
 

 

 

 

         

 

 
 
 
 
 

 
 

 
 
 
 

 

 

A Multi-Vendor NPAC SMS Solution 
NANC 437 – Primer  

Document 20090225-1 
 
 
 
 

February 25, 2009 

 
 

Attachment to: 
LNPA WG Change Order NANC 437 

 

 

 

 

 

 

 

 

 

 

 

Copyright © 2009 Telcordia Technologies, Inc. – All Rights Reserved  
 

 



   
 NANC 437 - A Multi-Peering Administrator Solution 

    
 

 
 

February 25, 2009                                                                   i 

Copyright © 2009 Telcordia Technologies, Inc 

 

Table of Contents 

1 PREFACE 3 
1.1 Introduction ....................................................................................................................................... 3 
1.2 Document Structure ......................................................................................................................... 3 
1.3 Terminology....................................................................................................................................... 4 
1.4 Telcordia Contacts ........................................................................................................................... 5 

2 MULTI-VENDOR NPAC SMS SOLUTION OVERVIEW 6 
2.1 Overview............................................................................................................................................. 6 
2.2 Inter-NPAC Peering Design............................................................................................................. 6 
2.3 Inter-NPAC Peering Architecture ................................................................................................... 7 
2.4 Interaction Diagrams........................................................................................................................ 8 

2.4.1 Intra-NPAC SMS Port........................................................................................................ 8 
2.4.2 Inter-NPAC SMS Port........................................................................................................ 9 

2.5 Peered NPAC SMS Connections.................................................................................................. 10 
2.5.1 Inter-NPAC SMS SOA Interface ....................................................................................11 
2.5.2 Inter-NPAC SMS LSMS Interface..................................................................................11 

2.6 Peered NPAC SMS and Service Provider Relationship Data ..................................................12 
2.6.1 NPAC Customer Data ..................................................................................................... 13 
2.6.2 Associated Service Provider Data ............................................................................... 13 
2.6.3 Customer Contact Data.................................................................................................. 13 
2.6.4 Network Address Data ................................................................................................... 13 
2.6.5 Additional Data ................................................................................................................ 14 
2.6.6 Example Peered NPAC SMS and Service Provider Relationship Data..................14 

3 INTER-NPAC PEERING SOLUTION PRINCIPALS 17 
3.1 General ............................................................................................................................................. 17 
3.2 Peered NPAC SMS Definition/Identification............................................................................... 17 
3.3 Enhanced BDD Files ......................................................................................................................18 
3.4 Network Data ................................................................................................................................... 18 
3.5 Subscription Version .....................................................................................................................18 
3.6 Block ................................................................................................................................................. 19 
3.7 Failed Lists....................................................................................................................................... 20 
3.8 Query and Reports .........................................................................................................................20 
3.9 Audits................................................................................................................................................ 20 
3.10 Miscellaneous Operations ............................................................................................................ 20 
3.11 Inter-NPAC SMS Interfaces........................................................................................................... 21 

4 INTER-NPAC PEERING OPERATIONS 22 
4.1 SPID Migration................................................................................................................................. 22 



   
 NANC 437 - A Multi-Peering Administrator Solution 

    
 

 
 

February 25, 2009                                                                   ii 

Copyright © 2009 Telcordia Technologies, Inc 

 

4.2 Number Pooling ..............................................................................................................................22 
4.3 ID Management ...............................................................................................................................22 
4.4 NPAC Failover between Primary and Failover Sites ................................................................23 
4.5 Recovery .......................................................................................................................................... 23 

4.5.1 Recovery of Inter-NPAC SMS Associations between Peered NPAC SMS............ 23 
4.5.2 Service Provider Recovery............................................................................................24 

4.6 NPA Splits ........................................................................................................................................ 24 
4.7 Turn-up and Transition Plans....................................................................................................... 24 

4.7.1 Peered NPAC SMS Turn-up Plan..................................................................................24 
4.7.2 Service Provider Transition Overview......................................................................... 25 

4.8 Release Management .....................................................................................................................26 

5 CHANGE ORDER DOCUMENTATION 27 
5.1 Documentation Provided............................................................................................................... 27 
5.2 Document Review Methodology .................................................................................................. 27 
5.3 FRS Document Modifications....................................................................................................... 28 

5.3.1 FRS Section 0 - FRS Preface.........................................................................................28 
5.3.2 FRS Section 1 – Introduction ........................................................................................29 
5.3.3 FRS Section 2 – Business Process Flows.................................................................. 29 
5.3.4 FRS Section 3 – NPAC Data Administration ..............................................................30 
5.3.5 FRS Section 4 Service Provider Data Administration .............................................. 31 
5.3.6 FRS Section 5 Subscription Management.................................................................. 32 
5.3.7 FRS Section 6 NPAC SMS Interfaces .......................................................................... 33 
5.3.8 FRS Section 7 Security .................................................................................................. 34 
5.3.9 FRS Section 8 Audit Administration............................................................................ 34 
5.3.10 FRS Section 9 Reports ................................................................................................... 35 
5.3.11 FRS Section 10 Performance and Reliability .............................................................36 
5.3.12 FRS Section 11 Billing.................................................................................................... 36 
5.3.13 Appendix A Business Process Flows ......................................................................... 37 
5.3.14 Appendix B Glossary ..................................................................................................... 37 
5.3.15 Appendix C System Tunables ......................................................................................37 
5.3.16 Appendix D Encryption Key Exchange....................................................................... 38 
5.3.17 Appendix E Download File Examples ......................................................................... 38 
5.3.18 Appendix F Midwest Region Number Pooling (Deleted).......................................... 39 
5.3.19 Appendix G Deleted Requirements ............................................................................. 39 
5.3.20 Appendix H Release Migration .....................................................................................39 

5.4 IIS Document Modifications.......................................................................................................... 39 

6 REFERENCES 41 

7 TRADEMARKS 42 
 



 

TELCORDIA TECHNOLOGIES, INC. CONFIDENTIAL - RESTRICTED ACCESS 
See confidentiality restrictions on title page. 

 3 

1 Preface          

1.1 Introduction 
This document is provided to the Industry to support the analysis of change order NANC 
437 – A Multi-Vendor NPAC SMS Solution. It is intended to help the reader better 
understand the change order details and the resulting modifications in the associated 
Industry documentation.  Also this document provides a suggested roadmap for 
reviewing the change order materials.  

1.2 Document Structure 
Section 1 – Preface  

This section contains the introduction, structure, and terminology used in the document. 
Additionally Telcordia contact information is provided. 

Section 2 – Multi-Vendor NPAC SMS Solution Overview 

This section provides an overview of Inter-NPAC Peering. Additionally this section lists 
key implementation concepts and provides insight regarding connection management, 
interfaces and the data model for the Multi-Vendor NPAC SMS Solution proposed in 
NANC 437. 

Section 3 – Inter-NPAC SMS Peering Solution Principals 

This section lists the key principals and assumptions regarding Inter-NPAC Peering 
functionality in several NPAC SMS functional areas (e.g. Network Data, Subscription 
Version management, Failed List processing, Audits, etc.). 

Section 4 – Inter-NPAC SMS Peering Operations 

This section introduces Methods and Procedures for Inter-NPAC SMS Peering 
operations related to the FRS documentation modifications.  Topics covered include 
SPID Migration, Number Pooling, Recovery and NPA Splits. 

Section 5 – Change Order Documentation 

This section identifies for NANC 437 Change Order the impacted Industry documents 
(e.g. FRS and IIS) and proposes a review methodology.  Modifications in the existing 
Industry documentation are summarized by section. 

Section 6 – References  

This section lists Industry documentation referenced by NANC 437. 
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Section 7 – Trademarks  

This section includes all relevant trademarks to this document. 

1.3 Terminology 
The following terminology is used in NANC 437 and throughout this document:  

• Inter-NPAC Peering – A Multi-Administrator Peering Model implementation that 
leverages the existing SOA to NPAC SMS and LSMS to NPAC SMS CMIP 
interface for Inter-NPAC SMS messaging  

• Peered NPAC SMS – An NPAC SMS system that communicates with another 
NPAC SMS in the same Region in a Multi-Administrator Peering Model 

• Inter-NPAC SMS Messaging – CMIP messaging between Peered NPAC SMS 
systems within the same Region as a result of Service Provider activity initiated 
from the LTI GUI, SOA, and/or LSMS interface.  Inter-NPAC messages include all 
messages required for completion of requests 

• Primary NPAC SMS – The NPAC SMS that provides service directly to a specific 
Service Provider SOA, LSMS, or LTI GUI for a transaction 

• Master NPAC SMS – The NPAC SMS that contains the golden data for an object 
or who is responsible for coordinating an operation 

• Inter-NPAC SMS Interface – The CMIP interfaces defined for use between Peered 
NPAC SMS 

• Inter-NPAC SMS LSMS Interface – The interface defined for use between two 
Peered NPAC SMSs that is used to communicate LSMS activity such as network 
data creation 

• Inter-NPAC SMS SOA Interface – The interface defined for use between two 
Peered NPAC SMSs that is used to communicate SOA activity such as pending 
Subscription Version management 

• Inter-NPAC SMS LSMS Association – A CMIP association between two Peered 
NPAC SMSs that is used to communicate LSMS activity such as Subscription 
Version activation and Network Data creation from a Primary NPAC SMS to a 
Peered NPAC SMS 

• Inter-NPAC SMS SOA Association – A CMIP association between two Peered 
NPAC SMSs that is used to communicate SOA activity, such as porting activity 
between Service Providers with different Peered NPAC SMS 
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• Inter-NPAC SMS Associations – Inter-NPAC SMS SOA and LSMS associations 
between Peered NPAC SMS 

• Subtending SOA  - SOA systems connected via the SOA to NPAC SMS interface 
to a Primary NPAC SMS 

• Subtending LSMS –LSMS systems connected via the LSMS to NPAC SMS 
interface to a Primary NPAC SMS 

1.4 Telcordia Contacts 
If you have any questions about this document, please contact: 

 

Business Contact Technical Lead 

Joel Zamlong John P. Malyar 

Telcordia Technologies, Inc. Telcordia Technologies, Inc. 

One Telcordia Drive, Suite 4A429 One Telcordia Drive, Suite 4A828 

Piscataway, NJ, 08854 Piscataway, NJ, 08854 

Phone:  732-699-8695 Phone:  732-699-7192 

Mobile:  732-763-9456 Mobile:  732-208-5103 

Fax:  732-336-3464 Fax:  732-336-3464 

E-mail: jzamlong@telcordia.com  E-mail: jmalyar@telcordia.com  
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2 Multi-Vendor NPAC SMS Solution Overview 
This section provides an overview of the Multi-Vendor NPAC SMS solution in NANC 437.  

2.1 Overview 
NANC 437- A Multi-Vendor NPAC SMS Solution introduced a way to provide Service 
Providers with a choice of two or more NPAC Vendors within an NPAC Region.  

The following implementation goals were identified for a multi-vendor NPAC SMS 
solution: 

• No SOA and LSMS to NPAC SMS CMIP Interface Modifications to avoid impacts 
on local systems 

• No User LTI GUI Changes 

• Minimize Service Provider operational changes 

• Continue Service Provider operational interactions with only one NPAC, their 
chosen NPAC vendor 

• Limit NPAC to NPAC connections to reduce complexity 

• Allow communication of all NPAC data for network data and active subscription 
versions 

• Support any additional information needed for Inter-NPAC porting events 

Inter-NPAC Peering, that takes these goals into account, was introduced as a solution in 
change order NANC 437. 

2.2 Inter-NPAC Peering Design 
The following are key implementation concepts for Inter-NPAC Peering: 

• Reuses and extends only where necessary existing CMIP Interface for additional 
data required to be communicated between Peered NPAC SMS systems 

• Introduces no changes to the porting lifecycle for Subscription Versions or Number 
Pool Blocks 

• Leaves message and data validations unchanged 

• Minimizes the number of messages over Inter-NPAC SMS Interfaces (e.g. status 
and attribute value changes) 
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• Simplifies Inter-NPAC SMS Messaging by using the most efficient messaging over 
the NPAC Interface (e.g. Range Notifications) 

• Utilizes efficient recovery mechanisms for Inter-NPAC SMS Interfaces (i.e. SWIM 
Recovery) 

• Supports existing security mechanisms 

• Extends Industry defined performance requirements to the Inter-NPAC SMS 
Interfaces 

• Establishes a single path for messages to eliminate message overlap (e.g. 
Network Data broadcast) and reduce complexity 

• No changes to Service Provider LTI, SOA, or LSMS functionality have been 
introduced 

 

2.3 Inter-NPAC Peering Architecture 
The following diagram illustrates Inter-NPAC Peering by showing two NPAC SMS and 
visually introducing terminology used in the change order: 

 

Figure 1 Inter-NPAC Peering Architecture 

 

Inter-NPAC SOA SMS Association 

Inter-NPAC LSMS SMS Association 

Inter-NPAC Associations used for 
Inter-NPAC Messaging 

Peered 
NPAC SMS 
Vendor A 
  

SOA LSMS 

Peered 
NPAC SMS 
Vendor B 
  

SOA  LSMS 

Service Provider SOA and LSMS 
systems connections to their 

Primary NPAC SMS – Vendor A 
Service Provider SOA and LSMS 

systems connections to their 
Primary NPAC SMS – Vendor B 
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2.4 Interaction Diagrams 
The following two diagrams are provided to give a high level view of the interactions that 
occur between Peered NPAC SMSs in a Multi-Administrator Peering Solution for porting 
activity between two Service Providers. The two types of ports that are described are an 
Intra-NPAC SMS Port and an Inter-NPAC SMS Port. 

2.4.1 Intra-NPAC SMS Port 

A port is an Intra-NPAC SMS port when only one NPAC SMS is the Primary NPAC to 
both of the Service Providers involved in the port (i.e. NPAC SMS Vendor A is the 
Primary NPAC SMS for both SOA 1 and SOA 2). The following diagram depicts a port 
with both Service Providers being customers of the same NPAC SMS: 

 

 

 

 

 

 

 

 

Figure 2 Intra-NPAC SMS Port 

 

Service Providers porting in the same NPAC SMS (Intra-NPAC port): 
1. The New Service Provider using SOA 1 and Old Service Provider using SOA 2 

served by Vendor A create/concur a pending port for the TN porting from SOA 2. 
2. The New Service Provider using SOA 1 activates the TN on the due date. 
3. TN Activation broadcast is sent to the Peered NPAC SMS Vendor B. 
4. TN Activation broadcast is sent to subtending LSMSs serviced by NPAC SMS 

Vendor A. 
5. TN Activation broadcast is sent to subtending LSMSs serviced by NPAC SMS 

Vendor B. 
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2.4.2 Inter-NPAC SMS Port 

A port is an Inter-NPAC SMS port when different NPAC SMSs serve the Service 
Providers involved in the port (i.e. the New Service Provider using SOA 1 is a subtending 
Service Provider of Primary NPAC SMS Vendor A and the Old Service Provider using 
SOA 2 is subtending to Peered NPAC SMS Vendor B). The following diagram depicts a 
port with the Service Providers as customers of different NPAC SMSs: 

 

 

 

 

 

 

 

 

Figure 3 Inter-NPAC SMS Port 

Service Providers porting in different NPAC SMS (Inter-NPAC): 
1. The New Service Provider using SOA 1 serviced by NPAC SMS Vendor A creates 

a pending port for a TN porting from the Old Service Provider using SOA 2. 
2. NPAC SMS Vendor A forwards the create request to NPAC SMS Vendor B that 

serves the Old Service Provider using SOA 2. 
3. NPAC SMS Vendor B creates the pending subscription version and sends 

notifications to both the New Service Provider using SOA 1 (via its Primary NPAC 
SMS, NPAC SMS Vendor A) and the Old Service Provider using SOA 2. 

4. The New Service Provider using SOA 1 activates the TN on the due date (The Old 
Service Provider using SOA 2 concurrence is not shown to reduce complexity of 
the diagram). 

5. TN Activation broadcast is sent from NPAC SMS Vendor A to the Peered NPAC 
SMS Vendor B. 

6. TN Activation broadcast is sent to the subtending LSMSs served by NPAC SMS 
Vendor A. 

7. TN Activation broadcast is sent to subtending LSMSs served by NPAC SMS 
Vendor B. 
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2.5 Peered NPAC SMS Connections 
The following diagram shows how Peered NPAC SMSs connect to one another and the 
direction in which associations are established.  It also shows the connections that are 
made from subtending LSMS and SOA systems to their Primary NPAC SMS and the 
direction in which associations are established.  

 

 

Figure 4 Inter-NPAC SMS Regional Associations 

 

To support porting activity, each Peered NPAC SMS in a Region must associate to all 
other Peered NPAC SMSs with one Inter-NPAC SMS LSMS association and a minimum 
of one Inter-NPAC SMS SOA association (i.e. given the number of subtending SOAs 
supported by a Primary NPAC SMS, more than one Inter-NPAC SMS SOA association 
may be needed). Each Peered NPAC SMS would need a unique Inter-NPAC SMS SOA 
Customer ID to be used for connecting to other Peered NPAC SMSs for each Inter-NPAC 
SMS SOA association.  In addition, each Peered NPAC SMS would need a unique Inter-
NPAC SMS LSMS Customer ID to be used for connecting to other Peered NPAC SMSs 
via the Inter-NPAC SMS LSMS association.  

Once Inter-NPAC SMS SOA and Inter-NPAC SMS LSMS Associations are established 
then porting activity can occur.  The following sections give an overview of the messaging 
that occurs over both types of associations. 
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2.5.1 Inter-NPAC SMS SOA Interface 

Porting events communicated between Peered NPAC SMSs over the Inter-NPAC SMS 
SOA Interface include events generated by the Service Provider SOA systems, the LTI 
GUI or the NPAC SMS Administration GUI on behalf of the Service Provider by NPAC 
personnel. 

The following messages are only sent over the Inter-NPAC SMS SOA Interface when 
Service Providers involved are on different Primary NPAC SMSs: 

• Subscription Version 
o Conflict 
o Cancel 
o Create 
o Disconnect 
o Notifications 
o Modify Pending 

• Block Create 
• Audit 

o Creation 
o Results 
o Attribute Value Changes 
o Discrepancy Reports 

Inter-NPAC Peering capitalizes on the Associated Service Provider functionality over the 
Inter-NPAC SMS SOA Interface, rather than making a primary association for each 
Service Provider to all Peered NPAC SMSs. This significantly reduces the number of 
connections required by the Peered NPAC SMSs. Service Provider messaging for a 
single Inter-NPAC SMS SOA association would need to be engineered so that Service 
Providers are grouped based on anticipated Inter-NPAC SMS Interface SOA volumes. 
This is necessary to minimize the potential for Inter-NPAC SMS SOA association 
congestion.  Should multiple connections be needed, the Primary NPAC SMS will need to 
be assigned a NPAC Customer ID for each Inter-NPAC SMS SOA association. This 
same Peered Inter-NPAC SMS SOA Customer ID would be used for associations with all 
Peered NPAC SMSs.  

2.5.2 Inter-NPAC SMS LSMS Interface 

The Inter-NPAC SMS LSMS Interface utilizes a single connection made from one Peered 
NPAC SMS to another Peered NPAC SMS in a Region for support of LSMS messages.  

The following messages/data sent to all Peered NPAC SMS in a Region are only sent 
over the Inter-NPAC SMS LSMS Interface 

• First Port Notification 
• Operational Downtime Notification 
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• Network Data Downloads 
o NPA-NXX Data 
o LRN Data 
o NPA-NXX-X Data 

• Service Provider Data 
• TN Activation, Modify Active, Delete 
• Block Activation, Modification, and Deletion 
• Query Requests 

The Peered NPAC SMS, receiving the update over the Inter-NPAC SMS LSMS interface, 
is responsible for propagating updates to its subtending LSMS and SOA systems that it 
serves as a Primary NPAC SMS.  The response back for the Inter-NPAC SMS 
messaging sent over the Inter-NPAC SMS LSMS interface that the Peered NPAC SMS 
has successfully received the request and will be propagating the update to its 
subtending LSMS. 

2.6 Peered NPAC SMS and Service Provider Relationship Data  
Inter-NPAC Peering requires that each Peered NPAC SMS understand the relationship 
between all Peered NPAC SMS and all Service Providers in a Region. For the Primary 
NPAC SMS all Service Provider data remains unchanged and is stored as it is today in 
the existing Customer Data Model. Peered NPAC SMSs and their subtending Service 
Provider data can also be stored in the Customer Data Model.  To more clearly illustrate 
relationships and the data needed for Peered NPAC SMSs and their subtending Service 
Providers, new logical tables for each are introduced in the FRS. 

The following diagram illustrates the logical relationships needed by a Peered NPAC 
SMS for understanding: 

• Service Providers for which it is the Primary NPAC SMS 
• Other Peered NPAC SMSs 
• Service Provider for which it is not the Primary NPAC SMS  
• Relationships between other Peered NPAC SMSs and the Service Providers for 

which they act as the Primary NPAC SMS 
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Figure 5 Inter-NPAC Peering Entity Relationship Diagram 

The following sections provide a brief overview of the tables show in Figure 5. 

2.6.1 NPAC Customer Data 

NPAC Customer Data is present only for Service Providers for whom the NPAC SMS is 
the Primary.  Data in this table includes information needed for a Primary NPAC SMS to 
support its Service Providers such as whether the Service Provider supports SWIM 
recovery or notification prioritization.  

2.6.2 Associated Service Provider Data 

Associated Service Provider Data is only present for Service Providers in the NPAC 
Customer Data Table. The NPAC SMS only needs this information for Service Providers 
for whom they NPAC SMS are the Primary NPAC SMS.  Peered NPAC SMS are 
responsible for forwarding of information to their Service Providers over the appropriate 
SOA associations. 

2.6.3 Customer Contact Data 

Contact Data is present for only the Service Providers defined in the NPAC Customer 
Data Table (the Primary NPAC SMS’s Service Providers) and for Peered NPAC SMS 
defined in Peered NPAC Data.  It is not needed for Peered NPAC SMS Customer Data, 
the Service Providers for whom the NPAC SMS is not the Primary NPAC SMS, because 
no contact is made directly to these Service Providers. 

2.6.4 Network Address Data 

Network Address Data is present only for the Service Providers defined in the NPAC 
Customer Data Table (the Primary NPAC SMS’s Service Provider SOA and LSMS 
systems) and for Peered NPAC SMSs defined in Peered NPAC Data Table.  It is not 
needed for Peered NPAC SMS Customer Data, the Service Providers for whom the 
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NPAC SMS is not the Primary NPAC SMS, because no connections are made directly to 
these Service Providers. 

2.6.5 Additional Data 

While not shown in Figure 5, Subscription Version, LRN, Portable NPA-NXX, NPA-NXX-
X, and Block data is associated to the Service Providers defined in NPAC Customer Data 
and Peered NPAC Customer Data tables. 

2.6.6 Example Peered NPAC SMS and Service Provider Relationship Data  

To further illustrate the relationships in the entity diagram in Figure 5 the following 
diagrams three diagrams show: 

• A Regional deployment view of two Peered NPAC SMSs and their associated 
SOA and LSMS systems is shown in Figure 6.  Subscription Version data is shown 
in the diagram to illustrate that the Primary NPAC SMS for a Service Provider is 
the golden or master database for their active Subscription Versions. 

• Figure 7 is a high level view of the relationship information that would be stored in 
the NPAC data model by Peered NPAC SMS A based on the Regional 
deployment view in Figure 6. 

• Figure 8 is a high level view of the relationship information that would be stored in 
the NPAC data model by Peered NPAC SMS B based on the Regional 
deployment view in Figure 6. 

Note that for simplicity, additional data fields (i.e. business type, timer type, TN range 
notification support indicators, etc.) are not shown.  For a complete list of data associated 
with Service Providers served by the Primary NPAC SMS, Peered NPAC SMS, and 
Service Providers associated with other NPAC SMSs see Section 3 of FRS 4.0.0a. 
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Figure 6 Inter-NPAC SMS Peering Regional Systems Connectivity Diagram 

 

 

Figure 7 Peered NPAC SMS A System Relationship Data Model 
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Figure 8 Peered NPAC SMS B System Relationship Data Model 
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3 Inter-NPAC Peering Solution Principals 
The following section provides key principals and assumptions that should be understood 
before reviewing Release 4.0.0a FRS and IIS documentation.     

3.1 General  
• Service Providers select a Primary NPAC SMS in each Region with which to do 

business. 

• Service Providers can then port with Service Providers on the same or different 
Peered NPAC SMSs within a Region. 

• Service Provider SOA and LSMS systems connect only to their Primary NPAC 
SMS using their unique Service Provider ID.    

• All Peered NPAC SMSs have all active data objects (Subscription Version, LRN, 
etc.) replicated in their database. 

• For all NPAC SMS data (e.g. Subscription Version, Network Data, etc.) there is a 
Peered NPAC SMS designated as the Master NPAC SMS that is identified as the 
golden database for that data.  

• For each Inter-NPAC SMS operation (e.g. Subscription Version Creation, Network 
Data Creation, Audit Request) there is a Peered NPAC SMS designated as the 
Master NPAC SMS that governs the operation and is responsible for validation, 
object creation, etc.  

3.2 Peered NPAC SMS Definition/Identification 
• Peered NPAC SMSs can support multiple subtending LSMS and SOA systems. 

• Peered NPAC SMSs are assigned Unique Customer IDs for use in connecting to 
other Peered NPAC SMSs. 

• Peered NPAC SMS are defined in other NPAC SMS customer databases using 
their unique NPAC Customer ID in the same manner as Service Providers are 
today. 

• There is one and only one Peered NPAC SMS for a given Service Provider in a 
region and that NPAC SMS is designated as the Primary NPAC SMS for that 
Service Provider.  

• Peered NPAC SMS Customer IDs, unlike Service Provider SPIDs will not have 
any TN data or Network data created for them. 
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3.3 Enhanced BDD Files 
• Enhanced BDD files are introduced to allow for sharing of NPAC specific data 

between Peered NPAC SMSs for initial database load, service provider transitions 
between NPAC SMSs and auditing/integrity verification. 

• EBDD Files are supersets of existing BDD Files and defined to contain extra data 
fields and records (e.g. broadcast timestamp and old and cancelled subscription 
versions). 

• EBBD Files are used for Service Provider, Subscription Version, and Block and 
existing BDD files are used between for NPA-NXX, NPA-NXX-X, LRN, and 
Notification data between Peered NPAC SMS. 

3.4 Network Data 
• The Master NPAC SMS for Service Provider, LRN, and NPA-NXX operations is 

the Primary NPAC SMS for that Service Provider. 

• The Master NPAC SMS broadcasts updates for Service Provider, LRN, and NPA-
NXX operations to all Peered NPAC SMS. 

3.5 Subscription Version 
• A Peered NPAC SMS is the Master NPAC SMS (golden database) for TN data 

when: 

o It is the Primary NPAC SMS of the Service Provider who is the current 
Service Provider for a ported TN. 

o It is the Primary NPAC SMS of the Service Provider of the NPA-NXX-X 
(Block Holder) for a TN that is pooled but has not been ported. 

o It is the Primary NPAC SMS of the Service Provider that is the NPA-NXX 
(Code Holder) for a TN that has not been pooled or ported. 

• Pending-like subscription versions will be created on the Peered NPAC SMSs of 
the Old and New Service Providers involved in the porting activity.  

• The Master NPAC SMS is the Primary NPAC SMS for the Old Service Provider 
when the pending port is created for a TN.  This is done because only the Old 
Service Provider NPAC SMS has knowledge to validate the existence of other 
pending ports. 

• After creation of the pending port, the Master NPAC SMS is the Primary NPAC 
SMS for the New Service Provider and remains so for the remaining life cycle. 
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• First port notifications are sent by the Old Service Providers Primary NPAC SMS. 

3.6 Block 
• Number Pool Block data consists of both NPA-NXX-X holder data as well as 

number pool block holder information.  A Peered NPAC SMS is the Master NPAC 
SMS (golden database) for number pool block operations when: 

o It is the Primary NPAC SMS of the Service Provider that is the NPA-NXX 
(Code Holder) prior to the creation/activation of the Number Pool Block 
(EDR) and Pooled Subscription Versions (Non-EDR). 

o It is the Primary NPAC SMS of the Service Provider that is the owner of the 
NPA-NXX-X (Block Holder) after creation/activation of the Number Pool 
Block. 

• The Master NPAC SMS for a NPA-NXX-X create is the Code Holder’s Primary 
NPAC SMS because only the Code Holder’s Primary NPAC SMS has knowledge 
of possible pending Subscription Versions for TNs in the Block that have not 
previously been ported. 

• The Master NPAC SMS for the NPA-NXX-X modify and delete is the Code 
Holder’s Primary NPAC SMS before Block creation/activation. 

• The Master NPAC SMS for Block Creation, Number Pool Block (EDR) and Pooled 
Subscription Versions (Non-EDR), is the Block Holder’s Primary NPAC SMS. 

• Before initiating block creation/activation, the Master NPAC SMS must check with 
the Code Holder’s NPAC SMS for existence of pending Subscription Versions for 
TNs that have not previously been ported. 

• The Master NPAC SMS for the block creation must send the Block (EDR) 
information in addition to the Pooled Subscription Version (non-EDR) to all Peered 
NPAC SMS.   

• Non-EDR Pooled Subscription Version information is sent so that all Pooled 
Subscription Versions have the same ID values when created locally by each 
Peered NPAC SMS. 

• The Block Holder’s NPAC SMS will initiate the messaging to all Peered NPAC 
SMSs for removal of the Block (EDR), Pooled Subscription Versions (non-EDR), 
and the NPA-NXX-X when a block is de-pooled. 

 

 



   
 NANC 437 - A Multi-Peering Administrator Solution 

    
 

 
 

February 25, 2009                                                                   20 

Copyright © 2009 Telcordia Technologies, Inc 

 

3.7 Failed Lists 
• When viewing failed lists for Subscription Versions and Number Pool Blocks, all 

LSMSs in the Region that have failed will be listed.  The Peered NPAC SMS 
notifies the Master NPAC SMSs on the status of their broadcasts results from their 
subtending LSMS.   

• Any LSMS that fails on any Peered NPAC SMS will be on the failed list.  

• Peered NPAC SMSs will not be listed on the failed lists.  

3.8 Query and Reports 
• Service Providers will only query their Primary NPAC SMS for data.   

• Queries are not passed to other Peered NPAC SMS.  

• Peered NPAC SMSs can query one another.  

• Reports generated by a Service Provider contain data from their Primary NPAC 
SMS database. 

3.9 Audits 
• An audit is initiated by a Service Provider to its Primary NPAC SMS or by its 

Primary NPAC SMS personnel on behalf of the Service Provider. 

• The NPAC SMS that initiates the audit coordinates the audit. 

•  Audits are delegated to each Peered NPAC SMS that is responsible for an LSMS 
being audited. 

• Each Peered NPAC SMS involved in an audit is responsible for ensuring it has the 
correct data from the Master NPAC SMS’s golden database before auditing its 
LSMSs. 

• The NPAC SMS coordinating the audit is responsible for processing any audit 
discrepancy notifications and aggregating the audit results.   

3.10 Miscellaneous Operations 
• Master NPAC SMS can only initiate Mass Updates for Service Providers for whom 

they are the Primary NPAC SMS (i.e. only data for which they are the golden 
database).  

• SPID Migration files are generated and distributed by the Primary NPAC SMS for 
the migrating-to SPID.  The Primary NPAC SMS for the migrating SPID was 
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selected in Inter-NPAC Peering to allow for the case where migrating SPID could 
be out of business.  

• NPA Split information is obtained from an Industry source.  In the event of a 
manual NPA Split, the personnel of the Primary NPAC SMS for the NPA-NXX 
being split must manually notify all Peered NPAC SMS.  

3.11 Inter-NPAC SMS Interfaces 
• Inter-NPAC Peering leverages the existing SOA to NPAC SMS and LSMS to 

NPAC SMS CMIP Interface for Inter-NPAC SMS messaging.   

• All Peered NPAC SMSs connect to each other in exactly the same manner. The 
number of connections (1 for LSMS) and (1 or more for SOA) with the same NPAC 
SMS Customer IDs. 

• Messages are fixed (predetermined) such that each message is sent on a single 
and consistent Inter-NPAC SMS Interface (e.g. Network Data is sent only over the 
Inter-NPAC SMS LSMS Interface). 

• Between Peered NPAC SMS vendors: 

o Range notifications and actions with error codes will be used when defined 
for a given message 

o SWIM Recovery is required 

o Notification Prioritization is not supported  

o Separate channels for SOA notifications are not supported  

o LSMS NPA-NXX filters are not supported  

o Application Level Heartbeats support is required  

• Primary NPAC SMSs are responsible for management of subtending Service 
Provider conditional functionality (e.g. NPA-NXX filters). 

• Peered NPAC SMS do not keep information about conditional functionality for 
subtending Service Providers of other Peered NPAC SMS. 
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4 Inter-NPAC Peering Operations  
While minimized, the operational impacts of peering resulting from the implementation 
and the interactions between Peered NPAC vendors may affect Service Providers and 
external organizations such as North American Number Plan Administrator (NANPA) and 
the Pooling Administrator (PA). The following sections describe some of the suggested 
operational changes. While not all of the operational changes addressed in this section 
directly affect functional requirements, the business functionality must be understood. 
Further work must be done after requirements completion to define the appropriate 
detailed Methods and Procedures.  

4.1 SPID Migration 
In an Inter-NPAC SMS environment, the Primary Peered NPAC SMS for the New Service 
Provider to whom the SPID is being migrated would initiate the SPID migration.  SPID 
Migration files would be generated and distributed from the Primary NPAC SMS of the 
New Service Provider to all other Peered NPAC SMSs via FTP site.  

Note: Automation of SPID Migration being considered as part of NPAC Release 3.4 can 
be utilized in Inter-NPAC Peering.   

4.2 Number Pooling  
Number Pooling in an Inter-NPAC Peering environment requires that the Pooling 
Administrator provide Part 1b forms to all NPAC vendors in a Region.  Only, the Peered 
NPAC SMS for the Donor and Recipient, who could be one in the same, take action 
based on the Part1B form from the PA.  The NPAC SMS that is the Primary NPAC SMS 
for the current Code Holder is the Master NPAC SMS responsible for NPA-NXX-X 
creation, modification, and deletion.  The Block Holder NPAC SMS becomes the Master 
NPAC for the NPA-NXX-X after it initiates successful block creation.  

4.3 ID Management 
The NPAC SMS assigns unique IDs given to objects created. With the implementation of 
Inter-NPAC Peering, these ID values must be unique between all Peered NPAC SMS.   
The NPAC SMS assigned ID values are as follows: 

• Subscription Version  
• Number Pool Block 
• Audit 
• LRN 
• NPA-NXX 
• NPA-NXX-X 
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In Inter-NPAC Peering, each ID value is assigned by the Master NPAC SMS as identified 
in the requirements.  With Peered NPAC SMS a mechanism must be put in place for 
assigning unique ID values to each Peered NPAC SMS.  Some type of inventory system 
or assignment of ranges must be put into place for use by all Peered NPAC SMS.  The 
requirements provided address which Peered NPAC SMS should set ID values but not 
how the values would be uniquely managed between the Peered NPAC SMS vendors.  

A simple approach that could be used for ID assignment would be to use a formula of (ID 
value) modulo (the number of Peered NPAC SMS).  Introducing weighting based on the 
percentage of traffic could be done but would also require managing large service 
provider moves subsequently causing a redistribution of the inventory. 

4.4 NPAC Failover between Primary and Failover Sites  
In an Inter-NPAC Peering environment each NPAC Vendor would have primary and 
backup data centers for supporting the performance and reliability requirements.  To 
ensure continuous operations, each Peered NPAC SMS will require physical connectivity 
to the Peered NPAC SMS Production site and the associated Disaster Recovery site for 
all other Peered NPAC SMSs in a region.   Failover between sites would require that 
Peered NPAC SMS connections be reestablished between Peered NPAC SMSs.  Only 
the SOA and LSMS systems subtending to the Primary NPAC SMS that failed would 
have to reestablish their SOA and LSMS interface associations. 

4.5 Recovery 
Recovery in Inter-NPAC Peering environment works as it does today. The only difference 
is additional data is recovered between Peered NPAC SMS that is not needed by SOA 
and LSMS systems. The following sections provide information on recovery scenarios in 
Inter-NPAC Peering. 

4.5.1 Recovery of Inter-NPAC SMS Associations between Peered NPAC SMS 

When an NPAC SMS drops a connection to another Peered NPAC SMS they must re-
associate and then enter recovery. SWIM recovery must be supported between Peered 
NPAC SMSs and should be used as the primary recovery mechanism.  Should an NPAC 
SMS be down longer than is allowed for interface recovery, and then Delta EBDD/BDD 
files from the Peered NPAC SMS with whom the connection was dropped would be used. 

When a Peered NPAC SMS Inter-NPAC SMS SOA connection is down, other Peered 
NPAC SMSs can process requests from the Service Provides for whom it is the Primary 
NPAC SMS or from other Peered NPAC SMS that are associated.   The porting activity 
that involves Service Providers associated with the Peered NPAC SMS Inter-NPAC SMS 
SOA connection that is down would be affected, as it would be today when a Service 
Provider SOA connections down.   



   
 NANC 437 - A Multi-Peering Administrator Solution 

    
 

 
 

February 25, 2009                                                                   24 

Copyright © 2009 Telcordia Technologies, Inc 

 

When a Peered NPAC SMS Inter-NPAC SMS LSMS association is down, data 
downloads to the Peered NPAC SMS LSMS would fail.  Failed LSMSs can be managed 
in the same manner they are today using resend functionality and failed list exclusion. 

4.5.2 Service Provider Recovery 

Service Providers use existing SOA and LSMS Interface recovery mechanisms and BDD 
recovery files with their Primary NPAC SMS just as they do in a single NPAC SMS 
environment. 

4.6 NPA Splits 
NPA Splits are loaded into the NPAC SMS using files from an Industry source. Should 
exceptions arise when processing NPA Split information, Peered NPAC SMS will 
coordinate with the Primary NPAC SMS of the Code Holder. 

Today, there are emergency situations that arise where a manual NPA Split needs to be 
entered. Manual entry of NPA Split information is not the normal method for initiating 
NPA Split processing on the NPAC SMS.  If the Primary NPAC SMS of the Code Holder 
must enter the manual entry of an NPA Split, Industry representatives must communicate 
information for the NPAC Split to all Peered NPAC SMS.  

4.7 Turn-up and Transition Plans 
In addition to the ongoing operations changes described above, some one-time 
procedures would be required for transition to a new Peered NPAC.  The following 
sections provide high-level overviews for turn-up of a new Peered NPAC SMS and for 
transition or addition of a service provider in a Peered NPAC SMS environment.  

4.7.1 Peered NPAC SMS Turn-up Plan 

When a new Peered NPAC SMS is introduced the following should occur: 
• All Peered NPAC SMSs Establish Relationship 

o FTP Site 
o Addressing 
o Understanding of Peered NPAC SMS Customer IDs to be utilized for Inter-

NPAC SMS associations 
o Key Exchange 

• Existing Peered NPAC SMS generates EBDD and BDD files to FTP site for new 
Peered NPAC SMS 

• New Peered NPAC SMS must create FTP sites for use with all existing Peered 
NPAC SMS 

• New Peered NPAC SMS receives and loads EBDD and BDD files 
• Schedule/Enter Maintenance Window  
• Existing Peered NPAC SMS generates Delta EBDD and BDD files to FTP site for 

new Peered NPAC  
• New Peered NPAC SMS receives and loads Delta EBDD and BDD files 
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• New Peered NPAC SMS establishes Inter-NPAC SMS SOA and LSMS Interface 
associations with all other Peered NPAC SMSs 

• Exit Maintenance Window 
• Porting Activity resumes in the Peered NPAC SMS Environment 
• New Peered NPAC SMS now stays current with porting activity over the Inter-

NPAC SMS associations. 
Note: It is suggested that there will be a soak period where the new Peered NPAC SMS 
would be up and receiving downloads from existing Peered NPAC SMSs prior to turning 
up the first “live” Service Provider. 

4.7.2 Service Provider Transition Overview 

When a Service Provider either transitions between Peered NPAC SMSs or is new to the 
Region, the following steps should occur: 

• Service Provider establishes relationship with New Peered NPAC SMS  
o FTP Site 
o Addressing 
o Understand Service Provider SPIDs (primary and, if applicable, associated 

Service Providers) 
o Key Exchange 

• Service Provider transitioning notifies their current Primary NPAC SMS if they are 
already an established Service Provider in the Region 

• Schedule/Enter Maintenance Window 
• All Peered NPAC SMSs modify their databases to associated the Service Provider 

with its Primary NPAC SMS  
• For Service Provider SOA transition: 

o New Peered NPAC SMS receives and loads Delta EBDD and BDD files 
with Service Provider pending, old, cancelled data (established Service 
Provider only) 

o Establish new or utilize existing Peered NPAC SMS Inter-NPAC SMS SOA 
association 

o If New Inter-NPAC SMS SOA association is required 
• FTP Site 
• Addressing 
• Understanding of customers served via the Inter-NPAC SMS SOA 

Association 
• Key Exchange 

• Service Providers who are not already established in the NPAC Region must load 
BDD files. 

• Service Provider establishes SOA and/or LSMS interface associations with new 
Peered NPAC SMS 

• Exit Maintenance Window 
• Porting Activity resumes in the Peered NPAC SMS environment 
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4.8 Release Management  
New releases in an Inter-NPAC Peering environment must be managed, as they are 
today, to allow for backward compatibility. If functionality changes to the Inter-NPAC SMS 
Interfaces occur, backward compatibility will allow for one Peered NPAC SMS vendor to 
be able to upgrade independently from another.  Vendors must work with the Industry to 
schedule use of new functionality.   If changes introduced require increased performance 
over the Inter-NPAC SMS Interfaces, vendors not yet supporting the increased 
performance can take advantage of existing flow control mechanisms until they can 
upgrade.  
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5 Change Order Documentation 

5.1 Documentation Provided 
The Industry documentation modified for the NANC 437 change order review includes: 

• North American Numbering Council (NANC) Functional Requirements 
Specification Number Portability Administration Center (NPAC) Service 
Management System (SMS) more commonly know as the FRS 

• NPAC SMS Interoperable Interface Specification (IIS) 

The FRS contains all requirements defined by the Industry for the NPAC SMS system 
functionality. The IIS document contains all information needed by Service Provider 
Systems (SOA and LSMS) to interface with the NPAC SMS.  

The modifications for NANC 437 are based on the 3.3.3a releases of the FRS and IIS. 
Release 3.4 change order functionality was not integrated into the FRS and IIS 
documentation provided for NANC 437 due to the release not being finalized.  The 
exception is the performance requirement changes introduced in NANC 397.  The 
increased performance requirements values have been taken into account for creating 
new performance requirements. 

New release 4.0.0a FRS and IIS documents are provided for the NANC 437 review.  The 
new documents allow for the review of new requirements and IIS modifications in context 
of the existing functionality. 

At this time no modifications have been made to other existing Industry documentation 
such as NANC Flows, Methods and Procedures, or Test Plans. In creating the FRS 
requirements some new operational procedures and impacts to the existing Methods and 
Procedures have been suggested. These are documented in the Section 4 of this 
document. 

5.2 Document Review Methodology 
In order to most effectively review NANC 437, it is recommended that the FRS and key 
representative IIS Message Processing Flows should be reviewed together in context of 
the functionality being discussed. This is why references to IIS Message Processing 
Flows are included with the FRS Document Modifications sections. Some of the IIS 
Message Processing Flows referenced are identified as representative. Representative 
flows are those flows that best characterize the scope of the architectural change.  Other 
flows modified are included for completeness and can be reviewed when reviewing the 
complete IIS document.     
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It is further recommended that information in the FRS and IIS documentation should not 
necessarily be read sequentially.  The current FRS sections do not introduce 
requirements in an order that is conducive for a reader to gain an overall understanding 
of NANC 437. It is suggested that FRS sections for network data, subscription versions 
and number pool blocks be read first to provide a broader understanding of NANC 437 
before reading other FRS sections. 

5.3 FRS Document Modifications 
Requirement changes occur in each section of the FRS Release 4.0.0a. Wherever 
possible, FRS changes introduced are done to minimize changes to existing functionality.  
In addition, an attempt has been made to lessen the implementation impact to the 
existing NPAC SMS solution. 

This section provides information about modifications made to the FRS documentation 
and identifies related changes in the IIS.   

 For each FRS chapter there is table below that contains the following information: 
• Existing Document Content – Content in FRS Release 3.3.3a 
• New/Modified Content – Content in FRS Release 4.0.0a 
• IIS Process Flows (if applicable) – representative flows that are key to 

understanding new/modified functionality 
 

5.3.1 FRS Section 0 - FRS Preface 

Existing Document Content 

The preface of the document contains information on document structure and numbering, 
release history, abbreviations and notations, and document language.   

Modified and New Content 

The abbreviation and notations section has been updated to reflect the labeling used for 
the new Inter-NPAC Peering requirements, assumptions and constraints. 
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5.3.2 FRS Section 1 – Introduction 

Existing Document Content 

The introduction provides a brief platform and functional overview of NPAC SMS 
functionality.  It also contains release background information and all documented 
assumptions and constraints.   

Modified and New Content 

This section has been updated to provide: 
  A place holder section for a high level overview of Inter-NPAC Peering 
  A place holder for background information for the description of Release 4.0  

 

5.3.3 FRS Section 2 – Business Process Flows 

Existing Document Content 

The business process flows describe how Service Providers interact with the NPAC 
SMS.  The flows in the section are: 

• Service Provisioning 
• Service Disconnection 
• Service Repair 
• Conflict and Conflict Resolution 
• Disaster Recovery and Backup 
• Service Order Cancellation 
• Audit Requests 
• Report Requests 
• Data Administration Requests 

Modified and New Content 

The business process flows have been updated to reflect Inter-NPAC SMS interactions 
and to utilize new terminology that has been introduced.  The text for the business 
processes is modified in Section 2 of the FRS.  The related flow diagrams, which have 
been updated, are in Appendix A of the FRS.    
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5.3.4 FRS Section 3 – NPAC Data Administration 

Existing Document Content 

The NPAC Data Administration section covers the NPAC Data Model for: 
• NPAC Customer Data 
• Subscription Version Data 
• Number Pool Block 
• Network Data 

Requirements for the following functional areas are addressed: 
• NPA-NXX, LRN, LSMS NPA-NXX Filter Management 
• Mass Updates 
• SPID Migration 
• Web Bulletin Board Functionality 
• Bulk Data Download 
• NPA Splits 
• Notifications Processing 
• Business Hours/Days 
• GTT Validation 
• Associated Service Provider  
• Linked Action Replies 
• NPA-NXX-X 
• Number Pool Blocks 
 

Modified and New Content 

Modifications have been made in Section 3 in many of the functional areas.    

Modifications for support of Peered NPAC SMS and their Service Providers in the NPAC 
Data Model.   

Requirements were added or modified to clarify how existing functionality would be 
utilized for Inter-NPAC Peering in the following areas: 

• NPA-NXX and LRN Management 
• Mass Update 
• SPID Migration 
• NPA Splits 
• Notifications between Peered NPAC SMS 
• Linked Action Replies 
• NPA-NXX-X and Number Pool Blocks 

Requirements have been added for the new EBDD File functionality. 
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Related IIS Process Flows 
 
• B.4.2.2 LRN Creation by the SOA 
• B.4.2.5 LRN Deletion by the NPAC 
• B.4.2.8 LRN Query by the Local SMS 
• B.4.3.1 Service Provider NPA-NXX-X Create by NPAC SMS   
• B.4.3.1.1 Service Provider NPA-NXX-X Create by NPAC SMS  (continued)  
• B.4.4.1 – Number Pool Block Create by SOA 
• B.4.4.3 Number Pool Block Create Broadcast Successful to Local SMS   
• B.4.4.4 Number Pool Block Create: Successful Broadcast  
• B.4.4.23 – Number Pool Block Depool by NPAC 
• B.4.4.24 Number Pool Block De-Pool Successful Broadcast of Subscription 

Version and Number Pool Block Deletes   
• B.4.4.24.1 – NPB De-Pool Success Broadcast of SV and NPBs (cont.)  
• B.4.4.25 Number Pool Block De-Pool Broadcast Successful NPA-NXX-X Updates   
• B.8.1 SOA/Local SMS Notification of Scheduled NPAC Downtime 
• B.8.2 NPA-NXX Split  
• B.8.2.1 NPA-NXX Split that contains a block of pooled TNs Part 1  
• B.8.2.2 NPA-NXX Split that contains a block of pooled TNs Part 2 

 

5.3.5 FRS Section 4 Service Provider Data Administration 

Existing Document Content 

The Service Provider Data Administration Section defines the functionality used to 
manage Service Provider Data.  NPAC SMS and Service Provider User and System 
functionality for: 

• Creation 
• Deletion 
• Modification  
• Query 
 

Modified and New Content 

Management of Peered NPAC SMS information in the customer data table of other 
NPAC SMS has been added to this section.   NPAC Personnel will be able to create, 
delete, modify, and query Peered NPAC SMS information.  

Related IIS Process Flows 
• B.3.1 Service Provider Creation by the NPAC 
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5.3.6 FRS Section 5 Subscription Management 

Existing Document Content 

The Subscription Version Section defines how subscription versions are used to support 
number porting operations and data in the NPAC SMS.  Functionality is described for 
subscription version: 

• Create 
• Modify (Active and Pending) 
• Conflict 
• Activate 
• Disconnect 
• Cancel 
• Query 

A status transition diagram is provided to show the life cycle of subscription versions in 
the NPAC SMS. 
 
System and user functionality is also defined. 
 
Requirements for Number Pooling subscription version processing are also defined in 
this section. 

 

Modified and New Content 

Requirements for subscription version processing have been modified to allow for the 
communication between Peered NPAC SMS.   Pending like subscription versions are 
only communicated between Peered NPAC SMS when the old and new Service Provider 
involved in the port have different Primary NPAC SMS.  Requirements for activation, 
modification of an active subscription version and disconnect have been modified to 
support broadcast of the data to all peered NPAC SMS.  

 

Related IIS Process Flows 
 
• B.5.1.2 SubscriptionVersion Create by the Initial SOA (New Service Provider) 
• B.5.1.2.1 Subscription Version Create by the Initial SOA (New Service Provider) 

(continued) 
• B.5.1.4 SubscriptionVersion Create by Second SOA (Old Service Provider) with 

Authorization to Port 
• B.5.1.5 SubscriptionVersion Activated by New Service Provider SOA 
• B.5.1.6 Active SubscriptionVersion Create on Local SMS 
• B.5.1.6.1 Active SubscriptionVersion Create on Local SMS 
• B.5.1.6.2 Active SubscriptionVersion Create on Local SMS 
• B.5.1.8 SubscriptionVersion M-CREATE: Partial Failure to Local SMS 
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• B.5.1.8.1 SubscriptionVersion M-CREATE: Partial Failure to Local SMS 
• B.5.1.8.2 SubscriptionVersion M-CREATE: Partial Failure to Local SMS 
• B.5.1.9 Create Subscription Version: Resend Successful to Local SMS Action  
• B.5.2.3 SubscriptionVersion Modify Prior to Activate Using M-ACTION by New 

Service Provider 
• B.5.3.1 SubscriptionVersion Cancel by Service Provider SOA After Both Service 

Provider SOAs Have Concurred 
• B.5.3.1.1 Subscription Version Cancel by Service Provider SOA After Both Service 

Provider SOAs Have Concurred (continued) 
• B.5.3.1.2 Subscription Version Cancel by Service Provider SOA After Both Service 

Provider SOAs Have  Concurred (continued) 
• B.5.4.1 SubscriptionVersion Immediate Disconnect 
• B.5.4.1.1 SubscriptionVersion Immediate Disconnect (continued) 

 

 

5.3.7 FRS Section 6 NPAC SMS Interfaces 

Existing Document Content 

The NPAC SMS Interfaces section contains requirements for: 
• SOA Interface 
• LSMS Interface 
• NPAC SOA Low-tech Interface 
• CMIP Request Retry Requirements 
• Recovery 
• Out-Bound Flow Control 
• Roll-up Activity 
• NPAC Monitoring of SOA and LSMS Associations 
• Separate SOA Channel for Notifications 
• Maintenance Window Timer Behavior 
 

Modified and New Content 

Section 6 has been modified to define the interfaces, Inter-NPAC SMS SOA and Inter-
NPAC SMS LSMS, used between Peered NPAC SMSs.  These interfaces leverage the 
existing SOA and LSMS interface protocol and functionality.  Use of Recovery 
functionality by the Inter-NPAC SMS Interfaces is also addressed. 

Related IIS Process Flows 
 
• B.7.4.1 Sequencing of Events on Initialization/Resynchronization of NPAC SMS 

Inter-NPAC SMS LSMS 
• B.7.4.2 Sequencing of Events on Initialization/Resynchronization of NPAC SMS 
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Inter-NPAC SMS LSMS SWIM 
• B.7.4.3 Sequencing of Events on Initialization/Resynchronization of NPAC SMS 

Inter-NPAC SMS SOA 
• B.7.4.4 Sequencing of Events on Initialization/Resynchronization of NPAC SMS 

Inter-NPAC SMS SOA SWIM 
 

 

 

5.3.8 FRS Section 7 Security 

Existing Document Content 

The Security Section of the NPAC SMS contains requirements for: 
• User login into the NPAC SMS LTI and Administration GUI  
• Access of the computer systems that comprise the NPAC SMS 
• OSI Security including Access Control and Key Exchange 
 

Modified and New Content 

This OSI security section that contains requirements for the SOA and LSMS has been 
extended to address security for the Inter-NPAC SMS SOA and LSMS interfaces.  The 
requirements added do not introduce any new functionality but establish the use of the 
existing functionality for Inter-NPAC Peering.  

 

 

 

5.3.9 FRS Section 8 Audit Administration  

Existing Document Content 

The Audit section of the FRS defines audit functionality for Service Providers and NPAC 
Users.  Requirements define functionality for: 

• Service Provider Users 
• NPAC Users 
• System functionality 
• Audit Reports 
• Database Integrity Samplings 
• Audit Processing in a Number Pooling Environment 
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Modified and New Content 

Requirements have been modified/added to allow for: 
• Communication of audits between Peered NPAC SMS.    
• To ensure that the golden data for a TN is used during an audit 
• To allow for audit results that involve multiple Peered NPAC SMS to be 

aggregated for reporting back to the initiator 
 

Related IIS Process Flows 

Representative Flows: 
• B.2.1 SOA Initiated Audit  
• B.2.1.1 SOA Initiated Audit (continued) 
• B.2.1.2 – SOA Initiated Audit (continued – final results, delete audit) 

 

 

5.3.10 FRS Section 9 Reports 

Existing Document Content 

The Reports section contains requirements for reports generated by each NPAC SMS.  
• Reporting user functionality 

o NPAC and Service Provider Functionality 
o Service and Network Data Reports 
o Service Provider Reports 
o Subscription Data Reports 
o System Reports 
o Security Reports 
o Log File Reports 
o Audit Reports 
o Data Integrity Reports 

• General Reporting System Functionality  
• National Number Pooling Reports 
• Cause Code Reports and Resend 
• Excluded Service Provider Reports 
 

Modified and New Content 

For Inter-NPAC SMS Peering, additional reports are added to allow reporting on the 
Inter-NPAC SMS SOA and LSMS interfaces for tracking of performance. 
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5.3.11 FRS Section 10 Performance and Reliability 

Existing Document Content 

The Performance and Reliability section defines the reliability, availability, performance 
and capacity requirements for the NPAC SMS. 

 

Modified and New Content 

There are three existing requirements that are specific to the NPAC SMS and their SOA 
and LSMS interfaces.   Similar requirements have been added for the Inter-NPAC SMS 
SOA and LSMS Interfaces for: 

• Broadcast of updates Response Time 
• Request/Transaction Response Time 
• Notifications of Downtime 

 
5.3.12 FRS Section 11 Billing 

Existing Document Content 

The Billing section focuses on the user and system requirements for the billing usage 
data. Billing usage data is used as input to the NPAC SMS billing system for generation 
of the bills.  Actual bill generation and Service Provider bill content are not covered in the 
FRS. 

 

Modified and New Content 

Requirements are added to support collection of usage data specific to Inter-NPAC 
Peering.  It may be important for bill generation and auditing for each NPAC SMS to 
identify what messages are initiated by Peered NPAC SMSs via the Inter-NPAC SMS 
interfaces for Inter-NPAC SMS processing versus those that are processed locally for 
Intra-NPAC SMS processing.  The new requirements allow for reporting and tracking for 
Inter-NPAC SMS and Intra-NPAC SMS messaging by collection of: 

• The number of messages processed by type  
• The number of messages, by type, that are downloaded to Service Providers  
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5.3.13 Appendix A Business Process Flows 

Existing Document Content 

Appendix A of the FRS contains the Business process flows that are referenced in FRS 
Section 2 “Business Processing Flows”. 

 

Modified and New Content 

The business process flows in Appendix A have been modified in conjunction with the 
text changes made in section 2 “Business Processing Flows”. 

 

 

 

5.3.14 Appendix B Glossary 

Existing Document Content 

Appendix B of the FRS contains a comprehensive list of definitions and acronyms that 
apply to the NPAC SMS. 

 

Modified and New Content 

Inter-NPAC Peering terminology has been added to the glossary. 
 

 

 

5.3.15 Appendix C System Tunables 

Existing Document Content 

Appendix C of the FRS contains all of the tunable values defined in the FRS and their 
default values, units, and valid ranges.   Tunable values are defined for: 

• Subscription  
• Communication 
• Audit 
• Logs 
• Keys 
• Blocks 
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Modified and New Content 

New tunables introduced by Inter-NPAC Peering are included in this section. New 
tunables have been added in the following tables: 

• Communication Tunables (Table C-2) 
• Audit Tunables (Table C-3) 

 

 
5.3.16 Appendix D Encryption Key Exchange 

No changes were made in Appendix D of the FRS.  Key exchange files used between 
Peered NPAC SMS are the same as those used today between the NPAC SMS and 
LSMS and SOA systems. 

 

5.3.17  Appendix E Download File Examples 

Existing Document Content 

Appendix E of the FRS contains the Bulk Data Download (BDD) file examples for the 
following: 

• Subscription Version Data 
• Service Provider Download File 
• NPA-NXX Download File 
• LRN Download File 
• NPA-NXX-X Download File 
• Block Download File  
• Notification Download File 
• SIC-SMURF NPA-NXX Download File 
• SIC-SMURF NPA-NXX-X Download File 
• SIC-SMURF LRN Download File 
 

Modified and New Content 

Definitions for the new EBDD files (Full and Delta) defined in FRS Section 3 have been 
included with the field formats and example files.  EBDD File examples are provided for 
the following: 

• Subscription Version Data 
• Network Download File 
• NPA-NXX Download File 
• LRN Download File 
• NPA-NXX-X Download File 
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• Block Download File  
• Notification Download File 
 

 
5.3.18 Appendix F Midwest Region Number Pooling (Deleted) 

No changes where made in Appendix F of the FRS. 

5.3.19  Appendix G Deleted Requirements 

No changes where made in Appendix G of the FRS. 

5.3.20  Appendix H Release Migration 

No changes where made in Appendix H of the FRS.  Currently there are no requirements 
for functionality to be provided only for the implementation of Inter-NPAC Peering. 

5.4 IIS Document Modifications  
Changes to the Message Flow Diagrams make up the majority of the IIS Release 4.0.0a 
document modifications.  However, there are changes to other sections of the document 
including, and most importantly for implementation, changes to the ASN.1 and GDMO.  
These changes are outlined in the table below. Wherever possible, existing CMIP 
interface functionality is leveraged or extended to maximize reuse of existing 
functionality. 
 

Existing Document Content 

The IIS document defines the CMIP interface between the NPAC SMS and SOA and 
LSMS systems.  The document content includes:  

• Interface Overview 
• Hierarchy Diagrams for the data objects in the CMIP model 
• Interface Functionality to CMIP Definitions Mapping 
• Secure Association Establishment 

o Security 
o Association Management and Recovery 
o Congestion Handling 
o Abort Processing Behavior 
o Single Association for SOA/LSMS 
o Separate SOA Channel for Notifications 

• The GDMO and ASN.1 that define: 
o The detailed data objects and associated messages 
o The behavior of the objects and associated messages 
o The data the comprises the objects and the messages 

• LNPA XML Schema 
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• Subscription Version Status 
• Number Pool Block Status 
• Errors 
• Message Flow Diagrams showing messaging between the LSMS and the NPAC 

SMS and the SOA and NPAC SMS 
 
 

Modified and New Content 

The IIS has been modified to describe the use of the CMIP Interface between Peered 
NPAC SMSs.   

The Overview has been modified to add the Inter-NPAC SMS SOA and LSMS Interfaces 

Hierarchy Diagrams have been added for the Inter-NPAC SMS SOA and LSMS 
Interfaces 

Interface Functionality to CMIP Definitions Mapping section has been modified to add 
usage behavior for the Inter-NPAC SMS SOA and LSMS Interfaces where appropriate. 

Secure Association Establishment is now described for the Inter-NPAC SOA and LSMS 
Interfaces that leverages existing functionality for 

• Security 
• Association Management and Recovery 
• Congestion Handling 
• Abort Processing Behavior 

 
GDMO and ASN.1 changes include: 

• New Message definitions 
• Extensions to existing messages and object data 
• Interface behavior modifications 

IIS Message Flow Diagrams have been modified for several reasons: 
• Modification of existing functionality 
• Introduction of new functionality 
• Clarification for use of new terminology  

 

 

 

 



   
 NANC 437 - A Multi-Peering Administrator Solution 

    
 

 
 

February 25, 2009                                                                   41 

Copyright © 2009 Telcordia Technologies, Inc 

 

6 References 
NANC Functional Requirements Specification, Release 3.3.3a, February 28, 2007.   

NPAC SMS Interoperable Interface Specification (IIS), NANC Version 3.3.3a (Parts 1 and 
2), February 28, 2007. 

NPAC SMS/Individual Service Provider Certification and Regression Test Plan for New 
Entrants Certification and Existing Service Providers/Vendors Regression Testing up to 
and including NPAC Release 3.3.0, Release 3.3.2a, May 31, 2007. 

NPAC SMS/Group Service Provider Certification and Regression Test Plan for New 
Entrants Certification and Existing Service Providers/Vendors Regression Testing up to 
and including NPAC Release 3.3.0, Release 3.3.1a, April 26, 2006. 

NPAC SMS Interoperability Test Release 3.3.1a Supporting NANC IIS Version 3.3.2a, 
May 31, 2006. 

NPAC Release 3.1 Performance and Volume Test Plan FINAL, Version 1.1, October 15, 
2001. 

NANC Flow documents, including Original Flows, Version 1.0 – Inter-Service Provider 
Operations Flows and Narratives and Updated Flows, Version 2.0 - Inter-Service 
Provider Operations Flows and Narratives, October 27, 2003. 

 



   
 NANC 437 - A Multi-Peering Administrator Solution 

    
 

 
 

February 25, 2009                                                                   42 

Copyright © 2009 Telcordia Technologies, Inc 

 

7 Trademarks 
Telcordia is a registered trademark of Telcordia Technologies, Inc. 

Telcordia acknowledges that all other trademarks, registered trademarks, and service 
marks referred to in this proposal are the property of their respective owners. 


