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FEBRUARY 9, 2010 CONFERENCE CALL MINUTES:
PIM 74 Best Practice Final Review (Action Item 011210-01) – Bob Bruce, Syniverse:
Action Item 011210-01:  Regarding the attached PIM 74, Bob Bruce, Syniverse, will revise the proposed related Best Practice to address the revisions agreed to at the January 12-13, 2010 LNPA WG meeting, e.g., change OSP to ONSP and NSP to NNSP, add a statement that this Best Practice does not imply that the ONSP has to accept LSRs in a manner that they do not support, add “default e-mail address” in the last bullet.  The revised PIM and Best Practice will be reviewed on the February 9, 2010 LNPA WG conference call.
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· Bob Bruce, Syniverse, discussed the revisions to PIM 74 and the associated Best Practice per Action Item 011210-01.

· There were no objections to this becoming a Best Practice.
· This will become Best Practice 63.  It was agreed to close PIM 74 as a result. 

· Regarding the attached PIM 74, Gary Sacra, LNPA WG Co-Chair, will create Best Practice 63, approved on the February 9, 2010 LNPA WG conference call, and send it to Mohamed Samater, T-Mobile, to be uploaded to the LNPA WG’s Best Practice website.  At the February 18, 2010 NANC meeting, Gary will request on the behalf of the LNPA WG that the NANC endorse BP 63.  

PIM 76 Best Practice Review (Action Item 011210-08) – Ron Steen, AT&T:
Action Item 011210-08:  Regarding the attached PIM 76, Ron Steen, AT&T, will revise the proposed related Best Practice to address the revisions agreed to at the January 12-13, 2010 LNPA WG meeting, e.g., change the proposed 30 day minimum notification to 60 day minimum notification, remove the X-Regional as a means to distribute and leave in “normal notification procedures.”  The revised PIM and Best Practice will be reviewed on the February 9, 2010 LNPA WG conference call.
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· Ron Steen, AT&T, discussed the revisions to PIM 76 per Action Item 011210-08.

· It was agreed that the intent of the proposed Best Practices includes changes to GUIs and automated systems.

· Windstream stated an objection to the proposed minimum of 60 calendar days notice as being excessive in their view.

· There were no other objections voiced and the Co-Chairs determined that consensus was reached to accept the current wording of PIM 76 as Best Practice 64.

· Regarding the attached PIM 76, Gary Sacra, LNPA WG Co-Chair, will create Best Practice 64, approved on the February 9, 2010 LNPA WG conference call, and send it to Mohamed Samater, T-Mobile, to be uploaded to the LNPA WG’s Best Practice website.  At the February 18, 2010 NANC meeting, Gary will request on the behalf of the LNPA WG that the NANC endorse BP 64.  

· It was agreed that PIM 76 will be closed.

Review of Proposed Best Practice on Supps (Action Item 011210-09) – Sue Tiffany, Sprint Nextel:
Action Item 011210-09:  Regarding the proposed Best Practice on SUPPs and Expedites for Simple Ports, Sue Tiffany, Sprint Nextel, will revise the proposed Best Practice to address the revisions agreed to at the January 12-13, 2010 LNPA WG meeting, e.g., adding the 3 acceptable options from the NANC LNP Provisioning Flow Narratives addressing the removal of donor switch translations.  This will be reviewed on the February 9, 2010 LNPA WG conference call.
· Action Item 011210-09 will remain open and will be on the March 2010 LNPA WG meeting agenda for discussion.

Service Provider Change Management Notification (Action Item 011210-10) – Service Providers:
Action Item 011210-10:  At the January 12-13, 2010 LNPA WG meeting, Service Providers were asked if they could provide more advance notice than their normal change management notification period with regard to their system changes affecting other Service Providers in support of the implementation of FCC 09-41.  Service Providers are to come to the February 9, 2010 LNPA WG conference call prepared to provide their planned notification date to the industry on their system changes.
· Verizon, Verizon Wireless, and T-Mobile stated that they will provide at least 60 calendar days notice.

· AT&T requested to keep this Action Item open until the March 2010 LNPA WG meeting.

· Action Item 011210-10 will remain open for discussion at the March 2010 LNPA WG meeting.

Review of NANC 442 – Neustar: 
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· Neustar reviewed the attached NANC 442 – Pseudo-LRN – Change Order with the group.

· A question was raised regarding Pseudo-LRN (p-LRN) records and SPID migrations.  Could there be p-LRN records in the NPAC that the migrating-to SPID might not be aware of?  A Service Provider stated that generation of a report of p-LRN records that need to be deleted, similar to that which is generated today for SPID migrations, could address this.  These p-LRN records would not prevent the migrating-to SPID from doing an inter or intra port on those TNs.  Regarding the attached NANC 442 (Pseudo-LRNs) Change Order, Neustar will review the Change Order in the context of SPID migrations and report any necessary requirements at the March 2010 LNPA WG meeting.  
· A Service Provider stated that an SV with an LRN of all 0s would have to be prevented at the LSMS from being pushed down to the SCP to prevent any call processing issues.  Possible options include: 

1. Have it downloaded to the LSMS and stop there (not download to the SCP).

2. Have it downloaded to the LSMS and have it pushed down to another system (not the SCP).
3. Have it downloaded to an alternate LSMS (one already in place or a new one) that does not download to the SCP.

· Regarding the attached NANC 442 (Pseudo-LRNs) Change Order, Service

Providers are to determine if Pseudo LRN records should be considered in the SV limit for SPID migrations and considered in the context of the restriction that migrations with impacted SVs not be performed over the interface.  This will be discussed at the March 2010 LNPA WG meeting.  
· Regarding the attached NANC 442 (Pseudo-LRNs) Change Order, Local

System Vendors are to determine if Pseudo LRN records should be considered in the SV limit for SPID migrations and considered in the context of the restriction that migrations with impacted SVs not be performed over the interface.  This will be discussed at the March 2010 LNPA WG meeting.  
· Regarding the attached NANC 442 (Pseudo-LRNs) Change Order, Neustar will revise the requirements to reflect that all SPIDs a provider wishes to receive Pseudo-LRN record downloads for, including their own, must be on their accepted SPID list.  This will be reviewed at the March 2010 LNPA WG meeting.
· A question was asked regarding whether to send the 1st port notification on p-LRN records.  Initial response is no.

· Service Providers are to come to the March 2010 LNPA WG meeting prepared to determine the next steps for NANC 442. 
2010 Meeting/Call Schedule – All:
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· The July 2010 meeting is firm for Seattle, Washington.
· The May 2010 and November 2010 meeting locations are still tentative.

NANC 437 Issues Parking Lot Matrix Deeper Dive Analysis – All: 
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· Matrix Item 37 (Action Item 011210-13) – Neustar: 

Action Item 011210-13:  Regarding Item 37 in the NANC 437 Issues Parking Lot Matrix, Neustar will provide any example scenarios illustrating their concern raised regarding pending Port-To-Original (PTO) ports for Number Pool Block creation.
· Neustar reviewed slide 6 in the attached deck which was discussed at the January 12-13, 2010 LNPA WG meeting.
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· Neustar stated that each NPAC will reject the other’s operation in this scenario and either the PTO would have to be deleted and the –X then created, or the –X would have to be deleted and the PTO allowed to complete and the –X then recreated.

· It was stated that these operations would have to cross the wire within the same short timeframe.  It was further stated that this scenario could happen and an M&P could resolve it.

· Neustar stated that this is handled via automation today and not via a manual M&P.  Locking prevents this today but is costly in terms of performance.  One of the two operations would fail today and the other would proceed forward.
· A provider stated that we should be investigating ways of adding more automation, rather than less.  Another provider commented that providers are interested in exploring automated means of addressing all race conditions.  Regarding NANC 437 and the discussion of potential race conditions, Telcordia will investigate the feasibility of incorporating a database locking mechanism in the NANC 437 requirements to address the issue.  This will be discussed at the March 2010 LNPA WG meeting.

· Action Item 011210-13 is closed.  Matrix Item 37 remains open.

· Matrix Item 53 (Action Items 011210-20 and 011210-21) – Service Providers:

Action Item 011210-20:  With regard to Item 53 in the NANC 437 Issues Parking Lot Matrix, described in the attached file, Service Providers are to come to the February 9, 2010 LNPA WG conference call prepared to decide which will be reflected in the NANC 437 requirements – the “SV Creation Method,” whereby the transfer of Master NPAC responsibility occurs upon SV Creation, or the “SV Activation Method,” whereby the transfer of Master NPAC responsibility occurs upon SV Activation.
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· AT&T, Sprint Nextel, TNS, T-Mobile, and Verizon stated that they preferred the SV Activation method.  Concerns were expressed with the SV Creation method related to the operational impact and complexity with cancelled ports which would not be the case with awaiting the transfer of the Master NPAC role until the port was activated, according to those providers advocating the SV Activation method.

· Qwest initially stated a preference for the SV Creation method but subsequently stated they could support the SV Activation method.
· It was determined that consensus was reached to go with the SV Activation method in requirements.  Regarding NANC 437 and the consensus reached by Service Providers on the February 9, 2010 LNPA WG conference call that the role of Master NPAC should be transferred at the point of SV Activation rather than at the point of SV Creation as currently proposed in NANC 437 requirements, Telcordia will revisit the requirements and determine what changes will need to be made and report out at the March 2010 LNPA WG meeting.
· Action Item 011210-20 is closed.  Matrix Item 53 remains open.
Action Item 011210-21:  Regarding NANC 437 requirements, Service Providers are to come to the February 9, 2010 LNPA WG conference call prepared to decide if all peered NPACs should have all archived data that is stored offline.
· Verizon, T-Mobile, and AT&T stated that all NPACs should have all archived data that is stored offline.
· There were no objections to this being a requirement.  US Cellular said that they were withholding their input as they were still reviewing.
· Action Item 011210-21 is closed.

· Matrix Items 25 and 72 (Action Item 011210-23) – Vendors: 
Action Item 011210-23:  Regarding the 4 options listed below for SV ID management, Vendors are

1. To explore the feasibility of an NPAC identifier approach,

2. To identify the pros and cons of each of the 4 approaches.

The 4 options are as follows:

1. Use of a formula of (ID value) modulo (the number of Peered NPAC SMSs).
2. Split of inventory based on the percentage of traffic.
3. A manual or automated external inventory management system.
4. Use of an NPAC identifier added to each SV ID.

Vendor feedback is due back to the LNPA WG Co-Chairs by February 2, 2010 for distribution to the group in preparation for the February 9, 2010 LNPA WG conference call. 

· Telcordia provided the attached input to assist in the discussion of Action Item 011210-23.  It was stated that Option 4 (NPAC identifier) could in fact be backward compatible.
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NOTE:  The slide deck above was updated by Telcordia based on the February 9, 2010 discussion and will be reviewed at the March 9-10, 2010 LNPA WG meeting.
· Regarding NANC 437 and the following 4 options under discussion for SV ID management, Neustar will analyze and provide a readout at the March 2010 LNPA WG meeting of the magnitude and month-over-month growth of the applicable SV IDs in order to assist the group in determining which method to use.  
The 4 options currently under consideration are as follows:

1. Use of a formula of (ID value) modulo (the number of Peered NPAC SMSs).
2. Split of inventory based on the percentage of traffic.
3. A manual or automated external inventory management system.
4. Use of an NPAC identifier added to each SV ID.

· A provider asked what the practical limit is on the number of NPACs in a region.  The provider suggested this be part of the final report.
· Action Item 011210-23 and Matrix Item 25 remain open.  
· Matrix Item 99.2 (Action Items 011210-15 and 011210-17) – Telcordia/LNPA WG Participants:
Action Item 011210-15:  Regarding Item 99.2 in the NANC 437 Issues Parking Lot Matrix which deals with the Peered Resend Message, Telcordia will add an option for a list of TNs in the requirements.  This will be discussed on the February 9, 2010 LNPA WG conference call.  See related Action 011210-17.
Action Item 011210-17:  Regarding Item 99.2 in the NANC 437 Issues Parking Lot Matrix which deals with the Peered Resend Message, LNPA WG Participants are to come to the February 9, 2010 conference call prepared to determine if the issue can be closed.  See related Action Item 011210-15.
· Telcordia reviewed the changes in response to Action Item 011210-15.  It was agreed that the Action Item was satisfied and could be closed.  As a result, Action Item 011210-17 is closed.
· Neustar asked why the initiation of a resend is restricted to the Master NPAC?  Could a port-away be prevented because of the failed-list of a non-Master NPAC?  Neustar to review requirements.

· It was agreed to close Matrix Item 99.2.
· Matrix Item 129 (AI 011210-22) – Service Providers 
Action Item 011210-22:  Regarding NANC 437 Issues Parking Lot Matrix Item 129, Service Providers are to determine if they send cancels or modifies for ranges of TNs across multiple providers to NPAC in order to come to the February 9, 2010 LNPA WG conference call prepared to decide if we can close Item 129.
· Verizon, T-Mobile, and Qwest stated that they do not need this functionality.
· Neustar reported that this functionality is availability and used today over the LTI.
· The group agreed that based on the functionality being used today, it should be replicated in NANC 437.

· Action Item 011210-22 is closed and Matrix Item 129 will remain open pending determination of how the functionality will be implemented in NANC 437.
· Matrix Item 144 (Action Items 011210-12 and 011210-16) – Neustar/Telcordia:
Action Item 011210-12:  Related to Action Item 011210-16, Neustar will review Telcordia’s clarification in the NANC 437 requirements related to Item 144 in the NANC 437 Issues Parking Lot Matrix and provide feedback on the February 9, 2010 LNPA WG conference call as to whether it answers their question raised at the January 12-13, 2010 LNPA WG meeting.
Action Item 011210-16:  Regarding Item 144 in the NANC 437 Issues Parking Lot Matrix, Telcordia will clarify in the NANC 437 requirements the “sending” scenario that is referenced in Item 144, i.e., “local” sending vs. Master NPAC sending.  This clarification will be reviewed on the February 9, 2010 LNPA WG conference all.  See related Action Item 011210-12.
· Telcordia reviewed with the group the proposed text in response to Action Item 011210-16.  See slides 13 and 14 in the attached deck.
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· In response to Action Item 011210-12, Neustar responded that discrepant SVs should be reported as discrepant.  Regarding Item 144 in the NANC 437 Issues Parking Lot Matrix, Neustar will send suggested language addressing discrepant SVs to Telcordia for review.
· The group agreed to close Action Items 011210-12 and 011210-16.  Matrix Item 144 remains open. 
· Action Item 011210-14 – Telcordia: 

Action Item 011210-14:  Regarding Slide 6 in the attached file, Telcordia will verify how NPAC B communicates to the blockholder who is served by NPAC A, e.g., how does an effective date change get made on NPAC B when the blockholder is on NPAC A?.
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· Telcordia reviewed with the group the response to Action Item 011210-14.  See slides 15 and 16 in the attached deck.
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· If the Pool Administrator (PA) is involved in a change of effective date in the –X it is business as usual (NPAC pulls data from the PA).  If the blockholder goes directly to NPAC to change the effective date, an M&P would be required to change the date in the codeholder’s NPAC.  The codeholder’s NPAC is responsible for creating the –X, the blockholder’s NPAC creates and activates the block object.
· Regarding NANC 437, a question arose on the February 9, 2010 LNPA WG conference call related to the process necessary to affect a change of effective date in the –X when the blockholder goes directly to NPAC to make the date change rather then through the Pool Administrator and the codeholder is served by a different NPAC.  Gary Sacra, LNPA WG Co-Chair, will review the NANC 437 Issues Parking Lot Matrix to determine if an existing item can serve to address this question or if a new item needs to be opened.
· Additional Matrix Items to be teed up and discussed:

· Telcordia Items (refer to slide deck attached below):
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· Item 36

· A provider asked if the ability to recover over inter-NPAC interface is more restricted in a 3 NPAC scenario than an LSMS is today.  Telcordia responded that they do not believe it is.

· Neustar asked if Service Providers want NPACs that remain up to stay up and continue to process ports if they can.  Comcast, Verizon, Verizon Wireless, and T-Mobile responded yes.

· Item 36 remains open and will continue to be discussed at the March 9-10, 2010 LNPA WG meeting.

· Item 80 – Due to time constraints, this item will be discussed in more detail at the March 9-10, 2010 LNPA WG meeting.
· Item 112:
· Telcordia stated that the Non-Master NPACs could perform validations optionally without putting it in requirements.
· It was agreed that the Master NPAC would do the data validations and there would be no change to NANC 437 requirements in this area.

· Matrix Item 112 is closed. 

· Item 167 – Due to time constraints, this item will be discussed in more detail at the March 9-10, 2010 LNPA WG meeting.

· Item 177 – Due to time constraints, this item will be discussed in more detail at the March 9-10, 2010 LNPA WG meeting.

· Item 179 – Due to time constraints, this item will be discussed in more detail at the March 9-10, 2010 LNPA WG meeting.

· Items Requiring Service Provider Input:

· Item 74 - Need to address both source of NPA-NXX data and management of discrepancies.
· Due to time constraints, this item will be discussed in more detail at the March 9-10, 2010 LNPA WG meeting.

· Item 123 - Is there a need to query a pending SV from a non-Primary NPAC?  We need to discuss development of an M&P to address facilitation of completion or cancellation of pending SVs among multiple NPACs when a SPID migration is taking place.

· Due to time constraints, this item will be discussed in more detail at the March 9-10, 2010 LNPA WG meeting.

· All revisions to the NANC 437 Issues Parking Lot Matrix made on the February 9, 2010 LNPA WG conference call are captured in the attached v19 and are identified with the date 02/09/10.  
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Development of February 18, 2010 NANC Meeting Report – All:
· It was agreed that the LNPA WG’s report to the NANC for the February 18, 2010 meeting will consist of a readout of the following:

· Newly Approved Number Portability Best Practices BPs 60, 61, 62, 63, and 64) and a request for NANC endorsement of each

· Status of NANC 437 Peered NPAC Analysis
· FCC 09-41 Implementation Plan and a request for any status
New Business – All: 

· Request to move SP Medium Timer Profile Report start date from June 1, 2010 to July 1, 2010 – Neustar:
· Neustar teed up a request to move the implementation date of the SP Medium Timer Profile Report, which will be used to identify providers’ implementation date of FCC Order 09-41, from June 1, 2010 to July 1, 2010.  The reason for the request is to reduce the time period in which the report will have to be maintained manually.

· A provider asked if this report is required for inter-carrier testing.  Neustar responded that it is not.

· There were no objections to Neustar’s request for the change in start date.  This will be recommended to the NAPM LLC.

· November 14, 2010 Western Region SPID Migration Blackout Exemption Request – AT&T:
· Due to the need to perform a SPID migration in the Western Region only on November 14, 2010, AT&T requested a blackout exemption for the Western Region for that date.
· Two providers stated that they need to check if they have any planned maintenance.
· Regarding AT&T’s request for an exemption in the Western Region of the
November 14, 2010 SPID migration blackout, Service Providers are to determine if they have any objections to the request.  If no objections are submitted to the LNPA WG Co-Chairs by close of business on Friday, February 19, 2010, the request will be considered approved.

NOTE:  No objections were received and AT&T’s exemption request was approved.
· Wireless Implementation of WICIS 5.0.0 – Rosemary Emmer and Sue Tiffany, Sprint Nextel:

· Rosemary Emmer and Sue Tiffany, Sprint Nextel raised an issue regarding the fact that some wireless providers will still be on WICIS 4.0.0 after August 2, 2010, which requires some WPR fields that were made optional in WICIS 5.0.0 to comply with the OBF 14-field recommendation.  They asked how do wireline carriers plan to handle and keep track of the WICIS version that wireless carriers are using after August 1, 2010.  Will they take into account the WICIS version when creating the LSR?
· They cited the following example:
 

1. In August … Wireline Carrier wants to Port-In a TN from Wireless Carrier A that is supporting Medium Timers and is on WICIS 5.0.0 … what "type" of LSR will the Wireline carrier send?
2. In August … The same Wireline Carrier wants to Port-In a TN from Wireless Carrier B that is supporting Medium Timers and is on WICIS 4.0.0 … what "type" of LSR will the Wireline carrier send?

 

Will the Wireline Carrier in Examples 1 and 2 above differentiate between carriers on WICIS 4.0.0 and 5.0.0 when sending an LSR?

 

The difference here is that the Wireless Carrier on 4.0.0 has a number of fields on the WPR that are Mandatory and therefore required to complete the port, while the Wireless Carrier on 5.0.0 has these fields Optional.  Also, WICIS 4.0.0 does not sunset until 2011 so there is a possibility for some Wireless Carriers to support Medium Timers and still use WICIS 4.0.0 after August 1, 2010. 

· Sue Tiffany, Sprint Nextel, and Bob Bruce, Syniverse, will develop a
proposed draft Best Practice addressing the issue that some wireless providers will still be on WICIS 4.0.0 after August 2, 2010, which requires some fields that were made optional in WICIS 5.0.0 to comply with the OBF 14 field recommendation.  This proposed Best Practice will be shared with the OBF’s LSOP Committee for review prior to bringing it to the LNPA WG.
Next General LNPA WG Meeting …March 9-10, 2010, Denver, Colorado – Hosted by Comcast
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Origination Date:  11/11/09


Originator:  Neustar

Change Order Number:  NANC 442

Description:  Pseudo-LRN

Functionally Backward Compatible:  Yes

IMPACT/CHANGE ASSESSMENT
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Business Need:


Service Provider LSMS and downstream system capacity has been a concern in the past several years and remains a concern for high growth rates in the future.


Based on the current requirements for the NPAC, an active LRN owned by the New Service Provider must be provided on the Create message.  There have been some NPAC use cases that do not require an LRN to route voice calls:


· Population of TNs with altSPID reseller information, for the purposes of pre-port identification, routing SMS/MMS messages, and law enforcement/public safety.


· Preparation for network management activities that keep pace with LNP and Pooling updates.

· Publication of SS7 DPC values for internal network purposes (e.g., ISVM).

The NPAC currently requires that all active TNs and Number Pooled Block (NPB) records contain an active LRN, and that all TNs be broadcast to all regional LSMSs (minus NPA-NXX filters).  Existing LSMS systems and downstream network systems may not need to receive SVs and NPBs from the NPAC for traditional voice routing purposes, if the LRN is only being populated in order to publish other information (e.g., altSPID field).  If the LRN field were made optional (using a pseudo value) in the NPAC, users could create records without stipulating that downstream network elements be updated with new PSTN voice routing instructions.  Service providers could opt-in to receive pseudo-LRN SVs and NPBs (in total or based on SPID), allowing them to manage LSMS capacity constraints and control downstream system growth rates.

Description of Change:

This change order is being created to mitigate the impact of growth on Service Provider LSMSs and downstream system capacity growth issues caused by internal network management activities.  The NPAC will be updated to allow an SV/NPB to contain a pseudo-LRN value.  Since pseudo-LRN SV/NPB data is not needed by LSMSs for traditional voice routing, pseudo-LRN records will only be broadcast to an LSMS that supports the pseudo-LRN value and is interested in pseudo-LRN data from the activating SPID.

With the introduction of the pseudo-LRN value, the NPAC will be updated to receive and broadcast intra-SP ports and NPB activations in the NPAC with a pseudo-LRN value (no behavior change for inter-SP ports):

· Intra-SP port with active LRN continues current behavior.


· Intra-SP port with pseudo-LRN can be done by NPA-NXX assignee on native number.


· Intra-SP port with pseudo-LRN cannot be done by NPA-NXX assignee with current active intra-port with active LRN.


· Intra-SP port with pseudo-LRN cannot be done on NPB with active LRN.


· Intra-SP port with pseudo-LRN can be done on NPB with pseudo-LRN.


· Inter-SP port with active LRN continues current behavior.


· Inter-SP port with pseudo-LRN cannot be done at any time.


· Dash-X/NPBs with active LRN continues current behavior.


· Dash-X/NPBs with pseudo-LRN can be done when the Block Holder SPID is also NPA-NXX assignee.


Users who opt-in will be able to request and receive pseudo-LRN data via a pair of SPID-level parameters, maintained by the NPAC administrator:


· SOA systems are subject to certification testing prior to activation.


· LSMS systems are subject to certification testing prior to activation.


· After passing certification testing, User will receive initial BDD of selected SPIDs pseudo-LRN records.


Opted-in NPAC users will indicate their intent to create pseudo-LRN SVs and NPBs through their SOA by populating ‘000-000-0000’ in the LRN field.  Users who have not opted-in will receive errors indicating an invalid LRN if they attempt to create a pseudo-LRN record (maintaining backward compatibility).


All NPAC users can create, modify, and disconnect pseudo-LRN records via:


· LTI


· Mass Activate process


· Help Desk request


SVs and NPBs cannot be modified in such a way that either populates the LRN of a previously pseudo-LRN record, or removes LRN data by converting active LRNs to pseudo-LRNs.  Changing an active record between an active LRN state and pseudo-LRN state always requires the creation of a replacement SV (which puts the previous SV into an ‘old’ status).  This preserves backward compatibility for SOA and LSMS systems that do not opt-in, by ensuring that a single SV-ID does not switch states.

Receipt of SOA notifications for pseudo-LRN records will be configurable per opted-in SPID.


Opted-in NPAC users will be able to stipulate the SPIDs for whom they receive pseudo-LRN records.  The list will be based on a set of SPIDs selected by the opted-in NPAC user, and maintained by the NPAC administrator.


All NPAC users will be able to access pseudo-LRN records via:

· LTI

· Help Desk request (users who have not opted-in to pseudo-LRN data will also be able to request information from the Help Desk)


Prior to opted-in NPAC users receiving pseudo-LRN data by broadcast to the LSMS, there will be a BDD-based ‘synch-up’ process that loads all existing pseudo-LRN info, either in total or subject to SPID-based filters.

NPAC will broadcast pseudo-LRN SVs and NPBs only to opted-in NPAC LSMSs, subject to SPID-based filters (Pseudo-LRN Accepted SPID List):

· LSMSs not opted-in to pseudo-LRN capability will not receive any broadcast for activate, modify, or disconnect of pseudo-LRN SVs and NPBs.

· When an active LRN SV is “replaced” by a pseudo-LRN SV in the NPAC, users that have not opted-in to receive the new record will only see a disconnect of the old SV.

NPAC queries and BDDs will include pseudo-LRN records to opted-in SOAs and LSMSs, subject to SPIDs-based filters (Pseudo-LRN Accepted SPID List).

FRS:


Section 1.2, NPAC SMS Functional Overview


Add a new section that describes the functionality of the pseudo-LRN.  See Description of Change above.


Section 3.1, NPAC SMS Data Models


Add new parameter for the pseudo-LRN.  See below:


		NPAC CUSTOMER DATA MODEL



		Attribute Name

		Type (Size) 

		Required

		Description



		[snip]

		

		

		



		NPAC Customer SOA Pseudo LRN Indicator

		B

		(

		A Boolean that indicates whether the NPAC Customer supports Pseudo LRN information from the SOA to the NPAC SMS.  The Pseudo LRN is the ability to specify an LRN value of “000-000-0000”.


The default value is False.



		NPAC Customer LSMS Pseudo LRN Indicator

		B

		(

		A Boolean that indicates whether the NPAC Customer supports Pseudo LRN information from the NPAC SMS to the LSMS.  The Pseudo LRN is the ability to receive an LRN value of “000-000-0000” in an SV or NPB.


The default value is False.



		NPAC Customer SOA Pseudo LRN Notification Indicator

		B

		(

		A Boolean that indicates whether the NPAC Customer supports Pseudo LRN notifications to the SOA.


The default value is False.



		[snip]

		

		

		





Table 3-2 NPAC Customer Data Model


3.2.2, Service Provider ID (SPID) Migration Update



Req 39
SPID Migration Update – SIC-SMURF NPA-NXX File Processing – Update Pseudo-LRN SV Data

NPAC SMS shall update the new service provider SPID on ‘active-like’ pseudo-LRN subscription versions, associated with the NPA-NXX that was updated in the NPAC SMS, from the migrating away from SPID value to the migrating to SPID value, during the partial SPID Migration Update Request Process.

Req 40
SPID Migration Update – SIC-SMURF NPA-NXX File Processing – Update Pseudo-LRN Number Pool Block Data

NPAC SMS shall update the new service provider SPID on ‘active-like’ pseudo-LRN Number Pool Blocks, associated with the NPA-NXX that was updated in the NPAC SMS, from the migrating away from SPID value to the migrating to SPID value, during the partial SPID Migration Update Request Process.

3.4, Additional Requirements



Req 1
Pseudo-LRN value in the NPAC SMS

NPAC SMS shall use the LRN value of “000-000-0000” (all zeros) as the explicit indication from a requesting Service Provider that the Subscription Version or Number Pool Block is a request for a pseudo-LRN record.

Req 2
Pseudo-LRN restriction in the NPAC SMS

NPAC SMS shall reject the creation of the pseudo-LRN value of “000-000-0000” (all zeros) by Service Provider SOA, Service Provider Local SMS, Service Provider Low-Tech Interface, and NPAC Personnel on behalf of a Service Provider.

Req 41
Pseudo-LRN query in the NPAC SMS

NPAC SMS shall process a query of the pseudo-LRN value of “000-000-0000” (all zeros), and return a “no records found” response.

3.9, Service Provider Support Indicators



Req 42
Service Provider Low-Tech Interface Pseudo-LRN Support Flag Indicator


NPAC SMS shall provide a Service Provider Low-Tech Interface Pseudo-LRN Support Flag Indicator tunable parameter which defines whether the SPID supports pseudo-LRN functionality on the Low-Tech Interface.


Req 43
Service Provider Low-Tech Interface Pseudo-LRN Support Flag Indicator Default


NPAC SMS shall default the Service Provider Low-Tech Interface Pseudo-LRN Support Flag Indicator tunable parameter to TRUE.


Req 44
Service Provider Low-Tech Interface Pseudo-LRN Support Flag Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Low-Tech Interface Pseudo-LRN Support Flag Indicator tunable parameter.


3.10, Bulk Data Download Functionality



Req 3
Subscription Version Bulk Download File Creation for SOA – Pseudo-LRN Inclusion


NPAC SMS shall include Subscription Versions with a pseudo-LRN value for Bulk Data Download files of Subscription Version data, when the requesting Service Provider’s NPAC Customer SOA Pseudo-LRN Indicator is set to TRUE, and the New Service Provider value in the pseudo-LRN record is contained in the Pseudo-LRN Accepted SPID List.


Req 4
Number Pool Block Holder Information Bulk Download File Creation for SOA – Pseudo-LRN Inclusion


NPAC SMS shall include Number Pool Blocks with a pseudo-LRN value for Bulk Data Download files of Number Pool Block data, when the requesting Service Provider’s NPAC Customer SOA Pseudo-LRN Indicator is set to TRUE, and the New Service Provider value in the pseudo-LRN record is contained in the Pseudo-LRN Accepted SPID List.


Req 45
Subscription Version Bulk Download File Creation for LSMS – Pseudo-LRN Inclusion


NPAC SMS shall include Subscription Versions with a pseudo-LRN value for Bulk Data Download files of Subscription Version data, when the requesting Service Provider’s NPAC Customer LSMS Pseudo-LRN Indicator is set to TRUE, and the New Service Provider value in the pseudo-LRN record is contained in the Pseudo-LRN Accepted SPID List.


Req 46
Number Pool Block Holder Information Bulk Download File Creation for LSMS – Pseudo-LRN Inclusion


NPAC SMS shall include Number Pool Blocks with a pseudo-LRN value for Bulk Data Download files of Number Pool Block data, when the requesting Service Provider’s NPAC Customer LSMS Pseudo-LRN Indicator is set to TRUE, and the New Service Provider value in the pseudo-LRN record is contained in the Pseudo-LRN Accepted SPID List.


3.11, NPA-NXX-X Information



RR3-79.1
Number Pool NPA-NXX-X Holder Information – Routing Data Field Level Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, are valid according to the formats specified in the Block Data Model upon Block creation scheduling for a Number Pool, or when re-scheduling a Block Create Event:  (Previously N-75.1).


[snip]


LRN (pseudo-LRN value of 000-000-0000)


Req 47
Number Pool NPA-NXX-X Holder Information – ServiceProvider SOA Pseudo-LRN Indicator Download of NPA-NXX-X Object


NPAC SMS shall download Number Pooling NPA-NXX-X Information for additions, modifications, and deletions, using the Number Pooling NPA-NXX-X Object, via the SOA to NPAC SMS Interface, when an NPA-NXX-X is indicated as both SOA Origination and pseudo-LRN, when the Service Provider SOA Pseudo-LRN Indicator is set to TRUE, and the New Service Provider value in the pseudo-LRN record is contained in the Pseudo-LRN Accepted SPID List.

Req 48
Number Pool NPA-NXX-X Holder Information – ServiceProvider Local SMS Pseudo-LRN Indicator Download of NPA-NXX-X Object

NPAC SMS shall download Number Pooling NPA-NXX-X Information for additions, modifications, and deletions, using the Number Pooling NPA-NXX-X Object, via the NPAC SMS to Local SMS Interface, when an NPA-NXX-X is indicated as both SOA Origination and pseudo-LRN, when the Service Provider LSMS Pseudo-LRN Indicator is set to TRUE, and the New Service Provider value in the pseudo-LRN record is contained in the Pseudo-LRN Accepted SPID List.

Req 49
Query of NPA-NXX-X Holder Information for Pseudo-LRN – Service Provider Personnel – SOA Interface


NPAC SMS shall allow a Service Provider SOA via the SOA to NPAC SMS Interface, to query NPA-NXX-X Holder Information for a pseudo-LRN record, if the value in the requesting Service Provider’s SOA Pseudo-LRN Indicator is set to TRUE, and the New Service Provider value in the pseudo-LRN record is contained in the Pseudo-LRN Accepted SPID List.

Req 50
Query of NPA-NXX-X Holder Information for Pseudo-LRN – Service Provider Personnel – LSMS Interface


NPAC SMS shall allow a Service Provider Local SMS via the NPAC SMS to Local SMS Interface, to query NPA-NXX-X Holder Information for a pseudo-LRN record, if the value in the requesting Service Provider’s LSMS Pseudo-LRN Indicator is set to TRUE, and the New Service Provider value in the pseudo-LRN record is contained in the Pseudo-LRN Accepted SPID List.

Req 51
Query NPA-NXX-X Holder Information for Pseudo-LRN – Service Provider Personnel – LTI


NPAC SMS shall allow a Service Provider via the NPAC SOA Low-tech Interface, to query NPA-NXX-X Holder Information for a pseudo-LRN record, regardless of the value in the requesting Service Provider’s SOA or LSMS Pseudo-LRN Indicator, only if the Service Provider Low-Tech Interface Pseudo-LRN Support Flag Indicator is TRUE.

3.12, Block Information



Req 5
Number Pool Block Holder Information – Service Provider Tunable Value of TRUE for Pseudo-LRN Request


NPAC SMS shall accept a block activate request for a pseudo-LRN record from a Service Provider SOA when the NPAC Customer SOA Pseudo-LRN Indicator is set to TRUE.

Req 6
Number Pool Block Holder Information – Service Provider Tunable Value of FALSE for Pseudo-LRN Request


NPAC SMS shall reject a block activate request for a pseudo-LRN record from a Service Provider SOA when the NPAC Customer SOA Pseudo-LRN Indicator is set to FALSE.

Req 7
Number Pool Block Holder Information – Service Provider Validation for Pseudo-LRN Request of NPA-NXX Ownership


NPAC SMS shall, upon receiving a block activate request for a pseudo-LRN record, verify the Block Holder SPID attribute of the Block object matches the SPID in the NPA-NXX for this corresponding NPA-NXX-X.

Req 8
Number Pooling Block Holder Information – Broadcast of Block Data for Pseudo-LRN


NPAC SMS shall broadcast a Block to EDR Local SMSs for additions, modifications, deletions, re-sends, and resync, via the NPAC SMS to Local SMS Interface, for a pseudo-LRN record when the Service Provider LSMS Pseudo-LRN Indicator is set to TRUE, and the New Service Provider value in the pseudo-LRN record is contained in the Pseudo-LRN Accepted SPID List.

Req 9
Number Pooling Block Holder Information – Suppression of Block Data for Pseudo-LRN


NPAC SMS shall suppress the broadcast of a Block to EDR Local SMSs for additions, modifications, deletions, re-sends, and resync, via the NPAC SMS to Local SMS Interface, for a pseudo-LRN record when the Service Provider LSMS Pseudo-LRN Indicator is set to FALSE.

RR3-149
 Addition of Number Pooling Block Holder Information – Field-level Data Validation

NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, is valid according to the formats specified in the Subscription Version Data Model upon Block creation for a Number Pool:  (Previously B-250)


[snip]


LRN (pseudo-LRN value of 000-000-0000)


Req 10
Activate Number Pool Block – Send Notification of Activation of Pseudo-LRN Record


NPAC SMS shall send the notification to the current Service Provider when a Number Pool Block is set to active/partial failure/failed upon activation of a Number Pool Block of a pseudo-LRN record only if the SOA is NPAC Customer SOA Pseudo-LRN Notification Indicator is set to TRUE, the SOA Origination Flag is set to TRUE, and the New Service Provider value in the pseudo-LRN record is contained in the Pseudo-LRN Accepted SPID List.

Req 11
Activate Number Pool Block – Suppress Notification of Activation of Pseudo-LRN Record


NPAC SMS shall suppress the notification to the current Service Provider when a Number Pool Block is set to active/partial failure/failed upon activation of a Number Pool Block of a pseudo-LRN record only if the SOA is NPAC Customer SOA Pseudo-LRN Notification Indicator is set to FALSE, or if the SOA is NPAC Customer SOA Pseudo-LRN Notification Indicator is set to TRUE and the SOA Origination Flag is set to FALSE.

RR3-157
Modification of Number Pooling Block Holder Information – Routing Data


NPAC SMS shall allow NPAC personnel, Service Provider via the SOA to NPAC SMS Interface, or Service Provider via the NPAC SOA Low-tech Interface, to modify the block holder default routing information (LRN (excluding setting or removing pseudo-LRN), DPC(s), and SSN(s)), Number Pool Block SV Type (if supported by the Block Holder SOA), Alternative SPID (if supported by the Block Holder SOA), Last Alternative SPID (if supported by the Block Holder SOA), Alt-End User Location Value (if supported by the Block Holder SOA), Alt-End User Location Type (if supported by the Block Holder SOA), and Alt-Billing ID (if supported by the Block Holder SOA), Voice URI (if supported by the Block Holder SOA) MMS URI (if supported by the Block Holder SOA), and SMS URI (if supported by the Block Holder SOA) for a 1K Block as stored in the NPAC SMS.  (Previously B-320, reference NANC 399)


Req 12
Deletion of Number Pool Block Holder Information – Send Notification of Disconnect of Pseudo-LRN Record


NPAC SMS shall send the notification to the current Service Provider when a Number Pool Block is set to old upon deletion of a Number Pool Block of a pseudo-LRN record only if the SOA is NPAC Customer SOA Pseudo-LRN Notification Indicator is set to TRUE and the SOA Origination Flag is set to TRUE.

Req 13
Deletion of Number Pool Block Holder Information – Suppress Notification of Disconnect of Pseudo-LRN Record


NPAC SMS shall suppress the notification to the current Service Provider when a Number Pool Block is set to old upon deletion of a Number Pool Block of a pseudo-LRN record only if the SOA’s NPAC Customer SOA Pseudo-LRN Notification Indicator is set to FALSE, or if the SOA is NPAC Customer SOA Pseudo-LRN Notification Indicator is set to TRUE and the SOA Origination Flag is set to FALSE.

Req 14
Query of Number Pool Block Holder Information for Pseudo-LRN – Service Provider Personnel – SOA Interface


NPAC SMS shall allow a Service Provider SOA via the SOA to NPAC SMS Interface, to query Block Holder Information for a pseudo-LRN record, if the value in the requesting Service Provider’s SOA Pseudo-LRN Indicator is set to TRUE, and the New Service Provider value in the pseudo-LRN record is contained in the Pseudo-LRN Accepted SPID List.



Req 52
Query of Number Pool Block Holder Information for Pseudo-LRN – Service Provider Personnel – LSMS Interface


NPAC SMS shall allow a Service Provider Local SMS via the NPAC SMS to Local SMS Interface, to query Block Holder Information for a pseudo-LRN record, if the value in the requesting Service Provider’s LSMS Pseudo-LRN Indicator is set to TRUE, and the New Service Provider value in the pseudo-LRN record is contained in the Pseudo-LRN Accepted SPID List.

Req 15
Query of Number Pool Block Holder Information for Pseudo-LRN – Service Provider Personnel – LTI


NPAC SMS shall allow a Service Provider via the NPAC SOA Low-tech Interface, to query Block Holder Information for a pseudo-LRN record, regardless of the value in the requesting Service Provider’s SOA or LSMS Pseudo-LRN Indicator, only if the Service Provider Low-Tech Interface Pseudo-LRN Support Flag Indicator is TRUE.

4.1, Service Provider Data Administration and Management 



R4-8
Service Provider Data Elements

NPAC SMS shall require the following data if there is no existing Service Provider data:


[snip]


NPAC Customer SOA Pseudo-LRN Indicator


NPAC Customer LSMS Pseudo-LRN Indicator


NPAC Customer SOA Pseudo-LRN Notification Indicator


Req 16
Service Provider SOA Pseudo-LRN Indicator

NPAC SMS shall provide a Service Provider SOA Pseudo-LRN Indicator tunable parameter which defines whether a SOA supports Pseudo-LRN.

Req 17
Service Provider SOA Pseudo-LRN Indicator Default

NPAC SMS shall default the Service Provider SOA Pseudo-LRN Indicator tunable parameter to FALSE.

Req 18
Service Provider SOA Pseudo-LRN Indicator Modification

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Pseudo-LRN Indicator tunable parameter.


Req 19
Service Provider LSMS Pseudo-LRN Indicator

NPAC SMS shall provide a Service Provider LSMS Pseudo-LRN Indicator tunable parameter which defines whether an LSMS supports Pseudo-LRN.


Req 20
Service Provider LSMS Pseudo-LRN Indicator Default

NPAC SMS shall default the Service Provider LSMS Pseudo-LRN Indicator tunable parameter to FALSE.


Req 21
Service Provider LSMS Pseudo-LRN Indicator Modification

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS Pseudo-LRN Indicator tunable parameter.

Req 22
Add SPID to Pseudo-LRN Accepted SPID List by NPAC Personnel on behalf of Local SMS

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, on behalf of a Service Provider that supports pseudo-LRN records, to add a SPID to the Pseudo-LRN Accepted SPID List for a given Local SMS, which results in the Local SMS receiving broadcasts of Pseudo-LRN information, in subscription versions and Number Pool Blocks.


NOTE:  Accepted SPID (receives the data) is the opposite of a Filtered SPID (does not receive the data).


NOTE:  If the Service Provider has selected one or more Pseudo-LRN Accepted SPIDs, then only those pseudo-LRN records for those SPID(s) will be sent.  If the Service Provider has not selected any Pseudo-LRN Accepted SPIDs, then all pseudo-LRN broadcasts will be sent if the Local SMS supports pseudo-LRN records.


Req 23
Delete SPID from Pseudo-LRN Accepted SPID List by NPAC Personnel on behalf of Local SMS

NPAC NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, on behalf of a Service Provider that supports pseudo-LRN records, to delete a SPID from the Pseudo-LRN Accepted SPID List for a given Local SMS.


Req 24
Query SPID from Pseudo-LRN Accepted SPID List by NPAC Personnel on behalf of Local SMS

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to query the Pseudo-LRN Accepted SPID List for a given Local SMS.

5.1, Subscription Version Management



R5‑15.1
Create “Inter-Service Provider Port” Subscription Version - New Service Provider Input Data


NPAC SMS shall require the following data from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port when NOT “porting to original”:  (reference NANC 399)


· Local Number Portability Type ‑ Port Type.  This field must be set to “LSPP” for Inter-Service Provider ports.


· Ported Telephone Number(s) ‑ this entry can be a single TN or a continuous range of TNs that identifies a subscription or a group of Subscription Versions that share the same attributes.


· Due Date ‑ date on which transfer of service from old facilities‑based Service Provider to new facilities‑based Service Provider is initially planned to occur.


· New Facilities‑based Service Provider ID ‑ the identifier of the new facilities‑based Service Provider.


· Old Facilities‑based Service Provider ID ‑ the identifier of the old facilities‑based Service Provider.


· Location Routing Number (LRN) ‑ the identifier of the ported‑to switch (excluding pseudo-LRN).


· [snip]

RR5-6.5
Create “Intra-Service Provider Port” Subscription Version - LRN Validation


NPAC SMS shall verify that the LRN (excluding pseudo-LRN) is associated with the new Service Provider in the NPAC SMS system upon Subscription Version creation for an Intra-Service Provider port.


Req 25
Create “Intra-Service Provider Port” Subscription Version – Service Provider Tunable Value of TRUE for Pseudo-LRN Request

NPAC SMS shall accept a Subscription Version Create request for a pseudo-LRN record from a Service Provider SOA when the NPAC Customer SOA Pseudo-LRN Indicator is set to TRUE.


Req 26
Create “Intra-Service Provider Port” Subscription Version – Service Provider Tunable Value of FALSE for Pseudo-LRN Request

NPAC SMS shall reject a Subscription Version Create request for a pseudo-LRN record from a Service Provider SOA when the NPAC Customer SOA Pseudo-LRN Indicator is set to FALSE.

Req 53
Create “Intra-Service Provider Port” Subscription Version – Rejection of Pseudo-LRN Request for Active Inter- or Intra-Subscription Version with Active LRN


NPAC SMS shall reject a Subscription Version Create request for a pseudo-LRN record from a Service Provider SOA when an active Inter- or Intra-Subscription Version with an active LRN exists for that TN.

Req 27
Create “Intra-Service Provider Port” Subscription Version – Rejection of Pseudo-LRN Request for Active Number Pool Block


NPAC SMS shall reject a Subscription Version Create request for a pseudo-LRN record from a Service Provider SOA when an active pooled Subscription Version with an active LRN exists for that TN.

Req 28
Create “Intra-Service Provider Port” Subscription Version - Notify User of Creation of Pseudo-LRN Record


NPAC SMS shall notify the current Service Provider when a Subscription Version is set to pending upon a successful creation of a Subscription Version for an Intra-Service Provider port of a pseudo-LRN record only if the SOA is NPAC Customer SOA Pseudo-LRN Notification Indicator is set to TRUE.

R5‑27.1
Modify Subscription Version - New Service Provider Data Values


NPAC SMS shall allow the following data to be modified in a pending or conflict Subscription Version for an Inter-Service Provider or Intra-Service Provider port by the new/current Service Provider or NPAC personnel:


· [snip]


· LRN (excluding setting or removing a pseudo-LRN)

R5‑29.1
Modify Subscription Version - Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.


· [snip]


· LRN (excluding setting or removing a pseudo-LRN)

R5‑36
Modify Active Subscription Version - Input Data


NPAC SMS shall allow the following data to be modified for an active Subscription Version:


· [snip]


· Location Routing Number (LRN) ‑ the identifier of the ported to switch (excluding setting or removing a pseudo-LRN)

R5-38.2
Modify Active Subscription Version - LRN Validation


NPAC SMS shall verify that an input LRN (excluding pseudo-LRN, which cannot be modified) is associated with the new Service Provider in the NPAC SMS system upon Subscription Version modification of an active version.


Req 29
Activate Subscription Version - Local SMS Identification – Pseudo-LRN

NPAC SMS shall send a Subscription Version Activate to all Local SMSs, based on the Pseudo-LRN Accepted SPID List, that are accepting Subscription Version data downloads of pseudo-LRN data.

Req 30
Activate Subscription Version - Local SMS Identification – Delete for Pseudo-LRN non-support


NPAC SMS shall send a Subscription Version Delete to a Local SMS if the NPAC Customer SOA Pseudo-LRN Notification Indicator is set to FALSE, when activating an intra-service provider port for a pseudo-LRN record, where a currently active intra-service provider port with active LRN exists.

Req 31
Activate “Intra-Service Provider Port” Subscription Version – Send Notification of Activation of Pseudo-LRN Record


NPAC SMS shall send a notification to the current Service Provider when a Subscription Version is set to active/partial failure/failed upon activation of a Subscription Version for an Intra-Service Provider port of a pseudo-LRN record only if the SOA is NPAC Customer SOA Pseudo-LRN Notification Indicator is set to TRUE.

Req 32
Activate “Intra-Service Provider Port” Subscription Version – Suppress Notification of Activation of Pseudo-LRN Record


NPAC SMS shall suppress the notification to the current Service Provider when a Subscription Version is set to active/partial failure/failed upon activation of a Subscription Version for an Intra-Service Provider port of a pseudo-LRN record only if the SOA is NPAC Customer SOA Pseudo-LRN Notification Indicator is set to FALSE.

Req 33
Disconnect Subscription Version - Local SMS Identification – Pseudo-LRN

NPAC SMS shall determine which Local SMSs to send the Subscription Version to by identifying all Local SMSs, including the Pseudo-LRN Accepted SPID List, that are accepting Subscription Version data downloads of pseudo-LRN data.

Req 34
Disconnect Subscription Version - Local SMS Identification – Disconnect for Pseudo-LRN non-support


NPAC SMS shall suppress a Subscription Version disconnect to the Local SMS if the NPAC Customer SOA Pseudo-LRN Notification Indicator is set to FALSE, when disconnecting an intra-service provider port for a pseudo-LRN record.

Req 35
Disconnect “Intra-Service Provider Port” Subscription Version – Send Notification of Disconnect of Pseudo-LRN Record


NPAC SMS shall send a notification to the current Service Provider when a Subscription Version is set to old upon disconnection of a Subscription Version for an Intra-Service Provider port of a pseudo-LRN record only if the SOA is NPAC Customer SOA Pseudo-LRN Notification Indicator is set to TRUE.

Req 36
Disconnect “Intra-Service Provider Port” Subscription Version – Suppress Notification of Disconnect of Pseudo-LRN Record


NPAC SMS shall suppress the notification to the current Service Provider when a Subscription Version is set to old upon disconnection of a Subscription Version for an Intra-Service Provider port of a pseudo-LRN record only if the SOA is NPAC Customer SOA Pseudo-LRN Notification Indicator is set to FALSE.

Req 37
Query of Subscription Versions for Pseudo-LRN – Service Provider Personnel – SOA Interface


NPAC SMS shall allow a Service Provider SOA via the SOA to NPAC SMS Interface, to query Subscription Versions for a pseudo-LRN record, if the value in the requesting Service Provider’s SOA Pseudo-LRN Indicator is set to TRUE, and the New Service Provider value in the pseudo-LRN record is contained in the Pseudo-LRN Accepted SPID List.



Req 54
Query of Subscription Versions for Pseudo-LRN – Service Provider Personnel – LSMS Interface


NPAC SMS shall allow a Service Provider Local SMS via the NPAC SMS to Local SMS Interface, to query Subscription Versions for a pseudo-LRN record, if the value in the requesting Service Provider’s LSMS Pseudo-LRN Indicator is set to TRUE, and the New Service Provider value in the pseudo-LRN record is contained in the Pseudo-LRN Accepted SPID List.

Req 38
Query of Subscription Versions for Pseudo-LRN – Service Provider Personnel – LTI


NPAC SMS shall allow a Service Provider via the NPAC SOA Low-tech Interface, to query Subscription Versions for a pseudo-LRN record, regardless of the value in the requesting Service Provider’s SOA or LSMS Pseudo-LRN Indicator.

8.4, Audit System Functionality



Req 55
Audit of Pseudo-LRN Subscription Version – only for Supporting LSMS

NPAC SMS shall audit a pseudo-LRN Subscription Version, only when a Service Provider’s LSMS supports pseudo-LRN Subscription Versions, and the SPID to be audited is contained in the Pseudo-LRN Accepted SPID List.

Req 56
Audit of Pseudo-LRN Number Pool Block – only for Supporting LSMS


NPAC SMS shall audit a pseudo-LRN Number Pool Block, only when a Service Provider’s LSMS supports pseudo-LRN Subscription Versions, and the SPID to be audited is contained in the Pseudo-LRN Accepted SPID List.

Req 57
Audit of Pseudo-LRN Subscription Version – Send Audit Results to Originating SOA

NPAC SMS shall send audit results of a pseudo-LRN Subscription Version to the originating SOA, regardless of the SOA’s Pseudo-LRN Indicator value.

Req 58
Audit of Pseudo-LRN Number Pool Block – Send Audit Results to Originating SOA

NPAC SMS shall send audit results of a pseudo-LRN Number Pool Block to the originating SOA, regardless of the SOA’s Pseudo-LRN Indicator value.

Req 59
Add/Modify/Delete TNs to Service Provider Pseudo-LRN Subscription Versions

NPAC SMS shall, following the comparison of its own pseudo-LRN Subscription Versions to the Service Provider’s pseudo-LRN Subscription Versions, broadcast to the Service Provider the latest update (add/modify/delete) for any TN that was not the same in the Service Provider’s Subscription Version database.

Note:  In the case, where more than one activity occurred on the TN (e.g., disconnect active-LRN SV, followed by activate of pseudo-LRN SV), only the latest activity (activate) is sent.

IIS:




1.  IIS Change:  add a new flow for the Download of a pseudo-LRN Subscription Version to the LSMS – Single

B.x.y  Active Pseudo-LRN SubscriptionVersion Create on Local SMS for a single TN

This scenario shows how a pseudo-LRN intra-service port is processed.

1. M-CREATE Request subscriptionVersion   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable TRUE) or no download   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable FALSE)

2. M-CREATE Response subscriptionVersion   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable TRUE) or no download response   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable FALSE)

3. M-EVENT-REPORT Request subscriptionVersionStatusAttributeValueChange   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no notification   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)

4. M-EVENT-REPORT Response subscriptionVersionStatusAttributeValueChange   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no notification response   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)

2.  IIS Change:  add a new flow for the Download of a pseudo-LRN Subscription Version to the LSMS – Range


B.x.y  Active Pseudo-LRN SubscriptionVersion Create on Local SMS for a range of TNs

This scenario shows how a pseudo-LRN intra-service port is processed.

1. M-ACTION Request subscriptionVersionLocalSMS-Create   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable TRUE) or no download   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable FALSE)

2. M-ACTION Response subscriptionVersionLocalSMS-Create   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable TRUE) or no download response   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable FALSE)

3. M-EVENT-REPORT Request subscriptionVersionLocalSMS-ActionResults   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no notification response   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)

4. M-EVENT-REPORT Response subscriptionVersionLocalSMS-ActionResults   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no notification response   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)

3.  IIS Change:  add a new flow for the Deletion of a pseudo-LRN Subscription Version


B.x.y  SubscriptionVersion Delete for pseudo-LRN Intra-Service Provider Port after receiving request from SOA

This scenario shows how a pseudo-LRN intra-service port is processed.

1. M-DELETE Request subscriptionVersion   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable TRUE) or no download   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable FALSE)

2. M-DELETE Response subscriptionVersion   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable TRUE) or no download response   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable FALSE)

3. M-EVENT-REPORT Request subscriptionVersionDonorSP-CustomerDisconnectDate   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no notification response   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)

4. M-EVENT-REPORT Response subscriptionVersionDonorSP-CustomerDisconnectDate   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no notification response   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)

5. M-SET Request subscriptionVersionNPAC   (NPAC SMS internal)

6. M-SET Response subscriptionVersionNPAC   (NPAC SMS internal)

7. M-EVENT-REPORT Request subscriptionStatusAttributeValueChange   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no notification response   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)

8. M-EVENT-REPORT Response subscriptionStatusAttributeValueChange   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no notification response   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)

4.  IIS Change:  add a new flow for the Creation of a pseudo-LRN NPA-NXX-X to the SOA and LSMS


B.x.y  NPA-NXX-X Create for pseudo-LRN Number Pool Block

This scenario shows how a pseudo-LRN NPA-NXX-X is processed.

1. M-CREATE Request serviceProvNPA-NXX-X   (NPAC SMS internal)

2. M-CREATE Response serviceProvNPA-NXX-X   (NPAC SMS internal)

3. M-CREATE Request serviceProvNPA-NXX-X   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable TRUE) or no broadcast   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable FALSE)

4. M-CREATE Response serviceProvNPA-NXX-X   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable TRUE) or no broadcast response   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable FALSE)

5. M-CREATE Request serviceProvNPA-NXX-X   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no broadcast   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)

6. M-CREATE Response serviceProvNPA-NXX-X   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no broadcast response   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)

5.  IIS Change:  add a new flow for the Modification of a pseudo-LRN NPA-NXX-X to the SOA and LSMS


B.x.y  NPA-NXX-X Modify for pseudo-LRN Number Pool Block

This scenario shows how a pseudo-LRN NPA-NXX-X is processed.

1. M-SET Request serviceProvNPA-NXX-X   (NPAC SMS internal)

2. M-SET Response serviceProvNPA-NXX-X   (NPAC SMS internal)

3. M-SET Request serviceProvNPA-NXX-X   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable TRUE) or no broadcast   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable FALSE)

4. M-SET Response serviceProvNPA-NXX-X   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable TRUE) or no broadcast response   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable FALSE)

5. M-SET Request serviceProvNPA-NXX-X   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no broadcast   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)

6. M-SET Response serviceProvNPA-NXX-X   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no broadcast response   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)

6.  IIS Change:  add a new flow for the Deletion of a pseudo-LRN NPA-NXX-X to the SOA and LSMS _Prior to Number Pool Block Existence


B.x.y  NPA-NXX-X Delete for pseudo-LRN Number Pool Block

This scenario shows how a pseudo-LRN NPA-NXX-X is processed.

1. M-DELETE Request serviceProvNPA-NXX-X   (NPAC SMS internal)

2. M-DELETE Response serviceProvNPA-NXX-X   (NPAC SMS internal)

3. M-DELETE Request serviceProvNPA-NXX-X   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable TRUE) or no broadcast   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable FALSE)

4. M-DELETE Response serviceProvNPA-NXX-X   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable TRUE) or no broadcast response   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable FALSE)

5. M-DELETE Request serviceProvNPA-NXX-X   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no broadcast   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)

6. M-DELETE Response serviceProvNPA-NXX-X   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no broadcast response   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)

7.  IIS Change:  add a new flow for the Successful Broadcast of a pseudo-LRN Number Pool Block to the LSMS


B.x.y  Pseudo-LRN Number Pool Block Successful Broadcast to Local SMS

This scenario shows how a pseudo-LRN NPB is processed.

1. M-SET Request subscriptionVersionNPAC   (NPAC SMS internal)

2. M-SET Response subscriptionVersionNPAC   (NPAC SMS internal)

3. M-SET Request numberPoolBlockNPAC   (NPAC SMS internal)

4. M-SET Response numberPoolBlockNPAC   (NPAC SMS internal)

5. M-EVENT-REPORT Request numberPoolBlockStatusAttributeValueChange   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no notification   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)

6. M-EVENT-REPORT Response numberPoolBlockStatusAttributeValueChange   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no notification response   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)

8.  IIS Change:  add a new flow for the Successful De-Pool of a pseudo-LRN Number Pool Block to the LSMS

B.x.y  Pseudo-LRN Number Pool Block Successful De-Pool to Local SMS

This scenario shows how a pseudo-LRN NPB is processed.

1. M-DELETE Request subscriptionVersionNPAC   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no broadcast   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)

2. M-DELETE Request numberPoolBlockNPAC   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no broadcast   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)

3. M-DELETE Response subscriptionVersionNPAC   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no broadcast response   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)

4. M-DELETE Response numberPoolBlockNPAC   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no broadcast response   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)

5. M-SET Request subscriptionVersionNPAC   (NPAC SMS internal)

6. M-SET Response subscriptionVersionNPAC   (NPAC SMS internal)

7. M-SET Request numberPoolBlockNPAC   (NPAC SMS internal)

8. M-SET Response numberPoolBlockNPAC   (NPAC SMS internal)

9. M-EVENT-REPORT Request subscriptionVersionDonorSP-CustomerDisconnectDate   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no notification   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)

10. M-EVENT-REPORT Response subscriptionVersionDonorSP-CustomerDisconnectDate    (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no notification response   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)

11. M-EVENT-REPORT Request numberPoolBlockStatusAttributeValueChange    (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no notification   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)

12. M-EVENT-REPORT Response numberPoolBlockStatusAttributeValueChange    (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no notification response   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)

9.  IIS Change:  add a new flow for the Audit of a pseudo-LRN Subscription Version to the LSMS – SOA Initiated

B.x.y  Pseudo-LRN SubscriptionVersion Audit on Local SMS

This scenario shows how a pseudo-LRN audit is processed.

1. M-CREATE Request subscriptionAudit

2. M-CREATE Response subscriptionAudit

3. M-EVENT-REPORT Request objectCreation


4. M-EVENT-REPORT Response objectCreation


5. M-GET Request (scoped and filtered) subscriptionVersion   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable TRUE) or no query   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable FALSE)

6. M-GET Response (scoped and filtered) subscriptionVersion   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable TRUE) or no query response   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable FALSE)

7. M-EVENT-REPORT Request subscriptionAudit-DiscrepancyRpt

8. M-EVENT-REPORT Response subscriptionAudit-DiscrepancyRpt

10.  IIS Change:  add a new flow for the Audit of a pseudo-LRN Subscription Version to the LSMS – NPAC Initiated


B.x.y  Pseudo-LRN SubscriptionVersion Audit on Local SMS

This scenario shows how a pseudo-LRN audit is processed.

1. M-CREATE Request subscriptionAudit   (NPAC SMS internal)

2. M-CREATE Response subscriptionAudit   (NPAC SMS internal)

3. M-GET Request (scoped and filtered) subscriptionVersion   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable TRUE) or no query   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable FALSE)

4. M-GET Response (scoped and filtered) subscriptionVersion   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable TRUE) or no query response   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable FALSE)

5. M-EVENT-REPORT Request subscriptionVersionStatusAttributeValueChange to current SOA   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no notification   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)

6. M-EVENT-REPORT Response subscriptionVersionStatusAttributeValueChange   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no notification response   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)

7. M-EVENT-REPORT Request subscriptionVersionStatusAttributeValueChange to Old SOA   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no notification   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)

8. M-EVENT-REPORT Response subscriptionVersionStatusAttributeValueChange   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no notification response   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)

9. M-DELETE Request subscriptionAudit   (NPAC SMS internal)

10. M-DELETE Response subscriptionAudit   (NPAC SMS internal)

GDMO:


TBD.


-- 11.0 LNP New Service Provider Subscription Version Create


subscriptionVersionNewSP-Create ACTION


    BEHAVIOUR


        subscriptionVersionNewSP-CreateDefinition,


        subscriptionVersionNewSP-CreateBehavior;


    MODE CONFIRMED;


    WITH INFORMATION SYNTAX LNP-ASN1.NewSP-CreateAction;


    WITH REPLY SYNTAX LNP-ASN1.NewSP-CreateReply;


    REGISTERED AS {LNP-OIDS.lnp-action 11};


subscriptionVersionNewSP-CreateBehavior BEHAVIOUR


    DEFINED AS !


[snip]


        LRN data is associated with the New Service Provider for a regular

        port.  LRN data of 000-000-0000 is used for a pseudo-LRN port.

[snip]


ASN.1:


No changes required.
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NANC 437 Race Conditions

		Race conditions as well as data integrity issues can happen when a master NPAC assumes an operation that succeeds on itself will succeed on the peered NPAC systems

		Current NANC 437 architecture assumes it’s OK for a peered NPAC to lose sync with other NPAC peers and not be the “golden database” for subtending local systems

		This assumption is made in many areas in the NANC 437 design



No inter-NPAC locking is done in any of the flows

In most of the proposed NANC 437 IIS flows inter-NPAC messages are sent, responses from peer NPACs are ignored, and the flow proceeds as though the messages were successfully processed on the NPAC peer systems







NANC 437 Race Conditions

Response is returned to the Provider ignoring peering status in step 4

Flow B.4.1.4 NPA-NXX Creation by the SOA 

If this fails for any reason NPAC A will have the new NPA-NXX and NPAC B won’t







NANC 437 Race Conditions

Flow B.4.1.5 NPA-NXX Deletion by the Local SMS

Response is returned to the Provider ignoring peering status in step 4

If this fails for any reason, NPAC B will still have the NPA-NXX and NPAC A won’t







NANC 437 Race Conditions

Flow B.4.2.2 LRN Create by the SOA

Response is returned to the Provider ignoring peering status in step 4

If this fails for any reason, NPAC A will have the new LRN and NPAC B won’t

Note: This edit is no longer done.







NANC 437 Race Conditions

Flow B.4.3.1 Service Provider NPA-NXX-X Create by NPAC SMS

The NPA-NXX-X create from NPAC SMS B fails because of PTO SV (RR3-87)

Problems occur if NPAC SMS A receives a PTO SV create request  for a TN within the same NPA-NXX-X

The result is NPAC A has a PTO SV and NPAC B has the new NPA-NXX-X







NANC 437 Race Conditions

Flow B.4.4.1 Number Pool Create/Activate by NPAC SOA

Problems occur if NPAC SMS B initiates a modify of NPA-NXX-X effective date to a future date (flow B.4.3.2) or a delete of the NPA-NXX-X (flow B.4.3.3)







NANC 437 Race Conditions

Flow B.4.4.3 Number Pool Create/Activate by NPAC SOA (Cont)

The Number Pool Block Activate on NPAC SMS B fails because of the modify or delete (prior slide) to the NPA-NXX-X 

The result is now NPAC A has activated the pooled block and NPAC B hasn’t







NANC 437 Race Conditions

Flow B.5.1.1 Subscription Version Create by the Initial SOA (Old Service Provider)

SV flows don’t indicate any error checking for inter-NPAC responses

The result is an SV operation could fail on one of the peered NPACs causing it to be out of sync







Summary

		Neustar is very concerned about the potential for race conditions in the current NANC 437 architecture

		To eliminate these situations and keep the NPAC behavior the same as it is today (from the Service Provider perspective) the following concepts need to be incorporated into the flows:



Use inter-NPAC locking to ensure all peered NPACs remain in sync

Consider inter-NPAC responses before responding to a request

Fail the transaction if any NPAC peer fails to successfully complete the request

For environments where more than 2 NPACs operate, messaging is needed to instruct peers to rollback work
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Items 25 and 72 - ID Management

		Action Item 011210-23:  Regarding the 4 options identified below for ID management, Vendors are:

		To explore the feasibility of an NPAC identifier approach

		To identify the pros and cons of each of the 4 approaches



		To support an NPAC identifier an extra digit can be added to the front of the integer value used for the ID

		This while not backwards compatible, allows for unique naming in the CMIP tree to be preserved
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Items 25 and 72- ID Management Approaches

		Option		Pros		Cons

		Use of a formula of (ID value) modulo (the number of Peered NPAC SMSs)		NPACs can independently manage their inventory
Backward compatible with Local Systems		Calculation must be adjusted if number of NPACs change

		Split of inventory based on the percentage of traffic		NPACs can independently manage their inventory
Backward compatible with Local Systems		Inventory may need to be redistributed based on traffic volumes
Third party to monitor and calculate adjustments

		A manual or automated external inventory management system		All unused id values are available to all NPACs
No need for formula change or rebalancing of internal inventory
Backward compatible with Local Systems		Third party managed?
System would need to be developed for automated approach

		Use of an NPAC identifier added to each SV ID		NPACs can independently manage their inventory
No need for formula change or rebalancing of internal inventory		Existing Local System and NPAC Vendors would need to modify systems to support a larger integer value for Ids
Not backward compatible with Local Systems
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Item 99.2 – Peer Resend Message	

		Action Item 011210-15:  Regarding Item 99.2 in the NANC 437 Issues Parking Lot Matrix which deals with the Peered Resend Message, Telcordia will add an option for a list of TNs in the requirements.  



		Action Item 011210-17:  Regarding Item 99.2 in the NANC 437 Issues Parking Lot Matrix which deals with the Peered Resend Message, LNPA WG Participants are to come to the February 9, 2010 conference call prepared to determine if the issue can be closed.  

		See green text for update



*





*









Item 99.2 – Resend Action

		The lnpSubscriptions will have the following conditional packaged added:





	-- Packages for the peering implementation

	--

	    subscriptionVersionResendPkg PRESENT IF

	        !the object is instantiated on the NPAC SMS!, 



		Behaviour will be added with the conditional package





	The subscriptionVersionResendPkg contains the action that is sent from the Master NPAC SMS to other Peered NPAC SMSs via the  Inter-NPAC SMS LSMS Interface for subscription version resend to a failed subtending LSMS. The Peered NPAC SMS will then resend the subscription version to its failed subtending LSMSs.
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Item 99.2 – Resend Package

subscriptionVersionResendPkg PACKAGE

    BEHAVIOUR subscriptionResendPkgBehavior;

    ACTIONS

        subscriptionVersionResend;

    REGISTERED AS {LNP-OIDS.lnp-package XX};

   

subscriptionVersionResendBehavior BEHAVIOUR

    DEFINED AS !

        This package provides for conditionally including the

        subscriptionVersionResend action.

    !;
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Item 99.2 – Resend Action

 subscriptionVersionResend ACTION

    BEHAVIOUR

        subscriptionVersionResendDefinition,

        subscriptionVersionResendBehavior;

 MODE CONFIRMED;

    WITH INFORMATION SYNTAX LNP-ASN1.ResendAction;

    WITH REPLY SYNTAX LNP-ASN1.ResendReply;

    REGISTERED AS {LNP-OIDS.lnp-action XX};



subscriptionVersionResendDefinition BEHAVIOUR

    DEFINED AS !

      The subscriptionVersionResend action is the action that is sent from the Master NPAC SMS to other Peered NPAC SMSs via the  Inter-NPAC SMS LSMS Interface for subscription version resend to a failed subtending LSMS. The Peered NPAC SMS will then resend the subscription version to all its failed subtending LSMSs.    !;





TELCORDIA CONFIDENTIAL - RESTRICTED ACCESS

See confidentiality restrictions on title page. 

*





TELCORDIA CONFIDENTIAL - RESTRICTED ACCESS
See confidentiality restrictions on title page. 



*









Item 99.2 – Resend Action Behaviour Update

subscriptionVersionResendBehavior BEHAVIOUR

    DEFINED AS !

	  In a peered environment, when a broadcast to a Peered NPAC SMS fails, 

        it is the responsibility of the Primary NPAC SMS for the peered service

        provider to clear the failed list for the subscription version.  The Master and

        Primary NPAC SMS for the New Service Provider can use the 

        subscriptionVersionResend action to instruct the Peered NPAC SMS

        to resend the TN by indicating the subscriptionVersionId, TN, a TN-range 

        or a list of TNs.   The Peered NPAC SMS will put itself into 

        sending mode for the subscription version and begin broadcasting to its failed

        subtending Local SMSs the appropriate request for the failed broadcast.

 

 





TELCORDIA CONFIDENTIAL - RESTRICTED ACCESS

See confidentiality restrictions on title page. 

*





TELCORDIA CONFIDENTIAL - RESTRICTED ACCESS
See confidentiality restrictions on title page. 



*









Item 99.2 – Resend Action (cont)

      If a Peered NPAC SMS returned an error to the subscriptionVersionResend

       action or failed to respond to the action, the failed subtending Local SMSs for    

       the Peered NPAC SMS remains on the list. 



       If a successful response is returned, then the failed list will be updated by the subsequent peeredUpdate notifications that result from the appropriate broadcast. 

      !;
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Item 99.2 – ASN.1 Update

ResendAction ::= SubscriptionVersionAction





SubscriptionVersionAction ::= CHOICE {

    subscription-version-action-key [0] EXPLICIT SubscriptionVersionActionKey,

    subscription-version-tn-range [1] TN-Range,

    subscription-version-tn-list [2] SET OF PhoneNumber

}



SubscriptionVersionActionKey ::= CHOICE {

    version-id [0] SubscriptionVersionId,

    tn [1] PhoneNumber

}
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Item 99.2 – ASN.1 (cont)

ResendReply ::= SubscriptionVersionActionReplyWithErrorCode





ResendStatus ::= ENUMERATED {  

    success (0),

    failed (1),

    npac-not-authorized (2),

    no-version-found (3),

    version-already-active(4)

}

 

SubscriptionVersionResendReply ::= SEQUENCE {

    status ResendStatus,

    error-code LnpSpecificErrorCode OPTIONAL -- present if status not success

}
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Items 129 -  Cancel/Modify Spanning Multiple Peered NPAC SMS

		Action Item 011210-22:  Regarding NANC 437 Issues Parking Lot Matrix Item 129, Service Providers are to determine if they send cancels or modifies for ranges of TNs across multiple providers to NPAC in order to come to the February 9, 2010 LNPA WG conference call prepared to decide if we can close Item 129.





		If functionality is utilized, Peered NPAC SMS can handle these requests in two ways: 

		Break the requests up and process them independently on behalf of the service provider

		Error the request  and have the Service Provider break the request into multiple requests. 





*











Item 144 – Audit Skipping Sending SVs

		Action Item 011210-16:  Regarding Item 144 in the NANC 437 Issues Parking Lot Matrix, Telcordia will clarify in the NANC 437 requirements the “sending” scenario that is referenced in Item 144, i.e., “local” sending vs. Master NPAC sending.  This clarification will be reviewed on the February 9, 2010 LNPA WG conference all.  See related Action Item 011210-12.





		See green text for update
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Item 144 – Audit Skipping Sending SVs

		Requirement RT8-21 should be modified as follows:



 

	 RT8-21 Skip Subscription Versions with a Status of Sending, Inter-NPAC Peering  

  

     Each Peered NPAC SMS shall when processing the audit query results from its subtending LSMSs and Peered NPAC SMSs, NOT perform comparison or attempt to correct any SV within the requested range which locally has a status of sending for a subscription version that is not a result of the current audit. 
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Slide 6 – Action Item 011210-14  

		Action Item 011210-14:  Regarding Slide 6 in the attached file, Telcordia will verify how NPAC B communicates to the blockholder who is served by NPAC A, e.g., how does an effective date change get made on NPAC B when the blockholder is on NPAC A?



		The NANC 437 FRS the Code Holder’s Primary NPAC SMS (as the master) is responsible for creation. modify and deletion of the NPA-NXX-X object on behalf of the Block Holder. See requirements RT3-67, RT3-71 and RT3-72. 
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Slide 6 – Action Item 011210-14 (cont)

		The process for the Service Provider to have a NPA-NXX-X created, modified, or deleted in the peering environment is the same as it is today assuming coordination is performed by the pooling administrator.

		If not managed by the pooling administrator, a new M&P would be used to forward the request from the Block Holder’s Primary NPAC SMS to the Code Holder’s Primary NPAC SMS.

		The block object is created/activated by the Block Holder’s Primary NPAC SMS who is the Master NPAC SMS for the block object. 

		As the master all subsequent operations are performed by the Block Holder’s Primary NPAC SMS. 

		The new Inter-NPAC SMS numberPoolBlockPeeredContaminant action to validate the state of the subscription versions was defined such that a create/activate of the block can be executed (see RT3-88)
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Detailed Material from Original Presentation
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Items 25 and 72 - ID Management

		The NPAC SMS assigns unique IDs given to objects created. With the implementation of Inter-NPAC Peering, these ID values must be unique between all Peered NPAC SMS

		The NPAC SMS assigns ID values to:

		Subscription Version 

		Number Pool Block

		Audit

		LRN

		NPA-NXX

		NPA-NXX-X





*
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Item 141 – Unique Audit Names

		Item Description/Text

		Need rules on how to make audit names unique between Peered NPAC SMS



 

		Today over the CMIP interface audits are uniquely identified by audit name only.

		In a peered environment we propose using the combination of the Peered NPAC ID and the audit name specified by the initiating SOA.

		In NANC 437 the audit object, via the subscriptionAuditPeeredNPAC-DataPkg, includes an attribute subscriptionAuditInitiatingNPAC that is the Peered NPAC ID.

		





*















TELCORDIA CONFIDENTIAL - RESTRICTED ACCESS

See confidentiality restrictions on title page. 

*

Item 141 – Requirements Update



		Requirement RT8-1 should be modified as follows:



	RT8-1 Peered NPAC SMS Audit Request – Required Information

	NPAC SMS shall require the following information as part of an audit request over the Inter-NPAC SMS SOA Interfaces:

		Unique Audit Name and NPAC ID of the Peered NPAC SMS sending the audit request

		TN (either a single or range of TNs)

		Audit Id





*
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Item 141 – IIS Flow Updates



		The flowing audit flows should be updated for clarity: 

		B.2.1 SOA Initiated Audit, step 7

		B.2.4 NPAC Initiated Audit, step 5

		B.2.7 SOA Audit Create for Subscription Versions Within a Number Pool Block, step 5

		B.2.8 NPAC SMS Audit Create for Subscription Versions Within a Number Pool Block, step 7

		The flow text should be updated as follows:



	“Peered NPAC SMS B issues a create request to create the subscriptionAudit object in its own database.  This create request sets the value of the subscriptionAuditInitiationNPAC to the NPAC Customer ID of the Primary NPAC SMS A for the audit.  Audits are uniquely identify by audit name and NPAC Customer ID by Peered NPAC SMS B.”



*
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Item 141 – GDMO Update



		The GDMO for subscriptionAudit should be update as follows:



	In a Peered NPAC SMS environment, the requesting SOA sends in an audit request to its Primary NPAC SMS with the LSMS(s) to be audited. The Requesting Service Provider’s  Primary NPAC SMS verifies the subscriptionAuditName is unique to its NPAC SMS. The Requesting Service Provider’s  Primary NPAC SMS sends an object creation notification for the subscriptionAudit object to any other Peered NPAC SMSs that are involved in the audit because they are the Primary NPAC SMS for an LSMS being audited. The Peered NPAC SMS uses the subscriptionAuditName and the Peered NPAC ID to uniquely identify the audit.



*











Item 144 – IIS Flow Updates

		The flowing audit flows should also be updated for clarity: 

		B.2.1 SOA Initiated Audit

		B.2.4 NPAC Audit

		B.2.7 SOA Audit Create for Subscription Versions Within a Number Pool Block

		B.2.8 NPAC SMS Audit Create for Subscription Versions Within a Number Pool Block

		The flows text after the last step should be clarified: 



	“In addition, if Primary NPAC SMS A is found to be discrepant form the golden data maintained by a different Peered Master NPAC SMS all LSMSs are considered discrepant and subscriptionAudit-DiscrepancyRpts are issued for each subtending Service Provider LSMS connect to Primary NPAC SMS A. All sub-tending LSMSs will be counted as discrepant in the subscriptionAuditResults.

      If a discrepancy is found, Primary NPAC SMS A issues the necessary operations to its discrepant subtending Local SMS to correct the discrepancy (M-CREATE, M-DELETE, or M-Set)”
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Item 144 – GDMO Update

		The GDMO for subscriptionAudit should be update for clarity as follows:



	Each non-Master  NPAC SMS then compares its version of the subscription version to the queried, golden data. If any discrepancies are found, the NPAC SMS corrects itself and then broadcasts the corrected subscription version data to its subtending Local SMSs and sends the M-EVENT-REPORT        subscriptionAudit-DiscrepancyRpt back to the requesting, Primary NPAC SMS for the audit. All sub-tending LSMSs will be counted as discrepant in the audit results.
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Item 99.2 – New IIS Flows

		New IIS Flows would be created show the use of the action

		Flows would be added in Section 5 

		Subscription Version Resend: Success

		Subscription Version Resend: Failure
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Open Matrix Items



		Telcordia Items From the Agenda:

		Item 36

		Item 80

		Item 112

		Item 167

		Item 177

		Item 179
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Item 112 – Validations before Sending to Master NPAC SMS

		Item Description/Text

		Consider requirements for doing validations before sending to Master for efficiency

		Current NANC 437 Requirements:

		CMIP validations are done by the Peered NPAC SMS that initially receives the request from the Local System to prevent badly formed messages being forward to another Peered NPAC SMS

		Old and New Service Provider IDs are validated by the Peered NPAC to determine ownership for forwarding that occurs

		The Master NPAC SMS would be ultimately responsible for validating the message meets all NPAC defined validation criteria. 





*
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Item 112 – Validations before Sending to Master NPAC SMS (continued)

		Some duplicate validations could be done before forwarding the message to the Master NPAC SMS

		Examples of potential validations by Non-Master NPAC SMS (New SP Create Received First) include:

		Validation of the NPA-NXX

		Validation of the LRN

		Validation of Due Date

		Existence of Pending Subscription Version

		Editing of DPC/SSN

		Validations would still need to be performed by the Master NPAC SMS as it is responsible for creating the object

		Additional requirements for duplicate validations can easily be added in the future if desired







*
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Item 36,167,177,179 – Downtime/Recovery

		Parking lot items are all related to downtime and recovery scenarios   

		The following slides will address key points that will then allow us to discuss each item more effectively





		Key Discussion Points



Downtime Scheduled

Downtime Unscheduled

Recovery in Peered NPAC SMS environment

Bringing a new NPAC SMS into a region
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Item 36 – Handling of Planned and Unplanned Downtime

		Item Description/Text

		How will unplanned and scheduled downtime work with Peered NPACs? 

		Is M&P needed for coordinating downtime between Peered NPAC SMS. 

		Need to discuss operational, service affecting implications, level of effort.

		Should all NPACs be taken down if one is down?



		





*















TELCORDIA CONFIDENTIAL - RESTRICTED ACCESS

See confidentiality restrictions on title page. 

*

Item 177 – Resync 1 or more NPACs Down

		Item Description/Text

		Question related to recovery:   If 2 or more NPACs are down and they come up at different times, how is data merged?  Possible race conditions?  Need to revisit recovery tenets in the context of 1 or more NPACs being down.











*
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Item 179 – Recovery for NPAC Outages

		Item Description/Text

		Do data requirements drive the need to have all NPACs up and running before recovery takes place?  Example is if an NXX is created on the wrong NPAC and deleted and created on the correct NPAC, if NPACs are down, sequence of recovery of messages is critical.   Discuss in the context of both bringing up a new NPAC and restoring a crashed NPAC.
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Item 167 – Review of Flows in Context of 3 Peered NPACs

		Item Description/Text

		Need to review flows in the context of 3 or more peered NPACs.

		Scenarios will be reviewed to determine where there is value in having flows with multiple NPAC SMS.  One potential area for additional flows would be recovery. 

		Subscription Version pre-activation flows do not involve more than two peered NPAC SMS

		Activation flows currently show multiple Peered NPAC SMS

		B.5.1.6 Peered Activate Subscription Version Create to LSMS

		B.5.1.7 M-Create Failure

		B.5.1.8 Partial-Failure

		B.5.1.9 Resend

		B.5.1.10 Resend Failure

		Recovery flows have been identified as flows that would benefit from showing multiple Peered NPAC SMS interactions
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Handling of Planned Downtime

		After Planned Downtime:





		Peered NPAC SMS associate with one another first for both the Inter-NPAC SMS SOA and Inter-NPAC SMS LSMS Interfaces

		SOA and LSMS associate with their Primary NPAC SMS after Inter-NPAC SMS associations are restored
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Recovery from Planned Downtime
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NPAC

SMS

A

NPAC

SMS

B

NPAC SMS

C

SOAs and LSMSs

SOASs and LSMSs

SOA s and  LSMSs



















		NPAC SMS A is available.



		NPAC SMS B is available.



		Each NPAC SMS subtending SOA and LSMS recover.



		NPAC SMS C is available.



		Associations are made and recovered.
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Handling of Unplanned Downtime 

		For LSMS broadcast today, best effort is used to update all LSMS in a region.  NPAC SMS should continue to process requests while the Peered NPAC are down to update the LSMS systems.  

		When the Peered NPAC recovers the subtending LSMS will recover as they do today. 

		Porting events between Service Providers using the same NPAC SMS (Inter-NPAC porting) can continue as business as usual  

		An error will be returned to the SOA if pending ports cannot be created by the Master NPAC SMS.
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Recovery from Unplanned Downtime
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NPAC

SMS

A

NPAC

SMS

B

NPAC SMS

C

SOAs and LSMSs

SOASs and LSMSs

SOA s and  LSMSs



















		NPAC SMS A and NPAC SMS B and their subtendings are available.



		NPAC SMS C becomes available.



		Associations are made and recovered.



		NPAC SMS C  subtending SOA and LSMS recover.







TELCORDIA CONFIDENTIAL - RESTRICTED ACCESS
See confidentiality restrictions on title page. 



*













TELCORDIA CONFIDENTIAL - RESTRICTED ACCESS

See confidentiality restrictions on title page. 

*

Peered NPAC SMS Recovery – IIS Part 1

5.3.4.3 Peered NPAC SMS Recovery

To recover a Peered NPAC SMS, the recovering Peered NPAC SMS must associate to all other NPAC SMSs in the region in a ‘SWIM’ recovery mode.  If the recovering Peered NPAC SMS is recovering to multiple Peered NPAC SMSs, the recovering Peered NPAC SMS will keep the recovery actions in sync for each type of channel (e.g. LSMS, SOA) and merge the data received from the other NPAC SMSs by the timestamp associated with each type of data in order to ensure the data is processed in the order it was originally sent. The event timestamp is used for service provider, lrn, npa-nxx and notificaton data while the modified timestamp is used for subscription version, number pool block and npa-nxx-x data.

At the end of a maintenance window, all Peered NPAC SMSs should first attempt to associate and recover with all other NPAC SMSs prior to accepting associations from their subtending local systems. 

If a Peered NPAC SMS loses one or more of its connections to the other Peered NPAC SMSs, each Peered NPAC SMS shall follow recovery procedures and make a best-effort attempt to re-associate and recover the lost connections. 









*
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Processing of Recovery Data

Processing recovered data from multiple NPAC SMSs

		Recovering Peered NPAC SMS keeps SWIM action requests for specific data, i.e. subscription data, in sync between its Peered NPAC SMSs. 

		Process responses in time order sequence using:

		Event TimeStamp

		Service Provder

		LRN

		NPA-NXX

		Notifications

		Modified TimeStamp

		NPA-NXX-X

		Number Pool Block

		Subscription Version
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Recover Flow in Context of 3 Peered NPACs



		See flow “Sequencing of Events on Initialization/Resynchronization of Inter-NPAC SMS LSMS Interface Association using SWIM with Three Peered NPAC SMSs (NEW)” in distributed document
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New NPAC SMS in Region

		Steps to bring a new peered NPAC SMS into a region  



		Configure new NPAC SMS in other Peered NPAC SMSs

		BDD file(s) created. At this point, other Peered NPAC SMSs start accumulating any data for recovery for the new NPAC SMS

		New NPAC SMS processes BDD files(s)

		New NPAC SMS Associates to all other Peered NPAC SMS in recovery mode during a maintenance window

		Recover any data since BDD file load

		Once the NPAC is operating in the region in future maintenance windows their subtending SOA and LSMS systems will associate
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Item 80 – Sync of BDD Utilizing Timestamps for Merging Data

		Item Description/Text

		Synchronization of BDDs created by Peered NPACs and reconciliation of different snapshots.  Timestamp issues. 

		BDD files would only be needed between NPAC SMS if a Peered NPAC SMS is down for longer than the recovery window

		BDD files of the same type can be merged simultaneously using timestamps

		Timestamps in the existing BDD files can be utilized

		Subscription Version Modification Timestamp

		Block – Activation Timestamp

		NPA-NXX and LRN – Creation Timestamp

		NPA-NXX – Modification Timestamp

		Notifications – Creation Timestamp

		Modification Timestamp
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Item 74 – NPA-NXX Data Validation 

		Item Description/Text

		How do we assure that peered NPACs are using the same data for NPA-NXX data validation? 

		Need to address both source of data and management of discrepancies.

		Vendors use common source for data and updated on a pre-defined schedule

		It was stated that changes are made with a future effective date

		Use of a 3rd party common repository was suggested

		Need to list data items and identify their source

		NANC 414 in Release 3.4 requirement states:



	   Req 1 Valid NPA-NXXs for each SPID

	    NPAC SMS shall establish a list of valid NPA-NXXs for each SPID using     	information obtained from an industry source.
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Item 123 – 3rd NPAC Pending SV Query

		Item Description/Text

		Requirements are currently written to prohibit a 3rd NPAC from querying a pending SV when it is not the primary NPAC for the Old or New SP in the port.  Operational question as to whether or not we want to allow this 

		No providers expressed a need to allow a non-primary NPAC to query for pending ports. 

		No specific situation was identified where a 3rd Party NPAC would need access to the pending subscription versions for reporting. (Related to Future Item 34 Reporting for Pending SVs)

		We need to discuss development of an M&P to address facilitation of completion or cancellation of pending SVs among multiple NPACs when a SPID migration is taking place.
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LNPA Working Group Architecture Planning Team (APT)


NANC 437 Issue Parking Lot Matrix 




​​​​​​


Please Note: The items listed below have been identified for further in-depth analysis during the technical requirements discussions related to NANC 437, which proposes an Inter-NPAC peering model architecture.

		Category Topic

		Description



		DOCUMENTATION

		Items agreed upon during review to be updated in next NANC 437 FRS/IIS 5.0.0 release (8/12/09 -may have impact on NPAC functionality and may not be a Documentation Only change)



		M&P

		Items identifying existing and or new procedures updates in support of NANC 437



		FUTURE REQUIREMENTS

		Items optionally to be considered at a future time that contain suggested new or modified functionality from the functionality currently included in the NANC 437 documentation 



		LEVEL OF EFFORT

		Items requiring further understanding of the level of effort for vendors implementing NANC 437



		ARCHITECTURE

		Items raised during the NANC 437 review related to the NANC 437 solution architecture as well as items not categorized in the other existing categories



		OPERATIONAL (added 09-15-09)

		Items identifying potential NPAC or Service Provider operational impacts.





		Status

		Description



		OPEN

		Items pending next NANC 437 documentation release or for LNPA WG discussion/determination



		RECOMMEND CLOSED

		Items that have been identified as duplicate, can be combined with an existing item, or where there is a more specific and detailed item that has been opened



		CLOSED

		Items that are completed.



		PENDING

		Items pending the release of the next NANC 437 documentation





		Item #

		Date Logged

		Status 

		Related Requirement(s)

		Industry Documentation Referenced

		Major Topic

		Decisions/Recommendations/Discussion



		0001




		3/10/09

		Closed


01/12/10

		N/A

		Certification and Regress Test Plan 

		M&P/LEVEL OF EFFORT


Resolving Inter-NPAC SMS interface specification NPAC vendor disputes discovered during test cycles.

		TBD – Address when test plan and test cases are developed.


Related to items #4 and #31  the general testing strategy of NANC 437. 

11/10/09


Telcordia Proposal:


· LNPA WG or Operations Team.  Previously when their were two NPAC vendors the change management administrator arbitrated disputes between the NPAC vendors as well as between the NPAC vendors and SOA and LSMS vendors.  Telcordia has recommended reinstatement of third party change management.

01/12/10


· Two options are a focused internal LNPA WG group or an external neutral 3rd party.


· No objection to the 3rd party change management entity for dispute resolution being internal to the LNPA WG. 






		0002

		3/10/09

		Open

		N/A

		M&P

		M&P


Resolving Inter-NPAC SMS Interface specification NPAC vendor disputes discovered during production failures

		TBD – Address when M&Ps are developed.


8/12/09


· The PIM process was discussed as a possible solution.  

11/10/09


Telcordia Proposal:


· LNPA WG with LLC would resolve issues as it does today.  When there were two NPAC vendors the change management administrator and/or LNPA WG arbitrated disputes between the NPAC vendors as well as between the NPAC vendors and SOA and LSMS vendors.  An option is to reinstatement of third party change management.



		0003

		3/10/09

		Closed on 11/10/09

		N/A

		PIMs

		M&P


Addressing NPAC vendor-specific PIM topics

		TBD – Need to determine how to work NPAC specific PIM topics that might not be appropriate to discuss in current PIM processes.

8/12/09


· Discussion needs to take place on logistics of holding technical discussions and addressing technical issues that also impact NPAC contracts. 


11/10/09


· NPAC vendors could be excused for NPAC vendor-specific PIM discussions or it could be addressed in LLC.


· SPs could handle via vendor customer relationship.


· For interoperability issues, this could be addressed by Item 0002.  This item was closed and now pointed to Item 0002.



		0004

		3/10/09

		Open

		N/A

		Certification and Regression Test Plan based on FRS and IIS

		M&P/LEVEL OF EFFORT


Technical certification of a new NPAC vendor

		TBD – Address when test plan and test cases are developed.

8/12/09


· Level of Effort discussion required.


· 3rd party certifier required for NPAC vendors?


· Related to item#1

11/10/09


Telcordia Proposal:


· Assumed LLC would identify appropriate certification processes.  Test plans would leverage existing turn-up test cases for interface testing with SOA and LSMS vendors.  A new test plan would be needed for Inter-NPAC testing.



		0005

		3/10/09

		Closed


8/12/09




		N/A

		M&P 

		M&P


NPAC Vendor change process (for operators electing to switch NPAC vendors)

		TBD – Address when M&P for transition are developed.


Covered more completely in Item #31

8/12/09


· What is industry expectation for certification testing when SPs transition to new NPAC vendor? 


· Agreed to close Item 5 and add bullet above to Item 31.



		0006

		3/10/09

		Open

		N/A

		M&P

		M&P


Coordinated changes to NPAC SMS configuration parameters (e.g. timers, retry counters)

		TBD – Address when M&Ps are developed.

8/12/09


· NAPM LLC approval process involved.


09/16/09


Although not required, if desired the LNPA WG would need to define M&P for management of tunables values used by all Peered NPAC.


11/10/09:

Telcordia Proposal:


· LNPA WG in conjunction with LLC as it is done today. Parameter changes are scheduled with prior industry agreement.


Further Discussion:


· Current set of configurable parameters must be listed in the FRS and all NPACs must use the same defined set of configurable parameters.  Add as new DOCUMENTATION item.


· See new Item 0194.



		0007

		3/10/09

		Open

		No New Requirements

		M&P / Best Practices, Existing FRS requirements

		M&P


Managing lagging LSMS systems

		Peering would not change requirements for how each NPAC SMS deals with LSMS that are lagging today. 

8/12/09


· Are additional requirements necessary dependent on which NPAC notices lagging LSMS?


11/10/09


Telcordia Proposal:


· Peering would not change industry requirements for how each NPAC SMS deals with lagging LSMS systems.

Further Discussion:

· Option discussed:  Habitual lagging LSMSs would be dealt with as they are today – by NPAC with the relationship with the lagging LSMS.  This would include the scenario of a primary NPAC disassociating as soon as possible their customer in response to a customer of another NPAC and force them into recovery.

· Question on how to resolve when a customer of one NPAC that identifies a lagging LSMS from another NPAC, e.g., Partial Fails.


· A lagging LSMS on one NPAC could impact the performance of another NPAC.



		0008

		3/10/09

		Closed (07/14/09)

		

		FRS Architecture and specific CH 6 and 10 requirements

		ARCHITECTURE


Performance – industry and provider systems

		Will be discussed during Change Order 437 FRS review.


Agreed to close since Chapters 6 and 10 have been reviewed and specific items have been logged. (items 192, 101, 91, 127)



		0009

		3/10/09

		Closed (07/14/09)

		

		FRS/IIS Requirements relating to SV, Block, and Audit (CH 3, 5, and 8 and related IIS Flows)

		ARCHITECTURE


Race conditions – e.g., NPACs would be out of synch between the time Primary NPAC puts SV in sending state and peered NPAC receives download and somebody launches audit on TN.

		Will be discussed during Change Order 437 FRS and IIS review.


Errata 2 and 3 were introduced to remove race conditions.



		0010

		3/10/09

		Closed


8/12/09




		

		FRS/IIS – Primarily CH 6 and IIS – all requirements apply

		ARCHITECTURE


Question on design of inter-NPAC interfaces and what the message sets will be.  Synchronization, queries, audits, partial fails

		Will be discussed during Change Order 437 FRS and IIS review.


Message sets have been reviewed as well as combination/synchronization of events.  



		0011

		3/10/09

		Closed (07/14/09)

		

		FRS Architecture and specific CH 6, 9, and 10 requirements

		ARCHITECTURE


Question on SLAs and the additional work placed on the NPACs in order to remain transparent to service providers.  Concern raised about ability to meet performance-related SLRs.

		Performance requirements and associated reporting for those requirements will be discussed during Change Order 437. Other SLAs and SLRs are part of contractual arrangements. Agreed to close since Chapters 6 and 10 have been reviewed and specific items have been logged (items 192, 101, 91, 127)



		0012

		3/10/09

		Closed (07/14/09)

		N/A

		FRS Architecture and specific CH 6 and 10 requirements (list SOA bandwidth requirements)

		ARCHITECTURE


SOA throughput issues for Inter-NPAC SMS interfaces

		Will be discussed during Change Order 437 FRS review.


 Agreed to close with item 192 being be moved from DOCUMENTATION back to ARCHITECTURE.



		0013

		3/10/09

		Closed


8/12/09




		N/A

		Existing FRS requirements

		ARCHITECTURE


Do all providers using a Service Bureau have to connect to the NPAC that the Service Bureau chooses?  

		8/12/09


Response was yes.  If SP wants to connect to different NPAC, they could choose to go with a different Service Bureau or go with a direct connect to NPAC of choice.


Service Bureaus are responsible for deciding whether or not to connect to 1 or more NPACs in a region to allow their customers to choose which NPAC they will utilize.


SOA and LSMS must have different SPIDs when connecting to different NPAC vendors.  Constraint will be added to address this in item #49






		0014

		3/10/09

		Closed


8/12/09




		Section 3.11 RT3-25 to RT3-64

		FRS EBDD Requirements in Section 3 and Appendix E

		ARCHITECTURE


Enhanced BDD data requirements between NPACs

		Will be discussed during Change Order 437 FRS review.


Covered during industry review Section 3 and Appendix E.  Items 79, 81, 83, and 84 have been opened to update the documentation.



		0015

		3/10/09

		Open 

		N/A




		M&Ps for Release  3.4 w/NANC 414

		M&P


Managing and addressing ports where code ownership is in error

		Existing processes apply in a peering environment.  New Release 3.4 NANC 414 requirements would apply.

8/12/09


· Managing, distributing, updating OCN mapping list among NPACs


· Addressing when lists are discrepant between NPACs


· Frequency of updates could be an operational issue if manual.


11/10/09


Telcordia Proposal:


· Existing M&P can be leveraged in a Peered NPAC SMS environment.  The current M&P would be expanded to include use of an M&P for Inter-NPAC communication to facilitate the resolution between the Service Providers.


· Option discussed:  Use current process for resolving errors and develop a general M&P for inter-NPAC communication for issue resolution.


Further Discussion:


· It was suggested that we develop a list of M&Ps that may require inter-NPAC communication.  NeuStar action. 



		0016

		3/10/09

		Closed (07/14/09)

		N/A

		FRS/IIS New Inter-NPAC SMS Number Pool Block Requirements

		ARCHITECTURE


Race conditions during transition of Master NPAC for pooled blocks

		Will be discussed during Change Order 437 FRS and IIS review.


Errata 2 and 3 were introduced to remove race conditions.  


Agreed to close at 7/14/09 review. 



		0017

		3/10/09

		Open 

		No New Requirements

		FRS Existing Number Pool Block Requirements


 (CH 3 and 5) and existing M&Ps

		M&P


Failure on the part of providers to protect contaminated TNs in pooled block and any complexity in resolving

		Existing requirements and processes apply in a peering environment.


Will be discussed during Change Order 437 FRS and IIS review.  M&Ps may need to be updated.

11/10/09


Telcordia Proposal:


· Existing M&P can be leveraged in a Peered NPAC SMS environment. The current M&P would be expanded to include use of an M&P for Inter-NPAC communication to facilitate the resolution between the Service Providers.



		0018

		3/10/09

		Closed


8/12/09

		Section 5 requirements

		FRS/IIS; FRS CH 3 and 5 requirements for Inter-NPAC failure communication

		ARCHITECTURE


Failed SP list functionality and behavior

		Service Provider functionality does not change.  Inter-NPAC communication of failures will be discussed during Change Order 437 FRS and IIS review.


Covered during industry review.  Items 104 and 138 have identified enhanced functionality to be added in the documentation for failed lists.



		0019

		3/10/09

		Closed


8/12/09

		Section 8.4 requirements

		FRS/IIS;  FRS CH 8

		ARCHITECTURE


Discrepancies/ambiguities in Master NPAC and golden database identification and impacts on query and audit functionality.

		Will be discussed during Change Order 437 FRS and IIS review.


Covered during industry review.  Specific documentation items were created to further clarify audit processing (item 70,71,141,142,145)



		0020

		3/10/09

		Closed


8/12/09 




		Section 3.2.2 requirements

		FRS/IIS; FRS CH3

		ARCHITECTURE


Action required for case when a –X or pending SV that has not been activated but are impacted by migration are on a different NPAC than the Primary NPAC of the migrating-to SPID

		Will be discussed during Change Order 437 FRS and IIS review.


Covered during industry review of section 3.2.2.  


 



		0021

		3/10/09

		Closed


8/12/09

		RT3-4

		FRS/IIS; FRS CH 3

		ARCHITECTURE


Filter functionality and behavior

		Filter functionality to SOA and LSMS for filters are unchanged.  Filtering is not supported between Peered NPAC SMS over the Inter-NPAC SMS Interfaces. Each Peered NPAC SMS is responsible for filtering to their subtending SOA and LSMS systems. Will be discussed during Change Order 437 FRS and IIS review. 


Recommending closure due to clarification of filtering not being supported is covered in DOCUMENTATION Item # 73.



		0022

		3/10/09

		Closed


8/12/09



		Section 6.7

		FRS/IIS; FRS CH 6

		ARCHITECTURE




		Both SWIM and time based recovery is supported over the Inter-NPAC SMS Interface. Will be discussed during Change Order 437 FRS and IIS review.  


Covered during industry review. 


Recommend closure due to performance/volume concerns will be rolled up into item 101.



		0023

		3/10/09

		Open

		N/A

		M&P

		Changed to ARCHITECTURE on 11/10/09

SPID migrations – how to manage the current SV limitations in a multiple NPAC environment

		Will be discussed during Change Order 437 FRS and IIS review.  M&Ps may need to be updated.

8/12/09


· With NANC 408, need to coordinate scheduling of migrations to ensure we do not exceed limitations in a multi-NPAC environment.


11/10/09


Telcordia Proposal:


· Existing M&P can be leveraged in a Peered NPAC SMS environment.  From Primer section 4.1 - In an Inter-NPAC SMS environment, the Primary Peered NPAC SMS for the New Service Provider to whom the SPID is being migrated would initiate the SPID migration.  SPID Migration files would be generated and distributed from the Primary NPAC SMS of the New Service Provider to all other Peered NPAC SMSs via FTP site.  Automation of SPID in NPAC Release 3.4 can be utilized in Inter-NPAC Peering.  

Further Discussion:

· Option discussed:  Migrating To SPID generates the migration files.


· Need to determine how we will manage automation of limitations that will be implemented in NANC 408.  An NPAC vendor that is not in all regions will have to communicate migrations to all regions.  Do we need a single repository for the industry?

· Need to address how we will resolve cases where more than the limit is scheduled.



		0024

		3/10/09

		Open

		TBD

		FRS/IIS 

		DOCUMENTATION


Incorporate the Release 3.4 functionality in a multiple NPAC environment

		Requirements for Release 3.4 functionality can be implemented in a Peered NPAC SMS environment.  Once the final Release 3.4 package is approved by the LLC, it can be folded into the NANC 437 requirements.



		0025

		3/10/09

		Open

		N/A

		M&P

		Changed to ARCHITECTURE on 11/10/09

ID management – segmenting the IDs and when NPAC vendors are added

		Recommendations proposed in NANC 437 need to be discussed.  Documentation to be updated is dependent on the adopted solution.

11/10/09


Telcordia Proposal:


· Section 4.3 proposes an ID partitioning in Inter-NPAC Peering, each ID value is assigned by the Master NPAC SMS as identified in the requirements.  * Some type of inventory system or assignment of ranges must be put into place for use by all Peered NPAC SMS.  * A simple approach that could be used for ID assignment would be to use a formula of (ID value) modulo (the number of Peered NPAC SMS).  * Introducing weighting based on the percentage of traffic could be done but would also require managing large service provider moves subsequently causing a redistribution of the inventory.

Further Discussion:

· Proposed option would require requirements and coding.


· Current ID inventory system does not support segmenting or partitioning.


01/12/10


Action Item 011210-23:  Regarding the 4 options listed below for SV ID management, Vendors are


1. To explore the feasibility of an NPAC identifier approach,


2. To identify the pros and cons of each of the 4 approaches.


The 4 options are as follows:


1. Use of a formula of (ID value) modulo (the number of Peered NPAC SMSs).

2. Split of inventory based on the percentage of traffic.

3. A manual or automated external inventory management system.

4. Use of an NPAC identifier added to each SV ID.


Vendor feedback is due back to the LNPA WG Co-Chairs by February 2, 2010 for distribution to the group in preparation for the February 9, 2010 LNPA WG conference call. 


02/09/10


Action Item 011210-23 remains open.


Action Item 020910-08:  Regarding NANC 437 and the following 4 options under discussion for SV


ID management, NeuStar will analyze and provide a readout at the March 2010 LNPA WG meeting of the magnitude and month-over-month growth of the applicable SV IDs in order to assist the group in determining which method to use.  


The 4 options currently under consideration are as follows:


1. Use of a formula of (ID value) modulo (the number of Peered NPAC SMSs).

2. Split of inventory based on the percentage of traffic.

3. A manual or automated external inventory management system.

4. Use of an NPAC identifier added to each SV ID.






		0026

		3/10/09

		Open

		TBD

		FRS/IIS

		FUTURE REQUIREMENTS


On inter-NPAC activity, what message does a provider receive on an outstanding request when their Primary NPAC remains up and the Peered NPAC fails over to its backup NPAC? Is it an existing or a new error code?

		Will be discussed during Change Order 437 FRS and IIS review.  These options can be discussed.  


Requirements for a new error code to be developed/investigated post technical feasibility review (7/14/09)

8/12/09


· Association will not be aborted.


· Verify that existing requirements provide appropriate message. 


11/10/09


Telcordia Proposal:


· Notification would be forwarded to subtending SOA and LSMS systems

· Requirements can be added if the functionality is deemed necessary by the industry.



		0027

		3/10/09

		Open

		N/A

		Test Plans

		M&P/LEVEL OF EFFORT


How does the industry want to handle disaster failover/recovery testing of peered NPACs?

		TBD – Address when test plan and test cases are developed.

8/12/09


· Are we going to have test facility to handle this?  What are industry expectations?


· Need to discuss Level of Effort before test plans are developed.


11/10/09


Telcordia Proposal:


· Testing would be done before turning up a new Peered NPAC vendor as well as at periodic intervals as it is today.  Existing failover and recovery test cases can be enhanced for testing of Inter-NPAC SMS connectivity.



		0028

		3/10/09

		Closed


8/12/09 

		No New Requirements

		FRS/IIS Existing Requirements (FRS CH 6)

		ARCHITECTURE


LSMS recovery process – make sure that same behavior is replicated in a peered NPAC environment

		Peering would not change requirements for how each NPAC SMS deals with LSMS recovery process.


Covered during industry review with several items (177, 178, and 179) opened to clarify requirements to for recovery in a peered environment including 3 NPAC scenarios.



		0029

		3/10/09

		Closed


8/12/09



		Section 3.5.1 and 3.5.2

		FRS/IIS; FRS CH 3

		ARCHITECTURE


NPA splits – all NPACs could be participating in the broadcast of impacted NPA-NXXs

		Will be discussed during Change Order 437 FRS and IIS review.  


Covered during industry review of section 3. Item #75 addresses the M&Ps that would be put in place for NPA Split management in a peered environment.



		0030

		3/10/09

		Closed


8/12/09 

		N/A

		

		M&P


Interop and turnup testing for NPAC vendors

		Duplicate of Item #4, remove or close.



		0031

		3/10/09

		Open

		N/A

		M&P

		M&P


How are Peered NPAC SMSs modified to associate a new SP with its Primary NPAC SMS?  For both a new SP in a region and an SP changing NPACs.

		Will be discussed during Change Order 437 FRS and IIS review. Note: this item is similar to item 5 consider consolidation of item 5 with item #31

8/12/09


· What is industry expectation for certification testing when SPs transition to new NPAC vendor? 


11/10/09


Telcordia Proposal:


· Section 4.7.2 of the Primer addresses Service Provider transition and gives a plan for how this would be accomplished.



		0032

		3/10/09

		Open

		N/A

		M&P

		M&P


Coordinating the timing of NPAC software release updates

		Done as it is done today between NPAC and SOA and LSMS vendors. 

8/12/09


· Need to discuss if this requires a flash cut, backwards compatibility implications, impacts of different vendor development cycles.


· SPs migrating to a different NPAC that does not support feature set that previous NPAC did.  Could drive SP system changes.


11/10/09


Telcordia Proposal:


· Section 4.8 of the Primer addresses Release Management in a Peered NPAC environment. New releases in an Inter-NPAC Peering environment backward compatibility will allow for one Peered NPAC SMS vendor to be able to upgrade independently from another.  Vendors must work with the Industry to schedule use of new functionality.  If changes introduced require increased performance over the Inter-NPAC SMS Interfaces, vendors not yet supporting the increased performance can take advantage of existing flow control mechanisms until they can upgrade.  

Further Discussion:

· Discussions in LNPA WG would determine if coordination among NPACs would be required for certain feature implementation.



		0033

		3/10/09

		Open

		N/A

		M&P

		M&P


Does the industry want an NPAC-only maintenance window for synch up separate from the SP maintenance window so that they can talk to each other without SPs submitting requests?

		LNPA WG would need to discuss as part of NANC 437 implementation.

11/10/09


Telcordia Proposal:


· Additional maintenance windows are not assumed for the  NANC 437 implementations.  Existing maintenance windows and their management would remain as it is today.

Further Discussion:

· Option discussed:  Having an NPAC-only maintenance window within the existing window.


· Question asked on required length of maintenance window with multiple NPACs doing maintenance and time needed to synch up.



		0034

		4/14/09

		Open

		N/A

		FRS/IIS/GDMO/ASN.1

		DOCUMENTATION


Appropriate manner to reflect copyright in FRS document.

		Does not impact review process and will be reviewed at a later date.



		0035

		4/14/09

		Closed


8/12/09



		FRS CH 8 

		FRS CH8 / Audit IIS Flows

		ARCHITECTURE


Impacts of Peered NPACs on Repair Service Functionality (Identified in FRS Section 1.2.3)

		Will be discussed during Change Order 437 FRS review.


Audit functionality covered during industry review of CH8.



		0036

		4/14/09

		Open

		N/A

		M&P 

		OPERATIONAL

How will unplanned and scheduled downtime work with Peered NPACs? (Identified in FRS Section 1.2.5)

9/15/09


Is M&P needed for coordinating downtime between Peered NPAC SMS. (Identified in FRS Section 2.5.1)

		TBD – Address when M&Ps are developed.


Related to Item # 26, #27, #63 and #64 


Note: Suggest items be combined

8/12/09


· Need to discuss operational, service affecting implications, level of effort.


· Should all NPACs be taken down if one is down?


11/10/09


Telcordia Proposal:


· For LSMS broadcast today, best effort is used to update all LSMS in a region.  NPAC SMS should continue to process requests while the Peered NPAC are down to update the LSMS systems.  When the Peered NPAC recovers the subtending LSMS will recover as they do today.  Porting events between Service Providers using the same NPAC SMS (Inter-NPAC porting) can continue as business as usual.  An error will be returned to the SOA if pending ports cannot be created by the Master NPAC SMS.


02/09/10


A provider asked if the ability to recover over inter-NPAC interface is more restricted in a 3 NPAC scenario than an LSMS is today.  Telcordia responded that they do not believe it is.


NeuStar asked if Service Providers want NPACs that remain up to stay up and continue to process ports if they can.  Comcast, Verizon, Verizon Wireless, and T-Mobile responded yes.


Item 36 remains open and will continue to be discussed at the March 9-10, 2010 LNPA WG meeting.






		0037

		4/14/09

		Open

		TBD

		FRS CH 9 Reporting

		FUTURE REQUIREMENTS


Impacts of Peered NPACs on Report Request Functionality.  An NPAC may not be aware of some pending SVs. (Identified in FRS Section 1.2.8)

		Will be discussed during Change Order 437 FRS review.


There was a concern raised about pending PTO ports for Number Pool Block creation.  Neustar action item to provide example (7/14/09)


Requirements to be investigated post technical feasibility review (7/14/09)

8/12/09


· Window of error is messages passing each other across the wire – multiple requests being processed at the same time.  Need to review use case for race condition.


11/10/09


Telcordia Proposal:


· Related to Pending SVs not in all Peered NPAC SMS.


· No specific situation was identified where a 3rd Party NPAC would need access to the pending subscription versions for reporting. (Related to M&P Item 123 Query of Pending SVs by 3rd NPAC.)

01/12/10


Action Item 011210-13:  Regarding Item 37 in the NANC 437 Issues Parking Lot Matrix, NeuStar will provide any example scenarios illustrating their concern raised regarding pending Port-To-Original (PTO) ports for Number Pool Block creation.

02/09/10


Action Item 011210-13 is closed.


Action Item 020910-10:  Regarding NANC 437 and the discussion of potential race conditions,


Telcordia will investigate the feasibility of incorporating a database locking mechanism in the NANC 437 requirements to address the issue.  This will be discussed at the March 2010 LNPA WG meeting.





		0038

		4/14/09

		Closed


8/12/09

		N/A

		M&P




		M&P


Coordinating NPA split data when data is coming from different sources.

		TBD – Address when M&Ps are developed.


Combine with Item #75






		0039

		4/14/09

		Closed


8/12/09

		N/A

		

		ARCHITECTURE


Peered data impacts on recovery.

		8/12/09


Covered during industry review with several items (177, 178, and 179) opened to clarify requirements to for recovery in a peered environment including 3 NPAC scenarios.



		0040

		4/14/09

		Pending

		N/A

		FRS Section 1.2.14

		DOCUMENTATION


Include peering interface in items 8 and 12 in section FRS 1.2.14 related to Number Pooling.

		Will be addressed in next FRS 5.0.0 release



		0041

		4/14/09

		Pending

		N/A

		FRS Table 1-3

		DOCUMENTATION


Vacant number treatment and snapback of number pooled blocks.  Treatment when effective date of pooled block has been reached but block has not been activated.

		Table will be updated in the next FRS 5.0.0 release



		0042

		4/14/09

		Pending

		New Requirement

		FRS

		DOCUMENTATION


Make it clear that all NPACs must run on same timeframe, such as GMT.

		Will be addressed in next FRS 5.0.0 release



		0043

		4/14/09

		Pending

		N/A

		FRS

		DOCUMENTATION


Bring in information from Primer into FRS where appropriate.

		Will be addressed in next FRS 5.0.0 release



		0044

		4/14/09

		Pending

		N/A

		FRS

		DOCUMENTATION


Reference different types of NPACs in beginning of document and what their respective roles are.

		Will be addressed in next FRS 5.0.0 release



		0045

		4/14/09

		Pending

		AR6-6




		FRS 1.5

		DOCUMENTATION


Do peered NPACs reduce 30 available LSMS slots for providers? 

		Revise text to say 30 subtending LSMS


Will be addressed in next FRS 5.0.0 release

8/12/09


· Clarification of assumption (AR6-6) will reflect that 30 subtending LSMSs total will not be reduced.


· 30 subtending LSMSs is not hard-coded, it is an assumption for capacity planning.


· May need to add assumption for inter-NPAC LSMSs for capacity planning.



		0046

		4/14/09

		Pending

		TBD

		FRS Section 1.5 and CH 11

		DOCUMENTATION


In Assumptions section, reflect how billing will work in a peered environment.  How will billing information be collected from multiple NPACs? 

		Usage data collection is in scope of FRS.  Use of the data for billing and billing algorithms are LLC/FCC related


Assumption section will be updated in the next FRS 5.0.0 release.

8/12/09


· Current algorithm requires knowledge of how many transactions are transmitted.  Need to address how this would be captured in a multi-NPAC environment.



		0047

		4/14/09

		Pending

		TBD

		FRS AR10-1

		DOCUMENTATION


Suggestion to add an assumption on scheduled downtime.  What does downtime look like for software updates?  Does it have to be coordinated?

		An assumption will be added in next FRS 5.0.0 release






		0048

		4/14/09

		Pending

		N/A

		FRS CH 1

		DOCUMENTATION


Copy assumptions from Primer into FRS.

		Will be addressed in next FRS 5.0.0 release



		0049

		4/14/09

		Pending

		N/A

		FRS Constraints Section

		DOCUMENTATION


In scenario where provider uses Service Bureau for SOA and connects directly to NPAC for LSMS, SPID should be associated with one and only one NPAC (Primary).

		Will be addressed as a constraint in the next FRS 5.0.0 release. Item #13 will also be addressed with this constraint in the documentation.



		0050

		4/14/09

		Closed


8/12/09 




		R10-20 and RT10-4

		FRS CH 10

		ARCHITECTURE


How do we do required inter-NPAC messaging and meet 3-second requirement.  It was suggested that all inter-NPAC messaging requirements should be measured independently.

		Suggestion will be applied in next FRS 5.0.0 release


Will be discussed during Change Order 437 FRS review.


Recommend close as duplicate of item #192



		0051

		4/14/09

		Pending

		N/A

		FRS Section 2.0

		DOCUMENTATION


Remove “in inter-NPAC peering.”

		Will be addressed in next FRS 5.0.0 release



		0052

		4/14/09

		Closed 


9/15/09

		CH6/CH7 

		FRS Section 5/IIS

		ARCHITECTURE


When New SP sends up their Create request first, and sent over inter-NPAC interface, how is that tracked over the interface when it is the Old SP’s NPAC responsibility to create Invoke Id?

		Will be discussed during Change Order 437 FRS review.


Team discussed tracking of messages is handled as it is today with the CMIP interface that will be used between Peered NPAC SMS



		0053

		4/14/09

		Open




		N/A 

		FRS CH5 / IIS

		FUTURE REQUIREMENTS

(9-15-09)

Suggestion to transfer Master NPAC role to New SP’s NPAC upon Activation rather than creation of pending SV.  Master ownership should be attached to an SV rather than a TN. (Identified in FRS Section 2.1)

		Will be discussed during Change Order 437 FRS review.


Flows will be reviewed to evaluate current proposed behavior.


Team covered during industry review contributor agreed current approach works as documented.

11/10/09


· Evolving Systems issue deferred.


12/08/09


· Evolving will lead discussion in January 2010 meeting.


01/12/10


Action Item 011210-20:  With regard to Item 53 in the NANC 437 Issues Parking Lot Matrix, described in the attached file, Service Providers are to come to the February 9, 2010 LNPA WG conference call prepared to decide which will be reflected in the NANC 437 requirements – the “SV Creation Method,” whereby the transfer of Master NPAC responsibility occurs upon SV Creation, or the “SV Activation Method,” whereby the transfer of Master NPAC responsibility occurs upon SV Activation.
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Action Item 011210-21:  Regarding NANC 437 requirements, Service Providers are to come to the February 9, 2010 LNPA WG conference call prepared to decide if all peered NPACs should have all archived data that is stored offline.

02/09/10


Action Items 011210-20 and 011210-21 were closed.


It was determined that consensus was reached to go with the SV Activation method in requirements.  In addition, consensus was reached that all NPACs should have all archived data that is stored offline.

Action Item 020910-11:  Regarding NANC 437 and the consensus reached by Service Providers on the February 9, 2010 LNPA WG conference call that the role of Master NPAC should be transferred at the point of SV Activation rather than at the point of SV Creation as currently proposed in NANC 437 requirements, Telcordia will revisit the requirements and determine what changes will need to be made and report out at the March 2010 LNPA WG meeting.





		0054

		4/14/09

		Pending

		N/A

		FRS Sections 2.1 and 2.2

		DOCUMENTATION


Change reference to notification to request (24 occurrences).  Clarify what is being forwarded where it references “data.”

		Will be addressed in next FRS 5.0.0 release



		0055

		4/14/09

		Pending

		N/A

		FRS Sections 2.1.4.2 and 2.1.4.3

		DOCUMENTATION


Add in text addressing when response does come back.

		Will be addressed in next FRS 5.0.0 release



		0056

		4/14/09

		Closed


09/15/09

		N/A

		FRS CH 6

		ARCHITECTURE


Retries – recommendation to not incorporate retries into peered NPAC interface (Identified in FRS Section 2.1.4.3)

		Will be discussed during Change Order 437 FRS review.


Review concluded that existing functionality could be reused with retry counter assumed set to zero.






		0057

		4/14/09

		Pending

		N/A

		FRS Section 2.2.4

		DOCUMENTATION


Clarify which NPAC is the Master.

		Will be addressed in next FRS 5.0.0 release



		0058

		4/14/09

		Open

		N/A

		M&P

		M&P


Address possible need for M&P for problems found during repair where the Service provider received a problem notification from the NPAC SMS in an Inter-NPAC SMS Peering Environment. (Identified in FRS Section 2.3.1-C)

		TBD – Address when M&Ps are developed

11/10/09


Telcordia Proposal:


· The functional requirements defined for NANC 437 allow for audits between Peered NPAC SMS for repair.  The current M&P would be expanded to include use of an M&P for Inter-NPAC communication to facilitate the resolution between the Service Providers.





		0059

		4/14/09

		Pending

		N/A

		FRS Section 2.3.5

		DOCUMENTATION


Address wording of how repair/audit correction of inaccuracies handled over the inter-NPAC interface. 

		Will be addressed in next FRS 5.0.0 release


Paragraph wording will be corrected



		0060

		4/14/09

		Closed


09/15/09

		TBD

		FRS CH 8

		ARCHITECTURE


Address automated inter-NPAC audit capability in separate section in Overview. (Identified in FRS Section 2)

		Industry will need to assess the need for this functionality and how it would be implemented


Duplicate of item #71.  Recommend Close



		0061

		4/14/09

		Pending

		N/A

		FRS Section 2.3.5

		DOCUMENTATION


Clarify which NPAC is broadcasting.

		Will be addressed in next FRS 5.0.0 release






		0062

		4/14/09

		Pending

		N/A

		FRS Section 2

		DOCUMENTATION


Suggestion to clarify which SP’s NPAC is the Master in either a table in beginning of section and/or in a parenthetical in each applicable requirement.

		Will be addressed in next FRS 5.0.0 release






		0063

		4/14/09

		Closed (07/14/09)

		R10-10.1


RT10-1

		FRS CH10

		ARCHITECTURE


Not all providers support electronic messaging to notify of downtime.  Do we need an additional message between NPACs for identifying downtime or is existing message sufficient? (Identified in FRS Section 2.5.1)

		Will be discussed during Change Order 437 FRS review.


NANC 437 documents the use of this notification between NPAC vendors.


Team concluded no action required (7/14/09). 



		0064

		4/14/09

		Open

		TBD

		FRS CH10

		FUTURE REQUIREMENTS


Do we need an electronic means of notifying subtending LSMSs from an unaffected NPAC that some LSMSs will be down?  Need input from Service Providers.  Should broadcast take place to LSMSs that are up or should it be suppressed? (Identified in FRS Section 2.5.1)

		Industry will need to assess the need for this functionality and how it would be implemented. 


Requirements to be developed/investigated post technical feasibility review (7/14/09)

11/10/09


Telcordia Proposal:


· Requirements can be added if the functionality is deemed necessary by the industry.



		0065

		4/14/09

		Pending

		N/A

		FRS Section 2.4.3

		DOCUMENTATION


Clarify/Add that it is the Master NPAC.

		Will be addressed in next FRS 5.0.0 release






		0066

		4/14/09

		Closed


09/15/09

		N/A

		M&P

		M&P


Is M&P needed for coordinating downtime between Peered NPAC SMS. (Identified in FRS Section 2.5.1)

		TBD – Address when M&Ps are developed.


Combined with Item #36






		0067

		4/14/09

		Pending

		N/A

		FRS Section 2.7.3

		DOCUMENTATION


Change “Master” to “Primary.”  Use most appropriate term in Section 2.7.

		Will be addressed in next FRS 5.0.0 release






		0068.1

		4/14/09

		Closed (07/14/09)

		N/A

		FRS CH10




		ARCHITECTURE


Sizing of inter-NPAC links to handle message loads, e.g. audits, and still handle inter-NPAC porting messaging. (Identified in FRS Section 2.7)

		Will be discussed during Change Order 437 FRS review.


Agreed to close due to effort to evaluate size of links will be done in conjunction with item 101 with evaluating the need for compression.






		0068.2

		4/14/09

		Pending

		RT3-23

		FRS Section 2.7




		DOCUMENTATION


Suggestion to delete RT 3-23 and make it an Assumption.  Notifications that will not be destined for a provider due to their prioritization schema will still be sent over the inter-NPAC interface.

		RT3-23 will be moved to an assumption.


Will be addressed in next FRS 5.0.0 release






		0069

		4/14/09

		Pending

		N/A

		FRS Section 2.7

		DOCUMENTATION


Reference mechanism for identifying Master NPAC.

		Will be addressed in next FRS 5.0.0 release






		0070

		4/14/09

		Pending

		TBD

		FRS CH 8/IIS

		DOCUMENTATION


How does an NPAC SMS know whether an LSMS on one NPAC know whether an LSMS on another NPAC supports audits?  What is the response if it does not?  Review current requirements on how an LSMS that does not support audits reports that.  (Identified in FRS Section 2.7)

		There is a “no audit performed” value that can be returned in an audit result. 


Behavior for subsequent repair upon receipt of this audit result should be done as it is today.


Awaiting description/validation of current functionality from current NPAC Vendor.


Functionality is to return “no audit performed”. Requirements will be updated in next FRS 5.0.0 release per discussions on 7/14/09.






		0071

		4/14/09

		Pending

		Filled in upon review

		FRS CH 8/IIS

		DOCUMENTATION


Work through scenarios in auditing that might be needed in peered environment to address out-of-synch and race conditions.

		Will be discussed during Change Order 437 FRS review.


Covered existing audit scenarios during industry review. 


Inter-NPAC Audit functionality will be added to the next FRS 5.0.0 release.



		0072

		4/14/09

		Pending

		In tables, requirements will be reviewed

		FRS Section 3

		DOCUMENTATION


Suggestion to change reference to range to something like “set” since contiguous ranges may not be available.

		First sentence is a duplicate of Item #25. Can be deleted.


The changing of the wording “range” to “set” will be addressed in next FRS 5.0.0 release






		0073

		4/14/09

		Pending

		RT3-4

		FRS Section 3

		DOCUMENTATION


It was questioned if we need this requirement since it is the case in general.  Make it an assumption that peered NPACs will not be filtered.

		Requirement will be made into an assumption and will be addressed in next FRS 5.0.0 release






		0074

		4/14/09

		Open 

		N/A

		M&P

		M&P


How do we assure that peered NPACs are using the same data for NPA-NXX data validation? (Identified in FRS Section 3.4.1)

		TBD – Address when M&Ps are developed.


Need to address both source of data and management of discrepancies.

11/11/09


Telcordia Proposal:


· All Peered NPAC SMS would use any industry data source as determined by the LLC.


Further Discussion:


· Suggested that all vendors use common source for data and updated on a pre-defined schedule.


· It was stated that changes are made with a future effective date.


· It was also suggested that a 3rd party common repository be made available for data to be pulled from.


· Need to list data items and identify their source.





		0075

		4/14/09

		Open

		N/A

		M&P

		M&P


M&Ps for NPA splits in peered environment (Identified in FRS Section 3.5)

8/12/09


Coordinating NPA split data when data is coming from different sources.

		TBD –Address when M&Ps are developed.


Need to address both source of data, replication, and management of discrepancies.

8/12/09


· Need to address coordination across multiple NPACs.


11/11/09


· Suggestion to leverage what is done today but over the inter-NPAC interface.



		0076

		4/14/09

		Open




		N/A

		M&P

		M&P


Need to address split scenarios when peered NPACs have discrepant data post-split. (Identified in FRS Section 3.5)

		11/10/09


Telcordia Proposal:


· Existing M&Ps would be leveraged to resolve post split discrepancies. .The current M&P would be expanded to include use of an M&P for Inter-NPAC communication to facilitate the resolution between the Service Providers.



		0077

		4/16/09

		Pending

		FRS RT-4-4




		FRS

		DOCUMENTATION


How will providers get a complete picture of all valid SPIDs in a region?

		Peered NPAC Customer Data is broadcast over the interface, but Peered NPAC Data is not.  RT4-4 should be deleted.


Requirement will be deleted in next FRS 5.0.0 release






		0078

		4/16/09

		Closed


09/15/09

		Section 7.9 requirements

		FRS CH 6/IIS

FRS CH 5

		ARCHITECTURE


Security Question: Can an NPAC SOA SPID do anything to a peered NPAC because the request comes over the inter-NPAC interface similar to capabilities enabled by NANC 48?

Security concern related to “Acting on Behalf of Old Service Provider.”


(Identified in FRS Review of RT5-12)

		Will be discussed during Change Order 437 FRS review.


Covered during industry review.  


During the review the team discussed the NANC 437 security.  Security in place for NANC 437 only allows messaging over the inter-NPAC interface as a result of service provider activity to its Primary NPAC SMS.  No NPAC SOA can access a Peered NPAC SMS directly.



		0079

		4/16/09

		Pending

		TBD

		FRS Section 3.10

		DOCUMENTATION


Size of file to transfer for BDD.  Suggested to add selection criteria for only data that NPAC is Master for. 

		Requirements will be added in next FRS 5.0.0 release



		0080

		4/16/09

		Open 

		TBD

		FRS Section 3.10 and M&P

		ARCHITECTURE/M&P


Synchronization of BDDs created by Peered NPACs and reconciliation of different snapshots.  Timestamp issues.  

		Will be discussed during Change Order 437 FRS review.


Covered during industry review.  Related item #179 will further document recovery processes.

11/10/09


Telcordia Proposal:


· Related to documentation items 179 and 177  which will update the documentation to more clearly define recovery in a multi-vendor environment.






		0081

		4/16/09

		Pending

		Section 3.11 EBDD Requirements

		FRS Section 3.10

		DOCUMENTATION


Suggested to change reference to “golden data” to “master data.”  Suggested change from “Enhanced BDD” to “Extended BDD.”

		The changing of the wording will be addressed in next FRS 5.0.0 release in introduction text to “master data”.  


Change to “Extended BDD” will be done in all applicable requirements in next FRS 5.0.0






		0082

		4/16/09

		Closed


09/16/09

		N/A

		M&P 

		M&P


M&Ps related to BDD and EBDD in Peered NPAC environment?  E.G., establishment, assignment, and management of NPAC IDs. (Identified in FRS Section 3.10)

		TBD – Address when M&Ps are developed.


Related to Item 25 and 80 – Suggest close as duplicate



		0083

		4/16/09

		Pending

		TBD

		FRS Section 3.11

		DOCUMENTATION 


Add a requirement to selection criteria to add Peered NPAC ID as a selection.

		Selection criteria and/or NPAC ID in file will be added in next FRS 5.0.0 release






		0084

		4/16/09

		Pending

		RT3-37


RT3-61

		FRS Section 3.10/3.11 BDD Files

		DOCUMENTATION


True up Data Information in EBDD files.

		Updating of fields in requirements will be addressed in next FRS 5.0.0 release



		0085

		4/16/09

		Pending

		N/A

		FRS Section 4.1

		DOCUMENTATION


Make it clear that data modeling remains unchanged.

		The changing of the wording will be addressed in next FRS 5.0.0 release






		0086

		4/16/09

		Pending

		FRS RT4-8

		FRS 4.1.1

		DOCUMENTATION


Change “on their system” to “locally.”  Strike “other.”  Add a Constraint that only local authorized personnel can modify during a maintenance window and not over the Inter-NPAC Interface.

		The changing of the wording will be addressed in next FRS 5.0.0 release






		0087

		4/16/09

		Pending

		RT3-19

		FRS Section 4.1.2.2

		DOCUMENTATION


Page 4-7, RT3-19 should be relabeled to RT4-19.

		Requirement numbers will be updated in next FRS 5.0.0 release






		0088

		4/16/09

		Pending

		N/A

		FRS Section 4.1.3

		DOCUMENTATION


Add introduction text.

		Introduction text will be added in next FRS 5.0.0 release






		0089

		4/16/09

		Pending

		FRS RT4-34

		FRS Section 4.2

		DOCUMENTATION


Change “subtending Service Providers” to “Peered NPAC Customers.”

		Requirement will be updated in next FRS 5.0.0 release






		0090

		4/16/09

		Pending

		Requirements in FRS Section 4

		FRS Section 4.1

		DOCUMENTATION


Clarify references to NPAC Personnel and Peered NPAC Personnel.  Possibly eliminate the term Peered NPAC Personnel to clarify the reference is to local NPAC Personnel.

		Requirements will be updated in next FRS 5.0.0 release






		0091

		4/16/09

		Pending

		FRS RT5-1-RT5-4

		FRS Section 5




		DOCUMENTATION


Concern expressed on the frequency of notifications to Master NPAC of broadcast results and the traffic over the interface.  Default is 60 seconds.  May need a requirement that nothing is sent if nothing new to report.  The need for this requirement to batch notifications was questioned.  Another option is to reuse existing rollup function.  Need to do search on “Results Notification” and add “Broadcast” in front where appropriate.  Need to whiteboard for clarity.

		Will be discussed during Change Order 437 FRS review.


Service Providers do not see this message.  It is between Peered NPAC SMS.  Multiple SVs  in the list would be a problem, but not one for SVs in a Peered Update.  Batching for a Single SVID id  is OK, but not multiple SVIDs.  Changed to Documentation item. (07/14/09)


Requirement will be updated in next FRS 5.0.0 release






		0092

		4/16/09

		Closed


09/16/09

		N/A

		FRS Section 5.1.1.1

		DOCUMENTATION


Validate that Version Status diagram in Section 5.1.1.1 and Figure 1 does not require modification.

		Will be discussed during Change Order 437 FRS review.


To date no need for a change has been identified recommended closed.



		0093

		4/16/09

		Closed


09/16/09

		TBD

		FRS RT5-5/IIS

		ARCHITECTURE


Security concern over possibly bypassing restrictions on what SP can create port over the inter-NPAC interface. 

		Will be discussed during Change Order 437 FRS review.


Suggest combine with Item 78 and close.



		0094

		4/16/09

		Pending




		N/A

		FRS CH 5 


M&P

		DOCUMENTATION


Add Assumption that Broadcast Results Notifications frequency is coordinated across NPACs. (Identified in discussion of RT5-1-RT5-4) 

		Assumption will be added in next FRS 5.0.0 release


M&P for setting of the configurable is addressed in item #6 which applies to all tunable values.



		0095

		4/16/09

		Open




		N/A

FRS RR3-107



		FRS Section 5/IIS

FRS Section 3

		ARCHITECTURE


Need to address any race conditions and their resolution.

		Will be discussed during Change Order 437 FRS review.

11/10/09


· Errata 2 and 3 relate to race conditions that were identified.   Related to Doc Item 146.





		0096

		4/16/09

		Pending

		RT5-11

		FRS CH5/IIS

		DOCUMENTATION


Concern on latency affecting delivery of notification over Inter-NPAC Interface to start T1 and T2 Timers.  Impact on short timers which are 1 hour each. 

		Will be discussed during Change Order 437 FRS review.


Validate the requirements are clear that the T1 timers are based on the timestamp and therefore there is no latency.


Will be addressed in the next FRS 5.0.0 release.



		0097

		4/16/09

		Closed


09/16/09

		TBD

		FRS CH 5

		ARCHITECTURE


Security concern related to “Acting on Behalf of Old Service Provider.”


(Identified in FRS Review of RT5-12)

		Will be discussed during Change Order 437 FRS review.


Combine with Item 78 and close.



		0098

		4/16/09

		Pending

		FRS RT5-14 and RT5-16

		FRS Section 5.1.2.1

		DOCUMENTATION


Either eliminate one or revise so they don’t say the same thing.

		Requirements will be updated in next FRS 5.0.0 release

Eliminate RT5-16. (09/16/09)





		0099.1

		4/16/09

		Closed


09/16/09

		N/A

		M&P

		M&P


Need to analyze management and responsibilities of resends of failed SVs to prevent multiple operations on the SV from happening at the same time. (Identified in FRS review of RT5-17)

		Will be discussed during Change Order 437 FRS review.


Requirements are clear that Primary NPAC SMS for the failed LSMS that initiates the resend.  (NPACs may need to coordinate with one another for resends)


M&P - Address the coordination between Peered NPAC 

09/16/09


Closed due to agreement that we would not resolve via an M&P.  Will leave 99.2 open.



		0099.2

		4/16/09

		Changed to Pending on 11/11/09

Closed on 02/09/10 

		N/A

		FRS CH 5

		Changed to DOCUMENTATION on 11/11/09

Need to analyze management and responsibilities of resends of failed SVs to prevent multiple operations on the SV from happening at the same time. (Identified in FRS review of RT5-17)

		Will be discussed during Change Order 437 FRS review.


Requirements are clear that Primary NPAC SMS for the failed LSMS that initiates the resend.  (NPACs may need to coordinate with one another for resends)


09/16/09

Need additional message for Master to inform Peered NPAC to resend to subtending LSMSs.

11/11/09


Telcordia Proposal:


· In the existing requirements, the Primary NPAC SMS manages and resends to its failed subtending LSMS. If industry determines an additional message is necessary then the FRS can be updated in the next documentation release.


Further Discussion:


Agreed to add message for Master to do resends.

01/12/10


Action Item 011210-15:  Regarding Item 99.2 in the NANC 437 Issues Parking Lot Matrix which deals with the Peered Resend Message, Telcordia will add an option for a list of TNs in the requirements.  This will be discussed on the February 9, 2010 LNPA WG conference call.  See related Action 011210-17.

Action Item 011210-17:  Regarding Item 99.2 in the NANC 437 Issues Parking Lot Matrix which deals with the Peered Resend Message, LNPA WG Participants are to come to the February 9, 2010 conference call prepared to determine if the issue can be closed.  See related Action Item 011210-15.

02/09/10


Both Action Items were satisfied and closed.

NeuStar asked why the initiation of a resend is restricted to the Master NPAC?  Could a port-away be prevented because of the failed-list of a non-Master NPAC?  NeuStar to review requirements.






		0100

		4/16/09

		Pending

		Filled in upon review

		FRS 

		DOCUMENTATION


True up understanding of Active-Like throughout the document. (Identified in FRS review of RT5-18)

		Requirements will be reviewed and updated as appropriate in next FRS 5.0.0 release



		0101

		4/16/09

		Open

		RT5-19

		FRS Section 5 / IIS

		ARCHITECTURE

Consider some sort of compression rather than CPU cycles?  

8/12/09


Volume-related performance concerns with SWIM recovery process

10/19/09:


Configuration of relationships of SPID to SOA associations across peered NPACs are the same.  Concern with amount of traffic and ability to do load balancing.

Regarding peering distribution of workload for each Active SV transaction, it was questioned if the formula (M/N+K)*C accurately reflects all work necessary.



		Will be discussed during Change Order 437 FRS review.


Sizing of inter-NPAC links to handle message loads, e.g. audits, and still handle inter-NPAC porting messaging need to be reviewed as part of consideration of this item. (07/14/09)

8/12/09


Both SWIM and time based recovery is supported over the Inter-NPAC SMS Interface. Will be discussed during Change Order 437 FRS and IIS review.  


09/16/09


Moved from FUTURE REQUIREMENTS to ARCHITECTURE due to need to have more in-depth sizing discussion. 

10/19/09:


The current documentation for NANC 437 supports one Inter-NPAC SOA interface connection per SPID.  If capacity issues are identified when considering item 101, then the document can be updated to allow for support of multiple Inter-NPAC SOA associations per SPID.


In the examples the C value used is to represent the functional workload of broadcasting to and receiving responses from an LSMS.  The value of C may not be equal in both equations (it could be less than or greater than depending on implementation).

11/10/09


· Engineering needs to be done.



		0102

		4/16/09

		Pending

		RT5-20

		FRS 5.1.2.1

		DOCUMENTATION


Strike “or canceled.”

		Requirements will be updated in next FRS 5.0.0 release



		0103

		4/16/09

		Pending

		FRS RT5-15 and RT5-21

		FRS 5.1.2.1

		DOCUMENTATION


Check to see if RT5-21 is a duplicate of RT5-15.

		Requirements will be updated in next FRS 5.0.0 release



		0104

		4/16/09

		Pending

		RT5-23

		FRS Section 5

		DOCUMENTATION


Address issue when an SP is inaccurately reflected as a success due to filtering.  Possibly need an indication on failed list that an SP was filtered.

		Will be discussed during Change Order 437 FRS review.


Requirements will be updated to add this functionality in next FRS 5.0.0 release per discussions on 7/14/09



		0105

		4/16/09

		Pending

		FRS RT5-21 and RT5-22

		FRS 5.1.2.1

		DOCUMENTATION


Change reference to “Service Provider’s failed list” to “Subscription Version failed list” in both requirements.

		Requirements will be updated in next FRS 5.0.0 release



		0106

		5/12/09

		Pending




		B.5.1.2 and B.5.1.3

		IIS

		DOCUMENTATION

Sequencing of Object Creation and First Port Notification

		Flows will be updated in the next IIS 5.0.0 release



		0107

		5/12/09

		Closed


09/16/09

		

		

		ARCHITECTURE 


Cover the case in the flows where both Create messages arrive at the same time.

		Duplicate of Item #9, close

09/16/09


Covered under #95 with general race condition item.



		0108

		5/12/09

		Pending

		RR5-179 and RT5-34

		FRS Section 5

		DOCUMENTATION


Should RR5-179 and RT5-34 be deleted?  As a result, do we need to duplicate R5-16 for peering?

		RR5-179 will be identified as a requirement to be deleted in a documentation change order as it is outside of the scope of NANC 437. See Issue 142. RT5-54 will be removed in the R5.0.0 FRS document and a peering requirement will be added for R5-16 functionality.


Requirements will be updated in the next FRS 5.0.0 release



		0109

		5/12/09

		Pending

		RR5-117

		FRS Section 5

		DOCUMENTATION 


May need a duplicate of RR5-117 for peering.

		RT5-36 is the duplicate requirement for peering.  It will be updated to make the requirement more explicit so that it does not invalidate RR5-117.


Requirements will be updated in the next FRS 5.0.0 release



		0110

		5/12/09

		Pending

		TBD

		FRS Section 5

		DOCUMENTATION 


Need clarification of Master with the Modify Active scenario.

		Modify Active requirements will be reviewed and updated appropriately in the next FRS 5.0.0 release.



		0111

		5/12/09

		Closed


09/16/09

		TBD

		FRS Section 5

		DOCUMENTATION



Do we need requirement that peered NPACs need timestamps broadcast from Master?

		Duplicate of 113.



		0112

		5/12/09

		Closed


02/09/10 

		R5-43.2

		FRS Section 5

		ARCHITECTURE


Consider requirements for doing validations before sending to Master for efficiency.

		Existing requirements that specify use of the CMIP protocol provide for invalid or badly formed message handling.  These would not be forwarded to the Master.  The Master is responsible for application validation. 

11/10/09


Telcordia Proposal:


· CMIP validations are done by the Peered SMS that initially receives the request to prevent badly formed messages being forward to another Peered NPAC.  Some additional validation could be done before forwarding the message to the Master NPAC SMS.  However, the Master NPAC SMS would be ultimately responsible for ensuring the message meets all validation criteria. Should subsequent analysis indicate that there may be a performance saving by doing expanded validation at the Primary NPAC SMS before sending to the Master NPAC SMS then additional requirements for validation can easily be added.

02/09/10


Telcordia stated that the Non-Master NPACs could perform validations optionally without putting it in requirements.


It was agreed that the Master NPAC would do the data validations and there would be no change to NANC 437 requirements in this area.






		0113

		5/12/09

		Pending

		TBD 

		FRS Section 5

		DOCUMENTATION


Propagate timestamps and other attributes in the FRS Data Model over the inter-NPAC interface that are not in the interface?

		For all Object Creates (SVs, Number Pooled Blocks) appropriate timestamps will be reviewed and added to the requirements.


Requirements will be updated in the next FRS 5.0.0 release



		0114

		5/12/09

		Pending

		R5-55

		FRS Section 5

		DOCUMENTATION 


Add “subtending” in front of “LSMS.”  Clarify the only a Primary NPAC for an LSMS knows which LSMSs are accepting.

		Requirements will be updated in the next FRS 5.0.0 release



		0115

		5/12/09

		Pending

		RT5-45


RT5-46

		FRS Section 5

		DOCUMENTATION 


Master and Peered NPACs could have different statuses, e.g., Active and Old, of the same SV, and could update the status at different times.  Need to relook at this.

		Requirements will be updated in the next FRS 5.0.0 release

09/16/09


Need to ensure this is addressed in flows.



		0116

		5/12/09

		Pending

		R5-59.1

		FRS Section 5

		DOCUMENTATION 


Indicate that the Master will set to Active.

		Requirements will be updated in the next FRS 5.0.0 release



		0117

		5/12/09

		Pending

		RR5-22.1

		FRS Section 5

		DOCUMENTATION 


Need to dup this requirement for Peered NPACs.

		Requirements will be updated in the next FRS 5.0.0 release



		0118

		5/12/09

		Pending

		R5-61.3

		FRS Section 5

		DOCUMENTATION


Make sure there are requirements for resends to Peered NPACs and that they are in the right section of the FRS.

		Requirements will be updated in the next FRS 5.0.0 release



		0119

		5/12/09

		Pending

		R5-65.4

		FRS Section 5

		DOCUMENTATION


Make wording with change similar to changes made for R5-55 to add subtending”.

		Requirements will be updated in the next FRS 5.0.0 release



		0120

		5/12/09

		Pending

		RT5-53


RT5-54

		FRS Section 5

		DOCUMENTATION


Clarify that “Master” in RT5-53 is the Master of the pooled block and that “Master” in RT5-54 is the Master of the SV.

		Requirements will be updated in the next FRS 5.0.0 release



		0121

		5/12/09

		Pending

		RR5-67.1-RR5-70

		FRS Section 5

		DOCUMENTATION


Clarify roles of Master and Peered NPACs.

		Requirements will be updated in the next FRS 5.0.0 release



		0122

		5/12/09

		Pending

		RT5-55 and RT5-56

		FRS Section 5

		DOCUMENTATION


Need to address how to manage the Excluded List.

		Requirements will be updated in the next FRS 5.0.0 release



		0123

		5/12/09

		Open

		RT5-60

		FRS Section 5

		M&P


Requirements are currently written to prohibit a 3rd NPAC from querying a pending SV when it is not the primary NPAC for the Old or New SP in the port.  Operational question as to whether or not we want to allow this.

		Requirements will be reviewed and updated based on feedback from the industry on the desired behavior.


No providers expressed a need to allow a non-primary NPAC to query for pending ports.  Make item an M&P item (07/14/09)


TBD – Address when M&P are developed

11/11/09


Telcordia Proposal:


· No specific situation was identified where a 3rd Party NPAC would need access to the pending subscription versions for reporting. (Related to Future Item 34 Reporting for Pending SVs)


Further Discussion:


· It was suggested that there is not a need to query a pending SV from a non-Primary NPAC for the Old or New SP.


· We need to discuss development of an M&P to address facilitation of completion or cancellation of pending SVs among multiple NPACs when a SPID migration is taking place.



		0124

		5/12/09

		Pending

		RR5-83

		FRS Section5

		DOCUMENTATION 


Look to see if we need a requirement similar to RR5-83 for Peered case.

		Requirements will be updated in the next FRS 5.0.0 release



		0125

		5/12/09

		Open

		IIS Flow B.4.1.4

		IIS

		M&P


Do we need an additional flow to resolve the exception case where there is a simultaneous create of an NXX by two different providers in two different NPACs.

		Suggestion to not finalize in the Primary NPAC until update is successful in all Peered NPACs.  


M&P for ensuring a common set of validations in the NPACs.


Need to address the case where an SP needs the code holder to open up a code in order to port in a number and the codeholder subtends a different NPAC than the requesting SP. 


Recommendation is to resolve with M&P.


09/16/09


NANC 414 would prevent this from happening as long as all NPACs are synched with NANP code ownership data..


11/11/09


Telcordia Proposal:


· NANC 414 would prevent this from happening as long as all NPACs are synched with NANPA code ownership data.  The usage of the data would be defined by the LLC to the vendors.


Further Discussion:


· Refer to suggestion in Item 74 for common data source.



		0126

		5/12/09

		Pending

		IIS Flow B.4.2.5


IIS Flow B.4.2.7

		IIS

		DOCUMENTATION


Change “old” or “canceled” to “old with no failed list” or “canceled.”

		Flows will be updated in the next IIS 5.0.0 release



		0127

		5/12/09

		Open

		B5.1.2

		IIS/FRS Section 6 and 10

		LEVEL OF EFFORT


Increased database commits (about twice the current) and impact to performance.  Ability to meet SLRs.  Also increased encryptions in messages across the interface.  How do we model the impact on performance under various load distribution scenarios among NPACs?

		Will be discussed during Change Order 437 FRS Review.


Moved to Level of Effort per 7/14/09 review.

11/10/09


Telcordia Proposal:


· Assumed LLC would manage SLRs

12/08/09


· Need to understand if we are increasing overall work with respect to database commits when we are increasing them with some flow scenarios and decreasing them in others.



		0128

		5/12/09

		Pending

		B5.1.2

		IIS

		DOCUMENTATION


Look at this line in Step 2 and see if it should say:  “If the service provider were to give a range of TNs, this would result in an M-CREATE and M-EVENTREPORT


for each TN.”

		Flow will be updated in the next IIS 5.0.0 release



		0129

		5/12/09

		Pending

		B5.1.2

		IIS/FRS

		DOCUMENTATION


Cancel and Modify requests on ranges of TNs can span multiple NPACs.

		Requirements and flows will be reviewed and updated appropriately in FRS/IIS 5.0.0.

01/12/10


Action Item 011210-22:  Regarding NANC 437 Issues Parking Lot Matrix Item 129, Service Providers are to determine if they send cancels or modifies for ranges of TNs across multiple providers to NPAC in order to come to the February 9, 2010 LNPA WG conference call prepared to decide if we can close Item 129.

02/09/10


Action Item 011210-22 is closed.   Item 129 remains open pending determination of how to implement this functionality in NANC 437 due to it being available and used over the LTI.





		0130

		5/12/09

		Pending

		TBD

		IIS Flows

		DOCUMENTATION


Clarify which steps in the flows can be done in parallel and which must be done sequentially.  Identify dependencies.

		Flows will be updated in the next IIS 5.0.0 release



		0131

		5/12/09

		Closed


09/16/09

		B5.1.6.2

		IIS

		DOCUMENTATION


Sequencing:  SP receives notification before activate is pushed to Peered NPACs.

		Recommend closure as the current proposed behavior is to update all regional LSMS regardless of Peered NPAC status.   Covered during review of B5.1.6.2 review.

Addressed in Erratum 2.



		0132

		5/13/09

		Closed


09/16/09

		B5.1.6

		IIS/FRS Section 3 and 5 (Number Pool Block)

		DOCUMENTATION


For peered Subscription Version broadcast and peered Number Pool Block broadcast, clarify what data is synchronized.

		Will be discussed during Change Order 437 FRS and IIS Review.


Close as a duplicate of Item #113



		0133

		5/13/09

		Pending

		B.5.1.6.1

		IIS

		DOCUMENTATION


Steps 3 and 5 should be Requests and not Responses.

		Flow will be updated in the next IIS 5.0.0 release



		0134

		5/13/09

		Pending

		B.5.1.1


B.5.3.1

		IIS

		DOCUMENTATION


Make sure that philosophy of responses to requests are consistent and applied consistently throughout the flows.

		Flows will be updated in the next IIS 5.0.0 release



		0135

		5/13/09

		Pending

		B.5.4.1

		IIS

		DOCUMENTATION


Correction to show that Donor Provider’s Primary NPAC is NPAC A. 

		Flow will be updated in the next IIS 5.0.0 release



		0136

		5/13/09

		Pending

		B.5.4.1

		IIS

		DOCUMENTATION


Renumber Steps 9 and 10 to 7 and 8 in flow

		Flow will be updated in the next IIS 5.0.0 release



		0137

		5/13/09

		Pending

		B.5.4.1

		IIS

		DOCUMENTATION


Should Step 9 (7) be Disconnect Pending?

		The existing behavior will be verified and the IIS will be updated appropriately in the next IIS 5.0.0 release. 

09/16/09


Should be Disconnect Pending.



		0138

		5/13/09

		Pending

		B.5.1.7

		FRS/IIS

		DOCUMENATION


Should LSMS failure codes be included with list of failed SPIDs and sent over the interface?

		LNPA WG will need to decide if these fields should be included.  The failure codes are not available over the interface today.


Requirements will be updated to add this failure codes to the failed list in next FRS 5.0.0 release per discussions on 7/14/09



		0139

		5/13/09

		Closed


09/16/09

		B.5.1.7

		FRS/IIS

		M&P


Coordination of response time tunables and rollup among peered NPACs

		Although not required, if desired the LNPA WG would need to define M&P for management of tunables values used by all Peered NPAC.


Related to Item #6 which applies to all tunable values. Recommend close as duplicate.



		0140

		5/13/09

		Open 




		IIS B.2.1.1


FRS RT8-11


FRS RT8-12

		IIS/FRS

		ARCHITECTURE


Explore audit scenarios with multiple peered NPACs where there is a period of time when 2 NPACs are considered the Master for a TN.  Can a discrepant LSMS be updated with old data as a result of an audit and not be auto corrected?  Need checks and balances to validate golden data.

		Related to race conditions. 

11/10/09


Telcordia Proposal:


· Errata 2 and 3 address any race conditions that were identified. 



		0141

		5/13/09

		Closed


01/12/10

		FRS RR8-19


FRS RT 8-1

		FRS Section 8

		DOCUMENTATION


Need rules on how to make audit names unique

		Requirements will be added in the next FRS 5.0.0 release.


09/16/09


Need to capture how this would be done.



		0142

		5/13/09

		Pending

		TBD

		FRS


IIS


GDMO


ASN.1

		DOCUMENTATION


Need a general Doc Only Change Order to clean up identified discrepancies between documentation and current implementation.

		10/19/09

Need to verify that the documentation should be changed per the current implementation and that there are no significant changes to 437 requirements as currently documented.



		0143

		5/13/09

		Closed

10/19/09

		RT8-6


RT8-7


RT8-8

		FRS Section 8

		DOCUMENTATION


NPAC behavior when receiving an unsolicited update from a peered NPAC.

		Recommend closure as functionality was discussed with the current proposed behavior is that the Peered NPAC SMS would process unsolicited updates.  






		0144

		5/13/09

		Pending

		RT8-21

		FRS Section 8

		DOCUMENTATION


Need to address the skipping of SVs that are in Sending during an audit when a Peered NPAC determines it is discrepant with the Master NPAC SMS and begins sending updates to all of its subtending LSMS.

		Requirements will be added in the next FRS 5.0.0 release.

01/12/10


Action Item 011210-12:  Related to Action Item 011210-16, NeuStar will review Telcordia’s clarification in the NANC 437 requirements related to Item 144 in the NANC 437 Issues Parking Lot Matrix and provide feedback on the February 9, 2010 LNPA WG conference call as to whether it answers their question raised at the January 12-13, 2010 LNPA WG meeting.

Action Item 011210-16:  Regarding Item 144 in the NANC 437 Issues Parking Lot Matrix, Telcordia will clarify in the NANC 437 requirements the “sending” scenario that is referenced in Item 144, i.e., “local” sending vs. Master NPAC sending.  This clarification will be reviewed on the February 9, 2010 LNPA WG conference all.  See related Action Item 011210-12.

02/09/10


Telcordia reviewed with the group the proposed text in response to Action Item 011210-16.  See slides 13 and 14 in the attached deck.
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In response to Action Item 011210-12, NeuStar responded that discrepant SVs should be reported as discrepant.

Action Item 020910-09:  Regarding Item 144 in the NANC 437 Issues Parking Lot Matrix,


NeuStar will send suggested language addressing discrepant SVs to Telcordia for review.

The group agreed to close Action Items 011210-12 and 011210-16.  Matrix Item 144 remains open. 





		0145

		5/13/09

		Pending

		RT8-23 thru RT8-29


GDMO

		FRS Section 8

		DOCUMENTATION


Do we want intermediate status updates of audits?

		No, audit queries can be used between NPAC SMS to determine the status of the audit if necessary. 


Requirements will be removed in the next FRS 5.0.0 release



		0146

		6/11/09

		Open

		FRS RT3-87

		IIS B.4.3.1.1 / FRS Section 3




		DOCUMENTATION


Possible race condition related to Pending-like PTOs and creation of –X and pooled block.

		Jim Rooks item to research and indentify use case that supports possible race condition. 





		0147

		6/11/09

		Closed

10/19/09

		N/A

		IIS B.4

		DOCUMENTATION


Expand representative examples of number pooling flows to include resend of partial fails and de-pools.

		Additional flows were covered in the discussions.  Flows are available for review in the IIS 5.0.0.

10-19-09


Vendors to identify if any flows are missing for subsequent bring-up.



		0148

		6/11/09

		Pending

		TBD

		FRS Section 3 or 5

		DOCUMENTATION 


Add requirement for transfer of –X ownership.

		Requirement will be added in next FRS 5.0.0 release






		0149

		6/11/09

		Pending

		FRS RT3-67

		FRS Section 3/5

		DOCUMENTATION


Applies to pooled blocks and not –Xs.  Move to Section 5.

		Requirements will be updated in next FRS 5.0.0 release






		0150

		6/11/09

		Pending

		FRS RT3-70

		FRS Section 3

		DOCUMENTATION


Need a requirement similar to RT3-70 in Section 3.12.5 (Modify) and Section 3.12.6 (Delete).

		Requirements will be updated in next FRS 5.0.0 release






		0151

		6/11/09

		Pending

		FRS RR3-68

		FRS Section 3

		DOCUMENTATION


Need to address in requirement when local indicator is FALSE.

		Requirements will be updated in next FRS 5.0.0 release






		0151

		6/11/09

		Close

		

		

		

		No text available. Maintained to keep numbering.



		0152

		6/11/09

		Closed

10/19/09

		FRS RR3-107

		FRS Section 3

		ARCHITECTURE

Check for possible race conditions related to SVs in Sending state.

		Combine with item #95.

10/19/09:


Requirements and documentation references moved to Item 95 for tracking.



		0153

		6/11/09

		Pending

		FRS RT3-75

		FRS Section 3 

		DOCUMENTATION


Check that we have an explicit requirement to broadcast to subtending LSMSs.

		Requirements will be reviewed and updated if necessary in next FRS 5.0.0 release






		0154

		6/11/09

		Pending

		FRS RT3-77, RT3-101

		FRS Section 3

		DOCUMENTATION


Remove “peered” in title of requirement.

		Requirements will be updated in next FRS 5.0.0 release






		0155

		6/11/09

		Pending

		FRS RT3-77

		FRS Section 3

		DOCUMENTATION


Make it clear in all applicable requirements that peered NPACs will not forward SP queries.

		Requirements will be updated in next FRS 5.0.0 release






		0156

		6/11/09

		Pending

		FRS RT3-79, RT3-80

		FRS Section 3

		DOCUMENTATION


Document change to true up reference to SOA Origination Flag.

		Requirements will be updated in next FRS 5.0.0 release






		0157

		6/11/09

		Pending

		FRS RT3-81

		FRS Section 3

		DOCUMENTATION


Remove requirement.

		Requirements will be updated in next FRS 5.0.0 release






		0158

		6/11/09

		Pending

		FRS RT3-86

		FRS Section 3

		DOCUMENTATION


Make sure referencing to rollup is consistent with peered update and identify differences with how it is done today.

		Requirements will be reviewed and updated in next FRS 5.0.0 release






		0159

		6/11/09

		Pending

		FRS RT3-89, RT3-93, RT3-98

		FRS Section 3

		DOCUMENTATION


Check to see if we need to indicate which NPAC is doing create and send.

		Requirements will be updated in next FRS 5.0.0 release






		0160

		6/11/09

		Pending

		FRS RT3-92 and RT3-93

		FRS Section 3

		DOCUMENTATION


Document change to delete these requirements.

		Requirements will be updated in next FRS 5.0.0 release






		0161

		6/11/09

		Close

		

		

		

		No Text Available. Maintained to keep numbering.



		0162

		6/11/09

		Pending

		FRS RT3-103

		FRS Section 3

		DOCUMENTATION


It was stated that this is a negative requirement.

		Requirements will be updated in next FRS 5.0.0 release






		0163

		6/11/09

		Pending

		FRS RT5-63, RT5-67 

		FRS Section 5

		DOCUMENTATION


Delete RT5-63.

		Requirements will be updated in next FRS 5.0.0 release






		0164

		6/11/09

		Pending

		FRS RT5-68

		FRS Section 5

		DOCUMENTATION


Change “filtered” to “non-filtered.”

		Requirements will be updated in next FRS 5.0.0 release






		0165

		6/11/09

		Pending

		N/A

		IIS from Errata document in GDMO section

		DOCUMENTATION


For SV peered broadcast, reflect that it is a disconnect of a “ported” pooled TN.

		GDMO will be updated in next IIS 5.0.0 release






		0166

		6/11/09

		Pending

		N/A

		IIS Flow B.5.4.7.2

		DOCUMENTATION


Failed List for SV2 must be cleared.

		IIS will be updated in next IIS 5.0.0 release






		0167

		6/11/09

		Pending

		N/A

		IIS

		DOCUMENTATION


Need to review and validate flows in the context of 3 or more peered NPACs.

		Scenarios will be reviewed to determine where there is value in having flows with multiple NPAC SMS.  One potential area for additional flows would be recovery. Additional flows identified will be included in next IIS 5.0.0 release



		0168

		6/11/09

		Pending

		N/A

		IIS Flow B.5.6.2

		DOCUMENTATION


Review to make sure that all attributes are included.

		IIS flow will be reviewed and updated in next IIS 5.0.0 release






		0169

		6/18/09

		Open


(changed on 10/19/09)

		N/A

		FRS 6.4

		ARCHITECTURE


(changed on 10/19/09)

May want to revisit having more than one LSMS interface between peered NPACs.

		The current documentation for NANC 437 supports one Inter-NPAC LSMS interface.  If capacity issues are identified, then the document can be updated to allow for support of multiple Inter-NPAC LSMS associations.

10/19/09


Need to determine how they would be sized and augmented if needed.


Action Item 101909-04:  Action for all to determine if we will address in full LNPA WG or in a focused sub-team to analyze various modeling assumptions to determine if one LSMS interface is adequate or more are needed.


11/10/09

Telcordia Proposal:


· Need to decide how it is sized and if it needs augmented.






		0170

		6/18/09

		Closed


10/19/09

		

		FRS Section 6

		DOCUMENTATION

10/19/09:

(Moved to item 101)

Configuration of relationships of SPID to SOA associations across peered NPACs are the same.  Concern with amount of traffic and ability to do load balancing.

		10/19/09:


(Moved to item 101)


The current documentation for NANC 437 supports one Inter-NPAC SOA interface connection per SPID.  If capacity issues are identified when considering item 101, then the document can be updated to allow for support of multiple Inter-NPAC SOA associations per SPID.






		0171

		6/18/09

		Pending

		TBD

		FRS Section 6

		DOCUMENTATION


Unless there are any objections, instead of partitioning rollup requirements make a documentation note that concurrent operations were identified and no requirements changes were warranted.  

		FRS will be updated in next FRS 5.0.0 release






		0172

		6/18/09

		Closed


10/19/09

		N/A

		

		ARCHITECTURE


10/19/09:


(Moved to Item 101)

Regarding peering distribution of workload for each Active SV transaction, it was questioned if the formula (M/N+K)*C accurately reflects all work necessary. 

		10/19/09:


(Moved to Item 101)


In the examples the C value used is to represent the functional workload of broadcasting to and receiving responses from an LSMS.  The value of C may not be equal in both equations (it could be less than or greater than depending on implementation). 



		0173

		6/18/09

		Pending

		R10-2

		FRS Section 10

		DOCUMENTATION

10/19/09:


LEVEL OF EFFORT added

Regarding 99.9% reliability for LSMS and SOA interfaces, need to calculate aggregate reliability % in a peered NPAC environment in order to ensure no degradation in reliability.

		The 99.9% reliability is for the entire region (an aggregate number).  FRS will be updated in the next FRS 5.0.0 release.

11/10/09


Telcordia Proposal:


· Assumed LLC would manage availability SLRs based on the number of Peered NPAC SMS in a region.



		0174

		6/18/09

		Pending

		FRS RT6-12

		FRS Section 6

		DOCUMENTATION


Change requirement to reflect that it is 20 CMIP operations over a single SOA association and not 70.

		FRS will be updated in next FRS 5.0.0 release

11/10/2009


Need to model what is needed as part of Item 101.



		0175

		6/18/09

		Pending

		FRS RT6-16

		FRS Section 6

		DOCUMENTATION


Strike the requirement.

		FRS will be updated in next FRS 5.0.0 release



		0176

		6/18/09

		Pending

		FRS RT6-18

		FRS Section 6

		DOCUMENTATION


Change to clarify the requirement because it is required functionality.  It currently states for those that support the application level error functionality. 

		FRS will be updated in next FRS 5.0.0 release



		 0177

		6/18/09

		Pending

		TBD

		FRS Recovery

		DOCUMENTATION


Question related to recovery:   If 2 or more NPACs are down and they come up at different times, how is data merged?  Possible race conditions?  Need to revisit recovery tenets in the context of 1 or more NPACs being down.

		FRS will be updated in next FRS 5.0.0 release to more clearly document the recovery process with multiple NPAC scenarios.

11/10/2009


Tied to Item 80 and Item 179.



		0178

		6/18/09

		Pending

		FRS RT6-55

		FRS Section 6

		DOCUMENTATION


Change requirement to clarify that SWIM is the first priority for recovery and time-based is a fallback.

		FRS will be updated in next FRS 5.0.0 release



		0179

		6/18/09

		Pending

		TBD

		FRS Recovery

		DOCUMENTATION


Do data requirements drive the need to have all NPACs up and running before recovery takes place?  Example is if an NXX is created on the wrong NPAC and deleted and created on the correct NPAC, if NPACs are down, sequence of recovery of messages is critical.   Discuss in the context of both bringing up a new NPAC and restoring a crashed NPAC.

		Related to item #177. FRS will be updated in next FRS 5.0.0 release to more clearly document the recovery process with multiple NPAC scenarios.



		0180

		6/18/09

		Pending

		FRS RT6-63

		FRS Section 6

		DOCUMENTATION


Strike the requirement.

		FRS will be updated in next FRS 5.0.0 release



		0181

		6/18/09

		Pending

		FRS RT6-64

		FRS Section 6

		DOCUMENTATION


Review requirement to see if it should be struck.  SWIM does not currently function in this way.  In general are we only supporting SWIM?

		FRS will be updated in next FRS 5.0.0 release

11/10/2009


May need to strike this requirement based on the result of Item 178.



		0182

		6/18/09

		Pending

		FRS RT6-73

		FRS Section 6

		DOCUMENTATION


Decide if the requirement should be struck.  It was mentioned that it seemed out of place.

		FRS will be reviewed updated in next FRS 5.0.0 release



		0183

		6/18/09

		Pending

		FRS RT6-81

		FRS Section 6

		DOCUMENTATION


Clarify intent of requirement.  Peered NPAC ID?

		FRS will be updated in next FRS 5.0.0 release



		0184

		6/18/09

		Pending

		FRS RT6-84


FRS 6.8

		FRS Section 6

		DOCUMENTATION


Remove “existing.” And in Section 6.8, remove other instances of “existing.”

		FRS will be updated in next FRS 5.0.0 release



		0185

		6/18/09

		Pending

		FRS RT6-90

		FRS Section 6

		DOCUMENTATION


Change requirement to a constraint.

		FRS will be updated in next FRS 5.0.0 release



		0186

		6/18/09

		Pending

		FRS RT6-90

		FRS Section 6

		DOCUMENTATION


Review for possible clarification or provide rationale if decision is to remove.

		Requirement will be changed to a constraint per item #185. FRS will be reviewed  updated in next FRS 5.0.0 release



		0187

		6/18/09

		Pending

		FRS 7-2

		FRS Section 7

		DOCUMENTATION


Apply note below to this requirement.

		FRS will be updated in next FRS 5.0.0 release



		0188

		6/18/09

		Pending

		R 7-100.1

		FRS Section 7

		DOCUMENTATION


Update requirement.

		FRS will be updated in next FRS 5.0.0 release

11/10/09


Requirement R7-101.1 will have the note from RT7-19 added to it which states "Note:  The Application Level Heartbeat is a CMIP notification but it does not contain a security field."



		0189

		6/18/09

		Pending

		R 7-108.1

		FRS Section 7

		DOCUMENTATION


Can this report generated be all NPACs or just the Master NPAC of the block?

		FRS will be reviewed and updated in next FRS 5.0.0 release



		0190

		6/18/09

		Pending

		FRS RR9-11

		FRS Section 9

		DOCUMENTATION


Can this report generated be all NPACs or just the Master NPAC of the Old SP?  What is scope of requirement?  Review Change Order 375.

		FRS will be reviewed and updated in next FRS 5.0.0 release



		0191

		6/18/09

		Pending

		FRS RR9-21

		FRS Section 9.3.3

		DOCUMENTATION


Question on what are data gathering requirements for resend exclusion report.

		FRS will be reviewed and updated in next FRS 5.0.0 release



		0192

		6/18/09

		Open

		FRS RT10-4

		FRS Section 10

		ARCHITECTURE


Revisit requirement to determine how 3-second requirement can be met with multiple NPACs.  Related to Item 50.

		FRS will be reviewed updated in next FRS 5.0.0 release


Moved to architecture per 7/14/09 APT meeting for further discussion requested by a vendor.


11/10/09


Telcordia Proposal:


· It is in the best interest for both vendors to work collaboratively to meet the 3-second response time given that both vendors would be the old or new service provider in the port. Two vendors have indicated that this it is reasonable to support a 3-second response time over the Inter-NPAC SMS interface. SLA management would be the responsibility of the LLC.



		0193

		6/18/09

		Changed to Open from Pending  on 11/10/09

		FRS RT11-1, 


FRS RT11-2

		FRS Section 11

		DOCUMENTATION


Industry needs to agree on billing arrangements and compensation of workload on NPACs.  May drive changes to usage measurement requirements.

		Usage data requirements can be updated when industry billing arrangements are in place.



		0194

		11/10/09

		Open

		

		FRS

		DOCUMENTATION

		11/10/09

· Related to Item 0006/


· Current set of configurable parameters must be listed in the FRS and all NPACs must use the same defined set of configurable parameters.



		0195

		02/09/10

		Open

		

		

		M&P

An M&P is needed to forward an effective date change in –X to the codeholder’s Primary NPAC when the blockholder goes directly to its Primary NPAC to make the change (not through the Pool Administrator).

		02/09/10

· If the Pool Administrator (PA) is involved in a change of effective date in the –X it is business as usual (NPAC pulls data from the PA).  If the blockholder goes directly to NPAC to change the effective date, an M&P would be required to change the date in the codeholder’s NPAC.  The codeholder’s NPAC is responsible for creating the –X, the blockholder’s NPAC creates and activates the block object.


Action Item 020910-12:  Regarding NANC 437, a question arose on the February 9, 2010 LNPA WG


conference call related to the process necessary to affect a change of effective date in the –X when the blockholder goes directly to NPAC to make the date change rather then through the Pool Administrator and the codeholder is served by a different NPAC.  Gary Sacra, LNPA WG Co-Chair, will review the NANC 437 Issues Parking Lot Matrix to determine if an existing item can serve to address this question or if a new item needs to be opened.

NOTE:  Action Item 020910-12 is closed with the addition of new Matrix Item 0195.



		

		

		

		

		

		

		



		

		

		

		

		

		

		



		

		

		

		

		

		

		



		

		

		

		

		

		

		



		

		

		

		

		

		

		



		

		

		

		

		

		

		





Version 18

1/12/2010






Page 1 of 68



_1325079938.ppt




NANC 437, Issue 53


Master NPAC Transfer Timing
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Timeline – SV Creation Method





Master NPAC for old SV (NPAC A)


Master NPAC for new SV (NPAC B)


Service Provider owning old SV


Service Provider owning new SV
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Timeline – SV Activation Method





Master NPAC for old SV (NPAC A)


Master NPAC for new SV (NPAC B)


Service Provider owning old SV


Service Provider owning new SV
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Consequences


			Topic			SV Creation Method			SV Activation Method


			Philosophy			The NPAC that controlled the transaction retains the master copy of the data throughout its life			The NPAC that currently controls the active SV record retains the master copy of all historic versions of this subscription


			Data History			Each NPAC is responsible for the portion of TN history for which it is master			Each NPAC is responsible for the entire TN history for all SVs related to the TN while it is the master of the TN


			Query SV response			The SV history returned when querying the current active SV master NPAC will contain a mix of master and slave data			The SV history returned when querying the current active SV master NPAC will contain the master copy of any eligible historic versions


			Long-term Archive			Each NPAC will manage the long-term archive for SVs for which it was Master			The network owner (pool block owner or code owner if no pool block) and its related NPAC will be responsible for the long-term archive of all SVs related to the TN
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» Current Proposed

Requirements

* Transfer of Master NPAC
responsibility occurs
separately for each SV

* The transfer of Master NPAC
responsibility occurs when
the SV is successfully
created

SV Creation

(. Alternative Approach

» Transfer of Master NPAC
responsibility occurs
separately for each TN, but
collectively for all SVs
associated with a TN

» The transfer of Master NPAC
responsibilities occurs
when an SV is activated

SV Activation
Method






At SV(new) creation,
NPAC A remains master

for SV(old), but records
NPAC B as master for
SV(new)






At SV(new) activation,
NPAC A records the

termination of SV(old).
NPAC B continues as
master for SV(new)






At SV(old) purge, NPAC
Arecords the deletion of

SV(old). NPAC B deletes
its copy of SV(old).






At SV(new) creation,
NPAC A remains master

for SV(old) and becomes
the master of SV(new)






At SV(new) activation
request ack by NPAC A,

NPAC B becomes the
master of SV(old) and
SV(new)






At SV(old) purge, NPAC
B records the deletion of

SV(old). NPAC A deletes
its copy of SV(old).






Original
Rationale

Data management, including
audits, queries, and archives
‘would most likely be correctly
handled ifthe manager had
the entire history fora TN,
rather than only specific
versions

When researching issues, it
‘would be most “logical”to go
to a single source for
authoritative information about
all SVs fora TN

Current
Position

The use cases and scenarios
of original concern have been
reviewed by the industry, and
no specific holes have been
identifiedin the requirements

The idea of most “logical” is
based on collective
understanding. With the
industry investmentin
reviewing the “SV Creation”
approach, it may now be the
“most logical”






Recommendation

» Consider changing
to the “Activation
Method” only if
specific problems
are identified with
the “Creation
Method” that cannot
be otherwise
resolved
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Items 25 and 72 - ID Management


			Action Item 011210-23:  Regarding the 4 options identified below for ID management, Vendors are:


			To explore the feasibility of an NPAC identifier approach


			To identify the pros and cons of each of the 4 approaches





			To support an NPAC identifier an extra digit can be added to the front of the integer value used for the ID


			This while not backwards compatible, allows for unique naming in the CMIP tree to be preserved
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Items 25 and 72- ID Management Approaches


			Option			Pros			Cons


			Use of a formula of (ID value) modulo (the number of Peered NPAC SMSs)			NPACs can independently manage their inventory
Backward compatible with Local Systems			Calculation must be adjusted if number of NPACs change


			Split of inventory based on the percentage of traffic			NPACs can independently manage their inventory
Backward compatible with Local Systems			Inventory may need to be redistributed based on traffic volumes
Third party to monitor and calculate adjustments


			A manual or automated external inventory management system			All unused id values are available to all NPACs
No need for formula change or rebalancing of internal inventory
Backward compatible with Local Systems			Third party managed?
System would need to be developed for automated approach


			Use of an NPAC identifier added to each SV ID			NPACs can independently manage their inventory
No need for formula change or rebalancing of internal inventory			Existing Local System and NPAC Vendors would need to modify systems to support a larger integer value for Ids
Not backward compatible with Local Systems
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Item 99.2 – Peer Resend Message	


			Action Item 011210-15:  Regarding Item 99.2 in the NANC 437 Issues Parking Lot Matrix which deals with the Peered Resend Message, Telcordia will add an option for a list of TNs in the requirements.  





			Action Item 011210-17:  Regarding Item 99.2 in the NANC 437 Issues Parking Lot Matrix which deals with the Peered Resend Message, LNPA WG Participants are to come to the February 9, 2010 conference call prepared to determine if the issue can be closed.  


			See green text for update





*








*














Item 99.2 – Resend Action


			The lnpSubscriptions will have the following conditional packaged added:








	-- Packages for the peering implementation


	--


	    subscriptionVersionResendPkg PRESENT IF


	        !the object is instantiated on the NPAC SMS!, 





			Behaviour will be added with the conditional package








	The subscriptionVersionResendPkg contains the action that is sent from the Master NPAC SMS to other Peered NPAC SMSs via the  Inter-NPAC SMS LSMS Interface for subscription version resend to a failed subtending LSMS. The Peered NPAC SMS will then resend the subscription version to its failed subtending LSMSs.
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Item 99.2 – Resend Package


subscriptionVersionResendPkg PACKAGE


    BEHAVIOUR subscriptionResendPkgBehavior;


    ACTIONS


        subscriptionVersionResend;


    REGISTERED AS {LNP-OIDS.lnp-package XX};


   


subscriptionVersionResendBehavior BEHAVIOUR


    DEFINED AS !


        This package provides for conditionally including the


        subscriptionVersionResend action.


    !;
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Item 99.2 – Resend Action


 subscriptionVersionResend ACTION


    BEHAVIOUR


        subscriptionVersionResendDefinition,


        subscriptionVersionResendBehavior;


 MODE CONFIRMED;


    WITH INFORMATION SYNTAX LNP-ASN1.ResendAction;


    WITH REPLY SYNTAX LNP-ASN1.ResendReply;


    REGISTERED AS {LNP-OIDS.lnp-action XX};





subscriptionVersionResendDefinition BEHAVIOUR


    DEFINED AS !


      The subscriptionVersionResend action is the action that is sent from the Master NPAC SMS to other Peered NPAC SMSs via the  Inter-NPAC SMS LSMS Interface for subscription version resend to a failed subtending LSMS. The Peered NPAC SMS will then resend the subscription version to all its failed subtending LSMSs.    !;
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Item 99.2 – Resend Action Behaviour Update


subscriptionVersionResendBehavior BEHAVIOUR


    DEFINED AS !


	  In a peered environment, when a broadcast to a Peered NPAC SMS fails, 


        it is the responsibility of the Primary NPAC SMS for the peered service


        provider to clear the failed list for the subscription version.  The Master and


        Primary NPAC SMS for the New Service Provider can use the 


        subscriptionVersionResend action to instruct the Peered NPAC SMS


        to resend the TN by indicating the subscriptionVersionId, TN, a TN-range 


        or a list of TNs.   The Peered NPAC SMS will put itself into 


        sending mode for the subscription version and begin broadcasting to its failed


        subtending Local SMSs the appropriate request for the failed broadcast.
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Item 99.2 – Resend Action (cont)


      If a Peered NPAC SMS returned an error to the subscriptionVersionResend


       action or failed to respond to the action, the failed subtending Local SMSs for    


       the Peered NPAC SMS remains on the list. 





       If a successful response is returned, then the failed list will be updated by the subsequent peeredUpdate notifications that result from the appropriate broadcast. 


      !;
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Item 99.2 – ASN.1 Update


ResendAction ::= SubscriptionVersionAction








SubscriptionVersionAction ::= CHOICE {


    subscription-version-action-key [0] EXPLICIT SubscriptionVersionActionKey,


    subscription-version-tn-range [1] TN-Range,


    subscription-version-tn-list [2] SET OF PhoneNumber


}





SubscriptionVersionActionKey ::= CHOICE {


    version-id [0] SubscriptionVersionId,


    tn [1] PhoneNumber


}
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Item 99.2 – ASN.1 (cont)


ResendReply ::= SubscriptionVersionActionReplyWithErrorCode








ResendStatus ::= ENUMERATED {  


    success (0),


    failed (1),


    npac-not-authorized (2),


    no-version-found (3),


    version-already-active(4)


}


 


SubscriptionVersionResendReply ::= SEQUENCE {


    status ResendStatus,


    error-code LnpSpecificErrorCode OPTIONAL -- present if status not success


}
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Items 129 -  Cancel/Modify Spanning Multiple Peered NPAC SMS


			Action Item 011210-22:  Regarding NANC 437 Issues Parking Lot Matrix Item 129, Service Providers are to determine if they send cancels or modifies for ranges of TNs across multiple providers to NPAC in order to come to the February 9, 2010 LNPA WG conference call prepared to decide if we can close Item 129.








			If functionality is utilized, Peered NPAC SMS can handle these requests in two ways: 


			Break the requests up and process them independently on behalf of the service provider


			Error the request  and have the Service Provider break the request into multiple requests. 








*

















Item 144 – Audit Skipping Sending SVs


			Action Item 011210-16:  Regarding Item 144 in the NANC 437 Issues Parking Lot Matrix, Telcordia will clarify in the NANC 437 requirements the “sending” scenario that is referenced in Item 144, i.e., “local” sending vs. Master NPAC sending.  This clarification will be reviewed on the February 9, 2010 LNPA WG conference all.  See related Action Item 011210-12.








			See green text for update
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Item 144 – Audit Skipping Sending SVs


			Requirement RT8-21 should be modified as follows:





 


	 RT8-21 Skip Subscription Versions with a Status of Sending, Inter-NPAC Peering  


  


     Each Peered NPAC SMS shall when processing the audit query results from its subtending LSMSs and Peered NPAC SMSs, NOT perform comparison or attempt to correct any SV within the requested range which locally has a status of sending for a subscription version that is not a result of the current audit. 
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Slide 6 – Action Item 011210-14  


			Action Item 011210-14:  Regarding Slide 6 in the attached file, Telcordia will verify how NPAC B communicates to the blockholder who is served by NPAC A, e.g., how does an effective date change get made on NPAC B when the blockholder is on NPAC A?





			The NANC 437 FRS the Code Holder’s Primary NPAC SMS (as the master) is responsible for creation. modify and deletion of the NPA-NXX-X object on behalf of the Block Holder. See requirements RT3-67, RT3-71 and RT3-72. 
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Slide 6 – Action Item 011210-14 (cont)


			The process for the Service Provider to have a NPA-NXX-X created, modified, or deleted in the peering environment is the same as it is today assuming coordination is performed by the pooling administrator.


			If not managed by the pooling administrator, a new M&P would be used to forward the request from the Block Holder’s Primary NPAC SMS to the Code Holder’s Primary NPAC SMS.


			The block object is created/activated by the Block Holder’s Primary NPAC SMS who is the Master NPAC SMS for the block object. 


			As the master all subsequent operations are performed by the Block Holder’s Primary NPAC SMS. 


			The new Inter-NPAC SMS numberPoolBlockPeeredContaminant action to validate the state of the subscription versions was defined such that a create/activate of the block can be executed (see RT3-88)
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Detailed Material from Original Presentation
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Items 25 and 72 - ID Management


			The NPAC SMS assigns unique IDs given to objects created. With the implementation of Inter-NPAC Peering, these ID values must be unique between all Peered NPAC SMS


			The NPAC SMS assigns ID values to:


			Subscription Version 


			Number Pool Block


			Audit


			LRN


			NPA-NXX


			NPA-NXX-X








*
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Item 141 – Unique Audit Names


			Item Description/Text


			Need rules on how to make audit names unique between Peered NPAC SMS





 


			Today over the CMIP interface audits are uniquely identified by audit name only.


			In a peered environment we propose using the combination of the Peered NPAC ID and the audit name specified by the initiating SOA.


			In NANC 437 the audit object, via the subscriptionAuditPeeredNPAC-DataPkg, includes an attribute subscriptionAuditInitiatingNPAC that is the Peered NPAC ID.


			








*
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Item 141 – Requirements Update





			Requirement RT8-1 should be modified as follows:





	RT8-1 Peered NPAC SMS Audit Request – Required Information


	NPAC SMS shall require the following information as part of an audit request over the Inter-NPAC SMS SOA Interfaces:


			Unique Audit Name and NPAC ID of the Peered NPAC SMS sending the audit request


			TN (either a single or range of TNs)


			Audit Id








*
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Item 141 – IIS Flow Updates





			The flowing audit flows should be updated for clarity: 


			B.2.1 SOA Initiated Audit, step 7


			B.2.4 NPAC Initiated Audit, step 5


			B.2.7 SOA Audit Create for Subscription Versions Within a Number Pool Block, step 5


			B.2.8 NPAC SMS Audit Create for Subscription Versions Within a Number Pool Block, step 7


			The flow text should be updated as follows:





	“Peered NPAC SMS B issues a create request to create the subscriptionAudit object in its own database.  This create request sets the value of the subscriptionAuditInitiationNPAC to the NPAC Customer ID of the Primary NPAC SMS A for the audit.  Audits are uniquely identify by audit name and NPAC Customer ID by Peered NPAC SMS B.”





*
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Item 141 – GDMO Update





			The GDMO for subscriptionAudit should be update as follows:





	In a Peered NPAC SMS environment, the requesting SOA sends in an audit request to its Primary NPAC SMS with the LSMS(s) to be audited. The Requesting Service Provider’s  Primary NPAC SMS verifies the subscriptionAuditName is unique to its NPAC SMS. The Requesting Service Provider’s  Primary NPAC SMS sends an object creation notification for the subscriptionAudit object to any other Peered NPAC SMSs that are involved in the audit because they are the Primary NPAC SMS for an LSMS being audited. The Peered NPAC SMS uses the subscriptionAuditName and the Peered NPAC ID to uniquely identify the audit.





*

















Item 144 – IIS Flow Updates


			The flowing audit flows should also be updated for clarity: 


			B.2.1 SOA Initiated Audit


			B.2.4 NPAC Audit


			B.2.7 SOA Audit Create for Subscription Versions Within a Number Pool Block


			B.2.8 NPAC SMS Audit Create for Subscription Versions Within a Number Pool Block


			The flows text after the last step should be clarified: 





	“In addition, if Primary NPAC SMS A is found to be discrepant form the golden data maintained by a different Peered Master NPAC SMS all LSMSs are considered discrepant and subscriptionAudit-DiscrepancyRpts are issued for each subtending Service Provider LSMS connect to Primary NPAC SMS A. All sub-tending LSMSs will be counted as discrepant in the subscriptionAuditResults.


      If a discrepancy is found, Primary NPAC SMS A issues the necessary operations to its discrepant subtending Local SMS to correct the discrepancy (M-CREATE, M-DELETE, or M-Set)”
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Item 144 – GDMO Update


			The GDMO for subscriptionAudit should be update for clarity as follows:





	Each non-Master  NPAC SMS then compares its version of the subscription version to the queried, golden data. If any discrepancies are found, the NPAC SMS corrects itself and then broadcasts the corrected subscription version data to its subtending Local SMSs and sends the M-EVENT-REPORT        subscriptionAudit-DiscrepancyRpt back to the requesting, Primary NPAC SMS for the audit. All sub-tending LSMSs will be counted as discrepant in the audit results.
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Item 99.2 – New IIS Flows


			New IIS Flows would be created show the use of the action


			Flows would be added in Section 5 


			Subscription Version Resend: Success


			Subscription Version Resend: Failure
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Items 25 and 72 - ID Management

		Action Item 011210-23:  Regarding the 4 options identified below for ID management, Vendors are:

		To explore the feasibility of an NPAC identifier approach

		To identify the pros and cons of each of the 4 approaches



		To support an NPAC identifier an extra digit can be added to the front of the integer value used for the ID

		This while not backwards compatible, allows for unique naming in the CMIP tree to be preserved





*
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Items 25 and 72- ID Management Approaches

		Option		Pros		Cons

		Use of a formula of (ID value) modulo (the number of Peered NPAC SMSs)		NPACs can independently manage their inventory
Backward compatible with Local Systems		Calculation must be adjusted if number of NPACs change

		Split of inventory based on the percentage of traffic		NPACs can independently manage their inventory
Backward compatible with Local Systems		Inventory may need to be redistributed based on traffic volumes
Third party to monitor and calculate adjustments

		A manual or automated external inventory management system		All unused id values are available to all NPACs
No need for formula change or rebalancing of internal inventory
Backward compatible with Local Systems		Third party managed?
System would need to be developed for automated approach

		Use of an NPAC identifier added to each SV ID		NPACs can independently manage their inventory
No need for formula change or rebalancing of internal inventory		Existing Local System and NPAC Vendors would need to modify systems to support a larger integer value for Ids
Not backward compatible with Local Systems

























*











Item 99.2 – Peer Resend Message	

		Action Item 011210-15:  Regarding Item 99.2 in the NANC 437 Issues Parking Lot Matrix which deals with the Peered Resend Message, Telcordia will add an option for a list of TNs in the requirements.  



		Action Item 011210-17:  Regarding Item 99.2 in the NANC 437 Issues Parking Lot Matrix which deals with the Peered Resend Message, LNPA WG Participants are to come to the February 9, 2010 conference call prepared to determine if the issue can be closed.  

		See green text for update



*





*









Item 99.2 – Resend Action

		The lnpSubscriptions will have the following conditional packaged added:





	-- Packages for the peering implementation

	--

	    subscriptionVersionResendPkg PRESENT IF

	        !the object is instantiated on the NPAC SMS!, 



		Behaviour will be added with the conditional package





	The subscriptionVersionResendPkg contains the action that is sent from the Master NPAC SMS to other Peered NPAC SMSs via the  Inter-NPAC SMS LSMS Interface for subscription version resend to a failed subtending LSMS. The Peered NPAC SMS will then resend the subscription version to its failed subtending LSMSs.
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Item 99.2 – Resend Package

subscriptionVersionResendPkg PACKAGE

    BEHAVIOUR subscriptionResendPkgBehavior;

    ACTIONS

        subscriptionVersionResend;

    REGISTERED AS {LNP-OIDS.lnp-package XX};

   

subscriptionVersionResendBehavior BEHAVIOUR

    DEFINED AS !

        This package provides for conditionally including the

        subscriptionVersionResend action.

    !;
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Item 99.2 – Resend Action

 subscriptionVersionResend ACTION

    BEHAVIOUR

        subscriptionVersionResendDefinition,

        subscriptionVersionResendBehavior;

 MODE CONFIRMED;

    WITH INFORMATION SYNTAX LNP-ASN1.ResendAction;

    WITH REPLY SYNTAX LNP-ASN1.ResendReply;

    REGISTERED AS {LNP-OIDS.lnp-action XX};



subscriptionVersionResendDefinition BEHAVIOUR

    DEFINED AS !

      The subscriptionVersionResend action is the action that is sent from the Master NPAC SMS to other Peered NPAC SMSs via the  Inter-NPAC SMS LSMS Interface for subscription version resend to a failed subtending LSMS. The Peered NPAC SMS will then resend the subscription version to all its failed subtending LSMSs.    !;
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Item 99.2 – Resend Action Behaviour Update

subscriptionVersionResendBehavior BEHAVIOUR

    DEFINED AS !

	  In a peered environment, when a broadcast to a Peered NPAC SMS fails, 

        it is the responsibility of the Primary NPAC SMS for the peered service

        provider to clear the failed list for the subscription version.  The Master and

        Primary NPAC SMS for the New Service Provider can use the 

        subscriptionVersionResend action to instruct the Peered NPAC SMS

        to resend the TN by indicating the subscriptionVersionId, TN, a TN-range 

        or a list of TNs.   The Peered NPAC SMS will put itself into 

        sending mode for the subscription version and begin broadcasting to its failed

        subtending Local SMSs the appropriate request for the failed broadcast.
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Item 99.2 – Resend Action (cont)

      If a Peered NPAC SMS returned an error to the subscriptionVersionResend

       action or failed to respond to the action, the failed subtending Local SMSs for    

       the Peered NPAC SMS remains on the list. 



       If a successful response is returned, then the failed list will be updated by the subsequent peeredUpdate notifications that result from the appropriate broadcast. 

      !;
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Item 99.2 – ASN.1 Update

ResendAction ::= SubscriptionVersionAction





SubscriptionVersionAction ::= CHOICE {

    subscription-version-action-key [0] EXPLICIT SubscriptionVersionActionKey,

    subscription-version-tn-range [1] TN-Range,

    subscription-version-tn-list [2] SET OF PhoneNumber

}



SubscriptionVersionActionKey ::= CHOICE {

    version-id [0] SubscriptionVersionId,

    tn [1] PhoneNumber

}
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Item 99.2 – ASN.1 (cont)

ResendReply ::= SubscriptionVersionActionReplyWithErrorCode





ResendStatus ::= ENUMERATED {  

    success (0),

    failed (1),

    npac-not-authorized (2),

    no-version-found (3),

    version-already-active(4)

}

 

SubscriptionVersionResendReply ::= SEQUENCE {

    status ResendStatus,

    error-code LnpSpecificErrorCode OPTIONAL -- present if status not success

}
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Items 129 -  Cancel/Modify Spanning Multiple Peered NPAC SMS

		Action Item 011210-22:  Regarding NANC 437 Issues Parking Lot Matrix Item 129, Service Providers are to determine if they send cancels or modifies for ranges of TNs across multiple providers to NPAC in order to come to the February 9, 2010 LNPA WG conference call prepared to decide if we can close Item 129.





		If functionality is utilized, Peered NPAC SMS can handle these requests in two ways: 

		Break the requests up and process them independently on behalf of the service provider

		Error the request  and have the Service Provider break the request into multiple requests. 





*











Item 144 – Audit Skipping Sending SVs

		Action Item 011210-16:  Regarding Item 144 in the NANC 437 Issues Parking Lot Matrix, Telcordia will clarify in the NANC 437 requirements the “sending” scenario that is referenced in Item 144, i.e., “local” sending vs. Master NPAC sending.  This clarification will be reviewed on the February 9, 2010 LNPA WG conference all.  See related Action Item 011210-12.





		See green text for update
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Item 144 – Audit Skipping Sending SVs

		Requirement RT8-21 should be modified as follows:



 

	 RT8-21 Skip Subscription Versions with a Status of Sending, Inter-NPAC Peering  

  

     Each Peered NPAC SMS shall when processing the audit query results from its subtending LSMSs and Peered NPAC SMSs, NOT perform comparison or attempt to correct any SV within the requested range which locally has a status of sending for a subscription version that is not a result of the current audit. 
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Slide 6 – Action Item 011210-14  

		Action Item 011210-14:  Regarding Slide 6 in the attached file, Telcordia will verify how NPAC B communicates to the blockholder who is served by NPAC A, e.g., how does an effective date change get made on NPAC B when the blockholder is on NPAC A?



		The NANC 437 FRS the Code Holder’s Primary NPAC SMS (as the master) is responsible for creation. modify and deletion of the NPA-NXX-X object on behalf of the Block Holder. See requirements RT3-67, RT3-71 and RT3-72. 
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Slide 6 – Action Item 011210-14 (cont)

		The process for the Service Provider to have a NPA-NXX-X created, modified, or deleted in the peering environment is the same as it is today assuming coordination is performed by the pooling administrator.

		If not managed by the pooling administrator, a new M&P would be used to forward the request from the Block Holder’s Primary NPAC SMS to the Code Holder’s Primary NPAC SMS.

		The block object is created/activated by the Block Holder’s Primary NPAC SMS who is the Master NPAC SMS for the block object. 

		As the master all subsequent operations are performed by the Block Holder’s Primary NPAC SMS. 

		The new Inter-NPAC SMS numberPoolBlockPeeredContaminant action to validate the state of the subscription versions was defined such that a create/activate of the block can be executed (see RT3-88)







TELCORDIA CONFIDENTIAL - RESTRICTED ACCESS

See confidentiality restrictions on title page. 

*





TELCORDIA CONFIDENTIAL - RESTRICTED ACCESS
See confidentiality restrictions on title page. 



*









Detailed Material from Original Presentation
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Items 25 and 72 - ID Management

		The NPAC SMS assigns unique IDs given to objects created. With the implementation of Inter-NPAC Peering, these ID values must be unique between all Peered NPAC SMS

		The NPAC SMS assigns ID values to:

		Subscription Version 

		Number Pool Block

		Audit

		LRN

		NPA-NXX

		NPA-NXX-X





*
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Item 141 – Unique Audit Names

		Item Description/Text

		Need rules on how to make audit names unique between Peered NPAC SMS



 

		Today over the CMIP interface audits are uniquely identified by audit name only.

		In a peered environment we propose using the combination of the Peered NPAC ID and the audit name specified by the initiating SOA.

		In NANC 437 the audit object, via the subscriptionAuditPeeredNPAC-DataPkg, includes an attribute subscriptionAuditInitiatingNPAC that is the Peered NPAC ID.

		





*
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Item 141 – Requirements Update



		Requirement RT8-1 should be modified as follows:



	RT8-1 Peered NPAC SMS Audit Request – Required Information

	NPAC SMS shall require the following information as part of an audit request over the Inter-NPAC SMS SOA Interfaces:

		Unique Audit Name and NPAC ID of the Peered NPAC SMS sending the audit request

		TN (either a single or range of TNs)

		Audit Id





*
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Item 141 – IIS Flow Updates



		The flowing audit flows should be updated for clarity: 

		B.2.1 SOA Initiated Audit, step 7

		B.2.4 NPAC Initiated Audit, step 5

		B.2.7 SOA Audit Create for Subscription Versions Within a Number Pool Block, step 5

		B.2.8 NPAC SMS Audit Create for Subscription Versions Within a Number Pool Block, step 7

		The flow text should be updated as follows:



	“Peered NPAC SMS B issues a create request to create the subscriptionAudit object in its own database.  This create request sets the value of the subscriptionAuditInitiationNPAC to the NPAC Customer ID of the Primary NPAC SMS A for the audit.  Audits are uniquely identify by audit name and NPAC Customer ID by Peered NPAC SMS B.”



*
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Item 141 – GDMO Update



		The GDMO for subscriptionAudit should be update as follows:



	In a Peered NPAC SMS environment, the requesting SOA sends in an audit request to its Primary NPAC SMS with the LSMS(s) to be audited. The Requesting Service Provider’s  Primary NPAC SMS verifies the subscriptionAuditName is unique to its NPAC SMS. The Requesting Service Provider’s  Primary NPAC SMS sends an object creation notification for the subscriptionAudit object to any other Peered NPAC SMSs that are involved in the audit because they are the Primary NPAC SMS for an LSMS being audited. The Peered NPAC SMS uses the subscriptionAuditName and the Peered NPAC ID to uniquely identify the audit.



*











Item 144 – IIS Flow Updates

		The flowing audit flows should also be updated for clarity: 

		B.2.1 SOA Initiated Audit

		B.2.4 NPAC Audit

		B.2.7 SOA Audit Create for Subscription Versions Within a Number Pool Block

		B.2.8 NPAC SMS Audit Create for Subscription Versions Within a Number Pool Block

		The flows text after the last step should be clarified: 



	“In addition, if Primary NPAC SMS A is found to be discrepant form the golden data maintained by a different Peered Master NPAC SMS all LSMSs are considered discrepant and subscriptionAudit-DiscrepancyRpts are issued for each subtending Service Provider LSMS connect to Primary NPAC SMS A. All sub-tending LSMSs will be counted as discrepant in the subscriptionAuditResults.

      If a discrepancy is found, Primary NPAC SMS A issues the necessary operations to its discrepant subtending Local SMS to correct the discrepancy (M-CREATE, M-DELETE, or M-Set)”
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Item 144 – GDMO Update

		The GDMO for subscriptionAudit should be update for clarity as follows:



	Each non-Master  NPAC SMS then compares its version of the subscription version to the queried, golden data. If any discrepancies are found, the NPAC SMS corrects itself and then broadcasts the corrected subscription version data to its subtending Local SMSs and sends the M-EVENT-REPORT        subscriptionAudit-DiscrepancyRpt back to the requesting, Primary NPAC SMS for the audit. All sub-tending LSMSs will be counted as discrepant in the audit results.
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Item 99.2 – New IIS Flows

		New IIS Flows would be created show the use of the action

		Flows would be added in Section 5 

		Subscription Version Resend: Success

		Subscription Version Resend: Failure
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2010 LNPA WG Meeting/Call Schedule:

Following is the current schedule for the 2010 LNPA WG meetings and calls.


		MONTH

(2010)

		NANC MEETING DATES

		LNPA WG


MEETING/CALL


DATES

		HOST COMPANY

		MEETING LOCATION



		

		

		

		

		



		January 

		

		12th-13th  

		Telcordia

		Scottsdale, Arizona



		February 

		

		No meeting.


2/9/2010 call from 11am to 5pm Eastern time, dial-in bridge number is 888-412-7808, pin 23272#

		

		



		March

		

		9th-10th

		Comcast

		Denver, Colorado



		April

		

		No meeting.


4/13/2010 call if necessary

		

		



		May

		

		11th-12th 

		Brighthouse and Syniverse

		St. Petersburg, Florida

(tentative)



		June

		

		No meeting.


6/8/2010 call if necessary

		

		



		July

		 

		13th-14th 

		NeuStar

		Seattle, Washington



		August

		

		No meeting.

8/10/2010 call if necessary

		

		



		September

		

		14th-15th

		Tekelec

		Morrisville, North Carolina



		October

		

		No meeting.


10/12/2010 call if necessary

		

		



		November

		

		9th-10th 

		Sprint Nextel

		Location TBD in Florida (tentative)



		December

		

		No meeting.


12/7/2010 call if necessary

		

		



		

		

		

		

		





· Continuing evaluation during 2010 will determine if interim conference calls are needed or if the decision to meet face-to-face every other month should be revisited.

PAGE  
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  1/13/2010




PIM 76 v3

Company(s) Submitting Issue:
AT&T

Contact(s):  Name:
Tracey Guidotti; Ron Steen


         Contact Number:
(248) 424-0295; (205) 988-6615


         Email Address:

tg2186@att.com; rs7566@att.com 

(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


Inadequate notification by service providers when they make changes to their systems or processes that other service providers must use to request a customer service record or to initiate a request to port a telephone number.                                

2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A.   Examples & Impacts of Problem/Issue: 


Service providers sometimes make changes to the systems or processes they use to allow other service providers to request customer records or to initiate porting requests.  These changes require the other service providers to make corresponding changes to their systems or processes for requesting customer records or initiating port requests.  Service providers often give little or no notice when they make such changes.  Sometimes the changes are discovered when porting requests are rejected.  This results in porting delays and customer dissatisfaction.

B.   Frequency of Occurrence: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL_X__


D.  Rationale why existing process is deficient: 


Service providers that interface with the one making the changes need time to change their processes and/or systems to incorporate the changes.  Some cases require educating personnel of the new procedures, but others may require reprogramming of porting systems.  This PIM is only directed toward those processes or procedures that other service providers use to interface to port telephone numbers.  It is not intended for internal systems or procedures not interfaced by other service providers.

E.   Identify action taken in other committees / forums: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


AT&T recommends that the Working Group adopt a Best Practice stating that a 60 calendar day notice should be given before implementing any change that affects the way other companies interface for porting purposes.  Suggested wording of the Best Practice entry is included below.

Suggested Best Practice:

When a service provider implements changes to LNP systems or processes that require other service providers to change the way they interface with them, adequate notice should be given.  Such changes will require other service providers to implement changes as well.  These changes may involve educating employees or may involve reprogramming of systems.


The LNPA Working Group recommends as a Best Practice that service providers planning to implement changes to their Local Number Portability interface systems or processes give as much lead time as possible with a minimum of 60 calendar days notice to the industry before implementing those changes.  This will allow time for other service providers to make necessary adjustments.


The service provider making changes to their LSR interface systems or processes should make reasonable effort to notify other service providers who port with them.  

LNPA WG: (only)


Item Number: PIM 76 v3



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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LNPA Working Group Architecture Planning Team (APT)


NANC 437 Issue Parking Lot Matrix 




​​​​​​


Please Note: The items listed below have been identified for further in-depth analysis during the technical requirements discussions related to NANC 437, which proposes an Inter-NPAC peering model architecture.

		Category Topic

		Description



		DOCUMENTATION

		Items agreed upon during review to be updated in next NANC 437 FRS/IIS 5.0.0 release (8/12/09 -may have impact on NPAC functionality and may not be a Documentation Only change)



		M&P

		Items identifying existing and or new procedures updates in support of NANC 437



		FUTURE REQUIREMENTS

		Items optionally to be considered at a future time that contain suggested new or modified functionality from the functionality currently included in the NANC 437 documentation 



		LEVEL OF EFFORT

		Items requiring further understanding of the level of effort for vendors implementing NANC 437



		ARCHITECTURE

		Items raised during the NANC 437 review related to the NANC 437 solution architecture as well as items not categorized in the other existing categories



		OPERATIONAL (added 09-15-09)

		Items identifying potential NPAC or Service Provider operational impacts.





		Status

		Description



		OPEN

		Items pending next NANC 437 documentation release or for LNPA WG discussion/determination



		RECOMMEND CLOSED

		Items that have been identified as duplicate, can be combined with an existing item, or where there is a more specific and detailed item that has been opened



		CLOSED

		Items that are completed.



		PENDING

		Items pending the release of the next NANC 437 documentation





		Item #

		Date Logged

		Status 

		Related Requirement(s)

		Industry Documentation Referenced

		Major Topic

		Decisions/Recommendations/Discussion



		0001




		3/10/09

		Closed


01/12/10

		N/A

		Certification and Regress Test Plan 

		M&P/LEVEL OF EFFORT


Resolving Inter-NPAC SMS interface specification NPAC vendor disputes discovered during test cycles.

		TBD – Address when test plan and test cases are developed.


Related to items #4 and #31  the general testing strategy of NANC 437. 

11/10/09


Telcordia Proposal:


· LNPA WG or Operations Team.  Previously when their were two NPAC vendors the change management administrator arbitrated disputes between the NPAC vendors as well as between the NPAC vendors and SOA and LSMS vendors.  Telcordia has recommended reinstatement of third party change management.

01/12/10


· Two options are a focused internal LNPA WG group or an external neutral 3rd party.


· No objection to the 3rd party change management entity for dispute resolution being internal to the LNPA WG. 






		0002

		3/10/09

		Open

		N/A

		M&P

		M&P


Resolving Inter-NPAC SMS Interface specification NPAC vendor disputes discovered during production failures

		TBD – Address when M&Ps are developed.


8/12/09


· The PIM process was discussed as a possible solution.  

11/10/09


Telcordia Proposal:


· LNPA WG with LLC would resolve issues as it does today.  When there were two NPAC vendors the change management administrator and/or LNPA WG arbitrated disputes between the NPAC vendors as well as between the NPAC vendors and SOA and LSMS vendors.  An option is to reinstatement of third party change management.



		0003

		3/10/09

		Closed on 11/10/09

		N/A

		PIMs

		M&P


Addressing NPAC vendor-specific PIM topics

		TBD – Need to determine how to work NPAC specific PIM topics that might not be appropriate to discuss in current PIM processes.

8/12/09


· Discussion needs to take place on logistics of holding technical discussions and addressing technical issues that also impact NPAC contracts. 


11/10/09


· NPAC vendors could be excused for NPAC vendor-specific PIM discussions or it could be addressed in LLC.


· SPs could handle via vendor customer relationship.


· For interoperability issues, this could be addressed by Item 0002.  This item was closed and now pointed to Item 0002.



		0004

		3/10/09

		Open

		N/A

		Certification and Regression Test Plan based on FRS and IIS

		M&P/LEVEL OF EFFORT


Technical certification of a new NPAC vendor

		TBD – Address when test plan and test cases are developed.

8/12/09


· Level of Effort discussion required.


· 3rd party certifier required for NPAC vendors?


· Related to item#1

11/10/09


Telcordia Proposal:


· Assumed LLC would identify appropriate certification processes.  Test plans would leverage existing turn-up test cases for interface testing with SOA and LSMS vendors.  A new test plan would be needed for Inter-NPAC testing.



		0005

		3/10/09

		Closed


8/12/09




		N/A

		M&P 

		M&P


NPAC Vendor change process (for operators electing to switch NPAC vendors)

		TBD – Address when M&P for transition are developed.


Covered more completely in Item #31

8/12/09


· What is industry expectation for certification testing when SPs transition to new NPAC vendor? 


· Agreed to close Item 5 and add bullet above to Item 31.



		0006

		3/10/09

		Open

		N/A

		M&P

		M&P


Coordinated changes to NPAC SMS configuration parameters (e.g. timers, retry counters)

		TBD – Address when M&Ps are developed.

8/12/09


· NAPM LLC approval process involved.


09/16/09


Although not required, if desired the LNPA WG would need to define M&P for management of tunables values used by all Peered NPAC.


11/10/09:

Telcordia Proposal:


· LNPA WG in conjunction with LLC as it is done today. Parameter changes are scheduled with prior industry agreement.


Further Discussion:


· Current set of configurable parameters must be listed in the FRS and all NPACs must use the same defined set of configurable parameters.  Add as new DOCUMENTATION item.


· See new Item 0194.



		0007

		3/10/09

		Open

		No New Requirements

		M&P / Best Practices, Existing FRS requirements

		M&P


Managing lagging LSMS systems

		Peering would not change requirements for how each NPAC SMS deals with LSMS that are lagging today. 

8/12/09


· Are additional requirements necessary dependent on which NPAC notices lagging LSMS?


11/10/09


Telcordia Proposal:


· Peering would not change industry requirements for how each NPAC SMS deals with lagging LSMS systems.

Further Discussion:

· Option discussed:  Habitual lagging LSMSs would be dealt with as they are today – by NPAC with the relationship with the lagging LSMS.  This would include the scenario of a primary NPAC disassociating as soon as possible their customer in response to a customer of another NPAC and force them into recovery.

· Question on how to resolve when a customer of one NPAC that identifies a lagging LSMS from another NPAC, e.g., Partial Fails.


· A lagging LSMS on one NPAC could impact the performance of another NPAC.



		0008

		3/10/09

		Closed (07/14/09)

		

		FRS Architecture and specific CH 6 and 10 requirements

		ARCHITECTURE


Performance – industry and provider systems

		Will be discussed during Change Order 437 FRS review.


Agreed to close since Chapters 6 and 10 have been reviewed and specific items have been logged. (items 192, 101, 91, 127)



		0009

		3/10/09

		Closed (07/14/09)

		

		FRS/IIS Requirements relating to SV, Block, and Audit (CH 3, 5, and 8 and related IIS Flows)

		ARCHITECTURE


Race conditions – e.g., NPACs would be out of synch between the time Primary NPAC puts SV in sending state and peered NPAC receives download and somebody launches audit on TN.

		Will be discussed during Change Order 437 FRS and IIS review.


Errata 2 and 3 were introduced to remove race conditions.



		0010

		3/10/09

		Closed


8/12/09




		

		FRS/IIS – Primarily CH 6 and IIS – all requirements apply

		ARCHITECTURE


Question on design of inter-NPAC interfaces and what the message sets will be.  Synchronization, queries, audits, partial fails

		Will be discussed during Change Order 437 FRS and IIS review.


Message sets have been reviewed as well as combination/synchronization of events.  



		0011

		3/10/09

		Closed (07/14/09)

		

		FRS Architecture and specific CH 6, 9, and 10 requirements

		ARCHITECTURE


Question on SLAs and the additional work placed on the NPACs in order to remain transparent to service providers.  Concern raised about ability to meet performance-related SLRs.

		Performance requirements and associated reporting for those requirements will be discussed during Change Order 437. Other SLAs and SLRs are part of contractual arrangements. Agreed to close since Chapters 6 and 10 have been reviewed and specific items have been logged (items 192, 101, 91, 127)



		0012

		3/10/09

		Closed (07/14/09)

		N/A

		FRS Architecture and specific CH 6 and 10 requirements (list SOA bandwidth requirements)

		ARCHITECTURE


SOA throughput issues for Inter-NPAC SMS interfaces

		Will be discussed during Change Order 437 FRS review.


 Agreed to close with item 192 being be moved from DOCUMENTATION back to ARCHITECTURE.



		0013

		3/10/09

		Closed


8/12/09




		N/A

		Existing FRS requirements

		ARCHITECTURE


Do all providers using a Service Bureau have to connect to the NPAC that the Service Bureau chooses?  

		8/12/09


Response was yes.  If SP wants to connect to different NPAC, they could choose to go with a different Service Bureau or go with a direct connect to NPAC of choice.


Service Bureaus are responsible for deciding whether or not to connect to 1 or more NPACs in a region to allow their customers to choose which NPAC they will utilize.


SOA and LSMS must have different SPIDs when connecting to different NPAC vendors.  Constraint will be added to address this in item #49






		0014

		3/10/09

		Closed


8/12/09




		Section 3.11 RT3-25 to RT3-64

		FRS EBDD Requirements in Section 3 and Appendix E

		ARCHITECTURE


Enhanced BDD data requirements between NPACs

		Will be discussed during Change Order 437 FRS review.


Covered during industry review Section 3 and Appendix E.  Items 79, 81, 83, and 84 have been opened to update the documentation.



		0015

		3/10/09

		Open 

		N/A




		M&Ps for Release  3.4 w/NANC 414

		M&P


Managing and addressing ports where code ownership is in error

		Existing processes apply in a peering environment.  New Release 3.4 NANC 414 requirements would apply.

8/12/09


· Managing, distributing, updating OCN mapping list among NPACs


· Addressing when lists are discrepant between NPACs


· Frequency of updates could be an operational issue if manual.


11/10/09


Telcordia Proposal:


· Existing M&P can be leveraged in a Peered NPAC SMS environment.  The current M&P would be expanded to include use of an M&P for Inter-NPAC communication to facilitate the resolution between the Service Providers.


· Option discussed:  Use current process for resolving errors and develop a general M&P for inter-NPAC communication for issue resolution.


Further Discussion:


· It was suggested that we develop a list of M&Ps that may require inter-NPAC communication.  NeuStar action. 



		0016

		3/10/09

		Closed (07/14/09)

		N/A

		FRS/IIS New Inter-NPAC SMS Number Pool Block Requirements

		ARCHITECTURE


Race conditions during transition of Master NPAC for pooled blocks

		Will be discussed during Change Order 437 FRS and IIS review.


Errata 2 and 3 were introduced to remove race conditions.  


Agreed to close at 7/14/09 review. 



		0017

		3/10/09

		Open 

		No New Requirements

		FRS Existing Number Pool Block Requirements


 (CH 3 and 5) and existing M&Ps

		M&P


Failure on the part of providers to protect contaminated TNs in pooled block and any complexity in resolving

		Existing requirements and processes apply in a peering environment.


Will be discussed during Change Order 437 FRS and IIS review.  M&Ps may need to be updated.

11/10/09


Telcordia Proposal:


· Existing M&P can be leveraged in a Peered NPAC SMS environment. The current M&P would be expanded to include use of an M&P for Inter-NPAC communication to facilitate the resolution between the Service Providers.



		0018

		3/10/09

		Closed


8/12/09

		Section 5 requirements

		FRS/IIS; FRS CH 3 and 5 requirements for Inter-NPAC failure communication

		ARCHITECTURE


Failed SP list functionality and behavior

		Service Provider functionality does not change.  Inter-NPAC communication of failures will be discussed during Change Order 437 FRS and IIS review.


Covered during industry review.  Items 104 and 138 have identified enhanced functionality to be added in the documentation for failed lists.



		0019

		3/10/09

		Closed


8/12/09

		Section 8.4 requirements

		FRS/IIS;  FRS CH 8

		ARCHITECTURE


Discrepancies/ambiguities in Master NPAC and golden database identification and impacts on query and audit functionality.

		Will be discussed during Change Order 437 FRS and IIS review.


Covered during industry review.  Specific documentation items were created to further clarify audit processing (item 70,71,141,142,145)



		0020

		3/10/09

		Closed


8/12/09 




		Section 3.2.2 requirements

		FRS/IIS; FRS CH3

		ARCHITECTURE


Action required for case when a –X or pending SV that has not been activated but are impacted by migration are on a different NPAC than the Primary NPAC of the migrating-to SPID

		Will be discussed during Change Order 437 FRS and IIS review.


Covered during industry review of section 3.2.2.  


 



		0021

		3/10/09

		Closed


8/12/09

		RT3-4

		FRS/IIS; FRS CH 3

		ARCHITECTURE


Filter functionality and behavior

		Filter functionality to SOA and LSMS for filters are unchanged.  Filtering is not supported between Peered NPAC SMS over the Inter-NPAC SMS Interfaces. Each Peered NPAC SMS is responsible for filtering to their subtending SOA and LSMS systems. Will be discussed during Change Order 437 FRS and IIS review. 


Recommending closure due to clarification of filtering not being supported is covered in DOCUMENTATION Item # 73.



		0022

		3/10/09

		Closed


8/12/09



		Section 6.7

		FRS/IIS; FRS CH 6

		ARCHITECTURE




		Both SWIM and time based recovery is supported over the Inter-NPAC SMS Interface. Will be discussed during Change Order 437 FRS and IIS review.  


Covered during industry review. 


Recommend closure due to performance/volume concerns will be rolled up into item 101.



		0023

		3/10/09

		Open

		N/A

		M&P

		Changed to ARCHITECTURE on 11/10/09

SPID migrations – how to manage the current SV limitations in a multiple NPAC environment

		Will be discussed during Change Order 437 FRS and IIS review.  M&Ps may need to be updated.

8/12/09


· With NANC 408, need to coordinate scheduling of migrations to ensure we do not exceed limitations in a multi-NPAC environment.


11/10/09


Telcordia Proposal:


· Existing M&P can be leveraged in a Peered NPAC SMS environment.  From Primer section 4.1 - In an Inter-NPAC SMS environment, the Primary Peered NPAC SMS for the New Service Provider to whom the SPID is being migrated would initiate the SPID migration.  SPID Migration files would be generated and distributed from the Primary NPAC SMS of the New Service Provider to all other Peered NPAC SMSs via FTP site.  Automation of SPID in NPAC Release 3.4 can be utilized in Inter-NPAC Peering.  

Further Discussion:

· Option discussed:  Migrating To SPID generates the migration files.


· Need to determine how we will manage automation of limitations that will be implemented in NANC 408.  An NPAC vendor that is not in all regions will have to communicate migrations to all regions.  Do we need a single repository for the industry?

· Need to address how we will resolve cases where more than the limit is scheduled.



		0024

		3/10/09

		Open

		TBD

		FRS/IIS 

		DOCUMENTATION


Incorporate the Release 3.4 functionality in a multiple NPAC environment

		Requirements for Release 3.4 functionality can be implemented in a Peered NPAC SMS environment.  Once the final Release 3.4 package is approved by the LLC, it can be folded into the NANC 437 requirements.



		0025

		3/10/09

		Open

		N/A

		M&P

		Changed to ARCHITECTURE on 11/10/09

ID management – segmenting the IDs and when NPAC vendors are added

		Recommendations proposed in NANC 437 need to be discussed.  Documentation to be updated is dependent on the adopted solution.

11/10/09


Telcordia Proposal:


· Section 4.3 proposes an ID partitioning in Inter-NPAC Peering, each ID value is assigned by the Master NPAC SMS as identified in the requirements.  * Some type of inventory system or assignment of ranges must be put into place for use by all Peered NPAC SMS.  * A simple approach that could be used for ID assignment would be to use a formula of (ID value) modulo (the number of Peered NPAC SMS).  * Introducing weighting based on the percentage of traffic could be done but would also require managing large service provider moves subsequently causing a redistribution of the inventory.

Further Discussion:

· Proposed option would require requirements and coding.


· Current ID inventory system does not support segmenting or partitioning.


01/12/10


Action Item 011210-23:  Regarding the 4 options listed below for SV ID management, Vendors are


1. To explore the feasibility of an NPAC identifier approach,


2. To identify the pros and cons of each of the 4 approaches.


The 4 options are as follows:


1. Use of a formula of (ID value) modulo (the number of Peered NPAC SMSs).

2. Split of inventory based on the percentage of traffic.

3. A manual or automated external inventory management system.

4. Use of an NPAC identifier added to each SV ID.


Vendor feedback is due back to the LNPA WG Co-Chairs by February 2, 2010 for distribution to the group in preparation for the February 9, 2010 LNPA WG conference call. 






		0026

		3/10/09

		Open

		TBD

		FRS/IIS

		FUTURE REQUIREMENTS


On inter-NPAC activity, what message does a provider receive on an outstanding request when their Primary NPAC remains up and the Peered NPAC fails over to its backup NPAC? Is it an existing or a new error code?

		Will be discussed during Change Order 437 FRS and IIS review.  These options can be discussed.  


Requirements for a new error code to be developed/investigated post technical feasibility review (7/14/09)

8/12/09


· Association will not be aborted.


· Verify that existing requirements provide appropriate message. 


11/10/09


Telcordia Proposal:


· Notification would be forwarded to subtending SOA and LSMS systems

· Requirements can be added if the functionality is deemed necessary by the industry.



		0027

		3/10/09

		Open

		N/A

		Test Plans

		M&P/LEVEL OF EFFORT


How does the industry want to handle disaster failover/recovery testing of peered NPACs?

		TBD – Address when test plan and test cases are developed.

8/12/09


· Are we going to have test facility to handle this?  What are industry expectations?


· Need to discuss Level of Effort before test plans are developed.


11/10/09


Telcordia Proposal:


· Testing would be done before turning up a new Peered NPAC vendor as well as at periodic intervals as it is today.  Existing failover and recovery test cases can be enhanced for testing of Inter-NPAC SMS connectivity.



		0028

		3/10/09

		Closed


8/12/09 

		No New Requirements

		FRS/IIS Existing Requirements (FRS CH 6)

		ARCHITECTURE


LSMS recovery process – make sure that same behavior is replicated in a peered NPAC environment

		Peering would not change requirements for how each NPAC SMS deals with LSMS recovery process.


Covered during industry review with several items (177, 178, and 179) opened to clarify requirements to for recovery in a peered environment including 3 NPAC scenarios.



		0029

		3/10/09

		Closed


8/12/09



		Section 3.5.1 and 3.5.2

		FRS/IIS; FRS CH 3

		ARCHITECTURE


NPA splits – all NPACs could be participating in the broadcast of impacted NPA-NXXs

		Will be discussed during Change Order 437 FRS and IIS review.  


Covered during industry review of section 3. Item #75 addresses the M&Ps that would be put in place for NPA Split management in a peered environment.



		0030

		3/10/09

		Closed


8/12/09 

		N/A

		

		M&P


Interop and turnup testing for NPAC vendors

		Duplicate of Item #4, remove or close.



		0031

		3/10/09

		Open

		N/A

		M&P

		M&P


How are Peered NPAC SMSs modified to associate a new SP with its Primary NPAC SMS?  For both a new SP in a region and an SP changing NPACs.

		Will be discussed during Change Order 437 FRS and IIS review. Note: this item is similar to item 5 consider consolidation of item 5 with item #31

8/12/09


· What is industry expectation for certification testing when SPs transition to new NPAC vendor? 


11/10/09


Telcordia Proposal:


· Section 4.7.2 of the Primer addresses Service Provider transition and gives a plan for how this would be accomplished.



		0032

		3/10/09

		Open

		N/A

		M&P

		M&P


Coordinating the timing of NPAC software release updates

		Done as it is done today between NPAC and SOA and LSMS vendors. 

8/12/09


· Need to discuss if this requires a flash cut, backwards compatibility implications, impacts of different vendor development cycles.


· SPs migrating to a different NPAC that does not support feature set that previous NPAC did.  Could drive SP system changes.


11/10/09


Telcordia Proposal:


· Section 4.8 of the Primer addresses Release Management in a Peered NPAC environment. New releases in an Inter-NPAC Peering environment backward compatibility will allow for one Peered NPAC SMS vendor to be able to upgrade independently from another.  Vendors must work with the Industry to schedule use of new functionality.  If changes introduced require increased performance over the Inter-NPAC SMS Interfaces, vendors not yet supporting the increased performance can take advantage of existing flow control mechanisms until they can upgrade.  

Further Discussion:

· Discussions in LNPA WG would determine if coordination among NPACs would be required for certain feature implementation.



		0033

		3/10/09

		Open

		N/A

		M&P

		M&P


Does the industry want an NPAC-only maintenance window for synch up separate from the SP maintenance window so that they can talk to each other without SPs submitting requests?

		LNPA WG would need to discuss as part of NANC 437 implementation.

11/10/09


Telcordia Proposal:


· Additional maintenance windows are not assumed for the  NANC 437 implementations.  Existing maintenance windows and their management would remain as it is today.

Further Discussion:

· Option discussed:  Having an NPAC-only maintenance window within the existing window.


· Question asked on required length of maintenance window with multiple NPACs doing maintenance and time needed to synch up.



		0034

		4/14/09

		Open

		N/A

		FRS/IIS/GDMO/ASN.1

		DOCUMENTATION


Appropriate manner to reflect copyright in FRS document.

		Does not impact review process and will be reviewed at a later date.



		0035

		4/14/09

		Closed


8/12/09



		FRS CH 8 

		FRS CH8 / Audit IIS Flows

		ARCHITECTURE


Impacts of Peered NPACs on Repair Service Functionality (Identified in FRS Section 1.2.3)

		Will be discussed during Change Order 437 FRS review.


Audit functionality covered during industry review of CH8.



		0036

		4/14/09

		Open

		N/A

		M&P 

		OPERATIONAL

How will unplanned and scheduled downtime work with Peered NPACs? (Identified in FRS Section 1.2.5)

9/15/09


Is M&P needed for coordinating downtime between Peered NPAC SMS. (Identified in FRS Section 2.5.1)

		TBD – Address when M&Ps are developed.


Related to Item # 26, #27, #63 and #64 


Note: Suggest items be combined

8/12/09


· Need to discuss operational, service affecting implications, level of effort.


· Should all NPACs be taken down if one is down?


11/10/09


Telcordia Proposal:


· For LSMS broadcast today, best effort is used to update all LSMS in a region.  NPAC SMS should continue to process requests while the Peered NPAC are down to update the LSMS systems.  When the Peered NPAC recovers the subtending LSMS will recover as they do today.  Porting events between Service Providers using the same NPAC SMS (Inter-NPAC porting) can continue as business as usual.  An error will be returned to the SOA if pending ports cannot be created by the Master NPAC SMS.






		0037

		4/14/09

		Open

		TBD

		FRS CH 9 Reporting

		FUTURE REQUIREMENTS


Impacts of Peered NPACs on Report Request Functionality.  An NPAC may not be aware of some pending SVs. (Identified in FRS Section 1.2.8)

		Will be discussed during Change Order 437 FRS review.


There was a concern raised about pending PTO ports for Number Pool Block creation.  Neustar action item to provide example (7/14/09)


Requirements to be investigated post technical feasibility review (7/14/09)

8/12/09


· Window of error is messages passing each other across the wire – multiple requests being processed at the same time.  Need to review use case for race condition.


11/10/09


Telcordia Proposal:


· Related to Pending SVs not in all Peered NPAC SMS.


· No specific situation was identified where a 3rd Party NPAC would need access to the pending subscription versions for reporting. (Related to M&P Item 123 Query of Pending SVs by 3rd NPAC.)

01/12/10


Action Item 011210-13:  Regarding Item 37 in the NANC 437 Issues Parking Lot Matrix, NeuStar will provide any example scenarios illustrating their concern raised regarding pending Port-To-Original (PTO) ports for Number Pool Block creation.





		0038

		4/14/09

		Closed


8/12/09

		N/A

		M&P




		M&P


Coordinating NPA split data when data is coming from different sources.

		TBD – Address when M&Ps are developed.


Combine with Item #75






		0039

		4/14/09

		Closed


8/12/09

		N/A

		

		ARCHITECTURE


Peered data impacts on recovery.

		8/12/09


Covered during industry review with several items (177, 178, and 179) opened to clarify requirements to for recovery in a peered environment including 3 NPAC scenarios.



		0040

		4/14/09

		Pending

		N/A

		FRS Section 1.2.14

		DOCUMENTATION


Include peering interface in items 8 and 12 in section FRS 1.2.14 related to Number Pooling.

		Will be addressed in next FRS 5.0.0 release



		0041

		4/14/09

		Pending

		N/A

		FRS Table 1-3

		DOCUMENTATION


Vacant number treatment and snapback of number pooled blocks.  Treatment when effective date of pooled block has been reached but block has not been activated.

		Table will be updated in the next FRS 5.0.0 release



		0042

		4/14/09

		Pending

		New Requirement

		FRS

		DOCUMENTATION


Make it clear that all NPACs must run on same timeframe, such as GMT.

		Will be addressed in next FRS 5.0.0 release



		0043

		4/14/09

		Pending

		N/A

		FRS

		DOCUMENTATION


Bring in information from Primer into FRS where appropriate.

		Will be addressed in next FRS 5.0.0 release



		0044

		4/14/09

		Pending

		N/A

		FRS

		DOCUMENTATION


Reference different types of NPACs in beginning of document and what their respective roles are.

		Will be addressed in next FRS 5.0.0 release



		0045

		4/14/09

		Pending

		AR6-6




		FRS 1.5

		DOCUMENTATION


Do peered NPACs reduce 30 available LSMS slots for providers? 

		Revise text to say 30 subtending LSMS


Will be addressed in next FRS 5.0.0 release

8/12/09


· Clarification of assumption (AR6-6) will reflect that 30 subtending LSMSs total will not be reduced.


· 30 subtending LSMSs is not hard-coded, it is an assumption for capacity planning.


· May need to add assumption for inter-NPAC LSMSs for capacity planning.



		0046

		4/14/09

		Pending

		TBD

		FRS Section 1.5 and CH 11

		DOCUMENTATION


In Assumptions section, reflect how billing will work in a peered environment.  How will billing information be collected from multiple NPACs? 

		Usage data collection is in scope of FRS.  Use of the data for billing and billing algorithms are LLC/FCC related


Assumption section will be updated in the next FRS 5.0.0 release.

8/12/09


· Current algorithm requires knowledge of how many transactions are transmitted.  Need to address how this would be captured in a multi-NPAC environment.



		0047

		4/14/09

		Pending

		TBD

		FRS AR10-1

		DOCUMENTATION


Suggestion to add an assumption on scheduled downtime.  What does downtime look like for software updates?  Does it have to be coordinated?

		An assumption will be added in next FRS 5.0.0 release






		0048

		4/14/09

		Pending

		N/A

		FRS CH 1

		DOCUMENTATION


Copy assumptions from Primer into FRS.

		Will be addressed in next FRS 5.0.0 release



		0049

		4/14/09

		Pending

		N/A

		FRS Constraints Section

		DOCUMENTATION


In scenario where provider uses Service Bureau for SOA and connects directly to NPAC for LSMS, SPID should be associated with one and only one NPAC (Primary).

		Will be addressed as a constraint in the next FRS 5.0.0 release. Item #13 will also be addressed with this constraint in the documentation.



		0050

		4/14/09

		Closed


8/12/09 




		R10-20 and RT10-4

		FRS CH 10

		ARCHITECTURE


How do we do required inter-NPAC messaging and meet 3-second requirement.  It was suggested that all inter-NPAC messaging requirements should be measured independently.

		Suggestion will be applied in next FRS 5.0.0 release


Will be discussed during Change Order 437 FRS review.


Recommend close as duplicate of item #192



		0051

		4/14/09

		Pending

		N/A

		FRS Section 2.0

		DOCUMENTATION


Remove “in inter-NPAC peering.”

		Will be addressed in next FRS 5.0.0 release



		0052

		4/14/09

		Closed 


9/15/09

		CH6/CH7 

		FRS Section 5/IIS

		ARCHITECTURE


When New SP sends up their Create request first, and sent over inter-NPAC interface, how is that tracked over the interface when it is the Old SP’s NPAC responsibility to create Invoke Id?

		Will be discussed during Change Order 437 FRS review.


Team discussed tracking of messages is handled as it is today with the CMIP interface that will be used between Peered NPAC SMS



		0053

		4/14/09

		Open




		N/A 

		FRS CH5 / IIS

		FUTURE REQUIREMENTS

(9-15-09)

Suggestion to transfer Master NPAC role to New SP’s NPAC upon Activation rather than creation of pending SV.  Master ownership should be attached to an SV rather than a TN. (Identified in FRS Section 2.1)

		Will be discussed during Change Order 437 FRS review.


Flows will be reviewed to evaluate current proposed behavior.


Team covered during industry review contributor agreed current approach works as documented.

11/10/09


· Evolving Systems issue deferred.


12/08/09


· Evolving will lead discussion in January 2010 meeting.


01/12/10


Action Item 011210-20:  With regard to Item 53 in the NANC 437 Issues Parking Lot Matrix, described in the attached file, Service Providers are to come to the February 9, 2010 LNPA WG conference call prepared to decide which will be reflected in the NANC 437 requirements – the “SV Creation Method,” whereby the transfer of Master NPAC responsibility occurs upon SV Creation, or the “SV Activation Method,” whereby the transfer of Master NPAC responsibility occurs upon SV Activation.












[image: image1.emf]NANC 437 Issue  53.ppt




Action Item 011210-21:  Regarding NANC 437 requirements, Service Providers are to come to the February 9, 2010 LNPA WG conference call prepared to decide if all peered NPACs should have all archived data that is stored offline.





		0054

		4/14/09

		Pending

		N/A

		FRS Sections 2.1 and 2.2

		DOCUMENTATION


Change reference to notification to request (24 occurrences).  Clarify what is being forwarded where it references “data.”

		Will be addressed in next FRS 5.0.0 release



		0055

		4/14/09

		Pending

		N/A

		FRS Sections 2.1.4.2 and 2.1.4.3

		DOCUMENTATION


Add in text addressing when response does come back.

		Will be addressed in next FRS 5.0.0 release



		0056

		4/14/09

		Closed


09/15/09

		N/A

		FRS CH 6

		ARCHITECTURE


Retries – recommendation to not incorporate retries into peered NPAC interface (Identified in FRS Section 2.1.4.3)

		Will be discussed during Change Order 437 FRS review.


Review concluded that existing functionality could be reused with retry counter assumed set to zero.






		0057

		4/14/09

		Pending

		N/A

		FRS Section 2.2.4

		DOCUMENTATION


Clarify which NPAC is the Master.

		Will be addressed in next FRS 5.0.0 release



		0058

		4/14/09

		Open

		N/A

		M&P

		M&P


Address possible need for M&P for problems found during repair where the Service provider received a problem notification from the NPAC SMS in an Inter-NPAC SMS Peering Environment. (Identified in FRS Section 2.3.1-C)

		TBD – Address when M&Ps are developed

11/10/09


Telcordia Proposal:


· The functional requirements defined for NANC 437 allow for audits between Peered NPAC SMS for repair.  The current M&P would be expanded to include use of an M&P for Inter-NPAC communication to facilitate the resolution between the Service Providers.





		0059

		4/14/09

		Pending

		N/A

		FRS Section 2.3.5

		DOCUMENTATION


Address wording of how repair/audit correction of inaccuracies handled over the inter-NPAC interface. 

		Will be addressed in next FRS 5.0.0 release


Paragraph wording will be corrected



		0060

		4/14/09

		Closed


09/15/09

		TBD

		FRS CH 8

		ARCHITECTURE


Address automated inter-NPAC audit capability in separate section in Overview. (Identified in FRS Section 2)

		Industry will need to assess the need for this functionality and how it would be implemented


Duplicate of item #71.  Recommend Close



		0061

		4/14/09

		Pending

		N/A

		FRS Section 2.3.5

		DOCUMENTATION


Clarify which NPAC is broadcasting.

		Will be addressed in next FRS 5.0.0 release






		0062

		4/14/09

		Pending

		N/A

		FRS Section 2

		DOCUMENTATION


Suggestion to clarify which SP’s NPAC is the Master in either a table in beginning of section and/or in a parenthetical in each applicable requirement.

		Will be addressed in next FRS 5.0.0 release






		0063

		4/14/09

		Closed (07/14/09)

		R10-10.1


RT10-1

		FRS CH10

		ARCHITECTURE


Not all providers support electronic messaging to notify of downtime.  Do we need an additional message between NPACs for identifying downtime or is existing message sufficient? (Identified in FRS Section 2.5.1)

		Will be discussed during Change Order 437 FRS review.


NANC 437 documents the use of this notification between NPAC vendors.


Team concluded no action required (7/14/09). 



		0064

		4/14/09

		Open

		TBD

		FRS CH10

		FUTURE REQUIREMENTS


Do we need an electronic means of notifying subtending LSMSs from an unaffected NPAC that some LSMSs will be down?  Need input from Service Providers.  Should broadcast take place to LSMSs that are up or should it be suppressed? (Identified in FRS Section 2.5.1)

		Industry will need to assess the need for this functionality and how it would be implemented. 


Requirements to be developed/investigated post technical feasibility review (7/14/09)

11/10/09


Telcordia Proposal:


· Requirements can be added if the functionality is deemed necessary by the industry.



		0065

		4/14/09

		Pending

		N/A

		FRS Section 2.4.3

		DOCUMENTATION


Clarify/Add that it is the Master NPAC.

		Will be addressed in next FRS 5.0.0 release






		0066

		4/14/09

		Closed


09/15/09

		N/A

		M&P

		M&P


Is M&P needed for coordinating downtime between Peered NPAC SMS. (Identified in FRS Section 2.5.1)

		TBD – Address when M&Ps are developed.


Combined with Item #36






		0067

		4/14/09

		Pending

		N/A

		FRS Section 2.7.3

		DOCUMENTATION


Change “Master” to “Primary.”  Use most appropriate term in Section 2.7.

		Will be addressed in next FRS 5.0.0 release






		0068.1

		4/14/09

		Closed (07/14/09)

		N/A

		FRS CH10




		ARCHITECTURE


Sizing of inter-NPAC links to handle message loads, e.g. audits, and still handle inter-NPAC porting messaging. (Identified in FRS Section 2.7)

		Will be discussed during Change Order 437 FRS review.


Agreed to close due to effort to evaluate size of links will be done in conjunction with item 101 with evaluating the need for compression.






		0068.2

		4/14/09

		Pending

		RT3-23

		FRS Section 2.7




		DOCUMENTATION


Suggestion to delete RT 3-23 and make it an Assumption.  Notifications that will not be destined for a provider due to their prioritization schema will still be sent over the inter-NPAC interface.

		RT3-23 will be moved to an assumption.


Will be addressed in next FRS 5.0.0 release






		0069

		4/14/09

		Pending

		N/A

		FRS Section 2.7

		DOCUMENTATION


Reference mechanism for identifying Master NPAC.

		Will be addressed in next FRS 5.0.0 release






		0070

		4/14/09

		Pending

		TBD

		FRS CH 8/IIS

		DOCUMENTATION


How does an NPAC SMS know whether an LSMS on one NPAC know whether an LSMS on another NPAC supports audits?  What is the response if it does not?  Review current requirements on how an LSMS that does not support audits reports that.  (Identified in FRS Section 2.7)

		There is a “no audit performed” value that can be returned in an audit result. 


Behavior for subsequent repair upon receipt of this audit result should be done as it is today.


Awaiting description/validation of current functionality from current NPAC Vendor.


Functionality is to return “no audit performed”. Requirements will be updated in next FRS 5.0.0 release per discussions on 7/14/09.






		0071

		4/14/09

		Pending

		Filled in upon review

		FRS CH 8/IIS

		DOCUMENTATION


Work through scenarios in auditing that might be needed in peered environment to address out-of-synch and race conditions.

		Will be discussed during Change Order 437 FRS review.


Covered existing audit scenarios during industry review. 


Inter-NPAC Audit functionality will be added to the next FRS 5.0.0 release.



		0072

		4/14/09

		Pending

		In tables, requirements will be reviewed

		FRS Section 3

		DOCUMENTATION


Suggestion to change reference to range to something like “set” since contiguous ranges may not be available.

		First sentence is a duplicate of Item #25. Can be deleted.


The changing of the wording “range” to “set” will be addressed in next FRS 5.0.0 release






		0073

		4/14/09

		Pending

		RT3-4

		FRS Section 3

		DOCUMENTATION


It was questioned if we need this requirement since it is the case in general.  Make it an assumption that peered NPACs will not be filtered.

		Requirement will be made into an assumption and will be addressed in next FRS 5.0.0 release






		0074

		4/14/09

		Open 

		N/A

		M&P

		M&P


How do we assure that peered NPACs are using the same data for NPA-NXX data validation? (Identified in FRS Section 3.4.1)

		TBD – Address when M&Ps are developed.


Need to address both source of data and management of discrepancies.

11/11/09


Telcordia Proposal:


· All Peered NPAC SMS would use any industry data source as determined by the LLC.


Further Discussion:


· Suggested that all vendors use common source for data and updated on a pre-defined schedule.


· It was stated that changes are made with a future effective date.


· It was also suggested that a 3rd party common repository be made available for data to be pulled from.


· Need to list data items and identify their source.





		0075

		4/14/09

		Open

		N/A

		M&P

		M&P


M&Ps for NPA splits in peered environment (Identified in FRS Section 3.5)

8/12/09


Coordinating NPA split data when data is coming from different sources.

		TBD –Address when M&Ps are developed.


Need to address both source of data, replication, and management of discrepancies.

8/12/09


· Need to address coordination across multiple NPACs.


11/11/09


· Suggestion to leverage what is done today but over the inter-NPAC interface.



		0076

		4/14/09

		Open




		N/A

		M&P

		M&P


Need to address split scenarios when peered NPACs have discrepant data post-split. (Identified in FRS Section 3.5)

		11/10/09


Telcordia Proposal:


· Existing M&Ps would be leveraged to resolve post split discrepancies. .The current M&P would be expanded to include use of an M&P for Inter-NPAC communication to facilitate the resolution between the Service Providers.



		0077

		4/16/09

		Pending

		FRS RT-4-4




		FRS

		DOCUMENTATION


How will providers get a complete picture of all valid SPIDs in a region?

		Peered NPAC Customer Data is broadcast over the interface, but Peered NPAC Data is not.  RT4-4 should be deleted.


Requirement will be deleted in next FRS 5.0.0 release






		0078

		4/16/09

		Closed


09/15/09

		Section 7.9 requirements

		FRS CH 6/IIS

FRS CH 5

		ARCHITECTURE


Security Question: Can an NPAC SOA SPID do anything to a peered NPAC because the request comes over the inter-NPAC interface similar to capabilities enabled by NANC 48?

Security concern related to “Acting on Behalf of Old Service Provider.”


(Identified in FRS Review of RT5-12)

		Will be discussed during Change Order 437 FRS review.


Covered during industry review.  


During the review the team discussed the NANC 437 security.  Security in place for NANC 437 only allows messaging over the inter-NPAC interface as a result of service provider activity to its Primary NPAC SMS.  No NPAC SOA can access a Peered NPAC SMS directly.



		0079

		4/16/09

		Pending

		TBD

		FRS Section 3.10

		DOCUMENTATION


Size of file to transfer for BDD.  Suggested to add selection criteria for only data that NPAC is Master for. 

		Requirements will be added in next FRS 5.0.0 release



		0080

		4/16/09

		Open 

		TBD

		FRS Section 3.10 and M&P

		ARCHITECTURE/M&P


Synchronization of BDDs created by Peered NPACs and reconciliation of different snapshots.  Timestamp issues.  

		Will be discussed during Change Order 437 FRS review.


Covered during industry review.  Related item #179 will further document recovery processes.

11/10/09


Telcordia Proposal:


· Related to documentation items 179 and 177  which will update the documentation to more clearly define recovery in a multi-vendor environment.






		0081

		4/16/09

		Pending

		Section 3.11 EBDD Requirements

		FRS Section 3.10

		DOCUMENTATION


Suggested to change reference to “golden data” to “master data.”  Suggested change from “Enhanced BDD” to “Extended BDD.”

		The changing of the wording will be addressed in next FRS 5.0.0 release in introduction text to “master data”.  


Change to “Extended BDD” will be done in all applicable requirements in next FRS 5.0.0






		0082

		4/16/09

		Closed


09/16/09

		N/A

		M&P 

		M&P


M&Ps related to BDD and EBDD in Peered NPAC environment?  E.G., establishment, assignment, and management of NPAC IDs. (Identified in FRS Section 3.10)

		TBD – Address when M&Ps are developed.


Related to Item 25 and 80 – Suggest close as duplicate



		0083

		4/16/09

		Pending

		TBD

		FRS Section 3.11

		DOCUMENTATION 


Add a requirement to selection criteria to add Peered NPAC ID as a selection.

		Selection criteria and/or NPAC ID in file will be added in next FRS 5.0.0 release






		0084

		4/16/09

		Pending

		RT3-37


RT3-61

		FRS Section 3.10/3.11 BDD Files

		DOCUMENTATION


True up Data Information in EBDD files.

		Updating of fields in requirements will be addressed in next FRS 5.0.0 release



		0085

		4/16/09

		Pending

		N/A

		FRS Section 4.1

		DOCUMENTATION


Make it clear that data modeling remains unchanged.

		The changing of the wording will be addressed in next FRS 5.0.0 release






		0086

		4/16/09

		Pending

		FRS RT4-8

		FRS 4.1.1

		DOCUMENTATION


Change “on their system” to “locally.”  Strike “other.”  Add a Constraint that only local authorized personnel can modify during a maintenance window and not over the Inter-NPAC Interface.

		The changing of the wording will be addressed in next FRS 5.0.0 release






		0087

		4/16/09

		Pending

		RT3-19

		FRS Section 4.1.2.2

		DOCUMENTATION


Page 4-7, RT3-19 should be relabeled to RT4-19.

		Requirement numbers will be updated in next FRS 5.0.0 release






		0088

		4/16/09

		Pending

		N/A

		FRS Section 4.1.3

		DOCUMENTATION


Add introduction text.

		Introduction text will be added in next FRS 5.0.0 release






		0089

		4/16/09

		Pending

		FRS RT4-34

		FRS Section 4.2

		DOCUMENTATION


Change “subtending Service Providers” to “Peered NPAC Customers.”

		Requirement will be updated in next FRS 5.0.0 release






		0090

		4/16/09

		Pending

		Requirements in FRS Section 4

		FRS Section 4.1

		DOCUMENTATION


Clarify references to NPAC Personnel and Peered NPAC Personnel.  Possibly eliminate the term Peered NPAC Personnel to clarify the reference is to local NPAC Personnel.

		Requirements will be updated in next FRS 5.0.0 release






		0091

		4/16/09

		Pending

		FRS RT5-1-RT5-4

		FRS Section 5




		DOCUMENTATION


Concern expressed on the frequency of notifications to Master NPAC of broadcast results and the traffic over the interface.  Default is 60 seconds.  May need a requirement that nothing is sent if nothing new to report.  The need for this requirement to batch notifications was questioned.  Another option is to reuse existing rollup function.  Need to do search on “Results Notification” and add “Broadcast” in front where appropriate.  Need to whiteboard for clarity.

		Will be discussed during Change Order 437 FRS review.


Service Providers do not see this message.  It is between Peered NPAC SMS.  Multiple SVs  in the list would be a problem, but not one for SVs in a Peered Update.  Batching for a Single SVID id  is OK, but not multiple SVIDs.  Changed to Documentation item. (07/14/09)


Requirement will be updated in next FRS 5.0.0 release






		0092

		4/16/09

		Closed


09/16/09

		N/A

		FRS Section 5.1.1.1

		DOCUMENTATION


Validate that Version Status diagram in Section 5.1.1.1 and Figure 1 does not require modification.

		Will be discussed during Change Order 437 FRS review.


To date no need for a change has been identified recommended closed.



		0093

		4/16/09

		Closed


09/16/09

		TBD

		FRS RT5-5/IIS

		ARCHITECTURE


Security concern over possibly bypassing restrictions on what SP can create port over the inter-NPAC interface. 

		Will be discussed during Change Order 437 FRS review.


Suggest combine with Item 78 and close.



		0094

		4/16/09

		Pending




		N/A

		FRS CH 5 


M&P

		DOCUMENTATION


Add Assumption that Broadcast Results Notifications frequency is coordinated across NPACs. (Identified in discussion of RT5-1-RT5-4) 

		Assumption will be added in next FRS 5.0.0 release


M&P for setting of the configurable is addressed in item #6 which applies to all tunable values.



		0095

		4/16/09

		Open




		N/A

FRS RR3-107



		FRS Section 5/IIS

FRS Section 3

		ARCHITECTURE


Need to address any race conditions and their resolution.

		Will be discussed during Change Order 437 FRS review.

11/10/09


· Errata 2 and 3 relate to race conditions that were identified.   Related to Doc Item 146.





		0096

		4/16/09

		Pending

		RT5-11

		FRS CH5/IIS

		DOCUMENTATION


Concern on latency affecting delivery of notification over Inter-NPAC Interface to start T1 and T2 Timers.  Impact on short timers which are 1 hour each. 

		Will be discussed during Change Order 437 FRS review.


Validate the requirements are clear that the T1 timers are based on the timestamp and therefore there is no latency.


Will be addressed in the next FRS 5.0.0 release.



		0097

		4/16/09

		Closed


09/16/09

		TBD

		FRS CH 5

		ARCHITECTURE


Security concern related to “Acting on Behalf of Old Service Provider.”


(Identified in FRS Review of RT5-12)

		Will be discussed during Change Order 437 FRS review.


Combine with Item 78 and close.



		0098

		4/16/09

		Pending

		FRS RT5-14 and RT5-16

		FRS Section 5.1.2.1

		DOCUMENTATION


Either eliminate one or revise so they don’t say the same thing.

		Requirements will be updated in next FRS 5.0.0 release

Eliminate RT5-16. (09/16/09)





		0099.1

		4/16/09

		Closed


09/16/09

		N/A

		M&P

		M&P


Need to analyze management and responsibilities of resends of failed SVs to prevent multiple operations on the SV from happening at the same time. (Identified in FRS review of RT5-17)

		Will be discussed during Change Order 437 FRS review.


Requirements are clear that Primary NPAC SMS for the failed LSMS that initiates the resend.  (NPACs may need to coordinate with one another for resends)


M&P - Address the coordination between Peered NPAC 

09/16/09


Closed due to agreement that we would not resolve via an M&P.  Will leave 99.2 open.



		0099.2

		4/16/09

		Changed to Pending on 11/11/09 

		N/A

		FRS CH 5

		Changed to DOCUMENTATION on 11/11/09

Need to analyze management and responsibilities of resends of failed SVs to prevent multiple operations on the SV from happening at the same time. (Identified in FRS review of RT5-17)

		Will be discussed during Change Order 437 FRS review.


Requirements are clear that Primary NPAC SMS for the failed LSMS that initiates the resend.  (NPACs may need to coordinate with one another for resends)


09/16/09

Need additional message for Master to inform Peered NPAC to resend to subtending LSMSs.

11/11/09


Telcordia Proposal:


· In the existing requirements, the Primary NPAC SMS manages and resends to its failed subtending LSMS. If industry determines an additional message is necessary then the FRS can be updated in the next documentation release.


Further Discussion:


Agreed to add message for Master to do resends.

01/12/10


Action Item 011210-15:  Regarding Item 99.2 in the NANC 437 Issues Parking Lot Matrix which deals with the Peered Resend Message, Telcordia will add an option for a list of TNs in the requirements.  This will be discussed on the February 9, 2010 LNPA WG conference call.  See related Action 011210-17.

Action Item 011210-17:  Regarding Item 99.2 in the NANC 437 Issues Parking Lot Matrix which deals with the Peered Resend Message, LNPA WG Participants are to come to the February 9, 2010 conference call prepared to determine if the issue can be closed.  See related Action Item 011210-15.





		0100

		4/16/09

		Pending

		Filled in upon review

		FRS 

		DOCUMENTATION


True up understanding of Active-Like throughout the document. (Identified in FRS review of RT5-18)

		Requirements will be reviewed and updated as appropriate in next FRS 5.0.0 release



		0101

		4/16/09

		Open

		RT5-19

		FRS Section 5 / IIS

		ARCHITECTURE

Consider some sort of compression rather than CPU cycles?  

8/12/09


Volume-related performance concerns with SWIM recovery process

10/19/09:


Configuration of relationships of SPID to SOA associations across peered NPACs are the same.  Concern with amount of traffic and ability to do load balancing.

Regarding peering distribution of workload for each Active SV transaction, it was questioned if the formula (M/N+K)*C accurately reflects all work necessary.



		Will be discussed during Change Order 437 FRS review.


Sizing of inter-NPAC links to handle message loads, e.g. audits, and still handle inter-NPAC porting messaging need to be reviewed as part of consideration of this item. (07/14/09)

8/12/09


Both SWIM and time based recovery is supported over the Inter-NPAC SMS Interface. Will be discussed during Change Order 437 FRS and IIS review.  


09/16/09


Moved from FUTURE REQUIREMENTS to ARCHITECTURE due to need to have more in-depth sizing discussion. 

10/19/09:


The current documentation for NANC 437 supports one Inter-NPAC SOA interface connection per SPID.  If capacity issues are identified when considering item 101, then the document can be updated to allow for support of multiple Inter-NPAC SOA associations per SPID.


In the examples the C value used is to represent the functional workload of broadcasting to and receiving responses from an LSMS.  The value of C may not be equal in both equations (it could be less than or greater than depending on implementation).

11/10/09


· Engineering needs to be done.



		0102

		4/16/09

		Pending

		RT5-20

		FRS 5.1.2.1

		DOCUMENTATION


Strike “or canceled.”

		Requirements will be updated in next FRS 5.0.0 release



		0103

		4/16/09

		Pending

		FRS RT5-15 and RT5-21

		FRS 5.1.2.1

		DOCUMENTATION


Check to see if RT5-21 is a duplicate of RT5-15.

		Requirements will be updated in next FRS 5.0.0 release



		0104

		4/16/09

		Pending

		RT5-23

		FRS Section 5

		DOCUMENTATION


Address issue when an SP is inaccurately reflected as a success due to filtering.  Possibly need an indication on failed list that an SP was filtered.

		Will be discussed during Change Order 437 FRS review.


Requirements will be updated to add this functionality in next FRS 5.0.0 release per discussions on 7/14/09



		0105

		4/16/09

		Pending

		FRS RT5-21 and RT5-22

		FRS 5.1.2.1

		DOCUMENTATION


Change reference to “Service Provider’s failed list” to “Subscription Version failed list” in both requirements.

		Requirements will be updated in next FRS 5.0.0 release



		0106

		5/12/09

		Pending




		B.5.1.2 and B.5.1.3

		IIS

		DOCUMENTATION

Sequencing of Object Creation and First Port Notification

		Flows will be updated in the next IIS 5.0.0 release



		0107

		5/12/09

		Closed


09/16/09

		

		

		ARCHITECTURE 


Cover the case in the flows where both Create messages arrive at the same time.

		Duplicate of Item #9, close

09/16/09


Covered under #95 with general race condition item.



		0108

		5/12/09

		Pending

		RR5-179 and RT5-34

		FRS Section 5

		DOCUMENTATION


Should RR5-179 and RT5-34 be deleted?  As a result, do we need to duplicate R5-16 for peering?

		RR5-179 will be identified as a requirement to be deleted in a documentation change order as it is outside of the scope of NANC 437. See Issue 142. RT5-54 will be removed in the R5.0.0 FRS document and a peering requirement will be added for R5-16 functionality.


Requirements will be updated in the next FRS 5.0.0 release



		0109

		5/12/09

		Pending

		RR5-117

		FRS Section 5

		DOCUMENTATION 


May need a duplicate of RR5-117 for peering.

		RT5-36 is the duplicate requirement for peering.  It will be updated to make the requirement more explicit so that it does not invalidate RR5-117.


Requirements will be updated in the next FRS 5.0.0 release



		0110

		5/12/09

		Pending

		TBD

		FRS Section 5

		DOCUMENTATION 


Need clarification of Master with the Modify Active scenario.

		Modify Active requirements will be reviewed and updated appropriately in the next FRS 5.0.0 release.



		0111

		5/12/09

		Closed


09/16/09

		TBD

		FRS Section 5

		DOCUMENTATION



Do we need requirement that peered NPACs need timestamps broadcast from Master?

		Duplicate of 113.



		0112

		5/12/09

		Open 

		R5-43.2

		FRS Section 5

		ARCHITECTURE


Consider requirements for doing validations before sending to Master for efficiency.

		Existing requirements that specify use of the CMIP protocol provide for invalid or badly formed message handling.  These would not be forwarded to the Master.  The Master is responsible for application validation. 

11/10/09


Telcordia Proposal:


· CMIP validations are done by the Peered SMS that initially receives the request to prevent badly formed messages being forward to another Peered NPAC.  Some additional validation could be done before forwarding the message to the Master NPAC SMS.  However, the Master NPAC SMS would be ultimately responsible for ensuring the message meets all validation criteria. Should subsequent analysis indicate that there may be a performance saving by doing expanded validation at the Primary NPAC SMS before sending to the Master NPAC SMS then additional requirements for validation can easily be added.



		0113

		5/12/09

		Pending

		TBD 

		FRS Section 5

		DOCUMENTATION


Propagate timestamps and other attributes in the FRS Data Model over the inter-NPAC interface that are not in the interface?

		For all Object Creates (SVs, Number Pooled Blocks) appropriate timestamps will be reviewed and added to the requirements.


Requirements will be updated in the next FRS 5.0.0 release



		0114

		5/12/09

		Pending

		R5-55

		FRS Section 5

		DOCUMENTATION 


Add “subtending” in front of “LSMS.”  Clarify the only a Primary NPAC for an LSMS knows which LSMSs are accepting.

		Requirements will be updated in the next FRS 5.0.0 release



		0115

		5/12/09

		Pending

		RT5-45


RT5-46

		FRS Section 5

		DOCUMENTATION 


Master and Peered NPACs could have different statuses, e.g., Active and Old, of the same SV, and could update the status at different times.  Need to relook at this.

		Requirements will be updated in the next FRS 5.0.0 release

09/16/09


Need to ensure this is addressed in flows.



		0116

		5/12/09

		Pending

		R5-59.1

		FRS Section 5

		DOCUMENTATION 


Indicate that the Master will set to Active.

		Requirements will be updated in the next FRS 5.0.0 release



		0117

		5/12/09

		Pending

		RR5-22.1

		FRS Section 5

		DOCUMENTATION 


Need to dup this requirement for Peered NPACs.

		Requirements will be updated in the next FRS 5.0.0 release



		0118

		5/12/09

		Pending

		R5-61.3

		FRS Section 5

		DOCUMENTATION


Make sure there are requirements for resends to Peered NPACs and that they are in the right section of the FRS.

		Requirements will be updated in the next FRS 5.0.0 release



		0119

		5/12/09

		Pending

		R5-65.4

		FRS Section 5

		DOCUMENTATION


Make wording with change similar to changes made for R5-55 to add subtending”.

		Requirements will be updated in the next FRS 5.0.0 release



		0120

		5/12/09

		Pending

		RT5-53


RT5-54

		FRS Section 5

		DOCUMENTATION


Clarify that “Master” in RT5-53 is the Master of the pooled block and that “Master” in RT5-54 is the Master of the SV.

		Requirements will be updated in the next FRS 5.0.0 release



		0121

		5/12/09

		Pending

		RR5-67.1-RR5-70

		FRS Section 5

		DOCUMENTATION


Clarify roles of Master and Peered NPACs.

		Requirements will be updated in the next FRS 5.0.0 release



		0122

		5/12/09

		Pending

		RT5-55 and RT5-56

		FRS Section 5

		DOCUMENTATION


Need to address how to manage the Excluded List.

		Requirements will be updated in the next FRS 5.0.0 release



		0123

		5/12/09

		Open

		RT5-60

		FRS Section 5

		M&P


Requirements are currently written to prohibit a 3rd NPAC from querying a pending SV when it is not the primary NPAC for the Old or New SP in the port.  Operational question as to whether or not we want to allow this.

		Requirements will be reviewed and updated based on feedback from the industry on the desired behavior.


No providers expressed a need to allow a non-primary NPAC to query for pending ports.  Make item an M&P item (07/14/09)


TBD – Address when M&P are developed

11/11/09


Telcordia Proposal:


· No specific situation was identified where a 3rd Party NPAC would need access to the pending subscription versions for reporting. (Related to Future Item 34 Reporting for Pending SVs)


Further Discussion:


· It was suggested that there is not a need to query a pending SV from a non-Primary NPAC for the Old or New SP.


· We need to discuss development of an M&P to address facilitation of completion or cancellation of pending SVs among multiple NPACs when a SPID migration is taking place.



		0124

		5/12/09

		Pending

		RR5-83

		FRS Section5

		DOCUMENTATION 


Look to see if we need a requirement similar to RR5-83 for Peered case.

		Requirements will be updated in the next FRS 5.0.0 release



		0125

		5/12/09

		Open

		IIS Flow B.4.1.4

		IIS

		M&P


Do we need an additional flow to resolve the exception case where there is a simultaneous create of an NXX by two different providers in two different NPACs.

		Suggestion to not finalize in the Primary NPAC until update is successful in all Peered NPACs.  


M&P for ensuring a common set of validations in the NPACs.


Need to address the case where an SP needs the code holder to open up a code in order to port in a number and the codeholder subtends a different NPAC than the requesting SP. 


Recommendation is to resolve with M&P.


09/16/09


NANC 414 would prevent this from happening as long as all NPACs are synched with NANP code ownership data..


11/11/09


Telcordia Proposal:


· NANC 414 would prevent this from happening as long as all NPACs are synched with NANPA code ownership data.  The usage of the data would be defined by the LLC to the vendors.


Further Discussion:


· Refer to suggestion in Item 74 for common data source.



		0126

		5/12/09

		Pending

		IIS Flow B.4.2.5


IIS Flow B.4.2.7

		IIS

		DOCUMENTATION


Change “old” or “canceled” to “old with no failed list” or “canceled.”

		Flows will be updated in the next IIS 5.0.0 release



		0127

		5/12/09

		Open

		B5.1.2

		IIS/FRS Section 6 and 10

		LEVEL OF EFFORT


Increased database commits (about twice the current) and impact to performance.  Ability to meet SLRs.  Also increased encryptions in messages across the interface.  How do we model the impact on performance under various load distribution scenarios among NPACs?

		Will be discussed during Change Order 437 FRS Review.


Moved to Level of Effort per 7/14/09 review.

11/10/09


Telcordia Proposal:


· Assumed LLC would manage SLRs

12/08/09


· Need to understand if we are increasing overall work with respect to database commits when we are increasing them with some flow scenarios and decreasing them in others.



		0128

		5/12/09

		Pending

		B5.1.2

		IIS

		DOCUMENTATION


Look at this line in Step 2 and see if it should say:  “If the service provider were to give a range of TNs, this would result in an M-CREATE and M-EVENTREPORT


for each TN.”

		Flow will be updated in the next IIS 5.0.0 release



		0129

		5/12/09

		Pending

		B5.1.2

		IIS/FRS

		DOCUMENTATION


Cancel and Modify requests on ranges of TNs can span multiple NPACs.

		Requirements and flows will be reviewed and updated appropriately in FRS/IIS 5.0.0.

01/12/10


Action Item 011210-22:  Regarding NANC 437 Issues Parking Lot Matrix Item 129, Service Providers are to determine if they send cancels or modifies for ranges of TNs across multiple providers to NPAC in order to come to the February 9, 2010 LNPA WG conference call prepared to decide if we can close Item 129.





		0130

		5/12/09

		Pending

		TBD

		IIS Flows

		DOCUMENTATION


Clarify which steps in the flows can be done in parallel and which must be done sequentially.  Identify dependencies.

		Flows will be updated in the next IIS 5.0.0 release



		0131

		5/12/09

		Closed


09/16/09

		B5.1.6.2

		IIS

		DOCUMENTATION


Sequencing:  SP receives notification before activate is pushed to Peered NPACs.

		Recommend closure as the current proposed behavior is to update all regional LSMS regardless of Peered NPAC status.   Covered during review of B5.1.6.2 review.

Addressed in Erratum 2.



		0132

		5/13/09

		Closed


09/16/09

		B5.1.6

		IIS/FRS Section 3 and 5 (Number Pool Block)

		DOCUMENTATION


For peered Subscription Version broadcast and peered Number Pool Block broadcast, clarify what data is synchronized.

		Will be discussed during Change Order 437 FRS and IIS Review.


Close as a duplicate of Item #113



		0133

		5/13/09

		Pending

		B.5.1.6.1

		IIS

		DOCUMENTATION


Steps 3 and 5 should be Requests and not Responses.

		Flow will be updated in the next IIS 5.0.0 release



		0134

		5/13/09

		Pending

		B.5.1.1


B.5.3.1

		IIS

		DOCUMENTATION


Make sure that philosophy of responses to requests are consistent and applied consistently throughout the flows.

		Flows will be updated in the next IIS 5.0.0 release



		0135

		5/13/09

		Pending

		B.5.4.1

		IIS

		DOCUMENTATION


Correction to show that Donor Provider’s Primary NPAC is NPAC A. 

		Flow will be updated in the next IIS 5.0.0 release



		0136

		5/13/09

		Pending

		B.5.4.1

		IIS

		DOCUMENTATION


Renumber Steps 9 and 10 to 7 and 8 in flow

		Flow will be updated in the next IIS 5.0.0 release



		0137

		5/13/09

		Pending

		B.5.4.1

		IIS

		DOCUMENTATION


Should Step 9 (7) be Disconnect Pending?

		The existing behavior will be verified and the IIS will be updated appropriately in the next IIS 5.0.0 release. 

09/16/09


Should be Disconnect Pending.



		0138

		5/13/09

		Pending

		B.5.1.7

		FRS/IIS

		DOCUMENATION


Should LSMS failure codes be included with list of failed SPIDs and sent over the interface?

		LNPA WG will need to decide if these fields should be included.  The failure codes are not available over the interface today.


Requirements will be updated to add this failure codes to the failed list in next FRS 5.0.0 release per discussions on 7/14/09



		0139

		5/13/09

		Closed


09/16/09

		B.5.1.7

		FRS/IIS

		M&P


Coordination of response time tunables and rollup among peered NPACs

		Although not required, if desired the LNPA WG would need to define M&P for management of tunables values used by all Peered NPAC.


Related to Item #6 which applies to all tunable values. Recommend close as duplicate.



		0140

		5/13/09

		Open 




		IIS B.2.1.1


FRS RT8-11


FRS RT8-12

		IIS/FRS

		ARCHITECTURE


Explore audit scenarios with multiple peered NPACs where there is a period of time when 2 NPACs are considered the Master for a TN.  Can a discrepant LSMS be updated with old data as a result of an audit and not be auto corrected?  Need checks and balances to validate golden data.

		Related to race conditions. 

11/10/09


Telcordia Proposal:


· Errata 2 and 3 address any race conditions that were identified. 



		0141

		5/13/09

		Closed


01/12/10

		FRS RR8-19


FRS RT 8-1

		FRS Section 8

		DOCUMENTATION


Need rules on how to make audit names unique

		Requirements will be added in the next FRS 5.0.0 release.


09/16/09


Need to capture how this would be done.



		0142

		5/13/09

		Pending

		TBD

		FRS


IIS


GDMO


ASN.1

		DOCUMENTATION


Need a general Doc Only Change Order to clean up identified discrepancies between documentation and current implementation.

		10/19/09

Need to verify that the documentation should be changed per the current implementation and that there are no significant changes to 437 requirements as currently documented.



		0143

		5/13/09

		Closed

10/19/09

		RT8-6


RT8-7


RT8-8

		FRS Section 8

		DOCUMENTATION


NPAC behavior when receiving an unsolicited update from a peered NPAC.

		Recommend closure as functionality was discussed with the current proposed behavior is that the Peered NPAC SMS would process unsolicited updates.  






		0144

		5/13/09

		Pending

		RT8-21

		FRS Section 8

		DOCUMENTATION


Need to address the skipping of SVs that are in Sending during an audit when a Peered NPAC determines it is discrepant with the Master NPAC SMS and begins sending updates to all of its subtending LSMS.

		Requirements will be added in the next FRS 5.0.0 release.

01/12/10


Action Item 011210-12:  Related to Action Item 011210-16, NeuStar will review Telcordia’s clarification in the NANC 437 requirements related to Item 144 in the NANC 437 Issues Parking Lot Matrix and provide feedback on the February 9, 2010 LNPA WG conference call as to whether it answers their question raised at the January 12-13, 2010 LNPA WG meeting.

Action Item 011210-16:  Regarding Item 144 in the NANC 437 Issues Parking Lot Matrix, Telcordia will clarify in the NANC 437 requirements the “sending” scenario that is referenced in Item 144, i.e., “local” sending vs. Master NPAC sending.  This clarification will be reviewed on the February 9, 2010 LNPA WG conference all.  See related Action Item 011210-12.





		0145

		5/13/09

		Pending

		RT8-23 thru RT8-29


GDMO

		FRS Section 8

		DOCUMENTATION


Do we want intermediate status updates of audits?

		No, audit queries can be used between NPAC SMS to determine the status of the audit if necessary. 


Requirements will be removed in the next FRS 5.0.0 release



		0146

		6/11/09

		Open

		FRS RT3-87

		IIS B.4.3.1.1 / FRS Section 3




		DOCUMENTATION


Possible race condition related to Pending-like PTOs and creation of –X and pooled block.

		Jim Rooks item to research and indentify use case that supports possible race condition. 





		0147

		6/11/09

		Closed

10/19/09

		N/A

		IIS B.4

		DOCUMENTATION


Expand representative examples of number pooling flows to include resend of partial fails and de-pools.

		Additional flows were covered in the discussions.  Flows are available for review in the IIS 5.0.0.

10-19-09


Vendors to identify if any flows are missing for subsequent bring-up.



		0148

		6/11/09

		Pending

		TBD

		FRS Section 3 or 5

		DOCUMENTATION 


Add requirement for transfer of –X ownership.

		Requirement will be added in next FRS 5.0.0 release






		0149

		6/11/09

		Pending

		FRS RT3-67

		FRS Section 3/5

		DOCUMENTATION


Applies to pooled blocks and not –Xs.  Move to Section 5.

		Requirements will be updated in next FRS 5.0.0 release






		0150

		6/11/09

		Pending

		FRS RT3-70

		FRS Section 3

		DOCUMENTATION


Need a requirement similar to RT3-70 in Section 3.12.5 (Modify) and Section 3.12.6 (Delete).

		Requirements will be updated in next FRS 5.0.0 release






		0151

		6/11/09

		Pending

		FRS RR3-68

		FRS Section 3

		DOCUMENTATION


Need to address in requirement when local indicator is FALSE.

		Requirements will be updated in next FRS 5.0.0 release






		0151

		6/11/09

		Close

		

		

		

		No text available. Maintained to keep numbering.



		0152

		6/11/09

		Closed

10/19/09

		FRS RR3-107

		FRS Section 3

		ARCHITECTURE

Check for possible race conditions related to SVs in Sending state.

		Combine with item #95.

10/19/09:


Requirements and documentation references moved to Item 95 for tracking.



		0153

		6/11/09

		Pending

		FRS RT3-75

		FRS Section 3 

		DOCUMENTATION


Check that we have an explicit requirement to broadcast to subtending LSMSs.

		Requirements will be reviewed and updated if necessary in next FRS 5.0.0 release






		0154

		6/11/09

		Pending

		FRS RT3-77, RT3-101

		FRS Section 3

		DOCUMENTATION


Remove “peered” in title of requirement.

		Requirements will be updated in next FRS 5.0.0 release






		0155

		6/11/09

		Pending

		FRS RT3-77

		FRS Section 3

		DOCUMENTATION


Make it clear in all applicable requirements that peered NPACs will not forward SP queries.

		Requirements will be updated in next FRS 5.0.0 release






		0156

		6/11/09

		Pending

		FRS RT3-79, RT3-80

		FRS Section 3

		DOCUMENTATION


Document change to true up reference to SOA Origination Flag.

		Requirements will be updated in next FRS 5.0.0 release






		0157

		6/11/09

		Pending

		FRS RT3-81

		FRS Section 3

		DOCUMENTATION


Remove requirement.

		Requirements will be updated in next FRS 5.0.0 release






		0158

		6/11/09

		Pending

		FRS RT3-86

		FRS Section 3

		DOCUMENTATION


Make sure referencing to rollup is consistent with peered update and identify differences with how it is done today.

		Requirements will be reviewed and updated in next FRS 5.0.0 release






		0159

		6/11/09

		Pending

		FRS RT3-89, RT3-93, RT3-98

		FRS Section 3

		DOCUMENTATION


Check to see if we need to indicate which NPAC is doing create and send.

		Requirements will be updated in next FRS 5.0.0 release






		0160

		6/11/09

		Pending

		FRS RT3-92 and RT3-93

		FRS Section 3

		DOCUMENTATION


Document change to delete these requirements.

		Requirements will be updated in next FRS 5.0.0 release






		0161

		6/11/09

		Close

		

		

		

		No Text Available. Maintained to keep numbering.



		0162

		6/11/09

		Pending

		FRS RT3-103

		FRS Section 3

		DOCUMENTATION


It was stated that this is a negative requirement.

		Requirements will be updated in next FRS 5.0.0 release






		0163

		6/11/09

		Pending

		FRS RT5-63, RT5-67 

		FRS Section 5

		DOCUMENTATION


Delete RT5-63.

		Requirements will be updated in next FRS 5.0.0 release






		0164

		6/11/09

		Pending

		FRS RT5-68

		FRS Section 5

		DOCUMENTATION


Change “filtered” to “non-filtered.”

		Requirements will be updated in next FRS 5.0.0 release






		0165

		6/11/09

		Pending

		N/A

		IIS from Errata document in GDMO section

		DOCUMENTATION


For SV peered broadcast, reflect that it is a disconnect of a “ported” pooled TN.

		GDMO will be updated in next IIS 5.0.0 release






		0166

		6/11/09

		Pending

		N/A

		IIS Flow B.5.4.7.2

		DOCUMENTATION


Failed List for SV2 must be cleared.

		IIS will be updated in next IIS 5.0.0 release






		0167

		6/11/09

		Pending

		N/A

		IIS

		DOCUMENTATION


Need to review and validate flows in the context of 3 or more peered NPACs.

		Scenarios will be reviewed to determine where there is value in having flows with multiple NPAC SMS.  One potential area for additional flows would be recovery. Additional flows identified will be included in next IIS 5.0.0 release



		0168

		6/11/09

		Pending

		N/A

		IIS Flow B.5.6.2

		DOCUMENTATION


Review to make sure that all attributes are included.

		IIS flow will be reviewed and updated in next IIS 5.0.0 release






		0169

		6/18/09

		Open


(changed on 10/19/09)

		N/A

		FRS 6.4

		ARCHITECTURE


(changed on 10/19/09)

May want to revisit having more than one LSMS interface between peered NPACs.

		The current documentation for NANC 437 supports one Inter-NPAC LSMS interface.  If capacity issues are identified, then the document can be updated to allow for support of multiple Inter-NPAC LSMS associations.

10/19/09


Need to determine how they would be sized and augmented if needed.


Action Item 101909-04:  Action for all to determine if we will address in full LNPA WG or in a focused sub-team to analyze various modeling assumptions to determine if one LSMS interface is adequate or more are needed.


11/10/09

Telcordia Proposal:


· Need to decide how it is sized and if it needs augmented.






		0170

		6/18/09

		Closed


10/19/09

		

		FRS Section 6

		DOCUMENTATION

10/19/09:

(Moved to item 101)

Configuration of relationships of SPID to SOA associations across peered NPACs are the same.  Concern with amount of traffic and ability to do load balancing.

		10/19/09:


(Moved to item 101)


The current documentation for NANC 437 supports one Inter-NPAC SOA interface connection per SPID.  If capacity issues are identified when considering item 101, then the document can be updated to allow for support of multiple Inter-NPAC SOA associations per SPID.






		0171

		6/18/09

		Pending

		TBD

		FRS Section 6

		DOCUMENTATION


Unless there are any objections, instead of partitioning rollup requirements make a documentation note that concurrent operations were identified and no requirements changes were warranted.  

		FRS will be updated in next FRS 5.0.0 release






		0172

		6/18/09

		Closed


10/19/09

		N/A

		

		ARCHITECTURE


10/19/09:


(Moved to Item 101)

Regarding peering distribution of workload for each Active SV transaction, it was questioned if the formula (M/N+K)*C accurately reflects all work necessary. 

		10/19/09:


(Moved to Item 101)


In the examples the C value used is to represent the functional workload of broadcasting to and receiving responses from an LSMS.  The value of C may not be equal in both equations (it could be less than or greater than depending on implementation). 



		0173

		6/18/09

		Pending

		R10-2

		FRS Section 10

		DOCUMENTATION

10/19/09:


LEVEL OF EFFORT added

Regarding 99.9% reliability for LSMS and SOA interfaces, need to calculate aggregate reliability % in a peered NPAC environment in order to ensure no degradation in reliability.

		The 99.9% reliability is for the entire region (an aggregate number).  FRS will be updated in the next FRS 5.0.0 release.

11/10/09


Telcordia Proposal:


· Assumed LLC would manage availability SLRs based on the number of Peered NPAC SMS in a region.



		0174

		6/18/09

		Pending

		FRS RT6-12

		FRS Section 6

		DOCUMENTATION


Change requirement to reflect that it is 20 CMIP operations over a single SOA association and not 70.

		FRS will be updated in next FRS 5.0.0 release

11/10/2009


Need to model what is needed as part of Item 101.



		0175

		6/18/09

		Pending

		FRS RT6-16

		FRS Section 6

		DOCUMENTATION


Strike the requirement.

		FRS will be updated in next FRS 5.0.0 release



		0176

		6/18/09

		Pending

		FRS RT6-18

		FRS Section 6

		DOCUMENTATION


Change to clarify the requirement because it is required functionality.  It currently states for those that support the application level error functionality. 

		FRS will be updated in next FRS 5.0.0 release



		 0177

		6/18/09

		Pending

		TBD

		FRS Recovery

		DOCUMENTATION


Question related to recovery:   If 2 or more NPACs are down and they come up at different times, how is data merged?  Possible race conditions?  Need to revisit recovery tenets in the context of 1 or more NPACs being down.

		FRS will be updated in next FRS 5.0.0 release to more clearly document the recovery process with multiple NPAC scenarios.

11/10/2009


Tied to Item 80 and Item 179.



		0178

		6/18/09

		Pending

		FRS RT6-55

		FRS Section 6

		DOCUMENTATION


Change requirement to clarify that SWIM is the first priority for recovery and time-based is a fallback.

		FRS will be updated in next FRS 5.0.0 release



		0179

		6/18/09

		Pending

		TBD

		FRS Recovery

		DOCUMENTATION


Do data requirements drive the need to have all NPACs up and running before recovery takes place?  Example is if an NXX is created on the wrong NPAC and deleted and created on the correct NPAC, if NPACs are down, sequence of recovery of messages is critical.   Discuss in the context of both bringing up a new NPAC and restoring a crashed NPAC.

		Related to item #177. FRS will be updated in next FRS 5.0.0 release to more clearly document the recovery process with multiple NPAC scenarios.



		0180

		6/18/09

		Pending

		FRS RT6-63

		FRS Section 6

		DOCUMENTATION


Strike the requirement.

		FRS will be updated in next FRS 5.0.0 release



		0181

		6/18/09

		Pending

		FRS RT6-64

		FRS Section 6

		DOCUMENTATION


Review requirement to see if it should be struck.  SWIM does not currently function in this way.  In general are we only supporting SWIM?

		FRS will be updated in next FRS 5.0.0 release

11/10/2009


May need to strike this requirement based on the result of Item 178.



		0182

		6/18/09

		Pending

		FRS RT6-73

		FRS Section 6

		DOCUMENTATION


Decide if the requirement should be struck.  It was mentioned that it seemed out of place.

		FRS will be reviewed updated in next FRS 5.0.0 release



		0183

		6/18/09

		Pending

		FRS RT6-81

		FRS Section 6

		DOCUMENTATION


Clarify intent of requirement.  Peered NPAC ID?

		FRS will be updated in next FRS 5.0.0 release



		0184

		6/18/09

		Pending

		FRS RT6-84


FRS 6.8

		FRS Section 6

		DOCUMENTATION


Remove “existing.” And in Section 6.8, remove other instances of “existing.”

		FRS will be updated in next FRS 5.0.0 release



		0185

		6/18/09

		Pending

		FRS RT6-90

		FRS Section 6

		DOCUMENTATION


Change requirement to a constraint.

		FRS will be updated in next FRS 5.0.0 release



		0186

		6/18/09

		Pending

		FRS RT6-90

		FRS Section 6

		DOCUMENTATION


Review for possible clarification or provide rationale if decision is to remove.

		Requirement will be changed to a constraint per item #185. FRS will be reviewed  updated in next FRS 5.0.0 release



		0187

		6/18/09

		Pending

		FRS 7-2

		FRS Section 7

		DOCUMENTATION


Apply note below to this requirement.

		FRS will be updated in next FRS 5.0.0 release



		0188

		6/18/09

		Pending

		R 7-100.1

		FRS Section 7

		DOCUMENTATION


Update requirement.

		FRS will be updated in next FRS 5.0.0 release

11/10/09


Requirement R7-101.1 will have the note from RT7-19 added to it which states "Note:  The Application Level Heartbeat is a CMIP notification but it does not contain a security field."



		0189

		6/18/09

		Pending

		R 7-108.1

		FRS Section 7

		DOCUMENTATION


Can this report generated be all NPACs or just the Master NPAC of the block?

		FRS will be reviewed and updated in next FRS 5.0.0 release



		0190

		6/18/09

		Pending

		FRS RR9-11

		FRS Section 9

		DOCUMENTATION


Can this report generated be all NPACs or just the Master NPAC of the Old SP?  What is scope of requirement?  Review Change Order 375.

		FRS will be reviewed and updated in next FRS 5.0.0 release



		0191

		6/18/09

		Pending

		FRS RR9-21

		FRS Section 9.3.3

		DOCUMENTATION


Question on what are data gathering requirements for resend exclusion report.

		FRS will be reviewed and updated in next FRS 5.0.0 release



		0192

		6/18/09

		Open

		FRS RT10-4

		FRS Section 10

		ARCHITECTURE


Revisit requirement to determine how 3-second requirement can be met with multiple NPACs.  Related to Item 50.

		FRS will be reviewed updated in next FRS 5.0.0 release


Moved to architecture per 7/14/09 APT meeting for further discussion requested by a vendor.


11/10/09


Telcordia Proposal:


· It is in the best interest for both vendors to work collaboratively to meet the 3-second response time given that both vendors would be the old or new service provider in the port. Two vendors have indicated that this it is reasonable to support a 3-second response time over the Inter-NPAC SMS interface. SLA management would be the responsibility of the LLC.



		0193

		6/18/09

		Changed to Open from Pending  on 11/10/09

		FRS RT11-1, 


FRS RT11-2

		FRS Section 11

		DOCUMENTATION


Industry needs to agree on billing arrangements and compensation of workload on NPACs.  May drive changes to usage measurement requirements.

		Usage data requirements can be updated when industry billing arrangements are in place.



		0194

		11/10/09

		Open

		

		FRS

		DOCUMENTATION

		11/10/09

· Related to Item 0006/


· Current set of configurable parameters must be listed in the FRS and all NPACs must use the same defined set of configurable parameters.
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Timeline – SV Creation Method





Master NPAC for old SV (NPAC A)


Master NPAC for new SV (NPAC B)


Service Provider owning old SV


Service Provider owning new SV
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Timeline – SV Activation Method





Master NPAC for old SV (NPAC A)


Master NPAC for new SV (NPAC B)


Service Provider owning old SV


Service Provider owning new SV
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Consequences


			Topic			SV Creation Method			SV Activation Method


			Philosophy			The NPAC that controlled the transaction retains the master copy of the data throughout its life			The NPAC that currently controls the active SV record retains the master copy of all historic versions of this subscription


			Data History			Each NPAC is responsible for the portion of TN history for which it is master			Each NPAC is responsible for the entire TN history for all SVs related to the TN while it is the master of the TN


			Query SV response			The SV history returned when querying the current active SV master NPAC will contain a mix of master and slave data			The SV history returned when querying the current active SV master NPAC will contain the master copy of any eligible historic versions


			Long-term Archive			Each NPAC will manage the long-term archive for SVs for which it was Master			The network owner (pool block owner or code owner if no pool block) and its related NPAC will be responsible for the long-term archive of all SVs related to the TN
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Evolving Systems’ Evaluation
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» Current Proposed

Requirements

* Transfer of Master NPAC
responsibility occurs
separately for each SV

* The transfer of Master NPAC
responsibility occurs when
the SV is successfully
created

SV Creation

(. Alternative Approach

» Transfer of Master NPAC
responsibility occurs
separately for each TN, but
collectively for all SVs
associated with a TN

» The transfer of Master NPAC
responsibilities occurs
when an SV is activated

SV Activation
Method






At SV(new) creation,
NPAC A remains master

for SV(old), but records
NPAC B as master for
SV(new)






At SV(new) activation,
NPAC A records the

termination of SV(old).
NPAC B continues as
master for SV(new)






At SV(old) purge, NPAC
Arecords the deletion of

SV(old). NPAC B deletes
its copy of SV(old).






At SV(new) creation,
NPAC A remains master

for SV(old) and becomes
the master of SV(new)






At SV(new) activation
request ack by NPAC A,

NPAC B becomes the
master of SV(old) and
SV(new)






At SV(old) purge, NPAC
B records the deletion of

SV(old). NPAC A deletes
its copy of SV(old).






Original
Rationale

Data management, including
audits, queries, and archives
‘would most likely be correctly
handled ifthe manager had
the entire history fora TN,
rather than only specific
versions

When researching issues, it
‘would be most “logical”to go
to a single source for
authoritative information about
all SVs fora TN

Current
Position

The use cases and scenarios
of original concern have been
reviewed by the industry, and
no specific holes have been
identifiedin the requirements

The idea of most “logical” is
based on collective
understanding. With the
industry investmentin
reviewing the “SV Creation”
approach, it may now be the
“most logical”






Recommendation

» Consider changing
to the “Activation
Method” only if
specific problems
are identified with
the “Creation
Method” that cannot
be otherwise
resolved
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FEBRUARY 9, 2010 LNPA WORKING GROUP ACTION ITEMS ASSIGNED:


NOTE:  FOR THE FOLLOWING ACTION ITEMS THIS NUMBERING SCHEME APPLIES:


· FIRST TWO DIGITS DESIGNATE THE MONTH OF THE LNPA WG  MEETING/CALL

· SECOND TWO DIGITS DESIGNATE THE DAY OF THE LNPA WG MEETING/CALL

· THIRD TWO DIGITS DESIGNATE THE YEAR OF THE LNPA WG MEETING/CALL

· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER


LNPA WORKING GROUP MEETING ACTION ITEMS:

NEUSTAR ACTION ITEMS:


No Action Items were assigned to NeuStar during the LNPA WG portion of the February 9, 2010 conference call.  

Please see the Action Items below assigned to NeuStar during the APT portion of the February 9, 2010 conference call. 

GARY SACRA (VERIZON AND LNPA WG CO-CHAIR) ACTION ITEMS:

020910-01:  Regarding the attached PIM 74, Gary Sacra, LNPA WG Co-Chair, will


create Best Practice 63, approved on the February 9, 2010 LNPA WG conference call, and send it to Mohamed Samater, T-Mobile, to be uploaded to the LNPA WG’s Best Practice website.  At the February 18, 2010 NANC meeting, Gary will request on the behalf of the LNPA WG that the NANC endorse BP 63.  



[image: image1.emf]PIM 74 v3.doc




NOTE:  This Action Item has been completed.

020910-02:  Regarding the attached PIM 76, Gary Sacra, LNPA WG Co-Chair, will


create Best Practice 64, approved on the February 9, 2010 LNPA WG conference call, and send it to Mohamed Samater, T-Mobile, to be uploaded to the LNPA WG’s Best Practice website.  At the February 18, 2010 NANC meeting, Gary will request on the behalf of the LNPA WG that the NANC endorse BP 64.  
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NOTE:  This Action Item has been completed.

020910-03:  Regarding Best Practices 60, 61, and 62, Gary Sacra, LNPA WG Co-Chair,


will request on the behalf of the LNPA WG that the NANC endorse these Best Practices at their February 18, 2010 meeting.  


NOTE:  This Action Item has been completed.

SUE TIFFANY (SPRINT NEXTEL) ACTION ITEMS:

020910-04:  Sue Tiffany, Sprint Nextel, and Bob Bruce, Syniverse, will develop a


proposed draft Best Practice addressing the issue that some wireless providers will still be on WICIS 4.0 after August 2, 2010, which requires some fields that were made optional in WICIS 5.0 to comply with the OBF 14 field recommendation.

SERVICE PROVIDER ACTION ITEMS:

020910-05:  Regarding AT&T’s request for an exemption in the Western Region of the

November 14, 2010 SPID migration blackout, Service Providers are to determine if they have any objections to the request.  If no objections are submitted to the LNPA WG Co-Chairs by close of business on Friday, February 19, 2010, the request will be considered approved.

NOTE:  No objections were received and AT&T’s exemption request is approved.

ARCHITECTURE PLANNING TEAM (APT) MEETING ACTION ITEMS:

NEUSTAR ACTION ITEMS:


020910-06:  Regarding the attached NANC 442 (Pseudo-LRNs) Change Order, NeuStar


will review the Change Order in the context of SPID migrations and report any necessary requirements at the March 2010 LNPA WG meeting.  
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020910-07:  Regarding the attached NANC 442 (Pseudo-LRNs) Change Order, NeuStar


will revise the requirements to reflect that all SPIDs a provider wishes to receive Pseudo-LRN record downloads for, including their own, must be on their accepted SPID list.  This will be reviewed at the March 2010 LNPA WG meeting.
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020910-08:  Regarding NANC 437 and the following 4 options under discussion for SV


ID management, NeuStar will analyze and provide a readout at the March 2010 LNPA WG meeting of the magnitude and month-over-month growth of the applicable SV IDs in order to assist the group in determining which method to use.  

The 4 options currently under consideration are as follows:


1. Use of a formula of (ID value) modulo (the number of Peered NPAC SMSs).

2. Split of inventory based on the percentage of traffic.

3. A manual or automated external inventory management system.

4. Use of an NPAC identifier added to each SV ID.


020910-09:  Regarding Item 144 in the attached NANC 437 Issues Parking Lot Matrix,


NeuStar will send suggested language addressing discrepant SVs to Telcordia for review.
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TELCORDIA ACTION ITEMS:


020910-10:  Regarding NANC 437 and the discussion of potential race conditions,

Telcordia will investigate the feasibility of incorporating a database locking mechanism in the NANC 437 requirements to address the issue.  This will be discussed at the March 2010 LNPA WG meeting.

020910-11:  Regarding NANC 437 and the consensus reached by Service Providers on


the February 9, 2010 LNPA WG conference call that the role of Master NPAC should be transferred at the point of SV Activation rather than at the point of SV Creation as currently proposed in NANC 437 requirements, Telcordia will revisit the requirements and determine what changes will need to be made and report out at the March 2010 LNPA WG meeting.

GARY SACRA (VERIZON AND LNPA WG CO-CHAIR) ACTION ITEMS:

020910-12:  Regarding NANC 437, a question arose on the February 9, 2010 LNPA WG


conference call related to the process necessary to affect a change of effective date in the –X when the blockholder goes directly to NPAC to make the date change rather then through the Pool Administrator and the codeholder is served by a different NPAC.  Gary Sacra, LNPA WG Co-Chair, will review the NANC 437 Issues Parking Lot Matrix to determine if an existing item can serve to address this question or if a new item needs to be opened.

LOCAL SYSTEM VENDOR ACTION ITEMS:

020910-13:  Regarding the attached NANC 442 (Pseudo-LRNs) Change Order, Local

System Vendors are to determine if Pseudo LRN records should be considered in the SV limit for SPID migrations and considered in the context of the restriction that migrations with impacted SVs not be performed over the interface.  This will be discussed at the March 2010 LNPA WG meeting.  See related Action Item 020910-14. 
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SERVICE PROVIDER ACTION ITEMS:

020910-14:  Regarding the attached NANC 442 (Pseudo-LRNs) Change Order, Service


Providers are to determine if Pseudo LRN records should be considered in the SV limit for SPID migrations and considered in the context of the restriction that migrations with impacted SVs not be performed over the interface.  This will be discussed at the March 2010 LNPA WG meeting.  See related Action Item 020910-13. 
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020910-15:  Regarding the attached NANC 442 (Pseudo-LRNs) Change Order, Service


Providers are to come to the March 2010 LNPA WG meeting prepared to determine the next steps for NANC 442. 
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy):  1/13/2010




PIM 76 v3


Company(s) Submitting Issue:
AT&T


Contact(s):  Name:
Tracey Guidotti; Ron Steen



         Contact Number:
(248) 424-0295; (205) 988-6615



         Email Address:

tg2186@att.com; rs7566@att.com 


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



Inadequate notification by service providers when they make changes to their systems or processes that other service providers must use to request a customer service record or to initiate a request to port a telephone number.                                


2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A.   Examples & Impacts of Problem/Issue: 



Service providers sometimes make changes to the systems or processes they use to allow other service providers to request customer records or to initiate porting requests.  These changes require the other service providers to make corresponding changes to their systems or processes for requesting customer records or initiating port requests.  Service providers often give little or no notice when they make such changes.  Sometimes the changes are discovered when porting requests are rejected.  This results in porting delays and customer dissatisfaction.


B.   Frequency of Occurrence: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________



C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     



 West Coast___  ALL_X__



D.  Rationale why existing process is deficient: 



Service providers that interface with the one making the changes need time to change their processes and/or systems to incorporate the changes.  Some cases require educating personnel of the new procedures, but others may require reprogramming of porting systems.  This PIM is only directed toward those processes or procedures that other service providers use to interface to port telephone numbers.  It is not intended for internal systems or procedures not interfaced by other service providers.


E.   Identify action taken in other committees / forums: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________



F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution: 



AT&T recommends that the Working Group adopt a Best Practice stating that a 60 calendar day notice should be given before implementing any change that affects the way other companies interface for porting purposes.  Suggested wording of the Best Practice entry is included below.


Suggested Best Practice:


When a service provider implements changes to LNP systems or processes that require other service providers to change the way they interface with them, adequate notice should be given.  Such changes will require other service providers to implement changes as well.  These changes may involve educating employees or may involve reprogramming of systems.



The LNPA Working Group recommends as a Best Practice that service providers planning to implement changes to their Local Number Portability interface systems or processes give as much lead time as possible with a minimum of 60 calendar days notice to the industry before implementing those changes.  This will allow time for other service providers to make necessary adjustments.



The service provider making changes to their LSR interface systems or processes should make reasonable effort to notify other service providers who port with them.  


LNPA WG: (only)



Item Number: PIM 76 v3




Issue Resolution Referred to: _________________________________________________________


Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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NANC 442, Pseudo-LRN, (V1)






Origination Date:  11/11/09



Originator:  Neustar


Change Order Number:  NANC 442


Description:  Pseudo-LRN


Functionally Backward Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			N


			Y


			Y


			N








Business Need:



Service Provider LSMS and downstream system capacity has been a concern in the past several years and remains a concern for high growth rates in the future.



Based on the current requirements for the NPAC, an active LRN owned by the New Service Provider must be provided on the Create message.  There have been some NPAC use cases that do not require an LRN to route voice calls:



· Population of TNs with altSPID reseller information, for the purposes of pre-port identification, routing SMS/MMS messages, and law enforcement/public safety.



· Preparation for network management activities that keep pace with LNP and Pooling updates.


· Publication of SS7 DPC values for internal network purposes (e.g., ISVM).


The NPAC currently requires that all active TNs and Number Pooled Block (NPB) records contain an active LRN, and that all TNs be broadcast to all regional LSMSs (minus NPA-NXX filters).  Existing LSMS systems and downstream network systems may not need to receive SVs and NPBs from the NPAC for traditional voice routing purposes, if the LRN is only being populated in order to publish other information (e.g., altSPID field).  If the LRN field were made optional (using a pseudo value) in the NPAC, users could create records without stipulating that downstream network elements be updated with new PSTN voice routing instructions.  Service providers could opt-in to receive pseudo-LRN SVs and NPBs (in total or based on SPID), allowing them to manage LSMS capacity constraints and control downstream system growth rates.


Description of Change:


This change order is being created to mitigate the impact of growth on Service Provider LSMSs and downstream system capacity growth issues caused by internal network management activities.  The NPAC will be updated to allow an SV/NPB to contain a pseudo-LRN value.  Since pseudo-LRN SV/NPB data is not needed by LSMSs for traditional voice routing, pseudo-LRN records will only be broadcast to an LSMS that supports the pseudo-LRN value and is interested in pseudo-LRN data from the activating SPID.


With the introduction of the pseudo-LRN value, the NPAC will be updated to receive and broadcast intra-SP ports and NPB activations in the NPAC with a pseudo-LRN value (no behavior change for inter-SP ports):


· Intra-SP port with active LRN continues current behavior.



· Intra-SP port with pseudo-LRN can be done by NPA-NXX assignee on native number.



· Intra-SP port with pseudo-LRN cannot be done by NPA-NXX assignee with current active intra-port with active LRN.



· Intra-SP port with pseudo-LRN cannot be done on NPB with active LRN.



· Intra-SP port with pseudo-LRN can be done on NPB with pseudo-LRN.



· Inter-SP port with active LRN continues current behavior.



· Inter-SP port with pseudo-LRN cannot be done at any time.



· Dash-X/NPBs with active LRN continues current behavior.



· Dash-X/NPBs with pseudo-LRN can be done when the Block Holder SPID is also NPA-NXX assignee.



Users who opt-in will be able to request and receive pseudo-LRN data via a pair of SPID-level parameters, maintained by the NPAC administrator:



· SOA systems are subject to certification testing prior to activation.



· LSMS systems are subject to certification testing prior to activation.



· After passing certification testing, User will receive initial BDD of selected SPIDs pseudo-LRN records.



Opted-in NPAC users will indicate their intent to create pseudo-LRN SVs and NPBs through their SOA by populating ‘000-000-0000’ in the LRN field.  Users who have not opted-in will receive errors indicating an invalid LRN if they attempt to create a pseudo-LRN record (maintaining backward compatibility).



All NPAC users can create, modify, and disconnect pseudo-LRN records via:



· LTI



· Mass Activate process



· Help Desk request



SVs and NPBs cannot be modified in such a way that either populates the LRN of a previously pseudo-LRN record, or removes LRN data by converting active LRNs to pseudo-LRNs.  Changing an active record between an active LRN state and pseudo-LRN state always requires the creation of a replacement SV (which puts the previous SV into an ‘old’ status).  This preserves backward compatibility for SOA and LSMS systems that do not opt-in, by ensuring that a single SV-ID does not switch states.


Receipt of SOA notifications for pseudo-LRN records will be configurable per opted-in SPID.



Opted-in NPAC users will be able to stipulate the SPIDs for whom they receive pseudo-LRN records.  The list will be based on a set of SPIDs selected by the opted-in NPAC user, and maintained by the NPAC administrator.



All NPAC users will be able to access pseudo-LRN records via:


· LTI


· Help Desk request (users who have not opted-in to pseudo-LRN data will also be able to request information from the Help Desk)



Prior to opted-in NPAC users receiving pseudo-LRN data by broadcast to the LSMS, there will be a BDD-based ‘synch-up’ process that loads all existing pseudo-LRN info, either in total or subject to SPID-based filters.


NPAC will broadcast pseudo-LRN SVs and NPBs only to opted-in NPAC LSMSs, subject to SPID-based filters (Pseudo-LRN Accepted SPID List):


· LSMSs not opted-in to pseudo-LRN capability will not receive any broadcast for activate, modify, or disconnect of pseudo-LRN SVs and NPBs.


· When an active LRN SV is “replaced” by a pseudo-LRN SV in the NPAC, users that have not opted-in to receive the new record will only see a disconnect of the old SV.


NPAC queries and BDDs will include pseudo-LRN records to opted-in SOAs and LSMSs, subject to SPIDs-based filters (Pseudo-LRN Accepted SPID List).


FRS:



Section 1.2, NPAC SMS Functional Overview



Add a new section that describes the functionality of the pseudo-LRN.  See Description of Change above.



Section 3.1, NPAC SMS Data Models



Add new parameter for the pseudo-LRN.  See below:



			NPAC CUSTOMER DATA MODEL





			Attribute Name


			Type (Size) 


			Required


			Description





			[snip]


			


			


			





			NPAC Customer SOA Pseudo LRN Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Pseudo LRN information from the SOA to the NPAC SMS.  The Pseudo LRN is the ability to specify an LRN value of “000-000-0000”.



The default value is False.





			NPAC Customer LSMS Pseudo LRN Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Pseudo LRN information from the NPAC SMS to the LSMS.  The Pseudo LRN is the ability to receive an LRN value of “000-000-0000” in an SV or NPB.



The default value is False.





			NPAC Customer SOA Pseudo LRN Notification Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Pseudo LRN notifications to the SOA.



The default value is False.





			[snip]


			


			


			








Table 3-2 NPAC Customer Data Model



3.2.2, Service Provider ID (SPID) Migration Update




Req 39
SPID Migration Update – SIC-SMURF NPA-NXX File Processing – Update Pseudo-LRN SV Data


NPAC SMS shall update the new service provider SPID on ‘active-like’ pseudo-LRN subscription versions, associated with the NPA-NXX that was updated in the NPAC SMS, from the migrating away from SPID value to the migrating to SPID value, during the partial SPID Migration Update Request Process.


Req 40
SPID Migration Update – SIC-SMURF NPA-NXX File Processing – Update Pseudo-LRN Number Pool Block Data


NPAC SMS shall update the new service provider SPID on ‘active-like’ pseudo-LRN Number Pool Blocks, associated with the NPA-NXX that was updated in the NPAC SMS, from the migrating away from SPID value to the migrating to SPID value, during the partial SPID Migration Update Request Process.


3.4, Additional Requirements




Req 1
Pseudo-LRN value in the NPAC SMS


NPAC SMS shall use the LRN value of “000-000-0000” (all zeros) as the explicit indication from a requesting Service Provider that the Subscription Version or Number Pool Block is a request for a pseudo-LRN record.


Req 2
Pseudo-LRN restriction in the NPAC SMS


NPAC SMS shall reject the creation of the pseudo-LRN value of “000-000-0000” (all zeros) by Service Provider SOA, Service Provider Local SMS, Service Provider Low-Tech Interface, and NPAC Personnel on behalf of a Service Provider.


Req 41
Pseudo-LRN query in the NPAC SMS


NPAC SMS shall process a query of the pseudo-LRN value of “000-000-0000” (all zeros), and return a “no records found” response.


3.9, Service Provider Support Indicators




Req 42
Service Provider Low-Tech Interface Pseudo-LRN Support Flag Indicator



NPAC SMS shall provide a Service Provider Low-Tech Interface Pseudo-LRN Support Flag Indicator tunable parameter which defines whether the SPID supports pseudo-LRN functionality on the Low-Tech Interface.



Req 43
Service Provider Low-Tech Interface Pseudo-LRN Support Flag Indicator Default



NPAC SMS shall default the Service Provider Low-Tech Interface Pseudo-LRN Support Flag Indicator tunable parameter to TRUE.



Req 44
Service Provider Low-Tech Interface Pseudo-LRN Support Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Low-Tech Interface Pseudo-LRN Support Flag Indicator tunable parameter.



3.10, Bulk Data Download Functionality




Req 3
Subscription Version Bulk Download File Creation for SOA – Pseudo-LRN Inclusion



NPAC SMS shall include Subscription Versions with a pseudo-LRN value for Bulk Data Download files of Subscription Version data, when the requesting Service Provider’s NPAC Customer SOA Pseudo-LRN Indicator is set to TRUE, and the New Service Provider value in the pseudo-LRN record is contained in the Pseudo-LRN Accepted SPID List.



Req 4
Number Pool Block Holder Information Bulk Download File Creation for SOA – Pseudo-LRN Inclusion



NPAC SMS shall include Number Pool Blocks with a pseudo-LRN value for Bulk Data Download files of Number Pool Block data, when the requesting Service Provider’s NPAC Customer SOA Pseudo-LRN Indicator is set to TRUE, and the New Service Provider value in the pseudo-LRN record is contained in the Pseudo-LRN Accepted SPID List.



Req 45
Subscription Version Bulk Download File Creation for LSMS – Pseudo-LRN Inclusion



NPAC SMS shall include Subscription Versions with a pseudo-LRN value for Bulk Data Download files of Subscription Version data, when the requesting Service Provider’s NPAC Customer LSMS Pseudo-LRN Indicator is set to TRUE, and the New Service Provider value in the pseudo-LRN record is contained in the Pseudo-LRN Accepted SPID List.



Req 46
Number Pool Block Holder Information Bulk Download File Creation for LSMS – Pseudo-LRN Inclusion



NPAC SMS shall include Number Pool Blocks with a pseudo-LRN value for Bulk Data Download files of Number Pool Block data, when the requesting Service Provider’s NPAC Customer LSMS Pseudo-LRN Indicator is set to TRUE, and the New Service Provider value in the pseudo-LRN record is contained in the Pseudo-LRN Accepted SPID List.



3.11, NPA-NXX-X Information




RR3-79.1
Number Pool NPA-NXX-X Holder Information – Routing Data Field Level Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, are valid according to the formats specified in the Block Data Model upon Block creation scheduling for a Number Pool, or when re-scheduling a Block Create Event:  (Previously N-75.1).



[snip]



LRN (pseudo-LRN value of 000-000-0000)



Req 47
Number Pool NPA-NXX-X Holder Information – ServiceProvider SOA Pseudo-LRN Indicator Download of NPA-NXX-X Object



NPAC SMS shall download Number Pooling NPA-NXX-X Information for additions, modifications, and deletions, using the Number Pooling NPA-NXX-X Object, via the SOA to NPAC SMS Interface, when an NPA-NXX-X is indicated as both SOA Origination and pseudo-LRN, when the Service Provider SOA Pseudo-LRN Indicator is set to TRUE, and the New Service Provider value in the pseudo-LRN record is contained in the Pseudo-LRN Accepted SPID List.


Req 48
Number Pool NPA-NXX-X Holder Information – ServiceProvider Local SMS Pseudo-LRN Indicator Download of NPA-NXX-X Object


NPAC SMS shall download Number Pooling NPA-NXX-X Information for additions, modifications, and deletions, using the Number Pooling NPA-NXX-X Object, via the NPAC SMS to Local SMS Interface, when an NPA-NXX-X is indicated as both SOA Origination and pseudo-LRN, when the Service Provider LSMS Pseudo-LRN Indicator is set to TRUE, and the New Service Provider value in the pseudo-LRN record is contained in the Pseudo-LRN Accepted SPID List.


Req 49
Query of NPA-NXX-X Holder Information for Pseudo-LRN – Service Provider Personnel – SOA Interface



NPAC SMS shall allow a Service Provider SOA via the SOA to NPAC SMS Interface, to query NPA-NXX-X Holder Information for a pseudo-LRN record, if the value in the requesting Service Provider’s SOA Pseudo-LRN Indicator is set to TRUE, and the New Service Provider value in the pseudo-LRN record is contained in the Pseudo-LRN Accepted SPID List.


Req 50
Query of NPA-NXX-X Holder Information for Pseudo-LRN – Service Provider Personnel – LSMS Interface



NPAC SMS shall allow a Service Provider Local SMS via the NPAC SMS to Local SMS Interface, to query NPA-NXX-X Holder Information for a pseudo-LRN record, if the value in the requesting Service Provider’s LSMS Pseudo-LRN Indicator is set to TRUE, and the New Service Provider value in the pseudo-LRN record is contained in the Pseudo-LRN Accepted SPID List.


Req 51
Query NPA-NXX-X Holder Information for Pseudo-LRN – Service Provider Personnel – LTI



NPAC SMS shall allow a Service Provider via the NPAC SOA Low-tech Interface, to query NPA-NXX-X Holder Information for a pseudo-LRN record, regardless of the value in the requesting Service Provider’s SOA or LSMS Pseudo-LRN Indicator, only if the Service Provider Low-Tech Interface Pseudo-LRN Support Flag Indicator is TRUE.


3.12, Block Information




Req 5
Number Pool Block Holder Information – Service Provider Tunable Value of TRUE for Pseudo-LRN Request



NPAC SMS shall accept a block activate request for a pseudo-LRN record from a Service Provider SOA when the NPAC Customer SOA Pseudo-LRN Indicator is set to TRUE.


Req 6
Number Pool Block Holder Information – Service Provider Tunable Value of FALSE for Pseudo-LRN Request



NPAC SMS shall reject a block activate request for a pseudo-LRN record from a Service Provider SOA when the NPAC Customer SOA Pseudo-LRN Indicator is set to FALSE.


Req 7
Number Pool Block Holder Information – Service Provider Validation for Pseudo-LRN Request of NPA-NXX Ownership



NPAC SMS shall, upon receiving a block activate request for a pseudo-LRN record, verify the Block Holder SPID attribute of the Block object matches the SPID in the NPA-NXX for this corresponding NPA-NXX-X.


Req 8
Number Pooling Block Holder Information – Broadcast of Block Data for Pseudo-LRN



NPAC SMS shall broadcast a Block to EDR Local SMSs for additions, modifications, deletions, re-sends, and resync, via the NPAC SMS to Local SMS Interface, for a pseudo-LRN record when the Service Provider LSMS Pseudo-LRN Indicator is set to TRUE, and the New Service Provider value in the pseudo-LRN record is contained in the Pseudo-LRN Accepted SPID List.


Req 9
Number Pooling Block Holder Information – Suppression of Block Data for Pseudo-LRN



NPAC SMS shall suppress the broadcast of a Block to EDR Local SMSs for additions, modifications, deletions, re-sends, and resync, via the NPAC SMS to Local SMS Interface, for a pseudo-LRN record when the Service Provider LSMS Pseudo-LRN Indicator is set to FALSE.


RR3-149
 Addition of Number Pooling Block Holder Information – Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, is valid according to the formats specified in the Subscription Version Data Model upon Block creation for a Number Pool:  (Previously B-250)



[snip]



LRN (pseudo-LRN value of 000-000-0000)



Req 10
Activate Number Pool Block – Send Notification of Activation of Pseudo-LRN Record



NPAC SMS shall send the notification to the current Service Provider when a Number Pool Block is set to active/partial failure/failed upon activation of a Number Pool Block of a pseudo-LRN record only if the SOA is NPAC Customer SOA Pseudo-LRN Notification Indicator is set to TRUE, the SOA Origination Flag is set to TRUE, and the New Service Provider value in the pseudo-LRN record is contained in the Pseudo-LRN Accepted SPID List.


Req 11
Activate Number Pool Block – Suppress Notification of Activation of Pseudo-LRN Record



NPAC SMS shall suppress the notification to the current Service Provider when a Number Pool Block is set to active/partial failure/failed upon activation of a Number Pool Block of a pseudo-LRN record only if the SOA is NPAC Customer SOA Pseudo-LRN Notification Indicator is set to FALSE, or if the SOA is NPAC Customer SOA Pseudo-LRN Notification Indicator is set to TRUE and the SOA Origination Flag is set to FALSE.


RR3-157
Modification of Number Pooling Block Holder Information – Routing Data



NPAC SMS shall allow NPAC personnel, Service Provider via the SOA to NPAC SMS Interface, or Service Provider via the NPAC SOA Low-tech Interface, to modify the block holder default routing information (LRN (excluding setting or removing pseudo-LRN), DPC(s), and SSN(s)), Number Pool Block SV Type (if supported by the Block Holder SOA), Alternative SPID (if supported by the Block Holder SOA), Last Alternative SPID (if supported by the Block Holder SOA), Alt-End User Location Value (if supported by the Block Holder SOA), Alt-End User Location Type (if supported by the Block Holder SOA), and Alt-Billing ID (if supported by the Block Holder SOA), Voice URI (if supported by the Block Holder SOA) MMS URI (if supported by the Block Holder SOA), and SMS URI (if supported by the Block Holder SOA) for a 1K Block as stored in the NPAC SMS.  (Previously B-320, reference NANC 399)



Req 12
Deletion of Number Pool Block Holder Information – Send Notification of Disconnect of Pseudo-LRN Record



NPAC SMS shall send the notification to the current Service Provider when a Number Pool Block is set to old upon deletion of a Number Pool Block of a pseudo-LRN record only if the SOA is NPAC Customer SOA Pseudo-LRN Notification Indicator is set to TRUE and the SOA Origination Flag is set to TRUE.


Req 13
Deletion of Number Pool Block Holder Information – Suppress Notification of Disconnect of Pseudo-LRN Record



NPAC SMS shall suppress the notification to the current Service Provider when a Number Pool Block is set to old upon deletion of a Number Pool Block of a pseudo-LRN record only if the SOA’s NPAC Customer SOA Pseudo-LRN Notification Indicator is set to FALSE, or if the SOA is NPAC Customer SOA Pseudo-LRN Notification Indicator is set to TRUE and the SOA Origination Flag is set to FALSE.


Req 14
Query of Number Pool Block Holder Information for Pseudo-LRN – Service Provider Personnel – SOA Interface



NPAC SMS shall allow a Service Provider SOA via the SOA to NPAC SMS Interface, to query Block Holder Information for a pseudo-LRN record, if the value in the requesting Service Provider’s SOA Pseudo-LRN Indicator is set to TRUE, and the New Service Provider value in the pseudo-LRN record is contained in the Pseudo-LRN Accepted SPID List.





Req 52
Query of Number Pool Block Holder Information for Pseudo-LRN – Service Provider Personnel – LSMS Interface



NPAC SMS shall allow a Service Provider Local SMS via the NPAC SMS to Local SMS Interface, to query Block Holder Information for a pseudo-LRN record, if the value in the requesting Service Provider’s LSMS Pseudo-LRN Indicator is set to TRUE, and the New Service Provider value in the pseudo-LRN record is contained in the Pseudo-LRN Accepted SPID List.


Req 15
Query of Number Pool Block Holder Information for Pseudo-LRN – Service Provider Personnel – LTI



NPAC SMS shall allow a Service Provider via the NPAC SOA Low-tech Interface, to query Block Holder Information for a pseudo-LRN record, regardless of the value in the requesting Service Provider’s SOA or LSMS Pseudo-LRN Indicator, only if the Service Provider Low-Tech Interface Pseudo-LRN Support Flag Indicator is TRUE.


4.1, Service Provider Data Administration and Management 




R4-8
Service Provider Data Elements


NPAC SMS shall require the following data if there is no existing Service Provider data:



[snip]



NPAC Customer SOA Pseudo-LRN Indicator



NPAC Customer LSMS Pseudo-LRN Indicator



NPAC Customer SOA Pseudo-LRN Notification Indicator



Req 16
Service Provider SOA Pseudo-LRN Indicator


NPAC SMS shall provide a Service Provider SOA Pseudo-LRN Indicator tunable parameter which defines whether a SOA supports Pseudo-LRN.


Req 17
Service Provider SOA Pseudo-LRN Indicator Default


NPAC SMS shall default the Service Provider SOA Pseudo-LRN Indicator tunable parameter to FALSE.


Req 18
Service Provider SOA Pseudo-LRN Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Pseudo-LRN Indicator tunable parameter.



Req 19
Service Provider LSMS Pseudo-LRN Indicator


NPAC SMS shall provide a Service Provider LSMS Pseudo-LRN Indicator tunable parameter which defines whether an LSMS supports Pseudo-LRN.



Req 20
Service Provider LSMS Pseudo-LRN Indicator Default


NPAC SMS shall default the Service Provider LSMS Pseudo-LRN Indicator tunable parameter to FALSE.



Req 21
Service Provider LSMS Pseudo-LRN Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS Pseudo-LRN Indicator tunable parameter.


Req 22
Add SPID to Pseudo-LRN Accepted SPID List by NPAC Personnel on behalf of Local SMS


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, on behalf of a Service Provider that supports pseudo-LRN records, to add a SPID to the Pseudo-LRN Accepted SPID List for a given Local SMS, which results in the Local SMS receiving broadcasts of Pseudo-LRN information, in subscription versions and Number Pool Blocks.



NOTE:  Accepted SPID (receives the data) is the opposite of a Filtered SPID (does not receive the data).



NOTE:  If the Service Provider has selected one or more Pseudo-LRN Accepted SPIDs, then only those pseudo-LRN records for those SPID(s) will be sent.  If the Service Provider has not selected any Pseudo-LRN Accepted SPIDs, then all pseudo-LRN broadcasts will be sent if the Local SMS supports pseudo-LRN records.



Req 23
Delete SPID from Pseudo-LRN Accepted SPID List by NPAC Personnel on behalf of Local SMS


NPAC NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, on behalf of a Service Provider that supports pseudo-LRN records, to delete a SPID from the Pseudo-LRN Accepted SPID List for a given Local SMS.



Req 24
Query SPID from Pseudo-LRN Accepted SPID List by NPAC Personnel on behalf of Local SMS


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to query the Pseudo-LRN Accepted SPID List for a given Local SMS.


5.1, Subscription Version Management




R5‑15.1
Create “Inter-Service Provider Port” Subscription Version - New Service Provider Input Data



NPAC SMS shall require the following data from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port when NOT “porting to original”:  (reference NANC 399)



· Local Number Portability Type ‑ Port Type.  This field must be set to “LSPP” for Inter-Service Provider ports.



· Ported Telephone Number(s) ‑ this entry can be a single TN or a continuous range of TNs that identifies a subscription or a group of Subscription Versions that share the same attributes.



· Due Date ‑ date on which transfer of service from old facilities‑based Service Provider to new facilities‑based Service Provider is initially planned to occur.



· New Facilities‑based Service Provider ID ‑ the identifier of the new facilities‑based Service Provider.



· Old Facilities‑based Service Provider ID ‑ the identifier of the old facilities‑based Service Provider.



· Location Routing Number (LRN) ‑ the identifier of the ported‑to switch (excluding pseudo-LRN).



· [snip]


RR5-6.5
Create “Intra-Service Provider Port” Subscription Version - LRN Validation



NPAC SMS shall verify that the LRN (excluding pseudo-LRN) is associated with the new Service Provider in the NPAC SMS system upon Subscription Version creation for an Intra-Service Provider port.



Req 25
Create “Intra-Service Provider Port” Subscription Version – Service Provider Tunable Value of TRUE for Pseudo-LRN Request


NPAC SMS shall accept a Subscription Version Create request for a pseudo-LRN record from a Service Provider SOA when the NPAC Customer SOA Pseudo-LRN Indicator is set to TRUE.



Req 26
Create “Intra-Service Provider Port” Subscription Version – Service Provider Tunable Value of FALSE for Pseudo-LRN Request


NPAC SMS shall reject a Subscription Version Create request for a pseudo-LRN record from a Service Provider SOA when the NPAC Customer SOA Pseudo-LRN Indicator is set to FALSE.


Req 53
Create “Intra-Service Provider Port” Subscription Version – Rejection of Pseudo-LRN Request for Active Inter- or Intra-Subscription Version with Active LRN



NPAC SMS shall reject a Subscription Version Create request for a pseudo-LRN record from a Service Provider SOA when an active Inter- or Intra-Subscription Version with an active LRN exists for that TN.


Req 27
Create “Intra-Service Provider Port” Subscription Version – Rejection of Pseudo-LRN Request for Active Number Pool Block



NPAC SMS shall reject a Subscription Version Create request for a pseudo-LRN record from a Service Provider SOA when an active pooled Subscription Version with an active LRN exists for that TN.


Req 28
Create “Intra-Service Provider Port” Subscription Version - Notify User of Creation of Pseudo-LRN Record



NPAC SMS shall notify the current Service Provider when a Subscription Version is set to pending upon a successful creation of a Subscription Version for an Intra-Service Provider port of a pseudo-LRN record only if the SOA is NPAC Customer SOA Pseudo-LRN Notification Indicator is set to TRUE.


R5‑27.1
Modify Subscription Version - New Service Provider Data Values



NPAC SMS shall allow the following data to be modified in a pending or conflict Subscription Version for an Inter-Service Provider or Intra-Service Provider port by the new/current Service Provider or NPAC personnel:



· [snip]



· LRN (excluding setting or removing a pseudo-LRN)


R5‑29.1
Modify Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.



· [snip]



· LRN (excluding setting or removing a pseudo-LRN)


R5‑36
Modify Active Subscription Version - Input Data



NPAC SMS shall allow the following data to be modified for an active Subscription Version:



· [snip]



· Location Routing Number (LRN) ‑ the identifier of the ported to switch (excluding setting or removing a pseudo-LRN)


R5-38.2
Modify Active Subscription Version - LRN Validation



NPAC SMS shall verify that an input LRN (excluding pseudo-LRN, which cannot be modified) is associated with the new Service Provider in the NPAC SMS system upon Subscription Version modification of an active version.



Req 29
Activate Subscription Version - Local SMS Identification – Pseudo-LRN


NPAC SMS shall send a Subscription Version Activate to all Local SMSs, based on the Pseudo-LRN Accepted SPID List, that are accepting Subscription Version data downloads of pseudo-LRN data.


Req 30
Activate Subscription Version - Local SMS Identification – Delete for Pseudo-LRN non-support



NPAC SMS shall send a Subscription Version Delete to a Local SMS if the NPAC Customer SOA Pseudo-LRN Notification Indicator is set to FALSE, when activating an intra-service provider port for a pseudo-LRN record, where a currently active intra-service provider port with active LRN exists.


Req 31
Activate “Intra-Service Provider Port” Subscription Version – Send Notification of Activation of Pseudo-LRN Record



NPAC SMS shall send a notification to the current Service Provider when a Subscription Version is set to active/partial failure/failed upon activation of a Subscription Version for an Intra-Service Provider port of a pseudo-LRN record only if the SOA is NPAC Customer SOA Pseudo-LRN Notification Indicator is set to TRUE.


Req 32
Activate “Intra-Service Provider Port” Subscription Version – Suppress Notification of Activation of Pseudo-LRN Record



NPAC SMS shall suppress the notification to the current Service Provider when a Subscription Version is set to active/partial failure/failed upon activation of a Subscription Version for an Intra-Service Provider port of a pseudo-LRN record only if the SOA is NPAC Customer SOA Pseudo-LRN Notification Indicator is set to FALSE.


Req 33
Disconnect Subscription Version - Local SMS Identification – Pseudo-LRN


NPAC SMS shall determine which Local SMSs to send the Subscription Version to by identifying all Local SMSs, including the Pseudo-LRN Accepted SPID List, that are accepting Subscription Version data downloads of pseudo-LRN data.


Req 34
Disconnect Subscription Version - Local SMS Identification – Disconnect for Pseudo-LRN non-support



NPAC SMS shall suppress a Subscription Version disconnect to the Local SMS if the NPAC Customer SOA Pseudo-LRN Notification Indicator is set to FALSE, when disconnecting an intra-service provider port for a pseudo-LRN record.


Req 35
Disconnect “Intra-Service Provider Port” Subscription Version – Send Notification of Disconnect of Pseudo-LRN Record



NPAC SMS shall send a notification to the current Service Provider when a Subscription Version is set to old upon disconnection of a Subscription Version for an Intra-Service Provider port of a pseudo-LRN record only if the SOA is NPAC Customer SOA Pseudo-LRN Notification Indicator is set to TRUE.


Req 36
Disconnect “Intra-Service Provider Port” Subscription Version – Suppress Notification of Disconnect of Pseudo-LRN Record



NPAC SMS shall suppress the notification to the current Service Provider when a Subscription Version is set to old upon disconnection of a Subscription Version for an Intra-Service Provider port of a pseudo-LRN record only if the SOA is NPAC Customer SOA Pseudo-LRN Notification Indicator is set to FALSE.


Req 37
Query of Subscription Versions for Pseudo-LRN – Service Provider Personnel – SOA Interface



NPAC SMS shall allow a Service Provider SOA via the SOA to NPAC SMS Interface, to query Subscription Versions for a pseudo-LRN record, if the value in the requesting Service Provider’s SOA Pseudo-LRN Indicator is set to TRUE, and the New Service Provider value in the pseudo-LRN record is contained in the Pseudo-LRN Accepted SPID List.





Req 54
Query of Subscription Versions for Pseudo-LRN – Service Provider Personnel – LSMS Interface



NPAC SMS shall allow a Service Provider Local SMS via the NPAC SMS to Local SMS Interface, to query Subscription Versions for a pseudo-LRN record, if the value in the requesting Service Provider’s LSMS Pseudo-LRN Indicator is set to TRUE, and the New Service Provider value in the pseudo-LRN record is contained in the Pseudo-LRN Accepted SPID List.


Req 38
Query of Subscription Versions for Pseudo-LRN – Service Provider Personnel – LTI



NPAC SMS shall allow a Service Provider via the NPAC SOA Low-tech Interface, to query Subscription Versions for a pseudo-LRN record, regardless of the value in the requesting Service Provider’s SOA or LSMS Pseudo-LRN Indicator.


8.4, Audit System Functionality




Req 55
Audit of Pseudo-LRN Subscription Version – only for Supporting LSMS


NPAC SMS shall audit a pseudo-LRN Subscription Version, only when a Service Provider’s LSMS supports pseudo-LRN Subscription Versions, and the SPID to be audited is contained in the Pseudo-LRN Accepted SPID List.


Req 56
Audit of Pseudo-LRN Number Pool Block – only for Supporting LSMS



NPAC SMS shall audit a pseudo-LRN Number Pool Block, only when a Service Provider’s LSMS supports pseudo-LRN Subscription Versions, and the SPID to be audited is contained in the Pseudo-LRN Accepted SPID List.


Req 57
Audit of Pseudo-LRN Subscription Version – Send Audit Results to Originating SOA


NPAC SMS shall send audit results of a pseudo-LRN Subscription Version to the originating SOA, regardless of the SOA’s Pseudo-LRN Indicator value.


Req 58
Audit of Pseudo-LRN Number Pool Block – Send Audit Results to Originating SOA


NPAC SMS shall send audit results of a pseudo-LRN Number Pool Block to the originating SOA, regardless of the SOA’s Pseudo-LRN Indicator value.


Req 59
Add/Modify/Delete TNs to Service Provider Pseudo-LRN Subscription Versions


NPAC SMS shall, following the comparison of its own pseudo-LRN Subscription Versions to the Service Provider’s pseudo-LRN Subscription Versions, broadcast to the Service Provider the latest update (add/modify/delete) for any TN that was not the same in the Service Provider’s Subscription Version database.


Note:  In the case, where more than one activity occurred on the TN (e.g., disconnect active-LRN SV, followed by activate of pseudo-LRN SV), only the latest activity (activate) is sent.


IIS:






1.  IIS Change:  add a new flow for the Download of a pseudo-LRN Subscription Version to the LSMS – Single


B.x.y  Active Pseudo-LRN SubscriptionVersion Create on Local SMS for a single TN


This scenario shows how a pseudo-LRN intra-service port is processed.


1. M-CREATE Request subscriptionVersion   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable TRUE) or no download   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable FALSE)


2. M-CREATE Response subscriptionVersion   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable TRUE) or no download response   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable FALSE)


3. M-EVENT-REPORT Request subscriptionVersionStatusAttributeValueChange   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no notification   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)


4. M-EVENT-REPORT Response subscriptionVersionStatusAttributeValueChange   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no notification response   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)


2.  IIS Change:  add a new flow for the Download of a pseudo-LRN Subscription Version to the LSMS – Range



B.x.y  Active Pseudo-LRN SubscriptionVersion Create on Local SMS for a range of TNs


This scenario shows how a pseudo-LRN intra-service port is processed.


1. M-ACTION Request subscriptionVersionLocalSMS-Create   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable TRUE) or no download   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable FALSE)


2. M-ACTION Response subscriptionVersionLocalSMS-Create   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable TRUE) or no download response   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable FALSE)


3. M-EVENT-REPORT Request subscriptionVersionLocalSMS-ActionResults   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no notification response   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)


4. M-EVENT-REPORT Response subscriptionVersionLocalSMS-ActionResults   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no notification response   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)


3.  IIS Change:  add a new flow for the Deletion of a pseudo-LRN Subscription Version



B.x.y  SubscriptionVersion Delete for pseudo-LRN Intra-Service Provider Port after receiving request from SOA


This scenario shows how a pseudo-LRN intra-service port is processed.


1. M-DELETE Request subscriptionVersion   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable TRUE) or no download   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable FALSE)


2. M-DELETE Response subscriptionVersion   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable TRUE) or no download response   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable FALSE)


3. M-EVENT-REPORT Request subscriptionVersionDonorSP-CustomerDisconnectDate   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no notification response   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)


4. M-EVENT-REPORT Response subscriptionVersionDonorSP-CustomerDisconnectDate   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no notification response   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)


5. M-SET Request subscriptionVersionNPAC   (NPAC SMS internal)


6. M-SET Response subscriptionVersionNPAC   (NPAC SMS internal)


7. M-EVENT-REPORT Request subscriptionStatusAttributeValueChange   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no notification response   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)


8. M-EVENT-REPORT Response subscriptionStatusAttributeValueChange   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no notification response   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)


4.  IIS Change:  add a new flow for the Creation of a pseudo-LRN NPA-NXX-X to the SOA and LSMS



B.x.y  NPA-NXX-X Create for pseudo-LRN Number Pool Block


This scenario shows how a pseudo-LRN NPA-NXX-X is processed.


1. M-CREATE Request serviceProvNPA-NXX-X   (NPAC SMS internal)


2. M-CREATE Response serviceProvNPA-NXX-X   (NPAC SMS internal)


3. M-CREATE Request serviceProvNPA-NXX-X   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable TRUE) or no broadcast   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable FALSE)


4. M-CREATE Response serviceProvNPA-NXX-X   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable TRUE) or no broadcast response   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable FALSE)


5. M-CREATE Request serviceProvNPA-NXX-X   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no broadcast   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)


6. M-CREATE Response serviceProvNPA-NXX-X   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no broadcast response   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)


5.  IIS Change:  add a new flow for the Modification of a pseudo-LRN NPA-NXX-X to the SOA and LSMS



B.x.y  NPA-NXX-X Modify for pseudo-LRN Number Pool Block


This scenario shows how a pseudo-LRN NPA-NXX-X is processed.


1. M-SET Request serviceProvNPA-NXX-X   (NPAC SMS internal)


2. M-SET Response serviceProvNPA-NXX-X   (NPAC SMS internal)


3. M-SET Request serviceProvNPA-NXX-X   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable TRUE) or no broadcast   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable FALSE)


4. M-SET Response serviceProvNPA-NXX-X   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable TRUE) or no broadcast response   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable FALSE)


5. M-SET Request serviceProvNPA-NXX-X   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no broadcast   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)


6. M-SET Response serviceProvNPA-NXX-X   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no broadcast response   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)


6.  IIS Change:  add a new flow for the Deletion of a pseudo-LRN NPA-NXX-X to the SOA and LSMS _Prior to Number Pool Block Existence



B.x.y  NPA-NXX-X Delete for pseudo-LRN Number Pool Block


This scenario shows how a pseudo-LRN NPA-NXX-X is processed.


1. M-DELETE Request serviceProvNPA-NXX-X   (NPAC SMS internal)


2. M-DELETE Response serviceProvNPA-NXX-X   (NPAC SMS internal)


3. M-DELETE Request serviceProvNPA-NXX-X   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable TRUE) or no broadcast   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable FALSE)


4. M-DELETE Response serviceProvNPA-NXX-X   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable TRUE) or no broadcast response   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable FALSE)


5. M-DELETE Request serviceProvNPA-NXX-X   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no broadcast   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)


6. M-DELETE Response serviceProvNPA-NXX-X   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no broadcast response   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)


7.  IIS Change:  add a new flow for the Successful Broadcast of a pseudo-LRN Number Pool Block to the LSMS



B.x.y  Pseudo-LRN Number Pool Block Successful Broadcast to Local SMS


This scenario shows how a pseudo-LRN NPB is processed.


1. M-SET Request subscriptionVersionNPAC   (NPAC SMS internal)


2. M-SET Response subscriptionVersionNPAC   (NPAC SMS internal)


3. M-SET Request numberPoolBlockNPAC   (NPAC SMS internal)


4. M-SET Response numberPoolBlockNPAC   (NPAC SMS internal)


5. M-EVENT-REPORT Request numberPoolBlockStatusAttributeValueChange   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no notification   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)


6. M-EVENT-REPORT Response numberPoolBlockStatusAttributeValueChange   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no notification response   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)


8.  IIS Change:  add a new flow for the Successful De-Pool of a pseudo-LRN Number Pool Block to the LSMS


B.x.y  Pseudo-LRN Number Pool Block Successful De-Pool to Local SMS


This scenario shows how a pseudo-LRN NPB is processed.


1. M-DELETE Request subscriptionVersionNPAC   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no broadcast   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)


2. M-DELETE Request numberPoolBlockNPAC   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no broadcast   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)


3. M-DELETE Response subscriptionVersionNPAC   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no broadcast response   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)


4. M-DELETE Response numberPoolBlockNPAC   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no broadcast response   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)


5. M-SET Request subscriptionVersionNPAC   (NPAC SMS internal)


6. M-SET Response subscriptionVersionNPAC   (NPAC SMS internal)


7. M-SET Request numberPoolBlockNPAC   (NPAC SMS internal)


8. M-SET Response numberPoolBlockNPAC   (NPAC SMS internal)


9. M-EVENT-REPORT Request subscriptionVersionDonorSP-CustomerDisconnectDate   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no notification   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)


10. M-EVENT-REPORT Response subscriptionVersionDonorSP-CustomerDisconnectDate    (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no notification response   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)


11. M-EVENT-REPORT Request numberPoolBlockStatusAttributeValueChange    (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no notification   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)


12. M-EVENT-REPORT Response numberPoolBlockStatusAttributeValueChange    (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no notification response   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)


9.  IIS Change:  add a new flow for the Audit of a pseudo-LRN Subscription Version to the LSMS – SOA Initiated


B.x.y  Pseudo-LRN SubscriptionVersion Audit on Local SMS


This scenario shows how a pseudo-LRN audit is processed.


1. M-CREATE Request subscriptionAudit


2. M-CREATE Response subscriptionAudit


3. M-EVENT-REPORT Request objectCreation



4. M-EVENT-REPORT Response objectCreation



5. M-GET Request (scoped and filtered) subscriptionVersion   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable TRUE) or no query   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable FALSE)


6. M-GET Response (scoped and filtered) subscriptionVersion   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable TRUE) or no query response   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable FALSE)


7. M-EVENT-REPORT Request subscriptionAudit-DiscrepancyRpt


8. M-EVENT-REPORT Response subscriptionAudit-DiscrepancyRpt


10.  IIS Change:  add a new flow for the Audit of a pseudo-LRN Subscription Version to the LSMS – NPAC Initiated



B.x.y  Pseudo-LRN SubscriptionVersion Audit on Local SMS


This scenario shows how a pseudo-LRN audit is processed.


1. M-CREATE Request subscriptionAudit   (NPAC SMS internal)


2. M-CREATE Response subscriptionAudit   (NPAC SMS internal)


3. M-GET Request (scoped and filtered) subscriptionVersion   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable TRUE) or no query   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable FALSE)


4. M-GET Response (scoped and filtered) subscriptionVersion   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable TRUE) or no query response   (from NPAC SMS to LSMS if SP Pseudo-LRN LSMS tunable FALSE)


5. M-EVENT-REPORT Request subscriptionVersionStatusAttributeValueChange to current SOA   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no notification   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)


6. M-EVENT-REPORT Response subscriptionVersionStatusAttributeValueChange   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no notification response   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)


7. M-EVENT-REPORT Request subscriptionVersionStatusAttributeValueChange to Old SOA   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no notification   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)


8. M-EVENT-REPORT Response subscriptionVersionStatusAttributeValueChange   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable TRUE) or no notification response   (from NPAC SMS to SOA if SP Pseudo-LRN SOA tunable FALSE)


9. M-DELETE Request subscriptionAudit   (NPAC SMS internal)


10. M-DELETE Response subscriptionAudit   (NPAC SMS internal)


GDMO:



TBD.



-- 11.0 LNP New Service Provider Subscription Version Create



subscriptionVersionNewSP-Create ACTION



    BEHAVIOUR



        subscriptionVersionNewSP-CreateDefinition,



        subscriptionVersionNewSP-CreateBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.NewSP-CreateAction;



    WITH REPLY SYNTAX LNP-ASN1.NewSP-CreateReply;



    REGISTERED AS {LNP-OIDS.lnp-action 11};



subscriptionVersionNewSP-CreateBehavior BEHAVIOUR



    DEFINED AS !



[snip]



        LRN data is associated with the New Service Provider for a regular


        port.  LRN data of 000-000-0000 is used for a pseudo-LRN port.


[snip]



ASN.1:



No changes required.
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NANC 437 Issue Parking Lot Matrix 
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Please Note: The items listed below have been identified for further in-depth analysis during the technical requirements discussions related to NANC 437, which proposes an Inter-NPAC peering model architecture.


			Category Topic


			Description





			DOCUMENTATION


			Items agreed upon during review to be updated in next NANC 437 FRS/IIS 5.0.0 release (8/12/09 -may have impact on NPAC functionality and may not be a Documentation Only change)





			M&P


			Items identifying existing and or new procedures updates in support of NANC 437





			FUTURE REQUIREMENTS


			Items optionally to be considered at a future time that contain suggested new or modified functionality from the functionality currently included in the NANC 437 documentation 





			LEVEL OF EFFORT


			Items requiring further understanding of the level of effort for vendors implementing NANC 437





			ARCHITECTURE


			Items raised during the NANC 437 review related to the NANC 437 solution architecture as well as items not categorized in the other existing categories





			OPERATIONAL (added 09-15-09)


			Items identifying potential NPAC or Service Provider operational impacts.








			Status


			Description





			OPEN


			Items pending next NANC 437 documentation release or for LNPA WG discussion/determination





			RECOMMEND CLOSED


			Items that have been identified as duplicate, can be combined with an existing item, or where there is a more specific and detailed item that has been opened





			CLOSED


			Items that are completed.





			PENDING


			Items pending the release of the next NANC 437 documentation








			Item #


			Date Logged


			Status 


			Related Requirement(s)


			Industry Documentation Referenced


			Major Topic


			Decisions/Recommendations/Discussion





			0001






			3/10/09


			Closed



01/12/10


			N/A


			Certification and Regress Test Plan 


			M&P/LEVEL OF EFFORT



Resolving Inter-NPAC SMS interface specification NPAC vendor disputes discovered during test cycles.


			TBD – Address when test plan and test cases are developed.



Related to items #4 and #31  the general testing strategy of NANC 437. 


11/10/09



Telcordia Proposal:



· LNPA WG or Operations Team.  Previously when their were two NPAC vendors the change management administrator arbitrated disputes between the NPAC vendors as well as between the NPAC vendors and SOA and LSMS vendors.  Telcordia has recommended reinstatement of third party change management.


01/12/10



· Two options are a focused internal LNPA WG group or an external neutral 3rd party.



· No objection to the 3rd party change management entity for dispute resolution being internal to the LNPA WG. 









			0002


			3/10/09


			Open


			N/A


			M&P


			M&P



Resolving Inter-NPAC SMS Interface specification NPAC vendor disputes discovered during production failures


			TBD – Address when M&Ps are developed.



8/12/09



· The PIM process was discussed as a possible solution.  


11/10/09



Telcordia Proposal:



· LNPA WG with LLC would resolve issues as it does today.  When there were two NPAC vendors the change management administrator and/or LNPA WG arbitrated disputes between the NPAC vendors as well as between the NPAC vendors and SOA and LSMS vendors.  An option is to reinstatement of third party change management.





			0003


			3/10/09


			Closed on 11/10/09


			N/A


			PIMs


			M&P



Addressing NPAC vendor-specific PIM topics


			TBD – Need to determine how to work NPAC specific PIM topics that might not be appropriate to discuss in current PIM processes.


8/12/09



· Discussion needs to take place on logistics of holding technical discussions and addressing technical issues that also impact NPAC contracts. 



11/10/09



· NPAC vendors could be excused for NPAC vendor-specific PIM discussions or it could be addressed in LLC.



· SPs could handle via vendor customer relationship.



· For interoperability issues, this could be addressed by Item 0002.  This item was closed and now pointed to Item 0002.





			0004


			3/10/09


			Open


			N/A


			Certification and Regression Test Plan based on FRS and IIS


			M&P/LEVEL OF EFFORT



Technical certification of a new NPAC vendor


			TBD – Address when test plan and test cases are developed.


8/12/09



· Level of Effort discussion required.



· 3rd party certifier required for NPAC vendors?



· Related to item#1


11/10/09



Telcordia Proposal:



· Assumed LLC would identify appropriate certification processes.  Test plans would leverage existing turn-up test cases for interface testing with SOA and LSMS vendors.  A new test plan would be needed for Inter-NPAC testing.





			0005


			3/10/09


			Closed



8/12/09






			N/A


			M&P 


			M&P



NPAC Vendor change process (for operators electing to switch NPAC vendors)


			TBD – Address when M&P for transition are developed.



Covered more completely in Item #31


8/12/09



· What is industry expectation for certification testing when SPs transition to new NPAC vendor? 



· Agreed to close Item 5 and add bullet above to Item 31.





			0006


			3/10/09


			Open


			N/A


			M&P


			M&P



Coordinated changes to NPAC SMS configuration parameters (e.g. timers, retry counters)


			TBD – Address when M&Ps are developed.


8/12/09



· NAPM LLC approval process involved.



09/16/09



Although not required, if desired the LNPA WG would need to define M&P for management of tunables values used by all Peered NPAC.



11/10/09:


Telcordia Proposal:



· LNPA WG in conjunction with LLC as it is done today. Parameter changes are scheduled with prior industry agreement.



Further Discussion:



· Current set of configurable parameters must be listed in the FRS and all NPACs must use the same defined set of configurable parameters.  Add as new DOCUMENTATION item.



· See new Item 0194.





			0007


			3/10/09


			Open


			No New Requirements


			M&P / Best Practices, Existing FRS requirements


			M&P



Managing lagging LSMS systems


			Peering would not change requirements for how each NPAC SMS deals with LSMS that are lagging today. 


8/12/09



· Are additional requirements necessary dependent on which NPAC notices lagging LSMS?



11/10/09



Telcordia Proposal:



· Peering would not change industry requirements for how each NPAC SMS deals with lagging LSMS systems.


Further Discussion:


· Option discussed:  Habitual lagging LSMSs would be dealt with as they are today – by NPAC with the relationship with the lagging LSMS.  This would include the scenario of a primary NPAC disassociating as soon as possible their customer in response to a customer of another NPAC and force them into recovery.


· Question on how to resolve when a customer of one NPAC that identifies a lagging LSMS from another NPAC, e.g., Partial Fails.



· A lagging LSMS on one NPAC could impact the performance of another NPAC.





			0008


			3/10/09


			Closed (07/14/09)


			


			FRS Architecture and specific CH 6 and 10 requirements


			ARCHITECTURE



Performance – industry and provider systems


			Will be discussed during Change Order 437 FRS review.



Agreed to close since Chapters 6 and 10 have been reviewed and specific items have been logged. (items 192, 101, 91, 127)





			0009


			3/10/09


			Closed (07/14/09)


			


			FRS/IIS Requirements relating to SV, Block, and Audit (CH 3, 5, and 8 and related IIS Flows)


			ARCHITECTURE



Race conditions – e.g., NPACs would be out of synch between the time Primary NPAC puts SV in sending state and peered NPAC receives download and somebody launches audit on TN.


			Will be discussed during Change Order 437 FRS and IIS review.



Errata 2 and 3 were introduced to remove race conditions.





			0010


			3/10/09


			Closed



8/12/09






			


			FRS/IIS – Primarily CH 6 and IIS – all requirements apply


			ARCHITECTURE



Question on design of inter-NPAC interfaces and what the message sets will be.  Synchronization, queries, audits, partial fails


			Will be discussed during Change Order 437 FRS and IIS review.



Message sets have been reviewed as well as combination/synchronization of events.  





			0011


			3/10/09


			Closed (07/14/09)


			


			FRS Architecture and specific CH 6, 9, and 10 requirements


			ARCHITECTURE



Question on SLAs and the additional work placed on the NPACs in order to remain transparent to service providers.  Concern raised about ability to meet performance-related SLRs.


			Performance requirements and associated reporting for those requirements will be discussed during Change Order 437. Other SLAs and SLRs are part of contractual arrangements. Agreed to close since Chapters 6 and 10 have been reviewed and specific items have been logged (items 192, 101, 91, 127)





			0012


			3/10/09


			Closed (07/14/09)


			N/A


			FRS Architecture and specific CH 6 and 10 requirements (list SOA bandwidth requirements)


			ARCHITECTURE



SOA throughput issues for Inter-NPAC SMS interfaces


			Will be discussed during Change Order 437 FRS review.



 Agreed to close with item 192 being be moved from DOCUMENTATION back to ARCHITECTURE.





			0013


			3/10/09


			Closed



8/12/09






			N/A


			Existing FRS requirements


			ARCHITECTURE



Do all providers using a Service Bureau have to connect to the NPAC that the Service Bureau chooses?  


			8/12/09



Response was yes.  If SP wants to connect to different NPAC, they could choose to go with a different Service Bureau or go with a direct connect to NPAC of choice.



Service Bureaus are responsible for deciding whether or not to connect to 1 or more NPACs in a region to allow their customers to choose which NPAC they will utilize.



SOA and LSMS must have different SPIDs when connecting to different NPAC vendors.  Constraint will be added to address this in item #49









			0014


			3/10/09


			Closed



8/12/09






			Section 3.11 RT3-25 to RT3-64


			FRS EBDD Requirements in Section 3 and Appendix E


			ARCHITECTURE



Enhanced BDD data requirements between NPACs


			Will be discussed during Change Order 437 FRS review.



Covered during industry review Section 3 and Appendix E.  Items 79, 81, 83, and 84 have been opened to update the documentation.





			0015


			3/10/09


			Open 


			N/A






			M&Ps for Release  3.4 w/NANC 414


			M&P



Managing and addressing ports where code ownership is in error


			Existing processes apply in a peering environment.  New Release 3.4 NANC 414 requirements would apply.


8/12/09



· Managing, distributing, updating OCN mapping list among NPACs



· Addressing when lists are discrepant between NPACs



· Frequency of updates could be an operational issue if manual.



11/10/09



Telcordia Proposal:



· Existing M&P can be leveraged in a Peered NPAC SMS environment.  The current M&P would be expanded to include use of an M&P for Inter-NPAC communication to facilitate the resolution between the Service Providers.



· Option discussed:  Use current process for resolving errors and develop a general M&P for inter-NPAC communication for issue resolution.



Further Discussion:



· It was suggested that we develop a list of M&Ps that may require inter-NPAC communication.  NeuStar action. 





			0016


			3/10/09


			Closed (07/14/09)


			N/A


			FRS/IIS New Inter-NPAC SMS Number Pool Block Requirements


			ARCHITECTURE



Race conditions during transition of Master NPAC for pooled blocks


			Will be discussed during Change Order 437 FRS and IIS review.



Errata 2 and 3 were introduced to remove race conditions.  



Agreed to close at 7/14/09 review. 





			0017


			3/10/09


			Open 


			No New Requirements


			FRS Existing Number Pool Block Requirements



 (CH 3 and 5) and existing M&Ps


			M&P



Failure on the part of providers to protect contaminated TNs in pooled block and any complexity in resolving


			Existing requirements and processes apply in a peering environment.



Will be discussed during Change Order 437 FRS and IIS review.  M&Ps may need to be updated.


11/10/09



Telcordia Proposal:



· Existing M&P can be leveraged in a Peered NPAC SMS environment. The current M&P would be expanded to include use of an M&P for Inter-NPAC communication to facilitate the resolution between the Service Providers.





			0018


			3/10/09


			Closed



8/12/09


			Section 5 requirements


			FRS/IIS; FRS CH 3 and 5 requirements for Inter-NPAC failure communication


			ARCHITECTURE



Failed SP list functionality and behavior


			Service Provider functionality does not change.  Inter-NPAC communication of failures will be discussed during Change Order 437 FRS and IIS review.



Covered during industry review.  Items 104 and 138 have identified enhanced functionality to be added in the documentation for failed lists.





			0019


			3/10/09


			Closed



8/12/09


			Section 8.4 requirements


			FRS/IIS;  FRS CH 8


			ARCHITECTURE



Discrepancies/ambiguities in Master NPAC and golden database identification and impacts on query and audit functionality.


			Will be discussed during Change Order 437 FRS and IIS review.



Covered during industry review.  Specific documentation items were created to further clarify audit processing (item 70,71,141,142,145)





			0020


			3/10/09


			Closed



8/12/09 






			Section 3.2.2 requirements


			FRS/IIS; FRS CH3


			ARCHITECTURE



Action required for case when a –X or pending SV that has not been activated but are impacted by migration are on a different NPAC than the Primary NPAC of the migrating-to SPID


			Will be discussed during Change Order 437 FRS and IIS review.



Covered during industry review of section 3.2.2.  



 





			0021


			3/10/09


			Closed



8/12/09


			RT3-4


			FRS/IIS; FRS CH 3


			ARCHITECTURE



Filter functionality and behavior


			Filter functionality to SOA and LSMS for filters are unchanged.  Filtering is not supported between Peered NPAC SMS over the Inter-NPAC SMS Interfaces. Each Peered NPAC SMS is responsible for filtering to their subtending SOA and LSMS systems. Will be discussed during Change Order 437 FRS and IIS review. 



Recommending closure due to clarification of filtering not being supported is covered in DOCUMENTATION Item # 73.





			0022


			3/10/09


			Closed



8/12/09





			Section 6.7


			FRS/IIS; FRS CH 6


			ARCHITECTURE






			Both SWIM and time based recovery is supported over the Inter-NPAC SMS Interface. Will be discussed during Change Order 437 FRS and IIS review.  



Covered during industry review. 



Recommend closure due to performance/volume concerns will be rolled up into item 101.





			0023


			3/10/09


			Open


			N/A


			M&P


			Changed to ARCHITECTURE on 11/10/09


SPID migrations – how to manage the current SV limitations in a multiple NPAC environment


			Will be discussed during Change Order 437 FRS and IIS review.  M&Ps may need to be updated.


8/12/09



· With NANC 408, need to coordinate scheduling of migrations to ensure we do not exceed limitations in a multi-NPAC environment.



11/10/09



Telcordia Proposal:



· Existing M&P can be leveraged in a Peered NPAC SMS environment.  From Primer section 4.1 - In an Inter-NPAC SMS environment, the Primary Peered NPAC SMS for the New Service Provider to whom the SPID is being migrated would initiate the SPID migration.  SPID Migration files would be generated and distributed from the Primary NPAC SMS of the New Service Provider to all other Peered NPAC SMSs via FTP site.  Automation of SPID in NPAC Release 3.4 can be utilized in Inter-NPAC Peering.  


Further Discussion:


· Option discussed:  Migrating To SPID generates the migration files.



· Need to determine how we will manage automation of limitations that will be implemented in NANC 408.  An NPAC vendor that is not in all regions will have to communicate migrations to all regions.  Do we need a single repository for the industry?


· Need to address how we will resolve cases where more than the limit is scheduled.





			0024


			3/10/09


			Open


			TBD


			FRS/IIS 


			DOCUMENTATION



Incorporate the Release 3.4 functionality in a multiple NPAC environment


			Requirements for Release 3.4 functionality can be implemented in a Peered NPAC SMS environment.  Once the final Release 3.4 package is approved by the LLC, it can be folded into the NANC 437 requirements.





			0025


			3/10/09


			Open


			N/A


			M&P


			Changed to ARCHITECTURE on 11/10/09


ID management – segmenting the IDs and when NPAC vendors are added


			Recommendations proposed in NANC 437 need to be discussed.  Documentation to be updated is dependent on the adopted solution.


11/10/09



Telcordia Proposal:



· Section 4.3 proposes an ID partitioning in Inter-NPAC Peering, each ID value is assigned by the Master NPAC SMS as identified in the requirements.  * Some type of inventory system or assignment of ranges must be put into place for use by all Peered NPAC SMS.  * A simple approach that could be used for ID assignment would be to use a formula of (ID value) modulo (the number of Peered NPAC SMS).  * Introducing weighting based on the percentage of traffic could be done but would also require managing large service provider moves subsequently causing a redistribution of the inventory.


Further Discussion:


· Proposed option would require requirements and coding.



· Current ID inventory system does not support segmenting or partitioning.



01/12/10



Action Item 011210-23:  Regarding the 4 options listed below for SV ID management, Vendors are



1. To explore the feasibility of an NPAC identifier approach,



2. To identify the pros and cons of each of the 4 approaches.



The 4 options are as follows:



1. Use of a formula of (ID value) modulo (the number of Peered NPAC SMSs).


2. Split of inventory based on the percentage of traffic.


3. A manual or automated external inventory management system.


4. Use of an NPAC identifier added to each SV ID.



Vendor feedback is due back to the LNPA WG Co-Chairs by February 2, 2010 for distribution to the group in preparation for the February 9, 2010 LNPA WG conference call. 









			0026


			3/10/09


			Open


			TBD


			FRS/IIS


			FUTURE REQUIREMENTS



On inter-NPAC activity, what message does a provider receive on an outstanding request when their Primary NPAC remains up and the Peered NPAC fails over to its backup NPAC? Is it an existing or a new error code?


			Will be discussed during Change Order 437 FRS and IIS review.  These options can be discussed.  



Requirements for a new error code to be developed/investigated post technical feasibility review (7/14/09)


8/12/09



· Association will not be aborted.



· Verify that existing requirements provide appropriate message. 



11/10/09



Telcordia Proposal:



· Notification would be forwarded to subtending SOA and LSMS systems


· Requirements can be added if the functionality is deemed necessary by the industry.





			0027


			3/10/09


			Open


			N/A


			Test Plans


			M&P/LEVEL OF EFFORT



How does the industry want to handle disaster failover/recovery testing of peered NPACs?


			TBD – Address when test plan and test cases are developed.


8/12/09



· Are we going to have test facility to handle this?  What are industry expectations?



· Need to discuss Level of Effort before test plans are developed.



11/10/09



Telcordia Proposal:



· Testing would be done before turning up a new Peered NPAC vendor as well as at periodic intervals as it is today.  Existing failover and recovery test cases can be enhanced for testing of Inter-NPAC SMS connectivity.





			0028


			3/10/09


			Closed



8/12/09 


			No New Requirements


			FRS/IIS Existing Requirements (FRS CH 6)


			ARCHITECTURE



LSMS recovery process – make sure that same behavior is replicated in a peered NPAC environment


			Peering would not change requirements for how each NPAC SMS deals with LSMS recovery process.



Covered during industry review with several items (177, 178, and 179) opened to clarify requirements to for recovery in a peered environment including 3 NPAC scenarios.





			0029


			3/10/09


			Closed



8/12/09





			Section 3.5.1 and 3.5.2


			FRS/IIS; FRS CH 3


			ARCHITECTURE



NPA splits – all NPACs could be participating in the broadcast of impacted NPA-NXXs


			Will be discussed during Change Order 437 FRS and IIS review.  



Covered during industry review of section 3. Item #75 addresses the M&Ps that would be put in place for NPA Split management in a peered environment.





			0030


			3/10/09


			Closed



8/12/09 


			N/A


			


			M&P



Interop and turnup testing for NPAC vendors


			Duplicate of Item #4, remove or close.





			0031


			3/10/09


			Open


			N/A


			M&P


			M&P



How are Peered NPAC SMSs modified to associate a new SP with its Primary NPAC SMS?  For both a new SP in a region and an SP changing NPACs.


			Will be discussed during Change Order 437 FRS and IIS review. Note: this item is similar to item 5 consider consolidation of item 5 with item #31


8/12/09



· What is industry expectation for certification testing when SPs transition to new NPAC vendor? 



11/10/09



Telcordia Proposal:



· Section 4.7.2 of the Primer addresses Service Provider transition and gives a plan for how this would be accomplished.





			0032


			3/10/09


			Open


			N/A


			M&P


			M&P



Coordinating the timing of NPAC software release updates


			Done as it is done today between NPAC and SOA and LSMS vendors. 


8/12/09



· Need to discuss if this requires a flash cut, backwards compatibility implications, impacts of different vendor development cycles.



· SPs migrating to a different NPAC that does not support feature set that previous NPAC did.  Could drive SP system changes.



11/10/09



Telcordia Proposal:



· Section 4.8 of the Primer addresses Release Management in a Peered NPAC environment. New releases in an Inter-NPAC Peering environment backward compatibility will allow for one Peered NPAC SMS vendor to be able to upgrade independently from another.  Vendors must work with the Industry to schedule use of new functionality.  If changes introduced require increased performance over the Inter-NPAC SMS Interfaces, vendors not yet supporting the increased performance can take advantage of existing flow control mechanisms until they can upgrade.  


Further Discussion:


· Discussions in LNPA WG would determine if coordination among NPACs would be required for certain feature implementation.





			0033


			3/10/09


			Open


			N/A


			M&P


			M&P



Does the industry want an NPAC-only maintenance window for synch up separate from the SP maintenance window so that they can talk to each other without SPs submitting requests?


			LNPA WG would need to discuss as part of NANC 437 implementation.


11/10/09



Telcordia Proposal:



· Additional maintenance windows are not assumed for the  NANC 437 implementations.  Existing maintenance windows and their management would remain as it is today.


Further Discussion:


· Option discussed:  Having an NPAC-only maintenance window within the existing window.



· Question asked on required length of maintenance window with multiple NPACs doing maintenance and time needed to synch up.





			0034


			4/14/09


			Open


			N/A


			FRS/IIS/GDMO/ASN.1


			DOCUMENTATION



Appropriate manner to reflect copyright in FRS document.


			Does not impact review process and will be reviewed at a later date.





			0035


			4/14/09


			Closed



8/12/09





			FRS CH 8 


			FRS CH8 / Audit IIS Flows


			ARCHITECTURE



Impacts of Peered NPACs on Repair Service Functionality (Identified in FRS Section 1.2.3)


			Will be discussed during Change Order 437 FRS review.



Audit functionality covered during industry review of CH8.





			0036


			4/14/09


			Open


			N/A


			M&P 


			OPERATIONAL


How will unplanned and scheduled downtime work with Peered NPACs? (Identified in FRS Section 1.2.5)


9/15/09



Is M&P needed for coordinating downtime between Peered NPAC SMS. (Identified in FRS Section 2.5.1)


			TBD – Address when M&Ps are developed.



Related to Item # 26, #27, #63 and #64 



Note: Suggest items be combined


8/12/09



· Need to discuss operational, service affecting implications, level of effort.



· Should all NPACs be taken down if one is down?



11/10/09



Telcordia Proposal:



· For LSMS broadcast today, best effort is used to update all LSMS in a region.  NPAC SMS should continue to process requests while the Peered NPAC are down to update the LSMS systems.  When the Peered NPAC recovers the subtending LSMS will recover as they do today.  Porting events between Service Providers using the same NPAC SMS (Inter-NPAC porting) can continue as business as usual.  An error will be returned to the SOA if pending ports cannot be created by the Master NPAC SMS.









			0037


			4/14/09


			Open


			TBD


			FRS CH 9 Reporting


			FUTURE REQUIREMENTS



Impacts of Peered NPACs on Report Request Functionality.  An NPAC may not be aware of some pending SVs. (Identified in FRS Section 1.2.8)


			Will be discussed during Change Order 437 FRS review.



There was a concern raised about pending PTO ports for Number Pool Block creation.  Neustar action item to provide example (7/14/09)



Requirements to be investigated post technical feasibility review (7/14/09)


8/12/09



· Window of error is messages passing each other across the wire – multiple requests being processed at the same time.  Need to review use case for race condition.



11/10/09



Telcordia Proposal:



· Related to Pending SVs not in all Peered NPAC SMS.



· No specific situation was identified where a 3rd Party NPAC would need access to the pending subscription versions for reporting. (Related to M&P Item 123 Query of Pending SVs by 3rd NPAC.)


01/12/10



Action Item 011210-13:  Regarding Item 37 in the NANC 437 Issues Parking Lot Matrix, NeuStar will provide any example scenarios illustrating their concern raised regarding pending Port-To-Original (PTO) ports for Number Pool Block creation.








			0038


			4/14/09


			Closed



8/12/09


			N/A


			M&P






			M&P



Coordinating NPA split data when data is coming from different sources.


			TBD – Address when M&Ps are developed.



Combine with Item #75









			0039


			4/14/09


			Closed



8/12/09


			N/A


			


			ARCHITECTURE



Peered data impacts on recovery.


			8/12/09



Covered during industry review with several items (177, 178, and 179) opened to clarify requirements to for recovery in a peered environment including 3 NPAC scenarios.





			0040


			4/14/09


			Pending


			N/A


			FRS Section 1.2.14


			DOCUMENTATION



Include peering interface in items 8 and 12 in section FRS 1.2.14 related to Number Pooling.


			Will be addressed in next FRS 5.0.0 release





			0041


			4/14/09


			Pending


			N/A


			FRS Table 1-3


			DOCUMENTATION



Vacant number treatment and snapback of number pooled blocks.  Treatment when effective date of pooled block has been reached but block has not been activated.


			Table will be updated in the next FRS 5.0.0 release





			0042


			4/14/09


			Pending


			New Requirement


			FRS


			DOCUMENTATION



Make it clear that all NPACs must run on same timeframe, such as GMT.


			Will be addressed in next FRS 5.0.0 release





			0043


			4/14/09


			Pending


			N/A


			FRS


			DOCUMENTATION



Bring in information from Primer into FRS where appropriate.


			Will be addressed in next FRS 5.0.0 release





			0044


			4/14/09


			Pending


			N/A


			FRS


			DOCUMENTATION



Reference different types of NPACs in beginning of document and what their respective roles are.


			Will be addressed in next FRS 5.0.0 release





			0045


			4/14/09


			Pending


			AR6-6






			FRS 1.5


			DOCUMENTATION



Do peered NPACs reduce 30 available LSMS slots for providers? 


			Revise text to say 30 subtending LSMS



Will be addressed in next FRS 5.0.0 release


8/12/09



· Clarification of assumption (AR6-6) will reflect that 30 subtending LSMSs total will not be reduced.



· 30 subtending LSMSs is not hard-coded, it is an assumption for capacity planning.



· May need to add assumption for inter-NPAC LSMSs for capacity planning.





			0046


			4/14/09


			Pending


			TBD


			FRS Section 1.5 and CH 11


			DOCUMENTATION



In Assumptions section, reflect how billing will work in a peered environment.  How will billing information be collected from multiple NPACs? 


			Usage data collection is in scope of FRS.  Use of the data for billing and billing algorithms are LLC/FCC related



Assumption section will be updated in the next FRS 5.0.0 release.


8/12/09



· Current algorithm requires knowledge of how many transactions are transmitted.  Need to address how this would be captured in a multi-NPAC environment.





			0047


			4/14/09


			Pending


			TBD


			FRS AR10-1


			DOCUMENTATION



Suggestion to add an assumption on scheduled downtime.  What does downtime look like for software updates?  Does it have to be coordinated?


			An assumption will be added in next FRS 5.0.0 release









			0048


			4/14/09


			Pending


			N/A


			FRS CH 1


			DOCUMENTATION



Copy assumptions from Primer into FRS.


			Will be addressed in next FRS 5.0.0 release





			0049


			4/14/09


			Pending


			N/A


			FRS Constraints Section


			DOCUMENTATION



In scenario where provider uses Service Bureau for SOA and connects directly to NPAC for LSMS, SPID should be associated with one and only one NPAC (Primary).


			Will be addressed as a constraint in the next FRS 5.0.0 release. Item #13 will also be addressed with this constraint in the documentation.





			0050


			4/14/09


			Closed



8/12/09 






			R10-20 and RT10-4


			FRS CH 10


			ARCHITECTURE



How do we do required inter-NPAC messaging and meet 3-second requirement.  It was suggested that all inter-NPAC messaging requirements should be measured independently.


			Suggestion will be applied in next FRS 5.0.0 release



Will be discussed during Change Order 437 FRS review.



Recommend close as duplicate of item #192





			0051


			4/14/09


			Pending


			N/A


			FRS Section 2.0


			DOCUMENTATION



Remove “in inter-NPAC peering.”


			Will be addressed in next FRS 5.0.0 release





			0052


			4/14/09


			Closed 



9/15/09


			CH6/CH7 


			FRS Section 5/IIS


			ARCHITECTURE



When New SP sends up their Create request first, and sent over inter-NPAC interface, how is that tracked over the interface when it is the Old SP’s NPAC responsibility to create Invoke Id?


			Will be discussed during Change Order 437 FRS review.



Team discussed tracking of messages is handled as it is today with the CMIP interface that will be used between Peered NPAC SMS





			0053


			4/14/09


			Open






			N/A 


			FRS CH5 / IIS


			FUTURE REQUIREMENTS


(9-15-09)


Suggestion to transfer Master NPAC role to New SP’s NPAC upon Activation rather than creation of pending SV.  Master ownership should be attached to an SV rather than a TN. (Identified in FRS Section 2.1)


			Will be discussed during Change Order 437 FRS review.



Flows will be reviewed to evaluate current proposed behavior.



Team covered during industry review contributor agreed current approach works as documented.


11/10/09



· Evolving Systems issue deferred.



12/08/09



· Evolving will lead discussion in January 2010 meeting.



01/12/10



Action Item 011210-20:  With regard to Item 53 in the NANC 437 Issues Parking Lot Matrix, described in the attached file, Service Providers are to come to the February 9, 2010 LNPA WG conference call prepared to decide which will be reflected in the NANC 437 requirements – the “SV Creation Method,” whereby the transfer of Master NPAC responsibility occurs upon SV Creation, or the “SV Activation Method,” whereby the transfer of Master NPAC responsibility occurs upon SV Activation.
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Action Item 011210-21:  Regarding NANC 437 requirements, Service Providers are to come to the February 9, 2010 LNPA WG conference call prepared to decide if all peered NPACs should have all archived data that is stored offline.








			0054


			4/14/09


			Pending


			N/A


			FRS Sections 2.1 and 2.2


			DOCUMENTATION



Change reference to notification to request (24 occurrences).  Clarify what is being forwarded where it references “data.”


			Will be addressed in next FRS 5.0.0 release





			0055


			4/14/09


			Pending


			N/A


			FRS Sections 2.1.4.2 and 2.1.4.3


			DOCUMENTATION



Add in text addressing when response does come back.


			Will be addressed in next FRS 5.0.0 release





			0056


			4/14/09


			Closed



09/15/09


			N/A


			FRS CH 6


			ARCHITECTURE



Retries – recommendation to not incorporate retries into peered NPAC interface (Identified in FRS Section 2.1.4.3)


			Will be discussed during Change Order 437 FRS review.



Review concluded that existing functionality could be reused with retry counter assumed set to zero.









			0057


			4/14/09


			Pending


			N/A


			FRS Section 2.2.4


			DOCUMENTATION



Clarify which NPAC is the Master.


			Will be addressed in next FRS 5.0.0 release





			0058


			4/14/09


			Open


			N/A


			M&P


			M&P



Address possible need for M&P for problems found during repair where the Service provider received a problem notification from the NPAC SMS in an Inter-NPAC SMS Peering Environment. (Identified in FRS Section 2.3.1-C)


			TBD – Address when M&Ps are developed


11/10/09



Telcordia Proposal:



· The functional requirements defined for NANC 437 allow for audits between Peered NPAC SMS for repair.  The current M&P would be expanded to include use of an M&P for Inter-NPAC communication to facilitate the resolution between the Service Providers.








			0059


			4/14/09


			Pending


			N/A


			FRS Section 2.3.5


			DOCUMENTATION



Address wording of how repair/audit correction of inaccuracies handled over the inter-NPAC interface. 


			Will be addressed in next FRS 5.0.0 release



Paragraph wording will be corrected





			0060


			4/14/09


			Closed



09/15/09


			TBD


			FRS CH 8


			ARCHITECTURE



Address automated inter-NPAC audit capability in separate section in Overview. (Identified in FRS Section 2)


			Industry will need to assess the need for this functionality and how it would be implemented



Duplicate of item #71.  Recommend Close





			0061


			4/14/09


			Pending


			N/A


			FRS Section 2.3.5


			DOCUMENTATION



Clarify which NPAC is broadcasting.


			Will be addressed in next FRS 5.0.0 release









			0062


			4/14/09


			Pending


			N/A


			FRS Section 2


			DOCUMENTATION



Suggestion to clarify which SP’s NPAC is the Master in either a table in beginning of section and/or in a parenthetical in each applicable requirement.


			Will be addressed in next FRS 5.0.0 release









			0063


			4/14/09


			Closed (07/14/09)


			R10-10.1



RT10-1


			FRS CH10


			ARCHITECTURE



Not all providers support electronic messaging to notify of downtime.  Do we need an additional message between NPACs for identifying downtime or is existing message sufficient? (Identified in FRS Section 2.5.1)


			Will be discussed during Change Order 437 FRS review.



NANC 437 documents the use of this notification between NPAC vendors.



Team concluded no action required (7/14/09). 





			0064


			4/14/09


			Open


			TBD


			FRS CH10


			FUTURE REQUIREMENTS



Do we need an electronic means of notifying subtending LSMSs from an unaffected NPAC that some LSMSs will be down?  Need input from Service Providers.  Should broadcast take place to LSMSs that are up or should it be suppressed? (Identified in FRS Section 2.5.1)


			Industry will need to assess the need for this functionality and how it would be implemented. 



Requirements to be developed/investigated post technical feasibility review (7/14/09)


11/10/09



Telcordia Proposal:



· Requirements can be added if the functionality is deemed necessary by the industry.





			0065


			4/14/09


			Pending


			N/A


			FRS Section 2.4.3


			DOCUMENTATION



Clarify/Add that it is the Master NPAC.


			Will be addressed in next FRS 5.0.0 release









			0066


			4/14/09


			Closed



09/15/09


			N/A


			M&P


			M&P



Is M&P needed for coordinating downtime between Peered NPAC SMS. (Identified in FRS Section 2.5.1)


			TBD – Address when M&Ps are developed.



Combined with Item #36









			0067


			4/14/09


			Pending


			N/A


			FRS Section 2.7.3


			DOCUMENTATION



Change “Master” to “Primary.”  Use most appropriate term in Section 2.7.


			Will be addressed in next FRS 5.0.0 release









			0068.1


			4/14/09


			Closed (07/14/09)


			N/A


			FRS CH10






			ARCHITECTURE



Sizing of inter-NPAC links to handle message loads, e.g. audits, and still handle inter-NPAC porting messaging. (Identified in FRS Section 2.7)


			Will be discussed during Change Order 437 FRS review.



Agreed to close due to effort to evaluate size of links will be done in conjunction with item 101 with evaluating the need for compression.









			0068.2


			4/14/09


			Pending


			RT3-23


			FRS Section 2.7






			DOCUMENTATION



Suggestion to delete RT 3-23 and make it an Assumption.  Notifications that will not be destined for a provider due to their prioritization schema will still be sent over the inter-NPAC interface.


			RT3-23 will be moved to an assumption.



Will be addressed in next FRS 5.0.0 release









			0069


			4/14/09


			Pending


			N/A


			FRS Section 2.7


			DOCUMENTATION



Reference mechanism for identifying Master NPAC.


			Will be addressed in next FRS 5.0.0 release









			0070


			4/14/09


			Pending


			TBD


			FRS CH 8/IIS


			DOCUMENTATION



How does an NPAC SMS know whether an LSMS on one NPAC know whether an LSMS on another NPAC supports audits?  What is the response if it does not?  Review current requirements on how an LSMS that does not support audits reports that.  (Identified in FRS Section 2.7)


			There is a “no audit performed” value that can be returned in an audit result. 



Behavior for subsequent repair upon receipt of this audit result should be done as it is today.



Awaiting description/validation of current functionality from current NPAC Vendor.



Functionality is to return “no audit performed”. Requirements will be updated in next FRS 5.0.0 release per discussions on 7/14/09.









			0071


			4/14/09


			Pending


			Filled in upon review


			FRS CH 8/IIS


			DOCUMENTATION



Work through scenarios in auditing that might be needed in peered environment to address out-of-synch and race conditions.


			Will be discussed during Change Order 437 FRS review.



Covered existing audit scenarios during industry review. 



Inter-NPAC Audit functionality will be added to the next FRS 5.0.0 release.





			0072


			4/14/09


			Pending


			In tables, requirements will be reviewed


			FRS Section 3


			DOCUMENTATION



Suggestion to change reference to range to something like “set” since contiguous ranges may not be available.


			First sentence is a duplicate of Item #25. Can be deleted.



The changing of the wording “range” to “set” will be addressed in next FRS 5.0.0 release









			0073


			4/14/09


			Pending


			RT3-4


			FRS Section 3


			DOCUMENTATION



It was questioned if we need this requirement since it is the case in general.  Make it an assumption that peered NPACs will not be filtered.


			Requirement will be made into an assumption and will be addressed in next FRS 5.0.0 release









			0074


			4/14/09


			Open 


			N/A


			M&P


			M&P



How do we assure that peered NPACs are using the same data for NPA-NXX data validation? (Identified in FRS Section 3.4.1)


			TBD – Address when M&Ps are developed.



Need to address both source of data and management of discrepancies.


11/11/09



Telcordia Proposal:



· All Peered NPAC SMS would use any industry data source as determined by the LLC.



Further Discussion:



· Suggested that all vendors use common source for data and updated on a pre-defined schedule.



· It was stated that changes are made with a future effective date.



· It was also suggested that a 3rd party common repository be made available for data to be pulled from.



· Need to list data items and identify their source.








			0075


			4/14/09


			Open


			N/A


			M&P


			M&P



M&Ps for NPA splits in peered environment (Identified in FRS Section 3.5)


8/12/09



Coordinating NPA split data when data is coming from different sources.


			TBD –Address when M&Ps are developed.



Need to address both source of data, replication, and management of discrepancies.


8/12/09



· Need to address coordination across multiple NPACs.



11/11/09



· Suggestion to leverage what is done today but over the inter-NPAC interface.





			0076


			4/14/09


			Open






			N/A


			M&P


			M&P



Need to address split scenarios when peered NPACs have discrepant data post-split. (Identified in FRS Section 3.5)


			11/10/09



Telcordia Proposal:



· Existing M&Ps would be leveraged to resolve post split discrepancies. .The current M&P would be expanded to include use of an M&P for Inter-NPAC communication to facilitate the resolution between the Service Providers.





			0077


			4/16/09


			Pending


			FRS RT-4-4






			FRS


			DOCUMENTATION



How will providers get a complete picture of all valid SPIDs in a region?


			Peered NPAC Customer Data is broadcast over the interface, but Peered NPAC Data is not.  RT4-4 should be deleted.



Requirement will be deleted in next FRS 5.0.0 release









			0078


			4/16/09


			Closed



09/15/09


			Section 7.9 requirements


			FRS CH 6/IIS


FRS CH 5


			ARCHITECTURE



Security Question: Can an NPAC SOA SPID do anything to a peered NPAC because the request comes over the inter-NPAC interface similar to capabilities enabled by NANC 48?


Security concern related to “Acting on Behalf of Old Service Provider.”



(Identified in FRS Review of RT5-12)


			Will be discussed during Change Order 437 FRS review.



Covered during industry review.  



During the review the team discussed the NANC 437 security.  Security in place for NANC 437 only allows messaging over the inter-NPAC interface as a result of service provider activity to its Primary NPAC SMS.  No NPAC SOA can access a Peered NPAC SMS directly.





			0079


			4/16/09


			Pending


			TBD


			FRS Section 3.10


			DOCUMENTATION



Size of file to transfer for BDD.  Suggested to add selection criteria for only data that NPAC is Master for. 


			Requirements will be added in next FRS 5.0.0 release





			0080


			4/16/09


			Open 


			TBD


			FRS Section 3.10 and M&P


			ARCHITECTURE/M&P



Synchronization of BDDs created by Peered NPACs and reconciliation of different snapshots.  Timestamp issues.  


			Will be discussed during Change Order 437 FRS review.



Covered during industry review.  Related item #179 will further document recovery processes.


11/10/09



Telcordia Proposal:



· Related to documentation items 179 and 177  which will update the documentation to more clearly define recovery in a multi-vendor environment.









			0081


			4/16/09


			Pending


			Section 3.11 EBDD Requirements


			FRS Section 3.10


			DOCUMENTATION



Suggested to change reference to “golden data” to “master data.”  Suggested change from “Enhanced BDD” to “Extended BDD.”


			The changing of the wording will be addressed in next FRS 5.0.0 release in introduction text to “master data”.  



Change to “Extended BDD” will be done in all applicable requirements in next FRS 5.0.0









			0082


			4/16/09


			Closed



09/16/09


			N/A


			M&P 


			M&P



M&Ps related to BDD and EBDD in Peered NPAC environment?  E.G., establishment, assignment, and management of NPAC IDs. (Identified in FRS Section 3.10)


			TBD – Address when M&Ps are developed.



Related to Item 25 and 80 – Suggest close as duplicate





			0083


			4/16/09


			Pending


			TBD


			FRS Section 3.11


			DOCUMENTATION 



Add a requirement to selection criteria to add Peered NPAC ID as a selection.


			Selection criteria and/or NPAC ID in file will be added in next FRS 5.0.0 release









			0084


			4/16/09


			Pending


			RT3-37



RT3-61


			FRS Section 3.10/3.11 BDD Files


			DOCUMENTATION



True up Data Information in EBDD files.


			Updating of fields in requirements will be addressed in next FRS 5.0.0 release





			0085


			4/16/09


			Pending


			N/A


			FRS Section 4.1


			DOCUMENTATION



Make it clear that data modeling remains unchanged.


			The changing of the wording will be addressed in next FRS 5.0.0 release









			0086


			4/16/09


			Pending


			FRS RT4-8


			FRS 4.1.1


			DOCUMENTATION



Change “on their system” to “locally.”  Strike “other.”  Add a Constraint that only local authorized personnel can modify during a maintenance window and not over the Inter-NPAC Interface.


			The changing of the wording will be addressed in next FRS 5.0.0 release









			0087


			4/16/09


			Pending


			RT3-19


			FRS Section 4.1.2.2


			DOCUMENTATION



Page 4-7, RT3-19 should be relabeled to RT4-19.


			Requirement numbers will be updated in next FRS 5.0.0 release









			0088


			4/16/09


			Pending


			N/A


			FRS Section 4.1.3


			DOCUMENTATION



Add introduction text.


			Introduction text will be added in next FRS 5.0.0 release









			0089


			4/16/09


			Pending


			FRS RT4-34


			FRS Section 4.2


			DOCUMENTATION



Change “subtending Service Providers” to “Peered NPAC Customers.”


			Requirement will be updated in next FRS 5.0.0 release









			0090


			4/16/09


			Pending


			Requirements in FRS Section 4


			FRS Section 4.1


			DOCUMENTATION



Clarify references to NPAC Personnel and Peered NPAC Personnel.  Possibly eliminate the term Peered NPAC Personnel to clarify the reference is to local NPAC Personnel.


			Requirements will be updated in next FRS 5.0.0 release









			0091


			4/16/09


			Pending


			FRS RT5-1-RT5-4


			FRS Section 5






			DOCUMENTATION



Concern expressed on the frequency of notifications to Master NPAC of broadcast results and the traffic over the interface.  Default is 60 seconds.  May need a requirement that nothing is sent if nothing new to report.  The need for this requirement to batch notifications was questioned.  Another option is to reuse existing rollup function.  Need to do search on “Results Notification” and add “Broadcast” in front where appropriate.  Need to whiteboard for clarity.


			Will be discussed during Change Order 437 FRS review.



Service Providers do not see this message.  It is between Peered NPAC SMS.  Multiple SVs  in the list would be a problem, but not one for SVs in a Peered Update.  Batching for a Single SVID id  is OK, but not multiple SVIDs.  Changed to Documentation item. (07/14/09)



Requirement will be updated in next FRS 5.0.0 release









			0092


			4/16/09


			Closed



09/16/09


			N/A


			FRS Section 5.1.1.1


			DOCUMENTATION



Validate that Version Status diagram in Section 5.1.1.1 and Figure 1 does not require modification.


			Will be discussed during Change Order 437 FRS review.



To date no need for a change has been identified recommended closed.





			0093


			4/16/09


			Closed



09/16/09


			TBD


			FRS RT5-5/IIS


			ARCHITECTURE



Security concern over possibly bypassing restrictions on what SP can create port over the inter-NPAC interface. 


			Will be discussed during Change Order 437 FRS review.



Suggest combine with Item 78 and close.





			0094


			4/16/09


			Pending






			N/A


			FRS CH 5 



M&P


			DOCUMENTATION



Add Assumption that Broadcast Results Notifications frequency is coordinated across NPACs. (Identified in discussion of RT5-1-RT5-4) 


			Assumption will be added in next FRS 5.0.0 release



M&P for setting of the configurable is addressed in item #6 which applies to all tunable values.





			0095


			4/16/09


			Open






			N/A


FRS RR3-107





			FRS Section 5/IIS


FRS Section 3


			ARCHITECTURE



Need to address any race conditions and their resolution.


			Will be discussed during Change Order 437 FRS review.


11/10/09



· Errata 2 and 3 relate to race conditions that were identified.   Related to Doc Item 146.








			0096


			4/16/09


			Pending


			RT5-11


			FRS CH5/IIS


			DOCUMENTATION



Concern on latency affecting delivery of notification over Inter-NPAC Interface to start T1 and T2 Timers.  Impact on short timers which are 1 hour each. 


			Will be discussed during Change Order 437 FRS review.



Validate the requirements are clear that the T1 timers are based on the timestamp and therefore there is no latency.



Will be addressed in the next FRS 5.0.0 release.





			0097


			4/16/09


			Closed



09/16/09


			TBD


			FRS CH 5


			ARCHITECTURE



Security concern related to “Acting on Behalf of Old Service Provider.”



(Identified in FRS Review of RT5-12)


			Will be discussed during Change Order 437 FRS review.



Combine with Item 78 and close.





			0098


			4/16/09


			Pending


			FRS RT5-14 and RT5-16


			FRS Section 5.1.2.1


			DOCUMENTATION



Either eliminate one or revise so they don’t say the same thing.


			Requirements will be updated in next FRS 5.0.0 release


Eliminate RT5-16. (09/16/09)








			0099.1


			4/16/09


			Closed



09/16/09


			N/A


			M&P


			M&P



Need to analyze management and responsibilities of resends of failed SVs to prevent multiple operations on the SV from happening at the same time. (Identified in FRS review of RT5-17)


			Will be discussed during Change Order 437 FRS review.



Requirements are clear that Primary NPAC SMS for the failed LSMS that initiates the resend.  (NPACs may need to coordinate with one another for resends)



M&P - Address the coordination between Peered NPAC 


09/16/09



Closed due to agreement that we would not resolve via an M&P.  Will leave 99.2 open.





			0099.2


			4/16/09


			Changed to Pending on 11/11/09 


			N/A


			FRS CH 5


			Changed to DOCUMENTATION on 11/11/09


Need to analyze management and responsibilities of resends of failed SVs to prevent multiple operations on the SV from happening at the same time. (Identified in FRS review of RT5-17)


			Will be discussed during Change Order 437 FRS review.



Requirements are clear that Primary NPAC SMS for the failed LSMS that initiates the resend.  (NPACs may need to coordinate with one another for resends)



09/16/09


Need additional message for Master to inform Peered NPAC to resend to subtending LSMSs.


11/11/09



Telcordia Proposal:



· In the existing requirements, the Primary NPAC SMS manages and resends to its failed subtending LSMS. If industry determines an additional message is necessary then the FRS can be updated in the next documentation release.



Further Discussion:



Agreed to add message for Master to do resends.


01/12/10



Action Item 011210-15:  Regarding Item 99.2 in the NANC 437 Issues Parking Lot Matrix which deals with the Peered Resend Message, Telcordia will add an option for a list of TNs in the requirements.  This will be discussed on the February 9, 2010 LNPA WG conference call.  See related Action 011210-17.


Action Item 011210-17:  Regarding Item 99.2 in the NANC 437 Issues Parking Lot Matrix which deals with the Peered Resend Message, LNPA WG Participants are to come to the February 9, 2010 conference call prepared to determine if the issue can be closed.  See related Action Item 011210-15.








			0100


			4/16/09


			Pending


			Filled in upon review


			FRS 


			DOCUMENTATION



True up understanding of Active-Like throughout the document. (Identified in FRS review of RT5-18)


			Requirements will be reviewed and updated as appropriate in next FRS 5.0.0 release





			0101


			4/16/09


			Open


			RT5-19


			FRS Section 5 / IIS


			ARCHITECTURE


Consider some sort of compression rather than CPU cycles?  


8/12/09



Volume-related performance concerns with SWIM recovery process


10/19/09:



Configuration of relationships of SPID to SOA associations across peered NPACs are the same.  Concern with amount of traffic and ability to do load balancing.


Regarding peering distribution of workload for each Active SV transaction, it was questioned if the formula (M/N+K)*C accurately reflects all work necessary.





			Will be discussed during Change Order 437 FRS review.



Sizing of inter-NPAC links to handle message loads, e.g. audits, and still handle inter-NPAC porting messaging need to be reviewed as part of consideration of this item. (07/14/09)


8/12/09



Both SWIM and time based recovery is supported over the Inter-NPAC SMS Interface. Will be discussed during Change Order 437 FRS and IIS review.  



09/16/09



Moved from FUTURE REQUIREMENTS to ARCHITECTURE due to need to have more in-depth sizing discussion. 


10/19/09:



The current documentation for NANC 437 supports one Inter-NPAC SOA interface connection per SPID.  If capacity issues are identified when considering item 101, then the document can be updated to allow for support of multiple Inter-NPAC SOA associations per SPID.



In the examples the C value used is to represent the functional workload of broadcasting to and receiving responses from an LSMS.  The value of C may not be equal in both equations (it could be less than or greater than depending on implementation).


11/10/09



· Engineering needs to be done.





			0102


			4/16/09


			Pending


			RT5-20


			FRS 5.1.2.1


			DOCUMENTATION



Strike “or canceled.”


			Requirements will be updated in next FRS 5.0.0 release





			0103


			4/16/09


			Pending


			FRS RT5-15 and RT5-21


			FRS 5.1.2.1


			DOCUMENTATION



Check to see if RT5-21 is a duplicate of RT5-15.


			Requirements will be updated in next FRS 5.0.0 release





			0104


			4/16/09


			Pending


			RT5-23


			FRS Section 5


			DOCUMENTATION



Address issue when an SP is inaccurately reflected as a success due to filtering.  Possibly need an indication on failed list that an SP was filtered.


			Will be discussed during Change Order 437 FRS review.



Requirements will be updated to add this functionality in next FRS 5.0.0 release per discussions on 7/14/09





			0105


			4/16/09


			Pending


			FRS RT5-21 and RT5-22


			FRS 5.1.2.1


			DOCUMENTATION



Change reference to “Service Provider’s failed list” to “Subscription Version failed list” in both requirements.


			Requirements will be updated in next FRS 5.0.0 release





			0106


			5/12/09


			Pending






			B.5.1.2 and B.5.1.3


			IIS


			DOCUMENTATION

Sequencing of Object Creation and First Port Notification


			Flows will be updated in the next IIS 5.0.0 release





			0107


			5/12/09


			Closed



09/16/09


			


			


			ARCHITECTURE 



Cover the case in the flows where both Create messages arrive at the same time.


			Duplicate of Item #9, close


09/16/09



Covered under #95 with general race condition item.





			0108


			5/12/09


			Pending


			RR5-179 and RT5-34


			FRS Section 5


			DOCUMENTATION



Should RR5-179 and RT5-34 be deleted?  As a result, do we need to duplicate R5-16 for peering?


			RR5-179 will be identified as a requirement to be deleted in a documentation change order as it is outside of the scope of NANC 437. See Issue 142. RT5-54 will be removed in the R5.0.0 FRS document and a peering requirement will be added for R5-16 functionality.



Requirements will be updated in the next FRS 5.0.0 release





			0109


			5/12/09


			Pending


			RR5-117


			FRS Section 5


			DOCUMENTATION 



May need a duplicate of RR5-117 for peering.


			RT5-36 is the duplicate requirement for peering.  It will be updated to make the requirement more explicit so that it does not invalidate RR5-117.



Requirements will be updated in the next FRS 5.0.0 release





			0110


			5/12/09


			Pending


			TBD


			FRS Section 5


			DOCUMENTATION 



Need clarification of Master with the Modify Active scenario.


			Modify Active requirements will be reviewed and updated appropriately in the next FRS 5.0.0 release.





			0111


			5/12/09


			Closed



09/16/09


			TBD


			FRS Section 5


			DOCUMENTATION




Do we need requirement that peered NPACs need timestamps broadcast from Master?


			Duplicate of 113.





			0112


			5/12/09


			Open 


			R5-43.2


			FRS Section 5


			ARCHITECTURE



Consider requirements for doing validations before sending to Master for efficiency.


			Existing requirements that specify use of the CMIP protocol provide for invalid or badly formed message handling.  These would not be forwarded to the Master.  The Master is responsible for application validation. 


11/10/09



Telcordia Proposal:



· CMIP validations are done by the Peered SMS that initially receives the request to prevent badly formed messages being forward to another Peered NPAC.  Some additional validation could be done before forwarding the message to the Master NPAC SMS.  However, the Master NPAC SMS would be ultimately responsible for ensuring the message meets all validation criteria. Should subsequent analysis indicate that there may be a performance saving by doing expanded validation at the Primary NPAC SMS before sending to the Master NPAC SMS then additional requirements for validation can easily be added.





			0113


			5/12/09


			Pending


			TBD 


			FRS Section 5


			DOCUMENTATION



Propagate timestamps and other attributes in the FRS Data Model over the inter-NPAC interface that are not in the interface?


			For all Object Creates (SVs, Number Pooled Blocks) appropriate timestamps will be reviewed and added to the requirements.



Requirements will be updated in the next FRS 5.0.0 release





			0114


			5/12/09


			Pending


			R5-55


			FRS Section 5


			DOCUMENTATION 



Add “subtending” in front of “LSMS.”  Clarify the only a Primary NPAC for an LSMS knows which LSMSs are accepting.


			Requirements will be updated in the next FRS 5.0.0 release





			0115


			5/12/09


			Pending


			RT5-45



RT5-46


			FRS Section 5


			DOCUMENTATION 



Master and Peered NPACs could have different statuses, e.g., Active and Old, of the same SV, and could update the status at different times.  Need to relook at this.


			Requirements will be updated in the next FRS 5.0.0 release


09/16/09



Need to ensure this is addressed in flows.





			0116


			5/12/09


			Pending


			R5-59.1


			FRS Section 5


			DOCUMENTATION 



Indicate that the Master will set to Active.


			Requirements will be updated in the next FRS 5.0.0 release





			0117


			5/12/09


			Pending


			RR5-22.1


			FRS Section 5


			DOCUMENTATION 



Need to dup this requirement for Peered NPACs.


			Requirements will be updated in the next FRS 5.0.0 release





			0118


			5/12/09


			Pending


			R5-61.3


			FRS Section 5


			DOCUMENTATION



Make sure there are requirements for resends to Peered NPACs and that they are in the right section of the FRS.


			Requirements will be updated in the next FRS 5.0.0 release





			0119


			5/12/09


			Pending


			R5-65.4


			FRS Section 5


			DOCUMENTATION



Make wording with change similar to changes made for R5-55 to add subtending”.


			Requirements will be updated in the next FRS 5.0.0 release





			0120


			5/12/09


			Pending


			RT5-53



RT5-54


			FRS Section 5


			DOCUMENTATION



Clarify that “Master” in RT5-53 is the Master of the pooled block and that “Master” in RT5-54 is the Master of the SV.


			Requirements will be updated in the next FRS 5.0.0 release





			0121


			5/12/09


			Pending


			RR5-67.1-RR5-70


			FRS Section 5


			DOCUMENTATION



Clarify roles of Master and Peered NPACs.


			Requirements will be updated in the next FRS 5.0.0 release





			0122


			5/12/09


			Pending


			RT5-55 and RT5-56


			FRS Section 5


			DOCUMENTATION



Need to address how to manage the Excluded List.


			Requirements will be updated in the next FRS 5.0.0 release





			0123


			5/12/09


			Open


			RT5-60


			FRS Section 5


			M&P



Requirements are currently written to prohibit a 3rd NPAC from querying a pending SV when it is not the primary NPAC for the Old or New SP in the port.  Operational question as to whether or not we want to allow this.


			Requirements will be reviewed and updated based on feedback from the industry on the desired behavior.



No providers expressed a need to allow a non-primary NPAC to query for pending ports.  Make item an M&P item (07/14/09)



TBD – Address when M&P are developed


11/11/09



Telcordia Proposal:



· No specific situation was identified where a 3rd Party NPAC would need access to the pending subscription versions for reporting. (Related to Future Item 34 Reporting for Pending SVs)



Further Discussion:



· It was suggested that there is not a need to query a pending SV from a non-Primary NPAC for the Old or New SP.



· We need to discuss development of an M&P to address facilitation of completion or cancellation of pending SVs among multiple NPACs when a SPID migration is taking place.





			0124


			5/12/09


			Pending


			RR5-83


			FRS Section5


			DOCUMENTATION 



Look to see if we need a requirement similar to RR5-83 for Peered case.


			Requirements will be updated in the next FRS 5.0.0 release





			0125


			5/12/09


			Open


			IIS Flow B.4.1.4


			IIS


			M&P



Do we need an additional flow to resolve the exception case where there is a simultaneous create of an NXX by two different providers in two different NPACs.


			Suggestion to not finalize in the Primary NPAC until update is successful in all Peered NPACs.  



M&P for ensuring a common set of validations in the NPACs.



Need to address the case where an SP needs the code holder to open up a code in order to port in a number and the codeholder subtends a different NPAC than the requesting SP. 



Recommendation is to resolve with M&P.



09/16/09



NANC 414 would prevent this from happening as long as all NPACs are synched with NANP code ownership data..



11/11/09



Telcordia Proposal:



· NANC 414 would prevent this from happening as long as all NPACs are synched with NANPA code ownership data.  The usage of the data would be defined by the LLC to the vendors.



Further Discussion:



· Refer to suggestion in Item 74 for common data source.





			0126


			5/12/09


			Pending


			IIS Flow B.4.2.5



IIS Flow B.4.2.7


			IIS


			DOCUMENTATION



Change “old” or “canceled” to “old with no failed list” or “canceled.”


			Flows will be updated in the next IIS 5.0.0 release





			0127


			5/12/09


			Open


			B5.1.2


			IIS/FRS Section 6 and 10


			LEVEL OF EFFORT



Increased database commits (about twice the current) and impact to performance.  Ability to meet SLRs.  Also increased encryptions in messages across the interface.  How do we model the impact on performance under various load distribution scenarios among NPACs?


			Will be discussed during Change Order 437 FRS Review.



Moved to Level of Effort per 7/14/09 review.


11/10/09



Telcordia Proposal:



· Assumed LLC would manage SLRs


12/08/09



· Need to understand if we are increasing overall work with respect to database commits when we are increasing them with some flow scenarios and decreasing them in others.





			0128


			5/12/09


			Pending


			B5.1.2


			IIS


			DOCUMENTATION



Look at this line in Step 2 and see if it should say:  “If the service provider were to give a range of TNs, this would result in an M-CREATE and M-EVENTREPORT



for each TN.”


			Flow will be updated in the next IIS 5.0.0 release





			0129


			5/12/09


			Pending


			B5.1.2


			IIS/FRS


			DOCUMENTATION



Cancel and Modify requests on ranges of TNs can span multiple NPACs.


			Requirements and flows will be reviewed and updated appropriately in FRS/IIS 5.0.0.


01/12/10



Action Item 011210-22:  Regarding NANC 437 Issues Parking Lot Matrix Item 129, Service Providers are to determine if they send cancels or modifies for ranges of TNs across multiple providers to NPAC in order to come to the February 9, 2010 LNPA WG conference call prepared to decide if we can close Item 129.








			0130


			5/12/09


			Pending


			TBD


			IIS Flows


			DOCUMENTATION



Clarify which steps in the flows can be done in parallel and which must be done sequentially.  Identify dependencies.


			Flows will be updated in the next IIS 5.0.0 release





			0131


			5/12/09


			Closed



09/16/09


			B5.1.6.2


			IIS


			DOCUMENTATION



Sequencing:  SP receives notification before activate is pushed to Peered NPACs.


			Recommend closure as the current proposed behavior is to update all regional LSMS regardless of Peered NPAC status.   Covered during review of B5.1.6.2 review.


Addressed in Erratum 2.





			0132


			5/13/09


			Closed



09/16/09


			B5.1.6


			IIS/FRS Section 3 and 5 (Number Pool Block)


			DOCUMENTATION



For peered Subscription Version broadcast and peered Number Pool Block broadcast, clarify what data is synchronized.


			Will be discussed during Change Order 437 FRS and IIS Review.



Close as a duplicate of Item #113





			0133


			5/13/09


			Pending


			B.5.1.6.1


			IIS


			DOCUMENTATION



Steps 3 and 5 should be Requests and not Responses.


			Flow will be updated in the next IIS 5.0.0 release





			0134


			5/13/09


			Pending


			B.5.1.1



B.5.3.1


			IIS


			DOCUMENTATION



Make sure that philosophy of responses to requests are consistent and applied consistently throughout the flows.


			Flows will be updated in the next IIS 5.0.0 release





			0135


			5/13/09


			Pending


			B.5.4.1


			IIS


			DOCUMENTATION



Correction to show that Donor Provider’s Primary NPAC is NPAC A. 


			Flow will be updated in the next IIS 5.0.0 release





			0136


			5/13/09


			Pending


			B.5.4.1


			IIS


			DOCUMENTATION



Renumber Steps 9 and 10 to 7 and 8 in flow


			Flow will be updated in the next IIS 5.0.0 release





			0137


			5/13/09


			Pending


			B.5.4.1


			IIS


			DOCUMENTATION



Should Step 9 (7) be Disconnect Pending?


			The existing behavior will be verified and the IIS will be updated appropriately in the next IIS 5.0.0 release. 


09/16/09



Should be Disconnect Pending.





			0138


			5/13/09


			Pending


			B.5.1.7


			FRS/IIS


			DOCUMENATION



Should LSMS failure codes be included with list of failed SPIDs and sent over the interface?


			LNPA WG will need to decide if these fields should be included.  The failure codes are not available over the interface today.



Requirements will be updated to add this failure codes to the failed list in next FRS 5.0.0 release per discussions on 7/14/09





			0139


			5/13/09


			Closed



09/16/09


			B.5.1.7


			FRS/IIS


			M&P



Coordination of response time tunables and rollup among peered NPACs


			Although not required, if desired the LNPA WG would need to define M&P for management of tunables values used by all Peered NPAC.



Related to Item #6 which applies to all tunable values. Recommend close as duplicate.





			0140


			5/13/09


			Open 






			IIS B.2.1.1



FRS RT8-11



FRS RT8-12


			IIS/FRS


			ARCHITECTURE



Explore audit scenarios with multiple peered NPACs where there is a period of time when 2 NPACs are considered the Master for a TN.  Can a discrepant LSMS be updated with old data as a result of an audit and not be auto corrected?  Need checks and balances to validate golden data.


			Related to race conditions. 


11/10/09



Telcordia Proposal:



· Errata 2 and 3 address any race conditions that were identified. 





			0141


			5/13/09


			Closed



01/12/10


			FRS RR8-19



FRS RT 8-1


			FRS Section 8


			DOCUMENTATION



Need rules on how to make audit names unique


			Requirements will be added in the next FRS 5.0.0 release.



09/16/09



Need to capture how this would be done.





			0142


			5/13/09


			Pending


			TBD


			FRS



IIS



GDMO



ASN.1


			DOCUMENTATION



Need a general Doc Only Change Order to clean up identified discrepancies between documentation and current implementation.


			10/19/09


Need to verify that the documentation should be changed per the current implementation and that there are no significant changes to 437 requirements as currently documented.





			0143


			5/13/09


			Closed


10/19/09


			RT8-6



RT8-7



RT8-8


			FRS Section 8


			DOCUMENTATION



NPAC behavior when receiving an unsolicited update from a peered NPAC.


			Recommend closure as functionality was discussed with the current proposed behavior is that the Peered NPAC SMS would process unsolicited updates.  









			0144


			5/13/09


			Pending


			RT8-21


			FRS Section 8


			DOCUMENTATION



Need to address the skipping of SVs that are in Sending during an audit when a Peered NPAC determines it is discrepant with the Master NPAC SMS and begins sending updates to all of its subtending LSMS.


			Requirements will be added in the next FRS 5.0.0 release.


01/12/10



Action Item 011210-12:  Related to Action Item 011210-16, NeuStar will review Telcordia’s clarification in the NANC 437 requirements related to Item 144 in the NANC 437 Issues Parking Lot Matrix and provide feedback on the February 9, 2010 LNPA WG conference call as to whether it answers their question raised at the January 12-13, 2010 LNPA WG meeting.


Action Item 011210-16:  Regarding Item 144 in the NANC 437 Issues Parking Lot Matrix, Telcordia will clarify in the NANC 437 requirements the “sending” scenario that is referenced in Item 144, i.e., “local” sending vs. Master NPAC sending.  This clarification will be reviewed on the February 9, 2010 LNPA WG conference all.  See related Action Item 011210-12.








			0145


			5/13/09


			Pending


			RT8-23 thru RT8-29



GDMO


			FRS Section 8


			DOCUMENTATION



Do we want intermediate status updates of audits?


			No, audit queries can be used between NPAC SMS to determine the status of the audit if necessary. 



Requirements will be removed in the next FRS 5.0.0 release





			0146


			6/11/09


			Open


			FRS RT3-87


			IIS B.4.3.1.1 / FRS Section 3






			DOCUMENTATION



Possible race condition related to Pending-like PTOs and creation of –X and pooled block.


			Jim Rooks item to research and indentify use case that supports possible race condition. 








			0147


			6/11/09


			Closed


10/19/09


			N/A


			IIS B.4


			DOCUMENTATION



Expand representative examples of number pooling flows to include resend of partial fails and de-pools.


			Additional flows were covered in the discussions.  Flows are available for review in the IIS 5.0.0.


10-19-09



Vendors to identify if any flows are missing for subsequent bring-up.





			0148


			6/11/09


			Pending


			TBD


			FRS Section 3 or 5


			DOCUMENTATION 



Add requirement for transfer of –X ownership.


			Requirement will be added in next FRS 5.0.0 release









			0149


			6/11/09


			Pending


			FRS RT3-67


			FRS Section 3/5


			DOCUMENTATION



Applies to pooled blocks and not –Xs.  Move to Section 5.


			Requirements will be updated in next FRS 5.0.0 release









			0150


			6/11/09


			Pending


			FRS RT3-70


			FRS Section 3


			DOCUMENTATION



Need a requirement similar to RT3-70 in Section 3.12.5 (Modify) and Section 3.12.6 (Delete).


			Requirements will be updated in next FRS 5.0.0 release









			0151


			6/11/09


			Pending


			FRS RR3-68


			FRS Section 3


			DOCUMENTATION



Need to address in requirement when local indicator is FALSE.


			Requirements will be updated in next FRS 5.0.0 release









			0151


			6/11/09


			Close


			


			


			


			No text available. Maintained to keep numbering.





			0152


			6/11/09


			Closed


10/19/09


			FRS RR3-107


			FRS Section 3


			ARCHITECTURE


Check for possible race conditions related to SVs in Sending state.


			Combine with item #95.


10/19/09:



Requirements and documentation references moved to Item 95 for tracking.





			0153


			6/11/09


			Pending


			FRS RT3-75


			FRS Section 3 


			DOCUMENTATION



Check that we have an explicit requirement to broadcast to subtending LSMSs.


			Requirements will be reviewed and updated if necessary in next FRS 5.0.0 release









			0154


			6/11/09


			Pending


			FRS RT3-77, RT3-101


			FRS Section 3


			DOCUMENTATION



Remove “peered” in title of requirement.


			Requirements will be updated in next FRS 5.0.0 release









			0155


			6/11/09


			Pending


			FRS RT3-77


			FRS Section 3


			DOCUMENTATION



Make it clear in all applicable requirements that peered NPACs will not forward SP queries.


			Requirements will be updated in next FRS 5.0.0 release









			0156


			6/11/09


			Pending


			FRS RT3-79, RT3-80


			FRS Section 3


			DOCUMENTATION



Document change to true up reference to SOA Origination Flag.


			Requirements will be updated in next FRS 5.0.0 release









			0157


			6/11/09


			Pending


			FRS RT3-81


			FRS Section 3


			DOCUMENTATION



Remove requirement.


			Requirements will be updated in next FRS 5.0.0 release









			0158


			6/11/09


			Pending


			FRS RT3-86


			FRS Section 3


			DOCUMENTATION



Make sure referencing to rollup is consistent with peered update and identify differences with how it is done today.


			Requirements will be reviewed and updated in next FRS 5.0.0 release









			0159


			6/11/09


			Pending


			FRS RT3-89, RT3-93, RT3-98


			FRS Section 3


			DOCUMENTATION



Check to see if we need to indicate which NPAC is doing create and send.


			Requirements will be updated in next FRS 5.0.0 release









			0160


			6/11/09


			Pending


			FRS RT3-92 and RT3-93


			FRS Section 3


			DOCUMENTATION



Document change to delete these requirements.


			Requirements will be updated in next FRS 5.0.0 release









			0161


			6/11/09


			Close


			


			


			


			No Text Available. Maintained to keep numbering.





			0162


			6/11/09


			Pending


			FRS RT3-103


			FRS Section 3


			DOCUMENTATION



It was stated that this is a negative requirement.


			Requirements will be updated in next FRS 5.0.0 release









			0163


			6/11/09


			Pending


			FRS RT5-63, RT5-67 


			FRS Section 5


			DOCUMENTATION



Delete RT5-63.


			Requirements will be updated in next FRS 5.0.0 release









			0164


			6/11/09


			Pending


			FRS RT5-68


			FRS Section 5


			DOCUMENTATION



Change “filtered” to “non-filtered.”


			Requirements will be updated in next FRS 5.0.0 release









			0165


			6/11/09


			Pending


			N/A


			IIS from Errata document in GDMO section


			DOCUMENTATION



For SV peered broadcast, reflect that it is a disconnect of a “ported” pooled TN.


			GDMO will be updated in next IIS 5.0.0 release









			0166


			6/11/09


			Pending


			N/A


			IIS Flow B.5.4.7.2


			DOCUMENTATION



Failed List for SV2 must be cleared.


			IIS will be updated in next IIS 5.0.0 release









			0167


			6/11/09


			Pending


			N/A


			IIS


			DOCUMENTATION



Need to review and validate flows in the context of 3 or more peered NPACs.


			Scenarios will be reviewed to determine where there is value in having flows with multiple NPAC SMS.  One potential area for additional flows would be recovery. Additional flows identified will be included in next IIS 5.0.0 release





			0168


			6/11/09


			Pending


			N/A


			IIS Flow B.5.6.2


			DOCUMENTATION



Review to make sure that all attributes are included.


			IIS flow will be reviewed and updated in next IIS 5.0.0 release









			0169


			6/18/09


			Open



(changed on 10/19/09)


			N/A


			FRS 6.4


			ARCHITECTURE



(changed on 10/19/09)


May want to revisit having more than one LSMS interface between peered NPACs.


			The current documentation for NANC 437 supports one Inter-NPAC LSMS interface.  If capacity issues are identified, then the document can be updated to allow for support of multiple Inter-NPAC LSMS associations.


10/19/09



Need to determine how they would be sized and augmented if needed.



Action Item 101909-04:  Action for all to determine if we will address in full LNPA WG or in a focused sub-team to analyze various modeling assumptions to determine if one LSMS interface is adequate or more are needed.



11/10/09


Telcordia Proposal:



· Need to decide how it is sized and if it needs augmented.









			0170


			6/18/09


			Closed



10/19/09


			


			FRS Section 6


			DOCUMENTATION


10/19/09:


(Moved to item 101)


Configuration of relationships of SPID to SOA associations across peered NPACs are the same.  Concern with amount of traffic and ability to do load balancing.


			10/19/09:



(Moved to item 101)



The current documentation for NANC 437 supports one Inter-NPAC SOA interface connection per SPID.  If capacity issues are identified when considering item 101, then the document can be updated to allow for support of multiple Inter-NPAC SOA associations per SPID.









			0171


			6/18/09


			Pending


			TBD


			FRS Section 6


			DOCUMENTATION



Unless there are any objections, instead of partitioning rollup requirements make a documentation note that concurrent operations were identified and no requirements changes were warranted.  


			FRS will be updated in next FRS 5.0.0 release









			0172


			6/18/09


			Closed



10/19/09


			N/A


			


			ARCHITECTURE



10/19/09:



(Moved to Item 101)


Regarding peering distribution of workload for each Active SV transaction, it was questioned if the formula (M/N+K)*C accurately reflects all work necessary. 


			10/19/09:



(Moved to Item 101)



In the examples the C value used is to represent the functional workload of broadcasting to and receiving responses from an LSMS.  The value of C may not be equal in both equations (it could be less than or greater than depending on implementation). 





			0173


			6/18/09


			Pending


			R10-2


			FRS Section 10


			DOCUMENTATION


10/19/09:



LEVEL OF EFFORT added


Regarding 99.9% reliability for LSMS and SOA interfaces, need to calculate aggregate reliability % in a peered NPAC environment in order to ensure no degradation in reliability.


			The 99.9% reliability is for the entire region (an aggregate number).  FRS will be updated in the next FRS 5.0.0 release.


11/10/09



Telcordia Proposal:



· Assumed LLC would manage availability SLRs based on the number of Peered NPAC SMS in a region.





			0174


			6/18/09


			Pending


			FRS RT6-12


			FRS Section 6


			DOCUMENTATION



Change requirement to reflect that it is 20 CMIP operations over a single SOA association and not 70.


			FRS will be updated in next FRS 5.0.0 release


11/10/2009



Need to model what is needed as part of Item 101.





			0175


			6/18/09


			Pending


			FRS RT6-16


			FRS Section 6


			DOCUMENTATION



Strike the requirement.


			FRS will be updated in next FRS 5.0.0 release





			0176


			6/18/09


			Pending


			FRS RT6-18


			FRS Section 6


			DOCUMENTATION



Change to clarify the requirement because it is required functionality.  It currently states for those that support the application level error functionality. 


			FRS will be updated in next FRS 5.0.0 release





			 0177


			6/18/09


			Pending


			TBD


			FRS Recovery


			DOCUMENTATION



Question related to recovery:   If 2 or more NPACs are down and they come up at different times, how is data merged?  Possible race conditions?  Need to revisit recovery tenets in the context of 1 or more NPACs being down.


			FRS will be updated in next FRS 5.0.0 release to more clearly document the recovery process with multiple NPAC scenarios.


11/10/2009



Tied to Item 80 and Item 179.





			0178


			6/18/09


			Pending


			FRS RT6-55


			FRS Section 6


			DOCUMENTATION



Change requirement to clarify that SWIM is the first priority for recovery and time-based is a fallback.


			FRS will be updated in next FRS 5.0.0 release





			0179


			6/18/09


			Pending


			TBD


			FRS Recovery


			DOCUMENTATION



Do data requirements drive the need to have all NPACs up and running before recovery takes place?  Example is if an NXX is created on the wrong NPAC and deleted and created on the correct NPAC, if NPACs are down, sequence of recovery of messages is critical.   Discuss in the context of both bringing up a new NPAC and restoring a crashed NPAC.


			Related to item #177. FRS will be updated in next FRS 5.0.0 release to more clearly document the recovery process with multiple NPAC scenarios.





			0180


			6/18/09


			Pending


			FRS RT6-63


			FRS Section 6


			DOCUMENTATION



Strike the requirement.


			FRS will be updated in next FRS 5.0.0 release





			0181


			6/18/09


			Pending


			FRS RT6-64


			FRS Section 6


			DOCUMENTATION



Review requirement to see if it should be struck.  SWIM does not currently function in this way.  In general are we only supporting SWIM?


			FRS will be updated in next FRS 5.0.0 release


11/10/2009



May need to strike this requirement based on the result of Item 178.





			0182


			6/18/09


			Pending


			FRS RT6-73


			FRS Section 6


			DOCUMENTATION



Decide if the requirement should be struck.  It was mentioned that it seemed out of place.


			FRS will be reviewed updated in next FRS 5.0.0 release





			0183


			6/18/09


			Pending


			FRS RT6-81


			FRS Section 6


			DOCUMENTATION



Clarify intent of requirement.  Peered NPAC ID?


			FRS will be updated in next FRS 5.0.0 release





			0184


			6/18/09


			Pending


			FRS RT6-84



FRS 6.8


			FRS Section 6


			DOCUMENTATION



Remove “existing.” And in Section 6.8, remove other instances of “existing.”


			FRS will be updated in next FRS 5.0.0 release





			0185


			6/18/09


			Pending


			FRS RT6-90


			FRS Section 6


			DOCUMENTATION



Change requirement to a constraint.


			FRS will be updated in next FRS 5.0.0 release





			0186


			6/18/09


			Pending


			FRS RT6-90


			FRS Section 6


			DOCUMENTATION



Review for possible clarification or provide rationale if decision is to remove.


			Requirement will be changed to a constraint per item #185. FRS will be reviewed  updated in next FRS 5.0.0 release





			0187


			6/18/09


			Pending


			FRS 7-2


			FRS Section 7


			DOCUMENTATION



Apply note below to this requirement.


			FRS will be updated in next FRS 5.0.0 release





			0188


			6/18/09


			Pending


			R 7-100.1


			FRS Section 7


			DOCUMENTATION



Update requirement.


			FRS will be updated in next FRS 5.0.0 release


11/10/09



Requirement R7-101.1 will have the note from RT7-19 added to it which states "Note:  The Application Level Heartbeat is a CMIP notification but it does not contain a security field."





			0189


			6/18/09


			Pending


			R 7-108.1


			FRS Section 7


			DOCUMENTATION



Can this report generated be all NPACs or just the Master NPAC of the block?


			FRS will be reviewed and updated in next FRS 5.0.0 release





			0190


			6/18/09


			Pending


			FRS RR9-11


			FRS Section 9


			DOCUMENTATION



Can this report generated be all NPACs or just the Master NPAC of the Old SP?  What is scope of requirement?  Review Change Order 375.


			FRS will be reviewed and updated in next FRS 5.0.0 release





			0191


			6/18/09


			Pending


			FRS RR9-21


			FRS Section 9.3.3


			DOCUMENTATION



Question on what are data gathering requirements for resend exclusion report.


			FRS will be reviewed and updated in next FRS 5.0.0 release





			0192


			6/18/09


			Open


			FRS RT10-4


			FRS Section 10


			ARCHITECTURE



Revisit requirement to determine how 3-second requirement can be met with multiple NPACs.  Related to Item 50.


			FRS will be reviewed updated in next FRS 5.0.0 release



Moved to architecture per 7/14/09 APT meeting for further discussion requested by a vendor.



11/10/09



Telcordia Proposal:



· It is in the best interest for both vendors to work collaboratively to meet the 3-second response time given that both vendors would be the old or new service provider in the port. Two vendors have indicated that this it is reasonable to support a 3-second response time over the Inter-NPAC SMS interface. SLA management would be the responsibility of the LLC.





			0193


			6/18/09


			Changed to Open from Pending  on 11/10/09


			FRS RT11-1, 



FRS RT11-2


			FRS Section 11


			DOCUMENTATION



Industry needs to agree on billing arrangements and compensation of workload on NPACs.  May drive changes to usage measurement requirements.


			Usage data requirements can be updated when industry billing arrangements are in place.





			0194


			11/10/09


			Open


			


			FRS


			DOCUMENTATION


			11/10/09


· Related to Item 0006/



· Current set of configurable parameters must be listed in the FRS and all NPACs must use the same defined set of configurable parameters.
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Timeline – SV Creation Method







Master NPAC for old SV (NPAC A)



Master NPAC for new SV (NPAC B)



Service Provider owning old SV



Service Provider owning new SV
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Timeline – SV Activation Method







Master NPAC for old SV (NPAC A)



Master NPAC for new SV (NPAC B)



Service Provider owning old SV



Service Provider owning new SV
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Consequences



				Topic				SV Creation Method				SV Activation Method



				Philosophy				The NPAC that controlled the transaction retains the master copy of the data throughout its life				The NPAC that currently controls the active SV record retains the master copy of all historic versions of this subscription



				Data History				Each NPAC is responsible for the portion of TN history for which it is master				Each NPAC is responsible for the entire TN history for all SVs related to the TN while it is the master of the TN



				Query SV response				The SV history returned when querying the current active SV master NPAC will contain a mix of master and slave data				The SV history returned when querying the current active SV master NPAC will contain the master copy of any eligible historic versions



				Long-term Archive				Each NPAC will manage the long-term archive for SVs for which it was Master				The network owner (pool block owner or code owner if no pool block) and its related NPAC will be responsible for the long-term archive of all SVs related to the TN
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Evolving Systems’ Evaluation
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» Current Proposed

Requirements

* Transfer of Master NPAC
responsibility occurs
separately for each SV

* The transfer of Master NPAC
responsibility occurs when
the SV is successfully
created

SV Creation

(. Alternative Approach

» Transfer of Master NPAC
responsibility occurs
separately for each TN, but
collectively for all SVs
associated with a TN

» The transfer of Master NPAC
responsibilities occurs
when an SV is activated

SV Activation
Method







At SV(new) creation,
NPAC A remains master

for SV(old), but records
NPAC B as master for
SV(new)







At SV(new) activation,
NPAC A records the

termination of SV(old).
NPAC B continues as
master for SV(new)







At SV(old) purge, NPAC
Arecords the deletion of

SV(old). NPAC B deletes
its copy of SV(old).







At SV(new) creation,
NPAC A remains master

for SV(old) and becomes
the master of SV(new)







At SV(new) activation
request ack by NPAC A,

NPAC B becomes the
master of SV(old) and
SV(new)







At SV(old) purge, NPAC
B records the deletion of

SV(old). NPAC A deletes
its copy of SV(old).







Original
Rationale

Data management, including
audits, queries, and archives
‘would most likely be correctly
handled ifthe manager had
the entire history fora TN,
rather than only specific
versions

When researching issues, it
‘would be most “logical”to go
to a single source for
authoritative information about
all SVs fora TN

Current
Position

The use cases and scenarios
of original concern have been
reviewed by the industry, and
no specific holes have been
identifiedin the requirements

The idea of most “logical” is
based on collective
understanding. With the
industry investmentin
reviewing the “SV Creation”
approach, it may now be the
“most logical”







Recommendation

» Consider changing
to the “Activation
Method” only if
specific problems
are identified with
the “Creation
Method” that cannot
be otherwise
resolved
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Syniverse Technologies
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Bob Bruce




Contact Number:
813-637-5172




Email Address:   
bob.bruce@syniverse.com



(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



Regarding the definition of the word “sends” in the LNP Provisioning Flows Narratives in the context of a response.



The provisioning flows narratives currently state: “ONSP sends FOC confirming Simple Port request to NNSP.” (emphasis added).  In addition, FCC 03-284 Footnote 129 states: “…Firm Order Confirmation refers to the response the old service provider sends to the new service provider upon receiving the new service provider’s request to port a number…” (emphasis added). Some providers with their own GUIs for LSR submission only place or post their Local Responses (e.g., FOCs, Rejects) on their GUI website for retrieval by the New Service Provider rather than sending it (e.g. transmitting it via fax or e-mail or some other method). This places a burden on the new service provider to check if the response is posted. Providers have questioned if posting the Response (FOC or Reject) is consistent with “sends”.  


2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A.   Examples & Impacts of Problem/Issue: 


Carriers that place their local responses in a web site require the NNSP to take extra efforts to return to the web site to check if the local response is there yet. If it is not there they need to check back later. This may require extra care on the part of the NNSP to note that it needs to follow up. If the response is not yet ready the NNSP has to make another note to follow up. Each effort costs the NNSP additional time and expense. In a one-day porting scenario it is reasonable to expect that more carriers will have trouble making the four hour response deadline requiring more manual efforts.  


In particular, since a LSR submitted by 1 pm (in the predominant time zone of the NPAC region of the porting phone number) will be responded to by 5 pm (if the response is compliant) that gives only 1 hour for the new service provider to look for the response, interpret it, complete any activity required before sending the port to the NPAC via the New Service Provider Create message to start the medium timers that are now set at 3 hours each.  If the NNSP does not start the NPAC medium timers by 6:00 pm and the ONSP does not do a matching ONSP create, then these timers will not complete by midnight and the port will not take place as scheduled. 


In some cases, a few carriers have posted a second response after the initial response posted in a GUI. However, because the NNSP has already found one response they have no reason to look again. When this happens it causes major confusion. For example a request was made via a GUI and a reject response was posted. The ONSP then later posted a FOC – without a subsequent LSR. When the NNSP called to work the fallout of the previous LSR the ONSP told the NNSP the LSR was confirmed, but the NNSP only had the Reject. This caused a lot of confusion and delay of the eventual port. What’s worse, it’s possible – and has happened – where a the second response was a Reject or Jeopardy. When the NNSP goes to port it fails at the NPAC and the port does not take place as expected.


B.   Frequency of Occurrence: 


Some carriers’ GUIs do not “send” the response. For these carriers GUI system every port requires manual monitoring for a response, by the NNSP. 



Syniverse has compiled a list of wireline carriers that in Syniverse’s experience, use a GUI for port outs. The responses can either be posted in the GUI, e-mailed to the NNSP (Syniverse in this case) or mixed depending on SPID, state or other conditions.  13 of the 26 (50%) GUI-using wireline carriers post their response. These 13 carriers represent 51 of the 89 SPIDs (57%) that use a GUI


[image: image1.emf]TP Response Type Total TP SPIDS % TP % SPID



GUI 13 51 50% 57%



e-mail 9 27 35% 30%



various 4 11 15% 12%



Total 26 89 100% 100%






Note: Since the original PIM was submitted several other carriers have introduced GUIs. 


C. NPAC Regions Impacted:



 Canada___ Mid-Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     



 West Coast___  ALL_X_



D.  Rationale why existing process is deficient: 


· Not sending a response could contribute to delays in completing ports which may lead to consumer complaints. 


· Not sending a response requires the NNSP to look for a response. If the response is not there the NNSP must continually re-access the system until a response is there, thus wasting resources.


· Sending a response when it is ready gives the maximum time to the NNSP to complete its work before sending a NNSP SV Create to the NPAC. This effectively forces NNSPs to choose between two bad options. They must either (1) potentially waste time and money proactively looking for a response that is not yet posted or (2) wait for the entire four hours to elapse before looking and then having a reduced amount of time to complete their other provisioning work before NPAC work begins.



· When 1 Day Porting (FCC 09-41) goes into effect, both NNSP and ONSP carriers will have only a few hours to complete their respective work, instead of 24 hours or more. If an ONSP doesn’t send the response, NNSP carriers may be reluctant to promise a 1 or 2 day due date to customers removing the benefit of FCC 09-41 is intended to deliver to consumers.



· The posting of a second response without some positive notification to the NNSP causes great confusion, repetitive and unnecessary work and could delay the port and therefore negatively affect the end user.


E.   Identify action taken in other committees / forums: None._____________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


F.   Any other descriptive items: None.____________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution: 



LNPA Working Group should adopt the following best practice: 


The word “Sends” in the porting flows means a valid response to the LSR (FOC, Reject, Jeopardy or other appropriate response) is delivered by the ONSP to the NNSP in much the same way as an LSR is sent from the NSP to the OSP. To ‘send’ in this context does not mean to just post or transmit the response to the ONSP’s GUI as this can cause delay and confusion as the NNSP struggles to know when or if the response is available and to know if subsequent responses have been issued. This delay and confusion is especially impactful during a reduced simple port interval. By actually sending the response directly to the NNSP, it gives the NNSP an immediate and positive notice of the response. 



The LNPA-WG continues to support and encourage the use of automated methods for sending LSR’s and FOC’s where possible, to reduce the amount of manual interaction necessary for all parties involved. Sending the response to the LSR (FOC, Reject, Jeopardy or other appropriate response to the NNSP) in one of the following methods, notifies the NNSP of its presence and allows for the maximum processing time possible so the port can complete on time for the end user.  This best practice is not meant to imply that the ONSP would need to accept LSRs via a method that they do not support. 


Therefore, the LNPA Working Group Best Practice is for an ONSP to do one of the following:



· If XML/EDI/API is used to send the LSR to the ONSP, then the response to the LSR (FOC, Reject, Jeopardy or other appropriate response to the NNSP) should be sent back to the NNSP via XML/EDI/API.



· If a GUI is used to submit the LSR to the ONSP, then the response to the LSR (FOC, Reject, Jeopardy or other appropriate response to the NNSP) should be sent back to either: the NNSP’s e-mail address or fax number indicated on the LSR or to a default email address for the NNSP agreed to by the NNSP and ONSP. 



· A less desirable but acceptable alternative method would be for the ONSP to send a notification that a response has been produced and is now available for review in the GUI by the NNSP. This notification should be sent back to either: the NNSP’s e-mail address or fax number indicated on the LSR or to a default email address for the NNSP agreed to by the NNSP and ONSP. This email notification should clearly indicate the PON or Order number involved. 



· If email is used to send the LSR to the ONSP, then the response to the LSR (FOC, Reject, Jeopardy or other appropriate response to the NNSP) should be sent to either: the NNSP’s e-mail address or fax number indicated on the LSR, or to a default email address for the NNSP agreed to by the NNSP and ONSP. 



· If fax is used to deliver the LSR to the ONSP, then the response to the LSR (FOC, Reject, Jeopardy or other appropriate response to the NNSP) should be sent to either: the NNSP’s e-mail address or fax number indicated on the LSR or to a default fax number/email address for the NNSP agreed to by the NNSP and ONSP.


_____________________________________________________________________________________



LNPA WG: (only)



Item Number: PIM 74 v3


Issue Resolution Referred to: _________________________________________________________


Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________



1


4








_1326032399.doc
NANC 437 DEEPER DIVE ANALYSIS


ITEMS IDENTIFIED BY THE LNPA WG





[image: image1.emf]NANC 437 Issue  Parking Lot Matrix v17 (12-08-2009).doc




1. To date, the group has identified the following NANC 437 Issue Parking Lot Matrix Items for further deeper analysis from the document attached above: 


MAJOR TOPIC:




ITEMS:

M&P/LEVEL OF EFFORT:  


1, 4, 27

M&P:  





2, 25, 74


OPERATIONAL:  



36

FUTURE REQUIREMENTS:  


37, 53


DOCUMENTATION:  
46, 71, 72, 115, 129, 141, 144, 146, 167, 177, 179, 193

ARCHITECTURE/M&P:  


80

ARCHITECTURE:  
23, 95, 99.2, 101, 112, 140, 169, 192

LEVEL OF EFFORT:  



127

DOCUMENTATION/LEVEL OF EFFORT:  173


2. The group also has identified the following items for further deeper analysis:


· Regarding NANC 437, Evolving Systems will distribute documentation to


the LNPA WG related to NANC 437 Issues Parking Lot Matrix Item # 53, which addresses the timing of the transfer of the Master NPAC role to the New SP’s NPAC.  This documentation is to be distributed to the LNPA WG by January 4, 2010, even if in draft form, for review prior to the January 12-13, 2010 LNPA WG meeting.


· Regarding NANC 437, NeuStar will distribute documentation to the LNPA WG related to any race condition issues they have identified and documentation related to current Methods & Procedure (M&Ps) that may require inter-NPAC communication (reference open Action Item 111009-11).  This documentation is to be distributed to the LNPA WG by January 


4, 2010, even if in draft form, for review prior to the January 12-13, 2010 LNPA WG meeting. 


· The items contained in the document attached below will also be discussed in more detail at the January 12-13, 2010 LNPA WG meeting:



[image: image2.emf]Neustar list of  Operational Issues prepared for LNPA WG discussion of non-technical issues.doc
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Operational Issues Introduced by the  Implementation of Change Order NANC 437






1. Archives (off-line records as opposed to on-line "history")


1. What responsibility does the Neustar NPAC have to provide access to a Service Provider's archived records once that SP moves to another NPAC?  Or is the assumption that archived data will move with the SP?



2. A Service Provider transfers from NPAC A to NPAC B.  The EBDD file created for the SP's transfer does not have the SP's archived off-line old-SV information.  How does NPAC B acquire the old SV information belonging to the transferring-in SP where the old SV data was deleted and later moved to NPAC A's off-line archives while the SP still was NPAC A's customer?



2. Change Management Administration (CMA) function at LNPA WG


1. Who provides this function to LNPA WG when more than one NPAC vendor is active in the U.S.?  (The CMA role includes updating NPAC documentation such as FRS, IIS, etc.)


3. Edits/Validations



1. What will be the source for the identity of the LATA associated with an NPA-NXX (rate area)?  Or do we assume that not all NPACs must use the same data source?



2. What does a peer NPAC do when an NPA-NXX code or an LRN broadcast by the Master NPAC does not pass the peer NPAC's LATA ID or code ownership validations?  



3. What does a peer NPAC do when an activated SV broadcast by the Master NPAC does not pass the peer NPAC's LATA ID or DPC/SSN validations?



4. Help Desk


How does NPAC handle its own customer's problem when another NPAC's customer is involved?  For example:



1. A Service Provider is assigned a new NPA-NXX code, but when attempting to open it in NPAC, the SP finds that another SP served from another NPAC already has opened the code as its own.  How is the issue raised with the errant SP?



2. Will the process to reflect a code ownership error/reassignment that avoids a SPID migration be available once there is more than one NPAC operating in a Service Area?  If so, which NPAC will coordinate the process to assure minimum loss of (incoming) service for affected end-users?


NOTE: This alternate process, required before the SPID migration process became available, involves (1.) temporarily deleting active SVs (2.) deleting impacted LRNs, (3.) deleting the code, (4.) re-creating the code (and appropriate LRNs), and (5.) re-creating the deleted SVs.  Though relatively few active SVs may be involved, there are two SPs involved with the code and the LRN changes and both the original donor SP and current SP are involved for each SV change.  (The donor SP is involved even if the number was not last ported from that SP.)



5. IVR


1. Will each NPAC operate its own IVR?  


2. How will an NPAC obtain emergency contact information from another NPAC's customers?


6. NPAC Customer Moves to another NPAC


1. Why is a full EBDD prepared when Service Provider moves to new NPAC vendor?  Looks like "SPID" is needed as a selection criteria for the EBDD.



2. Will NPAC require Certification testing before it will accept a customer transfer?



3. Will every NPAC vendor have the same qualification and connectivity requirements, such as Minimum Connectivity Requirements?



7. NPAC Service Availability


With a single NPAC in the Service Area, when the NPAC is off-line, no porting can occur.  



1. With the introduction of additional NPACs in the Service Area, how will other NPACs in the Service Area react when an NPAC goes off-line?  


2. Should the other NPACs take themselves off-line too; or is the situation viewed as analogous to a partial failure in today's single-NPAC per Service Area environment?


3. If other NPACs go off line when an NPAC goes off-line, would there be a defined interval before the other NPACs took this action?



4. What process would be used to later restore the NPACs?  For example, would all NPACs synchronize with one another before allowing any Users to become active?


8. Performance - Impact of Mass Updates, Pooled Block Activations, and Large Port Activity 



1. How will each NPAC limit its Mass Updates, Pooled Block Activations, and Large Port projects to assure that such activity in the Service Area remains within industry-agreed limits?  


2. If several NPACs are performing Mass Updates, Pooled Block Activations, or Large Port projects, with the result there is an overload for Users in the Service Area, what criteria will determine which NPAC must suppress its Mass Updates, Pooled Block Activations, and Large Port projects? 



9. Proof of Concept



Should the LNPA WG recommend to the NAPM LLC that SOWs be requested from the current and potential NPAC vendors to perform laboratory testing to determine the technical feasibility of Telcordia's multi-NPAC proposal?


10. SLRs


Some SLRs originally were developed by industry in the LNPA WG's predecessor "Technical & Operations" committee, but for an environment based on a single NPAC vendor handling a Service Area.  The change in Architecture introduced by NANC 437, to allow more than one NPAC in a Service Area, may impact these SLRs.  That is, having multiple NPACs in the Service Area introduces the possibility that an NPAC will miss SLRs due to failure opportunities introduced by the new Architecture, such as inadequate inter-NPAC link sizing, failure of inter-NPAC links, or failure of another NPAC to remain on-line.  



1. What changes are proposed to the SLRs affected by the multi-NPAC Architecture?



11. SPID Migrations


There are limits on the size and quantity of SPID migrations.  Further, there can be no pending SVs involving the migrating codes and LRNs when a migration begins. 



1. How will SPID migration requests be coordinated to assure the Service Area remains within the industry-required LRN and SV quantity limits?



2. How will the deletion and re-creation of pending SVs be coordinated?  These pending SVs may be scattered across all NPACs in the Service Area and for any one pending SV, the involved new and old SPs may be served from different NPACs. 



12. Synchronization



1. How is NPAC database synchronization maintained among the various NPAC vendors in the same Service Area?  For example, when an inter-NPAC link failure occurs and is not immediately recognized.



13. Testing



1. How will each NPAC be certified as being ready for inter-NPAC operation, both initially and for each NPAC's subsequent software releases (including point releases)?



2. Will the inter-NPAC Certification testing include end-to-end testing, i.e., would it involve a subtending SOA/LSMS at both NPACs involved in the Certification tests.



3. If SOA/LSMS systems are involved in NPAC Certification testing, would they be actual Service Provider systems subtending the involved NPACs, or would there be test systems established at each NPAC to serve as its subtending SOA/LSMS. 



4. Would SOA/LSMS Certification testing be required by the new NPAC for a customer transferring to it from another NPAC?  



14. Third Party Impacts


1. INC requires the Pool Administrator to notify the NPAC when a thousand block is assigned.  How will the PA determine, for a SPID or TN issue, which NPAC to contact?  (Note that changes to the PA process may require that a Change Order be submitted to the FCC.)



2. NANPA sometimes must work with the NPAC code recovery situations, particular if there are active SV at the NPAC.  How will NANPA determine which NPAC to contact about code recovery situations?
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LNPA Working Group Architecture Planning Team (APT)



NANC 437 Issue Parking Lot Matrix 






​​​​​​



Please Note: The items listed below have been identified for further in-depth analysis during the technical requirements discussions related to NANC 437, which proposes an Inter-NPAC peering model architecture.


			Category Topic


			Description





			DOCUMENTATION


			Items agreed upon during review to be updated in next NANC 437 FRS/IIS 5.0.0 release (8/12/09 -may have impact on NPAC functionality and may not be a Documentation Only change)





			M&P


			Items identifying existing and or new procedures updates in support of NANC 437





			FUTURE REQUIREMENTS


			Items optionally to be considered at a future time that contain suggested new or modified functionality from the functionality currently included in the NANC 437 documentation 





			LEVEL OF EFFORT


			Items requiring further understanding of the level of effort for vendors implementing NANC 437





			ARCHITECTURE


			Items raised during the NANC 437 review related to the NANC 437 solution architecture as well as items not categorized in the other existing categories





			OPERATIONAL (added 09-15-09)


			Items identifying potential NPAC or Service Provider operational impacts.








			Status


			Description





			OPEN


			Items pending next NANC 437 documentation release or for LNPA WG discussion/determination





			RECOMMEND CLOSED


			Items that have been identified as duplicate, can be combined with an existing item, or where there is a more specific and detailed item that has been opened





			CLOSED


			Items that are completed.





			PENDING


			Items pending the release of the next NANC 437 documentation








			Item #


			Date Logged


			Status 


			Related Requirement(s)


			Industry Documentation Referenced


			Major Topic


			Decisions/Recommendations/Discussion





			0001






			3/10/09


			Open


			N/A


			Certification and Regress Test Plan 


			M&P/LEVEL OF EFFORT


Resolving Inter-NPAC SMS interface specification NPAC vendor disputes discovered during test cycles.


			TBD – Address when test plan and test cases are developed.


Related to items #4 and #31  the general testing strategy of NANC 437. 


11/10/09



Telcordia Proposal:



· LNPA WG or Operations Team.  Previously when their were two NPAC vendors the change management administrator arbitrated disputes between the NPAC vendors as well as between the NPAC vendors and SOA and LSMS vendors.  Telcordia has recommended reinstatement of third party change management.





			0002


			3/10/09


			Open


			N/A


			M&P


			M&P



Resolving Inter-NPAC SMS Interface specification NPAC vendor disputes discovered during production failures


			TBD – Address when M&Ps are developed.


8/12/09



· The PIM process was discussed as a possible solution.  


11/10/09


Telcordia Proposal:



· LNPA WG with LLC would resolve issues as it does today.  When there were two NPAC vendors the change management administrator and/or LNPA WG arbitrated disputes between the NPAC vendors as well as between the NPAC vendors and SOA and LSMS vendors.  An option is to reinstatement of third party change management.





			0003


			3/10/09


			Closed on 11/10/09


			N/A


			PIMs


			M&P



Addressing NPAC vendor-specific PIM topics


			TBD – Need to determine how to work NPAC specific PIM topics that might not be appropriate to discuss in current PIM processes.


8/12/09



· Discussion needs to take place on logistics of holding technical discussions and addressing technical issues that also impact NPAC contracts. 


11/10/09



· NPAC vendors could be excused for NPAC vendor-specific PIM discussions or it could be addressed in LLC.



· SPs could handle via vendor customer relationship.


· For interoperability issues, this could be addressed by Item 0002.  This item was closed and now pointed to Item 0002.





			0004


			3/10/09


			Open


			N/A


			Certification and Regression Test Plan based on FRS and IIS


			M&P/LEVEL OF EFFORT


Technical certification of a new NPAC vendor


			TBD – Address when test plan and test cases are developed.


8/12/09



· Level of Effort discussion required.



· 3rd party certifier required for NPAC vendors?


· Related to item#1


11/10/09



Telcordia Proposal:



· Assumed LLC would identify appropriate certification processes.  Test plans would leverage existing turn-up test cases for interface testing with SOA and LSMS vendors.  A new test plan would be needed for Inter-NPAC testing.





			0005


			3/10/09


			Closed


8/12/09








			N/A


			M&P 


			M&P



NPAC Vendor change process (for operators electing to switch NPAC vendors)


			TBD – Address when M&P for transition are developed.



Covered more completely in Item #31


8/12/09


· What is industry expectation for certification testing when SPs transition to new NPAC vendor? 


· Agreed to close Item 5 and add bullet above to Item 31.





			0006


			3/10/09


			Open


			N/A


			M&P


			M&P



Coordinated changes to NPAC SMS configuration parameters (e.g. timers, retry counters)


			TBD – Address when M&Ps are developed.


8/12/09



· NAPM LLC approval process involved.


09/16/09



Although not required, if desired the LNPA WG would need to define M&P for management of tunables values used by all Peered NPAC.



11/10/09:


Telcordia Proposal:



· LNPA WG in conjunction with LLC as it is done today. Parameter changes are scheduled with prior industry agreement.


Further Discussion:


· Current set of configurable parameters must be listed in the FRS and all NPACs must use the same defined set of configurable parameters.  Add as new DOCUMENTATION item.


· See new Item 0194.





			0007


			3/10/09


			Open


			No New Requirements


			M&P / Best Practices, Existing FRS requirements


			M&P



Managing lagging LSMS systems


			Peering would not change requirements for how each NPAC SMS deals with LSMS that are lagging today. 


8/12/09



· Are additional requirements necessary dependent on which NPAC notices lagging LSMS?


11/10/09


Telcordia Proposal:



· Peering would not change industry requirements for how each NPAC SMS deals with lagging LSMS systems.


Further Discussion:


· Option discussed:  Habitual lagging LSMSs would be dealt with as they are today – by NPAC with the relationship with the lagging LSMS.  This would include the scenario of a primary NPAC disassociating as soon as possible their customer in response to a customer of another NPAC and force them into recovery.


· Question on how to resolve when a customer of one NPAC that identifies a lagging LSMS from another NPAC, e.g., Partial Fails.


· A lagging LSMS on one NPAC could impact the performance of another NPAC.





			0008


			3/10/09


			Closed (07/14/09)


			


			FRS Architecture and specific CH 6 and 10 requirements


			ARCHITECTURE



Performance – industry and provider systems


			Will be discussed during Change Order 437 FRS review.


Agreed to close since Chapters 6 and 10 have been reviewed and specific items have been logged. (items 192, 101, 91, 127)





			0009


			3/10/09


			Closed (07/14/09)


			


			FRS/IIS Requirements relating to SV, Block, and Audit (CH 3, 5, and 8 and related IIS Flows)


			ARCHITECTURE



Race conditions – e.g., NPACs would be out of synch between the time Primary NPAC puts SV in sending state and peered NPAC receives download and somebody launches audit on TN.


			Will be discussed during Change Order 437 FRS and IIS review.



Errata 2 and 3 were introduced to remove race conditions.





			0010


			3/10/09


			Closed


8/12/09





			


			FRS/IIS – Primarily CH 6 and IIS – all requirements apply


			ARCHITECTURE



Question on design of inter-NPAC interfaces and what the message sets will be.  Synchronization, queries, audits, partial fails


			Will be discussed during Change Order 437 FRS and IIS review.



Message sets have been reviewed as well as combination/synchronization of events.  





			0011


			3/10/09


			Closed (07/14/09)


			


			FRS Architecture and specific CH 6, 9, and 10 requirements


			ARCHITECTURE



Question on SLAs and the additional work placed on the NPACs in order to remain transparent to service providers.  Concern raised about ability to meet performance-related SLRs.


			Performance requirements and associated reporting for those requirements will be discussed during Change Order 437. Other SLAs and SLRs are part of contractual arrangements. Agreed to close since Chapters 6 and 10 have been reviewed and specific items have been logged (items 192, 101, 91, 127)





			0012


			3/10/09


			Closed (07/14/09)


			N/A


			FRS Architecture and specific CH 6 and 10 requirements (list SOA bandwidth requirements)


			ARCHITECTURE



SOA throughput issues for Inter-NPAC SMS interfaces


			Will be discussed during Change Order 437 FRS review.


 Agreed to close with item 192 being be moved from DOCUMENTATION back to ARCHITECTURE.





			0013


			3/10/09


			Closed



8/12/09






			N/A


			Existing FRS requirements


			ARCHITECTURE



Do all providers using a Service Bureau have to connect to the NPAC that the Service Bureau chooses?  


			8/12/09



Response was yes.  If SP wants to connect to different NPAC, they could choose to go with a different Service Bureau or go with a direct connect to NPAC of choice.



Service Bureaus are responsible for deciding whether or not to connect to 1 or more NPACs in a region to allow their customers to choose which NPAC they will utilize.



SOA and LSMS must have different SPIDs when connecting to different NPAC vendors.  Constraint will be added to address this in item #49









			0014


			3/10/09


			Closed



8/12/09






			Section 3.11 RT3-25 to RT3-64


			FRS EBDD Requirements in Section 3 and Appendix E


			ARCHITECTURE



Enhanced BDD data requirements between NPACs


			Will be discussed during Change Order 437 FRS review.



Covered during industry review Section 3 and Appendix E.  Items 79, 81, 83, and 84 have been opened to update the documentation.





			0015


			3/10/09


			Open 


			N/A






			M&Ps for Release  3.4 w/NANC 414


			M&P



Managing and addressing ports where code ownership is in error


			Existing processes apply in a peering environment.  New Release 3.4 NANC 414 requirements would apply.


8/12/09



· Managing, distributing, updating OCN mapping list among NPACs


· Addressing when lists are discrepant between NPACs


· Frequency of updates could be an operational issue if manual.


11/10/09



Telcordia Proposal:



· Existing M&P can be leveraged in a Peered NPAC SMS environment.  The current M&P would be expanded to include use of an M&P for Inter-NPAC communication to facilitate the resolution between the Service Providers.



· Option discussed:  Use current process for resolving errors and develop a general M&P for inter-NPAC communication for issue resolution.


Further Discussion:



· It was suggested that we develop a list of M&Ps that may require inter-NPAC communication.  NeuStar action. 





			0016


			3/10/09


			Closed (07/14/09)


			N/A


			FRS/IIS New Inter-NPAC SMS Number Pool Block Requirements


			ARCHITECTURE



Race conditions during transition of Master NPAC for pooled blocks


			Will be discussed during Change Order 437 FRS and IIS review.



Errata 2 and 3 were introduced to remove race conditions.  


Agreed to close at 7/14/09 review. 





			0017


			3/10/09


			Open 


			No New Requirements


			FRS Existing Number Pool Block Requirements



 (CH 3 and 5) and existing M&Ps


			M&P



Failure on the part of providers to protect contaminated TNs in pooled block and any complexity in resolving


			Existing requirements and processes apply in a peering environment.



Will be discussed during Change Order 437 FRS and IIS review.  M&Ps may need to be updated.


11/10/09


Telcordia Proposal:



· Existing M&P can be leveraged in a Peered NPAC SMS environment. The current M&P would be expanded to include use of an M&P for Inter-NPAC communication to facilitate the resolution between the Service Providers.





			0018


			3/10/09


			Closed



8/12/09


			Section 5 requirements


			FRS/IIS; FRS CH 3 and 5 requirements for Inter-NPAC failure communication


			ARCHITECTURE



Failed SP list functionality and behavior


			Service Provider functionality does not change.  Inter-NPAC communication of failures will be discussed during Change Order 437 FRS and IIS review.


Covered during industry review.  Items 104 and 138 have identified enhanced functionality to be added in the documentation for failed lists.





			0019


			3/10/09


			Closed



8/12/09


			Section 8.4 requirements


			FRS/IIS;  FRS CH 8


			ARCHITECTURE



Discrepancies/ambiguities in Master NPAC and golden database identification and impacts on query and audit functionality.


			Will be discussed during Change Order 437 FRS and IIS review.



Covered during industry review.  Specific documentation items were created to further clarify audit processing (item 70,71,141,142,145)





			0020


			3/10/09


			Closed



8/12/09 






			Section 3.2.2 requirements


			FRS/IIS; FRS CH3


			ARCHITECTURE



Action required for case when a –X or pending SV that has not been activated but are impacted by migration are on a different NPAC than the Primary NPAC of the migrating-to SPID


			Will be discussed during Change Order 437 FRS and IIS review.



Covered during industry review of section 3.2.2.  


 





			0021


			3/10/09


			Closed



8/12/09





			RT3-4


			FRS/IIS; FRS CH 3


			ARCHITECTURE



Filter functionality and behavior


			Filter functionality to SOA and LSMS for filters are unchanged.  Filtering is not supported between Peered NPAC SMS over the Inter-NPAC SMS Interfaces. Each Peered NPAC SMS is responsible for filtering to their subtending SOA and LSMS systems. Will be discussed during Change Order 437 FRS and IIS review. 



Recommending closure due to clarification of filtering not being supported is covered in DOCUMENTATION Item # 73.





			0022


			3/10/09


			Closed



8/12/09





			Section 6.7


			FRS/IIS; FRS CH 6


			ARCHITECTURE






			Both SWIM and time based recovery is supported over the Inter-NPAC SMS Interface. Will be discussed during Change Order 437 FRS and IIS review.  



Covered during industry review. 


Recommend closure due to performance/volume concerns will be rolled up into item 101.





			0023


			3/10/09


			Open


			N/A


			M&P


			Changed to ARCHITECTURE on 11/10/09


SPID migrations – how to manage the current SV limitations in a multiple NPAC environment


			Will be discussed during Change Order 437 FRS and IIS review.  M&Ps may need to be updated.


8/12/09



· With NANC 408, need to coordinate scheduling of migrations to ensure we do not exceed limitations in a multi-NPAC environment.


11/10/09


Telcordia Proposal:



· Existing M&P can be leveraged in a Peered NPAC SMS environment.  From Primer section 4.1 - In an Inter-NPAC SMS environment, the Primary Peered NPAC SMS for the New Service Provider to whom the SPID is being migrated would initiate the SPID migration.  SPID Migration files would be generated and distributed from the Primary NPAC SMS of the New Service Provider to all other Peered NPAC SMSs via FTP site.  Automation of SPID in NPAC Release 3.4 can be utilized in Inter-NPAC Peering.  


Further Discussion:


· Option discussed:  Migrating To SPID generates the migration files.


· Need to determine how we will manage automation of limitations that will be implemented in NANC 408.  An NPAC vendor that is not in all regions will have to communicate migrations to all regions.  Do we need a single repository for the industry?


· Need to address how we will resolve cases where more than the limit is scheduled.





			0024


			3/10/09


			Open


			TBD


			FRS/IIS 


			DOCUMENTATION



Incorporate the Release 3.4 functionality in a multiple NPAC environment


			Requirements for Release 3.4 functionality can be implemented in a Peered NPAC SMS environment.  Once the final Release 3.4 package is approved by the LLC, it can be folded into the NANC 437 requirements.





			0025


			3/10/09


			Open


			N/A


			M&P


			Changed to ARCHITECTURE on 11/10/09


ID management – segmenting the IDs and when NPAC vendors are added


			Recommendations proposed in NANC 437 need to be discussed.  Documentation to be updated is dependent on the adopted solution.


11/10/09


Telcordia Proposal:



· Section 4.3 proposes an ID partitioning in Inter-NPAC Peering, each ID value is assigned by the Master NPAC SMS as identified  in the requirements.  * Some type of inventory system or assignment of ranges must be put into place for use by all Peered NPAC SMS.  * A simple approach that could be used for ID assignment would be to use a formula of (ID value) modulo (the number of Peered NPAC SMS).  * Introducing weighting based on the percentage of traffic could be done but would also require managing large service provider moves subsequently causing a redistribution of the inventory.


Further Discussion:


· Proposed option would require requirements and coding.



· Current ID inventory system does not support segmenting or partitioning.





			0026


			3/10/09


			Open


			TBD


			FRS/IIS


			FUTURE REQUIREMENTS


On inter-NPAC activity, what message does a provider receive on an outstanding request when their Primary NPAC remains up and the Peered NPAC fails over to its backup NPAC? Is it an existing or a new error code?


			Will be discussed during Change Order 437 FRS and IIS review.  These options can be discussed.  


Requirements for a new error code to be developed/investigated post technical feasibility review (7/14/09)


8/12/09


· Association will not be aborted.



· Verify that existing requirements provide appropriate message. 


11/10/09



Telcordia Proposal:



· Notification would be forwarded to subtending SOA and LSMS systems


· Requirements can be added if the functionality is deemed necessary by the industry.





			0027


			3/10/09


			Open


			N/A


			Test Plans


			M&P/LEVEL OF EFFORT


How does the industry want to handle disaster failover/recovery testing of peered NPACs?


			TBD – Address when test plan and test cases are developed.


8/12/09


· Are we going to have test facility to handle this?  What are industry expectations?



· Need to discuss Level of Effort before test plans are developed.


11/10/09



Telcordia Proposal:



· Testing would be done before turning up a new Peered NPAC vendor as well as at periodic intervals as it is today.  Existing failover and recovery test cases can be enhanced for testing of Inter-NPAC SMS connectivity.





			0028


			3/10/09


			Closed



8/12/09 


			No New Requirements


			FRS/IIS Existing Requirements (FRS CH 6)


			ARCHITECTURE



LSMS recovery process – make sure that same behavior is replicated in a peered NPAC environment


			Peering would not change requirements for how each NPAC SMS deals with LSMS recovery process.



Covered during industry review with several items (177, 178, and 179) opened to clarify requirements to for recovery in a peered environment including 3 NPAC scenarios.





			0029


			3/10/09


			Closed



8/12/09





			Section 3.5.1 and 3.5.2


			FRS/IIS; FRS CH 3


			ARCHITECTURE



NPA splits – all NPACs could be participating in the broadcast of impacted NPA-NXXs


			Will be discussed during Change Order 437 FRS and IIS review.  



Covered during industry review of section 3. Item #75 addresses the M&Ps that would be put in place for NPA Split management in a peered environment.





			0030


			3/10/09


			Closed



8/12/09 


			N/A


			


			M&P



Interop and turnup testing for NPAC vendors


			Duplicate of Item #4, remove or close.





			0031


			3/10/09


			Open


			N/A


			M&P


			M&P



How are Peered NPAC SMSs modified to associate a new SP with its Primary NPAC SMS?  For both a new SP in a region and an SP changing NPACs.


			Will be discussed during Change Order 437 FRS and IIS review. Note: this item is similar to item 5 consider consolidation of item 5 with item #31


8/12/09



· What is industry expectation for certification testing when SPs transition to new NPAC vendor? 



11/10/09


Telcordia Proposal:



· Section 4.7.2 of the Primer addresses Service Provider transition and gives a plan for how this would be accomplished.





			0032


			3/10/09


			Open


			N/A


			M&P


			M&P



Coordinating the timing of NPAC software release updates


			Done as it is done today between NPAC and SOA and LSMS vendors. 


8/12/09



· Need to discuss if this requires a flash cut, backwards compatibility implications, impacts of different vendor development cycles.



· SPs migrating to a different NPAC that does not support feature set that previous NPAC did.  Could drive SP system changes.


11/10/09


Telcordia Proposal:



· Section 4.8 of the Primer addresses Release Management in a Peered NPAC environment. New releases in an Inter-NPAC Peering environment backward compatibility will allow for one Peered NPAC SMS vendor to be able to upgrade independently from another.  Vendors must work with the Industry to schedule use of new functionality.  If changes introduced require increased performance over the Inter-NPAC SMS Interfaces, vendors not yet supporting the increased performance can take advantage of existing flow control mechanisms until they can upgrade.  


Further Discussion:


· Discussions in LNPA WG would determine if coordination among NPACs would be required for certain feature implementation.





			0033


			3/10/09


			Open


			N/A


			M&P


			M&P



Does the industry want an NPAC-only maintenance window for synch up separate from the SP maintenance window so that they can talk to each other without SPs submitting requests?


			LNPA WG would need to discuss as part of NANC 437 implementation.


11/10/09


Telcordia Proposal:



· Additional maintenance windows are not assumed for the  NANC 437 implementations.  Existing maintenance windows and their management would remain as it is today.


Further Discussion:


· Option discussed:  Having an NPAC-only maintenance window within the existing window.



· Question asked on required length of maintenance window with multiple NPACs doing maintenance and time needed to synch up.





			0034


			4/14/09


			Open


			N/A


			FRS/IIS/GDMO/ASN.1


			DOCUMENTATION



Appropriate manner to reflect copyright in FRS document.


			Does not impact review process and will be reviewed at a later date.





			0035


			4/14/09


			Closed



8/12/09





			FRS CH 8 


			FRS CH8 / Audit IIS Flows


			ARCHITECTURE



Impacts of Peered NPACs on Repair Service Functionality (Identified in FRS Section 1.2.3)


			Will be discussed during Change Order 437 FRS review.



Audit functionality covered during industry review of CH8.





			0036


			4/14/09


			Open


			N/A


			M&P 


			OPERATIONAL


How will unplanned and scheduled downtime work with Peered NPACs? (Identified in FRS Section 1.2.5)


9/15/09



Is M&P needed for coordinating downtime between Peered NPAC SMS. (Identified in FRS Section 2.5.1)


			TBD – Address when M&Ps are developed.



Related to Item # 26, #27, #63 and #64 



Note: Suggest items be combined


8/12/09


· Need to discuss operational, service affecting implications, level of effort.



· Should all NPACs be taken down if one is down?


11/10/09



Telcordia Proposal:



· For LSMS broadcast today, best effort is used to update all LSMS in a region.  NPAC SMS should continue to process requests while the Peered NPAC are down to update the LSMS systems.  When the Peered NPAC recovers the subtending LSMS will recover as they do today.  Porting events between Service Providers using the same NPAC SMS (Inter-NPAC porting) can continue as business as usual.  An error will be returned to the SOA if pending ports cannot be created by the Master NPAC SMS.








			0037


			4/14/09


			Open


			TBD


			FRS CH 9 Reporting


			FUTURE REQUIREMENTS


Impacts of Peered NPACs on Report Request Functionality.  An NPAC may not be aware of some pending SVs. (Identified in FRS Section 1.2.8)


			Will be discussed during Change Order 437 FRS review.


There was a concern raised about pending PTO ports for Number Pool Block creation.  Neustar action item to provide example (7/14/09)


Requirements to be investigated post technical feasibility review (7/14/09)


8/12/09


· Window of error is messages passing each other across the wire – multiple requests being processed at the same time.  Need to review use case for race condition.


11/10/09



Telcordia Proposal:



· Related to Pending SVs not in all Peered NPAC SMS.



· No specific situation was identified where a 3rd Party NPAC would need access to the pending subscription versions for reporting. (Related to M&P Item 123 Query of Pending SVs by 3rd NPAC.)





			0038


			4/14/09


			Closed



8/12/09


			N/A


			M&P






			M&P



Coordinating NPA split data when data is coming from different sources.


			TBD – Address when M&Ps are developed.



Combine with Item #75









			0039


			4/14/09


			Closed



8/12/09


			N/A


			


			ARCHITECTURE



Peered data impacts on recovery.


			8/12/09



Covered during industry review with several items (177, 178, and 179) opened to clarify requirements to for recovery in a peered environment including 3 NPAC scenarios.





			0040


			4/14/09


			Pending


			N/A


			FRS Section 1.2.14


			DOCUMENTATION



Include peering interface in items 8 and 12 in section FRS 1.2.14 related to Number Pooling.


			Will be addressed in next FRS 5.0.0 release





			0041


			4/14/09


			Pending


			N/A


			FRS Table 1-3


			DOCUMENTATION



Vacant number treatment and snapback of number pooled blocks.  Treatment when effective date of pooled block has been reached but block has not been activated.


			Table will be updated in the next FRS 5.0.0 release





			0042


			4/14/09


			Pending


			New Requirement


			FRS


			DOCUMENTATION



Make it clear that all NPACs must run on same timeframe, such as GMT.


			Will be addressed in next FRS 5.0.0 release





			0043


			4/14/09


			Pending


			N/A


			FRS


			DOCUMENTATION



Bring in information from Primer into FRS where appropriate.


			Will be addressed in next FRS 5.0.0 release





			0044


			4/14/09


			Pending


			N/A


			FRS


			DOCUMENTATION



Reference different types of NPACs in beginning of document and what their respective roles are.


			Will be addressed in next FRS 5.0.0 release





			0045


			4/14/09


			Pending


			AR6-6






			FRS 1.5


			DOCUMENTATION



Do peered NPACs reduce 30 available LSMS slots for providers? 


			Revise text to say 30 subtending LSMS



Will be addressed in next FRS 5.0.0 release


8/12/09



· Clarification of assumption (AR6-6) will reflect that 30 subtending LSMSs total will not be reduced.



· 30 subtending LSMSs is not hard-coded, it is an assumption for capacity planning.



· May need to add assumption for inter-NPAC LSMSs for capacity planning.





			0046


			4/14/09


			Pending


			TBD


			FRS Section 1.5 and CH 11


			DOCUMENTATION



In Assumptions section, reflect how billing will work in a peered environment.  How will billing information be collected from multiple NPACs? 


			Usage data collection is in scope of FRS.  Use of the data for billing and billing algorithms are LLC/FCC related



Assumption section will be updated in the next FRS 5.0.0 release.


8/12/09



· Current algorithm requires knowledge of how many transactions are transmitted.  Need to address how this would be captured in a multi-NPAC environment.





			0047


			4/14/09


			Pending


			TBD


			FRS AR10-1


			DOCUMENTATION



Suggestion to add an assumption on scheduled downtime.  What does downtime look like for software updates?  Does it have to be coordinated?


			An assumption will be added in next FRS 5.0.0 release









			0048


			4/14/09


			Pending


			N/A


			FRS CH 1


			DOCUMENTATION



Copy assumptions from Primer into FRS.


			Will be addressed in next FRS 5.0.0 release





			0049


			4/14/09


			Pending


			N/A


			FRS Constraints Section


			DOCUMENTATION



In scenario where provider uses Service Bureau for SOA and connects directly to NPAC for LSMS, SPID should be associated with one and only one NPAC (Primary).


			Will be addressed as a constraint in the next FRS 5.0.0 release. Item #13 will also be addressed with this constraint in the documentation.





			0050


			4/14/09


			Closed



8/12/09 






			R10-20 and RT10-4


			FRS CH 10


			ARCHITECTURE



How do we do required inter-NPAC messaging and meet 3-second requirement.  It was suggested that all inter-NPAC messaging requirements should be measured independently.


			Suggestion will be applied in next FRS 5.0.0 release



Will be discussed during Change Order 437 FRS review.



Recommend close as duplicate of item #192





			0051


			4/14/09


			Pending


			N/A


			FRS Section 2.0


			DOCUMENTATION



Remove “in inter-NPAC peering.”


			Will be addressed in next FRS 5.0.0 release





			0052


			4/14/09


			


Closed 



9/15/09


			CH6/CH7 


			FRS Section 5/IIS


			ARCHITECTURE



When New SP sends up their Create request first, and sent over inter-NPAC interface, how is that tracked over the interface when it is the Old SP’s NPAC responsibility to create Invoke Id?


			Will be discussed during Change Order 437 FRS review.



Team discussed tracking of messages is handled as it is today with the CMIP interface that will be used between Peered NPAC SMS





			0053


			4/14/09


			Open






			N/A 


			FRS CH5 / IIS


			FUTURE REQUIREMENTS


(9-15-09)


Suggestion to transfer Master NPAC role to New SP’s NPAC upon Activation rather than creation of pending SV.  Master ownership should be attached to an SV rather than a TN. (Identified in FRS Section 2.1)


			Will be discussed during Change Order 437 FRS review.



Flows will be reviewed to evaluate current proposed behavior.



Team covered during industry review contributor agreed current approach works as documented.


11/10/09



· Evolving Systems issue deferred.


12/08/09



· Evolving will lead discussion in January 2010 meeting.





			0054


			4/14/09


			Pending


			N/A


			FRS Sections 2.1 and 2.2


			DOCUMENTATION



Change reference to notification to request (24 occurrences).  Clarify what is being forwarded where it references “data.”


			Will be addressed in next FRS 5.0.0 release





			0055


			4/14/09


			Pending


			N/A


			FRS Sections 2.1.4.2 and 2.1.4.3


			DOCUMENTATION



Add in text addressing when response does come back.


			Will be addressed in next FRS 5.0.0 release





			0056


			4/14/09


			


Closed



09/15/09


			N/A


			FRS CH 6


			ARCHITECTURE



Retries – recommendation to not incorporate retries into peered NPAC interface (Identified in FRS Section 2.1.4.3)


			Will be discussed during Change Order 437 FRS review.



Review concluded that existing functionality could be reused with retry counter assumed set to zero.








			0057


			4/14/09


			Pending


			N/A


			FRS Section 2.2.4


			DOCUMENTATION



Clarify which NPAC is the Master.


			Will be addressed in next FRS 5.0.0 release





			0058


			4/14/09


			Open


			N/A


			M&P


			M&P



Address possible need for M&P for problems found during repair where the Service provider received a problem notification from the NPAC SMS in an Inter-NPAC SMS Peering Environment. (Identified in FRS Section 2.3.1-C)


			TBD – Address when M&Ps are developed


11/10/09



Telcordia Proposal:



· The functional requirements defined for NANC 437 allow for audits between Peered NPAC SMS for repair.  The current M&P would be expanded to include use of an M&P for Inter-NPAC communication to facilitate the resolution between the Service Providers.








			0059


			4/14/09


			Pending


			N/A


			FRS Section 2.3.5


			DOCUMENTATION



Address wording of how repair/audit correction of inaccuracies handled over the inter-NPAC interface. 


			Will be addressed in next FRS 5.0.0 release



Paragraph wording will be corrected





			0060


			4/14/09


			Closed



09/15/09


			TBD


			FRS CH 8


			ARCHITECTURE



Address automated inter-NPAC audit capability in separate section in Overview. (Identified in FRS Section 2)


			Industry will need to assess the need for this functionality and how it would be implemented



Duplicate of item #71.  Recommend Close





			0061


			4/14/09


			Pending


			N/A


			FRS Section 2.3.5


			DOCUMENTATION



Clarify which NPAC is broadcasting.


			Will be addressed in next FRS 5.0.0 release









			0062


			4/14/09


			Pending


			N/A


			FRS Section 2


			DOCUMENTATION



Suggestion to clarify which SP’s NPAC is the Master in either a table in beginning of section and/or in a parenthetical in each applicable requirement.


			Will be addressed in next FRS 5.0.0 release









			0063


			4/14/09


			Closed (07/14/09)


			R10-10.1



RT10-1


			FRS CH10


			ARCHITECTURE



Not all providers support electronic messaging to notify of downtime.  Do we need an additional message between NPACs for identifying downtime or is existing message sufficient? (Identified in FRS Section 2.5.1)


			Will be discussed during Change Order 437 FRS review.



NANC 437 documents the use of this notification between NPAC vendors.


Team concluded no action required (7/14/09). 





			0064


			4/14/09


			Open


			TBD


			FRS CH10


			FUTURE REQUIREMENTS


Do we need an electronic means of notifying subtending LSMSs from an unaffected NPAC that some LSMSs will be down?  Need input from Service Providers.  Should broadcast take place to LSMSs that are up or should it be suppressed? (Identified in FRS Section 2.5.1)


			Industry will need to assess the need for this functionality and how it would be implemented. 


Requirements to be developed/investigated post technical feasibility review (7/14/09)


11/10/09



Telcordia Proposal:



· Requirements can be added if the functionality is deemed necessary by the industry.





			0065


			4/14/09


			Pending


			N/A


			FRS Section 2.4.3


			DOCUMENTATION



Clarify/Add that it is the Master NPAC.


			Will be addressed in next FRS 5.0.0 release









			0066


			4/14/09


			Closed



09/15/09


			N/A


			M&P


			M&P



Is M&P needed for coordinating downtime between Peered NPAC SMS. (Identified in FRS Section 2.5.1)


			TBD – Address when M&Ps are developed.



Combined with Item #36









			0067


			4/14/09


			Pending


			N/A


			FRS Section 2.7.3


			DOCUMENTATION



Change “Master” to “Primary.”  Use most appropriate term in Section 2.7.


			Will be addressed in next FRS 5.0.0 release









			0068.1


			4/14/09


			Closed (07/14/09)


			N/A


			FRS CH10






			ARCHITECTURE



Sizing of inter-NPAC links to handle message loads, e.g. audits, and still handle inter-NPAC porting messaging. (Identified in FRS Section 2.7)


			Will be discussed during Change Order 437 FRS review.


Agreed to close due to effort to evaluate size of links will be done in conjunction with item 101 with evaluating the need for compression.








			0068.2


			4/14/09


			Pending


			RT3-23


			FRS Section 2.7






			DOCUMENTATION



Suggestion to delete RT 3-23 and make it an Assumption.  Notifications that will not be destined for a provider due to their prioritization schema will still be sent over the inter-NPAC interface.


			RT3-23 will be moved to an assumption.



Will be addressed in next FRS 5.0.0 release









			0069


			4/14/09


			Pending


			N/A


			FRS Section 2.7


			DOCUMENTATION



Reference mechanism for identifying Master NPAC.


			Will be addressed in next FRS 5.0.0 release









			0070


			4/14/09


			Pending


			TBD


			FRS CH 8/IIS


			DOCUMENTATION


How does an NPAC SMS know whether an LSMS on one NPAC know whether an LSMS on another NPAC supports audits?  What is the response if it does not?  Review current requirements on how an LSMS that does not support audits reports that.  (Identified in FRS Section 2.7)


			There is a “no audit performed” value that can be returned in an audit result. 



Behavior for subsequent repair upon receipt of this audit result should be done as it is today.



Awaiting description/validation of current functionality from current NPAC Vendor.


Functionality is to return “no audit performed”. Requirements will be updated in next FRS 5.0.0 release per discussions on 7/14/09.








			0071


			4/14/09


			Pending


			Filled in upon review


			FRS CH 8/IIS


			DOCUMENTATION



Work through scenarios in auditing that might be needed in peered environment to address out-of-synch and race conditions.


			Will be discussed during Change Order 437 FRS review.



Covered existing audit scenarios during industry review. 



Inter-NPAC Audit functionality will be added to the next FRS 5.0.0 release.





			0072


			4/14/09


			Pending


			In tables, requirements will be reviewed


			FRS Section 3


			DOCUMENTATION



What is allocation scheme for IDs among the peered NPACs?  Suggestion to change reference to range to something like “set” since contiguous ranges may not be available.


			First sentence is a duplicate of Item #25. Can be deleted.



The changing of the wording “range” to “set” will be addressed in next FRS 5.0.0 release









			0073


			4/14/09


			Pending


			RT3-4


			FRS Section 3


			DOCUMENTATION



It was questioned if we need this requirement since it is the case in general.  Make it an assumption that peered NPACs will not be filtered.


			Requirement will be made into an assumption and will be addressed in next FRS 5.0.0 release









			0074


			4/14/09


			Open 


			N/A


			M&P


			M&P



How do we assure that peered NPACs are using the same data for NPA-NXX data validation? (Identified in FRS Section 3.4.1)


			TBD – Address when M&Ps are developed.



Need to address both source of data and management of discrepancies.


11/11/09


Telcordia Proposal:



· All Peered NPAC SMS would use any industry data source as determined by the LLC.


Further Discussion:



· Suggested that all vendors use common source for data and updated on a pre-defined schedule.


· It was stated that changes are made with a future effective date.


· It was also suggested that a 3rd party common repository be made available for data to be pulled from.


· Need to list data items and identify their source.








			0075


			4/14/09


			Open


			N/A


			M&P


			M&P



M&Ps for NPA splits in peered environment (Identified in FRS Section 3.5)


8/12/09


Coordinating NPA split data when data is coming from different sources.


			TBD –Address when M&Ps are developed.



Need to address both source of data, replication, and management of discrepancies.


8/12/09


· Need to address coordination across multiple NPACs.


11/11/09


· Suggestion to leverage what is done today but over the inter-NPAC interface.





			0076


			4/14/09


			Open






			N/A


			M&P


			M&P



Need to address split scenarios when peered NPACs have discrepant data post-split. (Identified in FRS Section 3.5)


			11/10/09



Telcordia Proposal:



· Existing M&Ps would be leveraged to resolve post split discrepancies. .The current M&P would be expanded to include use of an M&P for Inter-NPAC communication to facilitate the resolution between the Service Providers.





			0077


			4/16/09


			Pending


			FRS RT-4-4






			FRS


			DOCUMENTATION



How will providers get a complete picture of all valid SPIDs in a region?


			Peered NPAC Customer Data is broadcast over the interface, but Peered NPAC Data is not.  RT4-4 should be deleted.



Requirement will be deleted in next FRS 5.0.0 release









			0078


			4/16/09


			


Closed



09/15/09


			Section 7.9 requirements


			FRS CH 6/IIS


FRS CH 5


			ARCHITECTURE



Security Question: Can an NPAC SOA SPID do anything to a peered NPAC because the request comes over the inter-NPAC interface similar to capabilities enabled by NANC 48?


Security concern related to “Acting on Behalf of Old Service Provider.”



(Identified in FRS Review of RT5-12)


			Will be discussed during Change Order 437 FRS review.



Covered during industry review.  


During the review the team discussed the NANC 437 security.  Security in place for NANC 437 only allows messaging over the inter-NPAC interface as a result of service provider activity to its Primary NPAC SMS.  No NPAC SOA can access a Peered NPAC SMS directly.





			0079


			4/16/09


			Pending


			TBD


			FRS Section 3.10


			DOCUMENTATION



Size of file to transfer for BDD.  Suggested to add selection criteria for only data that NPAC is Master for. 


			Requirements will be added in next FRS 5.0.0 release





			0080


			4/16/09


			Open 


			TBD


			FRS Section 3.10 and M&P


			ARCHITECTURE/M&P



Synchronization of BDDs created by Peered NPACs and reconciliation of different snapshots.  Timestamp issues.  


			Will be discussed during Change Order 437 FRS review.



Covered during industry review.  Related item #179 will further document recovery processes.


11/10/09



Telcordia Proposal:



· Related to documentation items 179 and 177  which will update the documentation to more clearly define recovery in a multi-vendor environment.








			0081


			4/16/09


			Pending


			Section 3.11 EBDD Requirements


			FRS Section 3.10


			DOCUMENTATION



Suggested to change reference to “golden data” to “master data.”  Suggested change from “Enhanced BDD” to “Extended BDD.”


			The changing of the wording will be addressed in next FRS 5.0.0 release in introduction text to “master data”.  



Change to “Extended BDD” will be done in all applicable requirements in next FRS 5.0.0









			0082


			4/16/09


			


Closed



09/16/09


			N/A


			M&P 


			M&P



M&Ps related to BDD and EBDD in Peered NPAC environment?  E.G., establishment, assignment, and management of NPAC IDs. (Identified in FRS Section 3.10)


			TBD – Address when M&Ps are developed.



Related to Item 25 and 80 – Suggest close as duplicate





			0083


			4/16/09


			Pending


			TBD


			FRS Section 3.11


			DOCUMENTATION 



Add a requirement to selection criteria to add Peered NPAC ID as a selection.


			Selection criteria and/or NPAC ID in file will be added in next FRS 5.0.0 release









			0084


			4/16/09


			Pending


			RT3-37



RT3-61


			FRS Section 3.10/3.11 BDD Files


			DOCUMENTATION



True up Data Information in EBDD files.


			Updating of fields in requirements will be addressed in next FRS 5.0.0 release





			0085


			4/16/09


			Pending


			N/A


			FRS Section 4.1


			DOCUMENTATION



Make it clear that data modeling remains unchanged.


			The changing of the wording will be addressed in next FRS 5.0.0 release









			0086


			4/16/09


			Pending


			FRS RT4-8


			FRS 4.1.1


			DOCUMENTATION



Change “on their system” to “locally.”  Strike “other.”  Add a Constraint that only local authorized personnel can modify during a maintenance window and not over the Inter-NPAC Interface.


			The changing of the wording will be addressed in next FRS 5.0.0 release









			0087


			4/16/09


			Pending


			RT3-19


			FRS Section 4.1.2.2


			DOCUMENTATION



Page 4-7, RT3-19 should be relabeled to RT4-19.


			Requirement numbers will be updated in next FRS 5.0.0 release









			0088


			4/16/09


			Pending


			N/A


			FRS Section 4.1.3


			DOCUMENTATION



Add introduction text.


			Introduction text will be added in next FRS 5.0.0 release









			0089


			4/16/09


			Pending


			FRS RT4-34


			FRS Section 4.2


			DOCUMENTATION



Change “subtending Service Providers” to “Peered NPAC Customers.”


			Requirement will be updated in next FRS 5.0.0 release









			0090


			4/16/09


			Pending


			Requirements in FRS Section 4


			FRS Section 4.1


			DOCUMENTATION



Clarify references to NPAC Personnel and Peered NPAC Personnel.  Possibly eliminate the term Peered NPAC Personnel to clarify the reference is to local NPAC Personnel.


			Requirements will be updated in next FRS 5.0.0 release









			0091


			4/16/09


			Pending


			FRS RT5-1-RT5-4


			FRS Section 5






			DOCUMENTATION


Concern expressed on the frequency of notifications to Master NPAC of broadcast results and the traffic over the interface.  Default is 60 seconds.  May need a requirement that nothing is sent if nothing new to report.  The need for this requirement to batch notifications was questioned.  Another option is to reuse existing rollup function.  Need to do search on “Results Notification” and add “Broadcast” in front where appropriate.  Need to whiteboard for clarity.


			Will be discussed during Change Order 437 FRS review.


Service Providers do not see this message.  It is between Peered NPAC SMS.  Multiple SVs  in the list would be a problem, but not one for SVs in a Peered Update.  Batching for a Single SVID id  is OK, but not multiple SVIDs.  Changed to Documentation item. (07/14/09)


Requirement will be updated in next FRS 5.0.0 release









			0092


			4/16/09


			Closed



09/16/09


			N/A


			FRS Section 5.1.1.1


			DOCUMENTATION



Validate that Version Status diagram in Section 5.1.1.1 and Figure 1 does not require modification.


			Will be discussed during Change Order 437 FRS review.


To date no need for a change has been identified recommended closed.





			0093


			4/16/09


			Closed



09/16/09


			TBD


			FRS RT5-5/IIS


			ARCHITECTURE



Security concern over possibly bypassing restrictions on what SP can create port over the inter-NPAC interface. 


			Will be discussed during Change Order 437 FRS review.



Suggest combine with Item 78 and close.





			0094


			4/16/09


			Pending





			N/A


			FRS CH 5 



M&P


			DOCUMENTATION



Add Assumption that Broadcast Results Notifications frequency is coordinated across NPACs. (Identified in discussion of RT5-1-RT5-4) 


			Assumption will be added in next FRS 5.0.0 release



M&P for setting of the configurable is addressed in 


item #6 which applies to all tunable values.





			0095


			4/16/09


			Open






			N/A


FRS RR3-107





			FRS Section 5/IIS


FRS Section 3


			ARCHITECTURE



Need to address any race conditions and their resolution.


			Will be discussed during Change Order 437 FRS review.


11/10/09



· Errata 2 and 3 relate to race conditions that were identified.   Related to Doc Item 146.








			0096


			4/16/09


			Pending


			RT5-11


			FRS CH5/IIS


			DOCUMENTATION



Concern on latency affecting delivery of notification over Inter-NPAC Interface to start T1 and T2 Timers.  Impact on short timers which are 1 hour each. 


			Will be discussed during Change Order 437 FRS review.



Validate the requirements are clear that the T1 timers are based on the timestamp and therefore there is no latency.



Will be addressed in the next FRS 5.0.0 release.





			0097


			4/16/09


			Closed



09/16/09


			TBD


			FRS CH 5


			ARCHITECTURE



Security concern related to “Acting on Behalf of Old Service Provider.”



(Identified in FRS Review of RT5-12)


			Will be discussed during Change Order 437 FRS review.



Combine with Item 78 and close.





			0098


			4/16/09


			Pending


			FRS RT5-14 and RT5-16


			FRS Section 5.1.2.1


			DOCUMENTATION



Either eliminate one or revise so they don’t say the same thing.


			Requirements will be updated in next FRS 5.0.0 release


Eliminate RT5-16. (09/16/09)








			0099.1


			4/16/09


			Closed



09/16/09


			N/A


			M&P


			M&P



Need to analyze management and responsibilities of resends of failed SVs to prevent multiple operations on the SV from happening at the same time. (Identified in FRS review of RT5-17)


			Will be discussed during Change Order 437 FRS review.



Requirements are clear that Primary NPAC SMS for the failed LSMS that initiates the resend.  (NPACs may need to coordinate with one another for resends)



M&P - Address the coordination between Peered NPAC 


09/16/09



Closed due to agreement that we would not resolve via an M&P.  Will leave 99.2 open.





			0099.2


			4/16/09


			Changed to Pending on 11/11/09 


			N/A


			FRS CH 5


			Changed to DOCUMENTATION on 11/11/09


Need to analyze management and responsibilities of resends of failed SVs to prevent multiple operations on the SV from happening at the same time. (Identified in FRS review of RT5-17)


			Will be discussed during Change Order 437 FRS review.



Requirements are clear that Primary NPAC SMS for the failed LSMS that initiates the resend.  (NPACs may need to coordinate with one another for resends)


09/16/09


Need additional message for Master to inform Peered NPAC to resend to subtending LSMSs.


11/11/09


Telcordia Proposal:



· In the existing requirements, the Primary NPAC SMS manages and resends to its failed subtending LSMS. If industry determines an additional message is necessary then the FRS can be updated in the next documentation release.


Further Discussion:


Agreed to add message for Master to do resends.








			0100


			4/16/09


			Pending


			Filled in upon review


			FRS 


			DOCUMENTATION



True up understanding of Active-Like throughout the document. (Identified in FRS review of RT5-18)


			Requirements will be reviewed and updated as appropriate in next FRS 5.0.0 release





			0101


			4/16/09


			Open


			RT5-19


			FRS Section 5 / IIS


			ARCHITECTURE


Consider some sort of compression rather than CPU cycles?  


8/12/09



Volume-related performance concerns with SWIM recovery process


10/19/09:



Configuration of relationships of SPID to SOA associations across peered NPACs are the same.  Concern with amount of traffic and ability to do load balancing.


Regarding peering distribution of workload for each Active SV transaction, it was questioned if the formula (M/N+K)*C accurately reflects all work necessary.





			Will be discussed during Change Order 437 FRS review.



Sizing of inter-NPAC links to handle message loads, e.g. audits, and still handle inter-NPAC porting messaging need to be reviewed as part of consideration of this item. (07/14/09)


8/12/09



Both SWIM and time based recovery is supported over the Inter-NPAC SMS Interface. Will be discussed during Change Order 437 FRS and IIS review.  



09/16/09



Moved from FUTURE REQUIREMENTS to ARCHITECTURE due to need to have more in-depth sizing discussion. 


10/19/09:



The current documentation for NANC 437 supports one Inter-NPAC SOA interface connection per SPID.  If capacity issues are identified when considering item 101, then the document can be updated to allow for support of multiple Inter-NPAC SOA associations per SPID.



In the examples the C value used is to represent the functional workload of broadcasting to and receiving responses from an LSMS.  The value of C may not be equal in both equations (it could be less than or greater than depending on implementation).


11/10/09



· Engineering needs to be done.





			0102


			4/16/09


			Pending


			RT5-20


			FRS 5.1.2.1


			DOCUMENTATION



Strike “or canceled.”


			Requirements will be updated in next FRS 5.0.0 release





			0103


			4/16/09


			Pending


			FRS RT5-15 and RT5-21


			FRS 5.1.2.1


			DOCUMENTATION



Check to see if RT5-21 is a duplicate of RT5-15.


			Requirements will be updated in next FRS 5.0.0 release





			0104


			4/16/09


			Pending


			RT5-23


			FRS Section 5


			DOCUMENTATION


Address issue when an SP is inaccurately reflected as a success due to filtering.  Possibly need an indication on failed list that an SP was filtered.


			Will be discussed during Change Order 437 FRS review.


Requirements will be updated to add this functionality in next FRS 5.0.0 release per discussions on 7/14/09





			0105


			4/16/09


			Pending


			FRS RT5-21 and RT5-22


			FRS 5.1.2.1


			DOCUMENTATION



Change reference to “Service Provider’s failed list” to “Subscription Version failed list” in both requirements.


			Requirements will be updated in next FRS 5.0.0 release





			0106


			5/12/09


			Pending





			B.5.1.2 and B.5.1.3


			IIS


			DOCUMENTATION

Sequencing of Object Creation and First Port Notification


			Flows will be updated in the next IIS 5.0.0 release





			0107


			5/12/09


			


Closed



09/16/09


			


			


			ARCHITECTURE 



Cover the case in the flows where both Create messages arrive at the same time.


			Duplicate of Item #9, close


09/16/09


Covered under #95 with general race condition item.





			0108


			5/12/09


			Pending


			RR5-179 and RT5-34


			FRS Section 5


			DOCUMENTATION



Should RR5-179 and RT5-34 be deleted?  As a result, do we need to duplicate R5-16 for peering?


			RR5-179 will be identified as a requirement to be deleted in a documentation change order as it is outside of the scope of NANC 437. See Issue 142. RT5-54 will be removed in the R5.0.0 FRS document and a peering requirement will be added for R5-16 functionality.



Requirements will be updated in the next FRS 5.0.0 release





			0109


			5/12/09


			Pending


			RR5-117


			FRS Section 5


			DOCUMENTATION 



May need a duplicate of RR5-117 for peering.


			RT5-36 is the duplicate requirement for peering.  It will be updated to make the requirement more explicit so that it does not invalidate RR5-117.



Requirements will be updated in the next FRS 5.0.0 release





			0110


			5/12/09


			Pending


			TBD


			FRS Section 5


			DOCUMENTATION 



Need clarification of Master with the Modify Active scenario.


			Modify Active requirements will be reviewed and updated appropriately in the next FRS 5.0.0 release.





			0111


			5/12/09


			


Closed



09/16/09


			TBD


			FRS Section 5


			DOCUMENTATION




Do we need requirement that peered NPACs need timestamps broadcast from Master?


			Duplicate of 113.





			0112


			5/12/09


			Open 


			R5-43.2


			FRS Section 5


			ARCHITECTURE



Consider requirements for doing validations before sending to Master for efficiency.


			Existing requirements that specify use of the CMIP protocol provide for invalid or badly formed message handling.  These would not be forwarded to the Master.  The Master is responsible for application validation. 


11/10/09



Telcordia Proposal:



· CMIP validations are done by the Peered SMS that initially receives the request to prevent badly formed messages being forward to another Peered NPAC.  Some additional validation could be done before forwarding the message to the Master NPAC SMS.  However, the Master NPAC SMS would be ultimately responsible for ensuring the message meets all validation criteria. Should subsequent analysis indicate that there may be a performance saving by doing expanded validation at the Primary NPAC SMS before sending to the Master NPAC SMS then additional requirements for validation can easily be added.





			0113


			5/12/09


			Pending


			TBD 


			FRS Section 5


			DOCUMENTATION



Propagate timestamps and other attributes in the FRS Data Model over the inter-NPAC interface that are not in the interface?


			For all Object Creates (SVs, Number Pooled Blocks) appropriate timestamps will be reviewed and added to the requirements.



Requirements will be updated in the next FRS 5.0.0 release





			0114


			5/12/09


			Pending


			R5-55


			FRS Section 5


			DOCUMENTATION 



Add “subtending” in front of “LSMS.”  Clarify the only a Primary NPAC for an LSMS knows which LSMSs are accepting.


			Requirements will be updated in the next FRS 5.0.0 release





			0115


			5/12/09


			Pending


			RT5-45



RT5-46


			FRS Section 5


			DOCUMENTATION 



Master and Peered NPACs could have different statuses, e.g., Active and Old, of the same SV, and could update the status at different times.  Need to relook at this.


			Requirements will be updated in the next FRS 5.0.0 release


09/16/09



Need to ensure this is addressed in flows.





			0116


			5/12/09


			Pending


			R5-59.1


			FRS Section 5


			DOCUMENTATION 



Indicate that the Master will set to Active.


			Requirements will be updated in the next FRS 5.0.0 release





			0117


			5/12/09


			Pending


			RR5-22.1


			FRS Section 5


			DOCUMENTATION 



Need to dup this requirement for Peered NPACs.


			Requirements will be updated in the next FRS 5.0.0 release





			0118


			5/12/09


			Pending


			R5-61.3


			FRS Section 5


			DOCUMENTATION



Make sure there are requirements for resends to Peered NPACs and that they are in the right section of the FRS.


			Requirements will be updated in the next FRS 5.0.0 release





			0119


			5/12/09


			Pending


			R5-65.4


			FRS Section 5


			DOCUMENTATION



Make wording with change similar to changes made for R5-55 to add subtending”.


			Requirements will be updated in the next FRS 5.0.0 release





			0120


			5/12/09


			Pending


			RT5-53



RT5-54


			FRS Section 5


			DOCUMENTATION



Clarify that “Master” in RT5-53 is the Master of the pooled block and that “Master” in RT5-54 is the Master of the SV.


			Requirements will be updated in the next FRS 5.0.0 release





			0121


			5/12/09


			Pending


			RR5-67.1-RR5-70


			FRS Section 5


			DOCUMENTATION



Clarify roles of Master and Peered NPACs.


			Requirements will be updated in the next FRS 5.0.0 release





			0122


			5/12/09


			Pending


			RT5-55 and RT5-56


			FRS Section 5


			DOCUMENTATION



Need to address how to manage the Excluded List.


			Requirements will be updated in the next FRS 5.0.0 release





			0123


			5/12/09


			Open


			RT5-60


			FRS Section 5


			M&P


Requirements are currently written to prohibit a 3rd NPAC from querying a pending SV when it is not the primary NPAC for the Old or New SP in the port.  Operational question as to whether or not we want to allow this.


			Requirements will be reviewed and updated based on feedback from the industry on the desired behavior.


No providers expressed a need to allow a non-primary NPAC to query for pending ports.  Make item an M&P item (07/14/09)


TBD – Address when M&P are developed


11/11/09


Telcordia Proposal:



· No specific situation was identified where a 3rd Party NPAC would need access to the pending subscription versions for reporting. (Related to Future Item 34 Reporting for Pending SVs)


Further Discussion:



· It was suggested that there is not a need to query a pending SV from a non-Primary NPAC for the Old or New SP.


· We need to discuss development of an M&P to address facilitation of completion or cancellation of pending SVs among multiple NPACs when a SPID migration is taking place.





			0124


			5/12/09


			Pending


			RR5-83


			FRS Section5


			DOCUMENTATION 



Look to see if we need a requirement similar to RR5-83 for Peered case.


			Requirements will be updated in the next FRS 5.0.0 release





			0125


			5/12/09


			Open


			IIS Flow B.4.1.4


			IIS


			M&P



Do we need an additional flow to resolve the exception case where there is a simultaneous create of an NXX by two different providers in two different NPACs.


			Suggestion to not finalize in the Primary NPAC until update is successful in all Peered NPACs.  



M&P for ensuring a common set of validations in the NPACs.



Need to address the case where an SP needs the code holder to open up a code in order to port in a number and the codeholder subtends a different NPAC than the requesting SP. 



Recommendation is to resolve with M&P.



09/16/09



NANC 414 would prevent this from happening as long as all NPACs are synched with NANP code ownership data..


11/11/09


Telcordia Proposal:



· NANC 414 would prevent this from happening as long as all NPACs are synched with NANPA code ownership data.  The usage of the data would be defined by the LLC to the vendors.


Further Discussion:



· Refer to suggestion in Item 74 for common data source.





			0126


			5/12/09


			Pending


			IIS Flow B.4.2.5



IIS Flow B.4.2.7


			IIS


			DOCUMENTATION



Change “old” or “canceled” to “old with no failed list” or “canceled.”


			Flows will be updated in the next IIS 5.0.0 release





			0127


			5/12/09


			Open


			B5.1.2


			IIS/FRS Section 6 and 10


			LEVEL OF EFFORT


Increased database commits (about twice the current) and impact to performance.  Ability to meet SLRs.  Also increased encryptions in messages across the interface.  How do we model the impact on performance under various load distribution scenarios among NPACs?


			Will be discussed during Change Order 437 FRS Review.


Moved to Level of Effort per 7/14/09 review.


11/10/09



Telcordia Proposal:



· Assumed LLC would manage SLRs


12/08/09



· Need to understand if we are increasing overall work with respect to database commits when we are increasing them with some flow scenarios and decreasing them in others.





			0128


			5/12/09


			Pending


			B5.1.2


			IIS


			DOCUMENTATION



Look at this line in Step 2 and see if it should say:  “If the service provider were to give a range of TNs, this would result in an M-CREATE and M-EVENTREPORT



for each TN.”


			Flow will be updated in the next IIS 5.0.0 release





			0129


			5/12/09


			Pending


			B5.1.2


			IIS/FRS


			DOCUMENTATION



Cancel and Modify requests on ranges of TNs can span multiple NPACs.


			Requirements and flows will be reviewed and updated appropriately in FRS/IIS 5.0.0.





			0130


			5/12/09


			Pending


			TBD


			IIS Flows


			DOCUMENTATION



Clarify which steps in the flows can be done in parallel and which must be done sequentially.  Identify dependencies.


			Flows will be updated in the next IIS 5.0.0 release





			0131


			5/12/09


			


Closed



09/16/09


			B5.1.6.2


			IIS


			DOCUMENTATION



Sequencing:  SP receives notification before activate is pushed to Peered NPACs.


			Recommend closure as the current proposed behavior is to update all regional LSMS regardless of Peered NPAC status.   Covered during review of B5.1.6.2 review.


Addressed in Erratum 2.








			0132


			5/13/09


			


Closed



09/16/09


			B5.1.6


			IIS/FRS Section 3 and 5 (Number Pool Block)


			DOCUMENTATION



For peered Subscription Version broadcast and peered Number Pool Block broadcast, clarify what data is synchronized.


			Will be discussed during Change Order 437 FRS and IIS Review.



Close as a duplicate of Item #113





			0133


			5/13/09


			Pending


			B.5.1.6.1


			IIS


			DOCUMENTATION



Steps 3 and 5 should be Requests and not Responses.


			Flow will be updated in the next IIS 5.0.0 release





			0134


			5/13/09


			Pending


			B.5.1.1



B.5.3.1


			IIS


			DOCUMENTATION



Make sure that philosophy of responses to requests are consistent and applied consistently throughout the flows.


			Flows will be updated in the next IIS 5.0.0 release





			0135


			5/13/09


			Pending


			B.5.4.1


			IIS


			DOCUMENTATION



Correction to show that Donor Provider’s Primary NPAC is NPAC A. 


			Flow will be updated in the next IIS 5.0.0 release





			0136


			5/13/09


			Pending


			B.5.4.1


			IIS


			DOCUMENTATION



Renumber Steps 9 and 10 to 7 and 8 in flow


			Flow will be updated in the next IIS 5.0.0 release





			0137


			5/13/09


			Pending


			B.5.4.1


			IIS


			DOCUMENTATION



Should Step 9 (7) be Disconnect Pending?


			The existing behavior will be verified and the IIS will be updated appropriately in the next IIS 5.0.0 release. 


09/16/09



Should be Disconnect Pending.





			0138


			5/13/09


			Pending


			B.5.1.7


			FRS/IIS


			DOCUMENATION


Should LSMS failure codes be included with list of failed SPIDs and sent over the interface?


			LNPA WG will need to decide if these fields should be included.  The failure codes are not available over the interface today.


Requirements will be updated to add this failure codes to the failed list in next FRS 5.0.0 release per discussions on 7/14/09





			0139


			5/13/09


			Closed



09/16/09


			B.5.1.7


			FRS/IIS


			M&P



Coordination of response time tunables and rollup among peered NPACs


			Although not required, if desired the LNPA WG would need to define M&P for management of tunables values used by all Peered NPAC.



Related to Item #6 which applies to all tunable values. Recommend close as duplicate.





			0140


			5/13/09


			Open 






			IIS B.2.1.1



FRS RT8-11



FRS RT8-12


			IIS/FRS


			ARCHITECTURE



Explore audit scenarios with multiple peered NPACs where there is a period of time when 2 NPACs are considered the Master for a TN.  Can a discrepant LSMS be updated with old data as a result of an audit and not be auto corrected?  Need checks and balances to validate golden data.


			Related to race conditions. 


11/10/09



Telcordia Proposal:



· Errata 2 and 3 address any race conditions that were identified. 





			0141


			5/13/09


			Pending


			FRS RR8-19



FRS RT 8-1


			FRS Section 8


			DOCUMENTATION



Need rules on how to make audit names unique


			Requirements will be added in the next FRS 5.0.0 release.



09/16/09



Need to capture how this would be done.





			0142


			5/13/09


			Pending


			TBD


			FRS



IIS



GDMO



ASN.1


			DOCUMENTATION



Need a general Doc Only Change Order to clean up identified discrepancies between documentation and current implementation.


			10/19/09


Need to verify that the documentation should be changed per the current implementation and that there are no significant changes to 437 requirements as currently documented.





			0143


			5/13/09


			


Closed


10/19/09


			RT8-6



RT8-7



RT8-8


			FRS Section 8


			DOCUMENTATION



NPAC behavior when receiving an unsolicited update from a peered NPAC.


			Recommend closure as functionality was discussed with the current proposed behavior is that the Peered NPAC SMS would process unsolicited updates.  









			0144


			5/13/09


			Pending


			RT8-21


			FRS Section 8


			DOCUMENTATION



Need to address the skipping of SVs that are in Sending during an audit when a Peered NPAC determines it is discrepant with the Master NPAC SMS and begins sending updates to all of its subtending LSMS.


			Requirements will be added in the next FRS 5.0.0 release





			0145


			5/13/09


			Pending


			RT8-23 thru RT8-29



GDMO


			FRS Section 8


			DOCUMENTATION



Do we want intermediate status updates of audits?


			No, audit queries can be used between NPAC SMS to determine the status of the audit if necessary. 



Requirements will be removed in the next FRS 5.0.0 release





			0146


			6/11/09


			Open


			FRS RT3-87


			IIS B.4.3.1.1 / FRS Section 3






			DOCUMENTATION



Possible race condition related to Pending-like PTOs and creation of –X and pooled block.


			Jim Rooks item to research and indentify use case that supports possible race condition. 








			0147


			6/11/09


			


Closed


10/19/09


			N/A


			IIS B.4


			DOCUMENTATION



Expand representative examples of number pooling flows to include resend of partial fails and de-pools.


			Additional flows were covered in the discussions.  Flows are available for review in the IIS 5.0.0.


10-19-09



Vendors to identify if any flows are missing for subsequent bring-up.





			0148


			6/11/09


			Pending


			TBD


			FRS Section 3 or 5


			DOCUMENTATION 



Add requirement for transfer of –X ownership.


			Requirement will be added in next FRS 5.0.0 release









			0149


			6/11/09


			Pending


			FRS RT3-67


			FRS Section 3/5


			DOCUMENTATION



Applies to pooled blocks and not –Xs.  Move to Section 5.


			Requirements will be updated in next FRS 5.0.0 release









			0150


			6/11/09


			Pending


			FRS RT3-70


			FRS Section 3


			DOCUMENTATION



Need a requirement similar to RT3-70 in Section 3.12.5 (Modify) and Section 3.12.6 (Delete).


			Requirements will be updated in next FRS 5.0.0 release









			0151


			6/11/09


			Pending


			FRS RR3-68


			FRS Section 3


			DOCUMENTATION



Need to address in requirement when local indicator is FALSE.


			Requirements will be updated in next FRS 5.0.0 release









			0151


			6/11/09


			Close


			


			


			


			No text available. Maintained to keep numbering.





			0152


			6/11/09


			Closed


10/19/09


			FRS RR3-107


			FRS Section 3


			ARCHITECTURE


Check for possible race conditions related to SVs in Sending state.


			Combine with item #95.


10/19/09:



Requirements and documentation references moved to Item 95 for tracking.





			0153


			6/11/09


			Pending


			FRS RT3-75


			FRS Section 3 


			DOCUMENTATION



Check that we have an explicit requirement to broadcast to subtending LSMSs.


			Requirements will be reviewed and updated if necessary in next FRS 5.0.0 release









			0154


			6/11/09


			Pending


			FRS RT3-77, RT3-101


			FRS Section 3


			DOCUMENTATION



Remove “peered” in title of requirement.


			Requirements will be updated in next FRS 5.0.0 release









			0155


			6/11/09


			Pending


			FRS RT3-77


			FRS Section 3


			DOCUMENTATION



Make it clear in all applicable requirements that peered NPACs will not forward SP queries.


			Requirements will be updated in next FRS 5.0.0 release









			0156


			6/11/09


			Pending


			FRS RT3-79, RT3-80


			FRS Section 3


			DOCUMENTATION



Document change to true up reference to SOA Origination Flag.


			Requirements will be updated in next FRS 5.0.0 release









			0157


			6/11/09


			Pending


			FRS RT3-81


			FRS Section 3


			DOCUMENTATION



Remove requirement.


			Requirements will be updated in next FRS 5.0.0 release









			0158


			6/11/09


			Pending


			FRS RT3-86


			FRS Section 3


			DOCUMENTATION



Make sure referencing to rollup is consistent with peered update and identify differences with how it is done today.


			Requirements will be reviewed and updated in next FRS 5.0.0 release









			0159


			6/11/09


			Pending


			FRS RT3-89, RT3-93, RT3-98


			FRS Section 3


			DOCUMENTATION



Check to see if we need to indicate which NPAC is doing create and send.


			Requirements will be updated in next FRS 5.0.0 release









			0160


			6/11/09


			Pending


			FRS RT3-92 and RT3-93


			FRS Section 3


			DOCUMENTATION



Document change to delete these requirements.


			Requirements will be updated in next FRS 5.0.0 release









			0161


			6/11/09


			Close


			


			


			


			No Text Available. Maintained to keep numbering.





			0162


			6/11/09


			Pending


			FRS RT3-103


			FRS Section 3


			DOCUMENTATION



It was stated that this is a negative requirement.


			Requirements will be updated in next FRS 5.0.0 release









			0163


			6/11/09


			Pending


			FRS RT5-63, RT5-67 


			FRS Section 5


			DOCUMENTATION



Delete RT5-63.


			Requirements will be updated in next FRS 5.0.0 release









			0164


			6/11/09


			Pending


			FRS RT5-68


			FRS Section 5


			DOCUMENTATION



Change “filtered” to “non-filtered.”


			Requirements will be updated in next FRS 5.0.0 release









			0165


			6/11/09


			Pending


			N/A


			IIS from Errata document in GDMO section


			DOCUMENTATION



For SV peered broadcast, reflect that it is a disconnect of a “ported” pooled TN.


			GDMO will be updated in next IIS 5.0.0 release









			0166


			6/11/09


			Pending


			N/A


			IIS Flow B.5.4.7.2


			DOCUMENTATION



Failed List for SV2 must be cleared.


			IIS will be updated in next IIS 5.0.0 release









			0167


			6/11/09


			Pending


			N/A


			IIS


			DOCUMENTATION



Need to review and validate flows in the context of 3 or more peered NPACs.


			Scenarios will be reviewed to determine where there is value in having flows with multiple NPAC SMS.  One potential area for additional flows would be recovery. Additional flows identified will be included in next IIS 5.0.0 release





			0168


			6/11/09


			Pending


			N/A


			IIS Flow B.5.6.2


			DOCUMENTATION



Review to make sure that all attributes are included.


			IIS flow will be reviewed and updated in next IIS 5.0.0 release









			0169


			6/18/09


			Open



(changed on 10/19/09)


			N/A


			FRS 6.4


			ARCHITECTURE


(changed on 10/19/09)


May want to revisit having more than one LSMS interface between peered NPACs.


			The current documentation for NANC 437 supports one Inter-NPAC LSMS interface.  If capacity issues are identified, then the document can be updated to allow for support of multiple Inter-NPAC LSMS associations.


10/19/09



Need to determine how they would be sized and augmented if needed.


Action Item 101909-04:  Action for all to determine if we will address in full LNPA WG or in a focused sub-team to analyze various modeling assumptions to determine if one LSMS interface is adequate or more are needed.


11/10/09


Telcordia Proposal:



· Need to decide how it is sized and if it needs augmented.








			0170


			6/18/09


			Closed



10/19/09


			


			FRS Section 6


			DOCUMENTATION


10/19/09:


(Moved to item 101)


Configuration of relationships of SPID to SOA associations across peered NPACs are the same.  Concern with amount of traffic and ability to do load balancing.


			10/19/09:



(Moved to item 101)



The current documentation for NANC 437 supports one Inter-NPAC SOA interface connection per SPID.  If capacity issues are identified when considering item 101, then the document can be updated to allow for support of multiple Inter-NPAC SOA associations per SPID.









			0171


			6/18/09


			Pending


			TBD


			FRS Section 6


			DOCUMENTATION



Unless there are any objections, instead of partitioning rollup requirements make a documentation note that concurrent operations were identified and no requirements changes were warranted.  


			FRS will be updated in next FRS 5.0.0 release









			0172


			6/18/09


			Closed



10/19/09


			N/A


			


			ARCHITECTURE



10/19/09:



(Moved to Item 101)


Regarding peering distribution of workload for each Active SV transaction, it was questioned if the formula (M/N+K)*C accurately reflects all work necessary. 


			10/19/09:



(Moved to Item 101)



In the examples the C value used is to represent the functional workload of broadcasting to and receiving responses from an LSMS.  The value of C may not be equal in both equations (it could be less than or greater than depending on implementation). 





			0173


			6/18/09


			Pending


			R10-2


			FRS Section 10


			DOCUMENTATION


10/19/09:



LEVEL OF EFFORT added


Regarding 99.9% reliability for LSMS and SOA interfaces, need to calculate aggregate reliability % in a peered NPAC environment in order to ensure no degradation in reliability.


			The 99.9% reliability is for the entire region (an aggregate number).  FRS will be updated in the next FRS 5.0.0 release.


11/10/09



Telcordia Proposal:



· Assumed LLC would manage availability SLRs based on the number of Peered NPAC SMS in a region.





			0174


			6/18/09


			Pending


			FRS RT6-12


			FRS Section 6


			DOCUMENTATION



Change requirement to reflect that it is 20 CMIP operations over a single SOA association and not 70.


			FRS will be updated in next FRS 5.0.0 release


11/10/2009



Need to model what is needed as part of Item 101.





			0175


			6/18/09


			Pending


			FRS RT6-16


			FRS Section 6


			DOCUMENTATION



Strike the requirement.


			FRS will be updated in next FRS 5.0.0 release





			0176


			6/18/09


			Pending


			FRS RT6-18


			FRS Section 6


			DOCUMENTATION



Change to clarify the requirement because it is required functionality.  It currently states for those that support the application level error functionality. 


			FRS will be updated in next FRS 5.0.0 release





			 0177


			6/18/09


			Pending


			TBD


			FRS Recovery


			DOCUMENTATION



Question related to recovery:   If 2 or more NPACs are down and they come up at different times, how is data merged?  Possible race conditions?  Need to revisit recovery tenets in the context of 1 or more NPACs being down.


			FRS will be updated in next FRS 5.0.0 release to more clearly document the recovery process with multiple NPAC scenarios.


11/10/2009



Tied to Item 80 and Item 179.





			0178


			6/18/09


			Pending


			FRS RT6-55


			FRS Section 6


			DOCUMENTATION



Change requirement to clarify that SWIM is the first priority for recovery and time-based is a fallback.


			FRS will be updated in next FRS 5.0.0 release





			0179


			6/18/09


			Pending


			TBD


			FRS Recovery


			DOCUMENTATION



Do data requirements drive the need to have all NPACs up and running before recovery takes place?  Example is if an NXX is created on the wrong NPAC and deleted and created on the correct NPAC, if NPACs are down, sequence of recovery of messages is critical.   Discuss in the context of both bringing up a new NPAC and restoring a crashed NPAC.


			Related to item #177. FRS will be updated in next FRS 5.0.0 release to more clearly document the recovery process with multiple NPAC scenarios.





			0180


			6/18/09


			Pending


			FRS RT6-63


			FRS Section 6


			DOCUMENTATION



Strike the requirement.


			FRS will be updated in next FRS 5.0.0 release





			0181


			6/18/09


			Pending


			FRS RT6-64


			FRS Section 6


			DOCUMENTATION



Review requirement to see if it should be struck.  SWIM does not currently function in this way.  In general are we only supporting SWIM?


			FRS will be updated in next FRS 5.0.0 release


11/10/2009



May need to strike this requirement based on the result of Item 178.





			0182


			6/18/09


			Pending


			FRS RT6-73


			FRS Section 6


			DOCUMENTATION



Decide if the requirement should be struck.  It was mentioned that it seemed out of place.


			FRS will be reviewed updated in next FRS 5.0.0 release





			0183


			6/18/09


			Pending


			FRS RT6-81


			FRS Section 6


			DOCUMENTATION



Clarify intent of requirement.  Peered NPAC ID?


			FRS will be updated in next FRS 5.0.0 release





			0184


			6/18/09


			Pending


			FRS RT6-84



FRS 6.8


			FRS Section 6


			DOCUMENTATION



Remove “existing.” And in Section 6.8, remove other instances of “existing.”


			FRS will be updated in next FRS 5.0.0 release





			0185


			6/18/09


			Pending


			FRS RT6-90


			FRS Section 6


			DOCUMENTATION



Change requirement to a constraint.


			FRS will be updated in next FRS 5.0.0 release





			0186


			6/18/09


			Pending


			FRS RT6-90


			FRS Section 6


			DOCUMENTATION



Review for possible clarification or provide rationale if decision is to remove.


			Requirement will be changed to a constraint per item #185. FRS will be reviewed  updated in next FRS 5.0.0 release





			0187


			6/18/09


			Pending


			FRS 7-2


			FRS Section 7


			DOCUMENTATION



Apply note below to this requirement.


			FRS will be updated in next FRS 5.0.0 release





			0188


			6/18/09


			Pending


			R 7-100.1


			FRS Section 7


			DOCUMENTATION



Update requirement.


			FRS will be updated in next FRS 5.0.0 release


11/10/09



Requirement R7-101.1 will have the note from RT7-19 added to it which states "Note:  The Application Level Heartbeat is a CMIP notification but it does not contain a security field."





			0189


			6/18/09


			Pending


			R 7-108.1


			FRS Section 7


			DOCUMENTATION



Can this report generated be all NPACs or just the Master NPAC of the block?


			FRS will be reviewed and updated in next FRS 5.0.0 release





			0190


			6/18/09


			Pending


			FRS RR9-11


			FRS Section 9


			DOCUMENTATION



Can this report generated be all NPACs or just the Master NPAC of the Old SP?  What is scope of requirement?  Review Change Order 375.


			FRS will be reviewed and updated in next FRS 5.0.0 release





			0191


			6/18/09


			Pending


			FRS RR9-21


			FRS Section 9.3.3


			DOCUMENTATION



Question on what are data gathering requirements for resend exclusion report.


			FRS will be reviewed and updated in next FRS 5.0.0 release





			0192


			6/18/09


			Open


			FRS RT10-4


			FRS Section 10


			ARCHITECTURE


Revisit requirement to determine how 3-second requirement can be met with multiple NPACs.  Related to Item 50.


			FRS will be reviewed updated in next FRS 5.0.0 release


Moved to architecture per 7/14/09 APT meeting for further discussion requested by a vendor.


11/10/09



Telcordia Proposal:



· It is in the best interest for both vendors to work collaboratively to meet the 3-second response time given that both vendors would be the old or new service provider in the port. Two vendors have indicated that this it is reasonable to support a 3-second response time over the Inter-NPAC SMS interface. SLA management would be the responsibility of the LLC.





			0193


			6/18/09


			Changed to Open from Pending  on 11/10/09


			FRS RT11-1, 



FRS RT11-2


			FRS Section 11


			DOCUMENTATION



Industry needs to agree on billing arrangements and compensation of workload on NPACs.  May drive changes to usage measurement requirements.


			Usage data requirements can be updated when industry billing arrangements are in place.





			0194


			11/10/09


			Open


			


			FRS


			DOCUMENTATION


			11/10/09


· Related to Item 0006/



· Current set of configurable parameters must be listed in the FRS and all NPACs must use the same defined set of configurable parameters.
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Master NPAC Transfer Timing
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Timeline – SV Creation Method



Master NPAC for old SV (NPAC A)

Master NPAC for new SV (NPAC B)

Service Provider owning old SV

Service Provider owning new SV
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Timeline – SV Activation Method



Master NPAC for old SV (NPAC A)

Master NPAC for new SV (NPAC B)

Service Provider owning old SV

Service Provider owning new SV







￼�


￼�


�


�


�


�


�


�


�


�


￼ - ￼�


￼�


�


�


�


�


�


￼ - ￼�


￼�


�


�


￼�


￼�




© Copyright Evolving Systems

*



Consequences

		Topic		SV Creation Method		SV Activation Method

		Philosophy		The NPAC that controlled the transaction retains the master copy of the data throughout its life		The NPAC that currently controls the active SV record retains the master copy of all historic versions of this subscription

		Data History		Each NPAC is responsible for the portion of TN history for which it is master		Each NPAC is responsible for the entire TN history for all SVs related to the TN while it is the master of the TN

		Query SV response		The SV history returned when querying the current active SV master NPAC will contain a mix of master and slave data		The SV history returned when querying the current active SV master NPAC will contain the master copy of any eligible historic versions

		Long-term Archive		Each NPAC will manage the long-term archive for SVs for which it was Master		The network owner (pool block owner or code owner if no pool block) and its related NPAC will be responsible for the long-term archive of all SVs related to the TN
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» Current Proposed

Requirements

* Transfer of Master NPAC
responsibility occurs
separately for each SV

* The transfer of Master NPAC
responsibility occurs when
the SV is successfully
created

SV Creation

(. Alternative Approach

» Transfer of Master NPAC
responsibility occurs
separately for each TN, but
collectively for all SVs
associated with a TN

» The transfer of Master NPAC
responsibilities occurs
when an SV is activated

SV Activation
Method





At SV(new) creation,
NPAC A remains master

for SV(old), but records
NPAC B as master for
SV(new)





At SV(new) activation,
NPAC A records the

termination of SV(old).
NPAC B continues as
master for SV(new)





At SV(old) purge, NPAC
Arecords the deletion of

SV(old). NPAC B deletes
its copy of SV(old).





At SV(new) creation,
NPAC A remains master

for SV(old) and becomes
the master of SV(new)





At SV(new) activation
request ack by NPAC A,

NPAC B becomes the
master of SV(old) and
SV(new)





At SV(old) purge, NPAC
B records the deletion of

SV(old). NPAC A deletes
its copy of SV(old).





Original
Rationale

Data management, including
audits, queries, and archives
‘would most likely be correctly
handled ifthe manager had
the entire history fora TN,
rather than only specific
versions

When researching issues, it
‘would be most “logical”to go
to a single source for
authoritative information about
all SVs fora TN

Current
Position

The use cases and scenarios
of original concern have been
reviewed by the industry, and
no specific holes have been
identifiedin the requirements

The idea of most “logical” is
based on collective
understanding. With the
industry investmentin
reviewing the “SV Creation”
approach, it may now be the
“most logical”





Recommendation

» Consider changing
to the “Activation
Method” only if
specific problems
are identified with
the “Creation
Method” that cannot
be otherwise
resolved
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LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):
13 January 2010
PIM 74v3

Company(s) Submitting Issue:
Syniverse Technologies


Contact(s) Name: 
Bob Bruce



Contact Number:
813-637-5172



Email Address:   
bob.bruce@syniverse.com


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


Regarding the definition of the word “sends” in the LNP Provisioning Flows Narratives in the context of a response.


The provisioning flows narratives currently state: “ONSP sends FOC confirming Simple Port request to NNSP.” (emphasis added).  In addition, FCC 03-284 Footnote 129 states: “…Firm Order Confirmation refers to the response the old service provider sends to the new service provider upon receiving the new service provider’s request to port a number…” (emphasis added). Some providers with their own GUIs for LSR submission only place or post their Local Responses (e.g., FOCs, Rejects) on their GUI website for retrieval by the New Service Provider rather than sending it (e.g. transmitting it via fax or e-mail or some other method). This places a burden on the new service provider to check if the response is posted. Providers have questioned if posting the Response (FOC or Reject) is consistent with “sends”.  

2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A.   Examples & Impacts of Problem/Issue: 

Carriers that place their local responses in a web site require the NNSP to take extra efforts to return to the web site to check if the local response is there yet. If it is not there they need to check back later. This may require extra care on the part of the NNSP to note that it needs to follow up. If the response is not yet ready the NNSP has to make another note to follow up. Each effort costs the NNSP additional time and expense. In a one-day porting scenario it is reasonable to expect that more carriers will have trouble making the four hour response deadline requiring more manual efforts.  

In particular, since a LSR submitted by 1 pm (in the predominant time zone of the NPAC region of the porting phone number) will be responded to by 5 pm (if the response is compliant) that gives only 1 hour for the new service provider to look for the response, interpret it, complete any activity required before sending the port to the NPAC via the New Service Provider Create message to start the medium timers that are now set at 3 hours each.  If the NNSP does not start the NPAC medium timers by 6:00 pm and the ONSP does not do a matching ONSP create, then these timers will not complete by midnight and the port will not take place as scheduled. 

In some cases, a few carriers have posted a second response after the initial response posted in a GUI. However, because the NNSP has already found one response they have no reason to look again. When this happens it causes major confusion. For example a request was made via a GUI and a reject response was posted. The ONSP then later posted a FOC – without a subsequent LSR. When the NNSP called to work the fallout of the previous LSR the ONSP told the NNSP the LSR was confirmed, but the NNSP only had the Reject. This caused a lot of confusion and delay of the eventual port. What’s worse, it’s possible – and has happened – where a the second response was a Reject or Jeopardy. When the NNSP goes to port it fails at the NPAC and the port does not take place as expected.

B.   Frequency of Occurrence: 

Some carriers’ GUIs do not “send” the response. For these carriers GUI system every port requires manual monitoring for a response, by the NNSP. 


Syniverse has compiled a list of wireline carriers that in Syniverse’s experience, use a GUI for port outs. The responses can either be posted in the GUI, e-mailed to the NNSP (Syniverse in this case) or mixed depending on SPID, state or other conditions.  13 of the 26 (50%) GUI-using wireline carriers post their response. These 13 carriers represent 51 of the 89 SPIDs (57%) that use a GUI

[image: image1.emf]TP Response Type Total TP SPIDS % TP % SPID


GUI 13 51 50% 57%


e-mail 9 27 35% 30%


various 4 11 15% 12%


Total 26 89 100% 100%




Note: Since the original PIM was submitted several other carriers have introduced GUIs. 

C. NPAC Regions Impacted:


 Canada___ Mid-Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL_X_


D.  Rationale why existing process is deficient: 

· Not sending a response could contribute to delays in completing ports which may lead to consumer complaints. 

· Not sending a response requires the NNSP to look for a response. If the response is not there the NNSP must continually re-access the system until a response is there, thus wasting resources.

· Sending a response when it is ready gives the maximum time to the NNSP to complete its work before sending a NNSP SV Create to the NPAC. This effectively forces NNSPs to choose between two bad options. They must either (1) potentially waste time and money proactively looking for a response that is not yet posted or (2) wait for the entire four hours to elapse before looking and then having a reduced amount of time to complete their other provisioning work before NPAC work begins.


· When 1 Day Porting (FCC 09-41) goes into effect, both NNSP and ONSP carriers will have only a few hours to complete their respective work, instead of 24 hours or more. If an ONSP doesn’t send the response, NNSP carriers may be reluctant to promise a 1 or 2 day due date to customers removing the benefit of FCC 09-41 is intended to deliver to consumers.


· The posting of a second response without some positive notification to the NNSP causes great confusion, repetitive and unnecessary work and could delay the port and therefore negatively affect the end user.

E.   Identify action taken in other committees / forums: None._____________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________

F.   Any other descriptive items: None.____________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


LNPA Working Group should adopt the following best practice: 

The word “Sends” in the porting flows means a valid response to the LSR (FOC, Reject, Jeopardy or other appropriate response) is delivered by the ONSP to the NNSP in much the same way as an LSR is sent from the NSP to the OSP. To ‘send’ in this context does not mean to just post or transmit the response to the ONSP’s GUI as this can cause delay and confusion as the NNSP struggles to know when or if the response is available and to know if subsequent responses have been issued. This delay and confusion is especially impactful during a reduced simple port interval. By actually sending the response directly to the NNSP, it gives the NNSP an immediate and positive notice of the response. 


The LNPA-WG continues to support and encourage the use of automated methods for sending LSR’s and FOC’s where possible, to reduce the amount of manual interaction necessary for all parties involved. Sending the response to the LSR (FOC, Reject, Jeopardy or other appropriate response to the NNSP) in one of the following methods, notifies the NNSP of its presence and allows for the maximum processing time possible so the port can complete on time for the end user.  This best practice is not meant to imply that the ONSP would need to accept LSRs via a method that they do not support. 

Therefore, the LNPA Working Group Best Practice is for an ONSP to do one of the following:


· If XML/EDI/API is used to send the LSR to the ONSP, then the response to the LSR (FOC, Reject, Jeopardy or other appropriate response to the NNSP) should be sent back to the NNSP via XML/EDI/API.


· If a GUI is used to submit the LSR to the ONSP, then the response to the LSR (FOC, Reject, Jeopardy or other appropriate response to the NNSP) should be sent back to either: the NNSP’s e-mail address or fax number indicated on the LSR or to a default email address for the NNSP agreed to by the NNSP and ONSP. 


· A less desirable but acceptable alternative method would be for the ONSP to send a notification that a response has been produced and is now available for review in the GUI by the NNSP. This notification should be sent back to either: the NNSP’s e-mail address or fax number indicated on the LSR or to a default email address for the NNSP agreed to by the NNSP and ONSP. This email notification should clearly indicate the PON or Order number involved. 


· If email is used to send the LSR to the ONSP, then the response to the LSR (FOC, Reject, Jeopardy or other appropriate response to the NNSP) should be sent to either: the NNSP’s e-mail address or fax number indicated on the LSR, or to a default email address for the NNSP agreed to by the NNSP and ONSP. 


· If fax is used to deliver the LSR to the ONSP, then the response to the LSR (FOC, Reject, Jeopardy or other appropriate response to the NNSP) should be sent to either: the NNSP’s e-mail address or fax number indicated on the LSR or to a default fax number/email address for the NNSP agreed to by the NNSP and ONSP.

_____________________________________________________________________________________
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NANC 437 Race Conditions

		Race conditions as well as data integrity issues can happen when a master NPAC assumes an operation that succeeds on itself will succeed on the peered NPAC systems

		Current NANC 437 architecture assumes it’s OK for a peered NPAC to lose sync with other NPAC peers and not be the “golden database” for subtending local systems

		This assumption is made in many areas in the NANC 437 design



No inter-NPAC locking is done in any of the flows

In most of the proposed NANC 437 IIS flows inter-NPAC messages are sent, responses from peer NPACs are ignored, and the flow proceeds as though the messages were successfully processed on the NPAC peer systems







NANC 437 Race Conditions

Response is returned to the Provider ignoring peering status in step 4

Flow B.4.1.4 NPA-NXX Creation by the SOA 

If this fails for any reason NPAC A will have the new NPA-NXX and NPAC B won’t







NANC 437 Race Conditions

Flow B.4.1.5 NPA-NXX Deletion by the Local SMS

Response is returned to the Provider ignoring peering status in step 4

If this fails for any reason, NPAC B will still have the NPA-NXX and NPAC A won’t







NANC 437 Race Conditions

Flow B.4.2.2 LRN Create by the SOA

Response is returned to the Provider ignoring peering status in step 4

If this fails for any reason, NPAC A will have the new LRN and NPAC B won’t

Note: This edit is no longer done.







NANC 437 Race Conditions

Flow B.4.3.1 Service Provider NPA-NXX-X Create by NPAC SMS

The NPA-NXX-X create from NPAC SMS B fails because of PTO SV (RR3-87)

Problems occur if NPAC SMS A receives a PTO SV create request  for a TN within the same NPA-NXX-X

The result is NPAC A has a PTO SV and NPAC B has the new NPA-NXX-X







NANC 437 Race Conditions

Flow B.4.4.1 Number Pool Create/Activate by NPAC SOA

Problems occur if NPAC SMS B initiates a modify of NPA-NXX-X effective date to a future date (flow B.4.3.2) or a delete of the NPA-NXX-X (flow B.4.3.3)







NANC 437 Race Conditions

Flow B.4.4.3 Number Pool Create/Activate by NPAC SOA (Cont)

The Number Pool Block Activate on NPAC SMS B fails because of the modify or delete (prior slide) to the NPA-NXX-X 

The result is now NPAC A has activated the pooled block and NPAC B hasn’t







NANC 437 Race Conditions

Flow B.5.1.1 Subscription Version Create by the Initial SOA (Old Service Provider)

SV flows don’t indicate any error checking for inter-NPAC responses

The result is an SV operation could fail on one of the peered NPACs causing it to be out of sync







Summary

		Neustar is very concerned about the potential for race conditions in the current NANC 437 architecture

		To eliminate these situations and keep the NPAC behavior the same as it is today (from the Service Provider perspective) the following concepts need to be incorporated into the flows:



Use inter-NPAC locking to ensure all peered NPACs remain in sync

Consider inter-NPAC responses before responding to a request

Fail the transaction if any NPAC peer fails to successfully complete the request

For environments where more than 2 NPACs operate, messaging is needed to instruct peers to rollback work
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