LNPA WORKING GROUP

October 19, 2009 Conference Call
Final Minutes

MONDAY 10/19/09
Monday, 10/19/09, Conference Call Attendance:
	Name
	Company
	Name
	Company

	Mary Gail Sullivan
	360 Networks
	Mubeen Saifullah
	NeuStar Clearinghouse

	Alissa Medley
	ATIS
	Shannon Sevigny
	NeuStar Pooling

	Renee Dillon
	AT&T Mobility
	Linda Peterman
	One Communications

	Lonnie Keck
	AT&T Mobility
	Peggy Rubino
	Paetec

	Ron Steen
	AT&T
	Mary Retka
	Qwest

	Mark Lancaster
	AT&T
	Jan Doell
	Qwest

	Tracey Guidotti
	AT&T
	Towanda Russell
	RCN

	Teresa Patton
	AT&T
	Rosemary Emmer
	Sprint Nextel

	Barbara Hjelmaa
	Brighthouse
	Carol Frike
	Sprint Nextel

	Nancy Cornwell
	Cellcom
	Lavinia Rotaru
	Sprint Nextel

	Vicki Goth
	Century Link
	Sue Tiffany
	Sprint Nextel

	Tim Kagele
	Comcast
	Jeanne Kulesa
	Synchronoss

	Cindy Sheehan
	Comcast
	George Nesler
	Synchronoss

	Beth O’Donnell
	Cox
	Bob Bruce
	Syniverse

	Cary Hinton
	D.C. PSC
	Lisa Marie Maxson
	Telcordia

	Dennis Robins
	DER-Consulting
	Pat White
	Telcordia

	Greg Council
	Evolving Systems
	Joel Zamlong
	Telcordia

	Crystal Hanus
	GVNW
	Adam Newman
	Telcordia

	Bonnie Johnson
	Integra Telecom
	John Malyar
	Telcordia

	Karen Hoffman
	JSI
	Stacy Hannah
	Time Warner Cable

	Bridget Alexander
	JSI
	Paula Jordan
	T-Mobile

	Angie Mackey
	JSI
	Mohamed Samater
	T-Mobile

	Sara Buyak
	Missouri PSC
	Amanda Molina
	Townes Telecommunications

	Lynette Khirallah
	NetNumber
	Heather Patterson
	Transaction Network Services

	John Nakamura
	NeuStar
	David Lund
	US Cellular

	Paul LaGattuta
	NeuStar
	Tanya Golub
	US Cellular

	Stephen Addicks
	NeuStar 
	Gary Sacra
	Verizon

	Marcel Champagne
	NeuStar
	Deb Tucker
	Verizon Wireless

	Ed Barker
	NeuStar
	Tana Henson
	Windstream

	Marybeth Degeorgis
	NeuStar
	Tiki Gaugler
	XO Communications

	Dave Garner
	NeuStar
	Dawn Lawrence
	XO Communications

	
	
	
	


NOTE:  ALL ACTION ITEMS REFERENCED IN THE MINUTES BELOW HAVE BEEN CAPTURED IN THE “OCTOBER 19 2009 LNPA ACTION ITEMS” FILE ISSUED IN A SEPARATE E-MAIL FROM THESE MINUTES AND ATTACHED BELOW.
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OCTOBER 19, 2009 CONFERENCE CALL MINUTES:
Change Management – NeuStar:
· NANC 440


[image: image2.emf]NANC 440 - FCC  Order Medium Timers - V2 (2).doc


· NeuStar reviewed the change bars in the attached NANC 440 Change Order for the Medium Timers.

· In response to the question: Should SOAs be allowed to continue to optionally support Timer Type and Business Type, or should this be required to support this Change Order?  It was stated that leaving this optional is only detrimental to the provider that opts out, and not to other providers.  It was decided to leave optional.  Issue resolved.

· NANC 441


[image: image3.emf]NANC 441 - FCC  Order SOA Indicator- V2.doc


NOTE:  As a follow-up to our 10/06/09 call, Service Providers are to determine if the NPAC functionality should be changed to accept Due Date mismatches in order for the Old SP to indicate use of Long Timers without being required to match the New SP’s shorter Due Date.  In this instance, should the NPAC then defer to the Old SP’s mismatched Due Date? 

· Two providers expressed concern that this is a fundamental change and questioned how it would get cascaded down to back-office OSSs.  A provider stated that Conflict is existing functionality and not a dramatic change that allowing mismatches would drive.  There were no objections to leaving the functionality as it is today, i.e., requiring the Due Dates to match.
· NeuStar reviewed the change bars in the attached NANC 441 Change Order for the Medium Timer Indicator.

· The Medium Timer Indicator will be ignored on intra-SP ports.
· If Medium Timers are being used, Medium Business Hours and Days must also be used.

· A provider requested to allow modification of the timer type indicator by providers.  The scenario they cited was as follows:  
The NSP submits their Create with Medium Timer Flag set to false with a Due Date of tomorrow - create sent at 5:00 pm.  The NSP realizes they incorrectly set the Medium Timer Flag to false and need it to be True in order to meet the Midnight/Tomorrow Due Date immediately after sending the Create (The OSP is a carrier that does not send matching Creates).

In this scenario the timers will not expire in time for the carrier to take the customer at midnight on the Due Date as planned due to their mistake in setting the Medium Timer flag and there is no way for them to correct their mistake.

In the discussion that ensued, it was suggested that the indicator could be modified if only one provider, either Old SP or New SP, had sent in their Create.  The New SP could not modify the indicator if the Old SP had sent up their Create.  Race conditions and the fact that timer set has already started would have to be addressed. 

The group agreed to schedule an additional conference call for Monday, November 2, 2009, from 2:30pm – 4:30pm Eastern, to finalize the discussion on whether or not to allow service providers to modify their timer indicator.  The dial-in bridge number will be 888-412-7808, PIN 23272#.

NeuStar will revise the attached NANC Change Order 441 to reflect New SP and Old SP ability to modify their Medium Timer Indicator initially sent up over the interface in their respective Create messages to the NPAC.  The revision will reflect that because the Old SP is in a position to determine if a port is simple, modify requests of the New SP Medium Timer Indicator will be supported from the New SP only until the Old SP sends their Create message.  Modify requests of the Old SP Medium Timer Indicator from the Old SP will be supported until the port is activated.  Modifies of the Old or New Medium Timer Indicator will cause a restart to T1 when the NPAC has received a create message from only one service provider.  If both create messages have been received, T1 will not be restarted.  After review on the November 2, 2009 LNPA WG conference call, if any of the above assumptions prove to be technically problematic, they will be revisited.  NeuStar will distribute the revised Change Order 441 by close of business on Wednesday, October 28, 2009.  
Service Providers are to come prepared to the November 2, 2009 LNPA WG conference call to determine if the attached NANC 441 Change Order will be modified to allow the New and Old SPs to modify the Medium Timer Indicator initially sent up in their respective Create messages to NPAC.  
Proposed Text for FCC 09-41 Implementation Plan – Tiki Gaugler, XO Communications:
· Tiki Gaugler, XO Communications, teed up the discussion on XO’s proposed text for Figure 4, Step 3 of the NANC LNP Provisioning Flows Narratives.  The proposed text is as follows:
The NNSP notifies the ONSP of the port using the LSR and sends the information in the manner specified by the ONSP (i.e., via an electronic gateway, FAX, email, or manual means).  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).
· A provider requested that “form” be added as defined by the OBF due to concerns that providers could interpret this to mean that they were free to use a custom non-standard form.
· Another provider stated that they do not believe this proposed text is consistent with the intent of the FCC order.
· A provider stated that this proposed text is consistent with current industry practice and did not have an issue with the proposal.  The provider also stated that they would like to see this apply to the WICIS on wireless-to-wireless ports.is done today and no problem with proposal.

· Another provider stated that they do not think this is enforceable unless it goes through the NANC and FCC.
· A provider stated that they have issues with some providers that have specific requirements for e-mail subject lines when LSRs are e-mailed to the New SP.
· Another provider stated that they do not believe the intent of the FCC order is to say you can port on a next-day basis only if you submit the LSR electronically.  Tiki Gaugler quoted FCC Order 09-41, paragraph 12, which states, 
“12. In the 2007 LNP NPRM, the Commission specifically sought comment on the benefits and burdens, including the burdens on small entities, of adopting porting interval rules for all types of simple port requests.  A number of commenters representing small and rural provider interests argue that imposing a reduced porting interval on small and rural providers would place an undue burden on these providers and cause them economic harm.  These commenters urge the Commission to leave the current porting intervals in place.  We disagree. We believe that the benefits to consumers and competition discussed above outweigh the costs associated with implementing a shorter porting interval for simple wireline and simple intermodal ports.  However, we recognize that some providers that do not employ automated systems for handling port requests and have limited resources to upgrade their systems may have to make more significant changes or upgrades than other providers that already employ automated porting interfaces.  To address this disparity, we allow small providers, as defined below for purposes of this Report and Order, a longer period of time for implementing the porting interval of one business day.  Thus, small providers are required to implement the reduced porting interval of one business day for simple wireline and simple intermodal ports no later than 15 months from the date that the NANC submits its revised provisioning flows to the Commission.  For purposes of this Order, we consider providers with fewer than 2 percent of the nation’s subscriber lines installed in the aggregate nationwide and Tier III wireless carriers, as defined in the E911 Stay Order, to be small providers.  We believe that

these categories encompass the providers whose systems will most likely require significant upgrades, and who also may have limited resources to make those upgrades. Thus, these providers may require the extended 15-month implementation period.”
· The Co-Chairs then canvassed the providers participating in the discussion by asking who objected to XO’s proposed text.  Those objecting were:

· AT&T

· CenturyLink

· Comcast

· Sprint Nextel

· GVNW (but as written)
· Qwest (but as written)

· RCN (but as written)

· Verizon (but as written)

· It was agreed that XO would revise the proposed text based on the concerns expressed during the discussion and resubmit the proposal for review by the group.

· Tiki Gaugler, XO Communications, will work with Gary Sacra, Verizon, to revise the following proposed text to address concerns discussed on the October 19, 2009 conference call for review at the November 10-11, 2009 LNPA WG meeting.  The revised text will be distributed prior to the November 10-11, 2009 meeting.

“The NNSP notifies the ONSP of the port using the LSR and sends the information in the manner specified by the ONSP (i.e., via an electronic gateway, FAX, email, or manual means).  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).”

· Service Providers are to come prepared to the November 10-11, 2009 LNPA WG meeting to review revisions to the following text proposed by XO Communications and to determine if it will be accepted.  The following text will be revised to address concerns expressed on the October 19, 2009 LNPA WG conference call.

“The NNSP notifies the ONSP of the port using the LSR and sends the information in the manner specified by the ONSP (i.e., via an electronic gateway, FAX, email, or manual means).  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).”

Proposed Conflict Cause Value 51 Language – Gary Sacra, Verizon:
· Gary Sacra, Verizon, teed up the discussion on Verizon’s proposed use of Conflict Cause Value 51 when the New SP has failed to comply with the Firm Order Confirmation (FOC) sent by the Old SP.  Verizon proposed the following use of Conflict Cause Value 51:
The Old SP may place the port in Conflict with a Cause Value of 51 (Initial Confirming FOC/WPRR Not Issued) in instances where the New SP has not complied with the Firm Order Confirmation (FOC) returned by the Old SP and the following applies:

· The Object Create Notification contains a Medium Timer Indicator set to True and contains a Due Date that differs from the Due Date on the Firm Order Confirmation.

Note that this does not apply for mutually agreed upon Due Date Changes.

· A provider asked if it would be more appropriate to change Cause Value 52 for Due Date Mismatches to have functionality equal to Cause Values 50 and 51, values for which only the Old SP can remove the Conflict status.  Verizon responded that they may not use this for every Due Date mismatch, e.g., for Non-Simple Ports. 
· The Co-Chairs then canvassed the providers participating in the discussion by asking who objected to Verizon’s proposal.  Those objecting were:

· Comcast
· The Co-Chairs then canvassed the providers participating in the discussion by asking who supported Verizon’s proposal.  Those supporting were:

· AT&T

· Integra

· Qwest

· RCN

· T-Mobile

· Verizon

· XO Communications

· It was determined that consensus had been reached for approval of Verizon’s proposal.
2010 LNPA WG Meeting/Conference Call Schedule – All: 

· The group reviewed the attached 2010 LNPA WG meeting and conference call schedule.
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Continuation of NANC 437 Issue Parking Lot Matrix Review – All:
NOTE:  We left off at Item 142 in the attached at the Philadelphia meeting.


[image: image5.emf]NANC 437 Issue  Parking Lot Matrix v14 (09-15-2009).doc

  

· John Malyar and Lisa Marie Maxson, Telcordia, facilitated continued discussion of v14 of the NANC 437 Issues Parking Lot Matrix attached above.  The Status, Major Topic (including item classification), and Decisions/Recommendations/Discussion columns for Items 142 through 173 were reviewed for accuracy and revisions were made as determined by the group.  Those revisions are reflected in v15 of the NANC 437 Issues Parking Lot Matrix attached below and are identified with the date “10/19/09.”

[image: image6.emf]NANC 437 Issue  Parking Lot Matrix v15 (10-19-2009).doc


· The current documentation for NANC 437 supports one Inter-NPAC LSMS
interface.  Regarding the determination of how this interface will be sized and augmented if needed, LNPA WG Participants are to come to the November 10-11, 2009 meeting prepared to discuss if this analysis under various modeling assumptions will be done in the full LNPA WG or in a focused sub-team.
New Business – All:

· Jan Doell, Qwest, requested a waiver for a SPID migration on 12/13/09.  There are already 25 migrations scheduled for that Sunday.  It was asked if the pre-SPID migration process, involving deletes and adds of impacted SVs could be used.  Jan agreed to check if this process could be done or, if not, she will bring the request for a SPID migration waiver back in for consideration.

· Deb Tucker, Verizon Wireless, requested a waiver for a possible emergency 11/1/09 SPID Migration to clean up some codes and blocks that should not have been migrated over the previous weekend.  As a result, port requests are going to the wrong SPID.  Deb explained that if a workaround cannot be identified, the SPID migration will be necessary.  

Regarding Verizon Wireless’ request for approval for a November 1, 2009

SPID migration, Deb Tucker, Verizon Wireless, will provide the details, e.g., LRNs, impacted SVs, affected regions, etc., to the LNPA WG Co-Chairs for distribution to the group by close of business, Tuesday, October 20, 2009.  
Regarding Verizon Wireless’ request for approval for a November 1, 2009

SPID migration, Service Providers are to review the migration details provided by Verizon Wireless and determine via feedback to the LNPA WG Co-Chairs by close of business on Thursday, October, 22, 2009, if they have any objections.  
· Ron Steen, AT&T, request consideration for SPID migration blackout dates for 3/21/2010, 7/18/2010, and 11/14/2010 due to major system upgrades.

Regarding AT&T’s request for approval for SPID migration blackout dates of March 21, 2010, July 18, 2010, and November 14, 2010, Service Providers are to come prepared to the November 10-11, 2009 LNPA WG meeting to determine if the request will be approved.
Next LNPA WG Conference Call – All:
· The group agreed to schedule an additional conference call for Monday, November 2, 2009, from 2:30pm – 4:30pm Eastern.  The dial-in bridge number will be 888-412-7808, PIN 23272#.

· The agenda will consist of the following:

· Introductions/Agenda Review – All 

· Change Management – NeuStar

· NANC 440

· NANC 441

· New Business – All
Next LNPA WG Conference Call … November 2, 2009, 2:30pm – 4:30pm Eastern … Bridge Number 888-412-7808, PIN 23272#

Next General LNPA WG Meeting …November 10-11, 2009, Newport Beach, California – Hosted by NeuStar
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Business Need:

(As extracted from the LNPAWG “Recommended Plan for Implementation of FCC Order 09-41”, version 3, 9/17/09)


On May 13, 2009, the Federal Communications Commission (FCC) adopted and released FCC Order 09-41, which mandates industry implementation of a one Business Day porting interval for simple ports.

During the development of the recommended requirements in support of FCC Order 09-41, the LNPAWG identified the following Change Orders required for the NPAC to support the shortened porting interval.  These changes in the NPAC will also require changes in Service Provider local systems, e.g., SOA, LSMS, Operational Support Systems (OSSs), etc.


It is necessary for the LNPA WG to develop the detailed technical requirements for these Change Orders in order for NPAC, local system vendors, and Service Providers to develop and implement the software changes in time to meet the mandated implementation date.  The development and finalization of these technical requirements will begin immediately.


At a high level, two Change Orders have been identified for development:


· A new additional NPAC timer set (called Medium timers) in support of the shortened interval.


· A method for the NPAC to determine which timer set to utilize on a port.


This change order addresses the need for the implementation of a method for the NPAC to determine which timer set to use in order to support the one Business Day porting interval for simple ports.


Description of Change:


Two new SOA attributes will be added to support a shortened porting interval for simple ports (wireline, intermodal) as defined in FCC Order 09-41.  This will apply to Subscription Versions, but not to Number Pool Blocks.


In the Service Provider Profile, a new support tunable will be added for NANC 440 (Medium Timers Support Indicator).  In addition to indicating support of Medium Timers, this new tunable will identify whether or not an SP supports the use of the new SV attributes.  This is needed because of the two-stage implementation (nine months for large carriers, and twelve months for small carriers), as well as carriers that may obtain a waiver from the FCC on implementation.


The new SV attributes are:


· New SP Medium Timer Indicator


· Old SP Medium Timer Indicator


If a SOA supports the New SP/Old SP Medium Timer Indicator (based on their Medium Timers Support Indicator setting), the new attribute must be sent up in their inter-SP SV Create message, if not their message will be rejected.  If a SOA does not support the New SP/Old SP Medium Timer Indicator, they must not send the new attribute up in their inter-SP SV Create message, if they do their message will be rejected.  If a SOA that supports the New SP/Old SP Medium Timer Indicator sends up the new attributes in their intra-SP SV Create message, the attributes are ignored.  The new attribute is designed for SV Create messages, so any Modify requests that contain the new attribute will be rejected.  Both the NPAC Ops GUI and the NPAC LTI GUI will support this feature upon initial rollout.



The NPAC will use the values of the New SP/Old SP Medium Timer Indicators sent in the SV Create messages (or information in the SP Profile if not supported) to determine the usage of the Medium Timers for a given SV.  This New SP/Old SP Medium Timer Indicator information will be broadcast to the SOAs upon creation/concurrence of the SV (object creation notification and attribute value change notification), for those SOA associations optioned “on” to send and receive this data (NANC 440, Medium Timers Support Indicator).


When both SPs support the Medium Timers Support Indicators, and the values specified by the New Service Provider and Old Service Provider are different, the value specified by the Old Service Provider will prevail (if necessary, the SV Timer Type and Business Type will be changed).  Even though T1 and T2 concurrence timers have expired, the change is applicable because subsequent conflict or cancellation acknowledgement timers will use the value contained in the Timer Type attribute and Business Type attribute on the SV to determine conflict or cancellation duration.  This updated Timer Type and Business Type information will be sent to both the New Service Provider and the Old Service Provider in an Attribute Value Change notification.  If Old Service Provider does not send up their Create, the SV would remain with whatever value is specified in the New Service Provider Create.

These new attributes shall be added to the notification Bulk Data Download file, and be available to a Service Provider’s SOA.


These new attributes will be supported across the interface on an opt-in basis only and will be functionally backward compatible.


Timer Types:
All references in the Processing Rules below that refer to “Short” and “Long” relate to the Timer Type settings in the Service Provider’s Profile (Port-In Timer Type, Port-Out Timer Type).

Processing Rules where one or both SPs do not support the Medium Timers Support Indicator:


· BAU (Business As Usual)


· Short + Short = Short


· Everything else =Long


Processing Rules where both SPs do support the Medium Timers Support Indicator:


· NSP is Short, OSP is Short, SV is Short regardless of Indicators


· NSP is Short, OSP is Long,  (Note: NSP Short/OSP Long, NSP Long/OSP Short, and NSP Long/OSP Long all have the same behavior.)

· NSP is First Create,


· SOA Indicator on SV Create is F (non-simple), SV uses Long,


· OSP is second Create,


· SOA Indicator on SV Create is F (non-simple), SV remains Long


· SOA Indicator on SV Create is T (simple), SV switches to Medium

· OSP does not concur, SV remains Long


· SOA Indicator on SV Create is T (simple), SV uses Medium,


· OSP is second Create,


· SOA Indicator on SV Create is F (non-simple), SV switches to Long


· SOA Indicator on SV Create is T (simple), SV remains Medium

· OSP does not concur, SV remains Medium

· OSP is First Create,


· SOA Indicator on SV Create is F (non-simple), SV uses Long,


· NSP is second Create,


· SOA Indicator on SV Create is F (non-simple), SV remains Long


· SOA Indicator on SV Create is T (simple), SV remains Long

· SOA Indicator on SV Create is T (simple), SV uses Medium,


· NSP is second Create,


· SOA Indicator on SV Create is F (non-simple), SV remains Medium


· SOA Indicator on SV Create is T (simple), SV remains Medium

· NSP is Long , OSP is Short,  (Note: NSP Short/OSP Long, NSP Long/OSP Short, and NSP Long/OSP Long all have the same behavior.)

· NSP is First Create,


· SOA Indicator on SV Create is F (non-simple), SV uses Long,


· OSP is second Create,


· SOA Indicator on SV Create is F (non-simple), SV remains Long


· SOA Indicator on SV Create is T (simple), SV switches to Medium

· OSP does not concur, SV remains Long


· SOA Indicator on SV Create is T (simple), SV uses Medium,


· OSP is second Create,


· SOA Indicator on SV Create is F (non-simple), SV switches to Long


· SOA Indicator on SV Create is T (simple), SV remains Medium

· OSP does not concur, SV remains Medium


· OSP is First Create,


· SOA Indicator on SV Create is F (non-simple), SV uses Long,


· NSP is second Create,


· SOA Indicator on SV Create is F (non-simple), SV remains Long


· SOA Indicator on SV Create is T (simple), SV remains Long

· SOA Indicator on SV Create is T (simple), SV uses Medium,


· NSP is second Create,


· SOA Indicator on SV Create is F (non-simple), SV remains Medium


· SOA Indicator on SV Create is T (simple), SV remains Medium

· NSP is Long , OSP is Long,  (Note: NSP Short/OSP Long, NSP Long/OSP Short, and NSP Long/OSP Long all have the same behavior.)

· NSP is First Create,


· SOA Indicator on SV Create is F (non-simple), SV uses Long,


· OSP is second Create,


· SOA Indicator on SV Create is F (non-simple), SV remains Long


· SOA Indicator on SV Create is T (simple), SV switches to Medium

· OSP does not concur, SV remains Long


· SOA Indicator on SV Create is T (simple), SV uses Medium,


· OSP is second Create,


· SOA Indicator on SV Create is F (non-simple), SV switches to Long


· SOA Indicator on SV Create is T (simple), SV remains Medium

· OSP does not concur, SV remains Medium


· OSP is First Create,


· SOA Indicator on SV Create is F (non-simple), SV uses Long,


· NSP is second Create,


· SOA Indicator on SV Create is F (non-simple), SV remains Long


· SOA Indicator on SV Create is T (simple), SV remains Long

· SOA Indicator on SV Create is T (simple), SV uses Medium,


· NSP is second Create,


· SOA Indicator on SV Create is F (non-simple), SV remains Medium


· SOA Indicator on SV Create is T (simple), SV remains Medium

Business Types:
All references in the Processing Rules below that refer to “Short” and “Long” relate to the Business Type settings in the Service Provider’s Profile (Short Business Hours/Days, Long Business Hours/Days).

Processing Rules where one or both SPs do not support the Medium Timers Support Indicator:


· BAU (Business As Usual)


· Long + Long = Long

· Everything else =Short

Processing Rules where both SPs do support the Medium Timers Support Indicator:


· NSP is Long, OSP is Long, SV is Long regardless of Indicators


· NSP is Short, OSP is Long,  (Note: NSP Short/OSP Long, NSP Long/OSP Short, and NSP Long/OSP Long all have the same behavior.)


· NSP is First Create,


· SOA Indicator on SV Create is F (non-simple), SV uses Short,


· OSP is second Create,


· SOA Indicator on SV Create is F (non-simple), SV remains Short

· SOA Indicator on SV Create is T (simple), SV switches to Medium

· OSP does not concur, SV remains Short

· SOA Indicator on SV Create is T (simple), SV uses Medium,


· OSP is second Create,


· SOA Indicator on SV Create is F (non-simple), SV switches to Short

· SOA Indicator on SV Create is T (simple), SV remains Medium

· OSP does not concur, SV remains Medium


· OSP is First Create,


· SOA Indicator on SV Create is F (non-simple), SV uses Short,


· NSP is second Create,


· SOA Indicator on SV Create is F (non-simple), SV remains Short

· SOA Indicator on SV Create is T (simple), SV remains Short

· SOA Indicator on SV Create is T (simple), SV uses Medium,


· NSP is second Create,


· SOA Indicator on SV Create is F (non-simple), SV remains Medium


· SOA Indicator on SV Create is T (simple), SV remains Medium

· NSP is Long , OSP is Short,  (Note: NSP Short/OSP Long, NSP Long/OSP Short, and NSP Long/OSP Long all have the same behavior.)


· NSP is First Create,


· SOA Indicator on SV Create is F (non-simple), SV uses Short,


· OSP is second Create,


· SOA Indicator on SV Create is F (non-simple), SV remains Short


· SOA Indicator on SV Create is T (simple), SV switches to Medium

· OSP does not concur, SV remains Short


· SOA Indicator on SV Create is T (simple), SV uses Medium,


· OSP is second Create,


· SOA Indicator on SV Create is F (non-simple), SV switches to Short


· SOA Indicator on SV Create is T (simple), SV remains Medium

· OSP does not concur, SV remains Medium


· OSP is First Create,


· SOA Indicator on SV Create is F (non-simple), SV uses Short,


· NSP is second Create,


· SOA Indicator on SV Create is F (non-simple), SV remains Short


· SOA Indicator on SV Create is T (simple), SV remains Short

· SOA Indicator on SV Create is T (simple), SV uses Medium,


· NSP is second Create,


· SOA Indicator on SV Create is F (non-simple), SV remains Medium


· SOA Indicator on SV Create is T (simple), SV remains Medium

· NSP is Long , OSP is Long,  (Note: NSP Short/OSP Long, NSP Long/OSP Short, and NSP Long/OSP Long all have the same behavior.)


· NSP is First Create,


· SOA Indicator on SV Create is F (non-simple), SV uses Short,


· OSP is second Create,


· SOA Indicator on SV Create is F (non-simple), SV remains Short


· SOA Indicator on SV Create is T (simple), SV switches to Medium

· OSP does not concur, SV remains Short


· SOA Indicator on SV Create is T (simple), SV uses Medium,


· OSP is second Create,


· SOA Indicator on SV Create is F (non-simple), SV switches to Short


· SOA Indicator on SV Create is T (simple), SV remains Medium

· OSP does not concur, SV remains Medium


· OSP is First Create,


· SOA Indicator on SV Create is F (non-simple), SV uses Short,


· NSP is second Create,


· SOA Indicator on SV Create is F (non-simple), SV remains Short


· SOA Indicator on SV Create is T (simple), SV remains Short

· SOA Indicator on SV Create is T (simple), SV uses Medium,


· NSP is second Create,


· SOA Indicator on SV Create is F (non-simple), SV remains Medium


· SOA Indicator on SV Create is T (simple), SV remains Medium

Open Issues:


None.


FRS:


Section 3.1, NPAC SMS Data Models


Add new indicators for the SOA SV Medium Timers.  See below:


		Subscription Version Data MODEL



		Attribute Name

		Type (Size)

		Required

		Description



		[snip]

		

		

		



		New SP Medium Timer Indicator

		B

		(

		A Boolean that indicates whether the NPAC Customer views this SV as a simple port using Medium Timers when they are the New SP.



		Old SP Medium Timer Indicator

		B

		(

		A Boolean that indicates whether the NPAC Customer views this SV as a simple port using Medium Timers when they are the Old SP.



		[snip]

		

		

		





Table 3‑6 Subscription Version Data Model


R5‑14
Create Subscription Version - Old Service Provider Input Data


NPAC SMS shall accept the following data from the NPAC personnel or old Service Provider upon Subscription Version creation for an Inter-Service Provider port:


· [snip]


· Old SP Medium Timer Indicator – indication that Old SP considers this a simple port using Medium Timers.  (if supported by the Service Provider SOA)

R5‑15.1
Create “Inter-Service Provider Port” Subscription Version - New Service Provider Input Data


NPAC SMS shall require the following data from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port when NOT “porting to original”:  (reference NANC 399)


· [snip]


· New SP Medium Timer Indicator – indication that New SP considers this a simple port using Medium Timers.  (if supported by the Service Provider SOA)


R5-15.2
Create “Inter-Service Provider porting to original” Subscription Version - New Service Provider Input Data


NPAC SMS shall require the following data from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider “porting to original” port:


· [snip]


· New SP Medium Timer Indicator – indication that New SP considers this a simple port using Medium Timers.  (if supported by the Service Provider SOA)


R5‑18.1
Create Subscription Version - Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:


· [snip]


· New SP Medium Timer Indicator – indication that New SP considers this a simple port using Medium Timers.  (if supported by the Service Provider SOA)


· Old SP Medium Timer Indicator – indication that Old SP considers this a simple port using Medium Timers.  (if supported by the Service Provider SOA)


R5-74.3
Query Subscription Version - Output Data – SOA


NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:


· [snip]


· New SP Medium Timer Indicator – indication that New SP considers this a simple port using Medium Timers.  (if supported by the Service Provider SOA)


· Old SP Medium Timer Indicator – indication that Old SP considers this a simple port using Medium Timers.  (if supported by the Service Provider SOA)


Req-1
Create Intra-Service Provider Port – No Medium Timers


NPAC SMS shall accept an intra-service provider Subscription Version Create message from NPAC Personnel or the Current (New) Service Provider, for a Service Provider that supports the New SP/Old SP Medium Timer Indicator, if any of the following attributes are specified:


· New SP Medium Timer Indicator – this attribute is ignored.

· Old SP Medium Timer Indicator – this attribute is ignored.

Req-2
Modify Subscription Version – No Medium Timers


NPAC SMS shall reject a Subscription Version Modify message from NPAC Personnel, the New Service Provider, or the Old Service Provider if any of the following attributes are specified:


· New SP Medium Timer Indicator – indication that New SP considers this a simple port using Medium Timers.

· Old SP Medium Timer Indicator – indication that Old SP considers this a simple port using Medium Timers.

Req-3
Create Subscription Version – Medium Timers – Timer Type

NPAC SMS shall set the value of a Subscription Version Timer Type, based on SP Profile and Subscription Version data contained in Table Req-3.


		NSP is Short, OSP is Short, Timer Type is Short regardless of Indicators



		



		NSP is Short, OSP is Long



		NSP is First Create

		NSP SOA Indicator is F

		Timer set to:

		Long



		

		OSP SOA Indicator is F

		Timer remains:

		Long



		

		OSP SOA Indicator is T

		Timer switches to:

		Medium



		

		OSP no concur

		Timer remains:

		Long



		NSP is First Create

		NSP SOA Indicator is T

		Timer set to:

		Medium



		

		OSP SOA Indicator is F

		Timer switches to:

		Long



		

		OSP SOA Indicator is T

		Timer remains:

		Medium



		

		OSP no concur

		Timer remains:

		Medium



		OSP is First Create

		OSP SOA Indicator is F

		Timer set to:

		Long



		

		NSP SOA Indicator is F

		Timer remains:

		Long



		

		NSP SOA Indicator is T

		Timer remains:

		Long



		OSP is First Create

		OSP SOA Indicator is T

		Timer set to:

		Medium



		

		NSP SOA Indicator is F

		Timer remains:

		Medium



		

		NSP SOA Indicator is T

		Timer remains:

		Medium



		



		NSP is Long, OSP is Short



		NSP is First Create

		NSP SOA Indicator is F

		Timer set to:

		Long



		

		OSP SOA Indicator is F

		Timer remains:

		Long



		

		OSP SOA Indicator is T

		Timer switches to:

		Medium



		

		OSP no concur

		Timer remains:

		Long



		NSP is First Create

		NSP SOA Indicator is T

		Timer set to:

		Medium



		

		OSP SOA Indicator is F

		Timer switches to:

		Long



		

		OSP SOA Indicator is T

		Timer remains:

		Medium



		

		OSP no concur

		Timer remains:

		Medium



		OSP is First Create

		OSP SOA Indicator is F

		Timer set to:

		Long



		

		NSP SOA Indicator is F

		Timer remains:

		Long



		

		NSP SOA Indicator is T

		Timer remains:

		Long



		OSP is First Create

		OSP SOA Indicator is T

		Timer set to:

		Medium



		

		NSP SOA Indicator is F

		Timer remains:

		Medium



		

		NSP SOA Indicator is T

		Timer remains:

		Medium



		



		NSP is Long, OSP is Long



		NSP is First Create

		NSP SOA Indicator is F

		Timer set to:

		Long



		

		OSP SOA Indicator is F

		Timer remains:

		Long



		

		OSP SOA Indicator is T

		Timer switches to:

		Medium



		

		OSP no concur

		Timer remains:

		Long



		NSP is First Create

		NSP SOA Indicator is T

		Timer set to:

		Medium



		

		OSP SOA Indicator is F

		Timer switches to:

		Long



		

		OSP SOA Indicator is T

		Timer remains:

		Medium



		

		OSP no concur

		Timer remains:

		Medium



		OSP is First Create

		OSP SOA Indicator is F

		Timer set to:

		Long



		

		NSP SOA Indicator is F

		Timer remains:

		Long



		

		NSP SOA Indicator is T

		Timer remains:

		Long



		OSP is First Create

		OSP SOA Indicator is T

		Timer set to:

		Medium



		

		NSP SOA Indicator is F

		Timer remains:

		Medium



		

		NSP SOA Indicator is T

		Timer remains:

		Medium





Requirement Table Req-3—Medium Timers – Timer Type

As a summary of the table, the Timer Type value will be set on Creation/Concurrence  to:


· Short, if both NSP and OSP have SP Profile settings of Short.


· Medium, if NSP is first Create and indicates Medium Timers Port (Simple Port).


· Long, if NSP is first Create and indicates Long Timers Port (Non-Simple Port).


· Medium, if OSP is first or second Create and indicates Medium Timers Port (Simple Port).


· Long, if NSP is first or second Create and indicates Long Timers Port (Non-Simple Port).

Req-4
Create Subscription Version – Medium Timers – Business Type


NPAC SMS shall set the value of a Subscription Version Business Type, based on SP Profile and Subscription Version data contained in Table Req-4.


		NSP is Long, OSP is Long, Timer Type is Long regardless of Indicators



		



		NSP is Short, OSP is Long



		NSP is First Create

		NSP SOA Indicator is F

		Timer set to:

		Short



		

		OSP SOA Indicator is F

		Timer remains:

		Short



		

		OSP SOA Indicator is T

		Timer switches to:

		Medium



		

		OSP no concur

		Timer remains:

		Short



		NSP is First Create

		NSP SOA Indicator is T

		Timer set to:

		Medium



		

		OSP SOA Indicator is F

		Timer switches to:

		Short



		

		OSP SOA Indicator is T

		Timer remains:

		Medium



		

		OSP no concur

		Timer remains:

		Medium



		OSP is First Create

		OSP SOA Indicator is F

		Timer set to:

		Short



		

		NSP SOA Indicator is F

		Timer remains:

		Short



		

		NSP SOA Indicator is T

		Timer remains:

		Short



		OSP is First Create

		OSP SOA Indicator is T

		Timer set to:

		Medium



		

		NSP SOA Indicator is F

		Timer remains:

		Medium



		

		NSP SOA Indicator is T

		Timer remains:

		Medium



		



		NSP is Long, OSP is Short



		NSP is First Create

		NSP SOA Indicator is F

		Timer set to:

		Short



		

		OSP SOA Indicator is F

		Timer remains:

		Short



		

		OSP SOA Indicator is T

		Timer switches to:

		Medium



		

		OSP no concur

		Timer remains:

		Short



		NSP is First Create

		NSP SOA Indicator is T

		Timer set to:

		Medium



		

		OSP SOA Indicator is F

		Timer switches to:

		Short



		

		OSP SOA Indicator is T

		Timer remains:

		Medium



		

		OSP no concur

		Timer remains:

		Medium



		OSP is First Create

		OSP SOA Indicator is F

		Timer set to:

		Short



		

		NSP SOA Indicator is F

		Timer remains:

		Short



		

		NSP SOA Indicator is T

		Timer remains:

		Short



		OSP is First Create

		OSP SOA Indicator is T

		Timer set to:

		Medium



		

		NSP SOA Indicator is F

		Timer remains:

		Medium



		

		NSP SOA Indicator is T

		Timer remains:

		Medium



		



		NSP is Long, OSP is Long



		NSP is First Create

		NSP SOA Indicator is F

		Timer set to:

		Short



		

		OSP SOA Indicator is F

		Timer remains:

		Short



		

		OSP SOA Indicator is T

		Timer switches to:

		Medium



		

		OSP no concur

		Timer remains:

		Short



		NSP is First Create

		NSP SOA Indicator is T

		Timer set to:

		Medium



		

		OSP SOA Indicator is F

		Timer switches to:

		Short



		

		OSP SOA Indicator is T

		Timer remains:

		Medium



		

		OSP no concur

		Timer remains:

		Medium



		OSP is First Create

		OSP SOA Indicator is F

		Timer set to:

		Short



		

		NSP SOA Indicator is F

		Timer remains:

		Short



		

		NSP SOA Indicator is T

		Timer remains:

		Short



		OSP is First Create

		OSP SOA Indicator is T

		Timer set to:

		Medium



		

		NSP SOA Indicator is F

		Timer remains:

		Medium



		

		NSP SOA Indicator is T

		Timer remains:

		Medium





Requirement Table Req-4—Medium Timers – Business Type

As a summary of the table, the Business Type values will be set on Creation/Concurrence  to:


· Long, if both NSP and OSP have SP Profile settings of Long.


· Medium, if NSP is first Create and indicates Medium Business Hours/Day Port (Simple Port).


· Short, if NSP is first Create and indicates Short Business Hours/Day Port (Non-Simple Port).


· Medium, if OSP is first or second Create and indicates Medium Business Hours/Day Port (Simple Port).


· Short, if NSP is first or second Create and indicates Short Business Hours/Day Port (Non-Simple Port).


Appendix E – Bulk Data Download File Examples.


NOTE:  If a Service Provider supports New SP Medium Timers Indicator and Old SP Medium Timer Indicator, the format of the Bulk Data Download file will contain delimiters for the parameter.

		Explanation of the fields in the notification download file



		Notification



		Field Number

		Field Name

		Value in Example



		SOA Notifications



		



		

		

		



		

		

		



		

		

		



		



		

		

		



		

		

		



		

		

		



		



		

		

		



		

		

		



		

		

		



		



		

		

		



		

		

		



		

		

		



		



		

		

		



		

		

		



		

		

		



		



		

		

		



		

		

		



		

		

		



		subscriptionVersionNPAC-ObjectCreation



		1

		CreationTimeStamp

		For example: 19960101155555



		[snip]

		

		



		888

		Timer Type

		(This attribute will be included with the implementation of NANC 416.  For NANC 441, a Timer Type value of 2 [Medium Timers] may be sent in the Object Creation Notification)



		888

		Business Type

		(This attribute will be included with the implementation of NANC 416.  For NANC 441, a Business Type value of 2 [Medium Timers] may be sent in the Object Creation Notification)



		999

		New SP Medium Timer Indicator

		Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification  is based on the SP that first sent up the request.



		999

		Old SP Medium Timer Indicator

		Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification  is based on the SP that first sent up the request.



		subscriptionVersionRangeObjectCreation (* if a consecutive list)



		1

		CreationTimeStamp

		For example: 19960101155555



		[snip]

		

		



		888

		Timer Type

		(This attribute will be included with the implementation of NANC 416.  For NANC 441, a Timer Type value of 2 [Medium Timers] may be sent in the Object Creation Notification)



		888

		Business Type

		(This attribute will be included with the implementation of NANC 416.  For NANC 441, a Business Type value of 2 [Medium Timers] may be sent in the Object Creation Notification)



		999

		New SP Medium Timer Indicator

		Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification  is based on the SP that first sent up the request.



		999

		Old SP Medium Timer Indicator

		Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification  is based on the SP that first sent up the request.



		subscriptionVersionRangeObjectCreation (* if not a consecutive list)



		1

		CreationTimeStamp

		For example: 19960101155555



		[snip]

		

		



		888

		Timer Type

		(This attribute will be included with the implementation of NANC 416.  For NANC 441, a Timer Type value of 2 [Medium Timers] may be sent in the Object Creation Notification)



		888

		Business Type

		(This attribute will be included with the implementation of NANC 416.  For NANC 441, a Business Type value of 2 [Medium Timers] may be sent in the Object Creation Notification)



		999

		New SP Medium Timer Indicator

		Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification  is based on the SP that first sent up the request.



		999

		Old SP Medium Timer Indicator

		Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification  is based on the SP that first sent up the request.



		subscriptionVersionNPAC-attributeValueChange



		1

		Creation TimeStamp

		For example: 19960101155555



		[snip]

		

		



		888

		Timer Type

		Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.  

This attribute is only included when both SPs support the Medium Timers Support Indicators, and the values specified by the New Service Provider and Old Service Provider are different (in these cases the value specified by the Old Service Provider will prevail).  If necessary, the SV Timer Type will be changed.  Even though T1 and T2 concurrence timers have expired, the change is applicable because subsequent conflict or cancellation acknowledgment timers will use the value contained in the Timer Type attribute on the SV to determine conflict or cancellation duration.  This updated Timer Type information will be sent to both the New Service Provider and the Old Service Provider in an Attribute Value Change notification.



		888

		Business Type

		Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.  


This attribute is only included when both SPs support the Medium Timers Support Indicators, and the values specified by the New Service Provider and Old Service Provider are different (in these cases the value specified by the Old Service Provider will prevail).  If necessary, the SV Business Type will be changed.  Even though T1 and T2 concurrence timers have expired, the change is applicable because subsequent conflict or cancellation acknowledgment timers will use the value contained in the Business Type attribute on the SV to determine conflict or cancellation duration.  This updated Business Type information will be sent to both the New Service Provider and the Old Service Provider in an Attribute Value Change notification.



		999

		New SP Medium Timer Indicator

		Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification  is based on the SP that first sent up the request.



		999

		Old SP Medium Timer Indicator

		Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification  is based on the SP that first sent up the request.



		subscriptionVersionRangeAttributeValueChange (* if a consecutive list)



		1

		Creation TimeStamp

		For example: 19960101155555



		[snip]

		

		



		888

		Timer Type

		Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.  


This attribute is only included when both SPs support the Medium Timers Support Indicators and the values specified by the New Service Provider and Old Service Provider are different (in these cases the value specified by the Old Service Provider will prevail).  If necessary, the SV Timer Type will be changed.  Even though T1 and T2 concurrence timers have expired, the change is applicable because subsequent conflict or cancellation acknowledgment timers will use the value contained in the Timer Type attribute on the SV to determine conflict or cancellation duration.  This updated Timer Type information will be sent to both the New Service Provider and the Old Service Provider in an Attribute Value Change notification.



		888

		Business Type

		Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.  


This attribute is only included when both SPs support the Medium Timers Support Indicators, and the values specified by the New Service Provider and Old Service Provider are different (in these cases the value specified by the Old Service Provider will prevail).  If necessary, the SV Business Type will be changed.  Even though T1 and T2 concurrence timers have expired, the change is applicable because subsequent conflict or cancellation acknowledgment timers will use the value contained in the Business Type attribute on the SV to determine conflict or cancellation duration.  This updated Business Type information will be sent to both the New Service Provider and the Old Service Provider in an Attribute Value Change notification.



		999

		New SP Medium Timer Indicator

		Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification  is based on the SP that first sent up the request.



		999

		Old SP Medium Timer Indicator

		Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification  is based on the SP that first sent up the request.



		subscriptionVersionRangeAttributeValueChange (* if not a consecutive list)



		[snip]

		

		



		888

		Timer Type

		Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.  


This attribute is only included when both SPs support the Medium Timers Support Indicators, and the values specified by the New Service Provider and Old Service Provider are different (in these cases  the value specified by the Old Service Provider will prevail).  If necessary, the SV Timer Type will be changed.  Even though T1 and T2 concurrence timers have expired, the change is applicable because subsequent conflict or cancellation acknowledgment timers will use the value contained in the Timer Type attribute on the SV to determine conflict or cancellation duration.  This updated Timer Type information will be sent to both the New Service Provider and the Old Service Provider in an Attribute Value Change notification.



		888

		Business Type

		Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.  


This attribute is only included when both SPs support the Medium Timers Support Indicators, and the values specified by the New Service Provider and Old Service Provider are different (in these cases the value specified by the Old Service Provider will prevail).  If necessary, the SV Business Type will be changed.  Even though T1 and T2 concurrence timers have expired, the change is applicable because subsequent conflict or cancellation acknowledgment timers will use the value contained in the Business Type attribute on the SV to determine conflict or cancellation duration.  This updated Business Type information will be sent to both the New Service Provider and the Old Service Provider in an Attribute Value Change notification.



		999

		New SP Medium Timer Indicator

		Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification  is based on the SP that first sent up the request.



		999

		Old SP Medium Timer Indicator

		Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification  is based on the SP that first sent up the request.





Table E- 1 -- Explanation of the Fields in The Notification Download File


IIS:


Addition to the current IIS flow descriptions that relate to SV attributes.


Flow B.5.1.1 – Subscription Version Create by the Initial SOA (Old Service Provider)


Flow B.5.1.4 – Subscription Version Create by Second SOA (Old Service Provider)


[snip]


The old service provider SOA must specify the following valid attributes:


[snip]


Old SP Medium Timer Indicator– if supported by the Service Provider SOA


Flow B.5.1.2 – Subscription Version Create by the Initial SOA (New Service Provider)


Flow B.5.1.3 – Subscription Version Create by Second SOA (New Service Provider)


[snip]


The new service provider SOA must specify the following valid attributes:


[snip]


New SP Medium Timer Indicator– if supported by the Service Provider SOA


Flow B.5.1.4 – Subscription Version Create by Second SOA (Old Service Provider)


[snip]


If the M-ACTION was successful, the NPAC SMS issues, depending upon the old service provider’s TN Range Notification Indicator, an attributeValueChange or subscriptionVersionRangeAttributeValueChange M-EVENT-REPORT attribute value change to the old service provider for all attributes updated from the following list:

[snip]


Timer Type – if supported by the Service Provider SOA and the value changed as a result of the OldSP-Create Action.

Business Type – if supported by the Service Provider SOA and the value changed as a result of the OldSP-Create Action.

[snip]


If the M-ACTION was successful, the NPAC SMS issues, depending upon the new service provider’s TN Range Notification Indicator, an attributeValueChange or subscriptionVersionRangeAttributeValueChange M-EVENT-REPORT attribute value change to the new service provider for all attributes updated from the following list:


[snip]


Timer Type – if supported by the Service Provider SOA and the value changed as a result of the OldSP-Create Action.

Business Type – if supported by the Service Provider SOA and the value changed as a result of the OldSP-Create Action.

Flow B.5.1.11 – Subscription Version Create for Intra Service Provider Port


[snip]


The request will be accepted, and any of the following attributes will be ignored:


New SP Medium Timer Indicator

Old SP Medium Timer Indicator

Flow B.5.6 – Subscription Version Query


[snip]


The query return data includes:


[snip]


New SP Medium Timer Indicator– if supported by the Service Provider SOA


Old SP Medium Timer Indicator– if supported by the Service Provider SOA

GDMO:


-- 21.0 LNP NPAC Subscription Version Managed Object Class


[snip]


subscriptionVersionNPAC-Behavior-2 BEHAVIOUR


    DEFINED AS !


[snip]


        The SOA attributes are: New SP Medium Timer Indicator and


        Old SP Medium Timer Indicator.  If a SOA supports the


        New SP/Old SP Medium Timer Indicator (based on their Medium


        Timers Support Indicator setting), the new attribute must be


        sent up in their inter-SP SV Create message, if not their message will


        be rejected.  If a SOA does not support the new SP/Old SP


        Medium Timer Indicator, they must not send the new attribute


        up in their inter-SP SV Create message, if they do their message will


        be rejected.  If a SOA that supports the New SP/Old SP Medium Timer Indicator sends up the new attributes in their intra-SP SV Create message, the attributes are ignored.  The new attribute is designed for SV Create

        messages, so any Modify requests that contain the new

        attribute will be rejected.

        The NPAC will use the values of the New SP/Old SP Medium Timer


        Indicators sent in the SV Create messages (or information in


        the SP Profile if not supported) to determine the usage of the


        Medium Timers for a given SV.  This New SP/Old SP Medium Timer


        Indicator information will be broadcast to the SOAs upon


        creation/concurrence of the SV (object creation notification


        and attribute value change notification), for those SOA


        associations optioned “on” to send and receive this data


        (Medium Timers Support Indicator).

        When both SPs support the Medium Timers Support Indicators,

        and the values specified by the New Service Provider and Old

        Service Provider are different,

        the value specified by the Old Service Provider will prevail.

        If necessary, the SV Timer Type and Business Type will be changed.  Even though

        T1 and T2 concurrence timers have expired, the change is applicable because subsequent

        conflict or cancellation acknowledgment timers will use the value contained

        in the Timer Type attribute and Business Type attribute on the SV to determine conflict or cancellation duration.

        An intra-service provider port , for a service provider that supports the New SP/Old PS Medium Timer Indicator, will be accepted if the Medium


        Timer attributes are included in the request but they will be ignored.


-- 999.0 Subscription Version New SP Medium Timer Indicator


subscriptionNewSPMediumTimerIndicator ATTRIBUTE


    WITH ATTRIBUTE SYNTAX LNP-ASN1.SubscriptionNewSPMediumTimerIndicator;


    MATCHES FOR EQUALITY;


    BEHAVIOUR subscriptionNewSPMediumTimerBehavior;


    REGISTERED AS {LNP-OIDS.lnp-attribute 999};


subscriptionNewSPMediumTimerBehavior BEHAVIOUR


    DEFINED AS !


        This attribute is used to specify the subscription version


        New SP Medium Timer indicator on whether or not the port is


        a simple port.


!;

-- 999.0 Subscription Version Old SP Medium Timer Indicator


subscriptionOldSPMediumTimerIndicator ATTRIBUTE


    WITH ATTRIBUTE SYNTAX LNP-ASN1.SubscriptionOldSPMediumTimerIndicator;


    MATCHES FOR EQUALITY;


    BEHAVIOUR subscriptionOldSPMediumTimerBehavior;


    REGISTERED AS {LNP-OIDS.lnp-attribute 999};


subscriptionOldSPMediumTimerBehavior BEHAVIOUR


    DEFINED AS !


        This attribute is used to specify the subscription version


        Old SP Medium Timer indicator on whether or not the port is


        a simple port.


!;

ASN.1:

SubscriptionNewSPMediumTimerIndicator ::= BOOLEAN

SubscriptionOldSPMediumTimerIndicator ::= BOOLEAN
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LNPA WORKING GROUP MEETING ACTION ITEMS:

NEUSTAR ACTION ITEMS:


101909-01:  NeuStar will revise the attached NANC Change Order 441 to reflect New SP

and Old SP ability to modify their Medium Timer Indicator initially sent up over the interface in their respective Create messages to the NPAC.  The revision will reflect that the indicator could only be modified if only one provider has sent a Create, the New SP could not modify the indicator if the Old SP has sent up their Create, and the T1/T2 timers will be restarted by the NPAC if the indicator is modified.  After review on the November 2, 2009 LNPA WG conference call, if any of the above assumptions prove to be technically problematic, they will be revisited.  NeuStar will distribute the revised Change Order 441 by close of business on Wednesday, October 28, 2009.  See related Action Item 101909-05.
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TIKI GAUGLER (XO COMMUNICATIONS) ACTION ITEMS:

101909-02:  Tiki Gaugler, XO Communications, will work with Gary Sacra, Verizon, to


revise the following proposed text to address concerns discussed on the October 19, 2009 conference call for review at the November 10-11, 2009 LNPA WG meeting.  The revised text will be distributed prior to the November 10-11, 2009 meeting.  See related Action Item 101909-06.

“The NNSP notifies the ONSP of the port using the LSR and sends the information in the manner specified by the ONSP (i.e., via an electronic gateway, FAX, email, or manual means).  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).”


DEB TUCKER (VERIZON WIRELESS) ACTION ITEMS:

101909-03:  Regarding Verizon Wireless’ request for approval for a November 1, 2009


SPID migration, Deb Tucker, Verizon Wireless, will provide the details, e.g., LRNs, impacted SVs, affected regions, etc., to the LNPA WG Co-Chairs for distribution to the group by close of business, Tuesday, October 20, 2009.  See related Action Item 101909-07.

LNPA WG PARTICIPANTS’ ACTION ITEMS:

101909-04:  The current documentation for NANC 437 supports one Inter-NPAC LSMS

interface.  Regarding the determination of how this interface will be sized and augmented if needed, LNPA WG Participants are to come to the November 10-11, 2009 meeting prepared to discuss if this analysis under various modeling assumptions will be done in the full LNPA WG or in a focused sub-team.

SERVICE PROVIDER ACTION ITEMS:

101909-05:  Service Providers are to come prepared to the November 2, 2009 LNPA WG


conference call to determine if the attached NANC 441 Change Order will be modified to allow the New and Old SPs to modify the Medium Timer Indicator initially sent up in their respective Create messages to NPAC.  See related Action Item 101909-01.
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101909-06:  Service Providers are to come prepared to the November 10-11, 2009 LNPA


WG meeting to review revisions to the following text proposed by XO Communications and to determine if it will be accepted.  The following text will be revised to address concerns expressed on the October 19, 2009 LNPA WG conference call.  See related Action Item 101909-02.  


“The NNSP notifies the ONSP of the port using the LSR and sends the information in the manner specified by the ONSP (i.e., via an electronic gateway, FAX, email, or manual means).  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).”


101909-07:  Regarding Verizon Wireless’ request for approval for a November 1, 2009


SPID migration, Service Providers are to review the migration details provided by Verizon Wireless and determine via feedback to the LNPA WG Co-Chairs by close of business on Thursday, October, 22, 2009, if they have any objections.  See related Action Item 101909-03.


101909-08:  Regarding AT&T’s request for approval for SPID migration blackout dates


of March 21, 2010, July 18, 2010, and November 14, 2010, Service Providers are to come prepared to the November 10-11, 2009 LNPA WG meeting to determine if the request will be approved.
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Business Need:


(As extracted from the LNPAWG “Recommended Plan for Implementation of FCC Order 09-41”, version 3, 9/17/09)



On May 13, 2009, the Federal Communications Commission (FCC) adopted and released FCC Order 09-41, which mandates industry implementation of a one Business Day porting interval for simple ports.


During the development of the recommended requirements in support of FCC Order 09-41, the LNPAWG identified the following Change Orders required for the NPAC to support the shortened porting interval.  These changes in the NPAC will also require changes in Service Provider local systems, e.g., SOA, LSMS, Operational Support Systems (OSSs), etc.



It is necessary for the LNPA WG to develop the detailed technical requirements for these Change Orders in order for NPAC, local system vendors, and Service Providers to develop and implement the software changes in time to meet the mandated implementation date.  The development and finalization of these technical requirements will begin immediately.



At a high level, two Change Orders have been identified for development:



· A new additional NPAC timer set (called Medium timers) in support of the shortened interval.



· A method for the NPAC to determine which timer set to utilize on a port.



This change order addresses the need for the implementation of a method for the NPAC to determine which timer set to use in order to support the one Business Day porting interval for simple ports.



Description of Change:



Two new SOA attributes will be added to support a shortened porting interval for simple ports (wireline, intermodal) as defined in FCC Order 09-41.  This will apply to Subscription Versions, but not to Number Pool Blocks.



In the Service Provider Profile, a new support tunable will be added for NANC 440 (Medium Timers Support Indicator).  In addition to indicating support of Medium Timers, this new tunable will identify whether or not an SP supports the use of the new SV attributes.  This is needed because of the two-stage implementation (nine months for large carriers, and twelve months for small carriers), as well as carriers that may obtain a waiver from the FCC on implementation.



The new SV attributes are:



· New SP Medium Timer Indicator



· Old SP Medium Timer Indicator



If a SOA supports the New SP/Old SP Medium Timer Indicator (based on their Medium Timers Support Indicator setting), the new attribute must be sent up in their inter-SP SV Create message, if not their message will be rejected.  If a SOA does not support the New SP/Old SP Medium Timer Indicator, they must not send the new attribute up in their inter-SP SV Create message, if they do their message will be rejected.  If a SOA that supports the New SP/Old SP Medium Timer Indicator sends up the new attributes in their intra-SP SV Create message, the attributes are ignored.  The new attribute is designed for SV Create messages, so any Modify requests that contain the new attribute will be rejected.  Both the NPAC Ops GUI and the NPAC LTI GUI will support this feature upon initial rollout.




The NPAC will use the values of the New SP/Old SP Medium Timer Indicators sent in the SV Create messages (or information in the SP Profile if not supported) to determine the usage of the Medium Timers for a given SV.  This New SP/Old SP Medium Timer Indicator information will be broadcast to the SOAs upon creation/concurrence of the SV (object creation notification and attribute value change notification), for those SOA associations optioned “on” to send and receive this data (NANC 440, Medium Timers Support Indicator).



When both SPs support the Medium Timers Support Indicators, and the values specified by the New Service Provider and Old Service Provider are different, the value specified by the Old Service Provider will prevail (if necessary, the SV Timer Type and Business Type will be changed).  Even though T1 and T2 concurrence timers have expired, the change is applicable because subsequent conflict or cancellation acknowledgement timers will use the value contained in the Timer Type attribute and Business Type attribute on the SV to determine conflict or cancellation duration.  This updated Timer Type and Business Type information will be sent to both the New Service Provider and the Old Service Provider in an Attribute Value Change notification.  If Old Service Provider does not send up their Create, the SV would remain with whatever value is specified in the New Service Provider Create.


These new attributes shall be added to the notification Bulk Data Download file, and be available to a Service Provider’s SOA.



These new attributes will be supported across the interface on an opt-in basis only and will be functionally backward compatible.



Timer Types:
All references in the Processing Rules below that refer to “Short” and “Long” relate to the Timer Type settings in the Service Provider’s Profile (Port-In Timer Type, Port-Out Timer Type).


Processing Rules where one or both SPs do not support the Medium Timers Support Indicator:



· BAU (Business As Usual)



· Short + Short = Short



· Everything else =Long



Processing Rules where both SPs do support the Medium Timers Support Indicator:



· NSP is Short, OSP is Short, SV is Short regardless of Indicators



· NSP is Short, OSP is Long,  (Note: NSP Short/OSP Long, NSP Long/OSP Short, and NSP Long/OSP Long all have the same behavior.)


· NSP is First Create,



· SOA Indicator on SV Create is F (non-simple), SV uses Long,



· OSP is second Create,



· SOA Indicator on SV Create is F (non-simple), SV remains Long



· SOA Indicator on SV Create is T (simple), SV switches to Medium


· OSP does not concur, SV remains Long



· SOA Indicator on SV Create is T (simple), SV uses Medium,



· OSP is second Create,



· SOA Indicator on SV Create is F (non-simple), SV switches to Long



· SOA Indicator on SV Create is T (simple), SV remains Medium


· OSP does not concur, SV remains Medium


· OSP is First Create,



· SOA Indicator on SV Create is F (non-simple), SV uses Long,



· NSP is second Create,



· SOA Indicator on SV Create is F (non-simple), SV remains Long



· SOA Indicator on SV Create is T (simple), SV remains Long


· SOA Indicator on SV Create is T (simple), SV uses Medium,



· NSP is second Create,



· SOA Indicator on SV Create is F (non-simple), SV remains Medium



· SOA Indicator on SV Create is T (simple), SV remains Medium


· NSP is Long , OSP is Short,  (Note: NSP Short/OSP Long, NSP Long/OSP Short, and NSP Long/OSP Long all have the same behavior.)


· NSP is First Create,



· SOA Indicator on SV Create is F (non-simple), SV uses Long,



· OSP is second Create,



· SOA Indicator on SV Create is F (non-simple), SV remains Long



· SOA Indicator on SV Create is T (simple), SV switches to Medium


· OSP does not concur, SV remains Long



· SOA Indicator on SV Create is T (simple), SV uses Medium,



· OSP is second Create,



· SOA Indicator on SV Create is F (non-simple), SV switches to Long



· SOA Indicator on SV Create is T (simple), SV remains Medium


· OSP does not concur, SV remains Medium



· OSP is First Create,



· SOA Indicator on SV Create is F (non-simple), SV uses Long,



· NSP is second Create,



· SOA Indicator on SV Create is F (non-simple), SV remains Long



· SOA Indicator on SV Create is T (simple), SV remains Long


· SOA Indicator on SV Create is T (simple), SV uses Medium,



· NSP is second Create,



· SOA Indicator on SV Create is F (non-simple), SV remains Medium



· SOA Indicator on SV Create is T (simple), SV remains Medium


· NSP is Long , OSP is Long,  (Note: NSP Short/OSP Long, NSP Long/OSP Short, and NSP Long/OSP Long all have the same behavior.)


· NSP is First Create,



· SOA Indicator on SV Create is F (non-simple), SV uses Long,



· OSP is second Create,



· SOA Indicator on SV Create is F (non-simple), SV remains Long



· SOA Indicator on SV Create is T (simple), SV switches to Medium


· OSP does not concur, SV remains Long



· SOA Indicator on SV Create is T (simple), SV uses Medium,



· OSP is second Create,



· SOA Indicator on SV Create is F (non-simple), SV switches to Long



· SOA Indicator on SV Create is T (simple), SV remains Medium


· OSP does not concur, SV remains Medium



· OSP is First Create,



· SOA Indicator on SV Create is F (non-simple), SV uses Long,



· NSP is second Create,



· SOA Indicator on SV Create is F (non-simple), SV remains Long



· SOA Indicator on SV Create is T (simple), SV remains Long


· SOA Indicator on SV Create is T (simple), SV uses Medium,



· NSP is second Create,



· SOA Indicator on SV Create is F (non-simple), SV remains Medium



· SOA Indicator on SV Create is T (simple), SV remains Medium


Business Types:
All references in the Processing Rules below that refer to “Short” and “Long” relate to the Business Type settings in the Service Provider’s Profile (Short Business Hours/Days, Long Business Hours/Days).


Processing Rules where one or both SPs do not support the Medium Timers Support Indicator:



· BAU (Business As Usual)



· Long + Long = Long


· Everything else =Short


Processing Rules where both SPs do support the Medium Timers Support Indicator:



· NSP is Long, OSP is Long, SV is Long regardless of Indicators



· NSP is Short, OSP is Long,  (Note: NSP Short/OSP Long, NSP Long/OSP Short, and NSP Long/OSP Long all have the same behavior.)



· NSP is First Create,



· SOA Indicator on SV Create is F (non-simple), SV uses Short,



· OSP is second Create,



· SOA Indicator on SV Create is F (non-simple), SV remains Short


· SOA Indicator on SV Create is T (simple), SV switches to Medium


· OSP does not concur, SV remains Short


· SOA Indicator on SV Create is T (simple), SV uses Medium,



· OSP is second Create,



· SOA Indicator on SV Create is F (non-simple), SV switches to Short


· SOA Indicator on SV Create is T (simple), SV remains Medium


· OSP does not concur, SV remains Medium



· OSP is First Create,



· SOA Indicator on SV Create is F (non-simple), SV uses Short,



· NSP is second Create,



· SOA Indicator on SV Create is F (non-simple), SV remains Short


· SOA Indicator on SV Create is T (simple), SV remains Short


· SOA Indicator on SV Create is T (simple), SV uses Medium,



· NSP is second Create,



· SOA Indicator on SV Create is F (non-simple), SV remains Medium



· SOA Indicator on SV Create is T (simple), SV remains Medium


· NSP is Long , OSP is Short,  (Note: NSP Short/OSP Long, NSP Long/OSP Short, and NSP Long/OSP Long all have the same behavior.)



· NSP is First Create,



· SOA Indicator on SV Create is F (non-simple), SV uses Short,



· OSP is second Create,



· SOA Indicator on SV Create is F (non-simple), SV remains Short



· SOA Indicator on SV Create is T (simple), SV switches to Medium


· OSP does not concur, SV remains Short



· SOA Indicator on SV Create is T (simple), SV uses Medium,



· OSP is second Create,



· SOA Indicator on SV Create is F (non-simple), SV switches to Short



· SOA Indicator on SV Create is T (simple), SV remains Medium


· OSP does not concur, SV remains Medium



· OSP is First Create,



· SOA Indicator on SV Create is F (non-simple), SV uses Short,



· NSP is second Create,



· SOA Indicator on SV Create is F (non-simple), SV remains Short



· SOA Indicator on SV Create is T (simple), SV remains Short


· SOA Indicator on SV Create is T (simple), SV uses Medium,



· NSP is second Create,



· SOA Indicator on SV Create is F (non-simple), SV remains Medium



· SOA Indicator on SV Create is T (simple), SV remains Medium


· NSP is Long , OSP is Long,  (Note: NSP Short/OSP Long, NSP Long/OSP Short, and NSP Long/OSP Long all have the same behavior.)



· NSP is First Create,



· SOA Indicator on SV Create is F (non-simple), SV uses Short,



· OSP is second Create,



· SOA Indicator on SV Create is F (non-simple), SV remains Short



· SOA Indicator on SV Create is T (simple), SV switches to Medium


· OSP does not concur, SV remains Short



· SOA Indicator on SV Create is T (simple), SV uses Medium,



· OSP is second Create,



· SOA Indicator on SV Create is F (non-simple), SV switches to Short



· SOA Indicator on SV Create is T (simple), SV remains Medium


· OSP does not concur, SV remains Medium



· OSP is First Create,



· SOA Indicator on SV Create is F (non-simple), SV uses Short,



· NSP is second Create,



· SOA Indicator on SV Create is F (non-simple), SV remains Short



· SOA Indicator on SV Create is T (simple), SV remains Short


· SOA Indicator on SV Create is T (simple), SV uses Medium,



· NSP is second Create,



· SOA Indicator on SV Create is F (non-simple), SV remains Medium



· SOA Indicator on SV Create is T (simple), SV remains Medium


Open Issues:



None.



FRS:



Section 3.1, NPAC SMS Data Models



Add new indicators for the SOA SV Medium Timers.  See below:



			Subscription Version Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			New SP Medium Timer Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer views this SV as a simple port using Medium Timers when they are the New SP.





			Old SP Medium Timer Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer views this SV as a simple port using Medium Timers when they are the Old SP.





			[snip]


			


			


			








Table 3‑6 Subscription Version Data Model



R5‑14
Create Subscription Version - Old Service Provider Input Data



NPAC SMS shall accept the following data from the NPAC personnel or old Service Provider upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· Old SP Medium Timer Indicator – indication that Old SP considers this a simple port using Medium Timers.  (if supported by the Service Provider SOA)


R5‑15.1
Create “Inter-Service Provider Port” Subscription Version - New Service Provider Input Data



NPAC SMS shall require the following data from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port when NOT “porting to original”:  (reference NANC 399)



· [snip]



· New SP Medium Timer Indicator – indication that New SP considers this a simple port using Medium Timers.  (if supported by the Service Provider SOA)



R5-15.2
Create “Inter-Service Provider porting to original” Subscription Version - New Service Provider Input Data



NPAC SMS shall require the following data from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider “porting to original” port:



· [snip]



· New SP Medium Timer Indicator – indication that New SP considers this a simple port using Medium Timers.  (if supported by the Service Provider SOA)



R5‑18.1
Create Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· New SP Medium Timer Indicator – indication that New SP considers this a simple port using Medium Timers.  (if supported by the Service Provider SOA)



· Old SP Medium Timer Indicator – indication that Old SP considers this a simple port using Medium Timers.  (if supported by the Service Provider SOA)



R5-74.3
Query Subscription Version - Output Data – SOA



NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:



· [snip]



· New SP Medium Timer Indicator – indication that New SP considers this a simple port using Medium Timers.  (if supported by the Service Provider SOA)



· Old SP Medium Timer Indicator – indication that Old SP considers this a simple port using Medium Timers.  (if supported by the Service Provider SOA)



Req-1
Create Intra-Service Provider Port – No Medium Timers



NPAC SMS shall accept an intra-service provider Subscription Version Create message from NPAC Personnel or the Current (New) Service Provider, for a Service Provider that supports the New SP/Old SP Medium Timer Indicator, if any of the following attributes are specified:



· New SP Medium Timer Indicator – this attribute is ignored.


· Old SP Medium Timer Indicator – this attribute is ignored.


Req-2
Modify Subscription Version – No Medium Timers



NPAC SMS shall reject a Subscription Version Modify message from NPAC Personnel, the New Service Provider, or the Old Service Provider if any of the following attributes are specified:



· New SP Medium Timer Indicator – indication that New SP considers this a simple port using Medium Timers.


· Old SP Medium Timer Indicator – indication that Old SP considers this a simple port using Medium Timers.


Req-3
Create Subscription Version – Medium Timers – Timer Type


NPAC SMS shall set the value of a Subscription Version Timer Type, based on SP Profile and Subscription Version data contained in Table Req-3.



			NSP is Short, OSP is Short, Timer Type is Short regardless of Indicators





			





			NSP is Short, OSP is Long





			NSP is First Create


			NSP SOA Indicator is F


			Timer set to:


			Long





			


			OSP SOA Indicator is F


			Timer remains:


			Long





			


			OSP SOA Indicator is T


			Timer switches to:


			Medium





			


			OSP no concur


			Timer remains:


			Long





			NSP is First Create


			NSP SOA Indicator is T


			Timer set to:


			Medium





			


			OSP SOA Indicator is F


			Timer switches to:


			Long





			


			OSP SOA Indicator is T


			Timer remains:


			Medium





			


			OSP no concur


			Timer remains:


			Medium





			OSP is First Create


			OSP SOA Indicator is F


			Timer set to:


			Long





			


			NSP SOA Indicator is F


			Timer remains:


			Long





			


			NSP SOA Indicator is T


			Timer remains:


			Long





			OSP is First Create


			OSP SOA Indicator is T


			Timer set to:


			Medium





			


			NSP SOA Indicator is F


			Timer remains:


			Medium





			


			NSP SOA Indicator is T


			Timer remains:


			Medium





			





			NSP is Long, OSP is Short





			NSP is First Create


			NSP SOA Indicator is F


			Timer set to:


			Long





			


			OSP SOA Indicator is F


			Timer remains:


			Long





			


			OSP SOA Indicator is T


			Timer switches to:


			Medium





			


			OSP no concur


			Timer remains:


			Long





			NSP is First Create


			NSP SOA Indicator is T


			Timer set to:


			Medium





			


			OSP SOA Indicator is F


			Timer switches to:


			Long





			


			OSP SOA Indicator is T


			Timer remains:


			Medium





			


			OSP no concur


			Timer remains:


			Medium





			OSP is First Create


			OSP SOA Indicator is F


			Timer set to:


			Long





			


			NSP SOA Indicator is F


			Timer remains:


			Long





			


			NSP SOA Indicator is T


			Timer remains:


			Long





			OSP is First Create


			OSP SOA Indicator is T


			Timer set to:


			Medium





			


			NSP SOA Indicator is F


			Timer remains:


			Medium





			


			NSP SOA Indicator is T


			Timer remains:


			Medium





			





			NSP is Long, OSP is Long





			NSP is First Create


			NSP SOA Indicator is F


			Timer set to:


			Long





			


			OSP SOA Indicator is F


			Timer remains:


			Long





			


			OSP SOA Indicator is T


			Timer switches to:


			Medium





			


			OSP no concur


			Timer remains:


			Long





			NSP is First Create


			NSP SOA Indicator is T


			Timer set to:


			Medium





			


			OSP SOA Indicator is F


			Timer switches to:


			Long





			


			OSP SOA Indicator is T


			Timer remains:


			Medium





			


			OSP no concur


			Timer remains:


			Medium





			OSP is First Create


			OSP SOA Indicator is F


			Timer set to:


			Long





			


			NSP SOA Indicator is F


			Timer remains:


			Long





			


			NSP SOA Indicator is T


			Timer remains:


			Long





			OSP is First Create


			OSP SOA Indicator is T


			Timer set to:


			Medium





			


			NSP SOA Indicator is F


			Timer remains:


			Medium





			


			NSP SOA Indicator is T


			Timer remains:


			Medium








Requirement Table Req-3—Medium Timers – Timer Type


As a summary of the table, the Timer Type value will be set on Creation/Concurrence  to:



· Short, if both NSP and OSP have SP Profile settings of Short.



· Medium, if NSP is first Create and indicates Medium Timers Port (Simple Port).



· Long, if NSP is first Create and indicates Long Timers Port (Non-Simple Port).



· Medium, if OSP is first or second Create and indicates Medium Timers Port (Simple Port).



· Long, if NSP is first or second Create and indicates Long Timers Port (Non-Simple Port).


Req-4
Create Subscription Version – Medium Timers – Business Type



NPAC SMS shall set the value of a Subscription Version Business Type, based on SP Profile and Subscription Version data contained in Table Req-4.



			NSP is Long, OSP is Long, Timer Type is Long regardless of Indicators





			





			NSP is Short, OSP is Long





			NSP is First Create


			NSP SOA Indicator is F


			Timer set to:


			Short





			


			OSP SOA Indicator is F


			Timer remains:


			Short





			


			OSP SOA Indicator is T


			Timer switches to:


			Medium





			


			OSP no concur


			Timer remains:


			Short





			NSP is First Create


			NSP SOA Indicator is T


			Timer set to:


			Medium





			


			OSP SOA Indicator is F


			Timer switches to:


			Short





			


			OSP SOA Indicator is T


			Timer remains:


			Medium





			


			OSP no concur


			Timer remains:


			Medium





			OSP is First Create


			OSP SOA Indicator is F


			Timer set to:


			Short





			


			NSP SOA Indicator is F


			Timer remains:


			Short





			


			NSP SOA Indicator is T


			Timer remains:


			Short





			OSP is First Create


			OSP SOA Indicator is T


			Timer set to:


			Medium





			


			NSP SOA Indicator is F


			Timer remains:


			Medium





			


			NSP SOA Indicator is T


			Timer remains:


			Medium





			





			NSP is Long, OSP is Short





			NSP is First Create


			NSP SOA Indicator is F


			Timer set to:


			Short





			


			OSP SOA Indicator is F


			Timer remains:


			Short





			


			OSP SOA Indicator is T


			Timer switches to:


			Medium





			


			OSP no concur


			Timer remains:


			Short





			NSP is First Create


			NSP SOA Indicator is T


			Timer set to:


			Medium





			


			OSP SOA Indicator is F


			Timer switches to:


			Short





			


			OSP SOA Indicator is T


			Timer remains:


			Medium





			


			OSP no concur


			Timer remains:


			Medium





			OSP is First Create


			OSP SOA Indicator is F


			Timer set to:


			Short





			


			NSP SOA Indicator is F


			Timer remains:


			Short





			


			NSP SOA Indicator is T


			Timer remains:


			Short





			OSP is First Create


			OSP SOA Indicator is T


			Timer set to:


			Medium





			


			NSP SOA Indicator is F


			Timer remains:


			Medium





			


			NSP SOA Indicator is T


			Timer remains:


			Medium





			





			NSP is Long, OSP is Long





			NSP is First Create


			NSP SOA Indicator is F


			Timer set to:


			Short





			


			OSP SOA Indicator is F


			Timer remains:


			Short





			


			OSP SOA Indicator is T


			Timer switches to:


			Medium





			


			OSP no concur


			Timer remains:


			Short





			NSP is First Create


			NSP SOA Indicator is T


			Timer set to:


			Medium





			


			OSP SOA Indicator is F


			Timer switches to:


			Short





			


			OSP SOA Indicator is T


			Timer remains:


			Medium





			


			OSP no concur


			Timer remains:


			Medium





			OSP is First Create


			OSP SOA Indicator is F


			Timer set to:


			Short





			


			NSP SOA Indicator is F


			Timer remains:


			Short





			


			NSP SOA Indicator is T


			Timer remains:


			Short





			OSP is First Create


			OSP SOA Indicator is T


			Timer set to:


			Medium





			


			NSP SOA Indicator is F


			Timer remains:


			Medium





			


			NSP SOA Indicator is T


			Timer remains:


			Medium








Requirement Table Req-4—Medium Timers – Business Type


As a summary of the table, the Business Type values will be set on Creation/Concurrence  to:



· Long, if both NSP and OSP have SP Profile settings of Long.



· Medium, if NSP is first Create and indicates Medium Business Hours/Day Port (Simple Port).



· Short, if NSP is first Create and indicates Short Business Hours/Day Port (Non-Simple Port).



· Medium, if OSP is first or second Create and indicates Medium Business Hours/Day Port (Simple Port).



· Short, if NSP is first or second Create and indicates Short Business Hours/Day Port (Non-Simple Port).



Appendix E – Bulk Data Download File Examples.



NOTE:  If a Service Provider supports New SP Medium Timers Indicator and Old SP Medium Timer Indicator, the format of the Bulk Data Download file will contain delimiters for the parameter.


			Explanation of the fields in the notification download file





			Notification





			Field Number


			Field Name


			Value in Example





			SOA Notifications





			





			


			


			





			


			


			





			


			


			





			





			


			


			





			


			


			





			


			


			





			





			


			


			





			


			


			





			


			


			





			





			


			


			





			


			


			





			


			


			





			





			


			


			





			


			


			





			


			


			





			





			


			


			





			


			


			





			


			


			





			subscriptionVersionNPAC-ObjectCreation





			1


			CreationTimeStamp


			For example: 19960101155555





			[snip]


			


			





			888


			Timer Type


			(This attribute will be included with the implementation of NANC 416.  For NANC 441, a Timer Type value of 2 [Medium Timers] may be sent in the Object Creation Notification)





			888


			Business Type


			(This attribute will be included with the implementation of NANC 416.  For NANC 441, a Business Type value of 2 [Medium Timers] may be sent in the Object Creation Notification)





			999


			New SP Medium Timer Indicator


			Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification  is based on the SP that first sent up the request.





			999


			Old SP Medium Timer Indicator


			Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification  is based on the SP that first sent up the request.





			subscriptionVersionRangeObjectCreation (* if a consecutive list)





			1


			CreationTimeStamp


			For example: 19960101155555





			[snip]


			


			





			888


			Timer Type


			(This attribute will be included with the implementation of NANC 416.  For NANC 441, a Timer Type value of 2 [Medium Timers] may be sent in the Object Creation Notification)





			888


			Business Type


			(This attribute will be included with the implementation of NANC 416.  For NANC 441, a Business Type value of 2 [Medium Timers] may be sent in the Object Creation Notification)





			999


			New SP Medium Timer Indicator


			Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification  is based on the SP that first sent up the request.





			999


			Old SP Medium Timer Indicator


			Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification  is based on the SP that first sent up the request.





			subscriptionVersionRangeObjectCreation (* if not a consecutive list)





			1


			CreationTimeStamp


			For example: 19960101155555





			[snip]


			


			





			888


			Timer Type


			(This attribute will be included with the implementation of NANC 416.  For NANC 441, a Timer Type value of 2 [Medium Timers] may be sent in the Object Creation Notification)





			888


			Business Type


			(This attribute will be included with the implementation of NANC 416.  For NANC 441, a Business Type value of 2 [Medium Timers] may be sent in the Object Creation Notification)





			999


			New SP Medium Timer Indicator


			Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification  is based on the SP that first sent up the request.





			999


			Old SP Medium Timer Indicator


			Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification  is based on the SP that first sent up the request.





			subscriptionVersionNPAC-attributeValueChange





			1


			Creation TimeStamp


			For example: 19960101155555





			[snip]


			


			





			888


			Timer Type


			Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.  


This attribute is only included when both SPs support the Medium Timers Support Indicators, and the values specified by the New Service Provider and Old Service Provider are different (in these cases the value specified by the Old Service Provider will prevail).  If necessary, the SV Timer Type will be changed.  Even though T1 and T2 concurrence timers have expired, the change is applicable because subsequent conflict or cancellation acknowledgment timers will use the value contained in the Timer Type attribute on the SV to determine conflict or cancellation duration.  This updated Timer Type information will be sent to both the New Service Provider and the Old Service Provider in an Attribute Value Change notification.





			888


			Business Type


			Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.  



This attribute is only included when both SPs support the Medium Timers Support Indicators, and the values specified by the New Service Provider and Old Service Provider are different (in these cases the value specified by the Old Service Provider will prevail).  If necessary, the SV Business Type will be changed.  Even though T1 and T2 concurrence timers have expired, the change is applicable because subsequent conflict or cancellation acknowledgment timers will use the value contained in the Business Type attribute on the SV to determine conflict or cancellation duration.  This updated Business Type information will be sent to both the New Service Provider and the Old Service Provider in an Attribute Value Change notification.





			999


			New SP Medium Timer Indicator


			Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification  is based on the SP that first sent up the request.





			999


			Old SP Medium Timer Indicator


			Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification  is based on the SP that first sent up the request.





			subscriptionVersionRangeAttributeValueChange (* if a consecutive list)





			1


			Creation TimeStamp


			For example: 19960101155555





			[snip]


			


			





			888


			Timer Type


			Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.  



This attribute is only included when both SPs support the Medium Timers Support Indicators and the values specified by the New Service Provider and Old Service Provider are different (in these cases the value specified by the Old Service Provider will prevail).  If necessary, the SV Timer Type will be changed.  Even though T1 and T2 concurrence timers have expired, the change is applicable because subsequent conflict or cancellation acknowledgment timers will use the value contained in the Timer Type attribute on the SV to determine conflict or cancellation duration.  This updated Timer Type information will be sent to both the New Service Provider and the Old Service Provider in an Attribute Value Change notification.





			888


			Business Type


			Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.  



This attribute is only included when both SPs support the Medium Timers Support Indicators, and the values specified by the New Service Provider and Old Service Provider are different (in these cases the value specified by the Old Service Provider will prevail).  If necessary, the SV Business Type will be changed.  Even though T1 and T2 concurrence timers have expired, the change is applicable because subsequent conflict or cancellation acknowledgment timers will use the value contained in the Business Type attribute on the SV to determine conflict or cancellation duration.  This updated Business Type information will be sent to both the New Service Provider and the Old Service Provider in an Attribute Value Change notification.





			999


			New SP Medium Timer Indicator


			Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification  is based on the SP that first sent up the request.





			999


			Old SP Medium Timer Indicator


			Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification  is based on the SP that first sent up the request.





			subscriptionVersionRangeAttributeValueChange (* if not a consecutive list)





			[snip]


			


			





			888


			Timer Type


			Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.  



This attribute is only included when both SPs support the Medium Timers Support Indicators, and the values specified by the New Service Provider and Old Service Provider are different (in these cases  the value specified by the Old Service Provider will prevail).  If necessary, the SV Timer Type will be changed.  Even though T1 and T2 concurrence timers have expired, the change is applicable because subsequent conflict or cancellation acknowledgment timers will use the value contained in the Timer Type attribute on the SV to determine conflict or cancellation duration.  This updated Timer Type information will be sent to both the New Service Provider and the Old Service Provider in an Attribute Value Change notification.





			888


			Business Type


			Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.  



This attribute is only included when both SPs support the Medium Timers Support Indicators, and the values specified by the New Service Provider and Old Service Provider are different (in these cases the value specified by the Old Service Provider will prevail).  If necessary, the SV Business Type will be changed.  Even though T1 and T2 concurrence timers have expired, the change is applicable because subsequent conflict or cancellation acknowledgment timers will use the value contained in the Business Type attribute on the SV to determine conflict or cancellation duration.  This updated Business Type information will be sent to both the New Service Provider and the Old Service Provider in an Attribute Value Change notification.





			999


			New SP Medium Timer Indicator


			Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification  is based on the SP that first sent up the request.





			999


			Old SP Medium Timer Indicator


			Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.  The value that will be included in the Object Creation Notification  is based on the SP that first sent up the request.








Table E- 1 -- Explanation of the Fields in The Notification Download File



IIS:



Addition to the current IIS flow descriptions that relate to SV attributes.



Flow B.5.1.1 – Subscription Version Create by the Initial SOA (Old Service Provider)



Flow B.5.1.4 – Subscription Version Create by Second SOA (Old Service Provider)



[snip]



The old service provider SOA must specify the following valid attributes:



[snip]



Old SP Medium Timer Indicator– if supported by the Service Provider SOA



Flow B.5.1.2 – Subscription Version Create by the Initial SOA (New Service Provider)



Flow B.5.1.3 – Subscription Version Create by Second SOA (New Service Provider)



[snip]



The new service provider SOA must specify the following valid attributes:



[snip]



New SP Medium Timer Indicator– if supported by the Service Provider SOA



Flow B.5.1.4 – Subscription Version Create by Second SOA (Old Service Provider)



[snip]



If the M-ACTION was successful, the NPAC SMS issues, depending upon the old service provider’s TN Range Notification Indicator, an attributeValueChange or subscriptionVersionRangeAttributeValueChange M-EVENT-REPORT attribute value change to the old service provider for all attributes updated from the following list:


[snip]



Timer Type – if supported by the Service Provider SOA and the value changed as a result of the OldSP-Create Action.


Business Type – if supported by the Service Provider SOA and the value changed as a result of the OldSP-Create Action.


[snip]



If the M-ACTION was successful, the NPAC SMS issues, depending upon the new service provider’s TN Range Notification Indicator, an attributeValueChange or subscriptionVersionRangeAttributeValueChange M-EVENT-REPORT attribute value change to the new service provider for all attributes updated from the following list:



[snip]



Timer Type – if supported by the Service Provider SOA and the value changed as a result of the OldSP-Create Action.


Business Type – if supported by the Service Provider SOA and the value changed as a result of the OldSP-Create Action.


Flow B.5.1.11 – Subscription Version Create for Intra Service Provider Port



[snip]



The request will be accepted, and any of the following attributes will be ignored:



New SP Medium Timer Indicator


Old SP Medium Timer Indicator


Flow B.5.6 – Subscription Version Query



[snip]



The query return data includes:



[snip]



New SP Medium Timer Indicator– if supported by the Service Provider SOA



Old SP Medium Timer Indicator– if supported by the Service Provider SOA


GDMO:



-- 21.0 LNP NPAC Subscription Version Managed Object Class



[snip]



subscriptionVersionNPAC-Behavior-2 BEHAVIOUR



    DEFINED AS !



[snip]



        The SOA attributes are: New SP Medium Timer Indicator and



        Old SP Medium Timer Indicator.  If a SOA supports the



        New SP/Old SP Medium Timer Indicator (based on their Medium



        Timers Support Indicator setting), the new attribute must be



        sent up in their inter-SP SV Create message, if not their message will



        be rejected.  If a SOA does not support the new SP/Old SP



        Medium Timer Indicator, they must not send the new attribute



        up in their inter-SP SV Create message, if they do their message will



        be rejected.  If a SOA that supports the New SP/Old SP Medium Timer Indicator sends up the new attributes in their intra-SP SV Create message, the attributes are ignored.  The new attribute is designed for SV Create


        messages, so any Modify requests that contain the new


        attribute will be rejected.


        The NPAC will use the values of the New SP/Old SP Medium Timer



        Indicators sent in the SV Create messages (or information in



        the SP Profile if not supported) to determine the usage of the



        Medium Timers for a given SV.  This New SP/Old SP Medium Timer



        Indicator information will be broadcast to the SOAs upon



        creation/concurrence of the SV (object creation notification



        and attribute value change notification), for those SOA



        associations optioned “on” to send and receive this data



        (Medium Timers Support Indicator).


        When both SPs support the Medium Timers Support Indicators,


        and the values specified by the New Service Provider and Old


        Service Provider are different,


        the value specified by the Old Service Provider will prevail.


        If necessary, the SV Timer Type and Business Type will be changed.  Even though


        T1 and T2 concurrence timers have expired, the change is applicable because subsequent


        conflict or cancellation acknowledgment timers will use the value contained


        in the Timer Type attribute and Business Type attribute on the SV to determine conflict or cancellation duration.


        An intra-service provider port , for a service provider that supports the New SP/Old PS Medium Timer Indicator, will be accepted if the Medium



        Timer attributes are included in the request but they will be ignored.



-- 999.0 Subscription Version New SP Medium Timer Indicator



subscriptionNewSPMediumTimerIndicator ATTRIBUTE



    WITH ATTRIBUTE SYNTAX LNP-ASN1.SubscriptionNewSPMediumTimerIndicator;



    MATCHES FOR EQUALITY;



    BEHAVIOUR subscriptionNewSPMediumTimerBehavior;



    REGISTERED AS {LNP-OIDS.lnp-attribute 999};



subscriptionNewSPMediumTimerBehavior BEHAVIOUR



    DEFINED AS !



        This attribute is used to specify the subscription version



        New SP Medium Timer indicator on whether or not the port is



        a simple port.



!;


-- 999.0 Subscription Version Old SP Medium Timer Indicator



subscriptionOldSPMediumTimerIndicator ATTRIBUTE



    WITH ATTRIBUTE SYNTAX LNP-ASN1.SubscriptionOldSPMediumTimerIndicator;



    MATCHES FOR EQUALITY;



    BEHAVIOUR subscriptionOldSPMediumTimerBehavior;



    REGISTERED AS {LNP-OIDS.lnp-attribute 999};



subscriptionOldSPMediumTimerBehavior BEHAVIOUR



    DEFINED AS !



        This attribute is used to specify the subscription version



        Old SP Medium Timer indicator on whether or not the port is



        a simple port.



!;


ASN.1:


SubscriptionNewSPMediumTimerIndicator ::= BOOLEAN


SubscriptionOldSPMediumTimerIndicator ::= BOOLEAN
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NANC 437 Issue Parking Lot Matrix 
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Please Note: The items listed below have been identified for further in-depth analysis during the technical requirements discussions related to NANC 437, which proposes an Inter-NPAC peering model architecture.

		Category Topic

		Description



		DOCUMENTATION

		Items agreed upon during review to be updated in next NANC 437 FRS/IIS 5.0.0 release (8/12/09 -may have impact on NPAC functionality and may not be a Documentation Only change)



		M&P

		Items identifying existing and or new procedures updates in support of NANC 437



		FUTURE REQUIREMENTS

		Items optionally to be considered at a future time that contain suggested new or modified functionality from the functionality currently included in the NANC 437 documentation 



		LEVEL OF EFFORT

		Items requiring further understanding of the level of effort for vendors implementing NANC 437



		ARCHITECTURE

		Items raised during the NANC 437 review related to the NANC 437 solution architecture as well as items not categorized in the other existing categories



		OPERATIONAL (added 09-15-09)

		Items identifying potential NPAC or Service Provider operational impacts.





		Status

		Description



		OPEN

		Items pending next NANC 437 documentation release or for LNPA WG discussion/determination



		RECOMMEND CLOSED

		Items that have been identified as duplicate, can be combined with an existing item, or where there is a more specific and detailed item that has been opened



		CLOSED

		Items that are completed.



		PENDING

		Items pending the release of the next NANC 437 documentation





		Item #

		Date Logged

		Status 

		Related Requirement(s)

		Industry Documentation Referenced

		Major Topic

		Decisions/Recommendations/Discussion



		0001




		3/10/09

		Open

		N/A

		Certification and Regress Test Plan 

		M&P/LEVEL OF EFFORT

Resolving Inter-NPAC SMS interface specification NPAC vendor disputes discovered during test cycles.

		TBD – Address when test plan and test cases are developed.

Related to items #4 and #31  the general testing strategy of NANC 437. 



		0002

		3/10/09

		Open

		N/A

		M&P

		M&P


Resolving Inter-NPAC SMS Interface specification NPAC vendor disputes discovered during production failures

		TBD – Address when M&Ps are developed.

8/12/09


· The PIM process was discussed as a possible solution.  



		0003

		3/10/09

		Open

		N/A

		PIMs

		M&P


Addressing NPAC vendor-specific PIM topics

		TBD – Need to determine how to work NPAC specific PIM topics that might not be appropriate to discuss in current PIM processes.

8/12/09


· Discussion needs to take place on logistics of holding technical discussions and addressing technical issues that also impact NPAC contracts. 



		0004

		3/10/09

		Open

		N/A

		Certification and Regression Test Plan based on FRS and IIS

		M&P/LEVEL OF EFFORT

Technical certification of a new NPAC vendor

		TBD – Address when test plan and test cases are developed.

8/12/09


· Level of Effort discussion required.


· 3rd party certifier required for NPAC vendors?

· Related to item#1



		0005

		3/10/09

		Closed

8/12/09





		N/A

		M&P 

		M&P


NPAC Vendor change process (for operators electing to switch NPAC vendors)

		TBD – Address when M&P for transition are developed.


Covered more completely in Item #31

8/12/09

What is industry expectation for certification testing when SPs transition to new NPAC vendor? 

· Agreed to close Item 5 and add bullet above to Item 31.



		0006

		3/10/09

		Open

		N/A

		M&P

		M&P


Coordinated changes to NPAC SMS configuration parameters (e.g. timers, retry counters)

		TBD – Address when M&Ps are developed.

8/12/09


· NAPM LLC approval process involved.

09/16/09


Although not required, if desired the LNPA WG would need to define M&P for management of tunables values used by all Peered NPAC.






		0007

		3/10/09

		Open

		No New Requirements

		M&P / Best Practices, Existing FRS requirements

		M&P


Managing lagging LSMS systems

		Peering would not change requirements for how each NPAC SMS deals with LSMS that are lagging today. 

8/12/09


· Are additional requirements necessary dependent on which NPAC notices lagging LSMS?



		0008

		3/10/09

		Closed (07/14/09)

		

		FRS Architecture and specific CH 6 and 10 requirements

		ARCHITECTURE


Performance – industry and provider systems

		Will be discussed during Change Order 437 FRS review.

Agreed to close since Chapters 6 and 10 have been reviewed and specific items have been logged. (items 192, 101, 91, 127)



		0009

		3/10/09

		Closed (07/14/09)

		

		FRS/IIS Requirements relating to SV, Block, and Audit (CH 3, 5, and 8 and related IIS Flows)

		ARCHITECTURE


Race conditions – e.g., NPACs would be out of synch between the time Primary NPAC puts SV in sending state and peered NPAC receives download and somebody launches audit on TN.

		Will be discussed during Change Order 437 FRS and IIS review.


Errata 2 and 3 were introduced to remove race conditions.



		0010

		3/10/09

		Closed

8/12/09



		

		FRS/IIS – Primarily CH 6 and IIS – all requirements apply

		ARCHITECTURE


Question on design of inter-NPAC interfaces and what the message sets will be.  Synchronization, queries, audits, partial fails

		Will be discussed during Change Order 437 FRS and IIS review.


Message sets have been reviewed as well as combination/synchronization of events.  



		0011

		3/10/09

		Closed (07/14/09)

		

		FRS Architecture and specific CH 6, 9, and 10 requirements

		ARCHITECTURE


Question on SLAs and the additional work placed on the NPACs in order to remain transparent to service providers.  Concern raised about ability to meet performance-related SLRs.

		Performance requirements and associated reporting for those requirements will be discussed during Change Order 437. Other SLAs and SLRs are part of contractual arrangements. Agreed to close since Chapters 6 and 10 have been reviewed and specific items have been logged (items 192, 101, 91, 127)



		0012

		3/10/09

		Closed (07/14/09)

		N/A

		FRS Architecture and specific CH 6 and 10 requirements (list SOA bandwidth requirements)

		ARCHITECTURE


SOA throughput issues for Inter-NPAC SMS interfaces

		Will be discussed during Change Order 437 FRS review.

 Agreed to close with item 192 being be moved from DOCUMENTATION back to ARCHITECTURE.



		0013

		3/10/09

		Closed


8/12/09




		N/A

		Existing FRS requirements

		ARCHITECTURE


Do all providers using a Service Bureau have to connect to the NPAC that the Service Bureau chooses?  

		8/12/09


Response was yes.  If SP wants to connect to different NPAC, they could choose to go with a different Service Bureau or go with a direct connect to NPAC of choice.


Service Bureaus are responsible for deciding whether or not to connect to 1 or more NPACs in a region to allow their customers to choose which NPAC they will utilize.


SOA and LSMS must have different SPIDs when connecting to different NPAC vendors.  Constraint will be added to address this in item #49






		0014

		3/10/09

		Closed


8/12/09




		Section 3.11 RT3-25 to RT3-64

		FRS EBDD Requirements in Section 3 and Appendix E

		ARCHITECTURE


Enhanced BDD data requirements between NPACs

		Will be discussed during Change Order 437 FRS review.


Covered during industry review Section 3 and Appendix E.  Items 79, 81, 83, and 84 have been opened to update the documentation.



		0015

		3/10/09

		Open 

		N/A




		M&Ps for Release  3.4 w/NANC 414

		M&P


Managing and addressing ports where code ownership is in error

		Existing processes apply in a peering environment.  New Release 3.4 NANC 414 requirements would apply.

8/12/09


· Managing, distributing, updating OCN mapping list among NPACs

· Addressing when lists are discrepant between NPACs

· Frequency of updates could be an operational issue if manual.



		0016

		3/10/09

		Closed (07/14/09)

		N/A

		FRS/IIS New Inter-NPAC SMS Number Pool Block Requirements

		ARCHITECTURE


Race conditions during transition of Master NPAC for pooled blocks

		Will be discussed during Change Order 437 FRS and IIS review.


Errata 2 and 3 were introduced to remove race conditions.  

Agreed to close at 7/14/09 review. 



		0017

		3/10/09

		Open 

		No New Requirements

		FRS Existing Number Pool Block Requirements


 (CH 3 and 5) and existing M&Ps

		M&P


Failure on the part of providers to protect contaminated TNs in pooled block and any complexity in resolving

		Existing requirements and processes apply in a peering environment.


Will be discussed during Change Order 437 FRS and IIS review.  M&Ps may need to be updated. 



		0018

		3/10/09

		Closed


8/12/09

		Section 5 requirements

		FRS/IIS; FRS CH 3 and 5 requirements for Inter-NPAC failure communication

		ARCHITECTURE


Failed SP list functionality and behavior

		Service Provider functionality does not change.  Inter-NPAC communication of failures will be discussed during Change Order 437 FRS and IIS review.

Covered during industry review.  Items 104 and 138 have identified enhanced functionality to be added in the documentation for failed lists.



		0019

		3/10/09

		Closed


8/12/09

		Section 8.4 requirements

		FRS/IIS;  FRS CH 8

		ARCHITECTURE


Discrepancies/ambiguities in Master NPAC and golden database identification and impacts on query and audit functionality.

		Will be discussed during Change Order 437 FRS and IIS review.


Covered during industry review.  Specific documentation items were created to further clarify audit processing (item 70,71,141,142,145)



		0020

		3/10/09

		Closed


8/12/09 




		Section 3.2.2 requirements

		FRS/IIS; FRS CH3

		ARCHITECTURE


Action required for case when a –X or pending SV that has not been activated but are impacted by migration are on a different NPAC than the Primary NPAC of the migrating-to SPID

		Will be discussed during Change Order 437 FRS and IIS review.


Covered during industry review of section 3.2.2.  

 



		0021

		3/10/09

		Closed


8/12/09



		RT3-4

		FRS/IIS; FRS CH 3

		ARCHITECTURE


Filter functionality and behavior

		Filter functionality to SOA and LSMS for filters are unchanged.  Filtering is not supported between Peered NPAC SMS over the Inter-NPAC SMS Interfaces. Each Peered NPAC SMS is responsible for filtering to their subtending SOA and LSMS systems. Will be discussed during Change Order 437 FRS and IIS review. 


Recommending closure due to clarification of filtering not being supported is covered in DOCUMENTATION Item # 73.



		0022

		3/10/09

		Closed


8/12/09



		Section 6.7

		FRS/IIS; FRS CH 6

		ARCHITECTURE




		Both SWIM and time based recovery is supported over the Inter-NPAC SMS Interface. Will be discussed during Change Order 437 FRS and IIS review.  


Covered during industry review. 

Recommend closure due to performance/volume concerns will be rolled up into item 101.



		0023

		3/10/09

		Open

		N/A

		M&P

		M&P


SPID migrations – how to manage the current SV limitations in a multiple NPAC environment

		Will be discussed during Change Order 437 FRS and IIS review.  M&Ps may need to be updated.

8/12/09


· With NANC 408, need to coordinate scheduling of migrations to ensure we do not exceed limitations in a multi-NPAC environment.



		0024

		3/10/09

		Open

		TBD

		FRS/IIS 

		DOCUMENTATION


Incorporate the Release 3.4 functionality in a multiple NPAC environment

		Requirements for Release 3.4 functionality can be implemented in a Peered NPAC SMS environment.  Once the final Release 3.4 package is approved by the LLC, it can be folded into the NANC 437 requirements.



		0025

		3/10/09

		Open

		N/A

		M&P

		M&P


ID management – segmenting the IDs and when NPAC vendors are added

		Recommendations proposed in NANC 437 need to be discussed.  Documentation to be updated is dependent on the adopted solution.



		0026

		3/10/09

		Open

		TBD

		FRS/IIS

		FUTURE REQUIREMENTS

On inter-NPAC activity, what message does a provider receive on an outstanding request when their Primary NPAC remains up and the Peered NPAC fails over to its backup NPAC? Is it an existing or a new error code?

		Will be discussed during Change Order 437 FRS and IIS review.  These options can be discussed.  

Requirements for a new error code to be developed/investigated post technical feasibility review (7/14/09)

8/12/09

· Association will not be aborted.


· Verify that existing requirements provide appropriate message. 



		0027

		3/10/09

		Open

		N/A

		Test Plans

		M&P/LEVEL OF EFFORT

How does the industry want to handle disaster failover/recovery testing of peered NPACs?

		TBD – Address when test plan and test cases are developed.

8/12/09

· Are we going to have test facility to handle this?  What are industry expectations?


· Need to discuss Level of Effort before test plans are developed.



		0028

		3/10/09

		Closed


8/12/09 

		No New Requirements

		FRS/IIS Existing Requirements (FRS CH 6)

		ARCHITECTURE


LSMS recovery process – make sure that same behavior is replicated in a peered NPAC environment

		Peering would not change requirements for how each NPAC SMS deals with LSMS recovery process.


Covered during industry review with several items (177, 178, and 179) opened to clarify requirements to for recovery in a peered environment including 3 NPAC scenarios.



		0029

		3/10/09

		Closed


8/12/09



		Section 3.5.1 and 3.5.2

		FRS/IIS; FRS CH 3

		ARCHITECTURE


NPA splits – all NPACs could be participating in the broadcast of impacted NPA-NXXs

		Will be discussed during Change Order 437 FRS and IIS review.  


Covered during industry review of section 3. Item #75 addresses the M&Ps that would be put in place for NPA Split management in a peered environment.



		0030

		3/10/09

		Closed


8/12/09 

		N/A

		

		M&P


Interop and turnup testing for NPAC vendors

		Duplicate of Item #4, remove or close.



		0031

		3/10/09

		Open

		N/A

		M&P

		M&P


How are Peered NPAC SMSs modified to associate a new SP with its Primary NPAC SMS?  For both a new SP in a region and an SP changing NPACs.

		Will be discussed during Change Order 437 FRS and IIS review. Note: this item is similar to item 5 consider consolidation of item 5 with item #31

8/12/09


· What is industry expectation for certification testing when SPs transition to new NPAC vendor? 






		0032

		3/10/09

		Open

		N/A

		M&P

		M&P


Coordinating the timing of NPAC software release updates

		Done as it is done today between NPAC and SOA and LSMS vendors. 

8/12/09


· Need to discuss if this requires a flash cut, backwards compatibility implications, impacts of different vendor development cycles.


· SPs migrating to a different NPAC that does not support feature set that previous NPAC did.  Could drive SP system changes.



		0033

		3/10/09

		Open

		N/A

		M&P

		M&P


Does the industry want an NPAC-only maintenance window for synch up separate from the SP maintenance window so that they can talk to each other without SPs submitting requests?

		LNPA WG would need to discuss as part of NANC 437 implementation.



		0034

		4/14/09

		Open

		N/A

		FRS/IIS/GDMO/ASN.1

		DOCUMENTATION


Appropriate manner to reflect copyright in FRS document.

		Does not impact review process and will be reviewed at a later date.



		0035

		4/14/09

		Closed


8/12/09



		FRS CH 8 

		FRS CH8 / Audit IIS Flows

		ARCHITECTURE


Impacts of Peered NPACs on Repair Service Functionality (Identified in FRS Section 1.2.3)

		Will be discussed during Change Order 437 FRS review.


Audit functionality covered during industry review of CH8.



		0036

		4/14/09

		Open

		N/A

		M&P 

		OPERATIONAL

How will unplanned and scheduled downtime work with Peered NPACs? (Identified in FRS Section 1.2.5)

9/15/09


Is M&P needed for coordinating downtime between Peered NPAC SMS. (Identified in FRS Section 2.5.1)

		TBD – Address when M&Ps are developed.


Related to Item # 26, #27, #63 and #64 


Note: Suggest items be combined

8/12/09

· Need to discuss operational, service affecting implications, level of effort.


· Should all NPACs be taken down if one is down?





		0037

		4/14/09

		Open

		TBD

		FRS CH 9 Reporting

		FUTURE REQUIREMENTS

Impacts of Peered NPACs on Report Request Functionality.  An NPAC may not be aware of some pending SVs. (Identified in FRS Section 1.2.8)

		Will be discussed during Change Order 437 FRS review.

There was a concern raised about pending PTO ports for Number Pool Block creation.  Neustar action item to provide example (7/14/09)

Requirements to be investigated post technical feasibility review (7/14/09)

8/12/09

· Window of error is messages passing each other across the wire – multiple requests being processed at the same time.  Need to review use case for race condition.



		0038

		4/14/09

		Closed


8/12/09

		N/A

		M&P




		M&P


Coordinating NPA split data when data is coming from different sources.

		TBD – Address when M&Ps are developed.


Combine with Item #75






		0039

		4/14/09

		Closed


8/12/09

		N/A

		

		ARCHITECTURE


Peered data impacts on recovery.

		8/12/09


Covered during industry review with several items (177, 178, and 179) opened to clarify requirements to for recovery in a peered environment including 3 NPAC scenarios.



		0040

		4/14/09

		Pending

		N/A

		FRS Section 1.2.14

		DOCUMENTATION


Include peering interface in items 8 and 12 in section FRS 1.2.14 related to Number Pooling.

		Will be addressed in next FRS 5.0.0 release



		0041

		4/14/09

		Pending

		N/A

		FRS Table 1-3

		DOCUMENTATION


Vacant number treatment and snapback of number pooled blocks.  Treatment when effective date of pooled block has been reached but block has not been activated.

		Table will be updated in the next FRS 5.0.0 release



		0042

		4/14/09

		Pending

		New Requirement

		FRS

		DOCUMENTATION


Make it clear that all NPACs must run on same timeframe, such as GMT.

		Will be addressed in next FRS 5.0.0 release



		0043

		4/14/09

		Pending

		N/A

		FRS

		DOCUMENTATION


Bring in information from Primer into FRS where appropriate.

		Will be addressed in next FRS 5.0.0 release



		0044

		4/14/09

		Pending

		N/A

		FRS

		DOCUMENTATION


Reference different types of NPACs in beginning of document and what their respective roles are.

		Will be addressed in next FRS 5.0.0 release



		0045

		4/14/09

		Pending

		AR6-6




		FRS 1.5

		DOCUMENTATION


Do peered NPACs reduce 30 available LSMS slots for providers? 

		Revise text to say 30 subtending LSMS


Will be addressed in next FRS 5.0.0 release

8/12/09


· Clarification of assumption (AR6-6) will reflect that 30 subtending LSMSs total will not be reduced.


· 30 subtending LSMSs is not hard-coded, it is an assumption for capacity planning.


· May need to add assumption for inter-NPAC LSMSs for capacity planning.



		0046

		4/14/09

		Pending

		TBD

		FRS Section 1.5 and CH 11

		DOCUMENTATION


In Assumptions section, reflect how billing will work in a peered environment.  How will billing information be collected from multiple NPACs? 

		Usage data collection is in scope of FRS.  Use of the data for billing and billing algorithms are LLC/FCC related


Assumption section will be updated in the next FRS 5.0.0 release.

8/12/09


· Current algorithm requires knowledge of how many transactions are transmitted.  Need to address how this would be captured in a multi-NPAC environment.



		0047

		4/14/09

		Pending

		TBD

		FRS AR10-1

		DOCUMENTATION


Suggestion to add an assumption on scheduled downtime.  What does downtime look like for software updates?  Does it have to be coordinated?

		An assumption will be added in next FRS 5.0.0 release






		0048

		4/14/09

		Pending

		N/A

		FRS CH 1

		DOCUMENTATION


Copy assumptions from Primer into FRS.

		Will be addressed in next FRS 5.0.0 release



		0049

		4/14/09

		Pending

		N/A

		FRS Constraints Section

		DOCUMENTATION


In scenario where provider uses Service Bureau for SOA and connects directly to NPAC for LSMS, SPID should be associated with one and only one NPAC (Primary).

		Will be addressed as a constraint in the next FRS 5.0.0 release. Item #13 will also be addressed with this constraint in the documentation.



		0050

		4/14/09

		Closed


8/12/09 




		R10-20 and RT10-4

		FRS CH 10

		ARCHITECTURE


How do we do required inter-NPAC messaging and meet 3-second requirement.  It was suggested that all inter-NPAC messaging requirements should be measured independently.

		Suggestion will be applied in next FRS 5.0.0 release


Will be discussed during Change Order 437 FRS review.


Recommend close as duplicate of item #192



		0051

		4/14/09

		Pending

		N/A

		FRS Section 2.0

		DOCUMENTATION


Remove “in inter-NPAC peering.”

		Will be addressed in next FRS 5.0.0 release



		0052

		4/14/09

		

Closed 


9/15/09

		CH6/CH7 

		FRS Section 5/IIS

		ARCHITECTURE


When New SP sends up their Create request first, and sent over inter-NPAC interface, how is that tracked over the interface when it is the Old SP’s NPAC responsibility to create Invoke Id?

		Will be discussed during Change Order 437 FRS review.


Team discussed tracking of messages is handled as it is today with the CMIP interface that will be used between Peered NPAC SMS



		0053

		4/14/09

		Open




		N/A 

		FRS CH5 / IIS

		FUTURE REQUIREMENTS

(9-15-09)

Suggestion to transfer Master NPAC role to New SP’s NPAC upon Activation rather than creation of pending SV.  Master ownership should be attached to an SV rather than a TN. (Identified in FRS Section 2.1)

		Will be discussed during Change Order 437 FRS review.


Flows will be reviewed to evaluate current proposed behavior.


Team covered during industry review contributor agreed current approach works as documented.



		0054

		4/14/09

		Pending

		N/A

		FRS Sections 2.1 and 2.2

		DOCUMENTATION


Change reference to notification to request (24 occurrences).  Clarify what is being forwarded where it references “data.”

		Will be addressed in next FRS 5.0.0 release



		0055

		4/14/09

		Pending

		N/A

		FRS Sections 2.1.4.2 and 2.1.4.3

		DOCUMENTATION


Add in text addressing when response does come back.

		Will be addressed in next FRS 5.0.0 release



		0056

		4/14/09

		

Closed


09/15/09

		N/A

		FRS CH 6

		ARCHITECTURE


Retries – recommendation to not incorporate retries into peered NPAC interface (Identified in FRS Section 2.1.4.3)

		Will be discussed during Change Order 437 FRS review.


Review concluded that existing functionality could be reused with retry counter assumed set to zero.





		0057

		4/14/09

		Pending

		N/A

		FRS Section 2.2.4

		DOCUMENTATION


Clarify which NPAC is the Master.

		Will be addressed in next FRS 5.0.0 release



		0058

		4/14/09

		Open

		N/A

		M&P

		M&P


Address possible need for M&P for problems found during repair where the Service provider received a problem notification from the NPAC SMS in an Inter-NPAC SMS Peering Environment. (Identified in FRS Section 2.3.1-C)

		TBD – Address when M&Ps are developed





		0059

		4/14/09

		Pending

		N/A

		FRS Section 2.3.5

		DOCUMENTATION


Address wording of how repair/audit correction of inaccuracies handled over the inter-NPAC interface. 

		Will be addressed in next FRS 5.0.0 release


Paragraph wording will be corrected



		0060

		4/14/09

		Closed


09/15/09

		TBD

		FRS CH 8

		ARCHITECTURE


Address automated inter-NPAC audit capability in separate section in Overview. (Identified in FRS Section 2)

		Industry will need to assess the need for this functionality and how it would be implemented


Duplicate of item #71.  Recommend Close



		0061

		4/14/09

		Pending

		N/A

		FRS Section 2.3.5

		DOCUMENTATION


Clarify which NPAC is broadcasting.

		Will be addressed in next FRS 5.0.0 release






		0062

		4/14/09

		Pending

		N/A

		FRS Section 2

		DOCUMENTATION


Suggestion to clarify which SP’s NPAC is the Master in either a table in beginning of section and/or in a parenthetical in each applicable requirement.

		Will be addressed in next FRS 5.0.0 release






		0063

		4/14/09

		Closed (07/14/09)

		R10-10.1


RT10-1

		FRS CH10

		ARCHITECTURE


Not all providers support electronic messaging to notify of downtime.  Do we need an additional message between NPACs for identifying downtime or is existing message sufficient? (Identified in FRS Section 2.5.1)

		Will be discussed during Change Order 437 FRS review.


NANC 437 documents the use of this notification between NPAC vendors.

Team concluded no action required (7/14/09). 



		0064

		4/14/09

		Open

		TBD

		FRS CH10

		FUTURE REQUIREMENTS

Do we need an electronic means of notifying subtending LSMSs from an unaffected NPAC that some LSMSs will be down?  Need input from Service Providers.  Should broadcast take place to LSMSs that are up or should it be suppressed? (Identified in FRS Section 2.5.1)

		Industry will need to assess the need for this functionality and how it would be implemented. 

Requirements to be developed/investigated post technical feasibility review (7/14/09)



		0065

		4/14/09

		Pending

		N/A

		FRS Section 2.4.3

		DOCUMENTATION


Clarify/Add that it is the Master NPAC.

		Will be addressed in next FRS 5.0.0 release






		0066

		4/14/09

		Closed


09/15/09

		N/A

		M&P

		M&P


Is M&P needed for coordinating downtime between Peered NPAC SMS. (Identified in FRS Section 2.5.1)

		TBD – Address when M&Ps are developed.


Combined with Item #36






		0067

		4/14/09

		Pending

		N/A

		FRS Section 2.7.3

		DOCUMENTATION


Change “Master” to “Primary.”  Use most appropriate term in Section 2.7.

		Will be addressed in next FRS 5.0.0 release






		0068.1

		4/14/09

		Closed (07/14/09)

		N/A

		FRS CH10




		ARCHITECTURE


Sizing of inter-NPAC links to handle message loads, e.g. audits, and still handle inter-NPAC porting messaging. (Identified in FRS Section 2.7)

		Will be discussed during Change Order 437 FRS review.

Agreed to close due to effort to evaluate size of links will be done in conjunction with item 101 with evaluating the need for compression.





		0068.2

		4/14/09

		Pending

		RT3-23

		FRS Section 2.7




		DOCUMENTATION


Suggestion to delete RT 3-23 and make it an Assumption.  Notifications that will not be destined for a provider due to their prioritization schema will still be sent over the inter-NPAC interface.

		RT3-23 will be moved to an assumption.


Will be addressed in next FRS 5.0.0 release






		0069

		4/14/09

		Pending

		N/A

		FRS Section 2.7

		DOCUMENTATION


Reference mechanism for identifying Master NPAC.

		Will be addressed in next FRS 5.0.0 release






		0070

		4/14/09

		Pending

		TBD

		FRS CH 8/IIS

		DOCUMENTATION

How does an NPAC SMS know whether an LSMS on one NPAC know whether an LSMS on another NPAC supports audits?  What is the response if it does not?  Review current requirements on how an LSMS that does not support audits reports that.  (Identified in FRS Section 2.7)

		There is a “no audit performed” value that can be returned in an audit result. 


Behavior for subsequent repair upon receipt of this audit result should be done as it is today.


Awaiting description/validation of current functionality from current NPAC Vendor.

Functionality is to return “no audit performed”. Requirements will be updated in next FRS 5.0.0 release per discussions on 7/14/09.





		0071

		4/14/09

		Pending

		Filled in upon review

		FRS CH 8/IIS

		DOCUMENTATION


Work through scenarios in auditing that might be needed in peered environment to address out-of-synch and race conditions.

		Will be discussed during Change Order 437 FRS review.


Covered existing audit scenarios during industry review. 


Inter-NPAC Audit functionality will be added to the next FRS 5.0.0 release.



		0072

		4/14/09

		Pending

		In tables, requirements will be reviewed

		FRS Section 3

		DOCUMENTATION


What is allocation scheme for IDs among the peered NPACs?  Suggestion to change reference to range to something like “set” since contiguous ranges may not be available.

		First sentence is a duplicate of Item #25. Can be deleted.


The changing of the wording “range” to “set” will be addressed in next FRS 5.0.0 release






		0073

		4/14/09

		Pending

		RT3-4

		FRS Section 3

		DOCUMENTATION


It was questioned if we need this requirement since it is the case in general.  Make it an assumption that peered NPACs will not be filtered.

		Requirement will be made into an assumption and will be addressed in next FRS 5.0.0 release






		0074

		4/14/09

		Open 

		N/A

		M&P

		M&P


How do we assure that peered NPACs are using the same data for NPA-NXX data validation? (Identified in FRS Section 3.4.1)

		TBD – Address when M&Ps are developed.


Need to address both source of data and management of discrepancies.






		0075

		4/14/09

		Open

		N/A

		M&P

		M&P


M&Ps for NPA splits in peered environment (Identified in FRS Section 3.5)

8/12/09

Coordinating NPA split data when data is coming from different sources.

		TBD –Address when M&Ps are developed.


Need to address both source of data, replication, and management of discrepancies.

8/12/09

· Need to address coordination across multiple NPACs.



		0076

		4/14/09

		Open




		N/A

		M&P

		M&P


Need to address split scenarios when peered NPACs have discrepant data post-split. (Identified in FRS Section 3.5)

		



		0077

		4/16/09

		Pending

		FRS RT-4-4




		FRS

		DOCUMENTATION


How will providers get a complete picture of all valid SPIDs in a region?

		Peered NPAC Customer Data is broadcast over the interface, but Peered NPAC Data is not.  RT4-4 should be deleted.


Requirement will be deleted in next FRS 5.0.0 release






		0078

		4/16/09

		

Closed


09/15/09

		Section 7.9 requirements

		FRS CH 6/IIS

FRS CH 5

		ARCHITECTURE


Security Question: Can an NPAC SOA SPID do anything to a peered NPAC because the request comes over the inter-NPAC interface similar to capabilities enabled by NANC 48?

Security concern related to “Acting on Behalf of Old Service Provider.”


(Identified in FRS Review of RT5-12)

		Will be discussed during Change Order 437 FRS review.


Covered during industry review.  

During the review the team discussed the NANC 437 security.  Security in place for NANC 437 only allows messaging over the inter-NPAC interface as a result of service provider activity to its Primary NPAC SMS.  No NPAC SOA can access a Peered NPAC SMS directly.



		0079

		4/16/09

		Pending

		TBD

		FRS Section 3.10

		DOCUMENTATION


Size of file to transfer for BDD.  Suggested to add selection criteria for only data that NPAC is Master for. 

		Requirements will be added in next FRS 5.0.0 release



		0080

		4/16/09

		Open 

		TBD

		FRS Section 3.10 and M&P

		ARCHITECTURE/M&P


Synchronization of BDDs created by Peered NPACs and reconciliation of different snapshots.  Timestamp issues.  

		Will be discussed during Change Order 437 FRS review.


Covered during industry review.  Related item #179 will further document recovery processes.





		0081

		4/16/09

		Pending

		Section 3.11 EBDD Requirements

		FRS Section 3.10

		DOCUMENTATION


Suggested to change reference to “golden data” to “master data.”  Suggested change from “Enhanced BDD” to “Extended BDD.”

		The changing of the wording will be addressed in next FRS 5.0.0 release in introduction text to “master data”.  


Change to “Extended BDD” will be done in all applicable requirements in next FRS 5.0.0






		0082

		4/16/09

		

Closed


09/16/09

		N/A

		M&P 

		M&P


M&Ps related to BDD and EBDD in Peered NPAC environment?  E.G., establishment, assignment, and management of NPAC IDs. (Identified in FRS Section 3.10)

		TBD – Address when M&Ps are developed.


Related to Item 25 and 80 – Suggest close as duplicate



		0083

		4/16/09

		Pending

		TBD

		FRS Section 3.11

		DOCUMENTATION 


Add a requirement to selection criteria to add Peered NPAC ID as a selection.

		Selection criteria and/or NPAC ID in file will be added in next FRS 5.0.0 release






		0084

		4/16/09

		Pending

		RT3-37


RT3-61

		FRS Section 3.10/3.11 BDD Files

		DOCUMENTATION


True up Data Information in EBDD files.

		Updating of fields in requirements will be addressed in next FRS 5.0.0 release



		0085

		4/16/09

		Pending

		N/A

		FRS Section 4.1

		DOCUMENTATION


Make it clear that data modeling remains unchanged.

		The changing of the wording will be addressed in next FRS 5.0.0 release






		0086

		4/16/09

		Pending

		FRS RT4-8

		FRS 4.1.1

		DOCUMENTATION


Change “on their system” to “locally.”  Strike “other.”  Add a Constraint that only local authorized personnel can modify during a maintenance window and not over the Inter-NPAC Interface.

		The changing of the wording will be addressed in next FRS 5.0.0 release






		0087

		4/16/09

		Pending

		RT3-19

		FRS Section 4.1.2.2

		DOCUMENTATION


Page 4-7, RT3-19 should be relabeled to RT4-19.

		Requirement numbers will be updated in next FRS 5.0.0 release






		0088

		4/16/09

		Pending

		N/A

		FRS Section 4.1.3

		DOCUMENTATION


Add introduction text.

		Introduction text will be added in next FRS 5.0.0 release






		0089

		4/16/09

		Pending

		FRS RT4-34

		FRS Section 4.2

		DOCUMENTATION


Change “subtending Service Providers” to “Peered NPAC Customers.”

		Requirement will be updated in next FRS 5.0.0 release






		0090

		4/16/09

		Pending

		Requirements in FRS Section 4

		FRS Section 4.1

		DOCUMENTATION


Clarify references to NPAC Personnel and Peered NPAC Personnel.  Possibly eliminate the term Peered NPAC Personnel to clarify the reference is to local NPAC Personnel.

		Requirements will be updated in next FRS 5.0.0 release






		0091

		4/16/09

		Pending

		FRS RT5-1-RT5-4

		FRS Section 5




		DOCUMENTATION

Concern expressed on the frequency of notifications to Master NPAC of broadcast results and the traffic over the interface.  Default is 60 seconds.  May need a requirement that nothing is sent if nothing new to report.  The need for this requirement to batch notifications was questioned.  Another option is to reuse existing rollup function.  Need to do search on “Results Notification” and add “Broadcast” in front where appropriate.  Need to whiteboard for clarity.

		Will be discussed during Change Order 437 FRS review.

Service Providers do not see this message.  It is between Peered NPAC SMS.  Multiple SVs  in the list would be a problem, but not one for SVs in a Peered Update.  Batching for a Single SVID id  is OK, but not multiple SVIDs.  Changed to Documentation item. (07/14/09)

Requirement will be updated in next FRS 5.0.0 release






		0092

		4/16/09

		Closed


09/16/09

		N/A

		FRS Section 5.1.1.1

		DOCUMENTATION


Validate that Version Status diagram in Section 5.1.1.1 and Figure 1 does not require modification.

		Will be discussed during Change Order 437 FRS review.

To date no need for a change has been identified recommended closed.



		0093

		4/16/09

		Closed


09/16/09

		TBD

		FRS RT5-5/IIS

		ARCHITECTURE


Security concern over possibly bypassing restrictions on what SP can create port over the inter-NPAC interface. 

		Will be discussed during Change Order 437 FRS review.


Suggest combine with Item 78 and close.



		0094

		4/16/09

		Pending



		N/A

		FRS CH 5 


M&P

		DOCUMENTATION


Add Assumption that Broadcast Results Notifications frequency is coordinated across NPACs. (Identified in discussion of RT5-1-RT5-4) 

		Assumption will be added in next FRS 5.0.0 release


M&P for setting of the configurable is addressed in 

item #6 which applies to all tunable values.



		0095

		4/16/09

		Open




		N/A

FRS RR3-107



		FRS Section 5/IIS

FRS Section 3

		ARCHITECTURE


Need to address any race conditions and their resolution.

		Will be discussed during Change Order 437 FRS review.






		0096

		4/16/09

		Pending

		RT5-11

		FRS CH5/IIS

		DOCUMENTATION


Concern on latency affecting delivery of notification over Inter-NPAC Interface to start T1 and T2 Timers.  Impact on short timers which are 1 hour each. 

		Will be discussed during Change Order 437 FRS review.


Validate the requirements are clear that the T1 timers are based on the timestamp and therefore there is no latency.


Will be addressed in the next FRS 5.0.0 release.



		0097

		4/16/09

		Closed


09/16/09

		TBD

		FRS CH 5

		ARCHITECTURE


Security concern related to “Acting on Behalf of Old Service Provider.”


(Identified in FRS Review of RT5-12)

		Will be discussed during Change Order 437 FRS review.


Combine with Item 78 and close.



		0098

		4/16/09

		Pending

		FRS RT5-14 and RT5-16

		FRS Section 5.1.2.1

		DOCUMENTATION


Either eliminate one or revise so they don’t say the same thing.

		Requirements will be updated in next FRS 5.0.0 release

Eliminate RT5-16. (09/16/09)





		0099.1

		4/16/09

		Closed


09/16/09

		N/A

		M&P

		M&P


Need to analyze management and responsibilities of resends of failed SVs to prevent multiple operations on the SV from happening at the same time. (Identified in FRS review of RT5-17)

		Will be discussed during Change Order 437 FRS review.


Requirements are clear that Primary NPAC SMS for the failed LSMS that initiates the resend.  (NPACs may need to coordinate with one another for resends)


M&P - Address the coordination between Peered NPAC 

09/16/09


Closed due to agreement that we would not resolve via an M&P.  Will leave 99.2 open.



		0099.2

		4/16/09

		Open 

		N/A

		FRS CH 5

		ARCHITECTURE


Need to analyze management and responsibilities of resends of failed SVs to prevent multiple operations on the SV from happening at the same time. (Identified in FRS review of RT5-17)

		Will be discussed during Change Order 437 FRS review.


Requirements are clear that Primary NPAC SMS for the failed LSMS that initiates the resend.  (NPACs may need to coordinate with one another for resends)

09/16/09

Need additional message for Master to inform Peered NPAC to resend to subtending LSMSs.





		0100

		4/16/09

		Pending

		Filled in upon review

		FRS 

		DOCUMENTATION


True up understanding of Active-Like throughout the document. (Identified in FRS review of RT5-18)

		Requirements will be reviewed and updated as appropriate in next FRS 5.0.0 release



		0101

		4/16/09

		Open

		RT5-19

		FRS Section 5 / IIS

		ARCHITECTURE

Consider some sort of compression rather than CPU cycles?  

8/12/09


Volume-related performance concerns with SWIM recovery process

10/19/09:


Configuration of relationships of SPID to SOA associations across peered NPACs are the same.  Concern with amount of traffic and ability to do load balancing.

Regarding peering distribution of workload for each Active SV transaction, it was questioned if the formula (M/N+K)*C accurately reflects all work necessary.



		Will be discussed during Change Order 437 FRS review.


Sizing of inter-NPAC links to handle message loads, e.g. audits, and still handle inter-NPAC porting messaging need to be reviewed as part of consideration of this item. (07/14/09)

8/12/09


Both SWIM and time based recovery is supported over the Inter-NPAC SMS Interface. Will be discussed during Change Order 437 FRS and IIS review.  


09/16/09


Moved from FUTURE REQUIREMENTS to ARCHITECTURE due to need to have more in-depth sizing discussion. 

10/19/09:


The current documentation for NANC 437 supports one Inter-NPAC SOA interface connection per SPID.  If capacity issues are identified when considering item 101, then the document can be updated to allow for support of multiple Inter-NPAC SOA associations per SPID.


In the examples the C value used is to represent the functional workload of broadcasting to and receiving responses from an LSMS.  The value of C may not be equal in both equations (it could be less than or greater than depending on implementation).



		0102

		4/16/09

		Pending

		RT5-20

		FRS 5.1.2.1

		DOCUMENTATION


Strike “or canceled.”

		Requirements will be updated in next FRS 5.0.0 release



		0103

		4/16/09

		Pending

		FRS RT5-15 and RT5-21

		FRS 5.1.2.1

		DOCUMENTATION


Check to see if RT5-21 is a duplicate of RT5-15.

		Requirements will be updated in next FRS 5.0.0 release



		0104

		4/16/09

		Pending

		RT5-23

		FRS Section 5

		DOCUMENTATION

Address issue when an SP is inaccurately reflected as a success due to filtering.  Possibly need an indication on failed list that an SP was filtered.

		Will be discussed during Change Order 437 FRS review.

Requirements will be updated to add this functionality in next FRS 5.0.0 release per discussions on 7/14/09



		0105

		4/16/09

		Pending

		FRS RT5-21 and RT5-22

		FRS 5.1.2.1

		DOCUMENTATION


Change reference to “Service Provider’s failed list” to “Subscription Version failed list” in both requirements.

		Requirements will be updated in next FRS 5.0.0 release



		0106

		5/12/09

		Pending



		B.5.1.2 and B.5.1.3

		IIS

		DOCUMENTATION

Sequencing of Object Creation and First Port Notification

		Flows will be updated in the next IIS 5.0.0 release



		0107

		5/12/09

		

Closed


09/16/09

		

		

		ARCHITECTURE 


Cover the case in the flows where both Create messages arrive at the same time.

		Duplicate of Item #9, close

09/16/09

Covered under #95 with general race condition item.



		0108

		5/12/09

		Pending

		RR5-179 and RT5-34

		FRS Section 5

		DOCUMENTATION


Should RR5-179 and RT5-34 be deleted?  As a result, do we need to duplicate R5-16 for peering?

		RR5-179 will be identified as a requirement to be deleted in a documentation change order as it is outside of the scope of NANC 437. See Issue 142. RT5-54 will be removed in the R5.0.0 FRS document and a peering requirement will be added for R5-16 functionality.


Requirements will be updated in the next FRS 5.0.0 release



		0109

		5/12/09

		Pending

		RR5-117

		FRS Section 5

		DOCUMENTATION 


May need a duplicate of RR5-117 for peering.

		RT5-36 is the duplicate requirement for peering.  It will be updated to make the requirement more explicit so that it does not invalidate RR5-117.


Requirements will be updated in the next FRS 5.0.0 release



		0110

		5/12/09

		Pending

		TBD

		FRS Section 5

		DOCUMENTATION 


Need clarification of Master with the Modify Active scenario.

		Modify Active requirements will be reviewed and updated appropriately in the next FRS 5.0.0 release.



		0111

		5/12/09

		

Closed


09/16/09

		TBD

		FRS Section 5

		DOCUMENTATION



Do we need requirement that peered NPACs need timestamps broadcast from Master?

		Duplicate of 113.



		0112

		5/12/09

		Open 

		R5-43.2

		FRS Section 5

		ARCHITECTURE


Consider requirements for doing validations before sending to Master for efficiency.

		Existing requirements that specify use of the CMIP protocol provide for invalid or badly formed message handling.  These would not be forwarded to the Master.  The Master is responsible for application validation. 



		0113

		5/12/09

		Pending

		TBD 

		FRS Section 5

		DOCUMENTATION


Propagate timestamps and other attributes in the FRS Data Model over the inter-NPAC interface that are not in the interface?

		For all Object Creates (SVs, Number Pooled Blocks) appropriate timestamps will be reviewed and added to the requirements.


Requirements will be updated in the next FRS 5.0.0 release



		0114

		5/12/09

		Pending

		R5-55

		FRS Section 5

		DOCUMENTATION 


Add “subtending” in front of “LSMS.”  Clarify the only a Primary NPAC for an LSMS knows which LSMSs are accepting.

		Requirements will be updated in the next FRS 5.0.0 release



		0115

		5/12/09

		Pending

		RT5-45


RT5-46

		FRS Section 5

		DOCUMENTATION 


Master and Peered NPACs could have different statuses, e.g., Active and Old, of the same SV, and could update the status at different times.  Need to relook at this.

		Requirements will be updated in the next FRS 5.0.0 release

09/16/09


Need to ensure this is addressed in flows.



		0116

		5/12/09

		Pending

		R5-59.1

		FRS Section 5

		DOCUMENTATION 


Indicate that the Master will set to Active.

		Requirements will be updated in the next FRS 5.0.0 release



		0117

		5/12/09

		Pending

		RR5-22.1

		FRS Section 5

		DOCUMENTATION 


Need to dup this requirement for Peered NPACs.

		Requirements will be updated in the next FRS 5.0.0 release



		0118

		5/12/09

		Pending

		R5-61.3

		FRS Section 5

		DOCUMENTATION


Make sure there are requirements for resends to Peered NPACs and that they are in the right section of the FRS.

		Requirements will be updated in the next FRS 5.0.0 release



		0119

		5/12/09

		Pending

		R5-65.4

		FRS Section 5

		DOCUMENTATION


Make wording with change similar to changes made for R5-55 to add subtending”.

		Requirements will be updated in the next FRS 5.0.0 release



		0120

		5/12/09

		Pending

		RT5-53


RT5-54

		FRS Section 5

		DOCUMENTATION


Clarify that “Master” in RT5-53 is the Master of the pooled block and that “Master” in RT5-54 is the Master of the SV.

		Requirements will be updated in the next FRS 5.0.0 release



		0121

		5/12/09

		Pending

		RR5-67.1-RR5-70

		FRS Section 5

		DOCUMENTATION


Clarify roles of Master and Peered NPACs.

		Requirements will be updated in the next FRS 5.0.0 release



		0122

		5/12/09

		Pending

		RT5-55 and RT5-56

		FRS Section 5

		DOCUMENTATION


Need to address how to manage the Excluded List.

		Requirements will be updated in the next FRS 5.0.0 release



		0123

		5/12/09

		Open

		RT5-60

		FRS Section 5

		M&P

Requirements are currently written to prohibit a 3rd NPAC from querying a pending SV when it is not the primary NPAC for the Old or New SP in the port.  Operational question as to whether or not we want to allow this.

		Requirements will be reviewed and updated based on feedback from the industry on the desired behavior.

No providers expressed a need to allow a non-primary NPAC to query for pending ports.  Make item an M&P item (07/14/09)

TBD – Address when M&P are developed



		0124

		5/12/09

		Pending

		RR5-83

		FRS Section5

		DOCUMENTATION 


Look to see if we need a requirement similar to RR5-83 for Peered case.

		Requirements will be updated in the next FRS 5.0.0 release



		0125

		5/12/09

		Open

		IIS Flow B.4.1.4

		IIS

		M&P


Do we need an additional flow to resolve the exception case where there is a simultaneous create of an NXX by two different providers in two different NPACs.

		Suggestion to not finalize in the Primary NPAC until update is successful in all Peered NPACs.  


M&P for ensuring a common set of validations in the NPACs.


Need to address the case where an SP needs the code holder to open up a code in order to port in a number and the codeholder subtends a different NPAC than the requesting SP. 


Recommendation is to resolve with M&P.


09/16/09


NANC 414 would prevent this from happening as long as all NPACs are synched with NANP code ownership data..



		0126

		5/12/09

		Pending

		IIS Flow B.4.2.5


IIS Flow B.4.2.7

		IIS

		DOCUMENTATION


Change “old” or “canceled” to “old with no failed list” or “canceled.”

		Flows will be updated in the next IIS 5.0.0 release



		0127

		5/12/09

		Open

		B5.1.2

		IIS/FRS Section 6 and 10

		LEVEL OF EFFORT

Increased database commits (about twice the current) and impact to performance.  Ability to meet SLRs.  Also increased encryptions in messages across the interface.  How do we model the impact on performance under various load distribution scenarios among NPACs?

		Will be discussed during Change Order 437 FRS Review.

Moved to Level of Effort per 7/14/09 review.



		0128

		5/12/09

		Pending

		B5.1.2

		IIS

		DOCUMENTATION


Look at this line in Step 2 and see if it should say:  “If the service provider were to give a range of TNs, this would result in an M-CREATE and M-EVENTREPORT


for each TN.”

		Flow will be updated in the next IIS 5.0.0 release



		0129

		5/12/09

		Pending

		B5.1.2

		IIS/FRS

		DOCUMENTATION


Cancel and Modify requests on ranges of TNs can span multiple NPACs.

		Requirements and flows will be reviewed and updated appropriately in FRS/IIS 5.0.0.



		0130

		5/12/09

		Pending

		TBD

		IIS Flows

		DOCUMENTATION


Clarify which steps in the flows can be done in parallel and which must be done sequentially.  Identify dependencies.

		Flows will be updated in the next IIS 5.0.0 release



		0131

		5/12/09

		

Closed


09/16/09

		B5.1.6.2

		IIS

		DOCUMENTATION


Sequencing:  SP receives notification before activate is pushed to Peered NPACs.

		Recommend closure as the current proposed behavior is to update all regional LSMS regardless of Peered NPAC status.   Covered during review of B5.1.6.2 review.

Addressed in Erratum 2.





		0132

		5/13/09

		

Closed


09/16/09

		B5.1.6

		IIS/FRS Section 3 and 5 (Number Pool Block)

		DOCUMENTATION


For peered Subscription Version broadcast and peered Number Pool Block broadcast, clarify what data is synchronized.

		Will be discussed during Change Order 437 FRS and IIS Review.


Close as a duplicate of Item #113



		0133

		5/13/09

		Pending

		B.5.1.6.1

		IIS

		DOCUMENTATION


Steps 3 and 5 should be Requests and not Responses.

		Flow will be updated in the next IIS 5.0.0 release



		0134

		5/13/09

		Pending

		B.5.1.1


B.5.3.1

		IIS

		DOCUMENTATION


Make sure that philosophy of responses to requests are consistent and applied consistently throughout the flows.

		Flows will be updated in the next IIS 5.0.0 release



		0135

		5/13/09

		Pending

		B.5.4.1

		IIS

		DOCUMENTATION


Correction to show that Donor Provider’s Primary NPAC is NPAC A. 

		Flow will be updated in the next IIS 5.0.0 release



		0136

		5/13/09

		Pending

		B.5.4.1

		IIS

		DOCUMENTATION


Renumber Steps 9 and 10 to 7 and 8 in flow

		Flow will be updated in the next IIS 5.0.0 release



		0137

		5/13/09

		Pending

		B.5.4.1

		IIS

		DOCUMENTATION


Should Step 9 (7) be Disconnect Pending?

		The existing behavior will be verified and the IIS will be updated appropriately in the next IIS 5.0.0 release. 

09/16/09


Should be Disconnect Pending.



		0138

		5/13/09

		Pending

		B.5.1.7

		FRS/IIS

		DOCUMENATION

Should LSMS failure codes be included with list of failed SPIDs and sent over the interface?

		LNPA WG will need to decide if these fields should be included.  The failure codes are not available over the interface today.

Requirements will be updated to add this failure codes to the failed list in next FRS 5.0.0 release per discussions on 7/14/09



		0139

		5/13/09

		Closed


09/16/09

		B.5.1.7

		FRS/IIS

		M&P


Coordination of response time tunables and rollup among peered NPACs

		Although not required, if desired the LNPA WG would need to define M&P for management of tunables values used by all Peered NPAC.


Related to Item #6 which applies to all tunable values. Recommend close as duplicate.



		0140

		5/13/09

		Open 




		IIS B.2.1.1


FRS RT8-11


FRS RT8-12

		IIS/FRS

		ARCHITECTURE


Explore audit scenarios with multiple peered NPACs where there is a period of time when 2 NPACs are considered the Master for a TN.  Can a discrepant LSMS be updated with old data as a result of an audit and not be auto corrected?  Need checks and balances to validate golden data.

		Related to race conditions. 



		0141

		5/13/09

		Pending

		FRS RR8-19


FRS RT 8-1

		FRS Section 8

		DOCUMENTATION


Need rules on how to make audit names unique

		Requirements will be added in the next FRS 5.0.0 release.


09/16/09


Need to capture how this would be done.



		0142

		5/13/09

		Pending

		TBD

		FRS


IIS


GDMO


ASN.1

		DOCUMENTATION


Need a general Doc Only Change Order to clean up identified discrepancies between documentation and current implementation.

		10/19/09

Need to verify that the documentation should be changed per the current implementation and that there are no significant changes to 437 requirements as currently documented.



		0143

		5/13/09

		

Closed

10/19/09

		RT8-6


RT8-7


RT8-8

		FRS Section 8

		DOCUMENTATION


NPAC behavior when receiving an unsolicited update from a peered NPAC.

		Recommend closure as functionality was discussed with the current proposed behavior is that the Peered NPAC SMS would process unsolicited updates.  






		0144

		5/13/09

		Pending

		RT8-21

		FRS Section 8

		DOCUMENTATION


Need to address the skipping of SVs that are in Sending during an audit when a Peered NPAC determines it is discrepant with the Master NPAC SMS and begins sending updates to all of its subtending LSMS.

		Requirements will be added in the next FRS 5.0.0 release



		0145

		5/13/09

		Pending

		RT8-23 thru RT8-29


GDMO

		FRS Section 8

		DOCUMENTATION


Do we want intermediate status updates of audits?

		No, audit queries can be used between NPAC SMS to determine the status of the audit if necessary. 


Requirements will be removed in the next FRS 5.0.0 release



		0146

		6/11/09

		Open

		FRS RT3-87

		IIS B.4.3.1.1 / FRS Section 3




		DOCUMENTATION


Possible race condition related to Pending-like PTOs and creation of –X and pooled block.

		Jim Rooks item to research and indentify use case that supports possible race condition. 



		0147

		6/11/09

		

Closed

10/19/09

		N/A

		IIS B.4

		DOCUMENTATION


Expand representative examples of number pooling flows to include resend of partial fails and de-pools.

		Additional flows were covered in the discussions.  Flows are available for review in the IIS 5.0.0.

10-19-09


Vendors to identify if any flows are missing for subsequent bring-up.



		0148

		6/11/09

		Pending

		TBD

		FRS Section 3 or 5

		DOCUMENTATION 


Add requirement for transfer of –X ownership.

		Requirement will be added in next FRS 5.0.0 release






		0149

		6/11/09

		Pending

		FRS RT3-67

		FRS Section 3/5

		DOCUMENTATION


Applies to pooled blocks and not –Xs.  Move to Section 5.

		Requirements will be updated in next FRS 5.0.0 release






		0150

		6/11/09

		Pending

		FRS RT3-70

		FRS Section 3

		DOCUMENTATION


Need a requirement similar to RT3-70 in Section 3.12.5 (Modify) and Section 3.12.6 (Delete).

		Requirements will be updated in next FRS 5.0.0 release






		0151

		6/11/09

		Pending

		FRS RR3-68

		FRS Section 3

		DOCUMENTATION


Need to address in requirement when local indicator is FALSE.

		Requirements will be updated in next FRS 5.0.0 release






		0151

		6/11/09

		Close

		

		

		

		No text available. Maintained to keep numbering.



		0152

		6/11/09

		Closed

10/19/09

		FRS RR3-107

		FRS Section 3

		ARCHITECTURE

Check for possible race conditions related to SVs in Sending state.

		Combine with item #95.

10/19/09:


Requirements and documentation references moved to Item 95 for tracking.



		0153

		6/11/09

		Pending

		FRS RT3-75

		FRS Section 3 

		DOCUMENTATION


Check that we have an explicit requirement to broadcast to subtending LSMSs.

		Requirements will be reviewed and updated if necessary in next FRS 5.0.0 release






		0154

		6/11/09

		Pending

		FRS RT3-77, RT3-101

		FRS Section 3

		DOCUMENTATION


Remove “peered” in title of requirement.

		Requirements will be updated in next FRS 5.0.0 release






		0155

		6/11/09

		Pending

		FRS RT3-77

		FRS Section 3

		DOCUMENTATION


Make it clear in all applicable requirements that peered NPACs will not forward SP queries.

		Requirements will be updated in next FRS 5.0.0 release






		0156

		6/11/09

		Pending

		FRS RT3-79, RT3-80

		FRS Section 3

		DOCUMENTATION


Document change to true up reference to SOA Origination Flag.

		Requirements will be updated in next FRS 5.0.0 release






		0157

		6/11/09

		Pending

		FRS RT3-81

		FRS Section 3

		DOCUMENTATION


Remove requirement.

		Requirements will be updated in next FRS 5.0.0 release






		0158

		6/11/09

		Pending

		FRS RT3-86

		FRS Section 3

		DOCUMENTATION


Make sure referencing to rollup is consistent with peered update and identify differences with how it is done today.

		Requirements will be reviewed and updated in next FRS 5.0.0 release






		0159

		6/11/09

		Pending

		FRS RT3-89, RT3-93, RT3-98

		FRS Section 3

		DOCUMENTATION


Check to see if we need to indicate which NPAC is doing create and send.

		Requirements will be updated in next FRS 5.0.0 release






		0160

		6/11/09

		Pending

		FRS RT3-92 and RT3-93

		FRS Section 3

		DOCUMENTATION


Document change to delete these requirements.

		Requirements will be updated in next FRS 5.0.0 release






		0161

		6/11/09

		Close

		

		

		

		No Text Available. Maintained to keep numbering.



		0162

		6/11/09

		Pending

		FRS RT3-103

		FRS Section 3

		DOCUMENTATION


It was stated that this is a negative requirement.

		Requirements will be updated in next FRS 5.0.0 release






		0163

		6/11/09

		Pending

		FRS RT5-63, RT5-67 

		FRS Section 5

		DOCUMENTATION


Delete RT5-63.

		Requirements will be updated in next FRS 5.0.0 release






		0164

		6/11/09

		Pending

		FRS RT5-68

		FRS Section 5

		DOCUMENTATION


Change “filtered” to “non-filtered.”

		Requirements will be updated in next FRS 5.0.0 release






		0165

		6/11/09

		Pending

		N/A

		IIS from Errata document in GDMO section

		DOCUMENTATION


For SV peered broadcast, reflect that it is a disconnect of a “ported” pooled TN.

		GDMO will be updated in next IIS 5.0.0 release






		0166

		6/11/09

		Pending

		N/A

		IIS Flow B.5.4.7.2

		DOCUMENTATION


Failed List for SV2 must be cleared.

		IIS will be updated in next IIS 5.0.0 release






		0167

		6/11/09

		Pending

		N/A

		IIS

		DOCUMENTATION


Need to review and validate flows in the context of 3 or more peered NPACs.

		Scenarios will be reviewed to determine where there is value in having flows with multiple NPAC SMS.  One potential area for additional flows would be recovery. Additional flows identified will be included in next IIS 5.0.0 release



		0168

		6/11/09

		Pending

		N/A

		IIS Flow B.5.6.2

		DOCUMENTATION


Review to make sure that all attributes are included.

		IIS flow will be reviewed and updated in next IIS 5.0.0 release






		0169

		6/18/09

		Open


(changed on 10/19/09)

		N/A

		FRS 6.4

		ARCHITECTURE

(changed on 10/19/09)

May want to revisit having more than one LSMS interface between peered NPACs.

		The current documentation for NANC 437 supports one Inter-NPAC LSMS interface.  If capacity issues are identified, then the document can be updated to allow for support of multiple Inter-NPAC LSMS associations.

10/19/09


Need to determine how they would be sized and augmented if needed.

Action for all to determine if we will address in full LNPA WG or in a focused sub-team to analyze various modeling assumptions to determine if one LSMS interface is adequate or more are needed.





		0170

		6/18/09

		Closed


10/19/09

		

		FRS Section 6

		DOCUMENTATION

10/19/09:

(Moved to item 101)

Configuration of relationships of SPID to SOA associations across peered NPACs are the same.  Concern with amount of traffic and ability to do load balancing.

		10/19/09:


(Moved to item 101)


The current documentation for NANC 437 supports one Inter-NPAC SOA interface connection per SPID.  If capacity issues are identified when considering item 101, then the document can be updated to allow for support of multiple Inter-NPAC SOA associations per SPID.






		0171

		6/18/09

		Pending

		TBD

		FRS Section 6

		DOCUMENTATION


Unless there are any objections, instead of partitioning rollup requirements make a documentation note that concurrent operations were identified and no requirements changes were warranted.  

		FRS will be updated in next FRS 5.0.0 release






		0172

		6/18/09

		Closed


10/19/09

		N/A

		

		ARCHITECTURE


10/19/09:


(Moved to Item 101)

Regarding peering distribution of workload for each Active SV transaction, it was questioned if the formula (M/N+K)*C accurately reflects all work necessary. 

		10/19/09:


(Moved to Item 101)


In the examples the C value used is to represent the functional workload of broadcasting to and receiving responses from an LSMS.  The value of C may not be equal in both equations (it could be less than or greater than depending on implementation). 



		0173

		6/18/09

		Pending

		R10-2

		FRS Section 10

		DOCUMENTATION

10/19/09:


LEVEL OF EFFORT added

Regarding 99.9% reliability for LSMS and SOA interfaces, need to calculate aggregate reliability % in a peered NPAC environment in order to ensure no degradation in reliability.

		The 99.9% reliability is for the entire region (an aggregate number).  FRS will be updated in the next FRS 5.0.0 release.



		0174

		6/18/09

		Pending

		FRS RT6-12

		FRS Section 6

		DOCUMENTATION


Change requirement to reflect that it is 20 CMIP operations over a single SOA association and not 70.

		FRS will be updated in next FRS 5.0.0 release



		0175

		6/18/09

		Pending

		FRS RT6-16

		FRS Section 6

		DOCUMENTATION


Strike the requirement.

		FRS will be updated in next FRS 5.0.0 release



		0176

		6/18/09

		Pending

		FRS RT6-18

		FRS Section 6

		DOCUMENTATION


Change to clarify the requirement because it is required functionality.  It currently states for those that support the application level error functionality. 

		FRS will be updated in next FRS 5.0.0 release



		 0177

		6/18/09

		Pending

		TBD

		FRS Recovery

		DOCUMENTATION


Question related to recovery:   If 2 or more NPACs are down and they come up at different times, how is data merged?  Possible race conditions?  Need to revisit recovery tenets in the context of 1 or more NPACs being down.

		FRS will be updated in next FRS 5.0.0 release to more clearly document the recovery process with multiple NPAC scenarios.



		0178

		6/18/09

		Pending

		FRS RT6-55

		FRS Section 6

		DOCUMENTATION


Change requirement to clarify that SWIM is the first priority for recovery and time-based is a fallback.

		FRS will be updated in next FRS 5.0.0 release



		0179

		6/18/09

		Pending

		TBD

		FRS Recovery

		DOCUMENTATION


Do data requirements drive the need to have all NPACs up and running before recovery takes place?  Example is if an NXX is created on the wrong NPAC and deleted and created on the correct NPAC, if NPACs are down, sequence of recovery of messages is critical.   Discuss in the context of both bringing up a new NPAC and restoring a crashed NPAC.

		Related to item #177. FRS will be updated in next FRS 5.0.0 release to more clearly document the recovery process with multiple NPAC scenarios.



		0180

		6/18/09

		Pending

		FRS RT6-63

		FRS Section 6

		DOCUMENTATION


Strike the requirement.

		FRS will be updated in next FRS 5.0.0 release



		0181

		6/18/09

		Pending

		FRS RT6-64

		FRS Section 6

		DOCUMENTATION


Review requirement to see if it should be struck.  SWIM does not currently function in this way.  In general are we only supporting SWIM?

		FRS will be updated in next FRS 5.0.0 release



		0182

		6/18/09

		Pending

		FRS RT6-73

		FRS Section 6

		DOCUMENTATION


Decide if the requirement should be struck.  It was mentioned that it seemed out of place.

		FRS will be reviewed updated in next FRS 5.0.0 release



		0183

		6/18/09

		Pending

		FRS RT6-81

		FRS Section 6

		DOCUMENTATION


Clarify intent of requirement.  Peered NPAC ID?

		FRS will be updated in next FRS 5.0.0 release



		0184

		6/18/09

		Pending

		FRS RT6-84


FRS 6.8

		FRS Section 6

		DOCUMENTATION


Remove “existing.” And in Section 6.8, remove other instances of “existing.”

		FRS will be updated in next FRS 5.0.0 release



		0185

		6/18/09

		Pending

		FRS RT6-90

		FRS Section 6

		DOCUMENTATION


Change requirement to a constraint.

		FRS will be updated in next FRS 5.0.0 release



		0186

		6/18/09

		Pending

		FRS RT6-90

		FRS Section 6

		DOCUMENTATION


Review for possible clarification or provide rationale if decision is to remove.

		Requirement will be changed to a constraint per item #185. FRS will be reviewed  updated in next FRS 5.0.0 release



		0187

		6/18/09

		Pending

		FRS 7-2

		FRS Section 7

		DOCUMENTATION


Apply note below to this requirement.

		FRS will be updated in next FRS 5.0.0 release



		0188

		6/18/09

		Pending

		R 7-100.1

		FRS Section 7

		DOCUMENTATION


Update requirement.

		FRS will be updated in next FRS 5.0.0 release



		0189

		6/18/09

		Pending

		R 7-108.1

		FRS Section 7

		DOCUMENTATION


Can this report generated be all NPACs or just the Master NPAC of the block?

		FRS will be reviewed and updated in next FRS 5.0.0 release



		0190

		6/18/09

		Pending

		FRS RR9-11

		FRS Section 9

		DOCUMENTATION


Can this report generated be all NPACs or just the Master NPAC of the Old SP?  What is scope of requirement?  Review Change Order 375.

		FRS will be reviewed and updated in next FRS 5.0.0 release



		0191

		6/18/09

		Pending

		FRS RR9-21

		FRS Section 9.3.3

		DOCUMENTATION


Question on what are data gathering requirements for resend exclusion report.

		FRS will be reviewed and updated in next FRS 5.0.0 release



		0192

		6/18/09

		Open

		FRS RT10-4

		FRS Section 10

		ARCHITECTURE

Revisit requirement to determine how 3-second requirement can be met with multiple NPACs.  Related to Item 50.

		FRS will be reviewed updated in next FRS 5.0.0 release

Moved to architecture per 7/14/09 ATP meeting for further discussion requested by a vendor.





		0193

		6/18/09

		Pending

		FRS RT11-1, 


FRS RT11-2

		FRS Section 11

		DOCUMENTATION


Industry needs to agree on billing arrangements and compensation of workload on NPACs.  May drive changes to usage measurement requirements.

		Usage data requirements can be updated when industry billing arrangements are in place.
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2010 LNPA WG Meeting/Call Schedule:

Following is the current schedule for the 2010 LNPA WG meetings and calls.


		MONTH

(2010)

		NANC MEETING DATES

		LNPA WG


MEETING/CALL


DATES

		HOST COMPANY

		MEETING LOCATION



		

		

		

		

		



		January 

		

		12th-13th  

		Telcordia

		Location TBD on West Coast



		February 

		

		No meeting.


2/9/2010 call if necessary

		

		



		March

		

		9th-10th

		Comcast

		Denver, Colorado



		April

		

		No meeting.


4/13/2010 call if necessary

		

		



		May

		

		11th-12th 

		Brighthouse and Syniverse

		Tampa, Florida



		June

		

		No meeting.


6/8/2010 call if necessary

		

		



		July

		 

		13th-14th 

		NeuStar

		Location TBD on West Coast



		August

		

		No meeting.

8/10/2010 call if necessary

		

		



		September

		

		14th-15th

		Tekelec

		Morrisville, North Carolina



		October

		

		No meeting.


10/12/2010 call if necessary

		

		



		November

		

		9th-10th 

		Sprint Nextel

		Fort Lauderdale (tentative)



		December

		

		No meeting.


12/7/2010 call if necessary

		

		



		

		

		

		

		





· Continuing evaluation during 2010 will determine if interim conference calls are needed or if the decision to meet face-to-face every other month should be revisited.
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NANC 440, FCC Order, Medium Timers




Origination Date:  8/31/09


Originator:  LNPAWG

Change Order Number:  NANC 440

Description:  FCC Order, Medium Timers

Functionally Backward Compatible:  Yes

IMPACT/CHANGE ASSESSMENT


		FRS

		IIS

		GDMO

		ASN.1

		NPAC

		SOA

		LSMS



		Y

		N

		Y

		N

		Y

		Y

		N





Business Need:


(As extracted from the LNPAWG “Recommended Plan for Implementation of FCC Order 09-41”, version 3, 9/17/09)


On May 13, 2009, the Federal Communications Commission (FCC) adopted and released FCC Order 09-41, which mandates industry implementation of a one Business Day porting interval for simple ports.

During the development of the recommended requirements in support of FCC Order 09-41, the LNPAWG identified the following Change Orders required for the NPAC to support the shortened porting interval.  These changes in the NPAC will also require changes in Service Provider local systems, e.g., SOA, LSMS, Operational Support Systems (OSSs), etc.


It is necessary for the LNPA WG to develop the detailed technical requirements for these Change Orders in order for NPAC, local system vendors, and Service Providers to develop and implement the software changes in time to meet the mandated implementation date.  The development and finalization of these technical requirements will begin immediately.


At a high level, two Change Orders have been identified for development:


· A new additional NPAC timer set (called Medium timers) in support of the shortened interval.


· A method for the NPAC to determine which timer set to utilize on a port.


This change order addresses the need for the implementation of Medium Timers in order to support the one Business Day porting interval for simple ports.


Description of Change:


A new set of NPAC timers will be added to support a shortened porting interval for simple ports (wireline, intermodal) as defined in FCC Order 09-41.  This will apply to Subscription Versions, but not to Number Pool Blocks.


In the Service Provider Profile, a new support tunable will be added.  This indicator will identify whether or not an SP supports the use of the Medium Timers.  This is needed because of the two-stage implementation (nine months for large carriers, and twelve months for small carriers), as well as carriers that may obtain a waiver from the FCC on implementation.


The Medium Timer set includes the following:


· Medium Initial Concurrence Timer (i.e., T1) – defaulted to three (3) NPAC business hours


· Medium Final Concurrence Timer (i.e., T2) – defaulted to three (3) NPAC business hours


· Medium Conflict Restriction Window – defaulted to 21:00 predominate time zone (Mon-Fri, excluding NPAC-defined holidays, adjusted for Standard/Daylight) on the day before the due date (adjusted for Standard/Daylight)


· Medium Conflict Resolution Restriction Window – defaulted two (2) NPAC business hours


· Medium Initial Cancellation Acknowledgement Timer – defaulted to nine (9) NPAC business hours


· Medium Final Cancellation Acknowledgement Timer – defaulted to nine (9) NPAC business hours


· Medium Business Day Start – defaulted to 07:00 predominate time zone (Mon-Fri, excluding NPAC-defined holidays, adjusted for Standard/Daylight)


· Medium Business Day Duration – defaulted to 17 clock hours

The Medium Timer set will be used by the NPAC based on a combination of information provided by both SOAs (New SP and Old SP) and SP Profile settings of both SOAs.  Timer Type and Business Type will be broadcast to the SOAs upon creation/concurrence of the SV (object creation notification and attribute value change notification), for those SOA associations optioned “on” to receive this data (Timer Type and Business Type).


This new value for the existing attributes shall be added to the notification Bulk Data Download file, and be available to a Service Provider’s SOA (dependent on NANC 416 implementation in NPAC R3.4).


This new value for the existing attributes will be supported across the interface on an opt-in basis only and will be functionally backward compatible.


Open Issues:


1.  Should SOAs be allowed to continue to optionally support Timer Type and Business Type, or should this be required to support this change order?

FRS:


Section 1.2, NPAC SMS Functional Overview


Update section 1.2.11 (Business Days/Hours) and 1.2.12 (Timer Type) to describe the functionality of the Medium Timers


Section 3.1, NPAC SMS Data Models


Add new indicator for the Medium Timers.  See below:


		NPAC CUSTOMER DATA MODEL



		Attribute Name

		Type (Size) 

		Required

		Description



		[snip]

		

		

		



		Medium Timers Support Indicator

		B

		(

		A Boolean that indicates whether the NPAC Customer supports Medium Timers in an Object Creation Notification or Attribute Value Change Notification.


The default value is False.



		[snip]

		

		

		





Table 3-2 NPAC Customer Data Model


		Subscription Version Data MODEL



		Attribute Name

		Type (Size)

		Required

		Description



		[snip]

		

		

		



		Timer Type

		Integer

		(

		Timer type used for the subscription version.


0 – Long Timers


1 – Short Timers


2 – Medium Timers



		Business Hour Type

		Integer

		(

		Business Hours used for the subscription version.


0 – Short Business Hours/Days


1 – Long Business Hours/Days


2 – Medium Business Hours/Day



		[snip]

		

		

		





Table 3‑6 Subscription Version Data Model


R4-8
Service Provider Data Elements

NPAC SMS shall require the following data if there is no existing Service Provider data:


[snip]


Port In Timer Type (can select Short or Long, cannot select Medium)

Port Out Timer Type (can select Short or Long, cannot select Medium)

Business Hours/Days (can select Short or Long, cannot select Medium)

[snip]


Medium Timers Support Indicator


Req 1 –Medium Timers Support Indicator


NPAC SMS shall provide a Medium Timers Support Indicator tunable parameter which defines whether a SOA supports Medium Timers in an Object Creation Notification or Attribute Value Change Notification.


Note:  When this value is set to TRUE, and a SOA supports the Timer Type attribute, a Timer Type value of 2 may be sent in the Object Creation Notification, and the Timer Type attribute will be included in the Attribute Value Change Notification with a Timer Type value of 0 or 2 in cases when the value changed from the initial setting based on a Timer Type mismatch in the New SP and Old SP Create messages.


Req 2 –Medium Timers Support Indicator Default


NPAC SMS shall default the Medium Timers Support Indicator tunable parameter to FALSE.


Req 3 –Medium Timers Support Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Medium Timers Support Indicator tunable parameter.

Appendix C – System Tunables

		Subscription Tunables



		Tunable Name

		Default Value

		Units

		Valid Range



		[snip]



		Medium Initial Concurrence Window

		3

		business hours

		1-72



		The hours subsequent to the time the subscription version was initially created by which both Service Providers are expected to authorize transfer of service if this is an Inter-Service Provider simple port and at least one of the Service Providers uses “Long” timers for non-simple ports. (T1 timer)



		Medium Final Concurrence Window

		3

		business hours

		1-72



		The number of hours after the concurrence request is sent by the NPAC SMS by which time both Service Providers are expected to authorize transfer of subscription service for an Inter-Service Provider simple port and at least one of the Service Providers uses “Long” timers for non-simple ports. (T2 timer)



		Medium Conflict Restriction Window

		21:00 region time zone, standard/daylight

		HH:MM

		00:00-23:59



		The time on the business day prior to the New Service Provider due date that a simple port Subscription version is no longer allowed to be set to conflict by the Old Service Provider provided that the Create Subscription Version Final Concurrence Window (T2) timer has expired.



		Medium Conflict Resolution New Service Provider Restriction

		2

		business hours

		1-72



		The number of business hours after the simple port subscription version is put into conflict that the NPAC SMS will prevent it from being removed from conflict by the new Service Provider using medium timers.





		Medium Cancellation-Initial Concurrence Window

		9

		Business hours

		1-72



		The numbers of hours after the version is set to cancel pending by which both Service Providers using medium timers are expected to acknowledge the pending cancellation.



		Medium Cancellation-Final Concurrence Window

		9

		business hours

		1-72



		The number of hours after the second cancel pending notification is sent by which both Service Providers using medium timers are expected to acknowledge the pending cancellation.



		Medium Business Day Duration

		17

		calendar hours

		1-24



		The number of hours from the tunable business day start time for medium business days.



		Medium Business Day Start Time

		07:00 region time zone, standard/daylight

		hh:mm

		00:00 - 23:59



		The start of the business day for short business days.  The value is specified by the contracting region.    






Table C- 1 -- Subscription Tunables


IIS:


No changes required.


GDMO:


-- 21.0 LNP NPAC Subscription Version Managed Object Class


subscriptionVersionNPAC MANAGED OBJECT CLASS


    DERIVED FROM subscriptionVersion;


    CHARACTERIZED BY


        subscriptionVersionNPAC-Pkg;


    REGISTERED AS {LNP-OIDS.lnp-objectClass 21};

subscriptionVersionNPAC-Behavior-2 BEHAVIOUR


    DEFINED AS !

        When the Medium Timers Support Indicator for the Service


        Provider is set to TRUE, and a SOA supports the Timer Type

        attribute, a Timer Type value of 2 may be sent in the Object

        Creation Notification, and the Timer Type attribute will be

        included in the Attribute Value Change Notification with a


        Timer Type value of 0 or 2 in cases when the value changed


        from the initial setting based on a Timer Type mismatch in the


        New SP and Old SP Create messages.

-- 107.0 Subscription Version Timer Type


subscriptionTimerType ATTRIBUTE


    WITH ATTRIBUTE SYNTAX LNP-ASN1.Integer;


    MATCHES FOR EQUALITY;


    BEHAVIOUR subscriptionTimerTypeBehavior;


    REGISTERED AS {LNP-OIDS.lnp-attribute 107};


subscriptionTimerTypeBehavior BEHAVIOUR


    DEFINED AS !


        This attribute is used to specify the subscription version


        timer type being used to set tunable timers.

        Current valid values are:


        0 for long timers (used primarily for wireline to wireline,


                           and intermodal)


        1 for short timers (used primarily for wireless to wireless)


        2 for medium timers (anticipated use for simple ports)

        Long timers (0) is set if any of the two service providers


        supports only long timers.

        Short timers (1) is set if both of the two service providers


        supports short timers (regardless of specification of simple


        port).

        Medium timers (2) are set if both service providers support


        Medium timers, and the first SOA indicates a simple port.  The first SOA should indicate this in instances when the port is eligible to be ported on the next business day, and the port is requested to be ported in one or two business days.

!;  


-- 108.0 Subscription Version Business Type


subscriptionBusinessType ATTRIBUTE


    WITH ATTRIBUTE SYNTAX LNP-ASN1.Integer;


    MATCHES FOR EQUALITY;


    BEHAVIOUR subscriptionTimerTypeBehavior;


    REGISTERED AS {LNP-OIDS.lnp-attribute 108};


subscriptionBusinessTypeBehavior BEHAVIOUR


    DEFINED AS !


        This attribute is used to specify the subscription version


        business hours/days type being used to set tunable timers.

        Current valid values are:


        0 for short business hours/days


           (used primarily for wireline to wireline)


        1 for long business hours/days


           (used primarily for wireless to wireless)


        2 for medium hours/days (anticipated use for simple ports)

        Short business hours (0)is set if any of the two


        service providers supports only short business hours.


        Long business hours (1)is set if both of the two service

        providers supports long business hours (regardless of

        specification of simple port).

        Medium business hours (2) are set if both service providers

        support Medium business hours, and the first SOA indicates a simple port.  The first SOA should indicate this in instances when the port is eligible to be ported on the next business day, and the port is requested to be ported in one or two business days.



!;  


ASN.1:


No changes required.
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LNPA Working Group Architecture Planning Team (APT)


NANC 437 Issue Parking Lot Matrix 




​​​​​​


Please Note: The items listed below have been identified for further in-depth analysis during the technical requirements discussions related to NANC 437, which proposes an Inter-NPAC peering model architecture.

		Category Topic

		Description



		DOCUMENTATION

		Items agreed upon during review to be updated in next NANC 437 FRS/IIS 5.0.0 release (8/12/09 -may have impact on NPAC functionality and may not be a Documentation Only change)



		M&P

		Items identifying existing and or new procedures updates in support of NANC 437



		FUTURE REQUIREMENTS

		Items optionally to be considered at a future time that contain suggested new or modified functionality from the functionality currently included in the NANC 437 documentation 



		LEVEL OF EFFORT

		Items requiring further understanding of the level of effort for vendors implementing NANC 437



		ARCHITECTURE

		Items raised during the NANC 437 review related to the NANC 437 solution architecture as well as items not categorized in the other existing categories



		OPERATIONAL (added 09-15-09)

		Items identifying potential NPAC or Service Provider operational impacts.





		Status

		Description



		OPEN

		Items pending next NANC 437 documentation release or for LNPA WG discussion/determination



		RECOMMEND CLOSED

		Items that have been identified as duplicate, can be combined with an existing item, or where there is a more specific and detailed item that has been opened



		CLOSED

		Items that are completed.



		PENDING

		Items pending the release of the next NANC 437 documentation





		Item #

		Date Logged

		Status 

		Related Requirement(s)

		Industry Documentation Referenced

		Major Topic

		Decisions/Recommendations/Discussion



		0001




		3/10/09

		Open

		N/A

		Certification and Regress Test Plan 

		M&P/LEVEL OF EFFORT

Resolving Inter-NPAC SMS interface specification NPAC vendor disputes discovered during test cycles.

		TBD – Address when test plan and test cases are developed.

Related to items #4 and #31  the general testing strategy of NANC 437. 



		0002

		3/10/09

		Open

		N/A

		M&P

		M&P


Resolving Inter-NPAC SMS Interface specification NPAC vendor disputes discovered during production failures

		TBD – Address when M&Ps are developed.

8/12/09


· The PIM process was discussed as a possible solution.  



		0003

		3/10/09

		Open

		N/A

		PIMs

		M&P


Addressing NPAC vendor-specific PIM topics

		TBD – Need to determine how to work NPAC specific PIM topics that might not be appropriate to discuss in current PIM processes.

8/12/09


· Discussion needs to take place on logistics of holding technical discussions and addressing technical issues that also impact NPAC contracts. 



		0004

		3/10/09

		Open

		N/A

		Certification and Regression Test Plan based on FRS and IIS

		M&P/LEVEL OF EFFORT

Technical certification of a new NPAC vendor

		TBD – Address when test plan and test cases are developed.

8/12/09


· Level of Effort discussion required.


· 3rd party certifier required for NPAC vendors?

· Related to item#1



		0005

		3/10/09

		Closed

8/12/09





		N/A

		M&P 

		M&P


NPAC Vendor change process (for operators electing to switch NPAC vendors)

		TBD – Address when M&P for transition are developed.


Covered more completely in Item #31

8/12/09

What is industry expectation for certification testing when SPs transition to new NPAC vendor? 

· Agreed to close Item 5 and add bullet above to Item 31.



		0006

		3/10/09

		Open

		N/A

		M&P

		M&P


Coordinated changes to NPAC SMS configuration parameters (e.g. timers, retry counters)

		TBD – Address when M&Ps are developed.

8/12/09


· NAPM LLC approval process involved.

09/16/09


Although not required, if desired the LNPA WG would need to define M&P for management of tunables values used by all Peered NPAC.






		0007

		3/10/09

		Open

		No New Requirements

		M&P / Best Practices, Existing FRS requirements

		M&P


Managing lagging LSMS systems

		Peering would not change requirements for how each NPAC SMS deals with LSMS that are lagging today. 

8/12/09


· Are additional requirements necessary dependent on which NPAC notices lagging LSMS?



		0008

		3/10/09

		Closed (07/14/09)

		

		FRS Architecture and specific CH 6 and 10 requirements

		ARCHITECTURE


Performance – industry and provider systems

		Will be discussed during Change Order 437 FRS review.

Agreed to close since Chapters 6 and 10 have been reviewed and specific items have been logged. (items 192, 101, 91, 127)



		0009

		3/10/09

		Closed (07/14/09)

		

		FRS/IIS Requirements relating to SV, Block, and Audit (CH 3, 5, and 8 and related IIS Flows)

		ARCHITECTURE


Race conditions – e.g., NPACs would be out of synch between the time Primary NPAC puts SV in sending state and peered NPAC receives download and somebody launches audit on TN.

		Will be discussed during Change Order 437 FRS and IIS review.


Errata 2 and 3 were introduced to remove race conditions.



		0010

		3/10/09

		Closed

8/12/09



		

		FRS/IIS – Primarily CH 6 and IIS – all requirements apply

		ARCHITECTURE


Question on design of inter-NPAC interfaces and what the message sets will be.  Synchronization, queries, audits, partial fails

		Will be discussed during Change Order 437 FRS and IIS review.


Message sets have been reviewed as well as combination/synchronization of events.  



		0011

		3/10/09

		Closed (07/14/09)

		

		FRS Architecture and specific CH 6, 9, and 10 requirements

		ARCHITECTURE


Question on SLAs and the additional work placed on the NPACs in order to remain transparent to service providers.  Concern raised about ability to meet performance-related SLRs.

		Performance requirements and associated reporting for those requirements will be discussed during Change Order 437. Other SLAs and SLRs are part of contractual arrangements. Agreed to close since Chapters 6 and 10 have been reviewed and specific items have been logged (items 192, 101, 91, 127)



		0012

		3/10/09

		Closed (07/14/09)

		N/A

		FRS Architecture and specific CH 6 and 10 requirements (list SOA bandwidth requirements)

		ARCHITECTURE


SOA throughput issues for Inter-NPAC SMS interfaces

		Will be discussed during Change Order 437 FRS review.

 Agreed to close with item 192 being be moved from DOCUMENTATION back to ARCHITECTURE.



		0013

		3/10/09

		Closed


8/12/09




		N/A

		Existing FRS requirements

		ARCHITECTURE


Do all providers using a Service Bureau have to connect to the NPAC that the Service Bureau chooses?  

		8/12/09


Response was yes.  If SP wants to connect to different NPAC, they could choose to go with a different Service Bureau or go with a direct connect to NPAC of choice.


Service Bureaus are responsible for deciding whether or not to connect to 1 or more NPACs in a region to allow their customers to choose which NPAC they will utilize.


SOA and LSMS must have different SPIDs when connecting to different NPAC vendors.  Constraint will be added to address this in item #49






		0014

		3/10/09

		Closed


8/12/09




		Section 3.11 RT3-25 to RT3-64

		FRS EBDD Requirements in Section 3 and Appendix E

		ARCHITECTURE


Enhanced BDD data requirements between NPACs

		Will be discussed during Change Order 437 FRS review.


Covered during industry review Section 3 and Appendix E.  Items 79, 81, 83, and 84 have been opened to update the documentation.



		0015

		3/10/09

		Open 

		N/A




		M&Ps for Release  3.4 w/NANC 414

		M&P


Managing and addressing ports where code ownership is in error

		Existing processes apply in a peering environment.  New Release 3.4 NANC 414 requirements would apply.

8/12/09


· Managing, distributing, updating OCN mapping list among NPACs

· Addressing when lists are discrepant between NPACs

· Frequency of updates could be an operational issue if manual.



		0016

		3/10/09

		Closed (07/14/09)

		N/A

		FRS/IIS New Inter-NPAC SMS Number Pool Block Requirements

		ARCHITECTURE


Race conditions during transition of Master NPAC for pooled blocks

		Will be discussed during Change Order 437 FRS and IIS review.


Errata 2 and 3 were introduced to remove race conditions.  

Agreed to close at 7/14/09 review. 



		0017

		3/10/09

		Open 

		No New Requirements

		FRS Existing Number Pool Block Requirements


 (CH 3 and 5) and existing M&Ps

		M&P


Failure on the part of providers to protect contaminated TNs in pooled block and any complexity in resolving

		Existing requirements and processes apply in a peering environment.


Will be discussed during Change Order 437 FRS and IIS review.  M&Ps may need to be updated. 



		0018

		3/10/09

		Closed


8/12/09

		Section 5 requirements

		FRS/IIS; FRS CH 3 and 5 requirements for Inter-NPAC failure communication

		ARCHITECTURE


Failed SP list functionality and behavior

		Service Provider functionality does not change.  Inter-NPAC communication of failures will be discussed during Change Order 437 FRS and IIS review.

Covered during industry review.  Items 104 and 138 have identified enhanced functionality to be added in the documentation for failed lists.



		0019

		3/10/09

		Closed


8/12/09

		Section 8.4 requirements

		FRS/IIS;  FRS CH 8

		ARCHITECTURE


Discrepancies/ambiguities in Master NPAC and golden database identification and impacts on query and audit functionality.

		Will be discussed during Change Order 437 FRS and IIS review.


Covered during industry review.  Specific documentation items were created to further clarify audit processing (item 70,71,141,142,145)



		0020

		3/10/09

		Closed


8/12/09 




		Section 3.2.2 requirements

		FRS/IIS; FRS CH3

		ARCHITECTURE


Action required for case when a –X or pending SV that has not been activated but are impacted by migration are on a different NPAC than the Primary NPAC of the migrating-to SPID

		Will be discussed during Change Order 437 FRS and IIS review.


Covered during industry review of section 3.2.2.  

 



		0021

		3/10/09

		Closed


8/12/09



		RT3-4

		FRS/IIS; FRS CH 3

		ARCHITECTURE


Filter functionality and behavior

		Filter functionality to SOA and LSMS for filters are unchanged.  Filtering is not supported between Peered NPAC SMS over the Inter-NPAC SMS Interfaces. Each Peered NPAC SMS is responsible for filtering to their subtending SOA and LSMS systems. Will be discussed during Change Order 437 FRS and IIS review. 


Recommending closure due to clarification of filtering not being supported is covered in DOCUMENTATION Item # 73.



		0022

		3/10/09

		Closed


8/12/09



		Section 6.7

		FRS/IIS; FRS CH 6

		ARCHITECTURE




		Both SWIM and time based recovery is supported over the Inter-NPAC SMS Interface. Will be discussed during Change Order 437 FRS and IIS review.  


Covered during industry review. 

Recommend closure due to performance/volume concerns will be rolled up into item 101.



		0023

		3/10/09

		Open

		N/A

		M&P

		M&P


SPID migrations – how to manage the current SV limitations in a multiple NPAC environment

		Will be discussed during Change Order 437 FRS and IIS review.  M&Ps may need to be updated.

8/12/09


· With NANC 408, need to coordinate scheduling of migrations to ensure we do not exceed limitations in a multi-NPAC environment.



		0024

		3/10/09

		Open

		TBD

		FRS/IIS 

		DOCUMENTATION


Incorporate the Release 3.4 functionality in a multiple NPAC environment

		Requirements for Release 3.4 functionality can be implemented in a Peered NPAC SMS environment.  Once the final Release 3.4 package is approved by the LLC, it can be folded into the NANC 437 requirements.



		0025

		3/10/09

		Open

		N/A

		M&P

		M&P


ID management – segmenting the IDs and when NPAC vendors are added

		Recommendations proposed in NANC 437 need to be discussed.  Documentation to be updated is dependent on the adopted solution.



		0026

		3/10/09

		Open

		TBD

		FRS/IIS

		FUTURE REQUIREMENTS

On inter-NPAC activity, what message does a provider receive on an outstanding request when their Primary NPAC remains up and the Peered NPAC fails over to its backup NPAC? Is it an existing or a new error code?

		Will be discussed during Change Order 437 FRS and IIS review.  These options can be discussed.  

Requirements for a new error code to be developed/investigated post technical feasibility review (7/14/09)

8/12/09

· Association will not be aborted.


· Verify that existing requirements provide appropriate message. 



		0027

		3/10/09

		Open

		N/A

		Test Plans

		M&P/LEVEL OF EFFORT

How does the industry want to handle disaster failover/recovery testing of peered NPACs?

		TBD – Address when test plan and test cases are developed.

8/12/09

· Are we going to have test facility to handle this?  What are industry expectations?


· Need to discuss Level of Effort before test plans are developed.



		0028

		3/10/09

		Closed


8/12/09 

		No New Requirements

		FRS/IIS Existing Requirements (FRS CH 6)

		ARCHITECTURE


LSMS recovery process – make sure that same behavior is replicated in a peered NPAC environment

		Peering would not change requirements for how each NPAC SMS deals with LSMS recovery process.


Covered during industry review with several items (177, 178, and 179) opened to clarify requirements to for recovery in a peered environment including 3 NPAC scenarios.



		0029

		3/10/09

		Closed


8/12/09



		Section 3.5.1 and 3.5.2

		FRS/IIS; FRS CH 3

		ARCHITECTURE


NPA splits – all NPACs could be participating in the broadcast of impacted NPA-NXXs

		Will be discussed during Change Order 437 FRS and IIS review.  


Covered during industry review of section 3. Item #75 addresses the M&Ps that would be put in place for NPA Split management in a peered environment.



		0030

		3/10/09

		Closed


8/12/09 

		N/A

		

		M&P


Interop and turnup testing for NPAC vendors

		Duplicate of Item #4, remove or close.



		0031

		3/10/09

		Open

		N/A

		M&P

		M&P


How are Peered NPAC SMSs modified to associate a new SP with its Primary NPAC SMS?  For both a new SP in a region and an SP changing NPACs.

		Will be discussed during Change Order 437 FRS and IIS review. Note: this item is similar to item 5 consider consolidation of item 5 with item #31

8/12/09


· What is industry expectation for certification testing when SPs transition to new NPAC vendor? 






		0032

		3/10/09

		Open

		N/A

		M&P

		M&P


Coordinating the timing of NPAC software release updates

		Done as it is done today between NPAC and SOA and LSMS vendors. 

8/12/09


· Need to discuss if this requires a flash cut, backwards compatibility implications, impacts of different vendor development cycles.


· SPs migrating to a different NPAC that does not support feature set that previous NPAC did.  Could drive SP system changes.



		0033

		3/10/09

		Open

		N/A

		M&P

		M&P


Does the industry want an NPAC-only maintenance window for synch up separate from the SP maintenance window so that they can talk to each other without SPs submitting requests?

		LNPA WG would need to discuss as part of NANC 437 implementation.



		0034

		4/14/09

		Open

		N/A

		FRS/IIS/GDMO/ASN.1

		DOCUMENTATION


Appropriate manner to reflect copyright in FRS document.

		Does not impact review process and will be reviewed at a later date.



		0035

		4/14/09

		Closed


8/12/09



		FRS CH 8 

		FRS CH8 / Audit IIS Flows

		ARCHITECTURE


Impacts of Peered NPACs on Repair Service Functionality (Identified in FRS Section 1.2.3)

		Will be discussed during Change Order 437 FRS review.


Audit functionality covered during industry review of CH8.



		0036

		4/14/09

		Open

		N/A

		M&P 

		OPERATIONAL

How will unplanned and scheduled downtime work with Peered NPACs? (Identified in FRS Section 1.2.5)

9/15/09


Is M&P needed for coordinating downtime between Peered NPAC SMS. (Identified in FRS Section 2.5.1)

		TBD – Address when M&Ps are developed.


Related to Item # 26, #27, #63 and #64 


Note: Suggest items be combined

8/12/09

· Need to discuss operational, service affecting implications, level of effort.


· Should all NPACs be taken down if one is down?





		0037

		4/14/09

		Open

		TBD

		FRS CH 9 Reporting

		FUTURE REQUIREMENTS

Impacts of Peered NPACs on Report Request Functionality.  An NPAC may not be aware of some pending SVs. (Identified in FRS Section 1.2.8)

		Will be discussed during Change Order 437 FRS review.

There was a concern raised about pending PTO ports for Number Pool Block creation.  Neustar action item to provide example (7/14/09)

Requirements to be investigated post technical feasibility review (7/14/09)

8/12/09

· Window of error is messages passing each other across the wire – multiple requests being processed at the same time.  Need to review use case for race condition.



		0038

		4/14/09

		Closed


8/12/09

		N/A

		M&P




		M&P


Coordinating NPA split data when data is coming from different sources.

		TBD – Address when M&Ps are developed.


Combine with Item #75






		0039

		4/14/09

		Closed


8/12/09

		N/A

		

		ARCHITECTURE


Peered data impacts on recovery.

		8/12/09


Covered during industry review with several items (177, 178, and 179) opened to clarify requirements to for recovery in a peered environment including 3 NPAC scenarios.



		0040

		4/14/09

		Pending

		N/A

		FRS Section 1.2.14

		DOCUMENTATION


Include peering interface in items 8 and 12 in section FRS 1.2.14 related to Number Pooling.

		Will be addressed in next FRS 5.0.0 release



		0041

		4/14/09

		Pending

		N/A

		FRS Table 1-3

		DOCUMENTATION


Vacant number treatment and snapback of number pooled blocks.  Treatment when effective date of pooled block has been reached but block has not been activated.

		Table will be updated in the next FRS 5.0.0 release



		0042

		4/14/09

		Pending

		New Requirement

		FRS

		DOCUMENTATION


Make it clear that all NPACs must run on same timeframe, such as GMT.

		Will be addressed in next FRS 5.0.0 release



		0043

		4/14/09

		Pending

		N/A

		FRS

		DOCUMENTATION


Bring in information from Primer into FRS where appropriate.

		Will be addressed in next FRS 5.0.0 release



		0044

		4/14/09

		Pending

		N/A

		FRS

		DOCUMENTATION


Reference different types of NPACs in beginning of document and what their respective roles are.

		Will be addressed in next FRS 5.0.0 release



		0045

		4/14/09

		Pending

		AR6-6




		FRS 1.5

		DOCUMENTATION


Do peered NPACs reduce 30 available LSMS slots for providers? 

		Revise text to say 30 subtending LSMS


Will be addressed in next FRS 5.0.0 release

8/12/09


· Clarification of assumption (AR6-6) will reflect that 30 subtending LSMSs total will not be reduced.


· 30 subtending LSMSs is not hard-coded, it is an assumption for capacity planning.


· May need to add assumption for inter-NPAC LSMSs for capacity planning.



		0046

		4/14/09

		Pending

		TBD

		FRS Section 1.5 and CH 11

		DOCUMENTATION


In Assumptions section, reflect how billing will work in a peered environment.  How will billing information be collected from multiple NPACs? 

		Usage data collection is in scope of FRS.  Use of the data for billing and billing algorithms are LLC/FCC related


Assumption section will be updated in the next FRS 5.0.0 release.

8/12/09


· Current algorithm requires knowledge of how many transactions are transmitted.  Need to address how this would be captured in a multi-NPAC environment.



		0047

		4/14/09

		Pending

		TBD

		FRS AR10-1

		DOCUMENTATION


Suggestion to add an assumption on scheduled downtime.  What does downtime look like for software updates?  Does it have to be coordinated?

		An assumption will be added in next FRS 5.0.0 release






		0048

		4/14/09

		Pending

		N/A

		FRS CH 1

		DOCUMENTATION


Copy assumptions from Primer into FRS.

		Will be addressed in next FRS 5.0.0 release



		0049

		4/14/09

		Pending

		N/A

		FRS Constraints Section

		DOCUMENTATION


In scenario where provider uses Service Bureau for SOA and connects directly to NPAC for LSMS, SPID should be associated with one and only one NPAC (Primary).

		Will be addressed as a constraint in the next FRS 5.0.0 release. Item #13 will also be addressed with this constraint in the documentation.



		0050

		4/14/09

		Closed


8/12/09 




		R10-20 and RT10-4

		FRS CH 10

		ARCHITECTURE


How do we do required inter-NPAC messaging and meet 3-second requirement.  It was suggested that all inter-NPAC messaging requirements should be measured independently.

		Suggestion will be applied in next FRS 5.0.0 release


Will be discussed during Change Order 437 FRS review.


Recommend close as duplicate of item #192



		0051

		4/14/09

		Pending

		N/A

		FRS Section 2.0

		DOCUMENTATION


Remove “in inter-NPAC peering.”

		Will be addressed in next FRS 5.0.0 release



		0052

		4/14/09

		

Closed 


9/15/09

		CH6/CH7 

		FRS Section 5/IIS

		ARCHITECTURE


When New SP sends up their Create request first, and sent over inter-NPAC interface, how is that tracked over the interface when it is the Old SP’s NPAC responsibility to create Invoke Id?

		Will be discussed during Change Order 437 FRS review.


Team discussed tracking of messages is handled as it is today with the CMIP interface that will be used between Peered NPAC SMS



		0053

		4/14/09

		Open




		N/A 

		FRS CH5 / IIS

		FUTURE REQUIREMENTS

(9-15-09)

Suggestion to transfer Master NPAC role to New SP’s NPAC upon Activation rather than creation of pending SV.  Master ownership should be attached to an SV rather than a TN. (Identified in FRS Section 2.1)

		Will be discussed during Change Order 437 FRS review.


Flows will be reviewed to evaluate current proposed behavior.


Team covered during industry review contributor agreed current approach works as documented.



		0054

		4/14/09

		Pending

		N/A

		FRS Sections 2.1 and 2.2

		DOCUMENTATION


Change reference to notification to request (24 occurrences).  Clarify what is being forwarded where it references “data.”

		Will be addressed in next FRS 5.0.0 release



		0055

		4/14/09

		Pending

		N/A

		FRS Sections 2.1.4.2 and 2.1.4.3

		DOCUMENTATION


Add in text addressing when response does come back.

		Will be addressed in next FRS 5.0.0 release



		0056

		4/14/09

		

Closed


09/15/09

		N/A

		FRS CH 6

		ARCHITECTURE


Retries – recommendation to not incorporate retries into peered NPAC interface (Identified in FRS Section 2.1.4.3)

		Will be discussed during Change Order 437 FRS review.


Review concluded that existing functionality could be reused with retry counter assumed set to zero.





		0057

		4/14/09

		Pending

		N/A

		FRS Section 2.2.4

		DOCUMENTATION


Clarify which NPAC is the Master.

		Will be addressed in next FRS 5.0.0 release



		0058

		4/14/09

		Open

		N/A

		M&P

		M&P


Address possible need for M&P for problems found during repair where the Service provider received a problem notification from the NPAC SMS in an Inter-NPAC SMS Peering Environment. (Identified in FRS Section 2.3.1-C)

		TBD – Address when M&Ps are developed





		0059

		4/14/09

		Pending

		N/A

		FRS Section 2.3.5

		DOCUMENTATION


Address wording of how repair/audit correction of inaccuracies handled over the inter-NPAC interface. 

		Will be addressed in next FRS 5.0.0 release


Paragraph wording will be corrected



		0060

		4/14/09

		Closed


09/15/09

		TBD

		FRS CH 8

		ARCHITECTURE


Address automated inter-NPAC audit capability in separate section in Overview. (Identified in FRS Section 2)

		Industry will need to assess the need for this functionality and how it would be implemented


Duplicate of item #71.  Recommend Close



		0061

		4/14/09

		Pending

		N/A

		FRS Section 2.3.5

		DOCUMENTATION


Clarify which NPAC is broadcasting.

		Will be addressed in next FRS 5.0.0 release






		0062

		4/14/09

		Pending

		N/A

		FRS Section 2

		DOCUMENTATION


Suggestion to clarify which SP’s NPAC is the Master in either a table in beginning of section and/or in a parenthetical in each applicable requirement.

		Will be addressed in next FRS 5.0.0 release






		0063

		4/14/09

		Closed (07/14/09)

		R10-10.1


RT10-1

		FRS CH10

		ARCHITECTURE


Not all providers support electronic messaging to notify of downtime.  Do we need an additional message between NPACs for identifying downtime or is existing message sufficient? (Identified in FRS Section 2.5.1)

		Will be discussed during Change Order 437 FRS review.


NANC 437 documents the use of this notification between NPAC vendors.

Team concluded no action required (7/14/09). 



		0064

		4/14/09

		Open

		TBD

		FRS CH10

		FUTURE REQUIREMENTS

Do we need an electronic means of notifying subtending LSMSs from an unaffected NPAC that some LSMSs will be down?  Need input from Service Providers.  Should broadcast take place to LSMSs that are up or should it be suppressed? (Identified in FRS Section 2.5.1)

		Industry will need to assess the need for this functionality and how it would be implemented. 

Requirements to be developed/investigated post technical feasibility review (7/14/09)



		0065

		4/14/09

		Pending

		N/A

		FRS Section 2.4.3

		DOCUMENTATION


Clarify/Add that it is the Master NPAC.

		Will be addressed in next FRS 5.0.0 release






		0066

		4/14/09

		Closed


09/15/09

		N/A

		M&P

		M&P


Is M&P needed for coordinating downtime between Peered NPAC SMS. (Identified in FRS Section 2.5.1)

		TBD – Address when M&Ps are developed.


Combined with Item #36






		0067

		4/14/09

		Pending

		N/A

		FRS Section 2.7.3

		DOCUMENTATION


Change “Master” to “Primary.”  Use most appropriate term in Section 2.7.

		Will be addressed in next FRS 5.0.0 release






		0068.1

		4/14/09

		Closed (07/14/09)

		N/A

		FRS CH10




		ARCHITECTURE


Sizing of inter-NPAC links to handle message loads, e.g. audits, and still handle inter-NPAC porting messaging. (Identified in FRS Section 2.7)

		Will be discussed during Change Order 437 FRS review.

Agreed to close due to effort to evaluate size of links will be done in conjunction with item 101 with evaluating the need for compression.





		0068.2

		4/14/09

		Pending

		RT3-23

		FRS Section 2.7




		DOCUMENTATION


Suggestion to delete RT 3-23 and make it an Assumption.  Notifications that will not be destined for a provider due to their prioritization schema will still be sent over the inter-NPAC interface.

		RT3-23 will be moved to an assumption.


Will be addressed in next FRS 5.0.0 release






		0069

		4/14/09

		Pending

		N/A

		FRS Section 2.7

		DOCUMENTATION


Reference mechanism for identifying Master NPAC.

		Will be addressed in next FRS 5.0.0 release






		0070

		4/14/09

		Pending

		TBD

		FRS CH 8/IIS

		DOCUMENTATION

How does an NPAC SMS know whether an LSMS on one NPAC know whether an LSMS on another NPAC supports audits?  What is the response if it does not?  Review current requirements on how an LSMS that does not support audits reports that.  (Identified in FRS Section 2.7)

		There is a “no audit performed” value that can be returned in an audit result. 


Behavior for subsequent repair upon receipt of this audit result should be done as it is today.


Awaiting description/validation of current functionality from current NPAC Vendor.

Functionality is to return “no audit performed”. Requirements will be updated in next FRS 5.0.0 release per discussions on 7/14/09.





		0071

		4/14/09

		Pending

		Filled in upon review

		FRS CH 8/IIS

		DOCUMENTATION


Work through scenarios in auditing that might be needed in peered environment to address out-of-synch and race conditions.

		Will be discussed during Change Order 437 FRS review.


Covered existing audit scenarios during industry review. 


Inter-NPAC Audit functionality will be added to the next FRS 5.0.0 release.



		0072

		4/14/09

		Pending

		In tables, requirements will be reviewed

		FRS Section 3

		DOCUMENTATION


What is allocation scheme for IDs among the peered NPACs?  Suggestion to change reference to range to something like “set” since contiguous ranges may not be available.

		First sentence is a duplicate of Item #25. Can be deleted.


The changing of the wording “range” to “set” will be addressed in next FRS 5.0.0 release






		0073

		4/14/09

		Pending

		RT3-4

		FRS Section 3

		DOCUMENTATION


It was questioned if we need this requirement since it is the case in general.  Make it an assumption that peered NPACs will not be filtered.

		Requirement will be made into an assumption and will be addressed in next FRS 5.0.0 release






		0074

		4/14/09

		Open 

		N/A

		M&P

		M&P


How do we assure that peered NPACs are using the same data for NPA-NXX data validation? (Identified in FRS Section 3.4.1)

		TBD – Address when M&Ps are developed.


Need to address both source of data and management of discrepancies.






		0075

		4/14/09

		Open

		N/A

		M&P

		M&P


M&Ps for NPA splits in peered environment (Identified in FRS Section 3.5)

8/12/09

Coordinating NPA split data when data is coming from different sources.

		TBD –Address when M&Ps are developed.


Need to address both source of data, replication, and management of discrepancies.

8/12/09

· Need to address coordination across multiple NPACs.



		0076

		4/14/09

		Open




		N/A

		M&P

		M&P


Need to address split scenarios when peered NPACs have discrepant data post-split. (Identified in FRS Section 3.5)

		



		0077

		4/16/09

		Pending

		FRS RT-4-4




		FRS

		DOCUMENTATION


How will providers get a complete picture of all valid SPIDs in a region?

		Peered NPAC Customer Data is broadcast over the interface, but Peered NPAC Data is not.  RT4-4 should be deleted.


Requirement will be deleted in next FRS 5.0.0 release






		0078

		4/16/09

		

Closed


09/15/09

		Section 7.9 requirements

		FRS CH 6/IIS

FRS CH 5

		ARCHITECTURE


Security Question: Can an NPAC SOA SPID do anything to a peered NPAC because the request comes over the inter-NPAC interface similar to capabilities enabled by NANC 48?

Security concern related to “Acting on Behalf of Old Service Provider.”


(Identified in FRS Review of RT5-12)

		Will be discussed during Change Order 437 FRS review.


Covered during industry review.  

During the review the team discussed the NANC 437 security.  Security in place for NANC 437 only allows messaging over the inter-NPAC interface as a result of service provider activity to its Primary NPAC SMS.  No NPAC SOA can access a Peered NPAC SMS directly.



		0079

		4/16/09

		Pending

		TBD

		FRS Section 3.10

		DOCUMENTATION


Size of file to transfer for BDD.  Suggested to add selection criteria for only data that NPAC is Master for. 

		Requirements will be added in next FRS 5.0.0 release



		0080

		4/16/09

		Open 

		TBD

		FRS Section 3.10 and M&P

		ARCHITECTURE/M&P


Synchronization of BDDs created by Peered NPACs and reconciliation of different snapshots.  Timestamp issues.  

		Will be discussed during Change Order 437 FRS review.


Covered during industry review.  Related item #179 will further document recovery processes.





		0081

		4/16/09

		Pending

		Section 3.11 EBDD Requirements

		FRS Section 3.10

		DOCUMENTATION


Suggested to change reference to “golden data” to “master data.”  Suggested change from “Enhanced BDD” to “Extended BDD.”

		The changing of the wording will be addressed in next FRS 5.0.0 release in introduction text to “master data”.  


Change to “Extended BDD” will be done in all applicable requirements in next FRS 5.0.0






		0082

		4/16/09

		

Closed


09/16/09

		N/A

		M&P 

		M&P


M&Ps related to BDD and EBDD in Peered NPAC environment?  E.G., establishment, assignment, and management of NPAC IDs. (Identified in FRS Section 3.10)

		TBD – Address when M&Ps are developed.


Related to Item 25 and 80 – Suggest close as duplicate



		0083

		4/16/09

		Pending

		TBD

		FRS Section 3.11

		DOCUMENTATION 


Add a requirement to selection criteria to add Peered NPAC ID as a selection.

		Selection criteria and/or NPAC ID in file will be added in next FRS 5.0.0 release






		0084

		4/16/09

		Pending

		RT3-37


RT3-61

		FRS Section 3.10/3.11 BDD Files

		DOCUMENTATION


True up Data Information in EBDD files.

		Updating of fields in requirements will be addressed in next FRS 5.0.0 release



		0085

		4/16/09

		Pending

		N/A

		FRS Section 4.1

		DOCUMENTATION


Make it clear that data modeling remains unchanged.

		The changing of the wording will be addressed in next FRS 5.0.0 release






		0086

		4/16/09

		Pending

		FRS RT4-8

		FRS 4.1.1

		DOCUMENTATION


Change “on their system” to “locally.”  Strike “other.”  Add a Constraint that only local authorized personnel can modify during a maintenance window and not over the Inter-NPAC Interface.

		The changing of the wording will be addressed in next FRS 5.0.0 release






		0087

		4/16/09

		Pending

		RT3-19

		FRS Section 4.1.2.2

		DOCUMENTATION


Page 4-7, RT3-19 should be relabeled to RT4-19.

		Requirement numbers will be updated in next FRS 5.0.0 release






		0088

		4/16/09

		Pending

		N/A

		FRS Section 4.1.3

		DOCUMENTATION


Add introduction text.

		Introduction text will be added in next FRS 5.0.0 release






		0089

		4/16/09

		Pending

		FRS RT4-34

		FRS Section 4.2

		DOCUMENTATION


Change “subtending Service Providers” to “Peered NPAC Customers.”

		Requirement will be updated in next FRS 5.0.0 release






		0090

		4/16/09

		Pending

		Requirements in FRS Section 4

		FRS Section 4.1

		DOCUMENTATION


Clarify references to NPAC Personnel and Peered NPAC Personnel.  Possibly eliminate the term Peered NPAC Personnel to clarify the reference is to local NPAC Personnel.

		Requirements will be updated in next FRS 5.0.0 release






		0091

		4/16/09

		Pending

		FRS RT5-1-RT5-4

		FRS Section 5




		DOCUMENTATION

Concern expressed on the frequency of notifications to Master NPAC of broadcast results and the traffic over the interface.  Default is 60 seconds.  May need a requirement that nothing is sent if nothing new to report.  The need for this requirement to batch notifications was questioned.  Another option is to reuse existing rollup function.  Need to do search on “Results Notification” and add “Broadcast” in front where appropriate.  Need to whiteboard for clarity.

		Will be discussed during Change Order 437 FRS review.

Service Providers do not see this message.  It is between Peered NPAC SMS.  Multiple SVs  in the list would be a problem, but not one for SVs in a Peered Update.  Batching for a Single SVID id  is OK, but not multiple SVIDs.  Changed to Documentation item. (07/14/09)

Requirement will be updated in next FRS 5.0.0 release






		0092

		4/16/09

		Closed


09/16/09

		N/A

		FRS Section 5.1.1.1

		DOCUMENTATION


Validate that Version Status diagram in Section 5.1.1.1 and Figure 1 does not require modification.

		Will be discussed during Change Order 437 FRS review.

To date no need for a change has been identified recommended closed.



		0093

		4/16/09

		Closed


09/16/09

		TBD

		FRS RT5-5/IIS

		ARCHITECTURE


Security concern over possibly bypassing restrictions on what SP can create port over the inter-NPAC interface. 

		Will be discussed during Change Order 437 FRS review.


Suggest combine with Item 78 and close.



		0094

		4/16/09

		Pending



		N/A

		FRS CH 5 


M&P

		DOCUMENTATION


Add Assumption that Broadcast Results Notifications frequency is coordinated across NPACs. (Identified in discussion of RT5-1-RT5-4) 

		Assumption will be added in next FRS 5.0.0 release


M&P for setting of the configurable is addressed in 

item #6 which applies to all tunable values.



		0095

		4/16/09

		Open




		N/A

		FRS Section 5/IIS

		ARCHITECTURE


Need to address any race conditions and their resolution.

		Will be discussed during Change Order 437 FRS review.






		0096

		4/16/09

		Pending

		RT5-11

		FRS CH5/IIS

		DOCUMENTATION


Concern on latency affecting delivery of notification over Inter-NPAC Interface to start T1 and T2 Timers.  Impact on short timers which are 1 hour each. 

		Will be discussed during Change Order 437 FRS review.


Validate the requirements are clear that the T1 timers are based on the timestamp and therefore there is no latency.


Will be addressed in the next FRS 5.0.0 release.



		0097

		4/16/09

		Closed


09/16/09

		TBD

		FRS CH 5

		ARCHITECTURE


Security concern related to “Acting on Behalf of Old Service Provider.”


(Identified in FRS Review of RT5-12)

		Will be discussed during Change Order 437 FRS review.


Combine with Item 78 and close.



		0098

		4/16/09

		Pending

		FRS RT5-14 and RT5-16

		FRS Section 5.1.2.1

		DOCUMENTATION


Either eliminate one or revise so they don’t say the same thing.

		Requirements will be updated in next FRS 5.0.0 release

Eliminate RT5-16. (09/16/09)





		0099.1

		4/16/09

		Closed


09/16/09

		N/A

		M&P

		M&P


Need to analyze management and responsibilities of resends of failed SVs to prevent multiple operations on the SV from happening at the same time. (Identified in FRS review of RT5-17)

		Will be discussed during Change Order 437 FRS review.


Requirements are clear that Primary NPAC SMS for the failed LSMS that initiates the resend.  (NPACs may need to coordinate with one another for resends)


M&P - Address the coordination between Peered NPAC 

09/16/09


Closed due to agreement that we would not resolve via an M&P.  Will leave 99.2 open.



		0099.2

		4/16/09

		Open 

		N/A

		FRS CH 5

		ARCHITECTURE


Need to analyze management and responsibilities of resends of failed SVs to prevent multiple operations on the SV from happening at the same time. (Identified in FRS review of RT5-17)

		Will be discussed during Change Order 437 FRS review.


Requirements are clear that Primary NPAC SMS for the failed LSMS that initiates the resend.  (NPACs may need to coordinate with one another for resends)

09/16/09

Need additional message for Master to inform Peered NPAC to resend to subtending LSMSs.





		0100

		4/16/09

		Pending

		Filled in upon review

		FRS 

		DOCUMENTATION


True up understanding of Active-Like throughout the document. (Identified in FRS review of RT5-18)

		Requirements will be reviewed and updated as appropriate in next FRS 5.0.0 release



		0101

		4/16/09

		Open

		RT5-19

		FRS Section 5 / IIS

		ARCHITECTURE

Consider some sort of compression rather than CPU cycles?  

8/12/09


Volume-related performance concerns with SWIM recovery process



		Will be discussed during Change Order 437 FRS review.


Sizing of inter-NPAC links to handle message loads, e.g. audits, and still handle inter-NPAC porting messaging need to be reviewed as part of consideration of this item. (07/14/09)

8/12/09


Both SWIM and time based recovery is supported over the Inter-NPAC SMS Interface. Will be discussed during Change Order 437 FRS and IIS review.  


09/16/09


Moved from FUTURE REQUIREMENTS to ARCHITECTURE due to need to have more in-depth sizing discussion. 



		0102

		4/16/09

		Pending

		RT5-20

		FRS 5.1.2.1

		DOCUMENTATION


Strike “or canceled.”

		Requirements will be updated in next FRS 5.0.0 release



		0103

		4/16/09

		Pending

		FRS RT5-15 and RT5-21

		FRS 5.1.2.1

		DOCUMENTATION


Check to see if RT5-21 is a duplicate of RT5-15.

		Requirements will be updated in next FRS 5.0.0 release



		0104

		4/16/09

		Pending

		RT5-23

		FRS Section 5

		DOCUMENTATION

Address issue when an SP is inaccurately reflected as a success due to filtering.  Possibly need an indication on failed list that an SP was filtered.

		Will be discussed during Change Order 437 FRS review.

Requirements will be updated to add this functionality in next FRS 5.0.0 release per discussions on 7/14/09



		0105

		4/16/09

		Pending

		FRS RT5-21 and RT5-22

		FRS 5.1.2.1

		DOCUMENTATION


Change reference to “Service Provider’s failed list” to “Subscription Version failed list” in both requirements.

		Requirements will be updated in next FRS 5.0.0 release



		0106

		5/12/09

		Pending



		B.5.1.2 and B.5.1.3

		IIS

		DOCUMENTATION

Sequencing of Object Creation and First Port Notification

		Flows will be updated in the next IIS 5.0.0 release



		0107

		5/12/09

		

Closed


09/16/09

		

		

		ARCHITECTURE 


Cover the case in the flows where both Create messages arrive at the same time.

		Duplicate of Item #9, close

09/16/09

Covered under #95 with general race condition item.



		0108

		5/12/09

		Pending

		RR5-179 and RT5-34

		FRS Section 5

		DOCUMENTATION


Should RR5-179 and RT5-34 be deleted?  As a result, do we need to duplicate R5-16 for peering?

		RR5-179 will be identified as a requirement to be deleted in a documentation change order as it is outside of the scope of NANC 437. See Issue 142. RT5-54 will be removed in the R5.0.0 FRS document and a peering requirement will be added for R5-16 functionality.


Requirements will be updated in the next FRS 5.0.0 release



		0109

		5/12/09

		Pending

		RR5-117

		FRS Section 5

		DOCUMENTATION 


May need a duplicate of RR5-117 for peering.

		RT5-36 is the duplicate requirement for peering.  It will be updated to make the requirement more explicit so that it does not invalidate RR5-117.


Requirements will be updated in the next FRS 5.0.0 release



		0110

		5/12/09

		Pending

		TBD

		FRS Section 5

		DOCUMENTATION 


Need clarification of Master with the Modify Active scenario.

		Modify Active requirements will be reviewed and updated appropriately in the next FRS 5.0.0 release.



		0111

		5/12/09

		

Closed


09/16/09

		TBD

		FRS Section 5

		DOCUMENTATION



Do we need requirement that peered NPACs need timestamps broadcast from Master?

		Duplicate of 113.



		0112

		5/12/09

		Open 

		R5-43.2

		FRS Section 5

		ARCHITECTURE


Consider requirements for doing validations before sending to Master for efficiency.

		Existing requirements that specify use of the CMIP protocol provide for invalid or badly formed message handling.  These would not be forwarded to the Master.  The Master is responsible for application validation. 



		0113

		5/12/09

		Pending

		TBD 

		FRS Section 5

		DOCUMENTATION


Propagate timestamps and other attributes in the FRS Data Model over the inter-NPAC interface that are not in the interface?

		For all Object Creates (SVs, Number Pooled Blocks) appropriate timestamps will be reviewed and added to the requirements.


Requirements will be updated in the next FRS 5.0.0 release



		0114

		5/12/09

		Pending

		R5-55

		FRS Section 5

		DOCUMENTATION 


Add “subtending” in front of “LSMS.”  Clarify the only a Primary NPAC for an LSMS knows which LSMSs are accepting.

		Requirements will be updated in the next FRS 5.0.0 release



		0115

		5/12/09

		Pending

		RT5-45


RT5-46

		FRS Section 5

		DOCUMENTATION 


Master and Peered NPACs could have different statuses, e.g., Active and Old, of the same SV, and could update the status at different times.  Need to relook at this.

		Requirements will be updated in the next FRS 5.0.0 release

09/16/09


Need to ensure this is addressed in flows.



		0116

		5/12/09

		Pending

		R5-59.1

		FRS Section 5

		DOCUMENTATION 


Indicate that the Master will set to Active.

		Requirements will be updated in the next FRS 5.0.0 release



		0117

		5/12/09

		Pending

		RR5-22.1

		FRS Section 5

		DOCUMENTATION 


Need to dup this requirement for Peered NPACs.

		Requirements will be updated in the next FRS 5.0.0 release



		0118

		5/12/09

		Pending

		R5-61.3

		FRS Section 5

		DOCUMENTATION


Make sure there are requirements for resends to Peered NPACs and that they are in the right section of the FRS.

		Requirements will be updated in the next FRS 5.0.0 release



		0119

		5/12/09

		Pending

		R5-65.4

		FRS Section 5

		DOCUMENTATION


Make wording with change similar to changes made for R5-55 to add subtending”.

		Requirements will be updated in the next FRS 5.0.0 release



		0120

		5/12/09

		Pending

		RT5-53


RT5-54

		FRS Section 5

		DOCUMENTATION


Clarify that “Master” in RT5-53 is the Master of the pooled block and that “Master” in RT5-54 is the Master of the SV.

		Requirements will be updated in the next FRS 5.0.0 release



		0121

		5/12/09

		Pending

		RR5-67.1-RR5-70

		FRS Section 5

		DOCUMENTATION


Clarify roles of Master and Peered NPACs.

		Requirements will be updated in the next FRS 5.0.0 release



		0122

		5/12/09

		Pending

		RT5-55 and RT5-56

		FRS Section 5

		DOCUMENTATION


Need to address how to manage the Excluded List.

		Requirements will be updated in the next FRS 5.0.0 release



		0123

		5/12/09

		Open

		RT5-60

		FRS Section 5

		M&P

Requirements are currently written to prohibit a 3rd NPAC from querying a pending SV when it is not the primary NPAC for the Old or New SP in the port.  Operational question as to whether or not we want to allow this.

		Requirements will be reviewed and updated based on feedback from the industry on the desired behavior.

No providers expressed a need to allow a non-primary NPAC to query for pending ports.  Make item an M&P item (07/14/09)

TBD – Address when M&P are developed



		0124

		5/12/09

		Pending

		RR5-83

		FRS Section5

		DOCUMENTATION 


Look to see if we need a requirement similar to RR5-83 for Peered case.

		Requirements will be updated in the next FRS 5.0.0 release



		0125

		5/12/09

		Open

		IIS Flow B.4.1.4

		IIS

		M&P


Do we need an additional flow to resolve the exception case where there is a simultaneous create of an NXX by two different providers in two different NPACs.

		Suggestion to not finalize in the Primary NPAC until update is successful in all Peered NPACs.  


M&P for ensuring a common set of validations in the NPACs.


Need to address the case where an SP needs the code holder to open up a code in order to port in a number and the codeholder subtends a different NPAC than the requesting SP. 


Recommendation is to resolve with M&P.


09/16/09


NANC 414 would prevent this from happening as long as all NPACs are synched with NANP code ownership data..



		0126

		5/12/09

		Pending

		IIS Flow B.4.2.5


IIS Flow B.4.2.7

		IIS

		DOCUMENTATION


Change “old” or “canceled” to “old with no failed list” or “canceled.”

		Flows will be updated in the next IIS 5.0.0 release



		0127

		5/12/09

		Open

		B5.1.2

		IIS/FRS Section 6 and 10

		LEVEL OF EFFORT

Increased database commits (about twice the current) and impact to performance.  Ability to meet SLRs.  Also increased encryptions in messages across the interface.  How do we model the impact on performance under various load distribution scenarios among NPACs?

		Will be discussed during Change Order 437 FRS Review.

Moved to Level of Effort per 7/14/09 review.



		0128

		5/12/09

		Pending

		B5.1.2

		IIS

		DOCUMENTATION


Look at this line in Step 2 and see if it should say:  “If the service provider were to give a range of TNs, this would result in an M-CREATE and M-EVENTREPORT


for each TN.”

		Flow will be updated in the next IIS 5.0.0 release



		0129

		5/12/09

		Pending

		B5.1.2

		IIS/FRS

		DOCUMENTATION


Cancel and Modify requests on ranges of TNs can span multiple NPACs.

		Requirements and flows will be reviewed and updated appropriately in FRS/IIS 5.0.0.



		0130

		5/12/09

		Pending

		TBD

		IIS Flows

		DOCUMENTATION


Clarify which steps in the flows can be done in parallel and which must be done sequentially.  Identify dependencies.

		Flows will be updated in the next IIS 5.0.0 release



		0131

		5/12/09

		

Closed


09/16/09

		B5.1.6.2

		IIS

		DOCUMENTATION


Sequencing:  SP receives notification before activate is pushed to Peered NPACs.

		Recommend closure as the current proposed behavior is to update all regional LSMS regardless of Peered NPAC status.   Covered during review of B5.1.6.2 review.

Addressed in Erratum 2.





		0132

		5/13/09

		

Closed


09/16/09

		B5.1.6

		IIS/FRS Section 3 and 5 (Number Pool Block)

		DOCUMENTATION


For peered Subscription Version broadcast and peered Number Pool Block broadcast, clarify what data is synchronized.

		Will be discussed during Change Order 437 FRS and IIS Review.


Close as a duplicate of Item #113



		0133

		5/13/09

		Pending

		B.5.1.6.1

		IIS

		DOCUMENTATION


Steps 3 and 5 should be Requests and not Responses.

		Flow will be updated in the next IIS 5.0.0 release



		0134

		5/13/09

		Pending

		B.5.1.1


B.5.3.1

		IIS

		DOCUMENTATION


Make sure that philosophy of responses to requests are consistent and applied consistently throughout the flows.

		Flows will be updated in the next IIS 5.0.0 release



		0135

		5/13/09

		Pending

		B.5.4.1

		IIS

		DOCUMENTATION


Correction to show that Donor Provider’s Primary NPAC is NPAC A. 

		Flow will be updated in the next IIS 5.0.0 release



		0136

		5/13/09

		Pending

		B.5.4.1

		IIS

		DOCUMENTATION


Renumber Steps 9 and 10 to 7 and 8 in flow

		Flow will be updated in the next IIS 5.0.0 release



		0137

		5/13/09

		Pending

		B.5.4.1

		IIS

		DOCUMENTATION


Should Step 9 (7) be Disconnect Pending?

		The existing behavior will be verified and the IIS will be updated appropriately in the next IIS 5.0.0 release. 

09/16/09


Should be Disconnect Pending.



		0138

		5/13/09

		Pending

		B.5.1.7

		FRS/IIS

		DOCUMENATION

Should LSMS failure codes be included with list of failed SPIDs and sent over the interface?

		LNPA WG will need to decide if these fields should be included.  The failure codes are not available over the interface today.

Requirements will be updated to add this failure codes to the failed list in next FRS 5.0.0 release per discussions on 7/14/09



		0139

		5/13/09

		Closed


09/16/09

		B.5.1.7

		FRS/IIS

		M&P


Coordination of response time tunables and rollup among peered NPACs

		Although not required, if desired the LNPA WG would need to define M&P for management of tunables values used by all Peered NPAC.


Related to Item #6 which applies to all tunable values. Recommend close as duplicate.



		0140

		5/13/09

		Open 




		IIS B.2.1.1


FRS RT8-11


FRS RT8-12

		IIS/FRS

		ARCHITECTURE


Explore audit scenarios with multiple peered NPACs where there is a period of time when 2 NPACs are considered the Master for a TN.  Can a discrepant LSMS be updated with old data as a result of an audit and not be auto corrected?  Need checks and balances to validate golden data.

		Related to race conditions. 



		0141

		5/13/09

		Pending

		FRS RR8-19


FRS RT 8-1

		FRS Section 8

		DOCUMENTATION


Need rules on how to make audit names unique

		Requirements will be added in the next FRS 5.0.0 release.


09/16/09


Need to capture how this would be done.



		0142

		5/13/09

		Pending

		TBD

		FRS


IIS


GDMO


ASN.1

		DOCUMENTATION


Need a general Doc Only Change Order to clean up identified discrepancies between documentation and current implementation.

		



		0143

		5/13/09

		Open


(Recommend Close)

		RT8-6


RT8-7


RT8-8

		FRS Section 8

		DOCUMENTATION


NPAC behavior when receiving an unsolicited update from a peered NPAC.

		Recommend closure as functionality was discussed with the current proposed behavior is that the Peered NPAC SMS would process unsolicited updates.  






		0144

		5/13/09

		Pending

		RT8-21

		FRS Section 8

		DOCUMENTATION


Need to address the skipping of SVs that are in Sending during an audit when a Peered NPAC determines it is discrepant with the Master NPAC SMS and begins sending updates to all of its subtending LSMS.

		Requirements will be added in the next FRS 5.0.0 release



		0145

		5/13/09

		Pending

		RT8-23 thru RT8-29


GDMO

		FRS Section 8

		DOCUMENTATION


Do we want intermediate status updates of audits?

		No, audit queries can be used between NPAC SMS to determine the status of the audit if necessary. 


Requirements will be removed in the next FRS 5.0.0 release



		0146

		6/11/09

		Open

		FRS RT3-87

		IIS B.4.3.1.1 / FRS Section 3




		DOCUMENTATION


Possible race condition related to Pending-like PTOs and creation of –X and pooled block.

		Jim Rooks item to research and indentify use case that supports possible race condition. 



		0147

		6/11/09

		Open


(Recommend Close)

		N/A

		IIS B.4

		DOCUMENTATION


Expand representative examples of number pooling flows to include resend of partial fails and de-pools.

		Additional flows were covered in the discussions.  Flows are available for review in the IIS 5.0.0.



		0148

		6/11/09

		Pending

		TBD

		FRS Section 3 or 5

		DOCUMENTATION 


Add requirement for transfer of –X ownership.

		Requirement will be added in next FRS 5.0.0 release






		0149

		6/11/09

		Pending

		FRS RT3-67

		FRS Section 3/5

		DOCUMENTATION


Applies to pooled blocks and not –Xs.  Move to Section 5.

		Requirements will be updated in next FRS 5.0.0 release






		0150

		6/11/09

		Pending

		FRS RT3-70

		FRS Section 3

		DOCUMENTATION


Need a requirement similar to RT3-70 in Section 3.12.5 (Modify) and Section 3.12.6 (Delete).

		Requirements will be updated in next FRS 5.0.0 release






		0151

		6/11/09

		Pending

		FRS RR3-68

		FRS Section 3

		DOCUMENTATION


Need to address in requirement when local indicator is FALSE.

		Requirements will be updated in next FRS 5.0.0 release






		0151

		6/11/09

		Close

		

		

		

		No text available. Maintained to keep numbering.



		0152

		6/11/09

		Open (Recommend Close)

		FRS RR3-107

		FRS Section 3

		ARCHITECTURE

Check for possible race conditions related to SVs in Sending state.

		Combine with item #95.



		0153

		6/11/09

		Pending

		FRS RT3-75

		FRS Section 3 

		DOCUMENTATION


Check that we have an explicit requirement to broadcast to subtending LSMSs.

		Requirements will be reviewed and updated if necessary in next FRS 5.0.0 release






		0154

		6/11/09

		Pending

		FRS RT3-77, RT3-101

		FRS Section 3

		DOCUMENTATION


Remove “peered” in title of requirement.

		Requirements will be updated in next FRS 5.0.0 release






		0155

		6/11/09

		Pending

		FRS RT3-77

		FRS Section 3

		DOCUMENTATION


Make it clear in all applicable requirements that peered NPACs will not forward SP queries.

		Requirements will be updated in next FRS 5.0.0 release






		0156

		6/11/09

		Pending

		FRS RT3-79, RT3-80

		FRS Section 3

		DOCUMENTATION


Document change to true up reference to SOA Origination Flag.

		Requirements will be updated in next FRS 5.0.0 release






		0157

		6/11/09

		Pending

		FRS RT3-81

		FRS Section 3

		DOCUMENTATION


Remove requirement.

		Requirements will be updated in next FRS 5.0.0 release






		0158

		6/11/09

		Pending

		FRS RT3-86

		FRS Section 3

		DOCUMENTATION


Make sure referencing to rollup is consistent with peered update and identify differences with how it is done today.

		Requirements will be reviewed and updated in next FRS 5.0.0 release






		0159

		6/11/09

		Pending

		FRS RT3-89, RT3-93, RT3-98

		FRS Section 3

		DOCUMENTATION


Check to see if we need to indicate which NPAC is doing create and send.

		Requirements will be updated in next FRS 5.0.0 release






		0160

		6/11/09

		Pending

		FRS RT3-92 and RT3-93

		FRS Section 3

		DOCUMENTATION


Document change to delete these requirements.

		Requirements will be updated in next FRS 5.0.0 release






		0161

		6/11/09

		Close

		

		

		

		No Text Available. Maintained to keep numbering.



		0162

		6/11/09

		Pending

		FRS RT3-103

		FRS Section 3

		DOCUMENTATION


It was stated that this is a negative requirement.

		Requirements will be updated in next FRS 5.0.0 release






		0163

		6/11/09

		Pending

		FRS RT5-63, RT5-67 

		FRS Section 5

		DOCUMENTATION


Delete RT5-63.

		Requirements will be updated in next FRS 5.0.0 release






		0164

		6/11/09

		Pending

		FRS RT5-68

		FRS Section 5

		DOCUMENTATION


Change “filtered” to “non-filtered.”

		Requirements will be updated in next FRS 5.0.0 release






		0165

		6/11/09

		Pending

		N/A

		IIS from Errata document in GDMO section

		DOCUMENTATION


For SV peered broadcast, reflect that it is a disconnect of a “ported” pooled TN.

		GDMO will be updated in next IIS 5.0.0 release






		0166

		6/11/09

		Pending

		N/A

		IIS Flow B.5.4.7.2

		DOCUMENTATION


Failed List for SV2 must be cleared.

		IIS will be updated in next IIS 5.0.0 release






		0167

		6/11/09

		Pending

		N/A

		IIS

		DOCUMENTATION


Need to review and validate flows in the context of 3 or more peered NPACs.

		Scenarios will be reviewed to determine where there is value in having flows with multiple NPAC SMS.  One potential area for additional flows would be recovery. Additional flows identified will be included in next IIS 5.0.0 release



		0168

		6/11/09

		Pending

		N/A

		IIS Flow B.5.6.2

		DOCUMENTATION


Review to make sure that all attributes are included.

		IIS flow will be reviewed and updated in next IIS 5.0.0 release






		0169

		6/18/09

		Pending

		N/A

		FRS 6.4

		DOCUMENTATION


May want to revisit having more than one LSMS interface between peered NPACs.

		The current documentation for NANC 437 supports one Inter-NPAC LSMS interface.  If capacity issues are identified, then the document can be updated to allow for support of multiple Inter-NPAC LSMS associations.






		0170

		6/18/09

		Open (Recommend Closed)

		RT6-2 – RT6-8

		FRS Section 6

		DOCUMENTATION


Configuration of relationships of SPID to SOA associations across peered NPACs are the same.  Concern with amount of traffic and ability to do load balancing.

		The current documentation for NANC 437 supports one Inter-NPAC SOA interface connection per SPID.  If capacity issues are identified when considering item 101, then the document can be updated to allow for support of multiple Inter-NPAC SOA associations per SPID.






		0171

		6/18/09

		Pending

		TBD

		FRS Section 6

		DOCUMENTATION


Unless there are any objections, instead of partitioning rollup requirements make a documentation note that concurrent operations were identified and no requirements changes were warranted.  

		FRS will be updated in next FRS 5.0.0 release






		0172

		6/18/09

		Open  (Recommend Close)

		N/A

		

		ARCHITECTURE


Regarding peering distribution of workload for each Active SV transaction, it was questioned if the formula (M/N+K)*C accurately reflects all work necessary. 

		In the examples the C value used is to represent the functional workload of broadcasting to and receiving responses from an LSMS.  The value of C may not be equal in both equations (it could be less than or greater than depending on implementation). 



		0173

		6/18/09

		Pending

		R10-2

		FRS Section 10

		DOCUMENTATION


Regarding 99.9% reliability for LSMS and SOA interfaces, need to calculate aggregate reliability % in a peered NPAC environment in order to ensure no degradation in reliability.

		The 99.9% reliability is for the entire region (an aggregate number).  FRS will be updated in the next FRS 5.0.0 release.



		0174

		6/18/09

		Pending

		FRS RT6-12

		FRS Section 6

		DOCUMENTATION


Change requirement to reflect that it is 20 CMIP operations over a single SOA association and not 70.

		FRS will be updated in next FRS 5.0.0 release



		0175

		6/18/09

		Pending

		FRS RT6-16

		FRS Section 6

		DOCUMENTATION


Strike the requirement.

		FRS will be updated in next FRS 5.0.0 release



		0176

		6/18/09

		Pending

		FRS RT6-18

		FRS Section 6

		DOCUMENTATION


Change to clarify the requirement because it is required functionality.  It currently states for those that support the application level error functionality. 

		FRS will be updated in next FRS 5.0.0 release



		 0177

		6/18/09

		Pending

		TBD

		FRS Recovery

		DOCUMENTATION


Question related to recovery:   If 2 or more NPACs are down and they come up at different times, how is data merged?  Possible race conditions?  Need to revisit recovery tenets in the context of 1 or more NPACs being down.

		FRS will be updated in next FRS 5.0.0 release to more clearly document the recovery process with multiple NPAC scenarios.



		0178

		6/18/09

		Pending

		FRS RT6-55

		FRS Section 6

		DOCUMENTATION


Change requirement to clarify that SWIM is the first priority for recovery and time-based is a fallback.

		FRS will be updated in next FRS 5.0.0 release



		0179

		6/18/09

		Pending

		TBD

		FRS Recovery

		DOCUMENTATION


Do data requirements drive the need to have all NPACs up and running before recovery takes place?  Example is if an NXX is created on the wrong NPAC and deleted and created on the correct NPAC, if NPACs are down, sequence of recovery of messages is critical.   Discuss in the context of both bringing up a new NPAC and restoring a crashed NPAC.

		Related to item #177. FRS will be updated in next FRS 5.0.0 release to more clearly document the recovery process with multiple NPAC scenarios.



		0180

		6/18/09

		Pending

		FRS RT6-63

		FRS Section 6

		DOCUMENTATION


Strike the requirement.

		FRS will be updated in next FRS 5.0.0 release



		0181

		6/18/09

		Pending

		FRS RT6-64

		FRS Section 6

		DOCUMENTATION


Review requirement to see if it should be struck.  SWIM does not currently function in this way.  In general are we only supporting SWIM?

		FRS will be updated in next FRS 5.0.0 release



		0182

		6/18/09

		Pending

		FRS RT6-73

		FRS Section 6

		DOCUMENTATION


Decide if the requirement should be struck.  It was mentioned that it seemed out of place.

		FRS will be reviewed updated in next FRS 5.0.0 release



		0183

		6/18/09

		Pending

		FRS RT6-81

		FRS Section 6

		DOCUMENTATION


Clarify intent of requirement.  Peered NPAC ID?

		FRS will be updated in next FRS 5.0.0 release



		0184

		6/18/09

		Pending

		FRS RT6-84


FRS 6.8

		FRS Section 6

		DOCUMENTATION


Remove “existing.” And in Section 6.8, remove other instances of “existing.”

		FRS will be updated in next FRS 5.0.0 release



		0185

		6/18/09

		Pending

		FRS RT6-90

		FRS Section 6

		DOCUMENTATION


Change requirement to a constraint.

		FRS will be updated in next FRS 5.0.0 release



		0186

		6/18/09

		Pending

		FRS RT6-90

		FRS Section 6

		DOCUMENTATION


Review for possible clarification or provide rationale if decision is to remove.

		Requirement will be changed to a constraint per item #185. FRS will be reviewed  updated in next FRS 5.0.0 release



		0187

		6/18/09

		Pending

		FRS 7-2

		FRS Section 7

		DOCUMENTATION


Apply note below to this requirement.

		FRS will be updated in next FRS 5.0.0 release



		0188

		6/18/09

		Pending

		R 7-100.1

		FRS Section 7

		DOCUMENTATION


Update requirement.

		FRS will be updated in next FRS 5.0.0 release



		0189

		6/18/09

		Pending

		R 7-108.1

		FRS Section 7

		DOCUMENTATION


Can this report generated be all NPACs or just the Master NPAC of the block?

		FRS will be reviewed and updated in next FRS 5.0.0 release



		0190

		6/18/09

		Pending

		FRS RR9-11

		FRS Section 9

		DOCUMENTATION


Can this report generated be all NPACs or just the Master NPAC of the Old SP?  What is scope of requirement?  Review Change Order 375.

		FRS will be reviewed and updated in next FRS 5.0.0 release



		0191

		6/18/09

		Pending

		FRS RR9-21

		FRS Section 9.3.3

		DOCUMENTATION


Question on what are data gathering requirements for resend exclusion report.

		FRS will be reviewed and updated in next FRS 5.0.0 release



		0192

		6/18/09

		Open

		FRS RT10-4

		FRS Section 10

		ARCHITECTURE

Revisit requirement to determine how 3-second requirement can be met with multiple NPACs.  Related to Item 50.

		FRS will be reviewed updated in next FRS 5.0.0 release

Moved to architecture per 7/14/09 ATP meeting for further discussion requested by a vendor.





		0193

		6/18/09

		Pending

		FRS RT11-1, 


FRS RT11-2

		FRS Section 11

		DOCUMENTATION


Industry needs to agree on billing arrangements and compensation of workload on NPACs.  May drive changes to usage measurement requirements.

		Usage data requirements can be updated when industry billing arrangements are in place.
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