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OCTOBER 6, 2009 CONFERENCE CALL MINUTES:
Change Management – NeuStar:


[image: image1.emf]NANC Change  Orders 09-29-09.doc


· The group reviewed NANC Change Orders 440 and 441, which provide for Medium Timers and a Medium Timer Indicator, respectively.

· NANC 440

· The group reviewed and discussed the Business Need.  Although no LSMS impact has been identified, it was agreed to leave in the statement that reads, “These changes in the NPAC will also require changes in Service Provider local systems, e.g., SOA, LSMS, Operational Support Systems (OSSs), etc.”
· Make SOA impact a “Y.”
· It will be reflected that the Medium Conflict Restriction Window time of 21:00 is in the predominant time zone of the NPAC region.

· A provider raised a concern about a 4-day Simple Port that is rescheduled for the day after the original due date and asked if that scenario would require restarting the T1/T2 timers.  The answer was that it does not.  Another provider asked if this would be considered a Supp or an Expedite.  It was agreed that this scenario does not pose a timer issue, but we will discuss this in our Action Item on Supps (Action Item 090209-03).
· NeuStar will revise NANC 440 based on the discussion and send out to the group.

· Open Question:  Should SOAs be allowed to continue to optionally support Timer Type and Business Type, or should this be required to support this Change Order?  
.
· NANC 441

· Regarding the question if we want to send this attribute on intra-SP ports, it was stated that timers are not applicable on intra-SP ports.  It was agreed to have the NPAC ignore it on intra-SP ports.

· The group then discussed whether or not to allow the NPAC to accept Due Date mismatches so that the Old SP did not have to insert a Due Date on their Create message that it did not agree with in order to indicate a different timer set than that indicated by the New SP.  It was stated that the reason that a Due Date match was originally required was to make it further clear that it is the same pending SV that is being processed in the NPAC.  Two providers expressed a concern with allowing Due Date mismatches and deferring to the Old SP’s Due Date in their Create with respect to a current bilateral agreement to allow activations on Due Date minus 1 (typically a Saturday).  Allowing Due Date mismatches on an SV in the NPAC and deferring to the Old SP’s Due Date in their Create message would require the Old SP to do a Modify Pending to allow the New SP to activate a day early.  It was agreed to maintain current NPAC functionality with regard to requiring Due Date matches on New SP and Old SP Create messages. 

· Prior to the 10/06/2009 conference call, the following request was submitted by AT&T and forwarded to the LNPA WG distribution list at AT&T’s request in order to tee up a discussion on whether to continue with development of a Medium Timer Indicator to indicate to the NPAC which timer set to use, or to have the NPAC utilize the Due Date in the Create message(s) to derive the timer set.

· “Since the LNPA WG determined to pursue a "medium timer indicator" submitted via SOA to NPAC as opposed to a "time stamp/due date derived" approach where an NPAC algorithm determines, AT&T has assessed the likely effort to our enterprise.”
· “Even though we initially had preference for the "time stamp/due date derived" approach for processing through NPAC, we did not take a position either way during the LNPA WG meeting where the "medium timer indicator" approach was agreed upon.”
· “This approach was taken before Change Order requirements were available.  Since this review is now underway, AT&T believes this is the proper time to discuss.”
· “During internal requirements discussions in the last two weeks, it has been estimated that our implementation 
efforts are dramatically different depending on the approach taken.”

· “Where AT&T's internal implementation effort would be approximately $X with the “time stamp/due date derived” approach, it will be $3X-to-$5X using the “medium timer indicator” based on carrier selection.”
· “Additionally, AT&T believes that the risk involved with the “medium timer indicator” method is much greater due to the number of carrier and vendor systems that may have to be extensively modified to support this approach. Undoubtedly, the vendor will pass on this difference to users of those vendor products.”
· “Since this information was not available during the Philadelphia meeting, we were unable to present it at that time.”
· “AT&T asks the LNPA WG to reconsider its design decision in favor of the “time stamp/due date derived” approach.”
With regard to the discussion of NANC 441, which proposes the development of a Medium Timer Indicator for both the New and Old SP Create messages, and AT&T’s request for the LNPA WG to reconsider its design decision in favor of the “time stamp/due date-derived interval” approach (to indicate when NPAC is to trigger the medium timers), the following question was posed by the Co-Chairs to the Service Providers in attendance: 
Do you support or object to moving forward with NANC 441 as it is currently designed to develop and implement the new Medium Timer Indicator attribute?

SUPPORT



OBJECT





Brighthouse



AT&T





JSI




Century Link





One Communications


Comcast





Qwest




Sprint Nextel





T-Mobile



XO Communications





Townes Communications





Verizon

Based on the group discussion and these responses, it was determined that there was no clear consensus to reconsider the LNPA WG’s current design direction in favor of a “time stamp/due date-derived interval” approach, as requested.  

Proposed Text for FCC 09-41 Implementation Plan – Tiki Gaugler, XO Communications:
· The following text was proposed by XO Communications as a revision to Figure 4 Step 3 in the LNP Provisioning Flows Narratives:

The NNSP notifies the ONSP of the port using the LSR and sends the information in the manner specified by the ONSP (i.e., via an electronic gateway, FAX, email, or manual means).  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).
· Due to time constraints, it was agreed to defer discussion of this agenda item to the next LNPA WG conference call.
Proposed Conflict Cause Value 51 Language – Gary Sacra, Verizon:
· Due to time constraints, it was agreed to defer discussion of this agenda item to the next LNPA WG conference call.
2010 LNPA WG Meeting/Conference Call Schedule – All: 

· The group determined the following schedule for the 2010 LNPA WG meetings and conference call:

· January 12-13, 2010 face-to-face meeting

· February 9, 2010 conference call

· March 9-10, 2010 face-to-face meeting

· April 13, 2010 conference call

· May 11-12, 2010 face-to-face meeting

· June 8, 2010 conference call

· July 13-14, 2010 face-to-face meeting

· August 10, 2010 conference call

· September 14-15, 2010 face-to-face meeting

· October 12, 2010 conference call

· November 9-10, 2010 face-to-face meeting

· December 7, 2010 conference call

· The following companies volunteered to host LNPA WG meetings in 2010:
· NeuStar

· Sprint Nextel
· Comcast

· Brighthouse/Syniverse
· Telcordia

· Tekelec

· Canadian Consortium
· Paul LaGattuta, NeuStar, agreed to pull a conference call together among the volunteers to determine host locations.  The call will take place on Tuesday, October 13, 2009, from 2:30 PM-3:30 PM Eastern.  The bridge number is 866-858-8801, PIN 1023#.
· A provider proposed that the face-to-face meetings end on the 2nd day at 3pm local time.  It was agreed to trial the earlier stop time as long as the agenda permitted.
· Subsequent to the October 6, 2010 LNPA WG conference call, the attached 2010 meeting/conference call scheduled was set.
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2010 SPID Migration Blackout Date Schedule – All:
· The group determined the following schedule for the 2010 SPID Migration blackout dates:

· January 3, 2010 (1st Sunday of the month)
· January 17, 2010 (Martin Luther King Day)

· February 7, 2010 (1st Sunday of the month)
· February 14, 2010 (President’s Day)

· March 7, 2010 (1st Sunday of the month)
· April 4, 2010 (1st Sunday of the month and Easter)
· May 2, 2010 (1st Sunday of the month)
· May 30, 2010 (Memorial Day)
· June 6, 2010 (1st Sunday of the month)
· July 4, 2010 (1st Sunday of the month and Independence Day)
· August 1, 2010 (1st Sunday of the month)
· September 5, 2010 (1st Sunday of the month)
· October 3, 2010 (1st Sunday of the month)
· October ???, 2010 (Placeholder for Industry Failover Exercise)
· November 7, 2010 (1st Sunday of the month)
· November 28, 2010 (Thanksgiving)

· December 5, 2010 (1st Sunday of the month)
· December 26, 2010 (Christmas)

· Continuation of NANC 437 Issue Parking Lot Matrix Review – All:
NOTE:  We left off at Item 142 in the attached at the Philadelphia meeting.
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· Due to time constraints, it was agreed to defer discussion of this agenda item to the next LNPA WG conference call.
Next LNPA WG Conference Call – All:
· The group agreed to schedule an additional conference call for Monday, October 19, 2009, from 11am – 4pm Eastern.  The dial-in bridge number will be 888-412-7808, PIN 23272#.

· The agenda will consist of the following:

· Introductions/Agenda Review – All 

· Change Management – NeuStar

· NANC 440

· NANC 441

· Proposed Text for FCC 09-41 Implementation Plan – Tiki Gaugler, XO Comm.
· Proposed Conflict Cause Value 51 Language – Gary Sacra, Verizon
· 2010 LNPA WG Meeting/Conference Call Schedule – All

· Continuation of NANC 437 Issue Parking Lot Matrix Review – All

· New Business – All
Next LNPA WG Conference Call … October 19, 2009, 11am – 4pm Eastern … Bridge Number 888-412-7808, PIN 23272#

Next General LNPA WG Meeting …November 10-11, 2009, Newport Beach, California – Hosted by NeuStar
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Open Change Orders


		Open Change Orders



		Chg Order #
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Accepted Change Orders


		Accepted Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS



		NANC 372

		Bellsouth 11/15/02

		SOA/LSMS Interface Protocol Alternatives

Business Need:

Currently the only interface protocol supported by the NPAC to SOA and NPAC to LSMS interface is CMIP.  The purpose of this change order is to request analysis be done to determine the feasibility of adding other protocol support such as CORBA or XML. The primary reasons for looking into a change would be 1) Performance, and 2) Implementation complexity.


(continued)

		

		

		Func Backward Compatible:  TBD


Dec ’02 LNPAWG, discuss this change order in January ’03 in the new arch review meeting.




		High

		High / High



		NANC 372 (con’t)

		Jan ’03 APT, discussion:


· The team began with a discussion on the CMIP Alternative Business Need in order to determine if we need to improve CMIP or identify an alternative.


· Dave Cochran, BellSouth and the originator of NANC Change Order 372, discussed potential drivers and cited:


· Cost of maintaining internal CMIP interface expertise and resources


· Ability to take advantage of in-house expertise for some of the newer architectures, e.g., CORBA, XML, JAVA, J2E


· It was stated that CMISE was considered a reasonable protocol for managing network elements in the mid-1990s due to its flexibility.


· LNP rules include encryption/decryption functionality.  We need to discuss authentication and associated issues.

· It was mentioned that if lowering the level of encryption is identified as a benefit for a new protocol, we should also consider that for CMIP.


· CMIP is a very robust protocol for describing and managing network elements, but where that robustness begins to become burdensome is subjective.


· We need to keep in mind that we need a real-time interface.


Feb ’03 APT, discussion:


Dave Cochran, BellSouth, will be providing more input (business drivers, data, operational feedback, etc.) to facilitate further discussion.  Sub-tasks still need to be prioritized.

Dec ’03 APT, discussion:


No further discussion at this time.  Leave off list of change orders discussed during the APT meeting.


Jan ’07 APT, discussion:


The APT was activated during the Nov ’06 LNPAWG meeting.  No discussion on alternative interfaces took place during that meeting, but change orders (including 372) were reviewed during the Jan ’07 meeting.  The brief discussion included:  CMIP-to-XML/SOAP -- It was asked if there is a business need to transition from CMIP to XML/SOAP?  It was suggested that since we are tunneling XML into CMIP, we should explore the future evolution of the interface.  Service Providers are to discuss internally any drivers for moving from CMIP to XML/SOAP for the SOA and LSMS interfaces including the impact of increasing the size of messages.


Mar ’07 APT, discussion:


More discussion took place regarding an additional NPAC interface using XML/SOAP.  For the May ’07 meeting, Service Providers and vendors are to bring any additional data or information to share with the group.


(continued)






		NANC 372 (con’t)

		May ’07 APT, discussion:


1.  The IT industry is generally moving towards an XML/SOAP interface.  However, there are performance issues and questions.  Message size would be greatly increased.  Need to investigate compression capabilities.


2.  It will be worth pursuing for the long term.  Not sure what is next step.  Need to find a business driver for pursuing this.


3.  The WICIS transfer is planning on implementing a flash-cut to XML (Sep ’08).  Plan is to continue to support CORBA interface for testing purposes only.  Keep this in mind when planning the NPAC implementation.

4.  The group will discuss more during the Jul ’07 mtg, including pros/cons analysis, LOE, and any input on the business case.

Jul ’07 APT, discussion:


1.  In response to May ’07 #3 above, a question was asked about the ATIS decision to move WICIS from CORBA to XML/SOAP.  It was explained that the major driver for the ATIS recommendation was to consolidate the various systems onto a single interface type (XML/SOAP), and not necessarily specific to WICIS.  It was also mentioned that the NPAC would be supporting two interface types by adding XML/SOAP, since both CMIP and XML/SOAP would need to be supported on the NPAC for the foreseeable future.  Sunsetting of the CMIP interface (and only having the XML/SOAP interface) was briefly discussed, but it was also mentioned that the industry has never sunset any previous NPAC functionality.

2.  All Service Providers will investigate internally whether or not their companies are moving towards XML/SOAP, and whether or not they support the ATIS position of consolidating interface types towards XML/SOAP.  This will be discussed again at the Sep ’07 meeting, to gauge industry interest in developing an XML/SOAP interface for the NPAC.


Sep ’07 APT, discussion:


1.  Deb Tucker, VZW, provided the historical info (from multiple ATIS documents) for ATIS and the single interface item.  The current situation for most Service Providers is that new systems are going with XML and legacy systems stay on their existing protocols based on each company’s cost/benefit analysis.  The group agreed to continue to discuss this item in future meetings.  From the NPAC perspective, support for both interfaces is required since a flash cut cannot be assumed.

2.  Given the APT’s charter, the correct way to look at this change order is from an architecture perspective.  Several items to consider:  messaging (continue to use a session approach like CMIP, or an approach like web-services where it’s set up then broken down when the message is done?), security (how does it change with a web services approach?), message content/architecture (same messages used today with CMIP will be used for XML?), performance/message compression, business rules/error handling, efficiencies in data model (e.g., having DPC at the LRN level), audits (the effect on large messages).

3.  Business Case.  Need to get to the point where the group can either build or not build a strong business case.  May need a document to define an XML/SOAP interface which would help answer the question on the business case.  Security will be the first issue discussed at the Nov ’07 meeting.



		NANC 372 (con’t)

		Nov ’07 APT, discussion:


1.  The wireless group has been discussing this.  They will summarize their recent discussion, and forward some relevant bullet points on to the Architecture team.  These bullet points will be used as starting point discussions.


2.  The group will further discuss dedicated link versus VPN (http/https.  Private network/public network), IP security, .data security (encryption).





		NANC 382

		NeuStar 4/4/03

		“Port-Protection” System


(The following is the original request.  Subsequent modifications were made during several LNPAWG meetings.  Refer to the bottom of this change order for the current version.)


Overview:


The “Port Protection” system is a competitively neutral approach to preventing inadvertent ports that gives end-users the ability to define their portable telephone numbers as “not-portable.”  The NPAC SMS enforces the “not-portable” status of a telephone number so long as it remains in effect.  No Local Service Provider (LSP) can invoke or revoke “port protection” on a working telephone number; end-users completely control the portability of their portable telephone numbers.


Business Need:


Inadvertent porting of working numbers is a concern to both Local Service Providers (LSPs) and their customers.  In today’s LNP environment, an LSP cannot absolutely assure its customers that their terminating service will not be interrupted, even if it can insure that physical plant is operated without failure.  This is because any LSP by mistake may port a telephone number away from that number’s current serving switch.


The inadvertent port can occur in a number of ways, but the most common occurrences appear to be caused by two errors: (1.) when the wrong telephone number submitted to NPAC for a conventional inter-SP port, and (2.) when intra-SP ports are not done before a pooled block is created.  There is a similar inadvertent port problem for non-working numbers, but erroneous moves of non-working numbers are not directly service-affecting and are not addressed here.


NeuStar suggests the following competitively neutral method to prevent inadvertent ports of working TNs.

		TBD

		FRS, IIS, GDMO, ASN.1

		Interface and Functional Backward Compatible:  NO


Description of Change:


(The following is the original request.  Subsequent modifications were made during several LNPAWG meetings.  Refer to the bottom of this change order for the current version.)


See next page.




		TBD

		TBD / TBD



		NANC 382 (con’t)

		Continuation of NANC 382, Port-Protection System, Proposed Resolution section:


-- System Architecture -- 


Changes to the NPAC SMS are required, to establish a table of “Port-Protected TNs” in which portable numbers that no longer can be ported are listed.  A step must be added to the NPAC SMS’s validation process in order to check this new table whenever an inter-SP port or pooled block create is attempted.
  An interface change could be required as well if industry wishes to know when a request’s rejection is due to the involved number being on the “Port Protection” list.


Creation of an IVR system is required, to receive end-user requests for protection of their numbers from porting (or to remove this protection) and to relay the information to the NPAC SMS.  The system would automatically modify the NPAC’s “Port-Protection” tables based on the end-user requests it receives.  Access to the IVR would be through the end-user’s current LSP customer rep.  Any other LSP willing to assist the end-user could be involved.


The end-user’s telephone number is entered in the NPAC’s “Port Protection” tables whenever “port-protection” is requested.  The end-user cannot reach the “Port-Protection” IVR system directly, but instead must be connected through a local Service Provider’s customer contact system, much like what is done in the PIC selection process, where the Service Provider’s customer rep advances the call to a third-party verification service, then leaves the call to allow the third-party verifier and end-user to converse.


The IVR system must recognize the LSP as authorized to participate in the “Port Protect” process.  (The LSP need not be a facility-based provider.)


Arrangements for security handshakes must be made in advance with each participating LSP.


A telephone number may be added to or removed from the “Port Protection” list whenever and as often as the end-user wishes.


To maintain the proposal’s competitive neutrality, the process assumes any LSP may assist the end-user.  However, the possibility of end-users invoking or revoking “Port Protection” on telephone numbers other than their own would be mitigated if only an LSP with which the end-user had a contractual relationship could participate, i.e., only the current LSP or a new LSP in a pending port request situation.


(con’t)



		NANC 382 (con’t)

		Continuation of NANC 382, Port-Protection System, Proposed Resolution section:


-- System Operation -- 


The end-user’s telephone number is entered in the NPAC’s “Port Protection” tables whenever “port-protection” is requested.  The end-user cannot reach the “Port-Protection” IVR system directly, but instead must be connected through a local Service Provider’s customer contact system, much like what is done in the PIC selection process, where the Service Provider’s customer rep advances the call to a third-party verification service, then leaves the call to allow the third-party verifier and end-user to converse.


The IVR system must recognize the LSP as authorized to participate in the “Port Protect” process.  (The LSP need not be a facility-based provider.)


Arrangements for security handshakes must be made in advance with each participating LSP.


A telephone number may be added to or removed from the “Port Protection” list whenever and as often as the end-user wishes.


To maintain the proposal’s competitive neutrality, the process assumes any LSP may assist the end-user.  However, the possibility of end-users invoking or revoking “Port Protection” on telephone numbers other than their own would be mitigated if only an LSP with which the end-user had a contractual relationship could participate, i.e., only the current LSP or a new LSP in a pending port request situation.


When the NPAC attempts to create a pending SV or a pooled block, the NPAC will check the “Port Protection” list in its validation process for inter-SP port (including Port-to-Original) and “-X” create requests. 


The “Port Protection” validation does not occur for intra-SP ports.  These may represent inadvertent ports, but validation necessary to determine whether override would be appropriate is not feasible.  The validation occurs for only those deletes that are “Port-to-Original” situations.


(con’t)



		NANC 382 (con’t)

		Continuation of NANC 382, Port-Protection System, Proposed Resolution section:


 -- Process Flow -- 


The end-user contacts an LSP (or an LSP contacts the end-user).  (It is not inherently necessary for there to be Service Provider involvement in this process, but NeuStar is not prepared to operate a system which does not involve LSP participation.)


End-user indicates desire to invoke (or revoke) “Port Protection.”


LSP customer rep places end-user on hold and calls the “Port-Protection” IVR.


LSP provides its pre-assigned ID information to IVR system.  (LSP arrange for security codes before attempting to assist end-users with the “Port-protection” process.)


LSP brings end-user on to the active line and leaves call; end-user interacts with IVR.


Using a standard script, the IVR confirms caller is authorized to make changes to the telephone number account, determines the caller’s name, and lists the telephone number(s) to be added to (or removed from) the “port-protection” table.  The customer may actually enter the TN desired.  The call is recorded.


The IVR system then enters this information into an automated ticket system.


Completion of the ticket automatically sends triggers an update of the NPAC’s “port-protection” table.


In the case of a number that has been entered in the port-protection table, but is no longer assigned to an end-user, the current Service Provider itself can ask that the number be removed from the “port-protection” table.  The provider would have to be recognized by the NPAC as the code/block owner and would have to state that the number is not assigned to an end-user.






		Continuation of NANC 382, “Port-Protection” System


This change order was reviewed and revised during the May through Sep ’03 LNPAWG meetings.  The final version of the open change order at the time of acceptance (for development of more detailed information) is shown below:


Overview:


The “Port Protection” system is a competitively neutral approach to preventing inadvertent ports.  The system makes it possible for end-users to define their portable telephone numbers as “not-portable.”  The NPAC SMS prevents the port of a “not-portable” telephone number (TN) through its automated validation processes.  A Local Service Provider (LSP) can invoke or revoke “port protection” for a working TN, but only at the end-user’s request.


Business Need:


Inadvertent porting of working TNs is a concern to both Local Service Providers (LSPs) and their customers.  In today’s LNP environment, an LSP cannot absolutely assure its customers that their terminating service will not be interrupted, even if it can insure that the physical plant is operated without failure.  This is because another LSP by mistake may port a TN away from that number’s current serving switch. 


The inadvertent port can occur in a number of ways, but the most common occurrences appear to be caused by two errors: (1.) the wrong TN is submitted to the NPAC SMS for a conventional inter-SP port, and (2.) intra-SP ports are not done before a thousands-block is created. There are similar inadvertent port scenarios for non-working TNs, but erroneous moves of non-working TNs are not immediately service-affecting and are not addressed here.


NeuStar suggests the following competitively neutral method to prevent inadvertent ports of working TNs.

		Interface and Functional Backward Compatible:  NO


This change order was reviewed and revised during the May through Sep ’03 LNPAWG meetings.  The final version of the open change order at the time of acceptance (for development of more detailed information) is shown below:


Description of Change:


 -- System Architecture -- 


Changes to the NPAC SMS are required to establish a table of “Port Protected” TNs, in which portable numbers that no longer can be ported are listed, and to add a validation step that rejects attempts to port a TN that is on the list.  The validation is performed on the new-SP’s Create message for an inter-SP port, when a thousands block is created, and, optionally, for an intra-SP port.  (The optional intra-SP port validation is invoked on a SPID-specific basis.)   The rejection notification sent when a request fails this NPAC SMS validation will indicate that the TN is on the Port Protection list.  No interface change is required for this rejection message, since a new optional attribute will be added to accommodate the new error text.


LSP requests to add TNs to the Port Protection table are made to the NPAC Help Desk via e-mail (the TNs involved are shown on an Excel attachment to the e-mail message).  LSPs use the same approach to delete TNs from the table.


(con’t)



		NANC 382 (con’t)

		Continuation of NANC 382, Port-Protection System, Proposed Resolution section:


-- System Operation -- 


A TN is added to the NPAC’s Port Protection table when an LSP requests this action.  The same process applies when an LSP requests the removal of a TN from the table.


The NPAC Help Desk accepts requests to change Port Protection table entries only from pre-authorized representatives of an LSP.  (The LSP need not be a facility-based provider.)  A TN may be added to or removed from the “Port Protection” list as often as required.


When the NPAC SMS receives the new SP’s Create request, it will check the Port Protection table during the Pending SV Create validation process for inter-SP ports (including Port-to-Original SV deletes). Optionally
, the validation is performed for intra-SP ports.


The NPAC SMS also will make this validation check in connection with “-X” create requests.
 

The validation is not applied to Modify requests


In the disconnect scenario, the NPAC SMS will check the Port Protection list and, if the TN is found, will remove the involved disconnected ported TN from the list.  This automatic removal of a disconnected TN from the Port Protection list can occur only in the case of a disconnected TN that was ported.  A non-ported TN that is disconnected must be removed from the list by the LSP having the disconnected non-ported TN in its inventory.


(con’t)



		NANC 382 (con’t)

		Continuation of NANC 382, Port-Protection System, Proposed Resolution section:


-- Process Flow -- 


NPAC Help Desk


· The end-user contacts an LSP (or an LSP contacts the end-user). 


· End-user indicates to LSP his desire to invoke (or revoke) “Port Protection.”


· LSP contacts NPAC Help Desk via e-mail to request change.


· The NPAC Help Desk updates the Port Protection table.


NPAC SMS

· NPAC SMS applies the Port Protection validation (1.) to the new-SP Create request of an inter-SP port, (2.) to a Block Creation request, and (3.) optionally at the individual SPID level, to an intra-SP port request.  If the TN is found on the Port Protection list, NPAC SMS rejects the request and indicates that a Port Protection validation failure is the reason for the request’s rejection.


· Disconnect of a ported TN results in automatic removal of the TN from the Port Protection list; disconnect of a non-ported TN requires owning LSP to request the disconnected TN’s removal from the list.


· An LSP’s regional NPAC SMS Profile indicates whether the Port Protection validation should be applied also to its intra-SP port requests.






		382 (cont)

		Nov ’03 LNPAWG, discussion:

The group discussed the high-level steps.  There were a couple of updates that were requested.  These steps will be evaluated once the policy issues/questions are discussed:


1. For intra-ports, let the port go through and keep them on the list.


2. In steps 4.b, no need to look at the list, just allow the Old SP Create to happen.  If they are on the list, then for now, leave it on the list.


3. For step 8, add that this does NOT apply to PTO.


Policy issues/questions:  (at the Jan ’04 LNPAWG, we would discuss if and how, we might Tee this up at NANC).


1. What types/classes of numbers can be placed on the list?  What criteria?  What kind of criteria.


2. Who can put it on the list and remove it from the list?  This is an authorization question.


3. What is the PROCESS for getting them on and off the list?  How mechanically, do you put/remove it on the list.


4. Who can access the list, need a process to access the list.  What is shown when they access the list    (police, other authority)


Other points discussed:


1. Want more than just the IVR way to get numbers on/off the list.


2. Want some type of pre-validation process to “ping” the list and see if someone is on the PPL.


3. Want the ability to audit the list.






		NANC 390

		Qwest


10/16/03

		New Interface Confirmation Messages SOA/LSMS – to - NPAC


Business Need:

Service Provider systems (SOA/LSMS) need to know (in the form of a positive acknowledgement from the NPAC) that the NPAC has received their request message, so the systems (SOA/LSMS) do not unnecessarily resend the message and cause duplicate transactions for the same request.


Based on the current requirements for the NPAC, the NPAC acknowledgement message (generally referred to as "a response to a request" from the SOA/LSMS) is not returned until AFTER the NPAC has completed the activity required by that request.  During heavy porting periods, transactions that require many records to be updated may take longer than normal for a response to be received from the NPAC.  In the case of a delayed response, the SOA/LSMS may abort the association to the NPAC (e.g., after the 15 minute Abort timer expires).  When the association is re-established, the SOA/LSMS may resend messages to the NPAC because they haven’t received a response to the first message and thus believe the NPAC did not receive the original message.  This behavior can lead to a duplicate transaction for the same request thus:  1.) causing a heavy volume of transactions over the NPAC to SOA/LSMS interface, 2.) slowing Porting completion, 3.) causing an increase of Porting costs, 4.) causing duplicate message processing at the NPAC, and 5.) possibly causing manual intervention by NPAC and Service Provider personnel, etc.

		TBD

		FRS, IIS, GDMO, ASN.1

		Func Backward Compatible:  NO


A new message will be explored during the Nov ’03 LNPAWG meeting.


Additionally, a discussion item needs to occur regarding the possible inclusion of Service Provider profile settings to support this new feature.

		High

		Med-High / Med-High



		NANC 390 (con’t)

		Nov ’03 LNPAWG, discussion:

Explained the current functionality, and the fact that higher priority transactions will be worked before other requested work, which can cause delays in responses.  In the case where previously submitted work was re-sent to the NPAC, the NPAC may have to re-do work it has already done.


Providers may see a backup in their SOA traffic, thereby causing them to process extra data as well.


A toggle would need to be added for Backward compatibility.  Providers that support the new confirmation message would use the new method/flow, and other providers would continue to use the current method/flow.  There is definitely a benefit to this, but to obtain the benefit would require changes to the SOA as well.


It was agreed that this would be accepted as a change order, and would continue to be worked with the Architecture group in December.


Feb ‘04 – Refer to the Architecture Planning Team’s working document for the latest information on this change order.  Attached here:




[image: image2.emf]NANC 390 IIS Flow  v0dot2 for Feb04.doc




Jul ’08 LNPAWG, discussion.  Need to develop requirements for Sep ’08 review.  See below:

Req-1
Service Provider SOA Interface Confirmation Message Indicator


NPAC SMS shall provide a Service Provider SOA Interface Confirmation Message Indicator tunable parameter which defines whether a SOA supports Interface Confirmation Messages.

Req-2
Service Provider SOA Interface Confirmation Message Indicator Default


NPAC SMS shall default the Service Provider SOA Interface Confirmation Message Indicator tunable parameter to FALSE.

Req-3
Service Provider SOA Interface Confirmation Message Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Interface Confirmation Message Indicator tunable parameter.





		NANC 390 (con’t)

		Req-4
Service Provider SOA Interface Confirmation Message – Indicator set to FALSE

NPAC SMS shall process a Service Provider SOA request when a Service Provider SOA Interface Confirmation Message Indicator tunable parameter is set to FALSE, by using the following Interoperability Interface Specification flows:


· B.2.1 – SOA Initiated Audit


· B.2.2 – SOA Initiated Audit Cancellation by the SOA


· B.2.3 – SOA Initiated Audit Cancellation by the NPAC


· B.2.6 –Audit Query on the NPAC


· B.2.7 – SOA Audit Create for Subscription Versions within a Number Pool Block


· B.3.5 – Service Provider Modification by the SOA


· B.3.7 – Service Provider Query by the SOA


· B.4.1.4 – NPA-NXX Creation by the SOA


· B.4.1.6 – NPA-NXX Deletion by the SOA


· B.4.1.8 – NPA-NXX Query by the SOA


· B.4.2.2 – LRN Creation by the SOA


· B.4.2.3 – LRN Deletion by the SOA


· B.4.2.4 – LRN Query by the SOA


· B.4.2.11 – Scoped/Filtered GET of Network Data from SOA


· B.4.3.4 – Service Provider NPA-NXX-X Query by the SOA


· B.4.4.1 – Number Pool Block Create/Activate by the SOA


· B.4.4.13 – Number Pool Block Modify by the Block Holder SOA


· B.4.4.33 – Number Pool Block Query by the SOA


· B.5.1.1 – Subscription Version Create by the Initial SOA (Old Service Provider)


· B.5.1.2 – Subscription Version Create by the Initial SOA (New Service Provider)


· B.5.1.3 – Subscription Version Create by the Second SOA (New Service Provider)


· B.5.1.4 – Subscription Version Create by the Second SOA (Old Service Provider) with Authorization to Port


· B.5.1.5 – Subscription Version Activated by the New Service Provider SOA


· B.5.1.11 – Subscription Version Create for Intra-Service Provider Port


· B.5.1.12 – Subscription Version for Inter- and Intra-Service Provider Port-to-Original


· B.5.1.13 – Subscription Version for Inter- and Intra-Service Provider Port-to-Original: All LSMSs Fail


· (continued)






		NANC 390 (con’t)

		(continued)

· B.5.1.14 – Subscription Version for Inter- and Intra-Service Provider Port-to-Original: Partial Failure 


· B.5.1.17 – Subscription Version Port-to-Original of a Ported Pool TN Activation by SOA


· B.5.1.17.13 – Subscription Version Port-to-Original of a Pool TN – Creation Prior to NPA-NXX-X Effective Date


· B.5.1.18 – Subscription Version Inter-Service Provider Create by either SOA (Old or New Service Provider) with a Due Date which is Prior to the NPA-NXX Effective Date


· B.5.2.1 – Subscription Version Modify Active Version Using M-ACTION by a Service Provider SOA


· B.5.2.3 – Subscription Version Modify Prior to Activate Using M-ACTION


· B.5.2.4 – Subscription Version Modify Prior to Activate Using M-SET


· B.5.2.7 – Subscription Version Modify Disconnect-Pending Version Using M-ACTION by a Service Provider SOA


· B.5.3.1 – Subscription Version Cancel by Service Provider SOA after Both Service Provider SOAs have Concurred


· B.5.3.2 – Subscription Version Cancel: No Acknowledgment from a SOA


· B.5.3.3 – Subscription Version Cancels with Only One Create Action Received


· B.5.3.4 – Subscription Version Cancel by Current Service Provider for Disconnect-Pending Subscription Version


· B.5.3.5 – Un-Do Cancel-Pending Subscription Version Request


· B.5.4.1 – Subscription Version Immediate Disconnect


· B.5.4.2 – Subscription Version Disconnect With Effective Release Date


· B.5.4.7.1 – SOA Initiates Successful Disconnect Request of Ported Pooled TN


· B.5.4.7.3 – Subscription Version Disconnect Request of Ported Pooled TN With Effective Release Date


· B.5.4.7.14 – Subscription Version Immediate Disconnect of a Contaminated Pooled TN Prior to Block Activation (after Effective Date)


· B.5.5.2 – Subscription Version Conflict Removal by the New Service Provider SOA


· B.5.5.4 – Subscription Version Conflict by Old Service Provider Explicitly Not Authorizing (2nd Create)


· B.5.5.5 – Subscription Version Conflict Removal by the Old Service Provider SOA


· B.5.6 – Subscription Version Query


· B.6.4 – lsmsFilterNPA-NXX Creation by the SOA


· B.6.5 – lsmsFilterNPA-NXX Deletion by the SOA


· B.6.6 – lsmsFilterNPA-NXX Query by the SOA


· B.7.3 – Sequencing of Events on Initialization/Resynchronization of SOA


· B.7.3.1 – Sequencing of Events on Initialization/Resynchronization of SOA using SWIM





		NANC 390 (con’t)

		Req-5
Service Provider SOA Interface Confirmation Message – Indicator set to TRUE

NPAC SMS shall process a Service Provider SOA request when a Service Provider SOA Interface Confirmation Message Indicator tunable parameter is set to TRUE, by using the following Interoperability Interface Specification flows:


· B.2.1C – SOA Initiated Audit – Confirmed


· B.2.2C – SOA Initiated Audit Cancellation by the SOA – Confirmed


· B.2.3C – SOA Initiated Audit Cancellation by the NPAC – Confirmed


· B.2.6C –Audit Query on the NPAC – Confirmed


· B.2.7C – SOA Audit Create for Subscription Versions within a Number Pool Block – Confirmed


· B.3.5C – Service Provider Modification by the SOA – Confirmed


· B.3.7C – Service Provider Query by the SOA – Confirmed


· B.4.1.4C – NPA-NXX Creation by the SOA – Confirmed


· B.4.1.6C – NPA-NXX Deletion by the SOA – Confirmed


· B.4.1.8C – NPA-NXX Query by the SOA – Confirmed


· B.4.2.2C – LRN Creation by the SOA – Confirmed


· B.4.2.3C – LRN Deletion by the SOA – Confirmed


· B.4.2.4C – LRN Query by the SOA – Confirmed


· B.4.2.11C – Scoped/Filtered GET of Network Data from SOA – Confirmed


· B.4.3.4C – Service Provider NPA-NXX-X Query by the SOA – Confirmed


· B.4.4.1C – Number Pool Block Create/Activate by the SOA – Confirmed


· B.4.4.13C – Number Pool Block Modify by the Block Holder SOA – Confirmed


· B.4.4.33C – Number Pool Block Query by the SOA – Confirmed


· B.5.1.1C – Subscription Version Create by the Initial SOA (Old Service Provider) – Confirmed


· B.5.1.2C – Subscription Version Create by the Initial SOA (New Service Provider) – Confirmed


· B.5.1.3C – Subscription Version Create by the Second SOA (New Service Provider) – Confirmed


· B.5.1.4C – Subscription Version Create by the Second SOA (Old Service Provider) with Authorization to Port – Confirmed


· B.5.1.5C – Subscription Version Activated by the New Service Provider SOA – Confirmed


· B.5.1.11C – Subscription Version Create for Intra-Service Provider Port – Confirmed


· B.5.1.12C – Subscription Version for Inter- and Intra-Service Provider Port-to-Original – Confirmed


· B.5.1.13C – Subscription Version for Inter- and Intra-Service Provider Port-to-Original: All LSMSs Fail – Confirmed


· (continued)






		NANC 390 (con’t)

		(continued)

· B.5.1.14C – Subscription Version for Inter- and Intra-Service Provider Port-to-Original: Partial Failure – Confirmed


· B.5.1.17C – Subscription Version Port-to-Original of a Ported Pool TN Activation by SOA – Confirmed


· B.5.1.17.13C – Subscription Version Port-to-Original of a Pool TN – Creation Prior to NPA-NXX-X Effective Date – Confirmed


· B.5.1.18C – Subscription Version Inter-Service Provider Create by either SOA (Old or New Service Provider) with a Due Date which is Prior to the NPA-NXX Effective Date – Confirmed


· B.5.2.1C – Subscription Version Modify Active Version Using M-ACTION by a Service Provider SOA – Confirmed


· B.5.2.3C – Subscription Version Modify Prior to Activate Using M-ACTION – Confirmed


· B.5.2.4C – Subscription Version Modify Prior to Activate Using M-SET – Confirmed


· B.5.2.7C – Subscription Version Modify Disconnect-Pending Version Using M-ACTION by a Service Provider SOA – Confirmed


· B.5.3.1C – Subscription Version Cancel by Service Provider SOA after Both Service Provider SOAs have Concurred – Confirmed


· B.5.3.2C – Subscription Version Cancel: No Acknowledgment from a SOA – Confirmed


· B.5.3.3C – Subscription Version Cancels with Only One Create Action Received – Confirmed


· B.5.3.4C – Subscription Version Cancel by Current Service Provider for Disconnect-Pending Subscription Version – Confirmed


· B.5.3.5C – Un-Do Cancel-Pending Subscription Version Request – Confirmed


· B.5.4.1C – Subscription Version Immediate Disconnect – Confirmed


· B.5.4.2C – Subscription Version Disconnect With Effective Release Date – Confirmed


· B.5.4.7.1C – SOA Initiates Successful Disconnect Request of Ported Pooled TN – Confirmed


· B.5.4.7.3C – Subscription Version Disconnect Request of Ported Pooled TN With Effective Release Date – Confirmed


· B.5.4.7.14C – Subscription Version Immediate Disconnect of a Contaminated Pooled TN Prior to Block Activation (after Effective Date) – Confirmed


· B.5.5.2C – Subscription Version Conflict Removal by the New Service Provider SOA – Confirmed


· B.5.5.4C – Subscription Version Conflict by Old Service Provider Explicitly Not Authorizing (2nd Create) – Confirmed


· B.5.5.5C – Subscription Version Conflict Removal by the Old Service Provider SOA – Confirmed


· B.5.6C – Subscription Version Query – Confirmed


· B.6.4C – lsmsFilterNPA-NXX Creation by the SOA – Confirmed


· B.6.5C – lsmsFilterNPA-NXX Deletion by the SOA – Confirmed


· B.6.6C – lsmsFilterNPA-NXX Query by the SOA – Confirmed


· B.7.3C – Sequencing of Events on Initialization/Resynchronization of SOA – Confirmed


· B.7.3.1C – Sequencing of Events on Initialization/Resynchronization of SOA using SWIM – Confirmed





		NANC 390 (con’t)

		GDMO/ASN.1

Nov ’08 LNPAWG, request to include GDMO, see the following:




[image: image3.emf]nanc390_gdmo.txt




 EMBED Package [image: image4.emf]nanc390_asn.txt


  (open this file with NotePad or WordPad)






		NANC 400

		NeuStar


1/5/05

		URI Fields


Business Need:

Refer to separate document (last update Mar ’05).



		TBD

		TBD

		Func Backward Compatible:  Yes


Dec 05 – moved to Accepted per LNPAWG discussion



[image: image5.emf]NANC 400 - ver  zeroDOTthree.doc




Mar ’08 LNPAWG, discussion:


With the FCC lifting abeyance on NANC 400, discussion took place on the change order.  Several Service Providers requested that NANC 400 be broken up into four separate and distinct change orders, one for each URI Type.  These four will be 429, 430, 431, and 432.




		N/A

		N/A



		NANC 401

		VeriSign


1/13/05

		Separate LSMS Association for OptionalData Fields


Business Need:

Refer to separate document (last update Jun ’05).



		TBD

		TBD

		Func Backward Compatible:  Yes


Jan 06 – moved to Accepted per LNPAWG discussion
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		High

		None / High



		NANC 403

		NeuStar


3/30/05

		Only allow Recovery Messages to be sent during Recovery

The current documentation does NOT specifically state that ALL recovery messages should only be sent to the NPAC during recovery (it is currently indicated for notifications and SWIM data).  This change order will clarify the documentation to include ALL data.


This will require some operational changes for Service Providers that utilize Network Data and/or Subscription Data recovery while in normal mode.

		TBD

		TBD

		Func Backward Compatible:  Yes


The proposed solution is to update the FRS, IIS and GDMO recovery description to indicate that network data and subscription data recovery requests sent during normal mode will be rejected.


No sunset policy will be implemented with this change order.




		Low

		None / None-Med



		NANC 403


(con’t)

		Proposed Solution:


FRS, new requirements:


Req 1       All Data Recovery Only in Recovery Mode


NPAC SMS shall allow a SOA or LSMS to recover data ONLY in recovery mode.


Req 2       Recovery Restriction Tunable Parameter

NPAC SMS shall provide a Regional Recovery Restriction in Recovery Mode Only tunable parameter which is defined as an indicator on whether or not the restriction of recovery requests only is allowed while in recovery mode is supported by the NPAC SMS for a particular NPAC Region.


Req 3       Recovery Restriction Tunable Parameter Default

NPAC SMS shall default the Regional Recovery Restriction in Recovery Mode Only tunable parameter to TRUE.


Req 4       Recovery Restriction Tunable Parameter Modification

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Regional Recovery Restriction in Recovery Mode Only tunable parameter.


IIS, section 5.2.1.9, add the following text:


All recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message is returned (failed).


IIS, section 5.3.4, change the following text:


Service Provider and Notification All recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message is returned (failed).


GDMO, lnpDownload notification, add the following text in the behavior section:


All recovery requests can only be sent to the NPAC when the SOA/LSMS is in recovery mode, otherwise an error message is returned (failed).


Dec 05 – moved to Accepted per LNPAWG discussion.






		NANC 415

		NeuStar 12/1/06

		SIP and H.323 URIs in the NPAC

Business Need:

Refer to separate document (last update Dec ’06).



		TBD

		TBD

		Func Backward Compatible:  YES
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		Low

		Med



		NANC 417

		Syniverse 12/18/06

		Provide record count(s) for BDD Files and Delta BDD Files

Business Need:

Refer to separate document (last update Mar ’07).



		TBD

		FRS

		Func Backward Compatible:  TBD
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		Low

		Low



		NANC 419

		AT&T


3/15/07

		User Prioritization of Recovery-Related Notifications


Business Need:

The existing NPAC Notification Priority process only allows a certain type of notification to have a different priority from another type.  Using this method, however, SOAs cannot distinguish between the reasons for a certain type of notification.  For example, a Status Attribute Value Change notification could indicate that all LSMSs successfully responded and a pending SV is moving to active, or it could indicate that a discrepant LSMS has just completed recovery and a partial-failure SV is moving to active.

As a result, an SP that is recovering SVs could cause the activating SOA to experience unintended delays in receiving notifications for different activities because the recovery process generates its own set of notifications.  This unintended delay could happen hours after the initial activity, when the SOA is otherwise relatively lightly loaded, causing confusion to the SOA users.




		

		

		Func Backward Compatible:  TBD


Develop a mechanism that further defines certain notifications as initiated by regular activity versus recovery activity.  With this change order the two instances would be differentiated, and an SP could indicate a different prioritization for one versus the other.

May ’07 APT:


The business need/scenario was explained during the APT meeting, with agreement from the group that the text captured the current business need.  The group also agreed to recommend acceptance of this change order by the LNPAWG.  The CMA will add additional text to this change order, then send out prior to the Jun ’07 LNPAWG con call, with a recommendation of approval from the APT.


Example of current notification:


Notification -- L-11.0 A1 SV SAVC Activates to new SP priority.


Definition -- When an INTER or INTRA SV has been created in the Local SMSs (or ‘activated‘ by the SOA) and the SV status has been set to:  Active or Partial-Failure. The notification is sent to both SOAs: Old and New. If the status has been set to Partial-Failure, this notification contains the list of Service Providers (SP) LSMSs that have failed to receive the broadcast.




		Med

		None / None



		NANC 419 (con’t)

		Proposed Resolution:


Add a new scenario to the list of notification priorities (42 listed in the FRS, Appendix C).  The new one will be specific to notifications generated as a result of recovery requests (not to be confused with notification recovery).  This will allow notifications generated where the reason is recovery to have a lower priority than the same notification generated where the reason is a SOA GUI user working real-time with a customer request.


In the example above, notification L-11.0 A1 would have a lower priority in a recovery-related SV activate scenario where one LSMS failed the initial SV activate download, but successfully recovered that SV activate download at a later time, whereas a different instance of notification L-11.0 A1 would have a higher priority in a regular SV activate scenario where all LSMSs successfully processed the SV activate download.


Jun ’07 LNPAWG con call:


The change order was accepted by the LNPAWG during the call.  Detailed requirements will begin to be developed.


Jul ’07 LNPAWG meeting:


Upon further discussion, it was agreed that instead of just one new notification that would be generated as a result of a recovery request, the type of activity (activate, modify, disconnect) should also be accounted for in the proposed solution.  The group will discuss the complexity of different types of activity, and whether this is needed and/or confusing to manage.  With this new ability to “change the order”, the issue of out-of-sequence notifications needs to be discussed as well.


The attached document describes the proposed new notifications in blue.  These will be discussed during the Sep ’07 LNPAWG meeting.
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Sep ’07 LNPAWG meeting:


All participants were not available to discuss this at this time.  Discussion will carry forward into the Nov ’07 meeting.


Nov ’07 LNPAWG meeting:


After a brief discussion, it was agreed that no solid business case could be identified for keeping this at the “type of activity” level, so instead of one each for activate, modify, and disconnect, just a single recovery notification will be used for all three types.






		NANC 423

		VeriSign


9/11/07

		Low Tech Interface (LTI) Transaction Filter

Business Need:


(PIM 64) – Currently, when a SPID has both LTI & SOA connectivity/usage, LTI generated transactions are broadcast to their respective SOA as well.  This potentially creates more work for the SOA when receiving unwanted LTI data.  This change order requests functionality that filters out or eliminates unwanted LTI transaction data broadcast to the SOA.  Should the need arise to see this data in the SOA it could be obtained via an Audit-in activity.

Nov ’07 LNPAWG, discussion:


Clarification was provided by VeriSign on the specific situation, whereby the LTI is used for a specific SPID that only uses the LTI for half their users, and the SOA for the other half of those users.  The ones initiated from the LTI would use this indicator to determine whether or not to send transactions to the SOA.

		

		

		Func Backward Compatible:  Yes


The NPAC SMS would add a tunable parameter to the SPID-level customer profile that could be set to allow the suppression of LTI initiated transactions to the respective SOA.


Req 1 – Service Provider SOA LTI Transaction Indicator

NPAC SMS shall provide a Service Provider SOA LTI Transaction Flag Indicator tunable parameter which defines whether a SOA will receive/not-receive LTI-generated transactions over their SOA connection.


Req 2 – Service Provider SOA LTI Transaction Indicator Modification

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA LTI Transaction Flag Indicator tunable parameter.


Req 3 – Service Provider SOA LTI Transaction Indicator Usage

NPAC SMS shall send LTI-generated transactions over the SOA connection only when the Service Provider SOA LTI Transaction Flag Indicator tunable parameter is set to TRUE.

		Med

		None-Low / None



		NANC 425

		LNPA WG


9/12/07

		Large Volume Port Transactions and SOA Throughput Using Message Efficiency (son of NANC 397)


Business Need:


Review the Sep ’07 meeting discussion in NANC 397.  Going forward, discussion of everything outside of the 25K/hr increase will be documented in this change order

Nov ’07 LNPAWG, discussion:

After some initial discussion on the various options of NANC 397 that have moved into NANC 425, the group questioned the need to continue looking into this change order when 397 will meet the performance needs.  The group agreed to let 425 go dormant for now, and will bring up in the future if necessary.



		

		

		Func Backward Compatible:  TBD



		N/A

		N/A / N/A



		NANC 431

		LNPA WG


3/12/08

		URI Fields (PoC)


Business Need:

Refer to separate document (last update Mar ’08).



		

		

		Func Backward Compatible:  Yes


Mar ’08 LNPAWG, discussion:


With the FCC lifting abeyance on NANC 400, discussion took place on the change order.  Several Service Providers requested that NANC 400 be broken up into four separate and distinct change orders, one for each URI Type.  These four will be 429, 430, 431, and 432.
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		Low

		Med / Med-High (new down-stream inter-face).  After first one, next one is Low.



		NANC 432

		LNPA WG


3/12/08

		URI Fields (Presence)


Business Need:

Refer to separate document (last update Mar ’08).



		

		

		Func Backward Compatible:  Yes


Mar ’08 LNPAWG, discussion:


With the FCC lifting abeyance on NANC 400, discussion took place on the change order.  Several Service Providers requested that NANC 400 be broken up into four separate and distinct change orders, one for each URI Type.  These four will be 429, 430, 431, and 432.
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		Low

		Med / Med-High (new down-stream inter-face).  After first one, next one is Low.



		NANC 437

		Telcordia


1/8/09

		Multi-Vendor NPAC SMS Solution

Business Need:

Refer to separate document.
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		Func Backward Compatible:  TBD


Jan ’09 LNPAWG, discussion:


A walk-thru of the proposed solution took place.  Telcordia will be providing addition information prior to the Mar ’09 LNPAWG meeting.


Mar ’09 LNPAWG, discussion:


A walk-thru of some of the documents provided in Feb were reviewed.  Further review will take place during the Apr con call, and the May face-to-face mtgs.


May/Jul/Sep ’09 LNPAWG, discussion:


The group has continued reviews during the Apr/Jun con calls, and the May/Jul/Sep face-to-face mtgs.




		TBD

		TBD



		NANC 440

		NeuStar


9/15/09

		FCC Order – Medium Timers

Business Need:

Refer to separate document.



[image: image13.emf]NANC 440 - FCC  Order Medium Timers - V1.doc




		

		

		Func Backward Compatible:  Yes


Sep ’09 LNPAWG, discussion:


The change order was discussed during two sub-team con call meetings (9/8/09 and 9/11/09).  It was discussed and accepted during the full LNPAWG meeting (9/15/09)




		TBD

		TBD



		NANC 441

		NeuStar


9/15/09

		FCC Order – New SP Medium Timer Indicator and Old SP Medium Timer Indicator

Business Need:

Refer to separate document.



[image: image14.emf]NANC 441 - FCC  Order SOA Indicator- V1.doc




		

		

		Func Backward Compatible:  Yes


Sep ’09 LNPAWG, discussion:


The change order was discussed during two sub-team con call meetings (9/8/09 and 9/11/09).  It was discussed and accepted during the full LNPAWG meeting (9/15/09)




		TBD

		TBD



		

		

		

		

		

		

		

		



		

		

		

		

		

		

		

		





Next Documentation Release Change Orders


		Next Documentation Release Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS



		NANC 429

		LNPA WG


3/12/08

		URI Fields (Voice)


Business Need:

Refer to separate document (last update Mar ’08).



		

		

		Func Backward Compatible:  Yes


Mar ’08 LNPAWG, discussion:


With the FCC lifting abeyance on NANC 400, discussion took place on the change order.  Several Service Providers requested that NANC 400 be broken up into four separate and distinct change orders, one for each URI Type.  These four will be 429, 430, 431, and 432.




[image: image15.emf]NANC 429 - ver  zeroDOTone.doc






		Low

		Med / Med-High (new down-stream inter-face).  After first one, next one is Low.



		NANC 430

		LNPA WG


3/12/08

		URI Fields (MMS)


Business Need:

Refer to separate document (last update Mar ’08).



		

		

		Func Backward Compatible:  Yes


Mar ’08 LNPAWG, discussion:


With the FCC lifting abeyance on NANC 400, discussion took place on the change order.  Several Service Providers requested that NANC 400 be broken up into four separate and distinct change orders, one for each URI Type.  These four will be 429, 430, 431, and 432.




[image: image16.emf]NANC 430 - ver  zeroDOTone.doc






		Low

		Med / Med-High (new down-stream inter-face).  After first one, next one is Low.



		NANC 435

		LNPA WG


6/9/08

		URI Fields (SMS)


Business Need:

Refer to separate document (last update Jun ’08).



		

		

		Func Backward Compatible:  Yes


Jun ’08 LNPAWG, discussion:


After walking through the Business Need section, and a brief explanation of the Description of Change, the group agreed to accept this change order, and allow it to be prioritized along with the change orders for the next package.




[image: image17.emf]NANC 435 SMS URI -  ver zeroDOTone.doc






		Low

		Med / Med-High (new down-stream inter-face).  After first one, next one is Low.



		NANC 436

		NeuStar

8/22/08

		Optional Data – alternative End User Location and alternative Billing ID

Business Need:

Refer to separate document.



		

		

		Func Backward Compatible:  Yes


Sep ’08 LNPAWG, discussion:


A review and discussion took place on the three fields, and the process and benefit of adding them to the OptionalData attribute in both the SV and Pooled Block records.  The change order was accepted, and will be slated to be implemented before the end of the year.



[image: image18.emf]NANC TBD  altEU-altBID v4.doc
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		Low

		TBD



		NANC 439

		NeuStar

8/18/09

		Doc-Only Change Order: FRS Updates

Business Need:

Per approval by the NAPM LLC (SOW 75 for “Elimination of Dial-Up Port to NPAC Network”), there is the elimination of all existing dial-up access arrangements for NPAC LTI users.  As such, the text in the FRS needs to remove all references to dial-up access.



		

		

		Func Backward Compatible:  Yes

Aug ’09, the NAPM LLC approved the elimination of dial-up access to the NPAC LTI.

Update the current documentation to be consistent and reflect the current behavior.

Sep ’09 LNPAWG, discussion:


The change order was approved for the next documentation release.




		N/A

		N/A



		

		

		

		

		

		

		

		



		

		

		

		

		

		

		

		





Next Release (R3.4) Change Orders


		Next Release (R3.4) Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS



		NANC 147

		AT&T


8/27/97

		Version ID Rollover Strategy


Currently there is no strategy defined for rollover if the maximum value for any of the id fields (sv id, lrn id, or npa-nxx id) is reached.  One should be defined so that the vendor implementations are in sync.  Currently the max value used by Lockheed is a 4 byte-signed integer and for Perot it is a 4 byte-unsigned integer. 


Sep 99 LNPA-WG (Chicago), since the version ID for all data is driven by the NPAC SMS, the rollover strategy should be developed by Lockheed.  SPs/vendors can provide input, but from a high level, the requirement is to continue incrementing the version ID until the maximum ([2**31] –1) is achieved, then start over at 1 (Jan/Mar/May ’07 LNPAWG mtgs – it was mentioned that the reference here to “1” is confusing since that is not the decimal equivalent when a 32-bit number is rolled over, so instead of “1” the correct reference should say “minus [2**31] – 1”.), and use all available numbers at that point in time when a new version ID needs to be assigned (e.g., new SV-ID for a TN).


Dec ’05 comments:  NeuStar provided a list of five record types that could have numbers that roll over (since they come across the interface).  Local vendors have action item to determine if they will have a prob with numbers that come “out of order”.




		High

		FRS

		Func Backward Compatible:  NO


A strategy on how we look for conflicts for new version ids must be developed as well as a method to provide warnings when conflicts are found.


Oct 98 LNPAWG (Kansas City), it was requested that we begin discussing this in detail starting with the Jan 99 LNPAWG meeting.  Beth will be providing some information on current data for the ratio of SV-ID to active TNs (so that we can get a feel for how much larger the SV-ID number is compared to the active TNs).


Sep 99 LNPA-WG (Chicago), Lockheed will begin developing a strategy for this.


Jun 00 LNPA-WG (Chicago), AT&T analysis and calculation (using current and projected porting volumes) indicate that a need for a version ID rollover strategy is more than five years away.  Therefore, this change order is removed from R5, and will be discussed internally by NeuStar technical staff.


Jul 00 LNPAWG: NeuStar will track the problem.  It will be a NeuStar internal design.  Change order to stay on open list for possible later Document Only changes.


Jan 06 LNPAWG: Moved to accepted.




		Low

		None / None



		NANC 147 (con’t)

		

		

		

		

		Mar 06 LNPAWG:  Action IDs and Audit IDs are now expected to rollover in 7 months in the SE Region.  NANC 147 will document the rollover strategy.  There will be no initiative to go to 64 bit IDs.

Sep 06 LNPAWG:  Action IDs and Audit IDs are now expected to rollover in less than two (2) months in the SE Region.  Since these numbers are really transaction numbers and are purged on a regular basis, reuse is not an issue.  The rollover strategy is to begin at 1.  No vendor reported an issue with this approach.  (Jan/Mar/May ’07 LNPAWG mtgs – it was mentioned that the reference here to “1” is confusing since that is not the decimal equivalent when a 32-bit number is rolled over, so instead of “1” the correct reference should say “minus [2**31] – 1”.  As discovered during industry testing in early 2007, some vendors did have a problem with this; these vendors plan to address the problem with software patches to their customers).

NANC 147 is still needed to document the rollover strategy for long-term data (like SV-ID), where an inventory of available numbers needs to be established.  At last check, this will be needed in ~850 months.  NeuStar will continue to monitor the usage of SV-IDs.

		

		



		NANC 147 con’t

		Version ID Rollover Strategy (Proposed Resolution section, continued)

The requirements for the long-term inventory functionality are listed below:


Req-1
NPAC SMS Record ID Maximum Value Rollover

NPAC SMS shall roll over a record ID attribute in instances when the ID reaches the maximum value of (2**31)-1, and start with an ID that is equal to the minimum value of minus (2**31)-1.


Note:  Record ID attributes include audit ID, action ID, subscription version ID, LRN ID, NPA-NXX ID, NPA-NXX-X ID, and Number Pool Block ID.


Req-2
NPAC SMS Record ID Inventory Mechanism


NPAC SMS shall provide an inventory mechanism for persistent ID attributes (Subscription Version ID, LRN ID, NPA-NXX ID, NPA-NXX-X ID, Number Pool Block ID) in instances when the ID reaches the maximum value of (2**31)-1, and must roll over to the minimum value of minus (2**31)-1.


Req-3
NPAC SMS Record ID Inventory – adding ID Values

NPAC SMS shall, after a roll over, add ID values to the ID inventory for a specific persistent ID attribute (Subscription Version ID, LRN ID, NPA-NXX ID, NPA-NXX-X ID, Number Pool Block ID) when that specific ID value does not exist in either the active database or history database, based on the frequency defined in the inventory mechanism.


Req-4
NPAC SMS Record ID Inventory – skipping ID Values

NPAC SMS shall, after a roll over, skip ID values when adding to the ID inventory for a specific persistent ID attribute (Subscription Version ID, LRN ID, NPA-NXX ID, NPA-NXX-X ID, Number Pool Block ID) when that specific ID value does exist in either the active database or history database, based on the frequency defined in the inventory mechanism.


Req-5
NPAC SMS Record ID Inventory – issuing new ID Values


NPAC SMS shall issue an ID value from the ID inventory for a specific persistent ID attribute (Subscription Version ID, LRN ID, NPA-NXX ID, NPA-NXX-X ID, Number Pool Block ID) when creating a record that requires a new ID value, and the ID attribute has been rolled over.


(continued)



		NANC 147 con’t

		Version ID Rollover Strategy (Proposed Resolution section, continued)

Req-6
NPAC SMS Record ID Inventory – skipping ID Value of Zero

NPAC SMS shall, after a roll over, skip ID value zero (0) when adding to the ID inventory for a specific persistent ID attribute (Subscription Version ID, LRN ID, NPA-NXX ID, NPA-NXX-X ID, Number Pool Block ID), based on the frequency defined in the inventory mechanism.






		NANC 355

		SBC 4/12/02

		Modification of NPA-NXX Effective Date (son of ILL 77)


Business Need:

When the NPAC inputs an NPA Split requested by the Service Provider and the effective date and/or time of the new NPA-NXX does not match the start of PDP, the NPAC cannot create the NPA Split in the NPAC SMS.  To correct this problem the NPAC can contact the Service Provider and have them delete and re-enter the new NPA-NXX specified by the NPA Split at the correct time, or the NPAC can delete and re-enter the NPA-NXX for the Service Provider.


However, the NPA-NXX may already be associated with the NPA Split at the Local SMS, and the subsequent deletion of the NPA-NXX will cause that specific record to be old time-stamped.  When the NPA-NXX is re-created, that new record will have a different time stamp, and it requires a manual task for the Service Provider to search for new NPA-NXX records which might match the NPA Split.  If identified and corrected, it will be added.  If not identified, it will affect call routing after PDP.




		

		FRS, IIS, GDMO

		Func Backward Compatible:  NO


This activity would only be allowed by NPAC personnel, via the GUI, to modify the NPA-NXX Effective Date.


At the time of modification request, all existing pending subscription versions must have a due date greater than the new effective date in order for the change to occur.  If one or more pending subscription versions have a due date less than the new effective date, a change would not be made and an error message would be returned to the NPAC user.


It would be the responsibility of the owner of the NPA-NXX to resolve issues of pending versions with due dates prior to the new effective date before a change could be made.


For valid requests, the NPAC will notify the SOA/LSMS of a modified effective date (M-SET). 


Jan ’03 LNPAWG, approved, move to accepted category.

		Med

		Med / Med



		NANC 355 con’t

		Modification of NPA-NXX Effective Date (Proposed Resolution section, continued)

The requirements for the modification functionality are listed below:


Nov ’08 LNPAWG, discussion.  Requirements 1 through 17 are only applicable when requirement 18 (regional tunable) is set to TRUE.


Req-18
Regional NPA-NXX Modification Flag Indicator – Tunable Parameter


NPAC SMS shall provide a Regional NPA-NXX Modification Flag Indicator tunable parameter, which is defined as an indicator on whether or not NPA-NXX Modification capability will be supported by the NPAC SMS for a particular NPAC region.

Req-19
Regional NPA-NXX Modification Flag Indicator – Tunable Parameter Default


NPAC SMS shall default the NPA-NXX Modification Flag Indicator tunable parameter to TRUE.

Req-20
Regional NPA-NXX Modification Flag Indicator – Tunable Parameter Modification


NPAC SMS shall allow NPAC SMS Personnel, via the NPAC Administrative Interface, to modify the NPA-NXX Modification Flag Indicator tunable parameter.

Req-1
Modify NPA-NXX data for a Service Provider

NPAC SMS shall allow NPAC personnel to modify an existing NPA‑NXX for a Service Provider via the NPAC Administrative Interface.

Req-2
NPAC SMS download of network data to the Local SMS and SOA – Modification

NPAC SMS shall be able to communicate modification of NPA‑NXX data for a Service Provider to Local SMSs and SOAs.


Req-3
Service Provider NPA-NXX Data Modification

NPAC SMS shall reject a Service Provider request to modify their NPA-NXX data via the NPAC SMS to Local SMS interface, the SOA to NPAC SMS interface, or the SOA Low-tech Interface.

Req-4
Modification of NPA-NXX – Effective Date Modification from OpGUI


NPAC SMS shall allow NPAC personnel to modify the effective date for an NPA-NXX as stored in the NPAC SMS via the NPAC Administrative Interface.

Req-5
Modification of NPA-NXX – Effective Date versus Current Date


NPAC SMS shall allow the NPAC personnel to modify the effective date for an NPA-NXX if the current date is less than the existing effective date for the NPA-NXX.

Req-6
Modification of NPA-NXX – New Effective Date versus No Pending SVs

NPAC SMS shall allow the NPAC personnel to modify the effective date for an NPA-NXX if no pending Subscription Versions exist within the NPA-NXX.



		NANC 355 con’t

		Modification of NPA-NXX Effective Date (Proposed Resolution section, continued)

Req-7
Modification of NPA-NXX – Validation Error

NPAC SMS shall report an error to the NPAC Personnel and reject the modification of an NPA-NXX, if validation errors occur as defined in Requirements Req-5 and Req-6.

Req-8
Service Provider SOA NPA-NXX Modification Flag Indicator


NPAC SMS shall provide a Service Provider SOA NPA-NXX Modification Flag Indicator tunable parameter which defines whether a SOA supports NPA-NXX Modification.

Req-9
Service Provider SOA NPA-NXX Modification Flag Indicator Default


NPAC SMS shall default the Service Provider SOA NPA-NXX Modification Flag Indicator tunable parameter to FALSE.

Req-10
Service Provider SOA NPA-NXX Modification Flag Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA NPA-NXX Modification Flag Indicator tunable parameter.

Req-11
Service Provider LSMS NPA-NXX Modification Flag Indicator


NPAC SMS shall provide a Service Provider LSMS NPA-NXX Modification Flag Indicator tunable parameter which defines whether a LSMS supports NPA-NXX Modification.

Req-12
Service Provider LSMS NPA-NXX Modification Flag Indicator Default


NPAC SMS shall default the Service Provider LSMS NPA-NXX Modification Flag Indicator tunable parameter to FALSE.

Req-13
Service Provider LSMS NPA-NXX Modification Flag Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS NPA-NXX Modification Flag Indicator tunable parameter.





		NANC 355 con’t

		Modification of NPA-NXX Effective Date (Proposed Resolution section, continued)

Req-14
Modification of NPA-NXX – Service Provider SOA NPA-NXX Modification Flag Indicator set to FALSE

NPAC SMS shall process an NPA-NXX modification request when a Service Provider SOA NPA-NXX Modification Flag Indicator tunable parameter is set to FALSE, by sending the following:


· NPA-NXX Delete

· NPA-NXX Create (with new Effective Date)


Req-15
Modification of NPA-NXX – Service Provider SOA NPA-NXX Modification Flag Indicator set to TRUE

NPAC SMS shall process an NPA-NXX modification request when a Service Provider SOA NPA-NXX Modification Flag Indicator tunable parameter is set to TRUE, by sending the following:


· NPA-NXX Modification (with new Effective Date)


Req-16
Modification of NPA-NXX – Service Provider LSMS NPA-NXX Modification Flag Indicator set to FALSE

NPAC SMS shall process an NPA-NXX modification request when a Service Provider LSMS NPA-NXX Modification Flag Indicator tunable parameter is set to FALSE, by sending the following:


· NPA-NXX Delete


· NPA-NXX Create (with new Effective Date)


Req-17
Modification of NPA-NXX – Service Provider LSMS NPA-NXX Modification Flag Indicator set to TRUE

NPAC SMS shall process an NPA-NXX modification request when a Service Provider LSMS NPA-NXX Modification Flag Indicator tunable parameter is set to TRUE, by sending the following:


· NPA-NXX Modification (with new Effective Date)






		NANC 355 con’t

		Modification of NPA-NXX Effective Date (Proposed Resolution section, continued)

Nov ’08 LNPAWG, discussion.  Minor clarifications on the requirements.  The IIS Flow and GDMO should be included for the next meeting:


IIS Change:  add a new flow for the Modification of NPA-NXX Effective Date.


B.x.y  Modification of NPA-NXX Effective Date Using M-SET

This scenario reflects the message flow for a Modification of an NPA-NXX Effective Date.

1. M-SET Request serviceProvNPA-NXX   (NPAC SMS internal)
2. M-SET Response serviceProvNPA-NXX   (NPAC SMS internal)
3. M-SET Request serviceProvNPA-NXX   (from NPAC SMS to SOA if SP SOA tunable TRUE) or M-DELETE and M-CREATE Request serviceProvNPA-NXX
        (from NPAC SMS to SOA if SP tunable FALSE)
4. M-SET Response serviceProvNPA-NXX   (from SOA to NPAC SMS if SP SOA tunable TRUE) or M-DELETE and M-CREATE Response serviceProvNPA-NXX
        (from NPAC SMS to SOA if SP tunable FALSE)
5. M-SET Request serviceProvNPA-NXX   (from NPAC SMS to LSMS if SP LSMS tunable TRUE) or M-DELETE and M-CREATE Request serviceProvNPA-NXX        (from NPAC SMS to LSMS if SP LSMS tunable FALSE)
6. M-SET Response serviceProvNPA-NXX   (from LSMS to NPAC SMS if SP LSMS tunable TRUE) or M-DELETE and M-CREATE Response
        serviceProvNPA-NXX (from NPAC SMS to LSMS if SP LSMS tunable FALSE)




		NANC 355 con’t

		Modification of NPA-NXX Effective Date (Proposed Resolution section, continued)

GDMO Change:  Attribute and Behavior description for Modification of NPA-NXX Effective Date.   (modified in yellow)

-- 18.0 LNP Service Provider NPA-NXX Managed Object Class

serviceProvNPA-NXX MANAGED OBJECT CLASS

…


serviceProvNPA-NXX-PKG PACKAGE


    ATTRIBUTES


        serviceProvNPA-NXX-EffectiveTimeStamp GET-REPLACE,


…


serviceProvNPA-NXX-Behavior BEHAVIOUR

    DEFINED AS !

        All attributes (except NPA-NXX Effective Date) are read-only.


        The serviceProv-NPA-NXX_EffectiveTimeStamp can only be modified

        if the current date is prior to the current value of the

        Effective Date, and can only be modified by NPAC Personnel.





		NANC 396

		LNPA WG


9/9/04

		NPAC Filter Management – NPA-NXX Filters


Business Need:

The existing NPAC Filter Management process only allows a filter to be applied for a particular NPA-NXX if that particular NPA-NXX has previously been opened within NPAC.  The NPAC also supports the ability for a SOA/LSMS to manage their own filters over the CMIP interface.  Using this method, however, SOA/LSMS administrators must still wait upon receipt of a new code opening from the NPAC to create a new filter for those cases where they do not want to receive any Subscription Versions for that NPA-NXX.  Because of how the NPAC Filter Management process works in conjunction with the SOA/LSMS implementation options, SOA/LSMS administrators are manually unable to efficiently filter out unnecessary Subscription Versions based on NPA-NXX for the purpose of SOA/LSMS capacity management.  As a result, unnecessary Subscription Versions are sent to a SOA/LSMS or an unnecessary amount of resources are spent by the end user monitoring NPA-NXX activity at the NPAC in real-time to ensure Subscription Versions that are not needed are indeed not being sent to their SOA/LSMS.  An unnecessary amount of resources are also spent by the NPAC maintaining these filters for carriers.


Alternatively, a SOA/LSMS could implement an automated mechanism to manage filters over the CMIP interface, based on a local database table (or file).  This table (or file) would contain codes that the SOA/LSMS wishes to filter out.  So, when a new code is opened in NPAC and broadcast to the SOA/LSMS, the automated mechanism could issue a new filter request to the NPAC over the CMIP interface.  The issue with this approach is that it requires every SOA/LSMS (that wishes to use this functionality) to implement this feature.



		TBD

		FRS, IIS

		Func Backward Compatible:  YES


This Change order proposes that filters may be implemented for an NPA-NXX before it is entered into the NPAC or a filter should be able to be implemented at the NPA level to account for any NXX in a particular NPA, even before an NXX may exist under that NPA within NPAC.



		Med

		Med / Med



		NANC 396 (con’t)

		Proposed Solution (continued):


Major points/processing flow/high-level requirements:


1. The NPAC will continue to support filters at the NPA-NXX level.

a. The NPAC will keep the existing edit rule where an NPA-NXX must already exist in the NPAC in order to create a filter for that NPA-NXX.


b. The existing NPA-NXX filters will continue to be supported for NPAC personnel to maintain, via the NPAC GUI, for a requesting Service Provider.


c. The existing NPA-NXX filters will continue to be supported across the CMIP interface.


2. The NPAC will add support of filters at the NPA level.

a. The NPAC existing “NPA-NXX must exist” edit rule will NOT apply when creating NPA filters.


b. The new NPA filters will be supported for NPAC personnel to maintain, via the NPAC GUI, for a requesting Service Provider.


c. Once an NPA filter is added, all subordinate NPA-NXX filters will be deleted.


d. The new NPA filters can also be removed by NPAC Personnel via the NPAC GUI.


3. Existing filter functionality related to broadcasts will remain in the NPAC (i.e., the NPAC will NOT broadcast data to an LSMS that has a filter for a given NPA or NPA-NXX).


4. No modifications required to local systems (SOA, LSMS).


5. No tunable changes.


6. No report changes.


Jul ’08 LNPAWG, discussion.  Need to develop requirements for Sep ’08 review.  The existing Filter requirements are sufficient for existing NPA-NXX functionality, so only those below for NPA filters are needed:

Req-1
Create Filtered NPA for a Local SMS – Existing NPA-NXX not Required

NPAC SMS shall allow NPAC Personnel on behalf of a requesting Service Provider to create a filtered NPA for a given Local SMS, via the NPAC Administrative interface, for all NPA-NXX combinations under that NPA.


Req-2
Create Filtered NPA for a Local SMS – Delete Subordinate NPA-NXXs

NPAC SMS shall delete all subordinate NPA-NXX filters when a filtered NPA is created for a given Local SMS.


(continued)





		NANC 396 (con’t)

		(continued)

Req-3
Filtered NPA Behaviour for a Local SMS

NPAC SMS shall treat a filtered NPA the same as a filtered NPA-NXX for broadcasts, query results, and BDD files for a given Local SMS.


Note:  A filtered NPA is equivalent to a filtered NPA-NXX for every NXX under that NPA.


Req-4
Delete Filtered NPA for a Local SMS

NPAC SMS shall allow NPAC Personnel on behalf of a requesting Service Provider to delete a filtered NPA for a given Local SMS, via the NPAC Administrative interface, for all NPA-NXX combinations under that NPA.


Req-5
Create Filtered NPA for a SOA – Existing NPA-NXX not Required

NPAC SMS shall allow NPAC Personnel on behalf of a requesting Service Provider to create a filtered NPA for a given SOA, via the NPAC Administrative interface, for all NPA-NXX combinations under that NPA.


Req-6
Create Filtered NPA for a SOA – Delete Subordinate NPA-NXXs

NPAC SMS shall delete all subordinate NPA-NXX filters when a filtered NPA is created for a given SOA.


Req-7
Filtered NPA Behaviour for a SOA

NPAC SMS shall treat a filtered NPA the same as a filtered NPA-NXX for broadcasts, query results, and BDD files for a given SOA.


Note:  A filtered NPA is equivalent to a filtered NPA-NXX for every NXX under that NPA.


Req-8
Delete Filtered NPA for a SOA

NPAC SMS shall allow NPAC Personnel on behalf of a requesting Service Provider to delete a filtered NPA for a given SOA, via the NPAC Administrative interface, for all NPA-NXX combinations under that NPA.


Req-9
Filtered NPA Behaviour – Overlap Allowed

NPAC SMS shall allow the creation of an NPA-NXX Filter (6-digits) even if the corresponding NPA Filter (3-digits) already exists.


Note:  Allowing overlap allows the Service Provider to maintain filtering functionality when moving from a 3-digit basis to a 6-digit basis.






		NANC 397

		Verizon Wireless and SNET Diversif’d Group

7/28/04

		Large Volume Port Transactions and SOA Throughput


Overview:


Service Providers have voiced concerns about the volume of port transactions that the NPAC can process per second when mass changes need to be made and broadcasted to the industry.  Now that wireless service providers are porting throughout the United States, the volume of port transactions has increased and will continue to increase in general, and mass changes will need to be made more frequently as well. The consolidations of Carriers and Switches will also generate an increase in the number of Mass Modifications for the update of the Network Data Tables (LIDB, CNAM, CLASS, ISVM and SMSSC).


Business Need:


As wireless service providers are continually managing their networks and load-balancing the traffic and subscribers on them, the need for HLR and DPC database changes may become more frequent and of larger volumes in the future.  For example, the wireless carrier may need to modify LRNs for 100,000 ported in subscribers to effectively change their switch designations.  Ultimately, the NPAC must be able to handle those 100,000 transactions in a short amount of time.  The desired process would be to modify all the records in one evening rather than having to split up the changes over a period of days or weeks. Similarly, Service Providers who have consolidated or have changed business plans need to update the Network Tables in order to ensure proper routing to Database Storage (LIDB, CNAM, etc.).


(continued)

		TBD

		N/A

		Func Backward Compatible:  YES


The performance impacts to the SOAs, NPAC, and LSMSs need to be determined for large volume ports.


As porting volumes increase, it will be very important for all systems to be capable of reliably receiving downloads while retaining their association under heavier loads.

All systems should be able to maintain their current required availability level under heavy loads.  Large volume porting should not require scheduled downtime.  


The current plan is for service providers to start compiling technology migration forecast estimates and provide this information to Steve Addicks by March ’05.  At that time, the Architecture Team will begin a review of the data (without service provider names) and begin some analysis on next steps.




		High

		Med-High / Med-High



		NANC 397 con’t

		Intense coordination is required to effect the changes necessary to properly route the queries associated with these databases, including LERG, LARG and CNARG updates, GTT changes in STPs and end office routing changes.  Additionally, modifications need to be made to the Network Tables in the NPAC and the transaction limitations force such modifications to be spread over weeks and/or months straining the resources of an industry already processing changes on a 24X7 basis. The two methods available for large volume NPAC changes are 1) modifications done through the SOA and 2) modifications done using the industry Mass Modification process.  Processing through the SOA, at the current rate of 4 to 6 transactions per second, it could take more than 4 hours to make LRN changes to 100,000 subscribers. If something goes wrong and the Service Provider needs to back out of the changes, then another 4 hours would be required to make the corrections.  This could start to creep into regular business hours in large volume ports. There is a concern about technology migrations and the current 25K/night operational limitation (originally submitted as PIM 43, and now turned into a change order).  This is not an immediate need, but something that should be planned for the three-five years out timeframe.


(May ’07 LNPAWG mtg – the following paragraph is retained for historical purposes, even though the quantity limitation on the industry Mass Modification notification process has been updated.  The current value as of Mar ’07 is set to 10,000 changes per hour, per region, seven days a week).  The industry Mass Modification process is limited to 25,000 changes per region per day Monday through Friday and 50,000 changes per region per day Saturday and Sunday. This limitation applies to all service providers requesting a change, so if more than one service provider wishes to make changes on a particular day, the limitation encompasses all service providers wishing to modify records. A wireless subscriber migration involves more than just that service provider; it also involves each of that service provider’s roaming partners updating their networks on the same night, resulting in a very large coordinated effort among many parties.


There are also concerns about multiple wireless service providers doing these same types of migrations on the same nights and what coordination needs to take place to ensure that all service providers are able to manage their networks as needed and when needed.  Using the Mass Modification method for large volume projects requires a high level of coordination and scheduling especially if other service providers in the region also need to do large modifications at the same time.


Additional updates between the NPAC and the SOA may be needed using the Mass Modification process.  This adds additional time and coordination to fully complete a large volume project.

		Jan 06 – moved to Accepted per LNPAWG discussion.


Jan, Mar 07 – continued discussion in Architecture Planning Team’s meeting.


For the May meeting, the requirements will be included to reflect current values and new values that would be necessary for 25K/hr.


(Continued next page)
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		Large Volume Port Transactions and SOA Throughput    (Proposed Resolution section, continued)

The current (Mar ‘07) industry Mass Modification notification process is set to 10,000 changes per hour, per region, seven days a week.


Current requirements, NANC 393, FRS 3.3, downloads to the LSMS are 14,760/hr.  Change bars indicate new numbers to support 25K/hr.


R6-28.1
SOA to NPAC SMS interface transaction rates - sustained


A transaction rate of 4.0 7.0 CMIP transactions (sustained) per second shall be supported by each SOA to NPAC SMS interface association.


R6-28.2
SOA to NPAC SMS interface transaction rates - peak


NPAC SMS shall support a rate of 10.0 CMIP operations per second (peak for a five minute period, within any 60 minute window) over a single SOA to NPAC SMS interface association.


R6-29.2
NPAC SMS to Local SMS interface transaction rates - peak


NPAC SMS shall, support a rate of 5.2 CMIP operations per second (peak for a five minute period, within any 60 minute window) over each NPAC SMS to Local SMS interface association.
This requirement will be deleted.  Therefore, the LSMS performance rate will be strictly a sustained rate.

RR6-107

SOA to NPAC SMS interface transaction rates – total bandwidth


NPAC SMS shall support a total bandwidth of 40.0 70.0 SOA CMIP transactions per second (sustained) for a single NPAC SMS region.  (previously NANC 393, NewReq 1)


RR6-108

NPAC SMS to Local SMS interface transaction rates – sustained


NPAC SMS shall support a rate of 4.0 7.0 CMIP transactions per second (sustained) over each NPAC SMS to Local SMS interface association.  (previously NANC 393, NewReq 2)
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		Large Volume Port Transactions and SOA Throughput    (Proposed Resolution section, continued)

Current requirements, NANC 393, FRS 3.3, downloads to the LSMS are 14,760/hr.  Change bars indicate new numbers to support 25K/hr.


RR6-109

NPAC SMS to Local SMS interface transaction rates – total bandwidth


NPAC SMS shall support a total bandwidth of 156 210 Local SMS CMIP transactions per second (sustained) for a single NPAC SMS region.  (previously NANC 393, NewReq 3)


May 07 – continued discussion in Architecture Planning Team’s meeting.


The updated requirements were reviewed.  The performance increase would likely affect more than just software changes (i.e., hardware, network).  When questioned again on the need to allow half the time for the backout, Verizon Wireless responded that a problem may not be known until the entire migration was completed, and therefore the back-out requirement would need a comparable time interval to perform the backout.


NeuStar suggested an option that would use a new message to indicate “starting migration now”, and a subsequent message to indicate “migration complete” or “migration should be backed out”.  This approach allows a potential to use much more of the maintenance window for the initial broadcast, since database backout or commits will be much faster than additional SV modification broadcasts.  Discussion will continue during the Jul ’07 APT mtg.


(continued)






		NANC 397 con’t

		Large Volume Port Transactions and SOA Throughput    (Proposed Resolution section, continued)

Jul ‘07 – continued discussion in Architecture Planning Team’s meeting.


The discussion was centered on the volume number and the various options on the approach to accomplishing the 100K updates overnight.  Pros and cons for each of these were discussed.
1.) is it 100K in eight hours with a single message to indicate begin and another single message to indicate end? (effectively up to 100,002 messages, assuming no ranges),
2.) is it 100K in four hours to allow a full backout by sending 100K backout messages? (effectively up to 200,000 messages, assuming no ranges),
3.) is it 100K in eight hours utilizing TN lists where there is enough time to perform both the updates as well as a potential back-out? (potentially as few as two messages, assuming one message with a list of 100K TNs, and another single message with a list of 100K TNs to back-out)
4.) is it a case where 100K+ could be accomplished using a selection criteria rather than TNs or TN-Ranges? (a single message that says “update where LRN =xyz”)
5.) is it a case where associating DPC data with an LRN and broadcasting as network data rather than SV data would help? (much fewer messages, but quantity unknown at this time) or
6.) is it a higher number than 100K to accommodate a large company merger where millions of numbers may be involved?  This item reflects the discussion on NANC 349 and the batch offline mode, since the group agreed to stop working on 349 and just work the volume issues here in 397.  (could possible use any method)



1.  The single message approach.  This method clearly cuts down on the number of messages sent across the CMIP interface.  However, the updates to the SCP have been identified as the bottleneck, so this method might not be that effective.  Additionally, this method is only effective if vendors and Service Providers implement the functionality to process this new message.  This would require development on the NPAC side as well.


2.  The full-backout approach.  This method requires 50% of the time to be allocated for updates to be sent out, and the other 50% for revert-back messages to be sent out.  It is expected that the quantity of messages would be the same for both the initial updates and the back-outs.  The benefit of this method is that existing messages could be used, so no new development is required.


3.  The TN range approach.  This method reduces the number of messages sent across the CMIP interface.  The current ASN.1 definition does not support a TN/TN-range list for modify requests, so there would be development required (GDMO/ASN.1 changes and NPAC code changes).  The max size of the message would have to be discussed.


4.  The selection criteria approach.  This method reduces the number of messages sent across the CMIP interface AND minimizes the size of those messages.  The selection criteria may be sub-divided to better manage the groups of updates.


5.  The single DPC associated to an LRN approach.  This method could potentially cut down many messages.  However, it loses the flexibility to associate more than one pair of DPC/SSN values to a single LRN, which several Service Providers indicated they use in production today.  With this approach, the NPAC network data would be expanded to include associated DPC/SSN with each LRN.  Other desired DPC values will continue to be populated at the SV level on an exception basis.


6.  The larger volume question.  This question is currently under discussion at the LNPAWG.



		NANC 397 con’t

		Large Volume Port Transactions and SOA Throughput    (Proposed Resolution section, continued)

Sep ‘07 – continued discussion in both the LNPAWG meeting (Change Management agenda item) and the Architecture Planning Team’s meeting.


The discussion during the LNPAWG meeting centered on the selection criteria.  VZW, as originator of this change order, indicated that the LRN selection (change from value A to value B) is one way that changes are made.  Would also want capability to perform a subset of the LRN.  Very unlikely to use NPA as a criteria.  The selection criteria could include any/all of the following:  SPID, LRN, NPA or NPA ranges or lists, NPA-NXX or NPA-NXX ranges or lists, LNP Type.  One problem that has not been discussed is “how best to handle failed lists?”, since it’s criteria based, and not TN based like production today.


Another option to include in this list is to add capacity.  After some discussion, the group agreed to use 397 as the increase in performance numbers, and move all of the alternative options into a new change order.  That new change order will be discussed during the APT meeting.


The discussion during the APT meeting provided a re-cap of the LNPAWG discussion, and walked through each of the six points from the Jul ’07 meeting notes (above).


1.) not needed for new change order,
2.) not needed for new change order,
3.) look at message efficiency and incorporate both TN lists and TN-range lists,
4.) the issue is determining the failed list.  This assumes that the DBs are in sync.  There are complex queries in both places.  May need to break out these issues and talk through them to get agreement that we won’t pursue these at this time.
5.) today there are SPs that use more than one DPC for a single LRN code.  Continue discussion on having the DPC at the LRN level and DPC at the SV level for exception basis (what are the pros/cons).  Would want to explicitly broadcast at the LRN level, so that we know they have this data.  Also a conversion effort to clean up or sync up the SVs to use this new approach,
6.) continue to discuss large volume as necessary.



For NANC 397, the group agreed to document that this 25K/hr would occur in no more than four regions at a time.


Nov ‘07 – continued discussion in the LNPAWG meeting (Change Management agenda item).  The group accepted 397 as the change order that updates the transaction rate from 4.0/sec up to 7.0/sec.  All other options have been moved into NANC 425, and will be discussed as necessary under that change order.


No additional requirements work is anticipated for NANC 397 now that the numbers have been updated.  This change order is now awaiting prioritization and implementation.






		NANC 408

		T-Mobile


10/20/05

		SPID Migration Automation Change


Business Need:

Refer to separate document (last update Nov ’07).



		TBD

		TBD

		Func Backward Compatible:  Yes
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Jul ’08 LNPAWG, discussion.  Need to develop requirements for Sep ’08 review.  See below:

Req-1
SPID Migration Update – GUI Availability/Selection function for Service Provider

NPAC SMS shall allow Service Provider Personnel, via an online mechanism, to query for available SPID Migration timeslots.

Req-2
SPID Migration Update – GUI Entry by Service Provider

NPAC SMS shall allow Service Provider Personnel, via an online mechanism, to “select and request” a SPID Migration, by entering selection input criteria (mandatory: migrating away from SPID, migrating to SPID; at least one of the following three: NPA-NXX, LRN, and/or NPA-NXX-X) for a partial SPID Migration Update Request Process.

(continued)




		High

		Med



		NANC 408 (con’t)

		(continued)

Req-3
SPID Migration Update – GUI Entry Service Provider – Confirmation by NPAC Personnel

NPAC SMS shall, via an online mechanism, require NPAC Personnel to “confirm” a SPID Migration as defined in Req-2.

Note:  In an A-to-B migration, “confirmation” will involve validation by SPID A.  M&Ps will be defined for this function.

Req-4
SPID Migration Update – Cancellation Window – Tunable Parameter


NPAC SMS shall provide a SPID Migration Cancellation Window tunable parameter, which is defined as the minimum length of time between the current date (exclusive) and the SPID Migration date (inclusive), when a Service Provider is cancelling a currently scheduled SPID Migration.


Req-5
SPID Migration Update – Cancellation Window – Tunable Parameter Default


NPAC SMS shall default the SPID Migration Cancellation Window tunable parameter to two (2) business days.

Req-6
SPID Migration Update – Cancellation Window – Tunable Parameter Modification


NPAC SMS shall allow NPAC SMS Personnel, via the NPAC Administrative Interface, to modify the SPID Migration Cancellation Window tunable parameter.

Req-7
SPID Migration Update – GUI Cancellation by Service Provider

NPAC SMS shall allow Service Provider Personnel, via an online mechanism, to cancel a currently scheduled SPID Migration where they are the migrating-to SPID, if the SPID Migration date is at least SPID Migration Cancellation Window tunable parameter number of days into the future.

Req-8
SPID Migration Update – GUI Cancellation by Service Provider – Notification to NPAC Personnel

NPAC SMS shall, via an online mechanism, require NPAC Personnel to “confirm” a SPID Migration Cancellation as defined in Req-7.

Req-9
SPID Migration Update – GUI Modification of NPA-NXX Owner by NPAC Personnel

NPAC SMS shall, via an online mechanism, allow NPAC Personnel to modify the NPA-NXX Service Provider ID (code owner), in cases when there are no (zero) active-like subscription versions in that NPA-NXX that is being migrated.

Note:  Unlike other SPID Migration activity (i.e., SMURF file generation), this function is allowed during any NPAC uptime.  ‘Active-like’ Subscription Versions are defined as Subscription Versions that contain a status of active, sending, partial failure, old with a Failed SP List, or disconnect pending.  M&Ps will indicate that this online activity will be performed as close to the Maintenance window as practical.

Req-10
SPID Migration Update – GUI Modification of NPA-NXX Owner by NPAC Personnel – Notification to Local SMS and SOA

NPAC SMS shall notify all accepting Local SMSs and SOAs of the modification of the NPA-NXX owning Service Provider, immediately after validation of a modification as defined in Req-9.
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		(continued)

Req-11
SPID Migration Update – Pending-Like SVs Cleaned Up

NPAC SMS shall clean up pending-like Subscription Versions at the time of SPID Migration where the migrating-from Service Provider in the NPA-NXX that is being migrated is the Old Service Provider SPID in those Subscription Versions, by setting the status to Cancelled.

Req-12
Regional SPID Migration Online Functionality Indicator – Tunable Parameter


NPAC SMS shall provide a Regional SPID Migration Online Functionality Indicator tunable parameter, which is defined as an indicator on whether or not SPID Migration Online Functionality capability will be supported by the NPAC SMS for a particular NPAC region.

Req-13
Regional SPID Migration Online Functionality Indicator – Tunable Parameter Default


NPAC SMS shall default the SPID Migration Online Functionality Indicator tunable parameter to TRUE.

Req-14
Regional SPID Migration Online Functionality Indicator – Tunable Parameter Modification


NPAC SMS shall allow NPAC SMS Personnel, via the NPAC Administrative Interface, to modify the SPID Migration Online Functionality Indicator tunable parameter.

Req-15
Service Provider SOA Automated SPID Migration Indicator

NPAC SMS shall provide a Service Provider SOA Automated SPID Migration Indicator tunable parameter which defines whether a SOA will receive/not-receive automated SPID Migration transactions over their SOA connection.

Req 16
Service Provider SOA Automated SPID Migration Indicator Modification

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Automated SPID Migration Indicator tunable parameter.

Req 17
Service Provider SOA Automated SPID Migration Indicator Usage


NPAC SMS shall send automated SPID Migration transactions over the SOA connection only when the Service Provider SOA Automated SPID Migration Indicator tunable parameter is set to TRUE.





		NANC 408 (con’t)

		(continued)

Req-18
Service Provider LSMS Automated SPID Migration Indicator

NPAC SMS shall provide a Service Provider LSMS Automated SPID Migration Indicator tunable parameter which defines whether an LSMS will receive/not-receive automated SPID Migration transactions over their LSMS connection.

Req 19
Service Provider LSMS Automated SPID Migration Indicator Modification

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS Automated SPID Migration Indicator tunable parameter.

Req 20
Service Provider LSMS Automated SPID Migration Indicator Usage


NPAC SMS shall send automated SPID Migration transactions over the LSMS connection only when the Service Provider LSMS Automated SPID Migration Indicator tunable parameter is set to TRUE.

Nov ’08 LNPAWG, discussion.  Minor clarifications on the requirements.  Requirements 1 through 11 are only applicable when requirement 12 (regional tunable) is set to TRUE.  The IIS Flow and new message should be included for the next meeting:

IIS Change:  add a new flow for the SPID Migration Action.

B.x.y  Online SPID Migration Using SPID Migration Action

This scenario reflects the message flow for a SPID Migration from the NPAC SMS to the SOA and the NPAC SMS to the Local SMS.  This action is used to change SPID ownership of NPA-NXX, NPA-NXX-X, and LRN during a SPID Migration.

1. M-ACTION Request lnpSpidMigration   (from NPAC SMS to SOA if SP SOA tunable TRUE) or SMURF file processing (from NPAC SMS to SOA
          FTP site if SP tunable FALSE)
2. M-ACTION Response lnpSpidMigration   (from SOA to NPAC SMS if SP SOA tunable TRUE) or SMURF file processing (from NPAC SMS to SOA
          FTP site if SP tunable FALSE)
3. M-ACTION Request lnpSpidMigration   (from NPAC SMS to LSMS if SP LSMS tunable TRUE) or SMURF file processing (from NPAC SMS to SOA
          FTP site if SP tunable FALSE)
4. M-ACTION Response lnpSpidMigration   (from LSMS to NPAC SMS if SP LSMS tunable TRUE) or SMURF file processing (from NPAC SMS to SOA
          FTP site if SP tunable FALSE)
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		(continued)

The attached e-mail was sent out to the LNPAWG distro on 12/14/07.   It addresses the new message.  The reference to localSMS-SpidMigrationAction should be changed to lnpSpidMigrationAction.
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GDMO:   (new)

-- x.0 LNP SPID Migration Action

lnpSpidMigration ACTION

    BEHAVIOUR

        lnpSpidMigrationDefinition,

        lnpSpidMigrationBehavior;

    MODE CONFIRMED;

    WITH INFORMATION SYNTAX LNP-ASN1. lnpSpidMigrationAction;

    WITH REPLY SYNTAX LNP-ASN1.lnpSpidMigrationReply;

    REGISTERED AS {LNP-OIDS.lnp-action x};

lnpSpidMigrationDefinition BEHAVIOUR

    DEFINED AS !

        The lnpSpidMigration is the action that is

        used on the NPAC SMS via the SOA to NPAC SMS interface and the

        NPAC SMS to Local SMS interface to initiate SPID ownership

        changes related to a SPID Migration.

    !;

lnpSpidMigrationBehavior BEHAVIOUR


    DEFINED AS !

        Preconditions: This action is issued from an lnpNetwork object.

        Postconditions: After this action has been executed by the NPAC, the

        SOA or LSMS receiving this message will update all applicable local

        records for NPA-NXX, NPA-NXX-X, and LRN.



		NANC 408 (con’t)

		(continued)

        The SOA or LSMS must change the SPID attribute on the applicable

        records to the migrating-to-sp value.

        The action success or failure and reasons for failure will be

        returned in the Action Reply.

lnpSpidMigrationPkg PACKAGE


    BEHAVIOUR lnpSpidMigrationPkgBehavior;


    ACTIONS


         lnpSpidMigration;


    REGISTERED AS {LNP-OIDS.lnp-package xx};


lnpSpidMigrationPkgBehavior BEHAVIOUR


    DEFINED AS !


        This package provides for conditionally including the


        lnpSpidMigration action.


    !;


GDMO:   (modified)

lnpNetwork MANAGED OBJECT CLASS

    DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;

    CHARACTERIZED BY

        lnpNetworkPkg;

    CONDITIONAL PACKAGES

        lnpDownloadPkg PRESENT IF

            !the object is instantiated on the NPAC SMS!,

        lnpSpidMigrationPkg PRESENT IF

            !the object is instantiated on the NPAC SMS!;

    REGISTERED AS {LNP-OIDS.lnp-objectClass 11};

ASN.1:

lnpSpidMigrationReply ::= ResultsStatus





		NANC 408 (con’t)

		(continued)

Jan ’09 LNPAWG, discussion.  Minor clarifications on the ASN.1.  Remove the “more-data” element within the LocalSMS-SpidMigrationAction structure.



LocalSMS-SpidMigrationAction ::= SEQUENCE {
actionId                       [1] INTEGER,
migration-from-sp              [2] ServiceProvId,
migration-to-sp                [3] ServiceProvId,
migration-creation-timestamp   [4] GeneralizedTime OPTIONAL, 
migration-due-date             [5] GeneralizedTime OPTIONAL, 
migration-activation-timestamp [6] GeneralizedTime OPTIONAL, 
more-data                      [7] BOOLEAN
spidMigrationObjects           [87] SET OF SpidMigrationObject,
}




		NANC 413

		NeuStar 05/31/06

		Doc Only Change Order: GDMO

The current documentation needs to be updated:


added in Aug ’06

1.  subscriptionVersionNewSP-Create ACTION.  Behavior clarification (new text in bold).


New service providers must specify valid values for the following attributes, when the service provider's "SOA Sv Type Data" indicator is TRUE, and must NOT specify these values when the indicator is set to FALSE or when the subscriptionPortingToOriginal-SPSwitch is FALSE (ignored if value set to TRUE):


        subscriptionSvType


When the subscriptionPortingToOriginal-SPSwitch is FALSE  (ignored if value set to TRUE) the new service provider may specify valid values for the following attributes:


        subscriptionEndUserLocationValue


        subscriptionEndUserLocationType


        subscriptionBillingId

added in Aug ‘06


2.  subscriptionVersionModify ACTION.  Behavior clarification (new text in bold).


New service providers can only modify the following attributes for pending or conflict subscription versions, and when the subscriptionPortingToOriginal-SPSwitch is FALSE (ignored if value set to TRUE):




		

		GDMO

		Func Backward Compatible:  YES


Correct the current documentation.




		Low

		None / None
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		Doc Only Change Order: GDMO (continued)

added in Apr ’07

3.  Behavior clarification (new text in bold) for the following attributes:


auditDiscrepancyVersionId, serviceProvLRN-ID, serviceProvNPA-NXX-ID, subscriptionAuditId, subscriptionVersionId, lsmsFilterNPA-NXX-ID, numberPoolBlockId, serviceProvNPA-NXX-X-ID.


For the attribute actionId, this entire paragraph will be added.

The NPAC SMS currently uses a 32-bit signed integer for the Naming ID Value.  The maximum value is ([2**31] - 1) or 2.14B 2147483647 and the minimum value is -(2**31) or -2147483648.  Rollover will take place when an ID of maximum value is incremented.  The next ID value after the maximum of 2147483647 will be -2147483648.  It is anticipated that all Service Providers will be able to successfully handle Naming ID Values up to this maximum within this range as well as rollover after the maximum value is reached.


added in Jun ’07

4.  Behavior clarification (new text in blue) for the incorrect usage of >:


--


-- 21.0 LNP NPAC Subscription Version Managed Object Class

--


subscriptionVersionNPAC-Behavior-2 BEHAVIOUR


    DEFINED AS !


        been returned.  The subscription version linked replies will be sorted by

        TN and then by subscription version ID so a filter can be created to

        return the next set of data where the TN value is greater than or equal to the last

        TN returned plus one, OR the TN is equal to the last TN returned AND the

        subscription version id is greater than or equal to the last subscription version id

        returned plus one. (e.g., (TN >= 123-456-78901 OR (TN = 123-456-7890 AND ID >= 12345))


!;





		NANC 414

		LNPA WG (from PIM 51) 11/14/06

		Validation of Code Ownership in the NPAC

Business Need:

Refer to separate document (last update Jul ’07).



		TBD

		TBD

		Func Backward Compatible:  TBD
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Nov ’08 LNPAWG, discussion.  Minor clarification on the requirements.


Requirements 1 through 7 in the attachment are only applicable when requirement 8 (regional tunable) is set to TRUE.




		Med

		None-Low



		NANC 416

		LNPA WG 09/13/06

		BDD File for Notifications – Adding New Attributes

Business Need:

As indicated in NANC 412, doc-only FRS updates, two attributes are not included in the Notification BDD file, even though they are part of the actual notification that is sent to the SOA.  With this change order (action item 0906-02), those two attributes will be added to the BDD file, Business Type and Timer Type for Object Creation Notifications, so that the CMIP notification and the BDD file are consistent.


This change order would require development effort for both SOA systems and the NPAC.



		TBD

		FRS

		Func Backward Compatible:  TBD


Nov ’08 LNPAWG, discussion.  Minor clarification on the requirements.  The attached shows the placement of the two attributes in the BDD file.  These attributes will be included when the Service Provider Notification BDD Attributes Indicator is set to TRUE.




[image: image23.emf]NANC 416 BDD file  inserts.docx






		Low

		Low



		NANC 416 (con’t)

		

		(continued)

Req 1
Service Provider Notification BDD Attributes Indicator

NPAC SMS shall provide a Service Provider Notification BDD Attributes Indicator tunable parameter which defines whether a Service Provider supports the Timer Type and Business Hours attributes in their BDD Files.

Req 2
Service Provider Notification BDD Attributes Indicator Default

NPAC SMS shall default the Service Provider Notification BDD Attributes Indicator tunable parameter to FALSE.

Req 3
Service Provider Notification BDD Attributes Indicator Modification

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Notification BDD Attributes Indicator tunable parameter.



		

		

		







		

		

		







		

		



		NANC 418

		Syniverse 12/18/06

		Post-SPID Migration SV Counts

Business Need:


Refer to separate document (last update Mar ’07).




		TBD

		M&P

		Func Backward Compatible:  YES
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Nov ’08 LNPAWG, discussion.  Minor clarification on the requirements.


This count includes all SVs (LSPP, LISP, POOL) under an LRN.  For this change order, it will be broken down by pooled and non-pooled counts.

		Low

		Low
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		NeuStar


3/31/07

		Doc-Only Change Order: FRS Updates


Business Need:

1.  Remove unnecessary page break in Table 0-1 Notation Key between RR and RX abbreviation description.  Remove RR table entry described as “This is a requirement that was identified in a NPAC SMS release subsequent to 1.X.” – this description was erroneously added in version 3.0.0.  The original RR description (last table entry), “This is a requirement that was identified as a new requirement for the system, during post-award meetings with the Illinois LCC.” – should remain (with correction of LCC to LLC).

2.  Prepaid Wireless SV Type -- With the implementation of NANC 399 and SV Type, several placeholder values were set aside for future use.  During the Mar ’07 LNPAWG mtg, it was agreed to begin using one of these placeholder values.  In both the intro section (1.2.16) and the data model section (SV data model – table 3-6, and Number Pool Block data model – table 3-8), the text for “SV Type 4” should be replaced with “Prepaid Wireless”.

(continued)



		

		

		Func Backward Compatible:  Yes


Update the current documentation to be consistent and reflect the current behavior.




		Low

		None / None
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		Doc-Only Change Order: FRS Updates (continued)

added in Apr’08

3.  Text correction for the following requirement:


RR5-179  Create Inter-Service Provider PTO Subscription Version – New Service Provider Optional input data


NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port, when the Porting to Original flag is set to True.


New text should read:


RR5-179  Create Inter-Service Provider PTO Subscription Version – New Service Provider Optional input data attributes – Rejected

NPAC SMS shall accept reject an Inter-Service Provider Create Request that includes the following optional fields data attributes from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port, when the Porting to Original flag is set to True.


· LRN


· Class DPC


· Class SSN


· LIDB DPC


· LIDB SSN


· CNAM DPC


· CNAM SSN


· ISVM DPC


· ISVM SSN


· WSMSC DPC (if supported by the Service Provider SOA)


· WSMSC SSN (if supported by the Service Provider SOA)


· Porting to Original


· Billing Service Provider ID


· End-User Location - Value


· End-User Location - Type


· SV Type


· Alternative SPID

(continued)



		NANC 420 (con’t)

		Doc-Only Change Order: FRS Updates (continued)

added in Apr’08

4.  Text correction for the following requirement:


RR5-180  Create “Intra-Service Provider Port” (PTO) Subscription Version – Current Service Provider Optional input data


NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port, when the Porting to Original flag is set to True.


New text should read:


RR5-180  Create “Intra-Service Provider Port (PTO) Subscription Version – Current Service Provider Optional input data attributes – Rejected

NPAC SMS shall accept reject an Intra-Service Provider Create Request that includes the following optional fields data attributes from NPAC personnel or the Current Service Provider upon Subscription Version creation for an Inter-Service Provider port, when the Porting to Original flag is set to True.


· LRN


· Class DPC


· Class SSN


· LIDB DPC


· LIDB SSN


· CNAM DPC


· CNAM SSN


· ISVM DPC


· ISVM SSN


· WSMSC DPC (if supported by the Service Provider SOA)


· WSMSC SSN (if supported by the Service Provider SOA)


· Porting to Original


· Billing Service Provider ID


· End-User Location - Value


· End-User Location - Type


· SV Type


· Alternative SPID





		NANC 421

		NeuStar 03/31/07

		ASN.1 and GDMO Updates for Prepaid Wireless SV Type

The current ASN.1 needs to be updated:


1.  Prepaid Wireless SV Type.


With the implementation of NANC 399 and SV Type, several placeholder values were set aside for future use.  During the Mar ’07 LNPAWG mtg, it was agreed to begin using one of these placeholder values.  The ASN.1 change is shown below:


SVType ::= ENUMERATED {


    wireline  (0),


    wireless  (1),


    voIP      (2),


    voWiFi    (3),


    sv-type-4 prepaid-wireless (4),


    sv-type-5 (5),


    sv-type-6 (6)


}

(continued)

		

		

		Func Backward Compatible:  YES


Update the current documentation.




		Low

		Low / Low



		NANC 421 (con’t)

		ASN.1 and GDMO Updates for Prepaid Wireless SV Type (continued)

The current GDMO needs to be updated

1.  GDMO Behavior clarification (new text in blue) for both the SV Type attribute (#153, shown below) and the Number Pool Block SV Type attribute (#155, not shown below, but same change):


--


-- 153.0 Subscription Version SV Type


--


subscriptionSvTypeBehavior BEHAVIOUR


    DEFINED AS !


        This attribute is used to specify the subscription version


        type.


        The possible values are:


            0 : wireline


            1 : wireless


            2 : VoIP

            3 : voWiFi


            4 : sv-type-4 prepaid-wireless

            5 : sv-type-5

            6 : sv-type-6


!;



		

		



		NANC 422

		NeuStar


6/30/07

		Doc-Only Change Order: IIS Updates


Business Need:


1.  Correct section 4.8, Subscription Version Queries, for the enhanced SV Query functionality over the SOA/LSMS interfaces.  The text gives an example using the > operator.  CMIP does not support >, so the reference text should be changed from “> value”, to “>= value + 1”, as shown below:


All subscription versions where ((TN >= 303-555-01501) OR (TN = 303-555-0150 AND subscription version ID >= 12345).



		

		

		Func Backward Compatible:  Yes


Update the current documentation to be consistent and reflect the current behavior.




		Low

		None / None



		NANC 424

		VeriSign


9/11/07

		Number Pool Block (NPB) Donor Disconnect Notification Priority Indicator

Business Need:


(PIM 65) – When Number Pool Blocks (NPBs) are disconnected, the defined flow (IIS B.4.4.24) includes an SV Donor Disconnect notification to the Donor SOA.  In some instances, the Donor SOA may not wish to receive these notifications.  In the current notification prioritization functionality, there is no option to indicate a priority level specific to a de-pool and the associated SV Donor Disconnect notifications.  Without this option, the Donor SOA may receive unwanted notifications (if not supporting range notifications, could receive up to 1000 notifications).


Nov ’07 LNPAWG, discussion:


VeriSign validated that the documented description and proposed resolution meets the business need.

		

		

		Func Backward Compatible:  Yes


The NPAC SMS would add a notification category specific to the SV Donor Disconnect notification when an NPB is disconnected.


Req 1 – Service Provider SOA Suppress NPB De-Pool SV Donor Disconnect Notification Indicator


NPAC SMS shall provide a Service Provider SOA Suppress NPB De-Pool SV Donor Disconnect Flag Indicator tunable parameter which defines whether a SOA will receive/not-receive SV Donor Disconnect Notifications as a result of a Number Pool Block Disconnect.


Req 2 – Service Provider SOA Suppress NPB De-Pool SV Donor Disconnect Notification Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Suppress NPB De-Pool SV Donor Disconnect Flag Indicator tunable parameter.


Req 3 – Service Provider SOA Suppress NPB De-Pool SV Donor Disconnect Notification Indicator Usage


NPAC SMS shall send Number Pool Block Disconnect initiated SV Donor Disconnect notifications only when the Service Provider SOA Suppress NPB De-Pool SV Donor Disconnect Notification Flag Indicator tunable parameter is set to FALSE.

		Low

		None-Low / None



		NANC 426

		VeriSign


10/10/07

		Provide Modify Request Data to the SOA from Mass Updates


Business Need:


(PIM 66) – Currently, when the NPAC conducts a mass update for a SOA customer; the SOA does not receive any notifications containing the modified attributes.  For SOAs that maintain SV data beyond the time of port activation, this creates an out-of-synch situation between the SOA database and the NPAC database.


Nov ’07 LNPAWG, discussion:


VeriSign validated that the documented description and proposed resolution meets the business need.

		

		

		Func Backward Compatible:  Yes


The NPAC SMS would add a tunable parameter to the SPID-level customer profile that could be set to allow the sending/suppression of modify data to the respective SOA as a result of a mass update.


Req 1 – Service Provider SOA Mass Update Notification Indicator

NPAC SMS shall provide a Service Provider SOA Mass Update Notification Flag Indicator tunable parameter which defines whether a SOA will receive/not-receive notifications containing modified attributes as a result of a Mass Update.


Req 2 – Service Provider SOA Mass Update Notification Indicator Modification

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Mass Update Notification Flag Indicator tunable parameter.


Req 3 – Service Provider SOA Mass Update Notification Indicator Usage


NPAC SMS shall send notifications containing modified attributes as a result of a Mass Update over the SOA connection only when the Service Provider SOA Mass Update Notification Flag Indicator tunable parameter is set to TRUE.

		Med

		Low-Med / None



		NANC 426 (con’t)

		Provide Modify Request Data to the SOA from Mass Updates (continued)


IIS Change:  add a new notification for the modified attributes to flow B.8.3, Mass Update.

Current flow.
1. M-SET Request subscriptionVersion
2. M-SET Response subscriptionVersion
3. M-EVENT-REPORT Request subscriptionVersionStatusAttributeValueChange
4. M-EVENT-REPORT Response subscriptionVersionStatusAttributeValueChange


Updated flow.
1. M-SET Request subscriptionVersion
2. M-SET Response subscriptionVersion
3. M-EVENT-REPORT Request subscriptionVersionStatusAttributeValueChange
4. M-EVENT-REPORT Response subscriptionVersionStatusAttributeValueChange
5. M-EVENT-REPORT Request subscriptionVersionAttributeValueChange    (include the modified attributes)
6. M-EVENT-REPORT Response subscriptionVersionAttributeValueChange


For flow B.8.3.1, Mass Update for a range of TNs that contains a Number Pool Block, the same type of change will apply.  In this case, two notifications will be added, one for the SVs, and one for the NumberPoolBlock.

FRS, Table C-7, SOA Notification Priorities Tunables.  Create a new row in S-3.00, Attribute Value Change, For Mass Update, None.




		For 

		



		NANC 427

		Qwest


1/08/08

		Error Reduction for DPC entries in new ported and pooled records


Business Need:


Refer to separate document (last update Mar ’08).




		

		

		Func Backward Compatible:  No
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Jul ’08 LNPAWG, discussion.  Need to develop requirements for Sep ’08 review.  See below:

Req-1
DPC Entries Information Source for LTI or NPAC Personnel entries

NPAC SMS shall obtain DPC information from each Service Provider that will be making subscription version create requests as the New Service Provider via the SOA Low-Tech Interface or NPAC Administrative Interface.

(continued)




		Med-High

		None-Med / None



		NANC 427 (con’t)

		(continued)

Req–2
DPC Entries Information Maintenance

NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to maintain the Service Provider DPC information.

Req–3
DPC Entries Information – Multiple Entries

NPAC SMS shall allow multiple entries of DPC-SSN pair for each GTT Type (CLASS, LIDB, CNAM, ISVM, WSMSC).

Req‑4
Create Subscription Version – DPC Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the values for the following input data, if supplied, is valid according to the Service Provider DPC source data, when Creating Subscription Versions via the SOA Low-Tech Interface or NPAC Administrative Interface for an Inter-Service Provider port:

· Class DPC


· Class SSN


· LIDB DPC


· LIDB SSN


· CNAM DPC


· CNAM SSN


· ISVM DPC


· ISVM SSN


· WSMSC DPC 


· WSMSC SSN


(continued)






		NANC 427 (con’t)

		(continued)

Req‑5
Create “Intra-Service Provider Port” Subscription Version – DPC Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the values for the following input data, if supplied, is valid according to the Service Provider DPC source data, when Creating Subscription Versions via the SOA Low-Tech Interface or NPAC Administrative Interface for an Intra-Service Provider port:

· Class DPC


· Class SSN


· LIDB DPC


· LIDB SSN


· CNAM DPC


· CNAM SSN


· ISVM DPC


· ISVM SSN


· WSMSC DPC 


· WSMSC SSN


Req-6
Create Subscription Version – Validation of DPCs for Subscription Version Creates

NPAC shall reject New Service Provider Subscription Version Create requests from the SOA Low-Tech Interface or NPAC Administrative Interface if a valid DPC reference does not exist in the Service Provider DPC source data.

Nov ’08 LNPAWG, discussion.  Minor clarification on the requirements.  Requirements 1 through 6 in the attachment are only applicable when requirement 7 (regional tunable) is set to TRUE.


Req-7
Regional LTI DPC Validation Indicator – Tunable Parameter


NPAC SMS shall provide a Regional LTI DPC Validation Indicator tunable parameter, which is defined as an indicator on whether or not LTI DPC validation capability will be supported by the NPAC SMS for a particular NPAC region.

Req-8
Regional LTI DPC Validation Indicator – Tunable Parameter Default


NPAC SMS shall default the LTI DPC Validation Indicator tunable parameter to TRUE.

Req-9
Regional LTI DPC Validation Indicator – Tunable Parameter Modification


NPAC SMS shall allow NPAC SMS Personnel, via the NPAC Administrative Interface, to modify the LTI DPC Validation Indicator tunable parameter.





		NANC 428

		NeuStar


3/12/08

		Update NPAC file transfer method from FTP to Secure-FTP


Business Need:

In essence, SFTP is an interactive file transfer program, similar to FTP, except that SFTP performs all operations in an encrypted manner.  It utilizes public key authentication and compression.  It connects and logs into a specified host, then enters an interactive command mode.  Utilizing SFTP requires the installation of the OpenSSH suite of tools.  OpenSSH encrypts all traffic (including passwords) to reduce the likelihood of eavesdropping and connection hacking.



		

		

		Func Backward Compatible:  No


The major reason for implementing SFTP versus FTP is security.  In FTP all data is passed back and forth between the client and server without the use of encryption.  Therefore data, passwords, and usernames are all transferred in clear text making them susceptible to eavesdropping, man-in-the-middle attacks, and integrity issues.  The implementation of SFTP (Secure File Transfer Protocol) is estimated to be a 6-12 month coordinated effort between NeuStar and the industry.

Jul ’08 LNPAWG, discussion.  Need to develop requirements for Sep ’08 review.  See below:

Ten existing requirements need to have text changed from “FTP” to “Secure FTP”.



		Low

		Low / Low



		NANC 433

		LNPA WG


3/12/08

		VoIP SV Type


Business Need:

During the discussion of FCC Order 07-188, participants agreed that the SV Type values should be modified to align with the definition in the Order.  This led to the following three changes.


Nov ’08 LNPAWG, discussion on adding additional placeholders.  The group agreed to add 7,8,9:

1.  VoIP SV Type in the FRS-- In both the intro section (1.2.16) and the data model section (SV data model – table 3-6, and Number Pool Block data model – table 3-8), the text for “voIP” should be replaced with “Class 2 Interconnected VoIP”, and “SV Type 5” should be replaced with “Class 1 Interconnected VoIP”.

2.  VoIP SV Type in the ASN.1 – The text should be changed.


SVType ::= ENUMERATED {


    wireline         (0),


    wireless         (1),


    class2InterconnectedVvoIP (2),


    voWiFi           (3),


    prepaid-wireless (4),


    sv-type-5 class1InterconnectedVoIP (5),


    sv-type-6 (6),

    sv-type-7 (7),

    sv-type-8 (8),

    sv-type-9 (9)


}

(continued)



		

		

		Func Backward Compatible:  Yes


Update the current definitions.




		Low

		Low / Low



		NANC 433 (con’t)

		

		3.  VoIP SV Type in the GDMO – The text should be changed.

GDMO Behavior clarification (new text in blue) for both the SV Type attribute (#153, shown below) and the Number Pool Block SV Type attribute (#155, not shown below, but same change):


--


-- 153.0 Subscription Version SV Type


--


subscriptionSvTypeBehavior BEHAVIOUR


    DEFINED AS !


        This attribute is used to specify the subscription version


        type.


        The possible values are:


            0 : wireline


            1 : wireless


            2 : class2InterconnectedVoIP

            3 : voWiFi


            4 : prepaid-wireless


            5 : sv-type-5 class1InterconnectedVoIP

            6 : sv-type-6


            7 : sv-type-7

            8 : sv-type-8

            9 : sv-type-9

!;

4.  VoIP SV Type in the IIS – No text changes needed.



		

		

		

		

		



		NANC 434

		LNPA WG


3/12/08

		VoIP SP Type


Business Need:

During the discussion of FCC Order 07-188, participants agreed that the SP Type values should be modified to align with the definition in the Order.  This led to the following three changes:

1.  VoIP SP Type in the FRS-- In the data model section (NPAC Customer data model – table 3-2), the text for “SP Type3” should be replaced with “class1Interconnected VoIP”.

2.  VoIP SP Type in the ASN.1 – The text should be changed.


ServiceProviderType ::= ENUMERATED {


    wireline    (0),


    wireless    (1),


    non-carrier (2),


    sp-type-3class1InterconnectedVoIP (3)


    sp-type-4 (4)


    sp-type-5 (5)


}

3.  VoIP SP Type in the GDMO – The text should be changed.

GDMO Behavior clarification (new text in blue) for the SP Type attribute (#151, shown below):


--


-- 151.0 LNP Service Provider Type


--


serviceProviderTypeBehavior BEHAVIOUR


    DEFINED AS !


        This attribute is used to specify the service provider type.  The valid values are” wireline, wireless, and non-carrier, and class 1 Interconnected VoIP.

!;

4.  VoIP SP Type in the IIS – No text changes needed

		

		

		Func Backward Compatible:  Yes


Update the current definitions.




		Low

		Low / Low



		

		

		

		

		

		

		

		



		

		

		

		

		

		

		

		





Awaiting SOW Change Orders


		Awaiting SOW Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS



		NANC 438

		NeuStar

7/15/09

		Last Alternative SPID

Business Need:

Refer to separate document.
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		Func Backward Compatible:  TBD

Jul ’09 LNPAWG, discussion:

NeuStar presented slides during the May ’09 meeting, and the group indicated a change order needs to be provided.  The attached change order was reviewed.

Sep ’09 LNPAWG, discussion:


The group agreed to forward the change order on to the NAPM LLC, to request an SOW from NeuStar.




		TBD

		TBD



		

		

		

		

		

		

		

		



		

		

		

		

		

		

		

		





Cancel – Pending Change Orders


		Cancel - Pending Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS



		

		

		

		

		

		

		

		



		

		

		

		

		

		

		

		





Current Release Change Orders


		Current Release Change Orders



		Chg Order #

		Orig. / Date

		Description

		Priority

		Category

		Proposed Resolution

		Level of Effort



		

		

		

		

		

		

		NPAC

		SOA LSMS



		

		

		See Implemented List for details on Release 3.3.




		

		

		

		

		





Summary of Change Orders


		Release # / Target Date

		Change Orders

		Backward Compatible



		Open

		





		



		Accepted

		NANC 372 – SOA/LSMS Interface Protocol Alternatives

NANC 382 – “Port-Protection” System

NANC 390 – New Interface Confirmation Messages SOA/LSMS – to - NPAC

NANC 400 – URI Fields


NANC 401 – Separate LSMS Association for OptionalData Fields


NANC 403 –Only allow Recovery Messages to be sent during Recovery


NANC 415 – SIP and H.323 URIs in the NPAC

NANC 417 – Provide record count(s) for BDD Files and Delta BDD Files

NANC 419 – User Prioritization of Recovery-Related Notifications


NANC 423 – Low Tech Interface (LTI) Transaction Filter

NANC 425 – Large Volume Port Trans and SOA Throughput Using Message Efficiency (son of NANC 397)

NANC 431 – URI Fields (PoC)


NANC 432 – URI Fields (Presence)


NANC 437 – Multi-Vendor NPAC SMS Solution


NANC 440 –Medium Timers

NANC 441 – New SP Medium Timer Indicator and Old SP Medium Timer Indicator



		



		Next Doc Release

		NANC 429 – URI Fields (Voice)


NANC 430 – URI Fields (MMS)


NANC 435 – URI Fields (SMS)


NANC 436 – Optional Data – alternative End User Location and alternative Billing ID

NANC 439 – Doc Only Change Order:  FRS



		



		Next Release. R3.4

		NANC 147 – Version ID Rollover Strategy


NANC 355 – Modification of NPA-NXX Effective Date (son of ILL 77)

NANC 396 –NPAC Filter Management – NPA-NXX Filters


NANC 397 – Large Volume Port Transactions and SOA Throughput


NANC 408 –SPID Migration Automation Changes


NANC 413 – Doc Only Change Order:  GDMO


NANC 414 – Validation of Code Ownership in the NPAC


NANC 416 – BDD File for Notifications – Adding New Attributes




NANC 418 – Post-SPID Migration SV Counts


NANC 420 – Doc Only Change Order:  FRS


NANC 421 – ASN.1 and GDMO Updates for Prepaid Wireless SV Type


NANC 422 – Doc-Only Change Order: IIS Updates

NANC 424 – Number Pool Block (NPB) Donor Disconnect Notification Priority Indicator

NANC 426 – Provide Modify Request Data to the SOA from Mass Updates

NANC 427 – Error Reduction for DPC entries in new ported and pooled records

NANC 428 – Update NPAC file transfer method from FTP to Secure-FTP

NANC 433 – VoIP SV Type


NANC 434 – VoIP SP Type




		



		Awaiting SOW

		NANC 438 – Last Alternative SPID



		



		Cancel-Pending

		

		



		Current Release

		See Implemented List for details on R3.3

		





� It is appropriate to prevent the creation of a pooled block if any non-ported number in the block is “port-protected” since to allow the block’s creation would result in an inadvertent port of these numbers if the block eventually is assigned to another switch.  But the intra-SP porting activity required before creating a contaminated block must be allowed to occur without requiring end-users to temporarily lift the port restrictions on their numbers.  It therefore appears that an exception to the port protection validation is required, to allow a protected number to be intra-SP ported even if the number is “Port Protected.”  Without network data that is unavailable to NPAC today, the NPAC could not reliably determine whether an intra-SP port maintains the telephone number’s association with the same switch from which the number was served before the intra-SP port occurred.  A reasonable compromise appears to suppress the “Port-Protect” check when validating intra-SP ports rather than develop an elaborate validation process to address this scenario more completely.



� A modify of an active SV’s or block’s LRN can result in the move of a telephone number to a different switch and thus could result in an inadvertent port.  NeuStar is not proposing the “Port Protect” validation be applied to Modify actions because of the complexity of such validation.



� The validation of intra-SP ports occurs only if the involved SP has indicated in its NPAC SMS profile that this validation is desired.



� It is appropriate to prevent the creation of a pooled block if any non-ported number in the block is on the Port Protection list, since to allow the block’s creation would result in an inadvertent port of these numbers when (if) the block eventually is assigned to another switch.  But the intra-SP porting activity, necessary before creating a contaminated block, is allowed to occur without requiring that the port restrictions be lifted from TNs in the block.  This exception to the Port Protection validation is provided in order to allow a TN to be intra-SP ported even if the TN is on the Port Protection list.  The option to include intra-SP ports in the Port Protection validation process is provided at the individual LSP’s request.



� A modify of the LRN in an active SV or block record also can result in the move of a telephone number to a different switch and thus could result in an inadvertent port.  However, NeuStar is not proposing the Port Protection validation be applied to Modify actions because of the complexity of such a validation.
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NANC 417 – Working Copy






Origination Date:  12/18/06


Originator:  Syniverse Technologies


Change Order Number:  NANC 417


Description:  Provide record count(s) for BDD files and Delta BDD files


Cumulative SP Priority, Weighted Average:  



Pure Backwards Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			N


			N


			N


			Low


			TBD


			TBD








Business Need:



When a BDD file is distributed, the number of records that are included in the file is not known.  In order to ensure that the file was completely generated and received intact, a record count for the file should be included.



Since the NPAC is considered the database of record, alternatives such as counting the lines in the BDD file to compare it to what is currently in the LSMS are not considered genuinely accurate since the number of records could match, yet the content could be different.  Even a small difference in the pool block BDD file can make a significant impact on the network, because of the 1000-to-1 representation.  Therefore it is prudent to take steps to eliminate errors before processing the BDD files.  This could include creating a record count or “snapshot” of the file contents when the BDD file is created.  This will provide a reference point to compare to the BDD files received.  Currently, there is no way to validate the record counts in the BDD files as they are received, thereby ensuring data integrity.


Description of Change:



This change order would add a record count to the BDD file.  Since the BDD file contains detailed information on a row-by-row basis, the count would have to be added in either the file name or in a comment record, depending on the technical implementation.


There may be backward-compatibility issues that need to be discussed and resolved.


The requested record count would apply to all five file types (SPID, NPA-NXX, dash-X, LRN, NPB, SV).


In the case of delta BDDs, which are run from the NPAC GUI, the same principal(s) would be applied for the record count





1. 


2. 


3. 


4. 


Requirements:



1. 


2. 


3. 


Req 1
Service Provider BDD Record Count Indicator



NPAC SMS shall provide a Service Provider BDD Record Count Indicator tunable parameter which defines whether a Service Provider supports the commented record count information in their BDD Files.



Req 2
Service Provider BDD Record Count Indicator Default



NPAC SMS shall default the Service Provider BDD Record Count Indicator tunable parameter to FALSE.



Req 3
Service Provider BDD Record Count Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider BDD Record Count Indicator tunable parameter.


Updates (larger font blue italics) to Appendix E of the FRS.


Appendix E.  Download File Examples



The NPAC can generate Bulk Data Download files for Network Data (including SPID, LRN, NPA-NXX and NPA-NXX-X), Subscription Versions (including Number Pool Blocks) and Notifications. 



All fields within files discussed in the following section are variable length.  The download reason in all “Active-like” download files is always set to new.  The download reason in all “Latest View” download files is set to the appropriate download reason based on activation/modification/deletion activity.  ASCII 13 is the value used as the value for carriage return (CR) in the download files.  


All Time Stamps contained within the download files and SMURF files, and file names are in GMT (Greenwich Mean Time).  Files that contain three timestamps reference the time the files is created, and start and end time range.  When the time range is not specified, the default start timestamp is 00-00-0000000000 and the default end timestamp is 99-99-9999999999.



The record count information will be added to the end of the BDD files.  It will start with a pound sign (#) followed by the number of data records in the file.  For example, if there are twenty-two (22) LRN records in the file, the 23rd line would contain a pound sign, a space, and the number 22.  The record count information will only be included in the BDD file if the Service Provider’s BDD Record Count Indicator is set to TRUE.


Assumptions:



1. 


2. 


3. 


4. None.


IIS



No Change Required.


GDMO



No Change Required.


ASN.1






No Change Required.
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New Change Orders – Working Copy






Origination Date:  08/22
/08


Originator:  NeuStar


Change Order Number:  NANC 436


Description:  Optional Data – alternative End User Location and alternative Billing ID


Cumulative SP Priority, Weighted Average:  N/A



Functionally Backwards Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			N


			N


			Y


			Y


			Y








Business Need:



Alternative End User Location and Alternative Billing ID Fields:



The End User Location Value, End User Location Type, and Billing ID fields in the NPAC's Subscription Version records are supported only for LNP types 0 and 1 (LSPP, LISP).  LNP type 2 (POOL) does not offer these fields and thus pooled block records cannot have information contained in these fields.


Carriers have used these “future use” fields for various purposes.  When the telephone numbers involved are in pooled blocks, however, the carrier must intra-SP port the numbers in order to create entries in any of the three fields.  This defeats the purpose of EDR, where up to a thousand pooled numbers can be represented as a single pooled block record in the industry's LNP databases.  That is, when pooled numbers are to have End User Location Value, End User Location Type, or Billing ID information associated with them, the LNP database records storage requirement for each pooled block involved can increase up to a thousand-fold.  This adverse impact on record storage requirements is unnecessary if pooled blocks can be made to support the three fields.


As a result of recent unanticipated activity involving the population of these records for numbers that were in pooled blocks, many carriers' LNP databases are reaching their storage limits before planned storage capacity expansions are scheduled.  Thus a method to accommodate the population of the three unsupported fields for pooled numbers is urgently needed.


Because adding the three unsupported fields to the pooled block record requires many changes in the NPAC SMS and is an interface change affecting local systems as well, the addition of three more parameters in the Optional Data field is proposed.  This can be accommodated in an NPAC maintenance window and has no impact on local systems that do not wish to receive these parameters in NPAC downloads.  The parameters would parallel the specifications for the three existing fields and be named Alt-End User Location Value, Alt-End User Location Type, and Alt-Billing ID.


Description of Change:



The NPAC/SMS will provide the ability to provision Alt-End User Location Value, Alt-End User Location Type, and Alt-Billing ID as Optional Data field parameters for each Pooled Block record and associated Pooled Subscription Version records.



This information will be provisioned by the SOA and broadcast to the LSMS upon activation of the Pooled Block and upon modification for those SOA and LSMS associations optioned “on” to send and receive this data.  Pooled SVs are sent to non-EDR LSMSs.


This field shall be added to the Bulk Data Download file, and be available to a Service Provider’s SOA/LSMS.



This field will be supported across the interface on an opt-in basis only and will be functionally backward compatible.



The OptionalData CMIP attribute will be populated with an XML string.  The string is defined by the schema documented in the XML section below.  XML is used to provide future flexibility to add additional fields to the SV records and Pooled Block records when approved by the NAPM LLC.


Major points/processing flow/high-level requirements:



This change order proposes to add new fields to the subscription version and number pool block objects.  Hence, the FRS, IIS, GDMO, and ASN.1 will need to reflect the addition of these fields.  These new fields will cause changes to the NPAC CMIP interface, however they will be functionally backward compatible and optional by service provider.  Although the current subscription version object contains the End User Location and Billing ID fields, these three alternate fields are added to maintain consistency between a number pool block and it’s associated pooled SVs.


Requirements:



Section 1.2, NPAC SMS Functional Overview



Add a new section that describes the functionality of the Alt-End User Location Value, Alt-End User Location Type, and Alt-Billing ID Fields (Optional Data).  See description of Change above.



Section 3.1, NPAC SMS Data Models



Add new attribute for the Alt-End User Location Value, Alt-End User Location Type, and Alt-Billing ID Fields (Optional Data).  See below:



			NPAC CUSTOMER DATA MODEL





			Attribute Name


			Type (Size) 


			Required


			Description





			[snip]


			


			


			





			NPAC Customer SOA Alt-End User Location Value Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Alt-End User Location Value information from the NPAC SMS to their SOA.



The default value is False.





			NPAC Customer LSMS Alt-End User Location Value Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Alt-End User Location Value information from the NPAC SMS to their LSMS.



The default value is False.





			NPAC Customer SOA Alt-End User Location Type Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Alt-End User Location Type information from the NPAC SMS to their SOA.



The default value is False.





			NPAC Customer LSMS Alt-End User Location Type Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Alt-End User Location Type information from the NPAC SMS to their LSMS.



The default value is False.





			NPAC Customer SOA Alt-Billing ID Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Alt-Billing ID information from the NPAC SMS to their SOA.



The default value is False.





			NPAC Customer LSMS Alt-Billing ID Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Alt-Billing ID information from the NPAC SMS to their LSMS.



The default value is False.





			[snip]


			


			


			








Table 3-2 NPAC Customer Data Model



			Subscription Version Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			Alt-End User Location Value


			N (12)


			


			Alt-End User Location Value for Subscription Version.



This field may only be specified if the service provider SOA supports Alt-End User Location Value.





			Alt-End User Location Type


			N (2)


			


			Alt-End User Location Type for Subscription Version.



This field may only be specified if the service provider SOA supports Alt-End User Location Type.





			Alt-Billing ID


			C (4)


			


			Alt-Billing ID for Subscription Version.



This field may only be specified if the service provider SOA supports Alt-Billing ID.





			[snip]


			


			


			








Table 3‑6 Subscription Version Data Model



			number pooling block hoder information Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			Alt-End User Location Value


			N (12)


			


			Alt-End User Location Value for Number Pool Block.



This field may only be specified if the service provider SOA supports Alt-End User Location Value.





			Alt-End User Location Type


			N (2)


			


			Alt-End User Location Type for Number Pool Block.



This field may only be specified if the service provider SOA supports Alt-End User Location Type.





			Alt-Billing ID


			C (4)


			


			Alt-Billing ID for Number Pool Block.



This field may only be specified if the service provider SOA supports Alt-Billing ID.





			[snip]


			


			


			








Table 3‑8 Number Pooling Block Holder Information Data Model



RR3-210
Block Holder Information Mass Update – Update Fields



NPAC SMS shall allow NPAC Personnel, via a mass update, to update the block holder default routing information (LRN, DPC(s), and SSN(s), Alt-End User Location Value (if the requesting SOA supports Alt-End User Location Value data), Alt-End User Location Type (if the requesting SOA supports Alt-End User Location Type data), Alt-Billing ID (if the requesting SOA supports Alt-Billing ID data), for a 1K Block as stored in the NPAC SMS.  (Previously B-762)



R3‑8
Off-line batch updates for Local SMS Disaster Recovery



NPAC SMS shall support an off‑line batch download (via 4mm DAT tape and FTP file download) to mass update Local SMSs with Subscription Versions, NPA-NXX-X Information, Number Pool Block and Service Provider Network data.



The contents of the batch download are:



· Block Data



· [snip]



· Alt-End User Location Value (for Local SMSs that support Alt-End User Location Value)



· Alt-End User Location Type (for Local SMSs that support Alt-End User Location Type)



· Alt-Billing ID (for Local SMSs that support Alt-Billing ID)



· [snip]



RR3-79.1
Number Pool NPA-NXX-X Holder Information – Routing Data Field Level Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, are valid according to the formats specified in the Block Data Model upon Block creation scheduling for a Number Pool, or when re-scheduling a Block Create Event:  (Previously N-75.1).



[snip]



Alt-End User Location Value (if supported by the Block Holder SOA)



Alt-End User Location Type (if supported by the Block Holder SOA)



Alt-Billing ID (if supported by the Block Holder SOA)



RR3-149
 Addition of Number Pooling Block Holder Information – Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, is valid according to the formats specified in the Subscription Version Data Model upon Block creation for a Number Pool:  (Previously B-250)



[snip]



Alt-End User Location Value (if supported by the Block Holder SOA)



Alt-End User Location Type (if supported by the Block Holder SOA)



Alt-Billing ID (if supported by the Block Holder SOA)



RR3-157
Modification of Number Pooling Block Holder Information – Routing Data



NPAC SMS shall allow NPAC personnel, Service Provider via the SOA to NPAC SMS Interface, or Service Provider via the NPAC SOA Low-tech Interface, to modify the block holder default routing information (LRN, DPC(s), and SSN(s)), Alt-End User Location Value (if supported by the Block Holder SOA), Alt-End User Location Type (if supported by the Block Holder SOA), and Alt-Billing ID (if supported by the Block Holder SOA), for a 1K Block as stored in the NPAC SMS.  (Previously B-320)



R4-8
Service Provider Data Elements


NPAC SMS shall require the following data if there is no existing Service Provider data:



[snip]



NPAC Customer SOA Alt-End User Location Value Support Indicator



NPAC Customer LSMS Alt-End User Location Value Support Indicator



NPAC Customer SOA Alt-End User Location Type Support Indicator



NPAC Customer LSMS Alt-End User Location Type Support Indicator



NPAC Customer SOA Alt-Billing ID Support Indicator



NPAC Customer LSMS Alt-Billing ID Support Indicator



R5‑16
Create Subscription Version - New Service Provider Optional input data



NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· Alt-End User Location Value (if supported by the Service Provider SOA)



· Alt-End User Location Type (if supported by the Service Provider SOA)



· Alt-Billing ID (if supported by the Service Provider SOA)



R5‑18.1
Create Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· Alt-End User Location Value (if supported by the Service Provider SOA)



· Alt-End User Location Type (if supported by the Service Provider SOA)



· Alt-Billing ID (if supported by the Service Provider SOA)



RR5-5
Create “Intra-Service Provider Port” Subscription Version - Current Service Provider Optional Input Data



NPAC SMS shall accept the following optional fields from the NPAC personnel or the Current Service Provider upon a Subscription Version Creation for an Intra-Service Provider port:



· [snip]



· Alt-End User Location Value (if supported by the Service Provider SOA)



· Alt-End User Location Type (if supported by the Service Provider SOA)



· Alt-Billing ID (if supported by the Service Provider SOA)



RR5-6.1
Create “Intra-Service Provider Port” Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Intra-Service Provider port:



· [snip]



· Alt-End User Location Value (if supported by the Service Provider SOA)



· Alt-End User Location Type (if supported by the Service Provider SOA)



· Alt-Billing ID (if supported by the Service Provider SOA)



R5‑27.1
Modify Subscription Version - New Service Provider Data Values



NPAC SMS shall allow the following data to be modified in a pending or conflict Subscription Version for an Inter-Service Provider or Intra-Service Provider port by the new/current Service Provider or NPAC personnel:



· [snip]



· Alt-End User Location Value (if supported by the Service Provider SOA)



· Alt-End User Location Type (if supported by the Service Provider SOA)



· Alt-Billing ID (if supported by the Service Provider SOA)



R5‑28
Modify Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the NPAC personnel or the new Service Provider upon modification of a pending or conflict Subscription version:



· [snip]



· Alt-End User Location Value (if supported by the Service Provider SOA)



· Alt-End User Location Type (if supported by the Service Provider SOA)



· Alt-Billing ID (if supported by the Service Provider SOA)



R5‑29.1
Modify Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.



· [snip]



· Alt-End User Location Value (if supported by the Service Provider SOA)



· Alt-End User Location Type (if supported by the Service Provider SOA)



· Alt-Billing ID (if supported by the Service Provider SOA)



R5‑36
Modify Active Subscription Version - Input Data



NPAC SMS shall allow the following data to be modified for an active Subscription Version:



· [snip]



· Alt-End User Location Value (if supported by the Service Provider SOA)



· Alt-End User Location Type (if supported by the Service Provider SOA)



· Alt-Billing ID (if supported by the Service Provider SOA)



R5‑37
Active Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the new Service Provider or NPAC personnel for an active Subscription Version to be modified:



· [snip]



· Alt-End User Location Value (if supported by the Service Provider SOA)



· Alt-End User Location Type (if supported by the Service Provider SOA)



· Alt-Billing ID (if supported by the Service Provider SOA)



R5‑38.1
Modify Active Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification of an active version:



· [snip]



· Alt-End User Location Value (if supported by the Service Provider SOA)



· Alt-End User Location Type (if supported by the Service Provider SOA)



· Alt-Billing ID (if supported by the Service Provider SOA)



R5-74.3
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:



· [snip]



· Alt-End User Location Value (if supported by the Service Provider SOA)



· Alt-End User Location Type (if supported by the Service Provider SOA)



· Alt-Billing ID (if supported by the Service Provider SOA)



R5-74.4
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS to Local SMS interface:



· [snip]



· Alt-End User Location Value (if supported by the Service Provider SOA)



· Alt-End User Location Type (if supported by the Service Provider SOA)



· Alt-Billing ID (if supported by the Service Provider SOA)



RR5-91
Addition of Number Pooling Subscription Version Information – Create “Pooled Number” Subscription Version



NPAC SMS shall automatically populate the following data upon Subscription Version creation for a Pooled Number port:  (Previously SV-20)



· [snip]



· Alt-End User Location Value (Value set to same field as Block)



· Alt-End User Location Type (Value set to same field as Block)



· Alt-Billing ID (Value set to same field as Block)



Req 1 – Service Provider SOA Alt-End User Location Value Edit Flag Indicator



NPAC SMS shall provide a Service Provider SOA Alt-End User Location Value Edit Flag Indicator tunable parameter which defines whether a SOA supports Alt-End User Location Value.



Req 2 – Service Provider SOA Alt-End User Location Value Edit Flag Indicator Default



NPAC SMS shall default the Service Provider SOA Alt-End User Location Value Edit Flag Indicator tunable parameter to FALSE.



Req 3 – Service Provider SOA Alt-End User Location Value Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Alt-End User Location Value Edit Flag Indicator tunable parameter.


Req 4 – Service Provider LSMS Alt-End User Location Value Edit Flag Indicator



NPAC SMS shall provide a Service Provider LSMS Alt-End User Location Value Edit Flag Indicator tunable parameter which defines whether an LSMS supports Alt-End User Location Value.



Req 5 – Service Provider LSMS Alt-End User Location Value Edit Flag Indicator Default



NPAC SMS shall default the Service Provider LSMS Alt-End User Location Value Edit Flag Indicator tunable parameter to FALSE.



Req 6 – Service Provider LSMS Alt-End User Location Value Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS Alt-End User Location Value Edit Flag Indicator tunable parameter.


Req 7
Activate Number Pool Block - Send Alt-End User Location Value to Local SMSs



NPAC SMS shall, for a Service Provider that supports Alt-End User Location Value, send the Alt-End User Location Value attribute for an activated Number Pool Block via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 1.1 through 7.1 same as Req 1 through 7.  Replace “Alt-End User Location Value” with “Alt-End User Location Type”.



Req 1.2 through 7.2 same as Req 1 through 7.  Replace “Alt-End User Location Value” with “Alt-Billing ID”.



Appendix E – Bulk Data Download File Examples.



NOTE:  If a Service Provider supports Alt-End User Location Value, Alt-End User Location Type, or Alt-Billing ID, the format of the Bulk Data Download file will contain delimiters for the attribute.



			Explanation of the fields in the subscription download file





			Field Number


			Field Name


			Value in Example





			1


			Version Id 


			0000000001





			[snip]


			


			





			999


			Alt-End User Location Value


			Not present if LSMS or SOA does not support the Alt-End User Location Value as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			999


			Alt-End User Location Type


			Not present if LSMS or SOA does not support the Alt-End User Location Type as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			999


			Alt-Billing ID


			Not present if LSMS or SOA does not support the Alt-Billing ID as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 1 -- Explanation of the Fields in The Subscription Download File



			Explanation of the fields in the Block download file





			Field Number


			Field Name


			Value in Example





			1


			Block  Id 


			1





			[snip]


			


			





			999


			Alt-End User Location Value


			Not present if LSMS or SOA does not support the Alt-End User Location Value as shown in this example.  If it were present the value would be as defined in the NPB Data Model.





			999


			Alt-End User Location Type


			Not present if LSMS or SOA does not support the Alt-End User Location Type as shown in this example.  If it were present the value would be as defined in the NPB Data Model.





			999


			Alt-Billing ID


			Not present if LSMS or SOA does not support the Alt-Billing ID as shown in this example.  If it were present the value would be as defined in the NPB Data Model.





			


			


			








Table E- 6 -- Explanation of the Fields in The Subscription Download File



IIS



Addition to the current IIS flow descriptions that relate to Pooled SV and NPB attributes.



Flow B.4.4.1 – Number Pool Block Create/Activate by SOA



Flow B.4.4.2 – Number Pool Block Create by NPAC SMS



Flow B.4.4.12 – Number Pool Block Modify by NPAC SMS



Flow B.4.4.13 – Number Pool Block Modify by Block Holder SOA



If the “SOA Supports Alt-End User Location Value Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:



Alt-End User Location Value


If the “SOA Supports Alt-End User Location Type Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:



Alt-End User Location Type


If the “SOA Supports Alt-Billing ID Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:



Alt-Billing ID


Flow B.5.1.2 – Subscription Version Create by the Initial SOA (New Service Provider)



Flow B.5.1.3 – Subscription Version Create by Second SOA (New Service Provider)



Flow B.5.1.11 – Subscription Version Create for Intra-Service Provider Port



[snip]



The following items may optionally be provided unless subscriptionPortingToOriginal-SP is true:



[snip]



Alt-End User Location Value (if supported by the Service Provider SOA)



Alt-End User Location Type (if supported by the Service Provider SOA)



Alt-Billing ID (if supported by the Service Provider SOA)


Flow B.5.2.1 – Subscription Version Modify Active Version Using M-ACTION by a Service Provider SOA



Flow B.5.2.3 – Subscription Version Modify Prior to Activate Using M-ACTION



Flow B.5.2.4 – Subscription Version Modify Prior to Activate Using M-SET



[snip]



The current service provider can only modify the following attributes:



[snip]



Alt-End User Location Value (if supported by the Service Provider SOA)



Alt-End User Location Type (if supported by the Service Provider SOA)



Alt-Billing ID (if supported by the Service Provider SOA)


Flow B.5.6 – Subscription Version Query



[snip]



The query return data includes:



[snip]



Alt-End User Location Value (if supported by the Service Provider SOA)



Alt-End User Location Type (if supported by the Service Provider SOA)



Alt-Billing ID (if supported by the Service Provider SOA)


GDMO:



No Change Required.



ASN.1:



No Change Required.



XML:



Note – the XML shown below is existing NANC 399 and new NANC TBD.



<?xml version="1.0" encoding="UTF-8"?>



<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema" elementFormDefault="qualified"



attributeFormDefault="unqualified">



   <xs:simpleType name="NumberString">


      <xs:restriction base="xs:string">


         <xs:pattern value="[0-9]{0,}"/>


      </xs:restriction>


   </xs:simpleType>


   <xs:simpleType name="SPID">



      <xs:restriction base="xs:string">



         <xs:length value="4"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:simpleType name="EULV_DATATYPE">



      <xs:restriction base="NumberString">



         <xs:MinLength value="1"/>



         <xs:MaxLength value="12"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:simpleType name="EULT_DATATYPE">



      <xs:restriction base="NumberString">



         <xs:length value="2"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:simpleType name="BID_DATATYPE">



      <xs:restriction base="xs:string">



         <xs:minLength value="1"/>



         <xs:maxLength value="4"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:complexType name="OptionalData">



      <xs:all>



        <xs:element name="ALTSPID" type="SPID" nillable="true" minOccurs="0"/>



        <xs:element name="ALTEULV" type="EULV_DATATYPE" nillable="true" minOccurs="0"/>



        <xs:element name="ALTEULT" type="EULT_DATATYPE" nillable="true" minOccurs="0"/>



        <xs:element name="ALTBID" type="BID_DATATYPE" nillable="true" minOccurs="0"/>



      </xs:all>



   </xs:complexType>



   <xs:element name="OptionalData" type="OptionalData"/>



</xs:schema>
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Origination Date:  11/14/06


Originator:  LNPAWG (from PIM 51)


Change Order Number:  NANC 414


Description:  Validation of Code Ownership in the NPAC


Pure Backwards Compatible:  TBD



IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			TBD


			N/A


			N/A


			N/A


			TBD


			N/A


			N/A








Business Need:



Because there is no validation of ownership when a code is opened in NPAC’s network data, codes sometimes are opened in NPAC under the wrong SPID.  When code ownership is incorrectly indicated in the NPAC’s network data, SOA failures occur whenever a carrier submits a new SP create request for a non-ported number.  Further, some carriers rely on the NPAC’s network data to determine the proper destination for the LSR/WPR.  Code ownership errors thus can cause fall-out and delay the porting process.



There have been instances of carriers working around the NPAC’s validation of TN ownership when code ownership data is not correct in NPAC.  This is done by entering the wrong old-SP SPID value, to match the NPAC’s code ownership data, in the new SP’s create request.  This allows the pending SV create request to pass the NPAC’s TN ownership validation.  While this approach allows the NPAC porting processes to proceed, but the actual current service provider does not receive NPAC notifications about the impending port.  In the long term, this work around could impact all carriers in a region because correcting the code ownership (and SV ownership) errors requires a time-consuming manual or NANC 323 SPID migration.



An incorrect code ownership indication in NPAC’s network data delays the porting process and can create a substantial burden on industry to correct subsequent errors in individual ported TN records.



Open Issues:


There appear to be two open questions that must be answered in order to design and implement this change order.



· Source of code-ownership data



The source of code ownership data must be reliable and must be public.  Should the NPAC rely on NANPA data?  Or should some other methodology be used to verify code ownership?


Dec ’06 LNPAWG con call:  The logical choice is the NANPA public data.  This provides OCN to code cross reference.


· Source of all OCN related to each NPAC SPID



Each NPAC SPID may be associated with more than one OCN.  A public source for the related OCN data must be determined and a method to keep this information current must be developed.


Dec ’06 LNPAWG con call:  The major question raised and discussed is the source for code ownership.  Several other discussion items included:


How will we get and maintain the table for this data?



Do we really need to have all this data?



In previous discussions, the thought was to store the OCNs in the NPAC (implementation side).  This way we would have a cross-reference to NPAC SPID.  It could be based on their NPAC profile.



It appears that the big issue is how to get the data started.  We would need everyone to provide the initial data.



We could have one option where we reject the NPA-NXX Create if the cross-reference is not found.



Aren’t we just moving the problem to a different area?  What prevents the cross-reference table from getting problems?



One benefit is that we eliminate the typo question that was raised previously.



How do we keep problems from happening on an on-going basis?



Can’t we be more proactive, rather than reactive?


The NPAC would request that they fill out the profile as things change.  However, it still relies on the SP providing the data.



Would carriers have access to this data?



Collectively, we need to decide what we want because we’re starting to define requirements here.



This seems like a big problem and hard to administer (the maintenance of the data).



One question we need to answer is whether or not we should allow an SP to add their own cross-reference entries.



If we’re going to do it, this sounds like it is the simplest way to do it.



Another question to ask, whether we want a manual effort to do this on a monthly basis until we get this implemented, since this was also part of the PIM.  We would have to do a one-time clean-up regardless of whether we do the manual process as an interim solution.



We need to determine the M&P on how to get the data to NeuStar.  Is it an Excel spreadsheet, Help Desk, on the web site, over the interface?



We also still need to determine if carriers can view other carrier’s data.



The Change Order was accepted on a consensus vote.  Service Providers should come prepared to the January ’07 meeting to discuss the issues raised during the con call.


Jan ’07 LNPAWG meeting:  Logical choice would be for code holder to provide data to NeuStar:



· Using SP-provided OCN to SPID relationship data, NPAC can resolve operational items.


· Issues come up if OCN to SPID relationship data is not provided to NPAC in timely fashion: NPAC would inappropriately reject, or accept, a request if ownership information is missing or outdated.



· Initially, SPs provide set of OCNs associated with each NPAC SPID.



· Initially, NPAC performs manual review to identify code ownership errors.  (This can be done as part of the NPAC SMS software change proposed in this change order, when the new validation is implemented, or can be performed as a separate manual activity performed as time permits once the new validation is implemented.)



· Ongoing, SPs notify NPAC when their OCN to SPID association information changes.



Maintenance of OCN to SPID relationship information will be described in the M&P write-up.



Manual portion of this change order (if industry decides to perform) adds the following:


· Perform an initial review


· Perform manual or NANC 323 migration to correct code ownership errors.



· Perform subsequent reviews on some regular basis (e.g., monthly) of codes opened since previous review.


· Perform subsequent manual or NANC 323 migrations as new code ownership errors are revealed.



Next step.  NeuStar to develop requirements.



Meeting Discussions:


Mar ’07 LNPAWG meeting:  Additional points from meeting discussion:



· A routine creation of the discrepancy list should be provided.



· The update of the code assignee table needs to be done on a regular basis (daily, weekly, monthly).  After some discussion it was generally agreed, that a daily occurrence was logical.  The NPAC would implement a tunable for the update interval, granularity will be number of days.


· Any discrepancies must be resolved by the appropriate SP.  In most cases this will require the code holder to correct the NANP’s code assignee record before the NPAC can change the code assignee value that is used by the NPAC for the code validation process defined in this change order.  For the Canadian region the source is “CNA”.  The edit or validation step will only work once the SP corrects the data source.  Upon correction, the SP should notify NPAC personnel of the updated/correct information.


May ’07 LNPAWG meeting:  Additional points from meeting discussion:



· The group agreed that the manual code validation process should be implemented.  The request from the LNPAWG will be sent to the NAPM LLC.



· The Service Providers will be collecting OCN-to-SPID relationship information and providing that information to NeuStar.



Jul ’07 LNPAWG meeting:  Additional points from meeting discussion:



· The focus of this change order is now on the mechanized validation since the manual validation process was finalized at the last meeting.


· As discussed during the May ’07 meeting, it was assumed that Service Providers were using a single SPID per OCN (today’s environment generally has one NPAC SPID for all of that Service Provider’s valid OCNs).  One SP reported that this is not the case for them (they have two SPIDs on the same OCN).  This means that the SPID-to-OCN relationship can be many-to-many (rather than the assumed one-to-many), which complicates the mechanized validation.


· The OCN-to-SPID relationship data will not be entered over the CMIP interface, but would be entered by NPAC Personnel via the NPAC GUI.  Detailed M&Ps would need to be developed to address the “duplicate” entry issue (many-to-many).


Description of Change:



The proposed change is to verify code ownership when new NPA-NXXs are opened in the NPAC.  This will alleviate the problem of NPA-NXXs that are opened under the wrong SPID, which causes operational issues for both back-office systems and port requests.  The following items apply:


· NANPA website is the public data source for code ownership.



· SPs provide the set of OCNs associated with each NPAC SPID.


· SPs notify NeuStar for any code ownership changes that are not reflected accurately on the NANPA website.  (This can occur if SP performs code transfer without notifying NANPA.) 


· NeuStar enhances the NPA-NXX Create request validation rules to verify code ownership.



Requirements:



Req 1
Valid NPA-NXXs for each SPID



NPAC SMS shall establish a list of valid NPA-NXXs for each SPID using information obtained from an industry source.



Req 2
Maintaining List of Valid NPA-NXXs for each SPID



NPAC SMS shall maintain the list of valid NPA-NXXs for each SPID using information obtained from an industry source.



Req 3
Updating List of Valid NPA-NXXs for each SPID



NPAC SMS shall update the list of valid NPA-NXXs for each SPID using information obtained from an industry source.



Req 4
Valid OCNs for each SPID



NPAC SMS shall establish a list of valid OCNs for each SPID using information obtained from each SPID entity.



Req 5
Maintaining List of Valid OCNs for each SPID



NPAC SMS shall maintain the list of valid OCNs for each SPID using information obtained from each SPID entity.



Req 6
Updating List of Valid OCNs for each SPID



NPAC SMS shall update the list of valid OCNs for each SPID using information obtained from each SPID entity.



Req 7
Rejection of NPA-NXXs that Do Not Belong to the OCN/SPID



NPAC SMS shall reject a Service Provider request to open an NPA-NXX for portability if the associated OCN/SPID does not own that NPA-NXX.



Req 8
Regional NPAC NPA-NXX Ownership Edit Flag Indicator



NPAC SMS shall provide a Regional NPA-NXX Ownership Edit Flag Indicator, which defines whether or not NPA-NXX Ownership edits will be enforced by the NPAC SMS for a particular NPAC Region.



Req 9
Regional NPAC NPA-NXX Ownership Edit Flag Indicator Modification



NPAC SMS shall provide a mechanism for NPAC Personnel to modify the Regional NPA-NXX Ownership Edit Flag Indicator.



Req 10
Regional NPAC NPA-NXX Ownership Edit Flag Indicator – Default Value



NPAC SMS shall default the Regional NPA-NXX Ownership Edit Flag Indicator to TRUE.



Assumptions:



1. If Service Providers do not provide a list of OCNs for each SPID, then only the SPID value will be populated in the ownership table.


2. All OCN-to-SPID ownership data must be provided by a date determined by NeuStar, prior to the rollout of this feature.


IIS



No Change Required.


GDMO



No Change Required.


ASN.1



No Change Required.
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NANC 417 – Working Copy






Origination Date:  12/18/06


Originator:  Syniverse Technologies


Change Order Number:  NANC 417


Description:  Provide record count(s) for BDD files and Delta BDD files


Cumulative SP Priority, Weighted Average:  



Pure Backwards Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			N


			N


			N


			Low


			TBD


			TBD








Business Need:



When a BDD file is distributed, the number of records that are included in the file is not known.  In order to ensure that the file was completely generated and received intact, a record count for the file should be included.



Since the NPAC is considered the database of record, alternatives such as counting the lines in the BDD file to compare it to what is currently in the LSMS are not considered genuinely accurate since the number of records could match, yet the content could be different.  Even a small difference in the pool block BDD file can make a significant impact on the network, because of the 1000-to-1 representation.  Therefore it is prudent to take steps to eliminate errors before processing the BDD files.  This could include creating a record count or “snapshot” of the file contents when the BDD file is created.  This will provide a reference point to compare to the BDD files received.  Currently, there is no way to validate the record counts in the BDD files as they are received, thereby ensuring data integrity.


Description of Change:



This change order would add a record count to the BDD file.  Since the BDD file contains detailed information on a row-by-row basis, the count would have to be added in either the file name or in a comment record, depending on the technical implementation.


There may be backward-compatibility issues that need to be discussed and resolved.


The requested record count would apply to all five file types (SPID, NPA-NXX, dash-X, LRN, NPB, SV).


In the case of delta BDDs, which are run from the NPAC GUI, the same principal(s) would be applied for the record count





1. 


2. 


3. 


4. 


Requirements:



1. 


2. 


3. 


Req 1
Service Provider BDD Record Count Indicator



NPAC SMS shall provide a Service Provider BDD Record Count Indicator tunable parameter which defines whether a Service Provider supports the commented record count information in their BDD Files.



Req 2
Service Provider BDD Record Count Indicator Default



NPAC SMS shall default the Service Provider BDD Record Count Indicator tunable parameter to FALSE.



Req 3
Service Provider BDD Record Count Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider BDD Record Count Indicator tunable parameter.


Updates (larger font blue italics) to Appendix E of the FRS.


Appendix E.  Download File Examples



The NPAC can generate Bulk Data Download files for Network Data (including SPID, LRN, NPA-NXX and NPA-NXX-X), Subscription Versions (including Number Pool Blocks) and Notifications. 



All fields within files discussed in the following section are variable length.  The download reason in all “Active-like” download files is always set to new.  The download reason in all “Latest View” download files is set to the appropriate download reason based on activation/modification/deletion activity.  ASCII 13 is the value used as the value for carriage return (CR) in the download files.  


All Time Stamps contained within the download files and SMURF files, and file names are in GMT (Greenwich Mean Time).  Files that contain three timestamps reference the time the files is created, and start and end time range.  When the time range is not specified, the default start timestamp is 00-00-0000000000 and the default end timestamp is 99-99-9999999999.



The record count information will be added to the end of the BDD files.  It will start with a pound sign (#) followed by the number of data records in the file.  For example, if there are twenty-two (22) LRN records in the file, the 23rd line would contain a pound sign, a space, and the number 22.  The record count information will only be included in the BDD file if the Service Provider’s BDD Record Count Indicator is set to TRUE.


Assumptions:



1. 


2. 


3. 


4. None.


IIS



No Change Required.


GDMO



No Change Required.


ASN.1






No Change Required.
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NANC TBD – VSC issue – Working Copy






Origination Date:  01/08/2008


Originator:  Qwest


Change Order Number:  NANC 427


Description:  Error Reduction for DPC entries in new ported and pooled records


Cumulative SP Priority, Weighted Average:  



Pure Backwards Compatible:  TBD



IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			TBD


			TBD


			TBD


			TBD


			Medium-High


			None-Medium


			None








Business Need:



Qwest has found that some Service Providers do not populate the Vertical Services (CNAM/LIDB/CLASS/ISVM) Destination Point Code entries correctly on ported and pooled records.  This creates a three-part problem: 1.) a large volume of Message Transfer Part (MTP) routing errors in participating networks, 2.) the need for trouble reports and the necessary manual work to follow up on the trouble reports, and 3.) the need for Modify broadcasts to get the ported and pooled records corrected.



Besides the impact on Service Providers that have to deal with the routing data errors, consumers are impacted when their SS7-based services do not operate correctly.   Because the current Service Provider’s Final GTT values override the vertical service point codes used on the NPAC’s ported and pooled records, for numbers served within its network, the current Service Provider may not be aware of the problem unless contacted by another provider.


This change order improves the accuracy of all DPC values on new ported and pooled records.


Description of Change:



The proposed change modifies the NPAC, by maintaining a table of “valid” Vertical Service Destination Point Codes for each SPID (hereafter called “VST” or Vertical Service Table).  The VST allows the NPAC to implement a business rule to detect a port request with one or more incorrect Destination Point Codes.  Two options were initially documented, however, during the March ’08 LNPAWG meeting, both Option 1 and Option 2 were broken into two categories of “reporting the error back to the SOA”.



May ’08 LNPAWG meeting, discussion that some local systems already do this validation, so possibly do optional by Service Provider.  However, this would defeat the purpose of this change order (required versus optional).  All options require additional development effort, and in an effort to minimize this effort, a new Option 3 was proposed, whereby the VST is only used for LTI-initiated transactions.  This is added to the list below:


· Option 1a: Accept request that contains a DPC entry not on VST for the SPID, but delete the DPC/SSN not found on the VST and provide notification of this change over the SOA interface.



· Pro: No delay in porting.  No additional SOA Create message required.  Ensures that incorrect DPC entry is not used on ported or pooled records.  No SS7 routing errors are generated in carrier networks.  NPAC VST updates are not time critical.


· Con: Allows ported number record to be established with missing DPC value.  May require SOA software changes to handle new SOA error message.  Likely to require Modify transaction to correct missing DPC value.  Requires a new SOA notification with hybrid information that indicates the Request message was processed to completion, but the DPC value was blanked out.  SOA may need to track the initial value if the NPAC blanks it out.


· Option 1b: Reject request that contains a DPC entry not on the VST for the SPID and provide notification of reason for rejection over the SOA interface


· Pro:  Prevents incorrect DPC from being used on ported or pooled records.  No SS7 routing errors are generated in carrier networks.  Avoids Modify transaction to correct DPC error.


· Con:  Could delay the port.  Requires SOA to send second Create message.  May require SOA software changes to handle new SOA error message.  NPAC VST updates are time critical and all service providers must maintain up-to-date information.


· Option 2a: Same as 1a, but provide notification of deleted DPC entry via off-line report.


· Pro:  No delay in porting.  No additional SOA Create message required.  Ensures that incorrect DPC entry is not used on ported or pooled records.  Error report provided to requesting New Service Provider so they can research and correct the problem at their convenience.  No SS7 routing errors are generated in carrier networks.  NPAC VST updates are not time critical.


· Con:  Allows ported number record to be established with missing DPC value.  Likely to requires Modify transaction to correct the missing DPC value.  Requires SOA operational process change to handle new error report.  Requires NPAC to store data that is used in the off-line report.


· Option 2b: Accept request that contains a DPC entry not on VST for the SPID and provide notification of incorrect DPC entry via off-line report.



· Pro:  No delay in porting.  No additional SOA Create message required.  Error report sent to requesting New Service Provider so they can research and correct the problem at their convenience.  NPAC VST updates are not time critical.


· Con:  SS7 errors are generated in carrier networks.  Requires Modify transaction to correct the DPC error.  Requires SOA operational process change to handle new error report.  Requires NPAC to store data that is used in the off-line report.


· Option 3: Same as 1b, but only for LTI-initiated transactions.


· Pro:  Prevents incorrect DPC from being used on ported or pooled records initiated via the LTI.  No SS7 routing errors are generated in carrier networks for LTI-initiated transactions.  Avoids Modify transaction to correct DPC error for LTI-initiated transactions.


· Con:  Could delay the port.  Requires LTI to send second Create message.  NPAC VST updates are time critical and all service providers must maintain up-to-date information for successful completion of LTI-initiated transactions.


This change order will require input from each carrier, in order to obtain the valid point code entries to populate the VST.  Each carrier will be responsible for providing any necessary updates to their point code entries.  The data will be maintained in the NPAC by NPAC Personnel.



Major points/processing flow/high-level requirements:



1. TBD



2. TBD



3. TBD



4. TBD



Requirements:



1. TBD



2. TBD



3. TBD



Assumptions:



1. TBD



2. TBD



3. TBD



IIS



TBD



GDMO



TBD



ASN.1



TBD
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NANC 440, FCC Order, Medium Timers






Origination Date:  8/31/09



Originator:  LNPAWG


Change Order Number:  NANC 440


Description:  FCC Order, Medium Timers


Functionally Backward Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			N


			Y


			N


			Y


			TBD


			N








Business Need:



(As extracted from the LNPAWG “Recommended Plan for Implementation of FCC Order 09-41”, version 3, 9/17/09)



On May 13, 2009, the Federal Communications Commission (FCC) adopted and released FCC Order 09-41, which mandates industry implementation of a one Business Day porting interval for simple ports.


During the development of the recommended requirements in support of FCC Order 09-41, the LNPAWG identified the following Change Orders required for the NPAC to support the shortened porting interval.  These changes in the NPAC will also require changes in Service Provider local systems, e.g., SOA, LSMS, Operational Support Systems (OSSs), etc.



It is necessary for the LNPA WG to develop the detailed technical requirements for these Change Orders in order for NPAC, local system vendors, and Service Providers to develop and implement the software changes in time to meet the mandated implementation date.  The development and finalization of these technical requirements will begin immediately.



At a high level, two Change Orders have been identified for development:



· A new additional NPAC timer set (called Medium timers) in support of the shortened interval.



· A method for the NPAC to determine which timer set to utilize on a port.



This change order addresses the need for the implementation of Medium Timers in order to support the one Business Day porting interval for simple ports.


Description of Change:



A new set of NPAC timers will be added to support a shortened porting interval for simple ports (wireline, intermodal) as defined in FCC Order 09-41.  This will apply to Subscription Versions, but not to Number Pool Blocks.


In the Service Provider Profile, a new support tunable will be added.  This indicator will identify whether or not an SP supports the use of the Medium Timers.  This is needed because of the two-stage implementation (nine months for large carriers, and twelve months for small carriers), as well as carriers that may obtain a waiver from the FCC on implementation.



The Medium Timer set includes the following:



· Medium Initial Concurrence Timer (i.e., T1) – defaulted to three (3) NPAC business hours



· Medium Final Concurrence Timer (i.e., T2) – defaulted to three (3) NPAC business hours



· Medium Conflict Restriction Window – defaulted to 21:00 day before the due date (adjusted for Standard/Daylight)


· Medium Conflict Resolution Restriction Window – defaulted two (2) NPAC business hours



· Medium Initial Cancellation Acknowledgement Timer – defaulted to nine (9) NPAC business hours



· Medium Final Cancellation Acknowledgement Timer – defaulted to nine (9) NPAC business hours



· Medium Business Day Start – defaulted to 07:00 predominate time zone (Mon-Fri, excluding NPAC-defined holidays, adjusted for Standard/Daylight)


· Medium Business Day Duration – defaulted to 17 clock hours


The Medium Timer set will be used by the NPAC based on a combination of information provided by both SOAs (New SP and Old SP) and SP Profile settings of both SOAs.  This information will be broadcast to the SOAs upon creation/concurrence of the SV (object creation notification and attribute value change notification), for those SOA associations optioned “on” to send and receive this data (Timer Type and Business Type).



This new value for the existing attributes shall be added to the notification Bulk Data Download file, and be available to a Service Provider’s SOA (dependent on NANC 416 implementation in NPAC R3.4).



This new value for the existing attributes will be supported across the interface on an opt-in basis only and will be functionally backward compatible.



Open Issues:



None.



FRS:



Section 1.2, NPAC SMS Functional Overview


Update section 1.2.11 (Business Days/Hours) and 1.2.12 (Timer Type) to describe the functionality of the Medium Timers



Section 3.1, NPAC SMS Data Models


Add new indicator for the Medium Timers.  See below:



			NPAC CUSTOMER DATA MODEL





			Attribute Name


			Type (Size) 


			Required


			Description





			[snip]


			


			


			





			Medium Timers Support Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Medium Timers in an Object Creation Notification or Attribute Value Change Notification.



The default value is False.





			[snip]


			


			


			








Table 3-2 NPAC Customer Data Model



			Subscription Version Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			Timer Type


			Integer


			(


			Timer type used for the subscription version.



0 – Long Timers



1 – Short Timers



2 – Medium Timers





			Business Hour Type


			Integer


			(


			Business Hours used for the subscription version.



0 – Short Business Hours/Days


1 – Long Business Hours/Days



2 – Medium Business Hours/Day





			[snip]


			


			


			








Table 3‑6 Subscription Version Data Model



R4-8
Service Provider Data Elements


NPAC SMS shall require the following data if there is no existing Service Provider data:



[snip]



Port In Timer Type (can select Short or Long, cannot select Medium)


Port Out Timer Type (can select Short or Long, cannot select Medium)


Business Hours/Days (can select Short or Long, cannot select Medium)


[snip]



Medium Timers Support Indicator



Req 1 –Medium Timers Support Indicator


NPAC SMS shall provide a Medium Timers Support Indicator tunable parameter which defines whether a SOA supports Medium Timers in an Object Creation Notification or Attribute Value Change Notification.


Note:  When this value is set to TRUE, and a SOA supports the Timer Type attribute, a Timer Type value of 2 may be sent in the Object Creation Notification, and the Timer Type attribute will be included in the Attribute Value Change Notification with a Timer Type value of 0 or 2 in cases when the value changed from the initial setting based on a Timer Type mismatch in the New SP and Old SP Create messages.



Req 2 –Medium Timers Support Indicator Default


NPAC SMS shall default the Medium Timers Support Indicator tunable parameter to FALSE.



Req 3 –Medium Timers Support Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Medium Timers Support Indicator tunable parameter.


Appendix C – System Tunables


			Subscription Tunables





			Tunable Name


			Default Value


			Units


			Valid Range





			[snip]





			Medium Initial Concurrence Window


			3


			business hours


			1-72





			The hours subsequent to the time the subscription version was initially created by which both Service Providers are expected to authorize transfer of service if this is an Inter-Service Provider simple port and at least one of the Service Providers uses “Long” timers for non-simple ports. (T1 timer)





			Medium Final Concurrence Window


			3


			business hours


			1-72





			The number of hours after the concurrence request is sent by the NPAC SMS by which time both Service Providers are expected to authorize transfer of subscription service for an Inter-Service Provider simple port and at least one of the Service Providers uses “Long” timers for non-simple ports. (T2 timer)





			Medium Conflict Restriction Window


			21:00 region time zone, standard/daylight


			HH:MM


			00:00-24:00





			The time on the business day prior to the New Service Provider due date that a simple port Subscription version is no longer allowed to be set to conflict by the Old Service Provider provided that the Create Subscription Version Final Concurrence Window (T2) timer has expired.





			Medium Conflict Resolution New Service Provider Restriction


			2


			business hours


			1-72





			The number of business hours after the simple port subscription version is put into conflict that the NPAC SMS will prevent it from being removed from conflict by the new Service Provider using medium timers.








			Medium Cancellation-Initial Concurrence Window


			9


			Business hours


			1-72





			The numbers of hours after the version is set to cancel pending by which both Service Providers using medium timers are expected to acknowledge the pending cancellation.





			Medium Cancellation-Final Concurrence Window


			9


			business hours


			1-72





			The number of hours after the second cancel pending notification is sent by which both Service Providers using medium timers are expected to acknowledge the pending cancellation.





			Medium Business Day Duration


			17


			calendar hours


			1-24





			The number of hours from the tunable business day start time for medium business days.





			Medium Business Day Start Time


			07:00 region time zone, standard/daylight


			hh:mm


			00:00 - 24:00





			The start of the business day for short business days.  The value is specified by the contracting region.    









Table C- 1 -- Subscription Tunables



IIS:



No changes required.



GDMO:



-- 21.0 LNP NPAC Subscription Version Managed Object Class



subscriptionVersionNPAC MANAGED OBJECT CLASS



    DERIVED FROM subscriptionVersion;



    CHARACTERIZED BY



        subscriptionVersionNPAC-Pkg;



    REGISTERED AS {LNP-OIDS.lnp-objectClass 21};


subscriptionVersionNPAC-Behavior-2 BEHAVIOUR



    DEFINED AS !


        When the Medium Timers Support Indicator for the Service



        Provider is set to TRUE, and a SOA supports the Timer Type


        attribute, a Timer Type value of 2 may be sent in the Object


        Creation Notification, and the Timer Type attribute will be


        included in the Attribute Value Change Notification with a



        Timer Type value of 0 or 2 in cases when the value changed



        from the initial setting based on a Timer Type mismatch in the



        New SP and Old SP Create messages.


-- 107.0 Subscription Version Timer Type



subscriptionTimerType ATTRIBUTE



    WITH ATTRIBUTE SYNTAX LNP-ASN1.Integer;



    MATCHES FOR EQUALITY;



    BEHAVIOUR subscriptionTimerTypeBehavior;



    REGISTERED AS {LNP-OIDS.lnp-attribute 107};



subscriptionTimerTypeBehavior BEHAVIOUR



    DEFINED AS !



        This attribute is used to specify the subscription version



        timer type being used to set tunable timers.


        Current valid values are:



        0 for long timers (used primarily for wireline to wireline,



                           and intermodal)



        1 for short timers (used primarily for wireless to wireless)



        2 for medium timers (anticipated use for simple ports)


        Long timers (0) is set if any of the two service providers



        supports only long timers.


        Short timers (1) is set if both of the two service providers



        supports short timers (regardless of specification of simple



        port).


        Medium timers (2) are set if both service providers support



        Medium timers, and the port is determined to be a simple port.


!;  



-- 108.0 Subscription Version Business Type



subscriptionBusinessType ATTRIBUTE



    WITH ATTRIBUTE SYNTAX LNP-ASN1.Integer;



    MATCHES FOR EQUALITY;



    BEHAVIOUR subscriptionTimerTypeBehavior;



    REGISTERED AS {LNP-OIDS.lnp-attribute 108};



subscriptionBusinessTypeBehavior BEHAVIOUR



    DEFINED AS !



        This attribute is used to specify the subscription version



        business hours/days type being used to set tunable timers.


        Current valid values are:



        0 for short business hours/days



           (used primarily for wireline to wireline)



        1 for long business hours/days



           (used primarily for wireless to wireless)



        2 for medium hours/days (anticipated use for simple ports)


        Short business hours (0)is set if any of the two



        service providers supports only short business hours.



        Long business hours (1)is set if both of the two service


        providers supports long business hours (regardless of


        specification of simple port).


        Medium business hours (2) are set if both service providers


        support Medium business hours, and the port is determined to


        be a simple port.


!;  


ASN.1:



No changes required.
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NANC 441, FCC Order, SOA Indicator





Origination Date:  8/31/09



Originator:  LNPAWG


Change Order Number:  NANC 441


Description:  FCC Order, SOA Indicator


Functionally Backward Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			Y


			Y


			N








Business Need:


(As extracted from the LNPAWG “Recommended Plan for Implementation of FCC Order 09-41”, version 3, 9/17/09)



On May 13, 2009, the Federal Communications Commission (FCC) adopted and released FCC Order 09-41, which mandates industry implementation of a one Business Day porting interval for simple ports.


During the development of the recommended requirements in support of FCC Order 09-41, the LNPAWG identified the following Change Orders required for the NPAC to support the shortened porting interval.  These changes in the NPAC will also require changes in Service Provider local systems, e.g., SOA, LSMS, Operational Support Systems (OSSs), etc.



It is necessary for the LNPA WG to develop the detailed technical requirements for these Change Orders in order for NPAC, local system vendors, and Service Providers to develop and implement the software changes in time to meet the mandated implementation date.  The development and finalization of these technical requirements will begin immediately.



At a high level, two Change Orders have been identified for development:



· A new additional NPAC timer set (called Medium timers) in support of the shortened interval.



· A method for the NPAC to determine which timer set to utilize on a port.



This change order addresses the need for the implementation of a method for the NPAC to determine which timer set to use in order to support the one Business Day porting interval for simple ports.



Description of Change:



Two new SOA attributes will be added to support a shortened porting interval for simple ports (wireline, intermodal) as defined in FCC Order 09-41.  This will apply to Subscription Versions, but not to Number Pool Blocks.



In the Service Provider Profile, a new support tunable will be added for NANC 440 (Medium Timers Support Indicator).  In addition to indicating support of Medium Timers, this new tunable will identify whether or not an SP supports the use of the new SV attributes.  This is needed because of the two-stage implementation (nine months for large carriers, and twelve months for small carriers), as well as carriers that may obtain a waiver from the FCC on implementation.



The new SV attributes are:



· New SP Medium Timer Indicator


· Old SP Medium Timer Indicator



If a SOA supports the New SP/Old SP Medium Timer Indicator (based on their Medium Timers Support Indicator setting), the new attribute must be sent up in their SV Create message, if not their message will be rejected.  If a SOA does not support the New SP/Old SP Medium Timer Indicator, they must not send the new attribute up in their SV Create message, if they do their message will be rejected.  The new attribute is designed for SV Create messages, so any Modify requests that contain the new attribute will be rejected.  Both the NPAC Ops GUI and the NPAC LTI GUI will support this feature upon initial rollout.



The NPAC will use the values of the New SP/Old SP Medium Timer Indicators sent in the SV Create messages (or information in the SP Profile if not supported) to determine the usage of the Medium Timers for a given SV.  This New SP/Old SP Medium Timer Indicator information will be broadcast to the SOAs upon creation/concurrence of the SV (object creation notification and attribute value change notification), for those SOA associations optioned “on” to send and receive this data (NANC 440, Medium Timers Support Indicator).



When both SPs support the Medium Timers Support Indicators, and in cases where a mismatch of Medium Timer Indicators occur, the value specified by the Old Service Provider will prevail.  If necessary, the SV Timer Type will be changed, even though T1 and T2 concurrence timers have expired, because subsequent conflict or cancel functionality will use the value contained in the Timer Type attribute on the SV.  This updated Timer Type information will be sent to both the New Service Provider and the Old Service Provider in an Attribute Value Change notification.


These new attributes shall be added to the notification Bulk Data Download file, and be available to a Service Provider’s SOA.



These new attributes will be supported across the interface on an opt-in basis only and will be functionally backward compatible.



All references in the Processing Rules below that refer to “Short” and “Long” relate to the Timer Type settings in the Service Provider’s Profile (Port-In Timer Type, Port-Out Timer Type).


Processing Rules where one or both SPs do not support the Medium Timers Support Indicator:


· BAU (Business As Usual)



· Short + Short = Short



· Everything else =Long



Processing Rules where both SPs do support the Medium Timers Support Indicator:



· NSP is Short, OSP is Short, SV is Short regardless of Indicators



· NSP is Short, OSP is Long,



· NSP is First Create,



· SOA Indicator on SV Create is F (non-simple), SV uses Long,


· OSP is second Create,



· SOA Indicator on SV Create is F (non-simple), SV remains Long



· SOA Indicator on SV Create is T (simple), SV switches to Medium


· SOA Indicator on SV Create is T (simple), SV uses Medium,



· OSP is second Create,



· SOA Indicator on SV Create is F (non-simple), SV switches to Long



· SOA Indicator on SV Create is T (simple), SV remains Medium


· OSP is First Create,



· SOA Indicator on SV Create is F (non-simple), SV uses Long,



· NSP is second Create,



· SOA Indicator on SV Create is F (non-simple), SV remains Long



· SOA Indicator on SV Create is T (simple), SV remains Long


· SOA Indicator on SV Create is T (simple), SV uses Medium,



· NSP is second Create,



· SOA Indicator on SV Create is F (non-simple), SV remains Medium



· SOA Indicator on SV Create is T (simple), SV remains Medium


· NSP is Long , OSP is Short,



· NSP is First Create,



· SOA Indicator on SV Create is F (non-simple), SV uses Long,



· OSP is second Create,



· SOA Indicator on SV Create is F (non-simple), SV remains Long



· SOA Indicator on SV Create is T (simple), SV switches to Medium


· SOA Indicator on SV Create is T (simple), SV uses Medium,



· OSP is second Create,



· SOA Indicator on SV Create is F (non-simple), SV switches to Long



· SOA Indicator on SV Create is T (simple), SV remains Medium


· OSP is First Create,



· SOA Indicator on SV Create is F (non-simple), SV uses Long,



· NSP is second Create,



· SOA Indicator on SV Create is F (non-simple), SV remains Long



· SOA Indicator on SV Create is T (simple), SV remains Long


· SOA Indicator on SV Create is T (simple), SV uses Medium,



· NSP is second Create,



· SOA Indicator on SV Create is F (non-simple), SV remains Medium



· SOA Indicator on SV Create is T (simple), SV remains Medium


· NSP is Long , OSP is Long,



· NSP is First Create,



· SOA Indicator on SV Create is F (non-simple), SV uses Long,



· OSP is second Create,



· SOA Indicator on SV Create is F (non-simple), SV remains Long



· SOA Indicator on SV Create is T (simple), SV switches to Medium


· SOA Indicator on SV Create is T (simple), SV uses Medium,



· OSP is second Create,



· SOA Indicator on SV Create is F (non-simple), SV switches to Long



· SOA Indicator on SV Create is T (simple), SV remains Medium


· OSP is First Create,



· SOA Indicator on SV Create is F (non-simple), SV uses Long,



· NSP is second Create,



· SOA Indicator on SV Create is F (non-simple), SV remains Long



· SOA Indicator on SV Create is T (simple), SV remains Long


· SOA Indicator on SV Create is T (simple), SV uses Medium,



· NSP is second Create,



· SOA Indicator on SV Create is F (non-simple), SV remains Medium



· SOA Indicator on SV Create is T (simple), SV remains Medium


Open Issues:



None.



FRS:



Section 3.1, NPAC SMS Data Models



Add new indicators for the SOA SV Medium Timers.  See below:



			Subscription Version Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			New SP Medium Timer Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer views this SV as a simple port using Medium Timers when they are the New SP.





			Old SP Medium Timer Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer views this SV as a simple port using Medium Timers when they are the Old SP.





			[snip]


			


			


			








Table 3‑6 Subscription Version Data Model



R5‑14
Create Subscription Version - Old Service Provider Input Data



NPAC SMS shall accept the following data from the NPAC personnel or old Service Provider upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· Old SP Medium Timer Indicator – indication that Old SP considers this a simple port using Medium Timers.  (if supported by the Service Provider SOA)


R5‑15.1
Create “Inter-Service Provider Port” Subscription Version - New Service Provider Input Data



NPAC SMS shall require the following data from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port when NOT “porting to original”:  (reference NANC 399)



· [snip]



· New SP Medium Timer Indicator – indication that New SP considers this a simple port using Medium Timers.  (if supported by the Service Provider SOA)


R5-15.2
Create “Inter-Service Provider porting to original” Subscription Version - New Service Provider Input Data



NPAC SMS shall require the following data from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider “porting to original” port:



· [snip]



· New SP Medium Timer Indicator – indication that New SP considers this a simple port using Medium Timers.  (if supported by the Service Provider SOA)


R5‑18.1
Create Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· New SP Medium Timer Indicator – indication that New SP considers this a simple port using Medium Timers.  (if supported by the Service Provider SOA)


· Old SP Medium Timer Indicator – indication that Old SP considers this a simple port using Medium Timers.  (if supported by the Service Provider SOA)


R5-74.3
Query Subscription Version - Output Data – SOA



NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:



· [snip]



· New SP Medium Timer Indicator – indication that New SP considers this a simple port using Medium Timers.  (if supported by the Service Provider SOA)


· Old SP Medium Timer Indicator – indication that Old SP considers this a simple port using Medium Timers.  (if supported by the Service Provider SOA)


Req-1
Create Intra-Service Provider Port – No Medium Timers


NPAC SMS shall reject an intra-service provider Subscription Version Create message from NPAC Personnel or the Current (New) Service Provider, if any of the following attributes are specified:


· New SP Medium Timer Indicator – indication that New SP considers this a simple port using Medium Timers.


· Old SP Medium Timer Indicator – indication that Old SP considers this a simple port using Medium Timers.


Req-2
Modify Subscription Version – No Medium Timers



NPAC SMS shall reject a Subscription Version Modify message from NPAC Personnel, the New Service Provider, or the Old Service Provider if any of the following attributes are specified:



· New SP Medium Timer Indicator – indication that New SP considers this a simple port using Medium Timers.


Old SP Medium Timer Indicator – indication that Old SP considers this a simple port using Medium Timers.



Appendix E – Bulk Data Download File Examples.



NOTE:  If a Service Provider supports New SP Medium Timers Indicator and Old SP Medium Timer Indicator, the format of the Bulk Data Download file will contain delimiters for the parameter.


			Explanation of the fields in the notification download file





			Notification





			Field Number


			Field Name


			Value in Example





			SOA Notifications





			subscriptionVersionNewSP-CreateRequest





			1


			CreationTimeStamp


			For example: 19960101155555





			[snip]


			


			





			999


			New SP Medium Timer Indicator


			Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			subscriptionVersionRangeNewSP-CreateRequest (* if a consecutive list)





			1


			CreationTimeStamp


			For example: 19960101155555





			[snip]


			


			





			999


			New SP Medium Timer Indicator


			Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			subscriptionVersionRangeNewSP-CreateRequest (* if not a consecutive list)





			1


			CreationTimeStamp


			For example: 19960101155555





			[snip]


			


			





			999


			New SP Medium Timer Indicator


			Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			subscriptionVersionOldSP-ConcurrenceRequest





			1


			CreationTimeStamp


			For example: 19960101155555





			[snip]


			


			





			999


			Old SP Medium Timer Indicator


			Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			subscriptionVersionRangeOldSP-ConcurrenceRequest (* if a consecutive list)





			1


			CreationTimeStamp


			For example: 19960101155555





			[snip]


			


			





			999


			Old SP Medium Timer Indicator


			Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			subscriptionVersionRangeOldSP-ConcurrenceRequest (* if not a consecutive list)





			1


			CreationTimeStamp


			For example: 19960101155555





			[snip]


			


			





			999


			Old SP Medium Timer Indicator


			Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			subscriptionVersionNPAC-ObjectCreation





			1


			CreationTimeStamp


			For example: 19960101155555





			[snip]


			


			





			888


			Timer Type


			(This attribute will be included with the implementation of NANC 416.  For NANC 441, a Timer Type value of 2 [Medium Timers] may be sent in the Object Creation Notification)





			999


			New SP Medium Timer Indicator


			Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			999


			Old SP Medium Timer Indicator


			Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			subscriptionVersionRangeObjectCreation (* if a consecutive list)





			1


			CreationTimeStamp


			For example: 19960101155555





			[snip]


			


			





			888


			Timer Type


			(This attribute will be included with the implementation of NANC 416.  For NANC 441, a Timer Type value of 2 [Medium Timers] may be sent in the Object Creation Notification)





			999


			New SP Medium Timer Indicator


			Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			999


			Old SP Medium Timer Indicator


			Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			subscriptionVersionRangeObjectCreation (* if not a consecutive list)





			1


			CreationTimeStamp


			For example: 19960101155555





			[snip]


			


			





			888


			Timer Type


			(This attribute will be included with the implementation of NANC 416.  For NANC 441, a Timer Type value of 2 [Medium Timers] may be sent in the Object Creation Notification)





			999


			New SP Medium Timer Indicator


			Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			999


			Old SP Medium Timer Indicator


			Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			subscriptionVersionNPAC-attributeValueChange





			1


			Creation TimeStamp


			For example: 19960101155555





			[snip]


			


			





			888


			Timer Type


			Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.  


This attribute is only included when both SPs support the Medium Timers Support Indicators, and in cases where a mismatch of Medium Timer Indicators occur (in which the value specified by the Old Service Provider will prevail).  If necessary, the SV Timer Type will be changed, even though T1 and T2 concurrence timers have expired, because subsequent conflict or cancel functionality will use the value contained in the Timer Type attribute on the SV.  This updated Timer Type information will be sent to both the New Service Provider and the Old Service Provider in an Attribute Value Change notification.





			999


			New SP Medium Timer Indicator


			Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			999


			Old SP Medium Timer Indicator


			Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			subscriptionVersionRangeAttributeValueChange (* if a consecutive list)





			1


			Creation TimeStamp


			For example: 19960101155555





			[snip]


			


			





			888


			Timer Type


			Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.  



This attribute is only included when both SPs support the Medium Timers Support Indicators, and in cases where a mismatch of Medium Timer Indicators occur (in which the value specified by the Old Service Provider will prevail).  If necessary, the SV Timer Type will be changed, even though T1 and T2 concurrence timers have expired, because subsequent conflict or cancel functionality will use the value contained in the Timer Type attribute on the SV.  This updated Timer Type information will be sent to both the New Service Provider and the Old Service Provider in an Attribute Value Change notification.





			999


			New SP Medium Timer Indicator


			Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			999


			Old SP Medium Timer Indicator


			Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			subscriptionVersionRangeAttributeValueChange (* if not a consecutive list)





			[snip]


			


			





			888


			Timer Type


			Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.  



This attribute is only included when both SPs support the Medium Timers Support Indicators, and in cases where a mismatch of Medium Timer Indicators occur (in which the value specified by the Old Service Provider will prevail).  If necessary, the SV Timer Type will be changed, even though T1 and T2 concurrence timers have expired, because subsequent conflict or cancel functionality will use the value contained in the Timer Type attribute on the SV.  This updated Timer Type information will be sent to both the New Service Provider and the Old Service Provider in an Attribute Value Change notification.





			999


			New SP Medium Timer Indicator


			Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			999


			Old SP Medium Timer Indicator


			Not present if SOA does not support the Medium Timers Support Indicator as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 1 -- Explanation of the Fields in The Notification Download File



IIS:



Addition to the current IIS flow descriptions that relate to SV attributes.



Flow B.5.1.1 – Subscription Version Create by the Initial SOA (Old Service Provider)



Flow B.5.1.4 – Subscription Version Create by Second SOA (Old Service Provider)



[snip]



The old service provider SOA must specify the following valid attributes:



[snip]



Old SP Medium Timer Indicator– if supported by the Service Provider SOA



Flow B.5.1.2 – Subscription Version Create by the Initial SOA (New Service Provider)



Flow B.5.1.3 – Subscription Version Create by Second SOA (New Service Provider)



[snip]



The new service provider SOA must specify the following valid attributes:



[snip]



New SP Medium Timer Indicator– if supported by the Service Provider SOA



Flow B.5.1.11 – Subscription Version Create for Intra Service Provider Port



[snip]



The request will be rejected for any of the following attributes:



New SP Medium Timer Indicator


Old SP Medium Timer Indicator


Flow B.5.6 – Subscription Version Query



[snip]



The query return data includes:



[snip]



New SP Medium Timer Indicator– if supported by the Service Provider SOA



Old SP Medium Timer Indicator– if supported by the Service Provider SOA



GDMO:



-- 21.0 LNP NPAC Subscription Version Managed Object Class



[snip]



subscriptionVersionNPAC-Behavior-2 BEHAVIOUR



    DEFINED AS !



[snip]



        The SOA attributes are: New SP Medium Timer Indicator and



        Old SP Medium Timer Indicator.  If a SOA supports the



        New SP/Old SP Medium Timer Indicator (based on their Medium



        Timers Support Indicator setting), the new attribute must be



        sent up in their SV Create message, if not their message will



        be rejected.  If a SOA does not support the new SP/Old SP



        Medium Timer Indicator, they must not send the new attribute


        up in their SV Create message, if they do their message will



        be rejected.  The new attribute is designed for SV Create


        messages, so any Modify requests that contain the new


        attribute will be rejected.


        The NPAC will use the values of the New SP/Old SP Medium Timer



        Indicators sent in the SV Create messages (or information in



        the SP Profile if not supported) to determine the usage of the



        Medium Timers for a given SV.  This New SP/Old SP Medium Timer



        Indicator information will be broadcast to the SOAs upon



        creation/concurrence of the SV (object creation notification



        and attribute value change notification), for those SOA



        associations optioned “on” to send and receive this data



        (Medium Timers Support Indicator).


        In cases where a mismatch of Medium Timer Indicators occur,


        the value specified by the Old Service Provider will prevail.


        If necessary, the SV Timer Type will be changed, even though


        T1 and T2 concurrence timers have expired, because subsequent


        conflict or cancel functionality will use the value contained


        in the Timer Type attribute on the SV.


        An intra-service provider port will be rejected if the Medium



        Timer attribute is included in the request.



-- 999.0 Subscription Version New SP Medium Timer Indicator



subscriptionNewSPMediumTimerIndicator ATTRIBUTE



    WITH ATTRIBUTE SYNTAX LNP-ASN1.SubscriptionNewSPMediumTimerIndicator;



    MATCHES FOR EQUALITY;



    BEHAVIOUR subscriptionNewSPMediumTimerBehavior;



    REGISTERED AS {LNP-OIDS.lnp-attribute 999};



subscriptionNewSPMediumTimerBehavior BEHAVIOUR



    DEFINED AS !



        This attribute is used to specify the subscription version



        New SP Medium Timer indicator on whether or not the port is



        a simple port.



!;


-- 999.0 Subscription Version Old SP Medium Timer Indicator



subscriptionOldSPMediumTimerIndicator ATTRIBUTE



    WITH ATTRIBUTE SYNTAX LNP-ASN1.SubscriptionOldSPMediumTimerIndicator;



    MATCHES FOR EQUALITY;



    BEHAVIOUR subscriptionOldSPMediumTimerBehavior;



    REGISTERED AS {LNP-OIDS.lnp-attribute 999};



subscriptionOldSPMediumTimerBehavior BEHAVIOUR



    DEFINED AS !



        This attribute is used to specify the subscription version



        Old SP Medium Timer indicator on whether or not the port is



        a simple port.



!;


ASN.1:


SubscriptionNewSPMediumTimerIndicator ::= BOOLEAN


SubscriptionOldSPMediumTimerIndicator ::= BOOLEAN
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New Change Orders – Working Copy






Origination Date:  05/14
/09



Originator:  LNPAWG


Change Order Number:  NANC TBD



Description:  Last Alternative SPID



Cumulative SP Priority, Weighted Average:  N/A



Functionally Backward Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			Y


			Y


			Y








Business Need:



The existing Alternative SPID parameter (within the OptionalData attribute) was introduced to allow Service Providers having a wholesale business relationship with subtending Service Providers, such as resellers or class 2 interconnected VoIP providers, to identify the subtending Service Provider.  However, since the Alternative SPID was implemented, there have been occasions where the provider having the retail relationship with the end user must be identified in the Alternative SPID parameter.  Because the subtending Service Provider having the wholesale business relationship with the network Service Provider, and the subtending Service Provider having the retail business relationship with the end user, may be different entities, there is a need to have the ability to separately identify two Alternative SPID values.  This is true in the case of the iTRS service, where the move of an end user from one TRS provider to another is indicated by populating the new TRS provider's SPID in the Alternative SPID parameter.


Description of Change:



A Last Alternative SPID parameter will be added to the Optional Data field of the Subscription Version.  The new parameter will represent the SPID of the Service Provider having the retail relationship with the end user.  The current Alternative SPID will continue to represent the service provider having a wholesale relationship with the network Service Provider, as originally intended.



To maintain backward compatibility, the name and XML label of the original Alternative SPID will remain the same.  The new, Last Alternative SPID will be labeled to make clear its use is to identify the subtending Service Provider having the retail relationship with the end user.



LABELS:


· Current parameter, Alternative SPID  - "ALTSPID"



· New parameter, Last Alternative SPID - "LALTSPID"



The NPAC/SMS will provide the ability to provision a Last Alternative SPID for each SV and Pooled Block record.



This information will be provisioned by the SOA and broadcast to the LSMS upon activation of the SV or Pooled Block and upon modification for those SOA and LSMS associations optioned “on” to send and receive this data.



This parameter shall be added to the Bulk Data Download file, and be available to a Service Provider’s SOA/LSMS.



This parameter will be supported across the interface on an opt-in basis only and will be functionally backward compatible.



The OptionalData CMIP attribute will be populated with an XML string.  The string is defined by the schema documented in the XML section below.  XML is used to provide flexibility to add additional parameters to the SV records and Pool Block records when approved by the LLC.


Major points/processing flow/high-level requirements:



This change order proposes to add a new parameter (within the OptionalData attribute) to the subscription version and number pool block objects.  Hence, the FRS, IIS, GDMO, and ASN.1 will need to reflect the addition of this new parameter.  This new parameter will cause changes to the NPAC CMIP interface, however they will be functionally backward compatible and optional by Service Provider (separate indicators for SOA and LSMS).



Best Practice discussion points:



With this change order, a Best Practice should be added that addresses the situation where the first subtending Service Provider is the same as the last subtending Service Provider, as well as when they are different:



· The (existing) Alternative SPID is always populated when there is a subtending Service Provider serving the telephone number.



· The Last Alternative SPID is populated whenever the identity of the Service Provider with the retail relationship with the end-user is known.



· In the case where there is only one subtending Service Provider and that fact is known, then both Alternative SPID values are populated, with the same SPID value.



Requirements:



Section 1.2, NPAC SMS Functional Overview



Add a new section that describes the functionality of the Last Alternative SPID parameter (within the Optional Data attribute).  See description of Change above.



Section 3.1, NPAC SMS Data Models



Add new parameter for the Last Alternative SPID parameter (within the Optional Data attribute).  See below:



			NPAC CUSTOMER DATA MODEL





			Attribute Name


			Type (Size) 


			Required


			Description





			[snip]


			


			


			





			NPAC Customer SOA Last Alternative SPID Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Last Alternative SPID information from the NPAC SMS to their SOA.  The Last Alternative SPID is the SPID of the subtending Service Provider having the retail relationship with the end user.



The default value is False.





			NPAC Customer LSMS Last Alternative SPID Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Last Alternative SPID information from the NPAC SMS to their LSMS.  The Last Alternative SPID is the SPID of the subtending Service Provider having the retail relationship with the end user.



The default value is False.





			[snip]


			


			


			








Table 3-2 NPAC Customer Data Model



			Subscription Version Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			Last Alternative SPID


			C (4)


			


			Last Alternative SPID for Subscription Version.



This field may be specified only if the service provider SOA supports Last Alternative SPID.  The Last Alternative SPID is the SPID of the subtending Service Provider having the retail relationship with the end user.





			[snip]


			


			


			








Table 3‑6 Subscription Version Data Model



			number pooling block hoder information Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			Last Alternative SPID


			C (4)


			


			Last Alternative SPID for Number Pool Block.



This field may be specified only if the service provider SOA supports Last Alternative SPID.  The Last Alternative SPID is the SPID of the subtending Service Provider having the retail relationship with the end user.





			[snip]


			


			


			








Table 3‑8 Number Pooling Block Holder Information Data Model



R3-7.2 
Administer Mass update on one or more selected Subscription Versions



NPAC SMS shall allow NPAC personnel to specify a mass update action to be applied against all Subscription Versions selected (except for Subscription Versions with a status of old, partial failure, sending, disconnect pending or canceled) for LRN, DPC values, SSN values, SV Type, Alternative SPID, Last Alternative SPID, Billing ID, End User Location Type or End User Location Value.



RR3-210
Block Holder Information Mass Update – Update Fields



NPAC SMS shall allow NPAC Personnel, via a mass update, to update the block holder default routing information (LRN, DPC(s), and SSN(s)) SV Type, Alternative SPID, and Last Alternative SPID, for a 1K Block as stored in the NPAC SMS.  (Previously B-762)



R3‑8
Off-line batch updates for Local SMS Disaster Recovery



NPAC SMS shall support an off‑line batch download (via 4mm DAT tape and FTP file download) to mass update Local SMSs with Subscription Versions, NPA-NXX-X Information, Number Pool Block and Service Provider Network data.



The contents of the batch download are:



· Subscriber data:



· [snip]



· Last Alternative SPID (for Local SMSs that support Last Alternative SPID)



·  [snip]



· Block Data



· [snip]



· Last Alternative SPID (for Local SMSs that support Last Alternative SPID)



·  [snip]



RR3-79.1
Number Pool NPA-NXX-X Holder Information – Routing Data Field Level Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, are valid according to the formats specified in the Block Data Model upon Block creation scheduling for a Number Pool, or when re-scheduling a Block Create Event:  (Previously N-75.1).



[snip]



Last Alternative SPID (if supported by the Block Holder SOA)



RR3-149
 Addition of Number Pooling Block Holder Information – Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, is valid according to the formats specified in the Subscription Version Data Model upon Block creation for a Number Pool:  (Previously B-250)



[snip]



Last Alternative SPID (if supported by the Block Holder SOA)



RR3-157
Modification of Number Pooling Block Holder Information – Routing Data



NPAC SMS shall allow NPAC personnel, Service Provider via the SOA to NPAC SMS Interface, or Service Provider via the NPAC SOA Low-tech Interface, to modify the block holder default routing information (LRN, DPC(s), and SSN(s)), Number Pool Block SV Type (if support by the Block Holder SOA), and Number Pool Block Alternative SPID (if support by the Block Holder SOA),  and Last Alternative SPID (if supported by the Block Holder SOA), for a 1K Block as stored in the NPAC SMS.  (Previously B-320)



R4-8
Service Provider Data Elements


NPAC SMS shall require the following data if there is no existing Service Provider data:



[snip]



NPAC Customer SOA Last Alternative SPID Support Indicator



NPAC Customer LSMS Last Alternative SPID Support Indicator



R5‑16
Create Subscription Version - New Service Provider Optional input data



NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· Last Alternative SPID (if supported by the Service Provider SOA)



R5‑18.1
Create Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· Last Alternative SPID (if supported by the Service Provider SOA)



RR5-5
Create “Intra-Service Provider Port” Subscription Version - Current Service Provider Optional Input Data



NPAC SMS shall accept the following optional fields from the NPAC personnel or the Current Service Provider upon a Subscription Version Creation for an Intra-Service Provider port:



· [snip]



· Last Alternative SPID (if supported by the Service Provider SOA)



RR5-6.1
Create “Intra-Service Provider Port” Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Intra-Service Provider port:



· [snip]



· Last Alternative SPID (if supported by the Service Provider SOA)



R5‑27.1
Modify Subscription Version - New Service Provider Data Values



NPAC SMS shall allow the following data to be modified in a pending or conflict Subscription Version for an Inter-Service Provider or Intra-Service Provider port by the new/current Service Provider or NPAC personnel:



· [snip]



· Last Alternative SPID (if supported by the Service Provider SOA)



R5‑28
Modify Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the NPAC personnel or the new Service Provider upon modification of a pending or conflict Subscription version:



· [snip]



· Last Alternative SPID (if supported by the Service Provider SOA)



R5‑29.1
Modify Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.



· [snip]



· Last Alternative SPID (if supported by the Service Provider SOA)



R5‑36
Modify Active Subscription Version - Input Data



NPAC SMS shall allow the following data to be modified for an active Subscription Version:



· [snip]



· Last Alternative SPID (if supported by the Service Provider SOA)



R5‑37
Active Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the new Service Provider or NPAC personnel for an active Subscription Version to be modified:



· [snip]



· Last Alternative SPID (if supported by the Service Provider SOA)



R5‑38.1
Modify Active Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification of an active version:



· [snip]



· Last Alternative SPID (if supported by the Service Provider SOA)



R5-74.3
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:



· [snip]



· Last Alternative SPID (if supported by the Service Provider SOA)



R5-74.4
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS to Local SMS interface:



· [snip]



· Last Alternative SPID (if supported by the Service Provider LSMS)



RR5-91
Addition of Number Pooling Subscription Version Information – Create “Pooled Number” Subscription Version



NPAC SMS shall automatically populate the following data upon Subscription Version creation for a Pooled Number port:  (Previously SV-20)



· [snip]



· Last Alternative SPID (Value set to same field as Block)



Req 1 – Service Provider SOA Last Alternative SPID Edit Flag Indicator



NPAC SMS shall provide a Service Provider SOA Last Alternative SPID Edit Flag Indicator tunable parameter which defines whether a SOA supports Last Alternative SPID.



Req 2 – Service Provider SOA Last Alternative SPID Edit Flag Indicator Default



NPAC SMS shall default the Service Provider SOA Last Alternative SPID Edit Flag Indicator tunable parameter to FALSE.



Req 3 – Service Provider SOA Last Alternative SPID Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Last Alternative SPID Edit Flag Indicator tunable parameter.


Req 4 – Service Provider LSMS Last Alternative SPID Edit Flag Indicator



NPAC SMS shall provide a Service Provider LSMS Last Alternative SPID Edit Flag Indicator tunable parameter which defines whether an LSMS supports Last Alternative SPID.



Req 5 – Service Provider LSMS Last Alternative SPID Edit Flag Indicator Default



NPAC SMS shall default the Service Provider LSMS Last Alternative SPID Edit Flag Indicator tunable parameter to FALSE.



Req 6 – Service Provider LSMS Last Alternative SPID Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS Last Alternative SPID Edit Flag Indicator tunable parameter.


Req 7
Activate Subscription Version - Send Last Alternative SPID to Local SMSs



NPAC SMS shall, for a Service Provider that supports Last Alternative SPID, send the Last Alternative SPID parameter for an activated Inter or Intra-Service Provider Subscription Version port via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 8
Activate Number Pool Block - Send Last Alternative SPID to Local SMSs



NPAC SMS shall, for a Service Provider that supports Last Alternative SPID, send the Last Alternative SPID parameter for an activated Number Pool Block via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 9
Audit for Support of Last Alternative SPID



NPAC SMS shall audit the Last Alternative SPID parameter as part of a full audit scope, only when a Service Provider’s LSMS supports Last Alternative SPID.


Appendix E – Bulk Data Download File Examples.



NOTE:  If a Service Provider supports Last Alternative SPID, the format of the Bulk Data Download file will contain delimiters for the parameter.



			Explanation of the fields in the subscription download file





			Field Number


			Field Name


			Value in Example





			1


			Version Id 


			0000000001





			[snip]


			


			





			999


			Last Alternative SPID


			Not present if LSMS or SOA does not support the Last Alternative SPID as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 1 -- Explanation of the Fields in The Subscription Download File



			Explanation of the fields in the Block download file





			Field Number


			Field Name


			Value in Example





			1


			Block  Id 


			1





			[snip]


			


			





			999


			Last Alternative SPID


			Not present if LSMS or SOA does not support the Last Alternative SPID as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 6 -- Explanation of the Fields in The Subscription Download File



IIS



Addition to the current IIS flow descriptions that relate to SV and NPB attributes.



Flow B.4.4.1 – Number Pool Block Create/Activate by SOA



Flow B.4.4.2 – Number Pool Block Create by NPAC SMS



Flow B.4.4.12 – Number Pool Block Modify by NPAC SMS



Flow B.4.4.13 – Number Pool Block Modify by Block Holder SOA



If the “SOA Supports Last Alternative SPID Indicator” is set in the service provider’s profile on the NPAC SMS, the following parameter may optionally be included:



Last Alternative SPID


Flow B.5.1.2 – Subscription Version Create by the Initial SOA (New Service Provider)



Flow B.5.1.3 – Subscription Version Create by Second SOA (New Service Provider)



Flow B.5.1.11 – Subscription Version Create for Intra-Service Provider Port



[snip]



The following items may optionally be provided unless subscriptionPortingToOriginal-SP is true:



[snip]



Last Alternative SPID – if supported by the Service Provider SOA



Flow B.5.2.1 – Subscription Version Modify Active Version Using M-ACTION by a Service Provider SOA



Flow B.5.2.3 – Subscription Version Modify Prior to Activate Using M-ACTION



Flow B.5.2.4 – Subscription Version Modify Prior to Activate Using M-SET



[snip]



The current service provider can only modify the following attributes:



[snip]



Last Alternative SPID – if supported by the Service Provider SOA



Flow B.5.6 – Subscription Version Query



[snip]



The query return data includes:



[snip]



Last Alternative SPID – if supported by the Service Provider (SOA, LSMS)



GDMO:



No Change Required.



ASN.1:



No Change Required.



XML:



Note – the XML shown below is existing US XML (XML-US-2009-05.doc) and new NANC TBD.



<?xml version="1.0" encoding="UTF-8"?>



<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema" elementFormDefault="qualified" attributeFormDefault="unqualified">



   <!-- Basic Data Types -->



   <xs:simpleType name="NumberString">



       <xs:restriction base="xs:string">



           <xs:pattern value="[0-9]{0,}"/>



       </xs:restriction>



   </xs:simpleType>



   <xs:simpleType name="SPID">



       <xs:restriction base="xs:string">



           <xs:length value="4"/>



       </xs:restriction>



   </xs:simpleType>



   <!-- Second Level Data Types -->



   <xs:simpleType name="EULV_DATATYPE">



       <xs:restriction base="NumberString">



           <xs:minLength value="1"/>



           <xs:maxLength value="12"/>



       </xs:restriction>



   </xs:simpleType>



   <xs:simpleType name="EULT_DATATYPE">



       <xs:restriction base="NumberString">



           <xs:length value="2"/>



       </xs:restriction>



   </xs:simpleType>



   <xs:simpleType name="BID_DATATYPE">



       <xs:restriction base="xs:string">



           <xs:minLength value="1"/>



           <xs:maxLength value="4"/>



       </xs:restriction>



   </xs:simpleType>



   <xs:simpleType name="Generic-URI">



       <xs:restriction base="xs:string">



           <xs:minLength value="1"/>



           <xs:maxLength value="255"/>



       </xs:restriction>



   </xs:simpleType>



   <xs:complexType name="OptionalData">



   <xs:all>



       <xs:element name="ALTSPID" type="SPID" nillable="true" minOccurs="0"/>



       <xs:element name="ALTEULV" type="EULV_DATATYPE" nillable="true" minOccurs="0"/>



       <xs:element name="ALTEULT" type="EULT_DATATYPE" nillable="true" minOccurs="0"/>



       <xs:element name="ALTBID" type="BID_DATATYPE" nillable="true" minOccurs="0"/>



       <xs:element name="VOICEURI" type="Generic-URI" nillable="true" minOccurs="0"/>



       <xs:element name="MMSURI" type="Generic-URI" nillable="true" minOccurs="0"/>



       <xs:element name="SMSURI" type="Generic-URI" nillable="true" minOccurs="0"/>



        <xs:element name="LALTSPID" type="SPID" nillable="true" minOccurs="0"/>



   </xs:all>



   </xs:complexType>



   <xs:element name="OptionalData" type="OptionalData"/>



</xs:schema>
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NANC 418 – Working Copy






Origination Date:  12/18/06


Originator:  Syniverse Technologies


Change Order Number:  NANC 418


Description:  Post-SPID Migration SV Counts


Cumulative SP Priority, Weighted Average:  



Pure Backwards Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			N


			N


			N


			Low


			N/A


			N/A








Business Need:



In an effort to avoid errors during a SPID Migration, and the resulting down-time to correct them, this is a request to provide record count information of the contents of the SMURF files that are distributed to perform updates to the LSMS platforms throughout the industry.  This information could be provided either as a part of the distributed file, or in some other industry notification.


The current SMURF file provides a count of the number of LRNs that are changing.  However, it does not provide a count of SVs that are changing per (each) LRN.  When the SMURF files are run, every SV that is assigned to an affected LRN is changed in the LSMS.  It would be very helpful to know how many SVs are assigned to each LRN that will be changed during the update process.



The notices that are sent out include only an estimate of the number of SVs, as they are created well in advance of the actual creation of the production SMURF file.  Performing spot checks to confirm those estimates has led to the conclusion that there are extremely wide disparities between the estimates provided in the notice and the actual number of SVs that are updated using the LRNs included in the SMURF file.  For the purpose of ensuring the integrity of the file received, as well as the update process results, the actual number of SVs per LRN that are transmitted in the SMURF file should be provided.


Description of Change:



This change order would add a post-migration SV count for each LRN in a SMURF file.  The logistics on this would need to be worked out, but the general process is that NeuStar would provide some type of industry notification on the actual quantity, at the LRN level, of SVs updated during the migration.


The current proposal is to provide a separate post-migration report to the industry.  This report would capture, by LRN, the quantity of SVs updated by the NPAC during the migration.


Mar ’07 LNPAWG meeting:



The name of this change order is being changed to reflect the post-migration report approach rather than the modified LRN SMURF file approach.



Requirements:



Req 1
SPID Migration Reports – Post-Migration SV Count Report



NPAC SMS shall support a region-specific SPID Migration Report that lists each designated LRN for the SPID Migration, and the associated quantity of SVs, for each LRN, that was updated by the NPAC SMS during the SPID Migration.


Assumptions:



1. The distribution method for the Post-Migration SV Count Report will be FTP (same as SMURF file).  This will be addressed in the M&P document.


2. The Post-Migration SV Count Report will be available approximately 24 hours after the conclusion of an NPAC maintenance window where a SPID Migration was processed.  This will be addressed in the M&P document.


IIS



No Change Required.



GDMO



No Change Required.



ASN.1



No Change Required.
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			subscriptionVersionNPAC-ObjectCreation





			1


			Creation TimeStamp


			For example: 19960101155555





			2


			Service Provider ID


			1001





			3


			System Type 


			0





			4


			Notification ID


			1006





			5


			Object ID


			21





			6


			New Service Provider Creation Time Stamp


			20050518231625








			7


			New Service Provider Due Date


			20050530230000








			8


			Old Service Provider Authorization Time Stamp


			








			9


			Old Service Provider Due Date


			








			10


			Old Service Provider Authorization


			








			11


			New Current Service Provider ID


			1001





			12


			Old Service Provider ID


			1003





			13


			Conflict Time Stamp


			








			14


			Status Change Cause Code


			








			15


			Subscription Version Status


			1





			


			Timer Type 


			





			


			Business Hours


			





			16


			Version TN


			3034401000





			17


			Version ID


			1239999909





			subscriptionVersionRangeObjectCreation (* if a consecutive list)





			1


			Creation TimeStamp


			


For example: 19960101155555





			2


			Service Provider ID


			1003





			3


			System Type 


			0





			4


			Notification ID


			16





			5


			Object ID


			14





			6


			New Service Provider Creation Time Stamp


			20050518231625








			7


			New Service Provider Due Date


			20050530230000








			8


			Old Service Provider Authorization Time Stamp


			








			9


			Old Service Provider Due Date


			








			10


			Old Service Provider Authorization


			








			11


			New Current Service Provider ID


			0001





			12


			Old Service Provider ID


			1003





			13


			Conflict Time Stamp


			








			14


			Status Change Cause Code


			








			15


			Subscription Version Status


			1





			


			Timer Type


			





			


			Business Hours


			





			16


			Range Type Format


			1





			17


			Starting Version TN


			3034401000





			18


			Ending Version TN


			3034402000





			19


			Starting Version ID


			1234500001





			20


			Ending Version ID


			1234501002





			subscriptionVersionRangeObjectCreation (* if not a consecutive list)





			1


			Creation TimeStamp


			For example: 19960101155555





			2


			Service Provider ID


			1003





			3


			System Type 


			0





			4


			Notification ID


			16





			5


			Object ID


			14





			6


			New Service Provider Creation Time Stamp


			20050518231625








			7


			New Service Provider Due Date


			20050530230000








			8


			Old Service Provider Authorization Time Stamp


			








			9


			Old Service Provider Due Date


			








			10


			Old Service Provider Authorization


			








			11


			New Current Service Provider


			0001





			12


			Old Service Provider ID


			1003





			13


			Conflict Time Stamp


			








			14


			Status Change Cause Code


			








			15


			Subscription Version Status


			1





			


			Timer Type


			





			


			Business Hours


			





			16


			Range Type Format


			2





			17


			Starting Version TN


			3034401000





			18


			Ending Version TN


			3034401097





			19


			Variable Field Length


			Indicates the number of dynamic values for the following field (e.g. 98).





			20


			Version ID


			2050505050





			21


			Version ID


			2050505059





			22


			… Version ID “n”


			2050507019
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New Change Orders – Working Copy






Origination Date:  10/20/05



Originator:  T-Mobile


Change Order Number:  NANC 408


Description:  SPID Migration Automation Changes


Functionally Backwards Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			TBD


			TBD


			TBD


			Y


			Y


			Y








Business Need:



NANC 323 SPID Migration – Currently Service Providers and the NPAC require a fair amount of manual processing, beginning with the initial SPID migration request form, through performing the actual SPID migration during the maintenance window.  With the frequency of SPID Migrations (several times every month), this creates a personnel resource situation that could be helped through software automation.



As discussed during the Oct ’05 LNPAWG meeting, an effort will be started to identify areas of most concern and/or areas for improvement.  Possible discussion areas include:



· Automating the request form process (online web GUI).  Incorporate edits to ensure valid data is entered and submitted.


· Incorporating an online scheduling function (i.e., if it’s available, you can reserve/book it).



· Self-maintenance of scheduled migrations (modify or delete).



· Automated checking/warning/cancelling/reporting of pending-like SVs that need to be handled prior to the migration.


· Enhancing the interface to pass SMURF (SPID Migration Update Request Files) data across the interface (new messages).


· Automatic generation of both preliminary and final SMURF data.


· Changes to data definitions, such that the SPID attribute can be updated automatically via messages.


· Other reporting functions that are automatically generated after a SPID migration (e.g., SV counts).


· E-mail notifications to the SPID Migration distro.



Nov ‘05 LNPAWG mtg comments:


Discussion on Issues:



1. Manual handling of SMURF files.  Can we have some type of automation?



2. Number of migrations.  Since have to process serially, can we limit the number of migrations?


3. SP1, changes with Linux with secure FTP, since we had previously done automated downloads.



4. SP2, auto push down instead of having to go pick them up.  However, SP3, concern about auto push, rather than allowing us to decide when to go get them.  Right now not real excited about automation.  Have some security issues, and cost-benefit issues.  Major concern is how can this reduce our costs.



5. SP4, our pull down is automated, but would want the SMURF files earlier.  SP3, yes need to get the SMURF files earlier.  NeuStar comment – main issue is that things could change as long as the NPAC is up and available.  NeuStar to look at what can be done to make it earlier in the maint window.



6. SP6, feedback from his IT folks.  What automation that can save me time and labor costs on the weekends.  Really need something that is cost justifiable.  Never heard about the forms internally.



7. SP7, not a whole lot of interest.  Area of automation, with getting SMURF file sooner, and getting some type of notification when they’re ready on the FTP site.  E-mail notif (this is what several people want).  Never heard about the online forms internally.



Discussion on Potential New Features:



1. SP5, we have received positive internal feedback on online GUI access.  Also ability to adjust the schedule online (trade online, swap with other migrations that we already have sched).



2. Online scheduling was positive feedback.  Want the real-time feedback, rather than waiting for a day or more to get feedback.



3. Where should the online sched be located?  On public web, secure web, or require an LTI user account?  Answer, secure website.  Prob, is that won’t have immediate access to NPAC data.



4. Also some back office validation.  Need to get more info on this from SPs.  This will be provided at a later date from the SPs.



5. Clean up of Pending-likes.  Right now get e-mail from NeuStar.  SP tries to get them activated, or will get them cancelled.  Helpful feature would be a Web site that shows the pending-likes, rather than the e-mail that goes through multiple groups before getting to the right person.  When automated, provide the list of what was auto cancelled (not sure if from e-mail or on the web).



6. SP3, method or rpt that shows the actual count of what was modified.  This would help with verifying or reconcile against our numbers.  NeuStar comment – we currently provides an estimate ahead of time, but no count of actuals.  SP3 wants something post migration on number of SVs that were migrated with current SP value.  In some cases would want the details as well.



7. SP8, questions internally about the count.  Does this include EDR or non-EDR?  NeuStar comment – we have recently changed the method.



8. Interface changes.  First thing would be to be able to modify the SPID over the interface.  Some vendors have pure CMIP implementation that would prohibit this over the interface, since SPID is part of distinguished name.  No problem on NPAC side.  Vendor1, indicated not a problem with the SMURF files, but would have problem with modifying the SPID.  Vendor2, we’ve talked more about modifying the whole thing.  We could handle SPID modify.


Nov ’05 Summary, SPs want SMURF files sooner, notif on when it’s available, post migration SV counts and reporting, and automating pieces of current process, rather than enhancing the interface.



Mar ‘06 LNPAWG mtg comments:  (discussed three areas, prior to migration, during migration, after migration)


Discussion on Potential New Features:



1. SPID Migration Form.  Available online, available to enter on web site.  Have Drop-Down list of SP contacts (for us to contact them for Q&A, agreement, etc.).  Also incorporate edits such as LRN.



2. SPID Migration Calendar.  Available online, and able to “pick” our own timeslot.



3. Automated Distribution.  We have scripts to automatically grab the SMURF files already, so no need for automated distro.  FTP works today.



4. Clean up of Pending-Like process.  SP1 explained the process.  Question to every else, “are you comfortable with this process?”  What about if we just default to having NPAC do this for us?  NeuStar comment – not part of the documented process.  Also, manual effort on NPAC side.  Not the best idea to move from one manual process to another.  SP2, what about automating the clean up process?  NeuStar comment – yes it could be done.  SP2, we don’t see a problem if there is a charge for those that use this feature.  NeuStar to discuss with NAPM.


Discussion on Current Process:



1. Preliminary SMURF files.  NeuStar, “does anyone still need or use them?”  SP3, yes we continue to use them for sizing and estimating purposes.



2. No comments or concerns about activities during the migration window (maintenance).



3. After the migration, SP3, looking for actual counts.



Jul ‘06 LNPAWG mtg comments:  (discussed three areas, prior to migration, during migration, after migration)


NeuStar discussed some of the New Features coming up in R3.3.1:



1. SPID Migration SMURF Files.  An enhancement is being made that allows SMURF files to be saved after initial distribution.  Currently NPAC Personnel must manually create SMURF files for each distribution.  With this enhancement subsequent distribution will use the saved files, allow necessary updates to occur, then re-generate the SMURF files for additional distributions.



2. Clean up of Pending-Like SVs.  An enhancement is being made that allows NPAC Personnel to initiate the clean-up of Pending-Like SVs in an automated fashion.  Currently, the process requires manual handling of all Pending-Like SVs.


Discussion on Potential New Features:



1. SPID Migration Form.  Available online, available to enter on web site.



2. SPID Migration Calendar.  Available online, and able to “pick” our own timeslot.  For both the Form and the Calendar, self service is desired by multiple SPs.  The analogy was used to equate the new process to being able to perform online airline reservations and bookings (obtain list of flights, check availability and times, make a reservation, obtain a confirmation number).



3. Post Migration Counts.  SP1 indicated again, a desire to obtain post migration counts (similar to the pre migration estimated counts that are currently provided).
Dec ’06, new change order NANC 418 (Post-SPID Migration SV Counts) has been opened in the change management list.


Jul ‘07 LNPAWG mtg comments:



Discussion on Potential New Features:



1. The “self-service” function has been raised again.  Several SPs see the value in scheduling SPID Migrations themselves (similar to web-based airline reservation bookings that are available for consumers today).



2. SMURF File Automation.  Some SPs want to investigate the possibility of sending SMURF or SMURF equivalent information over the interface rather than continue to use the FTP manual batch process.  The group was reminded on the initial concerns and why the implementation included SMURF files to begin with:


a. A concern about the volume of transactions over the CMIP interface.



b. Modifying the SPID value over the interface violates the CMIP standard, since it’s a naming attribute in the managed object class hierarchy.



NeuStar will investigate both of these items and provide more information to be discussed during the Sep ’07 meeting.



Sep ‘07 LNPAWG mtg comments:



Discussion on Potential New Features:



1. As a follow-up to the July discussion on SMURF File Automation, the group discussed and agreed that not only for migrations that involved no SVs (i.e., just NPA-NXXs), but also for migrations that involved a small volume of SVs (e.g., less than 25K), it would be appropriate to allow those to be automated as well.  Based on YTD figures, this would encompass 95% of SPID Migrations (332 of 353).  Using a cap would help to ensure that the load over the interface was manageable.


2. Using the new “self-service” function, need to figure out a way to get the proper authorization by SPID B when requesting a migration.  Group recommendation was to use the company PIN.  Also need to figure out how best to get concurrence from SPID A, and also what to do if the contact for SPID A is no good.  What are the options to do the validation that SPID A is OK with SPID B doing the migration?


3. During the development of NANC 323, the industry agreement was that the SPID Migration date should be as close to, but not before the LERG Effective Date.  To accommodate timely migrations a “process it now” feature should be incorporated.  May want to consider only allowing this for LERG ED in the past, and not in the future.  Are there any negative impacts on not enforcing any synchronization between the migration date and the LERG ED?


4. The issue of modifying the SPID value over the interface was discussed.  This is not an issue for the NPAC, and for some vendors.  It is unclear whether or not other vendors (not present during the discussion) have issues.


Nov ‘07 LNPAWG mtg comments:



No issues were identified with the Sep ’07 notes, however two items were requested for the next meeting, 1.) detail on the SV counts (of the 353 identified in #1 above), and 2.) a sample ACTION message for the modify (#4 above).


Description of Change:



This change order recommends that SPID Migration Automation Changes be added to the NPAC.  From the Jul ’07 meeting, there are two changes being discussed.



1.  Self-service feature for requesting SPID Migrations.  This change adds a web-based solution that allows a Service Provider to input their SPID migration data, then check for and reserve available slots based on their input data.  The following items would apply:



· A Service Provider may only schedule migrations for its own data.



· Each migration request must be designated for a single migration window (i.e., weekend).  If multiple weekends are desired, they must be broken down into multiple migration requests.



· Once a reserved slot has been allocated for a SPID migration, the Service Provider may change the migration to a different slot based on availability.  If changed, the original (previous) slot is released, and becomes available to other Service Providers.


· A Service Provider may cancel a reserved SPID migration up to tunable number of days/hours before the actual migration.



· Once a SPID Migration is scheduled for a specific data item, that same data item cannot be scheduled for another SPID Migration.  This prevents a Service Provider from “double booking” different weekends.


2.  Sending NPA-NXX ownership change information to Service Providers.  This change allows the NPAC to send NPA-NXX ownership changes via CMIP messages over the interface.  The following items would apply:


· A new set of CMIP messages (M-ACTIONs) would be incorporated to indicate the ownership change.


· The messages will be sent in a real-time fashion, and are not dependent on a SPID migration window.


· These messages would apply for SPID Migrations where no (zero) SVs were involved.  If SVs were involved, that SPID Migration would use the current SMURF file approach.  Sep ’07 update, the group agreed that a manageable number of SVs should be considered for online updates (rather than the SMURF file approach).  This is captured in the Sep ’07 discussion above.


Requirements:



TBD



IIS:



TBD



GDMO:



TBD


ASN.1:



TBD



Open Issues:



1. The issue of changing the SPID attribute with these new CMIP messages will need to be discussed and resolved.
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From: Nakamura, John 
Sent: Friday, December 14, 2007 11:38 AM
To: lnpa@listserv.neustar.biz
Subject: RE: [Lnpa] Revised November 2007 LNPA WG Action Items





LNPAWG,


 


As per the action item below, please find a draft sample of the new message that would be used to inform SOAs/LSMSs about a SPID Migration, in place of today's SMURF file.


 


Action Item:


1107-02: Regarding NANC 408, SPID Migration Automation, NeuStar will develop sample messages for performing the SPID modification over the interface in order for vendors and SPs to address Action Items 0907-10 and 0907-12, respectively.


 


 


 


Overview:


===============================


NeuStar's approach to this would use a process similar to the SWIM recovery mechanism that is in the NPAC today. This would allow message size to be managed to a reasonable level with the "more-data" indicator. For smaller migrations, all the data could be contained in a single CMIP message. This new migration ACTION would fall under the LNPNetwork MO.


 


For this draft, we are addressing network data.  If a SOA/LSMS can handle this message, we can begin discussion on SVs.  However, without being able to handle the network data, the discussion on SVs becomes moot.


 


 


 


ASN.1 definitions:
=============================== 
LocalSMS-SpidMigrationAction ::= SEQUENCE {
actionId                       [1] INTEGER,
migration-from-sp              [2] ServiceProvId,
migration-to-sp                [3] ServiceProvId,
migration-creation-timestamp   [4] GeneralizedTime OPTIONAL, 
migration-due-date             [5] GeneralizedTime OPTIONAL, 
migration-activation-timestamp [6] GeneralizedTime OPTIONAL, 
more-data                      [7] BOOLEAN
spidMigrationObjects           [8] SET OF SpidMigrationObject,
}


SpidMigrationObject ::= CHOICE {
npa-nxx-data   [0] MigrationNPANXX-Data,
lrn-data       [1] MigrationLRN-Data,
npa-nxx-x-data [2] MigrationNPA-NXX-X-Data
}

MigrationNPANXX-Data ::= SEQUENCE {
npa-nxx-id    NPA-NXX-ID,
npa-nxx-value NPA-NXX,
}

MigrationLRN-Data ::= SEQUENCE {
lrn-id    LRN-ID,
lrn-value LRN,
}

MigrationNPA-NXX-X-Data ::= SEQUENCE {
npa-nxx-x-id    NPA-NXX-X-ID,
npa-nxx-x-value NPA-NXX-X,
}


Sample ACTION:
=========================== 
LocalSMS-SpidMigrationAction ::= {
actionId 999
migration-from-sp "XXXX"
migration-to-sp "YYYY"
migration-creation-timestamp "20070101000000Z"
migration-due-date "20071211000000Z"
migration-activation-timestamp "20071212000000Z"
more-data True
spidMigrationObjects ::= {
npa-nxx-data::= {
npa-nxx-id 6001
npa-nxx-value "500100"
}
npa-nxx-data::= {
npa-nxx-id 6002
npa-nxx-value "500101"
}
lrn-data::= {
lnr-id 7000
lrn-value "2221111000"
}
lrn-data::= {
lnr-id 7001
lrn-value "2221111001"
} 
npa-nxx-x-data::= {
npa-nxx-x-id 8001
npa-nxx-x-value "4001001"
}
npa-nxx-x-data::= {
npa-nxx-x-id 8002
npa-nxx-x-value "4001002"
} 
} 
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NANC 436, XML


<?xml version="1.0" encoding="UTF-8"?>



<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema" elementFormDefault="qualified"



attributeFormDefault="unqualified">



   <xs:simpleType name="NumberString">



      <xs:restriction base="xs:string">



         <xs:pattern value="[0-9]{0,}"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:simpleType name="SPID">



      <xs:restriction base="xs:string">



         <xs:length value="4"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:simpleType name="EULV_DATATYPE">



      <xs:restriction base="NumberString">



         <xs:minLength value="1"/>



         <xs:maxLength value="12"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:simpleType name="EULT_DATATYPE">



      <xs:restriction base="NumberString">



         <xs:length value="2"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:simpleType name="BID_DATATYPE">



      <xs:restriction base="xs:string">



         <xs:minLength value="1"/>



         <xs:maxLength value="4"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:complexType name="OptionalData">



      <xs:all>



        <xs:element name="ALTSPID" type="SPID" nillable="true" minOccurs="0"/>



        <xs:element name="ALTEULV" type="EULV_DATATYPE" nillable="true" minOccurs="0"/>



        <xs:element name="ALTEULT" type="EULT_DATATYPE" nillable="true" minOccurs="0"/>



        <xs:element name="ALTBID" type="BID_DATATYPE" nillable="true" minOccurs="0"/>



      </xs:all>



   </xs:complexType>



   <xs:element name="OptionalData" type="OptionalData"/>



</xs:schema>
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New Change Orders – Working Copy






Origination Date:  1/8/2009



Originator:  Telcordia Technologies



Change Order Number:  NANC TBD



Description:  A Multi Vendor NPAC Solution



Cumulative SP Priority, Weighted Average:  TBD



Functionally Backwards Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			Y


			N


			N








Business Need:



The original request(s) to provide NPAC services was more than twelve years ago.  Since that initial selection of two providers, the industry hasn’t had any choice in NPAC vendors.  In all other aspects of number portability in North America, Service Providers have a choice of vendors.  The Telecommunications Act implemented vendor competition as well, and the FCC specifically favored competition in NPAC services in originally approving multiple NPAC administrators.  The FCC noted in the order that competition between vendors for NPAC would stimulate innovation and it would provide the other expected benefits of competition, including economic benefits and enhanced service levels.  Since that order, the NPAC has become more critical to Service Provider networks with the addition of pooling and the pending change orders for URI information.  The transactions at NPAC continue to grow at a large rate.  If the rate of transaction growth continues, NPAC billable transaction will exceed more than one billion annually before the expiration of the current contract.  Carrier choice in NPAC services can and should be implemented now to provide the benefits of competition to Service Providers before the NPAC grows so large that a transition would be higher risk than desirable.



Competition will lead not only to carrier choice but vendor diversity.  In the current economic conditions, having multiple vendors versus a single source contract to support critical infrastructure services is becoming more essential.  Multiple vendors assure business continuity of services in the event of vendor business failure.  This diversity will not only reduce the business risk of these services being delivered in an uninterrupted manner but will also enhance the commercial management of the vendors.  Carriers have experienced that multi sourced services and associated carrier choice results in more competitive pricing.  Multiple competitive vendors also offer faster response to industry needs with more innovative services that further enhance the service currently being offered.  The current NPAC service is working effectively, but opening it up to competition and carrier choice can only result in enhanced benefits to the industry.  Selecting two or more vendors will drive the benefits to the users of a multi vendor solution that will result in carriers in each region being able to choose their vendor based on the values it offers in savings and enhanced services.



In summary, especially in today’s economic conditions, carriers more than ever need the benefits of competition that include:



· Carrier Choice



· Vendor Diversity



· Enhanced and Innovative Services



· Reduced Costs to the Industry



Description of Change:


While a Multi-Vender NPAC Solution, hereafter referred to as Multi-Administrator Peering Model, and impacts the NPAC SMS, the technical approach described in this change order minimizes the impacts to Service Provider systems and operations. 



The following high-level peering technical implementation goals related to Service Providers and the NPAC Services provided under a Multi-Administrator Peering Model implementation:



· No SOA and LSMS to NPAC SMS CMIP Interface Modifications



· No User LTI GUI Changes



· Minimize Service Provider operational changes



· Limit Service Provider operational interactions to only their chosen NPAC vendor



· Limit NPAC to NPAC connections to reduce complexity



· Allow communication of all NPAC data for network data and active subscription versions



· Support any additional information needed for Inter-NPAC SMS porting events



The following diagram illustrates the Solution approach proposed in this change order by showing a Multi-Administrator Peering Model with two NPAC SMS to visually introduce the terminology used:







The terminology used in the diagram is defined as follows: 



· Primary NPAC SMS – The NPAC SMS that provides service directly to a specific Service Provider SOA, LSMS, or LTI GUI for a transaction.



· Peered NPAC SMS – An NPAC SMS system that communicates with another NPAC SMS in the same Region in a Multi-Administrator Peering Model. 



· Inter-NPAC Peering – The Multi-Administrator Peering Model implementation discussed in this solution document that leverages the existing SOA to NPAC SMS and LSMS to NPAC SMS CMIP interface for Inter-NPAC SMS messaging 



· Inter-NPAC SMS Messaging – CMIP messaging between Peered NPAC SMS systems within the same Region as a result of Service Provider activity initiated from the LTI GUI, SOA, and/or LSMS interface connections.  Inter-NPAC messages include all messages required for completion of requests. 



· Inter-NPAC SMS Associations – CMIP associations between Peered NPAC SMS



· Inter-NPAC SMS LSMS Association – A CMIP association between two Peered NPAC SMSs that is used to communicate LSMS activity such as Subscription Version activation and Network Data creation from a Primary NPAC SMS to a Peered NPAC SMS.



· Inter-NPAC SMS SOA Association – A CMIP association between two Peered NPAC SMSs that is used to communicate SOA activity, such as porting activity between Service Providers in different Peered NPAC SMS.



Major points/processing flow/high-level requirements:



Inter-NPAC Peering leverages the existing SOA to NPAC SMS and LSMS to NPAC SMS CMIP interface for Inter-NPAC SMS messaging.   This approach simplifies implementation of the Inter-NPAC SMS messaging and does not require the introduction of a different messaging protocol.  While interface impacts for Inter-NPAC Peering are avoided for the existing Service Provider SOA and LSMS to NPAC SMS interfaces, additional data would need to be communicated between peered NPAC SMS systems to improve efficiency. Areas for extensions to Inter-NPAC SMS messaging will be identified in the detailed specifications to be provided.



Two diagrams are provided to give a high level view of the interactions for that would occur between Peered NPAC SMS in a Multi-Administrator Peering Model for porting activity between two Service Providers. The two types of ports that are described are an Intra NPAC Port and an Inter NPAC Port.



Intra-NPAC SMS Port



A port is an Intra-NPAC SMS port when only one NPAC SMS serves both of the Service Providers involved in a port. The following diagram depicts a port with both Service Providers being customers of the same NPAC SMS:






Service Providers porting in the same NPAC SMS (Intra-NPAC port):



1. SOA 1 and SOA 2 served by Vendor A create a pending port for the TN porting form SOA 2



2. SOA 1 activates the TN on the due date



3. TN Activation broadcast is sent to the peered Vendor B



4. TN Activation broadcast is sent to LSMS’ serviced by Vendor A



5. TN Activation broadcast is sent to LSMS’ serviced by Vendor B



Inter-NPAC SMS Port



A port is an Inter-NPAC SMS port when each NPAC SMS serves one of the Service Providers involved in a port. The following diagram depicts a port with both Service Providers being customers of different NPAC SMS:





















Service Providers porting in the different NPAC SMS (Inter-NPAC):



1. SOA 1 serviced by Vendor A creates a pending port for a TN porting from SOA 2



2. Vendor A forwards the create request to Vendor B that serves SOA 2



3. Vendor B creates the pending subscription version and sends notifications to both SOA 1 and SOA 2



4. SOA 1 activates the TN on the due date (SOA 2 concurrence is not shown to reduce complexity of the diagram)



5. TN Activation broadcast is sent from Vendor A to the peered Vendor B



6. TN Activation broadcast is sent to the LSMS’ served by Vendor A



7. TN Activation broadcast is sent to LSMS’ served by Vendor B



Requirements:



TBD



IIS



TBD



GDMO:



TBD



ASN.1:



TBD



Inter-NPAC SOA Associations









Inter-NPAC LSMS Association









Inter-NPAC Associations used for Inter-NPAC Messaging
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Peered NPAC SMS Vendor B 	
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Service Provider SOA and LSMS systems connections to their Primary NPAC SMS – Vendor A









Service Provider SOA and LSMS systems connections to their Primary NPAC SMS – Vendor B
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New Change Orders – Working Copy






Origination Date:  03/12/08


Originator:  LNPAWG


Change Order Number:  NANC 430


Description:  URI Fields (MMS)


Cumulative SP Priority, Weighted Average:  N/A



Functionally Backwards Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			Y


			Y


			Y








Business Need:



Multimedia Media Messaging Service (MMS) Field:



There is a need to enable the ability for SPs and Clearinghouses to look up routing information for IP-based services associated with ported and pooled numbers.  Since default CO code level data does not apply for these TNs, query engines need to be provisioned with a portability and pooling correction.  The addition of this field will satisfy this need and enable both individual SPs, as well as Service Bureaus, to automatically update their look up engines with the new routing data.  This IP-service routing field is in fact directly analogous to the existing SS7-based DPC/SSN routing fields already supported by NPAC (i.e. – ISVM, LIDB, WSMSC, etc…).



Description of Change:



The NPAC/SMS will provide the ability to provision an MMS URI for each SV and Pooled Block record.



This information will be provisioned by the SOA and broadcast to the LSMS upon activation of the SV or Pooled Block and upon modification for those SOA and LSMS associations optioned “on” to send and receive this data.



This field shall be added to the Bulk Data Download file, and be available to a Service Provider’s SOA/LSMS.



This field will be supported across the interface on an opt-in basis only and will be functionally backward compatible.



The OptionalData CMIP attribute will be populated with an XML string.  The string is defined by the schema documented in the XML section below.  XML is used to provide future flexibility to add additional fields to the SV records and Pool Block records when approved by the LLC.


Major points/processing flow/high-level requirements:



This change order proposes to add a new field to the subscription version and number pool block objects.  Hence, the FRS, IIS, GDMO, and ASN.1 will need to reflect the addition of this field.  This new field will cause changes to the NPAC CMIP interface, however they will be functionally backward compatible and optional by service provider.



Requirements:



Section 1.2, NPAC SMS Functional Overview



Add a new section that describes the functionality of the MMS URI (Uniform Resource Identifier) Field (Optional Data).  See description of Change above.



Section 3.1, NPAC SMS Data Models



Add new attribute for the MMS URI (Uniform Resource Identifier) Field (Optional Data).  See below:



			NPAC CUSTOMER DATA MODEL





			Attribute Name


			Type (Size) 


			Required


			Description





			[snip]


			


			


			





			NPAC Customer SOA MMS URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports MMS URI information from the NPAC SMS to their SOA.  The MMS URI is the network address to the Service Provider’s gateway for multi-media messaging service.



The default value is False.





			NPAC Customer LSMS MMS URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports MMS URI information from the NPAC SMS to their LSMS.  The MMS URI is the network address to the Service Provider’s gateway for multi-media messaging service.



The default value is False.





			[snip]


			


			


			








Table 3-2 NPAC Customer Data Model



			Subscription Version Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			MMS URI


			C (255)


			


			MMS URI for Subscription Version.



This field may only be specified if the service provider SOA supports MMS URI.  The MMS URI is the network address to the Service Provider’s gateway for multi-media messaging service.





			[snip]


			


			


			








Table 3‑6 Subscription Version Data Model



			number pooling block hoder information Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			MMS URI


			C (255)


			


			MMS URI for Number Pool Block.



This field may only be specified if the service provider SOA supports MMS URI.  The MMS URI is the network address to the Service Provider’s gateway for multi-media messaging service.





			[snip]


			


			


			








Table 3‑8 Number Pooling Block Holder Information Data Model



R3-7.2 
Administer Mass update on one or more selected Subscription Versions



NPAC SMS shall allow NPAC personnel to specify a mass update action to be applied against all Subscription Versions selected (except for Subscription Versions with a status of old, partial failure, sending, disconnect pending or canceled) for LRN, DPC values, SSN values, MMS URI (if the requesting SOA supports MMS URI data), Billing ID, End User Location Type or End User Location Value.



RR3-210
Block Holder Information Mass Update – Update Fields



NPAC SMS shall allow NPAC Personnel, via a mass update, to update the block holder default routing information (LRN, DPC(s), and SSN(s), MMS URI (if the requesting SOA supports MMS URI data),), for a 1K Block as stored in the NPAC SMS.  (Previously B-762)



R3‑8
Off-line batch updates for Local SMS Disaster Recovery



NPAC SMS shall support an off‑line batch download (via 4mm DAT tape and FTP file download) to mass update Local SMSs with Subscription Versions, NPA-NXX-X Information, Number Pool Block and Service Provider Network data.



The contents of the batch download are:



· Subscriber data:



· [snip]



· MMS URI (for Local SMSs that support MMS URI)



·  [snip]



· Block Data



· [snip]



· MMS URI, (for Local SMSs that support MMS)



·  [snip]



RR3-79.1
Number Pool NPA-NXX-X Holder Information – Routing Data Field Level Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, are valid according to the formats specified in the Block Data Model upon Block creation scheduling for a Number Pool, or when re-scheduling a Block Create Event:  (Previously N-75.1).



[snip]



MMS URI (if supported by the Block Holder SOA)



RR3-149
 Addition of Number Pooling Block Holder Information – Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, is valid according to the formats specified in the Subscription Version Data Model upon Block creation for a Number Pool:  (Previously B-250)



[snip]



MMS URI (if supported by the Block Holder SOA)



RR3-157
Modification of Number Pooling Block Holder Information – Routing Data



NPAC SMS shall allow NPAC personnel, Service Provider via the SOA to NPAC SMS Interface, or Service Provider via the NPAC SOA Low-tech Interface, to modify the block holder default routing information (LRN, DPC(s), and SSN(s)), and MMS URI field (if supported by the Block Holder SOA), for a 1K Block as stored in the NPAC SMS.  (Previously B-320)



R4-8
Service Provider Data Elements


NPAC SMS shall require the following data if there is no existing Service Provider data:



[snip]



NPAC Customer SOA MMS URI Support Indicator



NPAC Customer LSMS MMS URI Support Indicator



R5‑16
Create Subscription Version - New Service Provider Optional input data



NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· MMS URI (if supported by the Service Provider SOA)



R5‑18.1
Create Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· MMS URI (if supported by the Service Provider SOA)



RR5-5
Create “Intra-Service Provider Port” Subscription Version - Current Service Provider Optional Input Data



NPAC SMS shall accept the following optional fields from the NPAC personnel or the Current Service Provider upon a Subscription Version Creation for an Intra-Service Provider port:



· [snip]



· MMS URI (if supported by the Service Provider SOA)



RR5-6.1
Create “Intra-Service Provider Port” Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Intra-Service Provider port:



· [snip]



· MMS URI (if supported by the Service Provider SOA)



R5‑27.1
Modify Subscription Version - New Service Provider Data Values



NPAC SMS shall allow the following data to be modified in a pending or conflict Subscription Version for an Inter-Service Provider or Intra-Service Provider port by the new/current Service Provider or NPAC personnel:



· [snip]



· MMS URI (if supported by the Service Provider SOA)



R5‑28
Modify Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the NPAC personnel or the new Service Provider upon modification of a pending or conflict Subscription version:



· [snip]



· MMS URI (if supported by the Service Provider SOA)



R5‑29.1
Modify Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.



· [snip]



· MMS URI (if supported by the Service Provider SOA)



R5‑36
Modify Active Subscription Version - Input Data



NPAC SMS shall allow the following data to be modified for an active Subscription Version:



· [snip]



· MMS URI (if supported by the Service Provider SOA)



R5‑37
Active Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the new Service Provider or NPAC personnel for an active Subscription Version to be modified:



· [snip]



· MMS URI (if supported by the Service Provider SOA)



R5‑38.1
Modify Active Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification of an active version:



· [snip]



· MMS URI (if supported by the Service Provider SOA)



R5-74.3
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:



· [snip]



· MMS URI (if supported by the Service Provider SOA)



R5-74.4
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS to Local SMS interface:



· [snip]



· MMS URI (if supported by the Service Provider LSMS)



RR5-91
Addition of Number Pooling Subscription Version Information – Create “Pooled Number” Subscription Version



NPAC SMS shall automatically populate the following data upon Subscription Version creation for a Pooled Number port:  (Previously SV-20)



· [snip]



· MMS URI (Value set to same field as Block)



Req 1 – Service Provider SOA MMS URI Edit Flag Indicator



NPAC SMS shall provide a Service Provider SOA MMS URI Edit Flag Indicator tunable parameter which defines whether a SOA supports MMS URI.



Req 2 – Service Provider SOA MMS URI Edit Flag Indicator Default



NPAC SMS shall default the Service Provider SOA MMS URI Edit Flag Indicator tunable parameter to FALSE.



Req 3 – Service Provider SOA MMS URI Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA MMS URI Edit Flag Indicator tunable parameter.


Req 4 – Service Provider LSMS MMS URI Edit Flag Indicator



NPAC SMS shall provide a Service Provider LSMS MMS URI Edit Flag Indicator tunable parameter which defines whether an LSMS supports MMS URI.



Req 5 – Service Provider LSMS MMS URI Edit Flag Indicator Default



NPAC SMS shall default the Service Provider LSMS MMS URI Edit Flag Indicator tunable parameter to FALSE.



Req 6 – Service Provider LSMS MMS URI Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS MMS URI Edit Flag Indicator tunable parameter.


Req 7
Activate Subscription Version - Send MMS URI to Local SMSs



NPAC SMS shall, for a Service Provider that supports MMS URI, send the MMS URI attribute for an activated Inter or Intra-Service Provider Subscription Version port via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 8
Activate Number Pool Block - Send MMS URI to Local SMSs



NPAC SMS shall, for a Service Provider that supports MMS URI, send the MMS URI attribute for an activated Number Pool Block via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 9
Audit for Support of MMS URI



NPAC SMS shall audit the MMS URI attribute as part of a full audit scope, only when a Service Provider’s LSMS supports MMS URI.


Appendix B – Glossary



URI – Uniform Resource Identifier



Appendix E – Bulk Data Download File Examples.



NOTE:  If a Service Provider supports MMS URI, the format of the Bulk Data Download file will contain delimiters for the attribute.



			Explanation of the fields in the subscription download file





			Field Number


			Field Name


			Value in Example





			1


			Version Id 


			0000000001





			[snip]


			


			





			999


			MMS URI


			Not present if LSMS or SOA does not support the MMS URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 1 -- Explanation of the Fields in The Subscription Download File



			Explanation of the fields in the Block download file





			Field Number


			Field Name


			Value in Example





			1


			Block  Id 


			1





			[snip]


			


			





			999


			MMS URI


			Not present if LSMS or SOA does not support the MMS URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 6 -- Explanation of the Fields in The Subscription Download File



IIS



Addition to the current IIS flow descriptions that relate to SV and NPB attributes.



Flow B.4.4.1 – Number Pool Block Create/Activate by SOA



Flow B.4.4.2 – Number Pool Block Create by NPAC SMS



Flow B.4.4.12 – Number Pool Block Modify by NPAC SMS



Flow B.4.4.13 – Number Pool Block Modify by Block Holder SOA



If the “SOA Supports MMS URI Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:



MMS URI


Flow B.5.1.2 – Subscription Version Create by the Initial SOA (New Service Provider)



Flow B.5.1.3 – Subscription Version Create by Second SOA (New Service Provider)



Flow B.5.1.11 – Subscription Version Create for Intra-Service Provider Port



[snip]



The following items may optionally be provided unless subscriptionPortingToOriginal-SP is true:



[snip]



MMS URI – if supported by the Service Provider SOA



Flow B.5.2.1 – Subscription Version Modify Active Version Using M-ACTION by a Service Provider SOA



Flow B.5.2.3 – Subscription Version Modify Prior to Activate Using M-ACTION



Flow B.5.2.4 – Subscription Version Modify Prior to Activate Using M-SET



[snip]



The current service provider can only modify the following attributes:



[snip]



MMS URI – if supported by the Service Provider SOA



Flow B.5.6 – Subscription Version Query



[snip]



The query return data includes:



[snip]



MMS URI – if supported by the Service Provider (SOA, LSMS)



GDMO:



No Change Required.



ASN.1:



No Change Required.



XML:



Note – the XML shown below is existing NANC 399 and new NANC 428.



<?xml version="1.0" encoding="UTF-8"?>



<xs:schema targetNamespace="urn:npac:lnp:opt-data:1.0" elementFormDefault="qualified" attributeFormDefault="unqualified" xmlns:xs="http://www.w3.org/2001/XMLSchema" xmlns="urn:npac:lnp:opt-data:1.0">



   <xs:simpleType name="SPID">



      <xs:restriction base="xs:string">



         <xs:length value="4"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:simpleType name="Generic-URI">



      <xs:restriction base="xs:string">



         <xs:minLength value="1"/>



         <xs:maxLength value="255"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:complexType name="OptionalData">



      <xs:sequence>



        <xs:element name="ALTSPID" type="SPID" nillable="true" minOccurs="0"/>



        <xs:element name="MMSURI" type="Generic-URI" nillable="true" minOccurs="0"/>



      </xs:sequence>



   </xs:complexType>



   <xs:element name="OptionalData" type="OptionalData"/>



</xs:schema>
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New Change Orders – Working Copy






Origination Date:  03/12
/08


Originator:  Sprint-Nextel


Change Order Number:  NANC 435


Description:  URI Fields (SMS)


Cumulative SP Priority, Weighted Average:  N/A



Functionally Backwards Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			Y


			Y


			Y








Business Need:



Short Messaging Service (SMS) Field:



SMS (texting) is a store and forward messaging service that allows SMS-compatible subscribers to send and receive short text messages.  SMS subscribers are addressed via their 10-digit telephone number and an e-mail address.  SMS is transported via IP by the originating network using URIs to indicate the network address or gateway SMSC of the terminating user.  Historically SMS has been a feature for wireless users only, but today it is growing into a broadband wireline feature as a result of the growth of IP-based broadband networks.


SMS originating Carriers need to know if a terminating 10 digit TN is SMS capable (wireless or broadband) and if SMS capable the address of the SMSC.  This allows a message to be efficiently transported between the originating and terminating carrier networks.  Having a standardized central source to locate the TN/SMS mapping will eliminate attempts to deliver messages to non-SMS capable TNs and reduce customer complaints over dropped or missed messages that have not, nor could be delivered.  The NPAC SMS URI parameter function would be analogous to the DPC/SSN gateway data in the NPAC; that is, the “URI” would merely identify the carrier gateway (SMSC) appropriate for sending/receiving an SMS message to a particular ported or pooled TN.


The availability of the SMS URI will allow originating carriers to recognize SMS capable TNs so that IP based carriers delivering service to traditionally “landline” numbers from wireless TNs can determine if the TN is SMS capable and use the URI for terminating network routing information.  Increased usage and a high success rate on message delivery are the two primary benefits of this new NPAC feature.


Description of Change:



The NPAC/SMS will provide the ability to provision an SMS URI for each SV and Pooled Block record.



This information will be provisioned by the SOA and broadcast to the LSMS upon activation of the SV or Pooled Block and upon modification for those SOA and LSMS associations optioned “on” to send and receive this data.



This field shall be added to the Bulk Data Download file, and be available to a Service Provider’s SOA/LSMS.



This field will be supported across the interface on an opt-in basis only and will be functionally backward compatible.



The OptionalData CMIP attribute will be populated with an XML string.  The string is defined by the schema documented in the XML section below.  XML is used to provide future flexibility to add additional fields to the SV records and Pool Block records when approved by the LLC.


Major points/processing flow/high-level requirements:



This change order proposes to add a new field to the subscription version and number pool block objects.  Hence, the FRS, IIS, GDMO, and ASN.1 will need to reflect the addition of this field.  This new field will cause changes to the NPAC CMIP interface, however they will be functionally backward compatible and optional by service provider.



Requirements:



Section 1.2, NPAC SMS Functional Overview



Add a new section that describes the functionality of the SMS URI (Uniform Resource Identifier) Field (Optional Data).  See description of Change above.



Section 3.1, NPAC SMS Data Models



Add new attribute for the SMS URI (Uniform Resource Identifier) Field (Optional Data).  See below:



			NPAC CUSTOMER DATA MODEL





			Attribute Name


			Type (Size) 


			Required


			Description





			[snip]


			


			


			





			NPAC Customer SOA SMS URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports SMS URI information from the NPAC SMS to their SOA.  The SMS URI is the network address to the Service Provider’s gateway for short messaging service.



The default value is False.





			NPAC Customer LSMS SMS URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports SMS URI information from the NPAC SMS to their LSMS.  The SMS URI is the network address to the Service Provider’s gateway for short messaging service.



The default value is False.





			[snip]


			


			


			








Table 3-2 NPAC Customer Data Model



			Subscription Version Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			SMS URI


			C (255)


			


			SMS URI for Subscription Version.



This field may only be specified if the service provider SOA supports SMS URI.  The SMS URI is the network address to the Service Provider’s gateway for short messaging service.





			[snip]


			


			


			








Table 3‑6 Subscription Version Data Model



			number pooling block hoder information Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			SMS URI


			C (255)


			


			SMS URI for Number Pool Block.



This field may only be specified if the service provider SOA supports SMS URI.  The SMS URI is the network address to the Service Provider’s gateway for short messaging service.





			[snip]


			


			


			








Table 3‑8 Number Pooling Block Holder Information Data Model



R3-7.2 
Administer Mass update on one or more selected Subscription Versions



NPAC SMS shall allow NPAC personnel to specify a mass update action to be applied against all Subscription Versions selected (except for Subscription Versions with a status of old, partial failure, sending, disconnect pending or canceled) for LRN, DPC values, SSN values, SMS URI (if the requesting SOA supports SMS URI data), Billing ID, End User Location Type or End User Location Value.



RR3-210
Block Holder Information Mass Update – Update Fields



NPAC SMS shall allow NPAC Personnel, via a mass update, to update the block holder default routing information (LRN, DPC(s), and SSN(s), SMS URI (if the requesting SOA supports SMS URI data),), for a 1K Block as stored in the NPAC SMS.  (Previously B-762)



R3‑8
Off-line batch updates for Local SMS Disaster Recovery



NPAC SMS shall support an off‑line batch download (via 4mm DAT tape and FTP file download) to mass update Local SMSs with Subscription Versions, NPA-NXX-X Information, Number Pool Block and Service Provider Network data.



The contents of the batch download are:



· Subscriber data:



· [snip]



· SMS URI (for Local SMSs that support SMS URI)



·  [snip]



· Block Data



· [snip]



· SMS URI, (for Local SMSs that support SMS)



·  [snip]



RR3-79.1
Number Pool NPA-NXX-X Holder Information – Routing Data Field Level Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, are valid according to the formats specified in the Block Data Model upon Block creation scheduling for a Number Pool, or when re-scheduling a Block Create Event:  (Previously N-75.1).



[snip]



SMS URI (if supported by the Block Holder SOA)



RR3-149
 Addition of Number Pooling Block Holder Information – Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, is valid according to the formats specified in the Subscription Version Data Model upon Block creation for a Number Pool:  (Previously B-250)



[snip]



SMS URI (if supported by the Block Holder SOA)



RR3-157
Modification of Number Pooling Block Holder Information – Routing Data



NPAC SMS shall allow NPAC personnel, Service Provider via the SOA to NPAC SMS Interface, or Service Provider via the NPAC SOA Low-tech Interface, to modify the block holder default routing information (LRN, DPC(s), and SSN(s)), and SMS URI field (if supported by the Block Holder SOA), for a 1K Block as stored in the NPAC SMS.  (Previously B-320)



R4-8
Service Provider Data Elements


NPAC SMS shall require the following data if there is no existing Service Provider data:



[snip]



NPAC Customer SOA SMS URI Support Indicator



NPAC Customer LSMS SMS URI Support Indicator



R5‑16
Create Subscription Version - New Service Provider Optional input data



NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· SMS URI (if supported by the Service Provider SOA)



R5‑18.1
Create Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· SMS URI (if supported by the Service Provider SOA)



RR5-5
Create “Intra-Service Provider Port” Subscription Version - Current Service Provider Optional Input Data



NPAC SMS shall accept the following optional fields from the NPAC personnel or the Current Service Provider upon a Subscription Version Creation for an Intra-Service Provider port:



· [snip]



· SMS URI (if supported by the Service Provider SOA)



RR5-6.1
Create “Intra-Service Provider Port” Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Intra-Service Provider port:



· [snip]



· SMS URI (if supported by the Service Provider SOA)



R5‑27.1
Modify Subscription Version - New Service Provider Data Values



NPAC SMS shall allow the following data to be modified in a pending or conflict Subscription Version for an Inter-Service Provider or Intra-Service Provider port by the new/current Service Provider or NPAC personnel:



· [snip]



· SMS URI (if supported by the Service Provider SOA)



R5‑28
Modify Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the NPAC personnel or the new Service Provider upon modification of a pending or conflict Subscription version:



· [snip]



· SMS URI (if supported by the Service Provider SOA)



R5‑29.1
Modify Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.



· [snip]



· SMS URI (if supported by the Service Provider SOA)



R5‑36
Modify Active Subscription Version - Input Data



NPAC SMS shall allow the following data to be modified for an active Subscription Version:



· [snip]



· SMS URI (if supported by the Service Provider SOA)



R5‑37
Active Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the new Service Provider or NPAC personnel for an active Subscription Version to be modified:



· [snip]



· SMS URI (if supported by the Service Provider SOA)



R5‑38.1
Modify Active Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification of an active version:



· [snip]



· SMS URI (if supported by the Service Provider SOA)



R5-74.3
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:



· [snip]



· SMS URI (if supported by the Service Provider SOA)



R5-74.4
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS to Local SMS interface:



· [snip]



· SMS URI (if supported by the Service Provider LSMS)



RR5-91
Addition of Number Pooling Subscription Version Information – Create “Pooled Number” Subscription Version



NPAC SMS shall automatically populate the following data upon Subscription Version creation for a Pooled Number port:  (Previously SV-20)



· [snip]



· SMS URI (Value set to same field as Block)



Req 1 – Service Provider SOA SMS URI Edit Flag Indicator



NPAC SMS shall provide a Service Provider SOA SMS URI Edit Flag Indicator tunable parameter which defines whether a SOA supports SMS URI.



Req 2 – Service Provider SOA SMS URI Edit Flag Indicator Default



NPAC SMS shall default the Service Provider SOA SMS URI Edit Flag Indicator tunable parameter to FALSE.



Req 3 – Service Provider SOA SMS URI Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA SMS URI Edit Flag Indicator tunable parameter.


Req 4 – Service Provider LSMS SMS URI Edit Flag Indicator



NPAC SMS shall provide a Service Provider LSMS SMS URI Edit Flag Indicator tunable parameter which defines whether an LSMS supports SMS URI.



Req 5 – Service Provider LSMS SMS URI Edit Flag Indicator Default



NPAC SMS shall default the Service Provider LSMS SMS URI Edit Flag Indicator tunable parameter to FALSE.



Req 6 – Service Provider LSMS SMS URI Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS SMS URI Edit Flag Indicator tunable parameter.


Req 7
Activate Subscription Version - Send SMS URI to Local SMSs



NPAC SMS shall, for a Service Provider that supports SMS URI, send the SMS URI attribute for an activated Inter or Intra-Service Provider Subscription Version port via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 8
Activate Number Pool Block - Send SMS URI to Local SMSs



NPAC SMS shall, for a Service Provider that supports SMS URI, send the SMS URI attribute for an activated Number Pool Block via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 9
Audit for Support of SMS URI



NPAC SMS shall audit the SMS URI attribute as part of a full audit scope, only when a Service Provider’s LSMS supports SMS URI.


Appendix B – Glossary



URI – Uniform Resource Identifier



Appendix E – Bulk Data Download File Examples.



NOTE:  If a Service Provider supports SMS URI, the format of the Bulk Data Download file will contain delimiters for the attribute.



			Explanation of the fields in the subscription download file





			Field Number


			Field Name


			Value in Example





			1


			Version Id 


			0000000001





			[snip]


			


			





			999


			SMS URI


			Not present if LSMS or SOA does not support the SMS URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 1 -- Explanation of the Fields in The Subscription Download File



			Explanation of the fields in the Block download file





			Field Number


			Field Name


			Value in Example





			1


			Block  Id 


			1





			[snip]


			


			





			999


			SMS URI


			Not present if LSMS or SOA does not support the SMS URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 6 -- Explanation of the Fields in The Subscription Download File



IIS



Addition to the current IIS flow descriptions that relate to SV and NPB attributes.



Flow B.4.4.1 – Number Pool Block Create/Activate by SOA



Flow B.4.4.2 – Number Pool Block Create by NPAC SMS



Flow B.4.4.12 – Number Pool Block Modify by NPAC SMS



Flow B.4.4.13 – Number Pool Block Modify by Block Holder SOA



If the “SOA Supports SMS URI Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:



SMS URI


Flow B.5.1.2 – Subscription Version Create by the Initial SOA (New Service Provider)



Flow B.5.1.3 – Subscription Version Create by Second SOA (New Service Provider)



Flow B.5.1.11 – Subscription Version Create for Intra-Service Provider Port



[snip]



The following items may optionally be provided unless subscriptionPortingToOriginal-SP is true:



[snip]



SMS URI – if supported by the Service Provider SOA



Flow B.5.2.1 – Subscription Version Modify Active Version Using M-ACTION by a Service Provider SOA



Flow B.5.2.3 – Subscription Version Modify Prior to Activate Using M-ACTION



Flow B.5.2.4 – Subscription Version Modify Prior to Activate Using M-SET



[snip]



The current service provider can only modify the following attributes:



[snip]



SMS URI – if supported by the Service Provider SOA



Flow B.5.6 – Subscription Version Query



[snip]



The query return data includes:



[snip]



SMS URI – if supported by the Service Provider (SOA, LSMS)



GDMO:



No Change Required.



ASN.1:



No Change Required.



XML:



Note – the XML shown below is existing NANC 399 and new NANC 428.



<?xml version="1.0" encoding="UTF-8"?>



<xs:schema targetNamespace="urn:npac:lnp:opt-data:1.0" elementFormDefault="qualified" attributeFormDefault="unqualified" xmlns:xs="http://www.w3.org/2001/XMLSchema" xmlns="urn:npac:lnp:opt-data:1.0">



   <xs:simpleType name="SPID">



      <xs:restriction base="xs:string">



         <xs:length value="4"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:simpleType name="Generic-URI">



      <xs:restriction base="xs:string">



         <xs:minLength value="1"/>



         <xs:maxLength value="255"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:complexType name="OptionalData">



      <xs:sequence>



        <xs:element name="ALTSPID" type="SPID" nillable="true" minOccurs="0"/>



        <xs:element name="SMSURI" type="Generic-URI" nillable="true" minOccurs="0"/>



      </xs:sequence>



   </xs:complexType>



   <xs:element name="OptionalData" type="OptionalData"/>



</xs:schema>
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New Change Orders – Working Copy






Origination Date:  03/12/08


Originator:  LNPAWG


Change Order Number:  NANC 429


Description:  URI Fields (Voice)


Cumulative SP Priority, Weighted Average:  N/A



Functionally Backwards Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			Y


			Y


			Y








Business Need:



Voice URI Field



No solution currently exists to address the issue of industry-wide distribution of IP end-point addressing information for IP-based Voice service.  No solution addresses portability of such service.  A call originating from one provider’s IP service typically has no information as to whether the dialed TN’s service is IP-based or not, nor what its address is, forcing the use of the PSTN as an intermediary between IP networks.  This need not be the case.  Look up databases are not the issue, as many methods of looking up the data exist.  Typically, VoIP providers
 have their own intra-network look up capability in order to terminate calls.  The issue lies in the availability of a sharing and distribution mechanism for TN-level routing information between all interested service providers.  The provisioning and distributing of routing information is the precise charter of the NPAC for all ported and pooled TNs.



It so happens that today, the vast majority of TNs using IP-based Voice service involve an NPAC transaction (existing TNs migrating to VoIP are ported, new assignments are typically taken from a pooled block).  The ability for IP-based SPs to share routing data associated with a ported or pooled TN surely will be desired (it is on the “to do” list of IP-groups within many SPs offering or planning to offer VoIP service).  The addition of a Voice URI and the various URIs below, because the URIs are merely addressing information, is directly analogous to adding DPC and SSN information to ported and pooled TNs.  The addition of the URI fields described in this change order is unlikely to cause additional NPAC activates, because the fields are intended for numbers that would be ported or pooled anyway.  This is therefore the most cost effective method of provisioning IP look up engines (in whatever flavor they happen to take) with URI information relating to a ported or pooled TN.



The addition of these URI fields to the NPAC also benefits the industry in that it inherently coordinates and synchronizes the update of the SS7-based number portability look up databases with that of the IP-based look up databases.  Should the updates not be synchronized, service could be affected for an indeterminate amount of time.



Description of Change:



The NPAC/SMS will provide the ability to provision a Voice URI for each SV and Pooled Block record.



This information will be provisioned by the SOA and broadcast to the LSMS upon activation of the SV or Pooled Block and upon modification for those SOA and LSMS associations optioned “on” to send and receive this data.



This field shall be added to the Bulk Data Download file, and be available to a Service Provider’s SOA/LSMS.



This field will be supported across the interface on an opt-in basis only and will be functionally backward compatible.



The OptionalData CMIP attribute will be populated with an XML string.  The string is defined by the schema documented in the XML section below.  XML is used to provide future flexibility to add additional fields to the SV records and Pool Block records when approved by the LLC.


Major points/processing flow/high-level requirements:



This change order proposes to add a new field to the subscription version and number pool block objects.  Hence, the FRS, IIS, GDMO, and ASN.1 will need to reflect the addition of this field.  This new field will cause changes to the NPAC CMIP interface, however it will be functionally backward compatible and optional by service provider.



Requirements:



Section 1.2, NPAC SMS Functional Overview



Add a new section that describes the functionality of the Voice URI (Uniform Resource Identifier) Field (Optional Data).  See description of Change above.



Section 3.1, NPAC SMS Data Models



Add new attribute for the Voice URI (Uniform Resource Identifier) Field (Optional Data).  See below:



			NPAC CUSTOMER DATA MODEL





			Attribute Name


			Type (Size) 


			Required


			Description





			[snip]


			


			


			





			NPAC Customer SOA Voice URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Voice URI information from the NPAC SMS to their SOA.  The Voice URI is the network address to the Service Provider’s gateway for voice service.



The default value is False.





			NPAC Customer LSMS Voice URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Voice URI information from the NPAC SMS to their LSMS.  The Voice URI is the network address to the Service Provider’s gateway for voice service.



The default value is False.





			[snip]


			


			


			








Table 3-2 NPAC Customer Data Model



			Subscription Version Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			Voice URI


			C (255)


			


			Voice URI for Subscription Version.



This field may only be specified if the service provider SOA supports Voice URI.  The Voice URI is the network address to the Service Provider’s gateway for voice service.





			[snip]


			


			


			








Table 3‑6 Subscription Version Data Model



			number pooling block hoder information Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			Voice URI


			C (255)


			


			Voice URI for Number Pool Block.



This field may only be specified if the service provider SOA supports Voice URI.  The Voice URI is the network address to the Service Provider’s gateway for voice service.





			[snip]


			


			


			








Table 3‑8 Number Pooling Block Holder Information Data Model



R3-7.2 
Administer Mass update on one or more selected Subscription Versions



NPAC SMS shall allow NPAC personnel to specify a mass update action to be applied against all Subscription Versions selected (except for Subscription Versions with a status of old, partial failure, sending, disconnect pending or canceled) for LRN, DPC values, SSN values, Voice URI (if the requesting SOA supports Voice URI data), Billing ID, End User Location Type or End User Location Value.



RR3-210
Block Holder Information Mass Update – Update Fields



NPAC SMS shall allow NPAC Personnel, via a mass update, to update the block holder default routing information (LRN, DPC(s), and SSN(s), Voice URI (if the requesting SOA supports Voice URI data)), for a 1K Block as stored in the NPAC SMS.  (Previously B-762)



R3‑8
Off-line batch updates for Local SMS Disaster Recovery



NPAC SMS shall support an off‑line batch download (via 4mm DAT tape and FTP file download) to mass update Local SMSs with Subscription Versions, NPA-NXX-X Information, Number Pool Block and Service Provider Network data.



The contents of the batch download are:



· Subscriber data:



· [snip]



· Voice URI (for Local SMSs that support Voice URI data)



·  [snip]



· Block Data



· [snip]



· Voice URI (for Local SMSs that support Voice URI data)



·  [snip]



RR3-79.1
Number Pool NPA-NXX-X Holder Information – Routing Data Field Level Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, are valid according to the formats specified in the Block Data Model upon Block creation scheduling for a Number Pool, or when re-scheduling a Block Create Event:  (Previously N-75.1).



[snip]



Voice URI (if supported by the Block Holder SOA)



RR3-149
 Addition of Number Pooling Block Holder Information – Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, is valid according to the formats specified in the Subscription Version Data Model upon Block creation for a Number Pool:  (Previously B-250)



[snip]



Voice URI (if supported by the Block Holder SOA)



RR3-157
Modification of Number Pooling Block Holder Information – Routing Data



NPAC SMS shall allow NPAC personnel, Service Provider via the SOA to NPAC SMS Interface, or Service Provider via the NPAC SOA Low-tech Interface, to modify the block holder default routing information (LRN, DPC(s), and SSN(s)), and Voice URI field (if supported by the Block Holder SOA), for a 1K Block as stored in the NPAC SMS.  (Previously B-320)



R4-8
Service Provider Data Elements


NPAC SMS shall require the following data if there is no existing Service Provider data:



[snip]



NPAC Customer SOA Voice URI Indicator



NPAC Customer LSMS Voice URI Indicator



R5‑16
Create Subscription Version - New Service Provider Optional input data



NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· Voice URI (if supported by the Service Provider SOA)



R5‑18.1
Create Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· Voice URI (if supported by the Service Provider SOA)



RR5-5
Create “Intra-Service Provider Port” Subscription Version - Current Service Provider Optional Input Data



NPAC SMS shall accept the following optional fields from the NPAC personnel or the Current Service Provider upon a Subscription Version Creation for an Intra-Service Provider port:



· [snip]



· Voice URI (if supported by the Service Provider SOA)



RR5-6.1
Create “Intra-Service Provider Port” Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Intra-Service Provider port:



· [snip]



· Voice URI (if supported by the Service Provider SOA)



R5‑27.1
Modify Subscription Version - New Service Provider Data Values



NPAC SMS shall allow the following data to be modified in a pending or conflict Subscription Version for an Inter-Service Provider or Intra-Service Provider port by the new/current Service Provider or NPAC personnel:



· [snip]



· Voice URI (if supported by the Service Provider SOA)



R5‑28
Modify Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the NPAC personnel or the new Service Provider upon modification of a pending or conflict Subscription version:



· [snip]



· Voice URI (if supported by the Service Provider SOA)



R5‑29.1
Modify Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.



· [snip]



· Voice URI (if supported by the Service Provider SOA)



R5‑36
Modify Active Subscription Version - Input Data



NPAC SMS shall allow the following data to be modified for an active Subscription Version:



· [snip]



· Voice URI (if supported by the Service Provider SOA)



R5‑37
Active Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the new Service Provider or NPAC personnel for an active Subscription Version to be modified:



· [snip]



· Voice URI (if supported by the Service Provider SOA)



R5‑38.1
Modify Active Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification of an active version:



· [snip]



· Voice URI (if supported by the Service Provider SOA)



R5-74.3
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:



· [snip]



· Voice URI (if supported by the Service Provider SOA)



R5-74.4
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS to Local SMS interface:



· [snip]



· Voice URI (if supported by the Service Provider LSMS)



RR5-91
Addition of Number Pooling Subscription Version Information – Create “Pooled Number” Subscription Version



NPAC SMS shall automatically populate the following data upon Subscription Version creation for a Pooled Number port:  (Previously SV-20)



· [snip]



· Voice URI (Value set to same field as Block)



Req 1 – Service Provider SOA Voice URI Edit Flag Indicator



NPAC SMS shall provide a Service Provider SOA Voice URI Edit Flag Indicator tunable parameter which defines whether a SOA supports Voice URI.



Req 2 – Service Provider SOA Voice URI Edit Flag Indicator Default



NPAC SMS shall default the Service Provider SOA Voice URI Edit Flag Indicator tunable parameter to FALSE.



Req 3 – Service Provider SOA Voice URI Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Voice URI Edit Flag Indicator tunable parameter.


Req 4 – Service Provider LSMS Voice URI Edit Flag Indicator



NPAC SMS shall provide a Service Provider LSMS Voice URI Edit Flag Indicator tunable parameter which defines whether an LSMS supports Voice URI.



Req 5 – Service Provider LSMS Voice URI Edit Flag Indicator Default



NPAC SMS shall default the Service Provider LSMS Voice URI Edit Flag Indicator tunable parameter to FALSE.



Req 6 – Service Provider LSMS Voice URI Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS Voice URI Edit Flag Indicator tunable parameter.


Req 7
Activate Subscription Version - Send Voice URI to Local SMSs



NPAC SMS shall, for a Service Provider that supports Voice URI, send the Voice URI attribute for an activated Inter or Intra-Service Provider Subscription Version port via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 8
Activate Number Pool Block - Send Voice URI to Local SMSs



NPAC SMS shall, for a Service Provider that supports Voice URI, send the Voice URI attribute for an activated Number Pool Block via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 9
Audit for Support of Voice URI



NPAC SMS shall audit the Voice URI attribute as part of a full audit scope, only when a Service Provider’s LSMS supports Voice URI.


Appendix B – Glossary



URI – Uniform Resource Identifier



Appendix E – Bulk Data Download File Examples.



NOTE:  If a Service Provider supports Voice URI, MMS URI, PoC URI, or Presence URI, the format of the Bulk Data Download file will contain delimiters for all four attributes.



			Explanation of the fields in the subscription download file





			Field Number


			Field Name


			Value in Example





			1


			Version Id 


			0000000001





			[snip]


			


			





			999


			Voice URI


			Not present if LSMS or SOA does not support the Voice URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 1 -- Explanation of the Fields in The Subscription Download File



			Explanation of the fields in the Block download file





			Field Number


			Field Name


			Value in Example





			1


			Block  Id 


			1





			[snip]


			


			





			999


			Voice URI


			Not present if LSMS or SOA does not support the Voice URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 6 -- Explanation of the Fields in The Subscription Download File



IIS



Addition to the current IIS flow descriptions that relate to SV and NPB attributes.



Flow B.4.4.1 – Number Pool Block Create/Activate by SOA



Flow B.4.4.2 – Number Pool Block Create by NPAC SMS



Flow B.4.4.12 – Number Pool Block Modify by NPAC SMS



Flow B.4.4.13 – Number Pool Block Modify by Block Holder SOA



If the “SOA Supports Voice URI Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:



Voice URI


Flow B.5.1.2 – Subscription Version Create by the Initial SOA (New Service Provider)



Flow B.5.1.3 – Subscription Version Create by Second SOA (New Service Provider)



Flow B.5.1.11 – Subscription Version Create for Intra-Service Provider Port



[snip]



The following items may optionally be provided unless subscriptionPortingToOriginal-SP is true:



[snip]



Voice URI – if supported by the Service Provider SOA



Flow B.5.2.1 – Subscription Version Modify Active Version Using M-ACTION by a Service Provider SOA



Flow B.5.2.3 – Subscription Version Modify Prior to Activate Using M-ACTION



Flow B.5.2.4 – Subscription Version Modify Prior to Activate Using M-SET



[snip]



The current service provider can only modify the following attributes:



[snip]



Voice URI – if supported by the Service Provider SOA



Flow B.5.6 – Subscription Version Query



[snip]



The query return data includes:



[snip]



Voice URI – if supported by the Service Provider (SOA, LSMS)



GDMO:



No Change Required.



ASN.1:



No Change Required.



XML:



Note – the XML shown below is existing NANC 399 and new NANC 428.



<?xml version="1.0" encoding="UTF-8"?>



<xs:schema targetNamespace="urn:npac:lnp:opt-data:1.0" elementFormDefault="qualified" attributeFormDefault="unqualified" xmlns:xs="http://www.w3.org/2001/XMLSchema" xmlns="urn:npac:lnp:opt-data:1.0">



   <xs:simpleType name="SPID">



      <xs:restriction base="xs:string">



         <xs:length value="4"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:simpleType name="Generic-URI">



      <xs:restriction base="xs:string">



         <xs:minLength value="1"/>



         <xs:maxLength value="255"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:complexType name="OptionalData">



      <xs:sequence>



        <xs:element name="ALTSPID" type="SPID" nillable="true" minOccurs="0"/>



        <xs:element name="VOICEURI" type="Generic-URI" nillable="true" minOccurs="0"/>



      </xs:sequence>



   </xs:complexType>



   <xs:element name="OptionalData" type="OptionalData"/>



</xs:schema>


� Meaning any service provider (facility-based or otherwise) providing voice service over IP
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New Change Orders – Working Copy






Origination Date:  03/12/08


Originator:  LNPAWG


Change Order Number:  NANC 431


Description:  URI Fields (PoC)


Cumulative SP Priority, Weighted Average:  N/A



Functionally Backwards Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			Y


			Y


			Y








Business Need:



Multimedia Media Messaging Service (PoC) Field:



There is a need to enable the ability for SPs and Clearinghouses to look up routing information for IP-based services associated with ported and pooled numbers.  Since default CO code level data does not apply for these TNs, query engines need to be provisioned with a portability and pooling correction.  The addition of this field will satisfy this need and enable both individual SPs, as well as Service Bureaus, to automatically update their look up engines with the new routing data.  This IP-service routing field is in fact directly analogous to the existing SS7-based DPC/SSN routing fields already supported by NPAC (i.e. – ISVM, LIDB, WSMSC, etc…).



Description of Change:



The NPAC/SMS will provide the ability to provision an PoC URI for each SV and Pooled Block record.



This information will be provisioned by the SOA and broadcast to the LSMS upon activation of the SV or Pooled Block and upon modification for those SOA and LSMS associations optioned “on” to send and receive this data.



This field shall be added to the Bulk Data Download file, and be available to a Service Provider’s SOA/LSMS.



This field will be supported across the interface on an opt-in basis only and will be functionally backward compatible.



The OptionalData CMIP attribute will be populated with an XML string.  The string is defined by the schema documented in the XML section below.  XML is used to provide future flexibility to add additional fields to the SV records and Pool Block records when approved by the LLC.


Major points/processing flow/high-level requirements:



This change order proposes to add a new field to the subscription version and number pool block objects.  Hence, the FRS, IIS, GDMO, and ASN.1 will need to reflect the addition of this field.  This new field will cause changes to the NPAC CMIP interface, however they will be functionally backward compatible and optional by service provider.



Requirements:



Section 1.2, NPAC SMS Functional Overview



Add a new section that describes the functionality of the PoC URI (Uniform Resource Identifier) Field (Optional Data).  See description of Change above.



Section 3.1, NPAC SMS Data Models



Add new attribute for the PoC URI (Uniform Resource Identifier) Field (Optional Data).  See below:



			NPAC CUSTOMER DATA MODEL





			Attribute Name


			Type (Size) 


			Required


			Description





			[snip]


			


			


			





			NPAC Customer SOA PoC URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports PoC URI information from the NPAC SMS to their SOA.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.



The default value is False.









			NPAC Customer LSMS PoC URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports PoC URI information from the NPAC SMS to their LSMS.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.



The default value is False.





			[snip]


			


			


			








Table 3-2 NPAC Customer Data Model



			Subscription Version Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			PoC URI


			C (255)


			


			PoC URI for Subscription Version.



This field may only be specified if the service provider SOA supports PoC URI.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.





			[snip]


			


			


			








Table 3‑6 Subscription Version Data Model



			number pooling block hoder information Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			PoC URI


			C (255)


			


			PoC URI for Number Pool Block.



This field may only be specified if the service provider SOA supports PoC URI.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.





			[snip]


			


			


			








Table 3‑8 Number Pooling Block Holder Information Data Model



R3-7.2 
Administer Mass update on one or more selected Subscription Versions



NPAC SMS shall allow NPAC personnel to specify a mass update action to be applied against all Subscription Versions selected (except for Subscription Versions with a status of old, partial failure, sending, disconnect pending or canceled) for LRN, DPC values, SSN values, PoC URI (if the requesting SOA supports PoC URI data), Billing ID, End User Location Type or End User Location Value.



RR3-210
Block Holder Information Mass Update – Update Fields



NPAC SMS shall allow NPAC Personnel, via a mass update, to update the block holder default routing information (LRN, DPC(s), and SSN(s), PoC URI (if the requesting SOA supports PoC URI data)), for a 1K Block as stored in the NPAC SMS.  (Previously B-762)



R3‑8
Off-line batch updates for Local SMS Disaster Recovery



NPAC SMS shall support an off‑line batch download (via 4mm DAT tape and FTP file download) to mass update Local SMSs with Subscription Versions, NPA-NXX-X Information, Number Pool Block and Service Provider Network data.



The contents of the batch download are:



· Subscriber data:



· [snip]



· PoC URI (for Local SMSs that support PoC URI)



·  [snip]



· Block Data



· [snip]



· PoC URI, (for Local SMSs that support PoC URI data)



·  [snip]



RR3-79.1
Number Pool NPA-NXX-X Holder Information – Routing Data Field Level Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, are valid according to the formats specified in the Block Data Model upon Block creation scheduling for a Number Pool, or when re-scheduling a Block Create Event:  (Previously N-75.1).



[snip]



PoC URI (if supported by the Block Holder SOA)



RR3-149
 Addition of Number Pooling Block Holder Information – Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, is valid according to the formats specified in the Subscription Version Data Model upon Block creation for a Number Pool:  (Previously B-250)



[snip]



PoC URI (if supported by the Block Holder SOA)



RR3-157
Modification of Number Pooling Block Holder Information – Routing Data



NPAC SMS shall allow NPAC personnel, Service Provider via the SOA to NPAC SMS Interface, or Service Provider via the NPAC SOA Low-tech Interface, to modify the block holder default routing information (LRN, DPC(s), and SSN(s)), and PoC URI field (if supported by the Block Holder SOA), for a 1K Block as stored in the NPAC SMS.  (Previously B-320)



R4-8
Service Provider Data Elements


NPAC SMS shall require the following data if there is no existing Service Provider data:



[snip]



NPAC Customer SOA PoC URI Support Indicator



NPAC Customer LSMS PoC URI Support Indicator



R5‑16
Create Subscription Version - New Service Provider Optional input data



NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑18.1
Create Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



RR5-5
Create “Intra-Service Provider Port” Subscription Version - Current Service Provider Optional Input Data



NPAC SMS shall accept the following optional fields from the NPAC personnel or the Current Service Provider upon a Subscription Version Creation for an Intra-Service Provider port:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



RR5-6.1
Create “Intra-Service Provider Port” Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Intra-Service Provider port:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑27.1
Modify Subscription Version - New Service Provider Data Values



NPAC SMS shall allow the following data to be modified in a pending or conflict Subscription Version for an Inter-Service Provider or Intra-Service Provider port by the new/current Service Provider or NPAC personnel:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑28
Modify Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the NPAC personnel or the new Service Provider upon modification of a pending or conflict Subscription version:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑29.1
Modify Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑36
Modify Active Subscription Version - Input Data



NPAC SMS shall allow the following data to be modified for an active Subscription Version:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑37
Active Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the new Service Provider or NPAC personnel for an active Subscription Version to be modified:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5‑38.1
Modify Active Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification of an active version:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5-74.3
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:



· [snip]



· PoC URI (if supported by the Service Provider SOA)



R5-74.4
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS to Local SMS interface:



· [snip]



· PoC URI (if supported by the Service Provider LSMS)



RR5-91
Addition of Number Pooling Subscription Version Information – Create “Pooled Number” Subscription Version



NPAC SMS shall automatically populate the following data upon Subscription Version creation for a Pooled Number port:  (Previously SV-20)



· [snip]



· PoC URI (Value set to same field as Block)



Req 1 – Service Provider SOA PoC URI Edit Flag Indicator



NPAC SMS shall provide a Service Provider SOA PoC URI Edit Flag Indicator tunable parameter which defines whether a SOA supports PoC URI.



Req 2 – Service Provider SOA PoC URI Edit Flag Indicator Default



NPAC SMS shall default the Service Provider SOA PoC URI Edit Flag Indicator tunable parameter to FALSE.



Req 3 – Service Provider SOA PoC URI Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA PoC URI Edit Flag Indicator tunable parameter.


Req 4 – Service Provider LSMS PoC URI Edit Flag Indicator



NPAC SMS shall provide a Service Provider LSMS PoC URI Edit Flag Indicator tunable parameter which defines whether an LSMS supports PoC URI.



Req 5 – Service Provider LSMS PoC URI Edit Flag Indicator Default



NPAC SMS shall default the Service Provider LSMS PoC URI Edit Flag Indicator tunable parameter to FALSE.



Req 6 – Service Provider LSMS PoC URI Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS PoC URI Edit Flag Indicator tunable parameter.


Req 7
Activate Subscription Version - Send PoC URI to Local SMSs



NPAC SMS shall, for a Service Provider that supports PoC URI, send the PoC URI attribute for an activated Inter or Intra-Service Provider Subscription Version port via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 8
Activate Number Pool Block - Send PoC URI to Local SMSs



NPAC SMS shall, for a Service Provider that supports PoC URI, send the PoC URI attribute for an activated Number Pool Block via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 9
Audit for Support of PoC URI



NPAC SMS shall audit the PoC URI attribute as part of a full audit scope, only when a Service Provider’s LSMS supports PoC URI.


Appendix B – Glossary



URI – Uniform Resource Identifier



Appendix E – Bulk Data Download File Examples.



NOTE:  If a Service Provider supports PoC URI, the format of the Bulk Data Download file will contain delimiters for the attribute.



			Explanation of the fields in the subscription download file





			Field Number


			Field Name


			Value in Example





			1


			Version Id 


			0000000001





			[snip]


			


			





			999


			PoC URI


			Not present if LSMS or SOA does not support the PoC URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 1 -- Explanation of the Fields in The Subscription Download File



			Explanation of the fields in the Block download file





			Field Number


			Field Name


			Value in Example





			1


			Block  Id 


			1





			[snip]


			


			





			999


			PoC URI


			Not present if LSMS or SOA does not support the PoC URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 6 -- Explanation of the Fields in The Subscription Download File



IIS



Addition to the current IIS flow descriptions that relate to SV and NPB attributes.



Flow B.4.4.1 – Number Pool Block Create/Activate by SOA



Flow B.4.4.2 – Number Pool Block Create by NPAC SMS



Flow B.4.4.12 – Number Pool Block Modify by NPAC SMS



Flow B.4.4.13 – Number Pool Block Modify by Block Holder SOA



If the “SOA Supports PoC URI Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:



PoC URI


Flow B.5.1.2 – Subscription Version Create by the Initial SOA (New Service Provider)



Flow B.5.1.3 – Subscription Version Create by Second SOA (New Service Provider)



Flow B.5.1.11 – Subscription Version Create for Intra-Service Provider Port



[snip]



The following items may optionally be provided unless subscriptionPortingToOriginal-SP is true:



[snip]



PoC URI – if supported by the Service Provider SOA



Flow B.5.2.1 – Subscription Version Modify Active Version Using M-ACTION by a Service Provider SOA



Flow B.5.2.3 – Subscription Version Modify Prior to Activate Using M-ACTION



Flow B.5.2.4 – Subscription Version Modify Prior to Activate Using M-SET



[snip]



The current service provider can only modify the following attributes:



[snip]



PoC URI – if supported by the Service Provider SOA



Flow B.5.6 – Subscription Version Query



[snip]



The query return data includes:



[snip]



PoC URI – if supported by the Service Provider (SOA, LSMS)



GDMO:



No Change Required.



ASN.1:



No Change Required.



XML:



Note – the XML shown below is existing NANC 399 and new NANC 428.



<?xml version="1.0" encoding="UTF-8"?>



<xs:schema targetNamespace="urn:npac:lnp:opt-data:1.0" elementFormDefault="qualified" attributeFormDefault="unqualified" xmlns:xs="http://www.w3.org/2001/XMLSchema" xmlns="urn:npac:lnp:opt-data:1.0">



   <xs:simpleType name="SPID">



      <xs:restriction base="xs:string">



         <xs:length value="4"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:simpleType name="Generic-URI">



      <xs:restriction base="xs:string">



         <xs:minLength value="1"/>



         <xs:maxLength value="255"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:complexType name="OptionalData">



      <xs:sequence>



        <xs:element name="ALTSPID" type="SPID" nillable="true" minOccurs="0"/>



        <xs:element name="POCURI" type="Generic-URI" nillable="true" minOccurs="0"/>



      </xs:sequence>



   </xs:complexType>



   <xs:element name="OptionalData" type="OptionalData"/>



</xs:schema>
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New Change Orders – Working Copy






Origination Date:  03/12/08


Originator:  LNPAWG


Change Order Number:  NANC 432


Description:  URI Fields (Presence)


Cumulative SP Priority, Weighted Average:  N/A



Functionally Backwards Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			Y


			Y


			Y








Business Need:



Multimedia Media Messaging Service (Presence) Field:



There is a need to enable the ability for SPs and Clearinghouses to look up routing information for IP-based services associated with ported and pooled numbers.  Since default CO code level data does not apply for these TNs, query engines need to be provisioned with a portability and pooling correction.  The addition of this field will satisfy this need and enable both individual SPs, as well as Service Bureaus, to automatically update their look up engines with the new routing data.  This IP-service routing field is in fact directly analogous to the existing SS7-based DPC/SSN routing fields already supported by NPAC (i.e. – ISVM, LIDB, WSMSC, etc…).



Description of Change:



The NPAC/SMS will provide the ability to provision a Presence URI for each SV and Pooled Block record.



This information will be provisioned by the SOA and broadcast to the LSMS upon activation of the SV or Pooled Block and upon modification for those SOA and LSMS associations optioned “on” to send and receive this data.



This field shall be added to the Bulk Data Download file, and be available to a Service Provider’s SOA/LSMS.



This field will be supported across the interface on an opt-in basis only and will be functionally backward compatible.



The OptionalData CMIP attribute will be populated with an XML string.  The string is defined by the schema documented in the XML section below.  XML is used to provide future flexibility to add additional fields to the SV records and Pool Block records when approved by the LLC.


Major points/processing flow/high-level requirements:



This change order proposes to add a new field to the subscription version and number pool block objects.  Hence, the FRS, IIS, GDMO, and ASN.1 will need to reflect the addition of this field.  This new field will cause changes to the NPAC CMIP interface, however they will be functionally backward compatible and optional by service provider.



Requirements:



Section 1.2, NPAC SMS Functional Overview



Add a new section that describes the functionality of the Presence URI (Uniform Resource Identifier) Field (Optional Data).  See description of Change above.



Section 3.1, NPAC SMS Data Models



Add new attribute for the Presence URI (Uniform Resource Identifier) Field (Optional Data).  See below:



			NPAC CUSTOMER DATA MODEL





			Attribute Name


			Type (Size) 


			Required


			Description





			[snip]


			


			


			





			NPAC Customer SOA Presence URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Presence URI information from the NPAC SMS to their SOA.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.



The default value is False.





			NPAC Customer LSMS Presence URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Presence URI information from the NPAC SMS to their LSMS.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.



The default value is False.





			[snip]


			


			


			








Table 3-2 NPAC Customer Data Model



			Subscription Version Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			Presence URI


			C (255)


			


			Presence URI for Subscription Version.



This field may only be specified if the service provider SOA supports Presence URI.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.





			[snip]


			


			


			








Table 3‑6 Subscription Version Data Model



			number pooling block hoder information Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			Presence URI


			C (255)


			


			Presence URI for Number Pool Block.



This field may only be specified if the service provider SOA supports Presence URI.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.





			[snip]


			


			


			








Table 3‑8 Number Pooling Block Holder Information Data Model



R3-7.2 
Administer Mass update on one or more selected Subscription Versions



NPAC SMS shall allow NPAC personnel to specify a mass update action to be applied against all Subscription Versions selected (except for Subscription Versions with a status of old, partial failure, sending, disconnect pending or canceled) for LRN, DPC values, SSN values, Presence URI (if the requesting SOA supports Presence URI data), Billing ID, End User Location Type or End User Location Value.



RR3-210
Block Holder Information Mass Update – Update Fields



NPAC SMS shall allow NPAC Personnel, via a mass update, to update the block holder default routing information (LRN, DPC(s), and SSN(s), Presence URI (if the requesting SOA supports Presence URI data)), for a 1K Block as stored in the NPAC SMS.  (Previously B-762)



R3‑8
Off-line batch updates for Local SMS Disaster Recovery



NPAC SMS shall support an off‑line batch download (via 4mm DAT tape and FTP file download) to mass update Local SMSs with Subscription Versions, NPA-NXX-X Information, Number Pool Block and Service Provider Network data.



The contents of the batch download are:



· Subscriber data:



· [snip]



· Presence URI (for Local SMSs that support Presence URI data)



· [snip]



· Block Data



· [snip]



· Presence URI (for Local SMSs that support Presence URI data)



· [snip]



RR3-79.1
Number Pool NPA-NXX-X Holder Information – Routing Data Field Level Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, are valid according to the formats specified in the Block Data Model upon Block creation scheduling for a Number Pool, or when re-scheduling a Block Create Event:  (Previously N-75.1).



[snip]



Presence URI (if supported by the Block Holder SOA)



RR3-149
 Addition of Number Pooling Block Holder Information – Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, is valid according to the formats specified in the Subscription Version Data Model upon Block creation for a Number Pool:  (Previously B-250)



[snip]



Presence URI (if supported by the Block Holder SOA)



RR3-157
Modification of Number Pooling Block Holder Information – Routing Data



NPAC SMS shall allow NPAC personnel, Service Provider via the SOA to NPAC SMS Interface, or Service Provider via the NPAC SOA Low-tech Interface, to modify the block holder default routing information (LRN, DPC(s), and SSN(s)), and Presence URI field (if supported by the Block Holder SOA), for a 1K Block as stored in the NPAC SMS.  (Previously B-320)



R4-8
Service Provider Data Elements


NPAC SMS shall require the following data if there is no existing Service Provider data:



[snip]



NPAC Customer SOA Presence URI Support Indicator



NPAC Customer LSMS Presence URI Support Indicator



R5‑16
Create Subscription Version - New Service Provider Optional input data



NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑18.1
Create Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



RR5-5
Create “Intra-Service Provider Port” Subscription Version - Current Service Provider Optional Input Data



NPAC SMS shall accept the following optional fields from the NPAC personnel or the Current Service Provider upon a Subscription Version Creation for an Intra-Service Provider port:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



RR5-6.1
Create “Intra-Service Provider Port” Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Intra-Service Provider port:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑27.1
Modify Subscription Version - New Service Provider Data Values



NPAC SMS shall allow the following data to be modified in a pending or conflict Subscription Version for an Inter-Service Provider or Intra-Service Provider port by the new/current Service Provider or NPAC personnel:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑28
Modify Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the NPAC personnel or the new Service Provider upon modification of a pending or conflict Subscription version:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑29.1
Modify Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑36
Modify Active Subscription Version - Input Data



NPAC SMS shall allow the following data to be modified for an active Subscription Version:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑37
Active Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the new Service Provider or NPAC personnel for an active Subscription Version to be modified:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5‑38.1
Modify Active Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification of an active version:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5-74.3
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:



· [snip]



· Presence URI (if supported by the Service Provider SOA)



R5-74.4
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS to Local SMS interface:



· [snip]



· Presence URI (if supported by the Service Provider LSMS)



RR5-91
Addition of Number Pooling Subscription Version Information – Create “Pooled Number” Subscription Version



NPAC SMS shall automatically populate the following data upon Subscription Version creation for a Pooled Number port:  (Previously SV-20)



· [snip]



· Presence URI (Value set to same field as Block)



Req 1 – Service Provider SOA Presence URI Edit Flag Indicator



NPAC SMS shall provide a Service Provider SOA Presence URI Edit Flag Indicator tunable parameter which defines whether a SOA supports Voice URI.



Req 2 – Service Provider SOA Presence URI Edit Flag Indicator Default



NPAC SMS shall default the Service Provider SOA Presence URI Edit Flag Indicator tunable parameter to FALSE.



Req 3 – Service Provider SOA Presence URI Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Presence URI Edit Flag Indicator tunable parameter.


Req 4 – Service Provider LSMS Presence URI Edit Flag Indicator



NPAC SMS shall provide a Service Provider LSMS Presence URI Edit Flag Indicator tunable parameter which defines whether an LSMS supports Presence URI.



Req 5 – Service Provider LSMS Presence URI Edit Flag Indicator Default



NPAC SMS shall default the Service Provider LSMS Presence URI Edit Flag Indicator tunable parameter to FALSE.



Req 6 – Service Provider LSMS Presence URI Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS Presence URI Edit Flag Indicator tunable parameter.


Req 7
Activate Subscription Version - Send Presence URI to Local SMSs



NPAC SMS shall, for a Service Provider that supports Presence URI, send the Presence URI attribute for an activated Inter or Intra-Service Provider Subscription Version port via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 8
Activate Number Pool Block - Send Presence URI to Local SMSs



NPAC SMS shall, for a Service Provider that supports Presence URI, send the Presence URI attribute for an activated Number Pool Block via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 9
Audit for Support of Presence URI



NPAC SMS shall audit the Presence URI attribute as part of a full audit scope, only when a Service Provider’s LSMS supports Presence URI.


Appendix B – Glossary



URI – Uniform Resource Identifier



Appendix E – Bulk Data Download File Examples.



NOTE:  If a Service Provider supports Presence URI, the format of the Bulk Data Download file will contain delimiters for the attribute.



			Explanation of the fields in the subscription download file





			Field Number


			Field Name


			Value in Example





			1


			Version Id 


			0000000001





			[snip]


			


			





			999


			Presence URI


			Not present if LSMS or SOA does not support the Presence URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 1 -- Explanation of the Fields in The Subscription Download File



			Explanation of the fields in the Block download file





			Field Number


			Field Name


			Value in Example





			1


			Block  Id 


			1





			[snip]


			


			





			999


			Presence URI


			Not present if LSMS or SOA does not support the Presence URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 6 -- Explanation of the Fields in The Subscription Download File



IIS



Addition to the current IIS flow descriptions that relate to SV and NPB attributes.



Flow B.4.4.1 – Number Pool Block Create/Activate by SOA



Flow B.4.4.2 – Number Pool Block Create by NPAC SMS



Flow B.4.4.12 – Number Pool Block Modify by NPAC SMS



Flow B.4.4.13 – Number Pool Block Modify by Block Holder SOA



If the “SOA Supports Presence URI Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:



Presence URI


Flow B.5.1.2 – Subscription Version Create by the Initial SOA (New Service Provider)



Flow B.5.1.3 – Subscription Version Create by Second SOA (New Service Provider)



Flow B.5.1.11 – Subscription Version Create for Intra-Service Provider Port



[snip]



The following items may optionally be provided unless subscriptionPortingToOriginal-SP is true:



[snip]



Presence URI – if supported by the Service Provider SOA



Flow B.5.2.1 – Subscription Version Modify Active Version Using M-ACTION by a Service Provider SOA



Flow B.5.2.3 – Subscription Version Modify Prior to Activate Using M-ACTION



Flow B.5.2.4 – Subscription Version Modify Prior to Activate Using M-SET



[snip]



The current service provider can only modify the following attributes:



[snip]



Presence URI – if supported by the Service Provider SOA



Flow B.5.6 – Subscription Version Query



[snip]



The query return data includes:



[snip]



Presence URI – if supported by the Service Provider (SOA, LSMS)



GDMO:



No Change Required.



ASN.1:



No Change Required.



XML:



Note – the XML shown below is the same for both NANC 399 and NANC 400.



<?xml version="1.0" encoding="UTF-8"?>



<xs:schema targetNamespace="urn:npac:lnp:opt-data:1.0" elementFormDefault="qualified" attributeFormDefault="unqualified" xmlns:xs="http://www.w3.org/2001/XMLSchema" xmlns="urn:npac:lnp:opt-data:1.0">



   <xs:simpleType name="SPID">



      <xs:restriction base="xs:string">



         <xs:length value="4"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:simpleType name="Generic-URI">



      <xs:restriction base="xs:string">



         <xs:minLength value="1"/>



         <xs:maxLength value="255"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:complexType name="OptionalData">



      <xs:sequence>



        <xs:element name="ALTSPID" type="SPID" nillable="true" minOccurs="0"/>



        <xs:element name="PRESURI" type="Generic-URI" nillable="true" minOccurs="0"/>



      </xs:sequence>



   </xs:complexType>



   <xs:element name="OptionalData" type="OptionalData"/>



</xs:schema>
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SOA Notification Priority Tunables



Many notifications are sent to both the Old Service Provider and the New Service Provider.  As indicated in the table below, some of these notifications can have different priorities based on whether the Service Provider is acting as the Old Service Provider or the New Service Provider for the port.  During the notification evaluation process this option was not given to all notifications that are sent to both the Old Service Provider and the New Service Provider for one or more reasons.  Some of those reasons were:



· volume of the particular notification was very small



· importance of the particular notification was determined to be equal whether a Service Provider was acting as the Old Service Provider or the New Service Provider for the port



			#


			Notification Name


			Priority





			


			[snip]


			





			L-11.0



A1


			Subscription Version Status Attribute Value Change Notification – Activates – To the New Service Provider – Normal Processing


When an INTER or INTRA SV has been created in the Local SMSs (or ‘activated‘ by the SOA) and the SV status has been set to:  Active or Partial-Failure. The notification is sent to both SOAs: Old and New. If the status has been set to Partial-Failure, this notification contains the list of Service Providers (SP) LSMSs that have failed to receive the broadcast. 



Note:  See L-11.0 E for Deletes and L-11.0 F for Modify Actives


			MEDIUM





			L-11.0



tbd1


			Subscription Version Status Attribute Value Change Notification – Activates – To the New Service Provider – Recovery Processing



Same type of notification as L-11.0 A1, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.



Note:  See L-11.0 tbd2 for Deletes and L-11.0 tbd3 for Modify Actives


			MEDIUM





			L-11.0



A1.5


			Subscription Version Status Attribute Value Change Notification – Activates – To the Old Service Provider – Normal Processing


When an INTER or INTRA SV has been created in the Local SMSs (or ‘activated‘ by the SOA) and the SV status has been set to:  Active or Partial-Failure. The notification is sent to both SOAs: Old and New. If the status has been set to Partial-Failure, this notification contains the list of Service Providers (SP) LSMSs that have failed to receive the broadcast. 



Note:  See L-11.0 E for Deletes and L-11.0 F for Modify Actives


			MEDIUM





			L-11.0



tbd1.5


			Subscription Version Status Attribute Value Change Notification – Activates – To the Old Service Provider – Recovery Processing


Same type of notification as L-11.0 A1.5, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.



Note:  See L-11.0 tbd2 for Deletes and L-11.0 tbd3 for Modify Actives


			MEDIUM





			


			[snip]


			





			L-11.0



E


			Subscription Version Status Attribute Value Change Notification – set to OLD – Normal Processing


When the SV status has been set to old.  (Port to Original, port-of-a port, port to original of a Pool TN (or snap back), disconnect, disconnect of a ported Pool TN).  The notification is received only by those SOAs that actually have the SV in their local DB. It varies with the scenario.



Note:  See L-11.0 A1.5 for Activates and L-11.0 F for Modify Actives


			MEDIUM





			L-11.0



tbd2


			Subscription Version Status Attribute Value Change Notification – set to OLD – Recovery Processing


Same type of notification as L-11.0 E, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.



Note:  See L-11.0 tbd1.5 for Activates and L-11.0 tbd3 for Modify Actives


			MEDIUM





			L-11.0



F


			Subscription Version Status Attribute Value Change Notification – Modify active – Normal Processing


When an Active SV has been modified in the LSMS or there has been a cancellation of a Disconnect-Pending SV and the status of the SV has been re-set to Active (with or without a Fail-SP-List). The notification is sent only to the current SOA.



Note:  See L-11.0 A1 for Activates and L-11.0 E for Deletes


			MEDIUM





			L-11.0



tbd3


			Subscription Version Status Attribute Value Change Notification – Modify active – Recovery Processing


Same type of notification as L-11.0 F, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.



Note:  See L-11.0 tbd1 for Activates and L-11.0 tbd2 for Deletes


			MEDIUM





			


			[snip]


			





			L-13.0



A






			Number Pool Block Status Attribute Value Change Notification – Normal Processing


The Pool Block has being created in the LSMSs (EDR and Non_EDR) and the Block Status has being set to Active or Partial Failure;


			MEDIUM





			L-13.0



tbd4






			Number Pool Block Status Attribute Value Change Notification – Recovery Processing


Same type of notification as L-13.0 A, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.


			MEDIUM





			


			[snip]


			





			L-13.0



D






			Number Pool Block Status Attribute Value Change Notification – Normal Processing


The attributes in the Pool Block have been modified in the LSMSs (EDR and Non-EDR) and the Block Status has been re-set to Active (with or without fail-sp-list).


			MEDIUM





			L-13.0



tbd5





			Number Pool Block Status Attribute Value Change Notification – Recovery Processing


Same type of notification as L-13.0 D, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.


			MEDIUM





			L-13.0



E






			Number Pool Block Status Attribute Value Change Notification – Normal Processing


When a Pool Block has been ‘de-pooled’ from the LSMSs (EDR and Non-EDR) and the Block Status has been set to Old (with or without fail-sp-list).


			MEDIUM





			L-13.0



tbd6






			Number Pool Block Status Attribute Value Change Notification – Recovery Processing


Same type of notification as L-13.0 E, but specific to a situation where the notification is being generated as a result of a Service Provider performing recovery.


			MEDIUM





			


			[snip]


			





			


			


			








Table C- 7 – SOA Notification Priority Tunables





_1315734682/nanc390_asn.txt

IMPORTS



-- CMIP

 ObjectClass, ObjectInstance, EventReportResult, GetResult, SetResult, CreateResult

        FROM CMIP-1 {joint-iso-ccitt ms(9) cmip(1) modules(0) protocol(3)}





CreateResultWithActionId ::= SEQUENCE {

    create-result [0] SET OF CreateResult OPTIONAL,

    actionId      [1] INTEGER OPTIONAL

}





DeleteAction::= SEQUENCE {

	objectType ENUMERATED {

	    audit          (0),

	    lrn            (1),

	    npa-nxx        (2),

	    npa-nxx-filter (3)

	},

	object-version-id [1] SET OF LnpKey

}



DeleteReply ::= SEQUENCE {

    status [0] ENUMERATED {

       success (0),

       failed (1),

       soa-not-authorized (2),

       no-version-found(3),

       invalid-data-values (4)

   },

   object-version-id [1] SET OF LnpKey OPTIONAL,

   error-code [2] LnpSpecificErrorCode OPTIONAL,

   actionId   [3] INTEGER OPTIONAL

}





DisconnectReply ::= SEQUENCE {

    status     [1] SubscriptionVersionActionReply,

    version-id [2] SET OF SubscriptionVersionId OPTIONAL,

    error-code [3] LnpSpecificErrorCode OPTIONAL, -- present if status not success

    actionId   [4] INTEGER OPTIONAL

}



EventReportResultWithActionId ::= SEQUENCE {

    event-report-result [0] SET OF EventReportResult OPTIONAL,

    actionId            [1] INTEGER OPTIONAL

}



GetResultWithActionId ::= SEQUENCE {

    get-result  [0] SET OF GetResult OPTIONAL,

    actionId    [1] INTEGER OPTIONAL

}





LocalSMS-CreateReplyWithActionId ::= ResultsStatusWithActionId



ModifyReply ::= SEQUENCE {

    status       [1] SubscriptionVersionActionReply,

    invalid-data [2] SubscriptionModifyInvalidData OPTIONAL,

    error-code   [3] LnpSpecificErrorCode OPTIONAL,  -- present if status not success

    actionId     [4] INTEGER OPTIONAL

}







NewSP-CreateReply ::= SEQUENCE {

    status       [0] SubscriptionVersionActionReply,

    invalid-data [1] NewSP-CreateInvalidData OPTIONAL,

    error-code   [2] LnpSpecificErrorCode OPTIONAL,  -- present if status not success

    actionId     [3] INTEGER OPTIONAL

}





NumberPoolBlock-CreateReply ::= SEQUENCE {

    block-id [0] BlockId,

    status [1] ENUMERATED {

       success (0),

       failed (1),

       soa-not-authorized (2),

       no-npa-nxx-x-found (3),

       invalid-data-values (4),

       number-pool-block-already-exists (5),

       prior-to-effective-date (6),

       invalid-subscription-versions (7)

   },

   block-invalid-values [2] NumberPoolBlock-CreateInvalidData OPTIONAL,

   error-code [3] LnpSpecificErrorCode OPTIONAL, -- present if status not success

   actionId   [4] INTEGER OPTIONAL

}





OldSP-CreateReply ::= SEQUENCE {

    status       [0] SubscriptionVersionActionReply,

    invalid-data [1] OldSP-CreateInvalidData OPTIONAL,

    error-code   [2] LnpSpecificErrorCode OPTIONAL,  -- present if status not success

    actionId     [3] INTEGER OPTIONAL

}



ProcessedMsgAction ::= SEQUENCE {

    status ENUMERATED {

        success (0),

        failed (1),

		more-data (2)

    },

	replydata CHOICE {

	    download-reply                                  [0] DownloadReply,

		recovery-complete-reply                         [1] RecoveryCompleteReply,

		disconnect-reply                                [2] DisconnectReply,

		localsms-create-reply                           [3] LocalSMS-CreateReplyWithActionId,

		modify-reply                                    [4] ModifyReply,

		newsp-create-reply                              [5] NewSP-CreateReply,

		oldsp-create-reply                              [6] OldSP-CreateReply,

		network-notification-recovery-reply             [7] NetworkNotificationRecoveryReply,

		number-poolblock-create-reply		        [8] NumberPoolBlock-CreateReply,

		activate-reply-with-error-code                  [9] ActivateReplyWithErrorCode,

		cancel-reply-with-error-code                   [10] CancelReplyWithErrorCode,

		cancellation-acknowledge-reply-with-error-code [11] CancellationAcknowledgeReplyWithErrorCode,

		remove-from-conflict-reply-with-error-code     [12] RemoveFromConflictReplyWithErrorCode,

		swim-processing-recovery-response              [13] SwimProcessing-RecoveryResponse,

		event-report-result                            [14] EventReportResultWithActionId,

		get-result                                     [15] GetResultWithActionId,

		set-result                                     [16] SetResultWithActionId,

		create-result                                  [17] CreateResultWithActionId,

		delete-result                                  [18] DeleteReply

	} OPTIONAL,

	sequence-number [30] INTEGER OPTIONAL,

    	error-code      [31] LnpSpecificErrorCode OPTIONAL					  

}



ProcessedMsgReply ::= SEQUENCE {

    status ENUMERATED {

        success (0),

        failed (1)

    },

    actionId        [1] INTEGER OPTIONAL,

    sequence-number [2] INTEGER OPTIONAL					   

}



RecoveryCompleteReply ::= SEQUENCE {

    status ResultsStatus,

    subscriber-data [1] SubscriptionDownloadData OPTIONAL,

    network-data [2] NetworkDownloadData OPTIONAL,

    block-data [3] BlockDownloadData OPTIONAL,

    error-code [4] LnpSpecificErrorCode OPTIONAL, -- present if status not success

    actionId   [5] INTEGER OPTIONAL

}





ResultsStatusWithActionId ::=  SEQUENCE {

	status ResultsStatus,

	actionId   [1] INTEGER OPTIONAL

}





SetResultWithActionId ::= SEQUENCE {

    set-result [0] SET OF SetResult OPTIONAL,

    actionId   [1] INTEGER OPTIONAL

}



SubscriptionVersionActionReplyWithErrorCode ::= SEQUENCE {

    status     [1] SubscriptionVersionActionReply,

    error-code [2] LnpSpecificErrorCode OPTIONAL, -- present if status not success

    actionId   [3] INTEGER OPTIONAL

}





SwimProcessing-RecoveryResponse ::= SEQUENCE {

    status                [0] SwimResultsStatus,

    error-code            [1] LnpSpecificErrorCode OPTIONAL, -- present if status not success

    stop-date         [2] GeneralizedTime OPTIONAL, -- present if SWIM data collection turned off

    additionalInformation [3] AdditionalInformation OPTIONAL,

    actionId              [4] INTEGER OPTIONAL

}
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New Change Orders – Working Copy






Origination Date:  01/13/05



Originator:  VeriSign



Change Order Number:  NANC 401



Description:  Separate LSMS Association for OptionalData Fields



Cumulative SP Priority, Weighted Average:  N/A



Functionally Backwards Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			Y


			Y


			Y








Redlines listed in this document based on discussion during the Apr ’05 LNPAWG meeting.



Business Need:



During the discussion of NANC 399 and NANC 400 (SV Type and OptionalData Fields) at the January 2005 LNPAWG meeting, a concern was raised that provisioning of this new optional data was an issue.  During the June 2005 LNPAWG meeting, the issue was isolated to NANC 400 only, so all other references to NANC 399 have been removed.  It was stated that it could be handled in two different ways:



· LSMS – Use the current mechanism whereby the NPAC broadcasts porting information to the LSMS, and the LSMS determines which downstream system needs to provision this information.



· NPAC – Use a new mechanism whereby the NPAC allows separate LSMS associations that are divided between their respective downstream systems that will provision this information.  The current mechanism will still be maintained for backwards compatibility.  The separate associations will be accomplished by using separate/different SPID values.  Potentially, two new Managed Objects will be added to accommodate the new optional data (one for SV, one for NPB).  For example, SP1 uses assocation1 for information pertaining to ports in the circuit-switched network, and association2 for ports in the IP network.  The NPAC would broadcast data to association1, association2, or both association1 and association2, depending on the SV Type.  For SP2 that continues to use the current mechanism, the NPAC would continue to broadcast all SV data on their single LSMS association.



By providing this new mechanism, the NPAC provides flexibility for Service Providers to implement a provisioning function of ported SV data that supports both traditional circuit-switched networks and the new IP networks.



Description of Change:



This change order would modify the NPAC to support a separate LSMS association, using a different SPID, for the data in the NPB/SV OptionalData fields.  The NPAC would manage the distribution of LSMS broadcasts such that LSMSs that support this new optional data feature would have NPB/SV porting data broadcast down the appropriate LSMS association, and LSMSs that use the current mechanism would continue to have all NPB/SV porting data broadcast down their single LSMS association.



Two options were discussed, regarding the filtering of the downloads to the 2nd LSMS association:



1. The NPAC would broadcast all data to association-2, and the LSMS would decide whether or not to store the data.



a. This functionality would be supported under NANC 400.



b. NPAC audits may need a change.



i. If LSMS stores all data, no NPAC change required.



ii. If LSMS only stores OptionalData, then NPAC would need to ignore their discrepancy for conventional port data.



c. NPAC functionality for modify-active, mass update, and disconnect, no NPAC change required.



2. The NPAC would use a new NPB object and new SV object to transmit data between the NPAC and association2.  This will be used for porting data for the NPB/SV OptionalData fields.



a. Two new objects required to support this functionality.



b. NPAC audits will need a change.



i. NPAC must audit based on type of association.



ii. NPAC must handle discrepant data for data that the LSMS is not supporting, and therefore, not consider it discrepant.



c. NPAC functionality for modify-active, mass update, and disconnect, will need a change.  Must send the correct object to the applicable LSMS.



Major points/processing flow/high-level requirements:



1. The NPAC broadcasts NPB/SV porting data to all LSMSs, which in turn provision elements in their respective Service Provider’s networks.  In order to accommodate NPB/SV OptionalData fields introduced by NANC 400, Service Providers may institute separate provisioning flows.  Individual Service Providers may decide to implement these separate flows through the use of separate LSMS associations with the NPAC.


a. Conventional NPB/SV porting data would continue to be broadcast on the current LSMS association.


b. In order to meet some Service Provider’s provision needs, an LSMS will be allowed to establish a dedicated LSMS association for data associated with NPB/SV OptionalData fields.  This will be accomplished by using a different SPID than the one used for conventional porting data (1a above).  There are two options for receiving the OptionalData fields.


i. The data for this second association will use existing objects (SV object which will include subscription OptionalData fields, NPB object which will include pooled block OptionalData fields).  Hereafter this is referred to as Option-1.


ii. The data for this second association will use new objects (SVOptionalData object for subscription OptionalData fields, NPBOptionalData object for pooled block OptionalData fields).  Hereafter this is referred to as Option-2.


2. Option-2 only.  A new SP specific tunable, Channel for LSMS Unbundled Enhancement (CLUE), will indicate whether or not an LSMS ONLY supports receiving the new OptionalData objects.  One new object will contain SV data, the second one will contain NPB data.


3. Option-2 only.  CLUE (when value set to TRUE) will be used to allow a Service Provider, by using a different SPID value, to establish an LSMS association specifically for data associated with the new OptionalData objects.


4. Both Option-1 and Option-2.  LSMS function masks do not require any changes.


5. Option-2 only.  NPAC processing in a CLUE environment.  Applicable for Service Providers with CLUE set to TRUE.



a. When a Service Provider does not support CLUE with the NPAC:



i. The new OptionalData objects WILL NOT be generated by the NPAC for downloading to the LSMS.



ii. All LSMS traffic (network data, NPB data, SV data, notifications, NPB OptionalData, SV OptionalData) flows across the one LSMS association.  Success/failure of the download is BAU.



iii. Priority and Type of message is BAU.



iv. LSMS Recovery is BAU.



v. An NPB/SV Query is BAU.



vi. If the Service Provider has enabled OptionalData fields in their NPAC Profile, these attributes will be broadcast across the one LSMS association.



b. When a Service Provider does support CLUE with the NPAC:



i. The new OptionalData objects WILL be generated by the NPAC for downloading to the LSMS.  The actual data will be based on which OptionalData fields are enabled in their NPAC Profile.



ii. The NPAC sends LSMS data based on current functionality mask.



iii. LSMS associates to the NPAC with the existing functionality mask (“Association2”, which is the only association from the second SPID).  Only applicable traffic (network data, notifications, the new NPBOptionalData object, the new SVOptionalData object) flows across “Association2”.  Success/failure of the download is BAU.



iv. LSMS Recovery is based on the functionality supported by that binding association, as described in 5-b-iii, above.



v. Queries will change based on the functionality supported by that binding association, as described in 5-b-iii, above.



6. NPAC processing will change to accommodate audits for association2.  For association1, no change to audits is required.



a. Option-1 only.  The NPAC will use the Service Provider profile settings to determine if the new OptionalData fields are involved, but using the existing SV and NPB objects.  Each LSMS will need to respond back to the NPAC query request, based on current data.  The NPAC will process the responses, compare to the NPAC data, and send any updates if needed.  In the case of a CLUE-less LSMS, conventional porting data is not expected, so no discrepancies will be reported back to the requesting SOA.



b. Option-2 only.  The NPAC will use a combination of the Service Provider profile settings, plus the CLUE indicator to determine if the new OptionalData objects are involved.  Each LSMS will need to respond back to the NPAC query request, based on current data.  The NPAC will process the responses, compare to the NPAC data, and send any updates if needed.  In the case of a CLUE LSMS, conventional porting data is not expected, so no discrepancies will be reported back to the requesting SOA.



7. If an LSMS indicates that it supports CLUE, but they don’t change any of their SP Profile flags and therefore don’t support any OptionalData fields, it becomes a dark association for NPB/SV data, because no downloads are generated nor sent to that new association.



Open Issues:



1. Since NPB/SV broadcasts are sent to both associations, what should the failedList reflect if one was successful and one failed (e.g., a partial, partial-failure)?  If both associations use the same SPID value, then how do we differentiate between a partial, partial-failure versus a full, partial-failure?Not an issue when there are separate associations using different SPIDs.  Each association and their response/lack of response, is managed independent of one another.


2. Audit complexity is increased because the NPAC must initiate one type of query to the conventional LSMS (association1), and a different type of query to the OptionalData LSMS (association2).  For option 2, added complexity because two objects now represent the same SV/NPB.


3. Should we create a new version of the NPB and SV BDD files to accommodate the difference between conventional porting data and OptionalData porting data?



4. Adding new Managed Objects requires much greater development and testing time on both the NPAC and the LSMS.



Requirements:



Option 1 and 2:



None.


Option 1 Only:



Req 1
Audit OptionalData Only Tunable



NPAC SMS shall provide a Service Provider Audit OptionalData Only tunable parameter which defines whether an LSMS supports only OptionalData information.



Req 2
Audit OptionalData Only Tunable – Default



NPAC SMS shall default the Service Provider Audit OptionalData Only tunable parameter to FALSE.



Req 3
Audit OptionalData Only Tunable – Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Audit OptionalData Only tunable parameter.



Req 4
Audit Processing in an OptionalData Only Configuration



NPAC SMS shall, when processing the audit query results from an OptionalData Local SMS (Service Provider Audit OptionalData Only tunable parameter set to TRUE), audit the following attributes:



1. SV-ID



2. TN



3. SPID



4. Activation TS



5. SV Type



6. OptionalData



a. Alternative SPID (only Service Provider Local SMSs that support this attribute will be audited on this attribute)



b. Voice URI (only Service Provider Local SMSs that support this attribute will be audited on this attribute)



c. MMS URI (only Service Provider Local SMSs that support this attribute will be audited on this attribute)



d. PoC URI (only Service Provider Local SMSs that support this attribute will be audited on this attribute)



e. Presence URI (only Service Provider Local SMSs that support this attribute will be audited on this attribute)



Req 5
Audit Processing in a Conventional Porting Configuration



NPAC SMS shall, when processing the audit query results from a conventional Local SMS (Service Provider Audit OptionalData Only tunable parameter set to FALSE), audit the attributes, as defined in requirement R8-3 (Service Providers Specify Audit Scope).



Option 2 Only:



Req 1
Channel for LSMS Unbundled Enhancement Tunable



NPAC SMS shall provide a Service Provider Channel for LSMS Unbundled Enhancement tunable parameter which defines whether an LSMS supports OptionalData objects.



Req 2
Channel for LSMS Unbundled Enhancement Tunable – Default



NPAC SMS shall default the Service Provider Channel for LSMS Unbundled Enhancement tunable parameter to FALSE.



Req 3
Channel for LSMS Unbundled Enhancement Tunable – Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Channel for LSMS Unbundled Enhancement tunable parameter.



Req 4
Sending of OptionalData Objects when CLUE Channel is Active



NPAC SMS shall send OptionalData objects for a particular Service Provider across a CLUE channel when it is active.


Req 5
Subscription Version OptionalData Objects Recovery



NPAC SMS shall provide a mechanism that allows an LSMS to recover subscription version OptionalData objects downloads that were missed during a broadcast to the LSMS.



Req 6
Subscription Version OptionalData Objects Recovery Only in Recovery Mode



NPAC SMS shall allow an LSMS to recover OptionalData objects ONLY in recovery mode.



Req 7
Subscription Version OptionalData Objects Recovery – Order of Recovery



NPAC SMS shall recover all OptionalData objects download broadcasts in time sequence order when OptionalData objects are requested by the LSMS.



Req 8
Subscription Version OptionalData Objects Recovery – Time Range Limit



NPAC SMS shall use the Maximum Download Duration Tunable to limit the time range requested in an OptionalData objects recovery request.



Req 9
Subscription Version OptionalData Objects Recovery – SWIM



NPAC SMS shall allow an LSMS to recover OptionalData objects using a SWIM recovery request.



Req 10
Subscription Version OptionalData Objects Recovery – LSMS Data



NPAC SMS shall allow the LSMS to only recover OptionalData object downloads intended for the LSMS.



Req 11
Subscription Version Information Bulk Data Download – OptionalData Objects



NPAC SMS shall use the Service Provider’s profile (Channel for LSMS Unbundled Enhancement Flag set to TRUE), and only include OptionalData subscription version objects in the subscription version bulk data download file.



Req 12
Subscription Version Information Bulk Data Download – Subscription Version Objects



NPAC SMS shall use the Service Provider’s profile (Channel for LSMS Unbundled Enhancement Flag set to FALSE), and only include regular subscription version objects in the subscription version bulk data download file.



Req 13
Query for Subscription Versions using the OptionalData Object



NPAC SMS shall use the Service Provider’s profile (Channel for LSMS Unbundled Enhancement Flag set to TRUE), and only send a subscription version query for the OptionalData subscription version object in an audit.



Req 14
Query for Subscription Versions using the Subscription Version Object



NPAC SMS shall use the Service Provider’s profile (Channel for LSMS Unbundled Enhancement Flag set to FALSE), and only send a subscription version query for the regular subscription version object in an audit.



IIS:



Option 1 and 2:



None.



Option 1 Only:



None.



Option 2 Only:



Add to the end of Chapter 5:



5.x – CLUE Channel for OptionalData Objects



A Service Provider may connect to the NPAC SMS using a “second” LSMS system (different SPID value), in order to receive OptionalData objects.  The NPAC SMS will send OptionalData objects instead of standard SV/NPB objects when the SP specific tunable, Channel for LSMS Unbundled Enhancement (CLUE), is set to TRUE.  This allows a Service Provider to have the NPAC SMS separate out downloads for convention porting data versus IP data, using the new SV and NPB objects.



For audit queries, the NPAC will use a combination of the Service Provider profile settings, plus the CLUE indicator to determine if the new OptionalData objects are involved.  If they are involved, the NPAC SMS will queries for the OptionalData objects rather than the conventional SV/NPB objects.  Each LSMS will need to respond back to the NPAC query request, based on current data.  The NPAC will process the responses, compare to the NPAC data, and send any updates if needed.  In the case of a CLUE LSMS, conventional porting data is not expected, so no discrepancies will be reported back to the requesting SOA.



New message flows for the following:



1. SV Activate – Download to the LSMS using the OptionalData Object



2. SV Modify-Active – Download to the LSMS using the OptionalData Object



3. SV Disconnect – Download to the LSMS using the OptionalData Object



4. SV Query – Request to the LSMS for the OptionalData Object



5. NPB Activate – Download to the LSMS using the OptionalData Object



6. NPB Modify-Active – Download to the LSMS using the OptionalData Object



7. NPB Disconnect – Download to the LSMS using the OptionalData Object



8. NPB Query – Request to the LSMS for the OptionalData Object



The basic steps:



1. NPAC SMS sends message to LSMS, (.



2. LSMS responds back to NPAC SMS, (.



GDMO:



TBD



ASN.1:



TBD
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Business Need:



Video Relay Service (VRS) is the preferred method for making phone calls by deaf and hard of hearing people who rely on American Sign Language as their primary means of communication.  The high level process is as follows:



· Hearing people (voice callers) dial the toll free number for a VRS Provider.



· A sign language interpreter (video interpreter, or VI) for the VRS Provider relays the call between the hearing caller and the deaf caller.



· The connection between the hearing person (voice caller) and the deaf person (sign language user) consists of a voice line between the hearing caller and the sign language interpreter, and a video connection between the sign language interpreter and the deaf caller.  The interpreter relays the conversation between the two parties.



However, there are several major issues with the current functionality:



· Deaf people are not assigned TNs for VRS.  Therefore, they cannot provide a telephone number on common paperwork such as job/mortgage/credit card applications, business cards, etc., the way hearing people provide contact information as this field usually allows for only ten numbers.  Deaf people currently have to provide the toll-free number of their VRS provider with instructions to call the specific deaf party.  



· They do not have the ability to provide E911 locations information because they do not have TNs.  



· There is limited interoperability between VRS Providers, which appears to provide severe  limits on the utility of the service.  A deaf user may prefer one of the VRS Providers, and a different deaf user may prefer a different VRS Provider.  



· It is a cumbersome and complex process for hearing people who try to call deaf people through VRS..  Different VRS Providers use different information to identify deaf users, e.g., name, proxy number, IM handle.



This change order will assist in resolving these three issues:



· Deaf people, like hearing people, desire their own TN.  The VRS Providers can partner with LECs to get TNs and have access to the telephone network.  This arrangement would be identical to the current arrangement between VoIP Providers and LECs.



· The FCC regulation states that “all VRS providers should be able to… make calls to, any VRS consumer”.  If all VRS providers use a common TN-to-Internet Address DB, calls can be completed even if the hearing caller uses one VRS Provider (shorter wait time, prefer certain interpreters) and the deaf person is registered with a different VRS Provider.



· Hearing caller dials the 800# of any VRS Providers and simply gives the TN of the deaf person (no need to remember to give name for VRS Provider #1, proxy number for VRS Provider #2, IM handle for VRS Provider #3).  The information in the common TN-to-Internet Address DB, allows the first VRS Provider to use the Internet Address to complete the call through the VRS network of the deaf person, even if it’s a different VRS Provider.



The NPAC is an attractive solution for the following reasons:



· It is a TN-level database that supports call routing.



· It has an existing governance model.



· The VRS URI data for all VRS-served TNs will be available to all VRS Providers.



· VRS Providers could obtain the NPAC VRS URI data from a service bureau, if they did not want to deploy their own NPAC interfaces.



· It currently exists in a production environment.



· It would take years and considerable expense to create a new database with new interfaces, new processes and a new governance model



· It would take regulatory action to create a new database.



· The LNPA is an open to the public and the desire for this capability is consumer driven (there have been over 2000 consumer comments to the FCC requesting this capability).  



Description of Change:



The proposed change is to use the NPAC as the common TN-level database that all VRS Providers use to associated a deaf person’s TN to the URI of their VRS Provider.  This would allow a hearing person to call a deaf person, and a deaf person to call another deaf person, through the simple use of their assigned TN.  By using the NPAC, the VRS industry would have a common database to store the necessary SIP and H.323 URI information to reach any VRS Provider’s customer:



· H.323 is the dominant technology used by VRS Providers today.



· SIP is the more current technology, and it is likely that the VRS Providers will be evolving to SIP in the future.



· Both URIs are required because, 1.) A VRS Provider may provide both technologies while evolving from H.323 to SIP, and 2.) A SIP Provider may provide an H.323 gateway for interoperability with H.323-based VRS Providers.



· The URIs represent the VRS Provider serving the called number, not the called number itself.



Since deaf people do not have TNs for VRS today, it’s expected that the new TNs provided for this service will be:



· From new inventory provided by the LECs to the VRS Providers.  Functionally, this appears like stations of a PBX.



· An existing TN, assigned to a deaf person for a service other than VRS, which is ported-in to the VRS Provider’s terminating PSTN access Service Provider.



· Both of these two types of TNs can make use of the NPAC to store associated VRS URI data.



Additionally, this solution also allows deaf people to keep their TN, while switching from one VRS Provider to another (port their number just like hearing people).



In summary, the deaf community would like service that is consistent with the service for hearing people.  By adding a SIP URI and H.323 URI, they will be able to do this.


Dec ’06 LNPAWG Con Call – The solution proposed assumes that each VRS TN is associated with some VRS Provider in the same way as each TN in the NPAC is associated with a Service Provider.  The URI associated with a TN must be resolvable to the VRS CPE IP address or to some network element which can forward or redirect a call to the VRS CPE.


Major points/processing flow/high-level requirements:



1. 


2. 


3. 


4. 


This change order proposes to add new fields to the subscription version and number pool block objects.  Hence, the FRS, IIS, GDMO, and ASN.1 will need to reflect the addition of these fields.  These new fields will cause changes to the NPAC CMIP interface, however they will be functionally backward compatible and optional by service provider.



Requirements:



1. 


2. 


3. 


Section 1.2, NPAC SMS Functional Overview



Add a new section that describes the functionality of the H.323/SIP URI (Uniform Resource Identifier) Fields (Optional Data).  See description of Change above.



Section 3.1, NPAC SMS Data Models



Add new attribute for the H.323 and SIP URI (Uniform Resource Identifier) Parameter (Optional Data) Fields.  See below:



			NPAC CUSTOMER DATA MODEL





			Attribute Name


			Type (Size) 


			Required


			Description





			[snip]


			


			


			





			NPAC Customer SOA H.323 URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports H.323 URI information from the NPAC SMS to it’s SOA.  The H.323 URI is the network address to the Service Provider’s gateway for H.323 service.



The default value is False.





			NPAC Customer LSMS H.323 URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports H.323 URI information from the NPAC SMS to it’s LSMS.  The H.323 URI is the network address to the Service Provider’s gateway for H.323 service.



The default value is False.





			NPAC Customer SOA SIP URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports SIP URI information from the NPAC SMS to it’s SOA.  The SIP URI is the network address to the Service Provider’s gateway for multi-media messaging service.



The default value is False.





			NPAC Customer LSMS SIP URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports SIP URI information from the NPAC SMS to it’s LSMS.  The SIP URI is the network address to the Service Provider’s gateway for multi-media messaging service.



The default value is False.





			[snip]


			


			


			








Table 3-2 NPAC Customer Data Model



			Subscription Version Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			H.323 URI


			C (255)


			


			H.323 URI for Subscription Version.



This field may only be specified if the service provider SOA supports H.323 URI.  The H.323 URI is the network address to the Service Provider’s gateway for H.323 service.





			SIP URI


			C (255)


			


			SIP URI for Subscription Version.



This field may only be specified if the service provider SOA supports SIP URI.  The SIP URI is the network address to the Service Provider’s gateway for multi-media messaging service.





			[snip]


			


			


			








Table 3‑6 Subscription Version Data Model



			number pooling block hoder information Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			H.323 URI


			C (255)


			


			H.323 URI for Number Pool Block.



This field may only be specified if the service provider SOA supports H.323 URI.  The H.323 URI is the network address to the Service Provider’s gateway for H.323 service.





			SIP URI


			C (255)


			


			SIP URI for Number Pool Block.



This field may only be specified if the service provider SOA supports SIP URI.  The SIP URI is the network address to the Service Provider’s gateway for multi-media messaging service.





			[snip]


			


			


			








Table 3‑8 Number Pooling Block Holder Information Data Model



R3-7.2 
Administer Mass update on one or more selected Subscription Versions



NPAC SMS shall allow NPAC personnel to specify a mass update action to be applied against all Subscription Versions selected (except for Subscription Versions with a status of old, partial failure, sending, disconnect pending or canceled) for LRN, DPC values, SSN values, SV Type, Alternative SPID, H.323 URI, SIP URI, Billing ID, End User Location Type or End User Location Value.



RR3-210
Block Holder Information Mass Update – Update Fields



NPAC SMS shall allow NPAC Personnel, via a mass update, to update the block holder default routing information (LRN, DPC(s), and SSN(s), SV Type, Alternative SPID, H.323 URI, SIP URI), for a 1K Block as stored in the NPAC SMS.  (Previously B-762)



R3‑8
Off-line batch updates for Local SMS Disaster Recovery



NPAC SMS shall support an off‑line batch download (via 4mm DAT tape and FTP file download) to mass update Local SMSs with Subscription Versions, NPA-NXX-X Information, Number Pool Block and Service Provider Network data.



The contents of the batch download are:



· Subscriber data:



· [snip]



· H.323 URI (for Local SMSs that support H.323 URI data)



· SIP URI (for Local SMSs that support SIP URI)



·  [snip]



· Block Data



· [snip]



· H.323 URI (for Local SMSs that support H.323 URI data)



· SIP URI, (for Local SMSs that support SIP)



·  [snip]



RR3-79.1
Number Pool NPA-NXX-X Holder Information – Routing Data Field Level Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, are valid according to the formats specified in the Block Data Model upon Block creation scheduling for a Number Pool, or when re-scheduling a Block Create Event:  (Previously N-75.1).



· [snip]



· H.323 URI


· SIP URI



RR3-149
 Addition of Number Pooling Block Holder Information – Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, is valid according to the formats specified in the Subscription Version Data Model upon Block creation for a Number Pool:  (Previously B-250)



· [snip]



· H.323 URI



· SIP URI



RR3-157
Modification of Number Pooling Block Holder Information – Routing Data



NPAC SMS shall allow NPAC personnel, Service Provider via the SOA to NPAC SMS Interface, or Service Provider via the NPAC SOA Low-tech Interface, to modify the block holder default routing information (LRN, DPC(s), and SSN(s)), SV Type, Alternative SPID, and H.323 URI/SIP URI fields, for a 1K Block as stored in the NPAC SMS.  (Previously B-320)



R4-8
Service Provider Data Elements


NPAC SMS shall require the following data if there is no existing Service Provider data:



· [snip]



· NPAC Customer SOA H.323 URI Support Indicator



· NPAC Customer LSMS H.323 URI Support Indicator



· NPAC Customer SOA SIP URI Support Indicator



· NPAC Customer LSMS SIP URI Support Indicator



R5‑16
Create Subscription Version - New Service Provider Optional input data



NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· H.323 URI (via CMIP, if supported by the Service Provider SOA)


· SIP URI (via CMIP, if supported by the Service Provider SOA)


R5‑18.1
Create Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· H.323 URI



· SIP URI



RR5-5
Create “Intra-Service Provider Port” Subscription Version - Current Service Provider Optional Input Data



NPAC SMS shall accept the following optional fields from the NPAC personnel or the Current Service Provider upon a Subscription Version Creation for an Intra-Service Provider port:



· [snip]



· H.323 URI (via CMIP, if supported by the Service Provider SOA)


· SIP URI (via CMIP, if supported by the Service Provider SOA)


RR5-6.1
Create “Intra-Service Provider Port” Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Intra-Service Provider port:



· [snip]



· H.323 URI



· SIP URI



R5‑27.1
Modify Subscription Version - New Service Provider Data Values



NPAC SMS shall allow the following data to be modified in a pending or conflict Subscription Version for an Inter-Service Provider or Intra-Service Provider port by the new/current Service Provider or NPAC personnel:



· [snip]



· H.323 URI (via CMIP, if supported by the Service Provider SOA)


· SIP URI (via CMIP, if supported by the Service Provider SOA)


R5‑28
Modify Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the NPAC personnel or the new Service Provider upon modification of a pending or conflict Subscription version:



· [snip]



· H.323 URI (via CMIP, if supported by the Service Provider SOA)


· SIP URI (via CMIP, if supported by the Service Provider SOA)


R5‑29.1
Modify Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.



· [snip]



· H.323 URI



· SIP URI



R5‑36
Modify Active Subscription Version - Input Data



NPAC SMS shall allow the following data to be modified for an active Subscription Version:



· [snip]



· H.323 URI (via CMIP, if supported by the Service Provider SOA)


· SIP URI (via CMIP, if supported by the Service Provider SOA)


R5‑37
Active Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the new Service Provider or NPAC personnel for an active Subscription Version to be modified:



· [snip]



· H.323 URI (via CMIP, if supported by the Service Provider SOA)


· SIP URI (via CMIP, if supported by the Service Provider SOA)


R5‑38.1
Modify Active Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification of an active version:



· [snip]



· H.323 URI



· SIP URI



R5-74.3
Query Subscription Version - Output Data – SOA


NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:



· [snip]



· H.323 URI (via CMIP, if supported by the Service Provider SOA)


· SIP URI (via CMIP, if supported by the Service Provider SOA)


R5-74.4
Query Subscription Version - Output Data – LSMS


NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS to Local SMS interface:



· [snip]



· H.323 URI (via CMIP, if supported by the Service Provider LSMS)


· SIP URI (via CMIP, if supported by the Service Provider LSMS)


RR5-91
Addition of Number Pooling Subscription Version Information – Create “Pooled Number” Subscription Version



NPAC SMS shall automatically populate the following data upon Subscription Version creation for a Pooled Number port:  (Previously SV-20)



· [snip]



· H.323 URI



· SIP URI



Req 1 – Service Provider SOA H.323 URI Edit Flag Indicator



NPAC SMS shall provide a Service Provider SOA H.323 URI Edit Flag Indicator tunable parameter which defines whether a SOA supports H.323 URI.



Req 2 – Service Provider SOA H.323 URI Edit Flag Indicator Default



NPAC SMS shall default the Service Provider SOA H.323 URI Edit Flag Indicator tunable parameter to FALSE.



Req 3 – Service Provider SOA H.323 URI Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA H.323 URI Edit Flag Indicator tunable parameter.


Req 4 – Service Provider LSMS H.323 URI Edit Flag Indicator



NPAC SMS shall provide a Service Provider LSMS H.323 URI Edit Flag Indicator tunable parameter which defines whether an LSMS supports H.323 URI.



Req 5 – Service Provider LSMS H.323 URI Edit Flag Indicator Default



NPAC SMS shall default the Service Provider LSMS H.323 URI Edit Flag Indicator tunable parameter to FALSE.



Req 6 – Service Provider LSMS H.323 URI Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS H.323 URI Edit Flag Indicator tunable parameter.


Req 1.1 through 6.1 same as Req 1 through 6.  Replace “H.323 URI” with “SIP URI”.



Req 7
Activate Subscription Version - Send H.323 URI to Local SMSs



NPAC SMS shall, for a Service Provider that supports H.323 URI, send the H.323 URI attribute for an activated Inter or Intra-Service Provider Subscription Version port via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 7.1 same as Req 7.  Replace “H.323 URI” with “SIP URI”.



Req 8
Activate Number Pool Block - Send H.323 URI to Local SMSs



NPAC SMS shall, for a Service Provider that supports H.323 URI, send the H.323 URI attribute for an activated Number Pool Block via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 8.1 same as Req 8.  Replace “H.323 URI” with “SIP URI”.



Req 9
Audit for Support of H.323 URI



NPAC SMS shall audit the H.323 URI attribute as part of a full audit scope, only when a Service Provider’s LSMS supports H.323 URI.


Req 9.1 same as Req 9.  Replace “H.323 URI” with “SIP URI”.



Appendix B – Glossary



URI – Uniform Resource Identifier



Appendix E – Bulk Data Download File Examples.



NOTE:  If a Service Provider supports H.323 URI, SIP URI, the format of the Bulk Data Download file will contain delimiters for both attributes.



			Explanation of the fields in the subscription download file





			Field Number


			Field Name


			Value in Example





			1


			Version Id 


			0000000001





			[snip]


			


			





			999


			H.323 URI


			Not present if LSMS or SOA does not support the H.323 URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			999


			SIP URI


			Not present if LSMS or SOA does not support the SIP URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 1 -- Explanation of the Fields in The Subscription Download File



			Explanation of the fields in the Block download file





			Field Number


			Field Name


			Value in Example





			1


			Block  Id 


			1





			[snip]


			


			





			999


			H.323 URI


			Not present if LSMS or SOA does not support the H.323 URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			999


			SIP URI


			Not present if LSMS or SOA does not support the SIP URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 6 -- Explanation of the Fields in The Subscription Download File



Assumptions:



1. TBD



2. TBD



3. TBD



IIS



TBD


Addition to the current IIS flow descriptions that relate to SV and NPB attributes.



Flow B.4.4.1 – Number Pool Block Create/Activate by SOA



Flow B.4.4.2 – Number Pool Block Create by NPAC SMS



Flow B.4.4.12 – Number Pool Block Modify by NPAC SMS



Flow B.4.4.13 – Number Pool Block Modify by Block Holder SOA



The following attributes may optionally be included:



H.323 URI (via CMIP, if supported by the Service Provider SOA)


The following attributes may optionally be included:



SIP URI (via CMIP, if supported by the Service Provider SOA)


Flow B.5.1.2 – Subscription Version Create by the Initial SOA (New Service Provider)



Flow B.5.1.3 – Subscription Version Create by Second SOA (New Service Provider)



Flow B.5.1.11 – Subscription Version Create for Intra-Service Provider Port



[snip]



The following items may optionally be provided unless subscriptionPortingToOriginal-SP is true:



[snip]



H.323 URI (via CMIP, if supported by the Service Provider SOA)


SIP URI (via CMIP, if supported by the Service Provider SOA)


Flow B.5.2.1 – Subscription Version Modify Active Version Using M-ACTION by a Service Provider SOA



Flow B.5.2.3 – Subscription Version Modify Prior to Activate Using M-ACTION



Flow B.5.2.4 – Subscription Version Modify Prior to Activate Using M-SET



[snip]



The current service provider can only modify the following attributes:



[snip]



H.323 URI (via CMIP, if supported by the Service Provider SOA)


SIP URI (via CMIP, if supported by the Service Provider SOA)


Flow B.5.6 – Subscription Version Query



[snip]



The query return data includes:



[snip]



H.323 URI (via CMIP, if supported by the Service Provider SOA)


SIP URI (via CMIP, if supported by the Service Provider SOA)


GDMO



No Changes Required.


ASN.1



No Changes Required.


XML:



<?xml version="1.0" encoding="UTF-8"?>



<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema" elementFormDefault="qualified" attributeFormDefault="unqualified">



       <xs:simpleType name="SPID">



              <xs:restriction base="xs:string">



                     <xs:length value="4"/>



              </xs:restriction>



       </xs:simpleType>



       <xs:simpleType name="Generic-URI">



              <xs:restriction base="xs:string">



                     <xs:minLength value="1"/>



                     <xs:maxLength value="255"/>



              </xs:restriction>



       </xs:simpleType>



       <xs:complexType name="OptionalData">



              <xs:all>



                     <xs:element name="ALTSPID" type="SPID" nillable="true" minOccurs="0"/>



                     <xs:element name="H323URI" type="Generic-URI" nillable="true" minOccurs="0"/>



                     <xs:element name="SIPURI" type="Generic-URI" nillable="true" minOccurs="0"/>



              </xs:all>



       </xs:complexType>



       <xs:element name="OptionalData" type="OptionalData"/>



</xs:schema>
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New Change Orders – Working Copy






Origination Date:  01/05/05



Originator:  NeuStar


Change Order Number:  NANC 400



Description:  URI Fields



Cumulative SP Priority, Weighted Average:  N/A



Functionally Backwards Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			Y


			Y


			Y








Business Need:



Voice URI Field



No solution currently exists to address the issue of industry-wide distribution of IP end-point addressing information for IP-based Voice service.  No solution addresses portability of such service.  A call originating from one provider’s IP service typically has no information as to whether the dialed TN’s service is IP-based or not, nor what its address is, forcing the use of the PSTN as an intermediary between IP networks.  This need not be the case.  Look up databases are not the issue, as many methods of looking up the data exist.  Typically, VoIP providers
 have their own intra-network look up capability in order to terminate calls.  The issue lies in the availability of a sharing and distribution mechanism for TN-level routing information between all interested service providers.  The provisioning and distributing of routing information is the precise charter of the NPAC for all ported and pooled TNs.



It so happens that today, the vast majority of TNs using IP-based Voice service involve an NPAC transaction (existing TNs migrating to VoIP are ported, new assignments are typically taken from a pooled block).  The ability for IP-based SPs to share routing data associated with a ported or pooled TN surely will be desired (it is on the “to do” list of IP-groups within many SPs offering or planning to offer VoIP service).  The addition of a Voice URI and the various URIs below, because the URIs are merely addressing information, is directly analogous to adding DPC and SSN information to ported and pooled TNs.  The addition of the URI fields described in this change order is unlikely to cause additional NPAC activates, because the fields are intended for numbers that would be ported or pooled anyway.  This is therefore the most cost effective method of provisioning IP look up engines (in whatever flavor they happen to take) with URI information relating to a ported or pooled TN.



The addition of these URI fields to the NPAC also benefits the industry in that it inherently coordinates and synchronizes the update of the SS7-based number portability look up databases with that of the IP-based look up databases.  Should the updates not be synchronized, service could be affected for an indeterminate amount of time.



Multimedia Media Messaging Service (MMS), Push to Talk Over Cellular (PoC) & Presence URI Fields:



There is a need to enable the ability for SPs and Clearinghouses to look up routing information for IP-based services associated with ported and pooled numbers.  Since default CO code level data does not apply for these TNs, query engines need to be provisioned with a portability and pooling correction.  The addition of these three fields will satisfy this need and enable both individual SPs, as well as Service Bureaus, to automatically update their look up engines with the new routing data.  As indicated above, these IP-service routing fields are in fact directly analogous to the existing SS7-based DPC/SSN routing fields already supported by NPAC (i.e. – ISVM, LIDB, WSMSC, etc…).



Description of Change:



The NPAC/SMS will provide the ability to provision Voice, MMS, PoC and Presence URIs for each SV and Pooled Block record.



This information will be provisioned by the SOA and broadcast to the LSMS upon activation of the SV or Pooled Block and upon modification for those SOA and LSMS associations optioned “on” to send and receive this data.



These fields shall be added to the Bulk Data Download file, and be available to a Service Provider’s SOA/LSMS.



These fields will be supported across the interface on an opt-in basis only and will be functionally backward compatible.



The OptionalData CMIP attribute will be populated with an XML string.  The string is defined by the schema documented in the XML section below.  XML is used to provide future flexibility to add additional fields to the SV records and Pool Block records when approved by the LLC.


Major points/processing flow/high-level requirements:



This change order proposes to add new fields to the subscription version and number pool block objects.  Hence, the FRS, IIS, GDMO, and ASN.1 will need to reflect the addition of these fields.  These new fields will cause changes to the NPAC CMIP interface, however they will be functionally backward compatible and optional by service provider.



Requirements:



Section 1.2, NPAC SMS Functional Overview



Add a new section that describes the functionality of the Voice/MMS/PoC/Presence URI (Uniform Resource Identifier) Fields (Optional Data).  See description of Change above.



Section 3.1, NPAC SMS Data Models



Add new attribute for the Voice/MMS/PoC/Presence URI (Uniform Resource Identifier) Fields (Optional Data).  See below:



			NPAC CUSTOMER DATA MODEL





			Attribute Name


			Type (Size) 


			Required


			Description





			[snip]


			


			


			





			NPAC Customer SOA Voice URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Voice URI information from the NPAC SMS to their SOA.  The Voice URI is the network address to the Service Provider’s gateway for voice service.



The default value is False.





			NPAC Customer LSMS Voice URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Voice URI information from the NPAC SMS to their LSMS.  The Voice URI is the network address to the Service Provider’s gateway for voice service.



The default value is False.





			NPAC Customer SOA MMS URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports MMS URI information from the NPAC SMS to their SOA.  The MMS URI is the network address to the Service Provider’s gateway for multi-media messaging service.



The default value is False.





			NPAC Customer LSMS MMS URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports MMS URI information from the NPAC SMS to their LSMS.  The MMS URI is the network address to the Service Provider’s gateway for multi-media messaging service.



The default value is False.





			NPAC Customer SOA PoC URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports PoC URI information from the NPAC SMS to their SOA.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.



The default value is False.









			NPAC Customer LSMS PoC URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports PoC URI information from the NPAC SMS to their LSMS.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.



The default value is False.





			NPAC Customer SOA Presence URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Presence URI information from the NPAC SMS to their SOA.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.



The default value is False.





			NPAC Customer LSMS Presence URI Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Presence URI information from the NPAC SMS to their LSMS.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.



The default value is False.





			[snip]


			


			


			








Table 3-2 NPAC Customer Data Model



			Subscription Version Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			Voice URI


			C (255)


			


			Voice URI for Subscription Version.



This field may only be specified if the service provider SOA supports Voice URI.  The Voice URI is the network address to the Service Provider’s gateway for voice service.





			MMS URI


			C (255)


			


			MMS URI for Subscription Version.



This field may only be specified if the service provider SOA supports MMS URI.  The MMS URI is the network address to the Service Provider’s gateway for multi-media messaging service.





			PoC URI


			C (255)


			


			PoC URI for Subscription Version.



This field may only be specified if the service provider SOA supports PoC URI.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.





			Presence URI


			C (255)


			


			Presence URI for Subscription Version.



This field may only be specified if the service provider SOA supports Presence URI.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.





			[snip]


			


			


			








Table 3‑6 Subscription Version Data Model



			number pooling block hoder information Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			Voice URI


			C (255)


			


			Voice URI for Number Pool Block.



This field may only be specified if the service provider SOA supports Voice URI.  The Voice URI is the network address to the Service Provider’s gateway for voice service.





			MMS URI


			C (255)


			


			MMS URI for Number Pool Block.



This field may only be specified if the service provider SOA supports MMS URI.  The MMS URI is the network address to the Service Provider’s gateway for multi-media messaging service.





			PoC URI


			C (255)


			


			PoC URI for Number Pool Block.



This field may only be specified if the service provider SOA supports PoC URI.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.





			Presence URI


			C (255)


			


			Presence URI for Number Pool Block.



This field may only be specified if the service provider SOA supports Presence URI.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.





			[snip]


			


			


			








Table 3‑8 Number Pooling Block Holder Information Data Model



R3-7.2 
Administer Mass update on one or more selected Subscription Versions



NPAC SMS shall allow NPAC personnel to specify a mass update action to be applied against all Subscription Versions selected (except for Subscription Versions with a status of old, partial failure, sending, disconnect pending or canceled) for LRN, DPC values, SSN values, Voice URI (if the requesting SOA supports Voice URI data), MMS URI (if the requesting SOA supports MMS URI data), PoC URI (if the requesting SOA supports PoC URI data), Presence URI (if the requesting SOA supports Presence URI data), Billing ID, End User Location Type or End User Location Value.



RR3-210
Block Holder Information Mass Update – Update Fields



NPAC SMS shall allow NPAC Personnel, via a mass update, to update the block holder default routing information (LRN, DPC(s), and SSN(s), Voice URI (if the requesting SOA supports Voice URI data), MMS URI (if the requesting SOA supports MMS URI data), PoC URI (if the requesting SOA supports PoC URI data), Presence URI (if the requesting SOA supports Presence URI data)), for a 1K Block as stored in the NPAC SMS.  (Previously B-762)



R3‑8
Off-line batch updates for Local SMS Disaster Recovery



NPAC SMS shall support an off‑line batch download (via 4mm DAT tape and FTP file download) to mass update Local SMSs with Subscription Versions, NPA-NXX-X Information, Number Pool Block and Service Provider Network data.



The contents of the batch download are:



· Subscriber data:



· [snip]



· Voice URI (for Local SMSs that support Voice URI data)



· MMS URI (for Local SMSs that support MMS URI)



· PoC URI (for Local SMSs that support PoC URI)



· Presence URI (for Local SMSs that support Presence URI data)



· [snip]



· Block Data



· [snip]



· Voice URI (for Local SMSs that support Voice URI data)



· MMS URI, (for Local SMSs that support MMS)



· PoC URI, (for Local SMSs that support PoC URI data)



· Presence URI (for Local SMSs that support Presence URI data)



· [snip]



RR3-79.1
Number Pool NPA-NXX-X Holder Information – Routing Data Field Level Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, are valid according to the formats specified in the Block Data Model upon Block creation scheduling for a Number Pool, or when re-scheduling a Block Create Event:  (Previously N-75.1).



[snip]



Voice URI (if supported by the Block Holder SOA)



MMS URI (if supported by the Block Holder SOA)



PoC URI (if supported by the Block Holder SOA)



Voice URI, MMS URI, PoC URI, Presence URI (if supported by the Block Holder SOA)



RR3-149
 Addition of Number Pooling Block Holder Information – Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, is valid according to the formats specified in the Subscription Version Data Model upon Block creation for a Number Pool:  (Previously B-250)



[snip]



Voice URI (if supported by the Block Holder SOA)



MMS URI (if supported by the Block Holder SOA)



PoC URI (if supported by the Block Holder SOA)



Presence URI (if supported by the Block Holder SOA)



RR3-157
Modification of Number Pooling Block Holder Information – Routing Data



NPAC SMS shall allow NPAC personnel, Service Provider via the SOA to NPAC SMS Interface, or Service Provider via the NPAC SOA Low-tech Interface, to modify the block holder default routing information (LRN, DPC(s), and SSN(s)), and Voice URI/MMS URI/PoC URI/Presence URI fields (if supported by the Block Holder SOA), for a 1K Block as stored in the NPAC SMS.  (Previously B-320)



R4-8
Service Provider Data Elements


NPAC SMS shall require the following data if there is no existing Service Provider data:



[snip]



NPAC Customer SOA Voice URI Indicator



NPAC Customer LSMS Voice URI Indicator



NPAC Customer SOA MMS URI Support Indicator



NPAC Customer LSMS MMS URI Support Indicator



NPAC Customer SOA PoC URI Support Indicator



NPAC Customer LSMS PoC URI Support Indicator



NPAC Customer SOA Presence URI Support Indicator



NPAC Customer LSMS Presence URI Support Indicator



R5‑16
Create Subscription Version - New Service Provider Optional input data



NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· Voice URI (if supported by the Service Provider SOA)



· MMS URI (if supported by the Service Provider SOA)



· PoC URI (if supported by the Service Provider SOA)



· Presence URI (if supported by the Service Provider SOA)



R5‑18.1
Create Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· Voice URI (if supported by the Service Provider SOA)



· MMS URI (if supported by the Service Provider SOA)



· PoC URI (if supported by the Service Provider SOA)



· Presence URI (if supported by the Service Provider SOA)



RR5-5
Create “Intra-Service Provider Port” Subscription Version - Current Service Provider Optional Input Data



NPAC SMS shall accept the following optional fields from the NPAC personnel or the Current Service Provider upon a Subscription Version Creation for an Intra-Service Provider port:



· [snip]



· Voice URI (if supported by the Service Provider SOA)



· MMS URI (if supported by the Service Provider SOA)



· PoC URI (if supported by the Service Provider SOA)



· Presence URI (if supported by the Service Provider SOA)



RR5-6.1
Create “Intra-Service Provider Port” Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Intra-Service Provider port:



· [snip]



· Voice URI (if supported by the Service Provider SOA)



· MMS URI (if supported by the Service Provider SOA)



· PoC URI (if supported by the Service Provider SOA)



· Presence URI (if supported by the Service Provider SOA)



R5‑27.1
Modify Subscription Version - New Service Provider Data Values



NPAC SMS shall allow the following data to be modified in a pending or conflict Subscription Version for an Inter-Service Provider or Intra-Service Provider port by the new/current Service Provider or NPAC personnel:



· [snip]



· Voice URI (if supported by the Service Provider SOA)



· MMS URI (if supported by the Service Provider SOA)



· PoC URI (if supported by the Service Provider SOA)



· Presence URI (if supported by the Service Provider SOA)



R5‑28
Modify Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the NPAC personnel or the new Service Provider upon modification of a pending or conflict Subscription version:



· [snip]



· Voice URI (if supported by the Service Provider SOA)



· MMS URI (if supported by the Service Provider SOA)



· PoC URI (if supported by the Service Provider SOA)



· Presence URI (if supported by the Service Provider SOA)



R5‑29.1
Modify Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.



· [snip]



· Voice URI (if supported by the Service Provider SOA)



· MMS URI (if supported by the Service Provider SOA)



· PoC URI (if supported by the Service Provider SOA)



· Presence URI (if supported by the Service Provider SOA)



R5‑36
Modify Active Subscription Version - Input Data



NPAC SMS shall allow the following data to be modified for an active Subscription Version:



· [snip]



· Voice URI (if supported by the Service Provider SOA)



· MMS URI (if supported by the Service Provider SOA)



· PoC URI (if supported by the Service Provider SOA)



· Presence URI (if supported by the Service Provider SOA)



R5‑37
Active Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the new Service Provider or NPAC personnel for an active Subscription Version to be modified:



· [snip]



· Voice URI (if supported by the Service Provider SOA)



· MMS URI (if supported by the Service Provider SOA)



· PoC URI (if supported by the Service Provider SOA)



· Presence URI (if supported by the Service Provider SOA)



R5‑38.1
Modify Active Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification of an active version:



· [snip]



· Voice URI (if supported by the Service Provider SOA)



· MMS URI (if supported by the Service Provider SOA)



· PoC URI (if supported by the Service Provider SOA)



· Presence URI (if supported by the Service Provider SOA)



R5-74.3
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:



· [snip]



· Voice URI (if supported by the Service Provider SOA)



· MMS URI (if supported by the Service Provider SOA)



· PoC URI (if supported by the Service Provider SOA)



· Presence URI (if supported by the Service Provider SOA)



R5-74.4
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS to Local SMS interface:



· [snip]



· Voice URI (if supported by the Service Provider LSMS)



· MMS URI (if supported by the Service Provider LSMS)



· PoC URI (if supported by the Service Provider LSMS)



· Presence URI (if supported by the Service Provider LSMS)



RR5-91
Addition of Number Pooling Subscription Version Information – Create “Pooled Number” Subscription Version



NPAC SMS shall automatically populate the following data upon Subscription Version creation for a Pooled Number port:  (Previously SV-20)



· [snip]



· Voice URI (Value set to same field as Block)



· MMS URI (Value set to same field as Block)



· PoC URI (Value set to same field as Block)



· Presence URI (Value set to same field as Block)



Req 1 – Service Provider SOA Voice URI Edit Flag Indicator



NPAC SMS shall provide a Service Provider SOA Voice URI Edit Flag Indicator tunable parameter which defines whether a SOA supports Voice URI.



Req 2 – Service Provider SOA Voice URI Edit Flag Indicator Default



NPAC SMS shall default the Service Provider SOA Voice URI Edit Flag Indicator tunable parameter to FALSE.



Req 3 – Service Provider SOA Voice URI Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Voice URI Edit Flag Indicator tunable parameter.


Req 4 – Service Provider LSMS Voice URI Edit Flag Indicator



NPAC SMS shall provide a Service Provider LSMS Voice URI Edit Flag Indicator tunable parameter which defines whether an LSMS supports Voice URI.



Req 5 – Service Provider LSMS Voice URI Edit Flag Indicator Default



NPAC SMS shall default the Service Provider LSMS Voice URI Edit Flag Indicator tunable parameter to FALSE.



Req 6 – Service Provider LSMS Voice URI Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS Voice URI Edit Flag Indicator tunable parameter.


Req 1.1 through 6.1 same as Req 1 through 6.  Replace “Voice URI” with “MMS URI”.



Req 1.2 through 6.2 same as Req 1 through 6.  Replace “Voice URI” with “PoC URI”.



Req 1.3 through 6.3 same as Req 1 through 6.  Replace “Voice URI” with “Presence URI”.


Req 7
Activate Subscription Version - Send Voice URI to Local SMSs



NPAC SMS shall, for a Service Provider that supports Voice URI, send the Voice URI attribute for an activated Inter or Intra-Service Provider Subscription Version port via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 7.1 same as Req 7.  Replace “Voice URI” with “MMS URI”.



Req 7.2 same as Req 7.  Replace “Voice URI” with “PoC URI”.



Req 7.3 same as Req 7.  Replace “Voice URI” with “Presence URI”.



Req 8
Activate Number Pool Block - Send Voice URI to Local SMSs



NPAC SMS shall, for a Service Provider that supports Voice URI, send the Voice URI attribute for an activated Number Pool Block via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 8.1 same as Req 8.  Replace “Voice URI” with “MMS URI”.



Req 8.2 same as Req 8.  Replace “Voice URI” with “PoC URI”.



Req 8.3 same as Req 8.  Replace “Voice URI” with “Presence URI”.



Req 9
Audit for Support of Voice URI



NPAC SMS shall audit the Voice URI attribute as part of a full audit scope, only when a Service Provider’s LSMS supports Voice URI.


Req 9.1 same as Req 9.  Replace “Voice URI” with “MMS URI”.



Req 9.2 same as Req 9.  Replace “Voice URI” with “PoC URI”.



Req 9.3 same as Req 9.  Replace “Voice URI” with “Presence URI”.



Appendix B – Glossary



URI – Uniform Resource Identifier



Appendix E – Bulk Data Download File Examples.



NOTE:  If a Service Provider supports Voice URI, MMS URI, PoC URI, or Presence URI, the format of the Bulk Data Download file will contain delimiters for all four attributes.



			Explanation of the fields in the subscription download file





			Field Number


			Field Name


			Value in Example





			1


			Version Id 


			0000000001





			[snip]


			


			





			999


			Voice URI


			Not present if LSMS or SOA does not support the Voice URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			999


			MMS URI


			Not present if LSMS or SOA does not support the MMS URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			999


			PoC URI


			Not present if LSMS or SOA does not support the PoC URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			999


			Presence URI


			Not present if LSMS or SOA does not support the Presence URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 1 -- Explanation of the Fields in The Subscription Download File



			Explanation of the fields in the Block download file





			Field Number


			Field Name


			Value in Example





			1


			Block  Id 


			1





			[snip]


			


			





			999


			Voice URI


			Not present if LSMS or SOA does not support the Voice URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			999


			MMS URI


			Not present if LSMS or SOA does not support the MMS URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			999


			PoC URI


			Not present if LSMS or SOA does not support the PoC URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			999


			Presence URI


			Not present if LSMS or SOA does not support the Presence URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 6 -- Explanation of the Fields in The Subscription Download File



IIS



Addition to the current IIS flow descriptions that relate to SV and NPB attributes.



Flow B.4.4.1 – Number Pool Block Create/Activate by SOA



Flow B.4.4.2 – Number Pool Block Create by NPAC SMS



Flow B.4.4.12 – Number Pool Block Modify by NPAC SMS



Flow B.4.4.13 – Number Pool Block Modify by Block Holder SOA



If the “SOA Supports Voice URI Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:



Voice URI


If the “SOA Supports MMS URI Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:



MMS URI


If the “SOA Supports PoC URI Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:



PoC URI


If the “SOA Supports Presence URI Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:



Presence URI


Flow B.5.1.2 – Subscription Version Create by the Initial SOA (New Service Provider)



Flow B.5.1.3 – Subscription Version Create by Second SOA (New Service Provider)



Flow B.5.1.11 – Subscription Version Create for Intra-Service Provider Port



[snip]



The following items may optionally be provided unless subscriptionPortingToOriginal-SP is true:



[snip]



Voice URI – if supported by the Service Provider SOA



MMS URI – if supported by the Service Provider SOA



PoC URI – if supported by the Service Provider SOA



Presence URI – if supported by the Service Provider SOA



Flow B.5.2.1 – Subscription Version Modify Active Version Using M-ACTION by a Service Provider SOA



Flow B.5.2.3 – Subscription Version Modify Prior to Activate Using M-ACTION



Flow B.5.2.4 – Subscription Version Modify Prior to Activate Using M-SET



[snip]



The current service provider can only modify the following attributes:



[snip]



Voice URI – if supported by the Service Provider SOA



MMS URI – if supported by the Service Provider SOA



PoC URI – if supported by the Service Provider SOA



Presence URI – if supported by the Service Provider SOA



Flow B.5.6 – Subscription Version Query



[snip]



The query return data includes:



[snip]



Voice URI – if supported by the Service Provider (SOA, LSMS)



MMS URI – if supported by the Service Provider (SOA, LSMS)



PoC URI – if supported by the Service Provider (SOA, LSMS)



Presence URI – if supported by the Service Provider (SOA, LSMS)



GDMO:



Note – the GDMO shown below is the same that is contained in NANC 399.  For NANC 400, the references for SV Type are not needed, but are shown for continuity purposes.  For both NANC 399 and NANC 400, the OptionalData references are identical.



-- 20.0 LNP subscription Version Managed Object Class



subscriptionVersion MANAGED OBJECT CLASS



    DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;



    CHARACTERIZED BY



        subscriptionVersionPkg;



    CONDITIONAL PACKAGES



        subscriptionWSMSC-DataPkg PRESENT IF



            !the service provider is supporting WSMSC information!,



        subscriptionSvTypePkg PRESENT IF



            !the service provider is supporting SV type!,



        subscriptionOptionalDataPkg PRESENT IF



            !the service provider is supporting additional optional data!;



    REGISTERED AS {LNP-OIDS.lnp-objectClass 20};



-- 29.0 Number Pool Block Data Managed Object Class



--



numberPoolBlock MANAGED OBJECT CLASS



    DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;



    CHARACTERIZED BY



        numberPoolBlock-Pkg;



    CONDITIONAL PACKAGES



        numberPoolBlockWSMSC-DataPkg PRESENT IF



            !the service provider is supporting WSMSC information!,



        numberPoolBlockSvTypePkg PRESENT IF



            !the service provider is supporting number pool block type!,



        numberPoolBlockOptionalDataPkg PRESENT IF



            !the service provider is supporting additional optional information!;



    REGISTERED AS {LNP-OIDS.lnp-objectClass 29};



subscriptionVersionNPAC-Behavior BEHAVIOUR



…



     new service provider SOAs can only modify the following attributes:



        subscriptionLRN



        subscriptionNewSP-DueDate



        subscriptionCLASS-DPC



        subscriptionCLASS-SSN



        subscriptionLIDB-DPC



        subscriptionLIDB-SSN



        subscriptionCNAM-DPC



        subscriptionCNAM-SSN



        subscriptionISVM-DPC



        subscriptionISVM-SSN



        subscriptionWSMSC-DPC



        subscriptionWSMSC-SSN



        subscriptionEndUserLocationValue



        subscriptionEndUserLocationType



        subscriptionBillingId



        subscriptionSvType



        subscriptionOptionalData…



numberPoolBlockNPAC-Behavior BEHAVIOUR



…



        The object creation notification will be sent to the SOA once the



        number pool block object has been created on the NPAC SMS,



        if the SOA-origination flag is true, and contain the following



        attributes:



           numberPoolBlockId



           numberPoolBlockNPA-NXX-X



           numberPoolBlockHolderSPID



           numberPoolBlockSOA-Origination



           numberPoolBlockCreationTimeStamp



           numberPoolBlockStatus



           numberPoolBlockLRN



           numberPoolBlockCLASS-DPC



           numberPoolBlockCLASS-SSN



           numberPoolBlockLIDB-DPC



           numberPoolBlockLIDB-SSN



           numberPoolBlockCNAM-DPC



           numberPoolBlockCNAM-SSN



           numberPoolBlockISVM-DPC



           numberPoolBlockISVM-SSN



           numberPoolBlockWSMSC-DPC (OPTIONAL)



           numberPoolBlockWSMSC-SSN (OPTIONAL)



           numberPoolBlockType (OPTIONAL)



           numberPoolBlockOptionalData (OPTIONAL)


--



         The attribute value change notification will be sent out to the SOA,



         if the SOA-origination flag is true, when any of the following



         attributes change:



           numberPoolBlockSOA-Origination



           numberPoolBlockLRN



           numberPoolBlockCLASS-DPC



           numberPoolBlockCLASS-SSN



           numberPoolBlockLIDB-DPC



           numberPoolBlockLIDB-SSN



           numberPoolBlockCNAM-DPC



           numberPoolBlockCNAM-SSN



           numberPoolBlockISVM-DPC



           numberPoolBlockISVM-SSN



           numberPoolBlockWSMSC-DPC (OPTIONAL)



           numberPoolBlockWSMSC-SSN (OPTIONAL)



           numberPoolBlockType (OPTIONAL)



           numberPoolBlockOptionalData (OPTIONAL)


-- 149.0 Subscription Version SV Type



--



subscriptionSvType ATTRIBUTE



    WITH ATTRIBUTE SYNTAX LNP-ASN1.SVType;



    MATCHES FOR EQUALITY, ORDERING;



    BEHAVIOUR subscriptionSvTypeBehavior;



    REGISTERED AS {LNP-OIDS.lnp-attribute 149};



subscriptionSvTypeBehavior BEHAVIOUR



    DEFINED AS !



        This attribute is used to specify the subscription version



        type.





The possible values are:






0 : wireline






1 : wireless






2 : VoIP






3 : VoWiFi






4 : NPB Type 4






5 : NPB Type 5






6 : NPB Type 6



!;  



--



-- 150.0 Subscription Optional Data



--



subscriptionOptionalData ATTRIBUTE



    WITH ATTRIBUTE SYNTAX LNP-ASN1.OptionalData;



    MATCHES FOR EQUALITY;



    BEHAVIOUR subscriptionOptionalDataBehavior;



    REGISTERED AS {LNP-OIDS.lnp-attribute 150};



subscriptionOptionalDataBehavior BEHAVIOUR



    DEFINED AS !



        This attribute is used to specify the optional data



        for the SV blocks.



        This attribute is an XML string defined by the



        XML schema in section 7.4 of the IIS.



!;  



--



-- 151.0 Number Pool Block Type



--



numberPoolBlockType ATTRIBUTE



    WITH ATTRIBUTE SYNTAX LNP-ASN1.SVType;



    MATCHES FOR EQUALITY, ORDERING;



    BEHAVIOUR numberPoolBlockTypeBehavior;



    REGISTERED AS {LNP-OIDS.lnp-attribute 151};



numberPoolBlockTypeBehavior BEHAVIOUR



    DEFINED AS !



        This attribute is used to specify the number pool block



        type.





The possible values are:






0 : wireline






1 : wireless






2 : VoIP






3 : VoWiFi






4 : NPB Type 4






5 : NPB Type 5






6 : NPB Type 6



!;  



--



-- 152.0 Number Pool Block Optional Data



--



numberPoolBlockOptionalData ATTRIBUTE



    WITH ATTRIBUTE SYNTAX LNP-ASN1.OptionalData;



    MATCHES FOR EQUALITY;



    BEHAVIOUR numberPoolBlockOptionalDataBehavior;



    REGISTERED AS {LNP-OIDS.lnp-attribute 152};



numberPoolBlockOptionalDataBehavior BEHAVIOUR



    DEFINED AS !



        This attribute is used to specify the optional data



        for the Number Pool blocks.



        This attribute is an XML string defined by the



        XML schema in section 7.4 of the IIS.



!;  



-- 44.0 LNP Subscription Version SV Type Package



subscriptionSvTypePkg PACKAGE



    BEHAVIOUR subscriptionSvTypePkgBehavior;



    ATTRIBUTES



        subscriptionSvType GET-REPLACE;



    REGISTERED AS {LNP-OIDS.lnp-package 44};



subscriptionSvTypePkgBehavior BEHAVIOUR



    DEFINED AS !



        This package provides for conditionally including the



        SV Type.



    !;



-- 45.0 LNP Subscription Version Optional Data Package



subscriptionOptionalDataPkg PACKAGE



    BEHAVIOUR subscriptionOptionalDataPkgBehavior;



    ATTRIBUTES



        subscriptionOptionalData GET-REPLACE;



    REGISTERED AS {LNP-OIDS.lnp-package 45};



subscriptionOptionalDataPkgBehavior BEHAVIOUR



    DEFINED AS !



        This package provides for conditionally including the



        additional optional data.



    !;



-- 46.0 LNP Number Pool Block SV Type Package



numberPoolBlockSvTypePkg PACKAGE



    BEHAVIOUR numberPoolBlockSvTypePkg;



    ATTRIBUTES



        numberPoolBlockType GET-REPLACE;



    REGISTERED AS {LNP-OIDS.lnp-package 46};



numberPoolBlockSvTypePkgBehavior BEHAVIOUR



    DEFINED AS !



        This package provides for conditionally including the



        Number Pool Block SV Type.



    !;



-- 47.0 LNP Number Pool Block Optional Data Package



numberPoolBlockOptionalDataPkg PACKAGE



    BEHAVIOUR numberPoolBlockOptionalDataPkgBehavior;



    ATTRIBUTES



        numberPoolBlockOptionalData GET-REPLACE;



    REGISTERED AS {LNP-OIDS.lnp-package 47};



numberPoolBlockOptionalDataPkgBehavior BEHAVIOUR



    DEFINED AS !



        This package provides for conditionally including the



        Number Pool Block additional optional data.



    !;



subscriptionVersionModifyBehavior BEHAVIOUR



…



New service providers may specify modified valid values for the



        following attributes, when the service provider's "SOA Sv Type



        Data" indicator is TRUE, and may NOT specify these values when the



        indicator is set to FALSE:





subscriptionSvType





New service providers may specify modified valid values for the



        following attributes, when the service provider's "SOA Optional 



        Data" indicator is TRUE, and may NOT specify these values when the



        indicator is set to FALSE:





subscriptionOptionalData…



New service providers may specify modified valid values for the



        following attributes, when the service provider's "SOA Sv Type



        Data" indicator is TRUE, and may NOT specify these values when the



        indicator is set to FALSE:





subscriptionSvType





New service providers may specify modified valid values for the



        following attributes, when the service provider's "SOA Optional



        Data" indicator is TRUE, and may NOT specify these values when the



        indicator is set to FALSE:





subscriptionOptionalData…



subscriptionVersionNewSP-CreateBehavior BEHAVIOUR



…



New service providers may specify modified valid values for the



        following attributes, when the service provider's "SOA Sv Type



        Data" indicator is TRUE, and may NOT specify these values when the



        indicator is set to FALSE:





subscriptionSvType





New service providers may specify modified valid values for the



        following attributes, when the service provider's "SOA Optional



        Data" indicator is TRUE, and may NOT specify these values when the



        indicator is set to FALSE:





subscriptionOptionalData…



numberPoolBlock-CreateBehavior BEHAVIOUR



…



if the SOA Sv/PoolBlock Type Data indicator is set in the service



        provider's profile, the following attributes must be provided:





numberPoolBlockType





if the SOA Optional Data indicator is set in the service



        provider's profile, the following attributes must be provided:





numberPoolBlockOptionalData…



ASN.1:



Note – the ASN.1 shown below is the same that is contained in NANC 399.  For NANC 400, the references for SV Type are not needed, but are shown for continuity purposes.  For both NANC 399 and NANC 400, the OptionalData references are identical.



SVType ::= ENUMERATED {



    wireline (0),




wireless (1),




voIP     (2),




voWiFi   (3),




SV Type 4 (4),




SV Type 5 (5),




SV Type 6 (6)



}



OptionalData ::= GraphicString



BlockDownloadData ::= SET OF SEQUENCE {



    block-id [0] BlockId,



    block-npa-nxx-x [1] NPA-NXX-X OPTIONAL,



    block-holder-sp [2] ServiceProvId OPTIONAL,



    block-activation-timestamp [3] GeneralizedTime OPTIONAL,



    block-lrn [4] LRN OPTIONAL,



    block-class-dpc [5] EXPLICIT DPC OPTIONAL,



    block-class-ssn [6] EXPLICIT SSN OPTIONAL,



    block-lidb-dpc [7] EXPLICIT DPC OPTIONAL,



    block-lidb-ssn [8] EXPLICIT SSN OPTIONAL,



    block-isvm-dpc [9] EXPLICIT DPC OPTIONAL,



    block-isvm-ssn [10] EXPLICIT SSN OPTIONAL,



    block-cnam-dpc [11] EXPLICIT DPC OPTIONAL,



    block-cnam-ssn [12] EXPLICIT SSN OPTIONAL,



    block-download-reason [13] DownloadReason,



    block-wsmsc-dpc [14] EXPLICIT DPC OPTIONAL,



    block-wsmsc-ssn [15] EXPLICIT SSN OPTIONAL,



    block-sv-type [16] EXPLICIT  SVType OPTIONAL,



     block-optional-data [17] EXPLICIT OptionalData OPTIONAL




}



MismatchAttributes ::= SEQUENCE {



    seq0 [0] SEQUENCE {



        lsms-subscriptionLRN LRN,



        npac-subscriptionLRN LRN



    } OPTIONAL,



    seq1 [1] SEQUENCE {



        lsms-subscriptionNewCurrentSP ServiceProvId,



        npac-subscriptionNewCurrentSP ServiceProvId



    } OPTIONAL,



    seq2 [2] SEQUENCE {



        lsms-subscriptionActivationTimeStamp GeneralizedTime,



        npac-subscriptionActivationTimeStamp GeneralizedTime



    } OPTIONAL,



    seq3 [3] SEQUENCE {



        lsms-subscriptionCLASS-DPC DPC,



        npac-subscriptionCLASS-DPC DPC



    } OPTIONAL,



    seq4 [4] SEQUENCE {



        lsms-subscriptionCLASS-SSN SSN,



        npac-subscriptionCLASS-SSN SSN



    } OPTIONAL,



    seq5 [5] SEQUENCE {



        lsms-subscriptionLIDB-DPC DPC,



        npac-subscriptionLIDB-DPC DPC



    } OPTIONAL,



    seq6 [6] SEQUENCE {



        lsms-subscriptionLIDB-SSN SSN,



        npac-subscriptionLIDB-SSN SSN



    } OPTIONAL,



    seq7 [7] SEQUENCE {



        lsms-subscriptionISVM-DPC DPC,



        npac-subscriptionISVM-DPC DPC



    } OPTIONAL,



    seq8 [8] SEQUENCE {



        lsms-subscriptionISVM-SSN SSN,



        npac-subscriptionISVM-SSN SSN



    } OPTIONAL,



    seq9 [9] SEQUENCE {



        lsms-subscriptionCNAM-DPC DPC,



        npac-subscriptionCNAM-DPC DPC



    } OPTIONAL,



    seq10 [10] SEQUENCE {



        lsms-subscriptionCNAM-SSN SSN,



        npac-subscriptionCNAM-SSN SSN



    } OPTIONAL,



    seq11 [11] SEQUENCE {



        lsms-subscriptionEndUserLocationValue EndUserLocationValue,



        npac-subscriptionEndUserLocationValue EndUserLocationValue



    } OPTIONAL,



    seq12 [12] SEQUENCE {



        lsms-subscriptionEndUserLocationType EndUserLocationType,



        npac-subscriptionEndUserLocationType EndUserLocationType



    } OPTIONAL,



    seq13 [13] SEQUENCE {



        lsms-subscriptionBillingId BillingId,



        npac-subscriptionBillingId BillingId



    } OPTIONAL,



    seq14 [14] SEQUENCE {



        lsms-subscriptionLNPType LNPType,



        npac-subscriptionLNPType LNPType



    } OPTIONAL,



    seq15 [15] SEQUENCE {



        lsms-subscriptionWSMSC-DPC DPC,



        npac-subscriptionWSMSC-DPC DPC



    } OPTIONAL,



    seq16 [16] SEQUENCE {



        lsms-subscriptionWSMSC-SSN SSN,



        npac-subscriptionWSMSC-SSN SSN



    } OPTIONAL,



    seq17 [17] SEQUENCE {



        lsms-sv-type SVType,



        npac-sv-type SVType



    } OPTIONAL,



    seq18 [18] SEQUENCE {



        lsms-optional-data OptionalData,



        npac-optional-data OptionalData



    } OPTIONAL



}   



NewSP-CreateData ::= SEQUENCE {



    chc1 [0] EXPLICIT CHOICE {



        subscription-version-tn [0] PhoneNumber,



        subscription-version-tn-range [1] TN-Range



    },



    subscription-lrn [1] LRN OPTIONAL,



    subscription-new-current-sp [2] ServiceProvId,



    subscription-old-sp [3] ServiceProvId,



    subscription-new-sp-due-date [4] GeneralizedTime,



    subscription-class-dpc [6] EXPLICIT DPC OPTIONAL,



    subscription-class-ssn [7] EXPLICIT SSN OPTIONAL,



    subscription-lidb-dpc [8] EXPLICIT DPC OPTIONAL,



    subscription-lidb-ssn [9] EXPLICIT SSN OPTIONAL,



    subscription-isvm-dpc [10] EXPLICIT DPC OPTIONAL,



    subscription-isvm-ssn [11] EXPLICIT SSN OPTIONAL,



    subscription-cnam-dpc [12] EXPLICIT DPC OPTIONAL,



    subscription-cnam-ssn [13] EXPLICIT SSN OPTIONAL,



    subscription-end-user-location-value [14]



        EndUserLocationValue OPTIONAL,



    subscription-end-user-location-type [15] EndUserLocationType OPTIONAL,



    subscription-billing-id [16] BillingId OPTIONAL,



    subscription-lnp-type [17] LNPType,



    subscription-porting-to-original-sp-switch [18]



        SubscriptionPortingToOriginal-SPSwitch,



    subscription-wsmsc-dpc [19] EXPLICIT DPC OPTIONAL,



    subscription-wsmsc-ssn [20] EXPLICIT SSN OPTIONAL,



    subscription-sv-type       [21] EXPLICIT  SVType OPTIONAL,



    subscription-optional-data [22] EXPLICIT OptionalData OPTIONAL



}



NewSP-CreateInvalidData ::= CHOICE {



    subscription-version-tn [0] EXPLICIT PhoneNumber,



    subscription-version-tn-range [1] EXPLICIT TN-Range,



    subscription-lrn [2] EXPLICIT LRN,



    subscription-new-current-sp [3] EXPLICIT ServiceProvId,



    subscription-old-sp [4] EXPLICIT ServiceProvId,



    subscription-new-sp-due-date [5] EXPLICIT GeneralizedTime,



    subscription-class-dpc [6] EXPLICIT DPC,



    subscription-class-ssn [7] EXPLICIT SSN,



    subscription-lidb-dpc [8] EXPLICIT DPC,



    subscription-lidb-ssn [9] EXPLICIT SSN,



    subscription-isvm-dpc [10] EXPLICIT DPC,



    subscription-isvm-ssn [11] EXPLICIT SSN,



    subscription-cnam-dpc [12] EXPLICIT DPC,



    subscription-cnam-ssn [13] EXPLICIT SSN,



    subscription-end-user-location-value [14] EXPLICIT EndUserLocationValue,



    subscription-end-user-location-type [15] EXPLICIT EndUserLocationType,



    subscription-billing-id [16] EXPLICIT BillingId,



    subscription-lnp-type [17] EXPLICIT LNPType,



    subscription-porting-to-original-sp-switch [18]



       EXPLICIT SubscriptionPortingToOriginal-SPSwitch,



    subscription-wsmsc-dpc [19] EXPLICIT DPC,



    subscription-wsmsc-ssn [20] EXPLICIT SSN,



    subscription-sv-type      [21] EXPLICIT  SVType,



    subscription-optional-data [22] EXPLICIT OptionalData }



NumberPoolBlock-CreateAction ::= SEQUENCE {



    block-npa-nxx-x NPA-NXX-X,



    block-holder-sp ServiceProvId,



    block-lrn LRN,



    block-class-dpc DPC,



    block-class-ssn SSN,



    block-lidb-dpc DPC,



    block-lidb-ssn SSN,



    block-isvm-dpc DPC,



    block-isvm-ssn SSN,



    block-cnam-dpc DPC,



    block-cnam-ssn SSN,



    block-wsmsc-dpc [0] DPC OPTIONAL,



    block-wsmsc-ssn [1] SSN OPTIONAL,



    block-sv-type [2]  SVType OPTIONAL,



    block-optional-data [3] OptionalData OPTIONAL }



NumberPoolBlock-CreateInvalidData ::= CHOICE {



    block-npa-nxx-x    [0] EXPLICIT NPA-NXX-X,



    block-lrn          [1] EXPLICIT LRN,



    block-class-dpc    [2] EXPLICIT DPC,



    block-class-ssn    [3] EXPLICIT SSN,



    block-lidb-dpc     [4] EXPLICIT DPC,



    block-lidb-ssn     [5] EXPLICIT SSN,



    block-isvm-dpc     [6] EXPLICIT DPC,



    block-isvm-ssn     [7] EXPLICIT SSN,



    block-cnam-dpc     [8] EXPLICIT DPC,



    block-cnam-ssn     [9] EXPLICIT SSN,



    block-wsmsc-dpc    [10] EXPLICIT DPC,



    block-wsmsc-ssn    [11] EXPLICIT SSN



    block-sv-type      [12] EXPLICIT SVType,



    block-optional-data [13] EXPLICIT OptionalData }



SubscriptionData ::= SEQUENCE {



    subscription-lrn             [1] LRN OPTIONAL,



    subscription-new-current-sp  [2] ServiceProvId OPTIONAL,



    subscription-activation-timestamp 



                                 [3] GeneralizedTime OPTIONAL,



    subscription-class-dpc       [4] EXPLICIT DPC,



    subscription-class-ssn       [5] EXPLICIT SSN,



    subscription-lidb-dpc        [6] EXPLICIT DPC,



    subscription-lidb-ssn        [7] EXPLICIT SSN,



    subscription-isvm-dpc        [8] EXPLICIT DPC,



    subscription-isvm-ssn        [9] EXPLICIT SSN,



    subscription-cnam-dpc        [10] EXPLICIT DPC,



    subscription-cnam-ssn        [11] EXPLICIT SSN,



    subscription-end-user-location-value 



                                 [12] EndUserLocationValue OPTIONAL,



    subscription-end-user-location-type 



                                 [13] EndUserLocationType OPTIONAL,



    subscription-billing-id      [14] BillingId OPTIONAL,



    subscription-lnp-type        [15] LNPType,



    subscription-download-reason [16] DownloadReason,



    subscription-wsmsc-dpc       [17] EXPLICIT DPC OPTIONAL,



    subscription-wsmsc-ssn       [18] EXPLICIT SSN OPTIONAL,



    subscription-sv-type         [19] EXPLICIT SVType OPTIONAL,



    subscription-optional-data   [20] EXPLICIT OptionalData OPTIONAL }



SubscriptionModifyData ::= SEQUENCE {



    subscription-lrn [0] LRN OPTIONAL,



    subscription-new-sp-due-date [1] GeneralizedTime OPTIONAL,



    subscription-old-sp-due-date [2] GeneralizedTime OPTIONAL,



    subscription-old-sp-authorization [3] ServiceProvAuthorization OPTIONAL,



    subscription-class-dpc [4] EXPLICIT DPC OPTIONAL,



    subscription-class-ssn [5] EXPLICIT SSN OPTIONAL,



    subscription-lidb-dpc [6] EXPLICIT DPC OPTIONAL,



    subscription-lidb-ssn [7] EXPLICIT SSN OPTIONAL,



    subscription-isvm-dpc [8] EXPLICIT DPC OPTIONAL,



    subscription-isvm-ssn [9] EXPLICIT SSN OPTIONAL,



    subscription-cnam-dpc [10] EXPLICIT DPC OPTIONAL,



    subscription-cnam-ssn [11] EXPLICIT SSN OPTIONAL,



    subscription-end-user-location-value [12] EndUserLocationValue OPTIONAL,



    subscription-end-user-location-type [13] EndUserLocationType OPTIONAL,



    subscription-billing-id [14] BillingId OPTIONAL,



    subscription-status-change-cause-code [15]



        SubscriptionStatusChangeCauseCode OPTIONAL,



    subscription-wsmsc-dpc [16] EXPLICIT DPC OPTIONAL,



    subscription-wsmsc-ssn [17] EXPLICIT SSN OPTIONAL,



    subscription-customer-disconnect-date [18] GeneralizedTime OPTIONAL,



    subscription-effective-release-date [19] GeneralizedTime OPTIONAL,



    subscription-sv-type [20]  EXPLICIT SVType OPTIONAL,



    subscription-optional-data [21] EXPLICIT OptionalData OPTIONAL }



SubscriptionModifyInvalidData ::= CHOICE {



    subscription-lrn [0] EXPLICIT LRN,



    subscription-new-sp-due-date [1] EXPLICIT GeneralizedTime,



    subscription-old-sp-due-date [2] EXPLICIT GeneralizedTime,



    subscription-old-sp-authorization [3] EXPLICIT ServiceProvAuthorization,



    subscription-class-dpc [4] EXPLICIT DPC,



    subscription-class-ssn [5] EXPLICIT SSN,



    subscription-lidb-dpc [6] EXPLICIT DPC,



    subscription-lidb-ssn [7] EXPLICIT SSN,



    subscription-isvm-dpc [8] EXPLICIT DPC,



    subscription-isvm-ssn [9] EXPLICIT SSN,



    subscription-cnam-dpc [10] EXPLICIT DPC,



    subscription-cnam-ssn [11] EXPLICIT SSN,



    subscription-end-user-location-value [12] EXPLICIT EndUserLocationValue,



    subscription-end-user-location-type [13] EXPLICIT EndUserLocationType,



    subscription-billing-id [14] EXPLICIT BillingId,



    subscription-status-change-cause-code [15]



          EXPLICIT SubscriptionStatusChangeCauseCode,



    subscription-wsmsc-dpc [16] EXPLICIT DPC,



    subscription-wsmsc-ssn [17] EXPLICIT SSN,



    subscription-customer-disconnect-date [18] EXPLICIT GeneralizedTime,



    subscription-effective-release-date [19] EXPLICIT GeneralizedTime,



    subscription-sv-type [20] EXPLICIT SVType,



    subscription-optional-data [21] EXPLICIT OptionalData}



XML:



Note – the XML shown below is the same for both NANC 399 and NANC 400.



<?xml version="1.0" encoding="UTF-8"?>



<xs:schema targetNamespace="urn:npac:lnp:opt-data:1.0" elementFormDefault="qualified" attributeFormDefault="unqualified" xmlns:xs="http://www.w3.org/2001/XMLSchema" xmlns="urn:npac:lnp:opt-data:1.0">



   <xs:simpleType name="SPID">



      <xs:restriction base="xs:string">



         <xs:length value="4"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:simpleType name="Generic-URI">



      <xs:restriction base="xs:string">



         <xs:minLength value="1"/>



         <xs:maxLength value="255"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:complexType name="OptionalData">



      <xs:sequence>



        <xs:element name="ALTSPID" type="SPID" nillable="true" minOccurs="0"/>



        <xs:element name="VOICEURI" type="Generic-URI" nillable="true" minOccurs="0"/>



        <xs:element name="MMSURI" type="Generic-URI" nillable="true" minOccurs="0"/>



        <xs:element name="POCURI" type="Generic-URI" nillable="true" minOccurs="0"/>



        <xs:element name="PRESURI" type="Generic-URI" nillable="true" minOccurs="0"/>



      </xs:sequence>



   </xs:complexType>



   <xs:element name="OptionalData" type="OptionalData"/>



</xs:schema>


� Meaning any service provider (facility-based or otherwise) providing voice service over IP
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NANC 390 Flow Diagrams to facilitate discussion during APT meeting






NANC 390, New Interface Confirmation Messages SOA-to-NPAC



To assist in the discussion and understanding of NANC 390, the following flows and descriptions have been included.  In this example, the flow is for New SP subscription version Create messages.  However, this functionality will be incorporated into all of the existing message sets between the SOA and NPAC.



Page 2, current NPAC implementation, flow B.5.1.2, steps 2 and 3, the NPAC must perform the following processing:



a. Receive the message.



b. Perform message validation.



c. Run the business rules.



d. Package up the information that is sent back to the originating SOA.



e. Store the information in the database.



Following these five steps (a through e), the message response is sent back in flow B.5.1.2, step 4, and the SV-IDs are sent in flow B.5.1.2, step 5.



If there is a back-log, then this message is not immediately processed, but must “wait-it’s turn”, including higher priority items that “cut in line”.



Also, if there are problems (e.g., the router gets hung up, or goes down), the NPAC performs all the work, but then cannot send it back to the originating SOA because the message’s invoke ID is no longer available.  This cause an unnecessary work effort on NPAC resources, since the message must be fully re-processed.



Using the NANC 390 method, the response to the request (in this case M-ACTION) will be sent immediately upon storage in the database.  It will include a new Request ID to uniquely identify the request.  A new M-EVENT-REPORT notification (genericResponse) will be used, steps 4.1 and 4.2.  Benefits include:



1. If there is a back-log of messages to process, the SOA is not waiting for a confirmation that the request was received.  It is quickly returned upon receipt regardless of system load in the NPAC SMS engine.



2. In problem situations (e.g., the router gets hung up, or goes down), the SOA does not need to resend the message if the response was received from the NPAC.  Processing will continue once the connection is re-established.  Additionally, a Request ID on the response allows both the SOA and the NPAC to tie the quick confirmation with the subsequent notification (whether error message or object creation).



3. When the new notification is used, detailed error message can be sent (build in a graphicString attribute for error text that allows us to send back an English-like error message).  This could potentially eliminate the need for ILL 130 (Application Level Errors).  The NPAC would likely send both error code and error text, thereby allowing the SOA to perform it’s own error code lookup/translation if so desired.



4. The SOA will likely have less duplicate work to perform during heavy load, because the new requestReceived notification will be sent and received in a timely fashion.



5. The NPAC will likely have less duplicate work to perform during heavy load, because the quick response to the SOA would eliminate duplicate requests from the SOA.



The following is copied directly from the 3.2.1a IIS.



B5.1.2 – SubscriptionVersion Create by the Initial SOA (New Service Provider):



In this scenario, the new service provider is the first to send the M-ACTION to create the subscriptionVersion object.
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Proposed New Flow Using New NANC 390 Confirmation Message Diagram:
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MODIFIED:



-- 2.0 LNP Local SMS Managed Object Class



lnpLocalSMS MANAGED OBJECT CLASS

    DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;

    CHARACTERIZED BY

        lnpLocalSMS-Pkg;

    CONDITIONAL PACKAGES

        applicationLevelHeartBeatPkg PRESENT IF

                 !the object is instantiated on the Local SMS!,

        swimProcessing-RecoveryResultsPkg PRESENT IF

                 !the Local SMS supports SWIM Recovery!,

		lnpProcessedMsgPkg PRESENT IF

            !the object is instantiated on the Local SMS!;

    REGISTERED AS {LNP-OIDS.lnp-objectClass 2};





-- 12.0 LNP NPAC SMS Managed Object Class



lnpNPAC-SMS MANAGED OBJECT CLASS

    DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;

    CHARACTERIZED BY

        lnpNPAC-SMS-Pkg,

        lnpRecoveryCompletePkg,

        lnpNotificationRecoveryPkg;

    CONDITIONAL PACKAGES

        applicationLevelHeartBeatPkg PRESENT IF

            !the object is instantiated on the NPAC SMS!,

	lnpProcessedMsgPkg PRESENT IF

            !the object is instantiated on the NPAC SMS!,

	lnpDeletePkg PRESENT IF

            !the object is instantiated on the NPAC SMS!;

    REGISTERED AS {LNP-OIDS.lnp-objectClass 12};





-- 14.0 LNP Subscriptions Managed Object Class



lnpSubscriptions MANAGED OBJECT CLASS

    DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;

    CHARACTERIZED BY

        lnpSubscriptionsPkg,

        subscriptionVersionLocalSMS-CreatePkg;

    CONDITIONAL PACKAGES

    lnpDownloadPkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionOldSP-CreatePkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionNewSP-CreatePkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionDisconnectPkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionModifyPkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionActivatePkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionCancelPkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionOldSP-CancellationPkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionNewSP-CancellationPkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionRemoveFromConflictPkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    numberPoolBlock-CreatePkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionRangeStatusAttributeValueChangePkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionRangeAttributeValueChangePkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionRangeObjectCreationPkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionRangeDonorSP-CustomerDisconnectDatePkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionRangeCancellationAcknowledgePkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionRangeNewSP-CreateRequestPkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionRangeOldSP-ConcurrenceRequestPkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionRangeOldSPFinalConcurrenceWindowExpirationPkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionRangeNewSP-FinalCreateWindowExpirationPkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

--

-- Packages for the sister ACTIONs with error codes

--

    subscriptionVersionActivateWithErrorCodePkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionCancelWithErrorCodePkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionNewSP-CancellationWithErrorCodePkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionRemoveFromConflictWithErrorCodePkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,

    subscriptionVersionOldSP-CancellationWithErrorCodePkg PRESENT IF

        !the object is instantiated on the NPAC SMS!,



--  NANC390

    subscriptionVersionLocalSMS-CreateWithActionIdPkg PRESENT IF

        !the object is instantiated on the NPAC SMS!;

    REGISTERED AS {LNP-OIDS.lnp-objectClass 14};





-- 27.0 LNP SOA Managed Object Class



lnpSOA MANAGED OBJECT CLASS

    DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;

    CHARACTERIZED BY

        lnpSOA-Pkg;

    CONDITIONAL PACKAGES

        applicationLevelHeartBeatPkg PRESENT IF

                 !the object is instantiated on the SOA!,

        swimProcessing-RecoveryResultsPkg PRESENT IF

                 !the SOA supports SWIM Recovery!,

	lnpProcessedMsgPkg PRESENT IF

			!the object is instantiated on the SOA!;

    REGISTERED AS {LNP-OIDS.lnp-objectClass 27};















NEW:



subscriptionVersionLocalSMS-CreateWithActionIdPkg PACKAGE

    BEHAVIOUR subscriptionVersionLocalSMS-CreateWithActionIdPkgBehavior;

    ACTIONS

        subscriptionVersionLocalSMS-CreateWithActionId;

    REGISTERED AS {LNP-OIDS.lnp-package 59};



subscriptionVersionLocalSMS-CreateWithActionIdPkgBehavior BEHAVIOUR

    DEFINED AS !

        This package provides for including the

        subscriptionVersionLocalSMS-CreatWithActionId action.

	!;



lnpProcessedMsgPkg PACKAGE

    BEHAVIOUR lnpProcessedMsgPkgBehavior;

    ACTIONS

         lnpProcessedMsg;

    REGISTERED AS {LNP-OIDS.lnp-package 60};



lnpProcessedMsgPkgBehavior BEHAVIOUR

    DEFINED AS !

        This package provides for conditionally including the

        lnpProcessedMsgPkg action.

	!;



lnpDeletePkg PACKAGE

    BEHAVIOUR lnpDeletePkgBehavior;

    ACTIONS

         lnpDelete;

    REGISTERED AS {LNP-OIDS.lnp-package 61};



lnpDeletePkgBehavior BEHAVIOUR

    DEFINED AS !

        This package provides for conditionally including the

        lnpDelete action.

    !;



lnpProcessedMsg ACTION

    BEHAVIOUR

        lnpProcessedMsgDefinition,

        lnpProcessedMsgBehavior;

    MODE CONFIRMED;

    WITH INFORMATION SYNTAX LNP-ASN1.ProcessedMsgAction;

    WITH REPLY SYNTAX LNP-ASN1.ProcessedMsgReply;

    REGISTERED AS {LNP-OIDS.lnp-action 22};



lnpProcessedMsgDefinition BEHAVIOUR

    DEFINED AS !

        The lnpProcessedMsg action is used by NPAC SMS, SOA and Local SMS

		to process requests asynchronously and send the processing results 

		in a generic M-ACTION.

    !;



lnpProcessedMsgBehavior BEHAVIOUR

    DEFINED AS !

        Preconditions: This action is used by any of the NPAC SMS, SOA 

		and Local SMS for service providers supporting a generic M-ACTION to

		respond to incoming requests.



        Postconditions: After this action has been responded by the peer system, the

		receiving side must perform all required processing that would be performed

		when an M-ACTION response was received on system not supporting lnpProcessedMsg ACTION.

	!;



subscriptionVersionLocalSMS-CreateWithActionId ACTION

    BEHAVIOUR

        subscriptionVersionLocalSMS-CreateWithActionIdDefinition,

        subscriptionVersionLocalSMS-CreateWithActionIdBehavior;

    MODE CONFIRMED;

    WITH INFORMATION SYNTAX LNP-ASN1.LocalSMS-CreateAction;

    WITH REPLY SYNTAX LNP-ASN1.LocalSMS-CreateReplyWithActionId;

    REGISTERED AS {LNP-OIDS.lnp-action 23};



subscriptionVersionLocalSMS-CreateWithActionIdDefinition BEHAVIOUR

    DEFINED AS !

        The subscriptionVersionLocalSMS-CreateWithActionId action is the action that is 

        used by the NPAC SMS to create multiple subscription versions via the

        Local SMS to NPAC SMS interface and with immediate conformation. The actual processing

		results are returned with lnpProcessedMsg ACTION.

    !;



subscriptionVersionLocalSMS-CreateWithActionIdBehavior BEHAVIOUR

    DEFINED AS !

		This action is the sister action for the subscriptionVersionLocalSMS-CreateWithAction.

		The difference is that the actual processing results are returned with an 

		lnpProcessedMsg ACTION after an immediate response is sent to the ACTION request.

	!;



lnpDelete ACTION

    BEHAVIOUR

        lnpDeleteDefinition,

        lnpDeleteBehavior;

    MODE CONFIRMED;

    WITH INFORMATION SYNTAX LNP-ASN1.DeleteAction;

    WITH REPLY SYNTAX LNP-ASN1.DeleteReply;

    REGISTERED AS {LNP-OIDS.lnp-action 24};



lnpDeleteDefinition BEHAVIOUR

    DEFINED AS !

        The lnpDelete action is used by SOA and Local SMS

		to delete object instances on NPAC except for the SVs.

    !;



lnpDeleteBehavior BEHAVIOUR

    DEFINED AS !

        Preconditions: This action can be used by Local SMS, and SOA 

		for service providers supporting a generic M-ACTION to

		respond incoming requests.



        Postconditions: After this action has been responded by the peer system, the

		receiving side must perform all required processing that would be performed

		when an M-ACTION response was received on system not supporting 

		lnpProcessedMsg ACTION.

	!;
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New Change Orders – Working Copy






Origination Date:  05/14
/09



Originator:  LNPAWG


Change Order Number:  NANC TBD



Description:  Last Alternative SPID



Cumulative SP Priority, Weighted Average:  N/A



Functionally Backward Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			Y


			Y


			Y








Business Need:



The existing Alternative SPID parameter (within the OptionalData attribute) was introduced to allow Service Providers having a wholesale business relationship with subtending Service Providers, such as resellers or class 2 interconnected VoIP providers, to identify the subtending Service Provider.  However, since the Alternative SPID was implemented, there have been occasions where the provider having the retail relationship with the end user must be identified in the Alternative SPID parameter.  Because the subtending Service Provider having the wholesale business relationship with the network Service Provider, and the subtending Service Provider having the retail business relationship with the end user, may be different entities, there is a need to have the ability to separately identify two Alternative SPID values.  This is true in the case of the iTRS service, where the move of an end user from one TRS provider to another is indicated by populating the new TRS provider's SPID in the Alternative SPID parameter.


Description of Change:



A Last Alternative SPID parameter will be added to the Optional Data field of the Subscription Version.  The new parameter will represent the SPID of the Service Provider having the retail relationship with the end user.  The current Alternative SPID will continue to represent the service provider having a wholesale relationship with the network Service Provider, as originally intended.



To maintain backward compatibility, the name and XML label of the original Alternative SPID will remain the same.  The new, Last Alternative SPID will be labeled to make clear its use is to identify the subtending Service Provider having the retail relationship with the end user.



LABELS:


· Current parameter, Alternative SPID  - "ALTSPID"



· New parameter, Last Alternative SPID - "LALTSPID"



The NPAC/SMS will provide the ability to provision a Last Alternative SPID for each SV and Pooled Block record.



This information will be provisioned by the SOA and broadcast to the LSMS upon activation of the SV or Pooled Block and upon modification for those SOA and LSMS associations optioned “on” to send and receive this data.



This parameter shall be added to the Bulk Data Download file, and be available to a Service Provider’s SOA/LSMS.



This parameter will be supported across the interface on an opt-in basis only and will be functionally backward compatible.



The OptionalData CMIP attribute will be populated with an XML string.  The string is defined by the schema documented in the XML section below.  XML is used to provide flexibility to add additional parameters to the SV records and Pool Block records when approved by the LLC.


Major points/processing flow/high-level requirements:



This change order proposes to add a new parameter (within the OptionalData attribute) to the subscription version and number pool block objects.  Hence, the FRS, IIS, GDMO, and ASN.1 will need to reflect the addition of this new parameter.  This new parameter will cause changes to the NPAC CMIP interface, however they will be functionally backward compatible and optional by Service Provider (separate indicators for SOA and LSMS).



Best Practice discussion points:



With this change order, a Best Practice should be added that addresses the situation where the first subtending Service Provider is the same as the last subtending Service Provider, as well as when they are different:



· The (existing) Alternative SPID is always populated when there is a subtending Service Provider serving the telephone number.



· The Last Alternative SPID is populated whenever the identity of the Service Provider with the retail relationship with the end-user is known.



· In the case where there is only one subtending Service Provider and that fact is known, then both Alternative SPID values are populated, with the same SPID value.



Requirements:



Section 1.2, NPAC SMS Functional Overview



Add a new section that describes the functionality of the Last Alternative SPID parameter (within the Optional Data attribute).  See description of Change above.



Section 3.1, NPAC SMS Data Models



Add new parameter for the Last Alternative SPID parameter (within the Optional Data attribute).  See below:



			NPAC CUSTOMER DATA MODEL





			Attribute Name


			Type (Size) 


			Required


			Description





			[snip]


			


			


			





			NPAC Customer SOA Last Alternative SPID Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Last Alternative SPID information from the NPAC SMS to their SOA.  The Last Alternative SPID is the SPID of the subtending Service Provider having the retail relationship with the end user.



The default value is False.





			NPAC Customer LSMS Last Alternative SPID Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Last Alternative SPID information from the NPAC SMS to their LSMS.  The Last Alternative SPID is the SPID of the subtending Service Provider having the retail relationship with the end user.



The default value is False.





			[snip]


			


			


			








Table 3-2 NPAC Customer Data Model



			Subscription Version Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			Last Alternative SPID


			C (4)


			


			Last Alternative SPID for Subscription Version.



This field may be specified only if the service provider SOA supports Last Alternative SPID.  The Last Alternative SPID is the SPID of the subtending Service Provider having the retail relationship with the end user.





			[snip]


			


			


			








Table 3‑6 Subscription Version Data Model



			number pooling block hoder information Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			Last Alternative SPID


			C (4)


			


			Last Alternative SPID for Number Pool Block.



This field may be specified only if the service provider SOA supports Last Alternative SPID.  The Last Alternative SPID is the SPID of the subtending Service Provider having the retail relationship with the end user.





			[snip]


			


			


			








Table 3‑8 Number Pooling Block Holder Information Data Model



R3-7.2 
Administer Mass update on one or more selected Subscription Versions



NPAC SMS shall allow NPAC personnel to specify a mass update action to be applied against all Subscription Versions selected (except for Subscription Versions with a status of old, partial failure, sending, disconnect pending or canceled) for LRN, DPC values, SSN values, SV Type, Alternative SPID, Last Alternative SPID, Billing ID, End User Location Type or End User Location Value.



RR3-210
Block Holder Information Mass Update – Update Fields



NPAC SMS shall allow NPAC Personnel, via a mass update, to update the block holder default routing information (LRN, DPC(s), and SSN(s)) SV Type, Alternative SPID, and Last Alternative SPID, for a 1K Block as stored in the NPAC SMS.  (Previously B-762)



R3‑8
Off-line batch updates for Local SMS Disaster Recovery



NPAC SMS shall support an off‑line batch download (via 4mm DAT tape and FTP file download) to mass update Local SMSs with Subscription Versions, NPA-NXX-X Information, Number Pool Block and Service Provider Network data.



The contents of the batch download are:



· Subscriber data:



· [snip]



· Last Alternative SPID (for Local SMSs that support Last Alternative SPID)



·  [snip]



· Block Data



· [snip]



· Last Alternative SPID (for Local SMSs that support Last Alternative SPID)



·  [snip]



RR3-79.1
Number Pool NPA-NXX-X Holder Information – Routing Data Field Level Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, are valid according to the formats specified in the Block Data Model upon Block creation scheduling for a Number Pool, or when re-scheduling a Block Create Event:  (Previously N-75.1).



[snip]



Last Alternative SPID (if supported by the Block Holder SOA)



RR3-149
 Addition of Number Pooling Block Holder Information – Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, is valid according to the formats specified in the Subscription Version Data Model upon Block creation for a Number Pool:  (Previously B-250)



[snip]



Last Alternative SPID (if supported by the Block Holder SOA)



RR3-157
Modification of Number Pooling Block Holder Information – Routing Data



NPAC SMS shall allow NPAC personnel, Service Provider via the SOA to NPAC SMS Interface, or Service Provider via the NPAC SOA Low-tech Interface, to modify the block holder default routing information (LRN, DPC(s), and SSN(s)), Number Pool Block SV Type (if support by the Block Holder SOA), and Number Pool Block Alternative SPID (if support by the Block Holder SOA),  and Last Alternative SPID (if supported by the Block Holder SOA), for a 1K Block as stored in the NPAC SMS.  (Previously B-320)



R4-8
Service Provider Data Elements


NPAC SMS shall require the following data if there is no existing Service Provider data:



[snip]



NPAC Customer SOA Last Alternative SPID Support Indicator



NPAC Customer LSMS Last Alternative SPID Support Indicator



R5‑16
Create Subscription Version - New Service Provider Optional input data



NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· Last Alternative SPID (if supported by the Service Provider SOA)



R5‑18.1
Create Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· Last Alternative SPID (if supported by the Service Provider SOA)



RR5-5
Create “Intra-Service Provider Port” Subscription Version - Current Service Provider Optional Input Data



NPAC SMS shall accept the following optional fields from the NPAC personnel or the Current Service Provider upon a Subscription Version Creation for an Intra-Service Provider port:



· [snip]



· Last Alternative SPID (if supported by the Service Provider SOA)



RR5-6.1
Create “Intra-Service Provider Port” Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Intra-Service Provider port:



· [snip]



· Last Alternative SPID (if supported by the Service Provider SOA)



R5‑27.1
Modify Subscription Version - New Service Provider Data Values



NPAC SMS shall allow the following data to be modified in a pending or conflict Subscription Version for an Inter-Service Provider or Intra-Service Provider port by the new/current Service Provider or NPAC personnel:



· [snip]



· Last Alternative SPID (if supported by the Service Provider SOA)



R5‑28
Modify Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the NPAC personnel or the new Service Provider upon modification of a pending or conflict Subscription version:



· [snip]



· Last Alternative SPID (if supported by the Service Provider SOA)



R5‑29.1
Modify Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.



· [snip]



· Last Alternative SPID (if supported by the Service Provider SOA)



R5‑36
Modify Active Subscription Version - Input Data



NPAC SMS shall allow the following data to be modified for an active Subscription Version:



· [snip]



· Last Alternative SPID (if supported by the Service Provider SOA)



R5‑37
Active Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the new Service Provider or NPAC personnel for an active Subscription Version to be modified:



· [snip]



· Last Alternative SPID (if supported by the Service Provider SOA)



R5‑38.1
Modify Active Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification of an active version:



· [snip]



· Last Alternative SPID (if supported by the Service Provider SOA)



R5-74.3
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:



· [snip]



· Last Alternative SPID (if supported by the Service Provider SOA)



R5-74.4
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS to Local SMS interface:



· [snip]



· Last Alternative SPID (if supported by the Service Provider LSMS)



RR5-91
Addition of Number Pooling Subscription Version Information – Create “Pooled Number” Subscription Version



NPAC SMS shall automatically populate the following data upon Subscription Version creation for a Pooled Number port:  (Previously SV-20)



· [snip]



· Last Alternative SPID (Value set to same field as Block)



Req 1 – Service Provider SOA Last Alternative SPID Edit Flag Indicator



NPAC SMS shall provide a Service Provider SOA Last Alternative SPID Edit Flag Indicator tunable parameter which defines whether a SOA supports Last Alternative SPID.



Req 2 – Service Provider SOA Last Alternative SPID Edit Flag Indicator Default



NPAC SMS shall default the Service Provider SOA Last Alternative SPID Edit Flag Indicator tunable parameter to FALSE.



Req 3 – Service Provider SOA Last Alternative SPID Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Last Alternative SPID Edit Flag Indicator tunable parameter.


Req 4 – Service Provider LSMS Last Alternative SPID Edit Flag Indicator



NPAC SMS shall provide a Service Provider LSMS Last Alternative SPID Edit Flag Indicator tunable parameter which defines whether an LSMS supports Last Alternative SPID.



Req 5 – Service Provider LSMS Last Alternative SPID Edit Flag Indicator Default



NPAC SMS shall default the Service Provider LSMS Last Alternative SPID Edit Flag Indicator tunable parameter to FALSE.



Req 6 – Service Provider LSMS Last Alternative SPID Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS Last Alternative SPID Edit Flag Indicator tunable parameter.


Req 7
Activate Subscription Version - Send Last Alternative SPID to Local SMSs



NPAC SMS shall, for a Service Provider that supports Last Alternative SPID, send the Last Alternative SPID parameter for an activated Inter or Intra-Service Provider Subscription Version port via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 8
Activate Number Pool Block - Send Last Alternative SPID to Local SMSs



NPAC SMS shall, for a Service Provider that supports Last Alternative SPID, send the Last Alternative SPID parameter for an activated Number Pool Block via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 9
Audit for Support of Last Alternative SPID



NPAC SMS shall audit the Last Alternative SPID parameter as part of a full audit scope, only when a Service Provider’s LSMS supports Last Alternative SPID.


Appendix E – Bulk Data Download File Examples.



NOTE:  If a Service Provider supports Last Alternative SPID, the format of the Bulk Data Download file will contain delimiters for the parameter.



			Explanation of the fields in the subscription download file





			Field Number


			Field Name


			Value in Example





			1


			Version Id 


			0000000001





			[snip]


			


			





			999


			Last Alternative SPID


			Not present if LSMS or SOA does not support the Last Alternative SPID as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 1 -- Explanation of the Fields in The Subscription Download File



			Explanation of the fields in the Block download file





			Field Number


			Field Name


			Value in Example





			1


			Block  Id 


			1





			[snip]


			


			





			999


			Last Alternative SPID


			Not present if LSMS or SOA does not support the Last Alternative SPID as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 6 -- Explanation of the Fields in The Subscription Download File



IIS



Addition to the current IIS flow descriptions that relate to SV and NPB attributes.



Flow B.4.4.1 – Number Pool Block Create/Activate by SOA



Flow B.4.4.2 – Number Pool Block Create by NPAC SMS



Flow B.4.4.12 – Number Pool Block Modify by NPAC SMS



Flow B.4.4.13 – Number Pool Block Modify by Block Holder SOA



If the “SOA Supports Last Alternative SPID Indicator” is set in the service provider’s profile on the NPAC SMS, the following parameter may optionally be included:



Last Alternative SPID


Flow B.5.1.2 – Subscription Version Create by the Initial SOA (New Service Provider)



Flow B.5.1.3 – Subscription Version Create by Second SOA (New Service Provider)



Flow B.5.1.11 – Subscription Version Create for Intra-Service Provider Port



[snip]



The following items may optionally be provided unless subscriptionPortingToOriginal-SP is true:



[snip]



Last Alternative SPID – if supported by the Service Provider SOA



Flow B.5.2.1 – Subscription Version Modify Active Version Using M-ACTION by a Service Provider SOA



Flow B.5.2.3 – Subscription Version Modify Prior to Activate Using M-ACTION



Flow B.5.2.4 – Subscription Version Modify Prior to Activate Using M-SET



[snip]



The current service provider can only modify the following attributes:



[snip]



Last Alternative SPID – if supported by the Service Provider SOA



Flow B.5.6 – Subscription Version Query



[snip]



The query return data includes:



[snip]



Last Alternative SPID – if supported by the Service Provider (SOA, LSMS)



GDMO:



No Change Required.



ASN.1:



No Change Required.



XML:



Note – the XML shown below is existing US XML (XML-US-2009-05.doc) and new NANC TBD.



<?xml version="1.0" encoding="UTF-8"?>



<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema" elementFormDefault="qualified" attributeFormDefault="unqualified">



   <!-- Basic Data Types -->



   <xs:simpleType name="NumberString">



       <xs:restriction base="xs:string">



           <xs:pattern value="[0-9]{0,}"/>



       </xs:restriction>



   </xs:simpleType>



   <xs:simpleType name="SPID">



       <xs:restriction base="xs:string">



           <xs:length value="4"/>



       </xs:restriction>



   </xs:simpleType>



   <!-- Second Level Data Types -->



   <xs:simpleType name="EULV_DATATYPE">



       <xs:restriction base="NumberString">



           <xs:minLength value="1"/>



           <xs:maxLength value="12"/>



       </xs:restriction>



   </xs:simpleType>



   <xs:simpleType name="EULT_DATATYPE">



       <xs:restriction base="NumberString">



           <xs:length value="2"/>



       </xs:restriction>



   </xs:simpleType>



   <xs:simpleType name="BID_DATATYPE">



       <xs:restriction base="xs:string">



           <xs:minLength value="1"/>



           <xs:maxLength value="4"/>



       </xs:restriction>



   </xs:simpleType>



   <xs:simpleType name="Generic-URI">



       <xs:restriction base="xs:string">



           <xs:minLength value="1"/>



           <xs:maxLength value="255"/>



       </xs:restriction>



   </xs:simpleType>



   <xs:complexType name="OptionalData">



   <xs:all>



       <xs:element name="ALTSPID" type="SPID" nillable="true" minOccurs="0"/>



       <xs:element name="ALTEULV" type="EULV_DATATYPE" nillable="true" minOccurs="0"/>



       <xs:element name="ALTEULT" type="EULT_DATATYPE" nillable="true" minOccurs="0"/>



       <xs:element name="ALTBID" type="BID_DATATYPE" nillable="true" minOccurs="0"/>



       <xs:element name="VOICEURI" type="Generic-URI" nillable="true" minOccurs="0"/>



       <xs:element name="MMSURI" type="Generic-URI" nillable="true" minOccurs="0"/>



       <xs:element name="SMSURI" type="Generic-URI" nillable="true" minOccurs="0"/>



        <xs:element name="LALTSPID" type="SPID" nillable="true" minOccurs="0"/>



   </xs:all>



   </xs:complexType>



   <xs:element name="OptionalData" type="OptionalData"/>



</xs:schema>
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2010 LNPA WG Meeting/Call Schedule:

Following is the current schedule for the 2010 LNPA WG meetings and calls.


		MONTH

(2010)

		NANC MEETING DATES

		LNPA WG


MEETING/CALL


DATES

		HOST COMPANY

		MEETING LOCATION



		

		

		

		

		



		January 

		

		12th-13th  

		Telcordia

		Location TBD on West Coast



		February 

		

		No meeting.


2/9/2010 call if necessary

		

		



		March

		

		9th-10th

		Comcast

		Denver, Colorado



		April

		

		No meeting.


4/13/2010 call if necessary

		

		



		May

		

		11th-12th 

		Brighthouse and Syniverse

		Tampa, Florida



		June

		

		No meeting.


6/8/2010 call if necessary

		

		



		July

		 

		13th-14th 

		NeuStar

		Location TBD on West Coast



		August

		

		No meeting.

8/10/2010 call if necessary

		

		



		September

		

		14th-15th

		Tekelec

		Morrisville, North Carolina



		October

		

		No meeting.


10/12/2010 call if necessary

		

		



		November

		

		9th-10th 

		Sprint Nextel

		Fort Lauderdale (tentative)



		December

		

		No meeting.


12/7/2010 call if necessary

		

		



		

		

		

		

		





· Continuing evaluation during 2010 will determine if interim conference calls are needed or if the decision to meet face-to-face every other month should be revisited.
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LNPA Working Group Architecture Planning Team (APT)


NANC 437 Issue Parking Lot Matrix 




​​​​​​


Please Note: The items listed below have been identified for further in-depth analysis during the technical requirements discussions related to NANC 437, which proposes an Inter-NPAC peering model architecture.

		Category Topic

		Description



		DOCUMENTATION

		Items agreed upon during review to be updated in next NANC 437 FRS/IIS 5.0.0 release (8/12/09 -may have impact on NPAC functionality and may not be a Documentation Only change)



		M&P

		Items identifying existing and or new procedures updates in support of NANC 437



		FUTURE REQUIREMENTS

		Items optionally to be considered at a future time that contain suggested new or modified functionality from the functionality currently included in the NANC 437 documentation 



		LEVEL OF EFFORT

		Items requiring further understanding of the level of effort for vendors implementing NANC 437



		ARCHITECTURE

		Items raised during the NANC 437 review related to the NANC 437 solution architecture as well as items not categorized in the other existing categories



		OPERATIONAL (added 09-15-09)

		Items identifying potential NPAC or Service Provider operational impacts.





		Status

		Description



		OPEN

		Items pending next NANC 437 documentation release or for LNPA WG discussion/determination



		RECOMMEND CLOSED

		Items that have been identified as duplicate, can be combined with an existing item, or where there is a more specific and detailed item that has been opened



		CLOSED

		Items that are completed.



		PENDING

		Items pending the release of the next NANC 437 documentation





		Item #

		Date Logged

		Status 

		Related Requirement(s)

		Industry Documentation Referenced

		Major Topic

		Decisions/Recommendations/Discussion



		0001




		3/10/09

		Open

		N/A

		Certification and Regress Test Plan 

		M&P/LEVEL OF EFFORT

Resolving Inter-NPAC SMS interface specification NPAC vendor disputes discovered during test cycles.

		TBD – Address when test plan and test cases are developed.

Related to items #4 and #31  the general testing strategy of NANC 437. 



		0002

		3/10/09

		Open

		N/A

		M&P

		M&P


Resolving Inter-NPAC SMS Interface specification NPAC vendor disputes discovered during production failures

		TBD – Address when M&Ps are developed.

8/12/09


· The PIM process was discussed as a possible solution.  



		0003

		3/10/09

		Open

		N/A

		PIMs

		M&P


Addressing NPAC vendor-specific PIM topics

		TBD – Need to determine how to work NPAC specific PIM topics that might not be appropriate to discuss in current PIM processes.

8/12/09


· Discussion needs to take place on logistics of holding technical discussions and addressing technical issues that also impact NPAC contracts. 



		0004

		3/10/09

		Open

		N/A

		Certification and Regression Test Plan based on FRS and IIS

		M&P/LEVEL OF EFFORT

Technical certification of a new NPAC vendor

		TBD – Address when test plan and test cases are developed.

8/12/09


· Level of Effort discussion required.


· 3rd party certifier required for NPAC vendors?

· Related to item#1



		0005

		3/10/09

		Closed

8/12/09





		N/A

		M&P 

		M&P


NPAC Vendor change process (for operators electing to switch NPAC vendors)

		TBD – Address when M&P for transition are developed.


Covered more completely in Item #31

8/12/09

What is industry expectation for certification testing when SPs transition to new NPAC vendor? 

· Agreed to close Item 5 and add bullet above to Item 31.



		0006

		3/10/09

		Open

		N/A

		M&P

		M&P


Coordinated changes to NPAC SMS configuration parameters (e.g. timers, retry counters)

		TBD – Address when M&Ps are developed.

8/12/09


· NAPM LLC approval process involved.

09/16/09


Although not required, if desired the LNPA WG would need to define M&P for management of tunables values used by all Peered NPAC.






		0007

		3/10/09

		Open

		No New Requirements

		M&P / Best Practices, Existing FRS requirements

		M&P


Managing lagging LSMS systems

		Peering would not change requirements for how each NPAC SMS deals with LSMS that are lagging today. 

8/12/09


· Are additional requirements necessary dependent on which NPAC notices lagging LSMS?



		0008

		3/10/09

		Closed (07/14/09)

		

		FRS Architecture and specific CH 6 and 10 requirements

		ARCHITECTURE


Performance – industry and provider systems

		Will be discussed during Change Order 437 FRS review.

Agreed to close since Chapters 6 and 10 have been reviewed and specific items have been logged. (items 192, 101, 91, 127)



		0009

		3/10/09

		Closed (07/14/09)

		

		FRS/IIS Requirements relating to SV, Block, and Audit (CH 3, 5, and 8 and related IIS Flows)

		ARCHITECTURE


Race conditions – e.g., NPACs would be out of synch between the time Primary NPAC puts SV in sending state and peered NPAC receives download and somebody launches audit on TN.

		Will be discussed during Change Order 437 FRS and IIS review.


Errata 2 and 3 were introduced to remove race conditions.



		0010

		3/10/09

		Closed

8/12/09



		

		FRS/IIS – Primarily CH 6 and IIS – all requirements apply

		ARCHITECTURE


Question on design of inter-NPAC interfaces and what the message sets will be.  Synchronization, queries, audits, partial fails

		Will be discussed during Change Order 437 FRS and IIS review.


Message sets have been reviewed as well as combination/synchronization of events.  



		0011

		3/10/09

		Closed (07/14/09)

		

		FRS Architecture and specific CH 6, 9, and 10 requirements

		ARCHITECTURE


Question on SLAs and the additional work placed on the NPACs in order to remain transparent to service providers.  Concern raised about ability to meet performance-related SLRs.

		Performance requirements and associated reporting for those requirements will be discussed during Change Order 437. Other SLAs and SLRs are part of contractual arrangements. Agreed to close since Chapters 6 and 10 have been reviewed and specific items have been logged (items 192, 101, 91, 127)



		0012

		3/10/09

		Closed (07/14/09)

		N/A

		FRS Architecture and specific CH 6 and 10 requirements (list SOA bandwidth requirements)

		ARCHITECTURE


SOA throughput issues for Inter-NPAC SMS interfaces

		Will be discussed during Change Order 437 FRS review.

 Agreed to close with item 192 being be moved from DOCUMENTATION back to ARCHITECTURE.



		0013

		3/10/09

		Closed


8/12/09




		N/A

		Existing FRS requirements

		ARCHITECTURE


Do all providers using a Service Bureau have to connect to the NPAC that the Service Bureau chooses?  

		8/12/09


Response was yes.  If SP wants to connect to different NPAC, they could choose to go with a different Service Bureau or go with a direct connect to NPAC of choice.


Service Bureaus are responsible for deciding whether or not to connect to 1 or more NPACs in a region to allow their customers to choose which NPAC they will utilize.


SOA and LSMS must have different SPIDs when connecting to different NPAC vendors.  Constraint will be added to address this in item #49






		0014

		3/10/09

		Closed


8/12/09




		Section 3.11 RT3-25 to RT3-64

		FRS EBDD Requirements in Section 3 and Appendix E

		ARCHITECTURE


Enhanced BDD data requirements between NPACs

		Will be discussed during Change Order 437 FRS review.


Covered during industry review Section 3 and Appendix E.  Items 79, 81, 83, and 84 have been opened to update the documentation.



		0015

		3/10/09

		Open 

		N/A




		M&Ps for Release  3.4 w/NANC 414

		M&P


Managing and addressing ports where code ownership is in error

		Existing processes apply in a peering environment.  New Release 3.4 NANC 414 requirements would apply.

8/12/09


· Managing, distributing, updating OCN mapping list among NPACs

· Addressing when lists are discrepant between NPACs

· Frequency of updates could be an operational issue if manual.



		0016

		3/10/09

		Closed (07/14/09)

		N/A

		FRS/IIS New Inter-NPAC SMS Number Pool Block Requirements

		ARCHITECTURE


Race conditions during transition of Master NPAC for pooled blocks

		Will be discussed during Change Order 437 FRS and IIS review.


Errata 2 and 3 were introduced to remove race conditions.  

Agreed to close at 7/14/09 review. 



		0017

		3/10/09

		Open 

		No New Requirements

		FRS Existing Number Pool Block Requirements


 (CH 3 and 5) and existing M&Ps

		M&P


Failure on the part of providers to protect contaminated TNs in pooled block and any complexity in resolving

		Existing requirements and processes apply in a peering environment.


Will be discussed during Change Order 437 FRS and IIS review.  M&Ps may need to be updated. 



		0018

		3/10/09

		Closed


8/12/09

		Section 5 requirements

		FRS/IIS; FRS CH 3 and 5 requirements for Inter-NPAC failure communication

		ARCHITECTURE


Failed SP list functionality and behavior

		Service Provider functionality does not change.  Inter-NPAC communication of failures will be discussed during Change Order 437 FRS and IIS review.

Covered during industry review.  Items 104 and 138 have identified enhanced functionality to be added in the documentation for failed lists.



		0019

		3/10/09

		Closed


8/12/09

		Section 8.4 requirements

		FRS/IIS;  FRS CH 8

		ARCHITECTURE


Discrepancies/ambiguities in Master NPAC and golden database identification and impacts on query and audit functionality.

		Will be discussed during Change Order 437 FRS and IIS review.


Covered during industry review.  Specific documentation items were created to further clarify audit processing (item 70,71,141,142,145)



		0020

		3/10/09

		Closed


8/12/09 




		Section 3.2.2 requirements

		FRS/IIS; FRS CH3

		ARCHITECTURE


Action required for case when a –X or pending SV that has not been activated but are impacted by migration are on a different NPAC than the Primary NPAC of the migrating-to SPID

		Will be discussed during Change Order 437 FRS and IIS review.


Covered during industry review of section 3.2.2.  

 



		0021

		3/10/09

		Closed


8/12/09



		RT3-4

		FRS/IIS; FRS CH 3

		ARCHITECTURE


Filter functionality and behavior

		Filter functionality to SOA and LSMS for filters are unchanged.  Filtering is not supported between Peered NPAC SMS over the Inter-NPAC SMS Interfaces. Each Peered NPAC SMS is responsible for filtering to their subtending SOA and LSMS systems. Will be discussed during Change Order 437 FRS and IIS review. 


Recommending closure due to clarification of filtering not being supported is covered in DOCUMENTATION Item # 73.



		0022

		3/10/09

		Closed


8/12/09



		Section 6.7

		FRS/IIS; FRS CH 6

		ARCHITECTURE




		Both SWIM and time based recovery is supported over the Inter-NPAC SMS Interface. Will be discussed during Change Order 437 FRS and IIS review.  


Covered during industry review. 

Recommend closure due to performance/volume concerns will be rolled up into item 101.



		0023

		3/10/09

		Open

		N/A

		M&P

		M&P


SPID migrations – how to manage the current SV limitations in a multiple NPAC environment

		Will be discussed during Change Order 437 FRS and IIS review.  M&Ps may need to be updated.

8/12/09


· With NANC 408, need to coordinate scheduling of migrations to ensure we do not exceed limitations in a multi-NPAC environment.



		0024

		3/10/09

		Open

		TBD

		FRS/IIS 

		DOCUMENTATION


Incorporate the Release 3.4 functionality in a multiple NPAC environment

		Requirements for Release 3.4 functionality can be implemented in a Peered NPAC SMS environment.  Once the final Release 3.4 package is approved by the LLC, it can be folded into the NANC 437 requirements.



		0025

		3/10/09

		Open

		N/A

		M&P

		M&P


ID management – segmenting the IDs and when NPAC vendors are added

		Recommendations proposed in NANC 437 need to be discussed.  Documentation to be updated is dependent on the adopted solution.



		0026

		3/10/09

		Open

		TBD

		FRS/IIS

		FUTURE REQUIREMENTS

On inter-NPAC activity, what message does a provider receive on an outstanding request when their Primary NPAC remains up and the Peered NPAC fails over to its backup NPAC? Is it an existing or a new error code?

		Will be discussed during Change Order 437 FRS and IIS review.  These options can be discussed.  

Requirements for a new error code to be developed/investigated post technical feasibility review (7/14/09)

8/12/09

· Association will not be aborted.


· Verify that existing requirements provide appropriate message. 



		0027

		3/10/09

		Open

		N/A

		Test Plans

		M&P/LEVEL OF EFFORT

How does the industry want to handle disaster failover/recovery testing of peered NPACs?

		TBD – Address when test plan and test cases are developed.

8/12/09

· Are we going to have test facility to handle this?  What are industry expectations?


· Need to discuss Level of Effort before test plans are developed.



		0028

		3/10/09

		Closed


8/12/09 

		No New Requirements

		FRS/IIS Existing Requirements (FRS CH 6)

		ARCHITECTURE


LSMS recovery process – make sure that same behavior is replicated in a peered NPAC environment

		Peering would not change requirements for how each NPAC SMS deals with LSMS recovery process.


Covered during industry review with several items (177, 178, and 179) opened to clarify requirements to for recovery in a peered environment including 3 NPAC scenarios.



		0029

		3/10/09

		Closed


8/12/09



		Section 3.5.1 and 3.5.2

		FRS/IIS; FRS CH 3

		ARCHITECTURE


NPA splits – all NPACs could be participating in the broadcast of impacted NPA-NXXs

		Will be discussed during Change Order 437 FRS and IIS review.  


Covered during industry review of section 3. Item #75 addresses the M&Ps that would be put in place for NPA Split management in a peered environment.



		0030

		3/10/09

		Closed


8/12/09 

		N/A

		

		M&P


Interop and turnup testing for NPAC vendors

		Duplicate of Item #4, remove or close.



		0031

		3/10/09

		Open

		N/A

		M&P

		M&P


How are Peered NPAC SMSs modified to associate a new SP with its Primary NPAC SMS?  For both a new SP in a region and an SP changing NPACs.

		Will be discussed during Change Order 437 FRS and IIS review. Note: this item is similar to item 5 consider consolidation of item 5 with item #31

8/12/09


· What is industry expectation for certification testing when SPs transition to new NPAC vendor? 






		0032

		3/10/09

		Open

		N/A

		M&P

		M&P


Coordinating the timing of NPAC software release updates

		Done as it is done today between NPAC and SOA and LSMS vendors. 

8/12/09


· Need to discuss if this requires a flash cut, backwards compatibility implications, impacts of different vendor development cycles.


· SPs migrating to a different NPAC that does not support feature set that previous NPAC did.  Could drive SP system changes.



		0033

		3/10/09

		Open

		N/A

		M&P

		M&P


Does the industry want an NPAC-only maintenance window for synch up separate from the SP maintenance window so that they can talk to each other without SPs submitting requests?

		LNPA WG would need to discuss as part of NANC 437 implementation.



		0034

		4/14/09

		Open

		N/A

		FRS/IIS/GDMO/ASN.1

		DOCUMENTATION


Appropriate manner to reflect copyright in FRS document.

		Does not impact review process and will be reviewed at a later date.



		0035

		4/14/09

		Closed


8/12/09



		FRS CH 8 

		FRS CH8 / Audit IIS Flows

		ARCHITECTURE


Impacts of Peered NPACs on Repair Service Functionality (Identified in FRS Section 1.2.3)

		Will be discussed during Change Order 437 FRS review.


Audit functionality covered during industry review of CH8.



		0036

		4/14/09

		Open

		N/A

		M&P 

		OPERATIONAL

How will unplanned and scheduled downtime work with Peered NPACs? (Identified in FRS Section 1.2.5)

9/15/09


Is M&P needed for coordinating downtime between Peered NPAC SMS. (Identified in FRS Section 2.5.1)

		TBD – Address when M&Ps are developed.


Related to Item # 26, #27, #63 and #64 


Note: Suggest items be combined

8/12/09

· Need to discuss operational, service affecting implications, level of effort.


· Should all NPACs be taken down if one is down?





		0037

		4/14/09

		Open

		TBD

		FRS CH 9 Reporting

		FUTURE REQUIREMENTS

Impacts of Peered NPACs on Report Request Functionality.  An NPAC may not be aware of some pending SVs. (Identified in FRS Section 1.2.8)

		Will be discussed during Change Order 437 FRS review.

There was a concern raised about pending PTO ports for Number Pool Block creation.  Neustar action item to provide example (7/14/09)

Requirements to be investigated post technical feasibility review (7/14/09)

8/12/09

· Window of error is messages passing each other across the wire – multiple requests being processed at the same time.  Need to review use case for race condition.



		0038

		4/14/09

		Closed


8/12/09

		N/A

		M&P




		M&P


Coordinating NPA split data when data is coming from different sources.

		TBD – Address when M&Ps are developed.


Combine with Item #75






		0039

		4/14/09

		Closed


8/12/09

		N/A

		

		ARCHITECTURE


Peered data impacts on recovery.

		8/12/09


Covered during industry review with several items (177, 178, and 179) opened to clarify requirements to for recovery in a peered environment including 3 NPAC scenarios.



		0040

		4/14/09

		Pending

		N/A

		FRS Section 1.2.14

		DOCUMENTATION


Include peering interface in items 8 and 12 in section FRS 1.2.14 related to Number Pooling.

		Will be addressed in next FRS 5.0.0 release



		0041

		4/14/09

		Pending

		N/A

		FRS Table 1-3

		DOCUMENTATION


Vacant number treatment and snapback of number pooled blocks.  Treatment when effective date of pooled block has been reached but block has not been activated.

		Table will be updated in the next FRS 5.0.0 release



		0042

		4/14/09

		Pending

		New Requirement

		FRS

		DOCUMENTATION


Make it clear that all NPACs must run on same timeframe, such as GMT.

		Will be addressed in next FRS 5.0.0 release



		0043

		4/14/09

		Pending

		N/A

		FRS

		DOCUMENTATION


Bring in information from Primer into FRS where appropriate.

		Will be addressed in next FRS 5.0.0 release



		0044

		4/14/09

		Pending

		N/A

		FRS

		DOCUMENTATION


Reference different types of NPACs in beginning of document and what their respective roles are.

		Will be addressed in next FRS 5.0.0 release



		0045

		4/14/09

		Pending

		AR6-6




		FRS 1.5

		DOCUMENTATION


Do peered NPACs reduce 30 available LSMS slots for providers? 

		Revise text to say 30 subtending LSMS


Will be addressed in next FRS 5.0.0 release

8/12/09


· Clarification of assumption (AR6-6) will reflect that 30 subtending LSMSs total will not be reduced.


· 30 subtending LSMSs is not hard-coded, it is an assumption for capacity planning.


· May need to add assumption for inter-NPAC LSMSs for capacity planning.



		0046

		4/14/09

		Pending

		TBD

		FRS Section 1.5 and CH 11

		DOCUMENTATION


In Assumptions section, reflect how billing will work in a peered environment.  How will billing information be collected from multiple NPACs? 

		Usage data collection is in scope of FRS.  Use of the data for billing and billing algorithms are LLC/FCC related


Assumption section will be updated in the next FRS 5.0.0 release.

8/12/09


· Current algorithm requires knowledge of how many transactions are transmitted.  Need to address how this would be captured in a multi-NPAC environment.



		0047

		4/14/09

		Pending

		TBD

		FRS AR10-1

		DOCUMENTATION


Suggestion to add an assumption on scheduled downtime.  What does downtime look like for software updates?  Does it have to be coordinated?

		An assumption will be added in next FRS 5.0.0 release






		0048

		4/14/09

		Pending

		N/A

		FRS CH 1

		DOCUMENTATION


Copy assumptions from Primer into FRS.

		Will be addressed in next FRS 5.0.0 release



		0049

		4/14/09

		Pending

		N/A

		FRS Constraints Section

		DOCUMENTATION


In scenario where provider uses Service Bureau for SOA and connects directly to NPAC for LSMS, SPID should be associated with one and only one NPAC (Primary).

		Will be addressed as a constraint in the next FRS 5.0.0 release. Item #13 will also be addressed with this constraint in the documentation.



		0050

		4/14/09

		Closed


8/12/09 




		R10-20 and RT10-4

		FRS CH 10

		ARCHITECTURE


How do we do required inter-NPAC messaging and meet 3-second requirement.  It was suggested that all inter-NPAC messaging requirements should be measured independently.

		Suggestion will be applied in next FRS 5.0.0 release


Will be discussed during Change Order 437 FRS review.


Recommend close as duplicate of item #192



		0051

		4/14/09

		Pending

		N/A

		FRS Section 2.0

		DOCUMENTATION


Remove “in inter-NPAC peering.”

		Will be addressed in next FRS 5.0.0 release



		0052

		4/14/09

		

Closed 


9/15/09

		CH6/CH7 

		FRS Section 5/IIS

		ARCHITECTURE


When New SP sends up their Create request first, and sent over inter-NPAC interface, how is that tracked over the interface when it is the Old SP’s NPAC responsibility to create Invoke Id?

		Will be discussed during Change Order 437 FRS review.


Team discussed tracking of messages is handled as it is today with the CMIP interface that will be used between Peered NPAC SMS



		0053

		4/14/09

		Open




		N/A 

		FRS CH5 / IIS

		FUTURE REQUIREMENTS

(9-15-09)

Suggestion to transfer Master NPAC role to New SP’s NPAC upon Activation rather than creation of pending SV.  Master ownership should be attached to an SV rather than a TN. (Identified in FRS Section 2.1)

		Will be discussed during Change Order 437 FRS review.


Flows will be reviewed to evaluate current proposed behavior.


Team covered during industry review contributor agreed current approach works as documented.



		0054

		4/14/09

		Pending

		N/A

		FRS Sections 2.1 and 2.2

		DOCUMENTATION


Change reference to notification to request (24 occurrences).  Clarify what is being forwarded where it references “data.”

		Will be addressed in next FRS 5.0.0 release



		0055

		4/14/09

		Pending

		N/A

		FRS Sections 2.1.4.2 and 2.1.4.3

		DOCUMENTATION


Add in text addressing when response does come back.

		Will be addressed in next FRS 5.0.0 release



		0056

		4/14/09

		

Closed


09/15/09

		N/A

		FRS CH 6

		ARCHITECTURE


Retries – recommendation to not incorporate retries into peered NPAC interface (Identified in FRS Section 2.1.4.3)

		Will be discussed during Change Order 437 FRS review.


Review concluded that existing functionality could be reused with retry counter assumed set to zero.





		0057

		4/14/09

		Pending

		N/A

		FRS Section 2.2.4

		DOCUMENTATION


Clarify which NPAC is the Master.

		Will be addressed in next FRS 5.0.0 release



		0058

		4/14/09

		Open

		N/A

		M&P

		M&P


Address possible need for M&P for problems found during repair where the Service provider received a problem notification from the NPAC SMS in an Inter-NPAC SMS Peering Environment. (Identified in FRS Section 2.3.1-C)

		TBD – Address when M&Ps are developed





		0059

		4/14/09

		Pending

		N/A

		FRS Section 2.3.5

		DOCUMENTATION


Address wording of how repair/audit correction of inaccuracies handled over the inter-NPAC interface. 

		Will be addressed in next FRS 5.0.0 release


Paragraph wording will be corrected



		0060

		4/14/09

		Closed


09/15/09

		TBD

		FRS CH 8

		ARCHITECTURE


Address automated inter-NPAC audit capability in separate section in Overview. (Identified in FRS Section 2)

		Industry will need to assess the need for this functionality and how it would be implemented


Duplicate of item #71.  Recommend Close



		0061

		4/14/09

		Pending

		N/A

		FRS Section 2.3.5

		DOCUMENTATION


Clarify which NPAC is broadcasting.

		Will be addressed in next FRS 5.0.0 release






		0062

		4/14/09

		Pending

		N/A

		FRS Section 2

		DOCUMENTATION


Suggestion to clarify which SP’s NPAC is the Master in either a table in beginning of section and/or in a parenthetical in each applicable requirement.

		Will be addressed in next FRS 5.0.0 release






		0063

		4/14/09

		Closed (07/14/09)

		R10-10.1


RT10-1

		FRS CH10

		ARCHITECTURE


Not all providers support electronic messaging to notify of downtime.  Do we need an additional message between NPACs for identifying downtime or is existing message sufficient? (Identified in FRS Section 2.5.1)

		Will be discussed during Change Order 437 FRS review.


NANC 437 documents the use of this notification between NPAC vendors.

Team concluded no action required (7/14/09). 



		0064

		4/14/09

		Open

		TBD

		FRS CH10

		FUTURE REQUIREMENTS

Do we need an electronic means of notifying subtending LSMSs from an unaffected NPAC that some LSMSs will be down?  Need input from Service Providers.  Should broadcast take place to LSMSs that are up or should it be suppressed? (Identified in FRS Section 2.5.1)

		Industry will need to assess the need for this functionality and how it would be implemented. 

Requirements to be developed/investigated post technical feasibility review (7/14/09)



		0065

		4/14/09

		Pending

		N/A

		FRS Section 2.4.3

		DOCUMENTATION


Clarify/Add that it is the Master NPAC.

		Will be addressed in next FRS 5.0.0 release






		0066

		4/14/09

		Closed


09/15/09

		N/A

		M&P

		M&P


Is M&P needed for coordinating downtime between Peered NPAC SMS. (Identified in FRS Section 2.5.1)

		TBD – Address when M&Ps are developed.


Combined with Item #36






		0067

		4/14/09

		Pending

		N/A

		FRS Section 2.7.3

		DOCUMENTATION


Change “Master” to “Primary.”  Use most appropriate term in Section 2.7.

		Will be addressed in next FRS 5.0.0 release






		0068.1

		4/14/09

		Closed (07/14/09)

		N/A

		FRS CH10




		ARCHITECTURE


Sizing of inter-NPAC links to handle message loads, e.g. audits, and still handle inter-NPAC porting messaging. (Identified in FRS Section 2.7)

		Will be discussed during Change Order 437 FRS review.

Agreed to close due to effort to evaluate size of links will be done in conjunction with item 101 with evaluating the need for compression.





		0068.2

		4/14/09

		Pending

		RT3-23

		FRS Section 2.7




		DOCUMENTATION


Suggestion to delete RT 3-23 and make it an Assumption.  Notifications that will not be destined for a provider due to their prioritization schema will still be sent over the inter-NPAC interface.

		RT3-23 will be moved to an assumption.


Will be addressed in next FRS 5.0.0 release






		0069

		4/14/09

		Pending

		N/A

		FRS Section 2.7

		DOCUMENTATION


Reference mechanism for identifying Master NPAC.

		Will be addressed in next FRS 5.0.0 release






		0070

		4/14/09

		Pending

		TBD

		FRS CH 8/IIS

		DOCUMENTATION

How does an NPAC SMS know whether an LSMS on one NPAC know whether an LSMS on another NPAC supports audits?  What is the response if it does not?  Review current requirements on how an LSMS that does not support audits reports that.  (Identified in FRS Section 2.7)

		There is a “no audit performed” value that can be returned in an audit result. 


Behavior for subsequent repair upon receipt of this audit result should be done as it is today.


Awaiting description/validation of current functionality from current NPAC Vendor.

Functionality is to return “no audit performed”. Requirements will be updated in next FRS 5.0.0 release per discussions on 7/14/09.





		0071

		4/14/09

		Pending

		Filled in upon review

		FRS CH 8/IIS

		DOCUMENTATION


Work through scenarios in auditing that might be needed in peered environment to address out-of-synch and race conditions.

		Will be discussed during Change Order 437 FRS review.


Covered existing audit scenarios during industry review. 


Inter-NPAC Audit functionality will be added to the next FRS 5.0.0 release.



		0072

		4/14/09

		Pending

		In tables, requirements will be reviewed

		FRS Section 3

		DOCUMENTATION


What is allocation scheme for IDs among the peered NPACs?  Suggestion to change reference to range to something like “set” since contiguous ranges may not be available.

		First sentence is a duplicate of Item #25. Can be deleted.


The changing of the wording “range” to “set” will be addressed in next FRS 5.0.0 release






		0073

		4/14/09

		Pending

		RT3-4

		FRS Section 3

		DOCUMENTATION


It was questioned if we need this requirement since it is the case in general.  Make it an assumption that peered NPACs will not be filtered.

		Requirement will be made into an assumption and will be addressed in next FRS 5.0.0 release






		0074

		4/14/09

		Open 

		N/A

		M&P

		M&P


How do we assure that peered NPACs are using the same data for NPA-NXX data validation? (Identified in FRS Section 3.4.1)

		TBD – Address when M&Ps are developed.


Need to address both source of data and management of discrepancies.






		0075

		4/14/09

		Open

		N/A

		M&P

		M&P


M&Ps for NPA splits in peered environment (Identified in FRS Section 3.5)

8/12/09

Coordinating NPA split data when data is coming from different sources.

		TBD –Address when M&Ps are developed.


Need to address both source of data, replication, and management of discrepancies.

8/12/09

· Need to address coordination across multiple NPACs.



		0076

		4/14/09

		Open




		N/A

		M&P

		M&P


Need to address split scenarios when peered NPACs have discrepant data post-split. (Identified in FRS Section 3.5)

		



		0077

		4/16/09

		Pending

		FRS RT-4-4




		FRS

		DOCUMENTATION


How will providers get a complete picture of all valid SPIDs in a region?

		Peered NPAC Customer Data is broadcast over the interface, but Peered NPAC Data is not.  RT4-4 should be deleted.


Requirement will be deleted in next FRS 5.0.0 release






		0078

		4/16/09

		

Closed


09/15/09

		Section 7.9 requirements

		FRS CH 6/IIS

FRS CH 5

		ARCHITECTURE


Security Question: Can an NPAC SOA SPID do anything to a peered NPAC because the request comes over the inter-NPAC interface similar to capabilities enabled by NANC 48?

Security concern related to “Acting on Behalf of Old Service Provider.”


(Identified in FRS Review of RT5-12)

		Will be discussed during Change Order 437 FRS review.


Covered during industry review.  

During the review the team discussed the NANC 437 security.  Security in place for NANC 437 only allows messaging over the inter-NPAC interface as a result of service provider activity to its Primary NPAC SMS.  No NPAC SOA can access a Peered NPAC SMS directly.



		0079

		4/16/09

		Pending

		TBD

		FRS Section 3.10

		DOCUMENTATION


Size of file to transfer for BDD.  Suggested to add selection criteria for only data that NPAC is Master for. 

		Requirements will be added in next FRS 5.0.0 release



		0080

		4/16/09

		Open 

		TBD

		FRS Section 3.10 and M&P

		ARCHITECTURE/M&P


Synchronization of BDDs created by Peered NPACs and reconciliation of different snapshots.  Timestamp issues.  

		Will be discussed during Change Order 437 FRS review.


Covered during industry review.  Related item #179 will further document recovery processes.





		0081

		4/16/09

		Pending

		Section 3.11 EBDD Requirements

		FRS Section 3.10

		DOCUMENTATION


Suggested to change reference to “golden data” to “master data.”  Suggested change from “Enhanced BDD” to “Extended BDD.”

		The changing of the wording will be addressed in next FRS 5.0.0 release in introduction text to “master data”.  


Change to “Extended BDD” will be done in all applicable requirements in next FRS 5.0.0






		0082

		4/16/09

		

Closed


09/16/09

		N/A

		M&P 

		M&P


M&Ps related to BDD and EBDD in Peered NPAC environment?  E.G., establishment, assignment, and management of NPAC IDs. (Identified in FRS Section 3.10)

		TBD – Address when M&Ps are developed.


Related to Item 25 and 80 – Suggest close as duplicate



		0083

		4/16/09

		Pending

		TBD

		FRS Section 3.11

		DOCUMENTATION 


Add a requirement to selection criteria to add Peered NPAC ID as a selection.

		Selection criteria and/or NPAC ID in file will be added in next FRS 5.0.0 release






		0084

		4/16/09

		Pending

		RT3-37


RT3-61

		FRS Section 3.10/3.11 BDD Files

		DOCUMENTATION


True up Data Information in EBDD files.

		Updating of fields in requirements will be addressed in next FRS 5.0.0 release



		0085

		4/16/09

		Pending

		N/A

		FRS Section 4.1

		DOCUMENTATION


Make it clear that data modeling remains unchanged.

		The changing of the wording will be addressed in next FRS 5.0.0 release






		0086

		4/16/09

		Pending

		FRS RT4-8

		FRS 4.1.1

		DOCUMENTATION


Change “on their system” to “locally.”  Strike “other.”  Add a Constraint that only local authorized personnel can modify during a maintenance window and not over the Inter-NPAC Interface.

		The changing of the wording will be addressed in next FRS 5.0.0 release






		0087

		4/16/09

		Pending

		RT3-19

		FRS Section 4.1.2.2

		DOCUMENTATION


Page 4-7, RT3-19 should be relabeled to RT4-19.

		Requirement numbers will be updated in next FRS 5.0.0 release






		0088

		4/16/09

		Pending

		N/A

		FRS Section 4.1.3

		DOCUMENTATION


Add introduction text.

		Introduction text will be added in next FRS 5.0.0 release






		0089

		4/16/09

		Pending

		FRS RT4-34

		FRS Section 4.2

		DOCUMENTATION


Change “subtending Service Providers” to “Peered NPAC Customers.”

		Requirement will be updated in next FRS 5.0.0 release






		0090

		4/16/09

		Pending

		Requirements in FRS Section 4

		FRS Section 4.1

		DOCUMENTATION


Clarify references to NPAC Personnel and Peered NPAC Personnel.  Possibly eliminate the term Peered NPAC Personnel to clarify the reference is to local NPAC Personnel.

		Requirements will be updated in next FRS 5.0.0 release






		0091

		4/16/09

		Pending

		FRS RT5-1-RT5-4

		FRS Section 5




		DOCUMENTATION

Concern expressed on the frequency of notifications to Master NPAC of broadcast results and the traffic over the interface.  Default is 60 seconds.  May need a requirement that nothing is sent if nothing new to report.  The need for this requirement to batch notifications was questioned.  Another option is to reuse existing rollup function.  Need to do search on “Results Notification” and add “Broadcast” in front where appropriate.  Need to whiteboard for clarity.

		Will be discussed during Change Order 437 FRS review.

Service Providers do not see this message.  It is between Peered NPAC SMS.  Multiple SVs  in the list would be a problem, but not one for SVs in a Peered Update.  Batching for a Single SVID id  is OK, but not multiple SVIDs.  Changed to Documentation item. (07/14/09)

Requirement will be updated in next FRS 5.0.0 release






		0092

		4/16/09

		Closed


09/16/09

		N/A

		FRS Section 5.1.1.1

		DOCUMENTATION


Validate that Version Status diagram in Section 5.1.1.1 and Figure 1 does not require modification.

		Will be discussed during Change Order 437 FRS review.

To date no need for a change has been identified recommended closed.



		0093

		4/16/09

		Closed


09/16/09

		TBD

		FRS RT5-5/IIS

		ARCHITECTURE


Security concern over possibly bypassing restrictions on what SP can create port over the inter-NPAC interface. 

		Will be discussed during Change Order 437 FRS review.


Suggest combine with Item 78 and close.



		0094

		4/16/09

		Pending



		N/A

		FRS CH 5 


M&P

		DOCUMENTATION


Add Assumption that Broadcast Results Notifications frequency is coordinated across NPACs. (Identified in discussion of RT5-1-RT5-4) 

		Assumption will be added in next FRS 5.0.0 release


M&P for setting of the configurable is addressed in 

item #6 which applies to all tunable values.



		0095

		4/16/09

		Open




		N/A

		FRS Section 5/IIS

		ARCHITECTURE


Need to address any race conditions and their resolution.

		Will be discussed during Change Order 437 FRS review.






		0096

		4/16/09

		Pending

		RT5-11

		FRS CH5/IIS

		DOCUMENTATION


Concern on latency affecting delivery of notification over Inter-NPAC Interface to start T1 and T2 Timers.  Impact on short timers which are 1 hour each. 

		Will be discussed during Change Order 437 FRS review.


Validate the requirements are clear that the T1 timers are based on the timestamp and therefore there is no latency.


Will be addressed in the next FRS 5.0.0 release.



		0097

		4/16/09

		Closed


09/16/09

		TBD

		FRS CH 5

		ARCHITECTURE


Security concern related to “Acting on Behalf of Old Service Provider.”


(Identified in FRS Review of RT5-12)

		Will be discussed during Change Order 437 FRS review.


Combine with Item 78 and close.



		0098

		4/16/09

		Pending

		FRS RT5-14 and RT5-16

		FRS Section 5.1.2.1

		DOCUMENTATION


Either eliminate one or revise so they don’t say the same thing.

		Requirements will be updated in next FRS 5.0.0 release

Eliminate RT5-16. (09/16/09)





		0099.1

		4/16/09

		Closed


09/16/09

		N/A

		M&P

		M&P


Need to analyze management and responsibilities of resends of failed SVs to prevent multiple operations on the SV from happening at the same time. (Identified in FRS review of RT5-17)

		Will be discussed during Change Order 437 FRS review.


Requirements are clear that Primary NPAC SMS for the failed LSMS that initiates the resend.  (NPACs may need to coordinate with one another for resends)


M&P - Address the coordination between Peered NPAC 

09/16/09


Closed due to agreement that we would not resolve via an M&P.  Will leave 99.2 open.



		0099.2

		4/16/09

		Open 

		N/A

		FRS CH 5

		ARCHITECTURE


Need to analyze management and responsibilities of resends of failed SVs to prevent multiple operations on the SV from happening at the same time. (Identified in FRS review of RT5-17)

		Will be discussed during Change Order 437 FRS review.


Requirements are clear that Primary NPAC SMS for the failed LSMS that initiates the resend.  (NPACs may need to coordinate with one another for resends)

09/16/09

Need additional message for Master to inform Peered NPAC to resend to subtending LSMSs.





		0100

		4/16/09

		Pending

		Filled in upon review

		FRS 

		DOCUMENTATION


True up understanding of Active-Like throughout the document. (Identified in FRS review of RT5-18)

		Requirements will be reviewed and updated as appropriate in next FRS 5.0.0 release



		0101

		4/16/09

		Open

		RT5-19

		FRS Section 5 / IIS

		ARCHITECTURE

Consider some sort of compression rather than CPU cycles?  

8/12/09


Volume-related performance concerns with SWIM recovery process



		Will be discussed during Change Order 437 FRS review.


Sizing of inter-NPAC links to handle message loads, e.g. audits, and still handle inter-NPAC porting messaging need to be reviewed as part of consideration of this item. (07/14/09)

8/12/09


Both SWIM and time based recovery is supported over the Inter-NPAC SMS Interface. Will be discussed during Change Order 437 FRS and IIS review.  


09/16/09


Moved from FUTURE REQUIREMENTS to ARCHITECTURE due to need to have more in-depth sizing discussion. 



		0102

		4/16/09

		Pending

		RT5-20

		FRS 5.1.2.1

		DOCUMENTATION


Strike “or canceled.”

		Requirements will be updated in next FRS 5.0.0 release



		0103

		4/16/09

		Pending

		FRS RT5-15 and RT5-21

		FRS 5.1.2.1

		DOCUMENTATION


Check to see if RT5-21 is a duplicate of RT5-15.

		Requirements will be updated in next FRS 5.0.0 release



		0104

		4/16/09

		Pending

		RT5-23

		FRS Section 5

		DOCUMENTATION

Address issue when an SP is inaccurately reflected as a success due to filtering.  Possibly need an indication on failed list that an SP was filtered.

		Will be discussed during Change Order 437 FRS review.

Requirements will be updated to add this functionality in next FRS 5.0.0 release per discussions on 7/14/09



		0105

		4/16/09

		Pending

		FRS RT5-21 and RT5-22

		FRS 5.1.2.1

		DOCUMENTATION


Change reference to “Service Provider’s failed list” to “Subscription Version failed list” in both requirements.

		Requirements will be updated in next FRS 5.0.0 release



		0106

		5/12/09

		Pending



		B.5.1.2 and B.5.1.3

		IIS

		DOCUMENTATION

Sequencing of Object Creation and First Port Notification

		Flows will be updated in the next IIS 5.0.0 release



		0107

		5/12/09

		

Closed


09/16/09

		

		

		ARCHITECTURE 


Cover the case in the flows where both Create messages arrive at the same time.

		Duplicate of Item #9, close

09/16/09

Covered under #95 with general race condition item.



		0108

		5/12/09

		Pending

		RR5-179 and RT5-34

		FRS Section 5

		DOCUMENTATION


Should RR5-179 and RT5-34 be deleted?  As a result, do we need to duplicate R5-16 for peering?

		RR5-179 will be identified as a requirement to be deleted in a documentation change order as it is outside of the scope of NANC 437. See Issue 142. RT5-54 will be removed in the R5.0.0 FRS document and a peering requirement will be added for R5-16 functionality.


Requirements will be updated in the next FRS 5.0.0 release



		0109

		5/12/09

		Pending

		RR5-117

		FRS Section 5

		DOCUMENTATION 


May need a duplicate of RR5-117 for peering.

		RT5-36 is the duplicate requirement for peering.  It will be updated to make the requirement more explicit so that it does not invalidate RR5-117.


Requirements will be updated in the next FRS 5.0.0 release



		0110

		5/12/09

		Pending

		TBD

		FRS Section 5

		DOCUMENTATION 


Need clarification of Master with the Modify Active scenario.

		Modify Active requirements will be reviewed and updated appropriately in the next FRS 5.0.0 release.



		0111

		5/12/09

		

Closed


09/16/09

		TBD

		FRS Section 5

		DOCUMENTATION



Do we need requirement that peered NPACs need timestamps broadcast from Master?

		Duplicate of 113.



		0112

		5/12/09

		Open 

		R5-43.2

		FRS Section 5

		ARCHITECTURE


Consider requirements for doing validations before sending to Master for efficiency.

		Existing requirements that specify use of the CMIP protocol provide for invalid or badly formed message handling.  These would not be forwarded to the Master.  The Master is responsible for application validation. 



		0113

		5/12/09

		Pending

		TBD 

		FRS Section 5

		DOCUMENTATION


Propagate timestamps and other attributes in the FRS Data Model over the inter-NPAC interface that are not in the interface?

		For all Object Creates (SVs, Number Pooled Blocks) appropriate timestamps will be reviewed and added to the requirements.


Requirements will be updated in the next FRS 5.0.0 release



		0114

		5/12/09

		Pending

		R5-55

		FRS Section 5

		DOCUMENTATION 


Add “subtending” in front of “LSMS.”  Clarify the only a Primary NPAC for an LSMS knows which LSMSs are accepting.

		Requirements will be updated in the next FRS 5.0.0 release



		0115

		5/12/09

		Pending

		RT5-45


RT5-46

		FRS Section 5

		DOCUMENTATION 


Master and Peered NPACs could have different statuses, e.g., Active and Old, of the same SV, and could update the status at different times.  Need to relook at this.

		Requirements will be updated in the next FRS 5.0.0 release

09/16/09


Need to ensure this is addressed in flows.



		0116

		5/12/09

		Pending

		R5-59.1

		FRS Section 5

		DOCUMENTATION 


Indicate that the Master will set to Active.

		Requirements will be updated in the next FRS 5.0.0 release



		0117

		5/12/09

		Pending

		RR5-22.1

		FRS Section 5

		DOCUMENTATION 


Need to dup this requirement for Peered NPACs.

		Requirements will be updated in the next FRS 5.0.0 release



		0118

		5/12/09

		Pending

		R5-61.3

		FRS Section 5

		DOCUMENTATION


Make sure there are requirements for resends to Peered NPACs and that they are in the right section of the FRS.

		Requirements will be updated in the next FRS 5.0.0 release



		0119

		5/12/09

		Pending

		R5-65.4

		FRS Section 5

		DOCUMENTATION


Make wording with change similar to changes made for R5-55 to add subtending”.

		Requirements will be updated in the next FRS 5.0.0 release



		0120

		5/12/09

		Pending

		RT5-53


RT5-54

		FRS Section 5

		DOCUMENTATION


Clarify that “Master” in RT5-53 is the Master of the pooled block and that “Master” in RT5-54 is the Master of the SV.

		Requirements will be updated in the next FRS 5.0.0 release



		0121

		5/12/09

		Pending

		RR5-67.1-RR5-70

		FRS Section 5

		DOCUMENTATION


Clarify roles of Master and Peered NPACs.

		Requirements will be updated in the next FRS 5.0.0 release



		0122

		5/12/09

		Pending

		RT5-55 and RT5-56

		FRS Section 5

		DOCUMENTATION


Need to address how to manage the Excluded List.

		Requirements will be updated in the next FRS 5.0.0 release



		0123

		5/12/09

		Open

		RT5-60

		FRS Section 5

		M&P

Requirements are currently written to prohibit a 3rd NPAC from querying a pending SV when it is not the primary NPAC for the Old or New SP in the port.  Operational question as to whether or not we want to allow this.

		Requirements will be reviewed and updated based on feedback from the industry on the desired behavior.

No providers expressed a need to allow a non-primary NPAC to query for pending ports.  Make item an M&P item (07/14/09)

TBD – Address when M&P are developed



		0124

		5/12/09

		Pending

		RR5-83

		FRS Section5

		DOCUMENTATION 


Look to see if we need a requirement similar to RR5-83 for Peered case.

		Requirements will be updated in the next FRS 5.0.0 release



		0125

		5/12/09

		Open

		IIS Flow B.4.1.4

		IIS

		M&P


Do we need an additional flow to resolve the exception case where there is a simultaneous create of an NXX by two different providers in two different NPACs.

		Suggestion to not finalize in the Primary NPAC until update is successful in all Peered NPACs.  


M&P for ensuring a common set of validations in the NPACs.


Need to address the case where an SP needs the code holder to open up a code in order to port in a number and the codeholder subtends a different NPAC than the requesting SP. 


Recommendation is to resolve with M&P.


09/16/09


NANC 414 would prevent this from happening as long as all NPACs are synched with NANP code ownership data..



		0126

		5/12/09

		Pending

		IIS Flow B.4.2.5


IIS Flow B.4.2.7

		IIS

		DOCUMENTATION


Change “old” or “canceled” to “old with no failed list” or “canceled.”

		Flows will be updated in the next IIS 5.0.0 release



		0127

		5/12/09

		Open

		B5.1.2

		IIS/FRS Section 6 and 10

		LEVEL OF EFFORT

Increased database commits (about twice the current) and impact to performance.  Ability to meet SLRs.  Also increased encryptions in messages across the interface.  How do we model the impact on performance under various load distribution scenarios among NPACs?

		Will be discussed during Change Order 437 FRS Review.

Moved to Level of Effort per 7/14/09 review.



		0128

		5/12/09

		Pending

		B5.1.2

		IIS

		DOCUMENTATION


Look at this line in Step 2 and see if it should say:  “If the service provider were to give a range of TNs, this would result in an M-CREATE and M-EVENTREPORT


for each TN.”

		Flow will be updated in the next IIS 5.0.0 release



		0129

		5/12/09

		Pending

		B5.1.2

		IIS/FRS

		DOCUMENTATION


Cancel and Modify requests on ranges of TNs can span multiple NPACs.

		Requirements and flows will be reviewed and updated appropriately in FRS/IIS 5.0.0.



		0130

		5/12/09

		Pending

		TBD

		IIS Flows

		DOCUMENTATION


Clarify which steps in the flows can be done in parallel and which must be done sequentially.  Identify dependencies.

		Flows will be updated in the next IIS 5.0.0 release



		0131

		5/12/09

		

Closed


09/16/09

		B5.1.6.2

		IIS

		DOCUMENTATION


Sequencing:  SP receives notification before activate is pushed to Peered NPACs.

		Recommend closure as the current proposed behavior is to update all regional LSMS regardless of Peered NPAC status.   Covered during review of B5.1.6.2 review.

Addressed in Erratum 2.





		0132

		5/13/09

		

Closed


09/16/09

		B5.1.6

		IIS/FRS Section 3 and 5 (Number Pool Block)

		DOCUMENTATION


For peered Subscription Version broadcast and peered Number Pool Block broadcast, clarify what data is synchronized.

		Will be discussed during Change Order 437 FRS and IIS Review.


Close as a duplicate of Item #113



		0133

		5/13/09

		Pending

		B.5.1.6.1

		IIS

		DOCUMENTATION


Steps 3 and 5 should be Requests and not Responses.

		Flow will be updated in the next IIS 5.0.0 release



		0134

		5/13/09

		Pending

		B.5.1.1


B.5.3.1

		IIS

		DOCUMENTATION


Make sure that philosophy of responses to requests are consistent and applied consistently throughout the flows.

		Flows will be updated in the next IIS 5.0.0 release



		0135

		5/13/09

		Pending

		B.5.4.1

		IIS

		DOCUMENTATION


Correction to show that Donor Provider’s Primary NPAC is NPAC A. 

		Flow will be updated in the next IIS 5.0.0 release



		0136

		5/13/09

		Pending

		B.5.4.1

		IIS

		DOCUMENTATION


Renumber Steps 9 and 10 to 7 and 8 in flow

		Flow will be updated in the next IIS 5.0.0 release



		0137

		5/13/09

		Pending

		B.5.4.1

		IIS

		DOCUMENTATION


Should Step 9 (7) be Disconnect Pending?

		The existing behavior will be verified and the IIS will be updated appropriately in the next IIS 5.0.0 release. 

09/16/09


Should be Disconnect Pending.



		0138

		5/13/09

		Pending

		B.5.1.7

		FRS/IIS

		DOCUMENATION

Should LSMS failure codes be included with list of failed SPIDs and sent over the interface?

		LNPA WG will need to decide if these fields should be included.  The failure codes are not available over the interface today.

Requirements will be updated to add this failure codes to the failed list in next FRS 5.0.0 release per discussions on 7/14/09



		0139

		5/13/09

		Closed


09/16/09

		B.5.1.7

		FRS/IIS

		M&P


Coordination of response time tunables and rollup among peered NPACs

		Although not required, if desired the LNPA WG would need to define M&P for management of tunables values used by all Peered NPAC.


Related to Item #6 which applies to all tunable values. Recommend close as duplicate.



		0140

		5/13/09

		Open 




		IIS B.2.1.1


FRS RT8-11


FRS RT8-12

		IIS/FRS

		ARCHITECTURE


Explore audit scenarios with multiple peered NPACs where there is a period of time when 2 NPACs are considered the Master for a TN.  Can a discrepant LSMS be updated with old data as a result of an audit and not be auto corrected?  Need checks and balances to validate golden data.

		Related to race conditions. 



		0141

		5/13/09

		Pending

		FRS RR8-19


FRS RT 8-1

		FRS Section 8

		DOCUMENTATION


Need rules on how to make audit names unique

		Requirements will be added in the next FRS 5.0.0 release.


09/16/09


Need to capture how this would be done.



		0142

		5/13/09

		Pending

		TBD

		FRS


IIS


GDMO


ASN.1

		DOCUMENTATION


Need a general Doc Only Change Order to clean up identified discrepancies between documentation and current implementation.

		



		0143

		5/13/09

		Open


(Recommend Close)

		RT8-6


RT8-7


RT8-8

		FRS Section 8

		DOCUMENTATION


NPAC behavior when receiving an unsolicited update from a peered NPAC.

		Recommend closure as functionality was discussed with the current proposed behavior is that the Peered NPAC SMS would process unsolicited updates.  






		0144

		5/13/09

		Pending

		RT8-21

		FRS Section 8

		DOCUMENTATION


Need to address the skipping of SVs that are in Sending during an audit when a Peered NPAC determines it is discrepant with the Master NPAC SMS and begins sending updates to all of its subtending LSMS.

		Requirements will be added in the next FRS 5.0.0 release



		0145

		5/13/09

		Pending

		RT8-23 thru RT8-29


GDMO

		FRS Section 8

		DOCUMENTATION


Do we want intermediate status updates of audits?

		No, audit queries can be used between NPAC SMS to determine the status of the audit if necessary. 


Requirements will be removed in the next FRS 5.0.0 release



		0146

		6/11/09

		Open

		FRS RT3-87

		IIS B.4.3.1.1 / FRS Section 3




		DOCUMENTATION


Possible race condition related to Pending-like PTOs and creation of –X and pooled block.

		Jim Rooks item to research and indentify use case that supports possible race condition. 



		0147

		6/11/09

		Open


(Recommend Close)

		N/A

		IIS B.4

		DOCUMENTATION


Expand representative examples of number pooling flows to include resend of partial fails and de-pools.

		Additional flows were covered in the discussions.  Flows are available for review in the IIS 5.0.0.



		0148

		6/11/09

		Pending

		TBD

		FRS Section 3 or 5

		DOCUMENTATION 


Add requirement for transfer of –X ownership.

		Requirement will be added in next FRS 5.0.0 release






		0149

		6/11/09

		Pending

		FRS RT3-67

		FRS Section 3/5

		DOCUMENTATION


Applies to pooled blocks and not –Xs.  Move to Section 5.

		Requirements will be updated in next FRS 5.0.0 release






		0150

		6/11/09

		Pending

		FRS RT3-70

		FRS Section 3

		DOCUMENTATION


Need a requirement similar to RT3-70 in Section 3.12.5 (Modify) and Section 3.12.6 (Delete).

		Requirements will be updated in next FRS 5.0.0 release






		0151

		6/11/09

		Pending

		FRS RR3-68

		FRS Section 3

		DOCUMENTATION


Need to address in requirement when local indicator is FALSE.

		Requirements will be updated in next FRS 5.0.0 release






		0151

		6/11/09

		Close

		

		

		

		No text available. Maintained to keep numbering.



		0152

		6/11/09

		Open (Recommend Close)

		FRS RR3-107

		FRS Section 3

		ARCHITECTURE

Check for possible race conditions related to SVs in Sending state.

		Combine with item #95.



		0153

		6/11/09

		Pending

		FRS RT3-75

		FRS Section 3 

		DOCUMENTATION


Check that we have an explicit requirement to broadcast to subtending LSMSs.

		Requirements will be reviewed and updated if necessary in next FRS 5.0.0 release






		0154

		6/11/09

		Pending

		FRS RT3-77, RT3-101

		FRS Section 3

		DOCUMENTATION


Remove “peered” in title of requirement.

		Requirements will be updated in next FRS 5.0.0 release






		0155

		6/11/09

		Pending

		FRS RT3-77

		FRS Section 3

		DOCUMENTATION


Make it clear in all applicable requirements that peered NPACs will not forward SP queries.

		Requirements will be updated in next FRS 5.0.0 release






		0156

		6/11/09

		Pending

		FRS RT3-79, RT3-80

		FRS Section 3

		DOCUMENTATION


Document change to true up reference to SOA Origination Flag.

		Requirements will be updated in next FRS 5.0.0 release






		0157

		6/11/09

		Pending

		FRS RT3-81

		FRS Section 3

		DOCUMENTATION


Remove requirement.

		Requirements will be updated in next FRS 5.0.0 release






		0158

		6/11/09

		Pending

		FRS RT3-86

		FRS Section 3

		DOCUMENTATION


Make sure referencing to rollup is consistent with peered update and identify differences with how it is done today.

		Requirements will be reviewed and updated in next FRS 5.0.0 release






		0159

		6/11/09

		Pending

		FRS RT3-89, RT3-93, RT3-98

		FRS Section 3

		DOCUMENTATION


Check to see if we need to indicate which NPAC is doing create and send.

		Requirements will be updated in next FRS 5.0.0 release






		0160

		6/11/09

		Pending

		FRS RT3-92 and RT3-93

		FRS Section 3

		DOCUMENTATION


Document change to delete these requirements.

		Requirements will be updated in next FRS 5.0.0 release






		0161

		6/11/09

		Close

		

		

		

		No Text Available. Maintained to keep numbering.



		0162

		6/11/09

		Pending

		FRS RT3-103

		FRS Section 3

		DOCUMENTATION


It was stated that this is a negative requirement.

		Requirements will be updated in next FRS 5.0.0 release






		0163

		6/11/09

		Pending

		FRS RT5-63, RT5-67 

		FRS Section 5

		DOCUMENTATION


Delete RT5-63.

		Requirements will be updated in next FRS 5.0.0 release






		0164

		6/11/09

		Pending

		FRS RT5-68

		FRS Section 5

		DOCUMENTATION


Change “filtered” to “non-filtered.”

		Requirements will be updated in next FRS 5.0.0 release






		0165

		6/11/09

		Pending

		N/A

		IIS from Errata document in GDMO section

		DOCUMENTATION


For SV peered broadcast, reflect that it is a disconnect of a “ported” pooled TN.

		GDMO will be updated in next IIS 5.0.0 release






		0166

		6/11/09

		Pending

		N/A

		IIS Flow B.5.4.7.2

		DOCUMENTATION


Failed List for SV2 must be cleared.

		IIS will be updated in next IIS 5.0.0 release






		0167

		6/11/09

		Pending

		N/A

		IIS

		DOCUMENTATION


Need to review and validate flows in the context of 3 or more peered NPACs.

		Scenarios will be reviewed to determine where there is value in having flows with multiple NPAC SMS.  One potential area for additional flows would be recovery. Additional flows identified will be included in next IIS 5.0.0 release



		0168

		6/11/09

		Pending

		N/A

		IIS Flow B.5.6.2

		DOCUMENTATION


Review to make sure that all attributes are included.

		IIS flow will be reviewed and updated in next IIS 5.0.0 release






		0169

		6/18/09

		Pending

		N/A

		FRS 6.4

		DOCUMENTATION


May want to revisit having more than one LSMS interface between peered NPACs.

		The current documentation for NANC 437 supports one Inter-NPAC LSMS interface.  If capacity issues are identified, then the document can be updated to allow for support of multiple Inter-NPAC LSMS associations.






		0170

		6/18/09

		Open (Recommend Closed)

		RT6-2 – RT6-8

		FRS Section 6

		DOCUMENTATION


Configuration of relationships of SPID to SOA associations across peered NPACs are the same.  Concern with amount of traffic and ability to do load balancing.

		The current documentation for NANC 437 supports one Inter-NPAC SOA interface connection per SPID.  If capacity issues are identified when considering item 101, then the document can be updated to allow for support of multiple Inter-NPAC SOA associations per SPID.






		0171

		6/18/09

		Pending

		TBD

		FRS Section 6

		DOCUMENTATION


Unless there are any objections, instead of partitioning rollup requirements make a documentation note that concurrent operations were identified and no requirements changes were warranted.  

		FRS will be updated in next FRS 5.0.0 release






		0172

		6/18/09

		Open  (Recommend Close)

		N/A

		

		ARCHITECTURE


Regarding peering distribution of workload for each Active SV transaction, it was questioned if the formula (M/N+K)*C accurately reflects all work necessary. 

		In the examples the C value used is to represent the functional workload of broadcasting to and receiving responses from an LSMS.  The value of C may not be equal in both equations (it could be less than or greater than depending on implementation). 



		0173

		6/18/09

		Pending

		R10-2

		FRS Section 10

		DOCUMENTATION


Regarding 99.9% reliability for LSMS and SOA interfaces, need to calculate aggregate reliability % in a peered NPAC environment in order to ensure no degradation in reliability.

		The 99.9% reliability is for the entire region (an aggregate number).  FRS will be updated in the next FRS 5.0.0 release.



		0174

		6/18/09

		Pending

		FRS RT6-12

		FRS Section 6

		DOCUMENTATION


Change requirement to reflect that it is 20 CMIP operations over a single SOA association and not 70.

		FRS will be updated in next FRS 5.0.0 release



		0175

		6/18/09

		Pending

		FRS RT6-16

		FRS Section 6

		DOCUMENTATION


Strike the requirement.

		FRS will be updated in next FRS 5.0.0 release



		0176

		6/18/09

		Pending

		FRS RT6-18

		FRS Section 6

		DOCUMENTATION


Change to clarify the requirement because it is required functionality.  It currently states for those that support the application level error functionality. 

		FRS will be updated in next FRS 5.0.0 release



		 0177

		6/18/09

		Pending

		TBD

		FRS Recovery

		DOCUMENTATION


Question related to recovery:   If 2 or more NPACs are down and they come up at different times, how is data merged?  Possible race conditions?  Need to revisit recovery tenets in the context of 1 or more NPACs being down.

		FRS will be updated in next FRS 5.0.0 release to more clearly document the recovery process with multiple NPAC scenarios.



		0178

		6/18/09

		Pending

		FRS RT6-55

		FRS Section 6

		DOCUMENTATION


Change requirement to clarify that SWIM is the first priority for recovery and time-based is a fallback.

		FRS will be updated in next FRS 5.0.0 release



		0179

		6/18/09

		Pending

		TBD

		FRS Recovery

		DOCUMENTATION


Do data requirements drive the need to have all NPACs up and running before recovery takes place?  Example is if an NXX is created on the wrong NPAC and deleted and created on the correct NPAC, if NPACs are down, sequence of recovery of messages is critical.   Discuss in the context of both bringing up a new NPAC and restoring a crashed NPAC.

		Related to item #177. FRS will be updated in next FRS 5.0.0 release to more clearly document the recovery process with multiple NPAC scenarios.



		0180

		6/18/09

		Pending

		FRS RT6-63

		FRS Section 6

		DOCUMENTATION


Strike the requirement.

		FRS will be updated in next FRS 5.0.0 release



		0181

		6/18/09

		Pending

		FRS RT6-64

		FRS Section 6

		DOCUMENTATION


Review requirement to see if it should be struck.  SWIM does not currently function in this way.  In general are we only supporting SWIM?

		FRS will be updated in next FRS 5.0.0 release



		0182

		6/18/09

		Pending

		FRS RT6-73

		FRS Section 6

		DOCUMENTATION


Decide if the requirement should be struck.  It was mentioned that it seemed out of place.

		FRS will be reviewed updated in next FRS 5.0.0 release



		0183

		6/18/09

		Pending

		FRS RT6-81

		FRS Section 6

		DOCUMENTATION


Clarify intent of requirement.  Peered NPAC ID?

		FRS will be updated in next FRS 5.0.0 release



		0184

		6/18/09

		Pending

		FRS RT6-84


FRS 6.8

		FRS Section 6

		DOCUMENTATION


Remove “existing.” And in Section 6.8, remove other instances of “existing.”

		FRS will be updated in next FRS 5.0.0 release



		0185

		6/18/09

		Pending

		FRS RT6-90

		FRS Section 6

		DOCUMENTATION


Change requirement to a constraint.

		FRS will be updated in next FRS 5.0.0 release



		0186

		6/18/09

		Pending

		FRS RT6-90

		FRS Section 6

		DOCUMENTATION


Review for possible clarification or provide rationale if decision is to remove.

		Requirement will be changed to a constraint per item #185. FRS will be reviewed  updated in next FRS 5.0.0 release



		0187

		6/18/09

		Pending

		FRS 7-2

		FRS Section 7

		DOCUMENTATION


Apply note below to this requirement.

		FRS will be updated in next FRS 5.0.0 release



		0188

		6/18/09

		Pending

		R 7-100.1

		FRS Section 7

		DOCUMENTATION


Update requirement.

		FRS will be updated in next FRS 5.0.0 release



		0189

		6/18/09

		Pending

		R 7-108.1

		FRS Section 7

		DOCUMENTATION


Can this report generated be all NPACs or just the Master NPAC of the block?

		FRS will be reviewed and updated in next FRS 5.0.0 release



		0190

		6/18/09

		Pending

		FRS RR9-11

		FRS Section 9

		DOCUMENTATION


Can this report generated be all NPACs or just the Master NPAC of the Old SP?  What is scope of requirement?  Review Change Order 375.

		FRS will be reviewed and updated in next FRS 5.0.0 release



		0191

		6/18/09

		Pending

		FRS RR9-21

		FRS Section 9.3.3

		DOCUMENTATION


Question on what are data gathering requirements for resend exclusion report.

		FRS will be reviewed and updated in next FRS 5.0.0 release



		0192

		6/18/09

		Open

		FRS RT10-4

		FRS Section 10

		ARCHITECTURE

Revisit requirement to determine how 3-second requirement can be met with multiple NPACs.  Related to Item 50.

		FRS will be reviewed updated in next FRS 5.0.0 release

Moved to architecture per 7/14/09 ATP meeting for further discussion requested by a vendor.





		0193

		6/18/09

		Pending

		FRS RT11-1, 


FRS RT11-2

		FRS Section 11

		DOCUMENTATION


Industry needs to agree on billing arrangements and compensation of workload on NPACs.  May drive changes to usage measurement requirements.

		Usage data requirements can be updated when industry billing arrangements are in place.
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