LNPA WORKING GROUP

February 10, 2009 Conference Call
Final Minutes

TUESDAY 02/10/09
Tuesday, 02/10/09, Conference Call Attendance:
	Name
	Company
	Name
	Company

	Ron Steen
	AT&T
	Charles Ryburn
	NeuStar

	Teresa Patton
	AT&T
	Tara Farquhar
	NeuStar Pooling

	Lonnie Keck
	AT&T Mobility
	Mubeen Saifullah
	NeuStar Clearinghouse

	Renee Dillon
	AT&T Mobility
	Linda Peterman
	One Communications

	Barbara Hjelmaa
	Bright House
	Jan Doell
	Qwest

	Marian Hearn
	Canadian Consortium
	Mary Retka
	Qwest

	Brigitte Witt
	Centennial Wireless
	Rosemary Emmer
	Sprint Nextel

	Cindy Sheehan
	Comcast
	Susan Tiffany
	Sprint Nextel

	Nancy Sanders
	Comcast
	Michael Klappa
	Sprint Nextel

	Chris West
	Comcast
	Lavinia Rotaru
	Sprint Nextel

	Chris Brown
	Cox
	Carol Zimmerman
	Synchronoss

	Ida Bourne
	Cox
	Rosalee Pinnock
	Syniverse

	Vicki Goth
	Embarq
	Joel Zamlong
	Telcordia

	Greg Council
	Evolving Systems
	Adam Newman
	Telcordia

	Beth O’Donnell
	GCI
	Pat White
	Telcordia

	Therese Mooney
	Global Crossing
	John Malyar
	Telcordia

	Dave Garner 
	NeuStar
	Lisa Marie Maxson
	Telcordia

	John Nakamura
	NeuStar
	Mohamed Samater
	T-Mobile

	Paul LaGattuta
	NeuStar
	Paula Jordan
	T-Mobile

	Jim Rooks
	NeuStar
	Chipp Nelson
	VeriSign

	Stephen Addicks
	NeuStar 
	Gary Sacra
	Verizon

	Marcel Champagne
	NeuStar
	Jason Lee
	Verizon

	Bill Reidway
	NeuStar
	Deb Tucker
	Verizon Wireless

	Rhea Kwon
	NeuStar
	Tom Zablocki
	Vonage

	
	
	
	

	
	
	
	


2009 Meeting and Call Schedule/Hosts/Locations:  
Following is the meeting schedule for the 2009 LNPA WG meetings and calls.

	MONTH/

DATE

(2009)
	NANC
	LNPA WG
	HOST
	LOCATION

	
	
	
	
	

	January 
	TBD
	7th-8th 
	Telcordia
	Scottsdale, Arizona

	February 
	TBD
	No meeting.

2/10/2009 call from 1pm to 4pm Eastern time, dial-in bridge number is 888-412-7808, pin 23272#
	
	

	March
	TBD
	10th-11th
	Comcast
	Denver, Colorado

	April
	TBD
	No meeting.

4/14/2009 call if necessary
	
	

	May
	TBD
	12th-13th 
	Sprint Nextel
	Overland Park, Kansas

	June
	TBD
	No meeting.

6/9/2009 call if necessary
	
	

	July
	TBD
	14th-15th 
	Canadian Consortium
	Ottawa, Ontario Canada

	August
	TBD
	No meeting.

8/11/2009 call if necessary
	
	

	September
	TBD
	15th-16th 
	Verizon
	Baltimore, Maryland

	October
	TBD
	No meeting.

10/6/2009 call if necessary
	
	

	November
	TBD
	10th-11th 
	NeuStar
	TBD

	December
	TBD
	No meeting.

12/8/2009 call if necessary
	
	

	
	
	
	
	


· Continuing evaluation during 2009 will determine if interim conference calls are needed or if the decision to meet face-to-face every other month should be revisited.
CONFERENCE CALL MINUTES:
Attached are the Action Items assigned on the February 10, 2009 LNPA WG conference call.  Please note that these Action Items are in addition to the ones assigned at the January 2009 LNPA WG meeting.  Both sets of Action Items will be addressed at the March 2009 meeting.
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NOTE:  ALL ACTION ITEMS REFERENCED IN THE MINUTES BELOW HAVE BEEN CAPTURED IN THE “FEBRUARY 2009 LNPA ACTION ITEMS” FILE ATTACHED ABOVE.

Conference Call Minutes:
Status of Action Item 0109-02 – Telcordia: 

Action Item 0109-02:  John Malyar, Telcordia, will distribute proposed revisions to industry documents, e.g., IIS, FRS, ASN.1, GDMO, related to Telcordia’s attached multi-vendor NPAC proposal in time for review in preparation for discussion at the March 2009 LNPA WG meeting.
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· Telcordia provided an update to Action Item 0109-02.  Telcordia stated that documents in revisions mode will be distributed to the LNPA WG Co-Chairs during the week of February 23rd.  The Co-Chairs will then distribute the documents to the LNPA WG for review prior to the March 2009 meeting.

· Telcordia stated that the submitted documents during the week of February 23rd will include an expanded NANC 437, which will frame the proposed architecture and provide a more detailed overview of changes, the Functional Requirements Specification (FRS) with change bars, and a set of representative IIS flows (approximately 20-25% of the flows).  The remaining IIS flows, ASN.1, and GDMO will be submitted subsequently.

Proposed PIM 68 Best Practices  (Action Items 0109-09, 0109-10) – All:

[image: image4.emf]PIM 68 v5.doc


Action Item 0109-09:  Service Providers are to review the attached proposed Best Practice on pooled blocks and come prepared on the February 10, 2009 LNPA WG conference call to suggest any revisions.  See related Action Item 0109-10.
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· The group reviewed that draft proposed Best Practice above addressing breaking out individual SV records from pooled 1K blocks, which is related to PIM 68 submitted by AT&T Mobility.
· Verizon offered that attached revision to the proposed Best Practice, which recommends that, “it is the position of the LNPA-WG that service providers, or others working on their behalf, should limit to the extent possible breaking pooled thousands blocks apart and creating individual Subscription Versions (SVs) in order to facilitate projects or for other purposes.”
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· Some changes were made to the Verizon proposal (captured in the file attached above), after which the proposed Best Practice was accepted by the group.  Gary Sacra, LNPA WG Co-Chair, will accept the revisions, create a new Best Practice, and forward it to Mohamed Samater, T-Mobile, for uploading to the LNPA WG’s Best Practice website location.
· Action Item 0109-09 was closed.
Action Item 0109-10:  In preparation for the February 10, 2009 LNPA WG conference call, Service Providers are to review the attached two proposed Best Practice options on the use of the “Future Use” fields and be prepared to discuss which of the following three options is preferred.  See related Action Item 0109-09.
1. Attached Option A which proposes that the 3 “Future Use” fields, or their “Alt” Optional Data counterparts, not be populated until such time that the LNPA WG has defined their use(s).

[image: image7.emf]BP Future Use Fields  Alt A.doc


2. Attached Option B which proposes that the 3 “Future Use” fields, and their “Alt” Optional Data counterparts, may be populated as long as it is done concurrently with porting/pooling transactions.

[image: image8.emf]BP Future Use Fields  Alt B.doc


3. As a 3rd option, do nothing in terms of developing a Best Practice related to the use of these fields/parameters, and work to define industry-approved use(s)/definition(s) for them.

· During the discussion, concerns were expressed by a number of providers with regard to Option A and the potential repercussions of attempting to prohibit the use of these fields which have been available for use since the inception of porting.  There was also concerns expressed regarding possible creation of individual SVs solely for the purpose of populating one or more of these fields/parameters, actions which could possibly lead to service provider database capacity exhaust.

· During the discussion, a service provider proposed a modified version of Option B, which would allow population of any of these fields/parameters as long as it was in conjunction with the normal creation of an SV or a modify of an existing SV.  In addition, the provider proposed that the LNPA WG should designate the use of these fields/parameters as “memo” fields/parameters.  Another provider asked how we would know that an individual SV was being created solely for the purpose of populating these fields.  NeuStar stated that there is really no way to tell because the NPAC does not track what fields are modified on any given transaction.  
· Gary Sacra, Verizon, will work with Renee Dillon, AT&T Mobility, to rewrite

the attached proposed Best Practice Option B on the use of the “future use” fields and their “alt” Optional Data parameter counterparts.  As agreed to on the February 10, 2009 LNPA WG conference call, the rewrite proposal will reflect the following:

1. population of the fields and parameters is acceptable provided that a new record is not being created solely for the purpose of populating one or more of these fields/parameters,

2. population of the fields and parameters is acceptable if done via a modify of an existing record,

3. The LNPA WG will not attempt to define strict usages or definitions for these fields/parameters.  These fields/parameters will be considered “memo” or “scratch pad” fields/parameters to reflect their varied use over the years and continued use by service providers.  Discussion will need to take place on how, or if, any requirements changes will be made to reflect this.

Once rewritten, the proposed Best Practice will be distributed to the LNPA WG for review and discussion at the March 2009 LNPA WG meeting.

· Action 0109-10 remains open.  All options, including the new one described above will be discussed at the March 2009 LNPA WG meeting.
Readout of January 25, 2009 Fairpoint SPID Migration – All:
· NeuStar reported that there were no Help Desk issues as a result of the January 25th SPID Migration..

· Verizon Telecom, Verizon Wireless, and Sprint Nextel provided feedback that they did not experience any issues processing the SMURF files.  Verizon Telecom reported that it took less than 45 minutes to process the files.

· Comcast reported that they were having some issues with Fairpoint getting their LSRs processed.

· Based on a discussion with Fairpoint prior to the February 10, 2009 LNPA WG conference call, Gary Sacra, LNPA WG Co-Chair, reported the following in response to Action Item 1108-06:
Action Item 1108-06:  Len Sampson, Fairpoint, will determine and report to the LNPA WG Co-Chairs if there is any blackout of processing requests to port out from Fairpoint related to the period before and after the 1/25/09 SPID migration. 
· Fairpoint reported that they were processing some LSRs received for port outs during the week of January 25th.  There was a blackout on processing LSRs during the week of February 1st in order for Fairpoint to bring their systems online.  The blackout was lifted on Monday, February 9th.

· Action Item 1108-06 is closed.

Discussion of SPID Migration Limitations (Action Item 1108-10) – All:
Action Item 1108-10:  For discussion at the January 2009 LNPA WG meeting, LNPA WG Participants will come prepared to determine what if any changes will be made to the migration limits in the attached M&P.
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NOTE:  While not directly addressed in the attached M&P, the current limitations are no more than 7 SPID migrations in a region, and no more than 25 over all U.S. regions.  In addition, the quantity of LRNs involved will not exceed 100 nationally (any mix; any region) in a migration window.  These limitations are spelled out on the NPAC Secure website under SPID Migrations.
· Based on no issues reported with the January 25, 2009 SPID Migration which had 364 LRNs, a service provider proposed raising the LRN limit from 100 to 500.  No concerns were expressed on the LRN proposal, but some concerns were raised over the lack of a TN limit.  Some suggested 100K per region as a limit.  It was stated that on 9/21/2008, there were about 600K TNs involved in a SPID migration in the SE region.  Also, on 6/8/2008, there were 534K TNs involved in a SPID migration in the SE region.

· LNPA WG Participants are to come to the March 2009 LNPA WG meeting prepared to discuss whether or not they can support the following proposed SPID migration limitations:

1. No more than 7 SPID migrations in a region, and no more than 25 over all U.S. regions.  (NOTE:  This is the existing requirement.)

2. The quantity of LRNs involved will not exceed 500 nationally (any mix; any region) in a migration window.  (NOTE:  The current limit is 100 LRNs.)

3. In addition, a limit on the number of impacted SVs will also be discussed and possibly quantified at the March 2009 LNPA WG meeting.
New Business – All:
· Mohamed Samater, T-Mobile, stated that PIM 70, which proposes that the Wireless Port Request (WPR) be used for wireless-to-wireline ports instead of the wireline Local Service Request (LSR), is being withdrawn in order to allow the industry to concentrate on higher priority issues, such as development of a standard porting form.

· Jan Doell, Qwest, reported that LNPA WG Best Practice 14, which addresses the portability of paging codes, contains a link to the INC’s COCAG Job Aid that does not work.  Jan Doell, Qwest, will rewrite LNPA WG Best Practice 14 to address permissible porting of paging numbers, i.e., requested by the paging company and not the end user.
Mohamed Samater, T-Mobile, will correct the numbering of Best Practices at the beginning of the document on the LNPA WG Best Practice website.
Next LNPA WG Meeting … March 10-11, 2009, Denver, Colorado – Hosted by
 








      Comcast
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_1291460946.doc
Best Practice Language “DRAFT” for discussion:


Best Practices Document

		Item Number

		TBD



		Topic: 

		Full pooled blocks are being broken into individual port subscription versions for various Service Providers’ projects. This has led to a large growth in the size of LSMS instances across the industry in a short period of time (weeks/months vs. years) as it receives these individual SV records. This resulted in capacity and performance concerns for many LSMS service providers based on these actions. The LNPA-WG deems actions of this type as causing immediate potential harm to the industry and porting customers.



		Date Logged 

		9/10/08



		Date Modified

		12/20/08



		Related Regulation / Document Ref

		 



		Related Issue

		Several service providers in the Industry are currently encountering indications of imminent LSMS capacity exhaust due to full (over 90%) Pooled Blocks being broken down into individual port records, or due to the creation of individual subscription versions (aka ports of an individual telephone number).

With the introduction of number pooling in 2003, an entire 1k block can be provisioned to an individual carrier. All appropriate routing information can be stored in carrier systems at the NPA-NXX-X level, overriding the code holder’s routing details for the block. Porting an individual TN still works within this paradigm to allow for routing at the TN level if it would be needed to differentiate from the block level.



		

		



		Recommended Change to Requirements? 

		SOW 69 was introduced in order to ensure that pooling a block would contain ALL fields that could be carried at a subscription version (telephone number) level.  No other requirement changes have been recommended at this time



		Submitted by

		 LNPA-WG



		Decisions / Recommendations

		





It is the position of the LNPA-WG that no service provider, or others working on their behalf, should break apart 600 or more individual port records in a thousand pooled block to facilitate projects or for other purposes.  

As the number of subscription versions in a pooled block reaches saturation (i.e. greater than 50% of the thousand block) for a single service provider, the service providers should consider (re) homing the pooled block. 

There may be limited occasions that service providers perform exceptions to this best practice. However, it is further the position of the LNPA-WG that service providers should resolve these exceptional practices within 60 days by (re) homing the pooled block. 


While enforcement of this best practice is voluntary, all service providers recognize the NPAC as a shared industry resource, used by all network service providers in the primary support of compliance with FCC mandates and Industry guidelines related to Local Number Portability.


____________________________________________
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Telcordia Contacts:


A Multi-Vendor NPAC Solution 


Copyright © 2008 Telcordia Technologies, Inc. All rights reserved


Prepared for:


NANC LNPA WG


John P.  Malyar


Chief Architect


Interconnection Solutions


jmalyar@telcordia.com


732-699-7192


Joel Zamlong


Vice President, North America


Interconnection Solutions


jzamlong@telcordia.com


732-699-8695
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Change Order Discussion Agenda


� Change Order Content


� Overview
� Business Need
� Description of Change
� Major Points/Processing Flows/High Level Requirements
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� Major Points/Processing Flows/High Level Requirements


� Suggested Next Steps







Change Order Overview


� Origination Date:  1/8/2009


� Originator:  Telcordia


� Change Order Number:  NANC TBD


� Description:  A Multi-Vendor NPAC Solution


Copyright © 2008 Telcordia Technologies, Inc. All rights reserved 3


� Cumulative SP Priority, Weighted Average:  TBD


� Functionally Backwards Compatible:  Yes


� IMPACT/CHANGE ASSESSMENT:


FRS IIS GDMO ASN.1 NPAC SOA LSMS


Y Y Y Y Y N N







Change Order Business Need


Benefits of A Multi-Vendor NPAC Solution


� Carrier Choice 


� Vendor Diversity


� Enhanced and Innovative Services


� Reduced Costs to the Industry
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� Reduced Costs to the Industry
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Major points/processing flow/high-level 
requirements - Overview


� Technical Solution Goals


� Solution


� Intra-NPAC porting Flow


� Inter-NPAC Porting Flow
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Technical Goals


Multi-Vendor NPAC Technical Solution Goals


� Minimize the impacts to Service Provider systems and 
operations


� No SOA and LSMS to NPAC SMS CMIP Interface Modifications


� No User LTI GUI Changes
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� No User LTI GUI Changes


� Minimize Service Provider operational changes


� Limit Service Provider operational interactions to only their chosen 


NPAC vendor


� Support of all existing NPAC data and flows


� Limit NPAC to NPAC connections to reduce complexity


� Leverage existing technology investment and minimize risk
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Inter-NPAC SOA Associations


Inter-NPAC LSMS Association


Inter-NPAC Associations used for Inter-
NPAC Messaging


Peered NPAC 
SMS Vendor 
A 


Peered NPAC 
SMS Vendor 
B 


Solution
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Service Providers only connect to their NPAC vendorService Providers only connect to their NPAC vendor


Inter-NPAC LSMS Association


SOA


LSMS


SOA 


LSMS


Service Provider SOA and LSMS 
systems connections to their Primary 


NPAC SMS – Vendor A


Service Provider SOA and LSMS 
systems connections to their Primary 


NPAC SMS – Vendor B
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Intra-NPAC Porting Flow


Peered NPAC 


SOA 2


Old SP Peered NPAC 


SMS Vendor A


1


1 SOA 1 and SOA 2 served by 
Vendor A create a pending port 
for a TN porting from SOA 2


2 SOA 1 activates the TN on the 
due date


3 TN Activation broadcast is sent 
to the peered Vendor B


4 TN Activation broadcast is sent 
to LSMS served by Vendor A 


5 TN Activation broadcast is 
propagated to LSMS served by 
Vendor B 
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Service Providers served by the same NPACService Providers served by the same NPAC


Peered NPAC 


SMS Vendor B


SOA 1


New SP


LSMS
LSMS


Inter-NPAC LSMS 


Association


SMS Vendor A


2


3


4 5
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Inter-NPAC Porting Flow


Inter-NPAC SOA 


Association
Peered NPAC 


1 SOA 1 served by Vendor A creates a 
pending port for a TN porting from SOA 2


3
Vendor B creates the subscription version 
and sends notification to both SOA 1 and 
SOA 2


2
Vendor A forwards the create request 
to Vendor B that serves SOA 2


6
TN Activation broadcast is  
sent to LSMS served by 
Vendor A


SOA 1 activates the TN on the 
due date


4


TN Activation broadcast is 
sent to the peered Vendor


5 7 TN Activation broadcast is set 
to LSMS served by Vendor B 


2
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Service Providers served by a different NPACService Providers served by a different NPAC


Inter-NPAC LSMS 


Association


Peered NPAC 


SMS Vendor B


SOA 2


Old SP


SOA 1


New SP


LSMS
LSMS


Association
Peered NPAC 


SMS Vendor A


1


6


5


7


3


4


3


2
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Suggested Next Steps


� Detailed Technical Discussions


� In support of industry change order discussion Telcordia will 
provide all updated documents
� FRS Requirements for all impact sections organized in existing 


document structure


� IIS Changes
� Updated IIS Text for all impact sections organized in existing document 
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� Updated IIS Text for all impact sections organized in existing document 
structure


� Flows


� GDMO


� ASN.1


� The LNPA WG could consider use of a sub-committee chaired 
by Service Providers to review the technical details efficiently


Copyright © 2008 Telcordia Technologies, Inc. All rights reserved
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FEBRUARY 2009 LNPA WORKING GROUP ACTION ITEMS ASSIGNED:


NOTE:  THE ACTION ITEM NUMBERING SCHEME IS AS FOLLOWS:


· FIRST TWO DIGITS DESIGNATE THE MONTH OF THE LNPA WG MEETING


· SECOND TWO DIGITS DESIGNATE THE YEAR OF THE LNPA WG MEETING


· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER


LNPA WORKING GROUP MEETING ACTION ITEMS:

NEUSTAR ACTION ITEMS:


No Action Items were assigned to NeuStar on the February 10, 2009 LNPA WG conference call.


GARY SACRA (VERIZON AND LNPA WG CO-CHAIR) ACTION ITEMS:

0209-01:  The attached revised proposed Best Practice on 1K pooled blocks was accepted


on the February 10, 2009 LNPA WG call.  Gary Sacra, LNPA WG Co-Chair, will accept the revisions, create a new Best Practice, and forward it to Mohamed Samater, T-Mobile, for uploading to the LNPA WG’s Best Practice website location.
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0209-02:  Gary Sacra, Verizon, will work with Renee Dillon, AT&T Mobility, to rewrite


the attached proposed Best Practice on the use of the “future use” fields and their “alt” Optional Data parameter counterparts.  As agreed to on the February 10, 2009 LNPA WG conference call, the rewrite proposal will reflect the following:

1. population of the fields and parameters is acceptable provided that a new record is not being created solely for the purpose of populating one or more of these fields/parameters,


2. population of the fields and parameters is acceptable if done via a modify of an existing record,


3. The LNPA WG will not attempt to define strict usages or definitions for these fields/parameters.  These fields/parameters will be considered “memo” or “scratch pad” fields/parameters to reflect their varied use over the years and continued use by service providers.  Discussion will need to take place on how, or if, any requirements changes will be made to reflect this.


Once rewritten, the proposed Best Practice will be distributed to the LNPA WG for review and discussion at the March 2009 LNPA WG meeting.
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JAN DOELL (QWEST) ACTION ITEMS:

0209-03:  Jan Doell, Qwest, will rewrite LNPA WG Best Practice 14 to address


permissible porting of paging numbers, i.e., requested by the paging company and not the end user.

MOHAMED SAMATER (T-MOBILE) ACTION ITEMS:

0209-04:  Mohamed Samater, T-Mobile, will correct the numbering of Best Practices at


 
the beginning of the document on the LNPA WG Best Practice website.

LNPA WG PARTICIPANTS ACTION ITEMS:

0209-05:  LNPA WG Participants are to come to the March 2009 LNPA WG meeting


prepared to discuss whether or not they can support the following proposed SPID migration limitations:


1. No more than 7 SPID migrations in a region, and no more than 25 over all U.S. regions.  (NOTE:  This is the existing requirement.)


2. The quantity of LRNs involved will not exceed 500 nationally (any mix; any region) in a migration window.  (NOTE:  The current limit is 100 LRNs.)


3. In addition, a limit on the number of impacted SVs will also be discussed and possibly quantified at the March 2009 LNPA WG meeting.

0

1
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Best Practice Language “DRAFT – Alt B” for discussion:



Best Practices Document


			Item Number


			TBD





			Topic: 


			The industry use of the data in fields listed as “future use” as well as optional data parameters added by SOW 69 is unknown to the LNPA-WG. The LNPA-WG has yet to  define the use of these fields for the industry.



The LNPA-WG understands that the use of these fields may assist in daily business activities such as network migrations, TBD, etc. Nevertheless the LNPA WG has concerns with potential increases in transactions that may have a negative impact to LSMS capacity.  In order to limit the unnecessary transactions this best practice is designed to allow the use of the fields , until defined, when the population of those fields are done concurrently with industry related transactions.   








			Date Logged 


			9/10/08





			Date Modified


			12/20/08





			Related Regulation / Document Ref


			 





			Related Issue


			The industry use of the data in these fields is unknown to the LNPA-WG as those fields are currently defined as being for “future use”. The LNPA-WG has not yet defined the use of these fields for the industry.



SOW 69, which added optional data parameters to both the thousand pooled block and the subscription version levels, was approved based on emergency and temporary relief to aid in addressing a mechanism for reversing the impact of Thousand Block Pooled porting. Like the existing ‘future use’ fields, the optional data parameters added by SOW 69 and their usage are unknown to the LNPA-WG.





			


			 





			Recommended Change to Requirements? 


			SOW 69 was introduced in order to ensure that pooling a block would contain ALL fields that could be carried at a subscription version (telephone number) level.  No other requirement changes have been recommended at this time





			Submitted by


			 LNPA-WG





			Decisions / Recommendations


			








It is the position of the LNPA-WG that service providers, or others working on their behalf, may populate the fields or Optional Data parameters (listed below) that are currently designated as “future use” as long as they are concurrently populated during industry related transactions. This position will remain in effect until the LNPA-WG has defined the purpose of the fields for the industry, then authorized and released them for general use by the industry. If the predefined data conflicts with the definition provided and approved by the LNPA Working Group the then non-compliant service providers must complete a cleanup effort prior to the implementation and use by the industry. The fields and parameters involved are: End User Location Value, End User Location Type, Billing ID, and the Optional Data parameters of Alt End User Location Value, Alt End User Location Type and Alt Billing ID. 



Pooled Block Optional Data parameters affected: Alt End User Location Value, Alt End User Location Type and Alt Billing ID (These parameters are only being implemented as part of SOW69 to aid in reversing the effect of the pooled record being broken apart by allowing a mechanism for the pooled blocks to be re-instated and the individual records removed to reduce the capacity concerns.)


Individual TN Record Fields affected: End User Location Value, End User Location Type, Billing ID.



Individual TN Record Optional Data parameters affected: 



Alt End User Location Value, Alt End User Location Type and Alt Billing ID (These parameters were implemented as part of SOW69.)



While enforcement of this best practice is voluntary, all service providers recognize the NPAC as a shared industry resource, used by all network service providers in the primary support of compliance with FCC mandates and Industry guidelines related to Local Number Portability.



If there are service providers who wish to recommend an industry appropriate use of ‘future use’ fields and/or parameters, a PIM and associated change order should be submitted to the LNPA-WG for consideration in order to define the use of the fields



____________________________________________
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Best Practice Language “DRAFT” for discussion:



Best Practices Document


			Item Number


			TBD





			Topic: 


			Full pooled 1K blocks have been broken into individual port Subscription Versions (SVs) for various Service Providers’ projects. This has led to a large growth in the size of LSMS instances across the industry in a short period of time (weeks/months vs. years) as it receives these individual SV records. This resulted in capacity and performance concerns for many LSMS service providers based on these actions. Based on these concerns, the LNPA-WG deems actions of this type in large volumes can potentially result in adverse impacts to the industry, e.g., accelerated database capacity exhaust, and affect the service of porting customers.





			Date Logged 


			9/10/08





			Date Modified


			12/20/08





			Related Regulation / Document Ref


			 





			Related Issue


			Several service providers in the industry have encountered indications of imminent LSMS capacity exhaust due to full (over 90%) Pooled Blocks being broken down into individual port records, or due to the creation of individual subscription versions (aka ports of an individual telephone number).


With the introduction of number pooling in 2003, an entire 1k block can be provisioned to an individual carrier. All appropriate routing information can be stored in carrier systems at the NPA-NXX-X level, overriding the code holder’s routing details for the block. Porting an individual TN still works within this paradigm to allow for routing at the TN level if it would be needed to differentiate from the block level.





			


			





			Recommended Change to Requirements? 


			NANC 436 was implemented in order to ensure that a pooled 1K block would contain ALL information that could be carried at a subscription version (telephone number) level.  No other requirement changes have been recommended at this time





			Submitted by


			 LNPA-WG





			Decisions / Recommendations


			








In recognition of the NPAC as a shared industry resource, it is the position of the LNPA-WG that service providers, or others working on their behalf, should limit to the extent possible breaking pooled thousands blocks apart and creating individual Subscription Versions (SVs) in order to facilitate projects or for other purposes.  


The LNPA-WG further recognizes that exceptions to this Best Practice may exist, but should not be common practice, that may result in the creation of individual SVs from within a pooled 1K block.  An example of a possible exception that has been identified is outside plant considerations during customer rehomes.
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Best Practice Language “DRAFT” for discussion:


Best Practices Document

		Item Number

		TBD



		Topic: 

		Full pooled 1K blocks have been broken into individual port Subscription Versions (SVs) for various Service Providers’ projects. This has led to a large growth in the size of LSMS instances across the industry in a short period of time (weeks/months vs. years) as it receives these individual SV records. This resulted in capacity and performance concerns for many LSMS service providers based on these actions. Based on these concerns, the LNPA-WG deems actions of this type in large volumes can potentially result in adverse impacts to the industry, e.g., accelerated database capacity exhaust, and affect the service of porting customers.



		Date Logged 

		9/10/08



		Date Modified

		12/20/08



		Related Regulation / Document Ref

		 



		Related Issue

		Several service providers in the industry have encountered indications of imminent LSMS capacity exhaust due to full (over 90%) Pooled Blocks being broken down into individual port records, or due to the creation of individual subscription versions (aka ports of an individual telephone number).

With the introduction of number pooling in 2003, an entire 1k block can be provisioned to an individual carrier. All appropriate routing information can be stored in carrier systems at the NPA-NXX-X level, overriding the code holder’s routing details for the block. Porting an individual TN still works within this paradigm to allow for routing at the TN level if it would be needed to differentiate from the block level.



		

		



		Recommended Change to Requirements? 

		NANC 436 was implemented in order to ensure that a pooled 1K block would contain ALL information that could be carried at a subscription version (telephone number) level.  No other requirement changes have been recommended at this time



		Submitted by

		 LNPA-WG



		Decisions / Recommendations

		





In recognition of the NPAC as a shared industry resource, it is the position of the LNPA-WG that service providers, or others working on their behalf, should limit to the extent possible breaking pooled thousands blocks apart and creating individual Subscription Versions (SVs) in order to facilitate projects or for other purposes.  

The LNPA-WG further recognizes that exceptions to this Best Practice may exist, but should not be common practice, that may result in the creation of individual SVs from within a pooled 1K block.  An example of a possible exception that has been identified is outside plant considerations during customer rehomes.
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New Change Orders – Working Copy




Origination Date:  1/8/2009


Originator:  Telcordia Technologies


Change Order Number:  NANC TBD


Description:  A Multi Vendor NPAC Solution


Cumulative SP Priority, Weighted Average:  TBD


Functionally Backwards Compatible:  Yes

IMPACT/CHANGE ASSESSMENT


		FRS

		IIS

		GDMO

		ASN.1

		NPAC

		SOA

		LSMS



		Y

		Y

		Y

		Y

		Y

		N

		N





Business Need:


The original request(s) to provide NPAC services was more than twelve years ago.  Since that initial selection of two providers, the industry hasn’t had any choice in NPAC vendors.  In all other aspects of number portability in North America, Service Providers have a choice of vendors.  The Telecommunications Act implemented vendor competition as well, and the FCC specifically favored competition in NPAC services in originally approving multiple NPAC administrators.  The FCC noted in the order that competition between vendors for NPAC would stimulate innovation and it would provide the other expected benefits of competition, including economic benefits and enhanced service levels.  Since that order, the NPAC has become more critical to Service Provider networks with the addition of pooling and the pending change orders for URI information.  The transactions at NPAC continue to grow at a large rate.  If the rate of transaction growth continues, NPAC billable transaction will exceed more than one billion annually before the expiration of the current contract.  Carrier choice in NPAC services can and should be implemented now to provide the benefits of competition to Service Providers before the NPAC grows so large that a transition would be higher risk than desirable.


Competition will lead not only to carrier choice but vendor diversity.  In the current economic conditions, having multiple vendors versus a single source contract to support critical infrastructure services is becoming more essential.  Multiple vendors assure business continuity of services in the event of vendor business failure.  This diversity will not only reduce the business risk of these services being delivered in an uninterrupted manner but will also enhance the commercial management of the vendors.  Carriers have experienced that multi sourced services and associated carrier choice results in more competitive pricing.  Multiple competitive vendors also offer faster response to industry needs with more innovative services that further enhance the service currently being offered.  The current NPAC service is working effectively, but opening it up to competition and carrier choice can only result in enhanced benefits to the industry.  Selecting two or more vendors will drive the benefits to the users of a multi vendor solution that will result in carriers in each region being able to choose their vendor based on the values it offers in savings and enhanced services.


In summary, especially in today’s economic conditions, carriers more than ever need the benefits of competition that include:


· Carrier Choice


· Vendor Diversity


· Enhanced and Innovative Services


· Reduced Costs to the Industry


Description of Change:

While a Multi-Vender NPAC Solution, hereafter referred to as Multi-Administrator Peering Model, and impacts the NPAC SMS, the technical approach described in this change order minimizes the impacts to Service Provider systems and operations. 


The following high-level peering technical implementation goals related to Service Providers and the NPAC Services provided under a Multi-Administrator Peering Model implementation:


· No SOA and LSMS to NPAC SMS CMIP Interface Modifications


· No User LTI GUI Changes


· Minimize Service Provider operational changes


· Limit Service Provider operational interactions to only their chosen NPAC vendor


· Limit NPAC to NPAC connections to reduce complexity


· Allow communication of all NPAC data for network data and active subscription versions


· Support any additional information needed for Inter-NPAC SMS porting events


The following diagram illustrates the Solution approach proposed in this change order by showing a Multi-Administrator Peering Model with two NPAC SMS to visually introduce the terminology used:





The terminology used in the diagram is defined as follows: 


· Primary NPAC SMS – The NPAC SMS that provides service directly to a specific Service Provider SOA, LSMS, or LTI GUI for a transaction.


· Peered NPAC SMS – An NPAC SMS system that communicates with another NPAC SMS in the same Region in a Multi-Administrator Peering Model. 


· Inter-NPAC Peering – The Multi-Administrator Peering Model implementation discussed in this solution document that leverages the existing SOA to NPAC SMS and LSMS to NPAC SMS CMIP interface for Inter-NPAC SMS messaging 


· Inter-NPAC SMS Messaging – CMIP messaging between Peered NPAC SMS systems within the same Region as a result of Service Provider activity initiated from the LTI GUI, SOA, and/or LSMS interface connections.  Inter-NPAC messages include all messages required for completion of requests. 


· Inter-NPAC SMS Associations – CMIP associations between Peered NPAC SMS


· Inter-NPAC SMS LSMS Association – A CMIP association between two Peered NPAC SMSs that is used to communicate LSMS activity such as Subscription Version activation and Network Data creation from a Primary NPAC SMS to a Peered NPAC SMS.


· Inter-NPAC SMS SOA Association – A CMIP association between two Peered NPAC SMSs that is used to communicate SOA activity, such as porting activity between Service Providers in different Peered NPAC SMS.


Major points/processing flow/high-level requirements:


Inter-NPAC Peering leverages the existing SOA to NPAC SMS and LSMS to NPAC SMS CMIP interface for Inter-NPAC SMS messaging.   This approach simplifies implementation of the Inter-NPAC SMS messaging and does not require the introduction of a different messaging protocol.  While interface impacts for Inter-NPAC Peering are avoided for the existing Service Provider SOA and LSMS to NPAC SMS interfaces, additional data would need to be communicated between peered NPAC SMS systems to improve efficiency. Areas for extensions to Inter-NPAC SMS messaging will be identified in the detailed specifications to be provided.


Two diagrams are provided to give a high level view of the interactions for that would occur between Peered NPAC SMS in a Multi-Administrator Peering Model for porting activity between two Service Providers. The two types of ports that are described are an Intra NPAC Port and an Inter NPAC Port.


Intra-NPAC SMS Port


A port is an Intra-NPAC SMS port when only one NPAC SMS serves both of the Service Providers involved in a port. The following diagram depicts a port with both Service Providers being customers of the same NPAC SMS:




Service Providers porting in the same NPAC SMS (Intra-NPAC port):


1. SOA 1 and SOA 2 served by Vendor A create a pending port for the TN porting form SOA 2


2. SOA 1 activates the TN on the due date


3. TN Activation broadcast is sent to the peered Vendor B


4. TN Activation broadcast is sent to LSMS’ serviced by Vendor A


5. TN Activation broadcast is sent to LSMS’ serviced by Vendor B


Inter-NPAC SMS Port


A port is an Inter-NPAC SMS port when each NPAC SMS serves one of the Service Providers involved in a port. The following diagram depicts a port with both Service Providers being customers of different NPAC SMS:














Service Providers porting in the different NPAC SMS (Inter-NPAC):


1. SOA 1 serviced by Vendor A creates a pending port for a TN porting from SOA 2


2. Vendor A forwards the create request to Vendor B that serves SOA 2


3. Vendor B creates the pending subscription version and sends notifications to both SOA 1 and SOA 2


4. SOA 1 activates the TN on the due date (SOA 2 concurrence is not shown to reduce complexity of the diagram)


5. TN Activation broadcast is sent from Vendor A to the peered Vendor B


6. TN Activation broadcast is sent to the LSMS’ served by Vendor A


7. TN Activation broadcast is sent to LSMS’ served by Vendor B


Requirements:


TBD


IIS


TBD


GDMO:


TBD


ASN.1:


TBD


Inter-NPAC SOA Associations







Inter-NPAC LSMS Association







Inter-NPAC Associations used for Inter-NPAC Messaging
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Service Provider SOA and LSMS systems connections to their Primary NPAC SMS – Vendor A







Service Provider SOA and LSMS systems connections to their Primary NPAC SMS – Vendor B
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Best Practice Language “DRAFT – Alt A” for discussion:


Best Practices Document

		Item Number

		TBD



		Topic: 

		The industry use of the data in fields listed as “future use” as well as optional data parameters added by SOW 69 is unknown to the LNPA-WG. The LNPA-WG has not defined the use of these fields for the industry. The LNPA-WG deems use of these fields as inappropriate as it may conflict with the field’s eventual definition of use.





		Date Logged 

		9/10/08



		Date Modified

		12/20/08



		Related Regulation / Document Ref

		 



		Related Issue

		The industry use of the data in these fields is unknown to the LNPA-WG as those fields are currently defined as being for “future use”. The LNPA-WG has not defined the use of these fields for the industry.


SOW 69, which added optional data parameters to both the thousand pooled block and the subscription version levels, was approved based on emergency and temporary relief to aid in addressing a mechanism for reversing the impact of Thousand Block Pooled porting. Like the existing ‘future use’ fields, the optional data parameters added by SOW 69 and their usage are unknown to the LNPA-WG.



		

		 



		Recommended Change to Requirements? 

		SOW 69 was introduced in order to ensure that pooling a block would override ALL fields that could be carried at a subscription version (telephone number) level.  No other requirement changes have been recommended at this time



		Submitted by

		 LNPA-WG



		Decisions / Recommendations

		





It is the position of the LNPA-WG that no service provider, or others working on their behalf, should populate the fields or Optional Data parameters (listed below) that are currently designated as “future use”. This position will remain in effect until the LNPA-WG has defined the purpose of the fields for the industry. The fields and parameters involved are: End User Location Value, End User Location Type, Billing ID, and the Optional Data parameters of Alt End User Location Value, Alt End User Location Type and Alt Billing ID. 


Pooled Block Optional Data parameters affected: Alt End User Location Value, Alt End User Location Type and Alt Billing ID (These parameters are only being implemented as part of SOW69 to aid in reversing the effect of the pooled record being broken apart by allowing a mechanism for the pooled blocks to be re-instated and the individual records removed to reduce the capacity concerns.)

Individual TN Record Fields affected: End User Location Value, End User Location Type, Billing ID.


Individual TN Record Optional Data parameters affected: 


Alt End User Location Value, Alt End User Location Type and Alt Billing ID (These parameters were implemented as part of SOW69.)


While enforcement of this best practice is voluntary, all service providers recognize the NPAC as a shared industry resource, used by all network service providers in the primary support of compliance with FCC mandates and Industry guidelines related to Local Number Portability.


If there are service providers who wish to recommend an industry appropriate use of ‘future use’ fields and/or parameters, a PIM and/or associated change order should be submitted to the LNPA-WG for consideration in order to define the use of the fields


____________________________________________
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Best Practice Language “DRAFT – Alt B” for discussion:


Best Practices Document

		Item Number

		TBD



		Topic: 

		The industry use of the data in fields listed as “future use” as well as optional data parameters added by SOW 69 is unknown to the LNPA-WG. The LNPA-WG has yet to  define the use of these fields for the industry.


The LNPA-WG understands that the use of these fields may assist in daily business activities such as network migrations, TBD, etc. Nevertheless the LNPA WG has concerns with potential increases in transactions that may have a negative impact to LSMS capacity.  In order to limit the unnecessary transactions this best practice is designed to allow the use of the fields , until defined, when the population of those fields are done concurrently with industry related transactions.   





		Date Logged 

		9/10/08



		Date Modified

		12/20/08



		Related Regulation / Document Ref

		 



		Related Issue

		The industry use of the data in these fields is unknown to the LNPA-WG as those fields are currently defined as being for “future use”. The LNPA-WG has not yet defined the use of these fields for the industry.


SOW 69, which added optional data parameters to both the thousand pooled block and the subscription version levels, was approved based on emergency and temporary relief to aid in addressing a mechanism for reversing the impact of Thousand Block Pooled porting. Like the existing ‘future use’ fields, the optional data parameters added by SOW 69 and their usage are unknown to the LNPA-WG.



		

		 



		Recommended Change to Requirements? 

		SOW 69 was introduced in order to ensure that pooling a block would contain ALL fields that could be carried at a subscription version (telephone number) level.  No other requirement changes have been recommended at this time



		Submitted by

		 LNPA-WG



		Decisions / Recommendations

		





It is the position of the LNPA-WG that service providers, or others working on their behalf, may populate the fields or Optional Data parameters (listed below) that are currently designated as “future use” as long as they are concurrently populated during industry related transactions. This position will remain in effect until the LNPA-WG has defined the purpose of the fields for the industry, then authorized and released them for general use by the industry. If the predefined data conflicts with the definition provided and approved by the LNPA Working Group the then non-compliant service providers must complete a cleanup effort prior to the implementation and use by the industry. The fields and parameters involved are: End User Location Value, End User Location Type, Billing ID, and the Optional Data parameters of Alt End User Location Value, Alt End User Location Type and Alt Billing ID. 


Pooled Block Optional Data parameters affected: Alt End User Location Value, Alt End User Location Type and Alt Billing ID (These parameters are only being implemented as part of SOW69 to aid in reversing the effect of the pooled record being broken apart by allowing a mechanism for the pooled blocks to be re-instated and the individual records removed to reduce the capacity concerns.)

Individual TN Record Fields affected: End User Location Value, End User Location Type, Billing ID.


Individual TN Record Optional Data parameters affected: 


Alt End User Location Value, Alt End User Location Type and Alt Billing ID (These parameters were implemented as part of SOW69.)


While enforcement of this best practice is voluntary, all service providers recognize the NPAC as a shared industry resource, used by all network service providers in the primary support of compliance with FCC mandates and Industry guidelines related to Local Number Portability.


If there are service providers who wish to recommend an industry appropriate use of ‘future use’ fields and/or parameters, a PIM and associated change order should be submitted to the LNPA-WG for consideration in order to define the use of the fields


____________________________________________
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  08/18/2008                                                PIM # 68 v5                  

Company(s) Submitting Issue: AT&T Mobility

Contact(s):  Name Renee Dillon

Contact Number 425-288-6053

Email Address   rd9317@att.com ______________________________________________


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


A carrier created a very large quantity of ISP subscription versions (aka TN ports) in their pooled 1K blocks with the same routing information carried at the block level over a short time period, causing a significant increase in ports and leading to a performance and capacity issue for a number of Industry LSMS’s.  

2. Problem/Issue Description: (Provide detailed description of problem/issue.)


With the introduction of number pooling in 2003, an entire 1k block can be provisioned to an individual carrier. All appropriate routing information can be stored in carrier systems at the NPA-NXX-X level, overriding the code holder’s routing details for the block. Porting an individual TN still works within this paradigm to allow for routing at the TN level if it would be needed to differentiate from the block level.

Recently, a carrier has begun breaking out individual SVs from a large number of their pooled 1K blocks to the same routing information (LRN etc.) in order to prepare for an upcoming network migration. This led to a large growth in the size of LSMS instances across the industry as it receives these individual SV records. This resulted in capacity and performance concerns for many LSMS service providers based on these actions.

Additional analysis showed that the only difference between the Subscription version entries and Pooled Block entries were on three fields; EndUserLocationValue, EndUserLocationType, and Billing ID, which are not available at the block level.

B.   Frequency of Occurrence:  Estimated over 9 Million ports may have been performed by one carrier.

C. NPAC Regions Impacted:


 Canada___ Mid Atlantic X  Midwest X Northeast X  Southeast X  Southwest X  Western X       


 West Coast X   ALL__


D. Rationale why existing process is deficient:  

With this recent significant increase in volumes, many national providers are scrambling to work with their vendors to provide additional capacity in an escalated manner, which could lead to more issues due to a lessened testing schedule to obtain the software and any hardware in a timely manner to meet the exhaust point.  Processes should be documented to ensure that pooling and porting is effectuated via the NPAC in the most efficient means possible in order to mitigate the impact, e.g., throughput, database capacity, etc., on downstream service provider systems.

E.   Identify action taken in other committees / forums


In approving SOW 69 for NANC Change Order 436, the NAPM LLC has taken the following actions:


1)  Initiation and presentation of a Root Cause Analysis by the NPAC Administrator with respect to determining the reasons for the unexpected immediacy of potential LSMS exhaust and how the issue arose and under what circumstances, and development of a process for preventing future occurrences.


2)  Immediate suspension and stopping all projects and activities, and continued suspension of all projects and activities, that result in the Activation or creation of new SVs by reason of the use of the Billing ID, End User Location Value, or End User Location Type fields, or the Alt-Billing ID, Alt-End User Location Value, or Alt-End User Location Type parameters for other than pooled block records.  This is intended to avert any imminent exhaust in database capacity and to allow investigation to identify, consider, approve, and implement longer-term solutions.


F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


A) Implementation of the attached NANC Change Order 436 as soon as possible to address the current mismatch of data fields between the pooled 1K block record and the individual SV.





[image: image1.emf]NANC TBD  altEU-altBID v4.doc





[image: image2.emf]NANC 436  altEU-altBID - xml only - 97 to 2003.doc




B) Upon implementation of NANC 436, the NPAC Administrator should develop an appropriate X-Regional notice to educate providers on its use and approach providers regarding identifying opportunities for collapsing individual SVs into pooled 1K blocks where they can.


C) Discussions should be initiated in the LNPA WG to determine and define industry use(s) of the Billing ID, End User Location Value, End User Location Type fields, and the Alt-Billing ID, Alt-End User Location Value, or Alt-End User Location Type parameters.

D) Discussion should be initiated in the LNPA WG to identify best practices in regards to intra-service provider porting Subscription Versions (aka TN’s) within a 1k block.


LNPA WG: (only)


Item Number:   PIM 68 v5

Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________


1
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New Change Orders – Working Copy






Origination Date:  08/22
/08


Originator:  NeuStar


Change Order Number:  NANC TBD


Description:  Optional Data – alternative End User Location and alternative Billing ID


Cumulative SP Priority, Weighted Average:  N/A



Functionally Backwards Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			N


			N


			Y


			Y


			Y








Business Need:



Alternative End User Location and Alternative Billing ID Fields:



The End User Location Value, End User Location Type, and Billing ID fields in the NPAC's Subscription Version records are supported only for LNP types 0 and 1 (LSPP, LISP).  LNP type 2 (POOL) does not offer these fields and thus pooled block records cannot have information contained in these fields.


Carriers have used these “future use” fields for various purposes.  When the telephone numbers involved are in pooled blocks, however, the carrier must intra-SP port the numbers in order to create entries in any of the three fields.  This defeats the purpose of EDR, where up to a thousand pooled numbers can be represented as a single pooled block record in the industry's LNP databases.  That is, when pooled numbers are to have End User Location Value, End User Location Type, or Billing ID information associated with them, the LNP database records storage requirement for each pooled block involved can increase up to a thousand-fold.  This adverse impact on record storage requirements is unnecessary if pooled blocks can be made to support the three fields.


As a result of recent unanticipated activity involving the population of these records for numbers that were in pooled blocks, many carriers' LNP databases are reaching their storage limits before planned storage capacity expansions are scheduled.  Thus a method to accommodate the population of the three unsupported fields for pooled numbers is urgently needed.


Because adding the three unsupported fields to the pooled block record requires many changes in the NPAC SMS and is an interface change affecting local systems as well, the addition of three more parameters in the Optional Data field is proposed.  This can be accommodated in an NPAC maintenance window and has no impact on local systems that do not wish to receive these parameters in NPAC downloads.  The parameters would parallel the specifications for the three existing fields and be named Alt-End User Location Value, Alt-End User Location Type, and Alt-Billing ID.


Description of Change:



The NPAC/SMS will provide the ability to provision Alt-End User Location Value, Alt-End User Location Type, and Alt-Billing ID as Optional Data field parameters for each Pooled Block record and associated Pooled Subscription Version records.



This information will be provisioned by the SOA and broadcast to the LSMS upon activation of the Pooled Block and upon modification for those SOA and LSMS associations optioned “on” to send and receive this data.  Pooled SVs are sent to non-EDR LSMSs.


This field shall be added to the Bulk Data Download file, and be available to a Service Provider’s SOA/LSMS.



This field will be supported across the interface on an opt-in basis only and will be functionally backward compatible.



The OptionalData CMIP attribute will be populated with an XML string.  The string is defined by the schema documented in the XML section below.  XML is used to provide future flexibility to add additional fields to the SV records and Pooled Block records when approved by the NAPM LLC.


Major points/processing flow/high-level requirements:



This change order proposes to add new fields to the subscription version and number pool block objects.  Hence, the FRS, IIS, GDMO, and ASN.1 will need to reflect the addition of these fields.  These new fields will cause changes to the NPAC CMIP interface, however they will be functionally backward compatible and optional by service provider.  Although the current subscription version object contains the End User Location and Billing ID fields, these three alternate fields are added to maintain consistency between a number pool block and it’s associated pooled SVs.


Requirements:



Section 1.2, NPAC SMS Functional Overview



Add a new section that describes the functionality of the Alt-End User Location Value, Alt-End User Location Type, and Alt-Billing ID Fields (Optional Data).  See description of Change above.



Section 3.1, NPAC SMS Data Models



Add new attribute for the Alt-End User Location Value, Alt-End User Location Type, and Alt-Billing ID Fields (Optional Data).  See below:



			NPAC CUSTOMER DATA MODEL





			Attribute Name


			Type (Size) 


			Required


			Description





			[snip]


			


			


			





			NPAC Customer SOA Alt-End User Location Value Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Alt-End User Location Value information from the NPAC SMS to their SOA.



The default value is False.





			NPAC Customer LSMS Alt-End User Location Value Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Alt-End User Location Value information from the NPAC SMS to their LSMS.



The default value is False.





			NPAC Customer SOA Alt-End User Location Type Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Alt-End User Location Type information from the NPAC SMS to their SOA.



The default value is False.





			NPAC Customer LSMS Alt-End User Location Type Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Alt-End User Location Type information from the NPAC SMS to their LSMS.



The default value is False.





			NPAC Customer SOA Alt-Billing ID Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Alt-Billing ID information from the NPAC SMS to their SOA.



The default value is False.





			NPAC Customer LSMS Alt-Billing ID Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer supports Alt-Billing ID information from the NPAC SMS to their LSMS.



The default value is False.





			[snip]


			


			


			








Table 3-2 NPAC Customer Data Model



			Subscription Version Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			Alt-End User Location Value


			N (12)


			


			Alt-End User Location Value for Subscription Version.



This field may only be specified if the service provider SOA supports Alt-End User Location Value.





			Alt-End User Location Type


			N (2)


			


			Alt-End User Location Type for Subscription Version.



This field may only be specified if the service provider SOA supports Alt-End User Location Type.





			Alt-Billing ID


			C (4)


			


			Alt-Billing ID for Subscription Version.



This field may only be specified if the service provider SOA supports Alt-Billing ID.





			[snip]


			


			


			








Table 3‑6 Subscription Version Data Model



			number pooling block hoder information Data MODEL





			Attribute Name


			Type (Size)


			Required


			Description





			[snip]


			


			


			





			Alt-End User Location Value


			N (12)


			


			Alt-End User Location Value for Number Pool Block.



This field may only be specified if the service provider SOA supports Alt-End User Location Value.





			Alt-End User Location Type


			N (2)


			


			Alt-End User Location Type for Number Pool Block.



This field may only be specified if the service provider SOA supports Alt-End User Location Type.





			Alt-Billing ID


			C (4)


			


			Alt-Billing ID for Number Pool Block.



This field may only be specified if the service provider SOA supports Alt-Billing ID.





			[snip]


			


			


			








Table 3‑8 Number Pooling Block Holder Information Data Model



RR3-210
Block Holder Information Mass Update – Update Fields



NPAC SMS shall allow NPAC Personnel, via a mass update, to update the block holder default routing information (LRN, DPC(s), and SSN(s), Alt-End User Location Value (if the requesting SOA supports Alt-End User Location Value data), Alt-End User Location Type (if the requesting SOA supports Alt-End User Location Type data), Alt-Billing ID (if the requesting SOA supports Alt-Billing ID data), for a 1K Block as stored in the NPAC SMS.  (Previously B-762)



R3‑8
Off-line batch updates for Local SMS Disaster Recovery



NPAC SMS shall support an off‑line batch download (via 4mm DAT tape and FTP file download) to mass update Local SMSs with Subscription Versions, NPA-NXX-X Information, Number Pool Block and Service Provider Network data.



The contents of the batch download are:



· Block Data



· [snip]



· Alt-End User Location Value (for Local SMSs that support Alt-End User Location Value)



· Alt-End User Location Type (for Local SMSs that support Alt-End User Location Type)



· Alt-Billing ID (for Local SMSs that support Alt-Billing ID)



· [snip]



RR3-79.1
Number Pool NPA-NXX-X Holder Information – Routing Data Field Level Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, are valid according to the formats specified in the Block Data Model upon Block creation scheduling for a Number Pool, or when re-scheduling a Block Create Event:  (Previously N-75.1).



[snip]



Alt-End User Location Value (if supported by the Block Holder SOA)



Alt-End User Location Type (if supported by the Block Holder SOA)



Alt-Billing ID (if supported by the Block Holder SOA)



RR3-149
 Addition of Number Pooling Block Holder Information – Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, is valid according to the formats specified in the Subscription Version Data Model upon Block creation for a Number Pool:  (Previously B-250)



[snip]



Alt-End User Location Value (if supported by the Block Holder SOA)



Alt-End User Location Type (if supported by the Block Holder SOA)



Alt-Billing ID (if supported by the Block Holder SOA)



RR3-157
Modification of Number Pooling Block Holder Information – Routing Data



NPAC SMS shall allow NPAC personnel, Service Provider via the SOA to NPAC SMS Interface, or Service Provider via the NPAC SOA Low-tech Interface, to modify the block holder default routing information (LRN, DPC(s), and SSN(s)), Alt-End User Location Value (if supported by the Block Holder SOA), Alt-End User Location Type (if supported by the Block Holder SOA), and Alt-Billing ID (if supported by the Block Holder SOA), for a 1K Block as stored in the NPAC SMS.  (Previously B-320)



R4-8
Service Provider Data Elements


NPAC SMS shall require the following data if there is no existing Service Provider data:



[snip]



NPAC Customer SOA Alt-End User Location Value Support Indicator



NPAC Customer LSMS Alt-End User Location Value Support Indicator



NPAC Customer SOA Alt-End User Location Type Support Indicator



NPAC Customer LSMS Alt-End User Location Type Support Indicator



NPAC Customer SOA Alt-Billing ID Support Indicator



NPAC Customer LSMS Alt-Billing ID Support Indicator



R5‑16
Create Subscription Version - New Service Provider Optional input data



NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· Alt-End User Location Value (if supported by the Service Provider SOA)



· Alt-End User Location Type (if supported by the Service Provider SOA)



· Alt-Billing ID (if supported by the Service Provider SOA)



R5‑18.1
Create Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:



· [snip]



· Alt-End User Location Value (if supported by the Service Provider SOA)



· Alt-End User Location Type (if supported by the Service Provider SOA)



· Alt-Billing ID (if supported by the Service Provider SOA)



RR5-5
Create “Intra-Service Provider Port” Subscription Version - Current Service Provider Optional Input Data



NPAC SMS shall accept the following optional fields from the NPAC personnel or the Current Service Provider upon a Subscription Version Creation for an Intra-Service Provider port:



· [snip]



· Alt-End User Location Value (if supported by the Service Provider SOA)



· Alt-End User Location Type (if supported by the Service Provider SOA)



· Alt-Billing ID (if supported by the Service Provider SOA)



RR5-6.1
Create “Intra-Service Provider Port” Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Intra-Service Provider port:



· [snip]



· Alt-End User Location Value (if supported by the Service Provider SOA)



· Alt-End User Location Type (if supported by the Service Provider SOA)



· Alt-Billing ID (if supported by the Service Provider SOA)



R5‑27.1
Modify Subscription Version - New Service Provider Data Values



NPAC SMS shall allow the following data to be modified in a pending or conflict Subscription Version for an Inter-Service Provider or Intra-Service Provider port by the new/current Service Provider or NPAC personnel:



· [snip]



· Alt-End User Location Value (if supported by the Service Provider SOA)



· Alt-End User Location Type (if supported by the Service Provider SOA)



· Alt-Billing ID (if supported by the Service Provider SOA)



R5‑28
Modify Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the NPAC personnel or the new Service Provider upon modification of a pending or conflict Subscription version:



· [snip]



· Alt-End User Location Value (if supported by the Service Provider SOA)



· Alt-End User Location Type (if supported by the Service Provider SOA)



· Alt-Billing ID (if supported by the Service Provider SOA)



R5‑29.1
Modify Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.



· [snip]



· Alt-End User Location Value (if supported by the Service Provider SOA)



· Alt-End User Location Type (if supported by the Service Provider SOA)



· Alt-Billing ID (if supported by the Service Provider SOA)



R5‑36
Modify Active Subscription Version - Input Data



NPAC SMS shall allow the following data to be modified for an active Subscription Version:



· [snip]



· Alt-End User Location Value (if supported by the Service Provider SOA)



· Alt-End User Location Type (if supported by the Service Provider SOA)



· Alt-Billing ID (if supported by the Service Provider SOA)



R5‑37
Active Subscription Version - New Service Provider Optional input data.



NPAC SMS shall accept the following optional fields from the new Service Provider or NPAC personnel for an active Subscription Version to be modified:



· [snip]



· Alt-End User Location Value (if supported by the Service Provider SOA)



· Alt-End User Location Type (if supported by the Service Provider SOA)



· Alt-Billing ID (if supported by the Service Provider SOA)



R5‑38.1
Modify Active Subscription Version - Field-level Data Validation



NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification of an active version:



· [snip]



· Alt-End User Location Value (if supported by the Service Provider SOA)



· Alt-End User Location Type (if supported by the Service Provider SOA)



· Alt-Billing ID (if supported by the Service Provider SOA)



R5-74.3
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:



· [snip]



· Alt-End User Location Value (if supported by the Service Provider SOA)



· Alt-End User Location Type (if supported by the Service Provider SOA)



· Alt-Billing ID (if supported by the Service Provider SOA)



R5-74.4
Query Subscription Version - Output Data



NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS to Local SMS interface:



· [snip]



· Alt-End User Location Value (if supported by the Service Provider SOA)



· Alt-End User Location Type (if supported by the Service Provider SOA)



· Alt-Billing ID (if supported by the Service Provider SOA)



RR5-91
Addition of Number Pooling Subscription Version Information – Create “Pooled Number” Subscription Version



NPAC SMS shall automatically populate the following data upon Subscription Version creation for a Pooled Number port:  (Previously SV-20)



· [snip]



· Alt-End User Location Value (Value set to same field as Block)



· Alt-End User Location Type (Value set to same field as Block)



· Alt-Billing ID (Value set to same field as Block)



Req 1 – Service Provider SOA Alt-End User Location Value Edit Flag Indicator



NPAC SMS shall provide a Service Provider SOA Alt-End User Location Value Edit Flag Indicator tunable parameter which defines whether a SOA supports Alt-End User Location Value.



Req 2 – Service Provider SOA Alt-End User Location Value Edit Flag Indicator Default



NPAC SMS shall default the Service Provider SOA Alt-End User Location Value Edit Flag Indicator tunable parameter to FALSE.



Req 3 – Service Provider SOA Alt-End User Location Value Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Alt-End User Location Value Edit Flag Indicator tunable parameter.


Req 4 – Service Provider LSMS Alt-End User Location Value Edit Flag Indicator



NPAC SMS shall provide a Service Provider LSMS Alt-End User Location Value Edit Flag Indicator tunable parameter which defines whether an LSMS supports Alt-End User Location Value.



Req 5 – Service Provider LSMS Alt-End User Location Value Edit Flag Indicator Default



NPAC SMS shall default the Service Provider LSMS Alt-End User Location Value Edit Flag Indicator tunable parameter to FALSE.



Req 6 – Service Provider LSMS Alt-End User Location Value Edit Flag Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS Alt-End User Location Value Edit Flag Indicator tunable parameter.


Req 7
Activate Number Pool Block - Send Alt-End User Location Value to Local SMSs



NPAC SMS shall, for a Service Provider that supports Alt-End User Location Value, send the Alt-End User Location Value attribute for an activated Number Pool Block via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 1.1 through 7.1 same as Req 1 through 7.  Replace “Alt-End User Location Value” with “Alt-End User Location Type”.



Req 1.2 through 7.2 same as Req 1 through 7.  Replace “Alt-End User Location Value” with “Alt-Billing ID”.



Appendix E – Bulk Data Download File Examples.



NOTE:  If a Service Provider supports Alt-End User Location Value, Alt-End User Location Type, or Alt-Billing ID, the format of the Bulk Data Download file will contain delimiters for the attribute.



			Explanation of the fields in the subscription download file





			Field Number


			Field Name


			Value in Example





			1


			Version Id 


			0000000001





			[snip]


			


			





			999


			Alt-End User Location Value


			Not present if LSMS or SOA does not support the Alt-End User Location Value as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			999


			Alt-End User Location Type


			Not present if LSMS or SOA does not support the Alt-End User Location Type as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			999


			Alt-Billing ID


			Not present if LSMS or SOA does not support the Alt-Billing ID as shown in this example.  If it were present the value would be as defined in the SV Data Model.





			


			


			








Table E- 1 -- Explanation of the Fields in The Subscription Download File



			Explanation of the fields in the Block download file





			Field Number


			Field Name


			Value in Example





			1


			Block  Id 


			1





			[snip]


			


			





			999


			Alt-End User Location Value


			Not present if LSMS or SOA does not support the Alt-End User Location Value as shown in this example.  If it were present the value would be as defined in the NPB Data Model.





			999


			Alt-End User Location Type


			Not present if LSMS or SOA does not support the Alt-End User Location Type as shown in this example.  If it were present the value would be as defined in the NPB Data Model.





			999


			Alt-Billing ID


			Not present if LSMS or SOA does not support the Alt-Billing ID as shown in this example.  If it were present the value would be as defined in the NPB Data Model.





			


			


			








Table E- 6 -- Explanation of the Fields in The Subscription Download File



IIS



Addition to the current IIS flow descriptions that relate to Pooled SV and NPB attributes.



Flow B.4.4.1 – Number Pool Block Create/Activate by SOA



Flow B.4.4.2 – Number Pool Block Create by NPAC SMS



Flow B.4.4.12 – Number Pool Block Modify by NPAC SMS



Flow B.4.4.13 – Number Pool Block Modify by Block Holder SOA



If the “SOA Supports Alt-End User Location Value Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:



Alt-End User Location Value


If the “SOA Supports Alt-End User Location Type Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:



Alt-End User Location Type


If the “SOA Supports Alt-Billing ID Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:



Alt-Billing ID


Flow B.5.1.2 – Subscription Version Create by the Initial SOA (New Service Provider)



Flow B.5.1.3 – Subscription Version Create by Second SOA (New Service Provider)



Flow B.5.1.11 – Subscription Version Create for Intra-Service Provider Port



[snip]



The following items may optionally be provided unless subscriptionPortingToOriginal-SP is true:



[snip]



Alt-End User Location Value (if supported by the Service Provider SOA)



Alt-End User Location Type (if supported by the Service Provider SOA)



Alt-Billing ID (if supported by the Service Provider SOA)


Flow B.5.2.1 – Subscription Version Modify Active Version Using M-ACTION by a Service Provider SOA



Flow B.5.2.3 – Subscription Version Modify Prior to Activate Using M-ACTION



Flow B.5.2.4 – Subscription Version Modify Prior to Activate Using M-SET



[snip]



The current service provider can only modify the following attributes:



[snip]



Alt-End User Location Value (if supported by the Service Provider SOA)



Alt-End User Location Type (if supported by the Service Provider SOA)



Alt-Billing ID (if supported by the Service Provider SOA)


Flow B.5.6 – Subscription Version Query



[snip]



The query return data includes:



[snip]



Alt-End User Location Value (if supported by the Service Provider SOA)



Alt-End User Location Type (if supported by the Service Provider SOA)



Alt-Billing ID (if supported by the Service Provider SOA)


GDMO:



No Change Required.



ASN.1:



No Change Required.



XML:



Note – the XML shown below is existing NANC 399 and new NANC TBD.



<?xml version="1.0" encoding="UTF-8"?>



<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema" elementFormDefault="qualified"



attributeFormDefault="unqualified">



   <xs:simpleType name="NumberString">


      <xs:restriction base="xs:string">


         <xs:pattern value="[0-9]{0,}"/>


      </xs:restriction>


   </xs:simpleType>


   <xs:simpleType name="SPID">



      <xs:restriction base="xs:string">



         <xs:length value="4"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:simpleType name="EULV_DATATYPE">



      <xs:restriction base="NumberString">



         <xs:MinLength value="1"/>



         <xs:MaxLength value="12"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:simpleType name="EULT_DATATYPE">



      <xs:restriction base="NumberString">



         <xs:length value="2"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:simpleType name="BID_DATATYPE">



      <xs:restriction base="xs:string">



         <xs:minLength value="1"/>



         <xs:maxLength value="4"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:complexType name="OptionalData">



      <xs:all>



        <xs:element name="ALTSPID" type="SPID" nillable="true" minOccurs="0"/>



        <xs:element name="ALTEULV" type="EULV_DATATYPE" nillable="true" minOccurs="0"/>



        <xs:element name="ALTEULT" type="EULT_DATATYPE" nillable="true" minOccurs="0"/>



        <xs:element name="ALTBID" type="BID_DATATYPE" nillable="true" minOccurs="0"/>



      </xs:all>



   </xs:complexType>



   <xs:element name="OptionalData" type="OptionalData"/>



</xs:schema>
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NANC 436, XML


<?xml version="1.0" encoding="UTF-8"?>



<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema" elementFormDefault="qualified"



attributeFormDefault="unqualified">



   <xs:simpleType name="NumberString">



      <xs:restriction base="xs:string">



         <xs:pattern value="[0-9]{0,}"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:simpleType name="SPID">



      <xs:restriction base="xs:string">



         <xs:length value="4"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:simpleType name="EULV_DATATYPE">



      <xs:restriction base="NumberString">



         <xs:minLength value="1"/>



         <xs:maxLength value="12"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:simpleType name="EULT_DATATYPE">



      <xs:restriction base="NumberString">



         <xs:length value="2"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:simpleType name="BID_DATATYPE">



      <xs:restriction base="xs:string">



         <xs:minLength value="1"/>



         <xs:maxLength value="4"/>



      </xs:restriction>



   </xs:simpleType>



   <xs:complexType name="OptionalData">



      <xs:all>



        <xs:element name="ALTSPID" type="SPID" nillable="true" minOccurs="0"/>



        <xs:element name="ALTEULV" type="EULV_DATATYPE" nillable="true" minOccurs="0"/>



        <xs:element name="ALTEULT" type="EULT_DATATYPE" nillable="true" minOccurs="0"/>



        <xs:element name="ALTBID" type="BID_DATATYPE" nillable="true" minOccurs="0"/>



      </xs:all>



   </xs:complexType>



   <xs:element name="OptionalData" type="OptionalData"/>



</xs:schema>
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SPID Migration – User M&P  


Purpose and Scope 
This document describes the necessary steps and tasks associated with requesting, 
tracking, and processing a request for a SPID Migration for NPA-NXX, NPA-NXX-X, LRN, 
subscription version (SV) and pooling block data.   


A SPID Migration is a coordinated update of the SPID attribute in the NPA-NXX, NPA-NXX-
X, and LRN as well as the respective subscription version or number pool block record as a 
result of NPAC and NPAC Users processing SIC-SMURF (Selection Input Criteria SPID 
Mass Update Request Files) performed during an NPAC Maintenance Window by all NPAC 
Users in an NPAC Region.  No other attributes are modified as part of the SPID Migration 
processing and no messages are sent across the interface. 


The SPID Migration process supports NPAC Users that require assistance migrating LNP 
data associated with one SPID to one or more other SPIDs.   


This procedure does not support requests for LRN, GTT data or other LNP attribute 
changes, either for a subscription version, a pooled block, or for the NPAC’s network data.  
If changes are required for subscription version and/or number pool block attributes, the 
NPAC User should request a separate Mass Modification. 


Procedure Summary  
 Access to NPAC/SMS SPID Migration Request Form  


 Request Initiation 


o Form Processing  


o Modified SPID Migration Request Processing 


 Estimating and Scheduling 


 Notifications 


o Initial Notification to NPAC Users  


o Modified Request Notification to NPAC Users  


o Conditional SPID Migration Readiness Calls 


 Execution 


o Generating/Providing Pending-Like SV Report 


o Generating/Providing Preliminary SIC-SMURF files 


o Canceling Pending-Like SVs 


o Generating/Providing “Cancelled, Pending-Like SV Report” 


o Generating/Providing Actual SIC-SMURF files during SPID Migration 
Maintenance Window 


o Processing SIC-SMURF files 


 Close-Out 
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 Billable Charges 


Overview of the Procedure 
1. The Service Provider that is receiving the new NPA-NXX will initiate the request by 


issuing a SPID Migration Request form (“Form”) to the NPAC, specifying the 
migrating codes and affected LNP data. 


2. NPAC Personnel receive and process the Form including; notifying the Migrating-To 
and Migrating-From Service Providers of SPID Migration “kick-off” call logistics, 
estimating the effort by determining the approximate numbers of subscription 
versions and/or number pool blocks and LRNs that are affected by the SPID 
Migration request, and determining an appropriate calendar date to process the 
SPID Migration request.  The calendar date must coincide with an NPAC 
Maintenance Window (also Scheduled Service Unavailability, “SSU”).  In addition, 
the date will be scheduled for the first available Maintenance Window after the 
LERGTM1 Effective Date (for the migrating code), or assumed LERG Effective Date2 
and be in consideration of other activities scheduled for the selected Maintenance 
Window, including other SPID Migration requests already scheduled.  When the 
migrating code’s Effective Date has already past (prior to submitting the SPID 
Migration Request form to NPAC), the SPID Migration will be scheduled for the next 
available maintenance window but a minimum of 32 days after the receipt of the 
SPID Migration Request form and in consideration of other activities scheduled for 
the selected Maintenance Window. 


3. NPAC Personnel, the Migrating-From Service Provider (when operational), the 
Migrating-To Service Provider and if applicable, both the Migrating-From and/or 
Migrating-To Service Provider’s Service Bureau collectively participate in a kick-off 
call to discuss the SPID Migration request. 


4. NPAC Personnel notify all NPAC Users in the affected region of the SPID Migration 
request including the preliminary calendar schedule, estimated number of impacted 
records, and estimated time it will take NPAC to process the respective SIC-SMURF 
files.  This information is also posted to the NPAC Secure Website.  NPAC Users 
have the option to notify the Migrating-To Service Provider if their estimate for the 
SPID Migration request processing exceeds a Service Provider Maintenance 
window.  If any responses are received, the Migrating-To Service Provider and 
NPAC Personnel will have a conference call where the Migrating-To Service 
Provider will discuss the Service Provider responses. Together they will discuss 
porting implications related to those responses outside of the Maintenance Window 
for processing the SPID Migration request.  


5. NPAC Personnel will generate a report containing the pending-like subscription 
versions that exist within the migrating code where the Migrating-From Service 
Provider is either the New or Old Service Provider to the port (“Pending-Like SV 
Report” 3).  NPAC Personnel will provide the “Pending-Like SV Report” to the Service 
Providers’ SPID Migration contacts on the Wednesday one week prior to and again 
on the Thursday prior to the SPID Migration Weekend.  Pending-like subscription 


                                                 
1 “LERG” is a trademark of Telcordia Technologies, Inc.. 
2 An “assumed” LERG Effective Date may be provided by the Migrating-To Service Provider when they are 
submitting the SPID Migration Request form prior to the actual Effective Date assignment. 
3 The report containing the pending-like subscription versions that exist within the migrating code where the 
Migrating-From Service Provider is either the New or Old Service Provider to the port is henceforth referred to as the 
“Pending-Like SV Report”. 
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versions within the migrating code where the Migrating-From Service Provider is 
either the Old or the New Service Provider (“Pending-Like SVs”)4 should be 
cancelled or activated by the Service Providers involved in the port requests prior to 
the SPID Migration weekend.   


6. NPAC Personnel will generate preliminary SIC-SMURF files for the respective SPID 
Migration request and make them available from the Service Provider FTP 
directories in the region affected by the SPID Migration request Wednesday, one 
week prior to the actual SPID Migration weekend.  These are preliminary files, and 
may contain data different from the actual SIC-SMURF files for the SPID Migration. 


7. NPAC Personnel will conditionally host SPID Migration Readiness Calls with the 
NPAC Users in the affected region if an NPAC User contacts NPAC with a request to 
discuss an issue(s) with the entire affected region.  If a request for a conference call 
is made, then NPAC will schedule a call and e-mail the call logistics to the SPID 
Migration e-mail alias.  If a call is scheduled, all NPAC Users in the affected region 
may participate on the call to address any outstanding issues related to the SPID 
Migration.   


8. On the SPID Migration weekend, prior to the NPAC Maintenance Window start, 
NPAC Personnel will cancel any (“Pending-Like SVs”) that still exist.  A report 
indicating any pending-like subscription versions that were cancelled by NPAC 
Personnel (“Cancelled, Pending-Like SV Report”)5 will be provided to the SPID 
Migration contacts for the respective Service Providers.   


9. On the SPID Migration weekend, after all “Pending-Like SVs” have been cancelled or 
activated by the Service Providers or cancelled by NPAC Personnel, and all NPAC 
User systems have been taken off-line from the NPAC SMS, NPAC Personnel will 
generate the necessary SIC-SMURF files for the SPID Migration request(s) to be 
processed during the NPAC Maintenance Window.  These files will be made 
available from the Service Provider FTP directories.   


10. During the NPAC Maintenance Window NPAC Personnel and NPAC Users will 
process the SIC-SMURF files for the respective SPID Migration request(s). 


11. At the end of the NPAC Maintenance window, the NPAC SMS will be brought on-line 
and available for NPAC to associate their local systems. 


12. If an NPAC User in the affected region has any issues to discuss with the entire 
region they may send a request to NPAC for a Post-SPID Migration conference call.  
If such a request is made, NPAC Personnel e-mail conference call logistics to the 
SPID Migration e-mail list and host a conference bridge for the industry to dial-in and 
discuss issues related to the prior SPID Migration weekend . 


 


 


                                                 
4 Pending-like subscription versions that exist within the migrating code where the Migrating-From Service Provider is 
either the New or Old Service Provider are henceforth referred to as “Pending-Like SVs”. 
5 The report indicating any “Pending-Like SVs” that were cancelled by NPAC Personnel is henceforth referred to as 
the “Cancelled, Pending-Like SV Report”. 
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Procedure Detail 
For general information about SPID Migrations, please contact:  


 
NPAC Help Desk 


888-672-2435 
 


Access NPAC/SMS SPID Migration Request Form 
1. The first step in the SPID Migration process is for the Service Provider that is going to 


receive the new code(s), the Migrating-To Service Provider, to complete the NPAC/SMS 
SPID Migration Request form (“Form”).  NPAC Users can obtain the Form by: 


a. Accessing NPAC Secure Website  


This Form is posted on the NPAC Secure Site, under the ‘SPID Migration’ button.  To 
access the Secure Site, go to the NPAC Public Site (www.npac.com) and click on 
the ‘Secure Site’ button to login to the secure area. 


NOTE: For access to the Secure website, contact NeuStar Customer Connectivity 
group (cc@neustar.biz) 


b. Calling the NPAC Help Desk (888-672-2435) 


i. When Help Desk personnel confirm the requestor as an authorized 
user, the Form is e-mailed to the User. 


c. Calling NeuStar Service Management. 


 
2. The NPAC User, also the Migrating-To Service Provider, submits the filled-out Form to 


NPAC.  E-mail the completed form to the SPID Migration mailbox 
(SSPPIIDDMMiiggrraattiioonn@@nneeuussttaarr..bbiizz) for processing.  


Request Initiation 
3. Authorized users will be asked to complete the Form.  The Form is broken into the 


following sections: 
 


Section Description 


General Information 


Specifies where and how the completed form is to be 
submitted to NPAC.  Each SPID Migration request will be 
managed by NPAC Personnel.   


For the initial instance of a SPID Migration request, the 
Migrating-To Service Provider should mark the “New” 
checkbox. 


If the request represents a modified request to a previously 
submitted form, the Migrating-To Service Provider should 
mark the “Modified” checkbox and specify what has been 
modified in the Modified Information entry box. 



http://www.npac.com/

mailto:SPIDMigration@neustar.biz
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Section A:  Service 
Provider Migration 


Contact 
Information 


(Required for Form to 
be Processed) 


Affected NPAC Region 


Migrating-To; Service Provider Name (company name in 
the NPAC SMS) Service Provider ID (the Migrating-To 
SPID in the NPAC SMS), Name and Title of Primary and 
Secondary SPID Migration contact, Address, Phone 
Number, Other Phone Number, Fax Number, Pager 
Number, E-mail Address for Primary and Secondary 
contacts at Migrating-To Service Provider company. 


Migrating-From; Service Provider Name (company name in 
the NPAC SMS) Service Provider ID (the Migrating-From 
SPID in the NPAC SMS), Name and Title of Primary and 
Secondary SPID Migration contact, Address, Phone 
Number, Other Phone Number, Fax Number, Pager 
Number, E-mail Address for Primary and Secondary 
contacts at Migrating-From Service Provider company. 


Indicators as to whether the Migrating-From Service 
Provider will be operational and able to perform LNP 
activities prior to the SPID Migration, and after the SPID 
Migration. 


Indicators as to whether the Migrating-To and/or Migrating-
From Service Providers use Service Bureaus.  If a 
company uses a Service Bureau they should work with 
them throughout the SPID Migration process. 


NOTE: The Affected NPAC Region must be the same for 
all codes in the request.  Submit separate forms for each 
NPAC Region affected by SPID Migration request. 


NOTE: SPID Migration contact information is available on 
the NPAC Secure Website, under the “Customer Contact 
Lists” button.  Click on the “Click here to see a list of POC’s 
for each Company” link and then choose the “323 SPID 
Migration” tab at the bottom of the worksheet. 


Section B: Migrating 
Code Information 


(Required for Form to 
be Processed) 


The Migrating-To Service Provider must specify the LERG 
Effective Date for the NPA-NXXs that are specified in this 
SPID Migration request.  If the Effective Date has already 
past (prior to the date the SPID Migration Request is 
submitted), the Migrating-To Service Provider should 
indicate “N/A” (do not leave the entry blank).  If the LERG 
Effective Date has not been scheduled, and the Migrating-
To Service Provider is submitting the SPID Migration 
Request based on an assumed date, check the “Assumed 
Effective Date” checkbox and fill in a date in the LERG 
Effective Date field. 


The Migrating-To Service Provider must list all NPA-NXXs, 
respective NPA-NXX-Xs and respective LRNs that exist on 
the NPAC SMS and are to be migrated and updated with 
their SPID (associated with the Migrating-From Service 







 


FINAL 1.5 
10/21/2005 


SPID Migration
User M&P


 


NeuStar, Inc. Confidential and Proprietary  Page 6 of 18 


Provider).  If the Migrating-To Service Provider does not 
wish to migrate the associated pooled blocks or LRNs, then 
the Migrating-From Service Provider must disconnect or 
modify, and delete those LNP attributes prior to or 
immediately following the SPID Migration Kick Off Call.  If 
the Migrating-From Service Provider requests NeuStar 
Service Management to perform these transactions on their 
behalf, the Migrating-From Provider will incur billable 
charges. 


The Migrating-To Service Provider must specify the Old 
and New NECA OCNs associated with the NPA-NXXs and 
NPA-NXX-Xs listed as part of the SPID Migration if they are 
different from the respective Old and New NPAC SPID 
values.  If the Old and New NECA OCN values are not 
different from the respective Old and New NPAC SPID 
values, these fields can be left blank. 


NOTE: The LERG Effective Date must be the same for all 
codes in the migration request.  Submit separate forms if 
more than one LERG Effective Date is involved in the 
migration. 


NOTE:  By default, the SPID Migration will be scheduled 
based on the next available maintenance window after the 
migrating code’s Effective Date as shown in the LERG (or 
assumed LERG Effective Date), and normally a minimum of 
66 days after the receipt of the SPID Migration Request 
form at NPAC.  However, the migration may be scheduled 
to occur up to three days prior to the migrating code’s 
Effective Date based on a specific request during the kick-
off call. 


NOTE: When the migrating code’s Effective Date has 
already past (prior to submitting the SPID Migration 
Request form) or is less than 66 days after the receipt of 
the SPID Migration Request form at NPAC, the SPID 
Migration will be scheduled for the next available 
maintenance window, but at least 32 days from receipt of 
the SPID Migration Request form. 


NOTE: All LRNs that exist on the NPAC SMS respective to 
a migrating code, and associated with the Migrating-From 
Service Provider are affected by the SPID Migration 
request.  All NPA-NXX-Xs that exist on the NPAC SMS 
where the Migrating-From Service Provider is the current 
SPID, and that use an LRN within the migrating code are 
affected by the SPID Migration request.  These will be 
included in the SIC-SMURF files for processing. 


NOTE: In some instances a Service Provider may want to 
perform a SPID Migration for an LRN and respective 
subscription versions/number pool blocks only.  This is a 
situation where an LRN (and respective SVs/NPBs) will be 
migrated from one Service Provider to another but the 
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respective code will not be migrated.  This may occur only 
when the Service Provider associated with the LRN is not 
the same Service Provider associated with the respective 
code.  If the Service Provider affiliated with the LRN is the 
same as the Service Provider affiliated with the code (as 
stored in the NPAC SMS), then the LRN cannot be 
migrated without migrating the code. 


Section C: NPAC 
Internal SPID 


Migration 
Estimation 


 


 


This section is completed by NPAC Personnel to determine 
the estimated duration required to process the SPID 
Migration request and the SIC-SMURF files. 


Based on the NPA-NXXs, NPA-NXX-Xs, and LRNs 
specified in Section B by the Migrating-To Service Provider 
NPAC Personnel will populate the respective attributes in 
Section C and verify them against what exists on the NPAC 
SMS.   


NPAC Personnel then determine the approximate number 
of subscription versions and number pool blocks affected 
by the SPID Migration request.  The number of subscription 
versions is the count of SV records for which the 
new/current Service Provider specified in the subscription 
versions will be modified to reflect the Migrating-To Service 
Provider.  This count is also the number of the subscription 
versions that are impacted in the Service Provider’s LNP 
databases.  This count does not include the additional 
subscription versions that are impacted because the Old 
Service Provider value is changed, which occurs only in the 
NPAC SMS subscription version data. 


A total of NPA-NXXs, NPA-NXX-Xs, LRNs, and 
(approximate) SVs are tallied. 


Scheduled SPID Migration Date: the date identified as 
appropriate to perform the SPID Migration processing.  This 
date will coincide with a Service Provider Maintenance 
Window. 


LERG Effective Date: The date specified in section B of this 
document (“N/A” indicates that the Effective Date has past 
prior to submitting the SPID Migration Request form), 
initially provided by the Migrating-To Service Provider and 
copied here by NPAC Personnel. 


Scheduled Start and End Time of NPAC Maintenance 
Window: The time the NPAC Maintenance Window will 
begin and the time it will end.  This is the NPAC 
Maintenance Window in which this SPID Migration request 
is to be processed. 


Estimated duration of SPID Migration: This is the estimate 
of how long it will take (NPAC) to process the SIC-SMURF 
files respective to this unique SPID Migration request based 
on the number of NPA-NXXs, NPA-NXX-Xs, LRNs, 
subscription versions and number pool blocks affected by 
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the SPID Migration.  (Until further notice, this will indicate 
“N/A”.)  


Indicator as to whether it is anticipated that the Migrating-
From SPID will continue porting SVs in the NPAC SMS 
after the SPID Migration. (Yes, No or TBD).  This will be 
determined by NPAC Personnel during the kick-off call.  
Denoting a SPID as inactive is a separate, unique process 
from the SPID Migration process itself. 


Section D: Service 
Provider SPID 


Migration 
Estimation 


This section is completed by each Service Provider in the 
affected region (it is not necessary for the Migrating-To 
Service Provider to complete this section). 


If an NPAC User works with a Service Bureau they should 
work with them to formulate their response and complete 
this section. 


Responding Service Provider; Service Provider Name 
(company name in the NPAC SMS) Service Provider ID, 
Name and Title, Address, Phone Number, Other Number, 
Pager Number, Fax Number, E-mail Address for contact at 
the responding Service Provider. 


How much total time do you estimate you will need to 
complete the SPID Migration processing (SIC-SMURF files) 
during the scheduled Maintenance Window? 


Provide further comments or issues regarding your 
company’s ability to process this SPID Migration request as 
scheduled. 


NOTE: If this section is completed, send it back to the 
Migrating-To Service Provider, not to the NPAC. 
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4. A NPAC User submits one Form for each NPAC Region affected and each unique 
LERG Effective Date for the NPA-NXXs that are involved in the SPID Migration.   


Users are responsible for completing all required information on the Form.   Once 
User completes the Form, User can submit it via e-mail to NPAC using the SPID 
Migration mailbox (SPIDMigration@neustar.biz).  


Form Processing 
5. When Forms are received by NPAC Personnel, they are reviewed for 


completeness/validity and, if not complete/valid, are returned to the User.   


a. NPAC Personnel will do initial validation of the Form including: 


i. Verify the SPID Migration Contact information: 


 Verify that the SPID Migration Contact information for the Migrating-
To Service Provider (also the submitter) and Migrating-From Service 
Provider matches NPAC Help Desk Authorization List. 


 If the SPID Migration Contact Information does not match NPAC 
records, return the form to the Migrating-To Service Provider 
indicating the discrepancy and requesting that either the contact list 
or the Migration request be corrected. 


ii. Verify that the LERG Effective Date is indicated (a valid calendar date 
when the Effective Date is in the future, or “N/A” to indicate the date has 
already past prior to submitting the SPID Migration Request form).  If 
this entry is blank, return the form to the Migrating-To Service Provider 
indicating it needs to be completed. 


iii. Verify the migrating codes, NPA-NXX-Xs, and LRNs specified in the 
Form exist on the NPAC SMS. 


 If the data specified on the form for the migrating codes does not 
match the data on the NPAC SMS, return the form to the Migrating-
To Service Provider indicating the discrepancy. 


iv. Some Service Provider systems do not distinguish their local data by NPAC 
Region.  These systems have thus had problems reliably processing SIC-
SMURF files respective to a SPID Migration request when the affected 
LRN(s) existed in multiple NPAC Regions (their system migrates all SVs 
using the impacted LRN even when some of the SVs exist in an NPAC 
Region for which a migration has not been requested thus shouldn’t be 
impacted). 


For this reason, NeuStar Personnel must query the NPAC SMS for the 
LRNs specified on the SPID Migration Request form in each NPAC Region. 


If the LRN exists in another NPAC Region and the LRN is not already 
specified in another SPID Migration Request (form) for that region, NPAC 
Service Management will contact the Migrating-To SPID to discuss the 
appropriate next action: 


 Migrating-To Service Provider may submit an additional SPID 
Migration Request form for each region in which the LRN(s) 
exists. 
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 Otherwise, take whatever action is necessary to remove the 
LRN from other region(s).   


v. Verify that the Migrating-From Service Provider specified on the Form 
exists as the current code holder for the migrating code in the NPAC 
SMS. 


 If the Migrating-From Service Provider specified in the Form is not 
listed as the current code holder for the migrating code in the NPAC 
SMS, verify the status of the code. 


vi. Verify the status of the code with NANPA.  If the LERG Effective Date is 
indicated as “assumed”, NPAC Personnel will verify the status of the 
code within 60 days of the scheduled SPID Migration date. 


vii. Verify that subtending information (NPA-NXX-Xs and/or LRNs, and 
subscription versions and/or number pool blocks) exists on the NPAC 
SMS for the migrating codes specified on the Form. 


 If subtending information does not exist for the migrating codes, this 
request does not require NANC 323 functionality. 


a. If the Migrating-From Service Provider specified in the Form is 
indicated as ‘not operational’ this migration will be completed by 
the  Migrating-From Provider (or NPAC Personnel acting on 
behalf of the Migrating-From Service Provider when they are not 
operational and the status of the code can be verified as 
reassigned to the Migrating-To Service Provider) deleting the 
code from the NPAC SMS, and the Migrating-To Service 
Provider will add the code in the NPAC SMS. 


NOTE: If the status of the migrating code cannot be verified as assigned to the Migrating-To 
Service Provider or be verified that it is going to be assigned to the Migrating-To Service Provider, 
NPAC Personnel will return the Form to the Migrating-To Service Provider indicating the request 
could not be verified with NANPA. 
 


Modified SPID Migration Request Processing  


SPID Migration information is subject to change.  If a situation arises where it is necessary 
for the Migrating-To Service Provider to modify their SPID Migration request, follow this 
procedure:  


1. NPAC Users, resubmit the last instance of the SPID Migration request form with the 
current SPID Migration information to the SSPPIIDDMMiiggrraattiioonn@@nneeuussttaarr..bbiizz mailbox.  Be 
sure to mark the “Modified” checkbox at the top of the form and complete the Modified 
Information entry box indicating what information has changed.  E-mail the form to the 
SSPPIIDDMMiiggrraattiioonn@@nneeuussttaarr..bbiizz mailbox. 


NOTE: If the Modified Information entry box is not complete, the modified request will be 
returned to the Service Provider to complete. 


2. NPAC Personnel will validate the information and notify all Service Providers via the 
SPID Migration e-mail list with a modified SPID Migration Request notification 
including the modified SPID Migration Request form. 


 



mailto:SPIDMigration@neustar.biz

mailto:SPIDMigration@neustar.boz





 


FINAL 1.5 
10/21/2005 


SPID Migration
User M&P


 


NeuStar, Inc. Confidential and Proprietary  Page 11 of 18 


6. Upon receipt of the SPID Migration request, NPAC Personnel will: 


a. Notify the Migrating-To Service Provider, and Migrating-From Service Provider 
(when operational) with SPID Migration Kick-Off conference call logistics.   


i. This call should occur after NPAC Personnel have estimated the level of 
effort to process the SIC-SMURF files and determined a proposed 
calendar date for this SPID Migration request. 


ii. During this call additional M&Ps that may need to be executed due to 
the cause of the SPID Migration should be identified (for example, 
billing changes, mass modifications, SPID deactivate, etc.). 


Estimating and Scheduling 
7. NPAC Personnel will determine the following logistics for the SPID Migration request: 


a. Scheduled SPID Migration Date.   


i. A SPID Migration can only occur during an NPAC scheduled 
maintenance window. 


ii. Related SPID Migration requests within the same region (where the 
(pair of) Migrating-From Service Provider and Migrating-To Service 
Provider are the same and the LERG Effective Date falls within the 
same calendar period between scheduled SPID migrations) will be 
grouped for the most efficient scheduling when possible.  


iii. SPID Migration requests are scheduled on a First-Come, First-Served 
basis as well as other scheduled maintenance activities.   


iv. By default, the Maintenance Window should be scheduled for the first 
available Maintenance Window after the LERG Effective Date (or 
assumed LERG Effective Date provided by the Migrating-To Service 
Provider) for the respective code transfer, and normally a minimum of 
66 days after the receipt of the SPID Migration Request form at NPAC.  
However, the Maintenance Window for the SPID Migration may be 
scheduled up to three days prior to the LERG Effective Date for the 
migrating code(s) based on a request during the kick-off call.  
Alternatively, when the migrating code’s Effective Date has already past 
(prior to submitting the SPID Migration Request form to NPAC) or is 
less than 66 days after the receipt of the SPID Migration Request form 
at NPAC, the SPID Migration will be scheduled for the next available 
maintenance window, but at least 32 days from receipt of the SPID 
Migration Request form. 


v. SPID Migration requests are scheduled in consideration of industry-
defined black out dates (dates in which SPID Migrations may not occur) 
and further SPID Migration volume restrictions (including a limit on the 
number of migrations/region per Maintenance Window, limits on the 
total number of migrations/nationally per Maintenance Window and 
limits on the total LRNs per Maintenance Window).  These are subject 
to change and may be found on the NPAC secure website under the 
SPID Migration pushbutton, and the NANC 323 SPID Migration 
Calendar link. 


vi. In the event that there is a schedule conflict (based on volume or other 
prioritized maintenance window activities), NPAC Personnel will contact 
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the User who submitted the “second” SPID Migration request with an 
attempt to re-schedule the request. 


b. Scheduled Start and End Times of NPAC Maintenance Window.   


c. Estimated duration of SPID Migration (Until further notice, this will indicate 
“N/A”.)  


i. If it is determined that the time required for the NPAC to process the 
SIC-SMURF files for the SPID Migration request will exceed an NPAC 
Maintenance Window, NPAC Personnel should notify the Migrating-To 
Service Provider and request them to re-prioritize/break-up the request 
in an effort to reduce the amount of time required to process the 
request. 


ii. If the Migrating-To Service Provider cannot/will not re-prioritize/break-up 
the SPID Migration request so as to reduce the amount of time required 
to process the SPID Migration request, NPAC Personnel will contact the 
NAPM LLC with the following bulleted list of information and discuss 
contract obligations for exceeding a maintenance window in order to 
process the required SPID Migration request. 


 Migrating-To NPAC User SPID 


 Migrating-From NPAC User SPID 


 NPA-NXX(s) as specified on the 
form 


 NPA-NXX-X(s) (based on an NPAC 
SMS query) 


 LRN(s) (based on an NPAC SMS 
query) 


 Estimated TNs Affected (based on an 
NPAC SMS query) 


 NPAC Region 


 Date of Request 


 LERG Effective Date as specified on 
the form  


 


NOTE: This is a conditional notification to the NAPM LLC that occurs only when 
the NPAC estimated effort to complete the SPID Migration request would exceed 
an allocated NPAC Maintenance Window. 


d. Indicator as to whether it is anticipated that the Migrating-From SPID will 
continue porting SVs in the NPAC SMS after the SPID Migration. (Yes, No or 
TBD) 


i. Based on the outcome of the kick-off call discussion, NPAC Personnel 
will mark ‘Yes’, ‘No’ or ‘TBD’ for this indicator.  The actual process of 
deactivating a SPID in the NPAC SMS is a separate process from SPID 
Migration processing.  


Notifications 
8. NPAC Personnel will host a SPID Migration Kick-Off conference call with the 


Migrating-To Service Provider, and Migrating-From Service Provider (when 
operational), and (if applicable) respective Service Bureau(s) for both the Migrating-To 
and/or Migrating-From Service Providers.  NPAC Personnel will participate to the 
extent of reviewing the data affected by the SPID Migration request, and other M&Ps 
that may be required as a result of the SPID Migration request (for example, billing 
changes, mass modifications, SPID deactivations, etc.). 
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a. NPAC Personnel should work with the kick-off call participants to determine 
whether the Migrating-From SPID will continue porting SVs in the NPAC SMS 
after the SPID Migration (Yes, No or TBD).  If not, the Migrating-From Service 
Provider should contact NeuStar’s Customer Connectivity Group 
(cccc@@nneeuussttaarr..bbiizz), and request a customer disconnect form.  After NeuStar’s 
Customer Connectivity Group receives the valid request form, the SPID will be 
disconnected from the NPAC by NeuStar’s NPAC personnel, after all data has 
been removed for this SPID in the NPAC (all NPA-NXXs, NPA-NXX-Xs, and 
LRNs must be deleted from the NPAC however, SV data can exist with status 
of cancel or old). 


NOTE: It is the Migrating-To and/or Migrating-From Service Provider’s responsibility to 
include their respective Service Bureau’s (if applicable) on the kick-off call. 


Notification to NPAC Users  
9. Within 7 calendar days of receipt of the complete/valid Form from the Migrating-To 


Service Provider, NPAC Personnel notify all NPAC Users in the affected region of the 
SPID Migration request via the SPID Migration e-mail list including the SPID Migration 
Request form containing the following: 


NOTE: When SPID Migration requests are being scheduled more than 9 weeks in the 
future, NPAC Personnel will notify NPAC Users of the SPID Migration request within 15 
days of receipt of the SPID Migration form from the Migrating-To Service Provider. 


 Migrating-From SPID and Name 


 List of affected NXXs, and 
respective tally 


 List of Old and New NECA OCNs 
per migrating NPA-NXX (if 
different from the respective 
NPAC SPIDs) as reported by the 
Migrating-To Service Provider 


 List of affected LRNs (as they 
exist on the NPAC SMS), and 
respective tally 


 Scheduled SPID Migration Date 


 Scheduled Start and End Time of 
NPAC Maintenance Window 
(during which the SPID Migration 
request will be processed) 


 Estimated duration of SPID 
Migration request processing 
(Until further notice, this will 
indicate “N/A”.) 


 Migrating-To SPID and Name 


 List of affected NPA-NXX-Xs (as 
they exist on the NPAC SMS), and 
respective tally 


 List of Old and New NECA OCNs 
per affected NPA-NXX-X (if different 
from the respective NPAC SPIDs) as 
reported by the Migrating-To Service 
Provider 


 Approximate number of affected 
subscription versions  (This is the 
count of subscription versions for 
which the new/current Service 
Provider specified in the subscription 
version will be modified to reflect the 
Migrating-To Service Provider.  This 
count is also the number of the 
subscription versions that are 
impacted in the Service Providers’ 
LNP databases.  This count does 
not include the additional 
subscription versions that are 
impacted because the Old Service 
Provider value is changed, which 
occurs in the NPAC SMS 
subscription version data.) 


 LERG Effective Date of Code 
Transfer (“N/A” indicates that the 
Effective Date had already past prior 
to submitting the SPID Migration 
Request) 



mailto:cc@neustar.biz
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  Indicator as to whether it is 
anticipated that the Migrating-From 
SPID will continue porting SVs in the 
NPAC SMS after the SPID 
Migration. (Yes, No or TBD) 


a. NPAC Personnel will include section “D” of the SPID Migration Request form 
with the e-mail notification to the SPID Migration list.  NPAC Users in the 
affected region should use section “D” to respond to the respective SPID 
Migration Contact for the Migrating-To Service Provider if they estimate they 
cannot complete SPID Migration processing within the planned Maintenance 
Window. 


NOTE:  If the NPAC User uses a Service Bureau they should work with them to 
formulate their response and complete this section. 


b. If necessary, the Migrating-To Service Provider and NPAC Personnel will have 
a conference call should the Migrating-To Service Provider receive any Service 
Provider responses.  Together they will discuss porting implications related to 
those responses outside of the Maintenance Window for processing the SPID 
Migration request.  If the SPID Migration request needs to be modified, the 
Migrating-To Service Provider should submit a modified SPID Migration 
Request form to the SSPPIIDDMMiiggrraattiioonn@@NNeeuuSSttaarr..bbiizz e-mail box. 


c. NPAC Personnel update the SPID Migration calendar on the secure website for 
this unique SPID Migration request. 


Modified Request Notification to NPAC Users 
10. SPID Migration Request information is subject to change.  Upon receipt of a modified 


SPID Migration Request form from the Migrating-To Service Provider, NPAC 
Personnel will notify Service Providers via the SPID Migration e-mail list with a SPID 
Migration Modification Notification including the complete, modified SPID Migration 
Request form.  If necessary, an update to the web posting for this SPID Migration 
request will be made to the NPAC Secure Website.  Please refer to the “Modified SPID 
Migration Request Processing” section above.   


Conditional SPID Migration Readiness Calls 
11. NPAC Personnel will conditionally host SPID Migration Readiness calls based on a 


request from an NPAC User to discuss a SPID Migration issue with the entire affected 
region.  Any NPAC User may send an e-mail request to the SPID Migration e-mail box 
(SSPPIIDDMMiiggrraattiioonn@@nneeuussttaarr..bbiizz) with a request to discuss any type of issue that affects 
the region.  All NPAC Users in the affected region may participate in the call to 
address any outstanding issues related to the scheduled SPID Migration(s).  In the 
absence of a specific request for a call with the entire affected region, there will not be 
a SPID Migration Readiness call scheduled or hosted. 


a. Any conditional SPID Migration Readiness call that is scheduled shall occur 
during normal business hours. 


Execution 
12. NPAC Personnel will generate the following information in preparation for the SPID 


Migration: 



mailto:SPIDMigration@NeuStar.biz
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a.  A “Pending-Like SV Report”. This report is e-mailed to the Primary and 
Secondary SPID Migration contacts for each company specified as the New or 
Old Service Provider in the subscription versions and contains only the 
subscription versions relevant to that specific Service Provider. 


i. This report is generated and e-mailed by 23:59 Central time on the 
Wednesday one full week prior the SPID Migration weekend and again by 
23:59 Central time on the Thursday immediately prior to the SPID 
Migration weekend.   


NOTE: “Pending-Like SVs” that still exist must be addressed.  The SPID Migration 
cannot be processed if “Pending-Like SVs” exist at the scheduled time of the SPID 
Migration (Maintenance Window).  “Pending-Like SVs” that exist will be cancelled by 
NPAC Personnel. 


• A preliminary set of SIC-SMURF files based on the affected data as it exists on the 
NPAC SMS.  These will be accessible from the Service Provider FTP directories. 


i. These files are generated and made available from the Service Provider 
FTP directories by 23:59 Central time on the Wednesday one full week 
prior to the SPID Migration weekend. 


NOTE: These are preliminary files and are subject to change.  The content of these files 
is based on the LNP database at the time of creation and therefore may be different in 
content from the actual SMURF files used during the migration.  NPAC USERS - DO 
NOT PROCESS THESE FILES. 


13. NPAC Users have until 23:59 Central time on the Friday immediately prior to the SPID 
Migration Maintenance Window to cancel respective “Pending-Like SVs”.  Starting 
anytime after 00:01 Central Time on Saturday immediately prior to the SPID Migration 
Maintenance Window, NPAC Personnel will cancel the “Pending-Like SVs”. 


a. NPAC Personnel can review the latest “Pending-Like SV Report” generated on 
the Thursday immediately prior to the SPID Migration weekend to determine an 
appropriate timeframe to start processing these cancels.  


b. NPAC Personnel will continue the process of canceling the “Pending-Like SVs” 
until they are all cancelled.  The SPID Migration request cannot be processed if 
any “Pending-Like SVs” still exist. 


 
14. Scheduled Service Unavailability (SSU), Service Provider Maintenance Window Starts. 


a. NPAC User systems are disconnected from the NPAC SMS. 


b. After the NPAC User systems are no longer connected to the NPAC SMS, 
NPAC Personnel generate the SIC-SMURF files for the SPID Migration request 
using the NPAC GUI.  These files are made available from the Service Provider 
FTP directories. 


c. NPAC Personnel and NPAC Users perform the actual database updates for the 
SPID Migration request on their own respective systems, independently. 


d. Other scheduled Maintenance Window activities are performed. 


e. During the SSU window, the NPAC SMS will not be accessible to NPAC Users.  
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15. One hour prior to the Scheduled Service Unavailability (SSU), Service Provider 
Maintenance Window scheduled end, the NPAC SMS will be brought on-line in each 
U.S. region.   


16. NPAC Personnel generate a “Cancelled, Pending-Like SV Report”.   


a. This report contains only information about the subscription versions relevant to 
the specific Service Provider.  The Service Provider is either the Old or New 
Service Provider in the port. 


b. NPAC Personnel will e-mail this report to the Primary and Secondary SPID 
Migration Contacts for each Service Provider involved in the ports by 17:00 
Central time on Monday immediately following the SPID Migration. 


Close-Out  
17. If an NPAC User in the affected region has any issues to discuss with the entire region 


they may send a request to the SSPPIIDDMMiiggrraattiioonn@@nneeuussttaarr..bbiizz e-mail address with a 
request for a conference call.  If conference call request is made, NPAC Personnel will 
e-mail conference call logistics to the SPID Migration e-mail list and host a conference 
bridge in the affected region.  NPAC Users should dial in to discuss the SPID Migration 
including their current status of processing. 


18. NPAC Users may arrange for additional technical assistance (i.e. Dedicated Technical 
Support) to address items related to the SPID Migration processing. 


NOTE: The LNP Type is not changed as part of the SPID Migration processing, so there 
may be instances where the LNP Type is ‘LSPP’ but the Old and New SPID are the same. 


19. Tuesday following the SPID Migration weekend, NPAC Personnel will remove the 
SMURF files for this SPID Migration from the Service Provider FTP sites.   


 


Billable Charges 
TBD 



mailto:SPIDMigration@neustar.biz
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Document History 
 


Version Date Change Author Description of Change 


0-1 March 29, 2004 Mindi Patterson Initial version 


0-2 April 26, 2004 Mindi Patterson Second draft after LNPAWG review. 


0-3 May 26, 2004 Mindi Patterson Third draft after LNPAWG review. 


1-0 June 17, 2004 Mindi Patterson Final draft after LNPAWG review. 


1-1 October 20, 2004 Mindi Patterson 
Version incorporates comments from July, 
August, September and October LNPAWG 
reviews. 


1-2 January 19, 2005 Mindi Patterson 
Version incorporates comments from 
November, December and January LNPAWG 
review. 


1-3 July 18, 3005 Mindi Patterson 
Version incorporates time frame change 
between reciept of form and notification to 
affected region. 


1-4 July 27, 2005 Mindi Patterson Version clarifies procedure for combining 
SPID Migration requests. 


1-5 October 21, 2005 Mindi Patterson 
Version reflects the ability to request a SPID 
Migration based on an assumed Effective 
Date for the migrating code. 
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