LNPA WORKING GROUP

November 2006 Meeting

Final Minutes

	San Antonio, Texas
	Host: at&t


TUESDAY 11/14/06
Tuesday, 11/14/06, Attendance:
	Name
	Company
	Name
	Company

	Tina Plaisance
	Alltel (phone)
	John Nakamura
	NeuStar

	Mark Lancaster
	at&t (phone)
	Stephen Addicks
	NeuStar 

	Cyd McInerney
	at&t
	Paul LaGattuta
	NeuStar

	Ron Steen
	BellSouth
	Dave Garner
	NeuStar

	Marian Hearn
	Canadian Consortium
	Mike Panis
	NeuStar

	Teresa Patton
	Cingular (phone)
	Rosemary Emmer
	Sprint Nextel (phone)

	Renee Dillon
	Cingular
	Lavinia Rotaru
	Sprint Nextel

	Adele Johnson
	Cingular
	Susan Tiffany
	Sprint Nextel

	Nancy Sanders
	Comcast
	Steve Moore
	Sprint Nextel (phone)

	Cyndi Jones
	Embarq
	Doug Babcock
	Syniverse

	Vicki Goth
	Embarq
	Dave Cochran
	TelComm Systems (phone)

	Jane Jackson
	Evolving Systems
	Adam Newman
	Telcordia (phone)

	Crystal Hanus
	GVNW
	Jason Kempson
	Telcordia

	Ann Vick
	GVNW
	Paula Jordan
	T-Mobile

	David Sagor
	Level 3 (phone)
	Trevor Thompson
	T-Mobile

	Michael O’Connor
	NeuStar
	Mohamed Samater
	T-Mobile

	Tom McGarry
	NeuStar
	Maggie Lee
	VeriSign

	Ed Barker
	NeuStar
	Jason Lee
	Verizon (phone)

	Charles Ryburn
	NeuStar
	Gary Sacra
	Verizon

	Syed Saifullah
	NeuStar
	Earl Scott
	Verizon (phone)

	Shannon Sevigny
	NeuStar Pooling (phone)
	Deb Tucker
	Verizon Wireless

	
	
	Martin Hakimdin
	Vonage (phone)

	
	
	
	


Attached are the Action Items assigned at the November, 2006 LNPA meeting.  Also included are the remaining open Action Items from previous meetings.
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NOTE:  ALL ACTION ITEMS REFERENCED IN THE MINUTES BELOW HAVE BEEN CAPTURED IN THE “NOVEMBER 2006 LNPA ACTION ITEMS” FILE ATTACHED ABOVE.

MEETING MINUTES:
2006 Meeting Schedule:
Following is the meeting schedule for the 2006 LNPA Meetings.

	MONTH/

DATE

(2006)
	NANC
	LNPA-WG
	HOST
	LOCATION

	
	
	
	
	

	January 
	24th
	10th-11th 
	Syniverse
	Tampa, Florida

	February 
	No meeting
	No meeting.

2/8/06 call from 11am to 3pm Eastern time, dial-in bridge number is 888-412-7808, pin 23272#
	
	

	March
	14th 
	7th-8th
	NeuStar
	San Diego, California

	April
	No meeting
	No meeting.

4/12/06 call from 11am to 3pm Eastern time, dial-in bridge number is 888-412-7808, pin 23272#
	
	

	May
	16th 
	9th-10th 
	Sprint Nextel
	Overland Park, Kansas

	June
	No meeting
	No meeting.

6/14/06 call from 10am to 5pm Eastern time, dial-in bridge number is 888-412-7808, pin 23272#
	
	

	July
	18th 
	11th-12th 
	Canadian Consortium
	Edmonton

	August
	No meeting
	No meeting.

8/9/06 call from 11am to 1pm Eastern time, dial-in bridge number is 888-412-7808, pin 23272#
	
	

	September
	19th 
	12th-13th 
	Verizon
	Baltimore

	October
	No meeting
	No meeting or call.
	
	

	November
	30th 
	14th-16th 
	at&t
	San Antonio, Texas

	December
	No meeting
	No meeting.

12/6/06 call from 11am to 3pm Eastern time, dial-in bridge number is 888-412-7808, pin 23272#
	
	

	
	
	
	
	


· Continuing evaluation during 2006 will determine if interim conference calls are needed or if the decision to meet face-to-face every other month should be revisited.
9/06 Minutes Review:

· No revisions were made to the DRAFT September 2006 LNPA Minutes and they were accepted as FINAL.
OBF Wireless Committee Update (Deb Tucker, Verizon Wireless and OBF Wireless Committee Co-Chair):

· The Wireless Committee held an interim conference call on 9/15 and the Wireless Technical Subcommittee met face-to-face in Bothell, WA October 3-5, with the primary focus of those meetings being Issue 2847 - conversion of WICIS from CORBA to XML (UOM).

· Additionally, the Wireless Committee met last week (November 6-10) during OBF 96 with the main focus being Issue 2847.  The committee expects to finalize Volumes 1-4 during OBF 97 being held the week of Feb 5th, 2007.  We are still anticipating a Spring 2008 implementation date.  Testing will play a critical role in the successful implementation and all types of carriers will need to be involved.  

The following Issues were also discussed at OBF 96:

· Issue 3062, the proposal to remove faxing from the WICIS industry standard and create a separate document for the process, was discussed and the document will be available for review by the end of December.  Changes are not being made to the fax form itself.  

· Issue 3063 was worked which added Broadcast Notifications and Test Messages to the UOM document.  

· New Issue 3092 was worked.  Through this issue, additional codes were added to the Broadcast Notification (system maintenance, outages, etc.) that will allow for programmatic handling of these messages.

· A new issue addressing the addition of wireline jeopardy processing to WICIS to support intermodal porting was walked in by Neustar and accepted to work.  The issue will be worked in detail at either OBF 97 or 98 and any resolution to the issue will go into the next release after the 4.0 UOM version.  
· An issue to add SV Type and Alternate SPID was discussed, but not accepted to work.  Participants did not see the need to incorporate these fields into the ICP process.  

OBF Intermodal Subcommittee Update (Deb Tucker, Verizon Wireless and OBF Wireless Committee Co-Chair):

The Intermodal Subcommittee met during OBF 96 and discussed issues 2943 and 3029.

· Issue 2943, Minimum Data Exchange, is still open while the Wireless and LSOP committees work Issues 3029 and 3024 respectively.

· Issue 3029 addresses documentation for mapping between WICIS and LSOG to improve intermodal porting.  This issue was introduced to the Intermodal Subcommittee by the Wireless Committee with the goal of gathering and organizing data so that the committee can map WICIS fields to LSOP fields.  This process will allow for identification of specific issues or concerns so that a common industry agreement can be reached regarding resolution of those concerns.  Wireline carriers agreed to provide occasional updates to the matrix using publicly available information.  This information will not be contained in an ATIS-approved document and is meant to be incorporated as an attachment to an issue as part of the discussion.  The information will be a snapshot at a particular point in time and is not to be considered forever true.   

An update was given for activity taking place in the LSOP committee during the Intermodal meeting:
· Issue 3024 addresses the LSOG Data Element Audit.  The LSOP committee went through the ordering process at OBF 95 and identified data elements that no one is using and those will be extracted from the LSOG.  During OBF 96, they went through the pre-ordering process (CSI) and found a lot of fields that they will examine a bit more closely to determine if they can be removed.  

· The next OBF general session, OBF 97, will be held the week of February 5th with a goal of finalizing the UOM documents (Issue 2847).  The Wireless Committee will hold a conference call on 1/12 and an interim face-to-face will be held during the middle of January to continue work on Issue 2847.

Industry Numbering Committee (INC) Update (Adam Newman, Telcordia & INC Vice Chair):
· INC Issue 504 addresses 1K blocks that are being allocated back to the donor switch and therefore do not need to be activated in NPAC.  If the –X is created, porting is prevented until it is manually removed.  
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Issue 504 is in Initial Pending.  No Part 1B form changes were made, but changes to the guidelines were made to make it clear when to check the Informational box Yes or No.  The issue is pending the NPAC programming changes to edit on those fields.  The date for the NPAC changes will be provided by NeuStar at the December INC.  The projected date is the first part of February.
· INC Issue 506 addresses the LNPA WG’s request to make revisions to the TBPAG Appendix 2 block donation form in order to prompt providers to perform any necessary intra-SP ports on their contaminated TNs prior to block donation.

Issue 506 is in Initial Pending.  Changes were made to the TBPAG guidelines and form.  The issue is pending a PA Change Order.
· INC Issue 527 addresses blocks with effective dates earlier than the effective date of the NPA-NXX of the associated LRN.  A footnote was placed on the Part 1A form for SPs to make sure the NPA-NXX of an LRN associated with a 1K block is effective in the network.  The issue is in Initial Closure.  

NANC Future of Numbering (FoN) Working Group Update (Sue Tiffany, Sprint Nextel, and Cyndi Jones, Embarq):
· Sue Tiffany, Sprint Nextel, and Cyndi Jones, Embarq, provided an update of the NANC FoN Working Group.
· They reported that Telcordia provided that attached presentation on IMS.  Discussion in the FoN WG ensued on whether or not IMS implementation would hasten number exhaust. 
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· The main topic of the last FoN WG call was to develop the November NANC report.

Liaison from INC on INC Issue 528 (Paula Jordan, T-Mobile and LNPA WG Co-Chair, and Gary Sacra, Verizon and LNPA WG Co-Chair):
· Paula Jordan and Gary Sacra, LNPA WG Co-Chairs, teed up discussion of INC Issue 528 (attached), which addresses an issue submitted by NIIF (also attached) on call-through testing of 1K blocks.  The issue centers on the effective date of the –X, which is based on the block request form, and typically matches the LERG effective date of the block.  The issue is that call-through testing cannot be done until the block is activated on the effective date and therefore cannot be done 5 days prior to the LERG effective date.
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· The INC has requested that the leadership of INC, LNPA WG, NIIF, and CIGRR participate on a call on December 7th to discuss this issue.  Paula Jordan and Gary Sacra, LNPA WG Co-Chairs, will represent the LNPA WG.

· Subsequent to the November 2006 LNPA WG meeting, the joint call was held.  Attached are the minutes to that call.
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Liaison from NRRIC on LNP Document (Paula Jordan, T-Mobile and LNPA WG Co-Chair, and Gary Sacra, Verizon and LNPA WG Co-Chair):
· Paula Jordan and Gary Sacra, LNPA WG Co-Chairs, teed up discussion of the attached NRRIC liaison, which requests review and comment on the attached LNP Section of the Network and Routing Resources Educational Document: Intercompany
Responsibilities in the Telecommunications Industry.  This document is being revised through the work of NIIF Issue #0253 in the NRRIC.
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· Gary Sacra, LNPA WG Co-Chair, will send a liaison to the NRRIC suggesting revisions to the document.
NOTE:  Subsequent to the November LNPA WG meeting, it was determined that this document will be placed on the January 2007 meeting agenda for further discussion.
PIM Discussion:

· PIM 24 – This PIM, submitted by the Pool Administrator and AT&T Wireless, addresses instances where service providers are not following guidelines for block donation.  For example, in some instances, contaminated blocks are being donated as non-contaminated blocks, or blocks with greater than 10% contamination are being donated.  This is causing customers to be taken out of service or blocks to be exchanged for a less contaminated or non-contaminated block.
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The LNPA and NAPM/LLC had previously approved the sharing of information between NPAC and the Pool Administrator whereby the Pool Administrator is able to obtain the necessary information from NPAC to ensure, to the extent possible, that service providers are complying with the pooled block donation process.  The PA submitted Change Order 23 for FCC consideration.  PA Change Order 23 was subsequently withdrawn and PA Change Order 24 was submitted to the FCC by the PA.  The Numbering Oversight Working Group (NOWG) recommended to the FCC a trial of the proposed resolution in selected pools initially.  The FCC subsequently recommended that the PA submit another Change Order based on the NOWG recommendation for a trial.  On 2/9/04, the PA submitted Change Order 26 based on this recommendation to conduct a trial in one NPA in each NPAC region.  The FCC approved PA Change Order 26.  The PA has since received reports for each trial NPA in each region and worked with service providers to resolve discrepancies in what is in PAS vs. NPAC.  The PA then aggregated the information and sent the findings and a recommendation to the FCC.  Attached are the PA’s summary and a recommendation to the FCC that the PA receive reports for all NPAs and that it be repeated annually.  The NOWG was then asked by the FCC to review the results and provide a recommendation.
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The NOWG subsequently issued the attached recommendation that the PA provide an updated proposal with cost details for Change Order #24 to the FCC, for review by the NOWG, prior to the FCC authorizing a one-time scrub of PAS by the PA.  The FCC responded that the PA should submit a new Change Order based on NOWG’s recommendation for a one-time scrub of all NPAs, and for ongoing data collection to determine if subsequent scrubs are needed.
On May 4, 2005, the Pool Administrator (PA) submitted the attached PA Change Order 41 for a one-time scrub of all 1K blocks currently in the pools.  The NOWG supports PA Change Order 41.
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At the November LNPA WG meeting, the PA presented the attached summary reports on the work resulting from PA Change Order 41.  At the beginning of the project, there were 189,552 thousand-blocks available in PAS.  Out of the 189,552 available blocks, 10,758 (5.68%) resulted in a discrepancy, which meant that

either PAS was incorrect or the NPAC was incorrect.  Also, out of the 10,758 available blocks, there were 506 blocks that appeared to be over 10% contaminated.  These were removed from the pool.  89% of the remaining had an incorrect contamination indicator in PAS.  Some providers mistakenly thought they could donate a block that was over 10% contaminated if numbers were ported away to another carrier.  The NOWG and PA will get input from the industry in a year to determine if they will request another scrub from the FCC.  INC Issue 485, in tabled status, was a request from the LNPA WG to determine what process improvements can be put in place.  Paula Jordan, LNPA WG Co-Chair, along with Mohamed Samater, T-Mobile, will convert the explanations from carriers as to why they had discrepancies between PAS and NPAC for pooled blocks in the attached PA Change Order 41 Final Summary into best practices statements for the LNPA WG’s NP Best Practices document.
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PIM 24 is now closed.
· PIM 32 - This PIM, submitted by Syniverse (formerly TSI), seeks to address issues related to the process for obtaining a Customer Service Record (CSR), which contains information necessary to complete a Local Service Request (LSR) for porting in a reseller number.
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PIM 32 is now being worked through wireline providers’ Account Management processes.  Syniverse has initiated this contact with the ILECs.  Syniverse will continue to work through these channels.  

PIM 32 is now in a state of tracking awaiting feedback from NANC on the attached report submitted by the LNPA WG.
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PIM 32 will stay open.

· PIM 42 – This PIM, submitted by Syniverse, seeks to review the wireline requirement for certain fields on the LSR. 
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PIM 42 is being worked through wireline companies’ Account Management process.  It is also tracking awaiting the outcome of Issues 2943 and 3029 in the OBF.  PIM 42 to stay open awaiting feedback from Change Control/Account Management efforts and outcome of OBF Issues 2943 and 3029. 
· PIM 44 – This PIM, submitted by T-Mobile, Sprint, Verizon Wireless, Nextel, Cingular, and US Cellular, seeks to address varying rules among wireline carriers for developing a Local Service Request (LSR) in order to port a number.


[image: image18.wmf]"PIM 44.doc"


PIM 44 is tracking awaiting the outcome of Issues 2943 and 3029 in the OBF.  See attached liaison letter from the OBF on Issue 2943.
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· PIM 50 – This PIM, submitted by Syniverse, seeks to address instances where 
wireline to wireless ports fail the automated process because they are from large accounts where the Customer Service Record (CSR) is too large to return on a CSR query.
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Wireless Service Providers are working change control efforts for PIM 50 through their appropriate wireline Account Management teams.
PIM 50 is now in a state of tracking awaiting feedback from NANC on the attached report submitted by the LNPA WG.
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PIM 50 will stay open.

· PIM 51 – This PIM, submitted by Nextel, seeks the prevention of NXX codes being opened to portability in NPAC by the incorrect provider.
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NeuStar has developed a Change Order proposal for an automated process to prevent the wrong service provider from opening up a code in NPAC.  This will be discussed during the Change Management portion of the meeting.
· PIM 52 – This PIM, submitted by Sprint Nextel, seeks to address issues related to carriers receiving 1K blocks from the pool in which the Intra-Service Provider ports have not been completed by the donor provider prior to block donation to the pool.
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The LNPA WG drafted the attached liaison to the INC requesting revisions to the TBPAG Appendix 2 block donation form suggesting questions to prompt the donating service provider to perform any necessary Intra-Service Provider ports, if applicable, and protect numbers in the block to be donated from further assignment by the donating provider.  The INC has accepted this issue to be worked (INC Issue 506).
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This PIM is now in a tracking state awaiting the outcome of INC Issue 506 (see readout above under Industry Numbering Committee Update).
· PIM 54 – This PIM, submitted by Comcast, seeks to reduce the interval for certain wireline-wireline and inter-modal ports to one day.
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Action Item 0906-12:  Nancy Sanders, Comcast, will determine if Comcast will revise the attached PIM 54 to reflect the scope of the work undertaken by the LNPA WG’s Pre-Port Subcommittee.

Action Item 0906-12 remains open.
· PIM 55 – This PIM, submitted by the NeuStar Clearinghouse Vendor, seeks to address issues related to wireline Provider Initiated Activity.
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Action Item 0606-06:  Regarding the attached PIM 55, Service Providers are to come to the July LNPA WG meeting prepared to determine the best course of action to take to work this PIM.  (NOTE:  This Action Item was carried over from the July 2006 LNPA WG meeting.)
Automating the processing of Jeps will be worked in the Wireless Committee and could be in the next WICIS release after 4.0.  Action Item 0606-06 is closed.  
Action Item 0706-15:  Regarding the attached PIM 55, Service Providers are to identify at the September 2006 LNPA WG meeting reasons for issuing a Provider Initiated Activity (PIA) on or after the due date and what caveats they have to accepting an LNPA WG recommendation to the OBF that PIAs should not be issued on or after the due date.
Embarq stated that they would send a PIA JEP 10 days after the due date if the port is not activated by the New SP.  Verizon discussed a scenario where they issued a JEP after the due date when the port was not activated by the New SP and the customer disconnected after the due date.  Verizon Wireless expressed concern about the PIAs after the port has been activated.  This becomes a PIM 53 issue.  Action Item 0706-15 is closed.
Action Item 0906-06:  With regard to the attached PIM 55, NeuStar Clearinghouse and Service Providers are to determine when they are getting or issuing Provider Initiated Activity (PIA) messages (Jeopardy Notices) (1. after FOC but before due date, 2. on or after due date but prior to broadcast, 3. after broadcast), for what reason, and the approximate quantity if available.
Mubeen Saifullah, NeuStar Clearinghouse, stated that in the last 10 days, 562 Jeps had been received -- 104 were after the due date (ranged from 1 day to 9 months after due date) and 72 were on the due date.  One provider participant stated that a number of Jeps issued resulted from pending disconnect orders on the same number that was ported.  It was stated that this should be an end user education issue so that they understand that they do not have to request a disconnect.  It was further suggested that providers need to ensure there is not pending activity on the TN before an FOC is issued.  A provider participant also brought up an issue related to lack of response to a query on an LSR.  After 30 days, that provider cancels the port order due to no response to the query, sometimes after the port has been activated.  This will be addressed in the Pre-port Subcommittee.  Action Item 0906-06 is closed.

· PIM 56 – This PIM, submitted by Sprint Nextel, seeks to address instances where LNP database updates are not always propagated by all providers down to their network element routing databases in a timely manner.
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Action Item 0706-11:  Regarding the attached PIM 56, Sue Tiffany, Sprint Nextel, will revise the PIM and provide text for the LNPA WG’s NP Best Practices document related to the suggested resolution to identify a step-by-step procedure for carriers to follow in order to resolve this issue.
Action Item 0706-11 remains open.

· PIM 57 – This PIM, submitted by Cingular and Sprint Nextel, seeks to address porting issues that occur when a Reseller discontinues business and/or declares bankruptcy.
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Action Item 0906-17:  Regarding the attached PIM 57, Service Providers are to determine how they deal with the 3 phases in the Suggested Resolution.
Cingular attorneys are working on an addendum to a reseller’s contract to have authorization to port their customers who want to if the reseller goes out of business.  Embarq abides by what the different states require.  Verizon Wireless allows 10 days from the time it is identified that a reseller is going out of business to allow customers to decide what to do – could be lengthened based on volume.  If they find out after the reseller goes out of business, customers are immediately disconnected, but Verizon Wireless allows a period of time where the customer can turn up service with a port to another provider or become a Verizon Wireless customer with the same number.  Verizon Wireline generates a list of customers and lifts any local PIC freeze and ports the number if the customer wants to, or the customer can opt to become a Verizon customer.  In some states Verizon becomes the default provider.  Cingular is working on a tool to allow porting of numbers that have been disconnected and are aging.  For numbers that have been disconnected and placed back in the assignment pool, Sprint Nextel and Cingular will allow the customer to port the number but they have to select that number as a vanity number.  Sprint Nextel is creating a checklist to encourage their resellers not to abandon their customers and provide them with options.  Sprint Nextel will bring the checklist for review at the January 2007 meeting.  Cingular will bring in the port authorization text under development by their attorneys.


Action Item 0906-17 is closed.
· NEW PIM 58 – This PIM, submitted by BellSouth and Verizon, seeks to address instances where the LERG assignee of an NXX code has not opened a code to portability in NPAC, and either cannot be contacted to do so, or refuses to do so. 
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Ron Steen, BellSouth, and Gary Sacra, Verizon, teed up PIM 58.  BellSouth experienced a scenario where a customer wanted to port from a CLEC to BellSouth, but the code was not opened in NPAC.  It was marked portable in the LERG.  BellSouth experienced trouble contacting the CLEC, as did NeuStar.  The CLEC actually had an LRN in that code.  When NeuStar finally contacted the CLEC, the CLEC said that they did not want the code opened.  The State PSC finally instructed the CLEC to open the code and they eventually did.  NeuStar expressed concern about their being expected to determine whether a code should be opened in NPAC’s network data.  In the example given by BellSouth, every indication suggested it would be appropriate to open the code, yet the carrier instructed NeuStar not to open the code.  NeuStar suggested the appropriate approach in these situations would be to have the state regulator direct NeuStar to open the code (and to indicate what SPID to show as the codeowner).  The PIM was accepted for further work. 

2007 LNPA WG Meeting/Call Schedule:
Following is the meeting schedule for the 2007 LNPA Meetings and calls.

	MONTH/

DATE

(2007)
	NANC
	LNPA-WG
	HOST
	LOCATION

	
	
	
	
	

	January 
	TBD
	9th-11th 
	Cingular
	Jackson, Mississippi

	February 
	TBD
	No meeting.

2/12/07 call if necessary
	
	

	March
	TBD
	13th-15th
	Comcast
	Denver, Colorado

	April
	TBD
	No meeting.

4/10/07 call if necessary
	
	

	May
	TBD
	8th-10th 
	Canadian Consortium
	Banff, Canada

	June
	TBD
	No meeting.

6/12/07 call if necessary 
	
	

	July
	TBD
	10th-12th 
	NeuStar
	TBD

	August
	TBD
	No meeting.

8/7/07 call if necessary 
	
	

	September
	TBD
	11th-13th 
	Verizon Wireless
	Nashville, Tennessee

	October
	TBD
	No meeting.
10/9/07 call if necessary
	
	

	November
	TBD
	13th-15th 
	Sprint Nextel
	Ft. Lauderdale, Florida

	December
	TBD
	No meeting.

12/11/07 call if necessary
	
	

	
	
	
	
	


· Continuing evaluation during 2007 will determine if interim conference calls are needed or if the decision to meet face-to-face every other month should be revisited.
Pre-Port Subcommittee Readout (Sue Tiffany – Sprint Nextel / Nancy Sanders – Comcast):
Action Item 0906-14:  The Pre-Port Subcommittee will develop a pre-port process flow proposal for consideration by the LNPA WG to be included in the NANC LNP Provisioning Flows.
· The Pre-Port Subcommittee has held two conference calls to date and is developing the attached pre-port flows and narrative.
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· On the first call, the group decided that pre-port covered the time from when the customer requests to port up to receipt of the FOC.  These are steps 1 through 7 in the main NANC LNP Provisioning Flow.

· Action Item 0906-14 remains open.

Action Item 0906-15:  Service Providers are to identify the most prevalent issues, other than the ones associated with PIMs 32 and 50, that result in a lengthened pre-port (LSR/FOC) interval.
· Verizon stated that their main issue is getting the FOC back in 24 hours or less from some providers.  

· Verizon Wireless’ main issue is with non-RBOCs and the address validation fields, next is the local PIC freeze, then instances where the account is not active because the customer disconnected.  

· Embarq is building a system to track this issue.  Providers meeting the 24 hour FOC is a big problem for Embarq.  
· At&t has an issue with providers meeting the 24 hour FOC, too.  
· Gary Sacra, Verizon, will draft a contribution for the January 2007 LNPA WG

meeting addressing the issue of some providers not meeting the 24 hour Firm Order Confirmation (FOC) response requirement.  The contribution will include the applicable cites from the NANC LNP Provisioning Flows, the FCC’s 2nd Report and Order, and the April 25, 1997 NANC LNPA Technical & Operational Requirements Task Force Report.
· Service Providers are to send to Gary Sacra, Verizon, prior to the January 2007 LNPA WG meeting, any non-carrier-specific data, e.g., % of LSRs not responded to within 24 hours, and any anecdotal information they may have, for inclusion in the contribution referenced above.
· Action Item 0906-15 is closed.
· The next call is scheduled for 11/21, 1-2:30 eastern.

Service Provider Maintenance Window Length:
Action Item 0906-16:  Service Providers are to determine if they can support a reduction of the Sunday Service Provider Maintenance Window from the current 10 hours to 8 hours for each Sunday.
· Verizon, T-Mobile, Sprint Nextel, BellSouth, and Cingular expressed support for an 8 hour maintenance window.   

· Verizon requested that the window run from 1am-9am Eastern (midnight to 8am Central).

· BellSouth also requested that the window run from 1am-9am Eastern (midnight to 8am Central) and not be reduced to 8 hours until the 1st Sunday in January 2007.

· Embarq’s preference is that the maintenance window length remain at 10 hours because SPID migrations at times still take until the end of the window to complete.

· NeuStar stated that the quantity of remaining SPID migrations for 2006 is 13, 2, 21, and 6 on the remaining Sundays.

· Syniverse requested to maintain one 10 hour window per month.

· After the discussion, it was agreed that the maintenance window for the 1st Sunday of every month will run from midnight to 10am Central.  The rest of the windows will be for 8 hours and run from midnight to 8am Central.  NPAC will come up when they do today for the 1st Sunday of the month and two hours earlier than it currently does for the rest of the maintenance windows.

· Action Item 0906-16 is closed.

2007 SPID Migration Schedule & Blackout Dates:
· Following are the SPID Migration blackout dates for 2007:

· 1st Sunday of each month:

· Jan 7 

· Feb 4 

· Mar 4 

· Apr 1 

· May 6 

· Jun 3 

· Jul 1

· Aug 5 

· Sep 2 

· Oct 7 

· Nov 4 

· Dec 2

· Holiday blackout dates:

· President’s Day 2/18/07

· Easter 4/8/07

· Memorial Day 5/27/07

· Thanksgiving 11/25/07

· Christmas 12/23/07
· New Year’s Eve 12/30/07

SMURF File SV Counts (Syniverse):
· Syniverse is requesting an actual count of SVs associated with each LRN affected by a SPID migration for audit purposes and the number of records in each SMURF file.

· Syniverse was asked if the count provided prior to the migration was different than the number actually impacted, what would be the next step?  Syniverse to provide an answer.

· Regarding Syniverse’s request for an actual count of SVs associated with each LRN affected by a SPID migration for audit purposes and the number of records in each SMURF file, NeuStar is to develop a Change Order for review at the January 2007 LNPA WG meeting.
· Syniverse also requested a count of records contained in BDD files.  NeuStar is to develop a Change Order for review at the January 2007 LNPA WG meeting.
WEDNESDAY 11/15/06
Wednesday, 11/15/06, Attendance: 
	Name
	Company
	Name
	Company

	Tina Plaisance
	Alltel (phone)
	John Nakamura
	NeuStar

	Mark Lancaster
	at&t (phone)
	Stephen Addicks
	NeuStar 

	Cyd McInerney
	at&t
	Paul LaGattuta
	NeuStar

	Ron Steen
	BellSouth
	Dave Garner
	NeuStar

	Marian Hearn
	Canadian Consortium
	Mike Panis
	NeuStar

	Renee Dillon
	Cingular
	Jacob Barlow
	Qwest (phone)

	Adele Johnson
	Cingular
	Lavinia Rotaru
	Sprint Nextel

	Nancy Sanders
	Comcast
	Susan Tiffany
	Sprint Nextel

	Monica Dahmen
	Cox (phone)
	Steve Moore
	Sprint Nextel (phone)

	Cyndi Jones
	Embarq
	Doug Babcock
	Syniverse

	Vicki Goth
	Embarq
	Colleen Collard
	Tekelec (phone)

	Jane Jackson
	Evolving Systems
	Dave Cochran
	TelComm Systems (phone)

	Crystal Hanus
	GVNW (phone)
	Adam Newman
	Telcordia (phone)

	Bob Daniels
	Hands On Communications
	Jason Kempson
	Telcordia

	Dennis Robins
	Integra Telecom (phone)
	Paula Jordan
	T-Mobile

	David Sagor
	Level 3 (phone)
	Trevor Thompson
	T-Mobile

	Michael O’Connor
	NeuStar
	Mohamed Samater
	T-Mobile

	Tom McGarry
	NeuStar
	Maggie Lee
	VeriSign

	Ed Barker
	NeuStar
	Jason Lee
	Verizon (phone)

	Charles Ryburn
	NeuStar
	Gary Sacra
	Verizon

	Syed Saifullah
	NeuStar
	Earl Scott
	Verizon (phone)

	Shannon Sevigny
	NeuStar Pooling (phone)
	Deb Tucker
	Verizon Wireless

	Jim Rooks
	NeuStar
	
	

	
	
	
	


MEETING MINUTES:

Change Management Discussion (NeuStar):
· NANC 414 (related to PIM 51) 

· A major question is the source for code ownership.  One possibility is NANPA data.  A second question is how to associate an OCN with the appropriate SPID.  One suggestion is storing OCNs in the SP Profile.  A provider expressed concern that we might be moving the error condition to a different location and that this will add significant administrative burden for something that is not happening that often.  Change Order 414 was accepted with two objections.  We also need to decide what, if anything, we need to do in the short-term, such as a manual audit.  There are two parts to the PIM, one to clean up the existing base and keep it clean, and the other to implement a mechanized means of preventing future errors.  NeuStar could get the OCNs for each code from NANPA public data.  Providers could then provide the OCN to SPID relationship.  It was asked if we want to allow providers to see other providers OCN to SPID relationships.  NeuStar will further develop NANC Change Order 414 (PIM 51) based on agreements that took place during discussions at the November 2006 LNPA WG meeting.  NANC 414 will be reviewed at the January 2007 LNPA WG meeting.
· NANC 363
Action Item 0306-01:  With regard to NANC 363, NeuStar will determine if there is a legal need to change the Private Enterprise Number in the ASN.1, currently identifying Lockheed Martin (103), to that of NeuStar (13568).
· NeuStar responded that the cost does not warrant the proposed change.  NANC 363 is moved to Cancel Pending.  Action Item 0306-01 is closed.

· NANC 412
Action Item 0906-02:  With regard to the BDD file for notifications, the Business Type and Timer Type attributes for Object Creation Notifications are not currently part of the BDD file even though they are sent to the SOA over the CMIP interface.  Adding them to the BDD file would require changes for both NPAC and any SOAs that have implemented this functionality.  NeuStar action to write up a Change Order to add these attributes in the Notification BDD file.
· Action Item 0906-02 remains open.

· Video Relay Service (VRS) Change Order:
· Bob Daniels, Hands On Communications, presented the attached NPAC Change Order request in support of VRS.
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· It was explained that when a VRS user turns on their video terminal, the ISP’s network provides an IP address.  Software in the VRS user’s video terminal (provided by their VRS provider) then provides that IP address to the VRS provider so a connection is made.

· The goal of the proposed Change Order request is to utilize a common naming scheme, i.e., a geographic telephone number, for each VRS user.

· It was stated that the Change Order proposal envisions VRS providers getting TNs from LECs like VoIP providers do today.

· In order for VRS providers to interoperate, a common database source for mapping TNs to IP addresses is needed.

· There is an FCC requirement that any VRS provider must be able to reach any consumer. 

· Deaf-to-deaf communication is done today by IMing who you want to communicate with and asking for their IP address.

· The proposed Change Order was accepted and was numbered NANC 415.  Requirements will be discussed on the 12/6/06 conference call.  The requirements will be fed to the INC for inclusion in their VRS report to NANC.  NS action to develop requirements for 12/6 call.  NeuStar is to develop draft requirements for NANC Change Order 415 (Video Relay Service) for review on the December 6th LNPA WG conference call. 
Review of NANC LNP Provisioning Flows (NeuStar):
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Action Item 0906-04:  NeuStar will incorporate NANC 388, Undo Cancel functionality, into Figure 9 of the NANC LNP Provisioning Flows and accompanying narrative for discussion at the November meeting.  NeuStar will have the draft revised flows out by October 20th.
· The group reviewed new Figure 15 in the attached flows.  It was agreed that Box 1 should be changed from End User to Provider.  NeuStar took this Action Item.
· Undo Cancel is a standalone operation and that is why there is no breakout point in Figure 9 pointing to Figure 15.

· Action Item 0906-04 is closed.

Action Item 0906-05:  NeuStar will incorporate NANC 375, Conflict functionality with Cause Value 50 or 51, into Figure 8 of the NANC LNP Provisioning Flows and accompanying narrative for discussion at the November meeting.  NeuStar will have the draft revised flows out by October 20th.
· The group reviewed Figure 8 - Conflict Flow.  
· Action Item 0906-05 is closed.

Action Item 0906-18:  Service Providers are to determine if/how the NANC LNP Provisioning Flows should address porting to and from VoIP providers for discussion at the November 2006 LNPA WG meeting.
· It was agreed that we will await guidance and a ruling from the FCC before addressing VoIP providers in the NANC flows. 
· Regarding the attached draft NANC LNP Provisioning Flows, NeuStar is to:

1. in new Figure 15, change Box 1 from End User to Provider,

2. in Figure 4, add pointer to reseller Figure 5.

These changes will be reviewed on the 12/6/06 LNPA WG conference call.

· Service Providers are to review Figure 8 (Conflict Flow) and Figure 15 (Undo Cancel Flow) of the draft NANC LNP Provisioning Flows for discussion on the 12/6/06 LNPA WG conference call.
Readout of October Failover Exercise (NeuStar):
· NeuStar explained that the annual failover exercise tests two aspects of connection to the NPAC.  

· The first aspect is to shut down the edge routers at the Sterling site and see which providers can fail over to their circuits for the Charlotte site.  Those with BGP4 did not have difficulties.  NeuStar is working with those that had problems.  NeuStar then restored the circuits at the Sterling site and providers reconnected via their Sterling circuits.

· Next, NeuStar failed over the application from Sterling to Charlotte.  Providers were connected to the Charlotte application via their Sterling circuits.  There were no problems identified with this aspect of the failover.
Discussion of Need for December Conference Call (All):
· It was agreed to hold a call on December 6th from 11am to 3pm eastern.  The bridge number is 888-412-7808 PIN 23272#
· The agenda will cover the following:

· VRS Change Order NANC 415 requirements review

· NANC Flows review
· Pre-Port Subcommittee readout

· Best Practices language for Resellers to obtain OCNs
WICIS 4.0 Testing and WTSC (All):  

· Teresa Patton, Cingular, volunteered to head up the WTSC for testing WICIS 3.1 (goes into production in April) and WICIS 4.0.  It was agreed that a meeting should be held prior to our January 2007 LNPA WG meeting so that a test plan can be developed for 3.1.  Mohamed Somater, T-Mobile, will Co-chair.  Those wishing to participate should notify Teresa Patton via e-mail at teresa.j.patton@cingular.com
· Teresa and Mohamed will report out at LNPA WG meetings.

Development of November NANC Report (Gary Sacra / Paula Jordan – LNPA WG Co-Chairs):
· The November 2006 LNPA WG Report to NANC will include:

· PIMs status

· PIMs 32 and 50 report

· Reactivation of the WTSC for testing WICIS 3.1 and 4.0.

· Reopened NANC flows to update for NPAC functionality implemented in recent releases

· VRS Change Order NANC 415 accepted.  The LNPA WG will develop requirements that will be fed to INC.

Review of September Action Items:
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· Item 0906-01:  This item has been completed and is Closed.
· Item 0906-02:  This item remains Open.  
· Item 0906-03:  This item has been completed and is Closed.  
· Item 0906-04:  This item has been completed and is Closed.  
· Item 0906-05:  This item has been completed and is Closed.  
· Item 0906-06:  This item has been completed and is Closed.  
· Item 0906-07:  This item has been completed and is Closed.
· Item 0906-08:  This item remains Open.
· Item 0906-09:  This item has been completed and is Closed.
· Item 0906-10:  This item has been completed and is Closed.
· Item 0906-11:  This item has been completed and is Closed.  
· Item 0906-12:  This item remains Open.
· Item 0906-13:  This item has been completed and is Closed.  
· Item 0906-14:  This item remains Open.
· Item 0906-15:  This item has been completed and is Closed.  
· Item 0906-16:  This item has been completed and is Closed.
· Item 0906-17:  This item has been completed and is Closed.  

· Item 0906-18:  This item has been completed and is Closed.
Action Items Remaining Open from Previous Meetings:

· Item 0605-22:  This item has been completed and is Closed.  NeuStar will send out a notice to the X-Regional distribution.
· Item 0306-01:  This item has been completed and is Closed.
· Item 0606-06:  This item has been completed and is Closed.
· Item 0706-06:  This item remains Open.

· Item 0706-11:  This item remains Open.

· Item 0706-12:  This item has been completed and is Closed.
· Item 0706-13:  This item has been completed and is Closed.

· Item 0706-15:  This item has been completed and is Closed.

Unfinished/New Business:

· Mubeen Saifullah, NeuStar Clearinghouse, submitted the attached PIM seeking to address process issues related to unlocking and migrating 911 records when customers port to VoIP providers.
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It was stated that this needs to be addressed in the OBF in the Local Service Migration Guidelines.  Mubeen will check with his LSOP participant.  Deb Tucker, OBF Wireless Committee Co-Chair, will reach out to the OBF’s LSOP group to determine the status of the Local Service Migration Guidelines (Issue 2951).  Gary Sacra, LNPA WG Co-Chair, will contact Rick Jones, the NENA’s liaison to the LNPA WG, to make him aware of the 911 discussion that will take place at the January 2007 LNPA WG meeting.

This PIM was accepted as PIM 59.
· Paula Jordan, T-Mobile, reported that a particular customer is porting frequently, sometimes every other day.  Those wishing to know the individual’s name should contact Paula.  Deb Tucker, Verizon Wireless, stated that they had a customer that is also working the system.

THURSDAY 11/16/06

ARCHITECTURE PLANNING TEAM (APT) MEETING
Thursday, 11/16/06, Attendance: 
	Name
	Company
	Name
	Company

	Tina Plaisance
	Alltel (phone)
	John Nakamura
	NeuStar

	Mark Lancaster
	at&t (phone)
	Stephen Addicks
	NeuStar 

	Cyd McInerney
	at&t
	Paul LaGattuta
	NeuStar

	Ron Steen
	BellSouth
	Dave Garner
	NeuStar

	Barbara Miller
	BellSouth (phone)
	Mike Panis
	NeuStar

	Renee Dillon
	Cingular
	Susan Tiffany
	Sprint Nextel

	Cyndi Jones
	Embarq
	Colleen Collard
	Tekelec (phone)

	Vicki Goth
	Embarq
	Paula Jordan
	T-Mobile

	Jane Jackson
	Evolving Systems (phone)
	Trevor Thompson
	T-Mobile

	Ed Barker
	NeuStar
	Mohamed Samater
	T-Mobile

	Charles Ryburn
	NeuStar
	Maggie Lee
	VeriSign

	Syed Saifullah
	NeuStar
	Jason Lee
	Verizon (phone)

	Jim Rooks
	NeuStar
	Gary Sacra
	Verizon

	
	
	Earl Scott
	Verizon (phone)

	
	
	Deb Tucker
	Verizon Wireless

	
	
	
	

	
	
	
	


APT MEETING MINUTES:

· Jim Rooks, NeuStar, kicked off the meeting by reviewing the following APT’s Mission Statement, which was developed to guide the APT when it was previously active.

APT Mission Statement:  To assess Number Portability industry production technical issues within the purview of the LNPA Working Group and develop recommendations for the strategic direction of the Number Portability architecture.
The current edition of the APT will focus on end-to-end LNP performance, including production needs, large ports, and testing and certification.

· Charles Ryburn, NeuStar, then discussed NeuStar’s effort to meet with providers to discuss increasing maximum NPAC to LSMS throughput rates and provisioning throughput to down to the SCPs.  The discussions relate to increasing large port size from 5K to 10K.  Providers that they have met with to date are reviewing the proposal internally.

· It was asked if the request to increase large port size to 25K would be problematic.  Charles said that NeuStar would like to increase to 10K and see how that is handled before taking any jump to 25K.

· NeuStar said that some provider LSMSs may acknowledge downloads before they are provisioned downstream in the SCP.  NPAC outbound flow control would not kick in and the downloads would continue to queue up in the LSMS.

· It was then asked if there is any way to determine the slowest performing provider end-to-end.  There is currently no defined industry test in production or the test bed for end-to-end.  It was stated that it would be beneficial to develop an end-to-end test that could be run on production systems during a maintenance window.

· Current NANC 393 requirements for LSMS throughput are 4 transactions per second sustained and 5.2 peak for 5 minutes.  25K TNs in an hour is about 7 per second.

· An LSMS vendor said that it would be prudent to run a test at the current requirements before we run a test at almost double the rate.

· It was stated that providers could periodically place test calls to the last number broadcast and when the call is successful that provider knows roughly the time interval to provision all of the numbers down to the SCP.

· It was suggested possibly utilizing a batch process during a maintenance window to do mass updates in production, similar to a SPID migration.  It was pointed out that making changes that affect call routing have an urgent need to be performed nearly simultaneously, more so than SPID migrations.

· NeuStar stated that they have seen 5K in an hour in all regions with no problems. It would be possible to coordinate a modify job across all regions in production using 10K or 15K in each region in an hour.  Regarding the discussion of development of production high volume port performance testing, Service Providers are to come to the January 2007 APT meeting prepared to discuss what LSMS to SCP throughput statistics they could share.

· It was suggested that we could include numbers in the update that could be routed to voice mail so test calls could be made to determine the timeframe to propagate the updates down to the SCP.

· In order to contact providers that do not attend LNPA, NeuStar will draft an industry notice of consideration of this test and send to Gary Sacra, LNPA WG Co-Chair for distribution to the LNPA WG distro.  NeuStar will then send the notice to the X-Regional.

· We will need to visit the SOA piece later since this mass update exercise will not include SOAs.

· Next APT agenda for January 2007 meeting: 

· Discussion of action items for development of production test exercise

· Discussion of NFG Forecast 

· Topics for possible review – VRS, CMIP to XML/SOAP

· NANC 349 – Batch File Processing discussion

· NANC 397 – Large volume porting discussion
Next LNPA Conference Call … December 6, 2006, 11am – 3pm Eastern,

888-412-7808, PIN 23272#

Next LNPA Meeting … January 9-11, 2007, Jackson, Mississippi – Hosted by Cingular
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LNPA WG REPORT TO NANC


PIM 32 AND PIM 50



PORTING RESELLER NUMBERS and CUSTOMER SERVICE RECORD (CSR) TOO LARGE
NANC REPORT FROM LNPA WG


The LNPA WG has been unable to resolve PIMs 32, Reseller Ports, and PIM 50, CSR Too Large.  Following is more detailed information about the two issues and their impact.


PORTING RESELLER NUMBERS


PIM 32 seeks to address issues related to the process of obtaining a Customer Service Record (CSR) for wireline reseller customers.  The CSR contains information necessary to complete a Local Service Request (LSR) for porting a wireline number.  In some cases, carriers are not able to obtain an end user’s specific CSR information from some wireline network service providers when attempting to port telephone numbers (TNs) associated with reseller accounts.  For example, two of four RBOCs refuse to send the CSR information to the New Local Service Provider (NLSP) because they have been instructed by their resellers not to share the end user’s specific information which the resellers consider to be proprietary.
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This is a critical problem.  For those reseller errors where there is a work around, many of the port requests are significantly delayed before completion.  In some cases there are no work around solutions and end users who want to port their number cannot.  Those customers either give up on porting their number, or cannot keep their number and must change to a new number.  It is not always possible to work with the resellers to obtain the information needed to populate the LSR.   It is often difficult to find someone with the reseller that can support a port and provide the needed information.

Customers are affected by this problem.  Customers are often frustrated by the delay experienced dealing with the issue cited above, and either cancel the port request altogether or reluctantly take a new number. The fact that ANY customer is denied the opportunity to port their number in a reasonable amount of time, or at all, goes against the nature of the FCC Order
, CC Docket No. 95-116.


Using the porting statistics provided in the FCC Numbering Resource Utilization in the United States as of June 30, 2005 Table 14, the monthly average landline to mobile ports is 50,500 or approximately 3% of ports.  Approximately twenty-five percent of those ports in 2005 were Type 1 porting migrations according to the service providers 

performing Type 1 migrations.  After removing the Type 1 migrations, the monthly average landline to mobile (intermodal) ports is 37,875.

Following are the statistics specific to landline to mobile (intermodal) ports gathered by the LNPA WG for the reseller issue:


40% to 50% of Intermodal ports fail due to errors – 



average 45%


35% of the rejects are due to reseller issues – 



35%


Of the rejected port requests due to reseller issues, 

40% to 50% fail remedial action and do not get ported – 


average 45%


Using the percentages above, that means that 2,684 reseller customers are unable to port their numbers.  The affected customers either take a new number or give up on the attempt to port their number to the new provider.


Formula:
37,875 x .45 = 17,044

Intermodal Ports that fall out to be processed 





manually




17,044 x .35 = 5,965

Reseller fall out 




  5,965 x .45 = 2,684

Reseller that fail to port


As stated previously, the fact that any customer is denied the opportunity to port their number in a reasonable amount of time, or at all, goes against the nature of the FCC Order
 CC Docket No. 95-116.  Direction by resellers to Old Network Service Providers (ONSPs) to provide the specific customer information where possible would greatly reduce the unsuccessful ports.  Resellers should not be allowed to withhold end user specific customer information necessary for the porting process.

CSR TOO LARGE ERRORS

PIM 50 addresses the issue of wireline to wireless (intermodal) ports failing the automated process because the TNs are from large accounts where the Old Network Service Provider’s  (ONSP) sends the entire Customer Service Record (CSR) and it is too large to return electronically on a CSR query.  However, information in the CSR is needed to facilitate the port request.   Primarily, this error message is received when the wireline carrier attempts to send the entire account’s CSR with directory and other customer data not needed for the port.  The LSOG guidelines give carriers the option of requesting a single TN without directory which is the minimum CSR information required to facilitate a port.  The problem occurs when there is no uniform implementation of LSOG Guidelines, and as a result carriers cannot get the information correctly.
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For the CSR Too Large errors where there is a work around, many of the port requests are also significantly delayed before completion.  In some cases there are no work around solutions and end users who want to port their number cannot.  Customers are also frustrated by the delay experienced dealing with the issue cited above, and either cancel the port request altogether or reluctantly take a new number.  

Customers are affected by this problem.  Most customers are not interested in waiting the time it takes to try to complete these manually and as noted above, either cancel the port request altogether or reluctantly take a new number.  This seems to contradict the intent of the FCC Order
, CC Docket No. 95-116.

Following are the statistics gathered by the CSR Too Large issue:


40% to 50% of Intermodal ports fail due to errors – 



average 45%


18% of the rejects are due to CSR Too Large issues – 


18%

Of the rejected port requests due to CSR Too Large, 40% 


to 50% fail remedial action and do not get ported – 



average 45%

*NOTE:  Using the porting statistics provided in the FCC Numbering Resource Utilization in the United States as of June 30, 2005 Table 14, the monthly average landline to mobile ports is 50,500 or approximately 3% of ports.  Approximately, twenty- five percent of those ports in 2005 were Type 1 porting migrations according to the service providers performing Type 1 migrations.  After removing the Type 1 migrations, the monthly average landline to mobile (intermodal) ports is 37,875.

Formula:
37,875 x .45 = 17,044

Intermodal Ports that fall out to be processed 





manually




17,044 x .18 =
3,068

CSR Too Large fall out




  3,068 x .45 = 1,381

CSR Too Large that fail to port


This issue would be resolved by requiring the ONSP to send the NNSP only the requested CSR information per the Local Service Order Guidelines Customer Service Inquiry (LSOG CSI).  Some wireline service providers are not following the LSOG CSI guidelines that allow a customer inquiry by account (one to many TNs) with or without directory and by individual TN with or without directory.  Wireless carriers request the CSR by TN without directory, but receive the CSR Too Large error because some wireline service providers send the entire account including directory.   If wireline carriers sent only the information requested in the customer inquiry per the LSOG CSI guidelines, this error would be greatly reduced if not eliminated.  

TOTAL IMPACT OF RESELLER AND CSR TOO LARGE ERRORS


Combined total of failed reseller and CSR Too Large port failures:




2,684 + 1,381 = 4,065 
Intermodal ports that fail to port per month 


Approximately 4,000 customers per month are unable to port their numbers due to these two problems.  As stated previously, the fact that any customer is denied the opportunity to port their number in a reasonable amount of time, or at all, goes against the intent of the FCC Order
 CC Docket No. 95-116.  

The failure to port wireline reseller TNs can be resolved.  Resellers should not be allowed to withhold end user specific customer information necessary for the porting process.

The CSR Too Large error would be resolved if wireline carriers sent only the information requested in the customer inquiry per the LSOG CSI guidelines.  


As stated previously, the LNPA WG has been unable to resolve PIM 32, Reseller Ports, and PIM 50, CSR Too Large.  The LNPA WG requests guidance from NANC to resolve these issues.
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy): 01/17/2005



Company(s) Submitting Issue: Syniverse



Contact(s):  Name: Rob Smith




         Contact Number: 813.273.3319 



         Email Address: Robert.smith@syniverse.com



(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



A large number of wire line to wireless ports fail the automated process because they are from large accounts where the customer service record (CSR) is too large to return on a CSR query.  The CSR is needed to complete an LSR.



2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A. Examples & Impacts of Problem/Issue: The automated process for porting from wire line to wireless is dependent on obtaining the customer service record (CSR) that provides additional information needed to complete an LSR.  “CSR too large” is one of the more frequent causes of fall-out for intermodal ports.  It occurs when a number is being ported from a large account such as a hospital, school or large business.  There is a limit to the size of the CSR file that can be returned.  The current systems of wireline providers will return the entire CSR when only a small amount of data is relvant and needed.  Typically a file cannot exceed  1 MB.  Consequently these ports for numbers within large accounts fail and must be worked manually. 



B. Frequency of Occurrence: Between 100 and 200 ports each month



.


C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     



 West Coast___  ALL_x_



D. Rationale why existing process is deficient: These ports must be manually processed and require a lot of time and effort to process.


E. Identify action taken in other committees / forums: 



No other yet.



F. Any other descriptive items: __


__________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution: 



Porting systems could be designed within the ILECs so that only information relevant to the particular number being ported is returned in response to a CSR query.  


LNPA WG: (only)



Item Number: 0050



Issue Resolution Referred to: __________


Why Issue Referred:


____________________________________________________________________________________________________________________________________________________________________________



______________________________________________________________________________________
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy): 02/27/2004



Company(s) Submitting Issue: TSI



Contact(s):  Name: Rob Smith 



         Contact Number: 813-273-3319   




         Email Address: rsmith@tsiconnections.com 



(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



Wireless carriers are not receiving customer service records (CSRs) from all wire line network service providers when a reseller is the local service provider.  Wireless port requests do not collect the needed information to complete a wire line local service request (LSR).  The CSR is a primary source of information needed to complete the LSR and port the number.


2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A. Examples & Impacts of Problem/Issue: 



The current NANC flows suggest that when a number is porting from a reseller, the port request should be issued to the network service provider.



Developing a local service request (LSR) from a wireless port request (WPR) requires a customer service record (CSR) provided by the old network service provider (OSP).  When the OSP is a reseller and the number is porting from an old network service provider, the CSR is not always provided by the wire line network service provider and there is not enough information to complete the LSR.  



About half of the larger wire line carriers do provide the CSR on reseller numbers and the ports occur without incident.  The others wire line carriers simply reject the CSR request because it is not their customer and the port fails and is nearly impossible to resolve.


B. Frequency of Occurrence:



These problems may occur multiple times a day.



C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     



 West Coast___  ALL_x_



D. Rationale why existing process is deficient: 



For old network service providers that do not provide CSRs, the ports fail.



E. Identify action taken in other committees / forums: 



No other action has been taken by other groups.



F. Any other descriptive items: __



__________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution: 



Wire line network service providers should provide the customer service record on porting reseller numbers.  The response message to the CSR query should include a statement that the number being requested is a reseller number.



LNPA WG: (only)



Item Number: 0032v4




Issue Resolution Referred to: _________________________________________________________


Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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LOCAL NUMBER PORTABILITY 
 
 


OVERVIEW 
 
Local Number Portability (LNP) is a concept that permits greater flexibility in the 
association of a telephone number to a company and/or individual.  Historically a NPA 
NXX is assigned to a single local service provider.  That provider would then have 
control of that number in its entirety.  In an area where multiple local SPs may operate, 
subscribers changing their provider would then have to change their telephone number 
as well.  To address this, LNP processes were developed in the mid-1990’s and 
implementation began shortly thereafter. 
 
LNP refers to the ability of end users to retain their telephone number when they 
change their physical location, service provider or type of service.  A telephone number 
that has been retained when one of these changes is made is called a "ported number". 
 
There are three types of number portability: 


• Service Provider portability - the ability to change SPs (while at the same location 
/ Rate Center) and retain the same number. 


• Location portability - the ability to change physical location (beyond the Rate 
Center area) and retain the same number. 


• Service portability - the ability to change the type of service (while at the same 
location) and retain the same number. 


 
As of this writing, Service Provider portability is the only type of portability in effect.  
Location portability requires a substantial number of issues to be addressed and 
resolved prior to its becoming a reality. 
 
LNP implementation is based on various levels of service and other factors.  Variations 
in a carrier being required to provide LNP currently exist: for example, smaller rural 
carriers may not be equipped to provide LNP and paging companies are currently 
exempt. 
 
The minimum requirement for a LSP to provide LNP capability in its network is a 
Service Switching Point (SSP). While all component functionality is required to provide 
LNP capability, a new LSP may arrange component functionality from third-party 
sources. 
 
The components for an LNP capable network include:  


• Service Switching Point (SSP)  


• Signal Transfer Point (STP)  







• Service Control Point (SCP)  


• Local Service Management System (LSMS)/Service Order Administration (SOA). 
 


LNP RELATIVE TO A NEW LOCAL SERVICE PROVIDER  
 
The FCC's First Report and Order on Telephone Number Portability (C.C. Docket No. 
95-116, Document No. 96-286) Appendix B at ¶52.3(b) adopted June 27, 1996 requires 
certain requirements of all LSPs operating within the Top 100 Metropolitan Statistical 
Areas (MSAs).  A new LSP should consult the FCC order to determine requirements 
that impact their company. 
 


LOCATION ROUTING NUMBER (LRN) 
 
LNP is made technically feasible by use of a Location Routing Number (LRN).  An LRN 
is a 10-digit number used to uniquely identify a switch that has ported numbers from 
another switch (i.e., subscribers now work out of the new switch rather than the switch 
the NPA NXX was originally native to).  The LRN for a particular switch must be a 
native/LERG Assignee NPA NXX (A) Record Holder assigned to the SP for that switch.  
Essentially, LRN assigns a unique 10-digit telephone number to each switch in a 
defined geographic area. The LRN serves as a network address.   
 
Carriers routing telephone calls to end-users that have transferred their telephone 
numbers from one carrier to another perform a database query to obtain the LRN that 
corresponds to the dialed telephone number.  The database query is performed for all 
calls where the NPA NXX of the called number has been marked in the switch as 
portable.  The carrier then would route the call to the new carrier based on the LRN.  
The Location Routing Number (LRN) depends on Intelligent Network (IN) or Advanced 
Intelligent Network (AIN) capabilities, which must be deployed in the participating LSPs 
networks. 
 
For further information regarding LRNs, please refer to the INC Location Routing 
Number Assignment Practices document, located on the INC website, which can be 
found through the ATIS home page at www.atis.org.  
 
  


LOCAL NUMBER PORTABILITY ROUTING EXAMPLE 
 
In the pre-LNP example a call placed to NPA NXX1-1234 is routing through the PSTN 
through as many switches as may be necessary to reach its destination, as NPA NXX1-
1234 
 
In this example, note that NPA NXX1 is associated with the switch of an “original” 
Service Provider and NPA NXX2 is native to the switch of a “new” service provider.  An 
LRN must have its first 6 digits associated with an NXX of a switch to which that NXX is 







native.  The “new” service provider switch needs to have at least one LRN that all 
numbers ported to it can be mapped to. 
 


  
 


 
 
Under LNP, the dialed number (NPA NXX1-1234) is determined to be “ported” via a 
database dip that occurs in the call setup.  In this example, NPA NXX1-1234 is 
“mapped” in the LNP database to a Location Routing Number (LRN) of NPA NXX2-
9999.  This LRN is processed through the call setup as if it were the called number.  
The actual called number is stored in the message being sent.  At a point prior to 
completing the call, the stored actual called number replaces the LRN and the call 
completes to that number. 
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Narratives:  Following are the textual descriptions of the Inter-Service Provider LNP Operations Flows.  These narratives provide a detailed description of the step-by-step flows.


Legend:


NLSP = New Local Service Provider


NNSP = New Network Service Provider


OLSP = Old Local Service Provider


ONSP = Old Network Service Provider


SV = Subscription Version


SP = Service Provider


FRS = Functional Requirements Specification


IIS = Interoperability Interface Specifications


LSR = Local Service Request


FOC = Firm Order Confirmation


ICP = Intercarrier Communication Process


WPR = Wireless Port Request


WPRR = Wireless Port Request Response 


CSR = Customer Service Record


TN = Telephone Number


“via the SOA interface” = generic description for one of the following:  the SOA CMIP association, LTI, or contacting NPAC personnel


Provisioning With LRN


Main Flow, Figure 1


		Flow Step

		Description



		1. START: End User Contact with NLSP

		
The process begins with an end-user requesting service from the NLSP.


· It is assumed that prior to entering the provisioning process the involved NPA/NXX was opened for porting (If code is not open, refer to Inter-Service Provider LNP Operations Flows – Code Opening Process, Figure 13.).



		2. End User agrees to change to NLSP

		
End-user agrees to change to NLSP and requests retention of current telephone number (TN).



		3. NLSP obtains end user authorization

		
NLSP obtains authority (Letter of Authorization - LOA) from end-user to act as the official agent on behalf of the end-user.  The NLSP is responsible for demonstrating necessary authority.



		4. (Optional) NLSP requests CSR from OLSP

		· As an optional step, the NLSP requests a Customer Service Record (CSR) from the OLSP.  A service agreement between the NLSP and OLSP may or may not be required for CSR.



		5. Are both NNSP and ONSP wireless?

		· If yes, go to Step 7.


· If no, go to Step 6.



		6. LSR/FOC – Service Provider Communication

		· Inter-Service Provider LNP Operations Flows – Wireline LSR/FOC Process, Figure 2.



		7. ICP – Service Provider Communication

		· Inter-Service Provider LNP Operations Flows – Wireless ICP Process, Figure 3.



		8. Are NNSP and ONSP the same SP?

		· If yes, go to Step 10.


· If no, go to Step 9.



		9. NNSP coordinates all porting activities

		
The NNSP must coordinate porting timeframes with the ONSP, and both provide appropriate messages to the NPAC.  Upon completion of the LSR/FOC or ICP Process, and when ready to initiate service orders, go to Step 12.



		10. Is NPAC processing required?

		· If yes, go to Step 11.


· If no, go to Step 20.



		11. Perform intra-provider port or modify existing SV

		
SP enters intra-provider SV create data into the NPAC via the SOA interface for porting of end-user in accordance with the NANC FRS and the NANC IIS.  Upon completion of intra-provider port, go to Step 20.



		12. NNSP and ONSP create and process service orders

		
Upon completion of the LSR/FOC or ICP Process, the NNSP and ONSP create and process service orders through their internal service order systems, based on information provided in the LSR/FOC or WPR/WPRR.



		13. Create – Service Provider Port Request

		· Inter-Service Provider LNP Operations Flows – Service Provider Create Process, Figure 4.



		14. Was port request canceled?

		
The port was canceled by the ONSP, the NNSP, or automatically by an NPAC process.



If yes, go to Step 17.



If no, go to Step 15.



		15. Did ONSP place the order in Conflict?

		
Check Concurrence Flag.
If concurred, the ONSP agrees to the port.
If NOT concurred, a conflict cause code as defined in the FRS, is designated.  ONSP makes a concerted effort to contact NNSP prior to placing SV in conflict.



For wireline SPs, the conflict request can be initiated up to the later of a.) the tunable time (Conflict Restriction Window, current value of 12:00) one business day before the Due Date or b.) the T2 Timer (Final Concurrence Window tunable parameter) has expired.



For wireless SPs using short timers for this SV, the conflict request can be initiated up to the time the T2 Timer (Final Concurrence Window tunable parameter) has expired.



If yes, go to Step 16.



If no, go to Step 18.



		16. NPAC logs request to place the order in conflict, including cause code

		
Go to Inter-Service Provider LNP Operations Flows - Conflict Flow for the Service Creation Provisioning Process - tie point B, Figure 8.



		17. Notify Reseller – NPAC notifies NNSP and ONSP that port is canceled

		
Upon cancellation, NPAC logs this information, and changes the subscription status to canceled.  Both SPs are notified of the change in the subscription status via the SOA interface.



For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.



Both SPs take appropriate action related to internal work orders.



		18. NNSP coordinates physical changes with ONSP

		
The NNSP has the option of requesting a coordinated order.  This is also the re-entry point from the Inter-Service Provider LNP Operations Flows – Conflict Flow for the Service Creation Provisioning Process, tie point BB, Figure 8.



If coordination is requested on the LSR, an indication of Yes or No for the application of a 10-digit trigger is required.  If no coordination indication is given, then by default, the 10-digit trigger is applied as defined by inter-company agreements between the involved service providers.  If the NNSP requests a coordinated order and specifies ‘no’ on the application of the 10-digit trigger, the ONSP uses the 10-digit trigger at its discretion.



		Is the unconditional 10 digit trigger being used?

		
The unconditional 10-digit trigger is an option assigned to a number on a donor switch during the transition period when the number is physically moved from donor switch to recipient switch.  During this period it is possible for the TN to reside in both donor and recipient switches at the same time.



The unconditional 10-digit trigger may be applied by the NNSP.  A 10-digit trigger is applied by the ONSP no later than the day prior to the due date.



If yes, go to Inter-Service Provider LNP Operations Flows - Provisioning with Unconditional 10-Digit Trigger - tie point AA, Figure 7.



If no, go to Inter-Service Provider LNP Operations Flows - Provisioning without Unconditional 10-digit Trigger - tie point A, Figure 6.



		19. End

		· End of the Inter-Service Provider LNP Operations Flows – Main Flow.

· This is also the re-entry point from various flows, tie point Z.





Wireline LSR/FOC Service Provider Communication


Flow LSR/FOC, Figure 2


		Flow Step

		Description



		1. Is end user porting all TNs?

		
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, LSR/FOC Process, Step 6, Figure 1.



The NLSP determines if customer is porting all TN(s).


· If yes, go to Step 3.


· If no, go to Step 2.



		2. NLSP notes “Not all TNs are being ported” in the remarks field of LSR

		
The NLSP makes a note in the remarks section of the LSR to identify that the end-user is not porting all TN(s). This can affect the due date interval due to account rearrangements necessary prior to service order issuance.



		3. Is NLSP a Reseller?

		· If yes, go to Step 4.


· If no, go to Step 5.



		4. NLSP sends LSR or LSR information to NNSP for resale service

		· NLSP (Reseller) sends an LSR or LSR Information to the NNSP fulfilling all requirements of any service agreement between the involved service providers.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the LSR may vary based on the carriers involved.



		5. NNSP sends LSR to ONSP

		
The NNSP notifies the ONSP of the port using the LSR and sends the information via an electronic gateway, FAX, or manual means.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the LSR may vary based on the carriers involved.



		6. Is OLSP a Reseller or is a Type 1 wireless number involved?

		· In a wireline flow scenario, these are numbers that use a Type 1 wireless interconnection.


· If yes, go to Step 7.


· If no, go to Step 9.



		7. Notify Reseller – (conditional) ONSP sends LSR, LSR information, or Loss Notification to OLSP

		· (conditional, based on any service agreement between the involved service providers) – ONSP sends an LSR, LSR Information, or Loss Notification to the OLSP (Reseller or if a Type 1 number is involved) fulfilling all requirements.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the LSR may vary based on the carriers involved.


· (conditional, , based on any service agreement between the involved service providers) – A Loss Alert/Notification may be sent to the OLSP.  The specific timing will be based on the requirements of any service agreement between the involved service providers.



		8. (conditional) OLSP sends FOC or FOC information to ONSP

		· (conditional, based on any service agreement between the involved service providers) – The OLSP notifies the ONSP of the porting using the FOC and sends the information via an electronic gateway, FAX, or other means.  The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.



		9. ONSP sends FOC to NNSP

		
ONSP sends the firm order confirmation (FOC, local response) to the NNSP for the porting LSR.


· For wireline to wireline service providers, and between wireline and wireless service providers, the minimum expectation is that the FOC is returned within 24 hours excluding weekends unless otherwise defined by inter-company agreements, between the involved service providers.  It is the responsibility of the ONSP to contact the NNSP if the ONSP is unable to meet the 24 hour expectation for transmitting the FOC.  If the FOC is not received by the NNSP within 24 hours, then the NNSP contacts the ONSP.  When the OLSP is a reseller or a Type 1 number is involved, the LSR/FOC process time could take longer than 24 hours.



The due date of the first TN ported in an NPA-NXX is no earlier than five (5) business days after FOC receipt date.  Any subsequent port in that NPA NXX will have a due date no earlier than three (3) business days after FOC receipt.  It is assumed that the porting interval is not in addition to intervals for other requested services (e.g., unbundled loops) related to the porting request.  The interval becomes the longest single interval required for the services requested.



The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.



		10. Is NLSP a Reseller?

		· If yes, go to Step 11.


· If no, go to Step 12.



		11. NNSP forwards FOC or FOC Information to NLSP

		· NNSP forwards FOC or FOC Information to NLSP fulfilling all requirements of any service agreement between the involved service providers.  The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.



		12. Return to Figure 1

		· Return to main flow, LSR/FOC Process, Step 6.





Wireless ICP Service Provider Communication


Flow ICP (Intercarrier Communication Process), Figure 3


		Flow Step

		Description



		1. Is NLSP a Reseller?

		
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, ICP Process, Step 7.



The NLSP determines if customer is porting all TN(s).


· If yes, go to Step 2.


· If no, go to Step 3.



		2. NLSP sends WPR or WPR information to NNSP for resale service

		· NLSP (Reseller) sends a WPR (Wireless Port Request) or WPR information to the NNSP (may vary slightly depending on provider agreement between the involved service providers).


· For wireless to wireless service providers the WPR/WPRR (Wireless Port Request/Wireless Port Request Response) initial response time frame is 30 minutes.


· The due date of the first TN ported in an NPA-NXX is no earlier than 5 business days after a confirming WPRR receipt date.


· The due date for a TN ported in an NPA-NXX which has TNs already ported is no earlier than 2 business hours after a confirming WPRR receipt date/time or as currently determined by NANC.



		3. NNSP sends WPR to ONSP

		· The NNSP notifies the ONSP of the port request using the WPR and sends the information via CORBA or FAX.


· ICP response interval, currently set to 30 minutes, begins from acknowledgment being received by NNSP from ONSP, and not at the time the WPR is sent from the NNSP to the ONSP.



		4. Is a Type 1 wireless number involved?

		· If yes, go to Step 5

· If no, go to Step 8.



		5. ONSP sends WPRR rejection to NNSP

		· ONSP identifies the number as using a Type 1 wireless interconnection, and returns a WPRR to the NNSP rejecting the request for this Type 1 number.



		6. Change code owner to Old Wireline SP in NPAC and possibly LERG, as necessary

		· The code holder of the NPA-NXX is not the Old Wireline SP.


· To maintain proper NPA-NXX ownership reference, the NPAC data must reflect the Old Wireline SP as the code holder, therefore update as necessary.  This allows the NNSP to determine the recipient ONSP of the resultant LSR (Figure 2, Wireline LSR/FOC Process).


· An NNSP may alternatively use the LERG for NPA-NXX ownership reference to determine the recipient ONSP of the resultant LSR (Figure 2, Wireline LSR/FOC Process).  Therefore, in the case of a shared code, the LERG data should also be updated to reflect the Old Wireline SP as the code holder.  NOTE:  In the case of a dedicated code, the LERG data should not be changed as this would violate LERG assignment guidelines.


NOTE:  Once the migration of Type 1 interconnected telephone numbers is complete, the number is no longer a Type 1 number (there is no such thing as a “migrated Type 1 number”), but is now considered Type 2.



		7. Re-start process, return to Figure 1

		· The NNSP reference to the recipient of the WPR has been changed to a wireline SP, and must now follow the LSR/FOC process.


· Re-start the intercarrier communication process by returning to main flow Figure 1, Steps 5/6, since this is no longer a “both are wireless carriers” scenario.



		8. Is OLSP a reseller?

		· If yes, go to Step 9.


· If no, go to Step 11.



		9. ONSP sends WPR or WPR information to OLSP

		· The ONSP notifies the OLSP of the port request using the WPR or WPR information.



		10. OLSP sends WPRR or WPRR information to ONSP

		· The OLSP sends the ONSP the WPRR or WPRR information.



		11. ONSP sends WPRR to NNSP

		· ONSP sends the WPRR to the NNSP.


· IC terminates upon receipt of WPRR by NNSP.



		12. Is NLSP a reseller?

		· If yes, go to Step 13.


· If no, go to Step 14.



		13. NNSP forwards WPRR or WPRR information to NLSP

		· The NNSP sends the WPRR or WPRR information to the NLSP.



		14. Is WPRR a Delay?

		· If yes, go to Step 15.

· If no, go to Step 16.



		15. Is OLSP a reseller?

		· If yes, go to Step 10.


· If no, go to Step 11.



		16. Is WPRR confirmed?

		· If yes, go to Step 18.

· If no, go to Step 17 – WPRR must be a Resolution Required.



		17. WPRR is a resolution response

		· Return to Step 1.



		18. Return to Figure 1

		· Return to main flow Figure 1, ICP Process, Step 7.





 Reseller Notification Process


Reseller Notification Flow, Figure 5

		Flow Step

		Description



		1. Is OLSP a reseller?

		
If yes, go to Step 2.



If no, go to Step 4.



		2. Does OLSP need message?

		
If yes, go to Step 3.



If no, go to Step 4.



		3. ONSP sends or provides information and/or message to OLSP

		
NSP (Network Provider) sends or provides information and/or message to the OLSP (Reseller) fulfilling all requirements of any service agreement between the involved service providers.



		4. Is NLSP a reseller?

		
If yes, go to Step 5.



If no, go to Step 7.



		5. Does NLSP need message?

		
If yes, go to Step 6.



If no, go to Step 7.



		6. NNSP sends or provides information and/or message to NLSP

		
NSP (Network Provider) sends or provides information and/or message to the NLSP (Reseller) fulfilling all requirements of any service agreement between the involved service providers.



		7. Return

		
Return to previous flow.
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SEPTEMBER 2006 LNPA ACTION ITEMS ASSIGNED:


NOTE:  THE ACTION ITEM NUMBERING SCHEME IS AS FOLLOWS:


· FIRST TWO DIGITS DESIGNATE THE MONTH OF THE LNPA MEETING


· SECOND TWO DIGITS DESIGNATE THE YEAR OF THE LNPA MEETING


· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER


NEUSTAR ACTION ITEMS:


0906-01:  Regarding the attached PIM 51, NeuStar will develop a Change Order proposal 


for an automated process to prevent the wrong service provider from opening up a code in NPAC.




[image: image1.emf]PIM 51.doc




0906-02:  With regard to the BDD file for notifications, the Business Type and Timer 


Type attributes for Object Creation Notifications are not currently part of the BDD file even though they are sent to the SOA over the CMIP interface.  Adding them to the BDD file would require changes for both NPAC and any SOAs that have implemented this functionality.  NeuStar action to write up a Change Order to add these attributes in the Notification BDD file.


0906-03:  NeuStar will check on whether NPAC sends back an error if an LRN is 


 
included in a Port To Original (PTO), or if NPAC just ignores the field.  

NOTE:  This Action Item was closed during the meeting.  NeuStar reported back that routing data in a PTO, LRN or GTT, will be rejected with an error message.

0906-04:  NeuStar will incorporate NANC 388, Undo Cancel functionality, into Figure 9 


of the NANC LNP Provisioning Flows and accompanying narrative for discussion at the November meeting.  NeuStar will have the draft revised flows out by October 20th.


0906-05:  NeuStar will incorporate NANC 375, Conflict functionality with Cause Value 


50 or 51, into Figure 8 of the NANC LNP Provisioning Flows and accompanying narrative for discussion at the November meeting.  NeuStar will have the draft revised flows out by October 20th.


NEUSTAR CLEARINGHOUSE ACTION ITEMS:


0906-06:  With regard to the attached PIM 55, NeuStar Clearinghouse and Service 


Providers are to determine when they are getting or issuing Provider Initiated Activity (PIA) messages (Jeopardy Notices) (1. after FOC but before due date, 2. on or after due date but prior to broadcast, 3. after broadcast), for what reason, and the approximate quantity if available.
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RENEE DILLON (CINGULAR WIRELESS) ACTION ITEMS:

0906-07:  Renee Dillon, Cingular, will provide a write-up to Gary Sacra, LNPA WG 

Co-Chair, in explanation of the item in the attached Discussion of Areas for LNPA WG to Address entitled, “Two SPs assigning the same number for different services.  Complexities of porting.”
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ADAM NEWMAN (INC VICE CHAIR) ACTION ITEMS:

0906-08:  Adam Newman, INC Vice Chair, will send the current text of INC Issue 504 to 


 
Gary Sacra, LNPA WG Co-Chair.

GARY SACRA (VERIZON AND LNPA WG CO-CHAIR) ACTION ITEMS:

0906-09:  Gary Sacra, LNPA WG Co-Chair, will send a liaison to the INC with the 


attached Video Relay Service (VRS) presentation given at the September 2006 LNPA WG meeting.  He will also circulate the presentation to the LNPA WG when received.
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0906-10:  Gary Sacra, LNPA WG Co-Chair, will send the attached blank Change Order 


Request Form to Bob Daniels, Hands On Communications, for him to submit a Change Order request based on the VRS presentation at the September 2006 LNPA WG meeting.
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NOTE:  This Action Item has been completed.

0906-11:  Gary Sacra, LNPA WG Co-Chair, will send a liaison to the INC with the VRS 


Change Order request when received from Bob Daniels, Hands On Communications.

NANCY SANDERS (COMCAST) ACTION ITEMS:

0906-12:  Nancy Sanders, Comcast, will determine if Comcast will revise the attached 


PIM 54 to reflect the scope of the work undertaken by the LNPA WG’s Pre-Port Subcommittee.
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RON STEEN (BELLSOUTH) ACTION ITEMS:

0906-13:  Ron Steen, BellSouth, and Gary Sacra, Verizon, will develop a PIM exploring 


development of a process that would authorize NeuStar to act on behalf of a provider to open up a code in NPAC and identify the necessary criteria to safeguard against inappropriately opening up a code.

PRE-PORT SUBCOMMITTEE PARTICIPANT ACTION ITEMS:


0906-14:  The Pre-Port Subcommittee will develop a pre-port process flow proposal for 


consideration by the LNPA WG to be included in the NANC LNP Provisioning Flows.

SERVICE PROVIDER ACTION ITEMS:

0906-15:  Service Providers are to identify the most prevalent issues, other than the ones 


associated with PIMs 32 and 50, that result in a lengthened pre-port (LSR/FOC) interval.


0906-16:  Service Providers are to determine if they can support a reduction of the 


Sunday Service Provider Maintenance Window from the current 10 hours to 8 hours for each Sunday.


0906-17:  Regarding the attached PIM 57, Service Providers are to determine how they 


 
deal with the 3 phases in the Suggested Resolution.
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0906-18:  Service Providers are to determine if/how the NANC LNP Provisioning Flows 


should address porting to and from VoIP providers for discussion at the November 2006 LNPA WG meeting.


ACTION ITEMS REMAINING OPEN FROM PREVIOUS LNPA MEETINGS:

0605-22:  At the June meeting, NeuStar reported that some protocols are being used by 


provider platforms for traffic communication with the NPAC that are not supported in the requirements for the interface.  NeuStar wants to open up a dialogue to tighten down on the protocols being used.  A firewall for security has been put in place as part of the Linux migration.  Supported protocols are listed in the attached document, e.g. CMIP.  Examples of protocols being used that are not supported in requirements for the interface include Echo protocol on Port 7.  The NeuStar security group has deemed this a risk area that needs to be eliminated.  Implementation of controls is scheduled for the end of 2006 to enable those SPs time to adjust to the change in tightening down on those allowed protocols.  NeuStar wants to open up a dialogue to see if there are any protocols that they have missed so they can be included.  Service Providers and Local System Vendors are to review the document and come prepared in July to discuss.  
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September meeting update:  Item remains open.

0306-01:  With regard to NANC 363, NeuStar will determine if there is a legal need to


change the Private Enterprise Number in the ASN.1, currently identifying Lockheed Martin (103), to that of NeuStar (13568).


September meeting update:  Item remains Open.

0606-06:  Regarding the attached PIM 55, Service Providers are to come to the July 


LNPA WG meeting prepared to determine the best course of action to take to work this PIM.
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September meeting update:  Item remains Open.

0706-06:  Regarding the issue brought into the LNPA WG by Verizon related to Due


Date/Time mismatches on Create and Concurrence messages for a port, Gary Sacra, Verizon, will determine if Verizon will submit a Change Order addressing the issue.



September meeting update:  Item remains Open.

0706-11:  Regarding the attached PIM 56, Sue Tiffany, Sprint Nextel, will revise the PIM


and provide text for the LNPA WG’s NP Best Practices document related to the suggested resolution to identify a step-by-step procedure for carriers to follow in order to resolve this issue.
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September meeting update:  Item remains Open.

0706-12:  Sue Tiffany, Sprint Nextel, will determine if Sprint Legacy places one minute


after midnight for the Due Date/Time in their Create messages for intermodal ports.


September meeting update:  Item remains Open.

0706-13:  Trevor Thompson, T-Mobile, will propose text for the NP Best Practices


document to remind providers that they have to work with their resellers to obtain OCNs if they wish to populate the Alternate SPID field introduced in NANC 399.


September meeting update:  Item remains Open.

0706-15:  Regarding the attached PIM 55, Service Providers are to identify at the


September 2006 LNPA WG meeting reasons for issuing a Provider Initiated Activity (PIA) on or after the due date and what caveats they have to accepting an LNPA WG recommendation to the OBF that PIAs should not be issued on or after the due date.
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September meeting update:  Item remains Open.
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy):  
05/08/2006_                  PIM 55v2


Company(s) Submitting Issue:
NeuStar Inc. 


Contact(s):  Name 


Syed Mubeen Saifullah



         Contact Number 
925-833-1793/510-295-5167 



         Email Address   
syed.mubeen@neustar.biz 


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



Intermodal porting faces a challenge in the form of a process gap between the wireless and wireline carriers after a confirmation has been received.  The 2 processes are not in synch, causing fall out and delays.


The primarily purpose of this PIM would be to expose the problems that exist with a wireline practice referred to as a “Provider Initiated Activity” (PIA).  The wireless carriers currently have no automated way to support any non-NPAC activity after a confirmation has been received and the Due Date has past.  The major concern lies with the fact that the LSR process allows the ILECs to initiate a cancel or put a stop to the order after a Confirmation was sent.  


2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A.   Examples & Impacts of Problem/Issue:  


Per the LSOG process, after a “Confirmation” is sent by the ILEC to a wireless carrier for an intermodal port, the ILEC reserves the right to send messages related to the port in the form of a PIA.  As stated above, the wireless carriers have no automated method to process these PIA messages and it requires them to modify the port or update NPAC transactions in a manual fashion.



Captured below are 4 fields used by the LSOG to send PIA messages.  Please note that some ILECs have implemented these fields in a “custom” fashion, which may not be captured.



LOCAL RESPONSE – Field # 18: RT - Response Type


Identifies the type of response being sent to the customer.



VALID ENTRIES 



*Note – the entries below are those which NeuStar & Sprint felt may impact the intermodal process – other entries have been removed from this list



C
=
Firm order confirmation



E
=
Errors only 



J
=
Jeopardy notice



N
=
Confirmation of customer requested cancellation



P
=
Provider initiated



S
=
Provider initiated cancellation of the service request



W
=
Post to billing system



Z
=
Completion


USAGE:
This field is required.



DATA CHARACTERISTICS:
1 alpha character



LOCAL RESPONSE – Field #25: PIA - Provider Initiated Activity



Indicates a provider initiated response that is not the result of a customer local service request or supplement, prior to order completion.



NOTE 1:This may signal to the customer that additional investigation is needed to determine internal process impacts.



VALID ENTRIES:



2
=
Due date change



4
=
Other (clarify in RT field or remarks)



5
=
Service order number change



8
=
PON old/stale – send cancel supplement



9
=
Telephone number change



USAGE:
This field is optional.



DATA CHARACTERISTICS:
1 numeric character


LOCAL RESPONSE – Field #39: RCODE - Reason Code



Identifies the reason the order may not meet the requested due date at confirmation and/or post confirmation.



VALID ENTRIES:



1B
=
Scheduling/work load



1F
=
NSP missed appointment



1H
=
Central office freeze



1K
=
Natural disaster (flood, etc.)



1L
=
Frame due time can not be met



1M
=
Requested DD is less than published interval



1N
=
DD and frame due time can not be met



1P
=
Other



1Q
=
Assignment problem



1R
=
Customer could not be reached at the reach number



2A
=
LSR error, incorrect or missing information



3A
=
Records



3C
=
Dependent/related order not complete



3D
=
Translation problems



3E
=
Provider order information/codes incorrect/ missing



4A
=
Field visit determined address invalid - send supplement



4B
=
Verify address, or provide nearby TN - send supplement



4G
=
Need to revise TN - send supplement



5A
=
Notification of new due date only



5B
=
Additional paperwork required - contact service center



5C
=
Jeopardy previously sent without Estimated Due Date (ESDD) – 


              New ESDD now provided



USAGE:
This field is conditional.



NOTE 1:
Required when the RT field is “J”, otherwise optional.



DATA CHARACTERISTICS:
2 alphanumeric characters



LOCAL RESPONSE – Field # 40: RDET – Reason Jeopardy Code Detail



Identifies further detail for the service when the reason/ jeopardy code for the order is not defined.



USAGE:
This field is optional.



DATA CHARACTERISTICS:
60 alphanumeric characters



B. Frequency of Occurrence:


Per some basic research, it appears that Jeopardy messages account for roughly 20% of manual activities for Intermodal fall out.  With the further roll out/adoption by the ILECs the PIA messages (including the Jeaopardy) this percentage may increase. 


C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     



 West Coast___  ALL_X__



D.  Rationale why existing process is deficient:



Today there exists a gap/break in the chain of the 2 processes and ultimately the goal of Number Portability is to facilitate the porting process, regardless of whether the port request is a wireless to wireless; wireless to wireline; wireline to CLEC; wireline to wireless, etc.



E.   Identify action taken in other committees / forums: 



This issue has been discussed at the Wireless Committee at OBF and also at the Intermodal Subcommittee, however no clear resolution is in sight.



F.   Any other descriptive items: How ILECs have implemented the PIA


Verizon West:



B = Firm Order with Facility Information 



C = Firm Order Confirmation 



F = Facility Confirmation 



J = Jeopardy Notice 



K = Network Modification request (Verizon Added)



Z = Completion



Verizon East:



C = Firm Order Confirmation



I = LIDB (Verizon Added)



J - Jeopardy Notice



K = Notification of Network Modifications required



N = Notice of Cancellation



S = BA Cancellation



X = Provisioning Completion



Z = Billing Completion



SBC:



C = Firm Order Confirmation



D = Confirmation and DLR



N = Confirmation of Customer Requested Cancellation



S = Provider Initiated Cancellation of the Service Request



Z = Completion



J = Jeopardy Notice



E = Error/Reject



L = Directory Service Completion



Bellsouth:



Does not support RT - uses RCODE and RDESC instead:


BellSouth Local Response RT Values:



CA - CANCELLED ORDER (cancel complete) expect that Wisor will send responseType tag equal to “LR”) NOTE:  BST is using two bytes for their values, to keep with the current SPMP/RPM interface.  SPMP will convert the value of CA for RPM to an N to signal RPM to mark the LSR in RPM as cancel complete.  The SPMP GUI will accurately display the LEC’s actual values.



AT – Firm Order Confirmation (expect that Wisor will send responseType tag equal to “LR”) NOTE:  BST is using two bytes for their values, to keep with the current SPMP/RPM interface.  SPMP will convert the value of AT for RPM to an C to signal RPM to mark the LSR in RPM as cancel complete.  The SPMP GUI will accurately display the LEC’s actual values.



BellSouth FOC Received



RD –Reject (expect that Wisor will send responseType tag equal to “REJECT”) NOTE:  BST is using two bytes for their values, to keep with the current SPMP/RPM interface.  SPMP will convert the value of RD for RPM to an E to signal RPM to mark the LSR in RPM as cancel complete.  The SPMP GUI will accurately display the LEC’s actual values.



BellSouth Reject Received



AC –Jeopardy (expect that Wisor will send responseType tag equal to “JEOPARDY”) NOTE:  BST is using two bytes for their values, to keep with the current SPMP/RPM interface.  SPMP will convert the value of AC for RPM to a J to signal RPM to mark the LSR in RPM as cancel complete.  The SPMP GUI will accurately display the LEC’s actual values.



BellSouth Jeopardy Received


BellSouth Local Response Completion RT Values:



AT – Billing Completed Order (expect that Wisor will send responseType tag equal to "LSRBCM") NOTE:  BST is using two bytes for their values, to keep with the current SPMP/RPM interface.  SPMP will convert the value of AT for RPM to a Z to signal RPM to mark the LSR in RPM as cancel complete.  The SPMP GUI will accurately display the LEC’s actual values.



BellSouth Billing Completion Received



AT – Provisioning Completed (expect that Wisor will send responseType tag equal to “LSRPCM”) NOTE:  BST is using two bytes for their values, to keep with the current SPMP/RPM interface.  SPMP will convert the value of AT for RPM to an X to signal RPM to mark the LSR in RPM as cancel complete.  The SPMP GUI will accurately display the LEC’s actual values.



BellSouth Provisioning Completion Received



Qwest:



B = Firm Order with Facility Information (72 Hour FOC)



C = Firm Order Confirmation (FOC)



E = Errors Only (ERROR/REJECT CODE)



J = Jeopardy Notice (RCODE & RDET fields will have content)



N = Confirmation of customer requested cancellation – Qwest Specific Value



X = Confirmation of LSR, DLR and CDLR – Qwest Specific



Z = Reject – Qwest Specific Value



QWST - DSRCM



L = Accepted (AT – Confirmed Update On PON)



C = Acknowledge - With Detail and Change (AC – Processed With Changes/Errors-Qwest Follow Up)



E = Reject with Exception Detail only (RF – Initial Fatal Update On PON)



N = Reject with Cancel (RF – Subsequent Fatal Update On PON)



W = Acknowledge – With Detail No change (AD – Processed With Changes/Errors-Provider Follow Up)


3. Suggested Resolution: 



There may be more than 1 method to solve this problem, however 2 “high level” options have been listed below:


1) The wireline carriers may consider abandoning use of the PIA and treating a “Confirmation” as a “Firm Commitment” rather than an “initial” ok.  All subsequent activity related to the port after a confirmation has been sent and the DDT has past can be done via the NPAC process using SOA systems.



2) The wireless documentation (WICIS) may consider expanding its processes to accommodate this aspect of intermodal porting.  As of today, this is a “fact of life” and it may prove prudent to enhance the industry recommended wireless process to accept the 4 fields related to the LSR PIA in CONJUNCTION with NPAC processes in order to facilitate automation and minimize manual intervention.
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Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy):  
5/3/2006

PIM# 56 v2


Company(s) Submitting Issue:  
Sprint Nextel


Contact(s):  Name:


Lavinia Rotaru, Sue Tiffany




Contact Number:


703-707-5202, 913-315-6923 





Email Address:


Lavnia.Rotaru@sprint.com, Sue.T.Tiffany@sprint.com    



(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: Incorrectly provisioned LNP databases.


While all carriers receive updates in their LSMS when porting customers, some carriers are not provisioning their LNP databases correctly.  When this scenario occurs, customers are not able to terminate or receive calls from those carrier’s networks that did not provision their LNP databases. That is, when the ported customer makes a call, the callED Party’s Caller ID service may not work properly.  This would occur if the callED party’s network’s LNP data was not correct, since the callED party’s network might be unable to find the CNAM record for the calling party.  In a worst-case scenario, the callED party would automatically reject the unidentified call.  


2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A.   Examples & Impacts of Problem/Issue: 



This type of problem typically impacts the ability of a customer to make or complete some of their calls.  Following are some examples:  


1) A number of customers were ported by Sprint Nextel, and after the port, Sprint Netxel found that the customers were unable to receive or complete calls to or from some of their friends and relatives.  The root cause of the problem turned out to be that one of the ILEC’s pair of Service Control Points (SCPs) was not updated.  The pair of SCPs alternated handling calls, and each time the SCP that had not been updated attempted to route the call, the call failed.  In these cases, it took more than a week after the customer reported the problem for the problem to be discovered and resolved.  


2) In another example, a customer ported from an ILEC to a wireless carrier and found that they could not complete calls that terminated in a third LECs territory.  The third LEC was able to prove that they were using the correct LRN for routing so the wireless carrier had to go to the first LEC to make sure that all their LNP databases had been updated correctly.  This activity took a couple of weeks before the customer was eventually able to complete their calls just as they had before porting their number.  


It is typical for this type of problem to take a week or more to resolve.


B. Frequency of Occurrence:  



We have had 3 occurrences in the last 60 days.



C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast_X__ Southwest___ Western___     



 West Coast___  ALL_X_



D. Rationale why existing process is deficient:  



We believe the existing process of receiving a response from a carriers’ LSMS acknowledging receipt of the port is deficient due to the fact that it does not indicate the network was provisioned correctly.  The customer that cannot make or receive calls as they had before they ported their number is unhappy and more than likely will have problems making their calls for a week or more while the carriers involved discover that they have not updated all their LNP databases. 


E.   Identify action taken in other committees / forums: ________________________________________________________________________  



F.  Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution: 



Similar to the LSMS partial failures we get today, identify a mechanism to receive a notification from carriers’ LNP databases that the switch provisioning failed or was successful.  A carrier’s SCP should respond to the LSMS when the update is completed and the carrier’s LSMS should return the SCP concurrence back to the NPAC.



[image: image1.emf]


Alternatively, identify a step by step procedure for carriers to follow when attempting to resolve this type of problem expeditiously after it has occurred.



Another suggestion would be to make test calls to validate the completion of calls originating from major local networks and through major IXCs to newly ported numbers. At a minimum, perform an analysis of possible LNP troubles.  The idea would be to institute a test call barrage in response to a trouble report, rather than with every port’s completion on routine basis.  But if a particular port involved a sensitive customer, then test calling could be initiated even absent a trouble report a few minutes after the port competed.
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy):  3/7/2005



Company(s) Submitting Issue:  Nextel Communications



Contact(s):  Name:   
Rosemary Emmer /  Susan Ortega



Contact Number:
301-399-4332  / 703-930-0173



Email Address:
rosemary.emmer@nextel.com / susan.ortega@nextel.com


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



Currently a carrier can open a Code (NPA-NXX) for portability in the NPAC whether or not they own the NPA-NXX. 



2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A.   Examples & Impacts of Problem/Issue:  



Codes are frequently opened under the wrong SPID due to typos or other types of errors by the service provider. This results in the following:



- SOA failures when attempting to perform an NSP create for a ported PTN



- Manual or NANC 323 SPID migrations, which are time consuming and resource constraining.



- Repeated failure transactions sent to NPAC due to data issues.



- Inability to activate ported subscribers until SPID migration has been completed.                             


B.   Frequency of Occurrence:  



C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     



 West Coast___  ALL: XXX



D. Rationale why existing process is deficient:  



Codes are frequently opened under the wrong SPID due to typos or other types of errors by the service provider because there is no validation when the code is opened.



E.   Identify action taken in other committees / forums: None that we are aware of. __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________



F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution: 



We are recommending that NPAC personnel validate and audit code entries in NPAC by a TBD frequency. If the NPAC discovers a discrepancy with the code and carrier’s SPID, NPAC will contact the carrier to confirm that the NPA-NXX they opened actually belongs to the carrier. If no response is received within TBD (e.g., 48 business hours), NPAC will delete the code.
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New Change Order Submission Form






Origination Date:  (To be filled in by Submitter)


Originator:  (To be filled in by Submitter)


Change Order Number:  (To be filled in by NPAC)


Very Brief One-line Description:  (To be filled in by Submitter)  



Functionally Backwards Compatible:  (To be filled in by NPAC)


IMPACT/CHANGE ASSESSMENT


(To be completed by NPAC and Local System Vendors)



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			TBD


			TBD


			TBD


			TBD


			TBD


			TBD


			TBD








Business Need (To be completed by Submitter):



Description of Change (To be completed by Submitter):



This change order recommends that NPAC ……….


Requirements (To be completed by NPAC and the LNPA WG):



TBD



IIS (To be completed by NPAC and the LNPA WG):



TBD



GDMO (To be completed by NPAC and the LNPA WG):



TBD



ASN.1 (To be completed by NPAC and the LNPA WG):



TBD
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy):  
08/14/06_                  PIM  57 v3


Company(s) Submitting Issue:
Cingular/Sprint Nextel


Contact(s):  Name 


Adele Johnson, Renee Dillon / Sue Tiffany



         Contact Number 
(601) 914-8320, (425) 288-6053 / (913) 315-6923



         Email Address   
adele.johnson@cingular.com  

 
Renee.Dillon@cingular.com  Sue.T.Tiffany@sprint.com 


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



Attempting to port a consumer when a Reseller abruptly discontinues business and/or declares bankruptcy. 



Most of the time in this situation, the port is delayed for some time while the Old Network Service Provider (ONSP) debates whether or not they can port the number externally with the New Local Service Provider (NLSP) and internally with the legal and network departments.  In all cases that we are aware of, the consumer is eventually allowed to port their number, but it takes weeks to work through the various legal and network issues to complete the port.



2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A.   Examples & Impacts of Problem/Issue:  


When a Reseller declares bankruptcy or goes out of business, they may or may not have notified their customers.  If the Reseller notifies the customers they are going out of business, it is not unusual for the Reseller to close their doors before their customers receive the notification or before the customer can initiate action to port their number.  


The port request will come to the Reseller’s facilities/network provider (ONSP).  The ONSP will attempt to process the port request using normal processes, but if the Reseller has closed their door and is non-responsive, the port request will fall-out for manual handling.  The ONSP is then in the position of having a request to port a number on behalf of the consumer that is not their customer, but the consumer’s carrier is no longer in business.  If the number is not ported, the consumer will lose the number as it eventually will come back to the ONSP for reassignment.  



One of the problems encountered with this port request is the ONSP may not have access to the consumers billing records.  How does the network provider validate the port request, how do they ensure it is not fraud?


Most of the time in this situation, the port is delayed for some time while the network provider debates whether or not they can port the number externally with the NLSP and internally with the legal and network departments.  In all cases that we are aware, the consumer is eventually allowed to port their number, but it takes more than a week to work through the legal and network issues.


3. Suggested Resolution: 



The ONSP should incorporate a “Port Authorization” form into their procedures when faced with a reseller that is ceasing business operation and will no longer provide service to their customers.  This form, when signed by the reseller, would authorize the ONSP to complete ports to other service providers on behalf of the Old Local Service Provider (OLSP) or reseller for a specified period of time, in the event the reseller ceases business operation and the reseller contract will be terminated with the ONSP.  


This would be a legal form approved by the ONSPs legal department and would give the ONSP the legal right to act on behalf of the OLSP in these cases.  The ONSP should incorporate this signed form into the existing reseller contracts and should include it in the negotiation phase of any new contracts with resellers. 


While the Reseller is still in business and responding to port requests, the port will process as a normal Reseller port.  The form mentioned above will become effective when the Reseller’s contract expires, i.e., they have terminated their Reseller obligations or have not paid their bill and have gone to collections.



The Reseller should notify their customers, the end users/consumer that they, the Reseller, are going out of business and if their customers wish to keep their phone number; they should port to another carrier in a specified period of time.



The above form will allow the ONSP to port the Reseller’s customers after the contract has ‘expired’ and before the numbers go back into the ONSPs pool of assignable numbers.  (After the contract expires, the ONSP may terminate the account in their system and start the number aging process.)


If a customer attempts to port their number after the Reseller’s contract has ‘expired’, a port request will identify the number as ‘Number Not Active’ and if they attempt to port the consumer before the contact has expired they may get a ‘Number Not Found’.   During that time period when the form is in effect, the port request should be processed according to the ONSPs procedures.    



After the number has gone through the aging process, the number will be put in the ONSPs pool of numbers that can be assigned.



There are three phases with possible different responses to a consumer porting their number from a non-responsive Reseller:



1. Reseller’s contract has not expired, but the Reseller is not responding.



· Cingular and Sprint Nextel are working on the suggested Best Practice for this phase 



2. Reseller’s contract has expired and numbers are in the aging process.



· The Port Authorization tool previously mentioned allows the ONSP to manually port the customer after first attempting to verify customer’s identity.



3. Reseller’s contract has expired and number has been retuned to the number assignment pool.


· If the consumer wishes to keep their number, they must contact the ONSP requesting the number as a ‘Vanity’ number and become the ONSP’s customer.  The consumer may be able to keep their number if it has not already been assigned to another customer.
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Video Relay Service


A Better Solution


Presented by Mitchell D. Travers
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PRIORITIZED AREAS FOR LNPA WG TO ADDRESS





SUGGESTED STUDY AREAS:


HIGH PRIORITY:


· Revisit NANC LNP Provisioning Flows:



· Porting with VoIP providers



· Wireless porting issues



· Undo Cancel functionality



· Synch flows with NP Best Practices document


· Research industry definitions, e.g. INC documentation, FCC Orders, etc., of the various types of portability, e.g., Service Portability, Location Portability, and Geographic Portability in order to reach consensus on the LNPA WG’s definition of these porting types.  Develop a White Paper defining these porting types, analyzing their current state of implementation, or what would be required to implement them and what issues need to be addressed


· A suggested reference is FCC Order 96-286, beginning with Paragraph 172 


· Synching up ENUM databases with the NPAC



· Addressing throughput issues and quantifying throughput down to the SCP



· It was agreed that we will revisit this item at the September LNPA WG meeting to determine if this will remain a high priority.



MEDIUM PRIORITY:


· Monitor NANC Future of Numbering (FoN) Working Group discussions and topics to see where there is LNP impacts/input. 



· Sue Tiffany, Sprint Nextel, and Cyndi Jones, Embarq, agreed to give readouts at the LNPA WG meetings.


· Video Relay Service for the deaf and hearing impaired.



· Adam Newman, Telcordia, will include an update in the INC report to the LNPA WG


· Next generation interface (NANC Change Order 372)



LOW PRIORITY:


· Two SPs assigning the same number for different services.  Complexities of porting.



· Renee Dillon, Cingular, will be asked to provide an example.  It was agreed to make this a low priority for now.



· Resellers going out of business



· It was agreed to give this a low priority since Sprint Nextel will bring in a PIM on this issue.  This is not a reflection on the priority of the incoming PIM.
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy):  
05/08/2006_                  PIM 55v2


Company(s) Submitting Issue:
NeuStar Inc. 


Contact(s):  Name 


Syed Mubeen Saifullah



         Contact Number 
925-833-1793/510-295-5167 



         Email Address   
syed.mubeen@neustar.biz 


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



Intermodal porting faces a challenge in the form of a process gap between the wireless and wireline carriers after a confirmation has been received.  The 2 processes are not in synch, causing fall out and delays.


The primarily purpose of this PIM would be to expose the problems that exist with a wireline practice referred to as a “Provider Initiated Activity” (PIA).  The wireless carriers currently have no automated way to support any non-NPAC activity after a confirmation has been received and the Due Date has past.  The major concern lies with the fact that the LSR process allows the ILECs to initiate a cancel or put a stop to the order after a Confirmation was sent.  


2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A.   Examples & Impacts of Problem/Issue:  


Per the LSOG process, after a “Confirmation” is sent by the ILEC to a wireless carrier for an intermodal port, the ILEC reserves the right to send messages related to the port in the form of a PIA.  As stated above, the wireless carriers have no automated method to process these PIA messages and it requires them to modify the port or update NPAC transactions in a manual fashion.



Captured below are 4 fields used by the LSOG to send PIA messages.  Please note that some ILECs have implemented these fields in a “custom” fashion, which may not be captured.



LOCAL RESPONSE – Field # 18: RT - Response Type


Identifies the type of response being sent to the customer.



VALID ENTRIES 



*Note – the entries below are those which NeuStar & Sprint felt may impact the intermodal process – other entries have been removed from this list



C
=
Firm order confirmation



E
=
Errors only 



J
=
Jeopardy notice



N
=
Confirmation of customer requested cancellation



P
=
Provider initiated



S
=
Provider initiated cancellation of the service request



W
=
Post to billing system



Z
=
Completion


USAGE:
This field is required.



DATA CHARACTERISTICS:
1 alpha character



LOCAL RESPONSE – Field #25: PIA - Provider Initiated Activity



Indicates a provider initiated response that is not the result of a customer local service request or supplement, prior to order completion.



NOTE 1:This may signal to the customer that additional investigation is needed to determine internal process impacts.



VALID ENTRIES:



2
=
Due date change



4
=
Other (clarify in RT field or remarks)



5
=
Service order number change



8
=
PON old/stale – send cancel supplement



9
=
Telephone number change



USAGE:
This field is optional.



DATA CHARACTERISTICS:
1 numeric character


LOCAL RESPONSE – Field #39: RCODE - Reason Code



Identifies the reason the order may not meet the requested due date at confirmation and/or post confirmation.



VALID ENTRIES:



1B
=
Scheduling/work load



1F
=
NSP missed appointment



1H
=
Central office freeze



1K
=
Natural disaster (flood, etc.)



1L
=
Frame due time can not be met



1M
=
Requested DD is less than published interval



1N
=
DD and frame due time can not be met



1P
=
Other



1Q
=
Assignment problem



1R
=
Customer could not be reached at the reach number



2A
=
LSR error, incorrect or missing information



3A
=
Records



3C
=
Dependent/related order not complete



3D
=
Translation problems



3E
=
Provider order information/codes incorrect/ missing



4A
=
Field visit determined address invalid - send supplement



4B
=
Verify address, or provide nearby TN - send supplement



4G
=
Need to revise TN - send supplement



5A
=
Notification of new due date only



5B
=
Additional paperwork required - contact service center



5C
=
Jeopardy previously sent without Estimated Due Date (ESDD) – 


              New ESDD now provided



USAGE:
This field is conditional.



NOTE 1:
Required when the RT field is “J”, otherwise optional.



DATA CHARACTERISTICS:
2 alphanumeric characters



LOCAL RESPONSE – Field # 40: RDET – Reason Jeopardy Code Detail



Identifies further detail for the service when the reason/ jeopardy code for the order is not defined.



USAGE:
This field is optional.



DATA CHARACTERISTICS:
60 alphanumeric characters



B. Frequency of Occurrence:


Per some basic research, it appears that Jeopardy messages account for roughly 20% of manual activities for Intermodal fall out.  With the further roll out/adoption by the ILECs the PIA messages (including the Jeaopardy) this percentage may increase. 


C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     



 West Coast___  ALL_X__



D.  Rationale why existing process is deficient:



Today there exists a gap/break in the chain of the 2 processes and ultimately the goal of Number Portability is to facilitate the porting process, regardless of whether the port request is a wireless to wireless; wireless to wireline; wireline to CLEC; wireline to wireless, etc.



E.   Identify action taken in other committees / forums: 



This issue has been discussed at the Wireless Committee at OBF and also at the Intermodal Subcommittee, however no clear resolution is in sight.



F.   Any other descriptive items: How ILECs have implemented the PIA


Verizon West:



B = Firm Order with Facility Information 



C = Firm Order Confirmation 



F = Facility Confirmation 



J = Jeopardy Notice 



K = Network Modification request (Verizon Added)



Z = Completion



Verizon East:



C = Firm Order Confirmation



I = LIDB (Verizon Added)



J - Jeopardy Notice



K = Notification of Network Modifications required



N = Notice of Cancellation



S = BA Cancellation



X = Provisioning Completion



Z = Billing Completion



SBC:



C = Firm Order Confirmation



D = Confirmation and DLR



N = Confirmation of Customer Requested Cancellation



S = Provider Initiated Cancellation of the Service Request



Z = Completion



J = Jeopardy Notice



E = Error/Reject



L = Directory Service Completion



Bellsouth:



Does not support RT - uses RCODE and RDESC instead:


BellSouth Local Response RT Values:



CA - CANCELLED ORDER (cancel complete) expect that Wisor will send responseType tag equal to “LR”) NOTE:  BST is using two bytes for their values, to keep with the current SPMP/RPM interface.  SPMP will convert the value of CA for RPM to an N to signal RPM to mark the LSR in RPM as cancel complete.  The SPMP GUI will accurately display the LEC’s actual values.



AT – Firm Order Confirmation (expect that Wisor will send responseType tag equal to “LR”) NOTE:  BST is using two bytes for their values, to keep with the current SPMP/RPM interface.  SPMP will convert the value of AT for RPM to an C to signal RPM to mark the LSR in RPM as cancel complete.  The SPMP GUI will accurately display the LEC’s actual values.



BellSouth FOC Received



RD –Reject (expect that Wisor will send responseType tag equal to “REJECT”) NOTE:  BST is using two bytes for their values, to keep with the current SPMP/RPM interface.  SPMP will convert the value of RD for RPM to an E to signal RPM to mark the LSR in RPM as cancel complete.  The SPMP GUI will accurately display the LEC’s actual values.



BellSouth Reject Received



AC –Jeopardy (expect that Wisor will send responseType tag equal to “JEOPARDY”) NOTE:  BST is using two bytes for their values, to keep with the current SPMP/RPM interface.  SPMP will convert the value of AC for RPM to a J to signal RPM to mark the LSR in RPM as cancel complete.  The SPMP GUI will accurately display the LEC’s actual values.



BellSouth Jeopardy Received


BellSouth Local Response Completion RT Values:



AT – Billing Completed Order (expect that Wisor will send responseType tag equal to "LSRBCM") NOTE:  BST is using two bytes for their values, to keep with the current SPMP/RPM interface.  SPMP will convert the value of AT for RPM to a Z to signal RPM to mark the LSR in RPM as cancel complete.  The SPMP GUI will accurately display the LEC’s actual values.



BellSouth Billing Completion Received



AT – Provisioning Completed (expect that Wisor will send responseType tag equal to “LSRPCM”) NOTE:  BST is using two bytes for their values, to keep with the current SPMP/RPM interface.  SPMP will convert the value of AT for RPM to an X to signal RPM to mark the LSR in RPM as cancel complete.  The SPMP GUI will accurately display the LEC’s actual values.



BellSouth Provisioning Completion Received



Qwest:



B = Firm Order with Facility Information (72 Hour FOC)



C = Firm Order Confirmation (FOC)



E = Errors Only (ERROR/REJECT CODE)



J = Jeopardy Notice (RCODE & RDET fields will have content)



N = Confirmation of customer requested cancellation – Qwest Specific Value



X = Confirmation of LSR, DLR and CDLR – Qwest Specific



Z = Reject – Qwest Specific Value



QWST - DSRCM



L = Accepted (AT – Confirmed Update On PON)



C = Acknowledge - With Detail and Change (AC – Processed With Changes/Errors-Qwest Follow Up)



E = Reject with Exception Detail only (RF – Initial Fatal Update On PON)



N = Reject with Cancel (RF – Subsequent Fatal Update On PON)



W = Acknowledge – With Detail No change (AD – Processed With Changes/Errors-Provider Follow Up)


3. Suggested Resolution: 



There may be more than 1 method to solve this problem, however 2 “high level” options have been listed below:


1) The wireline carriers may consider abandoning use of the PIA and treating a “Confirmation” as a “Firm Commitment” rather than an “initial” ok.  All subsequent activity related to the port after a confirmation has been sent and the DDT has past can be done via the NPAC process using SOA systems.



2) The wireless documentation (WICIS) may consider expanding its processes to accommodate this aspect of intermodal porting.  As of today, this is a “fact of life” and it may prove prudent to enhance the industry recommended wireless process to accept the 4 fields related to the LSR PIA in CONJUNCTION with NPAC processes in order to facilitate automation and minimize manual intervention.


LNPA WG: (only)
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy):  
05/08/2006_                  PIM 55v2


Company(s) Submitting Issue:
NeuStar Inc. 


Contact(s):  Name 


Syed Mubeen Saifullah



         Contact Number 
925-833-1793/510-295-5167 



         Email Address   
syed.mubeen@neustar.biz 


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



Intermodal porting faces a challenge in the form of a process gap between the wireless and wireline carriers after a confirmation has been received.  The 2 processes are not in synch, causing fall out and delays.


The primarily purpose of this PIM would be to expose the problems that exist with a wireline practice referred to as a “Provider Initiated Activity” (PIA).  The wireless carriers currently have no automated way to support any non-NPAC activity after a confirmation has been received and the Due Date has past.  The major concern lies with the fact that the LSR process allows the ILECs to initiate a cancel or put a stop to the order after a Confirmation was sent.  


2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A.   Examples & Impacts of Problem/Issue:  


Per the LSOG process, after a “Confirmation” is sent by the ILEC to a wireless carrier for an intermodal port, the ILEC reserves the right to send messages related to the port in the form of a PIA.  As stated above, the wireless carriers have no automated method to process these PIA messages and it requires them to modify the port or update NPAC transactions in a manual fashion.



Captured below are 4 fields used by the LSOG to send PIA messages.  Please note that some ILECs have implemented these fields in a “custom” fashion, which may not be captured.



LOCAL RESPONSE – Field # 18: RT - Response Type


Identifies the type of response being sent to the customer.



VALID ENTRIES 



*Note – the entries below are those which NeuStar & Sprint felt may impact the intermodal process – other entries have been removed from this list



C
=
Firm order confirmation



E
=
Errors only 



J
=
Jeopardy notice



N
=
Confirmation of customer requested cancellation



P
=
Provider initiated



S
=
Provider initiated cancellation of the service request



W
=
Post to billing system



Z
=
Completion


USAGE:
This field is required.



DATA CHARACTERISTICS:
1 alpha character



LOCAL RESPONSE – Field #25: PIA - Provider Initiated Activity



Indicates a provider initiated response that is not the result of a customer local service request or supplement, prior to order completion.



NOTE 1:This may signal to the customer that additional investigation is needed to determine internal process impacts.



VALID ENTRIES:



2
=
Due date change



4
=
Other (clarify in RT field or remarks)



5
=
Service order number change



8
=
PON old/stale – send cancel supplement



9
=
Telephone number change



USAGE:
This field is optional.



DATA CHARACTERISTICS:
1 numeric character


LOCAL RESPONSE – Field #39: RCODE - Reason Code



Identifies the reason the order may not meet the requested due date at confirmation and/or post confirmation.



VALID ENTRIES:



1B
=
Scheduling/work load



1F
=
NSP missed appointment



1H
=
Central office freeze



1K
=
Natural disaster (flood, etc.)



1L
=
Frame due time can not be met



1M
=
Requested DD is less than published interval



1N
=
DD and frame due time can not be met



1P
=
Other



1Q
=
Assignment problem



1R
=
Customer could not be reached at the reach number



2A
=
LSR error, incorrect or missing information



3A
=
Records



3C
=
Dependent/related order not complete



3D
=
Translation problems



3E
=
Provider order information/codes incorrect/ missing



4A
=
Field visit determined address invalid - send supplement



4B
=
Verify address, or provide nearby TN - send supplement



4G
=
Need to revise TN - send supplement



5A
=
Notification of new due date only



5B
=
Additional paperwork required - contact service center



5C
=
Jeopardy previously sent without Estimated Due Date (ESDD) – 


              New ESDD now provided



USAGE:
This field is conditional.



NOTE 1:
Required when the RT field is “J”, otherwise optional.



DATA CHARACTERISTICS:
2 alphanumeric characters



LOCAL RESPONSE – Field # 40: RDET – Reason Jeopardy Code Detail



Identifies further detail for the service when the reason/ jeopardy code for the order is not defined.



USAGE:
This field is optional.



DATA CHARACTERISTICS:
60 alphanumeric characters



B. Frequency of Occurrence:


Per some basic research, it appears that Jeopardy messages account for roughly 20% of manual activities for Intermodal fall out.  With the further roll out/adoption by the ILECs the PIA messages (including the Jeaopardy) this percentage may increase. 


C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     



 West Coast___  ALL_X__



D.  Rationale why existing process is deficient:



Today there exists a gap/break in the chain of the 2 processes and ultimately the goal of Number Portability is to facilitate the porting process, regardless of whether the port request is a wireless to wireless; wireless to wireline; wireline to CLEC; wireline to wireless, etc.



E.   Identify action taken in other committees / forums: 



This issue has been discussed at the Wireless Committee at OBF and also at the Intermodal Subcommittee, however no clear resolution is in sight.



F.   Any other descriptive items: How ILECs have implemented the PIA


Verizon West:



B = Firm Order with Facility Information 



C = Firm Order Confirmation 



F = Facility Confirmation 



J = Jeopardy Notice 



K = Network Modification request (Verizon Added)



Z = Completion



Verizon East:



C = Firm Order Confirmation



I = LIDB (Verizon Added)



J - Jeopardy Notice



K = Notification of Network Modifications required



N = Notice of Cancellation



S = BA Cancellation



X = Provisioning Completion



Z = Billing Completion



SBC:



C = Firm Order Confirmation



D = Confirmation and DLR



N = Confirmation of Customer Requested Cancellation



S = Provider Initiated Cancellation of the Service Request



Z = Completion



J = Jeopardy Notice



E = Error/Reject



L = Directory Service Completion



Bellsouth:



Does not support RT - uses RCODE and RDESC instead:


BellSouth Local Response RT Values:



CA - CANCELLED ORDER (cancel complete) expect that Wisor will send responseType tag equal to “LR”) NOTE:  BST is using two bytes for their values, to keep with the current SPMP/RPM interface.  SPMP will convert the value of CA for RPM to an N to signal RPM to mark the LSR in RPM as cancel complete.  The SPMP GUI will accurately display the LEC’s actual values.



AT – Firm Order Confirmation (expect that Wisor will send responseType tag equal to “LR”) NOTE:  BST is using two bytes for their values, to keep with the current SPMP/RPM interface.  SPMP will convert the value of AT for RPM to an C to signal RPM to mark the LSR in RPM as cancel complete.  The SPMP GUI will accurately display the LEC’s actual values.



BellSouth FOC Received



RD –Reject (expect that Wisor will send responseType tag equal to “REJECT”) NOTE:  BST is using two bytes for their values, to keep with the current SPMP/RPM interface.  SPMP will convert the value of RD for RPM to an E to signal RPM to mark the LSR in RPM as cancel complete.  The SPMP GUI will accurately display the LEC’s actual values.



BellSouth Reject Received



AC –Jeopardy (expect that Wisor will send responseType tag equal to “JEOPARDY”) NOTE:  BST is using two bytes for their values, to keep with the current SPMP/RPM interface.  SPMP will convert the value of AC for RPM to a J to signal RPM to mark the LSR in RPM as cancel complete.  The SPMP GUI will accurately display the LEC’s actual values.



BellSouth Jeopardy Received


BellSouth Local Response Completion RT Values:



AT – Billing Completed Order (expect that Wisor will send responseType tag equal to "LSRBCM") NOTE:  BST is using two bytes for their values, to keep with the current SPMP/RPM interface.  SPMP will convert the value of AT for RPM to a Z to signal RPM to mark the LSR in RPM as cancel complete.  The SPMP GUI will accurately display the LEC’s actual values.



BellSouth Billing Completion Received



AT – Provisioning Completed (expect that Wisor will send responseType tag equal to “LSRPCM”) NOTE:  BST is using two bytes for their values, to keep with the current SPMP/RPM interface.  SPMP will convert the value of AT for RPM to an X to signal RPM to mark the LSR in RPM as cancel complete.  The SPMP GUI will accurately display the LEC’s actual values.



BellSouth Provisioning Completion Received



Qwest:



B = Firm Order with Facility Information (72 Hour FOC)



C = Firm Order Confirmation (FOC)



E = Errors Only (ERROR/REJECT CODE)



J = Jeopardy Notice (RCODE & RDET fields will have content)



N = Confirmation of customer requested cancellation – Qwest Specific Value



X = Confirmation of LSR, DLR and CDLR – Qwest Specific



Z = Reject – Qwest Specific Value



QWST - DSRCM



L = Accepted (AT – Confirmed Update On PON)



C = Acknowledge - With Detail and Change (AC – Processed With Changes/Errors-Qwest Follow Up)



E = Reject with Exception Detail only (RF – Initial Fatal Update On PON)



N = Reject with Cancel (RF – Subsequent Fatal Update On PON)



W = Acknowledge – With Detail No change (AD – Processed With Changes/Errors-Provider Follow Up)


3. Suggested Resolution: 



There may be more than 1 method to solve this problem, however 2 “high level” options have been listed below:


1) The wireline carriers may consider abandoning use of the PIA and treating a “Confirmation” as a “Firm Commitment” rather than an “initial” ok.  All subsequent activity related to the port after a confirmation has been sent and the DDT has past can be done via the NPAC process using SOA systems.



2) The wireless documentation (WICIS) may consider expanding its processes to accommodate this aspect of intermodal porting.  As of today, this is a “fact of life” and it may prove prudent to enhance the industry recommended wireless process to accept the 4 fields related to the LSR PIA in CONJUNCTION with NPAC processes in order to facilitate automation and minimize manual intervention.


LNPA WG: (only)
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy):  04/28/2006


Company(s) Submitting Issue:  Comcast Phone, LLC


Contact(s):  Name   Nancy Sanders



         Contact Number   720-267-8321



         Email Address   nancy_sanders@cable.comcast.co,


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



 .  Comcast is requesting NANC support a standard porting interval for wireline to wireline and wireline to wireless    of  one day  based on the following criteria;  :



- the trading partners are E Bonded through EDI (Electronic Data Interchange) or xML



- the port is a single line port.



- the directory listing is  retained or deleted


- there is no DSL associated with the line



- the LSR submitted contains no errors



- the LSR is submitted to the Old Service Provider processing center by 3PM Local Area Time


This PIM is not suggesting a change in the wireless to wireless interval.  It does not include carriers who use an ILEC or CLEC, other GUI or Email and FAX as a means to submit LSRs.                                                        



2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A. Examples & Impacts of Problem/Issue:  Comcast is seeking to be more competitive in the communications industry.  Current processes may require more than 24 hours for issue and receipt of a Firm Order Confirmation (FOC) in response to a Valid LSR and more than 4 days for Port Completion in IMPAC.    


B. Frequency of Occurrence:



The standard porting interval is applied to all wireline to wireline and intermodel, wireline to wireless.


C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     



 West Coast___  ALL_X_



D. Rationale why existing process is deficient:   The current practices do not meet Customer, Business and Industry Expectations and are not acceptable when compared to the Wireless to Wireless Porting Interval of 2.5 hours. Comcast is able to do next day porting today and wants to establish that practice in their business model for all wireline to wireline and Intermodal, wireline to wireless porting activity.


E. Identify action taken in other committees / forums: NANC , FCC 03-284,  Intermodel Porting Interval issue management Group 



F. Any other descriptive items: __



__________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution:   



The LNP – WG recommend to NANC that the porting interval be changed under the conditions defined in the Problem/Issue statement


to next day porting interval.



LNPA WG: (only)
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Issue Resolution Referred to: _________________________________________________________
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This contribution includes proposals which were prepared to assist the LNPA Working Group. This document is submitted for discussion only, and is not to be construed as binding on Verizon.  Subsequent study may lead to a revision of this document, both in numerical value and/or form, and, after continuing study and analysis, Verizon specifically reserves the right to change the contents of this contribution



* CONTACT: Gary Sacra; email: gary.m.sacra@verizon.com; Tel: 410-736-7756








_1181397517.doc

1. Overview



As a part of the recent technology migration to the Linux Blade architecture, a firewall was added to the NeuStar network between the NPAC and all provider systems that connect to the NPAC. This firewall was put in place for 2 purposes:



· To perform Network Address Translation (NAT) on messages between the NPAC and service providers systems eliminating the need for providers to keep up with multiple IP addresses for each NPAC region. 



· To increase the security of the NPAC and the NeuStar network by restricting messages between the NPAC and provider systems to only those protocols that are required to satisfy the requirements documented in the NANC LNP industry specifications.



2. Supported Protocols



Based on the requirements in Interoperability Interface Specification (IIS) and the Functional Requirements Specification (FRS) for the NPAC system, NeuStar shall support the following network protocols over service provider circuits:


· CMIP and associated protocols defined in the IIS on TCP port number 102.



· HTTP for LTI GUI access on TCP port 80.


· HTTPS for LTI GUI access on TCP port 443.


· FTP on TCP port number 20 and 21 only to the NPAC FTP server.



· SFTP (Secure FTP) on TCP port number 22 only to the NPAC FTP server.



· ICMP ping.



3. Current Network Usage



As a part of the Linux port rollout, analysis of all network traffic has been done and protocols other than those listed above are being used. For example, some providers systems are sending echo requests on TCP port 7 to verify network connectivity.


4. Schedule



The usage of network protocols other than those specified in the industry documentation has been identified as a security concern. As a result, NeuStar will be tightening firewall controls to eliminate this traffic. To allow ample time for providers to adjust to these firewall changes, the current schedule for placing these controls into production is the end of 2006. Providers and vendors need to plan accordingly.
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LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  
11/09/2006                  PIM 59

Company(s) Submitting Issue:
NeuStar Inc. 

Contact(s):  Name 


Syed Mubeen Saifullah


         Contact Number 
925-833-1793/510-295-5167 


         Email Address   
syed.mubeen@neustar.biz 

(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


Process for unlocking the 911 record – there is a problem in identifying a solidified process for unlocking the 911 record for VoIP carriers.  


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A.   Examples & Impacts of Problem/Issue:  

From what has been described by many VoIP carriers, there are still problems associated with disconnects and porting to VoIP carriers. 


Call backs and responses to 911 calls are returned to incorrect locations.

3. Suggested Resolution: 


It is important for both wireline, wireless and VoIP carriers to work together to resolve this issue. Perhaps the engagement of Mr. Rick Jones or the creation of a task force which can be charged with documenting a process for this issue.  


It is important for all types of participants to be part of this effort as VoIP carriers will have a tremendous amount to gain from the experience from wireless and wireline carriers which have been dealing with this issue for years.

LNPA WG: (only)


Item Number: PIM 59
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NANC Ops Flow Narratives v2.1-Draft 1.doc

Inter-Service Provider LNP Operations Flows - Narratives






Narratives:  Following are the textual descriptions of the Inter-Service Provider LNP Operations Flows.  These narratives provide a detailed description of the step-by-step flows.



Legend:



NLSP = New Local Service Provider



NNSP = New Network Service Provider



OLSP = Old Local Service Provider



ONSP = Old Network Service Provider



SV = Subscription Version



SP = Service Provider



FRS = Functional Requirements Specification



IIS = Interoperability Interface Specifications



LSR = Local Service Request



FOC = Firm Order Confirmation



ICP = Intercarrier Communication Process



WPR = Wireless Port Request



WPRR = Wireless Port Request Response 



CSR = Customer Service Record



TN = Telephone Number



“via the SOA interface” = generic description for one of the following:  the SOA CMIP association, LTI, or contacting NPAC personnel



Provisioning With LRN



Main Flow, Figure 1



			Flow Step


			Description





			1. START: End User Contact with NLSP


			
The process begins with an end-user requesting service from the NLSP.



· It is assumed that prior to entering the provisioning process the involved NPA/NXX was opened for porting (If code is not open, refer to Inter-Service Provider LNP Operations Flows – Code Opening Process, Figure 13.).





			2. End User agrees to change to NLSP


			
End-user agrees to change to NLSP and requests retention of current telephone number (TN).





			3. NLSP obtains end user authorization


			
NLSP obtains authority (Letter of Authorization - LOA) from end-user to act as the official agent on behalf of the end-user.  The NLSP is responsible for demonstrating necessary authority.





			4. (Optional) NLSP requests CSR from OLSP


			· As an optional step, the NLSP requests a Customer Service Record (CSR) from the OLSP.  A service agreement between the NLSP and OLSP may or may not be required for CSR.





			5. Are both NNSP and ONSP wireless?


			· If yes, go to Step 7.



· If no, go to Step 6.





			6. LSR/FOC – Service Provider Communication


			· Inter-Service Provider LNP Operations Flows – Wireline LSR/FOC Process, Figure 2.





			7. ICP – Service Provider Communication


			· Inter-Service Provider LNP Operations Flows – Wireless ICP Process, Figure 3.





			8. Are NNSP and ONSP the same SP?


			· If yes, go to Step 10.



· If no, go to Step 9.





			9. NNSP coordinates all porting activities


			
The NNSP must coordinate porting timeframes with the ONSP, and both provide appropriate messages to the NPAC.  Upon completion of the LSR/FOC or ICP Process, and when ready to initiate service orders, go to Step 12.





			10. Is NPAC processing required?


			· If yes, go to Step 11.



· If no, go to Step 20.





			11. Perform intra-provider port or modify existing SV


			
SP enters intra-provider SV create data into the NPAC via the SOA interface for porting of end-user in accordance with the NANC FRS and the NANC IIS.  Upon completion of intra-provider port, go to Step 20.





			12. NNSP and ONSP create and process service orders


			
Upon completion of the LSR/FOC or ICP Process, the NNSP and ONSP create and process service orders through their internal service order systems, based on information provided in the LSR/FOC or WPR/WPRR.





			13. Create – Service Provider Port Request


			· Inter-Service Provider LNP Operations Flows – Service Provider Create Process, Figure 4.





			14. Was port request canceled?


			
The port was canceled by the ONSP, the NNSP, or automatically by an NPAC process.




If yes, go to Step 17.




If no, go to Step 15.





			15. Did ONSP place the order in Conflict?


			
Check Concurrence Flag.
If concurred, the ONSP agrees to the port.
If NOT concurred, a conflict cause code as defined in the FRS, is designated.  ONSP makes a concerted effort to contact NNSP prior to placing SV in conflict.




For wireline SPs, the conflict request can be initiated up to the later of a.) the tunable time (Conflict Restriction Window, current value of 12:00) one business day before the Due Date or b.) the T2 Timer (Final Concurrence Window tunable parameter) has expired.




For wireless SPs using short timers for this SV, the conflict request can be initiated up to the time the T2 Timer (Final Concurrence Window tunable parameter) has expired.




If yes, go to Step 16.




If no, go to Step 18.





			16. NPAC logs request to place the order in conflict, including cause code


			
Go to Inter-Service Provider LNP Operations Flows - Conflict Flow for the Service Creation Provisioning Process - tie point B, Figure 8.





			17. Notify Reseller – NPAC notifies NNSP and ONSP that port is canceled


			
Upon cancellation, NPAC logs this information, and changes the subscription status to canceled.  Both SPs are notified of the change in the subscription status via the SOA interface.




For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.




Both SPs take appropriate action related to internal work orders.





			18. NNSP coordinates physical changes with ONSP


			
The NNSP has the option of requesting a coordinated order.  This is also the re-entry point from the Inter-Service Provider LNP Operations Flows – Conflict Flow for the Service Creation Provisioning Process, tie point BB, Figure 8.




If coordination is requested on the LSR, an indication of Yes or No for the application of a 10-digit trigger is required.  If no coordination indication is given, then by default, the 10-digit trigger is applied as defined by inter-company agreements between the involved service providers.  If the NNSP requests a coordinated order and specifies ‘no’ on the application of the 10-digit trigger, the ONSP uses the 10-digit trigger at its discretion.





			Is the unconditional 10 digit trigger being used?


			
The unconditional 10-digit trigger is an option assigned to a number on a donor switch during the transition period when the number is physically moved from donor switch to recipient switch.  During this period it is possible for the TN to reside in both donor and recipient switches at the same time.




The unconditional 10-digit trigger may be applied by the NNSP.  A 10-digit trigger is applied by the ONSP no later than the day prior to the due date.




If yes, go to Inter-Service Provider LNP Operations Flows - Provisioning with Unconditional 10-Digit Trigger - tie point AA, Figure 7.




If no, go to Inter-Service Provider LNP Operations Flows - Provisioning without Unconditional 10-digit Trigger - tie point A, Figure 6.





			19. End


			· End of the Inter-Service Provider LNP Operations Flows – Main Flow.


· This is also the re-entry point from various flows, tie point Z.








Wireline LSR/FOC Service Provider Communication



Flow LSR/FOC, Figure 2



			Flow Step


			Description





			1. Is end user porting all TNs?


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, LSR/FOC Process, Step 6, Figure 1.




The NLSP determines if customer is porting all TN(s).



· If yes, go to Step 3.



· If no, go to Step 2.





			2. NLSP notes “Not all TNs are being ported” in the remarks field of LSR


			
The NLSP makes a note in the remarks section of the LSR to identify that the end-user is not porting all TN(s). This can affect the due date interval due to account rearrangements necessary prior to service order issuance.





			3. Is NLSP a Reseller?


			· If yes, go to Step 4.



· If no, go to Step 5.





			4. NLSP sends LSR or LSR information to NNSP for resale service


			· NLSP (Reseller) sends an LSR or LSR Information to the NNSP fulfilling all requirements of any service agreement between the involved service providers.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the LSR may vary based on the carriers involved.





			5. NNSP sends LSR to ONSP


			
The NNSP notifies the ONSP of the port using the LSR and sends the information via an electronic gateway, FAX, or manual means.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the LSR may vary based on the carriers involved.





			6. Is OLSP a Reseller or is a Type 1 wireless number involved?


			· In a wireline flow scenario, these are numbers that use a Type 1 wireless interconnection.



· If yes, go to Step 7.



· If no, go to Step 9.





			7. Notify Reseller – (conditional) ONSP sends LSR, LSR information, or Loss Notification to OLSP


			· (conditional, based on any service agreement between the involved service providers) – ONSP sends an LSR, LSR Information, or Loss Notification to the OLSP (Reseller or if a Type 1 number is involved) fulfilling all requirements.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the LSR may vary based on the carriers involved.



· (conditional, , based on any service agreement between the involved service providers) – A Loss Alert/Notification may be sent to the OLSP.  The specific timing will be based on the requirements of any service agreement between the involved service providers.





			8. (conditional) OLSP sends FOC or FOC information to ONSP


			· (conditional, based on any service agreement between the involved service providers) – The OLSP notifies the ONSP of the porting using the FOC and sends the information via an electronic gateway, FAX, or other means.  The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.





			9. ONSP sends FOC to NNSP


			
ONSP sends the firm order confirmation (FOC, local response) to the NNSP for the porting LSR.



· For wireline to wireline service providers, and between wireline and wireless service providers, the minimum expectation is that the FOC is returned within 24 hours excluding weekends unless otherwise defined by inter-company agreements, between the involved service providers.  It is the responsibility of the ONSP to contact the NNSP if the ONSP is unable to meet the 24 hour expectation for transmitting the FOC.  If the FOC is not received by the NNSP within 24 hours, then the NNSP contacts the ONSP.  When the OLSP is a reseller or a Type 1 number is involved, the LSR/FOC process time could take longer than 24 hours.




The due date of the first TN ported in an NPA-NXX is no earlier than five (5) business days after FOC receipt date.  Any subsequent port in that NPA NXX will have a due date no earlier than three (3) business days after FOC receipt.  It is assumed that the porting interval is not in addition to intervals for other requested services (e.g., unbundled loops) related to the porting request.  The interval becomes the longest single interval required for the services requested.




The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.





			10. Is NLSP a Reseller?


			· If yes, go to Step 11.



· If no, go to Step 12.





			11. NNSP forwards FOC or FOC Information to NLSP


			· NNSP forwards FOC or FOC Information to NLSP fulfilling all requirements of any service agreement between the involved service providers.  The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.





			12. Return to Figure 1


			· Return to main flow, LSR/FOC Process, Step 6.








Wireless ICP Service Provider Communication



Flow ICP (Intercarrier Communication Process), Figure 3



			Flow Step


			Description





			1. Is NLSP a Reseller?


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, ICP Process, Step 7.




The NLSP determines if customer is porting all TN(s).



· If yes, go to Step 2.



· If no, go to Step 3.





			2. NLSP sends WPR or WPR information to NNSP for resale service


			· NLSP (Reseller) sends a WPR (Wireless Port Request) or WPR information to the NNSP (may vary slightly depending on provider agreement between the involved service providers).



· For wireless to wireless service providers the WPR/WPRR (Wireless Port Request/Wireless Port Request Response) initial response time frame is 30 minutes.



· The due date of the first TN ported in an NPA-NXX is no earlier than 5 business days after a confirming WPRR receipt date.



· The due date for a TN ported in an NPA-NXX which has TNs already ported is no earlier than 2 business hours after a confirming WPRR receipt date/time or as currently determined by NANC.





			3. NNSP sends WPR to ONSP


			· The NNSP notifies the ONSP of the port request using the WPR and sends the information via CORBA or FAX.



· ICP response interval, currently set to 30 minutes, begins from acknowledgment being received by NNSP from ONSP, and not at the time the WPR is sent from the NNSP to the ONSP.





			4. Is a Type 1 wireless number involved?


			· If yes, go to Step 5


· If no, go to Step 8.





			5. ONSP sends WPRR rejection to NNSP


			· ONSP identifies the number as using a Type 1 wireless interconnection, and returns a WPRR to the NNSP rejecting the request for this Type 1 number.





			6. Change code owner to Old Wireline SP in NPAC and possibly LERG, as necessary


			· The code holder of the NPA-NXX is not the Old Wireline SP.



· To maintain proper NPA-NXX ownership reference, the NPAC data must reflect the Old Wireline SP as the code holder, therefore update as necessary.  This allows the NNSP to determine the recipient ONSP of the resultant LSR (Figure 2, Wireline LSR/FOC Process).



· An NNSP may alternatively use the LERG for NPA-NXX ownership reference to determine the recipient ONSP of the resultant LSR (Figure 2, Wireline LSR/FOC Process).  Therefore, in the case of a shared code, the LERG data should also be updated to reflect the Old Wireline SP as the code holder.  NOTE:  In the case of a dedicated code, the LERG data should not be changed as this would violate LERG assignment guidelines.



NOTE:  Once the migration of Type 1 interconnected telephone numbers is complete, the number is no longer a Type 1 number (there is no such thing as a “migrated Type 1 number”), but is now considered Type 2.





			7. Re-start process, return to Figure 1


			· The NNSP reference to the recipient of the WPR has been changed to a wireline SP, and must now follow the LSR/FOC process.



· Re-start the intercarrier communication process by returning to main flow Figure 1, Steps 5/6, since this is no longer a “both are wireless carriers” scenario.





			8. Is OLSP a reseller?


			· If yes, go to Step 9.



· If no, go to Step 11.





			9. ONSP sends WPR or WPR information to OLSP


			· The ONSP notifies the OLSP of the port request using the WPR or WPR information.





			10. OLSP sends WPRR or WPRR information to ONSP


			· The OLSP sends the ONSP the WPRR or WPRR information.





			11. ONSP sends WPRR to NNSP


			· ONSP sends the WPRR to the NNSP.



· IC terminates upon receipt of WPRR by NNSP.





			12. Is NLSP a reseller?


			· If yes, go to Step 13.



· If no, go to Step 14.





			13. NNSP forwards WPRR or WPRR information to NLSP


			· The NNSP sends the WPRR or WPRR information to the NLSP.





			14. Is WPRR a Delay?


			· If yes, go to Step 15.


· If no, go to Step 16.





			15. Is OLSP a reseller?


			· If yes, go to Step 10.



· If no, go to Step 11.





			16. Is WPRR confirmed?


			· If yes, go to Step 18.


· If no, go to Step 17 – WPRR must be a Resolution Required.





			17. WPRR is a resolution response


			· Return to Step 1.





			18. Return to Figure 1


			· Return to main flow Figure 1, ICP Process, Step 7.








Service Provider Port Request


Flow Create, Figure 4



			Flow Step


			Description





			1. NNSP and (optionally) ONSP notify NPAC with Create message


			
Due date of the create message is the due date on the FOC, where wireline due date equals date and wireless due date equals date and time.  For porting between wireless and wireline, the wireline due date applies.  Any change of due date to the NPAC is usually the result of a change in the FOC due date.




SPs enter SV data into the NPAC via the SOA interface for porting of end-user in accordance with the NANC FRS and the NANC IIS.





			2. Is Create message valid?


			
NPAC validates data to ensure value formats and consistency as defined in the FRS.  This is not a comparison between NNSP and ONSP messages.




If yes, go to Step 4.  If this is the first valid create message, the T1 Timer (Initial Concurrence Window tunable parameter) is started.  SV Create notifications are sent to both the ONSP and NNSP.




If no, go to Step 3.





			3. NPAC notifies appropriate Service Provider that create message is invalid


			
If the data is not valid, the NPAC sends error notification to the SP for correction.




The SP, upon notification from the NPAC, corrects the data and resubmits to the NPAC.  Re-enter at Step 1.





			4. NPAC starts T1 timer


			
Upon receipt of the first valid create message, the NPAC starts the T1 Timer (Initial Concurrence Window tunable parameter).  The value for the T1 Timer is configurable (one of two values) for SPs.  SPs will use either long or short timers.  The current value for the long timer (typically any wireline involved porting) is nine (9) business hours.  The current value for the short timer (typically wireless-to-wireless porting) is one (1) business hour.





			5. T1 expired?


			
NPAC timers include business hours only, except where otherwise specified.  Short business hours are defined as 7a-7p CT (business day start at 13:00/12:00 GMT, duration of 12 hours).  Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (business day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).  Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.




If yes, go to Step 10.




If no, go to Step 6.





			6. Received Second Create?


			
If yes, go to Step 7.




If no, return to Step 5.





			7. Is Create message valid?


			
If yes, go to Step 8.




If no, go to Step 9.





			8. Return to Figure 1


			
The porting process continues.




Return to main flow Figure 1, Create Process, Step 13.





			9. NPAC notifies appropriate Service Provider that Create message is invalid


			
The NPAC informs the SP of an invalid create.  If necessary, the notified Service Provider coordinates the correction.





			10. NPAC notifies NNSP and ONSP that T1 has expired, and then starts T2 Timer


			
The NPAC informs the NNSP and ONSP of the expiration of the T1 Timer.




Upon expiration, the NPAC starts the T2 Timer (Final Concurrence Window tunable parameter).





			11. T2 Expired?


			
The NPAC provides a T2 Timer (Final Concurrence Window tunable parameter) that is defined as the number of hours after the expiration of the T1 Timer.




The value for the T2 Timer (Final Concurrence Window tunable parameter) is configurable (one of two values) for Service Providers.  Service Providers will use either long or short timers.  The current value for the long timer is nine (9) hours.  The current value for the short timer is one (1) hour.




NPAC timers include business hours only, except where otherwise specified.  Short business hours are defined as 7a-7p CT (business day start at 13:00/12:00 GMT, duration of 12 hours).  Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (business day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).  Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.




If yes, go to Step 15.




If no, go to Step 12.





			12. Receives Second Create?


			
If yes, go to Step 13.




If no, return to Step 11.





			13. Is Create message valid?


			
If yes, go to Step 19.




If no, go to Step 14.





			14. NPAC notifies appropriate service provider that Create message is invalid


			
The NPAC notifies the service provider that errors were encountered during the validation process.




Return to Step 11.





			15. Did NNSP send Create?


			
If yes, go to Step 20.




If no, go to Step 16.





			16. NPAC notifies NNSP and ONSP that T2 has expired


			
The NPAC notifies both NNSP and ONSP of T2 expiration.





			17. Has cancel window for pending SVs expired?


			
If yes, go to Step 18.




If no, return to Step 12.





			18. NPAC notifies NNSP and ONSP that port is canceled 


			
The SV is canceled by NPAC by tunable parameter (30 days).  Both SPs take appropriate action related to internal work orders.




For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.





			19. Return to Figure 1


			
Return to main flow Figure 1, Create Process, Step 13.





			20. NPAC notifies ONSP that porting proceeds under the control of the NNSP


			
A notification message is sent to the ONSP noting that the porting is proceeding in the absence of any message from the ONSP.








Reseller Notification Process



Reseller Notification Flow, Figure 5


			Flow Step


			Description





			1. Is OLSP a reseller?


			
If yes, go to Step 2.




If no, go to Step 4.





			2. Does OLSP need message?


			
If yes, go to Step 3.




If no, go to Step 4.





			3. ONSP sends or provides information and/or message to OLSP


			
NSP (Network Provider) sends or provides information and/or message to the OLSP (Reseller) fulfilling all requirements of any service agreement between the involved service providers.





			4. Is NLSP a reseller?


			
If yes, go to Step 5.




If no, go to Step 7.





			5. Does NLSP need message?


			
If yes, go to Step 6.




If no, go to Step 7.





			6. NNSP sends or provides information and/or message to NLSP


			
NSP (Network Provider) sends or provides information and/or message to the NLSP (Reseller) fulfilling all requirements of any service agreement between the involved service providers.





			7. Return


			
Return to previous flow.








Provisioning Without Unconditional 10-Digit Trigger



Flow A, Figure 6



			Flow Step


			Description





			NOTE:  Steps 1 and 2 are worked concurrently.





			1.
NNSP activates port (locally)


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, tie point A, Figure 1.




The Wireline NNSP activates its own Central Office translations.




As an optional step, the Wireless NNSP activates its own switch/HLR configuration including assignment of Mobile Station Identifier (MSID).





			NOTE:  Steps 2 and 3 may be worked concurrently.





			2.  NNSP and ONSP make physical changes (where necessary)


			
Wireline physical changes may or may not be coordinated.  Coordinated physical changes are based on inter-connection agreements between the involved service providers.




Mobile Station (handset) changes are completed.




The NNSP is now providing dial tone to ported end user.





			3.  NNSP notifies NPAC to activate the port


			
The NNSP sends an activate message to the NPAC via the SOA interface.




No NPAC SV may activate before the SV due date/time.




If not done in step 1 above, the Wireless NNSP activates its own switch/HLR configuration including assignment of Mobile Station Identifier (MSID).





			NOTE:  Steps 4, 5, 6, and 7 may be concurrent, but at a minimum should be completed ASAP.





			4.  NPAC downloads (real time) to all service providers


			
The NPAC broadcasts new SV data to all SP LSMSs in the serving area in accordance with the NANC FRS and NANC IIS.  The Service Control Point (SCP) Applications and GTT Function for Number Portability requirements are defined by T1S1.6.





			5.  NPAC records date and time in history file


			
The NPAC records the current date and time as the Activation Date and Time stamp, at the start of the broadcast.  The Activation Complete Timestamp is based on the first LSMS that successfully acknowledged receipt of new SV.





			6.  Wireline ONSP removes translations in Central Office.  Wireless ONSP removes subscriber from switch/HLR


			
The Wireline ONSP initiates the removal of translation either at designated Due Date and Time, or if the order was designated as coordinated, upon receipt of a call from the NNSP.




The Wireless ONSP initiates the removal of the subscriber record from the switch/HLR after the activation of the port.




As an optional step, if the OLSP is a reseller, the ONSP should send a Loss Notification to the OLSP (indicator to stop billing).





			7.  NPAC logs failures and non-responses and notifies the NNSP and ONSP


			
The NPAC resends the activation to an LSMS that did not acknowledge receipt of the request, based on the retry tunable and retry interval.  The number of NPAC SMS attempts to send is a tunable parameter for which the current setting is one (1) attempt, in which case no retry attempts are performed.  Once this cycle is completed, NPAC personnel, when requested, investigate possible problems.  In addition, the NPAC sends a notification via the SOA interface to both NNSP and ONSP with a list of LSMSs that failed activation.





			8.  All service providers update routing databases (real time download)


			
This is an internal process and is performed in accordance with the Service Control Point (SCP) Applications and GTT Function for Number Portability requirements as defined by T1S1.6 (within 15 minutes).





			9.  NNSP may verify completion


			
The NNSP may make test calls to verify that calls to ported numbers complete as expected.





			Z.  End


			
Return to main flow, tie point Z, Figure 1.








Provisioning With Unconditional 10-Digit Trigger



Flow AA, Figure 7



			Flow Step


			Description





			1. ONSP activates unconditional 10 digit trigger in the central office


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, tie point AA, Figure 1.




The actual time for trigger activation is defined on a regional basis.




The unconditional 10-digit trigger may optionally be applied by the NNSP.





			NOTE:  Steps 2 and 3 may be worked concurrently.





			2.  NNSP activates central office translations


			
The NNSP activates its own Central Office translations.





			3. NNSP and ONSP make physical changes (where necessary)


			
Any physical work or changes are made by either NNSP or ONSP, as necessary.




Physical changes may or may not be coordinated.  Coordinated physical changes are based on inter-connection agreements between the involved service providers.



· The NNSP is now providing dial-tone to ported in user





			4. NNSP notifies NPAC to activate the port


			
The NNSP sends an activate message via the SOA interface to the NPAC.




No NPAC SV may activate before the SV due date/time.





			NOTE:  Steps 5, 6, and 7 may be concurrent, but at a minimum should be completed ASAP.





			5.  NPAC downloads (real time) to all service providers


			
The NPAC broadcasts new SV data to all SPs in the serving area in accordance with the NANC FRS and NANC IIS. The Service Control Point (SCP) Applications and GTT Function for Number Portability requirements are defined by T1S1.6.





			6.  NPAC records date and time in history file


			
The NPAC records the current date and time as the Activation Date and Time stamp, at the start of the broadcast.  The Activation Complete Timestamp is based on the first LSMS that successfully acknowledged receipt of new subscription version.





			7.  NPAC logs failures and non-responses and notifies the NNSP and ONSP


			
The NPAC resends the activation to a Local SMS that did not acknowledge receipt of the request, based on the retry tunable and retry interval.  The number of NPAC attempts to send is a tunable parameter for which the current setting is one (1) attempt, in which case no retry attempts are performed.  Once this cycle is completed NPAC personnel, when requested, investigate possible problems.  In addition, the NPAC sends a notification via the SOA interface to both the NNSP and ONSP with a list of LSMSs that failed activation.





			8.  All service providers update routing data (real time download)


			
This is an internal process and is performed in accordance with the Service Control Point (SCP) Applications and GTT Function for Number Portability requirements as defined by T1S1.6 (within 15 minutes).





			9.  ONSP removes appropriate translations


			
After update of its databases the ONSP removes translations associated with the ported TN(s).  The removal of these translations (1.) will not be done until the old Service Provider has evidence that the port has occurred, or (2.) will not be scheduled earlier than 11:59 PM one day after the due date, or (3.) will be scheduled for 11:59 PM on the due date, but can be changed by an LSR supplement received no later than 9:00 PM local time on the due date.  This LSR supplement must be submitted in accordance with local practices governing LSR exchange, including such communications by telephone, fax, etc.




As an optional step, if the OLSP is a reseller, the ONSP should send a Loss Notification to the OLSP (indicator to stop billing).  





			10.  NNSP may verify completion


			
The NNSP may make test calls to verify that calls to ported numbers complete as expected.





			Z.  End


			
Return to main flow, tie point Z, Figure 1.








Conflict Flow for the Service Creation Provisioning Process



Flow B, Figure 8



			Flow Step


			Description








			1. Is conflict restricted?


			
The conflict flow is entered through the Provisioning process flow (Main Flow) through tie point (B), Figure 1, when the ONSP enters a concurrence flag of “No”, and designates a conflict cause code.




Conflict is restricted (i.e., SV may not be placed into conflict by the ONSP) if one of the following:




The ONSP previously placed the subscription into conflict, or




The ONSP never sent a create message for this subscription, or




The request was initiated too late:




For wireline SPs the request was initiated after the tunable time (Conflict Restriction Window, current value of 12:00) one business day before the Due Date and T2 Timer (Final Concurrence Window tunable parameter) has expired.




For wireless SPs using short timers for this SV, the request was initiated after the T2 Timer (Final Concurrence Window tunable parameter) has expired.




If yes, go to Step 2.




If no, go to Step 3.





			2. NPAC rejects the conflict request


			
NPAC notifies SP of rejection.




The porting process resumes as normal, proceeding to the Provisioning process flow (Main Flow) at tie point BB, Figure 1.





			3. NPAC changes the subscription status to conflict and notifies NNSP and ONSP


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.




Both SPs take appropriate action related to internal work orders.




SVs may be modified while in the conflict state (e.g., due date), by either the NNSP or ONSP.





			4. NNSP contacts ONSP to resolve conflict.  If no agreement is reached, begin normal escalation


			
The escalation process is defined in the inter-company agreements between the involved service providers.





			5. Was conflict resolved within conflict expiration window?


			
From the time an SV is placed in conflict, there is a tunable window (Conflict Expiration Window, current value of 30-calendar day limit after the due date) after which it is removed from the NPAC database.  If it is resolved within the tunable window, go to Step 7; if not, the subscription request will “time out” and go to Step 6.





			6. NPAC initiates cancellation and notifies NNSP and ONSP


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.




Both SPs take appropriate action related to internal work orders.





			7. Was port request canceled to resolve conflict?


			
Conflict resolution initiates one of two actions:  1) cancellation of the subscription, or 2) resumption of the service creation provisioning process.  If the conflict is resolved by cancellation of the subscription, then proceed to the Cancellation Flows for Provisioning Process through tie point C, Figure 9.  If the conflict is otherwise resolved, go to Step 8.





			8. Was resolution message from ONSP?


			
If yes, go to Step 9.




If no, go to Step 10.





			9. NPAC notifies NNSP and ONSP of ‘conflict off’ via SOA


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.




NPAC notifies both SPs of the change in SV status.  The porting process resumes as normal, proceeding to the Provisioning process flow (Main Flow) at tie point BB, Figure 1.





			10. Did NNSP send resolution message during the restriction window?


			
If conflict was resolved within tunable business hours (current values of six hours for wireline [Long Conflict Resolution New Service Provider Restriction], and six hours for wireless [Short Conflict Resolution New Service Provider Restriction] ), only the ONSP may notify NPAC of “conflict off”.  If conflict was resolved after tunable hours, either the NNSP or ONSP may notify NPAC of “conflict off”.



In order for the porting process to continue at least one SP must remove the SV from conflict.




If yes, go to Step 11.




If no, go to Step 9.





			11. NPAC rejects the conflict resolution request from NNSP


			
NPAC sends an error to the NNSP indicating conflict resolution is not valid at this point in time.





			12. Was the Conflict Cause Code 50 or 51>


			
If yes, go to Step 11.




If no, go to Step 9.





			Z.  End


			
Return to main flow, tie point Z, Figure 1.








Cancellation Flows for Provisioning Process



Cancel Flow, Figure 9



Introduction



A service order and/or subscription may be canceled through the following processes:



· The end-user contacts the NLSP or OLSP and requests cancellation of their porting request.



· Conflict Flow for the Service Creation Provisioning Process – Flow B, Figure 8:  As a result of the Conflict Resolution process (at tie-point C) the NLSP and OLSP agree to cancel the SV and applicable service orders.



			Flow Step


			Description





			End-user request to cancel


			
The Cancellation Process may begin with an end-user requesting cancellation of their pending port.  The Cancellation process flow applies only to that period of time between SV creation, and either activation or cancellation of the porting request.  If activation completed and the end-user wishes to revert back to the former SP, it is accomplished via the Provisioning Process.





			1. Did end-user contact NLSP?


			
The end-user contacts either the NLSP or OLSP to cancel the porting request.  Only the NLSP or OLSP can initiate this transaction, not another SP.




The contacted SP gathers information necessary for sending the supplemental request to the other SP noting cancellation, and for sending the cancellation request to NPAC.




If yes, go to Step 3.




If no, go to Step 7.





			2. Is NLSP a Reseller?


			· If yes, go to Step 4.



· If no, go to Step 6.





			3. NLSP sends cancel request to NNSP


			
The NLSP notifies the NNSP, via their inter-company interface, indicating that the porting request is to be canceled.





			4. NNSP sends SUPP to ONSP noting cancellation as soon as possible and prior to activation


			
The NNSP fills out and sends the supplemental request form to the ONSP via their inter-company interface, indicating cancellation of the porting request.





			5. NNSP sends cancel request to the NPAC


			
The NNSP notifies the NPAC, via the SOA interface, indicating the porting request is to be canceled.





			6. OLSP obtains end-user authorization


			
The OLSP obtains actual authority from the end-user to act as the official agent on behalf of the end-user to cancel the porting request.  The OLSP is responsible for demonstrating such authority as necessary.





			7. Is OLSP a Reseller?


			· If yes, go to Step 9.



· If no, go to Step 10.





			8. OLSP sends cancel request to ONSP


			
The OLSP notifies the ONSP, via their inter-company interface, indicating that the porting request is to be canceled.





			9. ONSP sends cancel request to NPAC


			· The OLSP, contacted directly by the end-user or notified by the NNSP via their inter-company interface, sends a cancellation message to the ONSP, via their inter-company interface.




The ONSP notifies the NPAC, via the SOA interface, indicating the porting request is to be canceled.




The ONSP takes appropriate action related to internal work orders.





			10. Did the provider requesting cancel send a Create message to NPAC?


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Conflict Flow, tie point C, Figure 8.




This cancellation message is accepted by the NPAC only if the ONSP had previously created during the SV creation.  If the ONSP does not send a create message to the NPAC for this SV, it cannot subsequently send a cancellation message.



· If yes, go to Step 13.



· If no, go to Step 12.





			11. NPAC rejects the cancel request


			· NPAC sends an error via the SOA interface indicating that a cancel request cannot be sent for an SV that did not have a matching create from that SP.





			12. Did both NNSP and ONSP send Create message to NPAC?


			
The NPAC tests for receipt of cancellation messages from the two SPs based on which SP had previously sent a message into the NPAC.  Since the ONSP create is optional for SV creation, if the ONSP did not send a message during the creation process, the ONSP input during cancellation is not accepted by the NPAC.  Similarly, if during the SV creation process only the ONSP sent a message, and not the NNSP, only the ONSP input is accepted when canceling an order.




If yes, go to Step 15.




If no, go to Step 14.





			13. NPAC updates subscription to cancel, logs status change, and notifies NNSP and ONSP


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.




For a “non-concurred” SV, when the first cancellation message is received, the NPAC sets the SV status directly to cancel, and proceeds to tie point Z.  Both NNSP and ONSP are notified of this change in status via the SOA interface.





			14. NPAC updates subscription to cancel-pending, logs status change, and notifies NNSP and ONSP


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.




For a “concurred” SV, when the first cancellation message is received, the NPAC sets the SV status to cancel-pending.  Both NNSP and ONSP are notified of this change in status via the SOA interface.





			15. Did NNSP send cancel to NPAC?


			
If yes, go to Step 17.




If no, go to Step 21.





			16. Did NPAC receive cancel ACK from ONSP within first cancel window timer?


			· The NPAC applies a nine (9)-business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both SPs.  This is referred to as the Cancellation-Initial Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.




NPAC timers include business hours only, except where otherwise specified.  Short business hours are defined as 7a-7p CT (business day start at 13:00/12:00 GMT, duration of 12 hours).  Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (business day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).  Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.



· If yes, go to Step 20.



· If no, go to Step 18.





			17. NPAC notifies ONSP that cancel ACK is missing


			
The Cancellation-Initial Concurrence Window starts with receipt of the first cancellation message at NPAC.  When this timer expires, the NPAC requests the missing information from ONSP via the SOA interface.  Only “concurred” subscriptions reach this point in the process flow.





			18. NPAC waits for either cancel ACK from ONSP or expiration of second cancel window timer


			
The NPAC applies an additional nine (9) business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both Service Providers.  This is referred to as the Cancellation-Final Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.




NPAC SMS processing timers include business hours only, except where otherwise specified.  Short business hours are defined as 7a-7p CST (business day start at 13:00 GMT, duration of 12 hours).  Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (business day start – NE/MA/SE 8a-8p CST, MW/SW 9a-9p CST, WE 10a-10p CST, WC 11a-11p CST, duration of 12 hours).  Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays. Holidays and business hours are defined for each NPAC Region.




Either upon receipt of the concurring ACK notification or the expiration of the second cancel window timer, go to Step 20.





			19. NPAC updates subscription to cancel, logs cancel and notifies NNSP and ONSP


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.




The porting request is canceled by changing the subscription status to canceled.  Both Service Providers are notified of the cancellation via the SOA interface.





			20. Did NPAC receive cancel ACK from NNSP within first cancel window?


			· The NPAC applies a nine (9)-business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both SPs.  This is referred to as the Cancellation-Initial Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.




NPAC timers include business hours only, except where otherwise specified.  Short business hours are defined as 7a-7p CT (business day start at 13:00/12:00 GMT, duration of 12 hours).  Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (business day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).  Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.



· If yes, go to Step 20.



· If no, go to Step 22.





			21. NPAC notifies NNSP that cancel ACK is missing


			
The Cancellation-Initial Concurrence Window starts with receipt of the first cancellation message at NPAC.  When this timer expires, the NPAC requests the missing information from NNSP via the SOA interface.  Only “concurred” subscriptions reach this point in the process flow.





			22. Did NPAC receive cancel ACK from NNSP within second cancel window timer?


			· The NPAC applies an additional nine (9)-business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both SPs.  This is referred to as the Cancellation-Final Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.




NPAC timers include business hours only, except where otherwise specified.  Short business hours are defined as 7a-7p CT (business day start at 13:00/12:00 GMT, duration of 12 hours).  Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (business day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).  Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.



· If yes, go to Step 20.



· If no notification is received prior to second cancel window timer expiration, proceed to tie-point CC, “Cancellation Conflict Process Flow”, Figure 10.





			Z.
End


			
Return to main flow, tie point Z, Figure 1.








Cancellation Conflict Flow for Provisioning Process



Cancel-Conflict Flow due to missing Cancellation ACK from New SP, Figure 10



			Flow Step


			Description





			Note that the Cancellation Conflict process flow is reached only for “concurred” subscriptions.





			1. NPAC updates subscription to conflict, logs conflict, and notifies NNSP and ONSP


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Cancellation Flow, tie point CC, Figure 9.




If the NNSP does not provide a cancellation notification message to NPAC, in spite of a Cancellation LSR from the ONSP and a reminder message from NPAC, the subscription is placed in a conflict state.  NPAC also writes the proper conflict cause code to the subscription record, and notifies both SPs, with proper conflict cause code, of the change in status via the SOA interface.




For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.




Both SPs take appropriate action related to internal work orders.





			2. Did NPAC receive cancel message from NNSP?


			
Only “missing cancellation ACK from New SP” subscriptions reach this point in the process flow.  The subscription will transition to pending or cancel.




With the subscription in conflict, it is only the NNSP who controls the transaction.  The NNSP makes a concerted effort to contact the ONSP prior to proceeding.




If yes, go to Step 3.




If no, go to Step 5.





			3. NNSP notifies NPAC to cancel subscription


			
The NNSP may decide to cancel the subscription.  If so, they notify NPAC of this decision via the SOA interface.





			4. NPAC updates subscription to cancel, logs cancel, and notifies NNSP and ONSP


			
Following notification by the NNSP to cancel the subscription, NPAC logs this information, and changes the subscription status to canceled.  Both SPs are notified of the change in the subscription status via the SOA interface.




For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.




Both SPs take appropriate action related to internal work orders.





			5. Has conflict expiration window expired?


			
At this point in the process flow, the subscription status is conflict, and is awaiting conflict resolution or the expiration of the tunable window (Conflict Expiration Window, current value of 30 days).




If yes, go to Step 6.




If no, go to Step 7.





			6. NPAC updates subscription to cancel, logs cancel, and notifies NNSP and ONSP


			
After no response from the NNSP for 30 calendar days regarding this particular subscription, NPAC changes the status to canceled and notifies both SPs of the change in status via the SOA interface.




For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.




Both SPs take appropriate action related to internal work orders.





			7. Did NPAC receive resolve conflict message from NNSP


			
The NNSP may choose to proceed with the porting process, in spite of a cancellation message from the ONSP.  As both SPs are presumably basing their actions on the end-user’s request, and each is apparently getting a different request from that end-user, each should ensure the accuracy of the request.




If the NNSP decides to proceed with the porting, they send a resolved conflict message via the SOA interface.




It is the responsibility of the NNSP to contact the ONSP, to request that related work orders which support the porting process are performed.  The ONSP must support the porting process.




If yes, go to Step 8.




If no, return to Step 2.





			8. Has NNSP conflict resolution restriction expired?


			
At this point in the process flow, the subscription status is conflict, and is awaiting conflict resolution or the expiration of the tunable window (current values of six hours for wireline [Long Conflict Resolution New Service Provider Restriction], and six hours for wireless [Short Conflict Resolution New Service Provider Restriction] ).




The conflict resolution restriction window is only applicable the first time a subscription is placed into conflict, whether the conflict is invoked by the NPAC due to this process, or placed into conflict by the ONSP.




If yes, go to Step 9.




If no, go to Step 10.





			9. NPAC notifies NNSP and ONSP of ‘conflict off’ via SOA


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.




NPAC notifies both SPs of the change in subscription status.  The porting process resumes as normal, at tie-point BB, Figure 1.





			10. NPAC rejects the resolve conflict request from NNSP


			
The NNSP has sent the resolve conflict message before the expiration of the conflict resolution restriction window.  NPAC returns an error message back via the SOA interface.





			Z.
End


			
Return to main flow, tie point Z, Figure 1.








Disconnect Process for Ported TN(s)



Disconnect Flow, Figure 11



			Flow Step


			Description





			1. End-user initiates disconnect


			
The end-user provides disconnect date and negotiates intercept treatment with current SP.





			2. Is NLSP a reseller?


			
If yes, go to Step 3.




If no, go to Step 4.





			3. NLSP sends disconnect request to NNSP


			
Current Local SP sends disconnect request to current Network SP, per inter-company processes.





			4. NNSP initiates disconnect


			
NNSP initiates disconnect of service based on request from NLSP or end-user.




NNSP initiates disconnect of service based on regulatory authority(s).





			5. NNSP arranges intercept treatment when applicable


			
NNSP arranges intercept treatment as negotiated with the end user, or, when the disconnect is SP initiated, per internal processes.





			6. NNSP creates and processes service order


			
NNSP follows existing internal process flows to ensure the disconnect within its own systems.





			7. NNSP notifies NPAC of disconnect date1 and indicates effective release date2


			
NNSP notifies NPAC of disconnect date via the SOA interface and indicates effective release date, which defines when the broadcast occurs.




If no effective release date is given, the broadcast from the NPAC is immediate.  The maximum interval between disconnect date and effective release date is 18 months.





			8. Has effective release date been reached?


			
If yes, go to Step 9.




If no, repeat Step 8.





			9. NPAC broadcasts subscription deletion to all applicable SPs


			
On effective release date, the NPAC broadcasts SV deletion to all applicable SPs via the LSMS interface.





			10. NPAC notifies code/block holder of disconnected TN(s) disconnect and release dates


			
On effective release date, the NPAC notifies code/block holder of the disconnected TN(s), effective release and disconnect dates via the SOA interface.





			11. NPAC deletes TN(s) from active database


			
On effective release date, the NPAC removes telephone number from NPAC database.





			12. End


			








Audit Process



Audit Flow, Figure12



			Flow Step


			Description





			1. Service Provider requests an audit from NPAC


			
An SP may request an audit to assist in resolution of a repair problem reported by an end-user.  Prior to the audit request, the SP completes internal analysis as defined by company procedures and, if another SP is involved, attempts to jointly resolve the trouble in accordance with inter-company agreements between the involved service providers.  Failing to resolve the trouble following these activities, the SP requests an audit.





			2. NPAC issues queries to appropriate LSMSs


			
The NPAC issues queries to the LSMSs involved in the customer port.





			3. NPAC compares own subscription version to LSMS subscription version


			
Upon receipt of the LSMS subscription version, the comparison of the NPAC and LSMS subscription versions is made to determine if there are discrepancies between the two databases.




If an LSMS does not respond, it is excluded from the audit.





			4. NPAC downloads updates to LSMSs with subscription version differences


			
If inaccurate routing data is found, the NPAC broadcasts the correct subscription version data to any involved SPs networks to correct inaccuracies.





			5. Are all audits completed?


			
If yes, go to Step 6.




If no, return to Step 4.





			6. NPAC reports audit completion and discrepancies to requestor


			
The NPAC reports to the requesting SP following completion of the audit to allow the SP to close the trouble ticket.




 Upon request, the NPAC provides ad hoc reports to SPs that wish to determine which SPs are launching audit queries to their LSMS.





			7. End


			








Code Opening Processes



NPA-NXX Code Opening, Figure 13


			Flow Step


			Description





			1.
NPA-NXX holder notifies NPAC of NPA-NXX Code(s) being opened for porting


			
The SP responsible for the NPA-NXX being opened must notify the NPAC via the SOA or LSMS interface within a regionally agreed upon time frame.




In the case of numbers that use a Type 1 wireless interconnection, the corresponding NPA-NXX needs to be opened by the Old Wireline SP.





			2.
NPAC updates its NPA-NXX database


			
The NPAC updates its databases to indicate that the NPA-NXX has been opened for porting.





			3.
NPAC sends notice of code opening to all SPs


			
The NPAC provides advance notice via the object creation message of the scheduled opening of NPA-NXX code(s) via the SOA and LSMS interface. Currently the NPAC vendor is also posting the NPA-NXX openings to the secure website.





			4.
End


			








Code Opening Processes



First TN Ported in NPA-NXX, Figure 14


			Flow Step


			Description





			1. NPAC successfully processes create request for TN subscription version


			
SP notifies the NPAC of SV creation for a TN in an NPA-NXX.





			2. NPAC successfully processes create request for NPA-NXX-X


			
NPAC successfully processes an NPA-NXX-X for a Number Pool Block.





			3. First SV activity in NPA-NXX?


			
If yes, go to Step 4.




If no, go to Step 5.





			4. NPAC sends notification of first TN ported to all SPs via SOA and LSMS


			
When the NPAC receives the first SV create request in an NPA-NXX, it will broadcast a “heads-up” notification to all SPs via the SOA and LSMS interfaces.  Upon receipt of the NPAC message, all SPs, within five (5) business days, will complete the opening for the NPA-NXX code for porting in all switches.





			5. End


			








Cancel-Pending Undo Process for Ported TN(s)



Cancel-Undo Flow, Figure 15


			Flow Step


			Description





			1. End-user requests a cancel-undo


			
The Cancel-Pending Undo Process may begin with an end-user requesting the reversal (undo) of an in-progress cancel for their cancel-pending port.





			2. Is the subscription in cancel-pending status?


			
If yes, go to Step 4.




If no, go to Step 3.





			3. NPAC rejects the cancel-undo request


			
NPAC sends an error to the requesting SP indicating the current SV status is not valid for a cancel-undo request.





			4. Did the provider requesting a cancel-undo issue a cancel for this subscription?


			
If yes, go to Step 5.




If no, repeat Step 3.





			5. Notify Reseller – NPAC updates subscription to status prior to cancel and notifies NNSP and ONSP


			
Upon cancel-undo, NPAC logs this information, and changes the subscription status to the status prior to the cancel (either pending or conflict).  Both SPs are notified of the change in the subscription status via the SOA interface.




For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.




Both SPs take appropriate action related to internal work orders.





			6. End


			








			Tunable Name


			Current Tunable Value





			T1, Short Initial Concurrence Window


			1 hour





			T1, Long Initial Concurrence Window


			9 hours





			T2, Short Final Concurrence Window


			1 hour





			T2, Long Final Concurrence Window


			9 hours





			Conflict Restriction Window


			12:00pm (noon)





			Conflict Expiration Window


			30 days





			Long Conflict Resolution New Service Provider Restriction


			6 hours





			Short Conflict Resolution New Service Provider Restriction


			6 hours





			Long Cancellation-Initial Concurrence Window


			9 hours





			Short Cancellation-Initial Concurrence Window


			9 hours





			Long Cancellation-Final Concurrence Window


			9 hours





			Short Cancellation-Final Concurrence Window


			9 hours
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These are the flows the industry will use on November 24, 2003.  These flows are subject to change pending guidance from the FCC regarding intermodal porting intervals.  This is just one of the issues before the FCC that could affect these flows.
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Description:  SIP and H.323 URIs in the NPAC


Pure Backwards Compatible:  TBD


IMPACT/CHANGE ASSESSMENT


		FRS

		IIS

		GDMO

		ASN.1

		NPAC

		SOA

		LSMS
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Business Need:


Video Relay Service (VRS) is the preferred method for making phone calls by deaf and hard of hearing people who rely on American Sign Language as their primary means of communication.  The high level process is as follows:


· Hearing people (voice callers) dial the toll free number for a VRS Provider.


· A sign language interpreter (video interpreter, or VI) for the VRS Provider relays the call between the hearing caller and the deaf caller.


· The connection between the hearing person (voice caller) and the deaf person (sign language user) consists of a voice line between the hearing caller and the sign language interpreter, and a video connection between the sign language interpreter and the deaf caller.  The interpreter relays the conversation between the two parties.


However, there are several major issues with the current functionality:


· Deaf people are not assigned TNs for VRS.  Therefore, they cannot provide a telephone number on common paperwork such as job/mortagage/credit card applications, business cards, etc., the way hearing people provide contact information as this field usually allows for only ten numbers.  Deaf people currently have to provide the toll-free number of their VRS provider with instructions to call the specific deaf party.  


· They do not have the ability to provide E911 locations information because they do not have TNs.  


· There is limited interoperability between VRS Providers, which appears to provide severe  limits on the utility of the service.  A deaf user may prefer one of the VRS Providers, and a different deaf user may prefer a different VRS Provider.  


· It is a cumbersome and complex process for hearing people who try to call deaf people through VRS..  Different VRS Providers use different information to identify deaf users, e.g., name, proxy number, IM handle.


This change order will assist in resolving these three issues:


· Deaf people, like hearing people, desire their own TN.  The VRS Providers can partner with LECs to get TNs and have access to the telephone network.  This arrangement would be identical to the current arrangement between VoIP Providers and LECs.


· The FCC regulation states that “all VRS providers should be able to… make calls to, any VRS consumer”.  If all VRS providers use a common TN-to-Internet Address DB, calls can be completed even if the hearing caller uses one VRS Provider (shorter wait time, prefer certain interpreters) and the deaf person is registered with a different VRS Provider.


· Hearing caller dials the 800# of any VRS Providers and simply gives the TN of the deaf person (no need to remember to give name for VRS Provider #1, proxy number for VRS Provider #2, IM handle for VRS Provider #3).  The information in the common TN-to-Internet Address DB, allows the first VRS Provider to use the Internet Address to complete the call through the VRS network of the deaf person, even if it’s a different VRS Provider.


The NPAC is an attractive solution for the following reasons:


· It is a TN-level database that supports call routing.


· It has an existing governance model.


· The VRS URI data for all VRS-served TNs will be available to all VRS Providers.


· VRS Providers could obtain the NPAC VRS URI data from a service bureau, if they did not want to deploy their own NPAC interfaces.


· It currently exists in a production environment.


· It would take years and considerable expense to create a new database with new interfaces, new processes and a new governance model


· It would take regulatory action to create a new database.


· The LNPA is a open to the public and the desire for this capability is consumer driven (there have been over 2000 consumer comments to the FCC requesting this capability).  


Description of Change:


The proposed change is to use the NPAC as the common TN-level database that all VRS Providers use to associated a deaf person’s TN to the URI of their VRS Provider.  This would allow a hearing person to call a deaf person, and a deaf person to call another deaf person, through the simple use of their assigned TN.  By using the NPAC, the VRS industry would have a common database to store the necessary SIP and H.323 URI information to reach any VRS Provider’s customer:


· H.323 is the dominant technology used by VRS Providers today.


· SIP is the more current technology, and it is likely that the VRS Providers will be evolving to SIP in the future.


· Both URIs are required because, 1.) A VRS Provider may provide both technologies while evolving from H.323 to SIP, and 2.) A SIP Provider may provide an H.323 gateway for interoperability with H.323-based VRS Providers.


· The URIs represent the VRS Provider serving the called number [i.e., deaf customer of a VRS Provider], not the called number itself.


Since deaf people do not have TNs for VRS today, it’s expected that the new TNs provided for this service will be:


· From new inventory provided by the LECs to the VRS Providers.  Functionally, this appears like stations of a PBX.


· An existing TN, assigned to a deaf person for a service other than VRS, that is ported-in to the VRS Provider.


· Both of these two types of TNs are relevant and can make use of the NPAC to store associated VRS URI data.


Additionally, this solution also allows a deaf person to keep their TN, while switching from one VRS Provider to another (port their number just like hearing people).


In summary, the deaf community would like service that is consistent with the service for hearing people.  By adding a SIP URI and H.323 URI, they will be able to do this.


 Major points/processing flow/high-level requirements:


1. TBD


2. TBD


3. TBD


4. TBD


Requirements:


1. TBD


2. TBD


3. TBD


Assumptions:


1. TBD


2. TBD


3. TBD


IIS


TBD


GDMO


TBD


ASN.1


TBD
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PAS/NPAC discrepancy summary
CO#41


Final Summary October 2006


NPAC 
Region Total blocks Non Contam PAS


Percentage of 
Total Blocks


# of blocks 
changed in 
PAS to 
Cont.


# of blocks 
changed in 
NPAC Other


Distinct 
OCNs


Started Contaminated NPAC
MA 30101 724 2.41% 670 52 2 102
NE 23083 532 2.30% 486 44 2 102
SW 27097 451 1.66% 408 42 1 77
WC 18174 319 1.76% 286 33 0 40
WE 21241 305 1.44% 270 35 0 94
SE 30366 505 1.66% 426 75 4 87
MW 39490 602 1.52% 545 57 0 112


Total 189552 3438 1.81% 3091 338 9


Contaminated PAS
Percentage of 
Total Blocks


# of blocks 
changed in 
PAS to 
Uncont.


# of blocks 
changed in 
NPAC Other


Distinct 
OCNs


Non Contaminated NPAC
MA 1196 3.97% 1060 136 0 85
NE 906 3.92% 823 82 1 131
SW 797 2.94% 701 96 0 78
WC 790 4.35% 770 18 2 44
WE 763 3.59% 610 152 1 90
SE 1247 4.11% 1039 188 20 70
MW 1115 2.82% 1056 58 1 98


Total 6814 3.59% 6059 730 25


Over 10% Contaminated
Percentage of 
Total Blocks


# of blocks 
changed 
to under 
10% 
contam.


# of blocks 
changed 
to non-
contam.


# of blocks 
returned to 
SP Other Distinct OCNs


MA 72 0.24% 29 7 36 0 35
NE 54 0.23% 16 6 31 1 41
SW 79 0.29% 21 2 47 9 27
WC 85 0.47% 32 16 33 4 23
WE 36 0.17% 10 7 14 5 24
SE 91 0.30% 41 0 46 4 28
MW 89 0.23% 32 1 46 10 35


Total 506 0.27% 181 39 253 33


Overall discrepancy percentage 5.68%


10758 Total  Blocks in error
29  Codes not identifed in this report as not opened in the NPAC


787 Total Overall Distinct OCNs (includes all regions) 


Other column includes micellaneous items 
that blocks did not fit into the main categories 
such as SPs need further research, took back due to over contamination.
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Change Order #41 Summary Report October 2006 


 
 
By the acceptance of Change Order #41, the FCC directed the national Pooling 
Administrator (PA) to perform a one-time scrub of the entire PAS database to reduce the 
likelihood that carriers will receive over-contaminated blocks, or incorrectly identified 
contaminated blocks in lieu of pristine blocks. Upon approval of that change order, the 
PA developed a project plan and timeline and began the process, which ultimately took 
over five months to complete.   
 
At the beginning of the project, there were 189,552 thousand-blocks available in PAS.   
As a first step, the PA queried the Pooling Administration System asking for information 
for all currently available or pending blocks, including NPA, NXX-X, and contamination 
status. 
 
The PA provided the list of those blocks to the NPAC in order to determine the 
contamination level for each block.  Once the NPAC provided the PA with the results, 
the PA compared the NPAC data against the block contamination status in PAS.  Out of 
the 189,552 available blocks, 10,758 (5.68%) resulted in a discrepancy, which meant that 
either PAS was incorrect or the NPAC was incorrect.  Also, out of the 10,758 available 
blocks, there were 506 blocks that appeared to be over 10% contaminated.  
 
Overall, 787 distinct OCNs were affected.  The PA spent several months contacting each 
carrier to determine if the data in PAS or in the NPAC needed to be updated, researching 
the legal viability of carriers that did not respond, negotiating between carriers for the 
disposition of over-contaminated blocks.  In cases where the PA received no responses 
from a carrier, the PA contacted the state regulators for assistance. 
 
Ultimately, the blocks were updated in either PAS or the NPAC.  Out of the 10,252 
available blocks, 89% of those blocks had an incorrect contamination status in PAS, 
which the PA updated on the carriers behalf; and the remaining 11% of those blocks were 
incorrect in the NPAC, which the carrier updated.  Out of the 506 blocks that appeared to 
be over 10% contaminated, roughly half of those blocks were removed from the pool, 
while the remaining blocks were updated with the correct contamination status in PAS. 
 
Also, the PA received several explanations from carriers for why there was a discrepancy 
between PAS and the NPAC.  These included:   


• Lack of communication between the carriers’ departments; 
• The SPs did not realize they needed to do intra-SP ports prior to donating blocks;  
• The SPs did not have a process in place to notify the PA when the contamination 


status of a previously donated block goes from contaminated to non-
contaminated;  


• Some SPs mistakenly believed that updating NRUF automatically updated the 
NPAC; and  







   
• Some SPs thought they could donate the block even though it was over 10% 


contaminated, if the numbers were ported to another carrier. 
 
In conclusion, this project took approximately five months to complete, and required 
several PA personnel to contact carriers and work with them on correcting the 
discrepancies in PAS and in the NPAC.   
 
PA Change Order #41 includes a recommendation that, “[o]ne year after the 
reconciliation has been completed; the NOWG and the PA will seek input from the 
industry as to any increase or decrease in the frequency in which SPs are encountering 
erroneous block contamination.”  We will work with the NOWG on this matter, and this 
information will be used to determine if the PA needs to conduct another PAS and NPAC 
reconciliation. 
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NIIF Correspondence #060816-001


August 16, 2006


Ken Havens



Adam Newman


INC Chair



INC Vice Chair


ken.havens@sprint.com

anewman@telcordia.com 


The NIIF is asking for your assistance with a problem we encountered while working Issue #267, Addition of Number Pooling Code Opening Testing Guidelines, which is attached.  The purpose of this issue is to include testing and code opening guidelines for NPA-NXX-X blocks.  


In today’s pooling environment new codes are typically opened in thousand block number ranges.  The existing industry agreements for opening and testing a full NPA-NXX should also apply when opening a thousands block range (NPA-NXX-X) for the initial block(s).


The current NIIF guidelines Part V of the NIIF Reference Document, Testline Guidelines in Section 5 A, Part II of the NIIF Reference Document, INSTALLATION AND MAINTENANCE RESPONSIBILITIES SWITCHED ACCESS SERVICES FEATURE GROUPS B, C, AND D,  and Part 10 of the NIIF Reference Document, INTERCONNECTION BETWEEN LECS OPERATIONS HANDBOOK have rules for opening full NPA-NXXs.


One of those rules is: 


“Perform Call Through testing starting five (5) calendar days prior to the date identified in the Telcordia LERG Routing Guide as the effective date.”


Our objective is to make rules for industry testing consistent regardless of how a new code is opened. It has come to our attention that testing 5 days prior to the date identified in the Telcordia LERG Routing Guide isn’t possible when opening a NPA-NXX-X for the following reason:


For a new NPA-NXX-X the NPAC pre-builds the block information in shell form at least 5 days before LERG effective date, however, the activation does not take place until the LERG effective date.   This process is not consistent with current industry testing guidelines which state that Call Through testing should start 5 calendar days prior to the effective date identified in the Telcordia LERG.  This would mean that a code could become effective without the call through testing taking place and call delivery problems could occur as a result.


The current TBPAG guidelines do not provide adequate direction to the industry related to the above problem and we would appreciate the INC’s attention to this matter.  We also ask that you coordinate resulting guideline changes in block assignment timing with other numbering related industry groups as appropriate.

The NIOC would appreciate receiving a response from the INC regarding any changes to the TBPAG associated with Issue #267, Addition of Number Pooling Code Opening Testing Guidelines.  The next full meeting of the NIOC will be held August 21-25, 2006.  If you have any questions related to this correspondence, please contact the NIOC Co Chairs through the email addresses provided below.

Robert Amling 




Robin Meier



NIOC Co Chair




NIOC Co Chair


ramling@telcordia.com



rx2378@att.com


Attach:

Issue #0267

CC:

Robert Schafer, NIIF Co Chair




Cathie Capita, NIIF Co Chair




Maria Estefania, Vice President, Industry Forums, NIIF




Jean-Paul Emard, ATIS Director, Industry Forums



Margo Zeidner, Committee Administrator, INC

ATIS Forum/Committee 


Issue Identification Form


Issue Title: Addition of Number Pooling Code Opening Testing Guidelines 

		Forum/Committee:

		NIIF

		Issue Number:

		#0267



		Subcommittee Assigned:

		NIOC

		Issue Status:*

		Active



		Submission Date:

		8-15-2005

		Initial Closure/Initial Pending Date:

		



		Acceptance Date:

		08/15/05

		Target Date for Moving Issue to Final From Initial or Initial Pending:

		



		Targeted Resolution Date:

		

		Final Closure Date:

		





* Status should be one of the following: Active, Initial Closure, Initial Pending, Final  Closure, Withdrawn, No Industry Agreement.

Issue Statement/Business Need:


The current NIIF Documentation discussing new code opening and testing does not include situations related to Number Pooling code opening/block assignments.  Additional operational procedures need to be added to the current code opening guidelines to address Number Pooling, code allocation, and code re-allocations.  The NIIF also needs to address the situation where the end user customer intends to utilize all of the available numbers in the new code/block.  Entire utilization of the code/block would not leave a number available for new code opening testing.


The additional guidelines related to Number Pooling would not change any NIIF or INC TBPAG 5-20-05 guidelines currently in place. 




Suggested Solution:


Modify the current NIIF guidelines to accommodate new code/block opening testing for Number Pooling situations.   Identify the scenarios that need to be addressed related to code opening/block allocations and re-allocations.  Determine how a test should be completed for a code /block when an end-user customer utilizes the entire code.
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INDUSTRY NUMBERING COMMITTEE (INC)


INC 91


Washington, DC


December 7, 2006


LNPA Subcommittee

VIRTUAL MEETING DISCUSSION OF ISSUE 528 WITH NIIF, CIGRR,


AND LEADERSHIP OF LNPA WG 

Issue 528: Testing and Code Opening Guidelines for NPA-NXX-X Blocks


Ken Havens, LNPA Co-Chair, presented the issue.

Points Noted:

1.  It was noted that in August 2006 the INC received correspondence from the NIIF in regards to the testing and code opening guidelines.  Ken Havens, LNPA Co-Chair reviewed the correspondence INC GS-539 (NIIF #060816-001).  

2.  The objective of the NIIF correspondence is to make consistent rules for the industry when testing codes.  

3. It was noted that a key factor is that block testing needs to be mandatory during the initial time that an NPA/NXX Code is opened in the LERG.   Any subsequent block testing should be left up to the decision of the company.


4.  One participant asked for clarification on NIOCs use of the term LERG Assignee.  It was noted in response that the term LERG Assignee would be the company responsible for opening the code.


5.  It was noted that the INC TBPAG Section 4.2.1 could be edited to add language – to ensure that when a SP opens a code in a pooled area the same tests are done as when a code is opened in a non-pooled area.


6. It was noted that the TBPAG Section 7.5.4 states that the LERG Assignee must confirm that call through testing has been performed and all other LERG Assignee responsibilities have been met within 5 days after the LERG Effective Date.     


8. It was noted that TBPAG Section 4.2.1.c has language around code testing but there is no language in the COCAG.


9. It was noted as a point of clarification, the NPAC activation takes place on the effective date as shown on the TBPAG Part 1 B form.


11.   It was noted that the INC members now have a better understanding of what should be added to the TBPAG and the COCAG to create more consistency in the industry around code testing.  


12.  It was also noted that INC will submit meeting records of this Issue Discussion to the NIIF, CIGRR, and LNPA WG Leadership.   In addition, the INC will provide a status update in regards to Issue 528.  


Action Item:


1.  Sprint Nextel and Verizon Wireless will create a contribution for Issue 528 to add consistent language in the COCAG and TBPAG around code testing.  


2.  INC Administrator will provide the Minutes of the Virtual Meeting to the leadership of the LNPA WG, CIGRR, and NIIF.


ISSUE 528 DISCUSSION PARTICIPANTS
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		Mark
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		Time Warner Cable (INC)



		McNamer

		Natalie

		T-Mobile USA (INC)



		Jordan

		Paula

		T-Mobile (LNPA WG Co-Chair)



		Castagna

		James

		Verizon (INC)



		Smith

		Robin

		Verizon (INC)



		Schafer

		Robert

		Verizon (NIIF Chair)



		Chisanga

		Godfrey

		Verizon (NRRIC)



		Smith

		Dana
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		Edelman
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		Verizon Wireless (NRRIC)
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Issue Identification Form


Issue Title: Addition of Number Pooling Code Opening Testing Guidelines 

		Forum/Committee:

		NIIF

		Issue Number:

		#0267



		Subcommittee Assigned:

		NIOC

		Issue Status:*

		Active



		Submission Date:

		8-15-2005

		Initial Closure/Initial Pending Date:

		



		Acceptance Date:

		08/15/05

		Target Date for Moving Issue to Final From Initial or Initial Pending:

		



		Targeted Resolution Date:

		

		Final Closure Date:

		





* Status should be one of the following: Active, Initial Closure, Initial Pending, Final  Closure, Withdrawn, No Industry Agreement.

Issue Statement/Business Need:


The current NIIF Documentation discussing new code opening and testing does not include situations related to Number Pooling code opening/block assignments.  Additional operational procedures need to be added to the current code opening guidelines to address Number Pooling, code allocation, and code re-allocations.  The NIIF also needs to address the situation where the end user customer intends to utilize all of the available numbers in the new code/block.  Entire utilization of the code/block would not leave a number available for new code opening testing.


The additional guidelines related to Number Pooling would not change any NIIF or INC TBPAG 5-20-05 guidelines currently in place. 




Suggested Solution:


Modify the current NIIF guidelines to accommodate new code/block opening testing for Number Pooling situations.   Identify the scenarios that need to be addressed related to code opening/block allocations and re-allocations.  Determine how a test should be completed for a code /block when an end-user customer utilizes the entire code.




Related work required for the solution to this issue to be implementable by the industry*--consider functional platform, interoperability, performance and security, OAM&P, ordering and billing, and user interface work.

Other references:  CIGRR documentation for test number field requirements, INC TBPAG 5-20-05




Activity Log (can be very brief but this must be regularly updated on a meeting-by-meeting basis and include all agreements reached and action items):

NIOC #51, October 26-28, 2005


Action Items:


25.
Veronica Lancaster will update the term “LERG Assignee” to “Code Holder” in the SBC Contribution to Issue #0267 presented at NIOC #51 in preparation for NIOC #52. 


26.
Participants will review the SBC contribution to Issue #0267 in preparation for discussion at NIOC #52. 


Agreement Reached:


32.
It was agreed that, Issue #0267, Addition of Number Pooling Code Opening testing guidelines, will remain in Active status.


NIOC #52, February 6-10, 2006


Action Items:


27.
Participants will review the terms Code Holder and LERG Assignee to determine which term is appropriate for use related to Issue #0267.


28.
Participants will review the Issue #0267 Strawman Document in preparation for discussion and possible resolution at NIOC #53.


Agreement Reached:


36.
It was agreed that, Issue #0267, Addition of Number Pooling Code Opening testing guidelines, will remain in Active status.


NIOC #53, March 22-24, 2006


Agreement Reached:


24.
Participants agreed to accept the text in the AT&T contribution to Issue #0267 for inclusion in a possible resolution statement.


Agreement Reached:


25.
Participants agreed to accept the following resolution statement for Issue #0267.


The NIIF has agreed to replace existing text in Part V of the NIIF Reference Document, Testline Guidelines in Section 5 A with the following text:


SECRETARY’S NOTE: See Issue #0267 for specific text to be inserted.  The text was not included in the Agreement Reached due to the length of the text.


The NIIF has agreed to replace existing text in Part II of the NIIF Reference Document, INSTALLATION AND MAINTENANCE RESPONSIBILITIES SWITCHED ACCESS SERVICES FEATURE GROUPS B, C, AND D,  and Part 10 of the NIIF Reference Document, INTERCONNECTION BETWEEN LECS OPERATIONS HANDBOOK, with the following text:


SECRETARY’S NOTE: See Issue #0267 for specific text to be inserted.  The text was not included in the Agreement Reached due to the length of the text.


Agreement Reached:


26.
It was agreed that Issue #0267, Addition of Number Pooling Code Opening testing guidelines, will be placed in Initial Closure with the following resolution statement.


Resolution Statement: The NIIF has agreed to replace existing text in Part V of the NIIF Reference Document, Testline Guidelines in Section 5 A with the following text:


5.A.
Testing NPA/NXX  or NPA/NXX-X


New NPA/NXX

The company opening a new NXX shall establish a working test number for call through purposes.  The test number shall be established for a minimum period of 180 days.

New NPA/NXX-X  in Thousands Block Pooling Situations


The above testing rules also apply for a LERG assignee opening a NPA/NXX-X block for the first time in a new NPA/NXX .


NPA/NXX-X Code reallocations occur after a code has already been opened and established, generally have viable working numbers at the time of reallocation and would not typically require retesting.


NXXs affected by NPA Relief activity


The company moving an NXX or NXX-X to another or a new NPA or rehoming an NXX or NXX-X, shall have a test number established for the purpose of translation and billing validation call through testing.  The test number shall be established for a minimum period of 180 days.


Where possible the preferred termination for these test numbers shall be a recorded announcement that identifies the terminating NPA/NXX or NPA/NXX-X.

The NIIF has agreed to replace existing text in Part II of the NIIF Reference Document, INSTALLATION AND MAINTENANCE RESPONSIBILITIES SWITCHED ACCESS SERVICES FEATURE GROUPS B, C, AND D,  and Part 10 of the NIIF Reference Document, INTERCONNECTION BETWEEN LECS OPERATIONS HANDBOOK, with the following text:


4.
NXX or NXX-X CODE OPENINGS


This section outlines the process and procedures for the testing of newly assigned Central Office NXX  or NXX-X codes opened for the first time.  In addition, this section provides references for the user to ensure that they are familiar with the obligations associated with obtaining codes and notifying the industry of the pending opening of CO NXX codes. In a Thousands Block Number Pooling environment the first thousands block that is opened in a NPA/NXX will follow the same rules as outlined in all NXX code opening procedures.  NPA/NXX and NPA/NXX-X are interchangeable in NXX code opening scenarios throughout the NIIF documentation.  In these cases the LERG assignee is responsible for the testing.

The non-operational aspects contained in this section do not replace or supersede existing industry forum agreements or documents covering NXX or NXX-X Code opening processes. Listed below are specific documentation provided by the INC and NIIF that provides guidance to Code Administrators, Service Providers and Service Customers when obtaining, activating, and testing NXX or NXX-X codes:


Recommended Notification Procedures for Change in Access Network Architecture, Revised by the NIIF in August 1998.


Central Office Code (NXX) Assignment Guidelines, Industry Numbering Committee (INC) Document INC 97-0407-008.


NIIF Reference Document Part II, Installation and Maintenance Responsibilities - Switched Access Services Feature Groups B, C, and D, and Part X, Interconnection Between LECs Operations Handbook - Local Interconnection Service Arrangement.

Add here INC TBPAG document name and number.

NXX or NXX-X CO Code Activation Planning


Service Providers requesting CO Code activation where the code involves the use of newly established switching facilities or additional interconnection trunking should perform the following prior to call through testing: 


Set up a planning session with the appropriate service providers where the code is being opened to determine what type of interconnection arrangements are required.


Issue Service Orders (SO) to establish the appropriate facilities using the Access Service Request (ASR) and or translations using the Translation Questionnaire (TQ) for routing purposes.


-- Access Service Request (ASR) Form Preparation Guide 




(ATIS/OBF - ASR - 001)


-- Feature Group B, C, D (FG-B, C, D) Form Preparation Guide 




(ATIS/OBF - ASR - 004)


-- Translation Questionnaire (TQ) Form Preparation Guide




(ATIS/OBF - ASR - 019)

A.
Pre-NXX or NXX-X Activation


The following reference is provided to aid in the performance of activation and testing of CO NXX or NXX-X Codes: 


BIRRDS


Before a CO Code (NXX or NXX-X) can become active, the service provider requesting a new CO Code is responsible for either directly inputting the information in Part 2 of the CO Code Assignment Request form into BIRRDS, providing it to the Code Administrator, or another party with BIRRDS access for entry.


Telcordia LERG Routing Guide


During the process of entering the new CO Code (NXX or NXX-X) in the Telcordia LERG Routing Guide, the code holder must identify the points of interconnection in the LATA where the CO Code resides.  In addition, the code holder shall immediately assign a number to be utilized for call through testing purposes upon receipt of the CO Code and shall place the test number in the Telcordia LERG Routing Guide when entering the CO Code into the Telcordia LERG Routing Guide.


Facilities

Offices attempting to complete a call through test to the new CO Code (NXX or NXX-X) when the facilities are not in place shall contact the code holder and inform them that the routing of calls will not take place until the appropriate facility orders have been completed. 


In cases where orders have been placed with LECs for facilities, but have not been implemented, the LEC shall provide the appropriate support to ensure that the orders are completed and appropriate testing has been performed to meet the due date.


Points Of Interconnection

In cases where points of interconnection in the home NPA have not been identified and/or facilities have not been placed, the code holder (NXX or NXX-X) will accept full responsibility for placing such orders with the local exchange carrier (LEC) and schedule the Due Date for facilities testing.  This will ensure that the facilities are in place prior to the date of the code opening identified in the Telcordia LERG Routing Guide. The LEC cannot be expected to meet the original effective date in the Telcordia LERG Routing Guide if all supporting information is not received in a timely manner. 


If interconnection already exists between service providers and a CO Code is being opened, the code holder shall provide appropriate routing information in the Telcordia LERG Routing Guide to inform other service providers with which they do not have direct interconnection.


Where direct interconnection exists between service providers, it is presumed that all new CO Codes would be routed the same way as existing CO Codes, unless otherwise specified by the code holder in the ASR.


B.
Translation Validation/Call Through Testing


The following process is outlined for the activation of new CO Codes (NXXs or NXX-X’s) to provide assurance that routing and billing translations are tested/validated appropriately by all LECs and IXCs.


Upon receipt of notification (Telcordia LERG Routing Guide) that a new CO Code is to be activated, the LECs and the IXCs shall ensure the integrity of routing and billing by the effective date in the Telcordia LERG Routing Guide.


The LEC assigned the new CO Code will provide a test number that terminates to a recorded announcement (preferable) or milliwatt (1004 Hz) to provide assurance to personnel performing call through tests that they have reached the terminating (serving) office.


Where billing is required, AMA validation shall take place by the LECs and the IXCs.


C.
Intermediate Office(s) (Tandems/Access Tandems)


An Intermediate Office is an office(s) that calls would route through for InterLATA and IntraLATA purposes to reach someone in the newly opened CO Code (NXX or NXX-X).  An Intermediate Office shall: 


Complete all translations work five (5) calendar days prior to the date identified in the Telcordia LERG Routing Guide as the effective date.


Perform Call Through testing starting five (5) calendar days prior to the date identified in the Telcordia LERG Routing Guide as the effective date.


Identify problems during call through testing, and resolve such problems prior to the effective date identified in the Telcordia LERG Routing Guide.


D.
LEC Terminating Office (Serving Office)

The LEC Terminating Office is the office where a call terminates. The LEC will:


Validate that all translations work is complete five (5) calendar days prior to the date identified in the Telcordia LERG Routing Guide as the effective date.


Perform Call Through tests to ensure that calls can be initiated from the newly opened CO Code (NXX or NXX-X) starting five (5) calendar days prior to the date identified in the Telcordia LERG Routing Guide as the effective date.  An interLATA or intraLATA call, and an intraoffice call to an existing CO Code, where applicable, should be performed within the serving office.


Perform, where applicable, an intraoffice call from an existing CO Code within the serving office to the newly opened CO Code.


Identify problems during call through testing, and resolve such problems prior to the due date identified in the Telcordia LERG Routing Guide.


Note:  If the above functions are not performed, the originating office and intermediate office cannot perform their respective functions.


E.
Originating Office

LEC end offices with direct interconnection to, or located within the same NPA as the LEC with the newly opened CO Code (NXX or NXX-X), will:


Validate that all translations work is complete five (5) calendar days prior to the date identified in the Telcordia LERG Routing Guide as the effective date.


Initiate a call through test to the test number to ensure that the call routes correctly.   Call through testing should start no earlier than five (5) calendar days prior to the date identified in the Telcordia LERG Routing Guide as the effective date.


Identify problems during call through testing, and resolve such problems prior to the effective date identified in the Telcordia LERG Routing Guide.


F.
Mechanized Testing 

Where mechanized translation input and validation is available, such mechanized capabilities should be used to validate the routing and AMA capability. This function should be performed on or before the effective date identified in the Telcordia LERG Routing Guide.


G.
Verification of NXX or NXX-X Code Openings

During the CO Code (NXX or NXX-X) Opening process, some code holders may want to verify that test calls to their new CO Code have been completed. Therefore, it is recommended that entities performing call through tests to CO Codes being activated provide the necessary Caller ID information required to verify the NPA-NXX or NPA/NXX-X from where the test call is being placed.  Where contractual, technical, or regulatory restrictions apply, this capability cannot be utilized.


Code Opening Jeopardy Situations


If prior to the Telcordia LERG Routing Guide effective date for a NXX or NXX-X code opening, a Code Holder/LERG Assignee realizes that any problem in its own network jeopardizes the scheduled NXX or NXX-X code opening date, the Code Holder/LERG Assignee will notify the interconnected carrier(s) immediately.  


If prior to the Telcordia LERG Routing Guide effective date for a NXX or NXX-X code opening, an interconnected carrier realizes that it will not be able to meet the Telcordia LERG Routing Guide effective date for opening the NXX  or NXX-X code, that carrier will notify the Code Holder/LERG Assignee and other interconnected carrier(s) immediately.  


Any Carrier that identifies a problem within another carrier’s network during call through testing will notify that carrier immediately.


Contact should be made using industry escalation procedures or published/mutually agreed to contact information.

Action Item:


17.
Veronica Lancaster will review the resolution statements for Issue #0274 and Issue #0267 prior to inserting the resolution into NIIF Documents.


Action Item:


18.
The NIOC Co Chairs will send email correspondence to the INC regarding the Initial Closure of Issue #0267 and Issue #0274.


NIOC #54, June 21-23, 2006

Points Noted:


105.
It was noted that an email objection was received from Verizon to Issue #0267, Addition of Number Pooling Code Opening Testing Guidelines, being placed in Final Closure.


Agreement Reached:


12.
Participants agreed to place Issue #0267, Addition of Number Pooling Code Opening Testing Guidelines, back in Active status.


Action Item:


16.
A conference call is necessary. A conference call on Issue #0267, Addition of Number Pooling Code Opening Testing Guidelines, will be held on July 28, 2006 from 11:00 am – 1:00 pm Eastern. AT&T volunteered to provide the bridge, which is 312-814-9057 with a PIN of 6628608#. Administrative support is necessary and Microsoft LiveMeeting is requested.


Agreement Reached:


13.
It was agreed that Issue #0267, Addition of Number Pooling Code Opening Testing Guidelines, would remain in Active status.





Issue Champion(s):

		Name:

		Robin Meier

		Name:

		



		Company:

		SBC

		Company:

		





E-mail address: rx2378@sbc.com

E-mail address: 




Resolution Statement: 

Updated 7/19/06
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ATIS Committee / Forum – Issue Identification Form


Issue Title:  Testing and Code Opening Guidelines for NPA-NXX-X Blocks 

		Committee/Forum:

		INC

		Issue Number:

		528



		Subcommittee Assigned:

		LNPA

		Issue Status: *

		Active



		Submission Date:

		8/22/06

		Initial/Initial Pending Date:

		



		Acceptance Date:

		8/22/06

		Target Date for Moving Issue to Final From Initial or Initial Pending:

		



		Targeted Resolution Date:

		

		Final Closure Date:

		



		Associated Contributions

		LNPA-530; GS-539





* Status should be one of the following: Active, Initial Closure, Initial Pending, Final  Closure, Withdrawn, No Industry Agreement.

Issue Statement/Business Need:


On August 16, 2006, the INC received NIIF Correspondence #060816-001 (INC GS-539) requesting that INC guidelines address requirements for testing and code opening. The following is text from GS-539.


“In today’s pooling environment new codes are typically opened in thousand block number ranges.  The existing industry agreements for opening and testing a full NPA-NXX should also apply when opening a thousands block range (NPA-NXX-X) for the initial block(s).


The current NIIF guidelines Part V of the NIIF Reference Document, Testline Guidelines in Section 5 A, Part II of the NIIF Reference Document, INSTALLATION AND MAINTENANCE RESPONSIBILITIES SWITCHED ACCESS SERVICES FEATURE GROUPS B, C, AND D, and Part 10 of the NIIF Reference Document, INTERCONNECTION BETWEEN LECS OPERATIONS HANDBOOK have rules for opening full NPA-NXXs.


One of those rules is: 


“Perform Call Through testing starting five (5) calendar days prior to the date identified in the Telcordia LERG Routing Guide as the effective date.”


Our objective is to make rules for industry testing consistent regardless of how a new code is opened. It has come to our attention that testing 5 days prior to the date identified in the Telcordia LERG Routing Guide isn’t possible when opening a NPA-NXX-X for the following reason:


For a new NPA-NXX-X the NPAC pre-builds the block information in shell form at least 5 days before LERG effective date, however, the activation does not take place until the LERG effective date.   This process is not consistent with current industry testing guidelines which state that Call Through testing should start 5 calendar days prior to the effective date identified in the Telcordia LERG.  This would mean that a code could become effective without the call through testing taking place and call delivery problems could occur as a result.


The current TBPAG guidelines do not provide adequate direction to the industry related to the above problem and we would appreciate the INC’s attention to this matter.  We also ask that you coordinate resulting guideline changes in block assignment timing with other numbering related industry groups as appropriate.”




Suggested Solutions:

The INC should research potential solutions for resolving this inconsistency.




Related work required for the solution to this issue to be implementable by the industry*--consider functional platform, interoperability, performance and security, OAM&P, ordering and billing, and user interface work.




Activity Log (can be very brief but this must be regularly updated on a meeting-by-meeting basis and include all agreements reached and action items):


· INC 89: The issue was not discussed at this meeting and was carried over to INC 90.

· INC 90: Contribution LNPA-530 was reviewed. It appears to be a point of debate as to whether any changes to the block testing requirements are needed; a point of conflict between CIGGR, INC and NIIF. For example, the NIIF wants block testing to be mandatory and CIGRR has made block testing “optional” per CIGRR issue 114. To iron these differences out, the INC will ask the NIIF membership and leadership from the CIGRR and LNPA WG to join the INC for an hour call during INC 91 in D.C. 




Issue Champion:


		Name:

		Ken Havens



		Company:

		Sprint Nextel





E-mail address:  ken.r.havens@sprint.com





Resolution Statement:

Updated: 10/25/06
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  10/30/2006




PIM 58

Company(s) Submitting Issue:     BellSouth and Verizon

Contact(s):  Name                       Ron Steen           /      Gary Sacra


         Contact Number    205-988-6615     /     410-736-7756


         Email Address   ron.steen@bellsouth.com  /  gary.m.sacra@verizon.com 

(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


Some end users are unable to port their telephone numbers because the NXX code is not opened for portability in the NPAC SMS.  Usually, this can be resolved by communication between the two service providers.  However, in some cases the old service provider (OSP) contacts are not available, or the OSP refuses to make the code portable.  

2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A.   Examples & Impacts of Problem/Issue: 

In a situation encountered recently, a new service provider (NSP) attempted to port a telephone number but found that the NXX code was not opened for portability in the NPAC SMS.  The NSP had sent an LSR and received an FOC, but when they attempted to create a pending SV at the NPAC SMS it was rejected because the code had not been opened.  The NXX was shown as portable in the LERG, the owner had ported in telephone numbers, and in fact the NXX in question was being used as an LRN.  Attempts to contact the NXX owner by both the NSP and NPAC Administrator were futile.  The issue was resolved after about 2 months by contacting the state PUC.  The PUC ordered the old carrier to make the NXX portable in the NPAC SMS.

B.   Frequency of Occurrence: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL_X_

D.  Rationale why existing process is deficient: 


An NXX code can only be made portable by the owner.  This is correct and appropriate when service providers adhere to LNP rules and procedure.  But when a service provider is uncooperative (for whatever reason), the subscriber ends up in a situation where they cannot port their telephone number.


E.   Identify action taken in other committees / forums: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


Develop procedures, with appropriate checks and balances, to allow the NPAC Administrator to make an NXX portable when a service provider is unavailable or non-cooperative.  

Individual circumstances will vary depending on the situation.  Following are scenarios with suggested resolution:


The NXX Has Been Opened for Portability in the LERG but not in the NPAC SMS

1.  The NSP should contact the OSP to request that the NXX be opened in the NPAC SMS.


2.  If the NSP attempts to make contact are unsuccessful, the NSP should contact the NPAC Administrator.  The NPAC Administrator should contact the OSP to request that the code be opened in the NPAC SMS.

3.  If reasonable (documented) attempts to make contact with the OSP fail, the NPAC Administrator should open the NXX on behalf of the OSP.


The NXX Has Not Been Opened for Portability in the LERG or the NPAC SMS

1.  The NSP should contact the OSP to request that the NXX be opened in the NPAC SMS.  (The LERG should be updated as well.)

2.  If the NSP attempts to make contact are unsuccessful, the NSP should contact the NPAC Administrator.  The NPAC Administrator should contact the OSP to request that the code be opened in the NPAC SMS.


3.  If neither the NSP nor the NPAC Administrator can make contact with the OSP, the NSP should contact the appropriate regulatory authorities for direction.

4.  At the request of the NSP, the appropriate regulatory authority may authorize the NPAC Administrator to open the code to portability in the NAPM SMS.  Upon receipt of such regulatory authorization, the NPAC Administrator shall proceed with opening the code in the NAPC SMS.


OSP Has Been Contacted But Refuses to Open the NXX without Legitimate Reason for Not Opening

1.  The NSP should contact the appropriate regulatory authorities for direction.


2.  At the request of the NSP, the appropriate regulatory authority may authorize the NPAC Administrator to open the code to portability in the NAPM SMS.  Upon receipt of such regulatory authorization, the NPAC Administrator shall proceed with opening the code in the NAPC SMS.

Any resolution adopted should include timelines for escalation to the next level.

LNPA WG: (only)


Item Number: PIM 58

Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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NOVEMBER 2006 LNPA ACTION ITEMS ASSIGNED:


NOTE:  THE ACTION ITEM NUMBERING SCHEME IS AS FOLLOWS:


· FIRST TWO DIGITS DESIGNATE THE MONTH OF THE LNPA MEETING


· SECOND TWO DIGITS DESIGNATE THE YEAR OF THE LNPA MEETING


· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER


LNPA WORKING GROUP MEETING ACTION ITEMS:

NEUSTAR ACTION ITEMS:


1106-01:  Regarding Syniverse’s request for an actual count of SVs associated with each


LRN affected by a SPID migration for audit purposes and the number of records in each SMURF file, NeuStar is to develop a Change Order for review at the January 2007 LNPA WG meeting.

1106-02:  Regarding Syniverse’s request for a count of records contained in Bulk Data


Download (BDD) files, NeuStar is to develop a Change Order for review at the January 2007 LNPA WG meeting.

1106-03:  NeuStar will further develop NANC Change Order 414 (PIM 51) based on

agreements that took place during discussions at the November 2006 LNPA WG meeting.  NANC 414 will be reviewed at the January 2007 LNPA WG meeting.


1106-04:  NeuStar is to develop draft requirements for NANC Change Order 415 (Video


 
Relay Service) for review on the December 6th LNPA WG conference call. 

NOTE:  This Action Item was subsequently completed in time for the 12/6/06 call.

1106-05:  Regarding the attached draft NANC LNP Provisioning Flows, NeuStar is to:


1. in new Figure 15, change Box 1 from End User to Provider,


2. in Figure 4, add pointer to reseller Figure 5.


These changes will be reviewed on the 12/6/06 LNPA WG conference call.




[image: image1.emf]NANC Flows v2.1  Draft 1.zip




 EMBED Package  [image: image2.emf]NANC Ops Flow  Narratives v2.1-Draft 1.zip




NOTE:  This Action Item was subsequently completed in time for the 12/6/06 call.

PAULA JORDAN (T-MOBILE AND LNPA WG CO-CHAIR) ACTION ITEMS:

1106-06:  Paula Jordan, LNPA WG Co-Chair, along with Mohamed Samater, T-Mobile,


will convert the explanations from carriers as to why they had discrepancies between PAS and NPAC for pooled blocks in the attached PA Change Order 41 Final Summary into best practices statements for the LNPA WG’s NP Best Practices document.





[image: image3.emf]CO41 Final  Summary.pdf




GARY SACRA (VERIZON AND LNPA WG CO-CHAIR) ACTION ITEMS:

1106-07:  Gary Sacra, LNPA WG Co-Chair, will send a liaison to the NRRIC suggesting 


revisions to the attached LNP Section of the Network and Routing Resources Educational Document: Intercompany Responsibilities in the Telecommunications Industry, as agreed upon by the LNPA WG.
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1106-08:  Related to the attached PIM 59, Gary Sacra, LNPA WG Co-Chair, will contact


Rick Jones, the NENA’s liaison to the LNPA WG, to make him aware of the 911 discussion that will take place at the January 2007 LNPA WG meeting.





[image: image5.emf]PIM 59.doc




1106-09:  Gary Sacra, Verizon will draft a contribution for the January 2007 LNPA WG


meeting addressing the issue of some providers not meeting the 24 hour Firm Order Confirmation (FOC) response requirement.  The contribution will include the applicable cites from the NANC LNP Provisioning Flows, the FCC’s 2nd Report and Order, and the April 25, 1997 NANC LNPA Technical & Operational Requirements Task Force Report.  See related Action Item 1106-11.


DEB TUCKER (VERIZON WIRELESS AND OBF WIRELESS COMMITTEE CO-CHAIR) ACTION ITEMS:

1106-10:  Regarding the attached PIM 59, Deb Tucker, OBF Wireless Committee Co-Chair, will reach out to the OBF’s LSOP group to determine the status of the Local Service Migration Guidelines (Issue 2951).








[image: image6.emf]PIM 59.doc




SERVICE PROVIDER ACTION ITEMS:

1106-11:  Related to Action Item 1106-09, Service Providers are to send to Gary Sacra,


Verizon, prior to the January 2007 LNPA WG meeting, any non-carrier-specific data, e.g., % of LSRs not responded to within 24 hours, and any anecdotal information they may have, for inclusion in the contribution referenced in Action Item 1106-09.

1106-12:  Related to Action Item 1106-05, Service Providers are to review Figure 8


(Conflict Flow) and Figure 15 (Undo Cancel Flow) of the draft NANC LNP Provisioning Flows for discussion on the 12/6/06 LNPA WG conference call.

ARCHITECTURE PLANNING TEAM (APT) MEETING ACTION ITEMS:


NEUSTAR ACTION ITEMS:

1106-13:  Regarding the discussion of development of production high volume port


performance testing that took place at the November 2006 APT meeting, NeuStar will draft an industry notice of consideration of this test and send to Gary Sacra, LNPA WG Co-Chair for distribution to the LNPA WG distro.  NeuStar will then send the notice to the X-Regional.


SERVICE PROVIDER ACTION ITEMS:

1106-14:  Regarding the discussion of development of production high volume port


performance testing that took place at the November 2006 APT meeting, Service Providers are to come to the January 2007 APT meeting prepared to discuss what LSMS to SCP throughput statistics they could share.

ACTION ITEMS REMAINING OPEN FROM PREVIOUS LNPA WG MEETINGS:

0706-06:  Regarding the issue brought into the LNPA WG by Verizon related to Due


Date/Time mismatches on Create and Concurrence messages for a port, Gary Sacra, Verizon, will determine if Verizon will submit a Change Order addressing the issue.



November meeting update:  Item remains Open.

0706-11:  Regarding the attached PIM 56, Sue Tiffany, Sprint Nextel, will revise the PIM


and provide text for the LNPA WG’s NP Best Practices document related to the suggested resolution to identify a step-by-step procedure for carriers to follow in order to resolve this issue.






[image: image7.emf]PIM 56 v2.doc





November meeting update:  Item remains Open.

0906-02:  With regard to the BDD file for notifications, the Business Type and Timer 


Type attributes for Object Creation Notifications are not currently part of the BDD file even though they are sent to the SOA over the CMIP interface.  Adding them to the BDD file would require changes for both NPAC and any SOAs that have implemented this functionality.  NeuStar action to write up a Change Order to add these attributes in the Notification BDD file.



November meeting update:  Item remains Open.

0906-08:  Adam Newman, INC Vice Chair, will send the current text of INC Issue 504 to 


 
Gary Sacra, LNPA WG Co-Chair.


November meeting update:  Item remains Open.

0906-12:  Nancy Sanders, Comcast, will determine if Comcast will revise the attached 


PIM 54 to reflect the scope of the work undertaken by the LNPA WG’s Pre-Port Subcommittee.







[image: image8.emf]PIM 54v2.doc





November meeting update:  Item remains Open.

0906-14:  The Pre-Port Subcommittee will develop a pre-port process flow proposal for 


consideration by the LNPA WG to be included in the NANC LNP Provisioning Flows.



November meeting update:  Item remains Open.


ACTION ITEMS REMAINING OPEN FROM PREVIOUS APT MEETINGS:

None are open from previous APT meetings.
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy):  
5/3/2006

PIM# 56 v2


Company(s) Submitting Issue:  
Sprint Nextel


Contact(s):  Name:


Lavinia Rotaru, Sue Tiffany




Contact Number:


703-707-5202, 913-315-6923 





Email Address:


Lavnia.Rotaru@sprint.com, Sue.T.Tiffany@sprint.com    



(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: Incorrectly provisioned LNP databases.


While all carriers receive updates in their LSMS when porting customers, some carriers are not provisioning their LNP databases correctly.  When this scenario occurs, customers are not able to terminate or receive calls from those carrier’s networks that did not provision their LNP databases. That is, when the ported customer makes a call, the callED Party’s Caller ID service may not work properly.  This would occur if the callED party’s network’s LNP data was not correct, since the callED party’s network might be unable to find the CNAM record for the calling party.  In a worst-case scenario, the callED party would automatically reject the unidentified call.  


2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A.   Examples & Impacts of Problem/Issue: 



This type of problem typically impacts the ability of a customer to make or complete some of their calls.  Following are some examples:  


1) A number of customers were ported by Sprint Nextel, and after the port, Sprint Netxel found that the customers were unable to receive or complete calls to or from some of their friends and relatives.  The root cause of the problem turned out to be that one of the ILEC’s pair of Service Control Points (SCPs) was not updated.  The pair of SCPs alternated handling calls, and each time the SCP that had not been updated attempted to route the call, the call failed.  In these cases, it took more than a week after the customer reported the problem for the problem to be discovered and resolved.  


2) In another example, a customer ported from an ILEC to a wireless carrier and found that they could not complete calls that terminated in a third LECs territory.  The third LEC was able to prove that they were using the correct LRN for routing so the wireless carrier had to go to the first LEC to make sure that all their LNP databases had been updated correctly.  This activity took a couple of weeks before the customer was eventually able to complete their calls just as they had before porting their number.  


It is typical for this type of problem to take a week or more to resolve.


B. Frequency of Occurrence:  



We have had 3 occurrences in the last 60 days.



C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast_X__ Southwest___ Western___     



 West Coast___  ALL_X_



D. Rationale why existing process is deficient:  



We believe the existing process of receiving a response from a carriers’ LSMS acknowledging receipt of the port is deficient due to the fact that it does not indicate the network was provisioned correctly.  The customer that cannot make or receive calls as they had before they ported their number is unhappy and more than likely will have problems making their calls for a week or more while the carriers involved discover that they have not updated all their LNP databases. 


E.   Identify action taken in other committees / forums: ________________________________________________________________________  



F.  Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution: 



Similar to the LSMS partial failures we get today, identify a mechanism to receive a notification from carriers’ LNP databases that the switch provisioning failed or was successful.  A carrier’s SCP should respond to the LSMS when the update is completed and the carrier’s LSMS should return the SCP concurrence back to the NPAC.



[image: image1.emf]


Alternatively, identify a step by step procedure for carriers to follow when attempting to resolve this type of problem expeditiously after it has occurred.



Another suggestion would be to make test calls to validate the completion of calls originating from major local networks and through major IXCs to newly ported numbers. At a minimum, perform an analysis of possible LNP troubles.  The idea would be to institute a test call barrage in response to a trouble report, rather than with every port’s completion on routine basis.  But if a particular port involved a sensitive customer, then test calling could be initiated even absent a trouble report a few minutes after the port competed.






LNPA WG: (only)



Item Number: PIM 56 v2



Issue Resolution Referred to: _________________________________________________________


Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________








Incorporate a industry update for LSMS to respond to the industry when the SCP’s have been updated.
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Change Order #41 Summary Report October 2006 



 
 
By the acceptance of Change Order #41, the FCC directed the national Pooling 
Administrator (PA) to perform a one-time scrub of the entire PAS database to reduce the 
likelihood that carriers will receive over-contaminated blocks, or incorrectly identified 
contaminated blocks in lieu of pristine blocks. Upon approval of that change order, the 
PA developed a project plan and timeline and began the process, which ultimately took 
over five months to complete.   
 
At the beginning of the project, there were 189,552 thousand-blocks available in PAS.   
As a first step, the PA queried the Pooling Administration System asking for information 
for all currently available or pending blocks, including NPA, NXX-X, and contamination 
status. 
 
The PA provided the list of those blocks to the NPAC in order to determine the 
contamination level for each block.  Once the NPAC provided the PA with the results, 
the PA compared the NPAC data against the block contamination status in PAS.  Out of 
the 189,552 available blocks, 10,758 (5.68%) resulted in a discrepancy, which meant that 
either PAS was incorrect or the NPAC was incorrect.  Also, out of the 10,758 available 
blocks, there were 506 blocks that appeared to be over 10% contaminated.  
 
Overall, 787 distinct OCNs were affected.  The PA spent several months contacting each 
carrier to determine if the data in PAS or in the NPAC needed to be updated, researching 
the legal viability of carriers that did not respond, negotiating between carriers for the 
disposition of over-contaminated blocks.  In cases where the PA received no responses 
from a carrier, the PA contacted the state regulators for assistance. 
 
Ultimately, the blocks were updated in either PAS or the NPAC.  Out of the 10,252 
available blocks, 89% of those blocks had an incorrect contamination status in PAS, 
which the PA updated on the carriers behalf; and the remaining 11% of those blocks were 
incorrect in the NPAC, which the carrier updated.  Out of the 506 blocks that appeared to 
be over 10% contaminated, roughly half of those blocks were removed from the pool, 
while the remaining blocks were updated with the correct contamination status in PAS. 
 
Also, the PA received several explanations from carriers for why there was a discrepancy 
between PAS and the NPAC.  These included:   



• Lack of communication between the carriers’ departments; 
• The SPs did not realize they needed to do intra-SP ports prior to donating blocks;  
• The SPs did not have a process in place to notify the PA when the contamination 



status of a previously donated block goes from contaminated to non-
contaminated;  



• Some SPs mistakenly believed that updating NRUF automatically updated the 
NPAC; and  











   
• Some SPs thought they could donate the block even though it was over 10% 



contaminated, if the numbers were ported to another carrier. 
 
In conclusion, this project took approximately five months to complete, and required 
several PA personnel to contact carriers and work with them on correcting the 
discrepancies in PAS and in the NPAC.   
 
PA Change Order #41 includes a recommendation that, “[o]ne year after the 
reconciliation has been completed; the NOWG and the PA will seek input from the 
industry as to any increase or decrease in the frequency in which SPs are encountering 
erroneous block contamination.”  We will work with the NOWG on this matter, and this 
information will be used to determine if the PA needs to conduct another PAS and NPAC 
reconciliation. 
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NANC Ops Flow Narratives v2.1-Draft 1.doc


Inter-Service Provider LNP Operations Flows - Narratives








Narratives:  Following are the textual descriptions of the Inter-Service Provider LNP Operations Flows.  These narratives provide a detailed description of the step-by-step flows.




Legend:




NLSP = New Local Service Provider




NNSP = New Network Service Provider




OLSP = Old Local Service Provider




ONSP = Old Network Service Provider




SV = Subscription Version




SP = Service Provider




FRS = Functional Requirements Specification




IIS = Interoperability Interface Specifications




LSR = Local Service Request




FOC = Firm Order Confirmation




ICP = Intercarrier Communication Process




WPR = Wireless Port Request




WPRR = Wireless Port Request Response 




CSR = Customer Service Record




TN = Telephone Number




“via the SOA interface” = generic description for one of the following:  the SOA CMIP association, LTI, or contacting NPAC personnel




Provisioning With LRN




Main Flow, Figure 1




				Flow Step



				Description







				1. START: End User Contact with NLSP



				
The process begins with an end-user requesting service from the NLSP.




· It is assumed that prior to entering the provisioning process the involved NPA/NXX was opened for porting (If code is not open, refer to Inter-Service Provider LNP Operations Flows – Code Opening Process, Figure 13.).







				2. End User agrees to change to NLSP



				
End-user agrees to change to NLSP and requests retention of current telephone number (TN).







				3. NLSP obtains end user authorization



				
NLSP obtains authority (Letter of Authorization - LOA) from end-user to act as the official agent on behalf of the end-user.  The NLSP is responsible for demonstrating necessary authority.







				4. (Optional) NLSP requests CSR from OLSP



				· As an optional step, the NLSP requests a Customer Service Record (CSR) from the OLSP.  A service agreement between the NLSP and OLSP may or may not be required for CSR.







				5. Are both NNSP and ONSP wireless?



				· If yes, go to Step 7.




· If no, go to Step 6.







				6. LSR/FOC – Service Provider Communication



				· Inter-Service Provider LNP Operations Flows – Wireline LSR/FOC Process, Figure 2.







				7. ICP – Service Provider Communication



				· Inter-Service Provider LNP Operations Flows – Wireless ICP Process, Figure 3.







				8. Are NNSP and ONSP the same SP?



				· If yes, go to Step 10.




· If no, go to Step 9.







				9. NNSP coordinates all porting activities



				
The NNSP must coordinate porting timeframes with the ONSP, and both provide appropriate messages to the NPAC.  Upon completion of the LSR/FOC or ICP Process, and when ready to initiate service orders, go to Step 12.







				10. Is NPAC processing required?



				· If yes, go to Step 11.




· If no, go to Step 20.







				11. Perform intra-provider port or modify existing SV



				
SP enters intra-provider SV create data into the NPAC via the SOA interface for porting of end-user in accordance with the NANC FRS and the NANC IIS.  Upon completion of intra-provider port, go to Step 20.







				12. NNSP and ONSP create and process service orders



				
Upon completion of the LSR/FOC or ICP Process, the NNSP and ONSP create and process service orders through their internal service order systems, based on information provided in the LSR/FOC or WPR/WPRR.







				13. Create – Service Provider Port Request



				· Inter-Service Provider LNP Operations Flows – Service Provider Create Process, Figure 4.







				14. Was port request canceled?



				
The port was canceled by the ONSP, the NNSP, or automatically by an NPAC process.





If yes, go to Step 17.





If no, go to Step 15.







				15. Did ONSP place the order in Conflict?



				
Check Concurrence Flag.
If concurred, the ONSP agrees to the port.
If NOT concurred, a conflict cause code as defined in the FRS, is designated.  ONSP makes a concerted effort to contact NNSP prior to placing SV in conflict.





For wireline SPs, the conflict request can be initiated up to the later of a.) the tunable time (Conflict Restriction Window, current value of 12:00) one business day before the Due Date or b.) the T2 Timer (Final Concurrence Window tunable parameter) has expired.





For wireless SPs using short timers for this SV, the conflict request can be initiated up to the time the T2 Timer (Final Concurrence Window tunable parameter) has expired.





If yes, go to Step 16.





If no, go to Step 18.







				16. NPAC logs request to place the order in conflict, including cause code



				
Go to Inter-Service Provider LNP Operations Flows - Conflict Flow for the Service Creation Provisioning Process - tie point B, Figure 8.







				17. Notify Reseller – NPAC notifies NNSP and ONSP that port is canceled



				
Upon cancellation, NPAC logs this information, and changes the subscription status to canceled.  Both SPs are notified of the change in the subscription status via the SOA interface.





For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.





Both SPs take appropriate action related to internal work orders.







				18. NNSP coordinates physical changes with ONSP



				
The NNSP has the option of requesting a coordinated order.  This is also the re-entry point from the Inter-Service Provider LNP Operations Flows – Conflict Flow for the Service Creation Provisioning Process, tie point BB, Figure 8.





If coordination is requested on the LSR, an indication of Yes or No for the application of a 10-digit trigger is required.  If no coordination indication is given, then by default, the 10-digit trigger is applied as defined by inter-company agreements between the involved service providers.  If the NNSP requests a coordinated order and specifies ‘no’ on the application of the 10-digit trigger, the ONSP uses the 10-digit trigger at its discretion.







				Is the unconditional 10 digit trigger being used?



				
The unconditional 10-digit trigger is an option assigned to a number on a donor switch during the transition period when the number is physically moved from donor switch to recipient switch.  During this period it is possible for the TN to reside in both donor and recipient switches at the same time.





The unconditional 10-digit trigger may be applied by the NNSP.  A 10-digit trigger is applied by the ONSP no later than the day prior to the due date.





If yes, go to Inter-Service Provider LNP Operations Flows - Provisioning with Unconditional 10-Digit Trigger - tie point AA, Figure 7.





If no, go to Inter-Service Provider LNP Operations Flows - Provisioning without Unconditional 10-digit Trigger - tie point A, Figure 6.







				19. End



				· End of the Inter-Service Provider LNP Operations Flows – Main Flow.



· This is also the re-entry point from various flows, tie point Z.











Wireline LSR/FOC Service Provider Communication




Flow LSR/FOC, Figure 2




				Flow Step



				Description







				1. Is end user porting all TNs?



				
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, LSR/FOC Process, Step 6, Figure 1.





The NLSP determines if customer is porting all TN(s).




· If yes, go to Step 3.




· If no, go to Step 2.







				2. NLSP notes “Not all TNs are being ported” in the remarks field of LSR



				
The NLSP makes a note in the remarks section of the LSR to identify that the end-user is not porting all TN(s). This can affect the due date interval due to account rearrangements necessary prior to service order issuance.







				3. Is NLSP a Reseller?



				· If yes, go to Step 4.




· If no, go to Step 5.







				4. NLSP sends LSR or LSR information to NNSP for resale service



				· NLSP (Reseller) sends an LSR or LSR Information to the NNSP fulfilling all requirements of any service agreement between the involved service providers.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the LSR may vary based on the carriers involved.







				5. NNSP sends LSR to ONSP



				
The NNSP notifies the ONSP of the port using the LSR and sends the information via an electronic gateway, FAX, or manual means.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the LSR may vary based on the carriers involved.







				6. Is OLSP a Reseller or is a Type 1 wireless number involved?



				· In a wireline flow scenario, these are numbers that use a Type 1 wireless interconnection.




· If yes, go to Step 7.




· If no, go to Step 9.







				7. Notify Reseller – (conditional) ONSP sends LSR, LSR information, or Loss Notification to OLSP



				· (conditional, based on any service agreement between the involved service providers) – ONSP sends an LSR, LSR Information, or Loss Notification to the OLSP (Reseller or if a Type 1 number is involved) fulfilling all requirements.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the LSR may vary based on the carriers involved.




· (conditional, , based on any service agreement between the involved service providers) – A Loss Alert/Notification may be sent to the OLSP.  The specific timing will be based on the requirements of any service agreement between the involved service providers.







				8. (conditional) OLSP sends FOC or FOC information to ONSP



				· (conditional, based on any service agreement between the involved service providers) – The OLSP notifies the ONSP of the porting using the FOC and sends the information via an electronic gateway, FAX, or other means.  The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.







				9. ONSP sends FOC to NNSP



				
ONSP sends the firm order confirmation (FOC, local response) to the NNSP for the porting LSR.




· For wireline to wireline service providers, and between wireline and wireless service providers, the minimum expectation is that the FOC is returned within 24 hours excluding weekends unless otherwise defined by inter-company agreements, between the involved service providers.  It is the responsibility of the ONSP to contact the NNSP if the ONSP is unable to meet the 24 hour expectation for transmitting the FOC.  If the FOC is not received by the NNSP within 24 hours, then the NNSP contacts the ONSP.  When the OLSP is a reseller or a Type 1 number is involved, the LSR/FOC process time could take longer than 24 hours.





The due date of the first TN ported in an NPA-NXX is no earlier than five (5) business days after FOC receipt date.  Any subsequent port in that NPA NXX will have a due date no earlier than three (3) business days after FOC receipt.  It is assumed that the porting interval is not in addition to intervals for other requested services (e.g., unbundled loops) related to the porting request.  The interval becomes the longest single interval required for the services requested.





The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.







				10. Is NLSP a Reseller?



				· If yes, go to Step 11.




· If no, go to Step 12.







				11. NNSP forwards FOC or FOC Information to NLSP



				· NNSP forwards FOC or FOC Information to NLSP fulfilling all requirements of any service agreement between the involved service providers.  The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.







				12. Return to Figure 1



				· Return to main flow, LSR/FOC Process, Step 6.











Wireless ICP Service Provider Communication




Flow ICP (Intercarrier Communication Process), Figure 3




				Flow Step



				Description







				1. Is NLSP a Reseller?



				
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, ICP Process, Step 7.





The NLSP determines if customer is porting all TN(s).




· If yes, go to Step 2.




· If no, go to Step 3.







				2. NLSP sends WPR or WPR information to NNSP for resale service



				· NLSP (Reseller) sends a WPR (Wireless Port Request) or WPR information to the NNSP (may vary slightly depending on provider agreement between the involved service providers).




· For wireless to wireless service providers the WPR/WPRR (Wireless Port Request/Wireless Port Request Response) initial response time frame is 30 minutes.




· The due date of the first TN ported in an NPA-NXX is no earlier than 5 business days after a confirming WPRR receipt date.




· The due date for a TN ported in an NPA-NXX which has TNs already ported is no earlier than 2 business hours after a confirming WPRR receipt date/time or as currently determined by NANC.







				3. NNSP sends WPR to ONSP



				· The NNSP notifies the ONSP of the port request using the WPR and sends the information via CORBA or FAX.




· ICP response interval, currently set to 30 minutes, begins from acknowledgment being received by NNSP from ONSP, and not at the time the WPR is sent from the NNSP to the ONSP.







				4. Is a Type 1 wireless number involved?



				· If yes, go to Step 5



· If no, go to Step 8.







				5. ONSP sends WPRR rejection to NNSP



				· ONSP identifies the number as using a Type 1 wireless interconnection, and returns a WPRR to the NNSP rejecting the request for this Type 1 number.







				6. Change code owner to Old Wireline SP in NPAC and possibly LERG, as necessary



				· The code holder of the NPA-NXX is not the Old Wireline SP.




· To maintain proper NPA-NXX ownership reference, the NPAC data must reflect the Old Wireline SP as the code holder, therefore update as necessary.  This allows the NNSP to determine the recipient ONSP of the resultant LSR (Figure 2, Wireline LSR/FOC Process).




· An NNSP may alternatively use the LERG for NPA-NXX ownership reference to determine the recipient ONSP of the resultant LSR (Figure 2, Wireline LSR/FOC Process).  Therefore, in the case of a shared code, the LERG data should also be updated to reflect the Old Wireline SP as the code holder.  NOTE:  In the case of a dedicated code, the LERG data should not be changed as this would violate LERG assignment guidelines.




NOTE:  Once the migration of Type 1 interconnected telephone numbers is complete, the number is no longer a Type 1 number (there is no such thing as a “migrated Type 1 number”), but is now considered Type 2.







				7. Re-start process, return to Figure 1



				· The NNSP reference to the recipient of the WPR has been changed to a wireline SP, and must now follow the LSR/FOC process.




· Re-start the intercarrier communication process by returning to main flow Figure 1, Steps 5/6, since this is no longer a “both are wireless carriers” scenario.







				8. Is OLSP a reseller?



				· If yes, go to Step 9.




· If no, go to Step 11.







				9. ONSP sends WPR or WPR information to OLSP



				· The ONSP notifies the OLSP of the port request using the WPR or WPR information.







				10. OLSP sends WPRR or WPRR information to ONSP



				· The OLSP sends the ONSP the WPRR or WPRR information.







				11. ONSP sends WPRR to NNSP



				· ONSP sends the WPRR to the NNSP.




· IC terminates upon receipt of WPRR by NNSP.







				12. Is NLSP a reseller?



				· If yes, go to Step 13.




· If no, go to Step 14.







				13. NNSP forwards WPRR or WPRR information to NLSP



				· The NNSP sends the WPRR or WPRR information to the NLSP.







				14. Is WPRR a Delay?



				· If yes, go to Step 15.



· If no, go to Step 16.







				15. Is OLSP a reseller?



				· If yes, go to Step 10.




· If no, go to Step 11.







				16. Is WPRR confirmed?



				· If yes, go to Step 18.



· If no, go to Step 17 – WPRR must be a Resolution Required.







				17. WPRR is a resolution response



				· Return to Step 1.







				18. Return to Figure 1



				· Return to main flow Figure 1, ICP Process, Step 7.











Service Provider Port Request



Flow Create, Figure 4




				Flow Step



				Description







				1. NNSP and (optionally) ONSP notify NPAC with Create message



				
Due date of the create message is the due date on the FOC, where wireline due date equals date and wireless due date equals date and time.  For porting between wireless and wireline, the wireline due date applies.  Any change of due date to the NPAC is usually the result of a change in the FOC due date.





SPs enter SV data into the NPAC via the SOA interface for porting of end-user in accordance with the NANC FRS and the NANC IIS.







				2. Is Create message valid?



				
NPAC validates data to ensure value formats and consistency as defined in the FRS.  This is not a comparison between NNSP and ONSP messages.





If yes, go to Step 4.  If this is the first valid create message, the T1 Timer (Initial Concurrence Window tunable parameter) is started.  SV Create notifications are sent to both the ONSP and NNSP.





If no, go to Step 3.







				3. NPAC notifies appropriate Service Provider that create message is invalid



				
If the data is not valid, the NPAC sends error notification to the SP for correction.





The SP, upon notification from the NPAC, corrects the data and resubmits to the NPAC.  Re-enter at Step 1.







				4. NPAC starts T1 timer



				
Upon receipt of the first valid create message, the NPAC starts the T1 Timer (Initial Concurrence Window tunable parameter).  The value for the T1 Timer is configurable (one of two values) for SPs.  SPs will use either long or short timers.  The current value for the long timer (typically any wireline involved porting) is nine (9) business hours.  The current value for the short timer (typically wireless-to-wireless porting) is one (1) business hour.







				5. T1 expired?



				
NPAC timers include business hours only, except where otherwise specified.  Short business hours are defined as 7a-7p CT (business day start at 13:00/12:00 GMT, duration of 12 hours).  Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (business day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).  Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.





If yes, go to Step 10.





If no, go to Step 6.







				6. Received Second Create?



				
If yes, go to Step 7.





If no, return to Step 5.







				7. Is Create message valid?



				
If yes, go to Step 8.





If no, go to Step 9.







				8. Return to Figure 1



				
The porting process continues.





Return to main flow Figure 1, Create Process, Step 13.







				9. NPAC notifies appropriate Service Provider that Create message is invalid



				
The NPAC informs the SP of an invalid create.  If necessary, the notified Service Provider coordinates the correction.







				10. NPAC notifies NNSP and ONSP that T1 has expired, and then starts T2 Timer



				
The NPAC informs the NNSP and ONSP of the expiration of the T1 Timer.





Upon expiration, the NPAC starts the T2 Timer (Final Concurrence Window tunable parameter).







				11. T2 Expired?



				
The NPAC provides a T2 Timer (Final Concurrence Window tunable parameter) that is defined as the number of hours after the expiration of the T1 Timer.





The value for the T2 Timer (Final Concurrence Window tunable parameter) is configurable (one of two values) for Service Providers.  Service Providers will use either long or short timers.  The current value for the long timer is nine (9) hours.  The current value for the short timer is one (1) hour.





NPAC timers include business hours only, except where otherwise specified.  Short business hours are defined as 7a-7p CT (business day start at 13:00/12:00 GMT, duration of 12 hours).  Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (business day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).  Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.





If yes, go to Step 15.





If no, go to Step 12.







				12. Receives Second Create?



				
If yes, go to Step 13.





If no, return to Step 11.







				13. Is Create message valid?



				
If yes, go to Step 19.





If no, go to Step 14.







				14. NPAC notifies appropriate service provider that Create message is invalid



				
The NPAC notifies the service provider that errors were encountered during the validation process.





Return to Step 11.







				15. Did NNSP send Create?



				
If yes, go to Step 20.





If no, go to Step 16.







				16. NPAC notifies NNSP and ONSP that T2 has expired



				
The NPAC notifies both NNSP and ONSP of T2 expiration.







				17. Has cancel window for pending SVs expired?



				
If yes, go to Step 18.





If no, return to Step 12.







				18. NPAC notifies NNSP and ONSP that port is canceled 



				
The SV is canceled by NPAC by tunable parameter (30 days).  Both SPs take appropriate action related to internal work orders.





For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.







				19. Return to Figure 1



				
Return to main flow Figure 1, Create Process, Step 13.







				20. NPAC notifies ONSP that porting proceeds under the control of the NNSP



				
A notification message is sent to the ONSP noting that the porting is proceeding in the absence of any message from the ONSP.











Reseller Notification Process




Reseller Notification Flow, Figure 5



				Flow Step



				Description







				1. Is OLSP a reseller?



				
If yes, go to Step 2.





If no, go to Step 4.







				2. Does OLSP need message?



				
If yes, go to Step 3.





If no, go to Step 4.







				3. ONSP sends or provides information and/or message to OLSP



				
NSP (Network Provider) sends or provides information and/or message to the OLSP (Reseller) fulfilling all requirements of any service agreement between the involved service providers.







				4. Is NLSP a reseller?



				
If yes, go to Step 5.





If no, go to Step 7.







				5. Does NLSP need message?



				
If yes, go to Step 6.





If no, go to Step 7.







				6. NNSP sends or provides information and/or message to NLSP



				
NSP (Network Provider) sends or provides information and/or message to the NLSP (Reseller) fulfilling all requirements of any service agreement between the involved service providers.







				7. Return



				
Return to previous flow.











Provisioning Without Unconditional 10-Digit Trigger




Flow A, Figure 6




				Flow Step



				Description







				NOTE:  Steps 1 and 2 are worked concurrently.







				1.
NNSP activates port (locally)



				
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, tie point A, Figure 1.





The Wireline NNSP activates its own Central Office translations.





As an optional step, the Wireless NNSP activates its own switch/HLR configuration including assignment of Mobile Station Identifier (MSID).







				NOTE:  Steps 2 and 3 may be worked concurrently.







				2.  NNSP and ONSP make physical changes (where necessary)



				
Wireline physical changes may or may not be coordinated.  Coordinated physical changes are based on inter-connection agreements between the involved service providers.





Mobile Station (handset) changes are completed.





The NNSP is now providing dial tone to ported end user.







				3.  NNSP notifies NPAC to activate the port



				
The NNSP sends an activate message to the NPAC via the SOA interface.





No NPAC SV may activate before the SV due date/time.





If not done in step 1 above, the Wireless NNSP activates its own switch/HLR configuration including assignment of Mobile Station Identifier (MSID).







				NOTE:  Steps 4, 5, 6, and 7 may be concurrent, but at a minimum should be completed ASAP.







				4.  NPAC downloads (real time) to all service providers



				
The NPAC broadcasts new SV data to all SP LSMSs in the serving area in accordance with the NANC FRS and NANC IIS.  The Service Control Point (SCP) Applications and GTT Function for Number Portability requirements are defined by T1S1.6.







				5.  NPAC records date and time in history file



				
The NPAC records the current date and time as the Activation Date and Time stamp, at the start of the broadcast.  The Activation Complete Timestamp is based on the first LSMS that successfully acknowledged receipt of new SV.







				6.  Wireline ONSP removes translations in Central Office.  Wireless ONSP removes subscriber from switch/HLR



				
The Wireline ONSP initiates the removal of translation either at designated Due Date and Time, or if the order was designated as coordinated, upon receipt of a call from the NNSP.





The Wireless ONSP initiates the removal of the subscriber record from the switch/HLR after the activation of the port.





As an optional step, if the OLSP is a reseller, the ONSP should send a Loss Notification to the OLSP (indicator to stop billing).







				7.  NPAC logs failures and non-responses and notifies the NNSP and ONSP



				
The NPAC resends the activation to an LSMS that did not acknowledge receipt of the request, based on the retry tunable and retry interval.  The number of NPAC SMS attempts to send is a tunable parameter for which the current setting is one (1) attempt, in which case no retry attempts are performed.  Once this cycle is completed, NPAC personnel, when requested, investigate possible problems.  In addition, the NPAC sends a notification via the SOA interface to both NNSP and ONSP with a list of LSMSs that failed activation.







				8.  All service providers update routing databases (real time download)



				
This is an internal process and is performed in accordance with the Service Control Point (SCP) Applications and GTT Function for Number Portability requirements as defined by T1S1.6 (within 15 minutes).







				9.  NNSP may verify completion



				
The NNSP may make test calls to verify that calls to ported numbers complete as expected.







				Z.  End



				
Return to main flow, tie point Z, Figure 1.











Provisioning With Unconditional 10-Digit Trigger




Flow AA, Figure 7




				Flow Step



				Description







				1. ONSP activates unconditional 10 digit trigger in the central office



				
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, tie point AA, Figure 1.





The actual time for trigger activation is defined on a regional basis.





The unconditional 10-digit trigger may optionally be applied by the NNSP.







				NOTE:  Steps 2 and 3 may be worked concurrently.







				2.  NNSP activates central office translations



				
The NNSP activates its own Central Office translations.







				3. NNSP and ONSP make physical changes (where necessary)



				
Any physical work or changes are made by either NNSP or ONSP, as necessary.





Physical changes may or may not be coordinated.  Coordinated physical changes are based on inter-connection agreements between the involved service providers.




· The NNSP is now providing dial-tone to ported in user







				4. NNSP notifies NPAC to activate the port



				
The NNSP sends an activate message via the SOA interface to the NPAC.





No NPAC SV may activate before the SV due date/time.







				NOTE:  Steps 5, 6, and 7 may be concurrent, but at a minimum should be completed ASAP.







				5.  NPAC downloads (real time) to all service providers



				
The NPAC broadcasts new SV data to all SPs in the serving area in accordance with the NANC FRS and NANC IIS. The Service Control Point (SCP) Applications and GTT Function for Number Portability requirements are defined by T1S1.6.







				6.  NPAC records date and time in history file



				
The NPAC records the current date and time as the Activation Date and Time stamp, at the start of the broadcast.  The Activation Complete Timestamp is based on the first LSMS that successfully acknowledged receipt of new subscription version.







				7.  NPAC logs failures and non-responses and notifies the NNSP and ONSP



				
The NPAC resends the activation to a Local SMS that did not acknowledge receipt of the request, based on the retry tunable and retry interval.  The number of NPAC attempts to send is a tunable parameter for which the current setting is one (1) attempt, in which case no retry attempts are performed.  Once this cycle is completed NPAC personnel, when requested, investigate possible problems.  In addition, the NPAC sends a notification via the SOA interface to both the NNSP and ONSP with a list of LSMSs that failed activation.







				8.  All service providers update routing data (real time download)



				
This is an internal process and is performed in accordance with the Service Control Point (SCP) Applications and GTT Function for Number Portability requirements as defined by T1S1.6 (within 15 minutes).







				9.  ONSP removes appropriate translations



				
After update of its databases the ONSP removes translations associated with the ported TN(s).  The removal of these translations (1.) will not be done until the old Service Provider has evidence that the port has occurred, or (2.) will not be scheduled earlier than 11:59 PM one day after the due date, or (3.) will be scheduled for 11:59 PM on the due date, but can be changed by an LSR supplement received no later than 9:00 PM local time on the due date.  This LSR supplement must be submitted in accordance with local practices governing LSR exchange, including such communications by telephone, fax, etc.





As an optional step, if the OLSP is a reseller, the ONSP should send a Loss Notification to the OLSP (indicator to stop billing).  







				10.  NNSP may verify completion



				
The NNSP may make test calls to verify that calls to ported numbers complete as expected.







				Z.  End



				
Return to main flow, tie point Z, Figure 1.











Conflict Flow for the Service Creation Provisioning Process




Flow B, Figure 8




				Flow Step



				Description











				1. Is conflict restricted?



				
The conflict flow is entered through the Provisioning process flow (Main Flow) through tie point (B), Figure 1, when the ONSP enters a concurrence flag of “No”, and designates a conflict cause code.





Conflict is restricted (i.e., SV may not be placed into conflict by the ONSP) if one of the following:





The ONSP previously placed the subscription into conflict, or





The ONSP never sent a create message for this subscription, or





The request was initiated too late:





For wireline SPs the request was initiated after the tunable time (Conflict Restriction Window, current value of 12:00) one business day before the Due Date and T2 Timer (Final Concurrence Window tunable parameter) has expired.





For wireless SPs using short timers for this SV, the request was initiated after the T2 Timer (Final Concurrence Window tunable parameter) has expired.





If yes, go to Step 2.





If no, go to Step 3.







				2. NPAC rejects the conflict request



				
NPAC notifies SP of rejection.





The porting process resumes as normal, proceeding to the Provisioning process flow (Main Flow) at tie point BB, Figure 1.







				3. NPAC changes the subscription status to conflict and notifies NNSP and ONSP



				
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.





Both SPs take appropriate action related to internal work orders.





SVs may be modified while in the conflict state (e.g., due date), by either the NNSP or ONSP.







				4. NNSP contacts ONSP to resolve conflict.  If no agreement is reached, begin normal escalation



				
The escalation process is defined in the inter-company agreements between the involved service providers.







				5. Was conflict resolved within conflict expiration window?



				
From the time an SV is placed in conflict, there is a tunable window (Conflict Expiration Window, current value of 30-calendar day limit after the due date) after which it is removed from the NPAC database.  If it is resolved within the tunable window, go to Step 7; if not, the subscription request will “time out” and go to Step 6.







				6. NPAC initiates cancellation and notifies NNSP and ONSP



				
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.





Both SPs take appropriate action related to internal work orders.







				7. Was port request canceled to resolve conflict?



				
Conflict resolution initiates one of two actions:  1) cancellation of the subscription, or 2) resumption of the service creation provisioning process.  If the conflict is resolved by cancellation of the subscription, then proceed to the Cancellation Flows for Provisioning Process through tie point C, Figure 9.  If the conflict is otherwise resolved, go to Step 8.







				8. Was resolution message from ONSP?



				
If yes, go to Step 9.





If no, go to Step 10.







				9. NPAC notifies NNSP and ONSP of ‘conflict off’ via SOA



				
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.





NPAC notifies both SPs of the change in SV status.  The porting process resumes as normal, proceeding to the Provisioning process flow (Main Flow) at tie point BB, Figure 1.







				10. Did NNSP send resolution message during the restriction window?



				
If conflict was resolved within tunable business hours (current values of six hours for wireline [Long Conflict Resolution New Service Provider Restriction], and six hours for wireless [Short Conflict Resolution New Service Provider Restriction] ), only the ONSP may notify NPAC of “conflict off”.  If conflict was resolved after tunable hours, either the NNSP or ONSP may notify NPAC of “conflict off”.




In order for the porting process to continue at least one SP must remove the SV from conflict.





If yes, go to Step 11.





If no, go to Step 9.







				11. NPAC rejects the conflict resolution request from NNSP



				
NPAC sends an error to the NNSP indicating conflict resolution is not valid at this point in time.







				12. Was the Conflict Cause Code 50 or 51>



				
If yes, go to Step 11.





If no, go to Step 9.







				Z.  End



				
Return to main flow, tie point Z, Figure 1.











Cancellation Flows for Provisioning Process




Cancel Flow, Figure 9




Introduction




A service order and/or subscription may be canceled through the following processes:




· The end-user contacts the NLSP or OLSP and requests cancellation of their porting request.




· Conflict Flow for the Service Creation Provisioning Process – Flow B, Figure 8:  As a result of the Conflict Resolution process (at tie-point C) the NLSP and OLSP agree to cancel the SV and applicable service orders.




				Flow Step



				Description







				End-user request to cancel



				
The Cancellation Process may begin with an end-user requesting cancellation of their pending port.  The Cancellation process flow applies only to that period of time between SV creation, and either activation or cancellation of the porting request.  If activation completed and the end-user wishes to revert back to the former SP, it is accomplished via the Provisioning Process.







				1. Did end-user contact NLSP?



				
The end-user contacts either the NLSP or OLSP to cancel the porting request.  Only the NLSP or OLSP can initiate this transaction, not another SP.





The contacted SP gathers information necessary for sending the supplemental request to the other SP noting cancellation, and for sending the cancellation request to NPAC.





If yes, go to Step 3.





If no, go to Step 7.







				2. Is NLSP a Reseller?



				· If yes, go to Step 4.




· If no, go to Step 6.







				3. NLSP sends cancel request to NNSP



				
The NLSP notifies the NNSP, via their inter-company interface, indicating that the porting request is to be canceled.







				4. NNSP sends SUPP to ONSP noting cancellation as soon as possible and prior to activation



				
The NNSP fills out and sends the supplemental request form to the ONSP via their inter-company interface, indicating cancellation of the porting request.







				5. NNSP sends cancel request to the NPAC



				
The NNSP notifies the NPAC, via the SOA interface, indicating the porting request is to be canceled.







				6. OLSP obtains end-user authorization



				
The OLSP obtains actual authority from the end-user to act as the official agent on behalf of the end-user to cancel the porting request.  The OLSP is responsible for demonstrating such authority as necessary.







				7. Is OLSP a Reseller?



				· If yes, go to Step 9.




· If no, go to Step 10.







				8. OLSP sends cancel request to ONSP



				
The OLSP notifies the ONSP, via their inter-company interface, indicating that the porting request is to be canceled.







				9. ONSP sends cancel request to NPAC



				· The OLSP, contacted directly by the end-user or notified by the NNSP via their inter-company interface, sends a cancellation message to the ONSP, via their inter-company interface.





The ONSP notifies the NPAC, via the SOA interface, indicating the porting request is to be canceled.





The ONSP takes appropriate action related to internal work orders.







				10. Did the provider requesting cancel send a Create message to NPAC?



				
This is the entry point from the Inter-Service Provider LNP Operations Flows – Conflict Flow, tie point C, Figure 8.





This cancellation message is accepted by the NPAC only if the ONSP had previously created during the SV creation.  If the ONSP does not send a create message to the NPAC for this SV, it cannot subsequently send a cancellation message.




· If yes, go to Step 13.




· If no, go to Step 12.







				11. NPAC rejects the cancel request



				· NPAC sends an error via the SOA interface indicating that a cancel request cannot be sent for an SV that did not have a matching create from that SP.







				12. Did both NNSP and ONSP send Create message to NPAC?



				
The NPAC tests for receipt of cancellation messages from the two SPs based on which SP had previously sent a message into the NPAC.  Since the ONSP create is optional for SV creation, if the ONSP did not send a message during the creation process, the ONSP input during cancellation is not accepted by the NPAC.  Similarly, if during the SV creation process only the ONSP sent a message, and not the NNSP, only the ONSP input is accepted when canceling an order.





If yes, go to Step 15.





If no, go to Step 14.







				13. NPAC updates subscription to cancel, logs status change, and notifies NNSP and ONSP



				
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.





For a “non-concurred” SV, when the first cancellation message is received, the NPAC sets the SV status directly to cancel, and proceeds to tie point Z.  Both NNSP and ONSP are notified of this change in status via the SOA interface.







				14. NPAC updates subscription to cancel-pending, logs status change, and notifies NNSP and ONSP



				
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.





For a “concurred” SV, when the first cancellation message is received, the NPAC sets the SV status to cancel-pending.  Both NNSP and ONSP are notified of this change in status via the SOA interface.







				15. Did NNSP send cancel to NPAC?



				
If yes, go to Step 17.





If no, go to Step 21.







				16. Did NPAC receive cancel ACK from ONSP within first cancel window timer?



				· The NPAC applies a nine (9)-business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both SPs.  This is referred to as the Cancellation-Initial Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.





NPAC timers include business hours only, except where otherwise specified.  Short business hours are defined as 7a-7p CT (business day start at 13:00/12:00 GMT, duration of 12 hours).  Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (business day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).  Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.




· If yes, go to Step 20.




· If no, go to Step 18.







				17. NPAC notifies ONSP that cancel ACK is missing



				
The Cancellation-Initial Concurrence Window starts with receipt of the first cancellation message at NPAC.  When this timer expires, the NPAC requests the missing information from ONSP via the SOA interface.  Only “concurred” subscriptions reach this point in the process flow.







				18. NPAC waits for either cancel ACK from ONSP or expiration of second cancel window timer



				
The NPAC applies an additional nine (9) business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both Service Providers.  This is referred to as the Cancellation-Final Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.





NPAC SMS processing timers include business hours only, except where otherwise specified.  Short business hours are defined as 7a-7p CST (business day start at 13:00 GMT, duration of 12 hours).  Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (business day start – NE/MA/SE 8a-8p CST, MW/SW 9a-9p CST, WE 10a-10p CST, WC 11a-11p CST, duration of 12 hours).  Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays. Holidays and business hours are defined for each NPAC Region.





Either upon receipt of the concurring ACK notification or the expiration of the second cancel window timer, go to Step 20.







				19. NPAC updates subscription to cancel, logs cancel and notifies NNSP and ONSP



				
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.





The porting request is canceled by changing the subscription status to canceled.  Both Service Providers are notified of the cancellation via the SOA interface.







				20. Did NPAC receive cancel ACK from NNSP within first cancel window?



				· The NPAC applies a nine (9)-business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both SPs.  This is referred to as the Cancellation-Initial Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.





NPAC timers include business hours only, except where otherwise specified.  Short business hours are defined as 7a-7p CT (business day start at 13:00/12:00 GMT, duration of 12 hours).  Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (business day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).  Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.




· If yes, go to Step 20.




· If no, go to Step 22.







				21. NPAC notifies NNSP that cancel ACK is missing



				
The Cancellation-Initial Concurrence Window starts with receipt of the first cancellation message at NPAC.  When this timer expires, the NPAC requests the missing information from NNSP via the SOA interface.  Only “concurred” subscriptions reach this point in the process flow.







				22. Did NPAC receive cancel ACK from NNSP within second cancel window timer?



				· The NPAC applies an additional nine (9)-business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both SPs.  This is referred to as the Cancellation-Final Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.





NPAC timers include business hours only, except where otherwise specified.  Short business hours are defined as 7a-7p CT (business day start at 13:00/12:00 GMT, duration of 12 hours).  Long business hours are planned for 9a-9p in the predominant time zone for each NPAC region (business day start – NE/MA/SE 14:00/13:00 GMT, MW/SW/Canadian 15:00/14:00 GMT, WE 16:00/15:00 GMT, WC 17:00/16:00 GMT, duration of 12 hours).  Short Business Days are currently defined as Monday through Friday, except holidays, and Long Business Days are currently defined as Sunday through Saturday (seven days a week), except holidays.  Holidays and business hours are defined for each NPAC Region.




· If yes, go to Step 20.




· If no notification is received prior to second cancel window timer expiration, proceed to tie-point CC, “Cancellation Conflict Process Flow”, Figure 10.







				Z.
End



				
Return to main flow, tie point Z, Figure 1.











Cancellation Conflict Flow for Provisioning Process




Cancel-Conflict Flow due to missing Cancellation ACK from New SP, Figure 10




				Flow Step



				Description







				Note that the Cancellation Conflict process flow is reached only for “concurred” subscriptions.







				1. NPAC updates subscription to conflict, logs conflict, and notifies NNSP and ONSP



				
This is the entry point from the Inter-Service Provider LNP Operations Flows – Cancellation Flow, tie point CC, Figure 9.





If the NNSP does not provide a cancellation notification message to NPAC, in spite of a Cancellation LSR from the ONSP and a reminder message from NPAC, the subscription is placed in a conflict state.  NPAC also writes the proper conflict cause code to the subscription record, and notifies both SPs, with proper conflict cause code, of the change in status via the SOA interface.





For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.





Both SPs take appropriate action related to internal work orders.







				2. Did NPAC receive cancel message from NNSP?



				
Only “missing cancellation ACK from New SP” subscriptions reach this point in the process flow.  The subscription will transition to pending or cancel.





With the subscription in conflict, it is only the NNSP who controls the transaction.  The NNSP makes a concerted effort to contact the ONSP prior to proceeding.





If yes, go to Step 3.





If no, go to Step 5.







				3. NNSP notifies NPAC to cancel subscription



				
The NNSP may decide to cancel the subscription.  If so, they notify NPAC of this decision via the SOA interface.







				4. NPAC updates subscription to cancel, logs cancel, and notifies NNSP and ONSP



				
Following notification by the NNSP to cancel the subscription, NPAC logs this information, and changes the subscription status to canceled.  Both SPs are notified of the change in the subscription status via the SOA interface.





For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.





Both SPs take appropriate action related to internal work orders.







				5. Has conflict expiration window expired?



				
At this point in the process flow, the subscription status is conflict, and is awaiting conflict resolution or the expiration of the tunable window (Conflict Expiration Window, current value of 30 days).





If yes, go to Step 6.





If no, go to Step 7.







				6. NPAC updates subscription to cancel, logs cancel, and notifies NNSP and ONSP



				
After no response from the NNSP for 30 calendar days regarding this particular subscription, NPAC changes the status to canceled and notifies both SPs of the change in status via the SOA interface.





For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.





Both SPs take appropriate action related to internal work orders.







				7. Did NPAC receive resolve conflict message from NNSP



				
The NNSP may choose to proceed with the porting process, in spite of a cancellation message from the ONSP.  As both SPs are presumably basing their actions on the end-user’s request, and each is apparently getting a different request from that end-user, each should ensure the accuracy of the request.





If the NNSP decides to proceed with the porting, they send a resolved conflict message via the SOA interface.





It is the responsibility of the NNSP to contact the ONSP, to request that related work orders which support the porting process are performed.  The ONSP must support the porting process.





If yes, go to Step 8.





If no, return to Step 2.







				8. Has NNSP conflict resolution restriction expired?



				
At this point in the process flow, the subscription status is conflict, and is awaiting conflict resolution or the expiration of the tunable window (current values of six hours for wireline [Long Conflict Resolution New Service Provider Restriction], and six hours for wireless [Short Conflict Resolution New Service Provider Restriction] ).





The conflict resolution restriction window is only applicable the first time a subscription is placed into conflict, whether the conflict is invoked by the NPAC due to this process, or placed into conflict by the ONSP.





If yes, go to Step 9.





If no, go to Step 10.







				9. NPAC notifies NNSP and ONSP of ‘conflict off’ via SOA



				
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.





NPAC notifies both SPs of the change in subscription status.  The porting process resumes as normal, at tie-point BB, Figure 1.







				10. NPAC rejects the resolve conflict request from NNSP



				
The NNSP has sent the resolve conflict message before the expiration of the conflict resolution restriction window.  NPAC returns an error message back via the SOA interface.







				Z.
End



				
Return to main flow, tie point Z, Figure 1.











Disconnect Process for Ported TN(s)




Disconnect Flow, Figure 11




				Flow Step



				Description







				1. End-user initiates disconnect



				
The end-user provides disconnect date and negotiates intercept treatment with current SP.







				2. Is NLSP a reseller?



				
If yes, go to Step 3.





If no, go to Step 4.







				3. NLSP sends disconnect request to NNSP



				
Current Local SP sends disconnect request to current Network SP, per inter-company processes.







				4. NNSP initiates disconnect



				
NNSP initiates disconnect of service based on request from NLSP or end-user.





NNSP initiates disconnect of service based on regulatory authority(s).







				5. NNSP arranges intercept treatment when applicable



				
NNSP arranges intercept treatment as negotiated with the end user, or, when the disconnect is SP initiated, per internal processes.







				6. NNSP creates and processes service order



				
NNSP follows existing internal process flows to ensure the disconnect within its own systems.







				7. NNSP notifies NPAC of disconnect date1 and indicates effective release date2



				
NNSP notifies NPAC of disconnect date via the SOA interface and indicates effective release date, which defines when the broadcast occurs.





If no effective release date is given, the broadcast from the NPAC is immediate.  The maximum interval between disconnect date and effective release date is 18 months.







				8. Has effective release date been reached?



				
If yes, go to Step 9.





If no, repeat Step 8.







				9. NPAC broadcasts subscription deletion to all applicable SPs



				
On effective release date, the NPAC broadcasts SV deletion to all applicable SPs via the LSMS interface.







				10. NPAC notifies code/block holder of disconnected TN(s) disconnect and release dates



				
On effective release date, the NPAC notifies code/block holder of the disconnected TN(s), effective release and disconnect dates via the SOA interface.







				11. NPAC deletes TN(s) from active database



				
On effective release date, the NPAC removes telephone number from NPAC database.







				12. End



				











Audit Process




Audit Flow, Figure12




				Flow Step



				Description







				1. Service Provider requests an audit from NPAC



				
An SP may request an audit to assist in resolution of a repair problem reported by an end-user.  Prior to the audit request, the SP completes internal analysis as defined by company procedures and, if another SP is involved, attempts to jointly resolve the trouble in accordance with inter-company agreements between the involved service providers.  Failing to resolve the trouble following these activities, the SP requests an audit.







				2. NPAC issues queries to appropriate LSMSs



				
The NPAC issues queries to the LSMSs involved in the customer port.







				3. NPAC compares own subscription version to LSMS subscription version



				
Upon receipt of the LSMS subscription version, the comparison of the NPAC and LSMS subscription versions is made to determine if there are discrepancies between the two databases.





If an LSMS does not respond, it is excluded from the audit.







				4. NPAC downloads updates to LSMSs with subscription version differences



				
If inaccurate routing data is found, the NPAC broadcasts the correct subscription version data to any involved SPs networks to correct inaccuracies.







				5. Are all audits completed?



				
If yes, go to Step 6.





If no, return to Step 4.







				6. NPAC reports audit completion and discrepancies to requestor



				
The NPAC reports to the requesting SP following completion of the audit to allow the SP to close the trouble ticket.





 Upon request, the NPAC provides ad hoc reports to SPs that wish to determine which SPs are launching audit queries to their LSMS.







				7. End



				











Code Opening Processes




NPA-NXX Code Opening, Figure 13



				Flow Step



				Description







				1.
NPA-NXX holder notifies NPAC of NPA-NXX Code(s) being opened for porting



				
The SP responsible for the NPA-NXX being opened must notify the NPAC via the SOA or LSMS interface within a regionally agreed upon time frame.





In the case of numbers that use a Type 1 wireless interconnection, the corresponding NPA-NXX needs to be opened by the Old Wireline SP.







				2.
NPAC updates its NPA-NXX database



				
The NPAC updates its databases to indicate that the NPA-NXX has been opened for porting.







				3.
NPAC sends notice of code opening to all SPs



				
The NPAC provides advance notice via the object creation message of the scheduled opening of NPA-NXX code(s) via the SOA and LSMS interface. Currently the NPAC vendor is also posting the NPA-NXX openings to the secure website.







				4.
End



				











Code Opening Processes




First TN Ported in NPA-NXX, Figure 14



				Flow Step



				Description







				1. NPAC successfully processes create request for TN subscription version



				
SP notifies the NPAC of SV creation for a TN in an NPA-NXX.







				2. NPAC successfully processes create request for NPA-NXX-X



				
NPAC successfully processes an NPA-NXX-X for a Number Pool Block.







				3. First SV activity in NPA-NXX?



				
If yes, go to Step 4.





If no, go to Step 5.







				4. NPAC sends notification of first TN ported to all SPs via SOA and LSMS



				
When the NPAC receives the first SV create request in an NPA-NXX, it will broadcast a “heads-up” notification to all SPs via the SOA and LSMS interfaces.  Upon receipt of the NPAC message, all SPs, within five (5) business days, will complete the opening for the NPA-NXX code for porting in all switches.







				5. End



				











Cancel-Pending Undo Process for Ported TN(s)




Cancel-Undo Flow, Figure 15



				Flow Step



				Description







				1. End-user requests a cancel-undo



				
The Cancel-Pending Undo Process may begin with an end-user requesting the reversal (undo) of an in-progress cancel for their cancel-pending port.







				2. Is the subscription in cancel-pending status?



				
If yes, go to Step 4.





If no, go to Step 3.







				3. NPAC rejects the cancel-undo request



				
NPAC sends an error to the requesting SP indicating the current SV status is not valid for a cancel-undo request.







				4. Did the provider requesting a cancel-undo issue a cancel for this subscription?



				
If yes, go to Step 5.





If no, repeat Step 3.







				5. Notify Reseller – NPAC updates subscription to status prior to cancel and notifies NNSP and ONSP



				
Upon cancel-undo, NPAC logs this information, and changes the subscription status to the status prior to the cancel (either pending or conflict).  Both SPs are notified of the change in the subscription status via the SOA interface.





For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.





Both SPs take appropriate action related to internal work orders.







				6. End



				











				Tunable Name



				Current Tunable Value







				T1, Short Initial Concurrence Window



				1 hour







				T1, Long Initial Concurrence Window



				9 hours







				T2, Short Final Concurrence Window



				1 hour







				T2, Long Final Concurrence Window



				9 hours







				Conflict Restriction Window



				12:00pm (noon)







				Conflict Expiration Window



				30 days







				Long Conflict Resolution New Service Provider Restriction



				6 hours







				Short Conflict Resolution New Service Provider Restriction



				6 hours







				Long Cancellation-Initial Concurrence Window



				9 hours







				Short Cancellation-Initial Concurrence Window



				9 hours







				Long Cancellation-Final Concurrence Window



				9 hours







				Short Cancellation-Final Concurrence Window



				9 hours
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These are the flows the industry will use on November 24, 2003.  These flows are subject to change pending guidance from the FCC regarding intermodal porting intervals.  This is just one of the issues before the FCC that could affect these flows.
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy):  
11/09/2006                  PIM 59


Company(s) Submitting Issue:
NeuStar Inc. 


Contact(s):  Name 


Syed Mubeen Saifullah



         Contact Number 
925-833-1793/510-295-5167 



         Email Address   
syed.mubeen@neustar.biz 


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



Process for unlocking the 911 record – there is a problem in identifying a solidified process for unlocking the 911 record for VoIP carriers.  



2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A.   Examples & Impacts of Problem/Issue:  


From what has been described by many VoIP carriers, there are still problems associated with disconnects and porting to VoIP carriers. 



Call backs and responses to 911 calls are returned to incorrect locations.


3. Suggested Resolution: 



It is important for both wireline, wireless and VoIP carriers to work together to resolve this issue. Perhaps the engagement of Mr. Rick Jones or the creation of a task force which can be charged with documenting a process for this issue.  



It is important for all types of participants to be part of this effort as VoIP carriers will have a tremendous amount to gain from the experience from wireless and wireline carriers which have been dealing with this issue for years.
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LOCAL NUMBER PORTABILITY 
 
 



OVERVIEW 
 
Local Number Portability (LNP) is a concept that permits greater flexibility in the 
association of a telephone number to a company and/or individual.  Historically a NPA 
NXX is assigned to a single local service provider.  That provider would then have 
control of that number in its entirety.  In an area where multiple local SPs may operate, 
subscribers changing their provider would then have to change their telephone number 
as well.  To address this, LNP processes were developed in the mid-1990’s and 
implementation began shortly thereafter. 
 
LNP refers to the ability of end users to retain their telephone number when they 
change their physical location, service provider or type of service.  A telephone number 
that has been retained when one of these changes is made is called a "ported number". 
 
There are three types of number portability: 



• Service Provider portability - the ability to change SPs (while at the same location 
/ Rate Center) and retain the same number. 



• Location portability - the ability to change physical location (beyond the Rate 
Center area) and retain the same number. 



• Service portability - the ability to change the type of service (while at the same 
location) and retain the same number. 



 
As of this writing, Service Provider portability is the only type of portability in effect.  
Location portability requires a substantial number of issues to be addressed and 
resolved prior to its becoming a reality. 
 
LNP implementation is based on various levels of service and other factors.  Variations 
in a carrier being required to provide LNP currently exist: for example, smaller rural 
carriers may not be equipped to provide LNP and paging companies are currently 
exempt. 
 
The minimum requirement for a LSP to provide LNP capability in its network is a 
Service Switching Point (SSP). While all component functionality is required to provide 
LNP capability, a new LSP may arrange component functionality from third-party 
sources. 
 
The components for an LNP capable network include:  



• Service Switching Point (SSP)  



• Signal Transfer Point (STP)  











• Service Control Point (SCP)  



• Local Service Management System (LSMS)/Service Order Administration (SOA). 
 



LNP RELATIVE TO A NEW LOCAL SERVICE PROVIDER  
 
The FCC's First Report and Order on Telephone Number Portability (C.C. Docket No. 
95-116, Document No. 96-286) Appendix B at ¶52.3(b) adopted June 27, 1996 requires 
certain requirements of all LSPs operating within the Top 100 Metropolitan Statistical 
Areas (MSAs).  A new LSP should consult the FCC order to determine requirements 
that impact their company. 
 



LOCATION ROUTING NUMBER (LRN) 
 
LNP is made technically feasible by use of a Location Routing Number (LRN).  An LRN 
is a 10-digit number used to uniquely identify a switch that has ported numbers from 
another switch (i.e., subscribers now work out of the new switch rather than the switch 
the NPA NXX was originally native to).  The LRN for a particular switch must be a 
native/LERG Assignee NPA NXX (A) Record Holder assigned to the SP for that switch.  
Essentially, LRN assigns a unique 10-digit telephone number to each switch in a 
defined geographic area. The LRN serves as a network address.   
 
Carriers routing telephone calls to end-users that have transferred their telephone 
numbers from one carrier to another perform a database query to obtain the LRN that 
corresponds to the dialed telephone number.  The database query is performed for all 
calls where the NPA NXX of the called number has been marked in the switch as 
portable.  The carrier then would route the call to the new carrier based on the LRN.  
The Location Routing Number (LRN) depends on Intelligent Network (IN) or Advanced 
Intelligent Network (AIN) capabilities, which must be deployed in the participating LSPs 
networks. 
 
For further information regarding LRNs, please refer to the INC Location Routing 
Number Assignment Practices document, located on the INC website, which can be 
found through the ATIS home page at www.atis.org.  
 
  



LOCAL NUMBER PORTABILITY ROUTING EXAMPLE 
 
In the pre-LNP example a call placed to NPA NXX1-1234 is routing through the PSTN 
through as many switches as may be necessary to reach its destination, as NPA NXX1-
1234 
 
In this example, note that NPA NXX1 is associated with the switch of an “original” 
Service Provider and NPA NXX2 is native to the switch of a “new” service provider.  An 
LRN must have its first 6 digits associated with an NXX of a switch to which that NXX is 











native.  The “new” service provider switch needs to have at least one LRN that all 
numbers ported to it can be mapped to. 
 



  
 



 
 
Under LNP, the dialed number (NPA NXX1-1234) is determined to be “ported” via a 
database dip that occurs in the call setup.  In this example, NPA NXX1-1234 is 
“mapped” in the LNP database to a Location Routing Number (LRN) of NPA NXX2-
9999.  This LRN is processed through the call setup as if it were the called number.  
The actual called number is stored in the message being sent.  At a point prior to 
completing the call, the stored actual called number replaces the LRN and the call 
completes to that number. 
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy):  04/28/2006


Company(s) Submitting Issue:  Comcast Phone, LLC


Contact(s):  Name   Nancy Sanders



         Contact Number   720-267-8321



         Email Address   nancy_sanders@cable.comcast.co,


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



 .  Comcast is requesting NANC support a standard porting interval for wireline to wireline and wireline to wireless    of  one day  based on the following criteria;  :



- the trading partners are E Bonded through EDI (Electronic Data Interchange) or xML



- the port is a single line port.



- the directory listing is  retained or deleted


- there is no DSL associated with the line



- the LSR submitted contains no errors



- the LSR is submitted to the Old Service Provider processing center by 3PM Local Area Time


This PIM is not suggesting a change in the wireless to wireless interval.  It does not include carriers who use an ILEC or CLEC, other GUI or Email and FAX as a means to submit LSRs.                                                        



2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A. Examples & Impacts of Problem/Issue:  Comcast is seeking to be more competitive in the communications industry.  Current processes may require more than 24 hours for issue and receipt of a Firm Order Confirmation (FOC) in response to a Valid LSR and more than 4 days for Port Completion in IMPAC.    


B. Frequency of Occurrence:



The standard porting interval is applied to all wireline to wireline and intermodel, wireline to wireless.


C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     



 West Coast___  ALL_X_



D. Rationale why existing process is deficient:   The current practices do not meet Customer, Business and Industry Expectations and are not acceptable when compared to the Wireless to Wireless Porting Interval of 2.5 hours. Comcast is able to do next day porting today and wants to establish that practice in their business model for all wireline to wireline and Intermodal, wireline to wireless porting activity.


E. Identify action taken in other committees / forums: NANC , FCC 03-284,  Intermodel Porting Interval issue management Group 



F. Any other descriptive items: __



__________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution:   



The LNP – WG recommend to NANC that the porting interval be changed under the conditions defined in the Problem/Issue statement


to next day porting interval.



LNPA WG: (only)



Item Number: 0022




Issue Resolution Referred to: _________________________________________________________


Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________



1


2


This contribution includes proposals which were prepared to assist the LNPA Working Group. This document is submitted for discussion only, and is not to be construed as binding on Verizon.  Subsequent study may lead to a revision of this document, both in numerical value and/or form, and, after continuing study and analysis, Verizon specifically reserves the right to change the contents of this contribution



* CONTACT: Gary Sacra; email: gary.m.sacra@verizon.com; Tel: 410-736-7756
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IMS Concepts and Architecture

Outline

		IMS Concepts



Introductory concepts and IMS general terminology

		Functional Entities and their Roles
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Architecture associated with major functional entities
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		Summary
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IMS Concepts

		How Did We Arrive At IMS?

		Definition of IMS

		UE

		User Identities

		IP Connectivity Access Network (IP-CAN)

		IP Multimedia Sessions

		Transition to IMS Architecture
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How did we arrive at IMS?

Technology Evolution 









PSTN

		Circuit switched 

		Analog

		Digital

		SS7

		ISDN



		Circuit switched

		Analog

		Digital

		2G (GSM 

& CDMA

ANSI-41) 



3G Wireless

Wireless

		3G wireless + IP ++



Standard Services Platform

Converged Applications & Content

Access Independence



IP



IMS

		Internet



VoIP

Instant Messaging

Web Applications

		W-CDMA

		GPRS/UMTS
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IMS Concepts 

What is IMS?

		IP Multimedia Subsystem (IMS) is a Service Delivery Architecture



Standardized architecture to provide Internet Protocol (IP)-based mobile and fixed multimedia services

		IMS architecture has evolved over the past few years

		Today, IMS could allow operators who own different types of networks with varying architectures to offer the same services to all of their customers
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IMS Concepts 

User Equipment (UE)

		UE: A device that has IP connectivity and is able to request an IP address from the network



Examples: SIP phone, PC, PDA

		UE negotiates its QoS requirements and other capabilities during a session setup

		UE negotiates items, such as:



Media Type

Direction of traffic

Bit rate, packet size, bandwidth adaptation
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IMS Concepts 

IMS User Identification

		An IMS user is allocated one or more Public User Identities by the home operator 

		A Public User Identity is either a SIP URI or a TEL URL 



When the Public User Identity contains a SIP URI, it typically takes the form of sip:first.last@operator.com

When the Public User Identity contains a TEL URL representing a phone number in international format it typically takes the form of tel:+1-212-555-0293

It is possible to include a telephone number in a SIP URI using the following format: 

sip:+1-212-555-0293@operator.com;user=phone

TEL URLs are needed for inter-working with PSTN phones

		In IMS, Public User Identities are used to route SIP signaling
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IMS Concepts 

IMS User Identification (contd.)

		Each IMS subscriber is assigned a Private User Identity by the home operator

		Unlike Public User Identities, Private User Identities are not SIP URIs or TEL URLs



They take the format of a NAI (Network Access Identifier)

The format of a NAI is username@operator.com

		Private User Identities are exclusively used for subscription identification and authentication purposes 

		Private User Identities are not used for routing SIP requests 
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Relationship Between User Identities 



Public User Identities

Private User Identity

zzeb@tmobile.com



Sip:zehan.zeb@newstore.com



tel:+17324567888



Sip:zehan.zeb@example.com



tel:+88028112347



IMS Subscriber
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IMS Concepts 

3GPP IP-CAN





  

  

UE

IP-CAN

(GPRS

-based)

IMS Nodes

SGSN

GGSN

RAN

		IMS network utilizes IP-CAN to transport multimedia signaling and bearer traffic

		It is the network that connects the UE to the IMS network
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IMS Concepts 

IP Multimedia Session (contd.)





  

UE1

IP-CAN

IMS

Media (data) Flow

Session control signaling

UE2

IP-CAN

		An IP Multimedia Session is comprised of session management control connections and media flow connections between two or more users

		IMS users are able to mix and match a variety of IP-based services in a way they choose during a single communication session
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IMS Concepts- Transition 

Public Land Mobile Network (PLMN)





  

SS7/

ISUP

MSC

SCP

HLR

Carrier A 

GSM / ANSI Network

MSC

HLR

       Carrier B 

GSM / ANSI Network





SCP
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IMS Concepts-Transition 

IMS Architecture: High Level View 





  

UE1

SIP

IMS Network

Carrier A

IMS Network

Carrier B

ASs

HSS

HSS

ASs

CSCFs

CSCFs

UE2
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IMS Concepts-Transition 

Interoperability: High Level View 





  

UE

SIP

IMS Network

Carrier A

IMS Network

Carrier B

ASs

HSS

  

Interworking

Functions

  

SSP

SCP



PSTN

ISUP

HSS

ASs

CSCFs

CSCFs

  



ISPs

UE
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Functional Entities

		IMS Architecture Planes or Layers

		Various Functional Entities and their Roles
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Functional Entities  

IMS Architecture Planes

Application Server

Application Server

Application Server

Session Control

Centralized 

Databases

Media Control 

& Gateways

PSTN

Services plane

(Application Layer)

Session Control Plane 

(Session and DB Layer)

Media Control Plane 

(Media Control 

& Gateway Layer)

Network Plane

(Access and Transport)



DB

2G/3G Mobile

Wireless Broadband

Wireline

Broadband

Res./ Enterprize
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Functional Entities 

Network Plane: Access and Transport

PSTN

2G Mobile/

PLMN

Wireless Broadband/3G

Wireline

Broadband

Res./ Enterprize

Network Plane

(Access and Transport)

IP

IP

MSC

EO/

SSP

Circuit Switched Gateways

Session Controllers

SS7
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Functional Entities

Session Control Plane











*



Functional Entities 

Session Control Plane

CSCF

HSS

CX



DB











�
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Functional Entities 

Session Control Plane: CSCF

Call Session Control Function

P-CSCF

I-CSCF

S-CSCF

UE’s first point of contact

Interrogating to load balance

UE session management

ISC

ISC

Cx



DB

HSS
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Functional Entities Session Control Plane: P-CSCF Roles

Proxy- CSCF

		UE’s first point of contact

		Authenticates and asserts an identity to the UE

		Manages QoS, resource allocation, and controls charging function

		May contain a PDF which

		Manages resource allocation and QoS

		May reside in the visited or home network





PDF
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Functional Entities Session Control Plane: I-CSCF Roles

Interrogating- CSCF

		Determines UE location by communicating with the HSS

		Finds the appropriate S-CSCF

		Performs load balancing

		Typically resides in the home network





DB

HSS
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Functional Entities Session Control Plane: S-CSCF Roles

Serving- CSCF

		Responsible for all session management activities

		Retrieves user profile and authentication information from the HSS 

		Enforces the policy of the network operator

		Finds the appropriate AS

		Provides SIP routing 

		Always resides in the home network



HSS



DB
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Functional Entities 

Session Control Plane: HSS

		Home Subscriber Server (HSS) is the main data storage for all subscriber and service-related data of the IMS subscriber 

		The HSS contains all the user-related subscription data required to handle multimedia sessions



All the data related to a particular user are stored in a single HSS

		The HSS is always located in the home network

		Although the functionalities are the same, 3GPP and 3GPP2 HSSs are described differently
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Functional Entities Session Control Plane: HSS (3GPP)

CSCF

PDF



Home Subscriber Server

		IMS Functionality

		HLR/AUC Function for PS

		HLR/AUC Function  for CS





Contains a user profile - bound to a Private User Identity and to the collection of Public User Identities 

The user profile contains a number of service profiles

The service profile is divided into three parts: 

		a collection of one or more public identifications

		an optional service authorization 

		zero or more filter criteria
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Relationship Between User Identities and Service Profiles



Service

Profile1

Service

Profile2

Public User Identities

Private User Identity

a user profile is bound to a Private User Identity and to the collection of Public User Identities 

user profile

zzeb@tmobile.com



Sip:zehan.zeb@newstore.com



tel:+17324567888



Sip:zehan.zeb@example.com



tel:+88028112347



IMS Subscriber
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Functional Entities 



Media Control Plane
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Functional Entities 

Media Control Plane: MRF

		The MRF (Media Resource Function) deals with the media in the IMS network

		 MRFC: The MRFC handles communication with the S-CSCF and controls the resources in the MRFP

		 MRFP: The MRFP in the media plane implements all the media-related functions, such as playing media, providing announcements and mix media

		 MRF resides in  the home network.



MRF

Media Plane

Signaling Plane

MRFC



MRFP
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Inter-working Functions

BGCF, SGW, MGCF, & MGW

		The MGCF receives SIP call control signal from the IMS network and performs conversion to ISUP/IP and sends to SGW. MGCF also controls MGW. 

		The SGW  performs signaling conversion in the transport layer and interfaces with PSTN in the control plane

		The MGW performs media conversion and interfaces with PSTN.

		The BGCF selects another BGCF OR an appropriate PSTN/CS gateway



BGCF



MGW



MGCF



SGW
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Inter-working Functions

BGCF, SGW, MGCF, & MGW (ctd.)





Signaling (e.g., ISUP/MTP)

Media (e.g., Voice bit stream)

Switch

SIP

IMS Network

PSTN Network

BGCF



MGCF



SGW



MGW
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Functional Entities 



Services Plane: Applications Servers
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Functional Entities 

Services Plane: Applications Servers



SIP AS

OSA-SCS

IM-SSF 



S-CSCF

HSS

ISC

Sh

Cx

MRFC

Mr
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Overall IMS Architecture
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IMS Architecture (3GPP View)





  

UE

IP-CAN

(GPRS

-based)

SGSN

GGSN

RAN

Ut

Gm

Mw

Sh, Si

Dh

Mg

Mn

Mb

Mb

Cx

Dx

Other 

IP/IMS

Mw

Mj

Mk

Mp

Mb

Mi



SGW

CS

Gq

Go

Mr

ISC



IM-MGW



AS



P-CSCF



I-CSCF



HSS



SLF



S-CSCF



MRFC



MRFP



MGCF



BGCF



PDF
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Example: CNAM Call Flow

Control

Bearer

Called Party

Visited Network



Calling Party

Home Network

Calling Party 

Visited Network

UE1

P-CSCF

HSS

S-CSCF

SIP

SIP

Diameter

UE2

P-CSCF





AS

HSS

S-CSCF

SIP





IM-SSF

SIP

I-CSCF

Diameter

ENUM



Backbone

Packet

Network



RAN



Backbone

Packet

Network



RAN

Identify Registrar of CLD Party and Forward INVITE

5

6

Retrieve Subscriber Profile

6

7

Apply Service Logic to access IM-SSF AS

Ringing / Alerting

11

10

Answer / Connect

12

11

13

13

Session Active

7

8

IM-SSF queries a GSM-SCF if inter-working with PLMN needed

Called Party

Home Network

8

SCF

5

Initiate SIP Invite

1

1









Retrieve Subscriber Profile (if needed) 

2



2



3

3

Apply Service Logic

Retrieve Address of CLD Party Home Network

4



4



Forward INVITE to CLD Party

9

9









SDP Negotiation / Resource Reservation Control

10
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Summary 

IMS Architecture: High Level View 





  

UE

SIP

IMS Network

Carrier A

IMS Network

Carrier B

ASs

HSS

  

Interworking

Functions

  

SSP

SCP



PSTN

ISUP

HSS

ASs

CSCFs

CSCFs
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IMS Architecture





		Comments/Questions?



		Thank You!!
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IMS White Paper

Acronyms

		3G		Third Generation

		3GPP		3rd Generation Partnership Project

		3GPP2		3rd Generation Partnership Project 2

		AAA		Authentication, Authorization and Accounting

		AMF		Account Management Function

		ANI		Application-to-Network Interface

		ANSI		American National Standards Institute

		API		Application Programming Interface

		AS		Application Server

		ASN		Abstract Syntax Notation

		ATIS		Alliance for Telecommunications Industry Solutions

		ATM		Asynchronous Transfer Mode

		ATP		Acceptance Test Plan

		AUC		Authentication Center

		BGCF		Breakout Gateway Control Function

		BT		British Telecom

		CAMEL		Customized Applications for Mobile Network Enhanced Logic

		CAP		CAMEL Application Part

		CBF		Charging and Billing Function

		CCF		Charging Collection Function

		CDF		Charging Data Function

		CDMA		Code Division Multiple Access 
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IMS White Paper

Acronyms

		CDR		Charging Data Records

		CGF		Charging Gateway Function

		CLEC		Competitive LEC

		CN		Core Network

		COPS 		Common Open Policy Service

		CPE		Customer Premises Equipment

		CS		Circuit-switched

		CSCF		Call Session Control Function

		CTIA		Cellular Telecommunications and Internet Association

		DB		Database

		DHLR		Distributed Home Location Register

		DIAMETER	AAA or HSS protocol; successor/upgrade of RADIUS

		DMS		Dual Mode Services

		DNS		Domain Name System

		DSL		Digital Subscriber Line

		E9-1-1		Emergency Services

		ECF		Event Charging Function

		EDGE		Enhanced Data Rates for GSM Evolution

		EIA		Electronics Industry Association

		ENUM		Telephone Number Mapping

		GGSN		Gateway GPRS Support Node

		GPRS		General Packet Radio Service

		GSA		Global Mobile Suppliers Association

		GSM		Global System for Mobile Communication

		HLR		Home Location Register

		HSS		Home Subscriber Server
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IMS White Paper

Acronyms

		HTTP		HyperText Transfer Protocol

		I-CSCF		Interrogating Call Session Control Function

		IETF		Internet Engineering Task Force

		IM		Instant Messaging

		IM-SSF		IP Multimedia Services Switching Function

		IMS		IP Multimedia Subsystem

		IMS-MGW		IMS Media Gateway Function

		IMT-2000		International Mobile Telecommunications 2000

		IN		Intelligent Networks

		IP		Internet Protocol

		IP-CAN		IP Connectivity Access Network

		IPDR		Internet Protocol Detail Record

		IPsec		IP Security

		IPv4		IP Version 4

		IPv6		IP Version 6

		ISC		IMS Service Control

		ISDN		Integrated Services Digital Network

		ISG		Intelligent Services Gateway

		ISO		International Organization for Standards

		ISUP		ISDN User Part

		IT		Information Technology

		LAN		Local Area Network

		LEC		Local Exchange Carrier

		LNP		Local Number Portability

		MAP		Mobile Application Part

		MCS		Multimedia Communications Server
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IMS White Paper

Acronyms

		MEGACO		Media Gateway Control (protocol)

		MGCF		Media Gateway Control Function

		MGF		Media Gateway Function

		MGIF		Mobile Gaming Interoperability Forum

		MGW		Media gateway

		MPLS		Multi-Protocol Label Switching

		MRF		Media Resource Function

		MRFC		Media Resource Function Controller

		MRFP		Media Resource Function Processor

		MSF		Multiservice Switching Forum

		MSO 		Multi-Service Operator

		MTP		Message Transfer Part

		NAI		Network Access Identifier

		NANP		North American Numbering Plan

		NE		Network Element

		NGN		Next Generation Network

		NNI		Network Node Interface

		OAM&P		Operations, Administration, Maintenance and Provisioning

		OCF		Online Charging Function

		OCS		Online Charging System

		OMA		Open Mobile Alliance

		OSA		Open Service Access

		OSI		Open Systems Interconnection

		OSS		Operations Support System

		PC		Policy Controller

		P-CSCF		Proxy Call Session Control Function
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IMS White Paper

Acronyms

		PDA		Personal Digital Assistant

		PDF		Policy Decision Function

		PDS		Packet Data Subsystem

		PDSN		Packet Data Service Node

		POTS		Plain Old Telephone Service

		PSTN		Public Switched Telephone Network

		PLMN		Public land Mobile Network

		QoS		Quality of Service

		RAN		Radio Access Network

		RADIUS		Remote Authentication Dial In User Service

		RF		Rating Function

		RTP		Real-Time Transport Protocol

		RTCP		RTP Control Protocol

		SBC		Session Border Controller

		SCCP		Signaling Connection Control Part

		SCF		Session Charging Function 

		SCIM		Service Capability Interaction Manager

		SCP		Service Control Point

		S-CSCF		Serving Call Session Control Function

		S-CSCF		Serving CSCF

		SCTP		Stream Control Transmission Protocol

		SCF		Service Control Function

		SCP		Service Control Point

		SCS		Service Capability Server

		SDO		Standards Development Organization

		SDP		Session Description Protocol
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IMS White Paper

Acronyms

		SGF		Signaling Gateway Function

		SGSN		Serving GPRS Support Node

		SGW		Signaling Gateway

		SIGTRAN		Signaling Transport

		SIP		Session Initiation Protocol

		SLA		Service Level Agreement

		SLF		Subscriber Locator Function

		SMS		Short Message Service

		SNMP		Simple Network Management Protocol

		SOA		Service Oriented Architecture

		SS7		Signaling System 7

		SSL		Secure Sockets Layer

		SSF		Service Switching Function

		SSP		Service Switching Point

		TAS		Telephony Application Serer

		TBCP 		Talk Burst Control Protocol 

		TCAP		Transaction Capabilities Application Part

		TCP		Transmission Control Protocol

		TDM		Time Division Multiplexing

		TIA		Telecommunications Industry Association

		TSG-CT		TSG Core Network and Terminals (3GPP)

		TSG-GERAN	TSG GSM EDGE Radio Access Network (3GPP)

		TSG-RAN		TSG Radio Access Network (3GPP)

		TSG-SA		TSG Service and System Aspects (3GPP)

		UDP		User Datagram Protocol
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IMS White Paper

Acronyms

		UE		User Equipment

		UMTS		Universal Mobile Telecommunications System

		UNI		User-to-Network Interface

		URI		Universal Resource Identifier

		URL		Uniform Resource Locator

		UTRA		Universal Terrestrial Radio Access

		UWB		Ultra-Wideband

		VCC		Voice Call Continuity

		VoIP		Voice over IP

		VPN		Virtual Private Network

		VSP		Virtual Service Provider

		WCIT		World Conference on International Telecommunications

		WIN		Wireless Intelligent Network

		WG		Working Group

		WiFi		802.11x wireless technology

		WiMAX		802.16x wireless technology

		WIN		Wireless Intelligent Network

		WLAN		Wireless LAN

		WTSC		Wireless Technologies and Systems Committee (ATIS)

		xDSL		Variations of DSL
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IMS Architecture 

References

The 3G IP Multimedia Subsystem (IMS), Merging the Internet and the Cellular Worlds, by Gonzalo Camarillo and Miguel A. Garc´ıa-Mart´ın, 2006 

IP Multimedia Concepts and Services by Mikka Poikselka, Georg Mayer, Hisham Khartabill, Aki Niemi, 2006

3GPP TS 23.228: Technical Specifications Group Services and System Aspects; IP Multimedia Subsystems (IMS), Stage 2, 12/2005 

3GPP2 X.S0013-000-A: All-IP Core Network Multimedia Domain, Overview , 11/2005

3GPP2 X.S0013-002-A: All-IP Core Network Multimedia Domain, IMS, Stage 2 , 11/2005



		













Telcordia.








Telcordia.




























=L





2000000060
2222000064
2220000000
















UNKNOWN-0.ppt

Copyright © 2005 Telcordia Technologies
All Rights Reserved


Telcordia Technologies Proprietary –  Internal Use Only
This document contains proprietary information that shall be distributed, routed or made available only within Telcordia Technologies, except with written permission of Telcordia Technologies.


Copyright © 2005 Telcordia Technologies
All Rights Reserved


Telcordia Technologies Proprietary –  Internal Use Only
This document contains proprietary information that shall be distributed, routed or made available only within Telcordia Technologies, except with written permission of Telcordia Technologies.


Copyright © 2005 Telcordia Technologies
All Rights Reserved


Telcordia Technologies Proprietary –  Internal Use Only
This document contains proprietary information that shall be distributed, routed or made available only within Telcordia Technologies, except with written permission of Telcordia Technologies.





LIDB/CNAM Tutorial


Tab 4: Future LIDB Trends


Contact:


Arleen Elliott


aelliott@telcordia.com	


(732) 718-9817


Prepared for:


Telcordia – Hosted Solutions


June 30, 2005

















LIDB/CNAM Tutorial – *


Telcordia Technologies Proprietary – Internal Use Only.  See proprietary restrictions on title page.


Telcordia Technologies Proprietary – Internal Use Only.  See proprietary restrictions on title page.


Telcordia Technologies Proprietary – Internal Use Only.  See proprietary restrictions on title page.





Future LIDB Trends


			Continue to push for changes in regulation





Expand allowable query originators from various industry sectors


Expand how a QO can use LIDB data


			More Reliance on Protocol Conversion





Helps eliminate technical type ubiquity issues 


Slows LIDB evolution


Increase competition among the Hub Providers
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Future LIDB Trends


			Some Consolidation





Internal consolidation


LIDB outsourcing


			 Continued Demand for Data Solutions





BNA


Line Type


VoIP Service provider Identifier


			 More Pricing Options





Different GetData query rates


Flat rate pricing


			 More National Database Competitors
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Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  
08/14/06_                  PIM  57 v3

Company(s) Submitting Issue:
Cingular/Sprint Nextel

Contact(s):  Name 


Adele Johnson, Renee Dillon / Sue Tiffany


         Contact Number 
(601) 914-8320, (425) 288-6053 / (913) 315-6923


         Email Address   
adele.johnson@cingular.com  

 
Renee.Dillon@cingular.com  Sue.T.Tiffany@sprint.com 

(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


Attempting to port a consumer when a Reseller abruptly discontinues business and/or declares bankruptcy. 


Most of the time in this situation, the port is delayed for some time while the Old Network Service Provider (ONSP) debates whether or not they can port the number externally with the New Local Service Provider (NLSP) and internally with the legal and network departments.  In all cases that we are aware of, the consumer is eventually allowed to port their number, but it takes weeks to work through the various legal and network issues to complete the port.


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A.   Examples & Impacts of Problem/Issue:  

When a Reseller declares bankruptcy or goes out of business, they may or may not have notified their customers.  If the Reseller notifies the customers they are going out of business, it is not unusual for the Reseller to close their doors before their customers receive the notification or before the customer can initiate action to port their number.  

The port request will come to the Reseller’s facilities/network provider (ONSP).  The ONSP will attempt to process the port request using normal processes, but if the Reseller has closed their door and is non-responsive, the port request will fall-out for manual handling.  The ONSP is then in the position of having a request to port a number on behalf of the consumer that is not their customer, but the consumer’s carrier is no longer in business.  If the number is not ported, the consumer will lose the number as it eventually will come back to the ONSP for reassignment.  


One of the problems encountered with this port request is the ONSP may not have access to the consumers billing records.  How does the network provider validate the port request, how do they ensure it is not fraud?

Most of the time in this situation, the port is delayed for some time while the network provider debates whether or not they can port the number externally with the NLSP and internally with the legal and network departments.  In all cases that we are aware, the consumer is eventually allowed to port their number, but it takes more than a week to work through the legal and network issues.

3. Suggested Resolution: 


The ONSP should incorporate a “Port Authorization” form into their procedures when faced with a reseller that is ceasing business operation and will no longer provide service to their customers.  This form, when signed by the reseller, would authorize the ONSP to complete ports to other service providers on behalf of the Old Local Service Provider (OLSP) or reseller for a specified period of time, in the event the reseller ceases business operation and the reseller contract will be terminated with the ONSP.  

This would be a legal form approved by the ONSPs legal department and would give the ONSP the legal right to act on behalf of the OLSP in these cases.  The ONSP should incorporate this signed form into the existing reseller contracts and should include it in the negotiation phase of any new contracts with resellers. 

While the Reseller is still in business and responding to port requests, the port will process as a normal Reseller port.  The form mentioned above will become effective when the Reseller’s contract expires, i.e., they have terminated their Reseller obligations or have not paid their bill and have gone to collections.


The Reseller should notify their customers, the end users/consumer that they, the Reseller, are going out of business and if their customers wish to keep their phone number; they should port to another carrier in a specified period of time.


The above form will allow the ONSP to port the Reseller’s customers after the contract has ‘expired’ and before the numbers go back into the ONSPs pool of assignable numbers.  (After the contract expires, the ONSP may terminate the account in their system and start the number aging process.)

If a customer attempts to port their number after the Reseller’s contract has ‘expired’, a port request will identify the number as ‘Number Not Active’ and if they attempt to port the consumer before the contact has expired they may get a ‘Number Not Found’.   During that time period when the form is in effect, the port request should be processed according to the ONSPs procedures.    


After the number has gone through the aging process, the number will be put in the ONSPs pool of numbers that can be assigned.


There are three phases with possible different responses to a consumer porting their number from a non-responsive Reseller:


1. Reseller’s contract has not expired, but the Reseller is not responding.


· Cingular and Sprint Nextel are working on the suggested Best Practice for this phase 


2. Reseller’s contract has expired and numbers are in the aging process.


· The Port Authorization tool previously mentioned allows the ONSP to manually port the customer after first attempting to verify customer’s identity.


3. Reseller’s contract has expired and number has been retuned to the number assignment pool.

· If the consumer wishes to keep their number, they must contact the ONSP requesting the number as a ‘Vanity’ number and become the ONSP’s customer.  The consumer may be able to keep their number if it has not already been assigned to another customer.

LNPA WG: (only)


Item Number: PIM 57v3  
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LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy): 02/27/2004


Company(s) Submitting Issue: TSI


Contact(s):  Name: Rob Smith 


         Contact Number: 813-273-3319   



         Email Address: rsmith@tsiconnections.com 


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


Wireless carriers are not receiving customer service records (CSRs) from all wire line network service providers when a reseller is the local service provider.  Wireless port requests do not collect the needed information to complete a wire line local service request (LSR).  The CSR is a primary source of information needed to complete the LSR and port the number.

2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue: 


The current NANC flows suggest that when a number is porting from a reseller, the port request should be issued to the network service provider.


Developing a local service request (LSR) from a wireless port request (WPR) requires a customer service record (CSR) provided by the old network service provider (OSP).  When the OSP is a reseller and the number is porting from an old network service provider, the CSR is not always provided by the wire line network service provider and there is not enough information to complete the LSR.  


About half of the larger wire line carriers do provide the CSR on reseller numbers and the ports occur without incident.  The others wire line carriers simply reject the CSR request because it is not their customer and the port fails and is nearly impossible to resolve.

B. Frequency of Occurrence:


These problems may occur multiple times a day.


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL_x_


D. Rationale why existing process is deficient: 


For old network service providers that do not provide CSRs, the ports fail.


E. Identify action taken in other committees / forums: 


No other action has been taken by other groups.


F. Any other descriptive items: __


__________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


Wire line network service providers should provide the customer service record on porting reseller numbers.  The response message to the CSR query should include a statement that the number being requested is a reseller number.


LNPA WG: (only)


Item Number: 0032v4



Issue Resolution Referred to: _________________________________________________________
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Issue Title: Block Assignments Created/Activated in the NPAC


		Committee/Forum:

		INC

		Issue Number:

		504



		Subcommittee Assigned:

		LNPA

		Issue Status: *

		Active



		Submission Date:

		1/23/06

		Initial/Initial Pending Date:

		



		Acceptance Date:

		1/31/06

		Target Date for Moving Issue to Final From Initial or Initial Pending:

		



		Targeted Resolution Date:

		

		Final Closure Date:

		





* Status should be one of the following: Active, Initial Closure, Initial Pending, Final  Closure, Withdrawn, No Industry Agreement.

Issue Statement/Business Need:


The “Yes” or “No” response options to the “NPAC Activate Block Range” field on the Part 1B form are not sufficient to indicate in every case whether or not a block should be created in the NPAC.   That is, when the answer is “No” it is unclear whether the block is not to be established in NPAC at all, or the block range is to be created (for later activation by the block-assignee’s SOA).   Therefore, an additional response option to the “NPAC Activate Block Range” field should be added so that a SP may clearly indicate whether or not a thousands-block range should be created in the NPAC.    With this change, three answers would be possible: Yes, No, and N/A.  


These responses would be interpreted by NPAC personnel to mean:


· “YES” - create block in NPAC, activation of block by NPAC


· “NO” - create block range in the NPAC, activation of the block by block-assignee SOA


· “N/A” – do not create the block or block range in NPAC


Other Impacts:


· PAS




Suggested Solution:

Modify section 8.3.6 of the TBPAG and add “N/A” as an additional response option to the “NPAC Activate Block Range” field on the Part 1B form so that a SP may clearly indicate whether or not a thousands-block should be created as well as to indicate whether the block created in NPAC, should be activated by the NPAC or activated by the block-assignee.   


· “YES” - create block in NPAC, activation of block by NPAC


· “NO” - create block range in the NPAC, activation of the block by block assignee SOA


· “N/A” – do not create the block or block range in NPAC





Related work required for the solution to this issue to be implementable by the industry*--consider functional platform, interoperability, performance and security, OAM&P, ordering and billing, and user interface work.




Activity Log (can be very brief but this must be regularly updated on a meeting-by-meeting basis and include all agreements reached and action items):

· INC 86: The issue was accepted and referred to the LNPA Subcommittee. During the subcommittee meeting, the issue was discussed briefly, and INC members were assigned an action item to return to their respective companies and try to identify some additional clarifications to the proposed changes in LNPA-513, Block Assignments Created/Activated in the NPAC. SPs should consider making changes to the Part 1B form itself, in addition to the proposed changes to the text of the guidelines. The Number Pool Administrator (PA) was assigned another action item to research the use of question number 3 of the Thousands-Block Number Pooling Administration Guidelines (TBPAG) Part 1B form, referring to the Block (1K) Range (i.e., How is it populated? Is it looking at the information on the Part 1A?).


· INC 87: The issue was discussed briefly, and it was noted by the PA that it had determined that the PAS is in fact looking at the Part 1A (block information). The PA noted that if it is the same switch, same OCN, the field defaults to a, yes. If it is same switch, different OCN, it defaults to, no. If it is a different switch, same OCN, it defaults to, no. And if it is a different switch, different OCN, it also defaults to, no. It was then noted that a fourth choice should perhaps be included on the issue form: “for information only (no change required).” INC members agreed to return to their respective companies and research the TBPAG Part 1B form and investigate the possibility of adding one, or more blocks.





Issue Champion:


		Name:

		Dara Sodano



		Company:

		NeuStar-PA





E-mail address: dara.sodano@neustar.biz 





Resolution Statement:

Last Updated:  4/10/06
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LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  04/28/2006

Company(s) Submitting Issue:  Comcast Phone, LLC

Contact(s):  Name   Nancy Sanders


         Contact Number   720-267-8321


         Email Address   nancy_sanders@cable.comcast.co,

(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


 .  Comcast is requesting NANC support a standard porting interval for wireline to wireline and wireline to wireless    of  one day  based on the following criteria;  :


- the trading partners are E Bonded through EDI (Electronic Data Interchange) or xML


- the port is a single line port.


- the directory listing is  retained or deleted

- there is no DSL associated with the line


- the LSR submitted contains no errors


- the LSR is submitted to the Old Service Provider processing center by 3PM Local Area Time

This PIM is not suggesting a change in the wireless to wireless interval.  It does not include carriers who use an ILEC or CLEC, other GUI or Email and FAX as a means to submit LSRs.                                                        


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue:  Comcast is seeking to be more competitive in the communications industry.  Current processes may require more than 24 hours for issue and receipt of a Firm Order Confirmation (FOC) in response to a Valid LSR and more than 4 days for Port Completion in IMPAC.    

B. Frequency of Occurrence:


The standard porting interval is applied to all wireline to wireline and intermodel, wireline to wireless.

C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL_X_


D. Rationale why existing process is deficient:   The current practices do not meet Customer, Business and Industry Expectations and are not acceptable when compared to the Wireless to Wireless Porting Interval of 2.5 hours. Comcast is able to do next day porting today and wants to establish that practice in their business model for all wireline to wireline and Intermodal, wireline to wireless porting activity.

E. Identify action taken in other committees / forums: NANC , FCC 03-284,  Intermodel Porting Interval issue management Group 


F. Any other descriptive items: __


__________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution:   


The LNP – WG recommend to NANC that the porting interval be changed under the conditions defined in the Problem/Issue statement

to next day porting interval.


LNPA WG: (only)


Item Number: 0022



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________


1

2

This contribution includes proposals which were prepared to assist the LNPA Working Group. This document is submitted for discussion only, and is not to be construed as binding on Verizon.  Subsequent study may lead to a revision of this document, both in numerical value and/or form, and, after continuing study and analysis, Verizon specifically reserves the right to change the contents of this contribution


* CONTACT: Gary Sacra; email: gary.m.sacra@verizon.com; Tel: 410-736-7756





_1213522897.doc
NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  
5/3/2006

PIM# 56 v2

Company(s) Submitting Issue:  
Sprint Nextel

Contact(s):  Name:


Lavinia Rotaru, Sue Tiffany



Contact Number:


703-707-5202, 913-315-6923 




Email Address:


Lavnia.Rotaru@sprint.com, Sue.T.Tiffany@sprint.com    


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: Incorrectly provisioned LNP databases.

While all carriers receive updates in their LSMS when porting customers, some carriers are not provisioning their LNP databases correctly.  When this scenario occurs, customers are not able to terminate or receive calls from those carrier’s networks that did not provision their LNP databases. That is, when the ported customer makes a call, the callED Party’s Caller ID service may not work properly.  This would occur if the callED party’s network’s LNP data was not correct, since the callED party’s network might be unable to find the CNAM record for the calling party.  In a worst-case scenario, the callED party would automatically reject the unidentified call.  

2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A.   Examples & Impacts of Problem/Issue: 


This type of problem typically impacts the ability of a customer to make or complete some of their calls.  Following are some examples:  

1) A number of customers were ported by Sprint Nextel, and after the port, Sprint Netxel found that the customers were unable to receive or complete calls to or from some of their friends and relatives.  The root cause of the problem turned out to be that one of the ILEC’s pair of Service Control Points (SCPs) was not updated.  The pair of SCPs alternated handling calls, and each time the SCP that had not been updated attempted to route the call, the call failed.  In these cases, it took more than a week after the customer reported the problem for the problem to be discovered and resolved.  

2) In another example, a customer ported from an ILEC to a wireless carrier and found that they could not complete calls that terminated in a third LECs territory.  The third LEC was able to prove that they were using the correct LRN for routing so the wireless carrier had to go to the first LEC to make sure that all their LNP databases had been updated correctly.  This activity took a couple of weeks before the customer was eventually able to complete their calls just as they had before porting their number.  

It is typical for this type of problem to take a week or more to resolve.

B. Frequency of Occurrence:  


We have had 3 occurrences in the last 60 days.


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast_X__ Southwest___ Western___     


 West Coast___  ALL_X_


D. Rationale why existing process is deficient:  


We believe the existing process of receiving a response from a carriers’ LSMS acknowledging receipt of the port is deficient due to the fact that it does not indicate the network was provisioned correctly.  The customer that cannot make or receive calls as they had before they ported their number is unhappy and more than likely will have problems making their calls for a week or more while the carriers involved discover that they have not updated all their LNP databases. 

E.   Identify action taken in other committees / forums: ________________________________________________________________________  


F.  Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


Similar to the LSMS partial failures we get today, identify a mechanism to receive a notification from carriers’ LNP databases that the switch provisioning failed or was successful.  A carrier’s SCP should respond to the LSMS when the update is completed and the carrier’s LSMS should return the SCP concurrence back to the NPAC.


[image: image1.emf]

Alternatively, identify a step by step procedure for carriers to follow when attempting to resolve this type of problem expeditiously after it has occurred.


Another suggestion would be to make test calls to validate the completion of calls originating from major local networks and through major IXCs to newly ported numbers. At a minimum, perform an analysis of possible LNP troubles.  The idea would be to institute a test call barrage in response to a trouble report, rather than with every port’s completion on routine basis.  But if a particular port involved a sensitive customer, then test calling could be initiated even absent a trouble report a few minutes after the port competed.




LNPA WG: (only)


Item Number: PIM 56 v2


Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________






Incorporate a industry update for LSMS to respond to the industry when the SCP’s have been updated.
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LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  
05/08/2006_                  PIM 55v2

Company(s) Submitting Issue:
NeuStar Inc. 

Contact(s):  Name 


Syed Mubeen Saifullah


         Contact Number 
925-833-1793/510-295-5167 


         Email Address   
syed.mubeen@neustar.biz 

(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


Intermodal porting faces a challenge in the form of a process gap between the wireless and wireline carriers after a confirmation has been received.  The 2 processes are not in synch, causing fall out and delays.

The primarily purpose of this PIM would be to expose the problems that exist with a wireline practice referred to as a “Provider Initiated Activity” (PIA).  The wireless carriers currently have no automated way to support any non-NPAC activity after a confirmation has been received and the Due Date has past.  The major concern lies with the fact that the LSR process allows the ILECs to initiate a cancel or put a stop to the order after a Confirmation was sent.  

2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A.   Examples & Impacts of Problem/Issue:  

Per the LSOG process, after a “Confirmation” is sent by the ILEC to a wireless carrier for an intermodal port, the ILEC reserves the right to send messages related to the port in the form of a PIA.  As stated above, the wireless carriers have no automated method to process these PIA messages and it requires them to modify the port or update NPAC transactions in a manual fashion.


Captured below are 4 fields used by the LSOG to send PIA messages.  Please note that some ILECs have implemented these fields in a “custom” fashion, which may not be captured.


LOCAL RESPONSE – Field # 18: RT - Response Type

Identifies the type of response being sent to the customer.


VALID ENTRIES 


*Note – the entries below are those which NeuStar & Sprint felt may impact the intermodal process – other entries have been removed from this list


C
=
Firm order confirmation


E
=
Errors only 


J
=
Jeopardy notice


N
=
Confirmation of customer requested cancellation


P
=
Provider initiated


S
=
Provider initiated cancellation of the service request


W
=
Post to billing system


Z
=
Completion

USAGE:
This field is required.


DATA CHARACTERISTICS:
1 alpha character


LOCAL RESPONSE – Field #25: PIA - Provider Initiated Activity


Indicates a provider initiated response that is not the result of a customer local service request or supplement, prior to order completion.


NOTE 1:This may signal to the customer that additional investigation is needed to determine internal process impacts.


VALID ENTRIES:


2
=
Due date change


4
=
Other (clarify in RT field or remarks)


5
=
Service order number change


8
=
PON old/stale – send cancel supplement


9
=
Telephone number change


USAGE:
This field is optional.


DATA CHARACTERISTICS:
1 numeric character

LOCAL RESPONSE – Field #39: RCODE - Reason Code


Identifies the reason the order may not meet the requested due date at confirmation and/or post confirmation.


VALID ENTRIES:


1B
=
Scheduling/work load


1F
=
NSP missed appointment


1H
=
Central office freeze


1K
=
Natural disaster (flood, etc.)


1L
=
Frame due time can not be met


1M
=
Requested DD is less than published interval


1N
=
DD and frame due time can not be met


1P
=
Other


1Q
=
Assignment problem


1R
=
Customer could not be reached at the reach number


2A
=
LSR error, incorrect or missing information


3A
=
Records


3C
=
Dependent/related order not complete


3D
=
Translation problems


3E
=
Provider order information/codes incorrect/ missing


4A
=
Field visit determined address invalid - send supplement


4B
=
Verify address, or provide nearby TN - send supplement


4G
=
Need to revise TN - send supplement


5A
=
Notification of new due date only


5B
=
Additional paperwork required - contact service center


5C
=
Jeopardy previously sent without Estimated Due Date (ESDD) – 

              New ESDD now provided


USAGE:
This field is conditional.


NOTE 1:
Required when the RT field is “J”, otherwise optional.


DATA CHARACTERISTICS:
2 alphanumeric characters


LOCAL RESPONSE – Field # 40: RDET – Reason Jeopardy Code Detail


Identifies further detail for the service when the reason/ jeopardy code for the order is not defined.


USAGE:
This field is optional.


DATA CHARACTERISTICS:
60 alphanumeric characters


B. Frequency of Occurrence:

Per some basic research, it appears that Jeopardy messages account for roughly 20% of manual activities for Intermodal fall out.  With the further roll out/adoption by the ILECs the PIA messages (including the Jeaopardy) this percentage may increase. 

C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL_X__


D.  Rationale why existing process is deficient:


Today there exists a gap/break in the chain of the 2 processes and ultimately the goal of Number Portability is to facilitate the porting process, regardless of whether the port request is a wireless to wireless; wireless to wireline; wireline to CLEC; wireline to wireless, etc.


E.   Identify action taken in other committees / forums: 


This issue has been discussed at the Wireless Committee at OBF and also at the Intermodal Subcommittee, however no clear resolution is in sight.


F.   Any other descriptive items: How ILECs have implemented the PIA

Verizon West:


B = Firm Order with Facility Information 


C = Firm Order Confirmation 


F = Facility Confirmation 


J = Jeopardy Notice 


K = Network Modification request (Verizon Added)


Z = Completion


Verizon East:


C = Firm Order Confirmation


I = LIDB (Verizon Added)


J - Jeopardy Notice


K = Notification of Network Modifications required


N = Notice of Cancellation


S = BA Cancellation


X = Provisioning Completion


Z = Billing Completion


SBC:


C = Firm Order Confirmation


D = Confirmation and DLR


N = Confirmation of Customer Requested Cancellation


S = Provider Initiated Cancellation of the Service Request


Z = Completion


J = Jeopardy Notice


E = Error/Reject


L = Directory Service Completion


Bellsouth:


Does not support RT - uses RCODE and RDESC instead:

BellSouth Local Response RT Values:


CA - CANCELLED ORDER (cancel complete) expect that Wisor will send responseType tag equal to “LR”) NOTE:  BST is using two bytes for their values, to keep with the current SPMP/RPM interface.  SPMP will convert the value of CA for RPM to an N to signal RPM to mark the LSR in RPM as cancel complete.  The SPMP GUI will accurately display the LEC’s actual values.


AT – Firm Order Confirmation (expect that Wisor will send responseType tag equal to “LR”) NOTE:  BST is using two bytes for their values, to keep with the current SPMP/RPM interface.  SPMP will convert the value of AT for RPM to an C to signal RPM to mark the LSR in RPM as cancel complete.  The SPMP GUI will accurately display the LEC’s actual values.


BellSouth FOC Received


RD –Reject (expect that Wisor will send responseType tag equal to “REJECT”) NOTE:  BST is using two bytes for their values, to keep with the current SPMP/RPM interface.  SPMP will convert the value of RD for RPM to an E to signal RPM to mark the LSR in RPM as cancel complete.  The SPMP GUI will accurately display the LEC’s actual values.


BellSouth Reject Received


AC –Jeopardy (expect that Wisor will send responseType tag equal to “JEOPARDY”) NOTE:  BST is using two bytes for their values, to keep with the current SPMP/RPM interface.  SPMP will convert the value of AC for RPM to a J to signal RPM to mark the LSR in RPM as cancel complete.  The SPMP GUI will accurately display the LEC’s actual values.


BellSouth Jeopardy Received

BellSouth Local Response Completion RT Values:


AT – Billing Completed Order (expect that Wisor will send responseType tag equal to "LSRBCM") NOTE:  BST is using two bytes for their values, to keep with the current SPMP/RPM interface.  SPMP will convert the value of AT for RPM to a Z to signal RPM to mark the LSR in RPM as cancel complete.  The SPMP GUI will accurately display the LEC’s actual values.


BellSouth Billing Completion Received


AT – Provisioning Completed (expect that Wisor will send responseType tag equal to “LSRPCM”) NOTE:  BST is using two bytes for their values, to keep with the current SPMP/RPM interface.  SPMP will convert the value of AT for RPM to an X to signal RPM to mark the LSR in RPM as cancel complete.  The SPMP GUI will accurately display the LEC’s actual values.


BellSouth Provisioning Completion Received


Qwest:


B = Firm Order with Facility Information (72 Hour FOC)


C = Firm Order Confirmation (FOC)


E = Errors Only (ERROR/REJECT CODE)


J = Jeopardy Notice (RCODE & RDET fields will have content)


N = Confirmation of customer requested cancellation – Qwest Specific Value


X = Confirmation of LSR, DLR and CDLR – Qwest Specific


Z = Reject – Qwest Specific Value


QWST - DSRCM


L = Accepted (AT – Confirmed Update On PON)


C = Acknowledge - With Detail and Change (AC – Processed With Changes/Errors-Qwest Follow Up)


E = Reject with Exception Detail only (RF – Initial Fatal Update On PON)


N = Reject with Cancel (RF – Subsequent Fatal Update On PON)


W = Acknowledge – With Detail No change (AD – Processed With Changes/Errors-Provider Follow Up)

3. Suggested Resolution: 


There may be more than 1 method to solve this problem, however 2 “high level” options have been listed below:

1) The wireline carriers may consider abandoning use of the PIA and treating a “Confirmation” as a “Firm Commitment” rather than an “initial” ok.  All subsequent activity related to the port after a confirmation has been sent and the DDT has past can be done via the NPAC process using SOA systems.


2) The wireless documentation (WICIS) may consider expanding its processes to accommodate this aspect of intermodal porting.  As of today, this is a “fact of life” and it may prove prudent to enhance the industry recommended wireless process to accept the 4 fields related to the LSR PIA in CONJUNCTION with NPAC processes in order to facilitate automation and minimize manual intervention.

LNPA WG: (only)
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July 27, 2005 
 
Paula Jordan  
LNPA Working Group Co-Chair  
Email: paula.jordan@t-mobile.com  
 
Gary Sacra 
LNPA Working Group Co-Chair     
Email: gary.m.sacra@verizon.com 
 
 
Re: Problem Identification & Management (PIM) Issues 
 
During its July quarterly meeting, the Ordering and Billing Forum’s Local Services Ordering 
and Provisioning (LSOP) Committee placed Issue 2801 in Initial Closure. This issue 
corresponds to Problem Identification & Management (PIM) Issue 44. It was determined that 
a streamlined approach to the amount of data exchanged would facilitate the porting process. 
The Intermodal Subcommittee (IS) has begun developing this new approach to local number 
portability under Issue 2943. A copy of the issue identification form is attached. 
 
The resolution statement to Issue 2801 is as follows: 
 
Agreement was reached to open a new issue (Issue 2943) to begin an analysis of a minimum 
data set for an intermodal port. The expectation is that the resolution of this new issue will 
resolve Issue 2801. 
 
Thank you, 
 
Jim Mahler      Monet Topps 
Verizon       SBC 
LSOP Committee Co-Chair    LSOP Committee Co-Chair 
 
CC: Dean Grady, OBF Co-Chair 


Dave Thurman, OBF Co-Chair  
John Pautlitz, ATIS Director – Industry Forums - OBF 
Alissa Medley, ATIS OBF Project Manager 
Yvonne Reigle, ATIS OBF Team Manager 
Joe Scolaro, LSOP Subject Matter Expert 
Drew Greco, LSOP Committee Administrator 
Tom Goode, ATIS Attorney 
Steve Moore, LSOP’s Liaison to LNPA 


 
 


1200 G Street, NW 
Suite 500 


Washington, DC  20005 
www.atis.org  


 
__________________ 


 
 


Ordering and Billing Forum 
(OBF) 


 
Dean Grady 


OBF Co-Chair 
dean.grady@mci.com 


 
 


David Thurman 
 OBF Co-Chair 


David.Thurman@mail.sprint.com 
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Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy): 
11/15/2005



PIM 52 v3

Company(s) Submitting Issue: 
Sprint Nextel

Contact(s):  Name: 
Sue Tiffany, Cyndi Jones, Lavinia Rotaru, Rosemary Emmer

Contact Number: 


913-315-6923, 913-345-7881   


Email Address: 
Sue.T.Tiffany@Sprint.com, Cyndi.C.Jones@Sprint.com .
 


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


Carriers are receiving blocks in which the Intra-Service Provider ports (ISPs) have not been completed by the donor provider prior to being donated to the pool.  These blocks should be considered unusable due to the issues and rippling effects caused when the receiving service provider begins to assign customers out of the block.  

2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue: 


The receiving service provider begins to assign the block after successful testing which may result in dual assignment where an existing customer of the donor service provider has the same number as a newly assigned customer of the receiving service provider.  Calls are either routed to the donor provider’s customer handset or the receiving provider’s customer handset depending on where the call is originated so that neither customer is receiving all of their calls.  Incorrect voicemail routing will similarly occur causing one customer to receive the messages meant for the other.

Both the receiving service provider and the donor service provider will likely receive trouble reports from their respective customers.  The receiving service provider incurs expenses related to time and resources spent resolving trouble tickets, acquiring new blocks from the PA, on calls with donor service providers, and concessions to frustrated customers.  There is also the impact of delay to market if a new block has to be ordered to meet customer demand in a particular geographic area.

B. Frequency of Occurrence:


These problems may occur ___ per month.

C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL_x_


D. Rationale why existing process is deficient: 


There is no consequence to the donor for not performing their ISPs prior to donation as they expect to continue to use the block without regard to the rippling effects to the receiving service provider and its customers.

E. Identify action taken in other committees / forums: 


F. Any other descriptive items: __


__________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


We are seeking a revision to the TBPAG Appendix 2 that will prompt donating providers to perform ISPs and other network changes that are necessary to avoid dual-assigned numbers.

Recommendation:  


Update Appendix #2 in the TBPAG with the following information:

1.  Qualifying questions that need to be answered prior to block donation:



Is the block contaminated? (Yes/No)  Existing Question



If yes, how many numbers are currently assigned?


Have all ISPs been completed prior to donation? (Yes/No)


Has the block been protected from further assignment in your number assignment system?

 (Yes/No)



(i.e., removed from your number assignment system, etc)

If the ISPs have not been completed and/or the block has not been protected from further assignment by the donating provider, then the guidelines will be updated to require the PA to deny the block donation.

In addition, retain the acknowledgement of the above questions for future audits.

LNPA WG: (only)


Item Number:
PIM 52 v2

Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________


1

1
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Ken Havens


Adam Newman


Industry Numbering Committee (INC) Chairs


January 19, 2006


Ken and Adam,


At our January 2006 meeting, the Local Number Portability Administration Working Group (LNPA WG) discussed suggested changes to the TBPAG Appendix 2.  The LNPA WG believes that these suggested changes will prompt donating providers to perform Intra-Service Provider ports and other network changes that are necessary to avoid unusable thousands blocks and dual-assigned numbers.


Currently, carriers are receiving blocks in which necessary Intra Service Provider ports have not been completed by the donor provider prior to being donated to the pool.  These blocks should be considered unusable due to the issues and rippling effects caused when the receiving service provider begins to assign customers out of the thousands block.  

The receiving service provider begins to assign numbers in the block, which may result in dual assignment where an existing customer of the donor service provider has the same number as a newly assigned customer of the receiving service provider.  Calls are either routed to the donor provider’s customer or the receiving provider’s customer, depending on the switch where the call originated, so that neither customer is receiving all of their calls.  Incorrect voicemail routing will similarly occur causing one customer to receive the messages meant for the other.


Both the receiving service provider and the donor service provider will likely receive trouble reports from their respective customers.  The receiving service provider incurs expenses related to time and resources spent resolving trouble tickets, acquiring new blocks from the PA, on calls with donor service providers, and concessions to frustrated customers who may suffer the inconvenience of having to change their telephone number.  There is also the impact of delay to market if a new block has to be ordered to meet customer demand in a particular geographic area.

Recommendation:


Update Appendix #2 in the TBPAG with the following information:


1. Qualifying questions that need to be answered prior to block donation:

Is the block contaminated (Yes/No)?  Existing Question


If yes, how many numbers are currently assigned?  New Question


Have all Intra Service Provider ports been completed prior to donation (Yes/No)?  New Question


Has the block been protected from further assignment in your number assignment system, (i.e.) removed from your number assignment system, etc. (Yes/No)?  New Question

If the Intra Service Provider ports have not been completed and/or the block has not been protected from further assignment by the donating provider, then the guidelines will be updated to require the Pooling Administrator (PA) to deny the block donation.  In addition, retain the acknowledgment of the above questions for future audits.


Should the INC have any questions regarding the LNPA WG's suggested changes, please do not hesitate to contact us.


Thank you,


Paula Jordan


Gary Sacra


LNPA WG Co-Chairs
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LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy): 7/7/2004


Company(s) Submitting Issue: Syniverse


Contact(s):  Name: Rob Smith 


         Contact Number: 813-273-3319   



         Email Address: robert.smith@syniverse.com 


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


The wireless process for porting based on developing and sending a ‘wireless port request’ (WPR) does not collect and provide all the information that is needed to map to the wire line ‘local service request’ (LSR).  Fields that are required for wire line porting may have no relevance to wireless porting.  Where the information is not available the ports fail. The LSOP committee intentionally made these fields ‘optional’ because of wireless number portability.  Some individual ILEC business rules still require these fields. 


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue: 


 The ‘EU Address’ fields – End User Address on the End User forms


A wireless end user has a billing address but does not have or require an address where service is provided and this information is not necessary to port a number.  The end user service address is used to tell wireline service personnel a location to make installations and repairs.  The wireless billing address does not always map to the wireline service address since bills may be sent to a different address then the service location.  The address ‘25W 450 1/2 SW Camino Ramon Lane NW, Floor 12, Building 2, Suite 23A.’ is used as an example to illustrate the service address fields.



SAPR - Service Address Prefix - ‘25W’



SANO – Service Address Number – ‘450’



SASF – Service Address Suffix – ‘1/2’



SASD – Service Address Street Directional – ‘ SW’



SASN – Service Address Street Name – ‘Camino Ramon’



SAST – Service Address Street Type – ‘LN’



SASS – Service Address Street Directional Suffix – ‘ NW’



LD1 – Location Designator 1 – ‘FL’



LV 1 – Location Value 1 – ‘12’



LD2 – Location Designator 2 – ‘ BLDG.’



LV2 – Location Value 2 – ‘2’



LD3 – Location Designator 3 – ‘STE’



LV3 – Location Value 3 – ‘23A’



AAI – Additional Address Information – ‘Trailer behind gas station’


This information is required on an LSR, but is subject to edit rejection even when taken from a CSR


The TOS fields – Type Of Service on the Local Request form


This field supports 4 different variables.  The first is ‘type’ and has 5 options, which are residential, business, government, coin or home office.  The second is ‘product’ and has 17 options, which include Single line, multi line, Advanced Services, ISDN, Data Voice Shared, CENTRIX, PBX trunk and Not Applicable.  The third is ‘class’ and has 5 options, which are measured rate, flat rate, message, pre-pay overtime, and not applicable.  The forth is ‘characterization’ and includes foreign exchange, Semi-public, Normal, Prison Inmate, RCF, 800 Service, WATS, Hotel/Motel, Hospital and Not applicable.  This information is not available from the WPR.  In cases where these services have not been canceled, these ports are often rejected by ILECs.


A recent FCC ruling in March 2005, Doc. No. 03-251, includes language prohibiting the rejection or delay of ports due to other services being on the line such as DSL.


This information is often required on LSRs.  Some ILECs require that these services be canceled before a port may occur.  End users may inadvertently cancel the phone line service rendering the number no longer portable.


The MI – The Migration Indicator on the Number Portability form


According to LSOG guidelines, the MI field is ‘optional’ when the ACT field is populated with ‘V’ for “Conversion of service to a new LSP” which is always the case when a number is porting.   The options when a number is porting is ‘A’ for “Partial migration converting lines/numbers to a new account”, and ‘B’ for “Full migration converting lines/numbers to a new account”.   This information is required on an LSR and is dependent on an end user’s decision to port one or some numbers on an account or all numbers on an account closing the account. 

B. Frequency of Occurrence:


10 to 100 times daily


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL_x_


D. Rationale why existing process is deficient: The current process causes ports to fail and substantial fall-out and manual processing.


E. Identify action taken in other committees / forums:  This could become moot if PIM 39 is first successful which would be to reduce the number of required validation fields to a small set.  This was be referred to the LSOP and the Intermodal Taskforce under ATIS.  The recommended that since they had already taken action to make these fields ‘optional’ there was noting that they could do.  They recommended that the issue be addressed directly with the ILEC’s who still require these fields. 


F. Any other descriptive items: __


__________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


The problem would be resolved if carriers did not require these optional fields identified above to be populated on LSRs for numbers porting from wireline to wireless.


LNPA WG: (only)


Item Number: 0042v2

Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________


1

3
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LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  03/07/03


PIM # 24


Company(s) Submitting Issue:  NeuStar Pooling,  AT& T Wireless


Contact(s):  Name    Barry Bishop, Stephen Sanchez



         Contact Number   847-698-6167, 425-288-7051



         Email Address   barry.bishop@neustar.biz, stephen.sanchez@attws.com 


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


Blocks that are being assigned to Service Providers are either contaminated when they are donated as a non-contaminated block or the blocks have been contaminated over 10%.  This is causing customers to be out of service or blocks being exchanged for a less contaminated or non-contaminated block.     


In addition when the PA has assigned a block, at times the block is being rejected in the NPAC for not having the NXX as opened in the NPAC as portable.                                                     


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue: 


When a SP donates a block they mark the block as either contaminated or not contaminated.  They do not indicate how many TN’s are contaminated.  SP’s are suppose to do a Intra SP port on their contaminated TN’s prior to donating a block so that the block can be ported to the new SP and they can begin using the block on the effective date.  The new SP should query the NPAC prior to assigning any TNs to determine which TN’s are contaminated and exclude those from their inventory assignment. 


 In one situation what is happening is that a block is assigned, the new SP goes to put those numbers in service, the old SP has not done their Intra SP ports causing their customers to be out of service.  To resolve this, the 1000 block has to be deported, so that the old SP can Intra SP port their numbers then the 1000 block is reported to the new SP.  


In another situation a block has been assigned either uncontaminated or contaminated and it is discovered the block has over 10% contamination.  In this case the block has to be deported and a new block has to be assigned to the SP.  


When a block is assigned and the NXX is not opened for porting in the NPAC, the block is rejected.  The SP of the code then has to go into the NPAC and add their code as portable so that the block can be then ported.  Even though this may take a matter of minutes to add, getting a hold of the correct person at a company to do this may take some time.


B. Frequency of Occurrence: 


Ongoing


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western_ _     


 West Coast___  ALL_X__


D. Rationale why existing process is deficient:


It is up to the SP’s to do their INTRA SP ports and make sure they take the 1000 block out of their inventories when donating the block.  This is not always happening.


It is up to the SP to add their NXX to the NPAC as a portable NXX prior to donating blocks.  They indicate so on their donation form.  However, this has not been the case in many situations.


E. Identify action taken in other committees / forums: 


Issue raised at INC on two different occasions, they felt the guidelines already addressed the issue by leaving the responsibility to the SP to do the necessary work when they donated the blocks.


F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


The following actions are proposed to resolve this issue:


Provide the PA access to the NPAC to check for contamination prior to the assignment of a thousands block.


Provide the PA access to the NPAC to check if the code is opened as portable.


LNPA WG: (only)


Item Number: 0024



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________


1

2
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LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy): 01/17/2005


Company(s) Submitting Issue: Syniverse


Contact(s):  Name: Rob Smith



         Contact Number: 813.273.3319 


         Email Address: Robert.smith@syniverse.com


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


A large number of wire line to wireless ports fail the automated process because they are from large accounts where the customer service record (CSR) is too large to return on a CSR query.  The CSR is needed to complete an LSR.


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue: The automated process for porting from wire line to wireless is dependent on obtaining the customer service record (CSR) that provides additional information needed to complete an LSR.  “CSR too large” is one of the more frequent causes of fall-out for intermodal ports.  It occurs when a number is being ported from a large account such as a hospital, school or large business.  There is a limit to the size of the CSR file that can be returned.  The current systems of wireline providers will return the entire CSR when only a small amount of data is relvant and needed.  Typically a file cannot exceed  1 MB.  Consequently these ports for numbers within large accounts fail and must be worked manually. 


B. Frequency of Occurrence: Between 100 and 200 ports each month


.

C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL_x_


D. Rationale why existing process is deficient: These ports must be manually processed and require a lot of time and effort to process.

E. Identify action taken in other committees / forums: 


No other yet.


F. Any other descriptive items: __

__________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


Porting systems could be designed within the ILECs so that only information relevant to the particular number being ported is returned in response to a CSR query.  

LNPA WG: (only)


Item Number: 0050


Issue Resolution Referred to: __________

Why Issue Referred:

____________________________________________________________________________________________________________________________________________________________________________


______________________________________________________________________________________


1

2
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1 Introduction 


1.1 Purpose and Scope 
In accordance with NeuStar’s National Pooling Administration contract1 and our constant effort 
to provide the best support and va lue to both the FCC and the telecommunications industry, 
NeuStar, as the National Pooling Administrator (PA), hereby submits this Change Order 
Proposal to the Federal Communications Commission (FCC) for approval.  This change order 
complies with the contractual requirements set forth in Attachment B, Section C of the 
Thousands-Block Pooling Contractor Technical Requirements, dated November 30, 2000, 
Sections 2.5 through 2.5.4, which read as follows: 
 


2.5 Changes in the Environment 
The FCC may issue rules, requirements, or policy directives in the future, which may 
increase, decrease or otherwise modify the functions to be performed by the contractor.  
The contractor is additionally subject to the provisions of the changes clause in Section I.   


 
 2.5.1 Process 


Accordingly, after a contractor is selected, the FCC, the NANC and/or the INC may 
establish NANP numbering resource plans, administrative directives, assignment 
guidelines (including modifications to existing assignment guidelines), and procedures 
that may have an effect on the functions performed by the contractor.   


 
 2.5.2 Changes 


The contractor shall review changes when numbering resource plans, administrative 
directives, assignment guidelines, and procedures are initiated or modified to determine if 
there is any impact on the functions that they must perform.   


 
 2.5.3 Notifications  


The contractor shall then, within a period of not more than 30 calendar days from said 
event (e.g., the date INC places an issue into Final Closure), provide the Contracting 
Officer, state PUCs, and the NANC with written notice regarding these changes and 
summarize the potential impact of the changes upon service and cost, if any.   


 
 2.5.4 Roles 


The NANC shall review the notice and provide a recommendation to the FCC rega rding 
the effect of the contractor’s notice and supporting documentation.   
 
The contractor shall comply with state regulatory decisions, rules and orders with respect 
to pooling, as applicable, as long as they are not in conflict with FCC decisions, orders, 
and rules and are within state jurisdiction. 


  
 
                                                 
1  FCC Contract Number  CON01000016 
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This document covers the required subject matters such as explaining the industry’s 
requirements, proposed solution, cost, risk, and assumptions. 
 
 
2 Industry Proposed Changes  
Change Order History 
 
On July 2, 2003, the Pooling Administrator (PA) submitted Change Order #23 as a result of the 
industry resolution of Local Number Portable Administration Working Group (LNPA WG) 
Project Issue Management (PIM) 24.  PIM 24 proposed allowing the PA to obtain NPAC reports, 
which would enable the PA to check for contamination levels on donated thousands-blocks and 
ensure that an NPA-NXX is properly opened in the NPAC.   In Change Order #23, the PA 
requested FCC approval of the purchase of reports from the NPAC to assess the contamination 
level of donated blocks.   
 
On July 29, 2003, the Industry Numbering Committee (INC) placed CO/NXX Issue 364 into 
Final Closure. CO/NXX Issue 364 relates to the transfer of pooled codes from carriers that are 
proactively shutting down a network or service. The industry recognized that, as with donations, 
the PA must be able to verify whether and to what degree there is contamination of the affected 
blocks.  INC determined that the changes it had made to the INC Thousands-Block Pooling 
Administration Guidelines in addressing Issue 364 would not be posted as revision to the 
guidelines until the FCC approved the related change order.   
 
On August 26, 2003, the PA withdrew Change Order #23 and replaced it with Change Order 
#24, which we believed addressed the issues in both PIM 24 and INC CO/NXX Issue 364, 
allowing us to compare contaminated block information in the NPAC, with the information in 
the PAS, on an ongoing basis.  Our intent was to avoid service- impacting assignment of blocks 
that had been contaminated after donation, or between assignment and return, or that were 
contaminated above the 10% limit.   
 
The NOWG conducted its review of Change Order #24, but did not accept any of the three 
solutions proposed by the PA.  Instead, the NOWG recommended to the FCC in a response dated 
September 19, 2003: 
 
 The NOWG recommends that the PA select an NPA from each NPAC Region and 
perform an audit of embedded inventory using the proposed NPAC report to ascertain the type 
and frequency of error within the PAS embedded base.  These results will be shared with the 
NOWG to assist in determining if there is value in proceeding with a one-time scrub of the entire 
PAS embedded base. 
 
In response, the PA requested that the FCC hold Change Order 24 in abeyance, and submitted 
Change Order #26, asking to conduct a one-time trial of the process described in Change Order 
#24. The PA conducted the trial and presented its findings to the FCC and the LNPA WG.  In 
addition, the PA recommended to the FCC that the PA should conduct this type of database 
comparison for all NPAs on an annual basis.  Also, the PA recommended that it obtain NPAC 
reports for returned blocks and donated blocks on a weekly basis, at a minimum, as a way to 
provide ongoing protection for end users.    
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In response to the PA’s Change Order #26 report, on August 26, 2004 the NOWG recommended 
to the FCC as follows: 
 


• The PA [shall] provide an updated proposal with cost details for Change Order #24 to the 
FCC, for review by the NOWG, prior to the FCC authorizing a one-time scrub of PAS by the 
PA. 


• Concurrent with this one-time scrub, the PA [shall]  prepare and propose to the INC that a 
self-certification statement be added to the Appendix 2 donation form.  This proposed 
certification would require the SP to certify that (1) the information being provided has met 
certain designated stipulations and (2) the donating SP has properly marked/checked the 
appropriate items on the form prior to its submission, whether it be either an electronic or 
manual submission. 


• Concurrent with this one-time scrub, the PA [shall] work with INC to review the TBPAG 
directions for donating SPs in an effort to ensure the verbiage and responsibilities are 
thorough and clear for both SPs and the PA.   


• During the one-time scrub, the PA [shall] seek the appropriate support and assistance from 
the FCC and/or state commissions in enforcing SP participation in the one-time 
reconciliation process in situations where the PA is unable to obtain sufficient cooperation 
from individual service providers, e.g., answer PA inquiries in a timely manner in order for 
the PA to complete the one-time scrub. 


• Quarterly, the PA should distribute via their email exploder a “tip” describing SP 
obligations when donating blocks to a pool and to remind SPs to follow the INC guidelines 
as they relate to the underlying causes of mismatches between PAS and the NPAC. Also, the 
PA should include any one-time scrub related information that it believes will help SPs 
understand where their efforts are substandard and therefore contribute(s) to this mismatch 
in the past and/or in the present.  


• Finally, the NOWG recommends that one year after the first full reconciliation has been 
completed by the PA, the NOWG and PA should then seek input from the industry as to any 
increase or decrease in the frequency in which SPs encounter erroneous block 
contamination.  If the instances have increased, further action may be warranted, however, 
the NOWG does not recommend any further/additional activities other than those related to 
the “one-time scrub of the entire PAS database for unassigned/available blocks in the pool 
inventory” at this time. 


 
On January 10, 2005, the FCC directed the PA to withdraw Change Order #24 and resubmit a 
new change order to conform to the NOWG’s recommendations.  Subsequent to the FCC’s 
direction, the INC and the LNPA WG met with the NOWG, and agreed to re-examine the issues.  
In the meantime, however, the NOWG  has now advised the PA by email that: 
 


The NOWG has discussed and has come to consensus that the 'one time 
scrub' associated with change order 24 needs to be in the works as soon 
as possible. This is the shorter term solution that we all have discussed 
many times. We understand that the INC and the LNPA WG are 
discussing the longer term approach in terms of how to enforce this going 
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forward but we feel the shorter term solution should be submitted as a 
change order as soon as possible.  


 
This Change Order #41 constitutes a resubmission of the request for a one time scrub associated 
with Change Order #24, as requested by the NOWG. 
 
 
Industry Issues Leading to the Change Orders  
 


LNPA WG PIM 24 
 
The issue identified in PIM 24 relates to service providers who cannot use blocks that have been 
assigned to them either because the NPA-NXX has not been activated in the Number Portability 
Administration Center (NPAC), the thousands-block contamination level is greater than 10%, or 
the code holder failed to complete its intra-service provider ports prior to donating the blocks.  
To address these problems, the PA and AT&T Wireless submitted a joint PIM at the March 2003 
LNPA WG meeting, which was accepted as PIM 24.  PIM 24 proposed allowing the PA to 
obtain NPAC reports, which would enable the PA to check for contamination on a donated 
thousands-block and ensure the NPA-NXX is opened in the NPAC. 


 
PIM 24, which the PA and AT&T Wireless submitted to the LNPA WG, is reproduced below: 
______________________________________________________________________________ 


LNP Problem/Issue Identification and Description Form 


 
Submittal Date (mm/dd/yyyy):  03/07/03   PIM #  
Company(s) Submitting Issue :  NeuStar Pooling,  AT& T Wireless 
Contact(s):  Name     Barry Bishop, Stephen Sanchez 
          Contact Number   847-698-6167, 425-288-7051 
          Email Address   barry.bishop@neustar.biz, stephen.sanchez@attws.com  
(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.) 


 
1. Problem/Issue Statement: (Brief statement outlining the problem/issue.) 
 
Blocks that are being assigned to Service Providers are either contaminated when they are 
donated as a non-contaminated block or the blocks have been contaminated over 10%.  This is 
causing customers to be out of service or blocks being exchanged for a less contaminated or non-
contaminated block.      
 
In addition when the PA has assigned a block, at times the block is being rejected in the NPAC 
for not having the NXX as opened in the NPAC as portable.                                                      
  
2. Problem/Issue Description: (Provide detailed description of problem/issue.) 
 
A. Examples & Impacts of Problem/Issue:  
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When a SP donates a block they mark the block as either contaminated or not contaminated.  
They do not indicate how many TN’s are contaminated.  SP’s are suppose to do a Intra SP port 
on their contaminated TN’s prior to donating a block so that the block can be ported to the new 
SP and they can begin using the block on the effective date.  The new SP should query the 
NPAC prior to assigning any TNs to determine which TN’s are contaminated and exclude those 
from their inventory assignment.  
 In one situation what is happening is that a block is assigned, the new SP goes to put those 
numbers in service, the old SP has not done their Intra SP ports causing their customers to be out 
of service.  To resolve this, the 1000 block has to be deported, so that the old SP can Intra SP 
port their numbers then the 1000 block is reported to the new SP.   
In another situation a block has been assigned either uncontaminated or contaminated and it is 
discovered the block has over 10% contamination.  In this case the block has to be deported and 
a new block has to be assigned to the SP.   
 
When a block is assigned and the NXX is not opened for porting in the NPAC, the block is 
rejected.  The SP of the code then has to go into the NPAC and add their code as portable so that 
the block can be then ported.  Even though this may take a matter of minutes to add, getting a 
hold of the correct person at a company to do this may take some time. 
 
B. Frequency of Occurrence:  
 
Ongoing 
 
C. NPAC Regions Impacted: 
 
Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___  
 
Western_ _ West Coast___ ALL_X__ 
 
D. Rationale why existing process is deficient: 
 
It is up to the SP’s to do their INTRA SP ports and make sure they take the 1000 block out of 
their inventories when donating the block.  This is not always happening. 
 
It is up to the SP to add their NXX to the NPAC as a portable NXX prior to donating blocks.  
They indicate so on their donation form.  However, this has not been the case in many situations. 
 
E. Identify action taken in other committees / forums:  
 
Issue raised at INC on two different occasions, they felt the guidelines already addressed the 
issue by leaving the responsibility to the SP to do the necessary work when they donated the 
blocks. 
  
F.   Any other descriptive items: 
______________________________________________________________________________
______________________________________________________________________________ 
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3. Suggested Resolution:  
 
The following actions are proposed to resolve this issue: 
 
Provide the PA access to the NPAC to check for contamination prior to the assignment of a 
thousands block. 
 
Provide the PA access to the NPAC to check if the code is opened as portable. 
 
LNPA WG: (only) 
Item Number: __ __ __ __  
Issue Resolution Referred to: 
_________________________________________________________ 
Why Issue Referred: 
__________________________________________________________________ 
______________________________________________________________________________
______________________________________________________________________________ 
 
 
The LNPA WG submitted PIM 24 to the North American Portability Management Limited 
Liability Corporation (LLC) for approval.  The LLC approved permitting the PA to obtain 
NPAC reports.   
 
The PA subsequently gave the following report requirements to the NPAC: 


 
The report generated from the NPAC should include the NPA-NXX-X, how 
many intra-SP ports are associated with it, how many total active and pending 
SVs there are, plus the company name associated with the active and pending 
SVs  in an excel format by region.  If an NPA-NXX is not found in the NPAC as 
portable, it should still come back to the PA with a note that the NPA-NXX does 
not exist in the NPAC. 


 
 
CO/NXX Issue 364 
 
The issue identified in INC CO/NXX  Issue 364 relates to service providers who must transfer 
pooled codes to other carriers, because they are proactively shutting down a network or service.  
As with donations, the PA must be able to verify whether and to what degree there is 
contamination of the affected blocks. 
 
Quoted below are both the INC official issue statement and its final resolution, which can also be 
found under INC working documents on the ATIS website (http://www.atis.org) for CO/NXX 
Issue 364 “Modification to Procedures for Code Holder/LERG Assignee Exit:” 
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A. ISSUE STATEMENT 
 
INC’s newly defined and issued procedures for CO Code transfer 
process are not sufficient in aiding carriers that are proactively shutting 
down a network or service.  The existing procedures were mostly 
developed from the perspective of a carrier going out of business in an 
unexpected manner(bankruptcy).  The INC CO Code transfer 
guidelines are not sufficient in aiding carriers that are proactively 
shutting down a network or service.  There are many independent 
activities evolving many internal organizations as well as the NANPA 
and other carriers.  
 
The main problem is a complex timing issue, this because it involves 
the donating carrier, NANPA, NPAC, and the receiving carrier.  In 
addition all other carriers must update their networks and OSSs to 
ensure that customers receive calls originating from their networks.   
 
Donating Carrier issues: 
 
• Timing of Customer notification, disconnect timing 
• Timing of Network and trunk engineering disconnect timing 
• Timing of Support system disconnect 
• Timing of Co Code transfe r/disconnect timing 
• Determine when the last day a user can port on CO Codes that already 
have port(s).    
• Determine when the last day a user can port on CO Code that does 
NOT already have port(s). 
 
NANPA Issues: 
 


• The NANPA does not have immediate access to NPAC records to 
determine if there are ported customers associated with the CO-NXX 
that are being returned by a carrier. The North American Portability 
Management (NAPM), LLC currently does not allow the NANPA 
access to the NPAC.  The NANPA has to request reports from the 
NPAC to determine if a CO Code has numbers that have been ported.  
This requires up to an additional week before a potential carrier can be 
contacted to takeover CO Code ownership. 
• The NANPA is required to adhere to existing INC guidelines and 
FCC Orders that may prevent a timely and non-service impacting 
transfer of CO Codes that require a new CO Code holder. 
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Examples: 
 
• Due to neutrality and non-disclosure requirements the NANPA can 
not identify a carrier that agreed to become the CO Code holder to the 
donating carrier until it is published in the LERG (up to 30 days). 
• The NANPA denies a disconnect request on a CO Code that has 
ported number, however the AOCN can enter the LERG effective 
disconnect date as long as the interval from the request to the LERG 
effective date is greater than or equal to the required 66 day CO Code 
interval. 
• NANPA approves CO Code disconnects request that currently do not 
have ported customers, but have a high probability that a customer will 
port before the LERG disconnect date. 
 
Receiving Carrier Issues: 
 


• Ensure that ported- in customer(s) do not have degraded or no service 
due to the transfer of the CO Code. 
 
Attached:   NANPA’s Proposed Process for Disconnecting or Finding 
New LERG Assignees for NXXs Assigned to a Service Provider 
Seeking to Disconnect Service 
 
B. ISSUE RESOLUTION   
 
INC created the attached new COCAG Appendix C to replace the 
existing Appendix C.  The new Appendix C also replaces the interim 
NANPA process document titled “Procedures for Returning Non-
Pooled Codes with Active or Pending Ported Telephone Numbers 
(TNs)” dated April 25, 2002.   This new Appendix C becomes 
effective when posted to the ATIS web site. 
 
In addition, INC also created the attached new TBPAG Appendix 7 
(attached as Appendix A) replace the existing Appendix 7.  However, 
this new Appendix 7 will NOT be posted on the ATIS web site because 
INC anticipates that the PA will be generating a Change Order for FCC 
approval.  Posting of the document will be held in abeyance until any 
potential Change Order has been approved by the FCC and 
implemented by the PA. 
 
This resolves the issue. 


 
3 The Proposal 
NeuStar’s National Pooling Administrator reviewed the NOWG’s recommendation dated August 
26, 2004 from both the operational and technical perspectives.  We believe that our proposed 







Nat’l PAS – Change Order #39 (LNPA WG PIM 24 and CO/NXX 364) May 4, 2005 


© NeuStar, Inc. 2005 NeuStar Proprietary and Confidential - 11 - 


solution based on NOWG recommendations as set forth below will address the NOWG’s 
recommendation in a cost-effective and efficient manner.  
 
To conform to the NOWG recommendation, we propose to perform the following actions: 
 


• Conduct a one-time scrub of the PAS database using NPAC data.  We will receive seven 
(7) NPAC reports, one for each NPAC region.  This data will be compared to what is in 
PAS and SPs will be contacted to correct the data. 


• During the scrub we will seek appropriate support and assistance from the FCC and/or 
state commissions to enforce SP participation, if needed. 


• Concurrent with the one-time scrub, we will prepare and propose to the INC that a self-
certification statement be added to the Appendix 2 donation form (which may result in a 
additional change order to modify PAS) 


• Concurrent with this one-time scrub, we will work with INC to review the TBPAG 
directions for donating SPs in an effort to ensure the verbiage and responsibilities are 
thorough and clear for both SPs and the PA.  


• Quarterly, we will distribute via our email distribution a “tip” describing SP obligations 
when donating blocks to a pool and to remind SPs to follow the INC guidelines as they 
relate to the underlying causes of mismatches between PAS and the NPAC.  Also, we 
will include any one-time scrub related information that we believe will help SPs 
understand where their efforts are substandard and therefore contribute to the mismatch 
in the past and/or in the present.  


• One year after the reconciliation has been completed, the NOWG and the PA will seek 
input from the industry as to any increase or decrease in the frequency in which SPs are 
encountering erroneous block contamination. 


 
It is our opinion that this proposal clearly does not meet the requirements of the industry as 
delineated in LNPA WG PIM 24 and CO/NXX #364, and set forth in TBPAG Appendix 7 
(attached hereto as Appendix A). However, it does address the NOWG’s short-term concern, as 
expressed in its e-mail to the PA.   
 
Specifically, the INC has directed us as follows in Appendix 7:   
 


From section 4.1 relating to Returned Thousands-Blocks Containing Ported 
Numbers, When the Block Holder is not the LERG Assignee: 
  
The PA shall request an ad hoc report from the NPAC to determine if there are 
any ported TNs or pending ports on the block(s) being returned.  This information 
will assist the PA in re-allocating the block.  If the block is 10% or less 
contaminated the PA will process the block return. This will effectively be a 
contaminated block donation to the pool inventory.   If the contamination level is 
greater than 10%, the PA will follow the order below to select a new block holder:  
  
From section 4.2 relating to Returned Thousands-Blocks Containing Ported 
Numbers, When the Block Holder is also the LERG Assignee: 
  
The PA shall request an ad hoc report from the NPAC to determine if there are 
any ported TNs or pending ports on the block(s) being returned.  The PA will 
follow the order below to select a new LERG assignee:  
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From section 5.1 relating to Abandoned Thousands-Blocks Containing 
Ported Numbers, When the  Block Holder is not the LERG Assignee: 
  
The PA shall request an ad hoc report from the NPAC to determine if there are 
any pending or completed TN ports.  The PA will contact the appropriate 
regulatory authority and seek guidance concerning the return or reassignment of 
the abandoned block.  If the block contamination level is 10% or less, the block is 
returned to the pool once written confirmation (email or fax) is received from the 
regulatory authority to reclaim the block.  If the block contamination level is greater 
than 10%, the PA will follow the order below to select a new block holder unless 
otherwise directed by the regulatory authority:  
  


From section 5.2 relating to Abandoned Thousands-Blocks Containing 
Ported Numbers, When Block Holder is also the LERG Assignee: 


  
The PA shall request the ad hoc report from the NPAC to determine if there are 
any pending or completed TN ports.  This information will assist the PA in re-
allocating the NXX code/blocks.  The PA will follow the order below to select a 
new LERG assignee unless otherwise directed by the appropriate regulatory 
authority:  


  
The PA receives returned blocks literally on a daily basis. Under the NOWG proposal, the PA 
will not be able to determine, except on the day it examines a particular NPA, if there are any 
pending or completed ported TNs on any blocks that are voluntarily returned, so blocks that 
could be potentially over 10% contaminated will just be returned to the pool.  The new assignee 
simply will not know whether it is getting a block that is less than 10% contaminated until it runs 
its own report with the NPAC.  Essentially, the industry will have to continue proceeding in 
caveat emptor mode, and all the work that went into the crafting of Appendix 7 will have been 
for naught. 
  
 


 
4 Risks and Assumptions 
Part of NeuStar’s National Pooling Administrator assessment of this change order is to identify 
the associated assumptions and consider the risks that have an impact on our operations.  
 
A. Assumptions  


 
The PA assumes that this is a short-term fix to assure the accuracy of the PAS database as of a 
specific date, the date the one-time scrub is completed.  The PA does not assume that this 
solution addresses PIM 24 and INC Issue #364, and assumes those will have to be addressed at a 
later date.  
 
B.  Risks  


 
The proposed solution does not present any additional risks to our operations.  It does not, 
however, decrease the risk to carriers of service-affecting outages on contaminated blocks that 
PIM 24 and Appendix 7 intended. 
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C. Impact on Operations  
 


This proposed solution has a one-time impact on our operations because it will take a significant  
amount of staff time to do the initial scrub of the data, send notifications to the service providers 
of any discrepancies, and receive responses from the industry. 
 


5 Cost Assumptions and Summary 
As with any change order proposal, NeuStar’s National Pooling Administrator considered the 
associated costs that can be incurred in implementing the proposed solution.   These cost 
assumptions are based upon the NPAC’s standard charges. 


The anticipated cost to implement this proposed solution is $6,209.00, which includes the price 
for the extensive staff hours that will be required to perform this task, along with the costs of the 
reports we must obtain from the NPAC.   The PA staff members are already carrying heavy 
workloads, due to the steady rise in volumes, which have increased significantly over the past 
few months.  We respectfully request that this Change Order be approved giving the PA 
authorization to charge straight overtime for the staff members involved in the project. 
 
The alternative would be to hire a temporary employee for this project, but we have considered 
and rejected that option because it would not facilitate timely completion of the project, or keep 
costs down, for the following reasons: 
• it would add the time of posting the position, interviewing, and obtaining the appropriate 


security clearance for the person 
• training time would be needed 
• the person would not have the familiarity with carrier contacts that pooling staff members 


have 
• the person would not have the familiarity with the two databases involved, or the previously 


developed personal contacts at the NPAC, that existing pooling personnel have.  
 
6 Conclusion 
In conclusion, the NeuStar National Pooling Administrator has offered a viable solution that 
supports the NOWG’s August 26, 2004 recommendation in accordance with contract terms, and 
we ask that the FCC review and approve this change order proposal.  However, we reiterate our 
concern that this proposed solution does not address the original solutions for INC Issue #364 
and the LNPA WG PIM 24, as resolved in Appendix 7 to the TBPAG.      
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Appendix A 
 
May 8, 2003        TBPAG Appendix 7 


 
Procedures for Block Holder/LERG Assignee Exit 


 
1.0 Purpose 
 
This appendix describes the responsibilities of NANPA, service providers, and the PA in 
situations when a service provider (SP) is returning or abandoning NXX codes/blocks that 
contain ported telephone numbers and a new LERG assignee must be selected with minimal 
impact on ported customers.  The specific circumstances addressed cover:  


 
• Voluntary Return of Thousands Blocks Containing Ported Numbers   
• Abandoned Thousands Blocks Containing Ported Numbers 


 


2.0 Assumptions  
 
2.1 Reasonable efforts should be taken to re-establish a LERG assignee in order to maintain 


default routing.  Should the LERG assignee vacate their responsibilities, calls to the 
donor switch will not be processed. 


 
2.2 The SP returning an NXX code will coordinate with NANPA to ensure that the code is 


not removed from the LERG as an active code until the Part 3 with the effective date of 
the disconnect is received.  This is to prevent an adverse effect on ported-out customers. 


 
2.3 A LERG assignee must be LNP capable, may put the code/block on any switch in the rate 


center, and should already be providing service in the rate center.  This should eliminate 
any potential problems with facilities readiness. 


 
2.4 It is desirable to avoid having to designate a new LERG assignee in the NPAC because 


all ported customers will experience a temporary interruption of incoming service during 
transition to the new assignee while the Service Provider Identification (SPID) is updated 
in the Number Portability Administration Center (NPAC).  However, it is a regulatory 
requirement to allow continued porting of any number in the NXX, a process that 
requires correct SPID/number association at NPAC for NPAC's message validation 
process. 2  


                                                 
2  The LNP CO Code Reallocation Process, implemented on August 30, 2001, eliminates the necessity of 
maintaining the original LERG assignee in the NPAC because it eliminates service disruption that would be caused 
by changing the SPID in the NPAC. The process involves porting the code in thousands-blocks to the LERG 
assignee.  In this way, the NPAC's block-ownership tables override the NPAC's NXX-ownership tables, allowing 
continued porting of any number in the NXX. The LNP CO Code Reallocation Process allows numbers to snap back 
to the new LERG assignee, the same as if the SPID had been changed in the NPAC without ported numbers having 
been taken out of service . 
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2.5 The PA shall work closely with regulatory authorities to obtain timely information about 
SPs abandoning service or filing bankruptcy.  Such circumstances are under the direction 
of a regulatory authority or court. 


 
2.5 A SP has the option to refuse a NXX code/block re-allocation. Refusal will not adversely 


impact any pending NXX code/block assignment request because it is unrelated to the re-
allocation. 


 
2.7     These guidelines also apply in jeopardy/rationing situations. 
 
2.8    It is the responsibility of each SP to provide an accurate E911 record for each of its 


customers to the E911 Service Provider.  It is essential that the outgoing SP unlock its 
E911 records in the regional E911 database, and the new SP must transition the affected 
customers records to its own company ID in the E911 database. 


 
2.9  It is the responsibility of the new LERG assignee and new block holder to notify 


Telcordia™ to update the AOCN responsibility in BIRRDS for the reallocated NXX 
code/block(s).  


 
2.10  The SP returning the NXX code/block has the responsibility to assure that affected 


parties, especially any end-users, are notified consistent with state or regulatory 
requirements. 


 
2.11 It is the responsibility of the SP returning the NXX code/block to disconnect and remove 


all records related to the LRN and NXX code, including intra-SP ported TNs, from the 
NPAC database. If a NXX code/block is reassigned and there are still old records in 
NPAC, the new LERG assignee will encounter problems with the affected numbers from 
the reassigned NXX code/block, e.g., porting records on TNs not in service. 


 
2.12 When an NXX code is re-allocated and there are no active or pending ported numbers in 


the NPAC, the NPAC, via receipt of the LNP NXX LERG Assignee Transfer Form, 
should ensure that any existing NXX records of the code are deleted from its database on 
the effective date of the reallocation.  


 
2.13 In certain situations the decision to actually change the NPAC code ownership record 


(i.e., by deleting and subsequently re-creating records for all ported numbers in the 
returned NXX code and accepting the likely adverse customer service impact) may be 
acceptable.  This decision should be based on the quantity and type of customers 
involved, and the agreement of the involved SPs that would have to coordinate the 
change.  


                                                                                                                                                             
The LNPA WG has developed requirements for the ability to mass update the SPID associated with an 
NXX code without taking ported customers out of service.  This functionality has been assigned NANC 
Change Orders 217 and 323 which is expected to be available in Release 3.2. 
. 
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2.14 If there are no active or pending ports on the returned NXX code pending disconnect, the 


NPAC will use the Part 3 disconnect information received via email from the NANPA in 
order to remove the capability to port numbers from the returned NXX code 15 business 
days prior to the effective date of the disconnect.  This removal will cause any new port 
attempts against the returned NXX code to fail at the user interface, thus avoiding 
additional impediments to the code return process. 


 
2.15 It is the responsibility of the new LERG assignee or block holder to notify NECA to 


update the NECA Tariff FCC No. 4 database with the new OCN for the reallocated NXX 
code/block(s).  NECA currently requires a copy of the new Part 3 form. 


 


3.0       Notification Procedures for Returned NXX Codes/Blocks 


 
NANPA is required to post the effective dates of pending NXX code disconnects on the NANPA 
website in order for SPs to be aware of approved NXX code disconnects. 
 
LERG assignees should notify the PA if they are no longer able to perform default routing 
functions (e.g., the SP is no longer providing service in the area served by that NXX code). 
 
NANPA must inform the outgoing LERG assignee of their responsibility to update the 
appropriate routing databases upon receipt of the Part 3.    
 
There are specific actions related to LNP processes to be taken by SPs, the PA, and NPAC 
during the NXX code reallocation process.  An overall description, including a required form, 
can be found at: (http://www.nationalpooling.com/guidelines/index.htm). 3   
 
In addition, it is the responsibility of the SP returning the NXX code/block to remove any LRN 
record it has associated with the returned NXX code and all ported in TNs associated with that 
LRN, including intra-SP ports.   In addition, if the NXX is being disconnected, the NXX should 
be disconnected in the NPAC as well. If a block is being reallocated, the SP returning the block 
should not attempt to disconnect the NXX in the NPAC; it should only remove its LRN and any 
ported in TNs associated with that LRN, including any intra-SP ports. 
 
If there are no active or pending ports on the NXX code, a Part 3 disconnect should be issued by 
NANPA to the SP.  The Part 3 disconnect information shall be entered into BIRRDS by the SP’s 
AOCN. The NXX code should be included in the Part 3 disconnect report posted on the NANPA 
web site. 
 
If there are no active or pending ports on the returned NXX code pending disconnect, the NPAC 
will use the Part 3 disconnect information received via email from the NANPA in order to 
remove the capability to port numbers from the returned NXX code 15 business days prior to the 


                                                 
3 See footnote 1. 







Nat’l PAS – Change Order #39 (LNPA WG PIM 24 and CO/NXX 364) May 4, 2005 


© NeuStar, Inc. 2005 NeuStar Proprietary and Confidential - 17 - 


effective date of the disconnect.  This removal will cause any new port attempts against the 
returned NXX code to fail at the user interface, thus avoiding additional impediments to the code 
return process. 
 
If porting of TNs occurs on a returned NXX code after NANPA has issued a Part 3 disconnect 
but prior to the 15 business days before the effective date of the disconnect, NPAC should notify 
NANPA that a port has occurred.  NPAC also will disregard the Part 3 disconnect information 
and not suspend porting at 15 business day timeframe.  


4.0 Returned Thousands-Blocks Containing Ported Numbers  
 
4.1     When Block Holder is not the LERG Assignee 
 
In a pooled area where thousands-blocks are voluntarily returned and there are ported numbers or 
pending ports contained in those returned blocks, the SP will return the blocks to the PA and the 
ported customers are not affected.   
 
The PA shall request an ad hoc report from the NPAC to determine if there are any ported TNs 
or pending ports on the block(s) being returned.  This information will assist the PA in re-
allocating the block.  If the block is 10% or less contaminated the PA will process the block 
return. This will effectively be a contaminated block donation to the pool inventory.   If the 
contamination level is greater than 10%, the PA will follow the order below to select a new block 
holder:  
 
a) The PA will notify SPs with ported TNs, the LERG assignee, SPs with a forecasted need, and 


the outgoing block holder within the applicable rate center.  SPs will have ten business days 
to respond.  The PA will provide the date and hour the responses are due. The first SP to 
respond with a completed and correct Part 1A and LNP NXX LERG Assignee Transfer Form 
will become the new block holder.  MTE and utilization requirements are waived for SPs 
with ported TNs.   


 
b)  If no SPs respond within ten business days or all refuse the block holder functions, the PA 


will contact the appropriate regulatory authority and seek guidance concerning the return or 
reassignment of the contaminated block. Should a new block holder be designated, regulatory 
authorities may waive MTE and utilization requirements.  


 
The PA will work with the new block holder to determine if a Part 4 submission is necessary.  
 


4.2     When Block Holder is also the LERG Assignee 
 
The PA shall request an ad hoc report from the NPAC to determine if there are any ported TNs 
or pending ports on the block(s) being returned.  The PA will follow the order below to select a 
new LERG assignee:  
 
a) The PA will contact SPs with blocks assigned from the affected NXX, SPs with ported TNs 


and SPs with a forecasted need within the applicable rate center.  SPs will have ten business 
days to respond.  The PA will provide the date and hour the responses are due.   
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? The first SP with blocks assigned from the affected NXX to respond with a Part 1 and 


LNP NXX LERG Assignee Transfer Form will become the new LERG assignee.  MTE 
and utilization requirements are waived. 


? If no SPs with blocks assigned from the affected NXX respond or all refuse the LERG 
assignee functions, the first SP with ported TNs to respond with a Part 1 and LNP NXX 
LERG Assignee Transfe r Form will become the new LERG assignee.  MTE and 
utilization requirements are waived. 


? If no SPs with ported TNs respond or all refuse the LERG assignee functions, the first SP 
with a forecasted need with a Part 1 and LNP NXX LERG Assignee Transfer Form that 
meets the MTE and utilization requirements will become the new LERG assignee. 


 
NPAC, upon the receipt of the LNP NXX LERG Assignee Transfer Form, will remove the LRN 
and all ported in TNs of the LRN (including intra-SP ports) in its database associated with the 
reallocated code after the effective date. 
 
The PA will automatically update the BCD record in BIRRDS with the new LERG assignee’s 
information upon receipt of the Part 3 from NANPA.  
 
The new LERG assignee shall: 
 
§ notify the PA via email which blocks assigned to the original LERG assignee are to be 


reallocated to the new LERG assignee because the contamination level is over 10%.  This 
notification will take place within 90 calendar days of receiving the Part 3 confirmation.  


§ notify the PA via email which blocks assigned to the original LERG assignee are to be 
donated by the new LERG assignee because the contamination level is 10% or less.  This 
notification will take place within 90 calendar days of receiving the Part 3 confirmation. 


§ work with the PA to determine if any Part 4 submissions are necessary.  
 
Blocks that were previously donated by the original LERG assignee will remain in the pool. 
 
It is recommended that the new LERG assignee retain at least one block to ensure that 
responsibilities in section 4.2.1 of the Thousands-Block Number (NXX-X) Pooling 
Administration Guidelines (TBPAG) are maintained. However, once the responsibilities of the 
SP outlined in section 4.2.1 are fulfilled and the SP determines that the block is not needed, the 
SP does have the option of returning the block to the PA.   
 
b) If no SPs respond within ten business days or all refuse to become the new LERG assignee, 


the PA will proceed with the NXX return, notify those SPs with ported TNs and/or pooled 
blocks from the affected NXX.  Further, the PA will request that NANPA notify the 
appropriate regulatory authorities that a NXX code is going to be disconnected and that some 
working customers will lose service. NANPA will follow the disconnect process as outlined 
in Sections 4.0.f through 4.0. h of COCAG Appendix C. 
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5.0 Abandoned Thousands-Blocks Containing Ported Numbers  
 
The difference between an abandoned block and a returned block is that if abandoned, the PA is 
unable to reach the incumbent block holder to ask it to maintain default routing functions. 
 
5.1     When Block Holder is not the LERG Assignee 
 
In the case when the block holder is not the LERG assignee and blocks containing ported 
numbers or pending ports are abandoned, the ported customers are not affected.  Typically, 
customer complaints are the catalyst for initiating the steps that follow. The PA shall request an 
ad hoc report from the NPAC to determine if there are any pending or completed TN ports.  The 
PA will contact the appropriate regulatory authority and seek guidance concerning the return or 
reassignment of the abandoned block.  If the block contamination level is 10% or less, the block 
is returned to the pool once written confirmation (email or fax) is received from the  regulatory 
authority to reclaim the block.  If the block contamination level is greater than 10%, the PA will 
follow the order below to select a new block holder unless otherwise directed by the  regulatory 
authority:  
 


a) The PA will notify SPs with ported TNs, the LERG assignee, SPs with a forecasted 
need, and the outgoing block holder within the applicable rate center.  SPs will have 
ten business days to respond.  The PA will provide the date and hour the responses 
are due. The first SP to respond with a completed and correct Part 1A and LNP NXX 
LERG Assignee Transfer Form will become the new block holder.  MTE and 
utilization requirements are waived for SPs with ported TNs.   


 
b)  If no SPs respond within ten business days or all refuse the block holder functions, the 


PA will contact the appropriate regulatory authority and seek guidance concerning the 
return or reassignment of the contaminated block. Should a new block holder be 
designated, regulatory authorities may waive MTE and utilization requirements. 


 
The PA will work with the new block holder to determine if a Part 4 submission is necessary.  
 


5.2     When Block Holder is also the LERG Assignee 
 
In the case when the block holder is the LERG assignee and blocks containing ported numbers or 
pending ports are abandoned, the PA may no t have prior knowledge of the situation.  Typically, 
customer complaints are the catalyst for initiating the steps that follow.  The PA shall work 
closely with the appropriate regulatory authority to obtain timely information about SPs 
abandoning service or filing bankruptcy.  Such circumstances are under the direction of a 
regulatory authority or court.  
 
The PA shall request the ad hoc report from the NPAC to determine if there are any pending or 
completed TN ports.  This information will assist the PA in re-allocating the NXX code/blocks.  
The PA will follow the order below to select a new LERG assignee unless otherwise directed by 
the appropriate regulatory authority:  
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a) The PA will contact SPs with blocks assigned from the affected NXX, SPs with ported TNs, 
and SPs with a forecasted need within the applicable rate center.  SPs will have ten business 
days to respond.  The PA will provide the date and hour the responses are due.   


 
? The first SP with blocks assigned from the affected NXX to respond with a Part 1 and 


LNP NXX LERG Assignee Transfer Form will become the new LERG assignee.  MTE 
and utilization requirements are waived. 


 
? If no SPs with blocks assigned from the affected NXX respond or all refuse the LERG 


assignee functions, the first SP with ported TNs to respond with a Part 1 and LNP NXX 
LERG Assignee Transfer Form will become the new LERG assignee.  MTE and 
utilization requirements are waived. 


 
? If no SPs with ported TNs respond or all refuse the LERG assignee functions, the first SP 


with a forecasted need with a Part 1 and LNP NXX LERG Assignee Transfer Form that 
meets the MTE and utilization requirements will become the new LERG assignee. 


 
NPAC, upon the receipt of the LNP NXX LERG Assignee Transfer Form, will remove the LRN 
and all ported in TNs of the LRN (including intra-SP ports) in its database associated with the 
reallocated code after the effective date. 
 
The PA will automatically update the BCD record in BIRRDS with the new LERG assignee’s 
information upon receipt of the Part 3 from NANPA.  
 
The new LERG assignee shall: 
 
§ notify the PA via email which blocks assigned to the original LERG assignee are to be 


reallocated to the new LERG assignee because the contamination level is over 10%.  This 
notification will take place within 90 calendar days of receiving the Part 3 confirmation.  


§ notify the PA via email which blocks assigned to the original LERG assignee are to be 
donated by the new LERG assignee because the contamination level is 10% or less.  This 
notification will take place within 90 calendar days of receiving the Part 3 confirmation. 


§ work with the PA to determine if any Part 4 submissions are necessary.  
 
Blocks that were previously donated by the original LERG assignee will remain in the pool. 
 
It is recommended that the new LERG assignee retain at least one block to ensure that 
responsibilities in section 4.2.1 of the TBPAG are maintained. However, once the responsibilities 
of the SP outlined in section 4.2.1 are fulfilled and the SP determines that the block is not 
needed, the SP does have the option of returning the block to the PA.   
 
b) If no SPs respond within ten business days or all refuse to become the new LERG assignee, 


the PA will proceed with the NXX return, notify those SPs with ported TNs and/or pooled 
blocks from the affected NXX. Further NANPA will follow the disconnect process as 
outlined in Section 5.0.b of COCAG Appendix C. 
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Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  3/7/2005


Company(s) Submitting Issue:  Nextel Communications


Contact(s):  Name:   
Rosemary Emmer /  Susan Ortega


Contact Number:
301-399-4332  / 703-930-0173


Email Address:
rosemary.emmer@nextel.com / susan.ortega@nextel.com

(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


Currently a carrier can open a Code (NPA-NXX) for portability in the NPAC whether or not they own the NPA-NXX. 


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A.   Examples & Impacts of Problem/Issue:  


Codes are frequently opened under the wrong SPID due to typos or other types of errors by the service provider. This results in the following:


- SOA failures when attempting to perform an NSP create for a ported PTN


- Manual or NANC 323 SPID migrations, which are time consuming and resource constraining.


- Repeated failure transactions sent to NPAC due to data issues.


- Inability to activate ported subscribers until SPID migration has been completed.                             

B.   Frequency of Occurrence:  


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL: XXX


D. Rationale why existing process is deficient:  


Codes are frequently opened under the wrong SPID due to typos or other types of errors by the service provider because there is no validation when the code is opened.


E.   Identify action taken in other committees / forums: None that we are aware of. __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


We are recommending that NPAC personnel validate and audit code entries in NPAC by a TBD frequency. If the NPAC discovers a discrepancy with the code and carrier’s SPID, NPAC will contact the carrier to confirm that the NPA-NXX they opened actually belongs to the carrier. If no response is received within TBD (e.g., 48 business hours), NPAC will delete the code.


LNPA WG: (only)


Item Number: 0051

Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________[image: image1.png]
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LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy): 07/21/2004


Company(s) Submitting Issue: T-Mobile, Sprint, Verizon Wireless, Nextel, Cingular, US Cellular


Contact(s):  Name: Paula Jordan, Sue Tiffany, Debbie Stevens, Rosemary Emmers, Elton Allan, Chris Toomey



         Contact Number: 925-325-3325; 913-762-8024; 425-603-2282; 301-399-4332; 404-236-6447; 773-845-9070



         Email Address: : Paula.Jordan@T-Mobile.com; Sue.T.Tiffany@mail.sprint.com; Deborah.Stephens@verizonwireless.com; rosemary.emmer@nextel.com; elton.allen@cingular.com; Chris.Toomey@uscellular.com


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


Wire line carriers rules for developing a local service request (LSR) in order to port a number are unique to each carrier, dynamic and complex requiring dozens of different fields.  Each carrier can set their own rules and requirements for porting numbers from them.  Each field may be required to match exactly to the information as it appears in validation fields for both wire line and wireless ports.  Any difference, even slight, can result in a port request being rejected.   The number of validation fields for wire line LSR porting process makes it very difficult and costly to port numbers from wire line carriers.  Porting to these complex requirements takes a great deal of time and typically requires manual intervention, which inhibits and discourages porting and the automation of the porting process.


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue: 


Wireless carriers rules for porting are uniform, constant, simple and relatively fast and inexpensive.  Only a few key fields are required to match customer records in order to validate and port a number.  Wireless experience has proven that when two or three key validation fields match the old service provider records there is no risk of inadvertent ports.  


Wireless processes do not collect the data or have access to data as wire line carriers may require on an LSR.  For example wireless carriers collect all address information for a street address within a single field.  Wire line collects the same address information in 5 or more distinct fields.  The one address field in wireless does not map to the 5 or more fields in wire line. If wire less does not provide the ‘FLOOR’ number or the ‘ROOM/MAIL STOP’ in these specific fields, a wire line carrier may reject the port request.  Wireless processes do not validate on the street address field because it is nearly impossible to correctly match this information and it has been determined to have no bearing on whether a port would be inadvertent if it does not match provided other key fields match.


While data requirements to complete an LSR are often extensive and complex, wire line carriers will provide much of the needed information to complete their LSR by providing a customer service record (CSR) in response to a query provided a minimal amount of customer information.  Since a minimal amount of customer information is needed to obtain the CSR it should stand to reason that the port could take place with the same minimal amount of information, and that transferring data from the carrier’s CSR to the carrier’s LSR is in fact an exercise that only increases complexity without really adding value.  It is after all only returning the wire line carrier’s own information back to them.   Wireless experience has proven that inadvertent ports do not occur when only two or three key fields of information are presented and match the old service provider’s records.  


B. Frequency of Occurrence:


100s of time each day.


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL_x_


D. Rationale why existing process is deficient: 


The current process results in needles and excessive cost, time, error and fall-out to complete a port.


E. Identify action taken in other committees / forums: 


The LNPA WG felt that this issue should be referred to OBF ITF.


F. Any other descriptive items: __

__________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


Wire line port request can be validated with very minimal risk of inadvertent ports when the following fields correctly match the old service provider records:


  1) The telephone number being ported


  2) The old service provider account number from the EAN field


  3) The porting customer’s billing ZIP code


Other customer and field information should be provided to the extent that it is possible, but should not be used to reject a port request if it fails to match exactly.


Information that might be needed to complete the disconnection processes can be obtained by the wire line service provider’s own customer service records.  

LNPA WG: (only)


Item Number: 0044



Issue Resolution Referred to: _OBF Interspecies Taskforce______________________

Why Issue Referred: _____LSOG expertise and responsibility is at this committee_______ ____________________________________________________________________________________________________________________________________________________________________________
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Re:
Change Order #26 regarding NPAC block contamination report


To:
Cheryl Callahan, Esq.


Sanford Williams, Esq.


Mark Oakey, CO


From:
Amy Putnam


Date:
July 2, 2004


Background


On May 3, 2004 the FCC approved Change Order #26 which allowed the PA to obtain, for each of the seven NPAC regions, a one-time NPAC report indicating whether an NPA-NXX is opened in the NPAC, and showing the contamination level of a donated thousands - block.  The purpose of the report was to address the issue of service providers’ inability to use blocks that have been assigned to them, either because the NPA-NXX has not been activated in the NPAC, the block's contamination level is greater than 10%, or the code holder failed to complete its intra-service provider ports prior to donating the block(s).  Additionally, it would help the PA assess the problem of blocks that are identified as non-contaminated, but actually have numbers assigned from them.

Process


The PA has completed the research generated by the Change Order #26 report, and we have attached a summary report of our findings.  We selected one NPA out of each NPAC region to perform the data analysis.  We compared the information in PAS with the information in the NPAC report.  Where we found a discrepancy between the PAS data and the NPAC report, we had to contact each carrier and find out whether the SP needed to revise its PAS or NPAC information.  We did not hear back from all SPs, and have listed those numbers in the report; we will need to continue to attempt contact with these carriers to make sure our database is kept accurate.  If a carrier did not respond, and the NPAC showed that a block was contaminated, we modified PAS to conform to the NPAC data.


The percentage of blocks with errors ranges from 2% to 5% per NPA.  Our inventory also contained 3 blocks that were more than 10% contaminated, and they had to be returned to the SP.


Our research reflects that some of these carriers failed to change the status of a donation after it moved from contaminated to non-contaminated. One carrier claimed that it does not check the contamination of blocks after it donates its blocks to the pool.  PAS contained blocks identified in the system as non-contaminated, but we determined that they are contaminated, either because contamination occurred after donation or because the information input at the time of donation was incorrect.  Most carriers did not explain why there was a discrepancy.  This mis-labeling of blocks is significant because carriers receiving a block identified as pristine believe and assume that they are getting a non-contaminated block.  They may subsequently assign numbers that are already assigned out of that block, and put end users out of service.  


Recommendation


Even though only 2% to 5% of the blocks were mis-identified, we consider this to have been a very beneficial exercise.  We believe that FCC approval of CO #24 would be beneficial to the SPs, and protective of end-users.  However, contacting carriers and getting responses was a major and time-consuming undertaking.  Based on the several weeks it took to complete the process for seven NPAs, we recognize that doing a one time cleanup of the entire database will take a significant amount of time.   


We nevertheless recommend that we receive a report for, and complete this exercise for all NPAs now, and repeat it annually.  To protect end users on an on-going basis, we should also obtain reports for returned blocks and donated blocks at least weekly, preferably more frequently.   Such a recurring report would also permit the PA to verify whether and to what extent there is contamination of blocks in pooled codes being transferred between carriers, where a carrier is proactively shutting down a network or service.
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Summary

		Region		State		NPA		# of blocks available in pool		# of blocks found to be contaminated in NPAC, but not contaminated in PAS		# of blocks found to be not contaminated in NPAC, but contaminated in PAS		# of blocks over 10% contaminated In NPAC		# of codes not built in NPAC		Percentage of blocks with errors

		SW		TX		903		1376		6		69		0		0		5%

		WC		CA		760		1587		32		20		1		0		3%

		MA		NJ		908		1706		20		53		1		0		4%

		MW		IL		217		1637		44		29		0		0		4%

		NE		NY		518		1572		11		32		0		0		3%

		SE		FL		863		811		2		14		1		0		2%

		WE		AZ		520		517		4		13		0		0		3%

		SW - Texas 903

		75		Total Blocks in error

		18		Should be noncontaminated in PAS

		5		Should be contaminated in PAS

		18		Updating NPAC to show contaminated

		34		Awaiting response from SP

		9		Service Providers involved

		WC - California 760

		53		Total blocks in error

		7		Should be noncontaminated in PAS

		21		Should be contaminated in PAS

		4		Updating NPAC to show contaminated

		5		Updating NPAC to show non-contaminated

		4		Carrier is claiming they don’t show anything ported in NPAC

		1		Block over 10%, removed block from pool and returned to SP

		11		Awaiting response from SP

		14		Service Providers involved

		MA- New Jersey 908

		74		Total blocks in error

		43		Should be noncontaminated in PAS

		10		Should be contaminated in PAS

		10		Updating NPAC to show contaminated

		8		Updating NPAC to show non-contaminated

		2		Block disconnected, NPAC updated

		1		Block over 10%, removed block from pool and returned to SP

		13		Service Providers

		MW- Illinois 217

		73		Total blocks in error

		28		Should be non contaminated in PAS

		44		Should be contaminated in PAS

		1		Updating NPAC to show contaminated

		3		Service Providers

		NE - New York 518

		43		Total blocks in error

		24		Should be non contaminated in PAS

		5		Should be contaminated in PAS

		1		Updating NPAC to show contaminated

		1		Updating NPAC to show non-contaminated

		1		SP claimining not ported (ported #'s appearing in NPAC)

		11		Awaiting response from SP

		7		Service Providers

		SE - Florida 863

		17		Total Blocks in error

		2		Should be non contaminated in PAS

		1		Should be contaminated in PAS

		2		Updating NPAC to show contaminated

		1		Block over 10%, removed block from pool and returned to SP

		11		Awaiting response from SP

		5		Service Providers

		WE - Arizona 520

		17		Total blocks in error

		7		Should be non contaminated in PAS

		2		Should be contaminated in PAS

		1		Updating NPAC to show contaminated

		1		Updating NPAC to show non-contaminated

		3		Block aged, is now non contaminated

		3		Awaiting response from SP

		7		Service Providers
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