LNPA WORKING GROUP

April 2005 Meeting

Final Minutes

	Franklin, Tennessee
	Host: Verizon Wireless


TUESDAY 04/12/05
Tuesday, 04/12/05, Attendance:
	Name
	Company
	Name
	Company

	Wendy Wheeler
	Alltel (phone)
	Dave Garner 
	Qwest  

	Mark Lancaster
	AT&T (phone)
	David Taylor
	SBC

	Ron Steen
	BellSouth
	Leah Luper
	SBC (phone)

	Dave Cochran
	BellSouth
	Kelly Gracie
	SNET (phone)

	Jason Powell
	Centennial Wireless
	Craig Bartell
	Sprint

	Lonnie Keck
	Cingular
	Jeff Adrian
	Sprint

	Melanie Wilkerson
	Cingular
	Susan Tiffany
	Sprint

	Monica Dahmen
	Cox
	Steve Moore
	Sprint

	Lori McGarry
	CTIA (phone)
	Rob Smith
	Syniverse

	Jean Anthony
	Evolving Systems
	Darren Paffenroth
	Syniverse

	Jamie Sharpe
	Interstate FiberNet (phone)
	Adam Newman
	Telcordia

	Karen Mulberry
	MCI
	Jason Kempson
	Telcordia 

	Rick Jones
	NENA
	Paula Jordan
	T-Mobile

	Mark Dahlen
	NeuStar
	Frank Reed
	T-Mobile

	Syed Saifullah
	NeuStar
	Maggie Lee
	VeriSign

	Dara Sedano
	NeuStar (phone)
	Jim Castagna
	Verizon

	Jim Rooks
	NeuStar 
	Gary Sacra
	Verizon

	John Nakamura
	NeuStar 
	Julie Anderson
	Verizon

	Stephen Addicks
	NeuStar 
	Nancy Briggs
	Verizon

	Marcel Champagne
	NeuStar
	Sara Hooker
	Verizon Wireless

	Larry Vagnoni
	NeuStar
	Jeff Harmon
	Verizon Wireless (phone)

	Paul LaGattuta
	NeuStar
	Deborah Tucker
	Verizon Wireless

	Holly Jacobs
	NeuStar
	
	

	Susan Ortega
	Nextel
	
	

	
	
	
	


Attached are the Action Items assigned at the April, 2005 LNPA meeting.  Also included are the remaining open Action Items from previous meetings.
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NOTE:  ALL ACTION ITEMS REFERENCED IN THE MINUTES BELOW HAVE BEEN CAPTURED IN THE “APRIL 2005 LNPA ACTION ITEMS” FILE ATTACHED ABOVE.

MEETING MINUTES:
2005 Meeting Schedule:
Following is the meeting schedule for the 2005 LNPA Meetings.

	MONTH/

DATE

     (2005) 
	NANC
	OBF
	LNPA-WG 
	HOST
	LOCATION

	
	
	
	
	
	

	January 
	19th
	
	11-12-13th 
	Qwest & NeuStar
	Phoenix

	February 
	
	Week of 7th 
	15-16-17th 
	Syniverse
	Tampa 

	March
	15th 
	
	8-9-10th 
	NeuStar
	Napa, California

	April
	
	
	12-13-14th 
	VZ Wireless 
	Nashville

	May
	17th 
	Week of 2nd 
	10-11-12th 
	Sprint
	Kansas

	June
	
	
	14-15-16th 
	SBC
	San Ramon

	July
	19th 
	Week of 25th 
	12-13-14th 
	Canadian Consortium
	St. Sauveur, Montreal

	August
	
	
	9-10-11th 
	Tekelec
	Raleigh

	September
	20th 
	
	13-14-15th 
	T-Mobile
	Seattle

	October
	
	Week of 22nd 
	18-19-20th 
	Nextel
	Ft. Lauderdale

	November
	30th 
	
	15-16-17th 
	Cingular 
	Atlanta 

	December
	
	
	6-7-8th 
	Evolving Systems
	Denver

	
	
	
	
	
	


03/05 Minutes Review:

The following changes were made to the DRAFT March 2005 LNPA Minutes during the April 2005 meeting.  These changes will be reflected in the FINAL March 2005 LNPA Minutes.

· Page 3, Wireless Committee readout, 3rd bullet, change 1st sentence to read, “PIM 45 (LSOP Issue 2817) is on the LSOP agenda for the May OBF 90 meeting in Denver.”
· Page 4, PIM 51, delete 8th sentence in readout, which reads, “Getting the ownership data from NANPA would require an FCC Change Order.”
· Page 8, PIM 36, change 2nd sentence to read, “NANC 321 is included in the recommended package for the next NPAC software release.”  
Change 4th sentence to read, “The PIM was revised to eliminate the verbiage on LRNs because there is often more than one region that is correct for an LRN.”
· Page 8, PIM 38, change 2nd sentence of readout to read, “NANC 394 is included in the recommended package for the next NPAC software release.

· Page 11, Sunset Discussion, change all bullets to reflect “will not be sunset,” instead of “will not be sunsetted.”
Inter-modal Subcommittee (ISC) (formerly Inter-species Task Force [ITF]) Update and Inter-modal Port Issues referred to OBF (Lonnie Keck, Cingular Wireless and OBF Wireless Committee Co-Chair):

Wireless Committee:

· A call was held last week to discuss the code in WICIS 3.0.  A change was made to take out the single line IDL structure.  This issue has been fast tracked.  The resolution statement will go in the Best Practices document.

· The ATIS Board is still working on obtaining resources for the order form initiative, which will provide a cross-picture of all data elements on the various order forms.  The overall objective is to determine if they can be standardized.  An update of this initiative will be provided at the May OBF.
Inter-modal Subcommittee (ISC) (formerly Inter-species Task Force (ITF):
· Wireless Fax form will be presented at the next OBF meeting for approval.

· ATIS Legal has been reviewing where this is to be posted and how it can be accessed.  Update expected shortly from ATIS Legal.

· Only ATIS members will be able to access.  ATIS has been asked to place the form on their website, accessible by all.

· Issue 2801/2802 matrix:  The matrix is complete and under review by providers.  Five ILECs and one CLEC have provided their input.  The analysis will identify Change Management initiatives that will be taken to the appropriate wireline carrier by wireless carriers.
WTSC Committee for WICIS 3.0 (Jean Anthony, Evolving Systems):
· Jean Anthony, Evolving Systems, reported that a conference call was held on 3/31/05.  13 companies (combination of providers and vendors) participated.

· Vendor-to-vendor testing is scheduled to start 5/10/05, but it is not yet definite.  NeuStar stated that their 3.0 system and resources will be ready 5/10.  Syniverse stated their 3.0 system will be available on 5/10, but need resources to support.  Verisign stated they will be ready for vendor-to-vendor testing in July.

· Service Providers are to come to the next WTSC Committee meeting with preliminary information on test environments and availability.

· The Committee is working on a WTSC Contact List that will be on the website by the end of the month.

· The next call is scheduled for 4/20/05 from 4-5pm eastern.  The dial-in bridge information is on the website.

NENA Report (Rick Jones, NENA):
· Rick Jones, NENA, reported that the following issues are currently being worked in NENA:

· Some Wireless and VoIP N11 calls are being mis-routed.  Calls are being sent back to the home network for routing instead of routing the call within the network where the customer has roamed.  Roaming wireless is not a universal issue.

· Still having 911 data issues with VoIP.  No clear-cut answer at this time.  Non-native and nomadic numbers are still an issue.  Some VoIP providers do not provide 911.  In some porting scenarios from wireline to VoIP, the unlock/migrate 911 database process is appropriate.  In others, the record should be deleted.  They are not being deleted in the latter case.  A member said the VoIP issue is not national in scope, but an issue in some areas of the country.  Rick Jones agreed.

· For those VoIP providers that do provide 911, only the underlying network CLEC provider can be identified. 

· NENA is working a wireless-like solution for nomadic VoIP that uses a pseudo-ANI.

· NENA is working closely with the IETF on resolving these issues.

PIM Discussion:

· PIM 22 – PIM 22 remains open in a tracking state awaiting implementation of NANC Change Order 375, which is included in NPAC Release 3.3.
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· PIM 24 – This PIM, submitted by the Pool Administrator and AT&T Wireless, addresses instances where service providers are not following guidelines for block donation.  For example, in some instances, contaminated blocks are being donated as non-contaminated blocks, or blocks with greater than 10% contamination are being donated.  This is causing customers to be taken out of service or blocks to be exchanged for a less contaminated or non-contaminated block.
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The LNPA and NAPM/LLC had previously approved the sharing of information between NPAC and the Pool Administrator whereby the Pool Administrator is able to obtain the necessary information from NPAC to ensure, to the extent possible, that service providers are complying with the pooled block donation process.  The PA submitted Change Order 23 for FCC consideration.  PA Change Order 23 was subsequently withdrawn and PA Change Order 24 was submitted to the FCC by the PA.  The Numbering Oversight Working Group (NOWG) recommended to the FCC a trial of the proposed resolution in selected pools initially.  The FCC subsequently recommended that the PA submit another Change Order based on the NOWG recommendation for a trial.  On 2/9/04, the PA submitted Change Order 26 based on this recommendation to conduct a trial in one NPA in each NPAC region.  The FCC approved PA Change Order 26.  The PA has since received reports for each trial NPA in each region and worked with service providers to resolve discrepancies in what is in PAS vs. NPAC.  The PA then aggregated the information and sent the findings and a recommendation to the FCC.  Attached is the PA’s summary and a recommendation to the FCC that the PA receive reports for all NPAs and that it be repeated annually.  The NOWG was then asked by the FCC to review the results and provide a recommendation.
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The NOWG subsequently issued the attached recommendation that the PA provide an updated proposal with cost details for Change Order #24 to the FCC, for review by the NOWG, prior to the FCC authorizing a one-time scrub of PAS by the PA.  The FCC responded that the PA should submit a new Change Order based on NOWG’s recommendation for a one-time scrub of all NPAs, and for ongoing data collection to determine if subsequent scrubs are needed.
At the April LNPA meeting, it was reported that the LNPA and the INC held a joint call to discuss PIM 24 and to brainstorm possible approaches to resolve this issue.  INC members have an action item to discuss this further with their LNPA members to develop a unified company position.  INC has developed a draft response to LNPA that is now in ATIS Legal review.  This will be furthered discussed at the June INC meeting.  INC concerns are cost and the fact that the PIM 24 proposed resolution does not address all error scenarios, e.g., when the donor does not indicate a contaminated block, when in fact it is, and does not perform the required contaminated ports.  A member asked if the INC guidelines address what a recipient provider should check when they receive a block before they put it into their inventory for assignment.  The member said that this is the same as what we are asking the PA to do.  Another member responded that the difference is that the PA check would prevent them from getting a block that they have to return, which increases the time before they can get the needed inventory.  The first member stated that if we cannot get the reports for the PA, we should look into reducing the interval for the PA to get an emergency block to the recipient provider.  The PA responded that they do work with affected providers to get another block ASAP.  A discussion then ensued on why there is a need for a 33 day lead time before the block can be activated.  Adam Newman, INC Vice Chair, explained that industry guidelines allow for a 19 day LERG notification interval so that carrier systems can be updated.  Paula Jordan, LNPA Co-Chair, will obtain a status of PA Change Order 26.

The PIM will remain open.
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· PIM 28 – This PIM, submitted by Sprint PCS, addresses interface differences between the WPRR (wireless) and FOC (wireline).  The FOC allows for a due date and time change on confirmations, however, the WPRR does not.  When a wireline carrier sends an FOC with a change in due date or time, the wireless carrier cannot process the change and does not allow the port to complete.  This accepted PIM was referred to the Ordering and Billing Forum (OBF) Wireless Committee and Local Ordering and Provisioning (LSOP) Committee, and is being worked in the OBF Wireless Committee Technical Subcommittee (Issue 2744).  The proposed resolution is for the WICIS standard to be modified to relax edits to allow the Inter-carrier Communications Process (ICP) to accept due date and time changes.  This resolution will be in WICIS 3.0, which must be implemented between 5/22/05 and 2/12/06 (new sunset date for WICIS 2.1.0).

There is a workaround in the interim.  This PIM will continue to be tracked by the LNPA until the sunset of WICIS 2.1.0 to allow all providers to test and implement the fix in 3.0.


[image: image10.wmf]"PIM 28.doc"


· PIM 32 - This PIM, submitted by Syniverse (formerly TSI), seeks to address issues related to the process for obtaining a Customer Service Record (CSR), which contains information necessary to complete a Local Service Request (LSR) for porting in a reseller number.
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Questions still remain with some providers regarding the legal question as to whether this information can be provided.  Sprint is attempting to identify ATNs on customer bills so they can instruct the customer on providing it to them.  Progress in Change Management groups has been slowed somewhat in order to address legal questions.  Syniverse has been told that eliminating the ATN is not an option in terms of edits.

· PIM 34 – This PIM, submitted by Syniverse (formerly TSI), seeks to address issues related to the process for obtaining a Customer Service Record (CSR), which contains information necessary to complete a Local Service Request (LSR) for porting in a Type 1 Cellular number.
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The proposed resolution for PIM 49, if implemented, will also address PIM 34.
Migrations of Type 1 numbers to Type 2 are continuing.  This PIM will continue to be tracked for Type 1 to Type 2 migrations.

· PIM 36 – This PIM, submitted by Syniverse, proposes an edit in NPAC to prevent NPA-NXX codes from being opened in the wrong NPAC regional database by service providers.
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NANC Change Order 321 addresses this issue, and has been modified to address an area in Kentucky where two regions serve the same NPA.  NANC 321 is included in the recommended package for the next NPAC software release.  This PIM is now in a tracking state awaiting implementation of NANC 321.  The PIM was revised to eliminate the verbiage on LRNs because there is often more than one region that is correct for an LRN.  LRNs can be in more than one region.  NeuStar will continue a manual cleanup of NXXs opened in the wrong region until NANC 321 is implemented.  NeuStar has increased the frequency of the manual cleanup.

· PIM 38 – This PIM, submitted by AT&T Wireless, seeks to eliminate the current 5 day minimum interval between when a pooled block is created in NPAC, and the effective date of block activation, if the 1st port has already occurred in the NXX code containing the pooled block.
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NANC Change Order 394 addresses this issue.  NANC 394 is included in the recommended package for the next NPAC software release.  This PIM is now in a tracking state awaiting implementation of NANC 394.

· PIM 41 – This PIM, submitted by Verizon Wireless, seeks to address fallout that can occur during SPID migrations when methods other that NANC 323 are used to accomplish the migration.
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INC Issue 466 has been taken to Initial Closure after addressing LNPA input.

· PIM 42 – This PIM, submitted by Syniverse, seeks to review the wireline requirement for certain fields on the LSR. 
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This PIM has been accepted at OBF as Issue 2802 and is now in tracking status only for LNPA.  See readout of Issue 2802 in the ITF Report in these minutes.

Syniverse stated that the CCNA field has been eliminated as a field that is causing an issue.  Syniverse also stated that the recent FCC ruling means that the TOS field may no longer be as big of an issue because Service Providers must allow port requests on numbers with DSL to go through.  A wireline member said that they will send back a clarification notifying the other carrier that there is DSL on the line.  If the New Service Provider sends a Sup, they will then let it go through.  The member said that this process is at the request of the CLECs that they port with.  A wireless member asked if there is a way to indicate on the initial LSR that the line has DSL on it.

· PIM 44 – This PIM, submitted by T-Mobile, Sprint, Verizon Wireless, Nextel, Cingular, and US Cellular, seeks to address varying rules among wireline carriers for developing a Local Service Request (LSR) in order to port a number.
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This PIM has been accepted at OBF as Issue 2801 and is now in tracking status only for LNPA.  See readout of Issue 2801 in the ITF Report in these minutes.
· PIM 45 – This PIM, submitted by T-Mobile, Sprint, Verizon Wireless, Nextel, Cingular, and US Cellular, seeks to address instances when there are errors in Local Service Requests (LSRs) to port a number and some service providers respond identifying a single error only.  Additional LSRs and responses are required until all errors are finally cleared.  This can result in a need to create many LSRs in order to clear all errors and complete a port.
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This issue was referred to OBF.  Attached is the OBF LSOP Committee response.
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This PIM is in tracking mode now that the LSOP Committee has opened a new issue to address guidelines for the return of errors (Issue No. 2817).  PIM 45 (LSOP Issue 2817) is on the agenda for the May OBF 90 meeting in Denver.  The OBF will work the issue extensively.
· PIM 49 – This PIM, submitted by T-Mobile and Verizon Wireless, seeks to modify the NANC Flows to address issues related to the porting of reseller and Type 1 numbers.  It also seeks to address the inadvertent porting of paging numbers.
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Syniverse has received most of the necessary data.  One carrier has quite a few Type 1s and is not active in LNPA.  They are working with them.  Syniverse has developed a software fix and is discussing this with wireless carriers.  The fix is scheduled for a software release in their inter-modal porting software.  If it is determined from the database that it is a Type 1 number, the software will populate the LSR with the necessary information.  Rob Smith, Syniverse, will verify that the software also addresses flagging Type 1 pager numbers.
· PIM 50 – This PIM, submitted by Syniverse, seeks to address instances where 
wireline to wireless ports fail the automated process because they are from large accounts where the Customer Service Record (CSR) is too large to return on a CSR query.  The PIM was accepted at the February meeting.  Syniverse is working with individual carriers to understand their process.  Syniverse is still receiving additional information from carriers and is analyzing the data.
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· PIM 51 – This PIM, submitted by Nextel, seeks the prevention of NXX codes being opened to portability in NPAC by the incorrect provider.
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· Action Item 0205-04:  NeuStar said that there have been 0 reports at the Help Desk in the past 5 weeks, but this wouldn’t catch where a SPID migration was used to correct the problem.  NeuStar will continue to track at the Help Desk and during SPID migrations.  Susan Ortega, Nextel, will check internally to determine the current frequency of this issue experienced by Nextel and report back to the LNPA.

· Action Item 0305-13:  

· SBC reported that they have experienced this issue, about 6 in recent history.

· Verizon reported about 3-4 have occurred in the past year.
· BellSouth reported that a handful have occurred in recent history and they are painful to fix

· Qwest reported similar occurrences as BellSouth.
· Verizon Wireless reported similar occurrences as BellSouth.
· T-Mobile reported similar occurrences as BellSouth.
It was agreed that a sub-team will be formed to discuss a means of developing a SPID to OCN association:  Susan Ortega (Nextel and Co-Chair), Steve Addicks (NeuStar), Deb Tucker (Verizon Wireless), Dave Cochran (BellSouth), Sue Tiffany (Sprint), Jeff Adrian (Sprint and Co-Chair), David Taylor (SBC), and Frank Reed (T-Mobile) will participate on the sub-team.  The sub-team will meet before the May LNPA meeting.  A readout will be on the May LNPA agenda.  

3/30/05 Intermodal Call Readout (Sara Hooker, Verizon Wireless):
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· A call was held to discuss the attached Court of Appeals intermodal porting stay judgment in order to be proactive and come up with a process to react to the order.  It is a voluntary order in that those carriers impacted by the order can still opt to port.  Carriers with 1500 or less employees can opt not to port.

· The attached template is designed to provide a list of carriers that will not be porting as a result of the court order.

· The issue is how to identify what carriers qualify for opting not to port and which ones will still port.  It was suggested that the Small Business Association (SBA) may be a source.

· Sara Hooker, Verizon Wireless, will send to Gary Sacra, LNPA Co-Chair, the 

current Intermodal Stay List, which addresses the porting intentions of those carriers identifying themselves as impacted by the U.S Court of Appeals’ stay on the future enforcement of the FCC’s intermodal porting order against carriers that are deemed “small entities,” until the FCC prepares and publishes a final regulatory flexibility analysis.  Sara will also send any further updates to Gary Sacra.

· Gary Sacra, LNPA Co-Chair, will upload the current Intermodal Stay List to the LNPA website and inform the LNPA members where the document will reside.
· Jeff Adrian, Sprint, will research additional sources for identifying carriers that qualify for the Intermodal Stay List.

· Maggie Lee, VeriSign, will solicit input from OPASTCO and USTA on requesting their members to identify if they qualify for the Intermodal Stay List and if they will opt out of porting.

· It was suggested that it would be good to have a list of qualifying carriers in the event that a wireless carrier gets a reject for that reason and they could then verify if they actually qualify.

Co-Chair Election Discussion:
· Paula Jordan and Gary Sacra will remain as Wireless and Wireline ILEC Co-Chairs, respectively.  There are no nominations for the Wireline CLEC Co-Chair position at this time.

INC Issue 462 Discussion (Action Item 0305-14) (Dave Garner, Qwest):
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· Previously, at the March LNPA meeting, Qwest raised a concern with the attached INC Issue 462, which adds text to the COCAG related to regulators asking providers to voluntarily transfer a code to another provider so they could get an LRN.  Qwest suggested that the LNPA suggest revisions to the COCAG addressing thresholds when this should not be considered.  Attached are Qwest’s proposed text changes to Issue 462.

· SBC stated that they have to issue individual service orders even on the working numbers in the 1K blocks they are retaining.

· Service Providers are to review the attached INC Issue 462 and attached Qwest contribution proposing text changes internally with their respective INC representatives, if applicable, and Regulatory/Legal, and come prepared to the May LNPA meeting to propose any modifications and to determine if the LNPA will send a contribution to INC.
Letter of Authorization (LOA)/Best Practices (Dave Garner, Qwest):
· Dave Garner, Qwest, reported that they have received port rejections from some carriers requiring that they see an LOA to prove that the customer wants to port before they will confirm the port request, even though Qwest has indicated on the LSR that they have an LOA from the customer on file.

· Service Providers are to review internally the attached revised Qwest contribution regarding Letters of Authorization (LOAs) and come to the May LNPA meeting prepared to determine if we will place the position statement in the LNPA NP Best Practices document.
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Cingular Industry Announcement:
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· Cingular announced they will combine their port processing for SPID 6010 and SPID 6214 under one ICP vendor.  Only SPID 6010 is changing vendor and the only one impacted.  Cingular wants to do it during the extended maintenance window on the 1st Sunday in August.  Unconfirmed ports in the hopper when the old system is taken offline would have to be cancelled and resubmitted.  This impacts wireless and wireline ports.

· Sprint and T-Mobile stated that they do not want to cancel pending ports.

· Cingular stated that they have brainstormed how to accomplish this and have not identified an alternative.
Industry VoIP Feedback and LNPA Vote on NANC 399 and 400:



(Action Item 0105-21)
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· March NANC Report feedback – Gary Sacra, LNPA Co-Chair:

· The LNPA’s VoIP Obligations Letter was well-received by NANC.  The LNPA’s position has been sent to the NANC Future of Numbering (FoN) Working Group to work on a recommendation to the FCC.


[image: image34.emf]VoIP Porting  Obligations (Final).doc


· NANC released the LNPA to vote on whether or not to recommend to the NAPM LLC the inclusion of NANC Change Orders 399 and 400 in NPAC Release 3.3 in an inactive state, with the understanding that the votes are not final until the FoN WG completes its analysis.  The Change Orders are to be voted on separately.

· The LNPA then discussed the feedback received from a number of industry groups in response to the attached LNPA VoIP Information Letter.  The industry responses are embedded above.


[image: image35.emf]LNPA VOIP Info  Request (FINAL).doc


· ENUM Forum feedback – The need for VoIP URI data has not been studied in the context of Carrier ENUM.  Karen Mulberry, ENUM LLC Chair, stated that the ENUM Forum is a contribution driven forum.
· TMOC stated that they stand ready to assist the LNPA as this further develops.

· ENUM LLC – Karen Mulberry, ENUM LLC Chair, explained that the ENUM LLC only addresses the IP space and not the PSTN.  She stated that it is a multi-step process to implement ENUM for the 19 countries in Country Code 01.

· Current timeline:

· RFP out by end of year

· ENUM trial by summer next year

A local system vendor stated that URI data is not currently usable on the PSTN.  NeuStar stated that this is a possible means of updating DNS when a number ports.  Karen Mulberry agreed.

· The voting members of the LNPA on Change Order activity (Service Providers and Service Bureaus) then voted on whether or not to recommend to the NAPM LLC the inclusion of NANC Change Orders 399 and 400 in NPAC Release 3.3 in an inactive state, with the understanding that the votes are not final until the FoN WG completes its analysis.  The Change Orders were voted on separately in a technical context.  
· NOTE:  Prior to the vote, Adam Newman, Telcordia, requested that vendors be allowed to vote on Change Orders 399 and 400.  A brief discussion ensued regarding the history of LNPA votes on Change Orders.  It was explained that, historically, vendors have not voted on Change Orders in the LNPA because they have a financial stake in the outcome of which ones are included.  A number of service provider members expressed concern about changing the LNPA’s process immediately prior to a vote, and stated that those allowed to vote should be limited to those members that pay for the implementation of NPAC Change Orders, as has been the LNPA’s process.  It was agreed that the LNPA’s historical voting process would be followed for these votes.  Service Providers and Service Bureaus will vote on 399 and 400. 

· Following are the results of the two votes.  Again, the question asked for both 399 and 400 was:
Are you, or are you not, in favor of recommending to the NAPM LLC the inclusion of NANC Change Orders 399 and 400 in NPAC Release 3.3 in an inactive state?

· NANC 399:
· In favor: 12

· Not in favor:  1

· Abstention:  1

· NANC 400:
· In favor:  9

· Not in favor:  3

· Abstention:  2
· As a result of these two votes, it was the consensus of the LNPA that a recommendation will go to the NAPM LLC to include both NANC Change Orders 399 and 400 in Release 3.3 in an inactive state.
Discussion of Bulk Data Downloads (Action Item 0205-08):
· Maggie Lee, VeriSign, provided feedback on Action Item 0205-08.  It took 4 hours to load a full BDD in an LSMS in a single region.  It also took 4 hours to load a full BDD in an LSMS in multiple regions because they can be run simultaneously.  This does not include time to load downstream.
· Action Item 0305-01:  Still ongoing.
· Action Item 0305-11:  Dave Cochran (BellSouth), David Taylor (SBC), Jean Anthony (Evolving Systems), Maggie Lee (VeriSign), Dave Garner (Qwest), Gary Sacra (Verizon), NeuStar, and LSMS vendors will participate in a sub-team to discuss possible alternative solutions to full BDDs.  Dave Cochran will Co-Chair.

· The LNPA will end at 10am local time on Thursdays for the May and June meetings.  The BDD Subteam will meet from 10am to 12 noon local time on each Thursday.
WEDNESDAY 04/13/05
Wednesday, 04/13/05, Attendance:
	Name
	Company
	Name
	Company

	Wendy Wheeler
	Alltel (phone)
	Dave Garner 
	Qwest  

	Mark Lancaster
	AT&T
	David Taylor
	SBC

	Bob Frasca
	AT&T (phone)
	Leah Luper
	SBC (phone)

	Ron Steen
	BellSouth
	Kelly Gracie
	SNET (phone)

	Dave Cochran
	BellSouth
	Craig Bartell
	Sprint

	Jason Powell
	Centennial Wireless
	Jeff Adrian
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MEETING MINUTES:

Change Management (Action Items 0305-04, 0305-05) (Neustar):


Revisions to Release 3.3 Change Orders:
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· As a result of NeuStar’s system design activities, updates have been incorporated into the following Change Orders (see change bars in R3dot3Change Orders_2005-03-21.zip file):
1. NANC 351 – added change to RR6-65, to include SWIM recovery for Number Pool Blocks (NPBs).  Added Action ID to each response, and expected behavior of sending the action ID on the subsequent request.  SWIM and Action ID are the only recovery ways for an SP to clear its SWIM list.  Added three new requirements to cover SP-specific tunables for both SOA and LSMS.  Added three new requirements to cover NPAC tunable for SOA Max and LSMS Max.

2. NANC 151 – updated requirements 5 and 8 to include AVC notifications.  Updated requirements 7 and 10 to change the default value of the TN Attribute Flag Indicator from TRUE to FALSE.

3. NANC 138 – added change to GDMO behavior in cause code attribute (#103) to be consistent with description in FRS.

4. NANC 388 – deleted requirements 4 ad 6.  Existing requirements already cover this restriction (R5-29.4 – Modify Subscription Version - Originating Service Provider Validation).

5. NANC 352 – corrected requirement 9 to indicate a “service-provider-ID” and not a range.  Updated ServiceProviderType to an optional attribute on a SPID recovery response.

6. NANC 383 – deleted requirement 4.  This restriction is too limiting to a Service Provider’s SOA.  Updated requirement 9, as it was inconsistent with the documented behavior of NANC 386.  New description indicates “accepts” (rather than “rejects”) a new association bind request from a SOA.

7. NANC 357 – updated table description to remove “future-use” option.  Added new requirement to cover BDD support of the SP Type field based on SP-specific tunable.  Added new requirement to cover query support of the SP Type field based on SP-specific tunable.

8. NANC 285 – deleted requirements 4, 5, 6 - regional tunable no longer needed.  Added three new requirements to cover SP-specific tunables for both SOA and LSMS.  Clarified current NPAC behavior.

9. NANC 394 – updated requirements, IIS flows, and GDMO behavior for clarity and understanding on the five-day restriction interval.  Added three new requirements to cover NPAC tunable for enabling NANC 394 functionality.

10. NANC 347 – updated requirements, deleted requirements for the range activity.  Will use existing range activity timer tunable.  Clarified difference between abort behavior and rollup behavior.  Clarified current range behavior.
· A discrepancy in the estimated SOA level of effort was identified between NANC Change Orders 227/254 (N/A) and NANC Change Order 300 (med-low).  SOA Vendors are to review these Change Orders relative to their systems and determine the appropriate level of effort.
· All Doc-only Change Orders are going to be included in Release 3.3.

Release 3.3 Test Case List Review (Neustar):
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· No comments were offered at this time.

NANC Change Order 401 Discussion (Action Item 0205-03) (NeuStar):
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· Two options are discussed in the attached Change Order 401:
1. The NPAC would broadcast all data to association-2, and the LSMS would decide whether or not to store the data.

2. The NPAC would use a new NPB object and new SV object to transmit data between the NPAC and association2.  This will be used for porting data for the NPB/SV OptionalData fields.

· A member asked if the two options in 401 could both be available for implementation or does the industry need to decide which would be implemented.  NeuStar said that if the 2nd option is selected, the 1st could be supported also.

· Change Order 401 will be discussed in more detail later in this meeting.

NANC Change Order 402 (Action Item 0305-10):
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· NANC 402 was submitted by Nextel.  This was accepted at the March LNPA meeting.  This is the mechanized solution to PIM 51.

· The group agreed to put further discussion of NANC 402 on hold until more data is collected at the NPAC Help Desk on reports of codes being opened up by the wrong SPID.  NeuStar is also monitoring SPID migrations to see why each code is being migrated to see if any are because of this issue.

· Adam Newman, INC Vice-Chair, stated that the TRA has developed a SPID to OCN relationship for about 300 out of the approximately 1300 service providers.  He is not sure if the TRA contract will allow the data to be shared.

NANC Change Order 397 (Action Item 0305-15):
· This Change Order will be re-evaluated after implementation of NANC 393.

· Action Item 0305-15 is closed.

NANC 403:
· This is a Doc Only Change Order addressing recovery messages only sent during recovery.  To be discussed at the May LNPA meeting.

NANC 323 SPID Migration Documents Discussion – NeuStar:
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· A member suggested that we have a place on the migration form to indicate why a SPID migration is being performed, e.g., to correct SPID ownership error, combining operations, etc.  There was no consensus to add that to the form.

· A member stated that a migration in one region impacted over 1million SVs (222 NXXs and 144 LRNs).  It took several hours to process the SMURF files.  Some providers went past the maintenance window.

· LNPA Working Group Members are to come to the May LNPA meeting prepared to discuss suggested limiting factors (SVs or LRNs) for SPID Migrations and a suggested maximum number for each that would be accommodated in a SPID migration weekend (suggested maximums should be the combined total for all regions for the entire maintenance window).

Discussion of NANC 401 (continued):
· If a provider opts out of NANC 400, there is no impact to that provider’s local systems and no need to implement NANC 401.

· If a provider opts into NANC 400, the provider can receive optional fields over their current association without implementing NANC 401.

· If a provider chooses to implement NANC 401, the two options are as follows:

1. The NPAC would broadcast all data to association-2, and the LSMS would decide whether or not to store the data.

2. The NPAC would use a new NPB object and new SV object to transmit data between the NPAC and association2.  This will be used for porting data for the NPB/SV OptionalData fields.
· During the review of the technical requirements, a question was asked as to whether certification testing requires support of audits.  A member identified a required audit test case in the ITP test case list.

· Paragraph b.ii. in Option 1, which states, “If LSMS only stores OptionalData, and does not support audits, no NPAC change required.”, was deleted.  There is no known case where audits are not supported by a service provider.
· From an NPAC and LSMS standpoint, Option 1 has a lower level of effort.

· NeuStar is to develop detailed requirements for support of both options in NANC 401.
LNPA Position on the Use of Social Security Number (SSN) (Gary Sacra):
· Gary Sacra, Verizon, teed up the issue of some service providers requiring the customer’s SSN on LSRs for verification.  He presented the attached contribution in the form of a proposed letter to NANC with the LNPA’s position stating, “It is the position of the LNPA-WG that the consumer’s Social Security Number/Tax Identification Number shall not be required on an LSR/WPR to port that consumer’s telephone number if the consumer’s Account Number associated with the Old Local Service Provider is provided on the LSR/WPR for identification.”
The LNPA accepted the issue and Verizon’s proposed letter to NANC.  Gary Sacra, LNPA Co-Chair, will add the issue and LNPA position to the LNPA NP Best Practices document, and forward the Position Paper to NANC with a request for NANC’s endorsement to be forwarded to the FCC.  This issue will be included in the May NANC Report.
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Ported TNs with Same LRN as Pooled Block (Craig Bartell):
· Craig Bartell, Sprint, teed up the issue:  Some TNs that are part of a pooled block are ported to the same LRN as the block.  About 600K TNs were identified.

· In some cases, all thousand individual numbers in the block were ported to the same switch as the 1K block was pooled to.

· Adam Newman, INC Vice-Chair, will propose text addressing this scenario for the Thousand Block Pooling Administration Guidelines (TBPAG) for review at the May LNPA meeting.

Application Server Technology Migration (NeuStar):
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· No further comments from the group regarding the current Project Plan.

· Service Providers are to verify with their network teams that all necessary firewall changes have been performed.

NPAC Release 3.3 Project Plan (NeuStar):
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· A member asked if two weeks could be placed between the production dates instead of 1 week.  A second concern expressed is that the 7 weeks time allotted for testing is not enough.

· A local system vendor said that some of their customers have a concern regarding the interval (5 weeks) between the end of ITP testing (Line 70) and the beginning of SP individual testing (Line 101).  The concern is that there may not be sufficient time for internal OSS systems.

· LNPA Working Group Members are to review the milestone dates, especially in the areas of testing and production loads, and provide any feedback/suggested changes at the May LNPA meeting.
Review of March Action Items:
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· Item 0305-01:  This item remains Open.

· Item 0305-02:  This item has been completed and is Closed.  
· Item 0305-03:  This item has been completed and is Closed.  
· Item 0305-04:  This item has been completed and is Closed.  
· Item 0305-05:  This item has been completed and is Closed.

· Item 0305-06:  This item has been completed and is Closed.

· Item 0305-07:  This item has been completed and is Closed.

· Item 0305-08:  This item has been completed and is Closed.  
· Item 0305-09:  This item has been completed and is Closed.

· Item 0305-10:  This item has been completed and is Closed.

· Item 0305-11:  This item has been completed and is Closed.

· Item 0305-12:  This item has been completed and is Closed.

· Item 0305-13:  This item has been completed and is Closed.  

· Item 0305-14:  This item has been completed and is Closed.

· Item 0305-15:  This item has been completed and is Closed.

Action Items Remaining Open from Previous Meetings:

· Item 0904-09:  Item remains Open.

· Item 1204-21:  This item is in progress and remains Open.

· Item 0105-21:  This item has been completed and is Closed.

· Item 0205-03:  This item has been completed and is Closed.
· Item 0205-04:  This item is ongoing and remains Open.

· Item 0205-08:  This item has been completed and is Closed.

· Item 0205-13:  This item has been completed and is Closed.

· Item 0205-19:  Item remains Open.  The Action Item will be modified to reflect that the information should be sent to Rob Smith, Syniverse (robert.smith@syniverse.com).

New Business:

· Sue Tiffany, Sprint – A notice was received from Verizon that Verizon was changing their process based on an FCC Order related to porting numbers with DSL.  The Agency Authorization field on the LSR now indicates that the NLSP has the end user’s authority to port number.  Sue stated that the notification indicated that it will now mean to Verizon that the port is authorized and to direct Verizon to disconnect the DSL service.  A member asked if this is how all wireline providers will interpret this field.   Service Providers are to investigate the recent decision and come prepared to the May LNPA meeting to report on any resultant changes to their porting process, especially in the area of numbers associated with DSL.  One wireless member stated that they do not want the responsibility of telling the customer that they will lose their DSL if they port their number.

· Jean Anthony, Evolving Systems, asked that documents to be discussed at the meetings be available at least a week before a meeting.

· Rob Smith, Syniverse, regarding PIM 50:  Wireline Service Providers are to investigate internally any potential ways relevant CSR information can be provided in an automated manner, when the CSR is deemed too large.

Next LNPA Meeting … May 10-12, 2005, Overland Park, Kansas – Hosted by Sprint
THURSDAY 04/14/05

Joint LNPA WG Future of Numbering WG Meeting to Discuss NANC 399 and 400
Thursday, 04/14/05, Attendance:  Please note that only those LNPA Members present in the meeting room that signed in are captured below as attendees.  Due to the large number of participants on the conference bridge, it was not possible to capture those participants for these minutes.  All bridge participants should be reflected in the Future of Numbering WG minutes.  
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	Dave Garner 
	Qwest  

	Ron Steen
	BellSouth
	David Taylor
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	Dave Cochran
	BellSouth
	Craig Bartell
	Sprint

	Melanie Wilkerson
	Cingular
	Jeff Adrian
	Sprint

	Monica Dahmen
	Cox
	Susan Tiffany
	Sprint

	Jean Anthony
	Evolving Systems
	Steve Moore
	Sprint

	Karen Mulberry
	MCI
	Rob Smith
	Syniverse

	Mark Dahlen
	NeuStar
	Colleen Collard
	Tekelec

	Syed Saifullah
	NeuStar
	Adam Newman
	Telcordia

	Jim Rooks
	NeuStar 
	Jason Kempson
	Telcordia 

	John Nakamura
	NeuStar 
	Paula Jordan
	T-Mobile

	Stephen Addicks
	NeuStar 
	Frank Reed
	T-Mobile

	Marcel Champagne
	NeuStar
	Maggie Lee
	VeriSign

	Larry Vagnoni
	NeuStar
	Jim Castagna
	Verizon

	Paul LaGattuta
	NeuStar
	Gary Sacra
	Verizon

	Susan Ortega
	Nextel
	Julie Anderson
	Verizon

	
	
	Nancy Briggs
	Verizon

	
	
	Sara Hooker
	Verizon Wireless

	
	
	Deborah Tucker
	Verizon Wireless

	
	
	
	


LNPA/FoN JOINT MEETING MINUTES:

Please note that the FoN WG will issue separate meeting minutes.
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· Hoke Knox, FoN Co-Chair, reviewed the March NANC meeting regarding the discussion of NANC Change Orders 399 and 400.  The team needs to decide if the Change Orders should be loaded in Release 3.3 in an inactive state and what issues may be involved.  Mark Lancaster, AT&T, introduced the idea of a joint session at NANC to get an architectural view of how LNP and IP come together so we can make an architectural choice that looks out into the future. 

· Gary Sacra, LNPA Co-Chair recapped the LNPA votes on NANC 399 and 400 that took place earlier in the week.  The question asked for both 399 and 400 was:

Are you, or are you not, in favor of recommending to the NAPM LLC the inclusion of NANC Change Orders 399 and 400 in NPAC Release 3.3 in an inactive state?

Following are the results of the two votes.  

· NANC 399:

· In favor: 12

· Not in favor:  1

· Abstention:  1

· NANC 400:

· In favor:  9

· Not in favor:  3

· Abstention:  2
· As a result of these two votes, it was the consensus of the LNPA that a recommendation will go to the NAPM LLC to include both NANC Change Orders 399 and 400 in Release 3.3 in an inactive state.
· Gary Sacra also reported that the LNPA has completed the technical review of both Change Orders.

· The group then discussed the objective and scope of what is needed to be accomplished.  Suggestions were:
· Determine how 400 fits into the evolution path of numbering.

· Determine how this fits into LNP and does it fix anything that is broken with LNP.

· A FoN member suggested that we have to consider regulatory and policy issues and if the NPAC is the right place to put this functionality.
· Karen Mulberry, FoN Co-Chair, responded that this discussion is not in the context of the Internet, but is this functionality required to support LNP.

· An LNPA member stated that the NPAC is not a vendor-specific product, but is an industry product.  We need to determine if this functionality benefits the industry.

· Karen Mulberry, FoN Co-Chair:  The FoN will determine any policy and regulatory issues for consideration and the LNPA will provide technical assistance.

· NeuStar was asked what does 400 fix?  NeuStar responded that, as an example, MMS is broken with LNP.  There are some carrier solutions for fixing this problem, however, NANC 400 is a method for carrier consideration.

· FoN member:  we will need to clarify what are the functions in question and do they interact with LNP.
· Hoke Knox, FoN Co-Chair:  In the LNP arena, is there a need for this functionality to enable SMS and MMS messaging to occur?  What is the current need of the industry and the long-term?

· Future meeting schedule:  4/22/05 from 10am-1pm eastern, 4/29/05 from 10am-2pm eastern, and 5/6/05 from 10am-2pm eastern.
· VeriSign presentation – Tom Kershaw
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· Slide 16 – It was suggested that the ¼ % figure may be low because when families and businesses migrate to VoIP, they will call each other.

· An LNPA member stated that today, numbers port from PSTN to VoIP by porting to a CLEC.  ENUM databases are planned in 2006.  We need to figure out how we synch up LRN data with URI data changes.

· Tom Kershaw – we need to remain as flexible as possible and not rule out options.  Decisions we make today may be wrong 5 years from now.

· Hoke Knox – Who controls URI changes in ENUM?  End user?  Karen Mulberry said that it is still being addressed.

· Tom Kershaw – VoIP providers are offering numbers outside the physical rate center of the customer.  They cannot port out to PSTN providers. When enough complain, the FCC will do something.

· Telcordia presentation – Adam Newman
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· Adam was asked how LNP data gets provisioned in ENUM the database?  He responded that SIP address changes and how they get provisioned into ENUM is being worked in the ENUM LLC.  The questioner said that where the domain change comes from is the question that 400 is trying to solve.

· Tom McGarry, NeuStar, stated that NPAC is the fairest vehicle to deliver routing data because all carriers have access to it.
· Adam Newman stated that, like they ruled on QoR, the FCC needs to rule on proposed changes to the LRN architecture.

· A question was asked as to how data, where the end user only opts in to a particular carrier’s ENUM database, can only be opted in to that carrier if the data is placed in NPAC?  NeuStar responded that placing the data in DNS means that the data is on the internet and available to anyone.  

· Tekelec presentation – Colleen Collard
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· It was pointed out that the NPAC is not controlled by a monopoly, as is 

stated on Slide 4, but is controlled and managed by the NAPM LLC, which represents the industry.

· NeuStar presentation – Tom McGarry
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· It was asked if NANC 399, with the Alternate SPID, assist with the workaround solution for MMS that uses the SPID approximation?  Tom responded no.  The originator would not know which SPID owns the terminating customer, or it could be an MVNE, which would not show up as either SPID in the record.

· Tom McGarry – ENUM is addressing Tier 1 and Tier 1B databases, which do not contain URI data.  Tier 1 database will contain pointers to the right Tier 2 databases.  Tier 2 database, which will contain URI data, will be provisioned by carriers and end users.

· Adam Newman – The current LNP query does not expect a URI in return.  Tom McGarry – It probably is not cost-effective to upgrade SS7 infrastructure to support URI data.  NeuStar has implemented DNS and SIP for IP query and response protocol.

· AT&T presentation – Penn Pfautz
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· An LNPA member asked how provisioning will take place when a TN goes from one VoIP provider to another?  Penn responded that the carrier of record will provision.

· Penn Pfautz – NPAC and LERG are currently the databases of record for who the carrier is.

· An LNPA member asked, with ENUM, how does one carrier know the URI of another carrier’s customer?  Penn:  Tier 2 will query Tier 1 database.

· Panel Discussion:

· Tom Kershaw, VeriSign – For a period of time, both NPAC and ENUM databases will need to be updated when numbers port from the PSTN to the IP.  LRNs will still be the method of routing in the PSTN to the IP interconnection point.

· An LNPA member raised concern with synchronization.

· A FoN member asked what the implementation of 400 would do in terms of slowhorse?  NeuStar:  What is seen today is that the slowhorse issue has been taken care of.  In addition, NeuStar feels it is unlikely that every record will be populated with 4 URIs.  There will be some impact but will not result in slowhorse problems as seen in the past.

· Adam Newman stated that he didn’t suggest that it would cause a slowhorse problem, but that it hasn’t been studied yet.

· An LNPA member stated that the record size would increase about 20% if all 4 URIs were populated based on discussions at LNPA.

· NeuStar – This discussion of impact is only relevant if the fields are turned on, and not related to the question we are discussing today, and that is should we put in the capability to turn them on.
· NeuStar – A discussion of the NANC Architecture and Administrative Plan for LNP ensued.  The document states that, “All networks will rely on the NPAC database as the ultimate source of porting data.  Synchronization of networks to a single set of routing data is paramount to network operations.  Therefore appropriate restrictions must be placed upon how these network elements may interconnect from an architectural perspective.
Specifically, the NPAC shall download relevant porting data required by participating carriers or their agents for the specific subset of network nodes.  Consequently, the NPAC system shall be the source of all porting data for all carriers or agents of those carriers, thereby being the sole originator of all downloads.”
NeuStar asked how ENUM will get updated?  That is what 400 is trying to address.

· Penn Pfautz, AT&T, stated that he doesn’t see a legal issue with carrier information from NPAC being populated in ENUM.

· Tom Kershaw, VeriSign stated that the NANC Architecture document was developed before there were URIs.  

· A number of LNPA members again expressed a concern with updating multiple databases with separate paths and how to ensure timing and synchronization of LRN and URI updates when customers port.

· Action Item for all – develop any additional questions/presentations to clarify our path forward.
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LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy): 01/17/2005


Company(s) Submitting Issue: Syniverse


Contact(s):  Name: Rob Smith



         Contact Number: 813.273.3319 


         Email Address: Robert.smith@syniverse.com


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


A large number of wire line to wireless ports fail the automated process because they are from large accounts where the customer service record (CSR) is too large to return on a CSR query.  The CSR is needed to complete an LSR.


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue: The automated process for porting from wire line to wireless is dependent on obtaining the customer service record (CSR) that provides additional information needed to complete an LSR.  “CSR too large” is one of the more frequent causes of fall-out for intermodal ports.  It occurs when a number is being ported from a large account such as a hospital, school or large business.  There is a limit to the size of the CSR file that can be returned.  The current systems of wireline providers will return the entire CSR when only a small amount of data is relvant and needed.  Typically a file cannot exceed  1 MB.  Consequently these ports for numbers within large accounts fail and must be worked manually. 


B. Frequency of Occurrence: Between 100 and 200 ports each month


.

C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL_x_


D. Rationale why existing process is deficient: These ports must be manually processed and require a lot of time and effort to process.

E. Identify action taken in other committees / forums: 


No other yet.


F. Any other descriptive items: __

__________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


Porting systems could be designed within the ILECs so that only information relevant to the particular number being ported is returned in response to a CSR query.  

LNPA WG: (only)


Item Number: 0050


Issue Resolution Referred to: __________

Why Issue Referred:

____________________________________________________________________________________________________________________________________________________________________________


______________________________________________________________________________________
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			Open Change Orders





			Chg Order #


			Orig. / Date


			Description


			Priority


			Category


			Proposed Resolution


			Level of Effort





			


			


			


			


			


			


			NPAC


			SOA LSMS





			NANC 147


			AT&T



8/27/97


			Version ID Rollover Strategy



Currently there is no strategy defined for rollover if the maximum value for any of the id fields (sv id, lrn id, or npa-nxx id) is reached.  One should be defined so that the vendor implementations are in sync.  Currently the max value used by Lockheed is a 4 byte-signed integer and for Perot it is a 4 byte-unsigned integer. 



Sep 99 LNPA-WG (Chicago), since the version ID for all data is driven by the NPAC SMS, the rollover strategy should be developed by Lockheed.  SPs/vendors can provide input, but from a high level, the requirement is to continue incrementing the version ID until the maximum ([2**31] –1) is achieved, then start over at 1, and use all available numbers at that point in time when a new version ID needs to be assigned (e.g., new SV-ID for a TN).


			High


			FRS


			Func Backwards Compatible:  NO



A strategy on how we look for conflicts for new version id’s must be developed as well as a method to provide warnings when conflicts are found.



Oct 98 LNPAWG (Kansas City), it was requested that we begin discussing this in detail starting with the Jan 99 LNPAWG meeting.  Beth will be providing some information on current data for the ratio of SV-ID to active TNs (so that we can get a feel for how much larger the SV-ID number is compared to the active TNs).



Sep 99 LNPA-WG (Chicago), Lockheed will begin developing a strategy for this.



Jun 00 LNPA-WG (Chicago), AT&T analysis and calculation (using current and projected porting volumes) indicate that a need for a version ID rollover strategy is more than five years away.  Therefore, this change order is removed from R5, and will be discussed internally by NeuStar technical staff.



Jul 00 LNPAWG: NeuStar will track the problem.  It will be a NeuStar internal design.  Change order to stay on open list for possible later Document Only changes.


			High


			High? / High?





			NANC 340


			CMA 11/6/01


			Doc Only Change Order for IIS: Update Appendix A



The information in Appendix A is out of date and needs to be updated.


			Low


			IIS


			11/14/01 – Reviewed at November 2001 LNPA WG.  Waiting for feedback from NeuStar.



01/09/02 – This item has low priority.  Change Order to remain in “open” status until updated information is provided by NPAC Systems Engineering.






			N/A


			N/A / N/A





			NANC 349


			NeuStar 3/6/02


			Batch File Processing



Business Need:


Service Providers periodically generate large porting activity.  The current definition includes ports with 500 or more TNs.



The NPAC receives these large port requests via an online mechanism (CMIP interface or LTI), and processes them at that point in time.  The current requirements do not allow for “off-line” processing of activity.



As an alternative to generating all the messages associated with large porting activity, and sending them across a Service Provider’s CMIP interface, a batch mode can be implemented whereby a Service Provider can send a batch request to the NPAC, and request that it be processed after a certain date and time.



With this change order, the NPAC and the Service Provider can offload processing that can be worked separately, but still meet the need to incorporate that work after a specified date and time.  Since all large porting activity is known well in advance, both planning and processing can be addressed, thereby benefiting risk management.




The functionality covered in this change order could be any activity that is not time critical and typically done over a 24 hour period (e.g., pooled blocks where not time sensitive, or an LSMS for DPC codes).


			TBD


			FRS


			Interface and Functional Backwards Compatible:  YES



The NPAC would incorporate an offline batch processing engine that handles batch requests from a requesting Service Provider.  The Service Provider would place the request in their ftp site directory.  The NPAC would periodically scan for requests, pick them up, and process them offline.



After reaching the Service Provider’s requested date and time, the request would become “active” and the NPAC would process this request during off hours (e.g., during nightly housekeeping).  Upon completion, the requested activity would be incorporated into the production database. Updates or notifications could be either placed in a response file at the Service Provider’s ftp site directory, or sent across the interface to the Service Provider.



A new indicator would be added to the customer profile record.  This would indicate whether the Service Provider supports batch processing.  If yes, any batch requests would be responded back to the Service Provider in batch mode, via a “processing done, here are the details” response file (placed in the ftp site directory).  If the Service Provider does not support batch processing, the NPAC would send the responses to the requested activity over the interface.


			TBD


			TBD / TBD





			NANC 349 (con’t)


			Jul ’03 APT:  The intention is to off load the interface and have it done at off peak times.  The benefit is to move large volume transactions off the CMIP interface.  SPs need to categorize the real-world scenarios, and provide feedback on this change order.



Aug ’03 APT:  Real-world scenario - bulk port over 500K numbers.  Business need to move numbers off the switch.



This change order will be prioritized behind the other SOA requirements.  So, move out of APT document and back into main change mgmt list.



Oct ’03 APT:  Since this relates to performance, it belongs in the list of change orders worked by the Architecture Team.  Refer to the latest APT Working Document for additional details on this change order.



Feb ‘04 – Refer to the Architecture Planning Team’s working document for the latest information on this change order.









			NANC 353


			AT&T 4/12/02


			Round-Robin Broadcasts Across SOA Associations (sister of ILL 5)



Business Need:


Currently, most SOA systems have one association to the NPAC SMS over which all interface traffic is sent and received.  As performance increases over the interface, a SOA may need to distribute their interface processing across multiple machines to gain additional memory, processor speed and stack resources.  This change order would enable an SOA/LSMS to distribute their interface processing across multiple machines.  This change order would also enable the NPAC SMS to accept multiple associations of the same function type from different NSAPs and distribute outbound traffic in a round robin algorithm across the multiple associations.



A benefit of allowing an SP to establish additional associations during heavy activity periods is that if one of the associations goes down, the other association still remains connected, which allows the SOA to continue to send/receive messages/notifications.


			Medium Low


			FRS, IIS


			Func Backwards Compatible:  YES



Description of Change:



The NPAC SMS would support additional SOA associations and manage the distribution of transactions in a round robin algorithm across the associations.  For example, due to performance conditions a Service Provider may want to start another SOA association for notification data.  The NPAC SMS would accept the association, manage security, and distribute network/subscription PDUs across the 2 or more associations using the round robin algorithm (One unique PDU will be sent over one association only.)



Feb ‘04 – Refer to the Architecture Planning Team’s working document for the latest information on this change order.


			Med


			TBD / TBD





			NANC 362


			ESI 5/30/02


			Vendor Metrics



Business Need:


SOA/LSMS vendors request that NPAC volume metrics be captured that would allow SOA/LSMS vendors to create a model for LNP transactional performance based on actual porting data to the SOA and LSMS.



Once a model is developed, the intent is to continue to capture various porting data (nominal, peak, duration at peak) to determine the validity of the model.



Once the model has been validated and accepted, SOA/LSMS vendors will use this model to intelligently establish the current performance requirements, and by extrapolation, the future requirements.



As porting volumes increase, the business need for this change order becomes more time sensitive to help with the situation where porting is delayed because of a slow horse situation.


			


			


			Pure Backwards Compatible:  YES



Both SOA and LSMS data should be gathered.



An extract is shown below from the Minutes from the Vendor Metrics Call, May 2, 2002, version 1.2.  Refer to the Vendor Call Minutes for full details.



Discussion of the LSMS metrics we should gather.



The group proposed monthly reports showing message traffic mix. 



Items to be gathered are:



1. TN range size (including range of 1),



2. Message type (create, modify, delete, queries, etc),



3. Number of messages of this range size and type,



4. aggregated in 15-minute intervals,



5. whether transmission congestion occurred during the period,



6. if congestion occurred, start and end times of congestion,



7. whether an abort occurred i.e. downstream did not respond during the period.


			TBD


			N/A / N/A





			Continuation of NANC 362, Vendor Metrics, Proposed Resolution section:



It was agreed that at this time the following report would be a sufficient starting place.



For each 15 minute interval,



· For the category of prepared messages, report



1. Message type,



2. Range size, 



3. and the number of messages with that range size and message type,



· For the category of transmitted messages, for the best case report



1. Message type,



2. Range size, 



3. The number of messages with that range size and message type,



4. Count of number of times entered into congestion,



5. List of congestion intervals,



6. Count of aborts,



7. and count of aborts due to timeout.



Discussion of SOA metrics proposed by the Slow Horse subcommittee in August and September of 2000.



We discussed SOA metrics and agreed that what kind of data that the Slow Horse had proposed was still valid.  It was agreed that the sampling interval should be 15-minute intervals and that the LTI information was not relevant.  Furthermore, the data should be reported for both the prepared messages and the transmitted messages as was specified above for the LSMS.  Consequently, for the SOA the report needs to contain:



1. All NPAC notifications to SOA.



2. All SOA requests to NPAC.



This information should be reported in 15-minute intervals and categorized as specified above for LSMS messages. For messages sent to the NPAC, they should be reported as:



1. TN range size (including range of 1), 



2. Message type (create, modify, delete, queries, etc).,



3. Number of messages of this range size and type, 



4. aggregated in 15-minute intervals.









			June ’02 LNPAWG, additional discussion.



The desire is to obtain the offered load, versus what the NPAC is actually producing.  In other words, the request versus the result of the request.



Colleen Collard would like lots of data on both the inbound and outbound traffic, but realize that the more data that is requested, the longer and more expensive to produce that data.  So, initially the group can accept what the NPAC is sending down to the LSMS.



Jim Rooks – porting business need is driving SOA, which drives NPAC, which drives LSMS.



John Malyar – problem is porting that happens at any single point in time.



Jim Rooks – we really need to smooth out data.  We are currently looking at request data, the report is sent to NAPM.



Steve Addicks – the past doesn’t necessarily reflect future needs/load with wireless (mostly single ports), and also pooling.



Dave Garner – need to know what we have today, and also need to do a forecast/projection for the future.



NeuStar action item:  provide a list of metrics for a baseline of data elements as the NPAC’s side of the projected load, as to what is occurring today.  Jim Rooks provided this information at the Aug ’02 LNPAWG meeting.









			NANC 372


			Bellsouth 11/15/02


			SOA/LSMS Interface Protocol Alternatives


Business Need:


Currently the only interface protocol supported by the NPAC to SOA and NPAC to LSMS interface is CMIP.  The purpose of this change order is to request analysis be done to determine the feasibility of adding other protocol support such as CORBA or XML. The primary reasons for looking into a change would be 1) Performance, and 2) Implementation complexity.


			


			


			TBD



Dec ’02 LNPAWG, discuss this change order in January ’03 in the new arch review meeting.


			TBD


			TBD / TBD





			NANC 384


			LNPA WG Archcture Planning Team



7/10/03.



Originally from ESI



6/5/03


			NPAC Change Order Effectiveness Metrics



Abstract:


This contribution proposes specific metrics for evaluating the operating characteristics of the NPAC RSMS, based on characteristics that have a direct impact on individual carriers cost of operations.  It is expected that proposed change orders to NPAC RSMS could be evaluated based on projected improvements to the measurement of one or more of these metrics.  Projected improvements in these measurements would be used by individual carriers to justify the cost associated with specific change orders.






			Medium Low


			FRS, IIS


			Func Backwards Compatible:  YES






			TBD


			TBD / TBD





			NANC 384 (con’t)


			NPAC Change Order Effectiveness Metrics (continued)



Contribution:


As local number portability matures in its processes and supporting systems, and as telecommunications carriers continue to implement significant financial controls on their expenses, carriers are increasingly looking for justification for particular investments.  The table below represents a list of 6 characteristic metrics that can be measured at the NPAC RSMS and have a direct impact on an individual carriers’ cost of operation.  It is proposed that this set of metrics be used for regular reporting of NPAC RSMS performance capabilities, and that proposed change orders be evaluated by the potential improvement that the change may have on one or more of these metrics.



The second table represents an example of the measurements that should be captured to create a baseline measurement set and delta measurements for individual changes. These represent only estimates, and are included to illustrate the estimate or measurement data that could be provided going forward, for use in allowing businesses to make informed investment decisssions with respect to LNP capabilities.



Metrics



Metric



Units



Measurement Technique



Throughput Capacity



Reflects the steady-state porting capacity of the NPAC without queuing (assuming infinitely fast LSMS and SOA systems)



TNs/Second



Test Technique 1, item 3



Individual Create Processing Time



Measurement in seconds of the time from receipt to SOA notification of create activity



Seconds



Test Technique 1, item 4



Individual Activate Processing Time



Measurement in seconds of the time from receipt to SOA notification of activate activity (assuming no late LSMS notifications)



Seconds



Test Technique 1, item 4



Individual Modify Processing Time



Measurement in seconds of the time from receipt to SOA notification of modify activity



Seconds



Test Technique 1, item 4



Query Response Rate



Measurement in Queries/Second that represent the steady-state capacity of the NPAC.



Query Requests/ Second



Test Technique 1, item 3



Individual Query Response Time



Measurement in seconds of the time it takes the NPAC to respond to a representative query



Seconds



Test Technique 1, item 4









			NANC 384 (con’t)


			Test Technique 1:



1. Establish a representative traffic load that includes a production-like proportion of Create, Concur, Activate, Modify, and Query operations.



2. Subject the NPAC to the representative proportions of traffic at increasingly high TN/seconds rates, and measure the output LSMS notification rate (the combined rate of SV Activate, SV Modify, and SV Disconnect requests, also in TNs/second).



3. At sufficiently low rates, the NPAC will reach a steady-state where the input rate and the output rate are approximately equal.  As the input rate increases, there will come a point where the input rate exceeds the output rate, indicating that the NPAC is queuing activities internally.  The maximum input rate without queuing represents an effective through-put of the system, measured in TNs/second.



4. When the NPAC loaded at its effective through-put rate, individual transactions each have a start and end time, the difference of which yields a duration calculation for the individual transaction.  An average transaction processing time can be calculated for each transaction type from these individual records.  The measurement of the start and end time are most accurately measured by a tool placed external to the NPAC.  However, it may be acceptable to do initial measurements from transaction log records internal to the NPAC RSMS application software.  This is measured in seconds.



Change Order Effectiveness Estimates



Metric



Units



Assumed Current Value



NPAC Prioritization of Notifications



NANC 179 - Ranged Notifications



NANC 347/350 - 15/60 minute abort timers



NANC 348 - BDD for notifications



NANC 351 - Send what I missed



NANC 352 - SPID recovery



NANC 368 - NPAC OBFC



Throughput Capacity



TNs/Second



25



+3



+20



+5



Individual Create Processing Time



Seconds



1



No change



No change



No change



Individual Activate Processing Time



Seconds



2



No change



No change



No change



Individual Modify Processing Time



Seconds



2



No change



No change



No change



Query Response Rate



Query Requests/ Second



12



+1



+14



+2



Individual Query Response Time



Seconds



2



No change



No change



No change









			NANC 384 (con’t)


			Aug ’03 LNPAWG, discuss this change order in the Sep’03 APT meeting.  Requirements will be worked in that forum.








			NANC 389


			AT&T Wireless



10/16/03


			Performance Test-Bed



Business Need:


Service Providers have expressed a desire to perform a performance volume test to mimic production behavior prior to “go-live”, and to “stress” and certify system readiness, but without having to use simulators to perform the NPAC role.  Simulators have been used because the test platform provided under SOW 34 does not support testing at performance volume load levels.  It is possible for a Service Provider to impact the overall stability of the SOW 34 test platform and negatively impact other NPAC users.  Even with the coordination and scheduling of performance tests in the off-hours, a single Service Provider still can negatively impact the NPAC test-bed, causing downtime to clear the inbound and outbound queues.


This change order defines system requirements for a separate NPAC test-bed suitable to meet the industry performance volume test needs.  Service Providers could use this test-bed at any time without support.  Testing support, including setup, would be provided as agreed.


			TBD


			Contractual


			Func Backwards Compatible:  YES



This will be explored during the Nov ’03 LNPAWG meeting.


			N/A


			N/A  / N/A





			NANC 389 (con’t)


			Nov ’03 LNPAWG, discussion:


Still a desire to have a Test Bed that can handle volume test loads even though past go-live date for WNP.  As discussed during Oct ’03 meeting, configuration would be no failover site, and up to five simulators for SOA and LSMS sides.  Desire is to have an environment just like production, so it would mirror that configuration.



Some providers still bothered by the lack of definition on what will be tested, how often, number of SPs at same time, volumes at max, number of simulators, response time needs, assumptions, etc.  Just saying “production-like” is not well defined.  We need to quantify the configuration.  It was also mentioned that we would want a separate Test Bed rather than just beefing up the SOW 34 Test Bed (which is used for unassisted functional testing).  The desire is to do end-to-end testing with volume, and not impact the functional Test Bed.  Additional input was for volume testing (in the 10s of thousands of TNs) to test end-to-end, so bottlenecks can be identified, and possibly implement flow control in one or more places along the end-to-end path.



It was finally agreed that since this started as a wireless issue, then the WNPO would work this as a group, then provide feedback/updates/definitions back to Working Group.  So, this change order will remain on the open list for now.



Apr ’04 APT, discussion:


The group discussed this.  A concern was raised about the name of this change order (“Production Equivalent Test Bed”), yet there are specific performance volumes mentioned.  If this truly should be “Production Equivalent” then it should mirror the production configuration, and not contain other performance requirements.  Since the desire was to meet certain performance levels, it was agreed to change “Production Equivalent” to “Performance”.  It was mentioned that the need for this test environment should be verified with the WNPO, in the context of something that is more cost effective, so the APT requested that the WNPO review this again, reconsider their specifications, and if still desired, resubmit to the APT for future discussions.









			NANC 396


			LNPA WG



9/9/04


			NPAC Filter Management – NPA-NXX Filters



Business Need:


The existing NPAC Filter Management process only allows a filter to be applied for a particular NPA-NXX if that particular NPA-NXX has previously been opened within NPAC.  The NPAC also supports the ability for a SOA/LSMS to manage their own filters over the CMIP interface.  Using this method, however, SOA/LSMS administrators must still wait upon receipt of a new code opening from the NPAC to create a new filter for those cases where they do not want to receive any Subscription Versions for that NPA-NXX.  Because of how the NPAC Filter Management process works in conjunction with the SOA/LSMS implementation options, SOA/LSMS administrators are manually unable to efficiently filter out unnecessary Subscription Versions based on NPA-NXX for the purpose of SOA/LSMS capacity management.  As a result, unnecessary Subscription Versions are sent to a SOA/LSMS or an unnecessary amount of resources are spent by the end user monitoring NPA-NXX activity at the NPAC in real-time to ensure Subscription Versions that are not needed are indeed not being sent to their SOA/LSMS.  An unnecessary amount of resources are also spent by the NPAC maintaining these filters for carriers.



Alternatively, a SOA/LSMS could implement an automated mechanism to manage filters over the CMIP interface, based on a local database table (or file).  This table (or file) would contain codes that the SOA/LSMS wishes to filter out.  So, when a new code is opened in NPAC and broadcast to the SOA/LSMS, the automated mechanism could issue a new filter request to the NPAC over the CMIP interface.  The issue with this approach is that it requires every SOA/LSMS (that wishes to use this functionality) to implement this feature.





			TBD


			FRS, IIS


			Func Backwards Compatible:  YES



This Change order proposes that filters may be implemented for an NPA-NXX before it is entered into the NPAC or a filter should be able to be implemented at the NPA level to account for any NXX in a particular NPA, even before an NXX may exist under that NPA within NPAC.





			N/A


			N/A / N/A





			NANC 396 (con’t)


			Proposed Solution (continued):



Major points/processing flow/high-level requirements:



1. The NPAC will continue to support filters at the NPA-NXX level.


a. The NPAC will keep the existing edit rule where an NPA-NXX must already exist in the NPAC in order to create a filter for that NPA-NXX.



b. The existing NPA-NXX filters will continue to be supported for NPAC personnel to maintain, via the NPAC GUI, for a requesting Service Provider.



c. The existing NPA-NXX filters will continue to be supported across the CMIP interface.



2. The NPAC will add support of filters at the NPA level.


a. The NPAC existing “NPA-NXX must exist” edit rule will NOT apply when creating NPA filters.



b. The new NPA filters will be supported for NPAC personnel to maintain, via the NPAC GUI, for a requesting Service Provider.



c. The new NPA filters will be supported across the CMIP interface (same as the NPA-NXX filter is currently).



d. Once an NPA filter is added, all subordinate NPA-NXX filters will be deleted.



3. Existing filter functionality related to broadcasts will remain in the NPAC (i.e., the NPAC will NOT broadcast data to an LSMS that has a filter for a given NPA or NPA-NXX).



4. No modifications required to local systems (SOA, LSMS).



5. No tunable changes.



6. No report changes.









			NANC 397


			Verizon Wireless and SNET Diversif’d Group


7/28/04


			Large Volume Port Transactions and SOA Throughput



Overview:



Service Providers have voiced concerns about the volume of port transactions that the NPAC can process per second when mass changes need to be made and broadcasted to the industry.  Now that wireless service providers are porting throughout the United States, the volume of port transactions has increased and will continue to increase in general, and mass changes will need to be made more frequently as well. The consolidations of Carriers and Switches will also generate an increase in the number of Mass Modifications for the update of the Network Data Tables (LIDB, CNAM, CLASS, ISVM and SMSSC).



Business Need:



As wireless service providers are continually managing their networks and load-balancing the traffic and subscribers on them, the need for HLR and DPC database changes may become more frequent and of larger volumes in the future.  For example, the wireless carrier may need to modify LRNs for 100,000 ported in subscribers to effectively change their switch designations.  Ultimately, the NPAC must be able to handle those 100,000 transactions in a short amount of time.  The desired process would be to modify all the records in one evening rather than having to split up the changes over a period of days or weeks. Similarly, Service Providers who have consolidated or have changed business plans need to update the Network Tables in order to ensure proper routing to Database Storage (LIDB, CNAM, etc.).



(continued)


			TBD


			N/A


			Func Backwards Compatible:  YES



The performance impacts to the SOAs, NPAC, and LSMSs need to be determined for large volume ports.



As porting volumes increase, it will be very important for all systems to be capable of reliably receiving downloads while retaining their association under heavier loads.


All systems should be able to maintain their current required availability level under heavy loads.  Large volume porting should not require scheduled downtime.  



The current plan is for service providers to start compiling technology migration forecast estimates and provide this information to Steve Addicks by March ’05.  At that time, the Architecture Team will begin a review of the data (without service provider names) and begin some analysis on next steps.






			TBD


			N/A / N/A





			NANC 397 con’t


			Large Volume Port Transactions and SOA Throughput  (Description section, continued)



Intense coordination is required to effect the changes necessary to properly route the queries associated with these databases, including LERG, LARG and CNARG updates, GTT changes in STPs and end office routing changes.  Additionally, modifications need to be made to the Network Tables in the NPAC and the transaction limitations force such modifications to be spread over weeks and/or months straining the resources of an industry already processing changes on a 24X7 basis. The two methods available for large volume NPAC changes are 1) modifications done through the SOA and 2) modifications done using the industry Mass Modification process.  Processing through the SOA, at the current rate of 4 to 6 transactions per second, it could take more than 4 hours to make LRN changes to 100,000 subscribers. If something goes wrong and the Service Provider needs to back out of the changes, then another 4 hours would be required to make the corrections.  This could start to creep into regular business hours in large volume ports. There is a concern about technology migrations and the current 25K/night operational limitation (originally submitted as PIM 43, and now turned into a change order).  This is not an immediate need, but something that should be planned for the three-five years out timeframe.



The industry Mass Modification process is limited to 25,000 changes per region per day Monday through Friday and 50,000 changes per region per day Saturday and Sunday. This limitation applies to all service providers requesting a change, so if more than one service provider wishes to make changes on a particular day, the limitation encompasses all service providers wishing to modify records. A wireless subscriber migration involves more than just that service provider; it also involves each of that service provider’s roaming partners updating their networks on the same night, resulting in a very large coordinated effort among many parties.  



There are also concerns about multiple wireless service providers doing these same types of migrations on the same nights and what coordination needs to take place to ensure that all service providers are able to manage their networks as needed and when needed.  Using the Mass Modification method for large volume projects requires a high level of coordination and scheduling especially if other service providers in the region also need to do large modifications at the same time.  



Additional updates between the NPAC and the SOA may be needed using the Mass Modification process.  This adds additional time and coordination to fully complete a large volume project.  









			NANC 398


			NeuStar



9/27/04


			WSMSC data discrepancy situation with NANC 323 Migration



Business Need:


During a NANC 323 SPID Migration, the only data that is changed is the SPID value (from SPID A to SPID B).  There could be a data consistency situation that arises, when SPID A supports WSMSC data, and SPID B does not support it.





			TBD


			FRS


			Func Backwards Compatible:  TBD



TBD.






			N/A


			N/A / N/A





			


			





			











			


			


			





			


			





			NANC 399


			NeuStar



1/5/05


			SV Type and Alternative SPID Fields



Business Need:


Refer to separate document (NANC 399 ver zeroDOTthree.doc, dated 3/15/05).





			TBD


			TBD


			Func Backwards Compatible:  Yes






			


			





			


			





			











			


			


			





			


			





			NANC 400


			NeuStar



1/5/05


			URI Fields



Business Need:


Refer to separate document (NANC 400 ver zeroDOTthree.doc, dated 3/15/05).





			TBD


			TBD


			Func Backwards Compatible:  Yes






			


			





			


			





			











			


			


			





			


			





			NANC 401


			VeriSign



1/13/05


			Separate LSMS Association for OptionalData Fields



Business Need:


Refer to separate document (NANC 401 ver zeroDOTtwo.doc, dated 4/1/05).





			TBD


			TBD


			Func Backwards Compatible:  Yes






			


			





			NANC 402


			Nextel



2/9/05


			Validate Code Owner (SPID) Before Opening Code



Business Need:


Refer to separate document (NANC 402 ver zeroDOTone.doc, dated 4/1/05).





			TBD


			TBD


			Func Backwards Compatible:  Yes






			


			





			NANC 403


			NeuStar



3/30/05


			Doc Only Change Order:  Recovery Messages only sent during Recovery


The current documentation does NOT specifically state that ALL recovery messages should only be sent to the NPAC during recovery (it is currently indicated for notifications and SWIM data).  This change order will clarify the documentation to include ALL data.


			TBD


			TBD


			Func Backwards Compatible:  Yes






			


			





			


			


			


			


			


			


			


			








Accepted Change Orders



			Accepted Change Orders





			Chg Order #


			Orig. / Date


			Description


			Priority


			Category


			Proposed Resolution


			Level of Effort





			


			


			


			


			


			


			NPAC


			SOA LSMS





			ILL 5


			AT&T 10/15/96


			Round-Robin Broadcasts Across LSMS Associations 



The NPAC SMS would support additional LSMS associations and manage the distribution of transactions in a round robin algorithm across the associations.  For example, due to performance conditions a Service Provider may want to start another LSMS association for network/subscription downloads.  The NPAC SMS would accept the association, manage security, and distribute network/subscription PDUs across the 2 or more associations using the round robin algorithm (One unique PDU will be sent over one association only.)



This change order applies to LSMS only.


			Medium Low


			FRS, IIS


			Func Backwards Compatible:  NO



This feature may already be implemented in the Lockheed Martin developed NPAC SMS.



01/15/02 – Refer to the Future Change Orders document for the latest information on this change order.



Feb ‘04 – Refer to the Architecture Planning Team’s working document for the latest information on this change order.


			Low


			N/A / High





			NANC 193


			NANC T&O 1/23/1998


			TN Processing During NPAC SMS NPA Split Processing



There was group consensus that NPAC behavior would not change until the start of permissive dialing.  An example would be an audit that occurred during split processing one-minute before the start of permissive dialing.  The NPAC should act as if permissive dialing has not yet started for the audit initiated during split processing.  The Split processing should have no effect on operations of the system.



A clarification requirement should be added as follows:



NPAC SMS shall processes requests during split processing prior to the start of permissive dialing as if the split processing has not yet occurred.



Additional clarification requirement:



NPAC SMS shall in a download request made after permissive dialing start for subscription version data sent prior to permissive dialing start, return the new NPA-NXX for subscription versions involved in an NPA Split.



The above requirements do not reflect the current Lockheed NPAC SMS implementation.






			Medium High


			FRS


			Pure Backwards Compatible:  YES



Lockheed in release 1.2 currently holds requests until the NPA Split processing completes (regardless of the NPA or NPA-NXX).  Nortel/Perot rejects the requests during NPA split processing.  It was not clear if errors were for all requests or just requests related to the NPA or NPA-NXX being split.



Desired behavior would be to have no errors occur.  Requests put on hold or queued would only be those related to NPA-NXXs involved in the NPA split being processed.



Lockheed in Release 1.3 will perform NPA- NXX locking.



The following questions need to be answered by vendors:



What will the SOA do if it sends an old NPA-NXX prior to PDP and the NPAC returns the new SV with the new NPA-NXX?  What would happen for a create/audit/query?



What will LSMS systems do if an audit is sent for new NPA prior to PDP?



Are there LSMS that will not be able to handle audits on new NPA-NXX right at the start of PDP?



(continued)


			High +


			N/A / N/A





			NANC 193



(con't)


			Proposed Solution (continued):



How long does it take for NPAC/SOA/LSMS to split an NPA-NXX?



What is the NPAC behavior for recovery spanning time before & after PDP?



If NPAC splits starting at midnight and SOA sends new NPA-NXX for an NPA-NXX not in split what would  happen?



After reviewing the above questions.  It was determined that the NPAC should act as if the split had not occurred during split processing prior to permissive dialing.



A matrix of answers received above has been created.



It was discussed that this requirement would have to be implemented by SOA, LSMS, and NPAC vendors.  This requirement would shorten the window when errors could occur for the change of an NPA.  It was requested that we review and document on behavior in the following situations: When the NPAC receives a request sent before the splits after the split start, how should it respond?  Also when an SOA or LSMS receives a request sent before the split after the split start, how should it respond?



IIS flows for error scenarios will be created.  If an active is received by the NPAC SMS before PDP it will be rejected.  If the old SP is received after the end of PDP it will be treated as the old NPA-NXX if that NPA- NXX is still a valid portable NPA-NXX in the NPAC SMS otherwise it will be rejected.  Download requests after the start of PDP for information occurring before PDP should reflect the new NPA- NXX for subscription versions involved in a Port.



The matrix was finalized on the 5/22 T&O call.



01/15/02 – Refer to the Future Change Orders document for the latest information on this change order.





			NANC 200


			AGCS 2/28/1998


			Notification of NPA Splits



It has been requested that to facilitate synchronization during NPA split, the NPAC via the mechanized interface should notify the SOA and LSMSs. The preferred method would be to have a new managed object that contains all split information. It would still be up to the respective system to perform the splits, but all systems would be in sync. A second alternative would be to have the NPAC issue a notification that states the NPAC is start/ending split processing.






			High


			FRS, IIS, GDMO, ASN.1


			Func Backwards Compatible:  NO



This change order is related to change order NANC 192 that proposes getting the split information from the LERG.



Refer to R4 Change Orders for current proposed resolution.



01/02/02 – NPAC R4.0 as submitted to the LLC in 2000 is not going forward.  This change order has been moved back into the “accepted” section of this document.



01/15/02 – Refer to the Future Change Orders document for the latest information on this change order.


			Med / Low


			Med / Med





			NANC 219


			AT&T 6/5/1998


			NPAC Monitoring of SOA/LSMS Associations



It has been requested that NPAC Monitoring of SOA and LSMS associations be put into the NPAC SMS at the application (CMIP) layer.  The approach suggested by the requestor would be to alarm whenever aborts are received or sent by the NPAC.  When these alarms occur, the NPAC Personnel would contact the affected Service Provider to work the problem and ensure the association is brought back up.



From this point forward, this change order will deal with the alarm abort option.  The heartbeat abort option is NANC 299.


			High


			FRS


			Pure Backwards Compatible:  YES



Sep LNPAWG (Seattle), discussed various options for working the problem of dropped associations (i.e., causes partial failures for the new SP trying to activate).



Options include, 



1.)  sending a notification to all SPs that "an SP is currently not associated", then another notifications once it is back up, "all SPs associated".



2.)  stopping an activation request, because an association is down.



3.)  sending a notification to the New SP when an activate is received, that an association is down, "do you still want to activate?".



NEXT STEP:  all SPs should consider issues and potential options for activates during a missing association that will cause a partial failure.



Oct LNPAWG (Kansas City), the conversation migrated away from the three options discussed in Seattle, and back to the NPAC proactively monitoring the association.  This would require the NPAC to provide an attendant notification that a Service Provider is down, then notifying them of their missing association.



(continued)


			Low (alarm abort)



Med (heartbeat abort)



High (ops costs for all options)


			N/A / N/A





			NANC 219



(con't)


			Proposed Solution (continued):



So, anytime the NPAC receives an abort from a Service Provider, an NPAC alarm should be triggered, and an M&P should kick in where NPAC personnel notify the downed SP.



This has been moved into the "Accepted" category, awaiting prioritization.



Refer to R4 Change Orders for current proposed resolution.



01/02/02 – NPAC R4.0 as submitted to the LLC in 2000 is not going forward.  This change order has been moved back into the “accepted” section of this document.



01/15/02 – Refer to the Future Change Orders document for the latest information on this change order.





			NANC 232


			MetroNet



8/14/98


			Web Site for First Port Notifications



Currently all SOAs and LSMSs receive "first port" notifications.  A request has been submitted to provide this information on the NPAC Web Site.



Sep LNPAWG (Seattle).  This change order was introduced by MetroNet as a means for LTI users to obtain "first port" notifications.



The current process does NOT send this information to the LTI user (unlike SPs that have a CMIP-based SOA), but requires the LTI user to "query" the NPAC for notifications contained in the NPAC notification log (for that specific SP).  Currently, this log contains the most recent 25 notifications for that SP.  The user may also generate an NPAC report of all notifications for that SP.



The desire is to have these "first port" notifications on the web, similar to the NPA-NXX openings that are on the web today.






			High


			FRS


			Pure Backwards Compatible:  YES



Sep LNPAWG (Seattle).  This change order was discussed by those in attendance.  It was agreed that this change order was acceptable, and should be moved to the "Future Release CLOSED" List, and await prioritization from the group.



NOTE:  This change order is similar to the existing requirements, R3-10 and R3-11 (Web bulletin board updates of NPA-NXXs and LRNs).



Refer to R4 Change Orders for current proposed resolution.



01/02/02 – NPAC R4.0 as submitted to the LLC in 2000 is not going forward.  This change order has been moved back into the “accepted” section of this document.



01/15/02 – Refer to the Future Change Orders document for the latest information on this change order.






			Low


			N/A / N/A





			NANC 355


			SBC 4/12/02


			Modification of NPA-NXX Effective Date (son of ILL 77)



Business Need:


When the NPAC inputs an NPA Split requested by the Service Provider and the effective date and/or time of the new NPA-NXX does not match the start of PDP, the NPAC cannot create the NPA Split in the NPAC SMS.  To correct this problem the NPAC can contact the Service Provider and have them delete and re-enter the new NPA-NXX specified by the NPA Split at the correct time, or the NPAC can delete and re-enter the NPA-NXX for the Service Provider.



However, the NPA-NXX may already be associated with the NPA Split at the Local SMS, and the subsequent deletion of the NPA-NXX will cause that specific record to be old time-stamped.  When the NPA-NXX is re-created, that new record will have a different time stamp, and it requires a manual task for the Service Provider to search for new NPA-NXX records which might match the NPA Split.  If identified and corrected, it will be added.  If not identified, it will affect call routing after PDP.


			


			FRS, IIS, GDMO


			Func Backwards Compatible:  NO



This activity would only be allowed by NPAC personnel, via the GUI, to modify the NPA-NXX Effective Date.



At the time of modification request, all existing pending subscription versions must have a due date greater than the new effective date in order for the change to occur.  If one or more pending subscription versions have a due date less than the new effective date, a change would not be made and an error message would be returned to the NPAC user.



It would be the responsibility of the owner of the NPA-NXX to resolve issues of pending versions with due dates prior to the new effective date before a change could be made.



For valid requests, the NPAC will notify the SOA/LSMS of a modified effective date (M-SET). 



Jan ’03 LNPAWG, approved, move to accepted category.


			Med-Low


			TBD / TBD





			NANC 363


			NeuStar 6/14/02


			Lockheed-to-NeuStar private enterprise number: Change to NeuStar registration number.


Business Need:


The current ASN.1 uses the Lockheed Martin private enterprise number.  This needs to be changed to the NeuStar registration number, as was provided by IANA (Internet Assigned Number Authority).



The following three areas in the ASN.1 will be changed:



LNP-OIDS



  {iso(1) org(3) dod(6) internet(1) private(4) enterprises(1)



   lockheedMartin(103) cis(7) npac(0) iis(0) oids(0)}



lnp-npac OBJECT IDENTIFIER ::=



  {iso(1) org(3) dod(6) internet(1) private(4) enterprises(1)



   lockheedMartin(103) cis(7) npac(0)}



-- LNP General ASN.1 Definitions



LNP-ASN1



  {iso(1) org(3) dod(6) internet(1) private(4) enterprises(1)



   lockheed(103) cis(7) npac(0) iis(0) asn1(1)}






			


			ASN.1


			Func Backwards Compatible:  NO



Change the current ASN.1 definition from lockheedMartin (103) to NeuStar (13568). 



Jan ’03 LNPAWG, approved, move to accepted category.  Need to get SOA/LSMS vendor feedback during Feb ’03 LNPAWG meeting.



Feb ’03 LNPAWG, SOA/LSMS vendor feedback.  Colleen Collard (Tekelec), more than a recompile, but LOE is low.  Logistical implementation an issue since non-backwards compatible (for vendors with single platform and different regions with different implementation dates).  Need to consider efficiency of roll-out.  To alleviate this problem would need all regions upgraded at same time.  Burden will be somewhere for someone to support both (either NPAC or vendor side).  This change should be incorporated at the next regular release, and not during it’s own release.


			TBD (change to TBD, since NPAC may support both old and new number.  Would set short sunset


			Low / Low





			NANC 382


			NeuStar 4/4/03


			“Port-Protection” System



(The following is the original request.  Subsequent modifications were made during several LNPAWG meetings.  Refer to the bottom of this change order for the current version.)



Overview:



The “Port Protection” system is a competitively neutral approach to preventing inadvertent ports that gives end-users the ability to define their portable telephone numbers as “not-portable.”  The NPAC SMS enforces the “not-portable” status of a telephone number so long as it remains in effect.  No Local Service Provider (LSP) can invoke or revoke “port protection” on a working telephone number; end-users completely control the portability of their portable telephone numbers.



Business Need:



Inadvertent porting of working numbers is a concern to both Local Service Providers (LSPs) and their customers.  In today’s LNP environment, an LSP cannot absolutely assure its customers that their terminating service will not be interrupted, even if it can insure that physical plant is operated without failure.  This is because any LSP by mistake may port a telephone number away from that number’s current serving switch.



The inadvertent port can occur in a number of ways, but the most common occurrences appear to be caused by two errors: (1.) when the wrong telephone number submitted to NPAC for a conventional inter-SP port, and (2.) when intra-SP ports are not done before a pooled block is created.  There is a similar inadvertent port problem for non-working numbers, but erroneous moves of non-working numbers are not directly service-affecting and are not addressed here.



NeuStar suggests the following competitively neutral method to prevent inadvertent ports of working TNs.


			TBD


			FRS, IIS, GDMO, ASN.1


			Interface and Functional Backwards Compatible:  NO



Description of Change:



(The following is the original request.  Subsequent modifications were made during several LNPAWG meetings.  Refer to the bottom of this change order for the current version.)



See next page.






			TBD


			TBD / TBD





			NANC 382 (con’t)


			Continuation of NANC 382, Port-Protection System, Proposed Resolution section:



-- System Architecture -- 



Changes to the NPAC SMS are required, to establish a table of “Port-Protected TNs” in which portable numbers that no longer can be ported are listed.  A step must be added to the NPAC SMS’s validation process in order to check this new table whenever an inter-SP port or pooled block create is attempted.
  An interface change could be required as well if industry wishes to know when a request’s rejection is due to the involved number being on the “Port Protection” list.



Creation of an IVR system is required, to receive end-user requests for protection of their numbers from porting (or to remove this protection) and to relay the information to the NPAC SMS.  The system would automatically modify the NPAC’s “Port-Protection” tables based on the end-user requests it receives.  Access to the IVR would be through the end-user’s current LSP customer rep.  Any other LSP willing to assist the end-user could be involved.



The end-user’s telephone number is entered in the NPAC’s “Port Protection” tables whenever “port-protection” is requested.  The end-user cannot reach the “Port-Protection” IVR system directly, but instead must be connected through a local Service Provider’s customer contact system, much like what is done in the PIC selection process, where the Service Provider’s customer rep advances the call to a third-party verification service, then leaves the call to allow the third-party verifier and end-user to converse.



The IVR system must recognize the LSP as authorized to participate in the “Port Protect” process.  (The LSP need not be a facility-based provider.)



Arrangements for security handshakes must be made in advance with each participating LSP.



A telephone number may be added to or removed from the “Port Protection” list whenever and as often as the end-user wishes.



To maintain the proposal’s competitive neutrality, the process assumes any LSP may assist the end-user.  However, the possibility of end-users invoking or revoking “Port Protection” on telephone numbers other than their own would be mitigated if only an LSP with which the end-user had a contractual relationship could participate, i.e., only the current LSP or a new LSP in a pending port request situation.



(con’t)





			NANC 382 (con’t)


			Continuation of NANC 382, Port-Protection System, Proposed Resolution section:



-- System Operation -- 



The end-user’s telephone number is entered in the NPAC’s “Port Protection” tables whenever “port-protection” is requested.  The end-user cannot reach the “Port-Protection” IVR system directly, but instead must be connected through a local Service Provider’s customer contact system, much like what is done in the PIC selection process, where the Service Provider’s customer rep advances the call to a third-party verification service, then leaves the call to allow the third-party verifier and end-user to converse.



The IVR system must recognize the LSP as authorized to participate in the “Port Protect” process.  (The LSP need not be a facility-based provider.)



Arrangements for security handshakes must be made in advance with each participating LSP.



A telephone number may be added to or removed from the “Port Protection” list whenever and as often as the end-user wishes.



To maintain the proposal’s competitive neutrality, the process assumes any LSP may assist the end-user.  However, the possibility of end-users invoking or revoking “Port Protection” on telephone numbers other than their own would be mitigated if only an LSP with which the end-user had a contractual relationship could participate, i.e., only the current LSP or a new LSP in a pending port request situation.



When the NPAC attempts to create a pending SV or a pooled block, the NPAC will check the “Port Protection” list in its validation process for inter-SP port (including Port-to-Original) and “-X” create requests. 



The “Port Protection” validation does not occur for intra-SP ports.  These may represent inadvertent ports, but validation necessary to determine whether override would be appropriate is not feasible.  The validation occurs for only those deletes that are “Port-to-Original” situations.



(con’t)





			NANC 382 (con’t)


			Continuation of NANC 382, Port-Protection System, Proposed Resolution section:



 -- Process Flow -- 



The end-user contacts an LSP (or an LSP contacts the end-user).  (It is not inherently necessary for there to be Service Provider involvement in this process, but NeuStar is not prepared to operate a system which does not involve LSP participation.)



End-user indicates desire to invoke (or revoke) “Port Protection.”



LSP customer rep places end-user on hold and calls the “Port-Protection” IVR.



LSP provides its pre-assigned ID information to IVR system.  (LSP arrange for security codes before attempting to assist end-users with the “Port-protection” process.)



LSP brings end-user on to the active line and leaves call; end-user interacts with IVR.



Using a standard script, the IVR confirms caller is authorized to make changes to the telephone number account, determines the caller’s name, and lists the telephone number(s) to be added to (or removed from) the “port-protection” table.  The customer may actually enter the TN desired.  The call is recorded.



The IVR system then enters this information into an automated ticket system.



Completion of the ticket automatically sends triggers an update of the NPAC’s “port-protection” table.



In the case of a number that has been entered in the port-protection table, but is no longer assigned to an end-user, the current Service Provider itself can ask that the number be removed from the “port-protection” table.  The provider would have to be recognized by the NPAC as the code/block owner and would have to state that the number is not assigned to an end-user.









			Continuation of NANC 382, “Port-Protection” System



This change order was reviewed and revised during the May through Sep ’03 LNPAWG meetings.  The final version of the open change order at the time of acceptance (for development of more detailed information) is shown below:



Overview:



The “Port Protection” system is a competitively neutral approach to preventing inadvertent ports.  The system makes it possible for end-users to define their portable telephone numbers as “not-portable.”  The NPAC SMS prevents the port of a “not-portable” telephone number (TN) through its automated validation processes.  A Local Service Provider (LSP) can invoke or revoke “port protection” for a working TN, but only at the end-user’s request.



Business Need:



Inadvertent porting of working TNs is a concern to both Local Service Providers (LSPs) and their customers.  In today’s LNP environment, an LSP cannot absolutely assure its customers that their terminating service will not be interrupted, even if it can insure that the physical plant is operated without failure.  This is because another LSP by mistake may port a TN away from that number’s current serving switch. 



The inadvertent port can occur in a number of ways, but the most common occurrences appear to be caused by two errors: (1.) the wrong TN is submitted to the NPAC SMS for a conventional inter-SP port, and (2.) intra-SP ports are not done before a thousands-block is created. There are similar inadvertent port scenarios for non-working TNs, but erroneous moves of non-working TNs are not immediately service-affecting and are not addressed here.



NeuStar suggests the following competitively neutral method to prevent inadvertent ports of working TNs.


			Interface and Functional Backwards Compatible:  NO



This change order was reviewed and revised during the May through Sep ’03 LNPAWG meetings.  The final version of the open change order at the time of acceptance (for development of more detailed information) is shown below:



Description of Change:



 -- System Architecture -- 



Changes to the NPAC SMS are required to establish a table of “Port Protected” TNs, in which portable numbers that no longer can be ported are listed, and to add a validation step that rejects attempts to port a TN that is on the list.  The validation is performed on the new-SP’s Create message for an inter-SP port, when a thousands block is created, and, optionally, for an intra-SP port.  (The optional intra-SP port validation is invoked on a SPID-specific basis.)   The rejection notification sent when a request fails this NPAC SMS validation will indicate that the TN is on the Port Protection list.  No interface change is required for this rejection message, since a new optional attribute will be added to accommodate the new error text.



LSP requests to add TNs to the Port Protection table are made to the NPAC Help Desk via e-mail (the TNs involved are shown on an Excel attachment to the e-mail message).  LSPs use the same approach to delete TNs from the table.



(con’t)





			NANC 382 (con’t)


			Continuation of NANC 382, Port-Protection System, Proposed Resolution section:



-- System Operation -- 



A TN is added to the NPAC’s Port Protection table when an LSP requests this action.  The same process applies when an LSP requests the removal of a TN from the table.



The NPAC Help Desk accepts requests to change Port Protection table entries only from pre-authorized representatives of an LSP.  (The LSP need not be a facility-based provider.)  A TN may be added to or removed from the “Port Protection” list as often as required.



When the NPAC SMS receives the new SP’s Create request, it will check the Port Protection table during the Pending SV Create validation process for inter-SP ports (including Port-to-Original SV deletes). Optionally
, the validation is performed for intra-SP ports.



The NPAC SMS also will make this validation check in connection with “-X” create requests.
 


The validation is not applied to Modify requests



In the disconnect scenario, the NPAC SMS will check the Port Protection list and, if the TN is found, will remove the involved disconnected ported TN from the list.  This automatic removal of a disconnected TN from the Port Protection list can occur only in the case of a disconnected TN that was ported.  A non-ported TN that is disconnected must be removed from the list by the LSP having the disconnected non-ported TN in its inventory.



(con’t)





			NANC 382 (con’t)


			Continuation of NANC 382, Port-Protection System, Proposed Resolution section:



-- Process Flow -- 



NPAC Help Desk



· The end-user contacts an LSP (or an LSP contacts the end-user). 



· End-user indicates to LSP his desire to invoke (or revoke) “Port Protection.”



· LSP contacts NPAC Help Desk via e-mail to request change.



· The NPAC Help Desk updates the Port Protection table.



NPAC SMS


· NPAC SMS applies the Port Protection validation (1.) to the new-SP Create request of an inter-SP port, (2.) to a Block Creation request, and (3.) optionally at the individual SPID level, to an intra-SP port request.  If the TN is found on the Port Protection list, NPAC SMS rejects the request and indicates that a Port Protection validation failure is the reason for the request’s rejection.



· Disconnect of a ported TN results in automatic removal of the TN from the Port Protection list; disconnect of a non-ported TN requires owning LSP to request the disconnected TN’s removal from the list.



· An LSP’s regional NPAC SMS Profile indicates whether the Port Protection validation should be applied also to its intra-SP port requests.









			382 (cont)


			Nov ’03 LNPAWG, discussion:


The group discussed the high-level steps.  There were a couple of updates that were requested.  These steps will be evaluated once the policy issues/questions are discussed:



1. For intra-ports, let the port go through and keep them on the list.



2. In steps 4.b, no need to look at the list, just allow the Old SP Create to happen.  If they are on the list, then for now, leave it on the list.



3. For step 8, add that this does NOT apply to PTO.



Policy issues/questions:  (at the Jan ’04 LNPAWG, we would discuss if and how, we might Tee this up at NANC).



1. What types/classes of numbers can be placed on the list?  What criteria?  What kind of criteria.



2. Who can put it on the list and remove it from the list?  This is an authorization question.



3. What is the PROCESS for getting them on and off the list?  How mechanically, do you put/remove it on the list.



4. Who can access the list, need a process to access the list.  What is shown when they access the list    (police, other authority)



Other points discussed:



1. Want more than just the IVR way to get numbers on/off the list.



2. Want some type of pre-validation process to “ping” the list and see if someone is on the PPL.



3. Want the ability to audit the list.









			NANC 390


			Qwest



10/16/03


			New Interface Confirmation Messages SOA/LSMS – to - NPAC



Business Need:


Service Provider systems (SOA/LSMS) need to know (in the form of a positive acknowledgement from the NPAC) that the NPAC has received their request message, so the systems (SOA/LSMS) do not unnecessarily resend the message and cause duplicate transactions for the same request.



Based on the current requirements for the NPAC, the NPAC acknowledgement message (generally referred to as "a response to a request" from the SOA/LSMS) is not returned until AFTER the NPAC has completed the activity required by that request.  During heavy porting periods, transactions that require many records to be updated may take longer than normal for a response to be received from the NPAC.  In the case of a delayed response, the SOA/LSMS may abort the association to the NPAC (e.g., after the 15 minute Abort timer expires).  When the association is re-established, the SOA/LSMS may resend messages to the NPAC because they haven’t received a response to the first message and thus believe the NPAC did not receive the original message.  This behavior can lead to a duplicate transaction for the same request thus:  1.) causing a heavy volume of transactions over the NPAC to SOA/LSMS interface, 2.) slowing Porting completion, 3.) causing an increase of Porting costs, 4.) causing duplicate message processing at the NPAC, and 5.) possibly causing manual intervention by NPAC and Service Provider personnel, etc.


			TBD


			FRS, IIS, GDMO, ASN.1


			Func Backwards Compatible:  NO



A new message will be explored during the Nov ’03 LNPAWG meeting.



Additionally, a discussion item needs to occur regarding the possible inclusion of Service Provider profile settings to support this new feature.


			N/A


			N/A  / N/A





			NANC 390 (con’t)


			Nov ’03 LNPAWG, discussion:


Explained the current functionality, and the fact that higher priority transactions will be worked before other requested work, which can cause delays in responses.  In the case where previously submitted work was re-sent to the NPAC, the NPAC may have to re-do work it has already done.



Providers may see a backup in their SOA traffic, thereby causing them to process extra data as well.



A toggle would need to be added for backwards compatibility.  Providers that support the new confirmation message would use the new method/flow, and other providers would continue to use the current method/flow.  There is definitely a benefit to this, but to obtain the benefit would require changes to the SOA as well.



It was agreed that this would be accepted as a change order, and would continue to be worked with the Architecture group in December.



Feb ‘04 – Refer to the Architecture Planning Team’s working document for the latest information on this change order.
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			Next Documentation Release Change Orders





			Chg Order #


			Orig. / Date


			Description


			Priority


			Category


			Proposed Resolution


			Level of Effort





			


			


			


			


			


			


			NPAC


			SOA LSMS





			NANC 359


			NeuStar 4/12/02


			Doc Only Change Order for SPID and Billing ID: Change definition for SPID and Billing ID


The current documentation does NOT explicitly state that SPID must be 4 alphanumeric characters, and Billing ID can be variable 1-4 alphanumeric characters.  The Billing ID is sometimes associated with a SPID value, so different interpretations said that it must be 4 alphacharacters, whereas others said it could be variable 1-4 as currently defined in the ASN.1.


			


			ASN.1


			Func Backwards Compatible:  YES



Change the current documentation to explicitly state SPID must be 4 alphanumeric characters, and Billing ID can be variable 1-4 alphanumeric characters.


Jan ’03 LNPAWG, approved, move to next documentation category.


			N/A


			N/A / N/A





			NANC 360


			NeuStar 4/12/02


			Doc Only Change Order for Recovery: Maximum TN Recovery Tunable


A recent business situation has created an implementation of a new Service Provider-specific tunable.  This doc-only change order will add this definition to the appropriate documentation.


			


			FRS, IIS, GDMO


			Func Backwards Compatible:  YES



Change the current documentation to explicitly state that the Service Provider-specific tunable (Maximum_TN_Recovery) is a tunable with a range of 1-10000, a default value of 2000, and is applicable for time-based recovery. 



Jan ’03 LNPAWG, approved, move to next documentation category.


			N/A


			N/A / N/A





			NANC 361


			World Com 5/13/02


			Doc Only Change Order for GDMO: Range Version of Object Creation Notification


The definition and behavior of the range notification associated with NANC 179 (SOA range notifications) in NPAC Release 3.1 should be modified.  According to the current specification, the range version of the object creation notification can support multiple sets of attributes.  However, the intent of NANC 179 was to only support one set of attributes for all TN/SVIDs in the range.



This change order requests that the definition for this notification be changed to only support one set of attributes per TN/SVIDs instead of potentially multiple sets of attributes.



Below is an excerpt of the ASN.1 definition for the RangeObjectCreation is:



RangeObjectCreationInfo ::= SEQUENCE {



   tn-version-id RangeNotifyTN-ID-Info,



   object-info SET OF ObjectInfo



}


			


			IIS, GDMO


			Func Backwards Compatible:  YES



Change the current documentation to explicitly state that the current NPAC implementation supports only one (1) element in the object-info. 



Jan ’03 LNPAWG, approved, move to next documentation category.


			N/A


			N/A / N/A





			NANC 364


			NeuStar 7/15/02


			Doc Only Change Order for ASN.1: Create Action comment


A comment should be removed.  According to the current specification, the TN Range attribute is related to Release 1.4 pooling.  However, optional attribute is valid for other downloads to the LSMS.  This change order requests that the comment be removed to avoid confusion.



Below is an excerpt of the ASN.1 definition for the CreateAction:



LocalSMS-CreateAction ::= SEQUENCE {



    actionId INTEGER,



    subscriptionVersionObjects SET OF SubscriptionVersionObject,



    tn-range TN-Range OPTIONAL -- used only on pooled ports for release 1.4



}


			


			IIS, ASN.1


			Pure Backwards Compatible:  YES



Change the current documentation by removing the “used only on pooled ports for release 1.4”. 



Jan ’03 LNPAWG, approved, move to next documentation category.


			N/A


			N/A / N/A





			NANC 365


			TSE 8/30/02


			Doc Only Change Order for IIS/GDMO: PTO and SV Query discrepancies between the two documents


1. PTO Processing Discrepencies



The GDMO states for subscriptionVersionNewSP-CreateBehavior that the new service provider must specify valid values for the LRN and GTT data.  In addition it states, "If the value of subscriptionPortingToOriginal-SPSwitch is TRUE, the LRN and GTT data should be specified as NULL."  However, data flows B.5.1.2 and B.5.1.3 both state that LRN and GTT data must be provided UNLESS subscriptionPortingToOriginal-SP is true.  So, in the one case the requirement is to provide NULL values for LRN and GTT data and in the other case the requirement is to not provide LRN and GTT data.  The GDMO and the data flows need to be made consistent.



2. SV Query Discrepencies



The GDMO states for subscriptionVersionNPAC-Behavior that subscriptionTimerType and subscriptionBusinessType are only returned on SOA queries to service providers that support these attributes.  However, data flow B.5.6 shows that subscriptionTimerType and subscriptionBusinessType are returned unconditionally.  The GDMO and the data flow need to be made consistent.


			


			IIS, GDMO


			Pure Backwards Compatible:  YES



Change the current documentation to be consistent and reflect the current behavior.



Jan ’03 LNPAWG, approved, move to accepted category.  Need to verify if it should be NULL or not specified.  Update the documentation to reflect this.



Upon further analysis, it was determined that the correct reference should be the following:
 - PTO - “not specified”
 - SV Query – “returned only if the SOA supports these attributes”


			N/A


			N/A / N/A





			NANC 371


			AT&T 11/6/02


			Doc Only Change Order for Audits: Update Behavior


The current documentation does NOT explicitly state that the NPAC requires audit names to be unique.


			


			FRS, IIS, GDMO


			Pure Backwards Compatible:  YES



Update the documentation to reflect the behavior of audit name within the NPAC.



Dec ’02 LNPAWG, approved, move to next documentation category.


			N/A


			N/A / N/A





			NANC 373


			NeuStar 11/19/02


			Doc Only Change Order: Conflict AVC


The current documentation does NOT list the AttributeValueChange notification when the NPAC automatically sets an SV from cancel-pending to conflict, upon exipiration of the appropriate timer.


			


			FRS, IIS, GDMO


			Pure Backwards Compatible:  YES



Update the current documentation to reflect the behavior of this notification within the NPAC.



Dec ’02 LNPAWG, approved, move to next documentation category.


			N/A


			N/A / N/A





			NANC 374


			NeuStar 11/20/02


			Doc Only Change Order: PTO SP


The current documentation does NOT indicate that for a PTO subscription version, the new SP must be the code holder (block holder if a NPB exists).


			


			FRS, IIS, GDMO


			Pure Backwards Compatible:  YES



Update the current documentation to reflect the behavior of this PTO SV activity within the NPAC.



Dec ’02 LNPAWG, approved, move to next documentation category.


			N/A


			N/A / N/A





			NANC 376


			NeuStar 12/2/02


			Doc Only Change Order: Modify Active with Failed List


The current documentation does NOT indicate that for a Modify Active of a subscription version with an existing Failed List, should be rejected by the NPAC.


			


			FRS, IIS, GDMO


			Pure Backwards Compatible:  YES



Update the current documentation to reflect the behavior of this Modify Active SV activity within the NPAC.



Dec ’02 LNPAWG, approved, move to next documentation category.


			N/A


			N/A / N/A





			NANC 377


			NeuStar 12/4/02


			Doc Only Change Order: Missing IIS Flow for 2nd Create by Old SP with Auth=FALSE


The current documentation does NOT have an IIS flow for this scenario.


			


			FRS, IIS, GDMO


			Pure Backwards Compatible:  YES



Update the current documentation to reflect the behavior of this Old SP Create activity within the NPAC.



Dec ’02 LNPAWG, approved, move to next documentation category.


			N/A


			N/A / N/A





			NANC 378


			TSE 12/5/02


			Doc Only Change Order: Missing IIS Flow for cancellation of a disconnect-pending SV


The current documentation does NOT have an IIS flow for this scenario.


			


			IIS, GDMO


			Pure Backwards Compatible:  YES



Update the current documentation to reflect the behavior of this cancellation activity within the NPAC.



Dec ’02 LNPAWG, approved, move to next documentation category.


			N/A


			N/A / N/A





			NANC 387


			TSE



9/3/03


			Doc-Only Change Order: IIS Updates



Business Need:


Need to correct some inconsistencies between the IIS flow pictures and/or the corresponding text.



1.  B.5.1.6.5:



1a.  The second paragraph of the text states "In this case, the new service provider SOA issued the create request".  It should state "In this case, the old service provider SOA issued the create request."



1b.  The picture and the text don't match.  In the picture we have a M-EVENT-REPORT subscriptionVersionNewSP-CreateRequest (subscriptionVersionRangeNewSP-CreateRequest) but in the text we have subscriptionVersionNewSP-ConcurrenceRequest (subscriptionVersionRangeNewSP-ConcurrenceRequest).  The text is incorrect.


2.  B.4.4.13:  Step 1 of the flow indicates the SOA is sending 'M-SET Request numberPoolBlock.'  The SOA cannot set the object numberPoolBlock but they can set numberPoolBlockNPAC.


3.  B.5.5.2:  In the picture Item 1 indicates M-ACTION Request subscriptionVersionRemoveFromConflict and Item 4 indicates M-ACTION Response subscriptionVersionRemoveFromConflict.  In the text the corresponding items indicate M-ACTION Request/Response subscriptionVersionNewSP-RemoveFromConflict.  The text is in error and needs to be corrected.


4.  B.6.4:  The text indicates that the SOA is sending the message to the NPAC but the picture shows the NPAC sending the message to the SOA.  The labels on the picture need to be reversed.


			TBD


			IIS


			Func Backwards Compatible:  YES



Update the current documentation to be consistent and reflect the current behavior.





			N/A


			N/A / N/A





			NANC 387 (con’t)


			Doc-Only Change Order: IIS Updates (continued)



5.  B.5.3.4:  Typo in the Title (Verison, should be Version).



6.  GDMO and ASN.1 reference, sections 6.1 and 6.2:  Typo in the version reference, should be (gdmo_v3_2_0_082602 and asn1_v3_2_0_082602).



7.  Discrepancies with the notification names regarding audits.  (need to add the <dash> in the name)



Flow B.2.1 SOA Initiated Audit - the notification name listed is "subscriptionAuditDiscrepancyRpt".  However, the GDMO has that notification as "subscriptionAudit-DiscrepancyRpt". Other parts of IIS, Part 1 also indicates the correct name to be "subscriptionAudit-DiscrepancyRpt" with the exception of section 4.1.1 Primary NPAC Mechanized Interface Operations.  The table there indicates "subscriptionAuditDiscrepancyRpt".



Flow B.2.7.2 NPAC SMS Performs Audit Comparisons for a SOA initiated Audit including a Number Pool Block (previously NNP flow 6.1.2) has the same error.



In IIS, Part 1, table under 4.1.4 Notification Interface Functionality, it lists a notification name of "subscriptionAudit-Results". The actual name should be "subscriptionAuditResults".



Incorrect notification names (need to remove the <dash> in the name):



-- subscriptionVersionOldSP-FinalConcurrenceWindowExpiration  (correct name per GDMO:  subscriptionVersionOldSPFinalConcurrenceWindowExpiration)



-- subscriptionVersionRangeOldSP-FinalConcurrenceWindowExpiration (correct name: subscriptionVersionRangeOldSPFinalConcurrenceWindowExpiration)



8.  Discrepancy with the first usage notification in the Dash-X Creation Notification flow (B.4.3.1).  Should be made consistent with the existing SV Object Creation Notification flow (B.5.1.1 and B.5.1.2).  Specifically, the first usage notification should come after the notification of the object that is created in response to the initial request (e.g., SV or Dash-X).



9.  Flow B.2.2, SOA Initiated Audit Cancellation.  The steps are out of order.  Should be 1, 4, 2, 3 (M-DELETE response comes before the M-EVENT-REPORT is sent out).



10.  Flow B.5.2.3, Subscription Version Modify Prior to Activate Using M-ACTION.  The note needs further clarification (updated words below are in yellow highlight).  NOTE:  The subscriptionStatusChangeCauseCode can only be modified when the subscriptionOldSP-Authorization is set to FALSE, and, if provided, it's ignored when the subscriptionOldSP-Authorization is set to TRUE.


11.  Flow B.5.6, incorrect object reference.  Text incorrectly says “M-GET serviceProvNetwork”, and should say “M-GET lnpSubscriptions”.



12.  Flow B.4.3.1, incorrect order of first usage and dash-x notif.  Correct text will have dash-x first, then first usage notif.  This is consistent with SV, B5.1.1 and B.5.1.2 where SV OCN first, then first usage notif.









			NANC 387 (con’t)


			Doc-Only Change Order: IIS Updates (continued)



13.  Flows B.5.2.4, B.5.3.2, two different steps in both of these flows, incorrect notif reference.  Text incorrectly says “subscriptionVersionAttributeValueChange”, and should just say “attributeValueChange”.



14.  Flows B.5.3.1, Text before the flow picture (A subscription version can be canceled when the current status is conflict, or pending or disconnect-pending) should be moved to the beginning of Section 5.3 as it applies to the whole section, not just flow B.5.3.1.



15.  Flows B.5.4.7.14, Text before the flow picture, says, “However, the number pool block is past the effective date, but has not yet been activated.”, and should say, “However, the NPA-NXX-X is past the effective date, but the number pool block has not yet been activated.”.



16.  B.5.5.1, SubscriptionVersion Conflict and Conflict Resolution by the NPAC SMS, This scenario shows a version being placed into conflict and removed from conflict by the NPAC personnel.  The title and text of this flow should be changed to "Subscription Version Conflict by the NPAC SMS" and the text changed accordingly as the flow only addresses putting the SV into conflict.



17.  B.5.5.1.1, Subscription Version Conflict and Conflict Resolution by the NPAC SMS (continued), The title of this flow should be changed to "Subscription Version Conflict Resolution by the NPAC SMS" as the flow only addresses the conflict resolution.



18.  B.5.5.4, Step 11 of the flow, says “M-EVENT-REPORT subscriptionVersionAttributeValueChange”, should say, “M-EVENT-REPORT attributeValueChange ”.



19.  updated intra-PTO flows.  Modify B.5.1.12, 13, 14, to indicate they apply to both Inter and Intra-PTO.  Add equivalent flows to cover intra-PTO (e.g., add one similar to B.5.1.12.1, but for Intra and number it B.5.1.12.2).  Add a note to B.5.1.11 to indicate that if Intra-PTO, next it will follow flow B.5.1.12/B.5.1.12.2 for successful activate scenario.









			NANC 391


			LNPA WG



1/7/04


			Doc-Only Change Order: FRS Updates



Business Need:


1.  Need to update functional/operational references to include wireless.  Specifically, references to “LSR” and “FOC” should be changed to “LSR/WPR” and “FOC/WPRR”






			TBD


			FRS


			Func Backwards Compatible:  YES



Update the current documentation to be wireless functional/business operations references.





			N/A


			N/A / N/A
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			Next Release (R3.3) Change Orders





			Chg Order #


			Orig. / Date


			Description


			Priority


			Category


			Proposed Resolution


			Level of Effort





			


			


			


			


			


			


			NPAC


			SOA LSMS





			ILL 130


			AT&T 



1/6/97


			Application Level Errors



Errors in the SOA and LSMS interfaces are being treated as CMIP errors and it may sometimes be difficult for a SOA to know the true reason for an error from the NPAC SMS and therefore indicate a meaningful error message to its users.  It has been requested that application level errors be defined where appropriate and returned as text to the SOA.






			High


			FRS, IIS, GDMO, ASN.1


			Func Backwards Compatible:  NO



Application level errors would be defined in the IIS.



Refer to R4 Change Orders for current proposed resolution.



01/02/02 – NPAC R4.0 as submitted to the LLC in 2000 is not going forward.  This change order has been moved back into the “accepted” section of this document.



01/15/02 – Refer to the Future Change Orders document for the latest information on this change order.



Feb ‘04 – Refer to the Architecture Planning Team’s working document for the latest information on this change order.


			High


			High / High





			NANC 138


			CMA



8/11/97






			Definition of Cause Code Values – REVISITED



NANC 54 defined the cause code values and the FRS was to be updated.  Due to an oversight this update was not made in the FRS.  The change was going to be applied in FRS 1.4 and 2.2.  However, a discrepancy as found. The defined values specified in NANC 54 where are as follows:



The values less than 50 were reserved for SMS NPAC internal use.



Other defined values are:



0 – NULL (DO NOT MODIFY)



1 -
NPAC automatic cancellation



50 -
LSR Not Received



51 -
FOC Not Issued



52 -
Due Date Mismatch



53 -
Vacant Number Port



54 -
General Conflict



In the table in the FRS the following cause code is defined:  NPAC SMS Automatic Conflict from Cancellation



There is no corresponding code defined in Change Order NANC 54.  Is there a numeric value or is this cause code valid?



(continued)






			Medium Low


			FRS


			Func Backwards Compatible:  NO



Update to be made to the FRS.



Pending review by the vendors.  Lockheed does not set a cause code when the NPAC SMS automatically puts a cancelled order into conflict.  Perot is reviewing their implementation.



There is not a requirement in the FRS for a cause code of NPAC SMS Automatic Conflict from Cancellation.



Operations flows are being reviewed. In figure 6, box 3.



Perot like Lockheed, does not use the cause code in question.



A SOA vendor has been asked to evaluate the impact of not receiving a cause code value with a status of conflict.



Flows in Appendix A also need to be updated.






			Low


			Low / Low





			NANC 138



(cont.)


			Requirements for the cause code addition would be as follows:



RR5-36 should be renumbered to RR5-36.2.



RR5-36.1 Cancel Subscription Version – Cause Code for New SP Timer Expiration 



NANC SMS shall set the cause code to “NPAC SMS Automatic Conflict from Cancellation” after setting the Subscription Version status to conflict from cancel-pending when the new Service Provider has not acknowledged cancellation after the Cancellation-Final Concurrence Window. 



2 will be the value defined for the “NPAC SMS Automatic Conflict from Cancellation” cause code.


			Awaiting sizing from NPAC vendors, and validation of functionality (reference existing requirements) from cancellation to conflict.



SOA vendors heard from to date do not have a problem with the cause code not being present.



This is an "OLD" Release 2.0 change order, that has been moved into the "Accepted" category, awaiting prioritization



Refer to R4 Change Orders for current proposed resolution.



01/02/02 – NPAC R4.0 as submitted to the LLC in 2000 is not going forward.  This change order has been moved back into the “accepted” section of this document.



01/15/02 – Refer to the Future Change Orders document for the latest information on this change order.





			NANC 151


			Bellcore 9/4/97


			TN and Number Pool Block Addition to Notifications



It has been requested that the TN for the subscription version be added to all notifications that currently contain SV-ID but not TN from the NPAC SMS.  It is possible for a SOA in a disconnect or modify-active situation, to not have the SV record in their database.  Therefore, when the attribute/status change notification comes from the NPAC SMS, there is no way to correlate its version id with the TN on the disconnect or modify request in SOA.



Jun 00 LNPA-WG meeting, additionally, the same type of change should be done for Number Pool Block (i.e., add the NPA-NXX-X to all notifications that currently contain Block-ID but not NPA-NXX-X).






			Low


			IIS


			Func Backwards Compatible:  NO



This would be a deviation from the standard since the TN would not have been an attribute that has changed.


This is an "OLD" Release 2.0 change order, that has been moved into the "Accepted" category, awaiting prioritization



01/15/02 – Refer to the Future Change Orders document for the latest information on this change order.


			Low


			Low / N/A





			NANC 227


			MCI



8/7/98


			10-digit TN Filters (previously know as "Ability to Modify/Delete of Partial Failure SV")



OLD TEXT:  The NPAC SMS currently rejects a request to "modify active" or "delete" an SV that has a partial failure status.  Nothing can be done to the SV until the discrepant LSMS(s) come back on line, and either recover the broadcast, or accept a re-send from the NPAC.



OLD TEXT:  A business scenario arose whereby a partial failure was affecting a customer's main number, and the New SP couldn't do anything to the SV until the partial failure was resolved.



NEW TEXT:  The NPAC should provide a mechanism that allows 10-digit filters, in order to clean up partial failure SVs that need to be subsequently modified or deleted, by the New SP.



Jun 99, during the Pooling Assumptions walk-thru, four SV requirements were modified, and the functionality was moved into this change order.  Basically, the “partial failure/failed” text is moved to this change order.  The affected requirements are listed below:



SV-230 Modification of Number Pooling Subscription Version Information – Subscription Data



SV-240 Modification of Number Pooling Subscription Version Information – Status Update to Sending



SV-270 Modification of Number Pooling Subscription Version Information – Status Update



SV-280 Modification of Number Pooling Subscription Version Information – Failed SP List



This change order is related to NANC 254.


			High


			FRS, GDMO


			Func Backwards Compatible:  NO



Discussed during 8/12/98 face-to-face T&O meeting (Detroit).



OLD TEXT:  It was determined that the business scenario was primarily human error, and the NPAC should NOT be modified to allow a partial failure to go to active, but still have out-of-sync LSMS(s).



OLD TEXT:  A workaround (available with 1.3 [with the exception of PTO]) would be to temporarily set up a filter for the discrepant LSMS(s), do a re-send which would clear up the failed-SP-List and set the SV to active, then remove the filter.



OLD TEXT:  NEXT STEP:  all SPs and vendors should evaluate if this is an acceptable solution.



OLD TEXT:  Sep LNPAWG (Seattle), this potential M&P work-around has been forwarded to NPAC Operations (Jan Trout-Avery) for further analysis, and will be discussed at the x-regional in New Orleans.



(continued)


			High


			Med-Low / N/A





			NANC 227



(con't)


			OLD TEXT:  This change order will be left open pending the discussion in New Orleans.



Oct LNPAWG (Kansas City), after discussions in New Orleans at the x-reg meeting, it was requested by Service Providers that Lockheed use the M&P for "partial failures where the customer is out of service" only.



Jan will be doing an M&P on this, and will accumulate data on the frequency of this situation.  Everyone should be aware that the risk for the M&P is that any other SVs that are coming down in the NPA-NXX will NOT be sent to the LSMS.  From an NPAC functional perspective, a potential problem is the complexity of having to keep "versions" of versions, when you have an activate that fails, then allow a modify on top of this.



Jim Rooks provided info on this, to state that he is uncomfortable with the modify of a partial failure.  We further discussed the potential of a 10-digit filter that would override the existing 6-digit filter.  This should be the same change order, but will replace the title from modify partial failure to 10-digit filter.



Nov LNPAWG (Dallas), re-capped discussion from KC.  Desire of this functionality is to have NPAC Personnel perform this activity (of putting up 10-digit filters), and NOT allow SPs to send this over the interface.



This has been moved into the “Accepted” category, awaiting prioritization.  The group will flush out the details once this gets placed into a specific release.



Jul LNPAWG (Ottawa), no comments on pooling additions.



Refer to R4 Change Orders for current proposed resolution.



01/02/02 – NPAC R4.0 as submitted to the LLC in 2000 is not going forward.  This change order has been moved back into the “accepted” section of this document.



01/15/02 – Refer to the Future Change Orders document for the latest information on this change order. Also note that this change order was merged with NANC 254 sometime during or prior to the R4.0 discussions and is now referred to NANC 227/254. 





			NANC 285


			LNPA WG



5/12/99


			SOA/LSMS Requested Subscription Version Query Max Size



A SOA/LSMS request for a Subscription Version query that exceeds the maximum size tunable (“Maximum Subscriber Query”), returns an error message to the SOA.



Similar to the processing in NANC 273, it has been requested the NPAC return SVs up to the max tunable amount instead.  The SOA/LSMS would accept this message, then use it’s contents to send another query to the NPAC, starting with the next TN, and so on until all SVs are returned to the SOA/LSMS.



It will be up to the SOA/LSMS to manage the data returned from the NPAC and determine the next request to send to the NPAC in order to get the next set of SVs.



The NPAC will continue to return SVs that meet the selection criteria.  However, the NPAC will not return a “count” to the SOA/LSMS for number of records that match the selection criteria.



This solution will resolve the problem described in NANC 279 (SOA Resynchronization for Large Ranges), where a problem exists for recovering the SOA for large ranges, because the SV time stamp that the NPAC users for recovery is the same for large ranges.



The example used for NANC 279 was, if all the TNs in the range contain the same time stamp (e.g., 17 minutes and 20 seconds after 3p, 15:17:20), and the number of TNs in the range exceeds the tunable allowed for queries, the SOA cannot recover since the NPAC, for any time range, will respond with an error for maximum TN query reached.






			High


			FRS, IIS, GDMO


			Func Backwards Compatible:  NO



June LNPAWG (San Ramon), discussed in conjunction with NANC 279.  Group decided to close out 279, and merge the requested functionality into this change order, since this is query functionality issue, and not just a recovery issue.



Jim Rooks will provide additional information on a proposed solution given the inclusion of NANC 279 into this change order.



Jim’s response is shown below:



This change order requests the 'more' capability that will be supported by queries in the LTI.  This implementation requires 2 changes.



#1, the NPAC must be modified to always return the first n (tunable) records on the SV query.  Currently, the NPAC determines that the query will return more than n records and returns an error.



(continued)


			Low


			Med-High / Med-High





			NANC 285 (con’t)


			Proposed Solution (continued):



#2, the service providers should modify their systems to support the following SV query operations to the NPAC:



a. When data is returned from an SV Query and there are exactly n (tunable) records returned, the SP must assume that they didn't get all the data from their query.



b. After processing the first n records, they should send a new query that picks up where the data from the prior query ended.



c. The SV data returned from the NPAC for SV queries will be sorted by TN and then by SVID so a filter can be created to pick up where the prior query ended.



d. For example, if a SOA query to the NPAC returns exactly 150 records and the last SV returned was TN '303-555-0150' with SVID of 1234.  The filter used on the next query would be:



All SVs where ((TN > 303-555-0150) OR (TN = 303-555-0150 AND SVID > 1234).



The NPAC does support OR filters.



e. Once the results from the NPAC returns less than 150 records, the SP can assume they received all records in the requested query.


Refer to R4 Change Orders for current proposed resolution.



01/02/02 – NPAC R4.0 as submitted to the LLC in 2000 is not going forward.  This change order has been moved back into the “accepted” section of this document.



01/15/02 – Refer to the Future Change Orders document for the latest information on this change order.





			NANC 299


			LNPA-WG 9/15/99


			NPAC Monitoring of SOA and LSMS Associations via Heartbeat



This is an extension of NANC 219 and NANC 301.  Instead of utilizing a TCP Heartbeat and an abort message, the NPAC SMS would utilize an application level heartbeat message on every association.  If a response was not returned for any given application level heartbeat message, an alarm would be initiated for NPAC Personnel.



Oct LNPAWG (KC), this change order is designed to establish the application level heartbeat process (which requires an interface change to both the NPAC and the SOA/LSMS).  This process will allow two-way communication and allow either side to initiate the application level heartbeat message.  The application level heartbeat process should be set up so that the functionality can be optionally set up per association.



The alarming process is the same as 219, such that an alarm would be initiated whenever application level heartbeat responses are not sent by the NPAC or SOA/LSMS.  When these alarms occur, the NPAC Personnel would contact the affected Service Provider to work the problem and ensure the association is brought back up.


			High


			FRS, IIS, GDMO, ASN.1


			Func Backwards Compatible:  NO



The current working assumption is that this heartbeat would be a new message, it would not have any access control, it would be at a low level in the protocol stack, this heartbeat would occur on the same port as the association, this message would only occur if no traffic was sent/received after a configurable period of time, and this heartbeat would be two-way to allow either side to initiate this message.



All parties still need to examine if there might be an issue with filtering in their firewalls.



The need for both a network level heartbeat and application level heartbeat still needs to be decided.



Jan ‘00 LNPAWG meeting, the group has not been able to determine the feasibility of implementing an application level heartbeat.  It was agreed to put this change order on hold, pending the outcome of NANC 301 (NPAC TCP Level Heartbeat [transport layer]).  The functionality documented in this change order needs further review before this change order can be considered “accepted and ready for selection into a release”.



(continued)


			Med


			Med -High / Med -



High





			NANC 299 (con’t)


			Proposed Solution (continued):



May ‘00 LNPAWG (Atlanta), leave open until further analysis of NANC 219 and NANC 301 (i.e., after R4 implementation).



June ‘00 LNPAWG meeting, group consensus (during R5 discussion) is to move to cancel-pending.



July 2000 meeting – LNPA WG consensus is that they do not want to cancel this change order but move it back to an accepted change order for a future release.  Metrics and reports that will be provided after R4.0 will give more information to determine whether or not this change order is needed.



01/15/02 – Refer to the Future Change Orders document for the latest information on this change order.





			NANC 300


			LNPA-WG 12/6/99


			7-digit Block Filters for Number Pooling



This is an extension of NANC 227.  During the Dec 99 LNPA-WG meeting, it was proposed to remove Number Pooling functionality from NANC 227, and create a new change order for this functionality.


			???


			FRS, GDMO


			Functional Backwards Compatible:  NO



01/15/02 – Refer to the Future Change Orders document for the latest information on this change order.


			Med


			Med-Low





			NANC 321


			WorldCom 12/13/00


			Regional NPAC NPA Edit of Service Provider Network Data - NPA-NXX Data



Business Need:



When a service provider submits a message to the NPAC in order to create a pending subscription version, the NPAC verifies that the old service provider identified in the message is the current service provider and that the number to be ported is from a portable NPA-NXX.  If the telephone number already is a ported number, the NPAC will look at the active SV for that number to determine the identity of the current SP as shown in the active SV.  If no active SV exists, then the number is not currently ported and the NPAC determines the current SP instead based on NPA-NXX ownership as shown in the NPAC's network data for each service provider.  The NPAC also looks at the network data to confirm that the NPA-NXX has been identified as open to portability.



If a service provider has entered an NPA-NXX in its network data but has done it for its network data associated with the wrong region, then the correct NPAC region, when receiving create messages involving numbers in that NPA-NXX, will be unable to see that the TNs involve a portable NPA-NXX; in this case the create message will be rejected by NPAC.  Furthermore, another service provider could erroneously enter the NPA-NXX in its network data for the correct NPAC region.  Then the NPAC's portable NPA-NXX validation would pass, but the current service provider validation would fail.  In either case the telephone number could not be ported until the service provider network data error were corrected.


			???


			FRS


			Functional Backwards Compatible:  Yes



January 2001 meeting:  Accepted pending review of the final write-up in February.



February 2001 meeting:  Accepted



01/15/02 – Refer to the Future Change Orders document for the latest information on this change order.






			???


			N/A / N/A





			NANC 321 (cont’d)


			It is important therefore to assure that service provider NPA-NXX network data be populated only in the proper NPAC region and to allow only the LERG-assignee to populate the data.  The introduction of an NPA edit function, to validate that an NPA-NXX input is to network data associated with the NPAC region encompassing the involved NPA will effectively serve both functions.  Such an edit function would not allow a service provider to put its NPA-NXX data in the wrong NPAC region's database and it consequently would not allow the improper LERG-assignee entries to remain long undetected.  



Description of Change:



Network Data is submitted by service providers over their SOA/LSMS interfaces or via the NPAC Administrative OpGUI or the SOA LTI.  A provider is required to enter each portable NPA-NXX for which it is the LERG assignee.  The NPAC uses this service provider network data to perform certain validation functions of subscription version data -- to confirm current SPID correct and that TN is from portable NXX -- and to determine TN ownership in snap-back situations.



Detailed requirements are as follows:



1.  The NPAC will reject an NPA-NXX network data entry attempt if the NPA involved is not encompassed by the NPAC region to which the data is being submitted.



2.  A table of valid NPAs will be established for each regional NPAC.



3.  Each table of valid NPAs open in the NPAC service area will be maintained by NPAC personnel for each regional NPAC.



4.  The NPAC will obtain information on new NPAs from the LERG.



5. The change order would be implemented on a regional basis.





			NANC 343


			LNPA WG 11/14/01


			Doc Only Change Order for IIS: Exhibit 12 of IIS section 4.2.2 does not reflect all filtering operations currently supported by the NPAC SMS.



“From Section 4.2.2:



The following table shows the CMISE primitive filtering support required of the Local SMS by the NPAC SMS for the subscriptionVersion object.



(continued)


			Medium


			IIS


			Incorporate into next release of IIS.



12/12/01 – Reviewed during December LNPA WG meeting.  Needs more revisions.  Will be reviewed again during January 2002 meeting.



01/09/02 – Reviewed revisions.  More revisions required.  The new revisions are highlighted in yellow. Will review again during the February 2002 meeting.



Nov ‘02 LNPAWG – Reviewed at meeting, move to accepted.  Additional text has been added to make consistent with the numberPoolBlockNPAC MANAGED OBJECT CLASS in the GDMO, related to LNP Type.


			N/A


			N/A / N/A





			NANC 343 (cont’d)


			Exhibit 1 - CMISE Primitive Filtering Support for the Subscription Version Object



CMISE Primitives



Filter Supported



Notes



M-ACTION



N



No filtering is applied to the actions for the subscriptionVersion object.



M-GET



Y



TN Range with greaterOrEqual, lessOrEqual, equality must be supported for auditing.


M-SET



Y



TN Range with greaterOrEqual, lessOrEqual, equality must be supported for Mass Update or TN range modify requests.



M-DELETE



Y



TN Range with greaterOrEqual, lessOrEqual, equality will be supported for range disconnect or port to original requests.



“



Modify text and table as follows to clarify exact functionality for TNs and for Number Pooling functionality:



From Section 4.2.2:



The following table shows the CMISE primitive filtering support required of the Local SMS by the NPAC SMS for the subscriptionVersion object.



(continued)





			NANC 343 (cont’d)


			Exhibit 1 - CMISE Primitive Filtering Support for Local System Objects


CMISE Primitives



Filter Supported



Notes



M-ACTION



N



No filtering is applied to the actions. 



M-GET



Y



TN Query Range with greaterOrEqual and lessOrEqual, and equality must be supported for auditing.


The fields used with greaterOrEqual and lessOrEqual filters are subscriptionTN and subscriptionActivationTimeStamp.


The field used with equality is subscriptionTN.



Filters supported contain either a greaterOrEqual and lessOrEqual filter, or equality filter, for subscriptionTN only or a more complex filter.



The more complex filter uses two criteria for filtering. The first criteria used is greaterOrEqual and lessOrEqual filters with subscriptionTN. The second criteria uses greaterOrEqual and lessOrEqual filters for subscriptionActivationTimeStamp. Both criteria must be matched for the data being queried (logical and).



The scope for the filters is level 1 only with a base managed object class of lnpSubscriptions.


Number Pool Block Query with greaterOrEqual and lessOrEqual, and equality for EDR support.



The fields used with greaterOrEqual and lessOrEqual filters are numberPoolBlockNPA-NXX-X and numberPoolBlockActivationTimeStamp.



The field used with equality is numberPoolBlockNPA-NXX-X. 



Filters supported contain either a greaterOrEqual and lessOrEqual filter, or equality filter, for numberPoolBlockNPA-NXX-X only or a more complex filter.



The more complex filter uses two criteria for filtering.  The first criteria used is equality filter with numberPoolBlockNPA-NXX-X.  The second criteria uses greaterOrEqual and lessOrEqual filters for numberPoolBlockActivationTimeStamp.  Both criteria must be matched for the data being queried (logical and).



The scope for the filters is level 1 only with a base managed object class of lnpSubscriptions.


 (continued)









			NANC 343 (cont’d)


			M-SET



Y



TN Range Modify with greaterOrEqual and lessOrEqual, and equality must be supported for Mass Update or TN modify requests.



The field used with greaterOrEqual and lessOrEqual filters is subscriptionTN.



The fields used with equality are subscriptionTN and subscriptionNewCurrentSP.



Filters supported contain either a greaterOrEqual and lessOrEqual filter, or equality filter, for subscriptionTN only, or a more complex filter.



In the case of Modification of TNs for non-EDR number pool block the filter is more complex and uses two criteria for modification.  The first criteria uses the subscriptionNewCurrentSP field with equality. The second criteria uses lessOrEqual and greaterOrEqual for subscriptionTN.  Both criteria must be matched for the data being set (logical and).  Additionally, a filter for LNP Type equal to ‘pool’ may be used.



The scope for the filters is level 1 only with a base managed object class of lnpSubscriptions.


Number Pool Block Modify with greaterOrEqual and lessOrEqual, and equality for EDR support.



The field used with greaterOrEqual and lessOrEqual is numberPoolBlockNPA-NXX-X.



The field used with equality is numberPoolBlockNPA-NXX-X.



The scope for the filters is level 1 only with a base managed object class of lnpSubscriptions.


NOTE: Exhibit 13 will be removed from the IIS.



(continued) 





			NANC 343 (cont’d)


			M-DELETE



Y



TN Range Delete with greaterOrEqual and lessOrEqual, and equality will be supported. for range disconnect or port to original requests. 



The field used with greaterOrEqual and lessOrEqual filters is subscriptionTN.



The field used with equality is subscriptionTN.



The scope for the filter is level 1 only with a base managed object class of  lnpSubscriptions.



In the case of Deletion of TNs for non-EDR number pool block the filter is more complex and uses two criteria for deletion.  The first criteria uses the subscriptionNewCurrentSP field with equality.  The second criteria uses lessOrEqual and greaterOrEqual for subscriptionTN.  Both criteria must be matched for the data being set (logical and).  Additionally, a filter for LNP Type equal to ‘pool’ may be used.


NOTE: Exhibit 13 will be removed from the IIS.



(continued) 





			NANC 343 (cont’d


			GDMO Documentation



DOCUMENTATION changes should be made in the GDMO behavior for the following objects to accurately reflect scooping and filtering support required for the NPAC SMS to the LSMS:



· lnpSubscriptions



· subscriptionVersion



· numberPoolBlock



Further GDMO modifications will be necessary to reflect SOA and LSMS scoping and filtering support when sending requests to the NPAC SMS for the following objects:



· subscriptionVersionNPAC



· numberPoolBlockNPAC



Additional GDMO text will be added to reflect SOA and LSMS scoping and filtering support when sending requests to the NPAC SMS for other objects.


lnpSubscriptions:



The lnpSubscriptionsDefinition BEHAVIOUR should be modified as follows:



lnpSubscriptionsDefinition BEHAVIOUR



    DEFINED AS !



Local SMS and NPAC SMS Managed Object for the SOA to NPAC SMS and the Local SMS to NPAC SMS interface.



The lnpSubscriptions class is the managed object that is used as the container object for the subscription version objects and numberPoolBlock objects on the NPAC SMS and the Local SMS. 



Local SMS interfaces must be able to support scoped/filtered and filtered requests with a level 1 scope and a base managed object class of lnpSubscription.M-SETs and M-DELETEs with a TN range as the primary filter. Specific filter criteria support is defined in the behavior for the subscriptionVersion and numberPoolBlock managed objects.



    !;



(continued)





			NANC 343 (cont’d)


			subscriptionVersion:



The subscriptionVersionBehaviour BEHAVIOUR should be modified as follows:



subscriptionVersionBehavior BEHAVIOUR



    

DEFINED AS !





.





.





.



The Local SMS can not modify any of the subscription version data locally unless changes were downloaded via a download request.



The Local SMS must be able to support scoped and filtered requests with a level 1 scope and a base managed object class of lnpSubscription for subscription version (M-GET, M-SET, and M-DELETE) requests. with a filter for equality and ordering on the subscriptionTN from the NPAC SMS.  



Filtering Support for M-GET:



TN Query with greaterOrEqual and lessOrEqual, and equality must be supported for auditing.


The fields used with greaterOrEqual and lessOrEqual filters are subscriptionTN and subscriptionActivationTimeStamp.



The field used with equality is subscriptionTN.



Filters supported contain either a greaterOrEqual and lessOrEqual filter, or equality filter, for subscriptionTN only or a more complex filter.



The more complex filter uses two criteria for filtering. The first criteria used is greaterOrEqual and lessOrEqual filters with subscriptionTN. The second criteria uses greaterOrEqual and lessOrEqual filters for subscriptionActivationTimeStamp. Both criteria must be matched for the data being queried (logical and).



Filtering Support for M-SET:



TN Modify with greaterOrEqual and lessOrEqual, and equality must be supported for Mass Update or TN modify requests.


(continued)





			NANC 343 (cont’d)


			The field used with greaterOrEqual and lessOrEqual filters is subscriptionTN.



The fields used with equality are subscriptionTN and subscriptionNewCurrentSP.



Filters supported contain either a greaterOrEqual and lessOrEqual filter, or equality filter, for subscriptionTN only, or a more complex filter.



In the case of Modification of TNs for non-EDR number pool block the filter is more complex and uses two criteria for modification.  The first criteria uses the subscriptionNewCurrentSP field with equality.  The second criteria uses greaterOrEqual and lessOrEqual for subscriptionTN. Both criteria must be matched for the data being set (logical and).  Additionally, a filter for LNP Type equal to ‘pool’ may be used.


The scope for the filters is level 1 only with a base managed object class of lnpSubscriptions.



Filtering Support for M-DELETE:



TN Delete with greaterOrEqual and lessOrEqual, and equality will be supported.



The field used with greaterOrEqual and lessOrEqual filters is subscriptionTN.



The field used with equality is subscriptionTN.



The scope for the filters is level 1 only with a base managed object class of lnpSubscriptions.



In the case of Deletion of TNs for non-EDR number pool block the filter is more complex and uses two criteria for deletion.  The first criteria uses the subscriptionNewCurrentSP field with equality.  The second criteria uses lessOrEqual and greaterOrEqual for subscriptionTN.  Both criteria must be matched for the data being set (logical and).  Additionally, a filter for LNP Type equal to ‘pool’ may be used.



         !;



(continued)









			NANC 343 (cont’d)


			numberPoolBlock:



The numberPoolBlock-Behaviour BEHAVIOUR should be modified as follows:



numberPoolBlock-Behavior BEHAVIOUR



        
DEFINED AS !





.





.





.



The Local SMS can not modify any of the number pool block data locally unless changes were downloaded via a download request.



The Local SMS must support scoped and filtered requests with a level 1 scope and a base managed object class of lnpSubscriptions for numberPoolBlock M-GET and M-SET requests. equality and ordering on the numberPoolBlockNPA-NXX-X attribute in a scoped and filtered request for mass updates and audits.



Filtering Support for M-GET:



Number Pool Block Query with greaterOrEqual and lessOrEqual, and equality for EDR support.



The fields used with greaterOrEqual and lessOrEqual filters are numberPoolBlockNPA-NXX-X and numberPoolBlockActivationTimeStamp.



The field used with equality is numberPoolBlockNPA-NXX-X.



Filters supported contain either a greaterOrEqual and lessOrEqual filter, or equality filter, for numberPoolBlockNPA-NXX-X only or a more complex filter.



The more complex filter uses two criteria for filtering.  The first criteria used is equality filter with numberPoolBlockNPA-NXX-X.  The second criteria uses greaterOrEqual and lessOrEqual filters for numberPoolBlockActivationTimeStamp.  Both criteria must be matched for the data being queried (logical and).


The scope for the filters is level 1 only with a base managed object class of lnpSubscriptions.


(con’t)









			NANC 343 (cont’d)


			Filtering Support for M-SET:



Number Pool Block Modify with greaterOrEqual and lessOrEqual, and equality for EDR support.



The field used with greaterOrEqual and lessOrEqual filters is numberPoolBlockNPA-NXX-X.



The field used with equality is numberPoolBlockNPA-NXX-X.



The scope for the filters is level 1 only with a base managed object class of lnpSubscriptions.


    !;









			NANC 346


			NeuStar 1/21/02


			GDMO Change to Number Pool Block Data Managed Object Class (Section 29.0) and Documentation Change to Subscription Version Managed Object Class (Section 20.0)



Change the numberPoolBlock-Pkg to support updates to the numberPoolBlockActivationTimeStamp attribute. Currently this attribute is not modifiable so when it is audited by the NPAC SMS and found to be discrepant there is no way to update it.  The NPAC SMS attempts to correct the attribute on the LSMS and the M-SET is failed by the service provider’s system because the attribute is GET only. 



Currently the numberPoolBlock-Pkg reads:



numberPoolBlock-Pkg PACKAGE



  BEHAVIOUR



    numberPoolBlock-Definition,



    numberPoolBlock-Behavior;



  ATTRIBUTES



    numberPoolBlockId GET,



    numberPoolBlockNPA-NXX-X GET,



    numberPoolBlockHolderSPID GET,



    numberPoolBlockActivationTimeStamp GET,



    numberPoolBlockLRN GET-REPLACE,



    numberPoolBlockCLASS-DPC GET-REPLACE,



    numberPoolBlockCLASS-SSN GET-REPLACE,



    numberPoolBlockLIDB-DPC GET-REPLACE,



    numberPoolBlockLIDB-SSN GET-REPLACE,



    numberPoolBlockCNAM-DPC GET-REPLACE,



    numberPoolBlockCNAM-SSN GET-REPLACE,



    numberPoolBlockISVM-DPC GET-REPLACE,



    numberPoolBlockISVM-SSN GET-REPLACE,



    numberPoolBlockDownloadReason GET-REPLACE;



  ;






			High


			GDMO


			Modify the numberPoolBlock-Pkg to read:



numberPoolBlock-Pkg PACKAGE



  BEHAVIOUR



    numberPoolBlock-Definition,



    numberPoolBlock-Behavior;



  ATTRIBUTES



    numberPoolBlockId GET,



    numberPoolBlockNPA-NXX-X GET,



    numberPoolBlockHolderSPID GET,



    numberPoolBlockActivationTimeStamp GET-REPLACE,



    numberPoolBlockLRN GET-REPLACE,



    numberPoolBlockCLASS-DPC GET-REPLACE,



    numberPoolBlockCLASS-SSN GET-REPLACE,



    numberPoolBlockLIDB-DPC GET-REPLACE,



    numberPoolBlockLIDB-SSN GET-REPLACE,



    numberPoolBlockCNAM-DPC GET-REPLACE,



    numberPoolBlockCNAM-SSN GET-REPLACE,



    numberPoolBlockISVM-DPC GET-REPLACE,



    numberPoolBlockISVM-SSN GET-REPLACE,



    numberPoolBlockDownloadReason GET-REPLACE;



  ;



(continued)


			N/A


			Low / Low





			NANC 346 (cont’d)


			Proposed Solution (continued):



Number Pool Block, object 29.0 -- Update the GDMO behavior text (add to the end).



The Local SMS can only modify the numberPoolBlockActivationTimeStamp locally upon receiving a modify request from the NPAC SMS.



Subscription Version, object 20.0 -- Update the GDMO behavior text (add to the end).



The Local SMS can only modify the subscriptionVersionActivationTimeStamp locally upon receiving a modify request from the NPAC SMS.



Nov ‘02 LNPAWG – Reviewed at meeting, move to accepted.





			NANC 347/350


			NeuStar 3/6/02


			CMIP Interface Enhancements – abort behavior



Business Need:


Note:  During the Nov ‘02 LNPAWG meeting, it was decided by the industry to consolidate NANC 347 and 350 into a single change order that would capture abort behavior.  All parties will also consider how these changes relate to the elimination of aborts (all or just time-related) and outbound flow control.  The expectation is that Service Providers would implement similar abort processes/procedures on their systems, such that “sender” and “receiver” can be used to indicate either NPAC or SOA/LSMS for abort behavior.



15 minute abort behavior.



The NPAC SMS and Service Provider SOA/LSMS exchange messages and a response is required for each message.  The current NPAC architecture requires a response to every message within a 15 minute window, or the requestor will abort the association.



If a Service Provider fails to respond to an NPAC message, the NPAC aborts that specific association and the Service Provider must re-associate in recovery mode, request, receive and process all missed messages, then start processing in normal mode until they are totally caught up with any backlog of messages.  During the recovery timeframe, the NPAC must “hold” all messages destined for that Service Provider, and only send them once the Service Provider has completed the recovery process.  This only further delays the desired processing of messages by both the NPAC and the Service Provider.  Additionally, any SV operations except range activate will remain in a sending status until the Service Provider has competed recovery.



(continued)


			TBD


			FRS, IIS


			Interface and Functional Backwards Compatible:  YES



15 minute abort behavior.



Change the 15-minute abort timer (tunable by region, defaulted to 15 minutes) to “credit” the Service Provider for responding to some traffic, even if they don’t respond to a specific message within the 15 minute window.



1. This would allow Service Providers that have fallen behind to keep processing the backlog, instead of getting aborted and having to re-associate to the NPAC in recovery mode, which in turn increases workload for both the NPAC and the Service Provider.




2. If the Service Provider fails to respond to ANY of the outstanding message during that 15 minute window, the NPAC would abort the association as is currently done (i.e., at the end of the 15 minute window).



3. If the SP is responding to messages at a slower pace, the NPAC using new timers, would “roll-up” the downloaded data (e.g., SV activate to LSMS with a slow SP) at the end of 15 minutes, to obtain closure on this porting activity.  In this example, the SV would be in partial-failure status, and a notification would be sent to both the activating SOA and old SOA.  The new timer allows the NPAC to separate association abort/monitoring and event completion.


(continued)


			TBD


			TBD / TBD





			347/350 (cont)


			With the current NPAC implementation based on the requirements, especially during periods of high demand with large porting activity, a Service Provider that falls more than 15 minutes behind will get aborted by the NPAC, thus exacerbating the problem of timely processing of messages.  This occurs even though that Service Provider is still processing messages from the NPAC, albeit more than 15 minutes later.



With this change order, the audit behavior in the 15 minute window of the NPAC would not adversely impact a Service Provider that falls behind, but is still processing messages.



The business need for efficient transmission of messages will only increase as porting volumes increase.



60 minute abort behavior.



With the changes described above, the audit behavior in the 60 minute window of the NPAC would allow a Service Provider to fall behind, but put a cap on how far behind (i.e., 60 minutes).  This enhancement could assist a Service Provider in the area of timeliness of updating network data due to a lessening of aborts, customer service, and fewer audits for troubleshooting purposes.


			


			This change applies to a single SV broadcast.  The flow for SV ranges is a response to the range event (M-EVENT-REPORT response) within 60 minutes (same as today).



60 minute abort behavior.



Create a new “60” minute window (tunable by region, defaulted to 60 minutes).  Use this new window the same way that the 15 minute window is used in Release 3.1 (i.e., abort the association for a lack of a response to an individual message from the NPAC).



1. This would allow Service Providers that have fallen behind to keep processing the backlog, instead of getting aborted and having to re-associate to the NPAC in recovery mode, but would put a limit on the amount of time allotted for slower Service Providers.



2. If the Service Provider fails to respond to a given outstanding message during that new 60 minute window, the NPAC would abort the association.  So with this change the Service Provider gets an additional 45 minutes to respond beyond the current 15 minute window.



The logic representation is shown below:
IF the slow Service Provider responds to this message within 60 minutes:
          NPAC updates the appropriate data
          NPAC sends appropriate notification to the SOAs
          (in an example of a partial failure activate request, the SV would go from
            PF to active status and the Service Provider would be removed from
            the failed list)
ELSE,
          NPAC aborts the association
          the Service Provider must re-associate to the NPAC
          the Service Provider goes through recovery processing.




This change applies to both single and range SV broadcasts.  The SP will have 60 minutes to respond to the LSMS download message from NPAC, and in the case of an ACTION, the response to the event (M-EVENT-REPORT response) as well, or rollup at the NPAC will occur.  This new timer will separate the activities, but they will both be defaulted to 60 minutes.





			347/350 (cont)


			Oct ’02 LNPAWG, discussed Major points/processing flow/high-level requirements.



Nov ’02 LNPAWG, upon approval of the merged version of 347/350, this will be move to the accepted category.



Jan ’03 LNPAWG, approved, move to accepted category.



Feb ‘04 – Refer to the Architecture Planning Team’s working document for the latest information on this change order.









			NANC 348


			NeuStar 3/6/02


			Bulk Data Download File for Notifications



Business Need:


Service Providers use Bulk Data Download (BDD) files to recover customer, network, block, and subscription data in file format.  This occurs when automated recovery functionality is either not available or not practical (e.g., too large of time range) for the data that needs to be recovered.



The current requirements do not address BDD files for notifications.  In order to provide more complete functionality for a Service Provider to “replay” messages sent by the NPAC, the ability for the NPAC to generate a BDD file for a time range of notifications would potentially reduce operational issues and the work effort required for a Service Provider to get back in sync with the NPAC, by providing the Service Provider with all information that they would have received had they been associated with the NPAC.  Additionally, this would be needed for LTI users transitioning to a SOA, or SOA users that need to recover notifications for more than the industry-recommended timeframe of 24 hours.



With this change order, the NPAC would have the capability to generate a BDD file of notifications for a Service Provider within a certain date and time range.


			TBD


			FRS


			Interface and Functional Backwards Compatible:  YES



The NPAC would provide the functionality for NPAC Help Desk personnel to generate a BDD file of notifications for a requesting Service Provider.



Selection criteria would be any single SPID, date and time range (notification attempt timestamp), and include all types of notifications.  The sort criteria will be chronologically by date and time.



The file name will contain an indication that this is a notification file, along with the requested date and time range.  The output file would be placed in that Service Provider’s ftp site directory.



Oct ’02 LNPAWG – discussed Major points/processing flow/high-level requirements.



Nov ‘02 LNPAWG – Reviewed at meeting, move to accepted.  Start working on detailed requirements.



Feb ‘04 – Refer to the Architecture Planning Team’s working document for the latest information on this change order.


			TBD


			TBD / TBD





			NANC 351


			NeuStar 4/12/02


			Recovery Enhancements – “Send What I Missed” recovery message



Business Need:


The NPAC SMS and Service Provider SOA/LSMS exchange messages and a response is required for each message.  The current NPAC architecture requires a response to every message within a 15-minute window, or the requestor will abort the association.



If a Service Provider fails to respond to an NPAC message, the NPAC aborts that specific association and the Service Provider must re-associate in recovery mode, request a “best guess” time range of missed messages from the NPAC, receive and process all missed messages, then start processing in normal mode until they are totally caught up with the backlog of messages.



One problem of the current “best guess” approach is the trial-and-error recovery processing that a Service Provider must perform in certain circumstances (e.g., when there is too much data to send in a response to a single request).  This can create unnecessary workload on both the NPAC and the Service Provider.



A better method is to implement the “Send What I Missed” approach (SWIM).  Service Providers can optionally use this new message to perform the recovery function.  This improves the efficiency of recovery processing for the NPAC and Service Providers because guesswork is eliminated.


			TBD


			FRS, IIS, GDMO, ASN.1


			Interface and Functional Backwards Compatible:  YES



Create a new process that incorporates the ability for a Service Provider to request that the NPAC send missed messages.  In order to accomplish this, the NPAC will need to keep track of messages that were both “not sent” and “not responded to” from the NPAC to the SOA/LSMS.



The behavior of the “Send What I Missed” message (SWIM) which will be initiated by a SOA/LSMS, is the same as the current recovery process (i.e., request from the SP, response from the NPAC includes the recoverable data).  The implementation would use the existing recovery message, and incorporate a new attribute (SWIM, to go along with time range and TN range).  When this is received, the NPAC would send back a SWIM Response which contains the missed messages.  With the new SWIM attribute, the NPAC would use the same Blocking Factor tunables as used in 187-Linked Replies in order to send data to the SOA/LSMS in “chunks”.


			TBD


			TBD / TBD





			351 (cont)


			Oct ’02 LNPAWG – discussed Major points/processing flow/high-level requirements.



Nov ‘02 LNPAWG – Reviewed at meeting, move to accepted.  Start working on detailed requirements.  Also, everyone needs to consider a new message from the NPAC (“you need to recover some missing data”).  This will be discussed once detailed requirements are drafted.



Feb ‘04– Refer to the Architecture Planning Team’s working document for the latest information on this change order.









			NANC 352


			NeuStar 4/12/02


			Recovery Enhancements – recovery of SPID (customer data)



Business Need:


The NPAC SMS allows for the recovery of missed messages for network data, block data, and SV data.  However, the NPAC functionality based on current requirements does not allow recovery of customer information (SPIDs).  So, if customer information is downloaded, and the Service Provider misses it, it is not recoverable.



This new functionality would improve the recovery process by adding customer (i.e., header data) to the list of recoverable messages, so that subordinate network/block/SV data does not cause rejects or errors.


			TBD


			FRS, IIS, GDMO, ASN.1


			Interface and Functional Backwards Compatible:  YES



Implement a new optional recovery request that allows the Service Provider to recover customer information (SPIDs).  This new optional feature would send missed customer adds, modifies, or deletes to the Service Provider during the recovery process.



A Service Provider could implement this optional feature at any time, and would send this request during the recovery process similar to the requests sent for network, block, and SV data today.



The data representation would be something like, SPID, text, and download reason.



Nov ‘02 LNPAWG – Reviewed at meeting, move to accepted.  Start working on detailed requirements.



Feb ‘04 – Refer to the Architecture Planning Team’s working document for the latest information on this change order.


			TBD


			TBD / TBD





			NANC 357


			Bellsouth 4/12/02


			Unique Identifiers for wireline versus wireless carriers (long term solution)



Business Need:


In the LSR process, there is a need to identify a Service Provider’s port request as that from or to a Wireline or Wireless Service Provider in order to process the port request correctly within internal systems.  This information must match up with NPAC information on each Service Provider’s Type.  Without this information, port requests may be handled incorrectly thus effecting customer phone service including related E911 records.  This is especially crucial in fully mechanized LSR processing systems.



This long-term solution replaces the interim solution provided by the associated NANC Change Order, 356.


			


			FRS, IIS, GDMO


			Func Backwards Compatible:  NO



The NPAC SMS shall provide a Service Provider Type indicator for each Service Provider.  This new indicator shall initially distinguish each Service Provider as either a Wireline Service Provider or a Wireless Service Provider.  The Service Provider Type indicator shall be able to distinguish additional “types” as deemed necessary in the future (e.g., it may be advantageous in the future to identify other Service Provider Types such as Reseller or Service Bureau).



This information shall be sent to the SOA/LSMS upon initial creation of the Service Provider, upon modification of a Service Provider’s Type and when the SP is removed (deleted) from the NPAC.



The Service Provider Type indicator shall be added to the Bulk Data Download file, available to a Service Provider’s SOA/LSMS.



The Service Provider Type indicator shall be Recoverable across the SOA/LSMS with the implementation of NANC 352.


Jan ’03 LNPAWG, approved, move to accepted category.


			Med-Low


			TBD / TBD





			NANC 358


			NeuStar 4/12/02


			Change for ASN.1: Change SPID definition


Business Need:


The current ASN.1 definition allows the SPID to be variable 1-4 alphanumeric characters.  The current behavior in the NPAC requires SPID to be four alphanumeric characters, as defined in the current data model in the FRS – a “New Service Provider ID, Character (4), Old Service Provider ID, Character (4)”, and the GDMO “Valid values are the Facilities Id (or OCN) of the service provider.”



The OCN in the GDMO is the same OCN as defined by OBF (http://www.atis.org/pub/clc/niif/nrri/issue177/MACompany%20Code.doc):



“Company Code/Operating Company Number (OCN) - A unique four-character alphanumeric code assigned by NECA that identifies a telecommunications service provider, as outlined in the ANSI T1.251 standard, Identification of Telecommunications Service Provider Codes for the North American Telecommunications System.  The code set is used in mechanized systems and documents throughout the industry to facilitate the exchange of information.  Company Codes assigned by NECA are referred to as OCNs in Telcordia’s BIRRDs system.  NANPA requires a carrier’s Company Code in order to obtain numbering resources.  The FCC requires a carrier’s Company Code on FCC Form 502, the North American Numbering Plan Numbering Resource Utilization/Forecast Report.”


This change order will correct the ASN.1 definition to match the current implementation.






			


			ASN.1


			Func Backwards Compatible:  YES



Current ASN.1 definition:



ServiceProvId ::= GraphicString4



GraphicString4 ::= GraphicStringBase(SIZE(1..4))



New ASN.1 definition (new is bold):



ServiceProvId ::= GraphicFixedString4



GraphicFixedString4 ::= GraphicStringBase(SIZE(4))



Jan ’03 LNPAWG, approved, move to accepted category.


			Low


			TBD / TBD





			NANC 368


			NeuStar 10/18/02


			Outbound Flow Control



Business Need:


During the Oct ’02 LNPAWG meeting, a discussion took place surrounding outbound flow control, and the merits of changing the flow control of messages from the receiving end to the sending end.  The current implementation of flow control between the NPAC and SOA/LSMS systems is completely determined by the receiving end of the CMIP connection.  This approach works, but it allows the large buffers between the sender and the receiver to act as a queue when the receiver can’t keep up with the sender.  These buffers allow for, in some cases, hundreds of messages to be backed up between the sender and the receiver before the sender gets a congestion indication.  In some cases, the queue that builds up cannot be processed in 5 minutes, thereby causing departure times to expire and the association to be aborted.



Another negative impact of the current flow control approach is the lack of ability to correctly prioritize outbound messages.   In the LNP systems, the sender, not the OSI stack, manage the priority that is assigned to a message.  Once a large backlog of low priority messages is built up, any subsequent high priority message must wait for all those messages ahead of it in the queue.  If the sender carefully manages the outbound queue, then high priority messages won’t have to wait as long to be sent by the receiving system.



Refer to the Oct ’02 LNPAWG meeting minutes for a full recap of the discussion items regarding this topic.


			


			FRS, IIS


			Pure Backwards Compatible:  YES



By implementing Outbound Flow Control (OBFC) on the sender system, the various buffers in the OSI stack would not fill up as done currently.  It would be the sender’s responsibility to detect that (n) number of messages have been sent without receiving a response.  In this case, the sender should stop sending until the number of non-responsive messages drops below a threshold (t).  If implemented on both ends (NPAC and SP), outbound flow control would prevent congestion because neither side would fill the buffers between the 2 systems.



Oct ’02 LNPAWG, OBFC could be implemented at the NPAC without impacting SP systems.  SPs are not required to implement this concurrently with NPAC.



Nov ‘02 LNPAWG, OBFC would be set up for every connection to the NPAC.  Message processing speed and message prioritization for each SP is independent of other SPs (just like today, where one slow SP doesn't mean others are directly affected), regardless of each SP's setting.  Move to accepted.  Start working on detailed requirements.



Feb ’03 APT, need to consider how the implementation of OBFC would affect SLRs 2, 3, 4, and 5.



Feb ‘04 – Refer to the Architecture Planning Team’s working document for the latest information on this change order.


			TBD


			TBD / TBD





			NANC 375


			Verizon



11/27/02 (updated 12/31/03)


			Limiting Ability to Remove Conflict Status with Certain Cause Code Values



Business Need:


Customers have been taken out of service inadvertently due to the New Service Provider continuing with a port that had been placed into Conflict by the Old Service Provider after the 6 hour timer had expired, instead of investigating why the port was placed into Conflict.



When the Old Service Provider receives a SOA notification from NPAC that another service provider has issued a CREATE message to NPAC in order to schedule a port-in of the Old Service Provider’s customer, the Old Service Provider should check to see that a matching Local Service Request (LSR) has been received from that service provider regarding that specific TN.  If no matching LSR is found, the Old Service Provider may place the port into Conflict status with a Cause Value set to “LSR Not Received” (Cause Value 50).  In some instances, the New Service Provider is waiting for the 6 hour Conflict Resolution New Service Provider Restriction Tunable Parameter timer to expire, and is proceeding with porting the number.  This has led to a number of customers being inadvertently ported and taken out of service from a terminating call perspective because the wrong TN was entered in the original CREATE message sent by the New Service Provider to NPAC.



(continued)


			TBD


			FRS, IIS, GDMO


			Func Backwards Compatible:  NO



Description of Change:


The current Cause Values indicating why the Old Service Provider has placed a port into Conflict are as follows:



50 – LSR/WPR Not Received



51 – Initial Confirming FOC/WPRR Not Issued



52 - Due Date Mismatch



53 - Vacant Number Port



54 – General Conflict



This Change Order proposes that the LNPA revisit the philosophy that led to enabling the New Service Provider to remove a Subscription Version from Conflict status after a specified period of time without first resolving the original conflict with the Old Service Provider.  NPAC requirements and functionality should be modified such that only the Old Service Provider is able to remove Conflict status and move a Subscription Version to Pending status when the Conflict Cause Value is set to 50, which signifies that the Old Service Provider has not received a matching Local Service Request (LSR) or Wireless Porting Request (WPR) for the telephone number received in the New Service Provider CREATE notification from NPAC, or when the Conflict Cause Value is set to 51 (Firm Order Confirmation Not Issued).



(continued)


			TBD


			TBD / N/A





			NANC 375 (con’t)


			This proposed Change Order, as did PIM 22 accepted by the LNPA, seeks to prevent instances where customers are taken out of service inadvertently after the New Service Provider continues with a port that had been placed into Conflict by the Old Service Provider.  In these cases, the port was placed into Conflict Status by the Old Service Provider because of indications that the New Service Provider may possibly be porting the wrong TNs.


			Subscription Versions should only be placed into Conflict with a Cause Value set to 50 when the Old Service Provider cannot match an LSR or WPR with the New Service Provider CREATE notification and is reasonably confident that the wrong number is about to be ported.  Also, Subscription Versions should only be placed into Conflict with a Cause Value set to 51 when the Old Service Provider has a legitimate reason for withholding the Firm Order Confirmation.  A Cause Value of 50 or 51 should not be used in lieu of any other appropriate Conflict Cause Value in order to inappropriately prevent the New Service Provider’s ability to remove Conflict status.









			NANC 383


			LNPA WG Archcture Planning Team



5/6/03


			Separate SOA channel for notifications



Business Need:


(somewhat related to the existing ILL 5 and NANC 353 change orders).



This change order will separate out notifications with other messages, such that a separate channel will be established for SOA notifications versus all other SOA messages.  This performance related change order allows additional throughput on both channels.


			Medium Low


			FRS, IIS


			Func Backwards Compatible:  YES



In order to separate out SOA notifications from all other SOA messages, additional processing logic will need to be developed.



Feb ‘04 – Refer to the Architecture Planning Team’s working document for the latest information on this change order.


			Med


			TBD / TBD





			NANC 385


			LNPA WG 



7/10/03


			Timer Calculation – Maintenance Window Timer Behavior



Business Need:


NPAC Timers.  As defined in the FRS, concurrence windows/timers are generated at the time an activity occurs in the NPAC that requires the use of a window/timer.  Specifically, the future expiration time is calculated and stored, based on the NPAC settings, at the time of the activity.  These windows/timers will then expire based on the pre-calculated date/time.  Therefore, a timer is not a meter that “runs” only during the Business Day intervals, but rather is a calculation in GMT of the timer's expiration date/time.



Currently, there are no FRS requirements that address timers and NPAC Maintenance Window time periods.  An operational issue can arise when an NPAC Maintenance Window time period overlaps with normal business operating hours.



This change order proposes an update to the NPAC so that NPAC Maintenance Window time periods will be factored in when calculating timer expiration date/time (i.e., excluding that period of time from the calculation).  This will alleviate the problem where timers expire during the NPAC Maintenance Window time period.


			TBD


			FRS, GDMO


			Func Backwards Compatible:  YES



The Timer Expiration Calculation will be modified such that a time period designated as an NPAC Maintenance Window that falls within normal business operating hours will NOT “use up” any hours, when calculating the expiration of a timer.  Effectively, the NPAC Maintenance Window time period will be treated the same way as Holidays are currently treated in the NPAC (i.e., excluded from the timer expiration calculation).



This will require entry of Maintenance Window information in the OpGUI by NPAC Personnel (same as Holidays are currently done).



Additionally, a discussion item needs to occur regarding the possible inclusion of Service Provider profile settings to support this new feature.


			Med


			N/A  / N/A





			NANC 385 (con’t)


			


			(continued)



Aug ’03 LNPAWG, discussion:


Sprint PCS offered the following:



1.) following up on the Jul ’03 mtg comment about SPID profile toggles, after internal discussions it was deemed to be unnecessary to have SPID toggles.



2.) this functionality was no longer high priority, since it was agreed to shorten the extended Sunday Service Provider Maintenance Window to 8 hours, assuming NPAC stays within the 8 hours for maintenance.


3.) current concern is that NANC 323 migrations may push maintenance windows beyond the 8 hours.


4.) this functionality would have to be in place before agreeing to move the extended maintenance window back to 11 hours.


Feb ‘04 – Refer to the Architecture Planning Team’s working document for the latest information on this change order.


			


			


			


			


			





			NANC 386


			NeuStar



7/24/03


			Single Association for SOA/LSMS



Business Need:


Currently, the FRS does NOT address the number of concurrent connections to the NPAC using the same CMIP association function and specific bit mask value.  There are no requirements to either support or deny this functionality.



Because change order ILL-5 was proposed during the initial implementation of the NPAC, the NPAC partially supports multiple associations.  This partial implementation can allow a situation where there are one or more non-functional CMIP associations between a SOA/LSMS and the NPAC.  This situation causes an unnecessary consumption of NPAC resources (and possibly SOA/LSMS resources as well).



This change order will remedy this situation (close the hole) by only allowing a single CMIP association between a SOA/LSMS and the NPAC, for any given association function and specific bit mask value.



Aug ’03 LNPAWG, discussion:


This Change Order would only allow a single association for each SOA/LSMS.  NPAC would abort the existing association if a new request came in to establish a second association.  If implemented, and if we want ILL-5 down the road, we would have to back this functionality out.  Tekelec supports this Change Order but would want it fully tested because it is a behavioral change.  BellSouth stated they are concerned that this would preclude multiple associations as a means of addressing interface performance.  There was agreement to work the requirements for this Change Order.  If the next release package contains a need for multiple associations, then NANC 386 would not be implemented.  If no need for multiple associations, we could possibly implement NANC 386 in the next package.


			TBD


			FRS, IIS, GDMO


			Func Backwards Compatible:  YES



The association management function within the NPAC will be modified to allow a single CMIP association between a SOA/LSMS and the NPAC.  In the proposed update, if a valid association is active, and a new association request is sent from a SOA/LSMS to the NPAC, the NPAC will abort the first association, and process the request for the second association.


			TBD


			TBD / TBD





			NANC 388


			Nextel



9/17/03


			Un-do a “Cancel Pending” SV



Business Need:


Currently there are no requirements in the NPAC that allow a Subscription Version (SV) to be manually changed from “Cancel Pending” status to “Pending” status.  Without any “un-do” functionality, both Service Providers (SPs) must wait for the Cancellation-Initial Concurrence Window and the Cancellation-Final Concurrence Window to expire (nine hours each), let the SV go to Conflict, and then resolve the Conflict or wait for the Conflict Restriction timer (six hours) to expire in order for it to return to “Pending” (when the Cancel Request was initiated by the Old SP).  Alternatively, both SPs could send in cancel requests to the NPAC, at which point the SV would immediately go to “Canceled”, then they could initiate the porting process again.



The current NPAC functionality for a concurred port (where both SPs have sent in Create Requests and the SV is in “Pending” status), then one of the two SPs has sent in a Cancel Request (SV is now in “Cancel Pending” status) is as follows:



1. The New SP initiates the Cancel.  The Old SP concurs with the Cancellation-Initial or the Cancellation-Final Concurrence Requests.  The status will be changed to “Canceled” upon receipt of the cancel concurrence.  Both SPs would have to re-initiate the porting process for this TN.



2. The New SP initiates the Cancel.  The Old SP does not concur with the Cancellation-Initial or the Cancellation-Final Concurrence Requests, the status will be changed to “Canceled” at the expiration of the Final Concurrence expiration.  Both SPs would have to re-initiate the porting process for this TN.


			TBD


			FRS, IIS, GDMO, ASN.1


			The recommendation is for a change to the NPAC functionality, such that an SP that sent up a Cancel Request in error, could “un-do” the request by sending a “retract cancel request” message to the NPAC.



This new message would allow the SV to change from a “Cancel Pending” status back to a “Pending” status.  The NPAC would verify that the SP sending the “retract cancel request” message to the NPAC is the same SP that initiated the Cancel Request (otherwise return an error).



There would not be any restriction on when this new message could be sent (i.e., during the 18 hour window that the SV is in Cancel Pending).



No backwards-compatibility flags needed.  The change in status (from Cancel Pending back to Pending) can be handled with the existing Status Attribute Value Change.  However, SPs should verify with their SOA vendors that an SAVC that is updating a Cancel Pending SV to a Pending SV will not be rejected.



In order to use this new functionality, an SP would need to implement a change in their SOA.


			TBD


			TBD / TBD





			NANC 388 (con’t)


			3. The Old SP initiates the Cancel.  The New SP concurs with the Cancellation-Initial or the Cancellation-Final Concurrence Requests.  The status will be changed to “Canceled” upon receipt of the cancel concurrence.  Both SPs would have to re-initiate the porting process for this TN.



4. The Old SP initiates the Cancel.  The New SP does not concur with the Cancellation-Initial or the Cancellation-Final Concurrence Requests, the status will be changed to “Conflict” at the expiration of the Final Concurrence expiration.  The Old SP and New SP must then resolve the conflict, or wait for the Conflict Restriction Window to expire (six hours) for the SV to be eligible to be changed back to “Pending” by the New SP.



In case #4, the porting process could continue after the expiration of the Cancellation Concurrence timers (18 hours), and either the resolution of the conflict (0-6 hours) or waiting for the Conflict timer to expire (6 hours).



Nov ’03 LNPAWG, discussion:


Explained the current functionality, and provided an overview of the desired change.  Vendor action item will be in the LNPAWG action items list.  We will also investigate and discuss the question on the status change after a second cancel request from the Old SP.



Feb ‘04 – Refer to the Architecture Planning Team’s working document for the latest information on this change order.


			





			NANC 392


			Arch Planning Team



3/11/04


			Removal of Cloned Copies of SVs and NPBs



Business Need:


Currently, the FRS requires the NPAC to create cloned copies of SVs and NPBs (a pre-change snapshot, with a new ID and status = old) when various updates are performed (modifies, NPA Splits, SPID Migrations, etc.).  This is in addition to updating the data on the “real” SV/NPB.  These cloned copies are never broadcast to the SOA or LSMS, so neither system knows about these SVs/NPBs.



As an example, a TN is ported, and is assigned SV-ID 100.  That number is part of an NPA Split, a cloned copy is created (SV-ID 110 status = old), and SV-ID 100 is updated with the current NPA Split info.  The number has a GTT data change, a cloned copy is created (SV-ID 120 status = old), and SV-ID 100 is updated with the new GTT info.  The number has another GTT data change, a cloned copy is created (SV-ID 130 status = old), and SV-ID 100 is updated with the new GTT info.  The number is then ported to another SP, and a new known/broadcasted SV is created (SV-ID 200).



When discussed during the Mar ’04 APT meeting, some Service Providers stated that the current functionality is confusing because of the cloned copies, which are returned in a query, since the SOA or LSMS does not know about these ported numbers and their associated “intermediate” SV-IDs.



This change order will remedy this situation by eliminating the “intermediate” records (110, 120, 130).  The known/broadcasted records (100, 200, 300) will remain in the NPAC, based on current functionality.


Based on current tunable values, these cloned copies are maintained for 180 days, and maintaining them utilizes a significant amount of NPAC processing.


			TBD


			FRS


			Func Backwards Compatible:  YES



The functionality for SV/NPB data within the NPAC will be modified to only update the known/broadcasted SV/NPB to reflect the current SV/NPB data.



In the proposed update, “intermediate” SVs/NPBs (i.e., pre-change snapshots which are the cloned copies) will no longer be maintained in the NPAC.


			N/A


			N/A / N/A





			NANC 393


			Arch Planning Team



5/6/04


			NPAC Updated Performance Requirements



Business Need:


The Architecture Planning Team has been evaluating performance numbers and performance requirements, based on porting projections published in the NFG.  These projections were used along with available actual volume (top 5 SOA participation percentages, peak/offpeak volume percentages, mix of activates/modifies/disconnects, busy hour/busy day, etc.), to obtain updated performance requirements for the NPAC SMS.



The current FRS performance requirements do not fully account for sustained and peak performance requirements.  This change order will provide NPAC SMS performance requirements to account for sustained, peak, and total bandwidth numbers.






			High


			FRS


			Func Backwards Compatible:  YES



The FRS performance requirements for the NPAC SMS will be updated based on numbers defined during the APT meetings.  The April 2004 minutes that capture the discussion are included below:



NPAC Forecasting Group (NFG) Traffic Model:  Total pooling and porting events projected for 2004 is 111 Million.  This is substantially lower.  Changes since the last version:



· Changed NFG WNP assumptions for subscriber data based upon CTIA data and analyst estimate.


· Changed wireless pooling forecast to 1.2M per month through end of 2004 from 800K based upon actuals from 2003.


· Changed churn rate from 50% to 35% per NFG recommendations.


· Changed % of churn requiring a port from 80% to 50%, which then ramps up by 10 percent per year (per NFG recommendation).


(continued)






			High


			N/A / N/A





			NANC 393 (con’t)


			


			(continued)



LSMS Throughput Sustained and Peak Requirements Discussion:  With the new Traffic Model assumptions, the projected LSMS throughput requirement reflected during the 4Q04 Busy Hour is now less than or equal to 1 message per second for each region.  However, it would be ill-advised to use 1 per second as the requirement because if all messages in the hour came in the first second, we would abort.  Using the West Coast projected data, which has the highest projection of 3479 messages in the Busy Hour, we would need to support 4 messages per second sustained to clear in 15 minutes to prevent aborting.  This equates to total bandwidth of 156 messages per second (30 LSMSs * 4.0 messages/second + 30 LSMSs * 1.2 messages per second (peak of 5.2).  The assumption still is one peak per hour.



SOA Throughput Sustained and Peak Requirements Discussion:  Previously, the group determine that the top 5 SOAs represented 67% of the total SOA messaging traffic.  The total bandwidth was calculated and multiplied by 67% to come up with a total bandwidth requirement for the top 5 SOAs.  This was then divided by 5 to derive a possible single SOA interface throughput requirement.  After reviewing this methodology, the group felt that dividing by 5 inappropriately spread the messaging traffic evenly among the top 5 SOAs.  A new methodology was discussed to project the sustained and peak rates for SOA interface throughput.  It was agreed to use the top SOA % participation (40% from the Mid-Atlantic Region), and the top SOA message traffic in the Busy Hour (19,326 from the Northeast Region) and plug this into the 4Q04 Summary spreadsheet for the Northeast Region.  This resulted in a sustained rate projection of 4.3 messages per second (updated to 4.0 mps during the May ’04 meeting).  Next, using 100% participation in the Northeast Region, the total NPAC bandwidth requirement was 10.7 messages per second (updated to 40.0 mps during the May ’04 meeting).  This was also determined to be the projected peak rate if a single SOA were to use 100% of the total NPAC bandwidth in a given period of time.









			NANC 394


			LNPA WG



6/16/04


			Consistent Behavior of Five-Day Waiting Period Between NPA-NXX-X Creation and Number Pool Block Activation, and Subscription Version Creation and its Activation


Business Need:


As specified in the PIM 38 problem statement, “The current NPA-NXX-X object (1K Pool Block) tunable of five(5) business days between the Create and Activate is too long and acts as a constraint against service providers.”



Many service providers use the 1K Pool Block methodology (in addition to Number Pooling Activities) to accomplish Network Re-Home and Acquisition activities.  Between the NPA-NXX-X (1K Pool Block) Object Creation date and the Block Activation date there is a mandatory five business day tunable period.  During this time, service providers cannot conduct SV activity until the NPA-NXX-X is both created and activated at the NPAC.  Any activity will result in error transactions or “SOA NOT AUTHORIZED” 7502.  The five business day waiting period allows for increased errors as service providers are unable to conduct activities for pending NPA-NXX-X objects.



Currently, the FRS does not require the NPAC to enforce a five business day delay for conventional ports (inter or intra).  However, the FRS does require the NPAC to enforce the waiting period for all Number Pool Blocks (NPBs).  Since the reason for the interval is to allow time to provision a switch trigger, consistent behavior is desired.



(continued)






			TBD


			FRS, IIS, GDMO


			Func Backwards Compatible:  YES



The functionality for both SV and NPB data within the NPAC will be modified to enforce the waiting period minimum (NPA-NXX-X Holder Effective Date Window tunable parameter, defaulted to five business days) only when a first port notification for the corresponding NPA-NXX has NOT previously broadcast.



In the proposed update, once a first port notification for an NPA-NXX has been broadcast, the NPA-NXX-X Holder Effective Date Window tunable parameter will not apply for subsequent NPB creates/activates, and will therefore allow NPA-NXX-X Creation to be followed by an immediate NPB Activation.



Additionally, for SV data, the addition of the waiting period minimum will provide a restriction that is currently not in the NPAC.  Once a first port notification for an NPA-NXX has been broadcast, the minimum restriction window will not apply for subsequent SV creates/activates.



Appropriate changes will also be made for modifications.






			Med


			TBD / N/A





			NANC 394 (con’t)


			(continued)



This change order will assist in resolving most of this problem.  Since almost all of these NPBs, have already had some porting activity and therefore a first port notification has previously been broadcast, the five day waiting period is not necessary.  This change order would require the NPA-NXX-X Holder Effective Date Window tunable parameter to be applied in situations only where the first port notification for the corresponding NPA-NXX had not previously been broadcast.



Additionally, this change order would add consistency by requiring the five day waiting period to be applied to SVs (inter or intra) in situations where the first port notification for the corresponding NPA-NXX had not previously been broadcast.






			





			


			


			


			


			


			


			


			








Cancel – Pending Change Orders



			Cancel - Pending Change Orders





			Chg Order #


			Orig. / Date


			Description


			Priority


			Category


			Proposed Resolution


			Level of Effort





			


			


			


			


			


			


			NPAC


			SOA LSMS





			


			


			


			


			


			


			


			





			


			


			


			


			


			


			


			





			


			


			


			


			


			


			


			








Current Release Change Orders



			Current Release Change Orders





			Chg Order #


			Orig. / Date


			Description


			Priority


			Category


			Proposed Resolution


			Level of Effort





			


			


			


			


			


			


			NPAC


			SOA LSMS





			


			


			See Implemented List for details on Release 3.2.






			


			


			


			


			








Summary of Change Orders



			Release # / Target Date


			Change Orders


			Backwards Compatible





			Open


			NANC 147 – Version ID Rollover Strategy



NANC 340 – Doc Only Change Order for IIS: Update Appendix A



NANC 349 – Batch File Processing


NANC 353 – Round-Robin Broadcasts Across SOA and LSMS Associations with separate SOA channel for



                       notifications (son of ILL 5)


NANC 362 – Vendor Metrics


NANC 372 – SOA/LSMS Interface Protocol Alternatives


NANC 384 – NPAC Change Order Effectiveness Metrics


NANC 389 – Production Equivalent Test-Bed


NANC 396 –NPAC Filter Management – NPA-NXX Filters



NANC 397 – Large Volume Port Transactions and SOA Throughput



NANC 398 – WSMSC data discrepancy situation with NANC 323 Migration



NANC 399 – SV Type and Alternative SPID Fields



NANC 400 – URI Fields



NANC 401 – Separate LSMS Association for OptionalData Fields



NANC 402 – Validate Code Owner (SPID) Before Opening Code



NANC 403 – Doc Only Change Order:  Recovery Messages only sent during Recovery






			





			Accepted


			ILL 5 – Round-Robin Broadcast Across LSMS Associations



NANC 193 – TN Processing During NPAC SMS NPA Split Processing



NANC 200 – Notification of NPA Splits



NANC 219 – NPAC Monitoring of SOA/LSMS Associations



NANC 232 – Web Site for First Port Notifications



NANC 355 – Modification of NPA-NXX Effective Date (son of ILL 77)


NANC 363 – Lockheed-to-NeuStar private enterprise number


NANC 382 – “Port-Protection” System


NANC 390 – New Interface Confirmation Messages SOA/LSMS – to - NPAC


ion Version Creation and its Activation





			





			Next Documentation Release






			NANC 359 – Doc Only Change Order for SPID and Billing ID: Change definition for SPID and Billing ID


NANC 360 – Doc Only Change Order for Recovery: Maximum TN Recovery Tunable


NANC 361 – Doc Only Change Order for GDMO: Range Version of Object Creation Notification


NANC 364 – Doc Only Change Order for ASN.1: Create Action comment


NANC 365 – Doc Only Change Order for IIS/GDMO: SV Query and PTO discrepancies between the two



                      documents


NANC 371 – Documentation Only – Audit Behavior


NANC 373 – Doc Only Change Order: Conflict AVC


NANC 374 – Doc Only Change Order: PTO LISP


NANC 376 – Doc Only Change Order: Modify Active with Failed List


NANC 377 – Doc Only Change Order: Missing IIS Flow for 2nd Create by Old SP with Auth=FALSE


NANC 378 – Doc Only Change Order: Missing IIS Flow for cancellation of a disconnect-pending SV


NANC 387 – Doc Only Change Order: IIS Updates


NANC 391 – Doc Only Change Order: FRS Updates





			





			Next (R3.3) Release


			ILL 130 – Application Level Errors 



NANC 138 – Definition of Cause Code Values-REVISITED



NANC 151 – TN and Number Pool Block Addition to Notifications



NANC 227 – 10-digit TN Filters (previously know as:  “Ability to Modify/Delete of Partial Failure SV”)



NANC 254 – NPAC Requirements – Subsequent Ports of Active SV with a Failed SP List



NANC 285 – SOA Requested Subscription Version Query Max Size



NANC 299 – NPAC Monitoring of SOA and LSMS Associations via Heartbeat



NANC 300 – 7 Digit Block Filters for Number Pooling



NANC 321 – NPAC Edit of Service Provider Network Data – NPA-NXX Data



NANC 343 – Doc Only Change Order for IIS: Exhibit 12 of IIS section 4.2.2 does not reflect all filtering



                      operations currently supported by the  NPAC SMS.



NANC 346 – GDMO Change to Number Pool Block Data Managed Object Class (Section 29.0)



NANC 347/350 – CMIP Interface Enhancements – abort behavior


NANC 348 – Bulk Data Download File for Notifications


NANC 351 – Recovery Enhancements – “Send me what I missed” recovery message


NANC 352 – Recovery Enhancements – recovery of SPID (customer data)


NANC 357 – Unique Identifiers for wireline versus wireless carriers (long term solution)


NANC 358 – Change for ASN.1: Change SPID definition


NANC 368 – Outbound Flow Control


NANC 375 –Limiting Ability to Remove Conflict Status with Certain Cause Code Values


NANC 383 – Separate SOA channel for notifications (subset of NANC 353)


NANC 385 – Timer Calculation – Maintenance Window Timer Behavior


NANC 386 – Single Association for SOA/LSMS


NANC 388 – Un-do a “Cancel Pending” SV


NANC 392 – Removal of Cloned Copies of SVs and NPBs


NANC 393 – NPAC Updated Performance Requirements


NANC 394 – Consistent Behavior of Five-Day Waiting Period Between NPA-NXX-X Creation and



                       Number Pool Block Activation, and Subscription Version Creation and its Activation





			





			Cancel-Pending


			


			





			Current Release


			See Implemented List for details on R3.2






			








� It is appropriate to prevent the creation of a pooled block if any non-ported number in the block is “port-protected” since to allow the block’s creation would result in an inadvertent port of these numbers if the block eventually is assigned to another switch.  But the intra-SP porting activity required before creating a contaminated block must be allowed to occur without requiring end-users to temporarily lift the port restrictions on their numbers.  It therefore appears that an exception to the port protection validation is required, to allow a protected number to be intra-SP ported even if the number is “Port Protected.”  Without network data that is unavailable to NPAC today, the NPAC could not reliably determine whether an intra-SP port maintains the telephone number’s association with the same switch from which the number was served before the intra-SP port occurred.  A reasonable compromise appears to suppress the “Port-Protect” check when validating intra-SP ports rather than develop an elaborate validation process to address this scenario more completely.




� A modify of an active SV’s or block’s LRN can result in the move of a telephone number to a different switch and thus could result in an inadvertent port.  NeuStar is not proposing the “Port Protect” validation be applied to Modify actions because of the complexity of such validation.




� The validation of intra-SP ports occurs only if the involved SP has indicated in its NPAC SMS profile that this validation is desired.




� It is appropriate to prevent the creation of a pooled block if any non-ported number in the block is on the Port Protection list, since to allow the block’s creation would result in an inadvertent port of these numbers when (if) the block eventually is assigned to another switch.  But the intra-SP porting activity, necessary before creating a contaminated block, is allowed to occur without requiring that the port restrictions be lifted from TNs in the block.  This exception to the Port Protection validation is provided in order to allow a TN to be intra-SP ported even if the TN is on the Port Protection list.  The option to include intra-SP ports in the Port Protection validation process is provided at the individual LSP’s request.




� A modify of the LRN in an active SV or block record also can result in the move of a telephone number to a different switch and thus could result in an inadvertent port.  However, NeuStar is not proposing the Port Protection validation be applied to Modify actions because of the complexity of such a validation.
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APRIL 2005 LNPA ACTION ITEMS ASSIGNED:


NOTE:  THE ACTION ITEM NUMBERING SCHEME IS AS FOLLOWS:


· FIRST TWO DIGITS DESIGNATE THE MONTH OF THE LNPA MEETING


· SECOND TWO DIGITS DESIGNATE THE YEAR OF THE LNPA MEETING


· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER


NEUSTAR ACTION ITEMS:


0405-01:  Regarding the attached NANC Change Order 401, which describes the


 
following two options:


1. The NPAC would broadcast all data to association-2, and the LSMS would decide whether or not to store the data.


2. The NPAC would use a new NPB object and new SV object to transmit data between the NPAC and association2.  This will be used for porting data for the NPB/SV OptionalData fields.

NeuStar is to develop detailed requirements for support of both options in NANC 401.
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JEFF ADRIAN (SPRINT) ACTION ITEMS:

0405-02:  Related to Action Item 0405-03, Jeff Adrian, Sprint, will research additional 


 
sources for identifying carriers that qualify for the Intermodal Stay List.


NOTE:  Subsequent to the April LNPA meeting, Jeff Adrian reported that the FCC does not maintain such a list, and that all other known sources to obtain such a list have been exhausted.  This Action Item is Closed. 

SARA HOOKER (VERIZON WIRELESS) ACTION ITEMS:

0405-03:  Sara Hooker, Verizon Wireless, will send to Gary Sacra, LNPA Co-Chair, the 


current Intermodal Stay List, which addresses the porting intentions of those carriers identifying themselves as impacted by the U.S Court of Appeals’ stay on the future enforcement of the FCC’s intermodal porting order against carriers that are deemed “small entities,” until the FCC prepares and publishes a final regulatory flexibility analysis.  Sara will also send any further updates to Gary Sacra.  See related Action Items 0405-02, 0405-05, and 0405-08.


NOTE:  This Action Item has been completed and is Closed.  See attached.
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PAULA JORDAN (T-MOBILE AND LNPA CO-CHAIR) ACTION ITEMS:

0405-04:  Regarding the attached PIM 24, Paula Jordan, LNPA Co-Chair, will obtain a 


 
status of PA Change Order 26.
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NOTE:  Subsequent to the April LNPA meeting, this Action Item was completed and is Closed.  The NOWG has requested the PA to submit a Change Order for a one time scrub of all blocks in the pool, which the PA agreed to do. 

MAGGIE LEE (VERISIGN) ACTION ITEMS:


0405-05:  Related to Action Item 0405-03, Maggie Lee, VeriSign, will solicit input from 


OPASTCO and USTA on requesting their members to identify if they qualify for the Intermodal Stay List and if they will opt out of porting.


ADAM NEWMAN (TELCORDIA AND INC VICE-CHAIR) ACTION ITEMS:

0405-06:  With regard to the issue of individual ported SVs having the same LRN as the 


pooled block in which the individual SVs are contained, Adam Newman, INC Vice-Chair, will propose text addressing this scenario for the Thousand Block Pooling Administration Guidelines (TBPAG) for review at the May LNPA meeting.


SUSAN ORTEGA (NEXTEL) ACTION ITEMS:


0405-07:  Regarding the attached PIM 51, Susan Ortega, Nextel, will check internally to 


 
determine the current frequency of this issue experienced by Nextel and report 


 
back to the LNPA.
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GARY SACRA (VERIZON AND LNPA CO-CHAIR) ACTION ITEMS:


0405-08:  Related to Action Item 0405-03, Gary Sacra, LNPA Co-Chair, will upload the 


current Intermodal Stay List to the LNPA website and inform the LNPA members where the document will reside.


NOTE:  This Action Item has been completed and is Closed.

0405-09:  Regarding the attached LNPA Position Paper on the use of consumer Social 


Security Numbers (SSNs) on the LSR/WPR, Gary Sacra, LNPA Co-Chair, will add the issue and LNPA position to the LNPA NP Best Practices document, and forward the Position Paper to NANC with a request for NANC’s endorsement to be forwarded to the FCC.  This issue will be included in the May NANC Report.
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ROB SMITH (SYNIVERSE) ACTION ITEMS:


0405-10:  Regarding the attached PIM 49, Rob Smith, Syniverse, stated that Type 1 data 


has been collected from Wireless Service Providers and a fix addressing PIM 49 is scheduled for their next inter-modal porting software release.  Rob will verify that the software also addresses flagging Type 1 pager numbers.
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LNPA WORKING GROUP MEMBERS ACTION ITEMS:


0405-11:  LNPA Working Group Members are to come to the May LNPA meeting 


prepared to discuss suggested limiting factors (SVs or LRNs) for SPID Migrations and a suggested maximum number for each that would be accommodated in a SPID migration weekend (suggested maximums should be the combined total for all regions for the entire maintenance window).


0405-12:  Due to concerns raised by some members at the April LNPA meeting with 


regard to the testing intervals and production load dates in the current (attached) NPAC Release 3.3 project plan, LNPA Working Group Members are to review the milestone dates, especially in the areas of testing and production loads, and provide any feedback/suggested changes at the May LNPA meeting.
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SERVICE PROVIDER ACTION ITEMS:

0405-13:  Service Providers are to review the attached INC Issue 462 and attached Qwest 


contribution proposing text changes internally with their respective INC representatives, if applicable, and Regulatory/Legal, and come prepared to the May LNPA meeting to propose any modifications and to determine if the LNPA will send a contribution to INC.
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0405-14:  Service Providers are to review internally the attached revised Qwest 


contribution regarding Letters of Authorization (LOAs) and come to the May LNPA meeting prepared to determine if we will place the position statement in the LNPA NP Best Practices document.
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0405-15:  Regarding the recent FCC decision on porting when DSL is present on the 


customer’s line, Service Providers are to investigate the recent decision and come prepared to the May LNPA meeting to report on any resultant changes to their porting process, especially in the area of numbers associated with DSL.  


0405-16:  Regarding the upcoming NPAC Application Server Technology Migrations, 


Service Providers are to verify with their network teams that all necessary firewall changes have been performed.


SOA VENDOR ACTION ITEMS:

0405-17:  A discrepancy in the estimated SOA level of effort was identified between 


NANC Change Orders 227/254 (N/A) and NANC Change Order 300 (med-low).  SOA Vendors are to review these Change Orders relative to their systems and determine the appropriate level of effort.


WIRELINE SERVICE PROVIDER ACTION ITEMS:


0405-18:  Regarding the attached PIM 50, Wireline Service Providers are to investigate 


internally any potential ways relevant CSR information can be provided in an automated manner, when the CSR is deemed too large.
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ACTION ITEMS REMAINING OPEN FROM PREVIOUS LNPA MEETINGS:

0904-09:  Related to PIMs 32 and 34, Rob Smith, will contact wireline carriers’ Change 


Management contacts to determine if their respective Customer Service Record (CSR) reject messages can be modified to indicate that a reseller or Type 1 number is involved in the port request.
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April meeting update:  Item is still in progress and remains Open.


1204-21:  Regarding the attached PIM 34, Wireless Service Providers are to furnish their 


Type 1 provider name and billing address (if needed), their Type 1 Account TNs (ATNs or Billing TNs [BTNs]), the underlying Type 1 end user working TNs, and any additional necessary LSR information based on discussions between the Type 1 provider and their underlying wireline network provider, to their respective Clearinghouse Vendor.  Wireless Providers are to also indicate which Type 1 numbers are pagers so they will not be inadvertently ported.  It should be noted that this in no way circumvents any other solutions that are being developed between carriers to prevent the inadvertent porting of pager numbers.  Clearinghouse Vendors will use this information to identify a number to be ported as a Type 1 number and to complete the LSR.
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April meeting update:  Item remains Open.


0205-04:  Related to Action Item 0205-15, NeuStar is to see if the NPAC Help Desk can 


determine the number of reports of codes opened by the wrong provider.  NeuStar will provide a readout at the April 2005 LNPA meeting.


April meeting update:  Item remains Open.  NeuStar will continue to collect data at the Help Desk and during SPID migrations.

0205-19:  Regarding the attached PIM 50, Wireline Service Providers are to send 


information describing how they handle the described issue to Rob Smith, Syniverse (robert.smith@syniverse.com).
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April meeting update:  Item remains Open.


0305-01:  NeuStar is to review applicable NPAC User M&Ps to ensure that they 


 
recognize and address the existence of delta BDDs, where appropriate.



April meeting update:  Item is ongoing and remains Open.
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy): 02/27/2004



Company(s) Submitting Issue: TSI



Contact(s):  Name: Rob Smith 



         Contact Number: 813-273-3319   




         Email Address: rsmith@tsiconnections.com 



(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



Wireless carriers are not receiving customer service records (CSRs) from all wire line network service providers when porting ‘Type 1’ numbers from other wireless service providers who are leasing the number.  Wireless port requests do not contain the needed information to complete a wire line local service request (LSR).  The CSR is required to complete the LSR and the port.


2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A. Examples & Impacts of Problem/Issue: 



The current NANC flows suggest that when a number is ‘Type 1’, the port request should be issued to the network service provider rather then the billing service provider.



Developing a local service request (LSR) from a wireless port request (WPR) requires a customer service record (CSR) provided by the old network service provider (OSP).  When the OSP is leasing the number from a wire line network service provider as a ‘Type 1’ number, the CSR is not always provided by the wire line network service provider and there is not enough information to complete the LSR.  



About half of the larger wire line carriers do provide the CSR on ‘Type 1’ numbers and the ports occur without incident.  The others wire line carriers simply reject the CSR request because it is not their customer and the port fails and is nearly impossible to resolve.


B. Frequency of Occurrence:



Multiple time a day.



C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     



 West Coast___  ALL_x_



D. Rationale why existing process is deficient: 



For old network service providers that do not provide CSRs, the ports fail.



E. Identify action taken in other committees / forums: 



No other action has been taken by other groups.



F. Any other descriptive items: __



__________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution: 



Wire line network service providers should provide the customer service record on ‘Type 1’ ports.  The response message to the CSR query should include a statement that the number being ported is a ‘Type 1’ number.



LNPA WG: (only)



Item Number: 0032




Issue Resolution Referred to: _________________________________________________________


Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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New Change Orders – Working Copy






Origination Date:  01/13/05



Originator:  VeriSign



Change Order Number:  NANC 401



Description:  Separate LSMS Association for OptionalData Fields



Cumulative SP Priority, Weighted Average:  N/A



Functionally Backwards Compatible:  Yes


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			Y


			Y


			Y








Redlines listed in this document based on discussion during the Feb and Mar ’05 LNPAWG meetings.



Business Need:



During the discussion of NANC 399 and NANC 400 (SV Type and OptionalData Fields) at the January 2005 LNPAWG meeting, a concern was raised that provisioning of this new optional data was an issue.  It was stated that it could be handled in two different ways:



· LSMS – Use the current mechanism whereby the NPAC broadcasts porting information to the LSMS, and the LSMS determines which downstream system needs to provision this information.  


· NPAC – Use a new mechanism whereby the NPAC allows separate LSMS associations that are divided between their respective downstream systems that will provision this information.  The current mechanism will still be maintained for backwards compatibility.  The separate associations will be accomplished by using separate/different SPID values.  Potentially, two new Managed Objects will be added to accommodate the new optional data (one for SV, one for NPB).  For example, SP1 uses assocation1 for information pertaining to ports in the circuit-switched network, and association2 for ports in the IP network.  The NPAC would broadcast data to association1, association2, or both association1 and association2, depending on the SV Type.  For SP2 that continues to use the current mechanism, the NPAC would continue to broadcast all SV data on their single LSMS association.



By providing this new mechanism, the NPAC provides flexibility for Service Providers to implement a provisioning function of ported SV data that supports both traditional circuit-switched networks and the new IP networks.



Description of Change:



This change order would modify the NPAC to support a separate LSMS association, using a different SPID, for the data in the NPB/SV OptionalData fields.  The NPAC would manage the distribution of LSMS broadcasts such that LSMSs that support this new optional data feature would have NPB/SV porting data broadcast down the appropriate LSMS association, and LSMSs that use the current mechanism would continue to have all NPB/SV porting data broadcast down their single LSMS association.


Two options were discussed, regarding the filtering of the downloads to the 2nd LSMS association:



1. The NPAC would broadcast all data to association-2, and the LSMS would decide whether or not to store the data.


a. This functionality would be supported under NANC 399/NANC 400.



b. NPAC audits may need a change.



i. If LSMS stores all data, no NPAC change required.



ii. If LSMS only stores OptionalData, and does not support audits, no NPAC change required.



iii. If LSMS only stores OptionalData, and wants to support audits, then NPAC would need to ignore their discrepancy for conventional port data.



c. NPAC functionality for modify-active, mass update, and disconnect, no NPAC change required.


2. The NPAC would use a new NPB object and new SV object to transmit data between the NPAC and association2.  This will be used for porting data for the NPB/SV OptionalData fields.


a. Two new objects required to support this functionality.



b. NPAC audits will need a change.



i. NPAC must audit based on type of association.



ii. NPAC must handle discrepant data for data that the LSMS is not supporting, and therefore, not consider it discrepant.



c. NPAC functionality for modify-active, mass update, and disconnect, will need a change.  Must send the correct object to the applicable LSMS.


Major points/processing flow/high-level requirements:



1. The NPAC broadcasts NPB/SV porting data to all LSMSs, which in turn provision elements in their respective Service Provider’s networks.  In order to accommodate NPB/SV OptionalData fields introduced by NANC 399 and NANC 400, Service Providers may institute separate provisioning flows.  Individual Service Providers may decide to implement these separate flows through the use of separate LSMS associations with the NPAC.


a. Conventional NPB/SV porting data would continue to be broadcast on the current LSMS association.


b. In order to meet some Service Provider’s provision needs, an LSMS will be allowed to establish a dedicated LSMS association for data associated with NPB/SV OptionalData fields.  This will be accomplished by using a different SPID than the one used for conventional porting data (1a above).  There are two options for receiving the OptionalData fields.


i. The data for this second association will use existing objects (SV object which will include subscription OptionalData fields, NPB object which will include pooled block OptionalData fields).


ii. The data for this second association will use new objects (SVOptionalData object for subscription OptionalData fields, NPBOptionalData object for pooled block OptionalData fields).


2. A new SP specific tunable, Channel for LSMS Unbundled Enhancement (CLUE), will indicate whether or not an LSMS ONLY supports receiving the new OptionalData objects.  One new object will contain SV data, the second one will contain NPB data.


3. CLUE (when value set to TRUE) will be used to allow a Service Provider, by using a different SPID value, to establish an LSMS association specifically for data associated with the new OptionalData objects.


4. LSMS function masks do not require any changes.


5. NPAC processing in a CLUE environment.  Applicable for Service Providers with CLUE set to TRUE.



a. When a Service Provider does not support CLUE with the NPAC:



i. The new OptionalData objects will be generated by the NPAC for downloading to the LSMS, based on the Service Provider profile settings.


ii. All LSMS traffic (network data, NPB data, SV data, notifications, NPB OptionalData, SV OptionalData) flows across the one LSMS association.  Success/failure of the download is BAU.


iii. Priority and Type of message is BAU.



iv. LSMS Recovery is BAU.



v. An NPB/SV Query is BAU.



vi. If the Service Provider has enabled OptionalData fields in their NPAC Profile, these attributes will be broadcast across the one LSMS association.



b. When a Service Provider does support CLUE with the NPAC:



i. The new OptionalData objects WILL be generated by the NPAC for downloading to the LSMS.  The actual data will be based on which OptionalData fields are enabled in their NPAC Profile.


ii. The NPAC sends LSMS data based on current functionality mask.



iii. LSMS associates to the NPAC with the existing functionality mask (“Association2”, which is the only association from the second SPID).  Only applicable traffic (network data, notifications, the new NPBOptionalData object, the new SVOptionalData object) flows across “Association2”.  Success/failure of the download is BAU.


iv. 


v. 


vi. LSMS Recovery is based on the functionality supported by that binding association, as described in 5-b-iii, above.



vii. 


viii. 


ix. Queries will change based on the functionality supported by that binding association, as described in 5-b-iii, above.



6. 


7. 


8. NPAC processing will change to accommodate audits.  The NPAC will use a combination of the Service Provider profile settings, plus the CLUE indicator to determine if the new OptionalData objects are involved.  Each LSMS will need to respond back to the NPAC query request, based on current data.  The NPAC will process the responses, compare to the NPAC data, and send any updates if needed.  In the case of a CLUE LSMS, conventional porting data is not expected, so no discrepancies will be reported back to the requesting SOA.


9. If an LSMS indicates that it supports CLUE, but they don’t change any of their SP Profile flags and therefore don’t support any OptionalData fields, it becomes a dark association for NPB/SV data, because no downloads are generated nor sent to that new association.



Open Issues:



1. Since NPB/SV broadcasts are sent to both associations, what should the failedList reflect if one was successful and one failed (e.g., a partial, partial-failure)?  If both associations use the same SPID value, then how do we differentiate between a partial, partial-failure versus a full, partial-failure?Not an issue when there are separate associations using different SPIDs.  Each association and their response/lack of response, is managed independent of one another.


2. Audit complexity is increased because the NPAC must initiate one type of query to the conventional LSMS (association1), and a different type of query to the OptionalData LSMS (association2).  Added complexity because two objects now represent the same SV/NPB.


3.  Not an issue when there are separate associations using different SPIDs.


4. Should we create a new version of the NPB and SV BDD files to accommodate the difference between conventional porting data and OptionalData porting data?



5. Adding new Managed Objects requires much greater development and testing time on both the NPAC and the LSMS.



Requirements:



TBD



IIS:



TBD



GDMO:



TBD



ASN.1:



TBD
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ATIS Forum/Committee – Issue Identification Form



Issue Title: Authorizing NPA-NXX Assignment Transfer to Facilitate Establishment of New LRN



			Forum/Committee:


			INC


			Issue Number:


			462





			Committee/Subcommittee Assigned:


			CONXX


			Issue Status:


			Initial Closure *
(see Special Note below)





			Submission Date:


			12/3/04


			Initial Closure/Initial Pending Date:


			12/8/04





			Acceptance Date:


			12/7/04


			Target Date for Moving Issue to Final from Initial Closure (or Initial Pending):


			1/21/05





			Targeted Resolution Date:


			


			Final Closure Date:


			








Issue Statement/Business Need:



Background



As Nebraska continues to take proactive steps to conserve the assigned numbering resources and extend the life of the 402 area code, we have identified that the issuance of codes specifically to allow the assignment of an LRN may cause the exhaust of the 402 area code unrelated to any significant increase in a customer base. This could lead to the implementation of area code relief plans earlier than would otherwise have been needed and thus impose an unnecessary cost and burden on the carriers serving Nebraska and the citizens of Nebraska. We believe this is a situation that exists in other states having a significant rural population base. 



Nebraska fully understands and supports the intent of a carrier to obtain numbering resources for the purpose of assigning a Local Routing Number under the INC Location Routing Number (LRN) Assignment Practices, (INC-98-0713-021, Issued January 23, 2004). However, it is extremely frustrating when trying to conserve numbering resources to see a full code assigned to a carrier specifically to associate an LRN to one block, have the remaining 9 blocks returned to the pool, when there is already an excess of resources allocated to the rate center for the existing population base. 



This scenario is occurring more frequently in Nebraska as competition begins to move into the rural areas (the good news). However, when the end result is 40,000 numbering resources assigned to a rate center with a population base of 3,599 (the bad news) you begin to wonder. Two of the carriers have returned their 17 unused blocks to the pool but those numbers are still stranded and most likely will never be used. 



Requested Action



It is our opinion that encouragement to transfer NXX code assignment to facilitate LRN assignments is an important piece of the numbering resource optimization effort that has been missing. While this method will not address every situation, it will provide some measure of relief, can be implemented with minimal changes, and continues to use the existing association of the ten digit LRN with the six digit NPA-NXX method instead of moving to an association of an LRN at the seven digit, thousands block level. 



Nebraska is seeking changes to the INC Guidelines that would permit the voluntarily transfer of an NXX code assignment between SPs for the purposes of assigning an LRN.



We believe this is an action which can be taken in a short time frame, does not make any substantive changes to current policies and procedures, has minimal impact to service providers or state regulators who chose not to use these options, and continues the Commissions mission of conserving numbering resources.



Suggested Solution:


Modify sections 7.2 and of the COCAG to permit the voluntarily transfer of an NXX code assignment  between SPs for the purposes of assigning an LRN.



Resolution Statement:


The following text was added to the COCAG:



Section 7.2
Transfer of CO Code Not Assigned to a Single End-User Customer



The assignment criteria in the following section shall be used by CO Code Administrator(s) in reviewing a central office code request from a service provider to transfer an NXX code from the current code holder to the service provider making the transfer request, where the full NXX code is not assigned and reserved to a single end-user customer.  Should a regulatory authority ask SPs to voluntarily transfer a code for purposes of enabling an LRN, consideration must be given to the technical issues involved (e.g., contamination levels, dependencies on ancillary services, etc.). 
  In addition, the code cannot be transferred from one rate center to another rate center. 



Footnote: 
 Regulators may ask an SP to voluntarily transfer NXX code assignment to another SP in order to extend the life of an NPA Code.


Associated Committees/Issues:



Related work required for the solution to this issue to be implementable by the industry--consider functional platform; interoperability; performance, reliability, and security; OAM&P; ordering and billing; and user interface work.


Issue Champion(s):


			Name: 


			Don Gray


			Name:


			Ken Havens





			Company: 


			Nebraska PSC


			Company:


			Sprint





			E-mail address (optional):


			dgray@mail.state.ne.us


			E-mail address (optional):


			ken.r.havens@mail.sprint.com





			Telephone number (optional):


			402.471.0242


			Telephone number (optional):


			913.794.8526








Activity Log (can be very brief but this must be regularly updated on a meeting-by-meeting basis and include all agreements reached and action items):


· INC 79: The issue was accepted and discussed. It was noted that the crux of the proposed text emphasizes the voluntary nature of the NXX code transfer. It was also noted that the contribution’s text would seem to indicate that SPs need to fax a paper confirmation to NANPA, which would entail additional paper work. Participants then edited the text of the contribution. It was asked of NANPA if they would require a copy of the regulator request to transfer, to which NANPA responded that they did not believe strongly either way that this was necessary. It was also noted the existing language would not prevent transfers for LRN purposes.



It was noted that several good points had been made about some serious potential behind-the-scenes technical complications to the proposed language on the part of many SPs. The issue appears simple on the surface, but further consideration of the technical implications would be recommended. For example, it was noted that in non-pooling areas the contamination levels would also complicate the code transfer process, due to possible customer impacts.



It was then agreed to place the issue in Initial Closure. (Verizon noted its official objection to the Initial Closure of the issue.)



* Special Note: It was agreed to that Issue 462, Authorizing NPA-NXX Assignment Transfer to Facilitate Establishment of New LRN, would remain in Initial Closure until COB January 21, 2005.



Update: 1/14/05
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Sheet1


			Trading Partner Name			Trading Partner SPID			Notification Date			State(s)			Contact Name			Contact Information			Additional Information						Syniverse


			Atlantic Telephone Membership Corp-JSI/1			0468						NC			Roger Cox or Laura Graff			910-755-1880 or  910-755-1782 lgraff@atlantictelephone.org									VZW


			BEK COMMUNICATIONS COOPERATIVE-JSI			1604						ND			Pat			701-475-2361


			Bixby Telephone Company-JSI/1			1969			4/4/05			OK			Mark Davis			(918) 366-0270 madavis@olp.net									Sprint


			Brazoria Telephone			2040						TX			Charlie Greenberg			979-798-2121


			Buggs Island Telephone Cooperative-JSI/1			0219						VA			Mickey Simms or Pat Lewis			434-636-2274 or 434-636-2274


			Cascade			2371			3/17/05			OR


			Cascade Communications Company			1118						IA			Dave Gibson			563-852-3710


			Central_Texas_Telephone-(JSI)/1			2052, 2750						TX			Mandy Seider			325-648-2237 mandys@centexnet.com


			Chibardun Telephone Cooperative, Inc/1			0861			3/31/05			WI			Port Center			888-477-1747


			Citizens Mutual			1129			3/24/05			IA			James Miller			641-664-2074


			ComSouth			0369, 9161			3/18/05			GA			Virgie Sinyard			478-892-3021			ComSouth is porting their Type 1 exchanges.  478-893 is portable; 478-783 and 478-892 are NOT portable.


			CTC Telecom/1			7998			4/12/05			ID			Laurie Romhill			715-837-1011


			Dobson_Tel-VeriSign/1			1988, 2006						OK			Dean Hill			405-964-8600


			Gallitan River			1057			3/14/05			NC, IL


			Gulf Telephone			0298			4/11/05			AL


			Kanokla Telephone Association-GVNW/1			1788						KS			Ed Bernard			620-845-5682  edb@kanokla.com


			Livingston Telephone Company, Inc/1			2107						TX			Lona Ferguson			936-327-4309   dealtc1@livingston.net


			Missouri Valley			587A			3/15/05			ND


			North Texas Telephone Company/1			2043						TX			Carla Clark			254-893-2003  ldc@cctc.net


			Rothsay			1474						MN


			SwiftTel Communications, Inc./1			1418						GA			Doug Herold			Tel :- 1800-561-6211
Email :- dherold@swiftel.net


			Warwick Valley Telephone			0135			3/31/05			NY			Selene Cohen			845-986-2260, Fax: 845-987-1897, s.cohen@wvtc.com


			Wellman Coop Telephone Association			1329						IA			Randy Kelley			fax 319-646-6078 Tel :- 319-646-6075. Randyk@netins.net 3/17/05 Kathy Dalley 702-397-2601





&CItermodal Stay 4-18-05.xls; Prepared by Sara Hooker, Verizon Wireless
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April 8, 2005


LNPA WG Position on Requiring End User Social Security Number (SSN)/Tax Identification Number on Local Service Request (LSR)/Wireless Port Request (WPR) for Identification


It has been brought to the LNPA-WG’s attention that some service providers, when acting as the Old Local Service Provider in a port, are requiring the New Local Service Provider involved in the port to provide the Social Security Number (SSN) or Tax Identification Number of the consumer wishing to port their number for identification purposes.  


Due to concerns surrounding the use of one’s Social Security Number or Tax Identification Number, which in many cases can be one’s Social Security Number, in the commission of crimes such as identity theft, it is understandable that many consumers are hesitant or refuse to provide that information for identification purposes.


Guidelines for the Wireless Port Request (WPR) state that either of the forms of consumer identification, Social Security Number/Tax Identification Number or Account Number, is mandatory only if the other is not provided on the LSR/WPR.


It is the position of the LNPA-WG that the consumer’s Social Security Number/Tax Identification Number shall not be required on an LSR/WPR to port that consumer’s telephone number if the consumer’s Account Number associated with the Old Local Service Provider is provided on the LSR/WPR for identification.


The LNPA-WG has included the preceding position statement in their Best Practice matrix, and the LNPA-WG requests NANC’s endorsement of its position.




_1174825230.doc

NP Best Practices – suggested language



Topic



Letter of Authorization *


Decisions/Recommendations



Prior to placing orders on behalf of the end user, the New Local Service Provider is responsible for obtaining and having in its possession a Letter of Authorization (LOA).  


An LOA shall consist of verification of the end user’s selection and authorization adequate to document the end user’s selection of the New Local Service Provider.



The LOA needs to be obtained and maintained as required by applicable federal and state law, as amended from time to time.



Firm Order Confirmation (FOC) of a port request shall not be predicated on obtaining a physical copy of the LOA from the New Local Service Provider.  In the event of an end user allegation of an unauthorized change, the New Local Service Provider shall, upon request and in accordance with all applicable laws and rules, make the LOA available to the Old Local Service Provider.


* Note: A Letter of Authorization (LOA) may also be known as a Proof of Authorization (POA).
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INC – Issue 462



Suggested wording changes are shown in Red.


Suggested Solution:


Modify sections 7.2 and of the COCAG to permit the voluntarily transfer of an NXX code assignment  between SPs for the purposes of assigning an LRN.



Resolution Statement:


The following text was added to the COCAG:



Section 7.2
Transfer of CO Code Not Assigned to a Single End-User Customer



The assignment criteria in the following section shall be used by CO Code Administrator(s) in reviewing a central office code request from a service provider to transfer an NXX code from the current code holder to the service provider making the transfer request, where the full NXX code is not assigned and reserved to a single end-user customer.  Should a regulatory authority ask SPs to voluntarily transfer a code for purposes of enabling an LRN, consideration must be given to the technical issues involved and the risk of service interruption to existing customers (e.g., contamination levels, dependencies on ancillary services, etc.). 
  In addition, the code cannot be transferred from one rate center to another rate center. To reduce the potential for customer service interruption or outages and to minimize impact to the donating service provider, it is strongly recommended that an NXX transfer not be requested unless the NPA exhaust is within 60 months and the NXX to be transferred does not have numbers assigned in more than three of the 1K blocks. 


Footnote: 
 Regulators may ask an SP to voluntarily transfer NXX code assignment to another SP in order to extend the life of an NPA Code.
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Release 3.3 Project Plan V5  – 4/5/2005
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Task Name



Duration



Start



Finish



Predecessors



Resource Names



1



NPAC Release 3.3 Implementation



324 days



Mon 1/3/05



Mon 3/27/06



2



Phase 1.0



240 days



Mon 1/3/05



Mon 12/5/05



3



Effective Start Date



0 days



Mon 1/3/05



Mon 1/3/05



4



SOW Effective Date



0 days



Fri 1/21/05



Fri 1/21/05



Industry,NeuStar



5



6



Phase 1.1 Develop SOW Project Plan



22 days



Thu 2/10/05



Fri 3/11/05



7



Draft Project Plan delivered to LLC



0 days



Thu 2/10/05



Thu 2/10/05



4



NeuStar



8



Project Plan - Review



6 days



Thu 2/10/05



Thu 2/17/05



7



LNPA



9



Project Plan Final Delivery



16 days



Fri 2/18/05



Fri 3/11/05



8



LNPA,NeuStar



10



11



Phase 1.2 Design and Develop Enhancement



185 days



Fri 3/11/05



Fri 11/25/05



12



GDMO/ASN.1 Spec Completion



25 days



Fri 3/11/05



Fri 4/15/05



13



GDMO/ASN.1 Draft #1 published on web site



0 days



Fri 3/11/05



Fri 3/11/05



NeuStar



14



GDMO/ASN.1 Draft #1 review period by Industry



6 days



Fri 3/11/05



Fri 3/18/05



13



Industry



15



GDMO/ASN.1 Draft #2 published on web site



0 days



Fri 4/8/05



Fri 4/8/05



NeuStar



16



GDMO/ASN.1 Draft #2 review period by Industry



4 days



Fri 4/8/05



Wed 4/13/05



15



Industry



17



GDMO/ASN.1 Final Version distributed



0 days



Fri 4/15/05



Fri 4/15/05



NeuStar



18



FRS Integrated Document Completion



39 days



Mon 3/28/05



Fri 5/20/05



19



FRS Draft #1 Integrated Document distributed to Industry



0 days



Mon 3/28/05



Mon 3/28/05



NeuStar



20



FRS Draft #1 review period by Industry



5 days



Mon 3/28/05



Fri 4/1/05



19



Industry



21



FRS Draft #2 Integrated Document distributed to Industry



0 days



Fri 4/22/05



Fri 4/22/05



NeuStar



22



FRS Draft #2 review period by Industry



6 days



Fri 4/22/05



Fri 4/29/05



21



Industry



23



FRS Proposed Final Integrated Document



0 days



Fri 5/6/05



Fri 5/6/05



NeuStar



24



FRS Final Integrated Document (3.3.0a)



0 days



Fri 5/20/05



Fri 5/20/05



NeuStar



25



IIS Integrated Document Completion



39 days



Mon 4/25/05



Fri 6/17/05



26



IIS Draft #1 Integrated Document distributed to Industry



0 days



Mon 4/25/05



Mon 4/25/05



NeuStar



27



IIS Draft #1 review period by Industry



10 days



Mon 4/25/05



Fri 5/6/05



26



Industry



28



IIS Draft #2 Integrated Document distributed to Industry



0 days



Fri 5/27/05



Fri 5/27/05



NeuStar



29



IIS Draft #2 review period by Industry 



11 days



Fri 5/27/05



Fri 6/10/05



28



Industry



30



IIS Final Integrated Document (3.3.0a)



0 days



Fri 6/17/05



Fri 6/17/05



NeuStar
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Predecessors
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31



M&P Development Completion



30 days



Fri 10/14/05



Fri 11/25/05



32



M&Ps Draft #1 distributed to Industry



0 days



Fri 10/14/05



Fri 10/14/05



NeuStar



33



M&Ps Draft #1 review period by Industry



6 days



Fri 10/14/05



Fri 10/21/05



32



Industry



34



M&Ps Draft #2 distributed to Industry



0 days



Fri 11/11/05



Fri 11/11/05



NeuStar



35



M&Ps Draft #2 review period by Industry



6 days



Fri 11/11/05



Fri 11/18/05



34



Industry



36



FINAL Publishing of M&Ps  (SLR 26)



0 days



Fri 11/25/05



Fri 11/25/05



NeuStar



37



Delta Change Order document completed



0 days



Fri 6/17/05



Fri 6/17/05



NeuStar



38



39



Release 3.3 Development Completed



0 days



Fri 9/30/05



Fri 9/30/05



NeuStar



40



41



Phase 1.3  NeuStar Internal Acceptance of the Enhancement



75 days



Mon 8/22/05



Mon 12/5/05



42



Start Development of Test Cases



0 days



Mon 8/22/05



Mon 8/22/05



NeuStar



43



Complete Development of Test Cases



30 days



Mon 8/22/05



Fri 9/30/05



42



NeuStar



44



Execute Internal Acceptance Testing



45 days



Mon 10/3/05



Fri 12/2/05



43



NeuStar



45



NeuStar Software Certification and install on Test bed



0 days



Mon 12/5/05



Mon 12/5/05



44



NeuStar



46



47



Phase 1.4 Interoperability Testing



146 days



Fri 4/8/05



Fri 10/28/05



48



Interoperability and Test Cases Completion



85 days



Fri 4/8/05



Fri 8/5/05



49



ITP Test Case List Draft #1 distributed to Industry



0 days



Fri 4/8/05



Fri 4/8/05



NeuStar



50



ITP Test Case List Draft #1 review period by Industry



20 days



Fri 4/8/05



Thu 5/5/05



49



Industry



51



ITP Test Case List Draft #2 distributed to Industry



0 days



Fri 5/13/05



Fri 5/13/05



NeuStar



52



ITP Test Case List Draft #2 review period by Industry



11 days



Fri 5/13/05



Fri 5/27/05



51



Industry



53



ITP Test Cases - Draft #1 - distributed to Industry



0 days



Fri 6/17/05



Fri 6/17/05



NeuStar



54



ITP Test Cases - Draft #1 - review period by Industry



11 days



Fri 6/17/05



Fri 7/1/05



53



Industry



55



ITP Test Cases - Draft #2 - distributed to Industry



0 days



Fri 7/15/05



Fri 7/15/05



NeuStar



56



ITP Test Cases - Draft #2 review period by Industry



11 days



Fri 7/15/05



Fri 7/29/05



55



Industry



57



FINAL Publishing of ITP Test Case



0 days



Fri 8/5/05



Fri 8/5/05



NeuStar



58



59



ITP Simulator Upgrade



105 days



Mon 4/18/05



Fri 9/9/05



NeuStar



60



Implementation of changes to GDMO and ASN.1



90 days



Mon 4/18/05



Fri 8/19/05



NeuStar/Vendor
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61



NeuStar Acceptance of changes



15 days



Mon 8/22/05



Fri 9/9/05



60



NeuStar



62



Interoperability Test Execution with Vendors



35 days



Mon 9/12/05



Fri 10/28/05



61



NeuStar & vendors



63



ITP Testing Communication Plan



30 days



Thu 9/15/05



Thu 10/27/05



64



Weekly SP/Vendor ITP Conference call



0 days



Thu 9/15/05



Thu 9/15/05



NeuStar



65



Weekly SP/Vendor ITP Conference Call



0 days



Thu 9/22/05



Thu 9/22/05



NeuStar



66



Weekly SP/Vendor ITP Conference call



0 days



Thu 9/29/05



Thu 9/29/05



NeuStar



67



Weekly SP/Vendor ITP Conference call



0 days



Thu 10/6/05



Thu 10/6/05



NeuStar



68



Weekly SP/Vendor ITP Conference call



0 days



Thu 10/13/05



Thu 10/13/05



NeuStar



69



Weekly SP/Vendor ITP Conference call



0 days



Thu 10/20/05



Thu 10/20/05



NeuStar



70



Weekly SP/Vendor ITP Conference Call



0 days



Thu 10/27/05



Thu 10/27/05



NeuStar



71



72



Phase 2.0 Turn Up Testing Of Enhancement



264 days



Mon 3/28/05



Mon 3/27/06



73



Turn Up Test Plan and Test Case Completion



144 days



Mon 3/28/05



Fri 10/14/05



74



Turn Up Test Case List Draft #1 distributed to Industry



0 days



Mon 3/28/05



Mon 3/28/05



NeuStar



75



Turn Up Test Case List review period by Industry



30 days



Mon 3/28/05



Fri 5/6/05



74



Industry



76



Turn Up Test Case List Draft #2 distributed to Industry



0 days



Fri 5/20/05



Fri 5/20/05



NeuStar



77



Turn Up Test Case List Draft #2 review period by Industry



11 days



Fri 5/20/05



Fri 6/3/05



76



Industry



78



Turn Up Test Cases - Draft #1 distributed to Industry



0 days



Fri 7/1/05



Fri 7/1/05



NeuStar



79



Turn Up Test Cases - Draft #1 review period by Industry



16 days



Fri 7/1/05



Fri 7/22/05



78



Industry



80



Turn UP Test Cases - Review Conf call



0 days



Tue 7/26/05



Tue 7/26/05



NeuStar/Industry



81



Turn Up Test Cases - Draft #2 distributed to Industry



0 days



Fri 8/19/05



Fri 8/19/05



NeuStar



82



Turn Up Test Cases - Draft #2 review period by Industry



16 days



Fri 8/19/05



Fri 9/9/05



81



Industry



83



FINAL Publishing of Turn Up Test Plan for R3.3



0 days



Fri 9/16/05



Fri 9/16/05



NeuStar



84



SP Certification & Regression Test Plan with mods for R3.3, distributed to Industry



0 days



Fri 9/23/05



Fri 9/23/05



NeuStar



85



SP Certification & Regression Test Plan with mods for R3.3, review period by Industry



11 days



Fri 9/23/05



Fri 10/7/05



84



Industry



86



FINAL Publishing of Turn Up Test Plan (3.3.0a).  Review produced no changes.



0 days



Fri 10/14/05



Fri 10/14/05



NeuStar



87



Turn Up Test Execution



50 days



Mon 12/5/05



Fri 2/10/06



88



Turn Up Testing Communication Plan



50 days



Mon 12/5/05



Fri 2/10/06



89



Daily TUT Status reports



50 days



Mon 12/5/05



Fri 2/10/06



NeuStar



90



Weekly SP TUT Conference call



0 days



Thu 12/8/05



Thu 12/8/05



NeuStar
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91



Weekly SP TUT Conference call



0 days



Thu 12/15/05



Thu 12/15/05



NeuStar



92



Weekly SP TUT Conference call



0 days



Thu 12/22/05



Thu 12/22/05



NeuStar



93



Weekly SP TUT Conference call



0 days



Thu 12/29/05



Thu 12/29/05



NeuStar



94



Weekly SP TUT Conference call



0 days



Thu 1/5/06



Thu 1/5/06



NeuStar



95



Weekly SP  TUT Conference call



0 days



Thu 1/12/06



Thu 1/12/06



NeuStar



96



Weekly SP  TUT Conference call



0 days



Thu 1/19/06



Thu 1/19/06



NeuStar



97



Weekly SP TUT Conference call



0 days



Thu 1/26/06



Thu 1/26/06



NeuStar



98



Weekly SP TUT Conference call



0 days



Thu 2/2/06



Thu 2/2/06



NeuStar



99



Weekly SP TUT Conference call



0 days



Thu 2/9/06



Thu 2/9/06



NeuStar



100



SP Release  3.3 Testing



50 days



Mon 12/5/05



Fri 2/10/06



All SPs



101



SP Individual Testing Session 



40 days



Mon 12/5/05



Fri 1/27/06



NeuStar/All SPs



102



SP Group and Performance Testing



8 days



Mon 1/30/06



Wed 2/8/06



101



NeuStar/All SPs



103



SP Failover Testing



2 days



Thu 2/9/06



Fri 2/10/06



102



NeuStar/All SPs



104



105



Phase 3.0 Roll Out of Enhancement



173 days



Mon 8/1/05



Sun 3/26/06



106



EMW (Enhanced Maintenance Window) Blanket Request Completion



0 days



Fri 12/16/05



Fri 12/16/05



NeuStar



107



Send notice to LLC/PEs to prepare for installation sequence



0 days



Mon 8/1/05



Mon 8/1/05



NeuStar



108



LLC/PEs Identify sequence of region installation



0 days



Fri 9/23/05



Fri 9/23/05



NAPM LLC



109



110



Region 1 Deployed



0 days



Sun 2/12/06



Sun 2/12/06



NeuStar



111



Region 1 Burn-in period



22 days



Sun 2/12/06



Fri 3/10/06



110



112



Regions 2 and 3 Deployed



0 days



Sun 3/12/06



Sun 3/12/06



NeuStar



113



Regions 4 and 5 Deployed



0 days



Sun 3/19/06



Sun 3/19/06



NeuStar



114



Regions 6,7 and SOW 34 Deployed



0 days



Sun 3/26/06



Sun 3/26/06



NeuStar



115



116



SOW Close out



0 days



Mon 3/27/06



Mon 3/27/06



117



Issue letter to PEs Results of Installation



0 days



Mon 3/27/06



Mon 3/27/06



NeuStar



118



Post Mortem Conference Call



0 days



Mon 3/27/06



Mon 3/27/06



NeuStar
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy):  9/27/2004



Company(s) Submitting Issue:  Verizon Wireless



Contact(s):  Name:    Deborah Tucker



Contact Number:
615-372-2256



Email Address:
stephde@GL.verizonwireless.com


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



Service Providers do not have clear direction in the NANC flows regarding the proper porting procedure for Type 1 numbers.  Some issues that have arisen due to this lack of clarification in the NANC flows are:  Paging numbers that are set up through Type 1 blocks have been inadvertently ported and Type 1 account information is not being validated between the ONSP and the OLSP prior to port completion leading to inadvertent ports.  



The NANC flows need to be modified to properly address porting situations related to Type 1 numbers.             



2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A.   Examples & Impacts of Problem/Issue:  



Figure 2 of the NANC flows has a decision step to determine if the Old Local Service Provider is a reseller or a Type 1 wireless number is involved.  If yes, then a conditional step is used whereby the ONSP sends an LSR, LSR information, or Loss Notification to the OLSP.  An additional conditional step takes place where the OLSP sends an FOC or FOC information to the ONSP.  These conditional steps are based on fulfilling all requirements of any service level agreements between the involved service providers.   



Service Level Agreements are not required for porting, thus in the absence of such an agreement, the flows can be interpreted in such a way that these conditional steps are not required and numbers ultimately are not ported or are ported inappropriately.                                        


B.   Frequency of Occurrence:  Issues with porting Type 1 arise on a daily basis.



C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     



 West Coast___  ALL: XXX



D.  Rationale why existing process is deficient:  The NANC flows were developed prior to the launch of wireless number portability where wireline porting was used as the basis for determining wireless and intermodal  porting guidelines.  Service Providers have encountered numerous challenges in intermodal porting since the NANC flows were last revised.  Changes are needed to provide clear direction to Service Providers.



E.   Identify action taken in other committees / forums: None that we are aware of. __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________



F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution: 



The Wireless New Local Service Provider (NLSP) submits the Wireless Port Request (WPR) to their respective Clearinghouse Vendor.  The Clearinghouse Vendor sends the CSR to the Wireline Old Network Service Provider (ONSP), and if rejected with an indication that the account is not found and/or it is a Type 1 number, the Clearinghouse Vendor, using information optionally provided by the Wireless Type 1 provider, can manually validate the port request with that Wireless Old Local Service Provider (OLSP).  If validated, the Clearinghouse Vendor then sends the LSR to the Wireline ONSP using information provided by the Type 1 provider to correctly populate the LSR.  If the port request does not pass validation by the OLSP, the Clearinghouse Vendor will send a notification to the NLSP, who should then cancel the port request.  If the Type 1 information is not available to the Clearinghouse Vendor, the Clearinghouse Vendor will proceed with the port request without a validation attempt.  



Wireless providers who process ports manually should validate the Type 1 end user information whenever possible prior to submitting the LSR to the Old Network Service Provider.
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LNPA WG: (only)



Item Number: 0049v3



Issue Resolution Referred to: _________________________________________________________


Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy):  3/7/2005



Company(s) Submitting Issue:  Nextel Communications



Contact(s):  Name:   
Rosemary Emmer /  Susan Ortega



Contact Number:
301-399-4332  / 703-930-0173



Email Address:
rosemary.emmer@nextel.com / susan.ortega@nextel.com


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



Currently a carrier can open a Code (NPA-NXX) for portability in the NPAC whether or not they own the NPA-NXX. 



2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A.   Examples & Impacts of Problem/Issue:  



Codes are frequently opened under the wrong SPID due to typos or other types of errors by the service provider. This results in the following:



- SOA failures when attempting to perform an NSP create for a ported PTN



- Manual or NANC 323 SPID migrations, which are time consuming and resource constraining.



- Repeated failure transactions sent to NPAC due to data issues.



- Inability to activate ported subscribers until SPID migration has been completed.                             


B.   Frequency of Occurrence:  



C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     



 West Coast___  ALL: XXX



D. Rationale why existing process is deficient:  



Codes are frequently opened under the wrong SPID due to typos or other types of errors by the service provider because there is no validation when the code is opened.



E.   Identify action taken in other committees / forums: None that we are aware of. __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________



F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution: 



We are recommending that NPAC personnel validate and audit code entries in NPAC by a TBD frequency. If the NPAC discovers a discrepancy with the code and carrier’s SPID, NPAC will contact the carrier to confirm that the NPA-NXX they opened actually belongs to the carrier. If no response is received within TBD (e.g., 48 business hours), NPAC will delete the code.



LNPA WG: (only)



Item Number: 0051


Issue Resolution Referred to: _________________________________________________________


Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________[image: image1.png]
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy): 01/17/2005



Company(s) Submitting Issue: Syniverse



Contact(s):  Name: Rob Smith




         Contact Number: 813.273.3319 



         Email Address: Robert.smith@syniverse.com



(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



A large number of wire line to wireless ports fail the automated process because they are from large accounts where the customer service record (CSR) is too large to return on a CSR query.  The CSR is needed to complete an LSR.



2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A. Examples & Impacts of Problem/Issue: The automated process for porting from wire line to wireless is dependent on obtaining the customer service record (CSR) that provides additional information needed to complete an LSR.  “CSR too large” is one of the more frequent causes of fall-out for intermodal ports.  It occurs when a number is being ported from a large account such as a hospital, school or large business.  There is a limit to the size of the CSR file that can be returned.  The current systems of wireline providers will return the entire CSR when only a small amount of data is relvant and needed.  Typically a file cannot exceed  1 MB.  Consequently these ports for numbers within large accounts fail and must be worked manually. 



B. Frequency of Occurrence: Between 100 and 200 ports each month



.


C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     



 West Coast___  ALL_x_



D. Rationale why existing process is deficient: These ports must be manually processed and require a lot of time and effort to process.


E. Identify action taken in other committees / forums: 



No other yet.



F. Any other descriptive items: __


__________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution: 



Porting systems could be designed within the ILECs so that only information relevant to the particular number being ported is returned in response to a CSR query.  


LNPA WG: (only)



Item Number: 0050



Issue Resolution Referred to: __________


Why Issue Referred:


____________________________________________________________________________________________________________________________________________________________________________



______________________________________________________________________________________
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy): 02/27/2004



Company(s) Submitting Issue: TSI



Contact(s):  Name: Rob Smith 



         Contact Number: 813-273-3319   




         Email Address: rsmith@tsiconnections.com 



(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



Wireless carriers are not receiving customer service records (CSRs) from all wire line network service providers when a reseller is the local service provider.  Wireless port requests do not collect the needed information to complete a wire line local service request (LSR).  The CSR is required to complete the LSR and the port the number.


2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A. Examples & Impacts of Problem/Issue: 



The current NANC flows suggest that when a number is porting from a reseller, the port request should be issued to the network service provider.



Developing a local service request (LSR) from a wireless port request (WPR) requires a customer service record (CSR) provided by the old network service provider (OSP).  When the OSP is a reseller and the number is porting from an old network service provider, the CSR is not always provided by the wire line network service provider and there is not enough information to complete the LSR.  



About half of the larger wire line carriers do provide the CSR on reseller numbers and the ports occur without incident.  The others wire line carriers simply reject the CSR request because it is not their customer and the port fails and is nearly impossible to resolve.


B. Frequency of Occurrence:



These problems may occur multiple times a day.



C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     



 West Coast___  ALL_x_



D. Rationale why existing process is deficient: 



For old network service providers that do not provide CSRs, the ports fail.



E. Identify action taken in other committees / forums: 



No other action has been taken by other groups.



F. Any other descriptive items: __



__________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution: 



Wire line network service providers should provide the customer service record on porting reseller numbers.  The response message to the CSR query should include a statement that the number being requested is a reseller number.



LNPA WG: (only)



Item Number: 0032 v3




Issue Resolution Referred to: _________________________________________________________


Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy): 02/27/2004



Company(s) Submitting Issue: TSI



Contact(s):  Name: Rob Smith 



         Contact Number: 813-273-3319   




         Email Address: rsmith@tsiconnections.com 



(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



Wireless carriers are not receiving customer service records (CSRs) from all wire line network service providers when porting ‘Type 1’ numbers from other wireless service providers who are leasing the number.  Wireless port requests do not contain the needed information to complete a wire line local service request (LSR).  The CSR is required to complete the LSR and the port.


2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A. Examples & Impacts of Problem/Issue: 



The current NANC flows suggest that when a number is ‘Type 1’, the port request should be issued to the network service provider rather then the billing service provider.



Developing a local service request (LSR) from a wireless port request (WPR) requires a customer service record (CSR) provided by the old network service provider (OSP).  When the OSP is leasing the number from a wire line network service provider as a ‘Type 1’ number, the CSR is not always provided by the wire line network service provider and there is not enough information to complete the LSR.  



About half of the larger wire line carriers do provide the CSR on ‘Type 1’ numbers and the ports occur without incident.  The others wire line carriers simply reject the CSR request because it is not their customer and the port fails and is nearly impossible to resolve.


B. Frequency of Occurrence:



Multiple time a day.



C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     



 West Coast___  ALL_x_



D. Rationale why existing process is deficient: 



For old network service providers that do not provide CSRs, the ports fail.



E. Identify action taken in other committees / forums: 



No other action has been taken by other groups.



F. Any other descriptive items: __



__________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution: 



Wire line network service providers should provide the customer service record on ‘Type 1’ ports.  The response message to the CSR query should include a statement that the number being ported is a ‘Type 1’ number.



LNPA WG: (only)



Item Number: 0034 v2




Issue Resolution Referred to: _________________________________________________________


Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy):  03/07/03


PIM # 24



Company(s) Submitting Issue:  NeuStar Pooling,  AT& T Wireless



Contact(s):  Name    Barry Bishop, Stephen Sanchez




         Contact Number   847-698-6167, 425-288-7051




         Email Address   barry.bishop@neustar.biz, stephen.sanchez@attws.com 



(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



Blocks that are being assigned to Service Providers are either contaminated when they are donated as a non-contaminated block or the blocks have been contaminated over 10%.  This is causing customers to be out of service or blocks being exchanged for a less contaminated or non-contaminated block.     



In addition when the PA has assigned a block, at times the block is being rejected in the NPAC for not having the NXX as opened in the NPAC as portable.                                                     



2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A. Examples & Impacts of Problem/Issue: 



When a SP donates a block they mark the block as either contaminated or not contaminated.  They do not indicate how many TN’s are contaminated.  SP’s are suppose to do a Intra SP port on their contaminated TN’s prior to donating a block so that the block can be ported to the new SP and they can begin using the block on the effective date.  The new SP should query the NPAC prior to assigning any TNs to determine which TN’s are contaminated and exclude those from their inventory assignment. 



 In one situation what is happening is that a block is assigned, the new SP goes to put those numbers in service, the old SP has not done their Intra SP ports causing their customers to be out of service.  To resolve this, the 1000 block has to be deported, so that the old SP can Intra SP port their numbers then the 1000 block is reported to the new SP.  



In another situation a block has been assigned either uncontaminated or contaminated and it is discovered the block has over 10% contamination.  In this case the block has to be deported and a new block has to be assigned to the SP.  



When a block is assigned and the NXX is not opened for porting in the NPAC, the block is rejected.  The SP of the code then has to go into the NPAC and add their code as portable so that the block can be then ported.  Even though this may take a matter of minutes to add, getting a hold of the correct person at a company to do this may take some time.



B. Frequency of Occurrence: 



Ongoing



C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western_ _     



 West Coast___  ALL_X__



D. Rationale why existing process is deficient:



It is up to the SP’s to do their INTRA SP ports and make sure they take the 1000 block out of their inventories when donating the block.  This is not always happening.



It is up to the SP to add their NXX to the NPAC as a portable NXX prior to donating blocks.  They indicate so on their donation form.  However, this has not been the case in many situations.



E. Identify action taken in other committees / forums: 



Issue raised at INC on two different occasions, they felt the guidelines already addressed the issue by leaving the responsibility to the SP to do the necessary work when they donated the blocks.



F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution: 



The following actions are proposed to resolve this issue:



Provide the PA access to the NPAC to check for contamination prior to the assignment of a thousands block.



Provide the PA access to the NPAC to check if the code is opened as portable.



LNPA WG: (only)



Item Number: 0024




Issue Resolution Referred to: _________________________________________________________


Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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MARCH 2005 LNPA ACTION ITEMS ASSIGNED:


NOTE:  THE ACTION ITEM NUMBERING SCHEME IS AS FOLLOWS:


· FIRST TWO DIGITS DESIGNATE THE MONTH OF THE LNPA MEETING


· SECOND TWO DIGITS DESIGNATE THE YEAR OF THE LNPA MEETING


· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER


NEUSTAR ACTION ITEMS:


0305-01:  NeuStar is to review applicable NPAC User M&Ps to ensure that they 


 
recognize and address the existence of delta BDDs, where appropriate.  

0305-02:  Regarding the NPAC Application Server technology migration, NeuStar is to 


send out a revised project plan with changed dates agreed upon at the March LNPA and IP address milestones.


NOTE:  This Action Item has been completed.  See attached.



[image: image1.emf]Word  V3 -  3-10-05.doc




 EMBED Package  [image: image2.emf]LNPA PLAN 3-10.mpp




0305-03:  NeuStar took an action to send the attached NPAC IP Address Migration White


 
Paper to the X-regional distribution.









[image: image3.emf]LNPA - IP Address  Migration v1.1.doc




0305-04:  NeuStar is to revise NANC Change Orders 285, 299, 351, and ILL 130 to


support two Service Provider-specific profile tunables each – one for SOA and one for LSMS.

0305-05:  NeuStar action to revise NANC 351 to provide the action ID, where the


 
provider sends an indication that all was received and to clear out SWIM list, on


 
each chunk and enable the clearing of the SWIM list for each previous chunk.  

ADAM NEWMAN (TELCORDIA) ACTION ITEMS:


0305-06:  Regarding the attached PIM 24 and NOWG Recommendation on PA Change 


Order 24, Adam Newman, Telcordia, took an action to request that INC host an industry meeting between INC and LNPA to discuss possible resolutions to the original PIM 24.






[image: image4.wmf]"PIM 24.doc"





[image: image5.emf]Change Order 24  Recommendations.doc




NOTE:  This Action Item has been completed.  The call is scheduled for 2pm-3pm Eastern on April 5th.  The dial-in bridge number is 703-563-6351, passcode 670120.  

GARY SACRA (VERIZON AND LNPA CO-CHAIR) ACTION ITEMS:


 0305-07:  Gary Sacra, LNPA Co-Chair, will send out the logistics for the joint 


LNPA/INC conference call to discuss possible resolutions to PIM 24.  See related Action Item 0305-06.


NOTE:  This Action Item has been completed.

0305-08:  Gary Sacra, LNPA Co-Chair, will modify Action Item 1204-21 to add that 


wireless providers need to indicate which Type 1 numbers are pagers so they will not be inadvertently ported.  Gary will also add that this in no way circumvents any other solutions that are being developed between carriers to prevent the inadvertent porting of pager numbers.  Gary will also include this text in the attached PIM 49 resolution as well.









[image: image6.emf]PIM 49 v3.doc




0305-09:  Gary Sacra, Verizon, will draft a letter, citing WICIS guidelines, from the

LNPA to NANC stating the LNPA’s position that service providers should not require other service providers to obtain and provide the end user’s Social Security Number (SSN) on an LSR in order to port in that end user.

LNPA WORKING GROUP MEMBERS ACTION ITEMS:


0305-10:  The attached proposed Change Order (accepted as NANC 402) recommends 


NPAC incorporate additional validations prior to an NXX being opened in NPAC.  It proposes that any attempt to open up a code by the wrong SPID would be rejected and a message sent to the SOA.  It was stated that the first step is to develop an approach for associating NPAC SPID to OCN for the manual approach.  LNPA Working Group Members are to come to the April LNPA meeting prepared to discuss how to develop the matrix that associates SPID to OCN.  





[image: image7.emf]NANC CO-Validate  Code Owner(SPID) Before Opening Code030705.doc




0305-11:  LNPA Working Group Members are to come to the April LNPA meeting 


prepared to decide if they will participate in a sub team to discuss possible alternative solutions to full BDDs.


0305-12:  LNPA Working Group Members are to come to the April LNPA meeting


prepared to discuss LNPA Co-Chair elections for all three positions – Wireline ILEC, Wireline CLEC, and Wireless representatives.

SERVICE PROVIDER ACTION ITEMS:

0305-13:  Regarding the attached PIM 51, Service Providers are to check internally and 


 
report back at the April LNPA meeting how frequently this problem occurs.





[image: image8.emf]PIM 51.doc




0305-14:  Service Providers are to review the attached INC Issue 462, which adds text to 


the COCAG related to the voluntary transfer of an NXX code to another provider so they can assign an LRN, and come to the April LNPA meeting prepared to suggest text for a threshold for this procedure and potential customer impacts.  Note that Issue 462 is in Final Closure.  This will require a new issue at INC.  






[image: image9.emf]iss462.doc




WIRELESS SERVICE PROVIDER ACTION ITEMS:


0305-15:  Wireless Service Provider input suggests that future activity could result in as 


much as 25K activates in an hour during occasional evening periods.  Based on NANC 393 in Release 3.3, NPAC will support about 16K activates per hour per association.  Assuming downstream systems can support this, Wireless Service Providers are to discuss and determine if this rate can satisfy their migration plans.

ACTION ITEMS REMAINING OPEN FROM PREVIOUS LNPA MEETINGS:

0904-09:  Related to PIMs 32 and 34, Rob Smith, will contact wireline carriers’ Change 


Management contacts to determine if their respective Customer Service Record (CSR) reject messages can be modified to indicate that a reseller or Type 1 number is involved in the port request.
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March meeting update:  Item is still in progress and remains Open.


1204-21:  Regarding the attached PIM 34, Wireless Service Providers are to furnish their 


Type 1 provider name and billing address (if needed), their Type 1 Account TNs (ATNs or Billing TNs [BTNs]), the underlying Type 1 end user working TNs, and any additional necessary LSR information based on discussions between the Type 1 provider and their underlying wireline network provider, to their respective Clearinghouse Vendor.  Wireless Providers are to also indicate which Type 1 numbers are pagers so they will not be inadvertently ported.  It should be noted that this in no way circumvents any other solutions that are being developed between carriers to prevent the inadvertent porting of pager numbers.  Clearinghouse Vendors will use this information to identify a number to be ported as a Type 1 number and to complete the LSR.
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March meeting update:  Item remains Open.


0105-21:  Action for Service Providers and Service Bureaus to come prepared in


February to decide if the LNPA will recommend to the LLC inclusion of NANC Change Orders 399 and 400 in Release 3.3.


March meeting update:  Item remains Open awaiting results of March NANC discussion.


0205-03:  NeuStar will rewrite NANC Change Order 401 to reflect the discussion that 


took place at the February 2005 LNPA meeting.  NANC 401 will be on the agenda for the March 2005 meeting.



March meeting update:  Item remains Open.

0205-04:  Related to Action Item 0205-15, NeuStar is to see if the NPAC Help Desk can 


determine the number of reports of codes opened by the wrong provider.  NeuStar will provide a readout at the April 2005 LNPA meeting.


March meeting update:  Item remains Open until the April 2005 LNPA meeting.  NeuStar reported that NPAC Help Desk trouble report coding has been put in place to enable this data to be collected.

0205-08:  Maggie Lee, VeriSign, will provide the time it took to load and process full 


 
Bulk Data Downloads (BDDs) recently for 7 regions in an LSMS.  See related 


 
Action Item 0205-17. 



March meeting update:  Item remains Open.

0205-13:  Gary Sacra, LNPA Co-Chair, will accept all revisions in the attached NP Best 


 
Practices Document and upload it to the LNPA website.
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March meeting update:  Item remains Open.

0205-19:  Regarding the attached PIM 50, Wireline Service Providers are to report back 


 
at the March LNPA meeting on how they handle the issue described.
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March meeting update:  Item remains Open.
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy): 02/27/2004



Company(s) Submitting Issue: TSI



Contact(s):  Name: Rob Smith 



         Contact Number: 813-273-3319   




         Email Address: rsmith@tsiconnections.com 



(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



Wireless carriers are not receiving customer service records (CSRs) from all wire line network service providers when porting ‘Type 1’ numbers from other wireless service providers who are leasing the number.  Wireless port requests do not contain the needed information to complete a wire line local service request (LSR).  The CSR is required to complete the LSR and the port.


2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A. Examples & Impacts of Problem/Issue: 



The current NANC flows suggest that when a number is ‘Type 1’, the port request should be issued to the network service provider rather then the billing service provider.



Developing a local service request (LSR) from a wireless port request (WPR) requires a customer service record (CSR) provided by the old network service provider (OSP).  When the OSP is leasing the number from a wire line network service provider as a ‘Type 1’ number, the CSR is not always provided by the wire line network service provider and there is not enough information to complete the LSR.  



About half of the larger wire line carriers do provide the CSR on ‘Type 1’ numbers and the ports occur without incident.  The others wire line carriers simply reject the CSR request because it is not their customer and the port fails and is nearly impossible to resolve.


B. Frequency of Occurrence:



Multiple time a day.



C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     



 West Coast___  ALL_x_



D. Rationale why existing process is deficient: 



For old network service providers that do not provide CSRs, the ports fail.



E. Identify action taken in other committees / forums: 



No other action has been taken by other groups.



F. Any other descriptive items: __



__________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution: 



Wire line network service providers should provide the customer service record on ‘Type 1’ ports.  The response message to the CSR query should include a statement that the number being ported is a ‘Type 1’ number.



LNPA WG: (only)



Item Number: 0032




Issue Resolution Referred to: _________________________________________________________


Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy):  3/7/2005



Company(s) Submitting Issue:  Nextel Communications



Contact(s):  Name:   
Rosemary Emmer /  Susan Ortega



Contact Number:
301-399-4332  / 703-930-0173



Email Address:
rosemary.emmer@nextel.com / susan.ortega@nextel.com


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



Currently a carrier can open a Code (NPA-NXX) for portability in the NPAC whether or not they own the NPA-NXX. 



2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A.   Examples & Impacts of Problem/Issue:  



Codes are frequently opened under the wrong SPID due to typos or other types of errors by the service provider. This results in the following:



- SOA failures when attempting to perform an NSP create for a ported PTN



- Manual or NANC 323 SPID migrations, which are time consuming and resource constraining.



- Repeated failure transactions sent to NPAC due to data issues.



- Inability to activate ported subscribers until SPID migration has been completed.                             


B.   Frequency of Occurrence:  



C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     



 West Coast___  ALL: XXX



D. Rationale why existing process is deficient:  



Codes are frequently opened under the wrong SPID due to typos or other types of errors by the service provider because there is no validation when the code is opened.



E.   Identify action taken in other committees / forums: None that we are aware of. __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________



F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution: 



We are recommending that NPAC personnel validate and audit code entries in NPAC by a TBD frequency. If the NPAC discovers a discrepancy with the code and carrier’s SPID, NPAC will contact the carrier to confirm that the NPA-NXX they opened actually belongs to the carrier. If no response is received within TBD (e.g., 48 business hours), NPAC will delete the code.



LNPA WG: (only)



Item Number: 0051


Issue Resolution Referred to: _________________________________________________________


Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________[image: image1.png]







1


1







_1173802034.doc







New Change Orders – Working Copy






Origination Date:  03/07/05


Originator:  Nextel Communications


Change Order Number:  NANC TBD


Description:  Validate Code Owner (SPID) Before Opening Code


Cumulative SP Priority, Weighted Average:  



Functionally Backwards Compatible:  


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			


			


			


			


			


			


			








Business Need:



Currently a carrier can open a Code (NPA-NXX) for portability in the NPAC whether or not they own the NPA-NXX. Codes are frequently opened under the wrong SPID due to typos or other types of errors by the service provider. This results in the following:



· SOA failures when attempting to perform an NSP Create for a ported PTN.



· Manual or NANC 323 SPID migrations, which are time consuming and resource constraining.



· Repeated failure transactions sent to NPAC due to data issues.



· Inability to activate ported subscribers until SPID migration has been completed



Description of Change:



We are recommending that NPAC incorporate additional validations prior to NPA-NXXs being opened for portability. Specifically, the SOA interface will be enhanced to validate ownership of an NPA-NXX when it is being opened in NPAC.  If the carrier does not own the code being opened, a failure response will be provided in SOA. The carrier will also be responsible for input of their OCN which will provide the necessary mapping of OCN and NPAC SPID.  Based on OCN, SPID, and NPA-NXX, a validation can be put in place to confirm ownership of the input NPA-NXX. NPAC will validate against NANPA data that the NPA-NXX belongs to the NPAC SPID that is opening the code in NPAC.



Major points/processing flow/high-level requirements:



Requirements:
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[image: image1.wmf]ID



Task Name



Duration



Start



Finish



Predecessors



Resource Names



1



2



RELEASE TESTING



63 days



Thu 2/24/05



Fri 5/20/05



3



Internal Testing



20 days



Mon 3/14/05



Fri 4/8/05



Apps Team



4



Industry Regression Testing



52 days



Thu 2/24/05



Fri 5/6/05



5



SPs sign up for Regression Testing



32 days



Thu 2/24/05



Fri 4/8/05



SPs



6



SPs provide Profile Information



0 days



Fri 4/1/05



Fri 4/1/05



SPs



7



Regression Testing



20 days



Mon 4/11/05



Fri 5/6/05



N*,SPs



8



Group and Fail over Testing



11 days



Mon 5/9/05



Fri 5/20/05



7



Apps Team



9



10



PUBLISH AND TEST IP ADDRESSES



119 days



Thu 2/24/05



Fri 7/29/05



11



Test Bed IP Address (6 weeks before start of Regression Test)



0 days



Thu 2/24/05



Thu 2/24/05



Network Team



12



Specify IP Address change process



0 days



Wed 3/9/05



Wed 3/9/05



Network Team



13



All Production IPs provided to SPs



0 days



Fri 3/25/05



Fri 3/25/05



NeuStar



14



Follow-up Conf call to discuss steps



0 days



Wed 3/23/05



Wed 3/23/05



NeuStar and SPs



15



SPs modify their Access/Prefix lists to accept new subnet



0 days



Mon 4/4/05



Mon 4/4/05



SPs



16



SPs perform Static Routing



0 days



Mon 4/4/05



Mon 4/4/05



SPs



17



NeuStar Publishes New VPN Policy File



0 days



Mon 4/4/05



Mon 4/4/05



SPs



18



NeuStar advertises new Subnet



0 days



Fri 4/8/05



Fri 4/8/05



NeuStar



19



SPs Add new Application IPs to their Firewalls



0 days



Mon 4/11/05



Mon 4/11/05



SPs



20



All Regions available for connectivity testing (4 weeks before 1st deploy)



0 days



Mon 4/25/05



Mon 4/25/05



NeuStar



21



NeuStar STOPS advertising old C&W Sub Net



0 days



Fri 7/29/05



Fri 7/29/05



NeuStar



22



23



DEPLOYMENT



46 days



Sun 5/22/05



Sun 7/17/05



24



MW Region Deployed



0 days



Sun 5/22/05



Sun 5/22/05



8



Apps Team



25



MW Region Burn-in



22 days



Sun 5/22/05



Fri 6/17/05



24



26



SE, WE, SW and NE Regions Deployed



0 days



Sun 6/26/05



Sun 6/26/05



25



Apps Team



27



CA Deployed



0 days



Sun 7/10/05



Sun 7/10/05



Apps Team



28



WC and MA Regions and SOW 34 Deployed



0 days



Sun 7/17/05



Sun 7/17/05



Apps Team
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1. Overview: 



During the conversion of the NPAC front-end systems from HP/Unix to IBM Blades/Linux, NeuStar will also be changing the IP addresses by which the SPs connect to the NPAC.  As had been discussed earlier, the current NPAC IP addresses belong to Cable and Wireless (now SAVVIS), and NeuStar needs to return these.  NeuStar has obtained its own IP addresses from ARIN, and by using these will be independent of the ISP address space.



NeuStar will use the known IP addresses for SP access to each NPAC region.  It is assumed that the SPs are not making any changes to their existing IP addresses at this time.



2. Scope of change: 



Both SPs as well as Neustar will potentially need to make changes to their respective Networks, Firewalls and Applications. This document is intended to address these changes.  



Table 1 below defines the new IP addresses that will be used by the NPAC at both locations – Sterling and Charlotte.  It should be noted that after the change, there will be only one new IP address for each region at each site.  All SPs connecting via dedicated, dial-up or VPN will use this single IP address for each site.



3. Connection categories: 



Neustar supports the following types of connections:



· Mechanized customers: These customers use dedicated circuits to connect to Neustar. Customers use static or BGP to peer with Neustar.



· Canadian VPOP: These customers terminate their circuits on the Canadian VPOP and peer using BGP with Neustar.



· Canadian VPN users: These customers use VPN clients to connect to Neustar and their access is limited to the Web.



· Dial-up LTI customers: These customers use dial-up connectivity to Neustar. Their access is also limited to the Web.



4. Dedicated Circuits:



4.1. Routing Policies: 



Neustar supports both BGP and static routing to enable connections. Neustar prefers for SPs to use BGP over static routing as this allows a more seamless fail-over. Neustar accepts only public routable IP addresses from the customer and can BGP peer with only public AS numbers. 



4.1.1. BGP Routing Policies:



Neustar will advertise 156.154.0.0/22 subnet in addition to the current subnets.  After the NPAC has migrated completely to the new IP addresses, NeuStar will withdraw the original advertisements of the SAVVIS/CW subnet.  



SPs need to modify their access lists or prefix lists that are being used for BGP peering to accept 156.154.0.0/22 in addition to their current subnets.  NeuStar recommends that SPs perform this step during a maintenance window.  After all SPs have completed this step, NeuStar will soft clear outbound BGP sessions to advertise this new subnet.  



NeuStar will set the preference to use the Sterling Data Center circuit for outbound traffic.  This will be achieved by setting the Local Preference BGP parameter



NeuStar would like to make the following recommendations:



· SPs should use MED (metric) to automatically influence the traffic inbound from NeuStar.



· NeuStar will use MED to influence the inbound traffic from the SPs.



· Neustar recommends that providers use IBGP if they use more than one router to terminate circuits.



4.1.2. Static Routing Policies:



SPs need to add a route to 156.154.0.0/22 pointing towards the Sterling serial link. Neustar recommends using Both the IP address and the Serial Interface name in the static route configuration.  SPs also need to put a weighted static route (with greater admin distance) for 156.154.0.0/22 pointing towards the Charlotte serial link. SPs can introduce these new routes at any time. They don’t need to wait for a maintenance window.  



4.2. Firewall Changes on SP end:



SPs need to add the new NPAC Application servers to their firewalls. Table 1 lists the IP addresses of all the new NPAC servers.  Table 1 also lists the ports that customers need to open up for each server.



5. Canadian VPOP customers:



Same as 4.1.1




6. Canadian VPN customers:



NeuStar will provide a new VPN policy file to the SPs.  SPs need to import this.  



NeuStar will make DNS changes to map the old DNS names to the new IP addresses on the cut over date, so SPs connecting via DNS names need to make no changes.



SPs connecting via IP addresses need to either connect to the new IP addresses specified in Table 1 or use DNS names.  This change over must occur on the cut over date. 



7. Dial up LTI customers:



NeuStar will make changes to the dial up routers to allow access to the new IP addresses.



NeuStar will make DNS changes to map the old DNS names to the new IP addresses on the cut over date, so SPs connecting via DNS names need to make no changes.



SPs connecting via IP addresses need to either connect to the new IP addresses specified in Table 1 or use DNS names.  This change over must occur on the cut over date.



8. Project Milestones



8.1. Distribute this document to the LNPA WG on Wednesday 3/9/05.



8.2. Have industry conference call on Wednesday 3/23/05.



8.3. SPs modify their access/prefix lists to accept 156.154.0.0/22 subnet by 4/4/05



8.4. SPs complete their Static Routing changes by 4/4/05



8.5. New VPN policy file is distributed by NeuStar 4/4/05



8.6. NeuStar advertises the 156.154.0.0/22 subnet on 4/8/05



8.7. SPs add new Application IPs (Table 1) to their fire wall 4/11/05



8.8. All production regions ready for “ping” testing 4/25/05



8.9. Last region deployed on Linux 7/17/05



8.10. NeuStar stops advertising the old C&W sub net IPs on 7/29/05  



TABLE 1



			NPAC IP addresses





			Sterling


			Charlotte


			 





			Name


			IP address


			Name


			IP address


			Ports





			MW


			156.154.0.33


			MW


			156.154.2.33


			102, http, https





			MA


			156.154.0.34


			MA


			156.154.2.34


			102, http, https





			NE


			156.154.0.35


			NE


			156.154.2.35


			102, http, https





			SW


			156.154.0.36


			SW


			156.154.2.36


			102, http, https





			SE


			156.154.0.37


			SE


			156.154.2.37


			102, http, https





			WE


			156.154.0.38


			WE


			156.154.2.38


			102, http, https





			WC


			156.154.0.39


			WC


			156.154.2.39


			102, http, https





			CA


			156.154.0.40


			CA


			156.154.2.40


			102, http, https





			FTP


			156.154.0.41


			FTP


			156.154.2.41


			ftp, scp





			SOW 34


			156.154.0.42


			 


			 


			102, http, https





			TUT


			156.154.0.52


			TUT


			156.154.2.52


			102, http, https
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ATIS Forum/Committee – Issue Identification Form



Issue Title: Authorizing NPA-NXX Assignment Transfer to Facilitate Establishment of New LRN



			Forum/Committee:


			INC


			Issue Number:


			462





			Committee/Subcommittee Assigned:


			CONXX


			Issue Status:


			Initial Closure *
(see Special Note below)





			Submission Date:


			12/3/04


			Initial Closure/Initial Pending Date:


			12/8/04





			Acceptance Date:


			12/7/04


			Target Date for Moving Issue to Final from Initial Closure (or Initial Pending):


			1/21/05





			Targeted Resolution Date:


			


			Final Closure Date:


			








Issue Statement/Business Need:



Background



As Nebraska continues to take proactive steps to conserve the assigned numbering resources and extend the life of the 402 area code, we have identified that the issuance of codes specifically to allow the assignment of an LRN may cause the exhaust of the 402 area code unrelated to any significant increase in a customer base. This could lead to the implementation of area code relief plans earlier than would otherwise have been needed and thus impose an unnecessary cost and burden on the carriers serving Nebraska and the citizens of Nebraska. We believe this is a situation that exists in other states having a significant rural population base. 



Nebraska fully understands and supports the intent of a carrier to obtain numbering resources for the purpose of assigning a Local Routing Number under the INC Location Routing Number (LRN) Assignment Practices, (INC-98-0713-021, Issued January 23, 2004). However, it is extremely frustrating when trying to conserve numbering resources to see a full code assigned to a carrier specifically to associate an LRN to one block, have the remaining 9 blocks returned to the pool, when there is already an excess of resources allocated to the rate center for the existing population base. 



This scenario is occurring more frequently in Nebraska as competition begins to move into the rural areas (the good news). However, when the end result is 40,000 numbering resources assigned to a rate center with a population base of 3,599 (the bad news) you begin to wonder. Two of the carriers have returned their 17 unused blocks to the pool but those numbers are still stranded and most likely will never be used. 



Requested Action



It is our opinion that encouragement to transfer NXX code assignment to facilitate LRN assignments is an important piece of the numbering resource optimization effort that has been missing. While this method will not address every situation, it will provide some measure of relief, can be implemented with minimal changes, and continues to use the existing association of the ten digit LRN with the six digit NPA-NXX method instead of moving to an association of an LRN at the seven digit, thousands block level. 



Nebraska is seeking changes to the INC Guidelines that would permit the voluntarily transfer of an NXX code assignment between SPs for the purposes of assigning an LRN.



We believe this is an action which can be taken in a short time frame, does not make any substantive changes to current policies and procedures, has minimal impact to service providers or state regulators who chose not to use these options, and continues the Commissions mission of conserving numbering resources.



Suggested Solution:


Modify sections 7.2 and of the COCAG to permit the voluntarily transfer of an NXX code assignment  between SPs for the purposes of assigning an LRN.



Resolution Statement:


The following text was added to the COCAG:



Section 7.2
Transfer of CO Code Not Assigned to a Single End-User Customer



The assignment criteria in the following section shall be used by CO Code Administrator(s) in reviewing a central office code request from a service provider to transfer an NXX code from the current code holder to the service provider making the transfer request, where the full NXX code is not assigned and reserved to a single end-user customer.  Should a regulatory authority ask SPs to voluntarily transfer a code for purposes of enabling an LRN, consideration must be given to the technical issues involved (e.g., contamination levels, dependencies on ancillary services, etc.). 
  In addition, the code cannot be transferred from one rate center to another rate center. 



Footnote: 
 Regulators may ask an SP to voluntarily transfer NXX code assignment to another SP in order to extend the life of an NPA Code.


Associated Committees/Issues:



Related work required for the solution to this issue to be implementable by the industry--consider functional platform; interoperability; performance, reliability, and security; OAM&P; ordering and billing; and user interface work.


Issue Champion(s):


			Name: 


			Don Gray


			Name:


			Ken Havens





			Company: 


			Nebraska PSC


			Company:


			Sprint





			E-mail address (optional):


			dgray@mail.state.ne.us


			E-mail address (optional):


			ken.r.havens@mail.sprint.com





			Telephone number (optional):


			402.471.0242


			Telephone number (optional):


			913.794.8526








Activity Log (can be very brief but this must be regularly updated on a meeting-by-meeting basis and include all agreements reached and action items):


· INC 79: The issue was accepted and discussed. It was noted that the crux of the proposed text emphasizes the voluntary nature of the NXX code transfer. It was also noted that the contribution’s text would seem to indicate that SPs need to fax a paper confirmation to NANPA, which would entail additional paper work. Participants then edited the text of the contribution. It was asked of NANPA if they would require a copy of the regulator request to transfer, to which NANPA responded that they did not believe strongly either way that this was necessary. It was also noted the existing language would not prevent transfers for LRN purposes.



It was noted that several good points had been made about some serious potential behind-the-scenes technical complications to the proposed language on the part of many SPs. The issue appears simple on the surface, but further consideration of the technical implications would be recommended. For example, it was noted that in non-pooling areas the contamination levels would also complicate the code transfer process, due to possible customer impacts.



It was then agreed to place the issue in Initial Closure. (Verizon noted its official objection to the Initial Closure of the issue.)



* Special Note: It was agreed to that Issue 462, Authorizing NPA-NXX Assignment Transfer to Facilitate Establishment of New LRN, would remain in Initial Closure until COB January 21, 2005.



Update: 1/14/05
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Recommendation on National Pooling Administration Change Order Proposal



Prepared by the Numbering Oversight Working Group (NOWG)



DATE: September 19, 2003



PA Change Order Identification



Change Order Proposal:
# 24



Proposal Name:
LNPA WG PIM #24 and INC CO/NXX Issue #364 – “Modification to Procedures for Code Holder/LERG Assignee Exit”



PA Proposal Date: 

August 26, 2003


NOWG Description:



This proposal is related to customer service disruptions associated with PA block assignments.  Disruptions occur when a service provider’s assigned block contains unrecorded customer assignments from the donating carrier.  They are caused when either (1) assignments are not identified by the donating/returning SP at time of block donation/return or (2) the donating/returning SP continues to assign TNs associated with a previously donated/returned block. Note that the TN assignments in question may not be shown as ported in the NPAC and therefore the associated blocks appear to be pristine or lightly contamination at the time of block return/donation. Blocks containing unidentified TN assignments negatively impact both the receiving and donating/returning service provider.  



Analysis Checklist (If underlined “NO”, see Analysis and Comments Section)


Yes / No - The change order proposal meets the desired outcome, e.g., INC resolution.



Yes / No - The change order sufficiently describes the impact upon PA processes and systems.



Yes / No - The NOWG agrees that no known industry activities could impact this change order.



Yes / No - The NOWG has enough information in order to make a recommendation.



Yes / No - The NOWG can recommend approval of this change order without reservation.



Recommendation



The NOWG recommends that this change order should __ __ be approved __X__ not be approved as written.  



However, the NOWG recommends that the proposal be accepted WITH THE MODIFIED SOLUTION IDENTIFIED IN THE “ANALYSIS AND COMMENTS” SECTION BELOW.



Analysis and Comments



Checking blocks at the time of donation/return to the pool may not completely resolve the issue. There may be continued contamination due to human error while the block resides in the rate center pool inventory.  The new block holder or donating service provider would only discover this after the PA has made the block assignment. 



If a donating/returning SP either (1) continues to assign TNs from a donated/returned block or (2) does not intra-service provider port (ISPP) all TNs prior to block donation/return, there will be no record of those working TNs in the NPAC.  Thus, the proposed value in getting the NPAC report is lost since it will not reflect these working (but not ported) TNs.



The NOWG does not recommend Solutions A, B or C, but recommends the following solution discussed with the PA on September 12, 2003:



The NOWG recommends that the PA select one NPA from each U.S. NPAC region and perform an audit of embedded block inventory. The criteria used by the PA to select the best NPA candidates are to be determined by the PA. By using the proposed NPAC report to ascertain the type and frequency of error within the PAS embedded base, the PA will assess the problem. These results will then be shared with the NOWG to assist in determining if there is value in proceeding with a one-time scrub of the entire PAS embedded base. 



The NOWG recommends that the FCC authorize the PA to obtain such NPAC reports for a one-time evaluation as described above.



In addition, the NOWG recommends the PA implement the following two steps as soon as possible, namely, (1) create an informational bulletin on its web site reminding SPs of their obligations to (a) pre-port all working TNs and to (b) protect blocks from future assignment activity once the block has been donated/returned to the pool and (2) introduce a new issue at INC to add text to the TBPAG reminding SPs of their obligation to contact the PA immediately upon discovering that the original contamination information was not accurate or has changed. 
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NP Best Practices Matrix 



2/11/2005


Please Note: All items from 1 - 33 were developed and agreed to by the WNPO (Wireless Number Portability Operations) team.



Item #


Date Logged


Recommend Chg to Reqs


Submitted by Team 


Major Topic


Decisions/Recommendations





0001






10/9/01


Yes





Time Stamp on SV Create


The WNPO decided that for an inter-species port (between wireless and wireline) the time stamp on an SV create sent to the NPAC must be set to zero.  For wireless-to-wireless SV creates, specific times can be set.  There are still some operational problems associated with the time stamps today, and they may be exacerbated with the introduction of wireless porting.





0002


10/9/01


Yes





Type 1 Trunk Conversion


Recommend that project management processes be put in place for Type 1 trunk conversions.





0003


12/10/01


Yes





BFR Contact Information


Sending the BFR form to the recipient contact information in the WNPO BFR Matrix or the LERG contact information guarantees that you have made the request for another service provider to support long-term Local Number Portability (LNP) and open ALL codes for porting within specified Metropolitan Statistical Areas (MSAs) and the specified wireline switch CLLI (Common Language Location Identifier) codes.  The intended recipient is responsible for opening the necessary codes for porting.  It is the recipient’s responsibility for ensuring that the contact information in the WNPO BFR Matrix and/or the LERG is correct.  





0004


12/10/01


Yes





N-1 Carrier Methodology Clarification


The N-1 carrier (i.e. company) is responsible for performing the dip, not the N-1 switch.  If there is a locally terminated call then the originating carrier needs to perform the dip, because they cannot be sure whether the tandem switch belongs to the N-1 carrier or the N carrier (terminating carrier).  For all local terminations the originating carrier needs to perform the dip, however, for any calls going through an IXC the IXC must perform the dip.  Following are examples that were discussed:  



a) Wireless to a ported local wireless – the originating wireless carrier should perform the dip (unless they intend to default route and pay the terminating carrier to perform the dip for them).



b) Wireless to a ported local wireline – the originating wireless carrier should perform the dip, since they cannot be sure whether a tandem switch belongs to a different carrier than the terminating switch (unless they intend to default route and pay the terminating carrier to perform the dip for them).





0005


1/7/02


Yes





BFR Requirements


The NRO 3rd Report & Order, released on 12/28/01, clarified that BFRs (Bonafide Requests) are not needed within top 100 MSAs – all codes within the top 100 MSAs must be open for porting by 11/24/02.  This applies to both wireline and wireless SPs.





0006


1/9/02


Yes





Sufficient Testing Prior to Turn-Up


Service providers must sufficiently test all equipment prior to turning it up in production.  If service providers are unable to complete sufficient testing they should not turn up equipment that is not ready for production use. 





0007


2/4/02


Yes





Database Query Priority


Number portability queries should be performed prior to HLR queries for call originations on a wireless MSC.





0008 


3/10/03








DELETED


Team consensus was to remove this issue. 





0009


3/4/02


Yes





Ensuring Timely Updates to Network Element Subsequent to NPAC Broadcasts


The appropriate network elements should be updated with the routing information broadcast from the NPAC SMS within 15 minutes of the receipt of the broadcast.





0010


3/4/02


Yes





No NPAC Porting Activities During the SP Maintenance Windows


NPAC porting activities should not be carried out during the service provider maintenance window timeframes AND service providers should start maintenance at the start of the window. 





0011


3/4/02


Yes





NeuStar Application Process


At a minimum, NeuStar recommends that all SPs start the application process with NeuStar no later than July 1, 2002 to secure the necessary NeuStar resources in order to comply with the mandated dates.  A carrier cannot begin participation in intercarrier testing until the application process is completed.  





0012


4/8/02


Yes





Wireless Reseller Flows


The WNPO took a vote on 4/8/02 and decided that Option B (as described in a contribution from Sprint), an alternative wireless reseller flow, would be used instead of those documented in the Technical, Operational and Implementation Requirements document (Option A).  The flows and narratives for Option B will be documented in upcoming WNPO meetings. 





0013


4/9/02


Yes





FCC 3rd Order on Reconsideration and NPRM (FF 02-73)


The issuance of the FCC 3rd Order on Reconsideration and NPRM (FCC 02-73) in March 2002 has caused uncertainty within the wireless industry.  The WNPO has agreed upon the assumptions below in an effort to minimize the uncertainty and effectively manage the implementation of WLNP and pooling.


1) Wireless service providers participating at the WNPO are agreeing to open all their codes within the Top 100 MSAs prior to 11/24/02 (without receiving a BFR), regardless of whether BFRs are required in the future.  The original mandate specifies that BFRs must be submitted no less than nine months prior to implementation.



2) Wireless service providers participating at the WNPO will assume the Top 100 MSAs are those defined in the 3rd NRO Report and Order – FCC 01-362 issued in December 2001 (including CMSAs).



Note: Participating service providers are defined as those in attendance at the 4/8/02 WNPO meeting.





0014


4/23/02


Yes





Paging Codes


Paging Codes should not be marked as portable in the LERG.  Refer to the Telcordia™ Routing Administration (TRA) Central Office Code Assignment Guidelines (COCAG) Forms Part 2 Job Aid for additional information.





0015


5/14/02


Yes





Staggered Approach to Opening Codes in the LERG & NPAC


The WNPO has published a schedule for opening codes in the LERG and the NPAC.  It is recommended that this staggered schedule be followed by wireless carriers in order to manage workload for pooling and porting implementation.





0016


5/14/02


Yes





LRN Assignments


Wireless carriers should define their LRNs per switch, per LATA, per wireless point of interconnect (in the case of multiple points of interconnect to multiple LECs in the same LATA).





0017


5/14/02


Yes





Troubleshooting Contacts


Carriers should update their troubleshooting contact information on the NIIF (Network Interconnection & Interoperability Forum) website under www.atis.org.





0018


5/14/02


Yes





LSOG Version


Wireless and wireline carriers should support at least LSOG 5.0.  





0019


6/10/02


Yes





Clearinghouse Maintenance Windows


Maintenance on all systems used exclusively for LNP should be scheduled to occur during the regular Service Provider Maintenance Window that occurs each Sunday morning.





0020


08/13/02


Yes





NPDI Field on LSR


In a wireline to wireless port, wireless service providers will always populate the NPDI field on the LSR with a value of ‘’C’’.





0021


11/25/02


Yes





Permissive Dialing Periods


Due to the face that wireless and wireline service providers will be sharing codes in the pooling/porting environment, extended Permissive Dialing Periods for wireless service providers can no longer be supported.





0022


11/25/02


No





Porting/Pooling and Telemarketing


In a pooling or porting environment, there will be a potential impact from telemarketers after November 24, 2002 on the wireless customer.  As required by current law, it remains the responsibility of the Telemarketing Industry to ensure that wireless customers are not adversely impacted (see Rules and Regulations for Implementing the Telephone Consumer Protection Act of 1991, CG Docket No. 02-278 and CC Docket No. 92-90.  





0023


2/25/03 


No 





Vertical Services Database Updates 


The recommendation is that all Service Providers analyze their internal processes by which the various databases are updated with their individual database provider to assess timing requirements and determine potential issues.  This will be placed on the decision recommendation matrix.





0024 


3/10/03


Yes





WICIS 2.0


Carriers will use ICP systems that are OBF WICIS 2.0 compliant for production on 11/24/2003. Letter from OBF dated 2/14/03 to industry. 





0025


4/07/03


No





In-Vehicle Services


The process of porting a vehicle MDN is based on a formal arrangement between any and all impacted partners. 





0026


7/10/03








10-Digit Trigger


As a reminder to wireless carriers: In your operating agreements with wireline trading partners make the 10-digit trigger functionality a default and to the extent that you are issuing an LSR for a third party provider, ensure the 10-digit trigger box on the LSR is checked. 





0027


7/10/03








Retail Holiday Hours 


If Service Providers [mutually] agree to do the Intercarrier Communication Process on holidays then by default the Service Providers agree to follow normal intervals for concurrence in order to complete the port. 









0028


10/14/03





Wireless Workshop


Supplemental Type 2 Usage


The OBF Wireless Workshop has learned that some implementations of the Wireless Intercarrier Communications Interface Specifications, (WICIS), may automatically kick off SOA/NPAC activity prior to the full customer validation process being completed. When a confirmed Port Response is sent for a Supplement Type 2 request, which only changes the Due Date or Time, prior to confirming the original port request or Supplement Type 3 (other), the SOA/NPAC activity may begin pre-maturely. We ask that the following recommendation be added to the WNPO Decision Matrix as an operational guideline to assist in limiting inadvertent ports.


Recommendation Title: Limit the usage of a Supplement Type 2. 
  
A Supplement Type 2 should not be sent unless the NSP has received a confirmed response to the original port request or subsequent Supplement Type 3. If the original request or a Supplement Type 3 has not been confirmed, the only viable Resolution Required Response Type is RT="R" (Resolution Required), and the only valid RCODEs (Response Codes) would be:


 1M - Requested Due Date less than Published interval 
 1N - Due date and time can not be met 
 6E - Due date can't be met  
 6F - Due Time can't be met 
 1P - Other  (remarks must be DD/T specific).  
A Supplement Type 3 should be utilized by the New Service Provider to convey any change in the requested Due Date & Time, when they have not received a Confirmed Response to the original port request or Supplement Type 3.


11-15 Update: This functionality is slated for the next WICIS version. However, there is no date available.





29


12/8/03





FORT


ICP Hours of Operation 


ICP process should be able to support porting 24 X7 and it is up to the trading partners to add additional restrictions. 









30


2/2/04





WNPO


NPA Splits (this was updated on 4/5/2004.) 


It is the recommendation of the OBF Wireless Committee (Issue 2570) that beginning at the start of permissive dialing the new service provider would initiate the port request using the new NPA/NXX.  The old service provider must do the translation to the old NPA/NXX in their OSS if needed.  Note: it is the responsibility of both providers, old and new, to manage the numbers during PDP ensuring that the TN is not reassigned in their systems during permissive dialing.



Note: Once NNPO has reviewed and provided feedback this document will be updated and reposted. 






[image: image1.emf]D:\NPA Splits1.doc






5/14/04 Update: NNPO has not responded with any updates. 





31


2/2/04





WNPO 


NPAC Port Prior to Confirmation


Raise awareness within the industry that a NSP must receive a positive response before a “create” is sent to the SOA. Ensure that all personnel are properly trained on the correct, agreed upon industry process. Please refer to the official NANC flows for the exact process to be followed. 
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2/3/04





WNPO 


Port Protection 


WNPO agreed to recommend (non-binding) that service providers utilize the following method to remove port protection from customer accounts that had port protect in place:



“Provide the customer with a password/pin number they can use to remove the port protection service from their account.  The new service provider would then send the password/pin number in the WPR to the old service provider authorizing the removal of the port protection service and the port to the new service provider.” 
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4/5/04





WNPO 


Best Practices 


This contribution documents specific industry guidelines agreed upon among trading partners since Nov. 24, 2003. 
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9/8/04





LNPA-WG


PIM 41 V6 


SPID Migrations


A SPID migration is allowed to occur before the Telcordia LERG™ Routing Guide effective date provided, however, that the effective date is no later than the following Wednesday.  In general, however, SPID migrations should be scheduled on or as soon after the published Telcordia LERG™ Routing Guide as possible.


Additionally, service providers are urged to follow the processes listed below for required SPID changes:



INDUSTRY SPID CORRECTION SELECTION PROCESS:



If  No Ported Numbers Exist In The Code(S) Or Block(S) Affected By The Move:




If no ported numbers are in the code, the new code holder should contact the current code owner as shown in the NPAC to have the code deleted in the NPAC.  The new code holder will then add the code in the NPAC under their SPID. 



If  Ported Numbers Exist In The Code(S) Or Block(S) Affected By The Move:


 
1.  Coordinated Industry Effort:  The new code holder should identify the number of ported TNs within the NXX(s) in question and the number of involved service providers to determine if this option is feasible.  Based on the number of involved service providers, the new code holder should coordinate a conference call to determine if the delete/recreate process is acceptable among all affected service providers.  If this process is deemed acceptable, the affected service providers shall coordinate the deletion and recreation of all ported SVs in the code(s).  Note that the delete/recreate process is service affecting for those ported subscribers.  Type of customer should also be considered.  It is recommended that this process be considered when there are five (5) or fewer Service Providers involved and less than one hundred and fifty (150) SVs.  




2.  NANC 323 SPID Migration: If Option 1 above cannot be used to change NXX code ownership in NPAC,the industry preferred process is to perform a NANC 323 SPID migration.




3.  CO Code Reallocation Process:  The following process should be considered only as a last resort when Options 1 and 2 above cannot be used to change NXX code ownership in NPAC! Service providers may utilize the CO Code Reallocation Process (pooling the blocks within the code at NPAC).  









35


2/11/05





LNPA-WG



PIM 47v4


Abandoned Ports


This is the solution only when a carrier has not or is unable to use the recommended cancel process as documented in the NANC Process Flows.



Most wireless carriers have agreed to follow the following two scenarios.  Other carriers can have different intervals and processes for determining when a port is abandoned.  Those carrier’s business rules for identifying an abandoned port and when and how they will purge the abandoned port from their records will be posted on their LNP web sites.



Scenario 1 – This scenario applies to the service providers that use the NPAC activation notice before disconnecting the porting end using customer.  When the Old Service Provider (OSP) has confirmed the port request but does not receive an activation notice from NPAC, they can consider the port request abandoned 30 calendar days after the due date. In a similar process, the NPAC purges pending Subscription Versions (SVs) 30 days after their due dates have passed.



Scenario 2 - The OSP has responded to a port request with a Resolution Required requiring subsequent activity from the NSP. If no subsequent activity has been received within 30 calendar days, then the port may be considered abandoned.
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WIRELINE, INTERMODAL, WIRELESS




NPA SPLIT – LNP MANAGEMENT




Intercarrier Communication Process







Section 1 – Wireline Service Providers - Wireline & Intermodal Port



				Provider



				Region



				What NPA is required for LSR's issued during the Permissive Dialing period? The new NPA or the existing?








				If we require the New NPA and the existing is sent, will we reject it?








				Or will we change the existing NPA to the New NPA without erroring the LSR?








				What NPA is required if an LSR is issued during Permissive Dialing but is due to complete after Mandatory?












				Qwest



				



				The NPA should be the new one since the actual conversion has already occurred.








				Yes



				No, the LSR will be rejected.








				The new NPA is required since the conversion has actually already occurred.












				Sprint



				



				Sprint requests the new NPA, if the old NPA falls out to manual. Sprint would flash-cut at the beginning of the PDP.



				If the provider does not receive the new NPA, the system would automatically update the tables, otherwise the old NPA would be invalid and the CLEC would receive an error message.



				After updating the tables, the GUI will change any existing pending orders to the new NPA. If the old NPA is sent in after that, an error message will be sent.



				If an order is pending, the system is updated with the new NPA. The system should go through and update it.







				SBC



				



				SBC requires the old NPA, until the NPA split, then would require the new NPA.



				



				



				







				AT&T



				



				AT&T prefers the new NPA, but could handle either.



				If they receive the old NPA, they will accept it and convert it to the new NPA.



				



				







				BellSouth



				



				BellSouth requires the old NPA until the PDP begins, then would require the new NPA.



				



				



				







				Frontier



				



				Frontier expects the old NPA until a certain date. They then send out a follow-up notification giving their carriers 60 days notice of the change.



				LSRs were rejected if the provider doesn’t receive the NPA in the LSR that was expected.



				



				LSRs were rejected if the provider doesn’t receive the NPA in the LSR that was expected.







				Verizon



				



				Verizon expects the new NPA.



				If they do not receive the new NPA, the LSR would be rejected because they would not recognize the telephone number.



				A pending order file is updated with the new NPA, but the incoming LSR is not automatically updated with the GUI.



				











Section 2 – Wireless Service Providers – Wireless Port



				Provider



				Region



				What NPA is required for WPR's issued during the Permissive Dialing period? The new NPA or the existing?








				If we require the New NPA and the existing is sent, will we reject it?








				Or will we change the existing NPA to the New NPA without erroring the WPR?








				What NPA is required if an WPR is issued during Permissive Dialing but is due to complete after Mandatory?












				Wireless



				All



				It is the recommendation of the OBF Wireless Committee (Issue 2570) that beginning at the start of permissive dialing the new service provider would initiate the port request using the new NPA/NXX.  The old service provider must do the translation to the old NPA/NXX in their OSS if needed.  Note: it is the responsibility of both providers, old and new, to manage the numbers during PDP ensuring that the TN is not reassigned in their systems during permissive dialing.



				 No



				Although the new NPA is expected, if the old NPA is received the old service provider will accept the request and manage the number as needed. 



				By following the OBF recommendation (Issue 2607) this is not an issue.  The recommendation states that the new NPA is used at the beginning of permissive dialing.
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ABSTRACT:
Carriers participating in wireless number portability since November 24, 2003 experienced significant fallout using numerous alphanumeric validation fields.  As a result, many wireless carriers participated on weekly calls to come to consensus on how to continue to do proper validation to reduce the fallout by using numeric validation fields only (on simple ports).  This contribution documents industry validation guidelines agreed upon during the weekly calls for wireless to wireless porting.




CONTRIBUTION: 





Detailed description of the issue, alternative solutions, and recommended solution.




I    Introduction:



When wireless number porting began on November 24, 2003, alphanumeric validation fields quickly became recognized as the top contributor to porting fallout.  Many wireless carriers participated on weekly WNP steering committee calls to come to consensus on how to continue to do proper validation but still enable a significant amount of fallout reduction.  The result of these calls was that most of the carriers involved agreed to use numeric validation fields only (on simple ports).  In doing so, fallout was significantly reduced.




II   Discussion & Alternative Solutions:




These carriers believe that the additional alphanumeric validation fields, such as name and address, resulted in:




1. Increased fallout




2. Increased costs to the carriers




3. Increased head counts in the port support centers




4. Longer porting times.




Longer porting times resulted in:




1. Customer dissatisfaction with both carriers




2. Longer “partial service” time periods




3. Longer periods where the E-911 call back number is an issue




4. Overlapping billing periods.




.  




III Recommendation:




Customer ports should be verified by the following validation fields:




1. MDN




2. Social Security Number OR Account Number OR Tax ID number (for business accounts)




3. 5 Digit Zip Code*



4. Password or pin (where applicable)




Furthermore, these elements should:




1. Not be punctuation sensitive




2.   Not be case sensitive




3.   General rules around social security or account number should be:




· If only one is provided, validate if the one provided is correct and do not require both.




· If both are provided, validate on only one even if the other is incorrect.




These recommendations  were found to be “best practices”  for carriers already participating in wireless number portability.  




*Update 4/27/2004




Additional calls were held in April, 2004 with the top carriers agreeing to remove the validation of zip codes.  Please note that these “best practices” do not in any way change the WICIS process of obtaining customer information and fully populating the WPR (Wireless Port Request).



Notice: This contribution includes information that has been prepared to assist the WNPO.  This document is submitted as a




basis for discussion and is not a binding proposal on the Source or the Contact.  The aforementioned carrier(s) specifically




reserve the right to add to, amend, or withdraw its contents.
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy):  9/27/2004



Company(s) Submitting Issue:  Verizon Wireless



Contact(s):  Name:    Deborah Tucker



Contact Number:
615-372-2256



Email Address:
stephde@GL.verizonwireless.com


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



Service Providers do not have clear direction in the NANC flows regarding the proper porting procedure for Type 1 numbers.  Some issues that have arisen due to this lack of clarification in the NANC flows are:  Paging numbers that are set up through Type 1 blocks have been inadvertently ported and Type 1 account information is not being validated between the ONSP and the OLSP prior to port completion leading to inadvertent ports.  



The NANC flows need to be modified to properly address porting situations related to Type 1 numbers.             



2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A.   Examples & Impacts of Problem/Issue:  



Figure 2 of the NANC flows has a decision step to determine if the Old Local Service Provider is a reseller or a Type 1 wireless number is involved.  If yes, then a conditional step is used whereby the ONSP sends an LSR, LSR information, or Loss Notification to the OLSP.  An additional conditional step takes place where the OLSP sends an FOC or FOC information to the ONSP.  These conditional steps are based on fulfilling all requirements of any service level agreements between the involved service providers.   



Service Level Agreements are not required for porting, thus in the absence of such an agreement, the flows can be interpreted in such a way that these conditional steps are not required and numbers ultimately are not ported or are ported inappropriately.                                        


B.   Frequency of Occurrence:  Issues with porting Type 1 arise on a daily basis.



C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     



 West Coast___  ALL: XXX



D.  Rationale why existing process is deficient:  The NANC flows were developed prior to the launch of wireless number portability where wireline porting was used as the basis for determining wireless and intermodal  porting guidelines.  Service Providers have encountered numerous challenges in intermodal porting since the NANC flows were last revised.  Changes are needed to provide clear direction to Service Providers.



E.   Identify action taken in other committees / forums: None that we are aware of. __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________



F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution: 



The Wireless New Local Service Provider (NLSP) submits the Wireless Port Request (WPR) to their respective Clearinghouse Vendor.  The Clearinghouse Vendor sends the CSR to the Wireline Old Network Service Provider (ONSP), and if rejected with an indication that the account is not found and/or it is a Type 1 number, the Clearinghouse Vendor, using information optionally provided by the Wireless Type 1 provider, can manually validate the port request with that Wireless Old Local Service Provider (OLSP).  If validated, the Clearinghouse Vendor then sends the LSR to the Wireline ONSP using information provided by the Type 1 provider to correctly populate the LSR.  If the port request does not pass validation by the OLSP, the Clearinghouse Vendor will send a notification to the NLSP, who should then cancel the port request.  If the Type 1 information is not available to the Clearinghouse Vendor, the Clearinghouse Vendor will proceed with the port request without a validation attempt.  



Wireless providers who process ports manually should validate the Type 1 end user information whenever possible prior to submitting the LSR to the Old Network Service Provider.
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LNPA WG: (only)



Item Number: 0049v3



Issue Resolution Referred to: _________________________________________________________


Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy): 01/17/2005



Company(s) Submitting Issue: Syniverse



Contact(s):  Name: Rob Smith




         Contact Number: 813.273.3319 



         Email Address: Robert.smith@syniverse.com



(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



A large number of wire line to wireless ports fail the automated process because they are from large accounts where the customer service record (CSR) is too large to return on a CSR query.  The CSR is needed to complete an LSR.



2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A. Examples & Impacts of Problem/Issue: The automated process for porting from wire line to wireless is dependent on obtaining the customer service record (CSR) that provides additional information needed to complete an LSR.  “CSR too large” is one of the more frequent causes of fall-out for intermodal ports.  It occurs when a number is being ported from a large account such as a hospital, school or large business.  There is a limit to the size of the CSR file that can be returned.  The current systems of wireline providers will return the entire CSR when only a small amount of data is relvant and needed.  Typically a file cannot exceed  1 MB.  Consequently these ports for numbers within large accounts fail and must be worked manually. 



B. Frequency of Occurrence: Between 100 and 200 ports each month



.


C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     



 West Coast___  ALL_x_



D. Rationale why existing process is deficient: These ports must be manually processed and require a lot of time and effort to process.


E. Identify action taken in other committees / forums: 



No other yet.



F. Any other descriptive items: __


__________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution: 



Porting systems could be designed within the ILECs so that only information relevant to the particular number being ported is returned in response to a CSR query.  


LNPA WG: (only)



Item Number: 0050



Issue Resolution Referred to: __________


Why Issue Referred:


____________________________________________________________________________________________________________________________________________________________________________



______________________________________________________________________________________
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy): 02/27/2004



Company(s) Submitting Issue: TSI



Contact(s):  Name: Rob Smith 



         Contact Number: 813-273-3319   




         Email Address: rsmith@tsiconnections.com 



(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



Wireless carriers are not receiving customer service records (CSRs) from all wire line network service providers when a reseller is the local service provider.  Wireless port requests do not collect the needed information to complete a wire line local service request (LSR).  The CSR is required to complete the LSR and the port the number.


2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A. Examples & Impacts of Problem/Issue: 



The current NANC flows suggest that when a number is porting from a reseller, the port request should be issued to the network service provider.



Developing a local service request (LSR) from a wireless port request (WPR) requires a customer service record (CSR) provided by the old network service provider (OSP).  When the OSP is a reseller and the number is porting from an old network service provider, the CSR is not always provided by the wire line network service provider and there is not enough information to complete the LSR.  



About half of the larger wire line carriers do provide the CSR on reseller numbers and the ports occur without incident.  The others wire line carriers simply reject the CSR request because it is not their customer and the port fails and is nearly impossible to resolve.


B. Frequency of Occurrence:



These problems may occur multiple times a day.



C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     



 West Coast___  ALL_x_



D. Rationale why existing process is deficient: 



For old network service providers that do not provide CSRs, the ports fail.



E. Identify action taken in other committees / forums: 



No other action has been taken by other groups.



F. Any other descriptive items: __



__________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution: 



Wire line network service providers should provide the customer service record on porting reseller numbers.  The response message to the CSR query should include a statement that the number being requested is a reseller number.



LNPA WG: (only)



Item Number: 0032 v3




Issue Resolution Referred to: _________________________________________________________


Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy): 02/27/2004



Company(s) Submitting Issue: TSI



Contact(s):  Name: Rob Smith 



         Contact Number: 813-273-3319   




         Email Address: rsmith@tsiconnections.com 



(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



Wireless carriers are not receiving customer service records (CSRs) from all wire line network service providers when porting ‘Type 1’ numbers from other wireless service providers who are leasing the number.  Wireless port requests do not contain the needed information to complete a wire line local service request (LSR).  The CSR is required to complete the LSR and the port.


2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A. Examples & Impacts of Problem/Issue: 



The current NANC flows suggest that when a number is ‘Type 1’, the port request should be issued to the network service provider rather then the billing service provider.



Developing a local service request (LSR) from a wireless port request (WPR) requires a customer service record (CSR) provided by the old network service provider (OSP).  When the OSP is leasing the number from a wire line network service provider as a ‘Type 1’ number, the CSR is not always provided by the wire line network service provider and there is not enough information to complete the LSR.  



About half of the larger wire line carriers do provide the CSR on ‘Type 1’ numbers and the ports occur without incident.  The others wire line carriers simply reject the CSR request because it is not their customer and the port fails and is nearly impossible to resolve.


B. Frequency of Occurrence:



Multiple time a day.



C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     



 West Coast___  ALL_x_



D. Rationale why existing process is deficient: 



For old network service providers that do not provide CSRs, the ports fail.



E. Identify action taken in other committees / forums: 



No other action has been taken by other groups.



F. Any other descriptive items: __



__________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution: 



Wire line network service providers should provide the customer service record on ‘Type 1’ ports.  The response message to the CSR query should include a statement that the number being ported is a ‘Type 1’ number.



LNPA WG: (only)



Item Number: 0034 v2




Issue Resolution Referred to: _________________________________________________________


Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy):  03/07/03


PIM # 24



Company(s) Submitting Issue:  NeuStar Pooling,  AT& T Wireless



Contact(s):  Name    Barry Bishop, Stephen Sanchez




         Contact Number   847-698-6167, 425-288-7051




         Email Address   barry.bishop@neustar.biz, stephen.sanchez@attws.com 



(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



Blocks that are being assigned to Service Providers are either contaminated when they are donated as a non-contaminated block or the blocks have been contaminated over 10%.  This is causing customers to be out of service or blocks being exchanged for a less contaminated or non-contaminated block.     



In addition when the PA has assigned a block, at times the block is being rejected in the NPAC for not having the NXX as opened in the NPAC as portable.                                                     



2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A. Examples & Impacts of Problem/Issue: 



When a SP donates a block they mark the block as either contaminated or not contaminated.  They do not indicate how many TN’s are contaminated.  SP’s are suppose to do a Intra SP port on their contaminated TN’s prior to donating a block so that the block can be ported to the new SP and they can begin using the block on the effective date.  The new SP should query the NPAC prior to assigning any TNs to determine which TN’s are contaminated and exclude those from their inventory assignment. 



 In one situation what is happening is that a block is assigned, the new SP goes to put those numbers in service, the old SP has not done their Intra SP ports causing their customers to be out of service.  To resolve this, the 1000 block has to be deported, so that the old SP can Intra SP port their numbers then the 1000 block is reported to the new SP.  



In another situation a block has been assigned either uncontaminated or contaminated and it is discovered the block has over 10% contamination.  In this case the block has to be deported and a new block has to be assigned to the SP.  



When a block is assigned and the NXX is not opened for porting in the NPAC, the block is rejected.  The SP of the code then has to go into the NPAC and add their code as portable so that the block can be then ported.  Even though this may take a matter of minutes to add, getting a hold of the correct person at a company to do this may take some time.



B. Frequency of Occurrence: 



Ongoing



C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western_ _     



 West Coast___  ALL_X__



D. Rationale why existing process is deficient:



It is up to the SP’s to do their INTRA SP ports and make sure they take the 1000 block out of their inventories when donating the block.  This is not always happening.



It is up to the SP to add their NXX to the NPAC as a portable NXX prior to donating blocks.  They indicate so on their donation form.  However, this has not been the case in many situations.



E. Identify action taken in other committees / forums: 



Issue raised at INC on two different occasions, they felt the guidelines already addressed the issue by leaving the responsibility to the SP to do the necessary work when they donated the blocks.



F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution: 



The following actions are proposed to resolve this issue:



Provide the PA access to the NPAC to check for contamination prior to the assignment of a thousands block.



Provide the PA access to the NPAC to check if the code is opened as portable.



LNPA WG: (only)



Item Number: 0024




Issue Resolution Referred to: _________________________________________________________


Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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ABSTRACT:  This contribution discusses alternatives to NPAC for VoIP/NGN call routing, and discusses issues with inclusion of VoIP routing data in NPAC that is not required to support porting of VoIP numbers.

NOTICE:


This document is offered to the NANC Future of Numbering Working Group as a basis for discussion and is not a binding proposal on Telcordia. Telcordia specifically reserves the right to amend or withdraw the statements contained herein.


Background


NANC 399 and 400 


Technical Issues w/NPAC Solution


· Database size and performance concerns (local and regional)


NPAC based solution in NANC 400 adds four URI fields at up to 255 characters in each field for potentially every SV and pooled record in the NPAC.  No work on modeling this impact has been undertaken.  No average size for a SP gateway URI has been determined.  Database sizing usually considers maximum size for capacity planning and performance purposes.  


· Presumes change to LRN-LNP Architecture for routing to VoIP calls


Change orders specifically note that URI is like the LRN for VoIP related calls, contribution at NANC notes it’s like the point code data; both are the basis for the LRN LNP routing architecture and related ANSI standards.   In all NGN call flows for ported or pooled numbers in standards documents today, it is presumed that the routing will be done in accordance with the LRN architecture.  All the standards and signaling protocols have been written in accordance with that architecture and change to the architecture would result in the need for considerable change in many North American standards bodies.


· LSMS development/replacement required


If VoIP is different data structure and LRN routing architecture than PSTN and the data will not be used by the same LNP downstream systems then it may not make sense to have the data in the same LSMS, so a separate LSMS and possibly an entirely separate data stream for VoIP routing might be required (NANC 401).  Even if the LSMS can accept the data with only software modifications to accommodate the new data; there needs to be feature or functionality development to then push the data to downstream routing database systems.  


· SCP development required


Network based routing systems such as the SCP do not currently have features for receiving from LSMS, storing or responding to queries from network elements for URI information.  Development would be required to add such functionality.  It is possible that any network element with a TCAP stack would require modification to be routed to a ported or pooled TN if the URI was to be used instead of the LRN.  


· STP development possibly required


Current LNP LRN architecture depends on STPs for the secure reliable interconnection of networks and they use DPC routing for the signaling interconnection.  If URIs are introduced in place of LRN and DPC combinations for some VoIP routed calls development could be necessary in order for STPs to be able to securely accommodate this.


· Softswitch development required


Softswitches today, like all LNP capable switches, have been developed to expect an LRN in response to a LNP query to the SCP.  They then use translation tables to determine the route to reach the next step of the destination to reach the NXX of the LRN.  However, there is no logic within the softswitch today that expects to receive a URI address in response to a query from a network routing database (SCP).  Development would likely be required at the switch, as potentially there would be for any network element with a TCAP protocol stack, to accommodate an NPAC based solution.


· Communications protocol changes required


There are no queries developed in protocol to request and receive URI information from an SCP or other network routing database in lieu of an LRN for portability correction.  There is no defined signaling to address use of a URI in place of an LRN or DPC to determine the route for a ported TN.  All protocols in use today and in development for VoIP routing assume the use of an LRN returned in a TCAP query from an SCP for portability correction.  The IETF draft on global switching in a portability environment notes that portability correction for IP routable communications will work best with an originating query.  


Alternatives


· Private database solutions


[image: image1]

· Allows for SP’s to determine the most efficient least cost solution for them


· Allows for multiple vendors to compete to provide the most complete solution


· Vendors independently collect and disseminate VoIP routing information much like PSTN routing information is disseminated today


· Private ENUM solutions

Similar to private database solution listed above but specifically makes use of ENUM resolution protocols.  There several companies providing such services today such as NetNumber, Peerio and others.  


The following related slides are from a presentation at Fall VON by Richard Shockey of Neustar.
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Private/Carrier/Infrastructure ENUM


• Private ENUM is generally regarded as one or more technologies 


(including DNS)  that permit service providers to exchange phone


number to URI data in a private secure manner.


• Private ENUM is to be assumed as authoritative for all endpoints


service providers choose to exchange data for. There is no need to 


OPT-OUT.


• Private ENUM therefore is similar in its trust model to that of the 


NPAC except that it is not a regulatory mandate.


• The technology by which this data is accessed is currently not fixed


– PULL Model; DNS, SIP, LDAP


– PUSH Model; NPAC/LSMS, CD-ROM, FTP


• Private and Public ENUM are Orthogonal to each other, 


they serve different markets for different reasons.
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Private ENUM as a product .. NTS today


•MMS Routing among wireless 


carriers


•How do you get a picture from 


one phone to another when 


the only data you have  you 


have is a phone number?


• Existing SS7 not capable of 


dealing with large binary 


objects


Operator


ENUM


E164.mms.us




This slide seems to show the data used as private operator ENUM via the commercial Number Translation Service (NTS).  


· Public ENUM solution
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Public ENUM  RFC 3761


• Public ENUM is the administrative policies and procedures 


surrounding the use of the e164.arpa domain for TN to URI resolution


• US policy has been to encourage consumer OPT- IN. Which is 


generally assumed to be the number holder as opposed to the carrier 


of record is the only entity permitted to create records in e164.arpa


• It is not known at this time if consumers or enterprises will OPT-IN to 


ENUM based 1.e164.arpa even if it were made available tomorrow.


• CONCLUSION : e164.arpa will not be a completely authoritative 


database of IP routing information for phone numbers for the 


foreseeable future and PSTN default routing continues indefinitely.




While NeuStar argues that public ENUM will not be completely authoritative, it ignores that addition of URI data to NPAC will be optional and will only be for ported or pooled TNs also bringing into question the authoritativeness of the NPAC data.  In addition, if URI data for the same TN is entered in both the NPAC and the public ENUM database, which source is the most authoritative?  There are no processes for synchronization of the public ENUM database with the NPAC or any other source.


· Infrastructure ENUM solution

While NeuStar’s VON slides equate carrier/infrastructure ENUM to private ENUM; it’s solution limits it to a single non-competitive scenario expanding the NPAC to give its private ENUM resolution service NTS a competitive advantage.  If the US is to adopt infrastructure or carrier ENUM instead of private ENUM it should be done through a commercial model, without regulatory involvement, since it specially deals with network routing and agreements on a carrier by carrier basis.


Policy Issues w/NPAC Solution


· LRN Architecture approved by FCC and codified in FCC Orders/Rules


Any change to FCC rules requires notice and comment.  A change to something as significant as the LRN LNP architecture goes beyond the scope of the participants at the LNPA WG or the NANC and deserves a full public review.  The LNP LRN architecture was specifically chosen in a rulemaking proceeding over Query on Release architecture.  To modify the architecture of the LNP to add query’s for URIs would seem to require a similar determination by the FCC.


· VoIP and portability by VoIP providers and by extension of VoIP numbers is being considered by the FCC in 04-36 proceeding 


The FNPRM in the Matter of VoIP Services document FCC 04-28 requests comment on the general matter of VoIP use of NANP numbers and related regulatory treatment at Para 37.  At Para. 73 the NPRM specifically seeks comment on number portability obligations.  Finally Para 77 notes Further, that the FCC seeks comment whether any action relating to numbering resources is desirable to facilitate or at least not impede the growth of IP-enabled serices, while at the same time continuing to maximize the use and life of numbering resources in the North American Numbering Plan.  In addition, the FCC is considering porting and numbering aspects as noted in the SBCIS Order.  Clearly this is an area that is under regulatory consideration and a change in NPAC to accommodate porting for VoIP providers should be part of that process and should not be determined outside of that process by a sub-committee of a Federal Advisory Committee which can only provide recommendations to the federal agency that chartered it.


Finally the FCC has deliberately refrained from regulating the Internet marketplace, and attempts to commingle Internet addressing with FCC-regulated numbering. In fact, the FCC and NTIA wrote a letter to the ENUM Forum and, in essence, conferred standing on the ENUM Forum and member entities, to form an ENUM LLC to address the issue of internet/IP record/addressing.  Inclusion of TN-URI data in NPAC seems to conflict with this policy direction.  

· Expands role of NPAC


FCC rules specifically limit the role of the NPAC to the information needed to route calls to the appropriate service provider, not to a service providers particular interconnection point.  47 CFR 52.25(f) notes “The information contained in the regional databases shall be limited to the information necessary to route telephone calls to the appropriate telecommunications carriers. The NANC shall determine what specific information is necessary.”  The necessary information that NANC is delegated to determine refers clearly to the information necessary to route calls in the previous sentence.  


Further, 47 CFR 52.25(i) clearly demonstrates that added functionality should be done in a service provider’s private database not the industry database, “Individual carriers may download information necessary to  provide number portability from the regional databases into their own  downstream databases. Individual carriers may mix information needed to provide other services or functions with the information downloaded from the regional databases at their own downstream databases.”  Since the LRN and SPID information already maintained in NPAC is all that’s necessary to route telephone calls to the carrier of the ported TN, least cost routing, or more efficient IP routing would clearly be an such an other service or function covered under this rule making addition of VoIP data to provide for more efficient IP routing or other multimedia services an expansion of the functionality provided for in the rule.  


· Potentially conflicts with ENUM or provides one vendor with an unfair and unnecessary advantage in the competitive ENUM realm


ENUM is a communications protocol and technical solution that has been developed to deliver advanced services using IP protocol to reach end users that register their TN with a Tier 2 ENUM provider.  The ENUM database at that level will associate one or more URIs with a TN.  There is an industry agreed to protocol for resolving and routing these address resolutions.  Provision of essentially similar but potentially conflicting data relating URI to a TN could result in confusion in routing of calls to URIs for TNs that are provisioned in NPAC and ENUM.


From an ENUM perspective, the availability of VoIP URI data in an industry database is not pertinent to the implementation of end-user, opt-in ENUM, as described in RFC 3761.  


· Reaches an ENUM infrastructure policy decision, with broad ramifications on the industry for years to come,  without proper notice, comment and consideration


As noted by AT&T at the FCC’s Future of Numbering Symposium, the industry and regulators may want to consider a transition to an alternate interconnection regime with the ascendancy of VoIP networks.  The infrastructure ENUM as it has been called provides for URI to URI interconnection information between networks.  While AT&T noted that this could replace most current routing databases, including NPAC, this change order in essence implements this entirely new regime for all ported and pooled TNs without notice from a regulatory perspective and without the opportunity for competitive procurement for the new routing database regime.  There are several products and service offering from many companies that show this area is a competitive marketplace.  The FCC has expressed in multiple arenas a preference for competition when feasible, and congress has also said that when possible internet communications should remain unregulated.  Inclusion of the URIs in NPAC put them into a monopoly provided regulated solution that all SPs are required to use essentially eliminating a currently competitive marketplace and potentially deciding by fiat decision of a federal advisory committee the outcome of an infrastructure ENUM solution without the opportunity for public notice and comment across the industry. 
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LNP Regulatory Framework



		In it’s policies and regulations the FCC has authorized NANC/LNPA WG to approve all NPAC changes and the LLC to manage implementation of these changes

		In the Second LNP Order the FCC adopted NANC’s recommendation that NANC/LNPA WG be authorized:



“to approve or disapprove all [NPAC/SMS] changes, and that each respective regional LLC manage implementation of these changes with its respective [LNPA].”

		The FCC also said:



“each LLC is the entity with the greatest expertise regarding the structure and operation of the database for its region” and that, without LLC oversight of “database system enhancements and other modifications,” the LLCs’ expertise would be wasted, running, “the risk that necessary modifications to the database system may be delayed.”
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LNP Regulatory Framework



		NANC 400 is consistent with the FCC mandated role of the NPAC

		The First LNP Order defines service provider portability as:



“the ability of users of telecommunications services to retain, at the same location, existing telecommunications numbers without impairment of quality,reliability, or convenience when switching from one telecommunications carrier to another.”

		And goes on to say that the NANC (LNPA WG) should determine the information necessary to provide number portability:



“NANC should determine the specific information necessary to provide number portability.”

		In the Second LNP Order the FCC says that NPAC users must be carriers or their agents providing “billing, routing and/or rating” functions and:



“The above criteria limits NPAC access to those with an operational need for NPAC service in order to provide local number portability.”
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LNP Background

Examples of fields used to perform routing, rating, and billing functions: 

		Location Routing Number (LRN) 

		Address of a terminating end office switch used to route calls to ported and pooled TNs

		LRN was a new way to perform routing for geographic telephone numbers when it was implemented in the late-90s

		Destination Point Code / Subsystem Number (DPC/SSN)

		Address for an SS7 node and application

		When LNP was implemented the DPC/SSN for CLASS, CNAM, LIDB, and ISVM were added for all ported (and eventually pooled) TNs

		Prior to initiating one of these SS7 transactions (e.g., CNAM dip) the SS7 network performed an LNP dip to find the correct DPC/SSN

		The industry could have decided to use the LRN or SPID of the TN to “approximate” the DPC/SSNs for these services, but they chose not to

		Provisioning the DPC/SSN for each ported TN provides greater flexibility, granularity and more accuracy because the serving service provider is provisioning the information rather than the originating service provider approximating the information
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LRN Routing Architecture
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DPC/SSN Routing Architecture - CNAM
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Need for URI Routing Data for LNP

		Short Message Service (SMS) DPC/SSN

		In 1999 SMS DPC/SSN was implemented in the NPAC in preparation for WNP

		Between 1999 and 2003 when WNP was implemented most wireless SPs had evolved to an IP-based SMS solution

		When WNP was introduced the industry had to develop a workaround whereby they “approximate” the IP-based address (URI) using NPAC data (SPID)

		This workaround is also being used today as Multimedia Messaging Service (MMS) is being deployed

		This workaround will not work as MVNOs and MVNEs deploy their own infrastructure, i.e., the SPID of the TN will designate the facility-based service provider not the MVNO/MVNE
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Approximating a URI





		Service providers use the SPID in the TN record to 



  “approximate” the URI, e.g., this SPID always = this URI
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MVNO/MVNE Example





Carrier B

Carrier E

Carrier D

Carrier C

Carrier A

		A customer on Carrier C’s network sends an MMS message



   to an MVNO customer on Carrier A’s network.

		The MVNO has implemented their own MMSC so that they can 



   perform billing and customer service functions for their customer

   as well as provide enhanced services.  

		If the “approximation”method was used to route this message



   it would go directly to Carrier A’s MMSC rather than through

   the MVNO’s MMSC.
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NANC 400

		NANC 400 adds four address fields to the TN record for Voice URI, MMS URI, Push to Talk over Cellular (PoC) URI and Presence URI (a URI is an address for Internet-based services)

		All of these services are impacted by number portability, i.e., the service will fail if the recipient service provider’s address is not used

		These fields are directly analogous to DPC/SSN fields

		DPC/SSNs are addresses in the SS7 protocol

		URIs are addresses in the Internet Protocol

		Deploying NANC 400 will allow carriers to provision addresses directly through the NPAC rather than relying on workarounds similar to the SMS “approximation”

		NANC 400 is limited to ported and pooled numbers.  For a complete solution, service providers will have to exchange default routing addresses, i.e., URIs associated with the NPA-NXX.

		Two methods of exchanging default data are through; 1) a third party such as a peering or routing provider or 2) bi-lateral agreements such as those that exist for roaming, peering, and interconnection

		Managing lists of default data is a relatively simple task - once set up they are only modified as NXXs are added or entire NXXs are cut over to IP
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Voice URI Architecture

		The originating VoIP switch dips its routing database to find the



   address for the dialed number.

		The switch will then use the address to establish a voice session 



   with the terminating VoIP switch.
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Presence URI Architecture

		When a wireless user attempts to add a buddy to their buddy list they 



   will input the TN of the new buddy through their phone.

		The presence server will query a routing database to find the URI for the



   buddy’s presence server based on the TN.

		Then it will send a “Subscribe” message to the buddy’s presence server



   and the buddy will be added to the buddy list.  

		The presence server will receive “Notification” messages on a regular basis



   that describes the presence of the buddy  
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PoC URI Architecture

		PoC works hand in hand with presence.  

		When a user sees that a person they want to PoC with is available they



   select the buddy to start a PoC session.

		The PoC server will dip the routing database to find the address of the 



   PoC server based on the TN.

		When the user wants to talk they will press the PoC button 



   which then sets up a PoC session.  





*



MMS URI Architecture
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Considerations

		To the extent that carriers are relying on methods other than the NPAC to exchange or approximate data associated with ported and pooled TNs they must consider:

		Synchronization with the PSTN

		Open versus proprietary solutions

		Who has the authority for provisioning/modifying records

		Ability to support current needs as well as meet evolving needs

		Neutrality of vendor

		Fair and impartial access to data

		Flexibility

		Accuracy

		Granularity
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Summary

		NANC 400 adds 4 new routing fields to ported and pooled TNs

		These fields are directly analogous to existing DPC/SSN routing fields

		There are no changes to any NPAC business rules

		These fields do not require companies that are not currently users of the NPAC to become users

		No new portability is created by adding these fields, i.e. this is still service provider portability

		These fields do not constitute a new routing service

		These fields are within the scope of the NPAC

		Implementation of these fields is consistent with the regulatory framework for local number portability administration



		The change order process should continue
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Acronym List
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			•CALEA - Communications Assistance for Law Enforcement Act															•NPAC - number portability administration center


			•CLASS - customer local area signaling services															•OCN - operating company number


			•CMIP - common management information protocol															•PoC - push-to-talk over cellular


			•CNAM - calling name															•PSTN - public switched telephone network


			•DPC - destination point code															•SMS - short message service


			•EDR - efficient data representation															•SOA - service order administration


			•GUI - graphical user interface															•SP - service provider


			•IP - Internet protocol															•SPID - service provider identification


			•ISVM - inter-switch voice messaging															•SS7 - signaling system 7


			•IVR - interactive voice response															•SSN - sub-system number


			•LIDB - line identification database															•TCPA - Telephone Consumer Protection Act


			•LNPA WG - local number portability working group															•TN - telephone number


			•LRN - location routing number															•URI - uniform resource identifier


			•MMS - multimedia service															•VoIP - voice over Internet protocol


			•MMSC - multimedia service controller															•VoWiFi - voice over WiFi


			•MVNO - mobile virtual network operator															•XML - eXtensible markup language


			•NANC - North American Numbering Council
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•CALEA - Communications Assistance for Law Enforcement Act  •NPAC - number portability administration center 


•CLASS - customer local area signaling services  •OCN - operating company number 


•CMIP - common management information protocol  •PoC - push-to-talk over cellular 


•CNAM - calling name  •PSTN - public switched telephone network 


•DPC - destination point code  •SMS - short message service 


•EDR - efficient data representation  •SOA - service order administration 


•GUI - graphical user interface  •SP - service provider 


•IP - Internet protocol  •SPID - service provider identification 


•ISVM - inter-switch voice messaging  •SS7 - signaling system 7 


•IVR - interactive voice response  •SSN - sub-system number 


•LIDB - line identification database  •TCPA - Telephone Consumer Protection Act 


•LNPA WG - local number portability working group  •TN - telephone number 


•LRN - location routing number  •URI - uniform resource identifier 


•MMS - multimedia service  •VoIP - voice over Internet protocol 


•MMSC - multimedia service controller  •VoWiFi - voice over WiFi 


•MVNO - mobile virtual network operator  •XML - eXtensible markup language 


•NANC - North American Numbering Council 
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		In a pre-LNP environment, call routing based on 6-digit (NPA-NXX) translation of destination number from LERG.

		In an LNP environment, call routing based on 6-digit (NPA-NXX) translation of a Location Routing Number (LRN).
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Problem Statement & Solution Path

		As carrier networks evolve to IP how should routing (including portability) be handled?

		SIP is signaling protocol of choice; URIs which can be resolved to IP addresses are the elements of address specification

		Unification of routing functions for all numbers (including portability) should be the objective so as to minimize service provider costs

		Evolution of voice networks to IP and IP interconnection argues for  an IP-based solution – e.g. some form of ENUM which was specifically designed to map E.164 numbers into URIs

		Current ATIS PTSC NI-NI document envisions ENUM as target

		Supports evolution away from code-based routing and associated limitations on numbering resource optimization
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What is ENUM?

		Provides mapping from E.164 numbers to IP resources

		Defined by IETF in RFC 3761

		Telephone number as domain name

		Built on top of DNS

		Look up returns URI











		Example: +1-973-236-6797



DNS

Lookup 7.9.7.6.6.3.2.3.7.9.1.e164.arpa 

	sip:sfisher@att.net

	sip: sfisher@verizon.com

	mailto:sfisher1@att.com

	mailto:steve_fisher@yahoo.com





















































Number must be in full E.164 format including Country Code
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The Public ENUM Infrastructure

$ORIGIN e164.arpa. 

	3.7.9.1 IN NS nsnanp.enum.com . 

	4.4 IN NS sweden_enum.com .

	…

$ORIGIN 3.7.9.1.e164.arpa. 

	7.9.7.6.6.3.2 IN NS e164.att.net .

	8.9.7.6.6.3.2 IN NS e164.xyz.com .

	…

$ORIGIN 7.9.7.6.6.3.2.3.7.9.1.e164.arpa. 

	IN NAPTR 100 10 "u" "E2U+SIP" "!^.*$!sip:19732366797@att.net!" . 

e164.arpa

Tier 0 (Country Code Registry)

Tier 1 (Telephone Number Registry)

Tier 2 (Application Information)

International Implementation worked in IETF and ITU-T

National Implementation worked in CC1 ENUM LLC and ENUM Forum (US)

…



nsnanp.enum.com

(3.7.9.1.e164.arpa)



e164.att.net



sweden_enum.com

(4.4.e164.arpa)
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ENUM Call Flow





Internet

794-867-5309

9.0.3.5.7.6.8.4.9.7.1.e164.arpa

sip:7948675309@carrierc.net

mms:7948675309@carrierc.net

DNS











































































































































































MSC Carrier C



MMSC Carrier A
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Why ENUM?

		Built on fundamental IP technology – not legacy foundation

		Queries for URIs will come from IP  network elements

		No plans exist to update existing NP architecture (e.g. TRQ1-3) to make use of URIs

		Distributed database, not SMS download

		ENUM operates at a 10-digit level obviating the need for a separate portability correction

		ENUM can support both end user and carrier provision of IP routing info

		Many VoIP providers do not directly obtain numbering resources and so, not being code or block holders, cannot provision the NPAC or LERG

		These are the carriers most likely to desire VoIP interconnection so their exclusion significantly limits scope of solution



FCC SBCIS decision could alter this but may not given the uncertainties surrounding its implementation (terms & costs of interconnection; qualification for the ESP exemption

		ENUM can support both carrier specific interconnection and general “Internet” interconnection
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ENUM Status

		Country Code 1 ENUM LLC planning RFP for Tier 1 Registry operator to be in service mid 2006

		Country Code 1 ENUM LLC members include AT&T, GoDaddy.com, MCI, SBC Laboratories, Sprint, Verizon, and BellSouth 



		ENUM in  a domain other than e164.arpa can be rapidly implemented by a group of carriers should the public ENUM effort encounter difficulties



		Some wireless carriers use private ENUM for  message center identification today.

		Other private ENUM implementations also exist
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Alternatives to ENUM

		As long as code-based routing remains, more efficient to tie specification of IP Point-of-Interface to CO code or switch CLLI and let LNP function normally to identify CO Code to be used in routing

		This could be done as enhancement of LERG or via other processes
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ENUM

Tekelec’s opinion on Change orders NANC 400 and NANC 401



This is a test
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Tekelec Proprietary



LNP Compared to ENUM (High level)





Phone Number  Carrier

Database

Query

Response

		Problem Statement is the same 



LNP resolves a Phone Number to LRN (carrier) in the PSTN

Tier I Public ENUM resolves a phone number to a Name Server (e.g. carrier) in 3G

Tier II Public ENUM provides the device the subscriber wants to be contacted on

Tier I Private ENUM can resolve a phone number to a non e164.arpa carrier domain (e.g. NANC 400,401)

Tier I Private ENUM should be competitive

(Who owns the phone number?)



This is a test
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Tekelec Proprietary



Tekelec Issues with NANC 400 and 401

		DPC/SSN is not analogous to URI



Is an IP address analogous to a telephone number, really?

DPC/SSN was implemented in NPAC for SMS portability

Most Carriers do not use SS7 to deliver inter-carrier SMS.

		ENUM data and LNP data used by separate applications



Why tie provisioning of future application to existing CMIP interface?

Unnecessarily increases complexity of performance analysis and data modifications

			



This is a test
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Tekelec Proprietary



Tekelec Issues with NANC 400 and 401

		ENUM data being placed in a government mandated system controlled by a monopoly



Contradicts ENUM LLC and Forum drivers for Tier I ENUM

Understand that NeuStar may be providing a private ENUM service today for inter-carrier MMS – how does this relate?

		Large impact on existing LNP architecture



If NANC 400 passes, Tekelec will adjust as necessary but industry must then not retract approval.

Competitive benefit for Tekelec given LNP footprint 



This is a test
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Tekelec Proprietary



Backup



This is a test
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Tekelec Proprietary



LNP Compared to ENUM (Details)

		ENUM actually works very differently than LNP



Call processing

LNP is SS7 based Query/Response

NPAC is not in the call path

ENUM is DNS based Query/Response

Tier I ENUM is in the call path

Provisioning:

The NPAC provisions routing information into service providers’ routing DBs.  Carriers use that routing information within their own networks to route calls and SS7 messages

ENUM provisions a DNS server, called Tier 1.  Users (e.g., carriers) query that DNS server which points them to another server, called Tier II, to retrieve the routing data



This is a test
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Tekelec Proprietary



LNP Compared to ENUM (Details)

		Control over ENUM is very different than LNP 



Entities Involved in the Service

NPAC - the NPAC, the LLC and the NPAC Users

ENUM – consumers (i.e., registrants), registrars, ENUM LLC, Tier 1 providers, Tier II providers, application service providers, etc.

Regulatory Oversight:

The FCC has oversight of NP

ENUM receives oversight from the DoC, FCC, State Dept., FTC, and ITU-T.  The IAB and the 18 other countries within CC1 provide policy-related input.  

Access to Data:

NP data is only available to NPAC Users

ENUM, like the DNS, is potentially a public resource (anyone can query)



This is a test
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Tekelec Proprietary





		There are no mechanisms within ENUM to account for LNP



There is no concept of a service provider/SPID (i.e., carrier) in public ENUM, only registrars and registrants

The public ENUM record could be changed at either Tier 1 or Tier 2 to reflect the change in carrier

Any changes in an public ENUM record requires the approval (opt-in) of the consumer (registrant)  

It’s possible that a carrier could port a number but would be unable to modify public ENUM records

It’s possible that a consumer would not allow the carrier to change their public ENUM record

LNP – ENUM Interaction (Details)



This is a test
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VoIP and Number Portability: 

Perceived  v. Real Problems



Tom Kershaw

Vice President, VoIP

VeriSign







Agenda

Background

	Circuit Switched Number Portability

	Addressing and Portability on the Internet

	Addressing and Portability for Wireless Data

	A Parallel: H.323 and SIP

Key Portability Issues Today

Portability Architectures for VoIP

Portability Architectures for MMS

Recommendations, Bold Statements, Misc. Controversy







Portability and the PSTN

Portability is based on regulatory mandate – Communications Act of 1996

Technical Approach is based on “PSTN” concepts such as:

	Rate centers

	LATAs

	Lines

Hence, the LRN

Mobile has followed this model in portability and roaming, which uses TLDNs in much the same way as LRNs

LRNs do little more than tell the network what trunk group to use to get to the subscriber

What if you don’t have trunk groups, rate centers and geography?







Portability and the Internet

Internet addressing introduces clear separation between Name Space and “Address”

Users are identified by URLs and Domain Names

Hence, the DNS constellations that provides root addressing for the Internet:

	Tree-based

	Highly resilient

Segmented Address Structures:

tomkershaw

verisign

com

@

.

Address space controlled and administered by the name owner – you can have any unique address within this domain

Address space administered by Registrars; any unique address can be registered within each TLD

Administered by the industry/go-vernment







Portability and the Internet

Namespace on the Internet maps to a network address ie tomkershaw@verisign.com to 111.11.11.1

Names are segmented:

If I want to change my name – tom@verisign.com, I have three choices:

Change the TLD ie tom@verisign.tv, assuming it is available

Change the domain to a new owner/name ie tom@tacobell.com

I can “port” my namespace into a new domain, assuming it’s available in that domain, but “tomkershaw” is not globally unique.



Address space is assumed to be infinite.

Names are fully geographic, Addresses Change Dynamically

tomkershaw@verisign.com







Portability and ENUM



Service Application

DNS

+1 703-948-3345

5.4.3.3.8.4.9.3.0.7.1.e164.arpa

To port this number, I can map the LRN to a SIP URI/:mailto:, or…..

Set of NAPTR RRs

Change the domain space in the routing record…..

ENUM uses DNS to resolve internet namespaces for VoIP

page:18005551234

Pager

http://insite.VeriSign.com

HTTP

tel:+17039483345

TEL

smtp:tkershaw@VeriSign.com

SMTP

sip:tkershaw@VeriSign.com

SIP

Service Address

Protocol
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3



2



		A mechanism to map …

		DNS based technology standard that has been approved by a working group of the IETF

		Translates Telephone Number to Multiple Service Addresses

		Uses the E.164 telephone number format to create a domain name

		Service Addresses (Email address, cell phone number, etc.) are stored in NAPTR records











The Fork in the Road



PSTN

VoIP

Path 1: Adapt current PSTN system to IP

Path 2: Create an Entire New System Optimized for IP







The Fork in the Road



PSTN

VoIP

H.323

SIP

		Quickest path to market

		Non-Disruptive

		Phased Migration

		Expensive

		Difficult to Integrate with IP

		“Voice is special….”



		Slower to market

		Built to last – not a corner cutter

		Lacks features of original for some time

		Wins in the End









Portability Scenarios for VoIP









Scenarios for Number Portability

1) PSTN to PSTN (we have this sorted out)

2) PSTN to IP

3) IP to PSTN

4) IP to IP

5) MMS to MMS (MMSC to Handset)

Bold Statement #1: Scenario 2 is the most important issue for VoIP operators today

Bold Statement #2: Scenario #5 is the most important issue for mobile operators today

Don’t Mix the Two Up







Exec Summary (the Punch Line)

Currently, the biggest issue for VoIP Portability is introducing geographic portability

	All other issues are minor in comparison

	This must be addressed by the industry for VoIP to take off

	Lack of geographic portability seriously hampers voip and also 	means most voip operators will not support portability at all

	Until this is solved, other discussions are moot 

The NPAC should be used for calls to or from the PSTN

IP addressing mechanisms such as ENUM and private trees should be used for IP to IP

I and P are the two most important letters in VoIP

Number portability should be implemented as a change to a resource record in ENUM/Location Server







Key Points

Current industry discussions on “Implementing Portability for VoIP” have nothing to do with VoIP

	VoIP operators did not ask for this

	VoIP operators don’t benefit

	VoIP operators need geographic portability, not URIs in the 	NPAC

The Real driver for these initiatives is MMS

	When an MMS is received by an originating MMSC, it needs to 	find the terminating MMSC

	In non-ported case, number is mapped to a carrier (easy)

	In ported case, the LRN needs to map to a mailto: address

	This is a very REAL problem that needs to be solved







Geography and VoIP

VoIP separates the access network from the address

Access network can physically be anywhere; if you are on the network you are addressable

Similar structure to mobile – needs to have similar functionality

With recent FCC rulings, structure of telephone addressing will change

Rate Centers, City Codes, and NPAs will cease to be relevant

	City Codes already losing relevance

DIDs will be available on demand, from anywhere, to anyone

Potential for anarchy……

	…..but that’s how the Internet works







My “Address” in VoIP

Home

(VA)

Cable modem

My Phone Numbers:

703-576-3287    650-834-8986

248-232-9534     214-989-4587

Friend

(Dallas)

Office

(Mt. View)

Family

(Detroit)

Local

(VA)

My Service Provider

(Hawaii)

IP 

Network

My URIs

tom@verisign.com    tkershaw@yahoo.com

tck@voiprocks.com







The Geographic Portability Problem























 1) Subscriber living in Washington DC (202-222-1234) ports her number to IPCarrier; also buys a second line with phone number 415 because her son has moved to San Francisco

 2) Calls from PSTN to 202-222-1234 are “local” under tarifing rules

 3) Subscriber moves across the river to Virginia; changes DSL provider but keeps VoIP provider and same phone numbers

4)  Subscriber is offered better deal by a mobile operator that combines fixed and mobile into one package

5)  Subscriber: Can’t port original number to new operator unless it has IMTs in the same rate center as 202-222-xxxx

Can only port 408 number to a new carrier she does not even know







Portability and VoIP to VoIP

When there are 10 million VoIP lines in North America, ¼% (.0025) of calls will be VoIP to VoIP

One of the big concerns of VoIP operators is reducing network round trips

Most peering architectures will map a phone number to:

	A URI 

	An IP Address (typically of a proxy or border element)

The IP query will take place before a call is sent to the PSTN

The IP query may call out to an LNP resource

	or the owner of the number will be up-to-date without querying 	the NPAC data

If a number is VoIP to VoIP, why call out to two databases when you can do portability and addressing in one? 







Simple Peering Architecture

PSTN

Media

Gateway

Call

Agent



Directory

SIP/ENUM

Service

Broker

Inter-Carrier

Settlement

(??)

Subscriber

Portal



ASP Domain

Applications/Services

Operator A

Call

Agent

CMTS

Call

Agent

DSLAM

Enterprise B

IP Core

Border

Element

Border

Element









































































































































An IP-to-IP Addressing Flow





SIP Redirect Engine

ENUM/DNS

Interface to CCE

External Callouts

(SIP or ENUM)

Number Analysis and Normalization (e.164 or URL)



TN Discovery



TN Exists?





Yes=

BE RouteList

External

Callout

Engine



*LNP

*CNAM

*Carrier Select

   (ENUM or

    SIP)

Route Engine

    TN To BE Route List

    Proportional Route

     Splay Route

     ToD/DoW Engine

     Class 4 Route Default 

          (Trunk Group, PSTN Ctvty)



Route Propagation: TGREP/TRIP/Manual Provisioning

Port the number here

Or call out to an external directory







Addressing in VoIP: The Internet Way



Tier 1 ENUM

Or Private Peering

Location Server/Registrar

Tier 2 ENUM



Call Control

Call Control

Call Control

Call Control

IN NAPTR 10 10 "u" "E2U+sip"       “!^.*$!sip:tkershaw@verisign.com!”

Ported to

IN NAPTR 10 10 "u" “E2U+mailto" “!^.*$!mailto:tkershaw@sprint.com

Misc. IP Network







Porting in an ENUM Environment

ENUM

DNS

Portability Request

tkershaw@sprint.com;

tkershaw@verisign.com



RRP | EPP

Domain changed; Number “ported”

DNS/ENUM 

Resolver Interface





In: 8.5.2.3.8.4.9.3.0.7.1.e164.arpa

Out: NAPTR RRs

ENUM is a standard translation mechanism defined by the IETF that uses DNS to convert an E.164 telephone number into a set of addresses.

page:18009483258

Page

http://www.VeriSign.com

HTTP

tel: +1 703 948 3258

TEL

Smtp:tkershaw@VeriSign.com

SMTP

sip:tkershaw@VeriSign.com

SIP

Service Address (NAPTR RRs)

Protocol





















fax: +1703 421 8233

Fax







Extending the Model: Whois for VoIP (IRIS)



DNS

Location Server/Registrar

Tier 2

ENUM



Call Control

Call Control

Call Control

Call Control

IN NAPTR 10 10 "u" "E2U+sip"       “!^.*$!sip:tkershaw@verisign.com!”

IN NAPTR 10 10 "u" “E2U+mailto" “!^.*$!mailto:tkershaw@verisign.com

Device Resources

WhoIs?

Perimeter Security and Interop Resources

Option 1

Option 2

Option 3







Models for MMS

Mobile operators have a different problem:

Since endpoints do not have IP addresses, they will be ported with LRNs

When a discovery takes place, they want a mapping of the phone number or LRN to a mailto: address 

Mailto address will correspond to an MMSC in the destination network

Using this method eliminates the overhead of using the SS7 network and makes delivery more efficient

Requires an up-to-date mail to address database

This problem space is small (100 mobile operators x 3000 LRNs x 2 mailtos

Private no/low cost solutions already out there for this







Conclusions

Biggest portability issue for VoIP carriers is geographic portability

	This will become an increasingly focal issue

VoIP operators do not benefit from extending LNP infrastructure to URIs or IP addresses in the immediate term

Requiring a second dip to an external directory does not make sense – support E.164 portability directly on the IP network

Mobile operators do have a strong need for an LRN to mailto solution – and there are solutions out there

We must be very careful in our architectural decisions – the impacts are far reaching and in some cases we are solving problems before they manifest themselves

In VoIP, E.164 is a NameSpace, not an Address – need to treat it accordingly







Thank You!

tkershaw@verisign.com

703-948-4509
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IP Brokering Services


Tom Kershaw











IP Services - Has the Time Come?





CABLE AND PHONE COMPANIES ARE HUSTLING TO OFFER NEW SERVICES THAT ROUTE CALLS OVER THE INTERNET


MICROSOFT AND IBM WILL DISRUPT THE VOIP INDUSTRY


September 2003


Telecom Gear Makers’ Stock Rise on Verizon Plan


FCC : BROADBAND (telephony)


TOP ISSUE FOR 2004


Early Adopter - financial Services, 


Health Care Providers and Technology Firms - are Benefiting From Voip-enabled Technologies That Simplify Workflow


in Customer Service and Sales


 January 2004


Jan 2004


Associated Press, December  2003


BARRIERS INCLUDE LACK OF APPLICATIONS AND LACK OF CONVERGED NETWORK MANAGEMENT TOOLS


VOIP: A BRIGHT NEW DAY FOR THE TELECOM INDUSTRY 


January 2004


November 2003


December 2003














Enabling Converged Services
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IP Services Ecosystem


ISPs


IXCs


RBOCS


Wireless


IPSPs


Cable


Interoperability


Security


Applications


Directory


Application Providers


Session Control


Network Devices


IP PBXs


PBXs


SecurityDevices


Business


Users


Consumers


Application Providers


Soft


Switches


Media Gateway


IP Centrix


Speech 


App Servers


CNAM


Signaling Getaway


UM/UC


Collab


Video


ACD


IVR


VNET


BP


Accenture


IBM


EDS
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Verisign IP Brokering





Application Delivery


	Verisign IN Applications


	Carrier Services (Messaging, Centrex, Video Conferencing)


	Application Portal to Third-Party Platforms


Directory Services


	Inter- and Intra-Domain Resolution


	Call Routing


	Subscriber and Administrator Portal


Protocol InterWorking


	H.323 to SIP Conversion


	IP PBX Interworking


	Protocol Normalization


Security Services


	Media Stream Control


	NAT Traversal


	Firewall Integrity


			End-to-end     VOIP Connectivity


			Feature Transparency


			Value-Added Services


			Web Integration














Consumer and Small Business Services


IP Core





ASP Domain


Hosted Third-Party Apps
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VeriSign and Enterprise Voice


Out-Of-Band Provisioning


(Web Based Subscriber and 


Admin Portal
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VeriSign Service Core


Brokering


Service
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Carrier MPLS Network
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Wireless Model: Integrated Mobile PBX


Out-Of-Band Provisioning


(Web Based Subscriber and 


Admin Portal


IP-PBX


Firewall


VeriSign Service Core


Brokering


Service


SIP            SS7


Carrier MPLS Network
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Border SC
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Border SC
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Summary: Verisign IP Brokering


Centralized Management of Internal IP Voice Deployments


			Hosted and Premise-Based





Enterprise-wide Cost Reduction


			Access Cost Avoidance


			Toll Bypass


			Least Cost Routing





Inter-Enterprise Voice Networking


			Internet/Extranet Voice Schema





Secure


			Trusted Broker for Inbound


VoIP Traffic


			Abstraction of Internal


Network Structure





High-Value Services 


			Generate future revenue


			Allow Buildout of Robust Application Infrastructure





VeriSign Trusted IP Voice Brokering Services
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IP Brokering Services
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March 10, 2005


To:  
Bob Hall

        
ATIS PTSC Chair


Mike Fargano



ATIS TMOC Chair



Gary Richenaker



ENUM Forum Chair



Karen Mulberry



ENUM LLC Chair



Allison Mankin



IETF Transport Area Director



Jon Peterson



IETF Transport Area Director



Karen Mulberry



NANC Future of Numbering Group Co-Chair



Hoke Knox



NANC Future of Numbering Group Co-Chair


Subject:  North American Numbering Council Local Number Portability Administration Working Group (NANC LNPA WG) request for information regarding VoIP service


Questions regarding VoIP service and requirements for porting those numbers come up in many of the LNPA WG monthly meetings.  Currently, a software Change Order has been submitted to the LNPA WG, which would permit URI data on the records in the Number Portability Administration Center (NPAC) database. Since most numbers used for VoIP service will be Ported or Pooled numbers, and the NPAC is an industry wide system, it would appear that using the NPAC for this purpose would be beneficial to the industry. 


During the process of considering this proposed NPAC Change Order, we have found it difficult to research VoIP processes due to the limited information available, so we are reaching out to other Telecom groups and committees to ask that any existing knowledge be shared.  Could you provide the LNPA WG input as to what assumptions your group is making in the development of VoIP or ENUM-related standards/processes with regard to the availability or need for VoIP URI data in an industry wide system.  


We are particularly interested in the Uniform Resource Indicator (URI) associated with each ported or pooled TN.  In addition, are there potential problems and/or benefits associated with the inclusion of that data in the NPAC?  And, since the LNPA WG is considering the addition of such data in the NPAC, would you provide input as to whether the availability of that data might have repercussions on the standards or processes for which your committee is responsible. 


Your response is respectfully requested by April 8, 2005.


Gary Sacra


Paula Jordan


LNPA WG Co-Chairs
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April 8, 2005

LNPA WG Position on Requiring End User Social Security Number (SSN)/Tax Identification Number on Local Service Request (LSR)/Wireless Port Request (WPR) for Identification

It has been brought to the LNPA-WG’s attention that some service providers, when acting as the Old Local Service Provider in a port, are requiring the New Local Service Provider involved in the port to provide the Social Security Number (SSN) or Tax Identification Number of the consumer wishing to port their number for identification purposes.  

Due to concerns surrounding the use of one’s Social Security Number or Tax Identification Number, which in many cases can be one’s Social Security Number, in the commission of crimes such as identity theft, it is understandable that many consumers are hesitant or refuse to provide that information for identification purposes.

Guidelines for the Wireless Port Request (WPR) state that either of the forms of consumer identification, Social Security Number/Tax Identification Number or Account Number, is mandatory only if the other is not provided on the LSR/WPR.

It is the position of the LNPA-WG that the consumer’s Social Security Number/Tax Identification Number shall not be required on an LSR/WPR to port that consumer’s telephone number if the consumer’s Account Number associated with the Old Local Service Provider is provided on the LSR/WPR for identification.

The LNPA-WG has included the preceding position statement in their Best Practice matrix, and the LNPA-WG requests NANC’s endorsement of its position.
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March 9, 2005

LNPA WG Position on Porting of Telephone Numbers Used by VoIP Service Providers

It has been brought to the LNPA-WG’s attention that consumers who are served by some VoIP voice service providers have found it difficult to impossible to port their telephone number to another voice service provider.  Consumers who are served by a VoIP provider should not be forced to give up their number, whether it be ported in or native, if they subsequently decide to use a different service provider - whether VoIP, CMRS or wireline.

When discussing Local Number Portability, the FCC has consistently stated that  “number portability promotes competition between telecommunications service providers”.1   In the Telephone Number Portability order released in November of 2003, the FCC stated “number portability promotes competition between telecommunications service providers, allowing customers the flexibility to respond to price and service changes without changing their telephone numbers”.2   Recently in the Vonage Petition for Declaratory Ruling concerning an Order of the Minnesota PUC, the FCC compared DigitalVoice to CMRS (wireless) service “… we would find DigitalVoice far more similar to CMRS, which provides mobility, is often offered as an all distance service, and needs uniform national treatment on many issues”3   On February 1st, the FCC issued a waiver to SBCIS granting permission to obtain numbering resources directly from the North American Numbering Plan Administrator (NANPA) and/or Pooling Administrator (PA) for use in deploying IP-enabled services, including Voice over Internet Protocol (VoIP).  In that waiver, the FCC states that “SBCIS will be responsible for processing port requests directly rather than going through a LEC”.4 

The LNPA-WG members believe that these FCC rulings have made it clear that service providers offering voice services utilizing NANP numbers must allow consumers to port their telephone numbers.  Consequently, wireline and wireless service providers have been porting numbers to VoIP service providers as requested.  However, some VoIP providers are either not allowing customers to port their TNs to another carrier or are making it very difficult.

The LNPA-WG would like to work with NANC to provide guidance on this issue and believes a documented statement of clarification would be helpful.  The LNPA-WG has included the following statement in their Best Practice matrix, and the LNPA-WG requests that NANC forward the statement to the FCC with NANC’s endorsement.

“ VoIP service providers along with Wireless and Wireline service providers, have the obligation to port a telephone number to any other service provider when the consumer requests, and the port is within FCC mandates.  Porting of telephone numbers used by VoIP service providers should follow the industry porting guidelines and the NANC Inter-Service Provider LNP Operations flows. “


1 Telephone Number Portability, CC Docket No. 95-116, Third Report and Order , FCC 98-82, rel. May 12, 1998 at para. 4.

2 Telephone Number Portability, CC Docket No. 95-116, United States Telecom Association and CenturyTel of Colorado, Inc. Joint Petition for Stay Pending Judicial Review, FCC 03-298, Rel. November 20, 2003 at para. 7.


3 WC Docket No. 03-211, Vonage Holdings Corporation Petition for Declaratory Ruling Concerning an Order of the Minnesota Public Utilities Commission, FCC 04-267,  Rel. November 12, 2004,  at para. 22

4 CC Docket No. 99-200, Administration of the North American Numbering Plan, FCC 05-20,  Rel. February 1, 2005,  at para. 9
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United States Court of Appeals
FOR THE DISTRICT OF COLUMBIA CIRCUIT


Argued November 18, 2004 Decided March 11, 2005


No. 03-1414


UNITED STATES TELECOM ASSOCIATION AND
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Michael T. McMenamin.







2


Gregory W. Whiteaker, Michael R. Bennet, and Rebecca L.
Murphy were on the brief for intervenors Central Texas
Telephone Cooperative, Inc., et al. in support of petitioners.


Ivan C. Evilsizer was on the brief for amicus curiae Hot
Springs Telephone Co. in support of petitioners.


Joel Marcus, Counsel, Federal Communications
Commission, argued the cause for respondents.  With him on the
brief were R. Hewitt Pate, Assistant Attorney General, U.S.
Department of Justice, Catherine G. O’Sullivan and Andrea
Limmer, Attorneys, John A. Rogovin, General Counsel, Federal
Communications Commission, Richard K. Welch, Associate
General Counsel, John E. Ingle, Deputy Associate General
Counsel, and Rodger D. Citron, Counsel.


Theodore C. Whitehouse, David M. Don, John J. LoCurto,
Luisa L. Lancetti, Charles W. McKee, Michael F. Altschul,
Robert J. Aamoth, and Todd D. Daubert were on the brief for
intervenors Cellular Telecommunications & Internet
Association, et al. in support of respondents.


Before: SENTELLE, RANDOLPH , and GARLAND, Circuit
Judges.


Opinion for the Court filed by Circuit Judge GARLAND.


GARLAND, Circuit Judge:  The petitioners in these
consolidated petitions for review challenge an order of the
Federal Communications Commission (FCC) that sets forth the
conditions under which wireline telecommunications carriers
must transfer telephone numbers to wireless carriers.  The
petitioners argue that the FCC’s order is a legislative rule that
requires notice and comment under the Administrative
Procedure Act (APA), 5 U.S.C. § 553, and a regulatory
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flexibility analysis under the Regulatory Flexibility Act (RFA),
5 U.S.C. § 604.  The FCC contends that its order is an
interpretative rule -- a rule that merely interprets one of the
FCC’s previous legislative rules -- and hence is exempt from
APA and RFA requirements.


We conclude that the order is a legislative rule because it
constitutes a substantive change in a prior rule.  Although this
rendered the order subject to the APA’s notice-and-comment
requirements, we find that the FCC effectively complied with
those requirements (notwithstanding its view that it was not
required to do so), and that any deviations were at most harmless
error.  There is no dispute, however, that the FCC failed to
comply with the RFA’s requirement to prepare a final regulatory
flexibility analysis regarding the order’s impact on small
entities.


In light of these conclusions, we grant the petitions in part
and deny them in part, remanding the order to the FCC to
prepare a final regulatory flexibility analysis.  Until that analysis
is complete, we stay the effect of the order solely as it applies to
those carriers that qualify as small entities under the RFA.


I


The Telecommunications Act of 1996 imposes numerous
duties on local exchange carriers (LECs), which, for purposes of
this case, are wireline carriers -- companies that provide
telephone service over telephone wires.  See 47 U.S.C. §
153(26) (defining LECs); see also FCC Br. at 2.  The duty at
issue here is the obligation “to provide, to the extent technically
feasible, number portability in accordance with requirements
prescribed by the Commission.”  47 U.S.C. § 251(b)(2).  The
Act defines “number portability” as “the ability of users of
telecommunications services to retain, at the same location,
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1The First Order also required porting between wireless
providers.  First Order ¶ 155, 11 F.C.C.R.  at 8433.  Although the
Telecommunications Act of 1996 imposed porting duties only on


existing telecommunications numbers without impairment of
quality, reliability, or convenience when switching from one
telecommunications carrier to another.”  Id. § 153(30).  The Act
further directs the FCC “to establish regulations to implement”
the statutory requirements.  Id. § 251(d)(1).


On July 2, 1996, shortly after the 1996 Telecommunications
Act became law, the FCC released its first order regarding
number portability.  See First Report and Order and Further
Notice of Proposed Rulemaking, Telephone Number Portability,
11 F.C.C.R. 8352 (1996) (First Order).  The First Order was
issued pursuant to APA notice-and-comment procedures, and
contained the regulatory flexibility analysis required by the
RFA.  Id. ¶ 1, at 8353-54, app. C, at 8486.  In the First Order,
the FCC recognized two kinds of portability that are relevant to
this case:  “service provider portability” and “location
portability.”  Id. ¶¶ 172, 174, at 8443. 


The First Order required all carriers to provide service
provider portability, which it made “synonymous with” the
statutory definition of number portability:  “the ability of users
of telecommunications services to retain, at the same location,
existing telecommunications numbers . . . when switching from
one telecommunications carrier to another.”  Id. ¶ 27, at 8366-
67.  Compare 47 C.F.R. § 52.21(q), with 47 U.S.C. § 153(30).
In addition, the First Order clarified that the portability
obligation included not only porting between wireline carriers,
but also “intermodal portability”:  the porting of numbers from
wireline carriers to wireless providers, and vice versa.  First
Order ¶ 152, 11 F.C.C.R. at 8431, ¶ 155, at 8433, ¶ 166, at
8440; see 47 C.F.R. §§ 52.23(b), 52.31(a).1
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LECs, the FCC relied on another statute, the Telecommunications Act
of 1934, as the basis for imposing a porting obligation on wireless
carriers.  Id. ¶ 4, at 8355, ¶ 153, at 8431 (relying on the FCC’s
authority over the wireless spectrum, as described in 47 U.S.C. § 332).


Although the First Order mandated service provider
portability, it expressly declined to require “location
portability,” which it defined as “the ability of users of
telecommunications services to retain existing
telecommunications numbers . . . when moving from one
physical location to another.”  First Order ¶ 174, 11 F.C.C.R. at
8443; see id. ¶ 6, at 8356; 47 C.F.R. § 52.21(j).  But the First
Order left many issues unresolved.  In particular, while it
required porting “at the same location,” and expressly declined
to require porting when moving from “one physical location to
another,” it did not define the word “location.”  


The FCC enlisted a federal advisory committee, the North
American Numbering Council (NANC), to make
recommendations regarding the implementation of number
portability.  See First Order ¶¶ 94-95, 11 F.C.C.R. at 8401-02.
The FCC also established a phased schedule requiring LECs to
complete implementation of number portability in the 100
largest metropolitan areas by December 31, 1998.  See id. ¶ 77,
at 8393.  As a result of subsequent postponements, the carriers’
intermodal porting duty did not commence until November 24,
2003 in large metropolitan areas, and until six months later in
other areas.  See Verizon Wireless’ Petition for Partial
Forbearance from the Commercial Mobile Radio Services
Number Portability Obligation ¶ 31, 17 F.C.C.R. 14,972,
14,985-86, ¶ 34, at 14,986-87 (2002).


In 1997, the FCC received the NANC’s recommendations
regarding wireline-to-wireline service provider portability and
issued a second order that adopted those recommendations.  See
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Second Report and Order, Telephone Number Portability, 12
F.C.C.R. 12,281 (1997) (Second Order); 47 C.F.R. § 52.26(a)
(codifying the NANC Working Group Report).  Like the First
Order, the Second Order was issued pursuant to notice and
comment and included a regulatory flexibility analysis.  Second
Order ¶ 2, 12 F.C.C.R. at 12,283, app. C, at 12,358.  Under the
Second Order, wireline-to-wireline number portability was
“limited to carriers with facilities or numbering resources in the
same rate center . . . .”  See Memorandum Opinion and Order
and Further Notice of Proposed Rulemaking, Telephone Number
Portability; CTIA Petitions for Declaratory Ruling on Wireline-
Wireless Porting Issues ¶ 7, 18 F.C.C.R. 23,697, 23,700 (2003)
(Intermodal Order) (citing the Second Order’s adoption of the
NANC recommendations).  Accordingly, a subscriber could not
keep the same telephone number if he changed from a wireline
telephone in one rate center to a wireline telephone physically
located in a different rate center.  Id. ¶ 7, at 23,700, ¶ 24, at
23,707.  A “rate center” is a relatively small geographic area,
designated by a LEC and state regulators, that is used to
determine whether a given call is local or toll.  See FCC, FCC
Clears Way for Local Number Portability Between Wireline and
Wireless Carriers, 2003 WL 22658210 (Nov. 10, 2003); FCC
Br. at 6-7.


The Second Order was limited to wireline-to-wireline
portability and did not resolve any issues relating to intermodal
portability.  Instead, the FCC once again enlisted the NANC to
develop standards necessary to provide for wireless carriers’
participation in number portability.  See Second Order ¶ 91, 12
F.C.C.R. at 12,333.  In particular, the FCC asked the NANC to
consider “how to account for differences between service area
boundaries for wireline versus wireless services.”  Id. ¶ 91, at
12,334.  (The “service area” of a wireless carrier is typically
considerably larger than the rate center of a LEC.  See FCC Br.
at 7.)  But the NANC was unable to reach a consensus on
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2See, e.g., Comments of the U.S. Telecom Ass’n, Telephone
Number Portability, CC Docket No. 95-116 (Feb. 26, 2003);


intermodal portability issues, especially because of the problem
of “rate center disparity”: 


[B]ecause wireline service is fixed to a specific
location the subscriber’s telephone number is limited
to use within the rate center within which it is assigned.
By contrast, . . . because wireless service is mobile . .
. , while the wireless subscriber’s number is associated
with a specific geographic rate center, the wireless
service is not limited to use within that rate center.


Intermodal Order ¶ 11, 18 F.C.C.R. at 23,701 (discussing
NANC Report).


On January 23, 2003, the Cellular Telecommunications &
Internet Association (CTIA) petitioned the FCC for a
declaratory ruling that “wireline carriers have an obligation to
port their customers’ telephone numbers to a [wireless] provider
whose service area overlaps the wireline carrier’s rate center”
associated with the requested number.  See Petition for
Declaratory Ruling of the CTIA, Telephone Number Portability,
CC Docket No. 95-116 (Jan. 23, 2003), at 1.  CTIA asked the
FCC to reject the view of certain LECs that portability was
required only when a wireless provider had a physical presence
in the wireline rate center from which the customer sought to
port the number.  Id. at 3.  The FCC issued a public notice
seeking comments on CTIA’s proposed rule.  See Petition for
Declaratory Ruling That Wireline Carriers Must Provide
Portability to Wireless Carriers Operating Within Their Service
Areas, 68 Fed. Reg. 7323 (Feb. 13, 2003).  Numerous members
of the wireline industry, including several of the petitioners
here,2 submitted comments.
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Comments of the Organization for the Promotion and Advancement
of Small Telecommunications Companies, Telephone Number
Portability, CC Docket No. 95-116 (Feb. 26, 2003).


3See, e.g., Ex Parte Letter from M.T. McMenamin, USTA, to
M.H. Dortch, FCC, Telephone Number Portability, CC Docket No.
95-116 (Sept. 30, 2003); Ex Parte Letter from K.B. Levitz, BellSouth,
to M.H.  Dortch, FCC, Telephone Number Portability, CC Docket No.
95-116 (Sept. 30, 2003).


4See Ex Parte Letter of M.T. McMenamin, supra; Ex Parte Letter
of K.B. Levitz, supra.


5See Ex Parte Letter from C. O’Connell, Qwest, to M.H. Dortch,
FCC, Telephone Number Portability, CC Docket No. 95-116 (Oct. 17,
2003). 


Some of the commenters argued that the FCC could not
adopt the rule requested by CTIA without following APA
rulemaking procedures.3  Those commenters contended that
intermodal porting, as proposed by CTIA, necessarily entails
location portability because it requires LECs to port numbers to
a wireless carrier even if the carrier has no facilities or assigned
telephone numbers within the rate center associated with the
number to be ported.4   Other commenters focused on the merits
of the proposal.  Those contended, inter alia, that CTIA’s
proposal would give wireless carriers unfair advantages over
wireline carriers:  while it would permit wireless carriers to port
numbers from -- and thus compete for -- wireline customers,
wireline carriers would be unable to compete for wireless
customers whose numbers were outside the wireline carriers’
rate centers.5   Finally, some commenters contended that CTIA’s
proposal would impose special burdens on small and rural
telephone companies.  They argued that, because wireless
carriers rarely have switching capability within the service areas
of small, independent wireline carriers serving small towns or
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6See Comments of the Organization for the Promotion and
Advancement of Small Telecommunications Companies, supra.


7The order also required wireless carriers to port numbers to
wireline carriers, but only to wireline carriers within a number’s
originating rate center.  Moreover, “because of the limitations on
wireline carriers’ networks ability to port-in numbers from distant rate
centers,” the FCC said it would “hold neither the wireline nor the
wireless carriers liable for failing to port under these conditions,” but
would instead issue a further notice of proposed rulemaking on the
issue.  Intermodal Order ¶ 22, at 23,706.


rural areas, those wireline carriers would have to bear the costs
of transporting calls outside their local service territories when
their customers made calls to wireless subscribers with ported
numbers.6


On November 10, 2003, the FCC released the order at issue
in this case, known as the Intermodal Order.  18 F.C.C.R.
23,697 (2003).  The Intermodal Order adopted the rule proposed
in the CTIA petition.  It requires wireline carriers to “port
numbers to wireless carriers where the requesting wireless
carrier’s ‘coverage area’ overlaps the geographic location of the
rate center in which the customer’s wireline number is
provisioned,” so long as “the porting-in carrier maintains the
number’s original rate center designation following the port.”
Id. ¶ 22, at 23,706.  A wireless carrier’s “coverage area” is
defined as the “area in which wireless service can be received
from the wireless carrier.”  Id. ¶ 1, at 23,698.7


The FCC insisted that the Intermodal Order had merely
adopted “clarifications” of the wireline carriers’ existing
obligation under prior orders, and hence did not require a new
rulemaking.  Id. ¶ 26, at 23,708.  The Commission rejected the
contention that it had imposed a duty of location portability.
Because the number has to retain its original rate center
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8On May 13, 2003, CTIA filed a separate petition with the FCC
regarding wireless-to-wireless porting.  The FCC issued an order
resolving that petition on October 7, 2003.  See Telephone Number
Portability - Carrier Requests for Clarification of Wireless-Wireless
Porting Issues, 18 F.C.C.R. 20,971 (2003).  That order is the subject
of another set of petitions for review in this court, which were argued
on the same day as the present case.  See Central Tex. Tel. Coop., Inc.
v. FCC, No. 03-1405 (D.C. Cir. Mar. 11, 2005).


9Although the APA’s notice-and-comment procedures are also
inapplicable to certain “adjudication[s],” the FCC made it clear that it


designation, the FCC said, the number remains at the “same
location” for purposes of the statutory and regulatory definitions
of portability.  Id. ¶ 28, at 23,708-09.  The fact that the order
requires wireline carriers to port numbers to wireless carriers
that do not have “a physical point of interconnection or
numbering resources in the rate center where the number is
assigned” does not, according to the FCC, amount to location
portability.  Id. ¶ 1, at 23,698; see id. ¶ 26, at 23,708.


The U.S. Telecom Association and other entities,
principally advancing the interests of wireline carriers, now
petition for review of the Intermodal Order.  They do not
challenge the merits of the order.  Rather, they contend that it is
invalid solely because it is a legislative rule issued without
adherence to the procedural requirements of the APA and RFA.8


II


The Administrative Procedure Act imposes notice-and-
comment requirements (the specifics of which we discuss in Part
III) that must be followed before a rule may be issued.  See 5
U.S.C. § 553.  The APA expressly states, however, that those
procedural requirements do not apply to “interpretative rules.”
See id. § 553(b).9  This court and many commentators have



trutkowski

Highlight



trutkowski

Highlight







11


regards the Intermodal Order as a rule rather than an adjudication.
See FCC Br. at 18; Oral Arg. Tape at 30:02-30:35.


10See, e.g., Appalachian Power Co. v. EPA, 208 F.3d 1015, 1020
& n.11 (D.C. Cir. 2000); RICHARD J. PIERCE, JR., I ADMINISTRATIVE


LAW TREATISE § 6.1, at 304 (2002); John F. Manning, Nonlegislative
Rules, 72 GEO. WASH. L. REV. 893, 893 (2004).


11See also Sprint Corp. v. FCC, 315 F.3d 369, 374 (D.C. Cir.
2003) (noting that “an amendment to a legislative rule must itself be
legislative” (quotation marks omitted)); National Family Planning &
Reprod. Health Ass’n v. Sullivan, 979 F.2d 227, 235 (D.C. Cir. 1992)
(same).


12See also Alaska Prof’l Hunters Ass’n v. FAA, 177 F.3d 1030,
1034 (D.C. Cir. 1999) (“[W]hen an agency has given its regulation a
definitive interpretation, and later significantly revises that
interpretation, the agency has in effect amended its rule, something it


generally referred to the category of rules to which the notice-
and-comment requirements do apply as “legislative rules.”10


The petitioners contend that the Intermodal Order
constitutes a legislative rule because it effectively amends the
FCC’s previous legislative rule -- the First Order.  See, e.g.,
American Mining Cong. v. Mine Safety & Health Admin., 995
F.2d 1106, 1112 (D.C. Cir. 1993) (stating that a rule that
“effectively amends a prior legislative rule” is “a legislative, not
an interpretative rule”).11  Our cases have formulated this
“effective amendment” test in a number of ways.  We have, for
example, held that “new rules that work substantive changes,”
Sprint Corp. v. FCC, 315 F.3d 369, 374 (D.C. Cir. 2003)
(emphasis added), or “major substantive legal addition[s],”
Appalachian Power Co. v. EPA, 208 F.3d 1015, 1024 (D.C. Cir.
2000) (emphasis added), to prior regulations are subject to the
APA’s procedures.12  Enunciating a similar test, the Supreme
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may not accomplish without notice and comment.”); American Mining
Cong., 995 F.2d at 1109 (“[I]f a second rule repudiates or is
irreconcilable with [a prior legislative rule], the second rule must be
an amendment of the first . . . .” (quotation mark omitted) (second
alteration in original)).


Court has said that if an agency adopts “a new position
inconsistent with” an existing regulation, or effects “a
substantive change in the regulation,” notice and comment are
required.  Shalala v. Guernsey Mem’l Hosp., 514 U.S. 87, 100
(1995) (emphases added) (quotation marks omitted); see id. at
101.  Although these verbal formulations vary somewhat, their
underlying principle is the same:  fidelity to the rulemaking
requirements of the APA bars courts from permitting agencies
to avoid those requirements by calling a substantive regulatory
change an interpretative rule.  See Appalachian Power Co., 208
F.3d at 1024 (“An agency may not escape . . . notice and
comment requirements . . . by labeling a major substantive legal
addition to a rule a mere interpretation.”); C.F. Communications
Corp. v. FCC, 128 F.3d 735, 739 (D.C. Cir. 1997) (holding that
the FCC “may not bypass [the APA’s notice-and-comment]
procedure by rewriting its rules under the rubric of
‘interpretation’”).


We agree with the petitioners that the Intermodal Order
effects a substantive change in the First Order.  The First Order
required carriers to ensure “the ability of users of
telecommunications services to retain, at the same location,
existing telecommunications numbers . . . when switching from
one telecommunications carrier to another.”  First Order ¶ 27,
11 F.C.C.R. at 8366-67 (emphasis added); 47 C.F.R. § 52.21(q)
(emphasis added).  Although the First Order did not expressly
define “same location,” the FCC did declare that it would not
require “location portability,” which it defined as “the ability of
users of telecommunications services to retain existing
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telecommunication numbers . . . when moving from one
physical location to another.”  First Order ¶ 174, 11 F.C.C.R. at
8443 (emphasis added); see id. ¶ 6, at 8356; 47 C.F.R. §
52.21(j).


The Intermodal Order, by contrast, requires carriers to
provide users with the ability to retain their existing numbers
regardless of physical location.  Under that order, a wireline
carrier must port whenever “the requesting wireless carrier’s
‘coverage area’ overlaps the geographic location of the rate
center in which the customer’s wireline number is provisioned,”
provided that the porting-in carrier maintains the number’s
original rate center designation.  Intermodal Order ¶ 22, 18
F.C.C.R. at 23,706.  Because wireless carriers’ coverage
(service) areas are often quite expansive -- in some cases
encompassing much of the United States -- the Intermodal
Order effectively requires carriers to provide their subscribers
with the ability to retain their numbers “when moving from one
physical location to another,” notwithstanding the First Order’s
declaration that such location portability would not be
mandated.


Nor can the Intermodal Order derive support from the
Second Order -- another prior legislative rule, also issued
pursuant to notice and comment.  In the Second Order, which
established the requirements for number portability in the
wireline-to-wireline context, the FCC provided that such
portability was “limited to carriers with facilities or numbering
resources in the same rate center . . . .”  Intermodal Order ¶ 7,
18 F.C.C.R. at 23,700.  But the Intermodal Order rejects a
similar limitation for wireline-to-wireless portability, and
instead requires wireline carriers to port numbers to wireless
carriers that do “not have a point of interconnection or
numbering resources in the same rate center as the ported
number . . . .”  Id. ¶ 26, at 23,708; see id. ¶ 1, at 23,698
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(describing a “point of interconnection” as something
“physical”); In re Starnet, Inc., 355 F.3d 634, 638 (7th Cir.
2004) (noting that “[u]sually a rate center corresponds to the
group of customers (a subset of an area code) served by a given
complement of telephone switching equipment”).


In short, the Intermodal Order requires wireline carriers to
port telephone numbers without regard to the physical location
of the subscriber, the equipment, or the carrier, and thus
effectively requires location portability -- a requirement that the
First Order had foresworn.  Under the Intermodal Order,  a
wireline subscriber can move from New York to California --
3000 miles from his original residence, from the wire attached
to his original wireline telephone, from the geographic
boundaries of the original rate center, and from the original
wireline company’s point of interconnection -- and yet keep his
telephone number provided that he switches to a wireless
company with service overlapping the original rate center.
Everything physical -- the person, the residence, the telephone,
the point of interconnection -- is at a new location, yet porting
is nonetheless required.  Hence, by adopting the Intermodal
Order, the FCC removed its prior “physical location” limitation
on the duty to port.  


The FCC makes three arguments in support of the contrary
contention.  First, it points to a single sentence in the First Order
that, it maintains, provided notice of the interpretation later
adopted in the Intermodal Order.  That sentence, which comes
directly after one that defines “location portability,” reads as
follows:  “Today, telephone subscribers must change their
telephone numbers when they move outside the area served by
their current central office.”  First Order ¶ 174, 11 F.C.C.R. at
8443. 
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13See Intermodal Order ¶ 28, 11 F.C.C.R. at 23,708-09; FCC Br.
at 5.


We do not see how this sentence provides support for the
rule announced in the Intermodal Order.  As the FCC concedes,
the sentence described the FCC’s then-current rules -- which did
not require location portability.  FCC Br. at 25.  The sentence
thus made clear that unless the Commission were to impose
location portability -- which it declined to do and insists it still
has not done13 -- subscribers would have to change their
numbers if they moved outside the area served by their current
carrier’s central office.  Yet as we have discussed, under the
Intermodal Order subscribers need not change their telephone
numbers when they move outside the area served by their central
office:  instead, they can switch to a cell phone and retain the
same number as long as they move anywhere in the wireless
company’s overlapping service area -- even across the country.
Hence, the Intermodal Order permits the very outcome that the
Commission associated with location portability.  Moreover,
because the ported number includes the subscriber’s original
area code, this kind of portability exhibits a principal problem
that the First Order associated with location portability:  the
“loss of geographic identity of one’s telephone number.”  First
Order ¶ 176, 11 F.C.C.R. at 8444.


This point is further driven home by examining the notice
of proposed rulemaking that preceded the First Order.  That
notice contained the same sentence that would later appear in the
First Order.  But it also contained a succeeding sentence that
made the Commission’s meaning unmistakable by explaining
what location portability would enable subscribers to do:


Today, telephone subscribers must change their
telephone numbers when they move outside the area
served by their current central office.  Location
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14Indeed, at oral argument in the companion case, which
concerned the FCC’s order on wireless-to-wireless porting, see supra
note 8, FCC counsel conceded that to say a number is “located” within
its rate center is “almost a bit of fiction; there really is no physical


portability would enable subscribers to keep their
telephone numbers when they move to a new
neighborhood, a nearby community, across the state,
or even, potentially, across the country.


Notice of Proposed Rulemaking, Telephone Number Portability
¶ 26, 10 F.C.C.R. 12,350, 12,360 (1995) (emphasis added).  And
that is precisely what the Intermodal Order now enables
subscribers to do.


Second, the FCC argues that “porting from a wireline to a
wireless carrier that does not have a point of interconnection or
numbering resources in the same rate center as the ported
number does not, in and of itself, constitute location portability,
because the rating of calls to the ported number stays the same.”
Intermodal Order ¶ 28, 18 F.C.C.R. at 23,708 (emphasis added).
The rating remains the same because the FCC added that
requirement as a proviso:  a wireline carrier must port to a
wireless carrier if the latter’s service area overlaps the rate
center associated with the subscriber’s number, “provided that
the porting-in carrier maintains the number’s original rate center
designation following the port.”  Id. ¶ 22, at 23,706.  The FCC
insists that under this proviso, “the number does not leave the
rate center,” and hence “it has not been subject to location
porting.”  FCC Br. at 25-26 (emphasis in original) (citing
Intermodal Order ¶ 28).


But this focus on the “location” of the telephone number,
based solely on its rating, is at best metaphysical.  It surely is not
the physical location discussed in the First Order.14  Moreover,
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location . . . .”  Central Tex. Tel. Coop., Inc. v. FCC, No. 03-1405,
Oral Arg. Tape at 32:05-32:28.


the First Order emphasized the user’s location, not the
number’s.  See First Order ¶ 172, 11 F.C.C.R. at 8443 (defining
location portability as “the ability of users . . . to retain existing
telecommunications numbers . . . when moving from one
physical location to another” (emphasis added)); id. ¶ 181, at
8447 (declaring that the “1996 Act’s requirement to provide
number portability is limited to situations when users remain ‘at
the same location’” (emphasis added)).  Indeed, in the sentence
highlighted by the FCC and discussed above, the First Order
explained that in the absence of location portability,
“subscribers must change their telephone numbers when they
move outside the area served by their current central office.”  Id.
¶ 174, at 8443 (emphases added).


Third, the FCC argues that the Intermodal Order did not
substantively change the First Order, but instead merely
curtailed the unlimited portability requirement imposed in the
First Order.  The First Order, the FCC contends, “imposed no
limitations on the LECs’ duty of wireline-to-wireless porting.”
FCC Br. at 20.  And in the Commission’s view, the petitioners
have no reason to complain about a rule that merely reduced
their preexisting obligations.


But it is simply wrong to say that the First Order “imposed
no limitations” on a wireline carrier’s duty to port numbers to a
wireless carrier.  To the contrary, the order expressly limited that
obligation by declaring that wireline carriers were not obligated
to provide location portability.  First Order ¶ 6, 11 F.C.C.R. at
8356.  Accordingly, the petitioners have every reason to
complain about a rule (if promulgated without notice and
comment) that jettisoned the First Order’s promise regarding
location portability.
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Indeed, the FCC does not truly contend that the Intermodal
Order would have been valid had it contained no limitation on
the “unlimited” requirement of the First Order.  Rather, as noted
above, the FCC’s claim that the Intermodal Order does not
impose location portability depends upon the order’s proviso
that the porting-in carrier must maintain the number’s original
rate center designation.  Nor is that the only necessary limitation
in the FCC’s view.  The principal limit on portability announced
by the Intermodal Order is that the wireless carrier’s coverage
area must overlap the geographic rate center in which the
customer’s wireline number is provisioned.  And at oral
argument, the FCC conceded that, had the Intermodal Order not
included such a limit on the porting obligation, it “would have
begun to be inconsistent with location portability.”  Oral Arg.
Tape at 38:51-39:28.  It is thus clear that the Intermodal Order
cannot be defended as an interpretation that merely cuts back on
an ostensibly unlimited portability obligation imposed by the
First Order.


In short, this is not a case in which an interpretative rule
merely “supplies crisper and more detailed lines than the
authority being interpreted,” American Mining Cong., 995 F.2d
at 1112, or simply provides “a clarification of an existing rule,”
Sprint Corp., 315 F.3d at 374.  Rather, it is one in which the rule
at issue substantively changes a preexisting legislative rule.
Such a rule is a legislative rule, and it can be valid only if it
satisfies the notice-and-comment requirements of the APA.


There is another reason, specific to the 1996
Telecommunications Act, to regard the rule at issue here as
legislative.  The 1996 Act mandates number porting “in
accordance with requirements prescribed by the Commission,”
47 U.S.C. § 251(b)(2), requirements that are to be
“implement[ed]” in “regulations.”  Id. § 251(d).  As we
explained in American Mining Congress, when a statute defines
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15As discussed above, to the extent that the First Order did do
something more than parrot the statutory definition (e.g., by inserting
the reference to “physical” location), it did so in language that is
inconsistent with the Intermodal Order.


a duty in terms of agency regulations, those regulations are
considered legislative rules.  995 F.2d at 1109.


Of course, even when a statute requires an agency to
proceed by implementing regulations, it need not develop
legislative rules to “address every conceivable question.”
Shalala v. Guernsey Mem’l Hosp., 514 U.S. 87, 96 (1995).  But
the question of what Congress meant by “at the same location”
in its definition of number portability is not just any
“conceivable question.”  Rather, it is a crucial statutory element
of the portability requirement itself, at least as far as wireline-to-
wireless porting is concerned.  Accordingly, the First Order did
not satisfy the FCC’s statutory obligation to “establish
regulations” to implement number portability when it merely
required “service provider portability,” and then defined that
phrase by parroting the definition of number portability already
contained in the statute.  See supra Part I; cf. Pearson v. Shalala,
164 F.3d 650, 660 (D.C. Cir. 1999) (“[W]e are quite
unimpressed with the government’s argument that the agency is
justified in employing this standard without definition because
Congress used the same standard . . . .”).  Something more was
necessary,15 and that something was provided by the specifics of
the wireline-to-wireless regulations contained in the Intermodal
Order. 


Finally, the FCC complains that technological disparities
require a different interpretation of the statutory term “location”
in the intermodal context than in the wireline-to-wireline
context, and that the Commission’s regulations should reflect
that difference.  The Commission may well be correct.  We are



trutkowski

Highlight



trutkowski

Underline



trutkowski

Underline



trutkowski

Underline



trutkowski

Highlight







20


16The petitioners do contend that the Intermodal Order represents
a significant departure from the First Order’s promise that the FCC
would maintain competitive neutrality between wireline and wireless
carriers.  The petitioners do not, however, contend that this asserted
departure renders the Intermodal Order substantively invalid, but only
argue that it supports the proposition that the Intermodal Order is so
different from the First Order that it cannot be an interpretative rule.
Pet’rs Br. at 24; Oral Arg. Tape at 1:01:45-1:02:07.  Because we
conclude that the Intermodal Order is not an interpretative rule for
other reasons, we do not consider this argument.  For the same reason,
we do not consider the intervenors’ argument that the Intermodal
Order is a legislative rule because it assertedly changes
interconnection obligations.


17This point distinguishes our analysis of the FCC’s Intermodal
Order from our analysis of the Commission’s wireless-to-wireless
order, as set forth in Central Tex. Tel. Coop., Inc. v. FCC, No. 03-
1405 (D.C. Cir. Mar. 11, 2005).


not suggesting that the Intermodal Order is unreasonable;
indeed, the petitioners do not challenge the substantive
reasonableness of the rule.  See Oral Arg. Tape at 1:02:06-
1:02:13.1 6   It may be that, as a matter of telecommunications
policy, “location” should have reduced significance in the
wireline-to-wireless context, and that the FCC would be justified
in defining the word without reference to anything “physical.”


But in declaring that it was not requiring location
portability, and in using the adjective “physical” in the definition
of that term, the First Order made clear that it did regard
location as a physical concept.  Moreover, at least in the
intermodal context, where one side of the porting transaction
involves a wireline telephone, physical location is a quite
meaningful concept.17  Accordingly, however physical location
is measured -- whether by the residence or geographic rate
center of the wireline user, the coordinates of the landline
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18Cf. In re Starnet, Inc., 355 F.3d at 638 (noting that “[l]anguage
in the regulations links ‘location portability’ to movement ‘from one
physical location to another,’ but does not distinguish among the
customer’s physical location, the end of the wire’s physical location,
or the rate center’s physical location” (internal citation omitted)).


19Cf. C.F. Communications Corp., 128 F.3d at 739 (holding that,
although the Commission may be able to “amend its rules to render
‘premises’ a term of art encompassing telephone equipment or land .
. . on which telephone equipment is located[,] . . . to do so, it must use
the notice and comment procedure of the Administrative Procedure
Act”); Paralyzed Veterans of Am. v. D.C. Arena L.P., 117 F.3d 579,
586 (D.C. Cir. 1997) (“Once an agency gives its regulation an
interpretation, it can only change that interpretation as it would
formally modify the regulation itself:  through the process of notice
and comment rulemaking.”).


attached to the user’s telephone, or the point of interconnection
of the user’s wireline carrier -- a rule that requires the carrier to
port the number to a wireless telephone that may be thousands
of miles from any of those places represents a substantive
change from the rule announced in the First Order.18  Such a
change may be permissible, but to accomplish it the FCC must
comply with the procedural requirements of the APA.19


For the foregoing reasons, we conclude that the Intermodal
Order was a legislative rule, and that the FCC therefore had to
issue it pursuant to the notice-and-comment requirements of
APA § 553.  As the next Part explains, however, that is not the
end of the story.


III


The Administrative Procedure Act requires that “[g]eneral
notice of proposed rule making shall be published in the Federal
Register,” 5 U.S.C. § 553(b); that “[a]fter notice required by this
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20At oral argument, the FCC explained that it did not press this
point because APA compliance would not resolve the RFA issue.  See
Oral Arg. Tape at 26:30-26:40; see also infra Part IV.


21The APA requires that the notice include:  “(1) a statement of
the time, place, and nature of public rule making proceedings; (2)
reference to the legal authority under which the rule is proposed; and
(3) either the terms or substance of the proposed rule or a description
of the subjects and issues involved.”  5 U.S.C. § 553(b).  The FCC’s
notice contained each of these elements.


section, the agency shall give interested persons an opportunity
to participate in the rule making through submission[s],” id. §
553(c); that “[a]fter consideration of the relevant matter
presented, the agency shall incorporate in the rules adopted a
concise general statement of their basis and purpose,” id.; and
that a “substantive rule” shall be published “not less than 30
days before its effective date,” id. § 553(d).  For the kind of
informal rulemaking at issue here, no other procedures are
required to satisfy the APA.  See Vermont Yankee Nuclear
Power Corp. v. NRDC, 435 U.S. 519, 524 (1978).


Although the FCC does not raise the point, it appears that
the Commission satisfied each of these requirements when it
issued the Intermodal Order.20  The FCC published notice in the
Federal Register.  See 68 Fed. Reg. 7323.21  The notice sought
comments on CTIA’s proposal “that wireline carriers are
obligated to provide portability of their customers’ telephone
numbers to [wireless] providers whose service area overlaps the
wireline carriers’ rate centers.”  Id.  The Commission received
and considered comments on that proposal from, among others,
the petitioners in this case.  See supra note 2.  It then adopted
essentially the same rule proposed in the notice, in an order that
explained the rule’s basis and purpose, and published that order.
See 18 F.C.C.R. 23,697; see generally supra Part I.
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22As mentioned supra note 9, despite the label the FCC does not
defend the Intermodal Order on the ground that it was a “declaratory
ruling” that constituted an adjudication under 5 U.S.C. § 554(e).


The only deficiency in these procedures identified by the
petitioners is that the FCC labeled its published notice as a
request for comment on CTIA’s “Petition for Declaratory
Ruling,” rather than as a “Notice of Proposed Rulemaking.”22


The label, however, is not fatal.  As we held in New York State
Commission on Cable Television v. FCC, “to remand solely
because the Commission labeled the action a declaratory ruling
would be to engage in an empty formality.”  749 F.2d 804, 815
(D.C. Cir. 1984).


Nonetheless, because the FCC does not press it, we do not
reach a final decision as to whether the procedures attending
issuance of the Intermodal Order fully conformed to the APA.
But we do address the question -- raised in the petitioners’ own
brief -- of whether any procedural error that might have occurred
was harmless.  Pet’rs Br. at 17, 27-30; see 5 U.S.C. § 706
(requiring courts to take “due account” of “the rule of prejudicial
error”).  In making that assessment, the petitioners urge us to
heed our admonition in Sprint Corp. v. FCC, that “an utter
failure to comply with notice and comment cannot be considered
harmless if there is any uncertainty at all as to the effect of that
failure.”  315 F.3d 369, 376 (D.C. Cir. 2003) (quoting Sugar
Cane Growers Coop. v. Veneman, 289 F.3d 89, 96 (D.C. Cir.
2002)).  As we have just noted, however, there was no “utter
failure” in this case; indeed, we are hard pressed to discern any
failure at all.


In any event, we have no uncertainty that if there was a
procedural failure, it was harmless.  The petitioners contend that
by “proceeding without issuing a notice, the FCC constrained
the industry’s ability to propose solutions to technical and
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23Indeed, the title alone encapsulated the proposal under
consideration:  Petition for Declaratory Ruling That Wireline Carriers
Must Provide Portability to Wireless Carriers Operating Within Their
Service Areas, 18 F.C.C.R. 832 (2003).


24See, e.g., Intermodal Order ¶ 16, 18 F.C.C.R. at 23,703-04
(noting comments that the CTIA proposal could not be promulgated
without notice-and-comment rulemaking, that it would give wireless
carriers an unfair competitive advantage over wireline carriers, that it
would amount to a system of location portability, and that it would
cause particular difficulties for rural LECs); supra Part I and notes 2-
6.


regulatory barriers to intermodal portability that would have
enabled the FCC to proceed in a balanced, nondiscriminatory
fashion.”  Pet’rs Br. at 17.  But unlike the situation in Sprint
Corp., the FCC did not proceed without notice.  To the contrary,
the proposal published in the Federal Register made the issue
under consideration crystal clear.2 3   And as we have said, the
proposal was virtually identical to the order ultimately adopted
by the Commission.


Nor did the FCC “constrain[] the industry’s ability to
propose solutions.”  Id.  Again to the contrary, the Commission
invited and received comment from the industry on intermodal
portability.  Nor was the industry misled by the fact that the
notice was labeled a request for comment on CTIA’s petition for
a declaratory ruling, rather than as a notice of proposed
rulemaking.  Indeed, as the petitioners conceded at oral
argument, every challenge to the Intermodal Order that they
have raised in their appellate briefs was also made during the
comment period.  Oral Arg. Tape at 19:33-19:42.24  And they
cannot identify a single additional comment that they would
have made but for the labeling of the notice, nor any other
deficiency in the rulemaking process.  Id.; see New York State
Comm’n, 749 F.2d at 815 (declining to remand an FCC order,
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25The Intermodal Order differed in each respect noted in the
preceding two paragraphs from the payphone provider rule at issue in
Sprint Corp., 315 F.3d 369.  In Sprint Corp., the notice that preceded
issuance of the payphone rule was not published in the Federal
Register and described a proposal completely different from that
which the FCC ultimately adopted.  Id. at 374, 376.  Moreover, “the
comments submitted in response to the . . . Notice demonstrate[d] that
the parties did not appreciate that the Commission was contemplating”
the rule it finally issued.  Id. at 376.


26The petitioners also contend that the First Order and Second
Order established a procedure for resolving number portability issues
that required reference to the NANC.  As a consequence, the
petitioners maintain that until the NANC submits a proposal, the FCC
may not impose a porting obligation without first engaging in APA
rulemaking.  Although we do not read the first two orders as
establishing any such mandatory procedure, the contention is mooted
by our conclusion that issuance of the Intermodal Order satisfied the
APA.


despite a claim that the notice was mislabeled, where the
“arguments raised in” the comments were “identical to the
issues on appeal”).25


Under these circumstances, any error -- if error there was --
was plainly harmless.  Accordingly, although we conclude that
the Intermodal Order was a legislative rule requiring adherence
to the procedures specified in APA § 553, we find no deficiency
in the procedures actually followed that would warrant vacating
or remanding the order.26


IV


The Regulatory Flexibility Act also imposes procedural
requirements on agency rulemaking, in particular the preparation
of a “final regulatory flexibility analysis” regarding the effect of
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27Although the RFA grants courts jurisdiction to review claims of
noncompliance with the provision of the Act that requires preparation
of a final regulatory flexibility analysis, 5 U.S.C. § 604, judicial
review under other provisions of the RFA is limited, see 5 U.S.C. §
611(a).


the rule on small businesses.  See 5 U.S.C. § 604.27  That
requirement applies “[w]hen an agency promulgates a final rule
under section 553 of this title, after being required by that
section or any other law to publish a general notice of proposed
rulemaking.”  Id.  Because we have concluded that the FCC was
required by section 553 to publish such a notice, the RFA’s
requirements are applicable to the Intermodal Order.


By contrast to the notice-and-comment requirements, there
is no dispute that the FCC utterly failed to follow the RFA when
it issued the Intermodal Order.  Nor is there an argument that
the Commission’s failure was harmless, as it is impossible to
determine whether a final regulatory flexibility analysis -- which
must include an explanation for the rejection of alternatives
designed to minimize significant economic impact on small
entities, see id. § 604(a)(3) -- would have affected the final order
when it was never prepared in the first place.  See Sprint Corp.,
315 F.3d at 377 (holding that the wholesale failure to afford
proper notice and comment was not harmless because “the effect
of the Commission’s procedural errors is uncertain”).


The RFA outlines the remedies available for its violation as
follows:  


In granting any relief in an action under this section,
the court shall order the agency to take corrective
action . . . including, but not limited to-- 


(A) remanding the rule to the agency, and 
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28The FCC does allege that the public  interest weighs against
vacating the entire rule (as to entities of every size), and that such a
remedy would be overbroad given the injury claimed to rural carriers.
FCC Br. at 36.


(B) deferring the enforcement of the rule against small
entities unless the court finds that continued
enforcement of the rule is in the public interest.


Id. § 611(a)(4).  A combination of the two specified remedies --
remand coupled with a stay of enforcement against small entities
-- is appropriate here.


The petitioners contend that the order will have a serious
impact on small rural carriers, which will have to impose the
initial cost of implementation and the continuing cost of
transporting calls to ported numbers on a narrow base of rural
subscribers.  Those costs, the petitioners argue, “bring[] no
benefit to the vast majority of rural subscribers that are
unwilling to give up their wireline service, yet must bear the cost
burden nonetheless.”  Pet’rs Br. at 18.  The petitioners do not
seek to undo any porting of numbers that has already occurred;
they ask only to stay the mandatory obligation to accede to new
porting requests.  Oral Arg. Tape at 57:15-57:55.


The FCC does not contest the petitioners’ argument, and it
gives no reasons why continued enforcement of the order with
respect to small entities pending a final regulatory flexibility
analysis would be in the public interest.28  Rather, it stands on its
contention that no regulatory flexibility analysis was required at
all.  See FCC Br. at 30.  Under these circumstances, we have no
basis for finding that continued enforcement against statutorily
defined small entities during the remand would be in the public
interest. 
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Accordingly, we remand the Intermodal Order to the FCC
for the Commission to prepare the required final regulatory
flexibility analysis.  We stay future enforcement of the
Intermodal Order only as applied to carriers that qualify as
small entities under the RFA.  The stay will remain in effect
until the FCC completes its final regulatory flexibility analysis
and publishes it in accordance with 5 U.S.C. § 604(b).  Of
course, nothing in this disposition prevents small carriers from
voluntarily adhering to the Intermodal Order’s number
portability requirements during that period.


V


For the foregoing reasons, we deny the petitions with
respect to the APA claim, and grant the petitions with respect to
the RFA claim.  We remand the Intermodal Order to the FCC
for the purpose of preparing a final regulatory flexibility
analysis, and we stay future enforcement of the order against
carriers that are “small entities” under the RFA until the FCC
prepares and publishes that analysis.


So ordered.
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Letter of Authorization *

Decisions/Recommendations


Prior to placing orders on behalf of the end user, the New Local Service Provider is responsible for obtaining and having in its possession a Letter of Authorization (LOA).  

An LOA shall consist of verification of the end user’s selection and authorization adequate to document the end user’s selection of the New Local Service Provider.


The LOA needs to be obtained and maintained as required by applicable federal and state law, as amended from time to time.


Firm Order Confirmation (FOC) of a port request shall not be predicated on obtaining a physical copy of the LOA from the New Local Service Provider.  In the event of an end user allegation of an unauthorized change, the New Local Service Provider shall, upon request and in accordance with all applicable laws and rules, make the LOA available to the Old Local Service Provider.

* Note: A Letter of Authorization (LOA) may also be known as a Proof of Authorization (POA).
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		NPAC/SMS SPID Migration Request Form

		NOTE: When viewing the softcopy of this form, each display is slightly different.  If your view appears to "cut off" any verbiage, adjust your zoom percentage to a larger display (from the Main toolbar select View, then Zoom).  When printing your hardcopy you do not need to make any adjustment, this is strictly a softcopy issue.

		Please return this form via e-mail to SPIDMigration@neustar.biz to process your SPID Migration request.

		Fill out one form for each affected region and one form for each LERG Effective Date for the migrating codes.

												Control Number

														(Assigned by NPAC Personnel)

		Section A:  Service Provider Migration Contact Information

		This section is to be completed by the Migrating-To Service Provider.

		All correspondence regarding this SPID Migration will be coordinated between the Migrating-To

		Service Provider and the Migrating-From Service Provider with the following contact information.

				NPAC Region Affected:

		NPAC Users, select either New or Modified.  Select New  if this is the first request for this SPID

		Migration;  select Modified if this is a modification to a previously submitted request:

								New				Modified

		If this is a modified request, in the following entry box indicate the modified request information (e.g. LRN 123-456-0 has been removed.)

		All attributes are required unless marked with an (*).

		Migrating-To Service Provider:										Today's Date:

		1. Migrating-To NPAC Service Provider Name1:

		2. Migrating-To NPAC Service Provider ID2:

		Migrating-To Service Provider Requestor Contact Information:

				Primary Contact								Secondary Contact

		3. Name and Title

		4. Address

		5. Phone Number

		6. Other Phone Number*

		7. Pager Number*

		8. Fax Number*

		9. E-mail Address

		1 Migrating-To NPAC Service Provider Name MUST reflect your Company/Service Provider Name in the NPAC SMS.

		2 Migrating-To NPAC Service Provider ID MUST reflect your SPID in the NPAC SMS.  The SPID that will be associated with the NPA-NXX, a SOA SPID.

		Migrating-From Service Provider

		1. Migrating-From NPAC Service Provider Name3:

		2. Migrating-From NPAC Service Provider ID4:

		Migrating-From Service Provider Requestor Contact Information

				Primary Contact								Secondary Contact

		3. Name and Title

		4. Address

		5. Phone Number

		6. Other Phone Number*

		7. Pager Number*

		8. Fax Number*

		9. E-mail Address

		Will the Migrating-From Service Provider be operational and able to perform necessary network data and/or subscription version modifications that may be required PRIOR TO the SPID Migration?

				YES				NO

								Check one.

		Comments:

		Will the Migrating-From Service Provider be operational and able to perform necessary network data and/or subscription version modifications that may be required AFTER the SPID Migration?

				YES				NO

								Check one.

		Comments:

		3 Migrating-From NPAC Service Provider Name MUST reflect the Company/Service Provider Name of the company from which you are acquiring (a) new code(s) as they are named in the NPAC SMS.

		4 Migrating-From NPAC Service Provider ID MUST reflect the Company/Service Provider ID of the company from which you are acquiring (a) new code(s) as they exist in the NPAC SMS.

		Does your company (Migrating-To Service Provider) use a Service Bureau?

				YES				NO

								Check one.

		Note:  If your company uses a Service Bureau you should work with them throughout the SPID Migration process;  specifically when completing the SPID Migration Request form, during the kick-off call and when processing the Service Provider responses.

		Does the Migrating-From Service Provider use a Service Bureau?

				YES				NO						Not Sure

								Check one.

		Note:  If the Migrating From Service Provider uses a Service Bureau they should work with them throughout the SPID Migration process;  specifically during the kick-off call and when creating/submitting their Service Provider response.
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Section B

		

		Section B: Migrating Code Information

		This section is to be completed by the Migrating-To Service Provider and contains information about the Network Data to be migrated.  Please specify the LERG Effective Date for the code migration as well as all NPA-NXXs, associated NPA-NXX-Xs, and associated LRNs to be migrated.  The Old NPAC SPID and New NPAC SPID entries will automatically be populated based on your entry in Section A of this form as you enter values in the (left-most) NPA-NXX and NPA-NXX-X columns.  If the Old NECA OCN and/or New NECA OCN are different than the Old NPAC SPID and/or New NPAC SPID (respectively), please indicate the correct information.  A blank NECA OCN field indicates it is the same as the respective NPAC SPID.

		NOTE:  The actual SMURF files used for the SPID Migration are based on this information.

		NOTE: The SPID Migration will be scheduled based on the next available maintenance window after the migrating code's Effective Date as shown in the LERG, and normally a minimum of 66 days after the receipt of the SPID Migration request form at NPAC.  When the migrating code's Effective Date has already passed or is less than 66 days after the receipt of the SPID Migration request form at NPAC, the SPID Migration will be scheduled for the next available maintenance window, but at least 32 days from receipt of the SPID Migration request form.

		NOTE: When viewing the softcopy of this form, each display is slightly different.  If your view appears to "cut off" any verbiage, adjust your zoom percentage to a larger display (from the Main toolbar select View, then Zoom).  When printing your hardcopy you do not need to make any adjustment, this is strictly a softcopy issue.

				LERG Effective Date for the Code Migration:

				NPA-NXXs												Associated NPA-NXX-Xs														Associated LRNs

				NPA-NXXs				Old SPID		Old OCN		New SPID		New OCN		Assoc. NPA-NXX-Xs						Old SPID		Old OCN		New SPID		New OCN

				List all NPA-NXXs that are involved in this SPID Migration request.				Old NPAC SPID assoc. with the NPA-NXX		Old NECA OCN assoc. with the NPA-NXX		New NPAC SPID assoc. with the NPA-NXX		New NECA OCN assoc. with the NPA-NXX		List all NPA-NXX-Xs that exist on the NPAC that use an LRN within this NPA-NXX and are associated with the Migrating-From SP.						Old NPAC SPID assoc. with the NPA-NXX-X		Old NECA OCN assoc. with the NPA-NXX-X		New NPAC SPID assoc. with the NPA-NXX-X		New NECA OCN assoc. with the NPA-NXX-X		List all LRNs that exist on the NPAC that use this NPA-NXX and are associated with the Migrating-From SP.
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Section C

		

		Section C: NPAC Internal SPID Migration Estimation

		This section is to be completed by NPAC Personnel.

		When the SPID Migration request is received, the data in this section is then completed by NPAC Personnel to determine the estimate for processing SPID Migration files

		(SMURF).  A completed copy is e-mailed to the SPID Migration contacts in the affected LNP Region.  Information in gray is provided by the Migrating-To Service Provider.

		NOTE: When viewing the softcopy of this form, each display is slightly different.  If your view appears to "cut off" any verbiage, adjust your zoom percentage to a larger

		display (from the Main toolbar select View, then Zoom).  When printing your hardcopy you do not need to make any adjustment, this is strictly a softcopy issue.

		NOTE: On the softcopy, click on the +/- buttons over the form display and below your toolbar to expand/collapse the view.  In the expanded view you will see the respective

		Old and New NECA OCNs as reported by the Migrating-To SP.  In the collapsed view you will not see the respective Old and New NECA OCNs.

		NOTE:  To print a version with the Old and New NECA OCNs and respective Old and New NPAC SPIDs, you must print from a softcopy view with this information displayed.

		In the softcopy, click on the + button over the form display and below your toolbar to display this information.

																														Today's Date:

				NPA-NXXs				Old SPID		Old OCN		New SPID		New OCN		Associated NPA-NXX-Xs						Old SPID		Old OCN		New SPID		New OCN		Associated LRNs

				List all NPA-NXXs that are involved in this SPID Migration request.				Old NPAC SPID assoc. with the NPA-NXX		Old NECA OCN assoc. with the NPA-NXX		New NPAC SPID assoc. with the NPA-NXX		New NECA OCN assoc. with the NPA-NXX		List all NPA-NXX-Xs that exist on the NPAC that use an LRN within this NPA-NXX and are associated with the Migrating-From SP.						Old NPAC SPID assoc. with the NPA-NXX-X		Old NECA OCN assoc. with the NPA-NXX-X		New NPAC SPID assoc. with the NPA-NXX-X		New NECA OCN assoc. with the NPA-NXX-X		List all LRNs that exist on the NPAC that use this NPA-NXX and are associated with the Migrating-From SP.

				Total # of NPA-NXXs:												Total # of NPA-NXX-Xs:														Total # of LRNs:

				Scheduled SPID Migration Date

				LERG Effective Date																						12/31/99

				Approximate Number of Subscription Versions

				Scheduled Start and End Times of NPAC Maintenance Window

				Estimated Duration of SPID Migration

				After this SPID Migration is it anticipated that the Migrating-From SP will no longer participate in the porting of SVs in the NPAC SMS? (Yes, No or TBD)  If Yes, the Migrating-From SP should contact NeuStar's Customer Connectivity Services Group (cc@neustar.biz), and request a Customer Disconnect form.  Upon valid completion of this form NPAC Personnel will mark the SPID as inactive in the NPAC SMS resulting in SPID delete messages to the SOAs and LSMSs in the respective region(s).
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Section D

		

		Section D:  Service Provider Migration Estimation

		NOTE: When viewing the softcopy of this form, each display is slightly different.  If your view appears to "cut off" any verbiage, adjust your zoom percentage to a larger display (from the Main toolbar select View, then Zoom).  When printing your hardcopy you do not need to make any adjustment, this is strictly a softcopy issue.

		This section is to be completed by each Service Provider in the LNP Region affected by this SPID Migration (other than  the Migrating-To Service Provider) and returned via e-mail to the SPID Migration Contact at the Migrating-To Service Provider company for consideration in the final scheduling logistics for this SPID Migration.

		If your company uses a Service Bureau you should work with them to formulate your response and complete this section.

		All attributes are required unless marked with an (*).

		Responding Service Provider										Today's Date:

		1. Responding Service Provider Name:

		2. Responding Service Provider ID:

		Responding Service Provider Requestor Contact Information

		3. Name and Title

		4. Address

		5. Phone Number

		6. Other Phone Number*

		7. Pager Number*

		8. Fax Number*

		9. E-mail Address

		10.  How much total time do you estimate you will need to complete the SPID Migration processing (SIC-SMURF files) during the scheduled Maintenance Window?

		11.  Please provide any further comments or issues regarding your company's ability to process this SPID Migration request as scheduled:

		Comments/Issues:



&RFINAL v1.4, Effective Date:   October 20, 2004
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IBM Blade/Linux Application Migration – FTP Server and LTI_GUI URL Address Information


FTP Server


There are two FTP servers - one in Sterling, one in Charlotte, that Service Providers will access to retrieve and place information such as – BDD files, SIC-SMURF files, Service Provider key lists, NPAC key lists and Service Provider requested Ad Hoc Reports.


The following IP addresses are to be used to access the FTP servers:


Sterling: 156.154.0.41


Charlotte: 156.154.2.41


The FTP Servers will support the following functions:


· ftp


· secure ftp (sftp)


The following directory structure will be in place for the FTP Servers:


SPID/Region/Directory: 


Type of  Directories – BDD, ad-hocs, sp-keys, npac-keys, SMURF.


There will be Service Provider SPID Directories for each Region – mw, ma, ne, se, sw, we, wc, ca, sow34; For example:


1234/mw/BDD


1234/mw/ad-hocs


1234/mw/sp-keys


1234/mw/npac-keys


1234/mw/SMURF


LTI_GUI URL Addresses


The following are the LTI_GUI URL addresses for the NPAC Production Regions:


Midwest Region 


Sterling: http://mw.va.npac.com/npac00/gui_base/fcgi-bin/PageServer/Logon

Charlotte: http://mw.nc.npac.com/npac00/gui_base/fcgi-bin/PageServer/Logon

Midatlantic Region


Sterling: http://ma.va.npac.com/npac01/gui_base/fcgi-bin/PageServer/Logon

Charlotte: http://ma.nc.npac.com/npac01/gui_base/fcgi-bin/PageServer/Logon

Northeast Region


Sterling: http://ne.va.npac.com/npac02/gui_base/fcgi-bin/PageServer/Logon

Charlotte: http://ne.nc.npac.com/npac02/gui_base/fcgi-bin/PageServer/Logon

Southeast Region


Sterling: http://se.va.npac.com/npac03/gui_base/fcgi-bin/PageServer/Logon

Charlotte: http://se.nc.npac.com/npac03/gui_base/fcgi-bin/PageServer/Logon

Southwest Region


Sterling: http://sw.va.npac.com/npac04/gui_base/fcgi-bin/PageServer/Logon

Charlotte: http://sw.nc.npac.com/npac04/gui_base/fcgi-bin/PageServer/Logon

Western Region


Sterling: http://we.va.npac.com/npac05/gui_base/fcgi-bin/PageServer/Logon

Charlotte: http://we.nc.npac.com/npac05/gui_base/fcgi-bin/PageServer/Logon

West Coast Region


Sterling: http://wc.va.npac.com/npac06/gui_base/fcgi-bin/PageServer/Logon

Charlotte: http://wc.nc.npac.com/npac06/gui_base/fcgi-bin/PageServer/Logon

Canada Region


Sterling: http://ca.va.npac.com/npac07/gui_base/fcgi-bin/PageServer/Logon

Charlotte: http://ca.nc.npac.com/npac07/gui_base/fcgi-bin/PageServer/Logon

SOW34 Testbed


Sterling: http://sow34.va.npac.com/npac20/gui_base/fcgi-bin/PageServer/Logon
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ATIS Forum/Committee – Issue Identification Form


Issue Title: Authorizing NPA-NXX Assignment Transfer to Facilitate Establishment of New LRN


		Forum/Committee:

		INC

		Issue Number:

		462



		Committee/Subcommittee Assigned:

		CONXX

		Issue Status:

		Initial Closure *
(see Special Note below)



		Submission Date:

		12/3/04

		Initial Closure/Initial Pending Date:

		12/8/04



		Acceptance Date:

		12/7/04

		Target Date for Moving Issue to Final from Initial Closure (or Initial Pending):

		1/21/05



		Targeted Resolution Date:

		

		Final Closure Date:

		





Issue Statement/Business Need:


Background


As Nebraska continues to take proactive steps to conserve the assigned numbering resources and extend the life of the 402 area code, we have identified that the issuance of codes specifically to allow the assignment of an LRN may cause the exhaust of the 402 area code unrelated to any significant increase in a customer base. This could lead to the implementation of area code relief plans earlier than would otherwise have been needed and thus impose an unnecessary cost and burden on the carriers serving Nebraska and the citizens of Nebraska. We believe this is a situation that exists in other states having a significant rural population base. 


Nebraska fully understands and supports the intent of a carrier to obtain numbering resources for the purpose of assigning a Local Routing Number under the INC Location Routing Number (LRN) Assignment Practices, (INC-98-0713-021, Issued January 23, 2004). However, it is extremely frustrating when trying to conserve numbering resources to see a full code assigned to a carrier specifically to associate an LRN to one block, have the remaining 9 blocks returned to the pool, when there is already an excess of resources allocated to the rate center for the existing population base. 


This scenario is occurring more frequently in Nebraska as competition begins to move into the rural areas (the good news). However, when the end result is 40,000 numbering resources assigned to a rate center with a population base of 3,599 (the bad news) you begin to wonder. Two of the carriers have returned their 17 unused blocks to the pool but those numbers are still stranded and most likely will never be used. 


Requested Action


It is our opinion that encouragement to transfer NXX code assignment to facilitate LRN assignments is an important piece of the numbering resource optimization effort that has been missing. While this method will not address every situation, it will provide some measure of relief, can be implemented with minimal changes, and continues to use the existing association of the ten digit LRN with the six digit NPA-NXX method instead of moving to an association of an LRN at the seven digit, thousands block level. 


Nebraska is seeking changes to the INC Guidelines that would permit the voluntarily transfer of an NXX code assignment between SPs for the purposes of assigning an LRN.


We believe this is an action which can be taken in a short time frame, does not make any substantive changes to current policies and procedures, has minimal impact to service providers or state regulators who chose not to use these options, and continues the Commissions mission of conserving numbering resources.


Suggested Solution:

Modify sections 7.2 and of the COCAG to permit the voluntarily transfer of an NXX code assignment  between SPs for the purposes of assigning an LRN.


Resolution Statement:

The following text was added to the COCAG:


Section 7.2
Transfer of CO Code Not Assigned to a Single End-User Customer


The assignment criteria in the following section shall be used by CO Code Administrator(s) in reviewing a central office code request from a service provider to transfer an NXX code from the current code holder to the service provider making the transfer request, where the full NXX code is not assigned and reserved to a single end-user customer.  Should a regulatory authority ask SPs to voluntarily transfer a code for purposes of enabling an LRN, consideration must be given to the technical issues involved (e.g., contamination levels, dependencies on ancillary services, etc.). 
  In addition, the code cannot be transferred from one rate center to another rate center. 


Footnote: 
 Regulators may ask an SP to voluntarily transfer NXX code assignment to another SP in order to extend the life of an NPA Code.

Associated Committees/Issues:


Related work required for the solution to this issue to be implementable by the industry--consider functional platform; interoperability; performance, reliability, and security; OAM&P; ordering and billing; and user interface work.

Issue Champion(s):

		Name: 

		Don Gray

		Name:

		Ken Havens



		Company: 

		Nebraska PSC

		Company:

		Sprint



		E-mail address (optional):

		dgray@mail.state.ne.us

		E-mail address (optional):

		ken.r.havens@mail.sprint.com



		Telephone number (optional):

		402.471.0242

		Telephone number (optional):

		913.794.8526





Activity Log (can be very brief but this must be regularly updated on a meeting-by-meeting basis and include all agreements reached and action items):

· INC 79: The issue was accepted and discussed. It was noted that the crux of the proposed text emphasizes the voluntary nature of the NXX code transfer. It was also noted that the contribution’s text would seem to indicate that SPs need to fax a paper confirmation to NANPA, which would entail additional paper work. Participants then edited the text of the contribution. It was asked of NANPA if they would require a copy of the regulator request to transfer, to which NANPA responded that they did not believe strongly either way that this was necessary. It was also noted the existing language would not prevent transfers for LRN purposes.


It was noted that several good points had been made about some serious potential behind-the-scenes technical complications to the proposed language on the part of many SPs. The issue appears simple on the surface, but further consideration of the technical implications would be recommended. For example, it was noted that in non-pooling areas the contamination levels would also complicate the code transfer process, due to possible customer impacts.


It was then agreed to place the issue in Initial Closure. (Verizon noted its official objection to the Initial Closure of the issue.)


* Special Note: It was agreed to that Issue 462, Authorizing NPA-NXX Assignment Transfer to Facilitate Establishment of New LRN, would remain in Initial Closure until COB January 21, 2005.


Update: 1/14/05
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INC – Issue 462


Suggested wording changes are shown in Red.

Suggested Solution:

Modify sections 7.2 and of the COCAG to permit the voluntarily transfer of an NXX code assignment  between SPs for the purposes of assigning an LRN.


Resolution Statement:

The following text was added to the COCAG:


Section 7.2
Transfer of CO Code Not Assigned to a Single End-User Customer


The assignment criteria in the following section shall be used by CO Code Administrator(s) in reviewing a central office code request from a service provider to transfer an NXX code from the current code holder to the service provider making the transfer request, where the full NXX code is not assigned and reserved to a single end-user customer.  Should a regulatory authority ask SPs to voluntarily transfer a code for purposes of enabling an LRN, consideration must be given to the technical issues involved and the risk of service interruption to existing customers (e.g., contamination levels, dependencies on ancillary services, etc.). 
  In addition, the code cannot be transferred from one rate center to another rate center. To reduce the potential for customer service interruption or outages and to minimize impact to the donating service provider, it is strongly recommended that an NXX transfer not be requested unless the NPA exhaust is within 60 months and the NXX to be transferred does not have numbers assigned in more than three of the 1K blocks. 

Footnote: 
 Regulators may ask an SP to voluntarily transfer NXX code assignment to another SP in order to extend the life of an NPA Code.
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Task Name


Duration


Start


Finish


Predecessors


Resource Names


1


2


RELEASE TESTING


63 days


Thu 2/24/05


Fri 5/20/05


3


Internal Testing


20 days


Mon 3/14/05


Fri 4/8/05


Apps Team


4


Industry Regression Testing


52 days


Thu 2/24/05


Fri 5/6/05


5


SPs sign up for Regression Testing


32 days


Thu 2/24/05


Fri 4/8/05


SPs


6


SPs provide Profile Information


0 days


Fri 4/1/05


Fri 4/1/05


SPs


7


Regression Testing


20 days


Mon 4/11/05


Fri 5/6/05


N*,SPs


8


Group and Fail over Testing


11 days


Mon 5/9/05


Fri 5/20/05


7


Apps Team


9


10


PUBLISH AND TEST IP ADDRESSES


119 days


Thu 2/24/05


Fri 7/29/05


11


Test Bed IP Address (6 weeks before start of Regression Test)


0 days


Thu 2/24/05


Thu 2/24/05


Network Team


12


Specify IP Address change process


0 days


Wed 3/9/05


Wed 3/9/05


Network Team


13


All Production IPs provided to SPs


0 days


Fri 3/25/05


Fri 3/25/05


NeuStar


14


Follow-up Conf call to discuss steps


0 days


Wed 3/23/05


Wed 3/23/05


NeuStar and SPs


15


SPs modify their Access/Prefix lists to accept new subnet


0 days


Mon 4/4/05


Mon 4/4/05


SPs


16


SPs perform Static Routing


0 days


Mon 4/4/05


Mon 4/4/05


SPs


17


NeuStar Publishes New VPN Policy File


0 days


Mon 4/4/05


Mon 4/4/05


SPs


18


NeuStar advertises new Subnet


0 days


Fri 4/8/05


Fri 4/8/05


NeuStar


19


SPs Add new Application IPs to their Firewalls


0 days


Mon 4/11/05


Mon 4/11/05


SPs


20


All Regions available for connectivity testing (4 weeks before 1st deploy)


0 days


Mon 4/25/05


Mon 4/25/05


NeuStar


21


NeuStar STOPS advertising old C&W Sub Net


0 days


Fri 7/29/05


Fri 7/29/05


NeuStar


22


23


DEPLOYMENT


46 days


Sun 5/22/05


Sun 7/17/05


24


MW Region Deployed


0 days


Sun 5/22/05


Sun 5/22/05


8


Apps Team


25


MW Region Burn-in


22 days


Sun 5/22/05


Fri 6/17/05


24


26


SE, WE, SW and NE Regions Deployed


0 days


Sun 6/26/05


Sun 6/26/05


25


Apps Team


27


CA Deployed


0 days


Sun 7/10/05


Sun 7/10/05


Apps Team


28


WC and MA Regions and SOW 34 Deployed


0 days


Sun 7/17/05


Sun 7/17/05


Apps Team
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1. Overview: 


During the conversion of the NPAC front-end systems from HP/Unix to IBM Blades/Linux, NeuStar will also be changing the IP addresses by which the SPs connect to the NPAC.  As had been discussed earlier, the current NPAC IP addresses belong to Cable and Wireless (now SAVVIS), and NeuStar needs to return these.  NeuStar has obtained its own IP addresses from ARIN, and by using these will be independent of the ISP address space.


NeuStar will use the known IP addresses for SP access to each NPAC region.  It is assumed that the SPs are not making any changes to their existing IP addresses at this time.


2. Scope of change: 


Both SPs as well as Neustar will potentially need to make changes to their respective Networks, Firewalls and Applications. This document is intended to address these changes.  


Table 1 below defines the new IP addresses that will be used by the NPAC at both locations – Sterling and Charlotte.  It should be noted that after the change, there will be only one new IP address for each region at each site.  All SPs connecting via dedicated, dial-up or VPN will use this single IP address for each site.


3. Connection categories: 


Neustar supports the following types of connections:


· Mechanized customers: These customers use dedicated circuits to connect to Neustar. Customers use static or BGP to peer with Neustar.


· Canadian VPOP: These customers terminate their circuits on the Canadian VPOP and peer using BGP with Neustar.


· Canadian VPN users: These customers use VPN clients to connect to Neustar and their access is limited to the Web.


· Dial-up LTI customers: These customers use dial-up connectivity to Neustar. Their access is also limited to the Web.


4. Dedicated Circuits:


4.1. Routing Policies: 


Neustar supports both BGP and static routing to enable connections. Neustar prefers for SPs to use BGP over static routing as this allows a more seamless fail-over. Neustar accepts only public routable IP addresses from the customer and can BGP peer with only public AS numbers. 


4.1.1. BGP Routing Policies:


Neustar will advertise 156.154.0.0/22 subnet in addition to the current subnets.  After the NPAC has migrated completely to the new IP addresses, NeuStar will withdraw the original advertisements of the SAVVIS/CW subnet.  


SPs need to modify their access lists or prefix lists that are being used for BGP peering to accept 156.154.0.0/22 in addition to their current subnets.  NeuStar recommends that SPs perform this step during a maintenance window.  After all SPs have completed this step, NeuStar will soft clear outbound BGP sessions to advertise this new subnet.  


NeuStar will set the preference to use the Sterling Data Center circuit for outbound traffic.  This will be achieved by setting the Local Preference BGP parameter


NeuStar would like to make the following recommendations:


· SPs should use MED (metric) to automatically influence the traffic inbound from NeuStar.


· NeuStar will use MED to influence the inbound traffic from the SPs.


· Neustar recommends that providers use IBGP if they use more than one router to terminate circuits.


4.1.2. Static Routing Policies:


SPs need to add a route to 156.154.0.0/22 pointing towards the Sterling serial link. Neustar recommends using Both the IP address and the Serial Interface name in the static route configuration.  SPs also need to put a weighted static route (with greater admin distance) for 156.154.0.0/22 pointing towards the Charlotte serial link. SPs can introduce these new routes at any time. They don’t need to wait for a maintenance window.  


4.2. Firewall Changes on SP end:


SPs need to add the new NPAC Application servers to their firewalls. Table 1 lists the IP addresses of all the new NPAC servers.  Table 1 also lists the ports that customers need to open up for each server.


5. Canadian VPOP customers:


Same as 4.1.1



6. Canadian VPN customers:


NeuStar will provide a new VPN policy file to the SPs.  SPs need to import this.  


NeuStar will make DNS changes to map the old DNS names to the new IP addresses on the cut over date, so SPs connecting via DNS names need to make no changes.


SPs connecting via IP addresses need to either connect to the new IP addresses specified in Table 1 or use DNS names.  This change over must occur on the cut over date. 


7. Dial up LTI customers:


NeuStar will make changes to the dial up routers to allow access to the new IP addresses.


NeuStar will make DNS changes to map the old DNS names to the new IP addresses on the cut over date, so SPs connecting via DNS names need to make no changes.


SPs connecting via IP addresses need to either connect to the new IP addresses specified in Table 1 or use DNS names.  This change over must occur on the cut over date.


8. Project Milestones


8.1. Distribute this document to the LNPA WG on Wednesday 3/9/05.


8.2. Have industry conference call on Wednesday 3/23/05.


8.3. SPs modify their access/prefix lists to accept 156.154.0.0/22 subnet by 4/4/05


8.4. SPs complete their Static Routing changes by 4/4/05


8.5. New VPN policy file is distributed by NeuStar 4/4/05


8.6. NeuStar advertises the 156.154.0.0/22 subnet on 4/8/05


8.7. SPs add new Application IPs (Table 1) to their fire wall 4/11/05


8.8. All production regions ready for “ping” testing 4/25/05


8.9. Last region deployed on Linux 7/17/05


8.10. NeuStar stops advertising the old C&W sub net IPs on 7/29/05  


TABLE 1


		NPAC IP addresses



		Sterling

		Charlotte

		 



		Name

		IP address

		Name

		IP address

		Ports



		MW

		156.154.0.33

		MW

		156.154.2.33

		102, http, https



		MA

		156.154.0.34

		MA

		156.154.2.34

		102, http, https



		NE

		156.154.0.35

		NE

		156.154.2.35

		102, http, https



		SW

		156.154.0.36

		SW

		156.154.2.36

		102, http, https



		SE

		156.154.0.37

		SE

		156.154.2.37

		102, http, https



		WE

		156.154.0.38

		WE

		156.154.2.38

		102, http, https



		WC

		156.154.0.39

		WC

		156.154.2.39

		102, http, https



		CA

		156.154.0.40

		CA

		156.154.2.40

		102, http, https



		FTP

		156.154.0.41

		FTP

		156.154.2.41

		ftp, scp



		SOW 34

		156.154.0.42

		 

		 

		102, http, https



		TUT

		156.154.0.52

		TUT

		156.154.2.52

		102, http, https
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To Cingular Wireless Trading Partners,

You are receiving this notification because it is my understanding, that this is the first time our industry has needed to address an ICP vendor change on systems in production. Later this year, Cingular will combine our port processing for SPID 6010 and SPID 6214 under one ICP vendor.    


We have identified one impact which will occur on the day the ICP vendor change is made.  Any outstanding port requests that have not been confirmed as of the ICP switch will need to be cancelled and resubmitted by Cingular's trading partners.

As decisions are made on dates, updates will be sent to this industry distribution.  Updates will also be provided at LNPA and OBF meetings where we will be addressing the need for an official industry process around ICP vendor changes.

Thanks in advance for your cooperation.  


Best regards,


Michelle Gwaltney- Cingular Wireless External Relations
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Task Name


Duration


Start


Finish


Predecessors


Resource Names


1


NPAC Release 3.3 Implementation


324 days


Mon 1/3/05


Mon 3/27/06


2


Phase 1.0


240 days


Mon 1/3/05


Mon 12/5/05


3


Effective Start Date


0 days


Mon 1/3/05


Mon 1/3/05


4


SOW Effective Date


0 days


Fri 1/21/05


Fri 1/21/05


Industry,NeuStar


5


6


Phase 1.1 Develop SOW Project Plan


22 days


Thu 2/10/05


Fri 3/11/05


7


Draft Project Plan delivered to LLC


0 days


Thu 2/10/05


Thu 2/10/05


4


NeuStar


8


Project Plan - Review


6 days


Thu 2/10/05


Thu 2/17/05


7


LNPA


9


Project Plan Final Delivery


16 days


Fri 2/18/05


Fri 3/11/05


8


LNPA,NeuStar


10


11


Phase 1.2 Design and Develop Enhancement


185 days


Fri 3/11/05


Fri 11/25/05


12


GDMO/ASN.1 Spec Completion


25 days


Fri 3/11/05


Fri 4/15/05


13


GDMO/ASN.1 Draft #1 published on web site


0 days


Fri 3/11/05


Fri 3/11/05


NeuStar


14


GDMO/ASN.1 Draft #1 review period by Industry


6 days


Fri 3/11/05


Fri 3/18/05


13


Industry


15


GDMO/ASN.1 Draft #2 published on web site


0 days


Fri 4/8/05


Fri 4/8/05


NeuStar


16


GDMO/ASN.1 Draft #2 review period by Industry


4 days


Fri 4/8/05


Wed 4/13/05


15


Industry


17


GDMO/ASN.1 Final Version distributed


0 days


Fri 4/15/05


Fri 4/15/05


NeuStar


18


FRS Integrated Document Completion


39 days


Mon 3/28/05


Fri 5/20/05


19


FRS Draft #1 Integrated Document distributed to Industry


0 days


Mon 3/28/05


Mon 3/28/05


NeuStar


20


FRS Draft #1 review period by Industry


5 days


Mon 3/28/05


Fri 4/1/05


19


Industry


21


FRS Draft #2 Integrated Document distributed to Industry


0 days


Fri 4/22/05


Fri 4/22/05


NeuStar


22


FRS Draft #2 review period by Industry


6 days


Fri 4/22/05


Fri 4/29/05


21


Industry


23


FRS Proposed Final Integrated Document


0 days


Fri 5/6/05


Fri 5/6/05


NeuStar


24


FRS Final Integrated Document (3.3.0a)


0 days


Fri 5/20/05


Fri 5/20/05


NeuStar


25


IIS Integrated Document Completion


39 days


Mon 4/25/05


Fri 6/17/05


26


IIS Draft #1 Integrated Document distributed to Industry


0 days


Mon 4/25/05


Mon 4/25/05


NeuStar


27


IIS Draft #1 review period by Industry


10 days


Mon 4/25/05


Fri 5/6/05


26


Industry


28


IIS Draft #2 Integrated Document distributed to Industry


0 days


Fri 5/27/05


Fri 5/27/05


NeuStar


29


IIS Draft #2 review period by Industry 


11 days


Fri 5/27/05


Fri 6/10/05


28


Industry


30


IIS Final Integrated Document (3.3.0a)


0 days


Fri 6/17/05


Fri 6/17/05


NeuStar
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Task Name


Duration


Start


Finish


Predecessors


Resource Names


31


M&P Development Completion


30 days


Fri 10/14/05


Fri 11/25/05


32


M&Ps Draft #1 distributed to Industry


0 days


Fri 10/14/05


Fri 10/14/05


NeuStar


33


M&Ps Draft #1 review period by Industry


6 days


Fri 10/14/05


Fri 10/21/05


32


Industry


34


M&Ps Draft #2 distributed to Industry


0 days


Fri 11/11/05


Fri 11/11/05


NeuStar


35


M&Ps Draft #2 review period by Industry


6 days


Fri 11/11/05


Fri 11/18/05


34


Industry


36


FINAL Publishing of M&Ps  (SLR 26)


0 days


Fri 11/25/05


Fri 11/25/05


NeuStar


37


Delta Change Order document completed


0 days


Fri 6/17/05


Fri 6/17/05


NeuStar


38


39


Release 3.3 Development Completed


0 days


Fri 9/30/05


Fri 9/30/05


NeuStar


40


41


Phase 1.3  NeuStar Internal Acceptance of the Enhancement


75 days


Mon 8/22/05


Mon 12/5/05


42


Start Development of Test Cases


0 days


Mon 8/22/05


Mon 8/22/05


NeuStar


43


Complete Development of Test Cases


30 days


Mon 8/22/05


Fri 9/30/05


42


NeuStar


44


Execute Internal Acceptance Testing


45 days


Mon 10/3/05


Fri 12/2/05


43


NeuStar


45


NeuStar Software Certification and install on Test bed


0 days


Mon 12/5/05


Mon 12/5/05


44


NeuStar


46


47


Phase 1.4 Interoperability Testing


146 days


Fri 4/8/05


Fri 10/28/05


48


Interoperability and Test Cases Completion


85 days


Fri 4/8/05


Fri 8/5/05


49


ITP Test Case List Draft #1 distributed to Industry


0 days


Fri 4/8/05


Fri 4/8/05


NeuStar


50


ITP Test Case List Draft #1 review period by Industry


20 days


Fri 4/8/05


Thu 5/5/05


49


Industry


51


ITP Test Case List Draft #2 distributed to Industry


0 days


Fri 5/13/05


Fri 5/13/05


NeuStar


52


ITP Test Case List Draft #2 review period by Industry


11 days


Fri 5/13/05


Fri 5/27/05


51


Industry


53


ITP Test Cases - Draft #1 - distributed to Industry


0 days


Fri 6/17/05


Fri 6/17/05


NeuStar


54


ITP Test Cases - Draft #1 - review period by Industry


11 days


Fri 6/17/05


Fri 7/1/05


53


Industry


55


ITP Test Cases - Draft #2 - distributed to Industry


0 days


Fri 7/15/05


Fri 7/15/05


NeuStar


56


ITP Test Cases - Draft #2 review period by Industry


11 days


Fri 7/15/05


Fri 7/29/05


55


Industry


57


FINAL Publishing of ITP Test Case


0 days


Fri 8/5/05


Fri 8/5/05


NeuStar


58


59


ITP Simulator Upgrade


105 days


Mon 4/18/05


Fri 9/9/05


NeuStar


60


Implementation of changes to GDMO and ASN.1


90 days


Mon 4/18/05


Fri 8/19/05


NeuStar/Vendor
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61


NeuStar Acceptance of changes


15 days


Mon 8/22/05


Fri 9/9/05


60


NeuStar


62


Interoperability Test Execution with Vendors


35 days


Mon 9/12/05


Fri 10/28/05


61


NeuStar & vendors


63


ITP Testing Communication Plan


30 days


Thu 9/15/05


Thu 10/27/05


64


Weekly SP/Vendor ITP Conference call


0 days


Thu 9/15/05


Thu 9/15/05


NeuStar


65


Weekly SP/Vendor ITP Conference Call


0 days


Thu 9/22/05


Thu 9/22/05


NeuStar


66


Weekly SP/Vendor ITP Conference call


0 days


Thu 9/29/05


Thu 9/29/05


NeuStar


67


Weekly SP/Vendor ITP Conference call


0 days


Thu 10/6/05


Thu 10/6/05


NeuStar


68


Weekly SP/Vendor ITP Conference call


0 days


Thu 10/13/05


Thu 10/13/05


NeuStar


69


Weekly SP/Vendor ITP Conference call


0 days


Thu 10/20/05


Thu 10/20/05


NeuStar


70


Weekly SP/Vendor ITP Conference Call


0 days


Thu 10/27/05


Thu 10/27/05


NeuStar


71


72


Phase 2.0 Turn Up Testing Of Enhancement


264 days


Mon 3/28/05


Mon 3/27/06


73


Turn Up Test Plan and Test Case Completion


144 days


Mon 3/28/05


Fri 10/14/05


74


Turn Up Test Case List Draft #1 distributed to Industry


0 days


Mon 3/28/05


Mon 3/28/05


NeuStar


75


Turn Up Test Case List review period by Industry


30 days


Mon 3/28/05


Fri 5/6/05


74


Industry


76


Turn Up Test Case List Draft #2 distributed to Industry


0 days


Fri 5/20/05


Fri 5/20/05


NeuStar


77


Turn Up Test Case List Draft #2 review period by Industry


11 days


Fri 5/20/05


Fri 6/3/05


76


Industry


78


Turn Up Test Cases - Draft #1 distributed to Industry


0 days


Fri 7/1/05


Fri 7/1/05


NeuStar


79


Turn Up Test Cases - Draft #1 review period by Industry


16 days


Fri 7/1/05


Fri 7/22/05


78


Industry


80


Turn UP Test Cases - Review Conf call


0 days


Tue 7/26/05


Tue 7/26/05


NeuStar/Industry


81


Turn Up Test Cases - Draft #2 distributed to Industry


0 days


Fri 8/19/05


Fri 8/19/05


NeuStar


82


Turn Up Test Cases - Draft #2 review period by Industry


16 days


Fri 8/19/05


Fri 9/9/05


81


Industry


83


FINAL Publishing of Turn Up Test Plan for R3.3


0 days


Fri 9/16/05


Fri 9/16/05


NeuStar


84


SP Certification & Regression Test Plan with mods for R3.3, distributed to Industry


0 days


Fri 9/23/05


Fri 9/23/05


NeuStar


85


SP Certification & Regression Test Plan with mods for R3.3, review period by Industry


11 days


Fri 9/23/05


Fri 10/7/05


84


Industry


86


FINAL Publishing of Turn Up Test Plan (3.3.0a).  Review produced no changes.


0 days


Fri 10/14/05


Fri 10/14/05


NeuStar


87


Turn Up Test Execution


50 days


Mon 12/5/05


Fri 2/10/06


88


Turn Up Testing Communication Plan


50 days


Mon 12/5/05


Fri 2/10/06


89


Daily TUT Status reports


50 days


Mon 12/5/05


Fri 2/10/06


NeuStar


90


Weekly SP TUT Conference call


0 days


Thu 12/8/05


Thu 12/8/05


NeuStar
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91


Weekly SP TUT Conference call


0 days


Thu 12/15/05


Thu 12/15/05


NeuStar


92


Weekly SP TUT Conference call


0 days


Thu 12/22/05


Thu 12/22/05


NeuStar


93


Weekly SP TUT Conference call


0 days


Thu 12/29/05


Thu 12/29/05


NeuStar


94


Weekly SP TUT Conference call


0 days


Thu 1/5/06


Thu 1/5/06


NeuStar


95


Weekly SP  TUT Conference call


0 days


Thu 1/12/06


Thu 1/12/06


NeuStar


96


Weekly SP  TUT Conference call


0 days


Thu 1/19/06


Thu 1/19/06


NeuStar


97


Weekly SP TUT Conference call


0 days


Thu 1/26/06


Thu 1/26/06


NeuStar


98


Weekly SP TUT Conference call


0 days


Thu 2/2/06


Thu 2/2/06


NeuStar


99


Weekly SP TUT Conference call


0 days


Thu 2/9/06


Thu 2/9/06


NeuStar


100


SP Release  3.3 Testing


50 days


Mon 12/5/05


Fri 2/10/06


All SPs


101


SP Individual Testing Session 


40 days


Mon 12/5/05


Fri 1/27/06


NeuStar/All SPs


102


SP Group and Performance Testing


8 days


Mon 1/30/06


Wed 2/8/06


101


NeuStar/All SPs


103


SP Failover Testing


2 days


Thu 2/9/06


Fri 2/10/06


102


NeuStar/All SPs


104


105


Phase 3.0 Roll Out of Enhancement


173 days


Mon 8/1/05


Sun 3/26/06


106


EMW (Enhanced Maintenance Window) Blanket Request Completion


0 days


Fri 12/16/05


Fri 12/16/05


NeuStar


107


Send notice to LLC/PEs to prepare for installation sequence


0 days


Mon 8/1/05


Mon 8/1/05


NeuStar


108


LLC/PEs Identify sequence of region installation


0 days


Fri 9/23/05


Fri 9/23/05


NAPM LLC


109


110


Region 1 Deployed


0 days


Sun 2/12/06


Sun 2/12/06


NeuStar


111


Region 1 Burn-in period


22 days


Sun 2/12/06


Fri 3/10/06


110


112


Regions 2 and 3 Deployed


0 days


Sun 3/12/06


Sun 3/12/06


NeuStar


113


Regions 4 and 5 Deployed


0 days


Sun 3/19/06


Sun 3/19/06


NeuStar


114


Regions 6,7 and SOW 34 Deployed


0 days


Sun 3/26/06


Sun 3/26/06


NeuStar


115


116


SOW Close out


0 days


Mon 3/27/06


Mon 3/27/06


117


Issue letter to PEs Results of Installation


0 days


Mon 3/27/06


Mon 3/27/06


NeuStar


118


Post Mortem Conference Call


0 days


Mon 3/27/06


Mon 3/27/06


NeuStar
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Preliminary Turn Up Test Case List for R3.3


Following is a brief representation of the test scenarios required to test the R3.3 features during the Turn Up Test phase of Service Provider testing.


During actual test plan development these test scenarios will be compared against the existing regression turn up test cases to determine:


· existing test cases that need to be updated to reflect current NPAC features and functionality 


· which, if any, test cases can be updated and reused to autonomously test new features and functionality of the R3.3 release


		Test Case Objective

		Requirements

		SOA

		LSMS



		NANC 375 Prevent New Service Provider from Removing Conflict Status with Certain Cause Code Values



		NANC 375-1 SOA – New Service Provider personnel attempt to remove a subscription version from conflict status whose cause code is currently set to 50 or 51 – error

		Req 1, Req 3

		X

		



		NANC 375-2 SOA – Old Service Provider personnel remove a subscription version from conflict status whose cause code is currently set to 50 or 51 – Success

		Req 2

		X

		



		NANC 375-3 SOA – New Service Provider personnel attempt to remove a subscription version from conflict status whose cause code is currently set to something other than 50 or 51 prior to the conflict resolution restriction window – Error

		Req 2


*might be existing TC for this.

		X

		



		NANC 201-35 modify to say remove from conflict when cc does not equal 50 or 51


8.1.2.6.3 specify cc does not equal 50 or 51


201-25, 201-35 specify cc does not equal 50 or 51


2.31 specify whether the cc does or does not equal 50 or 51 and update content consistently.



		NANC 351 – Recovery Enhancements – SWIM Recovery



		NANC 351-1 LSMS – Service Provider personnel submit a resynchronization request for network date, number pool block data, subscription data, service provider data and notifications with SWIM indicator – Success

		RR6-43, RR6-58, Req 0.5, Req 1


And (NANC 352 Req 1, Req2, Req3, Req 5, Req7, Req 8*, Req 9)

		

		X



		NANC 351-2 SOA – Service Provider personnel submit a resynchronization request for network data, service provider data, and notifications with the SWIM indicator – Success (conditional)

		Req RR6-43, Req 0.5, Req 1, Req 2 And (NANC 352 Req 1, Req 2, Req3, Req 5, Req 6, Req 8*, Req 9)

		X

		



		NANC 351-3 LSMS – Service Provider personnel submit a resynchronization request for network data, number pool block data, subscription data and notifications with SWIM indicator that exceed the SWIM maximum recoverable data- Success for part of the data

		Req 5

		

		X



		NANC 351-2 SOA – Service Provider personnel submit a resynchronization request for network data, and notification data with SWIM indicator that exceeds the SWIM maximum recoverable data – Success for part of the data

		Req 5

		X

		



		Regression test cases for ILL 79 and section 8 test cases from release 3.0 should be reviewed and updated based on this CO.


Should be happy path and sad path test cases that exist that can be updated to reflect these test scenarios.



		NANC 368 Out-Bound Flow Control


No Turn Up Test Cases are required for these features.  This functionality will be tested during ITP.



		NANC 388 Un-do a “Cancel-Pending” SV



		NANC 388-1 SOA – Using their SOA system, Service Provider Personnel send an “un-do” cancel request to the NPAC SMS for a subscription version in a cancel-pending status – Success

		Req 1, Req 2, Req 5, Req 8

		X

		



		NANC 388-2 SOA – Using their SOA system, Service Provider personnel attempt to send an “un-do” cancel request to the NPAC SMS for a subscription version (currently in cancel-pending state) for which they are neither the Old SP or New SP party to the port – Error

		Req 4

		X

		



		NANC 347/350 CMIP Interface Enhancements – Abort Behavior


This functionality will be tested during ITP, not during TU.



		NANC 348 BDD for Notifications



		NANC 348-1 SOA - NPAC Personnel create a Bulk Data Download file for SOA notification data specifying a service provider ID and time range.  Verification steps are performed to ensure the BDD file was processed successfully by the service provider system. – Success

		Req 1, Req 2, Req3, Req 4, Req 5, Req 6, Req 7, Req 8, Req 9)

		X

		



		NANC 348-2 LSMS - NPAC Personnel create a Bulk Data Download file for LSMS notification data specifying a service provider ID and time range.  Verification steps are performed to ensure the BDD file was processed successfully by the service provider system. – Success

		Req 1, Req 2, Req3, Req 4, Req 5, Req 6, Req 7, Req 8, Req 9)

		

		X



		These test cases will be marked as optional just as other BDD test cases are currently categorized.



		NANC 393 NPAC Performance Requirements


No Turn Up test for this functionality.



		NANC 321 Regional NPAC NPA Edit of Service Provider Network Data – NPA-NXX Data



		NANC 321–1 SOA –Service Provider personnel attempt to create an NPA-NXX for an invalid NPA in a region – error

		Req 1, Req 4

		X

		



		NANC 321-2 SOA – Service Provider personnel attempt to create 859-nxx that is associated with LATA ID 922, in a region other than Midwest – Error 

		Req 11

		X

		



		NANC 321-3 SOA – Service Provider personnel attempt to create 859-nxx that is associated with LATA ID 922 in Midwest region – Success

		Req 8, Req 11

		X

		



		NANC 321-4 SOA – Service Provider personnel attempt to create 859-nxx that is associated with a LATA ID other than 922 in the SouthEast region – Success 

		Req 11

		X

		



		NANC 321-5 SOA – Service Provider personnel attempt to create 859-nxx that is associated with a LATA ID other than 922 in a region other than the SouthEast – Error

		Req 8, Req 11

		X

		



		NANC 227/254 Exclusion of Service Provider from an SV’s Failed SP List


NANC 300 



		(Group) NANC 227-1 LSMS – NPAC SMS broadcasts a resend Intra-SP or Inter-SP subscription version activate request to a region of LSMS whereby some SPs on the failed SP-List are excluded from the resend, some are included in the resend (and should be successful) and the current Service Provider receives a status update for the subscription version including an updated failed SP-List – Success

		NANC 228/254 Req 1

		

		X



		(Group) NANC 227-2 LSMS – NPAC SMS broadcasts a resend number pool block activate request to a region of LSMSs whereby some SPs on the failed SP-List are excluded from the resend, some are included in the resend (and should be successful) and the current Block Holder Service Provider receives a status update for the number pool block including an updated Failed SP-List. – Success

		NANC 300 Req 1

		

		X



		NANC 227-3 LSMS – Service Provider personnel submit a resynchronization request for subscription data for which they were previously “excluded” from a re-send broadcast. – Success.


In the prerequisites there will need to be a pf/failed SV where this SP is on the failed SP list; NPAC Personnel take steps to exclude the SP under test from the failed SP list for the SV and then resend  the SV request and NPB request. 

		NANC 227 Req 1, Req 3

		

		X



		NANC 227-4 LSMS – Service Provider personnel for either an EDR or non-EDR LSMS submit a resynchronization request for number pool block data for which they were previously excluded  from a re-send broadcast – Success.


In the prerequisites there will need to be a pf/failed NPB where this SP is on the failed SP list;  NPAC Personnel take steps to exclude the SP under test from the failed SP list for the NPB and then resend  the NPB request.  

		NANC 300 Req 1, Req 3

		

		X



		NANC 385 Timer Calculation – Maintenance Window Time Behavior



		(Group) NANC 385-1 SOA – NPAC Personnel use the Timer-Update-Tool to update timer expiration by 10 minutes, SP systems under test handle the impacted timers for their adjusted expiration time – Success


Prerequisites should include activities that create short and long initial and final concurrence timers, and short and long initial and final cancellation concurrence timers that were already expected to expire on the same day as test after the maintenance window enactment in this test case. 

		Req 1 and Req 2

		X

		



		NANC 299 NPAC Monitoring of SOA and LSMS Associations via Heartbeat


This functionality should be covered in ITP (App2App)



		ILL 130 Application Level Errors



		Add a description of this new functionality in the front matter of the R3.3 TU TP and indicate that the SPs production environment should be replicated during Turn Up Test.


Specific to this change order, if a SP supports this new error code package, they should receive and process the conversion file prior to starting test and then the regression test suite should be verified appropriately based on this newly supported functionality.


Will identify an error test case to verify that the error code is sent when the Service Provider supports this feature.  Service Providers that support this feature may further elect to execute additional error test cases. 



		NANC 394 Consistent Behavior of Five-Day Waiting Period Between NPA-NXX-X Creation and Number Pool Block Activation, and Subscription Version Creation and its Activation



		NANC 394-1 SOA/LSMS – NPAC personnel create an NPA-NXX-X, specifying an NPA-NXX for which there has been a first port notification issued less than the NPA-NXX-X Holder Effective Date Window, indicating an Effective Date that is equal to or greater than the current date plus the value of the NPA-NXX-X Holder Effective Date Window Tunable parameter minus the number of days since the first port notification was issued – Success 

		NANC 394 New 1

		X

		X



		NANC 394-2 SOA/LSMS – NPAC Personnel modify the NPA-NXX-X Effective Date to a date greater than the current date and the value of the NPA-NXX-X Holder Effective Date Window Tunable parameter, minus the number of days since the first port notification was issued – Success

		NANC 394 New 2

		X

		X



		NANC 394-3 SOA – Service Provider personnel create Inter-SP subscription version specifying an NPA-NXX for which there are not any subscription versions associated with it (and the First Port Notification has not been sent in coordination with this NPA-NXX) and a due date equal to or greater than the NPA-NXX-X Holder Effective Date Window Tunable parameter – Success

		NANC 394 Req 1

		X

		



		NANC 394-4 SOA – Service Provider personnel create Intra-SP subscription version specifying an NPA-NXX for which there are not any subscription versions associated with it (and the First Port Notification has not been sent in coordination with this NPA-NXX) and a due date equal to or greater than the NPA-NXX-X Holder Effective Date Window Tunable parameter – Success

		NANC 394 Req 2

		X

		



		NANC 394-5 SOA – Service Provider personnel create Inter-SP subscription version specifying an NPA-NXX for which there are not any subscription versions associated with it (and the First Port Notification has not been sent in coordination with this NPA-NXX) and a due date less than the NPA-NXX-X Holder Effective Date Window Tunable parameter – Error

		NANC 394 Req 1

		X

		



		NANC 394-6 SOA – Service Provider personnel create Intra-SP subscription version specifying an NPA-NXX for which there are not any subscription versions associated with it (and the First Port Notification has not been sent in coordination with this NPA-NXX) and a due date less than the NPA-NXX-X Holder Effective Date Window Tunable parameter – Error

		NANC 394 Req 2

		X

		



		NANC 394-7 SOA – Service Provider personnel create Inter-SP subscription version specifying an NPA-NXX for which there is at least one pending-like subscription version associated with it (the First Port Notification has been sent out a previous number of days less than the NPA-NXX-X Holder Effective Date Window Tunable parameter) and a due date that is equal to or greater than the current date plus the NPA-NXX-X Holder Effective Date Window Tunable minus the number of days since the First Port Notification was issued – Success

		NANC 394 Req 4

		X

		



		NANC 394-8 SOA – Service Provider personnel create Intra-SP subscription version specifying an NPA-NXX for which there is at least one pending-like subscription version associated with it (the First Port Notification has been sent out a previous number of days less than the NPA-NXX-X Holder Effective Date Window Tunable parameter) and a due date that is equal to or greater than the current date plus the NPA-NXX-X Holder Effective Date Window Tunable minus the number of days since the First Port Notification was issued – Success

		NANC 394 Req 5

		X

		



		NANC 394-9 SOA – Service Provider personnel create Inter-SP subscription version specifying an NPA-NXX for which there is at least one pending-like subscription version associated with it (the First Port Notification has been sent out a previous number of days less than the NPA-NXX-X Holder Effective Date Window Tunable parameter) and a due date that is less than the current date plus the NPA-NXX-X Holder Effective Date Window Tunable minus the number of days since the First Port Notification was issued – Error

		NANC 394 Req 4

		X

		



		NANC 394-10 SOA – Service Provider personnel create Intra-SP subscription version specifying an NPA-NXX for which there is at least one pending-like subscription version associated with it (the First Port Notification has been sent out a previous number of days less than the NPA-NXX-X Holder Effective Date Window Tunable parameter) and a due date that is less than the current date plus the NPA-NXX-X Holder Effective Date Window Tunable minus the number of days since the First Port Notification was issued – Error

		NANC 394 Req 5

		X

		



		NANC 394-11 SOA – Service Provider personnel modify a pending subscription version where the first port notification has previously been issued less than the number of days corresponding to the NPA-NXX-X Holder Effective Date Window tunable parameter indicating a new due date that is less than the current date plus the value of the NPA-NXX-X Holder Effective Date Window Tunable parameter, minus the number of days since the first port notification was issued – Error

		NANC 394 Req 3

		X

		



		NANC 394-12 SOA – Service Provider personnel modify a pending subscription version where the first port notification has previously been issued less than the number of days corresponding to the NPA-NXX-X Holder Effective Date Window tunable parameter indicating a new due date that is greater than or equal to the current date plus the value of the NPA-NXX-X Holder Effective Date Window Tunable parameter, minus the number of days since the first port notification was issued – Error

		NANC 394 Req 3

		X

		



		Update regression test cases for R5-18.3, RR5-6.3, RR5-29.2, RR5-54


Update existing SV create TCs for First port notification – to limit the due date by the NPA-NXX-X Holder Effective Date window tunable parameter.


In other SV create TCs in prerequisites add that the first port notification was sent (probably already there) and the NPA-NXX-X Holder Effective Date Window tunable parameter has already passed/expired.


May be able to find some regression test cases that can be updated to cover these test scenarios.


Update existing TCs where NPB is created in necessary observance of NPA-NXX-X Holder Effective Date Window tunable parameter to reflect that this is because the first port notification has not previously been sent:


· SP create NPB, specifying an NPA-NXX for which there are not any SVs associated with (pending-like or active-like & the First Port Notification has not been sent in coordination with this NPA-NXX) and a due date equal to or greater than the NPA-NXX-X Holder Effective Date Window Tunable parameter – success


· SP create NPB, specifying an NPA-NXX for which there are not any SVs associated with (pending-like or active-like and the First Port Notification has not been sent in coordination with this NPA-NXX) and a due date less than the NPA-NXX-X Holder Effective Date Window Tunable parameter – error


· SP create NPB, specifying an NPA-NXX for which there is at least one pending-like SV associated with (the First Port Notification was sent out some number of days less than the NPA-NXX-X Holder Effective Date Window Tunable parameter) and a due date that is equal to or greater than the current date plus the NPA-NXX-X Holder Effective Date Window Tunable minus the number of days since the First Port Notification was issued – success


· SP create NPB, specifying an NPA-NXX for which there is at least one pending-like SV associated with it (the First Port Notification has been sent some number of days less than the NPA-NXX-X Holder Effective Date Window Tunable parameter) and a due date that is less than the current date plus the NPA-NXX-X Holder Effective Date Window Tunable minus the number of days since the First Port Notification was issued – error






		NANC 300 Resend Exclusion for Number Pooling


These requirements are tested in the NANC 227 series test cases above.



		NANC 352 Recovery Enhancements – Recovery of SPID



		NANC 352-1 LSMS – Service Provider personnel send a resynchronization request to NPAC for service provider data specifying a time range less than the maximum download duration tunable, either one or all service providers and service provider data. – Success

		Req 1, 2, 3, 4, 5, 7, 8, 9

		

		X



		NANC 352-2 SOA – Service Provider personnel send a resynchronization request for service provider data specifying a time range less than the maximum download duration tunable, either one or all service providers and service provider data – Success

		Req 1, 2, 3, 4, 5, 6, 8, 9

		X

		



		Service provider data recovery using SWIM is covered in NANC 351 test cases


Should be able to update existing SOA and LSMS recovery test cases to include SPID recovery (these test scenarios) for SPs that support SPID recovery to SOA and/or LSMS.



		NANC 383 Separate SOA Channel for Notifications



		NANC 383-1 SOA – Service Provider personnel send a resynchronization request for notification information over a SOA channel that does not support SOA Notifications – Error

		Req 8

		X

		



		Add a description of this new functionality in the “front matter” of the R3.3 TU TP and indicate that the SPs production environment should be replicated during Turn Up Test.


Specific to this change order, if a SP is going to use a separate SOA channel for notifications, they should use this configuration during regression and new release testing.  The majority of this functionality will then be verified by default when running through the test plan.  Specifically the notification priority regression test cases can verify this functionality.


Update 6.2 and 6.3 from R3.1 test cases and mark them for regression to test this functionality.



		NANC 151 TN and Number Pool Block Addition to Notification



		No new TU TCs.


· Look up all regression test cases that indicate the affected notifications (bulleted below) and add the TN/NPA-NXX-X when the SP supports these attributes:


· subscriptionVersionStatusAttributeValueChange


· subscriptionVersionAttributeValueChange


· numberPoolBlockStatusAttributeValueChange


· numberPoolBlockAttributeValueChange





		NANC 138 – Definition of Cause Code



		NANC 138-1 SOA – NPAC SMS automatically sets a cancel-pending SV for which the New Service Provider  has not concurred to the cancel request to conflict and issues a notification indicating a cause code value of 2; NPAC SMS Automatic Conflict from Cancellation – Success

		Req 1, RR5-36.2

		X

		



		Update existing TC for RR5-36 and RR5-36.2


There may be an existing TC where the NPAC sets a cancel-pending SV to conflict automatically.  If so, update this test case appropriately.  Otherwise, create one for this scenario (defined in the CO - req 1)



		NANC 386 Single Association for SOA/LSMS



		Add a description of this new functionality in the front matter of the R3.3 TU TP and indicate that the SPs production environment should be replicated during Turn Up Test.


The ability to make an NPAC connection by only a single unique bitmask will be validated during ITP.



		NANC 357 Unique Identifiers for wireline versus wireless carriers (long term solution)


Types have been reduced to Wireline, Wireless, and Non-Carrier



		From existing service provider test cases (query, create) – add SP Type to expected results.



		NANC 358 change SPID Definition



		No TU TCs



		NANC 346 GDMO Change to Number Pool Block Data Managed Object Class (Section 29.0) and Documentation Change to Subscription Version Managed Object Class (Section 20.0)



		No TU TCs.  This should be tested in ITP.



		NANC 392 Removal of Cloned Copies of SVs and NPBs



		No TU TCs



		NANC 285 SOA/LSMS Requested Subscription Version Query Max Size



		NANC 285-1 SOA – Service Provider personnel using their SOA submit a subscription version query request to the NPAC SMS specifying criteria that matches a number of subscription versions greater than the maximum subscription version query tunable – Success

		Req 1, Req 3

		X

		



		NANC 285-2 LSMS – Service Provider personnel using their LSMS submit a subscription version query request to the NPAC SMS specifying criteria that matches a number of subscription versions greater than the maximum subscription version query tunable – Success

		Req 2, Req 3

		

		X



		Both TCs will be written to cover SPs that do and SPs that do not support enhanced SV query capabilities.


Regression test cases should be reviewed.  There may be an error TC that can be modified to cover both SP tunable settings and positively test the functionality in one TC.



		Total

		30

		11
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NANC 399 – Working Copy




Origination Date:  01/05/05


Originator:  NeuStar


Change Order Number:  NANC 399


Description:  SV Type and Alternative SPID Fields


Cumulative SP Priority, Weighted Average:  N/A


Functionally Backwards Compatible:  Yes

IMPACT/CHANGE ASSESSMENT


		FRS

		IIS

		GDMO

		ASN.1

		NPAC

		SOA

		LSMS



		Y

		Y

		Y

		Y

		Y

		Y

		Y





Business Need:


SV Type Field:


While a SPID-level indicator (NANC 357) is being provided in order to identify the service type (wireline, wireless, non-carrier), this SPID-level categorization does not accommodate the case where a carrier is providing multiple service types.  In order to be precise, the categorization should be made at the subscription version (SV) level, since two SVs belonging to the same SPID could potentially have different service types. This field will also allow for quickly adapting to new service types (e.g., – VoIP and VoWIFI) by adding new values.  These new service types may be offered by existing SPIDs and therefore require the SV-level granularity that is provided by this new field.  While the number of TNs served by VoIP or VoWIFI today is relatively small, it is growing rapidly.  It is also likely that a very high percentage of these TNs will appear in the NPAC, either as ported TNs (in the case of customers moving their existing service), or within a pooled block (for newly assigned numbers), so a decision to rely on NPAC to provide service type information for ported and pooled TNs will have little impact on the size of the NPAC database or the quantity of NPAC transactions.


Given NPAC data’s involvement in rating and routing, and the role of NPAC data in telemarketers’ do-not-call lists for wireless numbers, an SV and pooled block level SV Type field will:


· Enable routing efficiency decisions to be made, where such decisions are based on the terminating network type.


· Provide more accurate information to a new service provider when porting in a number (for a pooled or previously ported TN).


· Enable greater billing flexibility by allowing originating and terminating network technologies to be definitively identified at the TN level.


· Provide a precise method for determining the technology of a ported or pooled TN in the NPAC; this level of accuracy is useful in cases such as the wireless do-not-call lists which need to recognize all TNs ported from wireline to wireless.  (FCC Order 04-204 deems NPAC’s intermodal porting data as the basis for an official timestamp for a 15-day safe harbor period.).

Alternative SPID Field:


Currently, in cases where a reseller or non facility-based SP is involved in offering service for a particular ported or pooled TN, it is often difficult and time-consuming to identify this SP.  Carriers, PSAPs, and Law Enforcement Agencies all depend on NPAC data to identify the service provider associated with a particular ported or pooled TN, but today this data only identifies the facility-based carrier.  The facility-based carrier, in this case, often has no subscriber information and frequently cannot easily identify even the associated reseller.  An accelerated market trend toward both Mobile Virtual Network Operators (MVNOs) and VoIP/VoWIFI providers, typically without their own PSTN presence and essentially following a reseller model from a PSTN perspective, will only cause this issue to worsen.


Allowing the establishment of a SPID on behalf of non-facility-based SPs 
and providing an Alternative SPID field in the SV and pooled block records, will enable rapid look-up methods for identifying these SPs.  In cases where a second service provider (acting as a non facility-based provider or reseller) is involved in the service provided to a TN or pooled block, the SPID associated with this second service provider will be entered into the “Alternative SPID” field.  The facility-based service provider’s SPID will continue to be entered in the “SPID” field.  It is not anticipated that non-facilities-based service providers will be given access to the NPAC to port or pool TNs.


Issues surrounding reseller
 identification stand to grow considerably given increased intermodal porting activity, as well as accelerated MVNO and VoIP penetration in the marketplace.  These issues result from the inability to quickly identify the reseller associated with a particular TN.  This field will greatly improve this situation over time.


Description of Change:


The NPAC/SMS will provide an SV Type indicator for each SV and Pooled Block record.  This new indicator shall initially distinguish every TN and Pooled Block as being served by Wireline Service, Wireless Service, VoIP, or VoWIFI service.  The SV Type indicator will be able to distinguish additional “types” as deemed necessary in the future by adding additional values.  This information will be provisioned by the SOA and broadcast to the LSMS upon initial creation of the SV or Pooled Block and upon modification of the SV for those SOA and LSMS associations optioned “on” to send and receive this data.


The SV Type indicator will be added to the Bulk Data Download file, available to a Service Provider’s SOA/LSMS.


This field will be supported across the interface on an opt-in basis only and will be functionally backward compatible.


Upon adoption in the NPAC, the field will be initialized in all existing NPAC records based on the Service Provider “/” indicator embedded in the SP Name field during installation of the release. As SPs opt-in to the field, this new data will be available to them off-line (via bulk data download) and not over the interface, such that no NPAC transactions will result.  If necessary, service providers can override the defaulted initial SV Type by performing a modify action on the SV.


The NPAC/SMS shall provide an Alternative SPID field for each SV and Pooled Block record.  This new field shall identify (if applicable) a reseller
 associated with each ported or pooled TN or Pooled Block via their 4-digit SPID. 


This information shall be provisioned by the SOA and broadcast to the LSMS upon activation of the SV or Pooled Block and upon modification of the Alternative SPID. 


The Alternative SPID field shall be added to the Bulk Data Download file, available to a Service Provider’s SOA/LSMS.

The OptionalData CMIP attribute will be populated with an XML string.  The string is defined by the schema documented in the XML section below.  XML is used to provide future flexibility to add additional fields to the SV records and Pool Block records when approved by the LLC.

Major points/processing flow/high-level requirements:


This change order proposes to add new fields to the subscription version and number pool block objects.  Hence, the FRS, IIS, GDMO, and ASN.1 will need to reflect the addition of these fields.  These new fields will cause changes to the NPAC CMIP interface, however they will be functionally backward compatible and optional by service provider.


Requirements:


Section 1.2, NPAC SMS Functional Overview


Add a new section that describes the functionality of the SV Type and Alternative SPID fields (Description of Change above).


Section 3.1, NPAC SMS Data Models


Add new attributes for SV Type and Alternative SPID.  See below:


		NPAC CUSTOMER DATA MODEL



		Attribute Name

		Type (Size) 

		Required

		Description



		[snip]

		

		

		



		NPAC Customer SOA SV Type Indicator

		B

		(

		A Boolean that indicates whether the NPAC Customer supports SV Type (or Number Pool Block SV Type) information from the NPAC SMS to their SOA.


The default value is False.



		NPAC Customer SOA Alternative SPID Indicator

		B

		(

		A Boolean that indicates whether the NPAC Customer supports Alternative SPID information (a second service provider – either a facility-based provider or reseller, acting as a non facility-based provider) from the NPAC SMS to their SOA.


The default value is False.



		NPAC Customer LSMS SV Type Indicator

		B

		(

		A Boolean that indicates whether the NPAC Customer supports SV Type (or Number Pool Block SV Type) information from the NPAC SMS to their LSMS.


The default value is False.



		NPAC Customer LSMS Alternative SPID Indicator

		B

		(

		A Boolean that indicates whether the NPAC Customer supports Alternative SPID information (a second service provider – either a facility-based provider or reseller, acting as a non facility-based provider) from the NPAC SMS to their LSMS.


The default value is False.



		[snip]

		

		

		





Table 3-2 NPAC Customer Data Model


		Subscription Version Data MODEL



		Attribute Name

		Type (Size)

		Required

		Description



		[snip]

		

		

		



		Alternative SPID

		C (4)

		

		An alphanumeric code which uniquely identifies Alternative SPID information (a second service provider – either a facility-based provider or reseller, acting as a non facility-based provider) for this SV.


This field may only be specified if the service provider SOA supports Alternative SPID.



		SV Type

		E

		(

		Subscription Version Type.  Valid enumerated values are:


· Wireline – (0)


· Wireless – (1)


· VoIP – (2)


· VoWIFI – (3)


· SV Type 4– (4)


· SV Type 5– (5)


· SV Type 6– (6)


This field is only required if the service provider supports SV Type data.



		[snip]

		

		

		





Table 3-6 Subscription Version Data Model


		number pooling block hoLder information Data MODEL



		Attribute Name

		Type (Size)

		Required

		Description



		[snip]

		

		

		



		Alternative SPID

		C (4)

		

		An alphanumeric code which uniquely identifies Alternative SPID information (a second service provider – either a facility-based provider or reseller, acting as a non facility-based provider) for this Number Pool Block.


This field may only be specified if the service provider SOA supports Alternative SPID.



		Number Pool Block SV Type

		E

		(

		Number Pool Block SV Type.  Valid enumerated values are:


· Wireline – (0)


· Wireless – (1)


· VoIP – (2)


· VoWIFI – (3)


· SV Type 4– (4)


· SV Type 5– (5)


· SV Type 6– (6)


This field is only required if the service provider supports Number Pool Block SV Type data.



		[snip]

		

		

		





Table 3-8 Number Pooling Block Holder Information Data Model


R3-7.2 
Administer Mass update on one or more selected Subscription Versions


NPAC SMS shall allow NPAC personnel to specify a mass update action to be applied against all Subscription Versions selected (except for Subscription Versions with a status of old, partial failure, sending, disconnect pending or canceled) for LRN, DPC values, SSN values, SV Type, Alternative SPID (if the requesting SOA supports Alternative SPID data), Billing ID, End User Location Type or End User Location Value.


RR3-210
Block Holder Information Mass Update – Update Fields


NPAC SMS shall allow NPAC Personnel, via a mass update, to update the block holder default routing information (LRN, DPC(s), and SSN(s), SV Type, Alternative SPID (if the requesting SOA supports Alternative SPID data),), for a 1K Block as stored in the NPAC SMS.  (Previously B-762)


R3‑8
Off-line batch updates for Local SMS Disaster Recovery


NPAC SMS shall support an off‑line batch download (via 4mm DAT tape and FTP file download) to mass update Local SMSs with Subscription Versions, NPA-NXX-X Information, Number Pool Block and Service Provider Network data.


The contents of the batch download are:


· Subscriber data:


· [snip]


· SV Type (for Local SMSs that support SV Type data)


· Alternative SPID (for Local SMSs that support Alternative SPID data)


· [snip]


· Block Data


· [snip]


· Number Pool Block SV Type (for Local SMSs that support SV Type data)


· Alternative SPID (for Local SMSs that support Alternative SPID data)


· [snip]


RR3-79.1
Number Pool NPA-NXX-X Holder Information – Routing Data Field Level Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, are valid according to the formats specified in the Block Data Model upon Block creation scheduling for a Number Pool, or when re-scheduling a Block Create Event:  (Previously N-75.1).


[snip]


Number Pool Block SV Type (if supported by the Block Holder SOA)


Alternative SPID (if supported by the Block Holder SOA)


RR3-149
Addition of Number Pooling Block Holder Information – Field-level Data Validation

NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, is valid according to the formats specified in the Subscription Version Data Model upon Block creation for a Number Pool:  (Previously B-250)


[snip]


Number Pool Block SV Type (if supported by the Block Holder SOA)


Alternative SPID (if supported by the Block Holder SOA)


RR3-157
Modification of Number Pooling Block Holder Information – Routing Data


NPAC SMS shall allow NPAC personnel, Service Provider via the SOA to NPAC SMS Interface, or Service Provider via the NPAC SOA Low-tech Interface, to modify the block holder default routing information (LRN, DPC(s), and SSN(s)), Number Pool Block SV Type (if supported by the Block Holder SOA), and, Alternative SPID (if supported by the Block Holder SOA), for a 1K Block as stored in the NPAC SMS.  (Previously B-320)


RR3-182
Query of Number Pool Filtered Block Holder Information – Query Block


NPAC SMS shall return, to the NPAC Personnel or requesting Service Provider, all Block data supported by the requestor that match the query selection criteria.  (Previously B-557)


R4-8
Service Provider Data Elements

NPAC SMS shall require the following data if there is no existing Service Provider data:


[snip]


NPAC Customer SOA SV Type Indicator


NPAC Customer SOA Alternative SPID Indicator


NPAC Customer LSMS SV Type Indicator


NPAC Customer LSMS Alternative SPID Indicator


R5‑15.1
Create “Inter-Service Provider Port” Subscription Version - New Service Provider Input Data


NPAC SMS shall require the following data from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port when NOT “porting to original”:


· [snip]


· SV Type (if supported by the Service Provider SOA)


R5‑16
Create Subscription Version - New Service Provider Optional input data


NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port:


· [snip]


· Alternative SPID (if supported by the Service Provider SOA)

R5‑18.1
Create Subscription Version - Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:


· [snip]


· SV Type (if supported by the Service Provider SOA)


· Alternative SPID (if supported by the Service Provider SOA)


RR5-4
Create “Intra-Service Provider Port” Subscription Version - Current Service Provider Input Data


NPAC SMS shall require the following data from the NPAC personnel or the Current (New) Service Provider at the time of Subscription Version Creation for an Intra-Service Provider port when NOT porting to original:


· [snip]


· SV Type (if supported by the Service Provider SOA)


RR5-5
Create “Intra-Service Provider Port” Subscription Version - Current Service Provider Optional Input Data


NPAC SMS shall accept the following optional fields from the NPAC personnel or the Current Service Provider upon a Subscription Version Creation for an Intra-Service Provider port:


· [snip]


· Alternative SPID (if supported by the Service Provider SOA)

RR5-6.1
Create “Intra-Service Provider Port” Subscription Version - Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Intra-Service Provider port:


· [snip]


· SV Type (if supported by the Service Provider SOA)


· Alternative SPID (if supported by the Service Provider SOA)


R5‑27.1
Modify Subscription Version - New Service Provider Data Values


NPAC SMS shall allow the following data to be modified in a pending or conflict Subscription Version for an Inter-Service Provider or Intra-Service Provider port by the new/current Service Provider or NPAC personnel:


· [snip]


· SV Type (if supported by the Service Provider SOA)


· Alternative SPID (if supported by the Service Provider SOA)


R5‑28
Modify Subscription Version - New Service Provider Optional input data.


NPAC SMS shall accept the following optional fields from the NPAC personnel or the new Service Provider upon modification of a pending or conflict Subscription version:


· [snip]


· Alternative SPID (if supported by the Service Provider SOA)


R5‑29.1
Modify Subscription Version - Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.


· [snip]


· SV Type (if supported by the Service Provider SOA)


· Alternative SPID (if supported by the Service Provider SOA)


R5‑36
Modify Active Subscription Version - Input Data


NPAC SMS shall allow the following data to be modified for an active Subscription Version:


· [snip]


· SV Type (if supported by the Service Provider SOA)


· Alternative SPID (if supported by the Service Provider SOA)


R5‑37
Active Subscription Version - New Service Provider Optional input data.


NPAC SMS shall accept the following optional fields from the new Service Provider or NPAC personnel for an active Subscription Version to be modified:


· [snip]


· Alternative SPID (if supported by the Service Provider SOA)


R5‑38.1
Modify Active Subscription Version - Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification of an active version:


· [snip]


· SV Type (if supported by the Service Provider SOA)


· Alternative SPID (if supported by the Service Provider SOA)


R5-74.3
Query Subscription Version - Output Data


NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:


· [snip]


· SV Type (if supported by the Service Provider SOA)


· Alternative SPID (if supported by the Service Provider SOA)


R5-74.4
Query Subscription Version - Output Data


NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS to Local SMS interface:


· [snip]


· SV Type (if supported by the Service Provider LSMS)


· Alternative SPID (if supported by the Service Provider LSMS)


RR5-91
Addition of Number Pooling Subscription Version Information – Create “Pooled Number” Subscription Version


NPAC SMS shall automatically populate the following data upon Subscription Version creation for a Pooled Number port:  (Previously SV-20)


· [snip]


· SV Type (Value set to same field as Block)


· Alternative SPID (Value set to same field as Block)


Req 1 – Service Provider SOA SV Type Edit Flag Indicator


NPAC SMS shall provide a Service Provider SOA SV Type Edit Flag Indicator tunable parameter which defines whether a SOA supports SV Type.


Req 2 – Service Provider SOA SV Type Edit Flag Indicator Default


NPAC SMS shall default the Service Provider SOA SV Type Edit Flag Indicator tunable parameter to FALSE.


Req 3 – Service Provider SOA SV Type Edit Flag Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA SV Type Edit Flag Indicator tunable parameter.

Req 4 – Service Provider LSMS SV Type Edit Flag Indicator


NPAC SMS shall provide a Service Provider LSMS SV Type Edit Flag Indicator tunable parameter which defines whether an LSMS supports SV Type.


Req 5 – Service Provider LSMS SV Type Edit Flag Indicator Default


NPAC SMS shall default the Service Provider LSMS SV Type Edit Flag Indicator tunable parameter to FALSE.


Req 6 – Service Provider LSMS SV Type Edit Flag Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS SV Type Edit Flag Indicator tunable parameter.

Req 7 – Service Provider SOA Alternative SPID Edit Flag Indicator


NPAC SMS shall provide a Service Provider SOA Alternative SPID Edit Flag Indicator tunable parameter which defines whether a SOA supports Alternative SPID.


Req 8 – Service Provider SOA Alternative SPID Edit Flag Indicator Default


NPAC SMS shall default the Service Provider SOA Alternative SPID Edit Flag Indicator tunable parameter to FALSE.


Req 9 – Service Provider SOA Alternative SPID Edit Flag Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Alternative SPID Edit Flag Indicator tunable parameter.

Req 10 – Service Provider LSMS Alternative SPID Edit Flag Indicator


NPAC SMS shall provide a Service Provider LSMS Alternative SPID Edit Flag Indicator tunable parameter which defines whether an LSMS supports Alternative SPID.


Req 11 – Service Provider LSMS Alternative SPID Edit Flag Indicator Default


NPAC SMS shall default the Service Provider LSMS Alternative SPID Edit Flag Indicator tunable parameter to FALSE.


Req 12 – Service Provider LSMS Alternative SPID Edit Flag Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS Alternative SPID Edit Flag Indicator tunable parameter.

Req 13
Activate Subscription Version - Send SV Type Data to Local SMSs


NPAC SMS shall, for a Service Provider that supports SV Type, send the SV Type attribute for an activated Inter or Intra-Service Provider Subscription Version port via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 14
Activate Subscription Version - Send Alternative SPID to Local SMSs


NPAC SMS shall, for a Service Provider that supports Alternative SPID, send the Alternative SPID attribute for an activated Inter or Intra-Service Provider Subscription Version port via the NPAC SMS to Local SMS Interface to the Local SMSs.

Req 15
Activate Number Pool Block - Send Number Pool Block SV Type Data to Local SMSs


NPAC SMS shall, for a Service Provider that supports SV Type data, send the Number Pool Block SV Type attribute for an activated Number Pool Block via the NPAC SMS to Local SMS Interface to the Local SMSs.


Req 16
Activate Number Pool Block - Send Alternative SPID to Local SMSs


NPAC SMS shall, for a Service Provider that supports Alternative SPID, send the Alternative SPID attribute for an activated Number Pool Block via the NPAC SMS to Local SMS Interface to the Local SMSs.

Req 17
Audit for Support of SV Type


NPAC SMS shall audit the SV Type attribute as part of a full audit scope, only when a Service Provider’s LSMS supports SV Type.

Req 18
Audit for Support of Alternative SPID


NPAC SMS shall audit the Alternative SPID attribute as part of a full audit scope, only when a Service Provider’s LSMS supports Alternative SPID.

Appendix E – Bulk Data Download File Examples.


NOTE:  If a Service Provider supports SV Type or Alternative SPID, the format of the Bulk Data Download file will contain delimiters for both attributes.


		Explanation of the fields in the subscription download file



		Field Number

		Field Name

		Value in Example



		1

		Version Id 

		0000000001



		[snip]

		

		



		999

		SV Type

		Not present if LSMS or SOA does not support the SV Type as shown in this example.  If it were present the value would be as defined in the SV Data Model.



		999

		Alternative SPID

		Not present if LSMS or SOA does not support the Alternative SPID as shown in this example.  If it were present the value would be as defined in the SV Data Model.



		[snip]

		

		





Table E- 1 -- Explanation of the Fields in The Subscription Download File


		Explanation of the fields in the Block download file



		Field Number

		Field Name

		Value in Example



		1

		Block  Id 

		1



		[snip]

		

		



		999

		SV Type

		Not present if LSMS or SOA does not support the SV Type as shown in this example.  If it were present the value would be as defined in the SV Data Model.



		999

		Alternative SPID

		Not present if LSMS or SOA does not support the Alternative SPID as shown in this example.  If it were present the value would be as defined in the SV Data Model.



		[snip]

		

		





Table E- 6 -- Explanation of the Fields in The Subscription Download File


IIS


Addition to the current IIS flow descriptions that relate to SV and NPB attributes.


Flow B.4.4.1 – Number Pool Block Create/Activate by SOA


Flow B.4.4.2 – Number Pool Block Create by NPAC SMS


Flow B.4.4.12 – Number Pool Block Modify by NPAC SMS


Flow B.4.4.13 – Number Pool Block Modify by Block Holder SOA


[snip]


If the “SOA Supports Number Pool Block SV Type Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes must be included:

Number Pool Block SV Type


If the “SOA Supports Alternative SPID Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:

Alternative SPID


Flow B.5.1.2 – Subscription Version Create by the Initial SOA (New Service Provider)


Flow B.5.1.3 – Subscription Version Create by Second SOA (New Service Provider)


Flow B.5.1.11 – Subscription Version Create for Intra-Service Provider Port


[snip]


The following items must be provided unless subscriptionPortingToOriginal-SP is true:


[snip]


SV Type – if supported by the Service Provider SOA


The following items may optionally be provided unless subscriptionPortingToOriginal-SP is true:


[snip]


Alternative SPID – if supported by the Service Provider SOA


Flow B.5.2.1 – Subscription Version Modify Active Version Using M-ACTION by a Service Provider SOA


Flow B.5.2.3 – Subscription Version Modify Prior to Activate Using M-ACTION


Flow B.5.2.4 – Subscription Version Modify Prior to Activate Using M-SET


[snip]


The current service provider can only modify the following attributes:


[snip]


SV Type – if supported by the Service Provider SOA


Alternative SPID – if supported by the Service Provider SOA


Flow B.5.6 – Subscription Version Query


[snip]


The query return data includes:


[snip]


SV Type – if supported by the Service Provider (SOA, LSMS)


Alternative SPID – if supported by the Service Provider (SOA, LSMS)


GDMO:


Note – the GDMO shown below is the same that is contained in NANC 400.  For NANC 400, the references for SV Type are not needed, but are shown for continuity purposes.  For both NANC 399 and NANC 400, the OptionalData references are identical.


-- 20.0 LNP subscription Version Managed Object Class


subscriptionVersion MANAGED OBJECT CLASS


    DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;


    CHARACTERIZED BY


        subscriptionVersionPkg;


    CONDITIONAL PACKAGES


        subscriptionWSMSC-DataPkg PRESENT IF


            !the service provider is supporting WSMSC information!,


        subscriptionSvTypePkg PRESENT IF


            !the service provider is supporting SV type!,


        subscriptionOptionalDataPkg PRESENT IF


            !the service provider is supporting additional optional data!;


    REGISTERED AS {LNP-OIDS.lnp-objectClass 20};


-- 29.0 Number Pool Block Data Managed Object Class


--


numberPoolBlock MANAGED OBJECT CLASS


    DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;


    CHARACTERIZED BY


        numberPoolBlock-Pkg;


    CONDITIONAL PACKAGES


        numberPoolBlockWSMSC-DataPkg PRESENT IF


            !the service provider is supporting WSMSC information!,


        numberPoolBlockSvTypePkg PRESENT IF


            !the service provider is supporting number pool block type!,


        numberPoolBlockOptionalDataPkg PRESENT IF


            !the service provider is supporting additional optional information!;


    REGISTERED AS {LNP-OIDS.lnp-objectClass 29};


subscriptionVersionNPAC-Behavior BEHAVIOUR


…


     new service provider SOAs can only modify the following attributes:


        subscriptionLRN


        subscriptionNewSP-DueDate


        subscriptionCLASS-DPC


        subscriptionCLASS-SSN


        subscriptionLIDB-DPC


        subscriptionLIDB-SSN


        subscriptionCNAM-DPC


        subscriptionCNAM-SSN


        subscriptionISVM-DPC


        subscriptionISVM-SSN


        subscriptionWSMSC-DPC


        subscriptionWSMSC-SSN


        subscriptionEndUserLocationValue


        subscriptionEndUserLocationType


        subscriptionBillingId


        subscriptionSvType


        subscriptionOptionalData…


numberPoolBlockNPAC-Behavior BEHAVIOUR


…


        The object creation notification will be sent to the SOA once the


        number pool block object has been created on the NPAC SMS,


        if the SOA-origination flag is true, and contain the following


        attributes:


           numberPoolBlockId


           numberPoolBlockNPA-NXX-X


           numberPoolBlockHolderSPID


           numberPoolBlockSOA-Origination


           numberPoolBlockCreationTimeStamp


           numberPoolBlockStatus


           numberPoolBlockLRN


           numberPoolBlockCLASS-DPC


           numberPoolBlockCLASS-SSN


           numberPoolBlockLIDB-DPC


           numberPoolBlockLIDB-SSN


           numberPoolBlockCNAM-DPC


           numberPoolBlockCNAM-SSN


           numberPoolBlockISVM-DPC


           numberPoolBlockISVM-SSN


           numberPoolBlockWSMSC-DPC (OPTIONAL)


           numberPoolBlockWSMSC-SSN (OPTIONAL)


           numberPoolBlockType (OPTIONAL)


           numberPoolBlockOptionalData (OPTIONAL)

--


         The attribute value change notification will be sent out to the SOA,


         if the SOA-origination flag is true, when any of the following


         attributes change:


           numberPoolBlockSOA-Origination


           numberPoolBlockLRN


           numberPoolBlockCLASS-DPC


           numberPoolBlockCLASS-SSN


           numberPoolBlockLIDB-DPC


           numberPoolBlockLIDB-SSN


           numberPoolBlockCNAM-DPC


           numberPoolBlockCNAM-SSN


           numberPoolBlockISVM-DPC


           numberPoolBlockISVM-SSN


           numberPoolBlockWSMSC-DPC (OPTIONAL)


           numberPoolBlockWSMSC-SSN (OPTIONAL)


           numberPoolBlockType (OPTIONAL)


           numberPoolBlockOptionalData (OPTIONAL)

-- 149.0 Subscription Version SV Type


--


subscriptionSvType ATTRIBUTE


    WITH ATTRIBUTE SYNTAX LNP-ASN1.SVType;


    MATCHES FOR EQUALITY, ORDERING;


    BEHAVIOUR subscriptionSvTypeBehavior;


    REGISTERED AS {LNP-OIDS.lnp-attribute 149};


subscriptionSvTypeBehavior BEHAVIOUR


    DEFINED AS !


        This attribute is used to specify the subscription version


        type.




The possible values are:





0 : wireline





1 : wireless





2 : VoIP 





3 : VoWiFi





4 : SV Type 4





5 : SV Type 5





6 : SV Type 6


!;  


--


-- 150.0 Subscription Optional Data


--


subscriptionOptionalData ATTRIBUTE


    WITH ATTRIBUTE SYNTAX LNP-ASN1.OptionalData;


    MATCHES FOR EQUALITY;


    BEHAVIOUR subscriptionOptionalDataBehavior;


    REGISTERED AS {LNP-OIDS.lnp-attribute 150};


subscriptionOptionalDataBehavior BEHAVIOUR


    DEFINED AS !


        This attribute is used to specify the optional data


        for the SV blocks.


        This attribute is an XML string defined by the


        XML schema in section 7.4 of the IIS.


!;  


--


-- 151.0 Number Pool Block Type


--


numberPoolBlockType ATTRIBUTE


    WITH ATTRIBUTE SYNTAX LNP-ASN1.SVType;


    MATCHES FOR EQUALITY, ORDERING;


    BEHAVIOUR numberPoolBlockTypeBehavior;


    REGISTERED AS {LNP-OIDS.lnp-attribute 151};


numberPoolBlockTypeBehavior BEHAVIOUR


    DEFINED AS !


        This attribute is used to specify the number pool block


        type.




The possible values are:





0 : wireline





1 : wireless





2 : VoIP 





3 : VoWiFi





4 : SV Type 4





5 : SV Type 5





6 : SV Type 6


!;  


--


-- 152.0 Number Pool Block Optional Data


--


numberPoolBlockOptionalData ATTRIBUTE


    WITH ATTRIBUTE SYNTAX LNP-ASN1.OptionalData;


    MATCHES FOR EQUALITY;


    BEHAVIOUR numberPoolBlockOptionalDataBehavior;


    REGISTERED AS {LNP-OIDS.lnp-attribute 152};


numberPoolBlockOptionalDataBehavior BEHAVIOUR


    DEFINED AS !


        This attribute is used to specify the optional data


        for the Number Pool blocks.


        This attribute is an XML string defined by the


        XML schema in section 7.4 of the IIS.


!;  


-- 44.0 LNP Subscription Version SV Type Package


subscriptionSvTypePkg PACKAGE


    BEHAVIOUR subscriptionSvTypePkgBehavior;


    ATTRIBUTES


        subscriptionSvType GET-REPLACE;


    REGISTERED AS {LNP-OIDS.lnp-package 44};


subscriptionSvTypePkgBehavior BEHAVIOUR


    DEFINED AS !


        This package provides for conditionally including the


        SV Type.


    !;


-- 45.0 LNP Subscription Version Optional Data Package


subscriptionOptionalDataPkg PACKAGE


    BEHAVIOUR subscriptionOptionalDataPkgBehavior;


    ATTRIBUTES


        subscriptionOptionalData GET-REPLACE;


    REGISTERED AS {LNP-OIDS.lnp-package 45};


subscriptionOptionalDataPkgBehavior BEHAVIOUR


    DEFINED AS !


        This package provides for conditionally including the


        additional optional data.


    !;


-- 46.0 LNP Number Pool Block SV Type Package


numberPoolBlockSvTypePkg PACKAGE


    BEHAVIOUR numberPoolBlockSvTypePkg;


    ATTRIBUTES


        numberPoolBlockType GET-REPLACE;


    REGISTERED AS {LNP-OIDS.lnp-package 46};


numberPoolBlockSvTypePkgBehavior BEHAVIOUR


    DEFINED AS !


        This package provides for conditionally including the


        Number Pool Block SV Type.


    !;


-- 47.0 LNP Number Pool Block Optional Data Package


numberPoolBlockOptionalDataPkg PACKAGE


    BEHAVIOUR numberPoolBlockOptionalDataPkgBehavior;


    ATTRIBUTES


        numberPoolBlockOptionalData GET-REPLACE;


    REGISTERED AS {LNP-OIDS.lnp-package 47};


numberPoolBlockOptionalDataPkgBehavior BEHAVIOUR


    DEFINED AS !


        This package provides for conditionally including the


        Number Pool Block additional optional data.


    !;


subscriptionVersionModifyBehavior BEHAVIOUR


…


New service providers may specify modified valid values for the


        following attributes, when the service provider's "SOA Sv Type


        Data" indicator is TRUE, and may NOT specify these values when the


        indicator is set to FALSE:




subscriptionSvType




New service providers may specify modified valid values for the


        following attributes, when the service provider's "SOA Optional 


        Data" indicator is TRUE, and may NOT specify these values when the


        indicator is set to FALSE:




subscriptionOptionalData…


New service providers may specify modified valid values for the


        following attributes, when the service provider's "SOA Sv Type


        Data" indicator is TRUE, and may NOT specify these values when the


        indicator is set to FALSE:




subscriptionSvType




New service providers may specify modified valid values for the


        following attributes, when the service provider's "SOA Optional


        Data" indicator is TRUE, and may NOT specify these values when the


        indicator is set to FALSE:




subscriptionOptionalData…


subscriptionVersionNewSP-CreateBehavior BEHAVIOUR


…


New service providers may specify modified valid values for the


        following attributes, when the service provider's "SOA Sv Type


        Data" indicator is TRUE, and may NOT specify these values when the


        indicator is set to FALSE:




subscriptionSvType




New service providers may specify modified valid values for the


        following attributes, when the service provider's "SOA Optional


        Data" indicator is TRUE, and may NOT specify these values when the


        indicator is set to FALSE:




subscriptionOptionalData…


numberPoolBlock-CreateBehavior BEHAVIOUR


…


if the SOA Sv/PoolBlock Type Data indicator is set in the service


        provider's profile, the following attributes must be provided:




numberPoolBlockType




if the SOA Optional Data indicator is set in the service


        provider's profile, the following attributes must be provided:




numberPoolBlockOptionalData…


ASN.1:


Note – the ASN.1 shown below is the same that is contained in NANC 400.  For NANC 400, the references for SV Type are not needed, but are shown for continuity purposes.  For both NANC 399 and NANC 400, the OptionalData references are identical.


SVType ::= ENUMERATED {


    wireline (0),



wireless (1),



voIP     (2),



voWiFi   (3),



SV Type 4 (4),



SV Type 5 (5),



SV Type 6 (6)


}


OptionalData ::= GraphicString


BlockDownloadData ::= SET OF SEQUENCE {


    block-id [0] BlockId,


    block-npa-nxx-x [1] NPA-NXX-X OPTIONAL,


    block-holder-sp [2] ServiceProvId OPTIONAL,


    block-activation-timestamp [3] GeneralizedTime OPTIONAL,


    block-lrn [4] LRN OPTIONAL,


    block-class-dpc [5] EXPLICIT DPC OPTIONAL,


    block-class-ssn [6] EXPLICIT SSN OPTIONAL,


    block-lidb-dpc [7] EXPLICIT DPC OPTIONAL,


    block-lidb-ssn [8] EXPLICIT SSN OPTIONAL,


    block-isvm-dpc [9] EXPLICIT DPC OPTIONAL,


    block-isvm-ssn [10] EXPLICIT SSN OPTIONAL,


    block-cnam-dpc [11] EXPLICIT DPC OPTIONAL,


    block-cnam-ssn [12] EXPLICIT SSN OPTIONAL,


    block-download-reason [13] DownloadReason,


    block-wsmsc-dpc [14] EXPLICIT DPC OPTIONAL,


    block-wsmsc-ssn [15] EXPLICIT SSN OPTIONAL,


    block-sv-type [16] EXPLICIT  SVType OPTIONAL,


     block-optional-data [17] EXPLICIT OptionalData OPTIONAL



}


MismatchAttributes ::= SEQUENCE {


    seq0 [0] SEQUENCE {


        lsms-subscriptionLRN LRN,


        npac-subscriptionLRN LRN


    } OPTIONAL,


    seq1 [1] SEQUENCE {


        lsms-subscriptionNewCurrentSP ServiceProvId,


        npac-subscriptionNewCurrentSP ServiceProvId


    } OPTIONAL,


    seq2 [2] SEQUENCE {


        lsms-subscriptionActivationTimeStamp GeneralizedTime,


        npac-subscriptionActivationTimeStamp GeneralizedTime


    } OPTIONAL,


    seq3 [3] SEQUENCE {


        lsms-subscriptionCLASS-DPC DPC,


        npac-subscriptionCLASS-DPC DPC


    } OPTIONAL,


    seq4 [4] SEQUENCE {


        lsms-subscriptionCLASS-SSN SSN,


        npac-subscriptionCLASS-SSN SSN


    } OPTIONAL,


    seq5 [5] SEQUENCE {


        lsms-subscriptionLIDB-DPC DPC,


        npac-subscriptionLIDB-DPC DPC


    } OPTIONAL,


    seq6 [6] SEQUENCE {


        lsms-subscriptionLIDB-SSN SSN,


        npac-subscriptionLIDB-SSN SSN


    } OPTIONAL,


    seq7 [7] SEQUENCE {


        lsms-subscriptionISVM-DPC DPC,


        npac-subscriptionISVM-DPC DPC


    } OPTIONAL,


    seq8 [8] SEQUENCE {


        lsms-subscriptionISVM-SSN SSN,


        npac-subscriptionISVM-SSN SSN


    } OPTIONAL,


    seq9 [9] SEQUENCE {


        lsms-subscriptionCNAM-DPC DPC,


        npac-subscriptionCNAM-DPC DPC


    } OPTIONAL,


    seq10 [10] SEQUENCE {


        lsms-subscriptionCNAM-SSN SSN,


        npac-subscriptionCNAM-SSN SSN


    } OPTIONAL,


    seq11 [11] SEQUENCE {


        lsms-subscriptionEndUserLocationValue EndUserLocationValue,


        npac-subscriptionEndUserLocationValue EndUserLocationValue


    } OPTIONAL,


    seq12 [12] SEQUENCE {


        lsms-subscriptionEndUserLocationType EndUserLocationType,


        npac-subscriptionEndUserLocationType EndUserLocationType


    } OPTIONAL,


    seq13 [13] SEQUENCE {


        lsms-subscriptionBillingId BillingId,


        npac-subscriptionBillingId BillingId


    } OPTIONAL,


    seq14 [14] SEQUENCE {


        lsms-subscriptionLNPType LNPType,


        npac-subscriptionLNPType LNPType


    } OPTIONAL,


    seq15 [15] SEQUENCE {


        lsms-subscriptionWSMSC-DPC DPC,


        npac-subscriptionWSMSC-DPC DPC


    } OPTIONAL,


    seq16 [16] SEQUENCE {


        lsms-subscriptionWSMSC-SSN SSN,


        npac-subscriptionWSMSC-SSN SSN


    } OPTIONAL,


    seq17 [17] SEQUENCE {


        lsms-sv-type SVType,


        npac-sv-type SVType


    } OPTIONAL,


    seq18 [18] SEQUENCE {


        lsms-optional-data OptionalData,


        npac-optional-data OptionalData


    } OPTIONAL


}   


NewSP-CreateData ::= SEQUENCE {


    chc1 [0] EXPLICIT CHOICE {


        subscription-version-tn [0] PhoneNumber,


        subscription-version-tn-range [1] TN-Range


    },


    subscription-lrn [1] LRN OPTIONAL,


    subscription-new-current-sp [2] ServiceProvId,


    subscription-old-sp [3] ServiceProvId,


    subscription-new-sp-due-date [4] GeneralizedTime,


    subscription-class-dpc [6] EXPLICIT DPC OPTIONAL,


    subscription-class-ssn [7] EXPLICIT SSN OPTIONAL,


    subscription-lidb-dpc [8] EXPLICIT DPC OPTIONAL,


    subscription-lidb-ssn [9] EXPLICIT SSN OPTIONAL,


    subscription-isvm-dpc [10] EXPLICIT DPC OPTIONAL,


    subscription-isvm-ssn [11] EXPLICIT SSN OPTIONAL,


    subscription-cnam-dpc [12] EXPLICIT DPC OPTIONAL,


    subscription-cnam-ssn [13] EXPLICIT SSN OPTIONAL,


    subscription-end-user-location-value [14]


        EndUserLocationValue OPTIONAL,


    subscription-end-user-location-type [15] EndUserLocationType OPTIONAL,


    subscription-billing-id [16] BillingId OPTIONAL,


    subscription-lnp-type [17] LNPType,


    subscription-porting-to-original-sp-switch [18]


        SubscriptionPortingToOriginal-SPSwitch,


    subscription-wsmsc-dpc [19] EXPLICIT DPC OPTIONAL,


    subscription-wsmsc-ssn [20] EXPLICIT SSN OPTIONAL,


    subscription-sv-type       [21] EXPLICIT  SVType OPTIONAL,


    subscription-optional-data [22] EXPLICIT OptionalData OPTIONAL


}


NewSP-CreateInvalidData ::= CHOICE {


    subscription-version-tn [0] EXPLICIT PhoneNumber,


    subscription-version-tn-range [1] EXPLICIT TN-Range,


    subscription-lrn [2] EXPLICIT LRN,


    subscription-new-current-sp [3] EXPLICIT ServiceProvId,


    subscription-old-sp [4] EXPLICIT ServiceProvId,


    subscription-new-sp-due-date [5] EXPLICIT GeneralizedTime,


    subscription-class-dpc [6] EXPLICIT DPC,


    subscription-class-ssn [7] EXPLICIT SSN,


    subscription-lidb-dpc [8] EXPLICIT DPC,


    subscription-lidb-ssn [9] EXPLICIT SSN,


    subscription-isvm-dpc [10] EXPLICIT DPC,


    subscription-isvm-ssn [11] EXPLICIT SSN,


    subscription-cnam-dpc [12] EXPLICIT DPC,


    subscription-cnam-ssn [13] EXPLICIT SSN,


    subscription-end-user-location-value [14] EXPLICIT EndUserLocationValue,


    subscription-end-user-location-type [15] EXPLICIT EndUserLocationType,


    subscription-billing-id [16] EXPLICIT BillingId,


    subscription-lnp-type [17] EXPLICIT LNPType,


    subscription-porting-to-original-sp-switch [18]


       EXPLICIT SubscriptionPortingToOriginal-SPSwitch,


    subscription-wsmsc-dpc [19] EXPLICIT DPC,


    subscription-wsmsc-ssn [20] EXPLICIT SSN,


    subscription-sv-type      [21] EXPLICIT  SVType,


    subscription-optional-data [22] EXPLICIT OptionalData }


NumberPoolBlock-CreateAction ::= SEQUENCE {


    block-npa-nxx-x NPA-NXX-X,


    block-holder-sp ServiceProvId,


    block-lrn LRN,


    block-class-dpc DPC,


    block-class-ssn SSN,


    block-lidb-dpc DPC,


    block-lidb-ssn SSN,


    block-isvm-dpc DPC,


    block-isvm-ssn SSN,


    block-cnam-dpc DPC,


    block-cnam-ssn SSN,


    block-wsmsc-dpc [0] DPC OPTIONAL,


    block-wsmsc-ssn [1] SSN OPTIONAL,


    block-sv-type [2]  SVType OPTIONAL,


    block-optional-data [3] OptionalData OPTIONAL }


NumberPoolBlock-CreateInvalidData ::= CHOICE {


    block-npa-nxx-x    [0] EXPLICIT NPA-NXX-X,


    block-lrn          [1] EXPLICIT LRN,


    block-class-dpc    [2] EXPLICIT DPC,


    block-class-ssn    [3] EXPLICIT SSN,


    block-lidb-dpc     [4] EXPLICIT DPC,


    block-lidb-ssn     [5] EXPLICIT SSN,


    block-isvm-dpc     [6] EXPLICIT DPC,


    block-isvm-ssn     [7] EXPLICIT SSN,


    block-cnam-dpc     [8] EXPLICIT DPC,


    block-cnam-ssn     [9] EXPLICIT SSN,


    block-wsmsc-dpc    [10] EXPLICIT DPC,


    block-wsmsc-ssn    [11] EXPLICIT SSN


    block-sv-type      [12] EXPLICIT SVType,


    block-optional-data [13] EXPLICIT OptionalData }


SubscriptionData ::= SEQUENCE {


    subscription-lrn             [1] LRN OPTIONAL,


    subscription-new-current-sp  [2] ServiceProvId OPTIONAL,


    subscription-activation-timestamp 


                                 [3] GeneralizedTime OPTIONAL,


    subscription-class-dpc       [4] EXPLICIT DPC,


    subscription-class-ssn       [5] EXPLICIT SSN,


    subscription-lidb-dpc        [6] EXPLICIT DPC,


    subscription-lidb-ssn        [7] EXPLICIT SSN,


    subscription-isvm-dpc        [8] EXPLICIT DPC,


    subscription-isvm-ssn        [9] EXPLICIT SSN,


    subscription-cnam-dpc        [10] EXPLICIT DPC,


    subscription-cnam-ssn        [11] EXPLICIT SSN,


    subscription-end-user-location-value 


                                 [12] EndUserLocationValue OPTIONAL,


    subscription-end-user-location-type 


                                 [13] EndUserLocationType OPTIONAL,


    subscription-billing-id      [14] BillingId OPTIONAL,


    subscription-lnp-type        [15] LNPType,


    subscription-download-reason [16] DownloadReason,


    subscription-wsmsc-dpc       [17] EXPLICIT DPC OPTIONAL,


    subscription-wsmsc-ssn       [18] EXPLICIT SSN OPTIONAL,


    subscription-sv-type         [19] EXPLICIT SVType OPTIONAL,


    subscription-optional-data   [20] EXPLICIT OptionalData OPTIONAL }


SubscriptionModifyData ::= SEQUENCE {


    subscription-lrn [0] LRN OPTIONAL,


    subscription-new-sp-due-date [1] GeneralizedTime OPTIONAL,


    subscription-old-sp-due-date [2] GeneralizedTime OPTIONAL,


    subscription-old-sp-authorization [3] ServiceProvAuthorization OPTIONAL,


    subscription-class-dpc [4] EXPLICIT DPC OPTIONAL,


    subscription-class-ssn [5] EXPLICIT SSN OPTIONAL,


    subscription-lidb-dpc [6] EXPLICIT DPC OPTIONAL,


    subscription-lidb-ssn [7] EXPLICIT SSN OPTIONAL,


    subscription-isvm-dpc [8] EXPLICIT DPC OPTIONAL,


    subscription-isvm-ssn [9] EXPLICIT SSN OPTIONAL,


    subscription-cnam-dpc [10] EXPLICIT DPC OPTIONAL,


    subscription-cnam-ssn [11] EXPLICIT SSN OPTIONAL,


    subscription-end-user-location-value [12] EndUserLocationValue OPTIONAL,


    subscription-end-user-location-type [13] EndUserLocationType OPTIONAL,


    subscription-billing-id [14] BillingId OPTIONAL,


    subscription-status-change-cause-code [15]


        SubscriptionStatusChangeCauseCode OPTIONAL,


    subscription-wsmsc-dpc [16] EXPLICIT DPC OPTIONAL,


    subscription-wsmsc-ssn [17] EXPLICIT SSN OPTIONAL,


    subscription-customer-disconnect-date [18] GeneralizedTime OPTIONAL,


    subscription-effective-release-date [19] GeneralizedTime OPTIONAL,


    subscription-sv-type [20]  EXPLICIT SVType OPTIONAL,


    subscription-optional-data [21] EXPLICIT OptionalData OPTIONAL }


SubscriptionModifyInvalidData ::= CHOICE {


    subscription-lrn [0] EXPLICIT LRN,


    subscription-new-sp-due-date [1] EXPLICIT GeneralizedTime,


    subscription-old-sp-due-date [2] EXPLICIT GeneralizedTime,


    subscription-old-sp-authorization [3] EXPLICIT ServiceProvAuthorization,


    subscription-class-dpc [4] EXPLICIT DPC,


    subscription-class-ssn [5] EXPLICIT SSN,


    subscription-lidb-dpc [6] EXPLICIT DPC,


    subscription-lidb-ssn [7] EXPLICIT SSN,


    subscription-isvm-dpc [8] EXPLICIT DPC,


    subscription-isvm-ssn [9] EXPLICIT SSN,


    subscription-cnam-dpc [10] EXPLICIT DPC,


    subscription-cnam-ssn [11] EXPLICIT SSN,


    subscription-end-user-location-value [12] EXPLICIT EndUserLocationValue,


    subscription-end-user-location-type [13] EXPLICIT EndUserLocationType,


    subscription-billing-id [14] EXPLICIT BillingId,


    subscription-status-change-cause-code [15]


          EXPLICIT SubscriptionStatusChangeCauseCode,


    subscription-wsmsc-dpc [16] EXPLICIT DPC,


    subscription-wsmsc-ssn [17] EXPLICIT SSN,


    subscription-customer-disconnect-date [18] EXPLICIT GeneralizedTime,


    subscription-effective-release-date [19] EXPLICIT GeneralizedTime,


    subscription-sv-type [20] EXPLICIT SVType,


    subscription-optional-data [21] EXPLICIT OptionalData}


XML:


Note – the XML shown below is the same for both NANC 399 and NANC 400.


<?xml version="1.0" encoding="UTF-8"?>


<xs:schema targetNamespace="urn:npac:lnp:opt-data:1.0" elementFormDefault="qualified" attributeFormDefault="unqualified" xmlns:xs="http://www.w3.org/2001/XMLSchema" xmlns="urn:npac:lnp:opt-data:1.0">


   <xs:simpleType name="SPID">


      <xs:restriction base="xs:string">


         <xs:length value="4"/>


      </xs:restriction>


   </xs:simpleType>


   <xs:simpleType name="Generic-URI">


      <xs:restriction base="xs:string">


         <xs:minLength value="1"/>


         <xs:maxLength value="255"/>


      </xs:restriction>


   </xs:simpleType>


   <xs:complexType name="OptionalData">


      <xs:sequence>


        <xs:element name="ALTSPID" type="SPID" nillable="true" minOccurs="0"/>


        <xs:element name="VOICEURI" type="Generic-URI" nillable="true" minOccurs="0"/>


        <xs:element name="MMSURI" type="Generic-URI" nillable="true" minOccurs="0"/>


        <xs:element name="POCURI" type="Generic-URI" nillable="true" minOccurs="0"/>


        <xs:element name="PRESURI" type="Generic-URI" nillable="true" minOccurs="0"/>


      </xs:sequence>


   </xs:complexType>


   <xs:element name="OptionalData" type="OptionalData"/>


</xs:schema>

� The establishment of this SPID does not qualify the non facility-based service provider to become a NPAC user.



� “Reseller” includes all cases where a non facility-based service provider or a facility-based carrier acting as a reseller is involved in providing service to a TN.







� “Reseller” includes all cases where a non facility-based service provider or a facility-based carrier acting as a reseller is involved in providing service to a TN.
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New Change Orders – Working Copy




Origination Date:  01/13/05


Originator:  VeriSign


Change Order Number:  NANC 401


Description:  Separate LSMS Association for OptionalData Fields


Cumulative SP Priority, Weighted Average:  N/A


Functionally Backwards Compatible:  Yes

IMPACT/CHANGE ASSESSMENT
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		ASN.1

		NPAC

		SOA

		LSMS



		Y
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		Y

		Y

		Y





Redlines listed in this document based on discussion during the Feb and Mar ’05 LNPAWG meetings.


Business Need:


During the discussion of NANC 399 and NANC 400 (SV Type and OptionalData Fields) at the January 2005 LNPAWG meeting, a concern was raised that provisioning of this new optional data was an issue.  It was stated that it could be handled in two different ways:


· LSMS – Use the current mechanism whereby the NPAC broadcasts porting information to the LSMS, and the LSMS determines which downstream system needs to provision this information.  

· NPAC – Use a new mechanism whereby the NPAC allows separate LSMS associations that are divided between their respective downstream systems that will provision this information.  The current mechanism will still be maintained for backwards compatibility.  The separate associations will be accomplished by using separate/different SPID values.  Potentially, two new Managed Objects will be added to accommodate the new optional data (one for SV, one for NPB).  For example, SP1 uses assocation1 for information pertaining to ports in the circuit-switched network, and association2 for ports in the IP network.  The NPAC would broadcast data to association1, association2, or both association1 and association2, depending on the SV Type.  For SP2 that continues to use the current mechanism, the NPAC would continue to broadcast all SV data on their single LSMS association.


By providing this new mechanism, the NPAC provides flexibility for Service Providers to implement a provisioning function of ported SV data that supports both traditional circuit-switched networks and the new IP networks.


Description of Change:


This change order would modify the NPAC to support a separate LSMS association, using a different SPID, for the data in the NPB/SV OptionalData fields.  The NPAC would manage the distribution of LSMS broadcasts such that LSMSs that support this new optional data feature would have NPB/SV porting data broadcast down the appropriate LSMS association, and LSMSs that use the current mechanism would continue to have all NPB/SV porting data broadcast down their single LSMS association.

Two options were discussed, regarding the filtering of the downloads to the 2nd LSMS association:


1. The NPAC would broadcast all data to association-2, and the LSMS would decide whether or not to store the data.

a. This functionality would be supported under NANC 399/NANC 400.


b. NPAC audits may need a change.


i. If LSMS stores all data, no NPAC change required.


ii. If LSMS only stores OptionalData, and does not support audits, no NPAC change required.


iii. If LSMS only stores OptionalData, and wants to support audits, then NPAC would need to ignore their discrepancy for conventional port data.


c. NPAC functionality for modify-active, mass update, and disconnect, no NPAC change required.

2. The NPAC would use a new NPB object and new SV object to transmit data between the NPAC and association2.  This will be used for porting data for the NPB/SV OptionalData fields.

a. Two new objects required to support this functionality.


b. NPAC audits will need a change.


i. NPAC must audit based on type of association.


ii. NPAC must handle discrepant data for data that the LSMS is not supporting, and therefore, not consider it discrepant.


c. NPAC functionality for modify-active, mass update, and disconnect, will need a change.  Must send the correct object to the applicable LSMS.

Major points/processing flow/high-level requirements:


1. The NPAC broadcasts NPB/SV porting data to all LSMSs, which in turn provision elements in their respective Service Provider’s networks.  In order to accommodate NPB/SV OptionalData fields introduced by NANC 399 and NANC 400, Service Providers may institute separate provisioning flows.  Individual Service Providers may decide to implement these separate flows through the use of separate LSMS associations with the NPAC.

a. Conventional NPB/SV porting data would continue to be broadcast on the current LSMS association.

b. In order to meet some Service Provider’s provision needs, an LSMS will be allowed to establish a dedicated LSMS association for data associated with NPB/SV OptionalData fields.  This will be accomplished by using a different SPID than the one used for conventional porting data (1a above).  There are two options for receiving the OptionalData fields.

i. The data for this second association will use existing objects (SV object which will include subscription OptionalData fields, NPB object which will include pooled block OptionalData fields).

ii. The data for this second association will use new objects (SVOptionalData object for subscription OptionalData fields, NPBOptionalData object for pooled block OptionalData fields).

2. A new SP specific tunable, Channel for LSMS Unbundled Enhancement (CLUE), will indicate whether or not an LSMS ONLY supports receiving the new OptionalData objects.  One new object will contain SV data, the second one will contain NPB data.

3. CLUE (when value set to TRUE) will be used to allow a Service Provider, by using a different SPID value, to establish an LSMS association specifically for data associated with the new OptionalData objects.

4. LSMS function masks do not require any changes.

5. NPAC processing in a CLUE environment.  Applicable for Service Providers with CLUE set to TRUE.


a. When a Service Provider does not support CLUE with the NPAC:


i. The new OptionalData objects will be generated by the NPAC for downloading to the LSMS, based on the Service Provider profile settings.

ii. All LSMS traffic (network data, NPB data, SV data, notifications, NPB OptionalData, SV OptionalData) flows across the one LSMS association.  Success/failure of the download is BAU.

iii. Priority and Type of message is BAU.


iv. LSMS Recovery is BAU.


v. An NPB/SV Query is BAU.


vi. If the Service Provider has enabled OptionalData fields in their NPAC Profile, these attributes will be broadcast across the one LSMS association.


b. When a Service Provider does support CLUE with the NPAC:


i. The new OptionalData objects WILL be generated by the NPAC for downloading to the LSMS.  The actual data will be based on which OptionalData fields are enabled in their NPAC Profile.

ii. The NPAC sends LSMS data based on current functionality mask.


iii. LSMS associates to the NPAC with the existing functionality mask (“Association2”, which is the only association from the second SPID).  Only applicable traffic (network data, notifications, the new NPBOptionalData object, the new SVOptionalData object) flows across “Association2”.  Success/failure of the download is BAU.

iv. 

v. 

vi. LSMS Recovery is based on the functionality supported by that binding association, as described in 5-b-iii, above.


vii. 

viii. 

ix. Queries will change based on the functionality supported by that binding association, as described in 5-b-iii, above.


6. 

7. 

8. NPAC processing will change to accommodate audits.  The NPAC will use a combination of the Service Provider profile settings, plus the CLUE indicator to determine if the new OptionalData objects are involved.  Each LSMS will need to respond back to the NPAC query request, based on current data.  The NPAC will process the responses, compare to the NPAC data, and send any updates if needed.  In the case of a CLUE LSMS, conventional porting data is not expected, so no discrepancies will be reported back to the requesting SOA.

9. If an LSMS indicates that it supports CLUE, but they don’t change any of their SP Profile flags and therefore don’t support any OptionalData fields, it becomes a dark association for NPB/SV data, because no downloads are generated nor sent to that new association.


Open Issues:


1. Since NPB/SV broadcasts are sent to both associations, what should the failedList reflect if one was successful and one failed (e.g., a partial, partial-failure)?  If both associations use the same SPID value, then how do we differentiate between a partial, partial-failure versus a full, partial-failure?Not an issue when there are separate associations using different SPIDs.  Each association and their response/lack of response, is managed independent of one another.

2. Audit complexity is increased because the NPAC must initiate one type of query to the conventional LSMS (association1), and a different type of query to the OptionalData LSMS (association2).  Added complexity because two objects now represent the same SV/NPB.

3.  Not an issue when there are separate associations using different SPIDs.

4. Should we create a new version of the NPB and SV BDD files to accommodate the difference between conventional porting data and OptionalData porting data?


5. Adding new Managed Objects requires much greater development and testing time on both the NPAC and the LSMS.


Requirements:


TBD


IIS:


TBD


GDMO:


TBD


ASN.1:


TBD
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R3.3 Change Orders – Working Copy






R3.3 Change Orders



Update:  03/21/05





Apr ‘04:  During the April 2004 APT meeting the group reviewed the fourteen change orders in the APT working document (focusing on the first eight change orders).  Since there are additional change orders in the monthly change order summary document, it was agreed that a separate list should be provided of available change orders separate from the fourteen in the APT working document.  That is the purpose of this working document.



Categorization/prioritization has NOT been factored into this list.  That activity is scheduled to take place in a future LNPAWG meeting.



May ‘04:  During the May 2004 LNPWG meeting, this document was reviewed.  The group requested that the APT working document (14 change orders) be added to this document.  Service Providers and Vendors should review this document and prepare any questions, as this document will be reviewed during the June 2004 LNPAWG meeting.



SOA/LSMS Vendors should also be prepared to provide a Level-of-Effort on each change order (High, Medium, Low).



The current plan for categorization/prioritization of change orders for the next release package will take place during the July 2004 LNPAWG meeting.



Jun ‘04:  During the June 2004 LNPWG meeting, the change orders in this document were reviewed in three areas:



· NPAC Level-Of-Effort (High, Medium, Low)



· SOA/LSMS Level-Of-Effort (High, Medium, Low)



· Questions about the documented functionality



A second pass through the change orders was done to provide a consensus “Toss or Keep” on change orders that would be considered for ranking in the next release.



From the original matrix of 39 change orders, we’re down to 31 change orders in consideration for the next release package.  Seven were “Tossed” from consideration in the next release and will NOT be ranked.  One change order was considered “in the release” based on direction from NANC (this is change order 375 – Prevent New Service Provider from Removing Conflict Status with Certain Cause Code Values), and will NOT be ranked.  Another change order was considered on a “separate SOW path”, and will be worked independent of this ranking effort (NANC 389 – Performance Test Bed).  A new change order (NANC 394 – Consistent Behavior of Five-Day Waiting Period Between NPA-NXX-X Creation and Number Pool Block Activation, and Subscription Version Creation and its Activation) was added as a result of PIM 38, and is now part of the ranking process.


NeuStar provided additional feedback on several change orders based on an internal analysis effort:



· NANC 388 – Un-do a “Cancel-Pending” SV.  Instead of the previously documented behavior that would include a new CMIP message (retract SV cancel), the recommendation is to extend the usage of the existing modify SV message to include the ability to modify the status from cancel-pending back to pending.  Additional business rules and edits will be added to ensure that only the SP that issued the cancel request is now performing the “un-do” activity.



· NANC 390 – New Interface Confirmation Message – VERSUS – ILL 130 – Application Level Errors.  Due to multiple reasons:



· the extensive amount of changes,



· the inability to use linked-replies on the new confirmation message from the NPAC,



· the utilization of a new optional attribute on the existing CMIP messages,



· the increased performance after the recently implemented technology migration of the NPAC SMS platform,



the recommendation is to go back to using ILL 130 for enhanced error messaging, and only revisit the confirmation message approach if delayed response messaging becomes an issue.  Qwest, the originator of NANC 390, wanted it to be documented that they did not submit 390 with the error code/text functionality, as is currently contained in this change order, so the trade-out addresses two areas of functionality.



This document has been updated.  Service Providers should review this document and come prepared with a 1-through-31 ranking (1 is highest priority, 31 is lowest).  The rankings of all SPs will be compiled during the July 2004 LNPAWG meeting.



Jul ‘04:  During the July 2004 LNPWG meeting, the group performed a categorization/prioritization of change orders for the next release package.  Results were compiled and an average was calculated based on the number of providers submitting a vote/ranking.



The group requested that NeuStar perform a rough estimate analysis prior to the August 2004 meeting in order to “draw a line” in the prioritized list of change order for an idea of changes that could be included in the next package.



The current plan is to discuss this proposed package of change orders during the August 2004 LNPAWG meeting.



Aug ‘04:  During the August 2004 LNPWG meeting, the group discussed the change orders for the next release package.  Additional change orders were added (see change bars throughout this document).



This proposed package of change orders will be discussed again during the September 2004 LNPAWG meeting.



M&P change assessment activity is currently being performed by NeuStar personnel.



Sep ‘04:  During the September 2004 LNPWG meeting, the group discussed the change orders in this document.  Minor changes have been made throughout this document (see change bars).



This proposed package of change orders will be discussed again during the October 2004 LNPAWG meeting, with the goal of obtaining group approval by the end of the meeting.



Oct ‘04:  During the October 2004 LNPWG meeting, the group discussed the change orders in this document.  Approval was obtained after the review.  This is the updated version of the document, which will be submitted to the NAPM LLC for request of a Statement Of Work from NeuStar.



Additional comments were received after the October 2004 LNPAWG meeting.  These have been incorporated into the 10/18/04 document.



Mar ‘05:  As a result of NeuStar’s system design activities, updates have been incorporated (see change bars):



1. NANC 351 – added change to RR6-65, to include SWIM recovery for NPBs.  Added Action ID to each response, and expected behavior of sending the action ID on the subsequent request.  SWIM and Action id are the only recovery ways for an SP to clear it’s SWIM list.  Added three new requirements to cover SP-specific tunables for both SOA and LSMS.  Added three new requirements to cover NPAC tunable for SOA Max and LSMS Max.


2. NANC 151 – updated req 5, 8 to include AVC notifications.  Updated req 7, 10, to change the default value of the TN Attribute Flag Indicator from TRUE to FALSE.



3. NANC 138 – added change to GDMO behavior in cause code attribute (#103) to be consistent with description in FRS.



4. NANC 388 – deleted reqs 4, 6.  Existing requirements already cover this restriction (R5-29.4 – Modify Subscription Version - Originating Service Provider Validation).


5. NANC 352 – corrected req 9 to indicate a “service-provider-ID” and not a range.  Updated ServiceProviderType to an optional attribute on a SPID recovery response.


6. NANC 383 – deleted req 4.  This restriction is too limiting to a Service Provider’s SOA.  Updated req 9, as it was inconsistent with the documented behavior of NANC 386.  New description indicates “accepts” (rather than “rejects”) a new association bind request from a SOA.


7. NANC 357 – updated table description to remove “future-use” option.  Added new req to cover BDD support of the SP Type field based on SP-specific tunable.  Added new req to cover query support of the SP Type field based on SP-specific tunable.


8. NANC 285 – deleted req 4, 5, 6, regional tunable no longer needed.  Added three new requirements to cover SP-specific tunables for both SOA and LSMS.  Clarified current NPAC behavior.


9. NANC 394 – updated reqs, IIS flows, and GDMO behavior for clarity and understanding on the five-day restriction interval.  Added three new requirements to cover NPAC tunable for enabling 394 functionality.


10. NANC 347 – updated reqs, deleted reqs for the range activity.  Will use existing range activity timer tunable.  Clarified difference between abort behavior and rollup behavior.  Clarified current range behavior.


Change Order Summary Matrix



LEGEND:



Ranking = Priority ranking by the LNPAWG during the Jul ’04 meeting.  “Toss” indicates that the change order did not make it through the initial “Toss/Keep” ranking, and is not under consideration for the next release package.  Strikethrough was also done to indicate removal.  NANC 375 (Mandatory) should NOT be ranked, as this will already be included.  NANC 389 (Separate SOW path) also should NOT be ranked, as it’s on a separate SOW effort.


APT = “*” indicates strongly recommended by the Architecture Team.  Had higher ranking by the APT during priority effort for the fourteen Change Orders worked in the APT.  Other APT Change Orders do not merit any special consideration.



Change Order = Assigned Change Order Number



Title  = Name of Change Order



Benefits = Brief description of Change Order benefits



NPAC LOE = NPAC Development Level Of Effort (High, Medium, Low)



SOA LOE = SOA Development Level Of Effort (High, Medium, Low)



LSMS LOE = LSMS Development Level Of Effort (High, Medium, Low)



			Ranking


			APT


			Change Order


			Title


			Benefits


			NPAC
LOE


			SOA
LOE


			LSMS
LOE





			Mandatory


			


			NANC 375


			Prevent New Service Provider from Removing Conflict Status with Certain Cause Code Values


			Alleviates inadvertent porting under certain missing LSR/FOC and WPR/ WPRR situations


			Low


			Low


			N/A





			1 (5.67)


			*


			NANC 351


			Recovery Enhancements – SWIM Recovery


			NPAC tracking of unsuccessful messages, recovery of previously unsuccessful messages


			High


			High


			High





			2 (7.25)


			*


			NANC 368


			Out-Bound Flow Control


			Fewer problems with congestion, fewer partial failures, more efficient message buffer management


			Low


			Med-High


			Med-High





			3 (7.45)


			*


			NANC 388


			Un-do a “Cancel-Pending” SV


			“Un-cancel” a cancel-pending SV by the Service Provider that originally sent the cancel


			Low


			Low-Med


			N/A





			4 (7.50)


			*


			NANC 347/350


			CMIP Interface Enhancements – abort behavior


			Fewer partial failures, less time in recovery


			Med


			Low


			Low





			5 (7.83)


			*


			NANC 348


			BDD for Notifications


			Notifications based on date/time range, useful for notification recovery, completes BDD functionality


			Med


			Med


			Med





			6 (7.92)


			*


			NANC 393


			NPAC Performance Requirements


			NPAC processing capabilities to meet performance levels defined in the NFG


			High


			Low-High


			Low-High





			7 (8.31)


			


			NANC 321


			Regional NPAC NPA Edit of Service Provider Network Data – NPA-NXX Data


			Better data integrity on NPA-NXXs residing in the correct NPAC region


			Med


			N/A


			N/A





			8 (8.75)


			


			NANC 227/254 


			Exclusion of Service Provider from an SV’s Failed SP List


			Ability to perform subsequent SV activity when a failed SP list exists, by doing a fake “resend” to the failed LSMS, which will remove the SP from the failed list


			Med


			N/A


			Low





			9 (9.75)


			*


			NANC 385


			Timer Calculation – Maintenance Window Timer Behavior


			Allow NPAC Maintenance Windows to be entered as “downtime”, timer expiration calculation uses these entries, provides accurate timer expiration when Maintenance Window overlaps business hours


			Med


			N/A


			N/A





			10 (10.62)


			


			NANC 299


			NPAC Monitoring of SOA and LSMS Associations via Heartbeat


			Additional method of detecting a downed/missing association, through the use of an Application level heartbeat message


			Med


			Med-High


			Med-High





			11 (12.50)


			


			ILL 130


			Application Level Errors


			Enhanced error messages, English-like text


			High


			High


			High





			12 (13.64)


			


			NANC 394


			Consistent Behavior of Five-Day Waiting Period Between NPA-NXX-X Creation and Number Pool Block Activation, and Subscription Version Creation and its Activation


			More efficient NPAC processing capabilities, removal of the five-day waiting period between NPA-NXX-X Creation and Number Pool Block Activation, and SV Creation and Activation, only in situations where the first port notification had previously been sent out for an SV or a different NPB


			Med


			TBD


			N/A





			13 (14.00)


			


			NANC 300


			Resend Exclusion for Number Pooling


			(same as 227/254, but for NPBs)  Ability to perform subsequent NPB activity when a failed SP list exists, by doing a fake “resend” to the failed LSMS, which will remove the SP from the failed list


			Med


			Med-Low


			Med-Low





			14 (14.27)


			


			NANC 352


			Recovery Enhancements – Recovery of SPID


			Provides recovery of SPID data, completes recovery functionality


			Med


			Med-Low


			Med-Low





			15 (15.45)


			*


			NANC 383


			Separate SOA Channel for Notifications


			Notifications don’t contend with other SOA requests/responses, better throughput


			Med


			Med


			N/A





			16 (15.83)


			


			NANC 151


			TN and Number Pool Block Addition to Notification


			TN and NPB values included in notifications sent from the NPAC


			Low


			High


			N/A





			17 (16.36)


			


			NANC 138


			Definition of Cause Code


			Distinct Conflict Cause Code when SV goes into conflict as a result of a cancel request


			Low


			Low


			N/A





			Additional change orders added during the Aug ’04 LNPAWG meeting are listed below.









			25 (20.75)


			


			NANC 386


			Single Association for SOA/LSMS


			Closes a requirements gap that allows multiple associations from the same provider (same bit mask)


			Low


			Low


			Low





			20 (17.83)


			


			NANC 357


			Unique Identifiers for wireline versus wireless carriers (long term solution)


			SP attribute that indicates SP type, rather than the current interim solution that appends an indicator at the end of the SP name


			Low


			Med-Low


			Med





			22 (19.92)


			


			NANC 358


			Change for ASN.1: Change SPID Definition


			Consistent definition/characteristics of the NPAC’s SPID attribute to be in line with the OCN (Operating Company Number) definition at OBF


			Low


			Low


			Low





			23 (20.55)


			


			NANC 346


			GDMO Change to Number Pool Block Data Managed Object Class (Section 29.0) and Documentation Change to Subscription Version Managed Object Class (Section 20.0)


			Resolves an error in the current GDMO where the activation timestamp was not replaceable (for SVs, it’s defined as replaceable, and the text behavior is modified to reflect this as well).


			N/A


			Low


			Low





			26 (21.18)


			


			NANC 392


			Removal of Cloned Copies of SVs and NPBs


			Removal of un-needed copies of SVs and NPBs (this is non-broadcast data).


			Med


			N/A


			N/A





			19 (17.08)


			


			NANC 285


			SOA/LSMS Requested Subscription Version Query Max Size


			Allows a requesting SOA/LSMS to retrieve more data than the maximum size using a “send me more” request, similar to the NPAC GUI’s “More” button


			Low


			Med-High


			Med-High
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Backwards Compatibility Definition


There are two areas of Backwards Compatibility.  These are defined below:



· Pure Backwards Compatibility – implies that interface specification has NOT been modified and therefore, no recompile is necessary.  Also, no behavior on the NPAC SMS has been modified to provide any change to the previously existing functionality accessible over the interface.



· Functional Backwards Compatibility – implies that the interface may have been modified, however the changes are such that only a recompile is necessary to remain backward compatible.  Any new functionality is optionally implemented by accessing the newly defined features over the interface.  Also, no changes may be made to any existing interface functionality that will require modifications to SOA and/or LSMS platforms.



The general guideline is that subsequent releases of a major release (e.g., 2.0, 2.1, 2.1.1, etc.) must support Pure Backward Compatibility.  Also, major releases should support at least one version of Functional Backward Compatibility (i.e., R3.0 should be Functional Backward Compatible to R2.0).  The objective is that all releases remain Functional Backwards Compatible, if possible.



Origination Date:  11/27/02 (resubmitted:  12/31/03)



Originator:  Verizon



Change Order Number:  NANC 375


Description:  Prevent New Service Provider from Removing Conflict Status with Certain Cause Code Values


Cumulative SP Priority, Weighted Average:  Mandatory



Functional Backwards Compatible:  NO



IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			


			Low


			Low


			N/A








Business Need:



Customers have been taken out of service inadvertently because the New Service Provider fails to resolve the Conflict indicated by the Old Service Provider and instead ports the customer at the expiration of the conflict resolution window timer.



When the Old Service Provider receives a SOA notification from NPAC that another service provider has issued a CREATE message to NPAC in order to schedule a port-in of the Old Service Provider’s customer, the Old Service Provider checks to see that a matching Local Service Request (LSR) or Wireless Port Request (WPR) has been received from the New Service Provider regarding that specific TN.  If no matching LSR or WPR is found, the Old Service Provider may place the port into Conflict status with a Cause Value set to “LSR Not Received” (Cause Value 50).  In some instances, the New Service Provider is waiting for the 6 hour Conflict Resolution New Service Provider Restriction Tunable Parameter timer to expire, and is proceeding with porting the number.  This has led to a number of customers being inadvertently ported and taken out of service from a terminating call perspective because the wrong TN was entered in the original CREATE message sent by the New Service Provider to NPAC.



This proposed Change Order, as did PIM 22 accepted by the LNPA, seeks to prevent instances where customers are taken out of service inadvertently because the New Service Provider continues with a port that had been placed into Conflict by the Old Service Provider.  In these cases, the port was placed into Conflict Status by the Old Service Provider because of indications that the New Service Provider may be porting the wrong TNs.



Jun ’04 LNPAWG, in order to track Old Service Provider usage of this new feature, it has been requested that a new report be added.



Description of Change:



The current Cause Values indicating why the Old Service Provider has placed a port into Conflict are as follows (NANC 391 documentation-related updates in blue):



50 – LSR/WPR Not Received



51 – Initial Confirming FOC/WPRR Not Issued



52 - Due Date Mismatch



53 - Vacant Number Port



54 – General Conflict



This Change Order proposes that the LNPA revisit the philosophy that led to enabling the New Service Provider to remove a Subscription Version from Conflict status after a specified period of time without first resolving the original conflict with the Old Service Provider.  NPAC requirements and functionality should be modified such that only the Old Service Provider is able to remove Conflict status and move a Subscription Version to Pending status when the Conflict Cause Value is set to 50, which signifies that the Old Service Provider has not received a matching Local Service Request (LSR) or Wireless Porting Request (WPR) for the telephone number received in the New Service Provider CREATE notification from NPAC, or when the Conflict Cause Value is set to 51 (Firm Order Confirmation or Wireless Port Request Response not issued).



Subscription Versions should be placed into Conflict with a Cause Value set to 50 only when the Old Service Provider cannot match an LSR or WPR with the New Service Provider CREATE notification and is reasonably confident that the wrong number is about to be ported.  Also, Subscription Versions should be placed into Conflict with a Cause Value set to 51 only when the Old Service Provider has a legitimate reason for withholding the Firm Order Confirmation.  A Cause Value of 50 or 51 should not be used in lieu of any other appropriate Conflict Cause Value in order to inappropriately prevent the New Service Provider’s ability to remove Conflict status.



Apr ’04 LNPAWG, the group discussed this change order, and agreed to the following:



· No conflict timer will be associated for Cause Code Values 50 and 51.



· Only the Old Service Provider can remove Conflict on Cause Code Values 50 and 51.



· Housekeeping is business as usual.



· SVs remaining in Conflict longer than 30 days will be removed.



Requirements:



Req 1
Conflict Resolution Subscription Version – Restriction for Cause Code Values



NPAC SMS shall restrict the resolution of a Subscription Version with a status of conflict and a cause code value of 50 or 51, to only allow resolution by the Old Service Provider.



Req 2
Conflict Resolution Subscription Version – No Conflict Restriction Window



NPAC SMS shall use a Conflict Resolution Restriction Window only for a Subscription Version with a status of conflict and a cause code value NOT EQUAL TO 50 or 51.



Req 3
Conflict Resolution Subscription Version – Restricted Cause Code Notification



NPAC SMS shall send an error message to the New Service Provider if the Subscription Version status is conflict AND the cause code value is 50 or 51, upon attempting to set the Subscription Version to pending.



Req 4
Logging Cause code usage by SPID Reporting



NPAC SMS shall log the following information when an Old Service Provider places a Subscription Version into conflict:  date, time, New SPID, Old SPID, cause code value.



Req 5
Cause Code Usage Log Report via OpGUI



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to generate the Cause Code Usage Log Report on cause code usage log data for conflict situations.



Req 6
Cause Code Usage Log Report Monthly Generation



NPAC SMS shall produce a monthly Cause Code Usage Log Report on cause code usage log data for conflict situations.



Req 7
Cause Code Usage Log Report Sort Criteria



NPAC SMS shall separate out the Cause Code Usage Log Report into two sections when generating the Cause Code Usage Log Report on cause code usage log data for conflict situations.  The first section will use sort criteria of Old SPID (primary) and New SPID (secondary), the second section will reverse the order and use sort criteria of New SPID (primary) and Old SPID (secondary).



Req 8
Cause Code Usage Log Report Selection Criteria



NPAC SMS shall use selection criteria of month and year when generating the Cause Code Usage Log Report on cause code usage log data for conflict situations.



Req 9
Cause Code Usage Log Report Display



NPAC SMS shall display the Cause Code Usage Log Report data with headers as specified in the example below.  A page break will separate out every change of SPID that is in the primary sort.



Cause Code Usage Log Report for July 2004



Old SPID:  1111



			New SPID


			# of Conflicts


			Cause 50, 51


			% 50, 51





			2222


			10


			4


			40%





			3333


			20


			16


			80%





			4444


			25


			5


			20%








<page break>



Old SPID:  1200



			New SPID


			# of Conflicts


			Cause 50, 51


			% 50, 51





			2222


			1


			1


			100%





			3333


			2


			1


			50%





			4444


			1


			0


			0%








End of Old SPID sort order.



<page break>



Cause Code Usage Log Report for July 2004



New SPID:  1111



			Old SPID


			# of Conflicts


			Cause 50, 51


			% 50, 51





			2222


			50


			20


			40%





			3333


			2


			0


			0%





			4444


			3


			2


			67%








End of New SPID sort order.



RX9-6
Log File Reports



NPAC SMS shall support the following log file reports for NPAC personnel using the NPAC Administrative Interface:




22.
History Report




23.
Error Report




24.
Service Provider Notification Report




25.
Subscription Transaction Report




26.
Service Provider Administration Report




27.
Subscription Administration Report




28.
Cause Code Usage Log Report


IIS



Minor text changes to flow B.5.5.2 (Subscription Version Conflict Removal by the New Service Provider SOA) to indicate that an error will be returned for an SV with a Cause Code of 50 or 51, when an attempt is made to remove the conflict.



A subscription version exists on the NPAC SMS with a status of conflict.



The new service provider SOA personnel take action to remove the subscription version from conflict.



1. The new service provider SOA sends the M-ACTION subscriptionVersionNewSP-RemoveFromConflict specifying the subscription version TN or subscription version ID of the subscription version in conflict.



2. If the request is valid, the NPAC SMS will set the status to “pending”.
The request will be denied and an error returned if the subscriptionOldSP-Authorization was set to conflict by the old service provider and the conflict restriction window has not expired.  The request will also be denied and an error returned if the subscriptionOldSP-Authorization was set to conflict by the old service provider with cause code values of 50 or 51, regardless of the conflict restriction window.



GDMO



Behavior text changes to indicate that an error will be returned to the New Service Provider for an SV with a Cause Code of 50 or 51, when an attempt is made to remove the conflict.



Behavior text changes to indicate that only the Old Service Provider can change the status of an SV that is in conflict, when the Cause Code values are either 50 or 51  This is accomplished via a modify-pending request.



subscriptionVersionRemoveFromConflictBehavior BEHAVIOUR



    DEFINED AS !



      When a Subscription Version is in a conflict status , with Cause Code values of 50 or 51, then only the Old Service Provider can send a RemoveFromConflict Action  to the NPAC to change from a conflict status back to a pending status.  The NPAC verifies that the Old Service Provider is sending the modify message to the NPAC (otherwise return an error).



ASN.1



No change required.



Origination Date:  4/12/02



Originator:  NeuStar


Change Order Number:  NANC 351


Description:  Recovery Enhancements – SWIM Recovery



Cumulative SP Priority, Weighted Average:  1, (5.67)



Functional Backwards Compatible:  YES



IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			High


			High


			High








Business Need:



The NPAC SMS and Service Provider SOA/LSMS exchange messages and a response is required for each message.  The current NPAC architecture requires a response to every message within a 15-minute window, or the requestor will abort the association.



If a Service Provider fails to respond to an NPAC message, the NPAC aborts that specific association and the Service Provider must re-associate in recovery mode, request a “best guess” time range of missed messages from the NPAC, receive and process all missed messages, then start processing in normal mode until they are totally caught up with the backlog of messages.



One problem of the current “best guess” approach is the trial-and-error recovery processing that a Service Provider must perform in certain circumstances (e.g., when there is too much data to send in a response to a single request).  This can create unnecessary workload on both the NPAC and the Service Provider.



A better method is to implement the “Send What I Missed” approach (SWIM).  Service Providers can optionally use this new message to perform the recovery function.  This improves the efficiency of recovery processing for the NPAC and Service Providers because guesswork is eliminated.



Description of Change:



Create a new process that incorporates the ability for a Service Provider to request that the NPAC send missed messages.  In order to accomplish this, the NPAC will need to keep track of messages that were both “not sent” and “not responded to” from the NPAC to the SOA/LSMS.



The behavior of the “Send What I Missed” recovery request (SWIM), which will be initiated by a SOA/LSMS, is the same as the current recovery process (i.e., request from the SP, response from the NPAC includes the recoverable data).  The implementation would use the existing recovery message, and incorporate a new attribute (SWIM, to go along with time range).  When this is received, the NPAC would send back a SWIM Response, which contains the missed messages.  With the new SWIM attribute, the NPAC would use the same Blocking Factor tunables as used in 187-Linked Replies in order to send data to the SOA/LSMS in “chunks”.



Major points/processing flow/high-level requirements:



1) This recovery enhancement will use the current recovery process and ASN.1 definitions.  Any exceptions will be noted.



2) This recovery enhancement will implement a new download criteria/parameter in the current recovery ACTION messages (lnpDownload, lnpNotificationRecovery).  Both of these are optional functionality.



a) Add a new Send What I Missed criteria (SWIM).  This new criteria is initiated by a recovering SOA/LSMS, and allows for the recovery of network, subscription, number pool block, and notification data.  The NPAC will reply back to the originating SOA/LSMS with the missed data, by using linked replies.  This message can only be sent when the SOA/LSMS is in recovery.



b)  The recovering SP will be required to submit SWIM requests for the different types of data, e.g., SWIM for network data, then SWIM for SV data, then SWIM for notification data.



c) An action ID will be added.  This will be generated by the NPAC and sent in the SWIM response linked replies for each data type.  Upon completion of each type of data, the requesting SOA/LSMS will respond back with the action ID (for each type of data, using an ACTION with the action ID corresponding to the request for that data type).  Upon receipt, the NPAC will remove the SP from the failed list and the “missed” list.
May ’03 – Action ID is an optional attribute in the linked replies.  When used in SWIM recovery, it will be sent in the last message with data for that data type (then followed by an empty reply).  A separate M-EVENT-REPORT will be sent back by the SP with the Action ID for that data type to indicate the replies were successfully processed.  This is similar to the current behavior for range activates.
Feb ’05 – Action ID will be added to every request.  The requesting system should leave this blank/absent in the first request.  Any subsequent requests for the same data type should include the action ID that was provided in the response to the previous request.  The separate action IDs allow the clearing of messages from the SWIM list on an intermediate basis, rather than waiting until the end.  It is only through SWIM recovery and the Action ID where the SWIM list will be cleared.


3) No reports are required for this recovery enhancement.



4) NPAC regional tunables.



a) For SWIM requests, the existing 187 Blocking Factor and Maximum tunables will be used by the requesting SOA/LSMS.



b) Two new “SWIM Maximum” tunables (one for SOA, one for LSMS) will be added that will allow a larger number of missed messages than the current 187 Maximum.  However, these will need to be recovered in separate requests.  A new M&P will be added to inform an SP when they reach 80% (tunable value) of this SWIM Maximum.
May ’03 – In the scenario where a SOA/LSMS reaches the maximum (“crit-too-large” msg), the NPAC would clear out the list, and set some indicator that they can’t recover using this mechanism anymore.  Additionally, have functionality to be able to reset the collection mechanism, and start capturing missed messages again.
Move this to regular working group.
Next month start on reqs for fleshing out the mechanism to drill down into this.


c) A new “continuation” indicator will be added to the 187 functionality to inform the requesting SOA/LSMS that they exceeded the 187 maximums and need to perform an additional request(s).



5) Two new SP profile flags (SOA, LSMS) are added to define whether or not an SP supports the SWIM message set.  Once the flag is set to TRUE, history data will be stored that allows for the implementation of SWIM.


6) Service Providers can continue to use the existing recovery mechanism/messages (lnpDownload, lnpNotificationRecovery) to recover missed data between the SOA/LSMS and the NPAC, using the current Time Range or TN Range criteria.



The NPAC will keep track of messages destined for a SOA/LSMS that were NOT successfully responded to by the SOA/LSMS, once the SP Profile Flag is set to TRUE, and as long as it remains TRUE.  If modified from TRUE to FALSE, the NPAC will no longer maintain a “missed messages” list for that SOA/LSMS.



7) SOA/LSMS associates to the NPAC and uses SWIM criteria.  The NPAC:



a) Determines the messages missed by the requesting SOA/LSMS



b) Uses SP Profile flags for ranges, notification types, EDR



c) Applies appropriate NPA-NXX filters



d) Packages up and sends the maximum data given the different variables and tunable settings (NPAC SWIM Response to SOA/LSMS Recovery Request message).  The recovering SOA/LSMS processes each SWIM Response message (separate messages by type of data, and possibly multiple messages for any given type of data).  This process continues until all missed data has been sent to the requesting SOA/LSMS.



e) Updates status/failed SP list, and sends notifications to SOAs



8) Upon completion of recovery, SOA/LSMS sends an lnpRecoveryComplete message (current functionality) indicating the end of the missed data.  At this point in time, processing between SOA/LSMS and NPAC continues in normal mode.



9) If implemented in conjunction with or after NANC 352 (Recovery of SPID), then that functionality will also be included in this change order.



Note:  If NANC 352 is implemented at the same as this change order, changes will need to be made to this documented functionality to support SWIM recovery of SPID data.



Requirements:



Modify section 1.2.13 Recovery Functionality to incorporate SWIM functionality.



Modified Requirements:



RR6-43
Network Data Recovery – Network Data Criteria



NPAC SMS shall support the following choices for network data download criteria:



· Time-range (optional)



· Single Service Provider or all Service Providers (required) with optional time range


· SWIM (Send What I Missed)


RR6-58
Subscription Data Recovery – Subscription Data Choices



NPAC SMS shall require an LSMS to specify one of the following choices in a subscription data recovery request:



· time-range



· TN



· TN-range (NPA-NXX-XXXX) – (YYYY)



· SWIM (Send What I Missed)


RR6-65
Number Pool Block Holder Information Resynchronization – Block Criteria



NPAC SMS shall accept criteria for Block data, of either Time Range in GMT, or Block Range entry fields, or SWIM, where the Time Range in GMT includes the starting time in GMT and ending time in GMT based on the Activation Start Timestamp/Disconnect Broadcast Timestamp/Modify Broadcast Timestamp, and the Block Range includes the starting Block and ending Block.  (Previously B-691)



Note:  If the Block Range was 303-242-2 through 303-355-6, the range would contain all Blocks within the TN Range of 303-242-2000 through 303-355-6999.



New Requirements:



Req 0.5
Notification Recovery – Notification Data Criteria



NPAC SMS shall require a SOA/LSMS to specify one of the following choices for notification data recovery criteria:



· Time-range



· SWIM (Send What I Missed)



Req 1 – SWIM Recovery Tracking



NPAC SMS shall provide functionality that tracks messages not sent to, and acknowledged by, a Service Provider SOA/LSMS for SWIM Recovery purposes.



Req 2 – Service Provider SOA SWIM Recovery Indicator



NPAC SMS shall provide a Service Provider SWIM Recovery Indicator tunable parameter which defines whether a SOA supports SWIM recovery.



Req 3 – Service Provider SOA SWIM Recovery Indicator Default



NPAC SMS shall default the Service Provider SOA SWIM Recovery Indicator tunable parameter to FALSE.



Req 4 – Service Provider SOA SWIM Recovery Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA SWIM Recovery Indicator tunable parameter.



Req 5 – SOA SWIM Maximum Tunable



NPAC SMS shall provide a SOA SWIM Maximum tunable parameter which is defined as the maximum number of messages that will be stored by the NPAC for Service Providers that support SWIM recovery.



Req 6 – SOA SWIM Maximum Tunable Default



NPAC SMS shall default the SOA SWIM Maximum tunable parameter to 50,000.



Req 7 – SOA SWIM Maximum Tunable Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the SOA SWIM Maximum tunable parameter.



Req 8 – Service Provider LSMS SWIM Recovery Indicator



NPAC SMS shall provide a Service Provider SWIM Recovery Indicator tunable parameter which defines whether an LSMS supports SWIM recovery.



Req 9 – Service Provider LSMS SWIM Recovery Indicator Default



NPAC SMS shall default the Service Provider LSMS SWIM Recovery Indicator tunable parameter to FALSE.



Req 10 – Service Provider LSMS SWIM Recovery Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS SWIM Recovery Indicator tunable parameter.



Req 11 – LSMS SWIM Maximum Tunable



NPAC SMS shall provide an LSMS SWIM Maximum tunable parameter which is defined as the maximum number of messages that will be stored by the NPAC for Service Providers that support SWIM recovery.



Req 12 – LSMS SWIM Maximum Tunable Default



NPAC SMS shall default the LSMS SWIM Maximum tunable parameter to 50,000.



Req 13 – LSMS SWIM Maximum Tunable Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the LSMS SWIM Maximum tunable parameter.



Add new tunables to Appendix C.
   Name = SOA SWIM Maximum
   Default Value = 50,000
   Units = Objects
   Valid Range = 10,000-100,000.



   Name = LSMS SWIM Maximum
   Default Value = 50,000
   Units = Objects
   Valid Range = 10,000-100,000.



IIS



Modify section 5.3.4 Recovery to incorporate SWIM functionality.  Add the behavior description listed in this change order (Major points/processing flows/high-level requirements).



GDMO



lnpDownloadBehavior BEHAVIOUR



    DEFINED AS !



           Downloading data using the SWIM criteria



            A Service Provider might request that the NPAC send missed messages.  In order to accomplish this, the NPAC keeps track of messages that were not sent and/or not responded to from the NPAC to the SOA/LSMS.



The Send What I Missed (SWIM) functionality in the lnpDownload message allows for the recovery of these missed messages.  If there is data to be recovered, the NPAC sends back a reply to the lnpDownload action which contains the missed messages using linked replies.  An action ID is added in the last SWIM reply.  Upon receiving the empty ACTION response, the requesting SOA/LSMS must respond back with the action ID  by sending a separate M-EVENT-REPORT for each type of data (SOA/LSMS sends swimProcessing-RecoveryResults NOTIFICATION). Upon receipt, the NPAC removes the SP from the failed list and the missed list.


!;



lnpNotificationRecoveryBehavior BEHAVIOUR



    DEFINED AS !



           Recovery of Notifications Using The SWIM criteria



            A Service Provider might request that the NPAC send missed notifications.  In order to accomplish this, the NPAC keeps track of notifications that were both not sent and not responded to from the NPAC to the SOA/LSMS.



In order to use the notification recovery reply functionality, the Service Provider needs to provide a time range.  The sequence should include a startTime and stopTime, as well as the SWIM indicator.  The startTime and stopTime will be ignored.



The Send What I Missed (SWIM) functionality in the lnpNotificationRecovery message allows for the recovery of these missed messages.  If there is data to be recovered, the NPAC sends back a reply to the lnpNotificationRecovery action which contains the missed messages using linked replies.  An action ID is added in the last SWIM reply.  Upon receiving the empty ACTION response, the requesting SOA/LSMS must respond back with the action ID by sending a separate M-EVENT-REPORT to indicate the replies were successfully processed (SOA/LSMS sends swimProcessing-RecoveryResults NOTIFICATION).  This is similar to the behavior for range activates by LSMS.  Upon receipt, the NPAC removes the SP from the missed list.




!



-- 999.0 LNP SWIM Processing Recovery Results



swimProcessing-RecoveryResults NOTIFICATION



    BEHAVIOUR  swimProcessing-RecoveryResultsBehavior;



    WITH INFORMATION SYNTAX LNP-ASN1.SwimProcessing-RecoveryResults



    AND ATTRIBUTE IDS



        actionId actionId,



        status swimResultsStatus,



        time-of-completion resultsCompletionTime,



        accessControl accessControl;



    REGISTERED AS {LNP-OIDS.lnp-notification 999};



swimProcessing-RecoveryResultsBehavior BEHAVIOUR



    DEFINED AS !



        This notification contains the recovery results of a SWIM



        lnpDownload action or SWIM lnpNotificationRecovery action



        from a Service Provider.  It contains the id of the swim action,



        the success or failure of the action, and the completion time.



    !;



-- 2.0 LNP Local SMS Managed Object Class



lnpLocalSMS MANAGED OBJECT CLASS



    CHARACTERIZED BY



        lnpLocalSMS-Pkg;



    CONDITIONAL PACKAGES



        swimProcessing-RecoveryResultsPkg PRESENT IF



            !present if the SP LSMS supports SWIM Recovery!;


    REGISTERED AS {LNP-OIDS.lnp-objectClass 2};



-- 27.0 LNP SOA Managed Object Class



lnpSOA MANAGED OBJECT CLASS



    CHARACTERIZED BY



        lnpSOA-Pkg;



    CONDITIONAL PACKAGES



        swimProcessing-RecoveryResultsPkg PRESENT IF



            !present if the SP SOA supports SWIM Recovery!;


    REGISTERED AS {LNP-OIDS.lnp-objectClass 27};



-- 999.0 LNP Log Record for the SWIM Processing Recovery Results



--      Notification



lnpLogSwimProcessing-RecoveryResultsRecord MANAGED OBJECT CLASS



    DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":eventLogRecord;



    CHARACTERIZED BY



        lnpLogSwimProcessing-RecoveryResultsPkg;



    REGISTERED AS {LNP-OIDS.lnp-objectClass 999};



lnpLogSwimProcessing-RecoveryResultsPkg PACKAGE



    BEHAVIOUR



        lnpLogSwimProcessing-RecoveryResultsDefinition,



        lnpLogSwimProcessing-RecoveryResultsBehavior;



    ATTRIBUTES



        actionId GET,



        swimResultsStatus GET,



        resultsCompletionTime GET,



        accessControl GET;



    ;



lnpLogSwimProcessing-RecoveryResultsDefinition BEHAVIOUR



    DEFINED AS !



        The lnpLogSwimProcessing-RecoveryResultsRecord class is the managed



        object that is used to create log records for the



        swimProcessing-RecoveryResults Notification.



    !;



lnpLogSwimProcessing-RecoveryResultsBehavior BEHAVIOUR



    DEFINED AS !



        This log record can be used by any CME wanting to log the



        swimProcessing-RecoveryResults Notification.



    !;



-- 999.0 SWIM Processing Package



swimProcessing-RecoveryResultsPkg PACKAGE



    BEHAVIOUR swimProcessing-RecoveryResultsPkgBehavior;



    NOTIFICATIONS



        swimProcessing-RecoveryResults;



    REGISTERED AS {LNP-OIDS.lnp-package 999};



swimProcessing-RecoveryResultsPkgBehavior BEHAVIOUR



    DEFINED AS !



        This package provides for conditionally including the



        Swim Processing notification.



    !;


ASN.1



DownloadAction ::= CHOICE {



    subscriber-download [0] EXPLICIT SubscriptionDownloadCriteria,



    network-download [1] NetworkDownloadCriteria,



    block-download [2] BlockDownloadCriteria,



    swim-download [3] SwimDownloadCriteria


}



SwimDownloadCriteria ::= CHOICE {



    subscriber-download [0] NULL,



    network-download [1] NULL,



    block-download [2] NULL



}


TimeRange ::= SEQUENCE {



    startTime [0] GeneralizedTime,



    stopTime [1] GeneralizedTime,



    swim [2] NULL OPTIONAL


}



NetworkNotificationRecoveryReply ::= SEQUENCE {



    status ENUMERATED {



        success (0),



        failed (1),



        time-range-invalid (2),



        criteria-to-large (3),



        no-data-selected (4),



        swim-more-data (5)


    },



    system-choice CHOICE {



         -- no changes needed



     },



        actionId  [0] INTEGER OPTIONAL


}



DownloadReply ::= SEQUENCE {



    status ENUMERATED {



        success (0),



        failed (1),



        time-range-invalid (2),



        criteria-to-large (3),



        no-data-selected (4),



        swim-more-data (5)


    },



    downloaddata CHOICE {



        subscriber-data [0] SubscriptionDownloadData,



        network-data [1] NetworkDownloadData,



        block-data [2] BlockDownloadData



    } OPTIONAL,



        actionId  [0] INTEGER OPTIONAL


}



SwimResultsStatus ::= ResultsStatus


SWIMProcessing-RecoveryResults ::= SEQUENCE {



    actionId [0] INTEGER,



    status [1] SwimResultsStatus,



    time-of-completion [2] GeneralizedTime,



    accessControl [3] LnpAccessControl



}



AuditTN-ActivationRange ::= TimeRange –- swim value NOT applicable


BlockDownloadCriteria ::= CHOICE {



    time-range [0] TimeRange, –- swim value NOT applicable


    block-npa-nxx-x [1] NPA-NXX-X,



    block-npa-nxx-x-range [2] NPA-NXX-X-Range



}



NetworkDownloadCriteria ::= SEQUENCE {



    time-range [0] TimeRange OPTIONAL, –- swim value NOT applicable


    chc1 [1] EXPLICIT CHOICE {



        service-prov [0] ServiceProvId,



        all-service-provs [1] NULL



    },



    chc2 [2] EXPLICIT CHOICE {-- A decision was made by



                              -- NANC to leave this structure a CHOICE of



                              -- CHOICEs instead of using one CHOICE to



                              -- simplify tagging



        npa-nxx-data [0] EXPLICIT CHOICE {



            npa-nxx-range [0] NPA-NXX-Range,



           all-npa-nxx [1] NULL



        },



        lrn-data [1] EXPLICIT CHOICE {



            lrn-range [0] LRN-Range,



            all-lrn [1] NULL



        },



        all-network-data [2] NULL,



        npa-nxx-x-data [3] EXPLICIT CHOICE {



           npa-nxx-x-range [0] NPA-NXX-X-Range,



           all-npa-nxx-x [1] NULL



        }



    }



}



SubscriptionDownloadCriteria ::= CHOICE {



    time-range [0] TimeRange, –- swim value NOT applicable


    tn  [1] PhoneNumber,



    tn-range [2] TN-Range



}



NPAC-SMS-Operational-Information ::= SEQUENCE {



    down-time TimeRange, –- swim value NOT applicable


    npac-contact-number PhoneNumber,



    additional-down-time-information GraphicString255,



    access-control LnpAccessControl



}



NPAC-SMS-Operational-InformationRecovery ::= SEQUENCE {



    down-time TimeRange, –- swim value NOT applicable


    npac-contact-number PhoneNumber,



    additional-down-time-information GraphicString255



}



Origination Date:  10/18/02



Originator:  NeuStar


Change Order Number:  NANC 368


Description:  Out-Bound Flow Control



Cumulative SP Priority, Weighted Average:  2, (7.25)



Functional Backwards Compatible:  YES



IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			


			


			Low


			Med-High


			Med-High








Business Need:



During the Oct ’02 LNPAWG meeting, a discussion took place surrounding out-bound flow control, and the merits of changing the flow control of messages from the receiving end to the sending end.  The current implementation of flow control between the NPAC and SOA/LSMS systems is completely determined by the receiving end of the CMIP connection.  This approach works, but it allows the large buffers between the sender and the receiver to act as a queue when the receiver can’t keep up with the sender.  These buffers allow for, in some cases, hundreds of messages to be backed up between the sender and the receiver before the sender gets a congestion indication.  In some cases, the queue that builds up cannot be processed in 5 minutes, thereby causing departure times to expire and the association to be aborted.



Another negative impact of the current flow control approach is the lack of ability to correctly prioritize outbound messages.   In the LNP systems, the sender, not the OSI stack, manages the priority that is assigned to a message.  Once a large backlog of low priority messages is built up, any subsequent high priority message must wait for all those messages ahead of it in the queue.  If the sender carefully manages the outbound queue, then high priority messages won’t have to wait as long to be sent by the receiving system.



Refer to the Oct ’02 LNPAWG meeting minutes for a full recap of the discussion items regarding this topic.



Description of Change:



By implementing out-bound flow control on the sender system, the various buffers in the OSI stack would not fill up as done currently.  It would be the sender’s responsibility to detect that (n) number of messages have been sent without receiving a response.  In this case, the sender should stop sending until the number of non-responsive messages drops below a threshold (t).  If implemented on both ends (NPAC and SP), out-bound flow control would prevent congestion because neither side would fill the buffers between the 2 systems.



The following is the expected behavior of the sending system in an Out-Bound Flow Control condition:



· Stop initiating new CMIP requests.



· Continue sending in CMIP responses.



Oct ’02 LNPAWG, out-bound flow control could be implemented at the NPAC without impacting Service Provider systems.  Service Providers are not required to implement this feature concurrently with NPAC.



Nov ‘02 LNPAWG, Out-bound Flow Control would be set up for every connection to the NPAC.  Message processing speed and message prioritization for each SP is independent of other SPs (just like today, where one slow SP doesn't mean others are directly affected), regardless of each SP's setting.  Move to accepted.  Start working on detailed requirements.



Feb ’03 APT Meeting, need to consider how the implementation of Out-bound Flow Control would affect SLRs 2, 3, 4, and 5.



Major points/processing flows/high-level requirements:



1. Flow Control will be implemented on the NPAC side of the CMIP interface.  It is an optional implementation by the SOA/LSMS.



2. The implementation of Flow Control by the sending system is independent of any implementation by the receiving system.  However, there is a clear benefit to having both sides implement this functionality.


3. Flow Control is applicable on a per association basis.


4. Flow Control activity and behavior applies to both normal mode and recovery mode.



5. Flow Control activity is applicable for the following types of data:  SP, network, NPB, SV, notification.



6. No reports are required for Flow Control.



7. NPAC tunables for Flow Control include:



a. Flow Control Upper Threshold Tunable, unit = messages, range = 50-500, default = 100, definition = Number of non-responsive messages sent to a SOA/LSMS before Flow Control is invoked, on a per association basis.



b. Flow Control Lower Threshold Tunable, unit = messages, range = 1-500, default = 10, definition = Number of non-responsive messages sent to a SOA/LSMS that is in a Flow Control state before normal processing is resumed, on a per association basis.



8. The NPAC sends messages to the associated SOA/LSMS.



a. Under normal conditions where the SOA/LSMS is able to keep up with the NPAC, Flow Control is not encountered.



b. Under some load conditions, the SOA/LSMS is not able to keep up with the messages sent from the NPAC.  In this situation, Flow Control is encountered.



i. NPAC implements a real-time flag indicating whether a SOA/LSMS is in a Flow Control state.



ii. When getting ready to send a request to a SOA/LSMS, NPAC checks this flag to determine if it’s OK to send this message.



1. If the flag is false, the message is sent.



2. If the flag is true, the message is held/queued.



9. For a SOA/LSMS that is currently in a normal state (not in Flow Control), the NPAC monitors the number of outstanding non-responsive messages sent to that SOA/LSMS.



a. If the number of outstanding non-responsive messages is equal to the Flow Control Upper Threshold, the NPAC sends the current message it is handling, and sets the Flow Control flag to true.  Since the check is performed on a per message basis, the Upper Threshold number will not be exceeded, just equaled.



b. If the number of outstanding non-responsive messages is less than the Flow Control Upper Threshold, NPAC sends the current message it is handling, and continues with normal processing.



10. For a SOA/LSMS that is currently in a Flow Control state, the NPAC monitors the number of outstanding non-responsive messages sent to that SOA/LSMS.



a. If the number of outstanding non-responsive messages is greater than the Flow Control Lower Threshold, no action is taken.



b. If the number of outstanding non-responsive messages is less than or equal to the Flow Control Lower Threshold, the NPAC resumes sending messages (whether queued or normal).



11. A SOA/LSMS that is in a Flow Control state will have outstanding non-responsive messages.



a. For all outstanding non-responsive messages that were sent, NPAC response timers and abort behavior will apply.



For all messages not sent but held because the Flow Control flag is set to true, NPAC response timers and abort behavior will NOT apply.



May ’03 – FIFO of messages remains the same. (within priority groups)



Requirements:



Req 1 – Out-Bound Flow Control Upper Threshold Tunable



NPAC SMS shall provide an Out-Bound Flow Control Upper Threshold tunable parameter which is defined as the number of non-responsive messages sent to a SOA/LSMS before Out-Bound Flow Control is invoked, on a per association basis.



Req 2 – Out-Bound Flow Control Upper Threshold Tunable Default



NPAC SMS shall default the Out-Bound Flow Control Upper Threshold tunable parameter to 100 messages.



Req 3 – Out-Bound Flow Control Upper Threshold Tunable Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Out-Bound Flow Control Upper Threshold tunable parameter.



Req 4 – Out-Bound Flow Control Lower Threshold Tunable



NPAC SMS shall provide an Out-Bound Flow Control Lower Threshold tunable parameter which is defined as the number of non-responsive messages sent to a SOA/LSMS that is in a Flow Control state before normal processing is resumed, on a per association basis.



Req 5 – Out-Bound Flow Control Lower Threshold Tunable Default



NPAC SMS shall default the Out-Bound Flow Control Lower Threshold tunable parameter to 10 messages.



Req 6 – Out-Bound Flow Control Lower Threshold Tunable Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Out-Bound Flow Control Lower Threshold tunable parameter.



Add new tunables to Appendix C.
   Name = Out-Bound Flow Control Upper Threshold Tunable
   Default Value = 100
   Units = Messages
   Valid Range = 50-500.



   Name = Out-Bound Flow Control Lower Threshold Tunable
   Default Value = 10
   Units = Messages
   Valid Range = 1-500.



IIS



None.  This change order does not impact interface messaging, just documentation behavior.



Other IIS Updates.



The behavior description listed in this change order (Major points/processing flows/high-level requirements ), will be added to the IIS Part I, Chapter 5 – Secure Association Establishment, within sub-section 5.4 – Congestion Handling, new section 5.4.x – Out-bound Flow Control.



GDMO



No Change Required



ASN.1



No Change Required



Origination Date:  9/17/03



Originator:  Nextel


Change Order Number:  NANC 388


Description:  Un-do a “Cancel-Pending” SV



Cumulative SP Priority, Weighted Average:  3, (7.45)



Functional Backwards Compatible:  NO



IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			


			Y


			Y


			Low


			Low-Med


			N/A








Business Need:



Currently there are no requirements in the NPAC that allow a Subscription Version (SV) to be manually changed from “Cancel Pending” status to “Pending” status.  Without any “un-do” functionality, both Service Providers (SPs) must wait for the Cancellation-Initial Concurrence Window and the Cancellation-Final Concurrence Window to expire (nine hours each), let the SV go to Conflict, and then resolve the Conflict or wait for the Conflict Restriction timer (six hours) to expire in order for it to return to “Pending” (when the Cancel Request was initiated by the Old SP).  Alternatively, both SPs could send in cancel requests to the NPAC, at which point the SV would immediately go to “Canceled”, then they could initiate the porting process again.



The current NPAC functionality for a concurred port (where both SPs have sent in Create Requests and the SV is in “Pending” status), then one of the two SPs has sent in a Cancel Request (SV is now in “Cancel Pending” status) is as follows:



1. The New SP initiates the Cancel.  The Old SP concurs with the Cancellation-Initial or the Cancellation-Final Concurrence Requests.  The status will be changed to “Canceled” upon receipt of the cancel concurrence.  Both SPs would have to re-initiate the porting process for this TN.



2. The New SP initiates the Cancel.  The Old SP does not concur with the Cancellation-Initial or the Cancellation-Final Concurrence Requests, the status will be changed to “Canceled” at the expiration of the Final Concurrence expiration.  Both SPs would have to re-initiate the porting process for this TN.



3. The Old SP initiates the Cancel.  The New SP concurs with the Cancellation-Initial or the Cancellation-Final Concurrence Requests.  The status will be changed to “Canceled” upon receipt of the cancel concurrence.  Both SPs would have to re-initiate the porting process for this TN.



4. The Old SP initiates the Cancel.  The New SP does not concur with the Cancellation-Initial or the Cancellation-Final Concurrence Requests, the status will be changed to “Conflict” at the expiration of the Final Concurrence expiration.  The Old SP and New SP must then resolve the conflict, or wait for the Conflict Restriction Window to expire (six hours) for the SV to be eligible to be changed back to “Pending” by the New SP.



In case #4, the porting process could continue after the expiration of the Cancellation Concurrence timers (18 hours), and either the resolution of the conflict (0-6 hours) or waiting for the Conflict timer to expire (6 hours).



Jun ’04 LNPAWG, instead of the previously documented behavior that would include a new CMIP message (retract SV cancel), the recommendation is to extend the usage of the existing modify SV message to include the ability to modify the status from cancel-pending back to pending.  Additional business rules and edits will be added to ensure that only the SP that issued the cancel request is now performing the “un-do” activity.



Description of Change:



The recommendation is for a change to the NPAC functionality, such that an SP that sent up a Cancel Request in error, could “un-do” the request by sending a “modify request” message (using a Subscription Version Modify Action) to the NPAC.



This message would allow the SV to change from a “Cancel Pending” status back to a “Pending” status.  The NPAC would verify that the SP sending the “modify request” message to the NPAC is the same SP that initiated the Cancel Request (otherwise return an error).



There would not be any restriction on when this new message could be sent (i.e., during the 18 hour window that the SV is in Cancel Pending).



No backwards-compatibility flags needed.  The change in status (from Cancel Pending back to Pending) can be handled with the existing Status Attribute Value Change.  However, SPs should verify with their SOA vendors that an SAVC that is updating a Cancel Pending SV to a Pending SV will not be rejected.



In order to use this new functionality, an SP would need to implement a change in their SOA.



Nov ’03 LNPAWG, discussion:


Explained the current functionality, and provided an overview of the desired change.  Vendor action item will be in the LNPAWG action items list.  We will also investigate and discuss the question on the status change after a second cancel request from the Old SP.



Jun ’04 LNPAWG, additional business rules and edits will be added to ensure that only the SP that issued the cancel request is now performing the “un-do” activity using the existing modify SV message.



Major points/processing flow/high-level requirements:



1. An SV is in cancel-pending status.


2. The Service Provider that issued the cancel message to the NPAC, requests the NPAC to “un-do” the cancel request:


a. The Service Provider sends a Subscription Version Modify Action message to the NPAC for an SV in a cancel-pending state.



b. The NPAC validates the message is from the Service Provider that issued the cancel request.



i. If yes, continue.



ii. If no, return an error to the requesting Service Provider, and exit the process.



3. The NPAC changes the status of the SV to pending.



4. The NPAC sends a Status Attribute Value Change notification to the involved Service Providers:



a. New Service Provider receives Status Attribute Value Change notification updating the status to pending.



b. Old Service Provider receives Status Attribute Value Change notification updating the status to pending.



Requirements:



Req 1 – Un-Do a Cancel-Pending Subscription Version – Notification



NPAC SMS shall inform both Old and New Service Providers when the status of a Subscription Version is set from cancel-pending back to pending for an Inter-Service Provider port.



Req 2 – Un-Do a Cancel-Pending Subscription Version – Request Data



NPAC SMS shall receive the following data from a requesting Service Provider to identify a Subscription Version to have a cancel request retracted:



Ported TN (or a specified range of numbers)



Subscription Version ID



Version Status (if TN or TN range is specified, should be cancel-pending).


New Version Status (can be only pending)


Req 3 – Un-Do a Cancel-Pending Subscription Version – Status Error



NPAC SMS shall send an appropriate error message to the originating user if the status is not cancel-pending.









Req 5 – Un-Do a Cancel-Pending Subscription Version – Timestamp



NPAC SMS shall set the Subscription Version cancellation retraction date and time to current upon setting the Subscription Version status back to pending.









Req 7 – Un-Do a Cancel-Pending Subscription Version – Missing Cancel Error



NPAC SMS shall return an error if a Service Provider sends a cancellation retraction for a subscription version that has not been cancelled by that Service Provider.



Req 8 – Un-Do a Cancel-Pending Subscription Version – Status Change



NPAC SMS shall set the subscription version status to Pending upon receiving a cancellation retraction from either the Old or New Service Provider for a subscription version with a cancel-pending status (both Service Providers have done a create) for an Inter-Service Provider or Port to original port.



SV Status Change Diagram:



Change the diagram to add an arrow from Cancel-Pending to Pending.  Update table to describe this new arrow.



IIS



No Change Required



GDMO



subscriptionVersionModifyBehavior BEHAVIOUR



    DEFINED AS !



      An SP that sent up a Cancel Request in error, can un-do the cancel request by setting the Subscription status to pending.



This allows the Subscription Version to change from cancel-pending back to pending.  The NPAC verifies that the SP sending the modify to the NPAC is the same SP that initiated the Cancel Request (otherwise return an error).



There is no restriction on when the modify can be sent during the tunable period of time that the SV is cancel-pending.


!;



ASN.1



SubscriptionModifyData ::= SEQUENCE {



    subscription-lrn [0] LRN OPTIONAL,



    subscription-new-sp-due-date [1] GeneralizedTime OPTIONAL,



    subscription-old-sp-due-date [2] GeneralizedTime OPTIONAL,



    subscription-old-sp-authorization [3] ServiceProvAuthorization OPTIONAL,



    subscription-class-dpc [4] EXPLICIT DPC OPTIONAL,



    subscription-class-ssn [5] EXPLICIT SSN OPTIONAL,



    subscription-lidb-dpc [6] EXPLICIT DPC OPTIONAL,



    subscription-lidb-ssn [7] EXPLICIT SSN OPTIONAL,



    subscription-isvm-dpc [8] EXPLICIT DPC OPTIONAL,



    subscription-isvm-ssn [9] EXPLICIT SSN OPTIONAL,



    subscription-cnam-dpc [10] EXPLICIT DPC OPTIONAL,



    subscription-cnam-ssn [11] EXPLICIT SSN OPTIONAL,



    subscription-end-user-location-value [12] EndUserLocationValue OPTIONAL,



    subscription-end-user-location-type [13] EndUserLocationType OPTIONAL,



    subscription-billing-id [14] BillingId OPTIONAL,



    subscription-status-change-cause-code [15]



        SubscriptionStatusChangeCauseCode OPTIONAL,



    subscription-wsmsc-dpc [16] EXPLICIT DPC OPTIONAL,



    subscription-wsmsc-ssn [17] EXPLICIT SSN OPTIONAL,



    subscription-customer-disconnect-date [18] GeneralizedTime OPTIONAL,



    subscription-effective-release-date [19] GeneralizedTime OPTIONAL,



     new-version-status [20] VersionStatus OPTIONAL


}



SubscriptionModifyInvalidData ::= CHOICE {



    subscription-lrn [0] EXPLICIT LRN,



    subscription-new-sp-due-date [1] EXPLICIT GeneralizedTime,



    subscription-old-sp-due-date [2] EXPLICIT GeneralizedTime,



    subscription-old-sp-authorization [3] EXPLICIT ServiceProvAuthorization,



    subscription-class-dpc [4] EXPLICIT DPC,



    subscription-class-ssn [5] EXPLICIT SSN,



    subscription-lidb-dpc [6] EXPLICIT DPC,



    subscription-lidb-ssn [7] EXPLICIT SSN,



    subscription-isvm-dpc [8] EXPLICIT DPC,



    subscription-isvm-ssn [9] EXPLICIT SSN,



    subscription-cnam-dpc [10] EXPLICIT DPC,



    subscription-cnam-ssn [11] EXPLICIT SSN,



    subscription-end-user-location-value [12] EXPLICIT EndUserLocationValue,



    subscription-end-user-location-type [13] EXPLICIT EndUserLocationType,



    subscription-billing-id [14] EXPLICIT BillingId,



    subscription-status-change-cause-code [15]



          EXPLICIT SubscriptionStatusChangeCauseCode,



    subscription-wsmsc-dpc [16] EXPLICIT DPC,



    subscription-wsmsc-ssn [17] EXPLICIT SSN,



    subscription-customer-disconnect-date [18] EXPLICIT GeneralizedTime,



    subscription-effective-release-date [19] EXPLICIT GeneralizedTime,



    new-version-status [20] EXPLICIT VersionStatus


}



Origination Date:  3/6/02



Originator:  NeuStar


Change Order Number:  NANC 347/350


Description:  CMIP Interface Enhancements – abort behavior



Cumulative SP Priority, Weighted Average:  4, (7.50)



Functional Backwards Compatible:  YES



IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			


			


			Med


			Low


			Low








Business Need:



Note:  During the Nov ‘02 LNPAWG meeting, it was decided by the industry to consolidate NANC 347 and 350 into a single change order that would capture abort behavior.  All parties will also consider how these changes relate to the elimination of aborts (all or just time-related) and out-bound flow control.  The expectation is that Service Providers would implement similar abort processes/procedures on their systems, such that “sender” and “receiver” can be used to indicate either NPAC or SOA/LSMS for abort behavior.



15 minute abort behavior.



The NPAC SMS and Service Provider SOA/LSMS exchange messages and a response is required for each message.  The current NPAC architecture requires a response to every message within a 15-minute window, or the requestor will abort the association.



If a Service Provider fails to respond to an NPAC message, the NPAC aborts that specific association and the Service Provider must re-associate in recovery mode, request, receive and process all missed messages, then start processing in normal mode until they are totally caught up with any backlog of messages.  During the recovery timeframe, the NPAC must “hold” all messages destined for that Service Provider, and only send them once the Service Provider has completed the recovery process.  This only further delays the desired processing of messages by both the NPAC and the Service Provider.  Additionally, any SV operations except range activate will remain in a sending status until the Service Provider has completed recovery.



With the current NPAC implementation based on the requirements, especially during periods of high demand with large porting activity, a Service Provider that falls more than 15 minutes behind will get aborted by the NPAC, thus exacerbating the problem of timely processing of messages.  This occurs even though that Service Provider is still processing messages from the NPAC, albeit more than 15 minutes later.



With this change order, the audit behavior in the 15-minute window of the NPAC would not adversely impact a Service Provider that falls behind, but is still processing messages.



The business need for efficient transmission of messages will only increase as porting volumes increase.



60 minute abort behavior.



With the changes described above, the audit behavior in the 60 minute window of the NPAC would allow a Service Provider to fall behind, but put a cap on how far behind (i.e., 60 minutes).  This enhancement could assist a Service Provider in the area of timeliness of updating network data due to a lessening of aborts, customer service, and fewer audits for troubleshooting purposes.



Description of Change:



15 minute abort behavior.



Change the 15-minute abort timer (tunable by region, defaulted to 15 minutes) to “credit” the Service Provider for responding to some traffic, even if they don’t respond to a specific message within the 15-minute window.



1. This would allow Service Providers that have fallen behind to keep processing the backlog, instead of getting aborted and having to re-associate to the NPAC in recovery mode, which in turn increases workload for both the NPAC and the Service Provider.




2. If the Service Provider fails to respond to ANY of the outstanding message during that 15-minute window, the NPAC would abort the association as is currently done (i.e., at the end of the 15 minute window).



3. 


This change applies to both single and range SV broadcasts.


60 minute abort behavior.



Create a new “60” minute window (tunable by region, defaulted to 60 minutes).  Use this new window the same way that the 15-minute window is used in Release 3.1 (i.e., abort the association for a lack of a response to an individual message from the NPAC).



1. This would allow Service Providers that have fallen behind to keep processing the backlog, instead of getting aborted and having to re-associate to the NPAC in recovery mode, but would put a limit on the amount of time allotted for slower Service Providers.



2. If the Service Provider fails to respond to a given outstanding message during that new 60-minute window, the NPAC would abort the association.  So with this change the Service Provider gets an additional 45 minutes to respond beyond the current 15-minute window.



The logic representation is shown below:
IF the slow Service Provider responds to this message within 60 minutes:
          NPAC updates the appropriate data
          NPAC sends appropriate notification to the SOAs
          (in an example of a partial failure activate request, the SV would go from
            PF to active status and the Service Provider would be removed from
            the failed list)
ELSE,
          NPAC aborts the association
          the Service Provider must re-associate to the NPAC
          the Service Provider goes through recovery processing.




This change applies to both single and range SV broadcasts.  


Rollup Behavior.


The NPAC “rolls-up” downloaded data (e.g., SV activate to LSMSs) to reflect the status of porting activity.  Abort behavior and rollup behavior are separate items, but often confused because both can happen at the same time when a timer expires.  With this change order, rollup behavior is as follows:



1. Single SV Rollup happens at the end of the tunable rollup time for singles (e.g., 15 minutes).


2. Range SV Rollup happens at the end of the tunable rollup time for ranges (e.g., 60 minutes).



In the example of a slow SP, the roll-up of a single SV activate happens at the end of 15 minutes, to obtain closure on this porting activity.  The SV would be in partial-failure status, and a notification would be sent to both the activating SOA and old SOA.  The new timer allows the NPAC to separate association abort/monitoring and event completion.



The rollup flow for SV range activates is a response to the range event (M-EVENT-REPORT response) within 60 minutes (same as today).  With this change order, the rollup of all range activity (activate, modify-active, disconnect) will use the range rollup tunable.


Major points/processing flow/high-level requirements:



1. The NPAC exchanges messages with the SOA/LSMS.  For every request from the NPAC, a response is required from the SOA/LSMS.


2. A SOA/LSMS that fails to respond to a message is subject to Abort Processing Behavior (APB).


3. A new Roll-Up Activity Timer (RAT) allows for the separation between the completion of events and association abort/monitoring.  There will be separate timers for single SV broadcasts versus range broadcasts.


4. APB applies to normal mode, not recovery mode.


5. RAT applies to both normal mode and recovery mode.


6. APB is applicable for the following types of data: SP, network, NPB, SV, notification.


7. No reports are required for APB.


8. NPAC tunables for APB allow for the separation between the completion of events and association abort/monitoring.  Separate timers apply to singles versus ranges.



a. RAT tunable for SV singles, unit = minutes, range = 5-60, default = 15, definition = Number of minutes before roll-up activity is initiated for an event involving a single SV.



b. RAT tunable for SV ranges, unit = minutes, range = 5-60, default = 60, definition = Number of minutes before roll-up activity is initiated for an event involving a range of SVs.



c. APB Upper Threshold Tunable, unit = minutes, range = 10-1440, default = 60, definition = Number of minutes before an NPAC abort will occur for a SOA/LSMS that has at least one outstanding message with a delta between the origination time and the current time that is equal to or greater than the tunable window, regardless of whether the SOA/LSMS has incurred any other activity (request or response).



9. No SP specific tunables are required for APB or RAT.



10. SV broadcast information from NPAC to LSMS.



a. For a single SV broadcast:



i. The existing retry functionality applies.  This is designed to perform existing retry behavior, and to provide the initial check for invoking an association abort of the LSMS.  At the completion of the “X by Y” window, a failure to either initiate a request, or respond to any outstanding messages, results in an abort.



ii. The single SV RAT Tunable applies.  This is designed to capture roll-up activity.



iii. The Upper Threshold Tunable applies.  This will provide the secondary check for invoking an association abort of the LSMS.



b. For a range SV broadcast:



i. The existing retry functionality applies.  This is designed to perform existing retry behavior, and to provide the initial check for invoking an association abort of the LSMS.  At the completion of the “X by Y” window, a failure to either initiate a request, or respond to any outstanding messages, results in an abort.


ii. The range SV RAT Tunable applies.  This is designed to capture roll-up activity.



iii. The Upper Threshold Tunable applies.  This will provide the secondary check for invoking an association abort of the LSMS.



11. The NPAC sends messages to the associated SOA/LSMS.  For every message sent, abort behavior is initiated, and a RAT (response timer or event timer) is started.  The initial abort timer is based on the existing retry functionality.  The RAT uses either the single SV RAT tunable value or range SV RAT tunable value based on 10a and 10b above.  The secondary abort timer is a new timer and it uses the Upper Threshold tunable window.  The NPAC allows a SOA/LSMS to fall behind in processing messages.  However, the limit is defined by this new abort timer.  The response from the SOA/LSMS is one or more of the options below, based on the tunable settings:



a. All SOAs/LSMSs responds before the end of the retry window and RAT window.



i. The NPAC expires the RAT for that event.



ii. With a successful response, the NPAC considers the responding SOA/LSMS as “successful” to the request (i.e., not on failed SP list).



b. All SOAs/LSMSs do NOT respond before the end of the retry window (i.e., end of the “X by Y” window).



i. The retry timer has expired based on the applicable retry value.



ii. For both a single SV and range SV, NPAC determines if any messages/responses were received from this SOA/LSMS during the retry window.  The NPAC allows a SOA/LSMS to fall behind in processing messages.  Only in the case, where NO activity is registered during the retry window, will abort processing be invoked.



1. If at least one message/response received, processing continues.



2. If no message/response received, the SOA/LSMS association is aborted.



iii. 


c. All SOAs/LSMSs do NOT respond before the end of the RAT window.



i. The RAT has expired based on the applicable value (either single or range).



ii. The NPAC performs “roll-up” activities for all messages sent to SOAs/LSMSs on this event (status is set, notifications to SOAs).



d. SOA/LSMS responds to request AFTER the expiration of the RAT window.



i. The NPAC updates status/failed SP list, and sends notifications to SOAs.



e. SOA/LSMS does NOT respond before the end of the secondary abort window.



i. The NPAC aborts the association to the SOA/LSMS.



ii. SOA/LSMS must re-associate to the NPAC.



iii. SOA/LSMS goes through recovery processing (recovery based on SOA/LSMS linked replies indicator).



iv. The NPAC updates status/failed SP list, and sends notifications to SOAs.



Requirements:



NOTE:  Roll-up activity is defined as the consolidation/closure of a broadcast event in the NPAC, and feedback (responses, non-responses) from each Service Provider, such that the status and failed-list for an SV or NPB will be updated.



Req 1 – Roll-Up Activity-Single Tunable



NPAC SMS shall provide a Roll-Up Activity Timer – Single tunable parameter which is defined as the number of minutes before roll-up activity is initiated for an event involving a single SV.



Req 2 – Roll-Up Activity-Single Tunable Default



NPAC SMS shall default the Roll-Up Activity Timer – Single tunable parameter to 15 minutes.



Req 3 – Roll-Up Activity-Single Tunable Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Roll-Up Activity Timer – Single tunable parameter.



Req 4 – Roll-Up Activity-Range Tunable



No longer needed.  Currently handled via existing range tunable (LocalSMSAsyncBroadcastResponseWindow).  New name will be: Rollup_Activity_Timer_Expire_SVRange.


Req 5 – Roll-Up Activity- Range Tunable Default



No longer needed.  Currently handled via existing range tunable (LocalSMSAsyncBroadcastResponseWindow).  New name will be: Rollup_Activity_Timer_Expire_SVRange.


Req 6 – Roll-Up Activity- Range Tunable Modification



 No longer needed.  Currently handled via existing range tunable (LocalSMSAsyncBroadcastResponseWindow).  New name will be: Rollup_Activity_Timer_Expire_SVRange.


Req 7 – Abort Processing Behavior Upper Threshold Tunable



NPAC SMS shall provide an Abort Processing Behavior Upper Threshold tunable parameter which is defined as the number of minutes before an NPAC abort will occur for a SOA/LSMS that has at least one outstanding message with a delta between the origination time and the current time that is equal to or greater than the tunable window, regardless of whether the SOA/LSMS has incurred any other activity (request or response).



Req 8 – Abort Processing Behavior Upper Threshold Tunable Default



NPAC SMS shall default the Abort Processing Behavior Upper Threshold tunable parameter to 60 minutes.



Req 9 – Abort Processing Behavior Upper Threshold Tunable Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Abort Processing Behavior Upper Threshold tunable parameter.



Add new tunables to Appendix C.
   Name = Roll-Up Activity-Single Tunable
   Default Value = 15
   Units = Minutes
   Valid Range = 1-60.



   Name = Roll-Up Activity-Range Tunable
   Default Value = 60
   Units = Minutes
   Valid Range = 1-60.



   Name = Abort Processing Behavior Upper Threshold Tunable
   Default Value = 60
   Units = Minutes
   Valid Range = 1-180.



IIS



None.  This change order does not impact interface messaging, just documentation behavior.



Other IIS Updates.



The behavior description listed in this document Major Points/processing flow/high-level requirements section above, will be added to the IIS Part I, Chapter 5 – Secure Association Establishment, new section 5.x – Abort Processing Behavior.



GDMO



No Change Required



ASN.1



No Change Required



Origination Date:  3/6/02



Originator:  NeuStar


Change Order Number:  NANC 348


Description:  BDD for Notifications



Cumulative SP Priority, Weighted Average:  5, (7.83)



Functional Backwards Compatible:  YES



IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			N


			N


			N


			Med


			Med


			Med








Business Need:



Service Providers use Bulk Data Download (BDD) files to recover customer, network, block, and subscription data in file format.  This occurs when automated recovery functionality is either not available or not practical (e.g., too large of time range) for the data that needs to be recovered.



The current requirements do not address BDD files for notifications.  In order to provide more complete functionality for a Service Provider to “replay” messages sent by the NPAC, the ability for the NPAC to generate a BDD file for a time range of notifications would potentially reduce operational issues and the work effort required for a Service Provider to get back in sync with the NPAC, by providing the Service Provider with all information that they would have received had they been associated with the NPAC.  Additionally, this would be needed for LTI users transitioning to a SOA, or SOA users that need to recover notifications for more than the industry-recommended timeframe of 24 hours.



With this change order, the NPAC would have the capability to generate a BDD file of notifications for a Service Provider within a certain date and time range.



Description of Change:



The NPAC would provide the functionality for NPAC Help Desk personnel to generate a BDD file of notifications for a requesting Service Provider.



Selection criteria would be any single SPID, date and time range (notification attempt timestamp), and include all types of notifications.  The sort criteria will be chronologically by date and time.



The file name will contain an indication that this is a notification file, along with the requested date and time range.  The output file would be placed in that Service Provider’s ftp site directory.



Major points/processing flow/high-level requirements:



1. The request for a BDD is originated by an SP, and follows M&P steps on contacting NPAC personnel, and providing required information.


2. The GUI allows:



a. NPAC personnel to generate a BDD for notifications for a requesting Service Provider.



b. Only time-based delta BDD files to be generated.



3. Selection criteria include requesting Service Provider, time range based on notification attempt timestamp (available data based on retention/aging interval).



4. The BDD file:



a. Contains results based on the selection criteria.



b. Sorted in date/time/notification type order.


c. Uses SP Profile flags for ranges, and notification types (at the time the notification was created).



d. Uses NPA-NXX filters (at the time the notification was created).



e. File name indicates notification file and requested date and time.



f. Uses variable length records to accommodate the various notifications that are of different lengths.



5. The results file is put in the requesting Service Provider’s FTP sub-directory.


6. The amount of historical data available for the results file will be based on housekeeping processes, and the notification purge tunable value.


Mar ’03 APT:  Other than the need to capture the variable length records, the rest of the text captures the desired functionality.



Requirements:



Req 1 –Notification BDD File Creation



NPAC SMS shall provide a mechanism that allows a Service Provider to recovery notification data in file format.



Req 2 –Notification BDD Selection Criteria Fields



NPAC SMS shall include the requesting Service Provider and a time range, as selection criteria fields for the Notification bulk data download file, via the NPAC Administrative Interface.



Req 3 –Notification BDD Required Selection Criteria



NPAC SMS shall require, as selection criteria for notification bulk data download file generation, a requesting Service Provider ID and a time range.



Req 4 –Notification BDD File Name



NPAC SMS shall provide a bulk data download file for notification data, using a file name that indicates the Notification data and requested time range.



Req 5 –Notification BDD Time Range



NPAC SMS shall use the Start Time Range entry field as an exclusive start range, and the End Time Range entry field as an inclusive end range, for Notification data that were broadcast during the specified time range, based on notification attempt timestamp.



Req 6 –Notification BDD Results



NPAC SMS shall provide a bulk data download file, based on selection criteria, that contains all Notification data in the NPAC SMS.



Req 7 –Notification BDD Sort Order



NPAC SMS shall sort the Notification bulk data download file, in ascending order based on the value for data/time/notification type.



Req 8 –Notification BDD Filters



NPAC SMS shall apply SP Profile Flags for ranges and notification type (based on the settings at the time the notification was created).



Req 9 –Notification BDD FTP Sub-Directory



NPAC SMS shall automatically put the Notification bulk data download file into the FTP sub-directory of the Service Provider, based on the SPID value of the requesting Service Provider.



Appendix E of FRS Additions:



Notifications Download File



The Notifications download block contains two records in the file, individual fields are pipe delimited, with a carriage return(CR) after each Notification record. The breaks in the lines and the parenthesized comments are solely for ease of reading and understanding.  



The “Value in Example” column in Table E-x directly correlates to the values for the first Notification in the download file example, as seen in Figure E-x.



The file name for the Notifications download file will be in the format:




Notifications.DD-MM-YYYYHHMMSS.DD-MM-YYYYHHMMSS.DD-MM-YYYYHHMMSS (The Notifications portion is the literal string " Notifications".)



The first timestamp in the filename is the time the download begins. The second and third timestamps are the beginning and ending time ranges respectively.



The Notifications file given in the example would be named:




Notifications.15-10-2004081122.12-10-2004080000.13-10-2004133022



			Explanation of the fields in the Notifications download file





			Field Number


			Field Name


			Value in Example





			1


			Service Provider Id


			1111





			2


			System Type (SOA=0, LSMS=1)


			0





			3


			Notification ID


			1





			4


			Object ID


			18





			5


			Attribute 1


			1234





			6


			Attribute 2


			303123





			7


			Attribute 3


			20040915000000





			8


			Attribute 4


			0





			9


			Attribute 5


			20040831173545





			N


			Attribute n


			








Table E- x -- Explanation of the Fields in the Notifications Download File



Figure E- x – Notification Download File Example



See table TBD for a list of all attributes in each of the notifications.



IIS



No Change Required



GDMO



No Change Required



ASN.1



No Change Required



Origination Date:  5/6/04



Originator:  LNPAWG APT


Change Order Number:  NANC 393


Description:  NPAC Performance Requirements



Cumulative SP Priority, Weighted Average:  6, (7.92)



Functional Backwards Compatible:  YES



IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			


			


			


			High


			Low-High


			Low-High








Business Need:



The Architecture Planning Team has been evaluating performance numbers and performance requirements, based on porting projections published in the NFG.  These projections were used along with available actual volume (top 5 SOA participation percentages, peak/offpeak volume percentages, mix of activates/modifies/disconnects, busy hour/busy day, etc.), to obtain updated performance requirements for the NPAC SMS.



The current FRS performance requirements do not fully account for sustained and peak performance requirements.  This change order will provide NPAC SMS performance requirements to account for sustained, peak, and total bandwidth numbers.



Description of Change:



The FRS performance requirements for the NPAC SMS will be updated based on numbers defined during the APT meetings.  The April 2004 minutes that capture the discussion are included below:



NPAC Forecasting Group (NFG) Traffic Model:  Total pooling and porting events projected for 2004 is 111 Million.  This is substantially lower.  Changes since the last version:



· Changed NFG WNP assumptions for subscriber data based upon CTIA data and analyst estimate.


· Changed wireless pooling forecast to 1.2M per month through end of 2004 from 800K based upon actuals from 2003.


· Changed churn rate from 50% to 35% per NFG recommendations.


· Changed % of churn requiring a port from 80% to 50%, which then ramps up by 10 percent per year (per NFG recommendation).


LSMS Throughput Sustained and Peak Requirements Discussion:  With the new Traffic Model assumptions, the projected LSMS throughput requirement reflected during the 4Q04 Busy Hour is now less than or equal to 1 message per second for each region.  However, it would be ill-advised to use 1 per second as the requirement because if all messages in the hour came in the first second, we would abort.  Using the West Coast projected data, which has the highest projection of 3479 messages in the Busy Hour, we would need to support 4 messages per second sustained to clear in 15 minutes to prevent aborting.  This equates to total bandwidth of 156 messages per second (30 LSMSs * 4.0 messages/second + 30 LSMSs * 1.2 messages per second (peak of 5.2).  The assumption still is one peak per hour.



SOA Throughput Sustained and Peak Requirements Discussion:  Previously, the group determine that the top 5 SOAs represented 67% of the total SOA messaging traffic.  The total bandwidth was calculated and multiplied by 67% to come up with a total bandwidth requirement for the top 5 SOAs.  This was then divided by 5 to derive a possible single SOA interface throughput requirement.  After reviewing this methodology, the group felt that dividing by 5 inappropriately spread the messaging traffic evenly among the top 5 SOAs.  A new methodology was discussed to project the sustained and peak rates for SOA interface throughput.  It was agreed to use the top SOA % participation (40% from the Mid-Atlantic Region), and the top SOA message traffic in the Busy Hour (19,326 from the Northeast Region) and plug this into the 4Q04 Summary spreadsheet for the Northeast Region.  This resulted in a sustained rate projection of 4.3 messages per second (updated to 4.0 mps during the May ’04 meeting).  Next, using 100% participation in the Northeast Region, the total NPAC bandwidth requirement was 10.7 messages per second (updated to 40.0 mps during the May ’04 meeting).  This was also determined to be the projected peak rate if a single SOA were to use 100% of the total NPAC bandwidth in a given period of time.



FRS Assumptions:  (remove two, add four)



AR6-1
Range Activations



A range activate will contain an average of 20 TNs.



AR6-2
Percent of Range Activations



20% of all downloads as specified in R6-28.1, R6-28.2, R6-29.1 and R6-29.2 will be processed via range activations.



AR-New-1
TN-to-Transaction Ratio



There is one TN per CMIP transaction as specified in R6-28.1, R6-28.2, R6-29.1 R6-29.2, New1, New2, and NewN.



AR-New-2
CMIP Transaction Definition



A CMIP transaction is a request/notification and it’s corresponding response.



AR-New-3
Peak Period Definition



Peak, as specified in R6-28.2 and R6-29.2, is defined as a five minute period, and one peak can occur within any 60 minute window.



AR-New-4
Number of Local SMS Associated to the NPAC SMS



There are thirty (30) Local SMSs associated to the NPAC SMS as specified in NewReq3, related to the total NPAC SMS bandwidth for a single NPAC SMS region.



Requirements:  (current requirements with updates in yellow hightlight)



R6-28.1
SOA to NPAC SMS interface transaction rates - sustained



A transaction rate of 2 4.0 CMIP transactions (sustained) per second shall be supported by each SOA to NPAC SMS interface association.



R6-28.2
SOA to NPAC SMS interface transaction rates - peak



NPAC SMS shall support a peak rate of 5.2 10.0 CMIP transactions per second (peak for a five minute period, within any 60 minute window) over a single SOA to NPAC SMS interface association.



NewReq 1
SOA to NPAC SMS interface transaction rates – total bandwidth



NPAC SMS shall support a total bandwidth of 40.0 SOA CMIP transactions per second (sustained) for a single NPAC SMS region.



NewReq 2
NPAC SMS to Local SMS interface transaction rates - sustained



NPAC SMS shall support a rate of 4.0 CMIP transactions per second (sustained) over each NPAC SMS to Local SMS interface association.



R6-29.2
NPAC SMS to Local SMS interface transaction rates - sustainable peak


NPAC SMS shall, given a transaction rate of 25 TN downloads per second and the assumptions concerning range activations expressed above, support a rate of 5.2 CMIP transactions per second (sustainable for 5 minutespeak for a five minute period, within any 60 minute window) over each NPAC SMS to Local SMS interface association.



NewReq 3
NPAC SMS to Local SMS interface transaction rates – total bandwidth



NPAC SMS shall support a total bandwidth of 156 Local SMS CMIP transactions per second (sustained) for a single NPAC SMS region.



IIS



No Change Required



GDMO



No Change Required



ASN.1



No Change Required



Origination Date:  12/13/00



Originator:  WorldCom



Change Order Number:  NANC 321


Description:  Regional NPAC Edit of Service Provider Network Data – NPA-NXX Data



Cumulative SP Priority, Weighted Average:  7, (8.31)



Functional Backwards Compatible:  YES



IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			


			


			


			Med


			N/A


			N/A








Business Need:



When a service provider submits a message to the NPAC in order to create a pending subscription version, the NPAC verifies that the old service provider identified in the message is the current service provider and that the number to be ported is from a portable NPA-NXX.  If the telephone number already is a ported number, the NPAC will look at the active SV for that number to determine the identity of the current SP as shown in the active SV.  If no active SV exists, then the number is not currently ported and the NPAC determines the current SP instead based on NPA-NXX ownership as shown in the NPAC's network data for each service provider.  The NPAC also looks at the network data to confirm that the NPA-NXX has been identified as open to portability.



If a service provider has entered an NPA-NXX in its network data but has done it for its network data associated with the wrong region, then the correct NPAC region, when receiving create messages involving numbers in that NPA-NXX, will be unable to see that the TNs involve a portable NPA-NXX; in this case the create message will be rejected by NPAC.  Furthermore, another service provider could erroneously enter the NPA-NXX in its network data for the correct NPAC region.  Then the NPAC’s portable NPA-NXX validation would pass, but the current service provider validation would fail.  In either case the telephone number could not be ported until the service provider network data error were corrected.



It is important therefore to assure that service provider NPA-NXX network data be populated only in the proper NPAC region and to allow only the LERG-assignee to populate the data.  The introduction of an NPA edit function, to validate that an NPA-NXX input is to network data associated with the NPAC region encompassing the involved NPA will effectively serve both functions.  Such an edit function would not allow a service provider to put its NPA-NXX data in the wrong NPAC region's database and it consequently would not allow the improper LERG-assignee entries to remain long undetected.  



Jun ‘04:  During the June 2004 LNPWG meeting, this change order was discussed in terms of the CinBell exception for the ten KY rate areas in LATA 922.  Specifically, a portion of northern KY (which is part of the Southeast NPAC Region service area) contains rate areas that are defined in the Midwest NPAC Region, rather than the Southeast NPAC Region.  These ten rate areas include, Alexandria, Boone, Butler, Covington, Flamouth, Glencoe, Independence, Walton, Warsaw, and Williams.  This will need to be added to this change order.



Description of Change:



Service Providers submit Network Data over their SOA interfaces.  A provider is required to enter each portable NPA-NXX for which it is the LERG assignee.  The NPAC uses this service provider network data to perform certain validation functions of subscription version data -- to confirm current SPID correct and that TN is from portable NXX -- and to determine TN ownership in snap-back situations.



Jun ‘04:  Based on the CinBell exception, an additional NPA-NXX edit will need to be added.  The NPA of 859 (Lexington, KY and surrounding area) includes NXXs that are assigned to either LATA 922 or a different LATA (462 or 466).  In order to accommodate this change order, the following rule should be applied:



· If the NPA-NXX (859-xxx) is associated with LATA ID 922, then it belongs to the Midwest NPAC Region.



· Else, it belongs to the Southeast NPAC Region.



Requirements:



Req 1
Valid NPAs for each NPAC Region



NPAC SMS shall establish a list of valid NPAs for each NPAC region using information obtained from an industry source.



Req 2
Maintaining List of Valid NPAs for Each NPAC Region



NPAC SMS shall maintain the list of valid NPAs for each NPAC region.



Req 3
Updating List of Valid NPAs for Each NPAC Region



NPAC SMS shall update the list of valid NPAs for each NPAC region using information obtained from an industry source.



Note:  The 859 (Lexington, KY and surrounding area) exception needs to be correctly processed.



Req 4
Rejection of NPA-NXXs that Do Not Belong to a Valid NPA for the NPAC Region



NPAC SMS shall reject a Service Provider request to open an NPA-NXX for portability if the associated NPA is not valid for the region.



Note:  The 859 (Lexington, KY and surrounding area) exception needs to be correctly processed.



Req 5
Regional NPAC NPA Edit Flag Indicator



NPAC SMS shall provide a Regional NPA Edit Flag Indicator, which is defined as an indicator on whether or not NPA edits will be enforced by the NPAC SMS for a particular NPAC Region.



Req 6
Regional NPAC NPA Edit Flag Indicator Modification



NPAC SMS shall provide a mechanism for NPAC Personnel to modify the Regional NPA Edit Flag Indicator.



Req 7
Regional NPAC NPA Edit Flag Indicator – Default Value



NPAC SMS shall default the Regional NPA Edit Flag Indicator to TRUE.



Req 8
Valid NPA-NXXs for 859 KY Exception



NPAC SMS shall establish a list of valid NPA-NXXs for the KY 859 NPA using information obtained from and industry source.



Req 9
Maintaining List of Valid NPA-NXXs for 859 KY Exception



NPAC SMS shall maintain the list of valid NPA-NXXs for the KY 859 NPA.



Req 10
Updating List of Valid NPAs for 859 KY Exception



NPAC SMS shall update the list of valid NPA-NXXs for the KY 859 NPA using information obtained from an industry source.



Req 11
Rejection of NPA-NXXs that Do Not Belong to a Valid NPA for the 859 KY Exception



NPAC SMS shall reject a Service Provider request to open an NPA-NXX for portability if the associated 859-xxx NPA-NXX is not valid for the region as defined below:
 -- 859-xxx with LATA 922 may only be opened in the Midwest NPAC Region.
 -- 859-xxx with LATA OTHER THAN 922 may only be opened in the Southeast NPAC Region.




IIS



No Change Required



GDMO



No Change Required



ASN.1



No Change Required



Origination Date:  8/7/1998



Originator:  MCI



Change Order Number:  NANC 227/254


Description:  Exclusion of Service Provider from an SV’s Failed SP List



Cumulative SP Priority, Weighted Average:  8, (8.75)



Functional Backwards Compatible:  NO



IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			


			Y


			


			Med


			N/A


			Med-Low








Business Need:


Currently, the NPAC will not permit information about an active ported number to be changed until all SPs have acknowledged receipt of the original information broadcast by NPAC about the number.



Consequently, an error such as wrong LRN cannot be fixed until the original, incorrect, information is broadcast successfully to all SPs. In this example, the customer could receive no incoming calls for hours or even days after cut-over.



Likewise, a subsequent port by a currently ported customer would be prevented by lack of successful broadcast of the original ported number information to all SPs.



With this change order, SPs can make changes quickly to minimize impact on newly ported customer’s service and can do ports as scheduled when partial broadcast failure situations occur.  Without this change order, only a complex and error prone manual method employed by NPAC personnel is available to circumvent this NPAC software restriction.



Description of Change:



The NPAC SMS currently rejects a request to "modify active" or "disconnect" an SV that has a partial failure status.  Nothing can be done to the SV until the discrepant LSMS(s) come back on line, and either recover the broadcast, or accept a re-send from the NPAC.



A business scenario arose whereby a partial failure was affecting a customer's main number, and the New SP couldn't do anything to the SV until the partial failure was resolved.



The NPAC should provide a mechanism that allows activity (modify, disconnect, subsequent port) on the SV, regardless of the Failed SP List.



Jun 99 meeting, during the Pooling Assumptions walk-thru, four SV requirements were modified, and the functionality was moved into this change order.  Basically, the “partial failure/failed” text is moved to this change order.  The affected requirements are listed below:



SV-230 Modification of Number Pooling Subscription Version Information – Subscription Data



SV-240 Modification of Number Pooling Subscription Version Information – Status Update to Sending



SV-270 Modification of Number Pooling Subscription Version Information – Status Update



SV-280 Modification of Number Pooling Subscription Version Information – Failed SP List



Dec 99 LNPAWG meeting, the consensus of the group is to not include pooling in this change order.  The scope of this change order is for regular SVs.  Open a new change order to capture pooling (so that we don’t lose our work on this up to now).



Jan 00 LNPAWG meeting, the group talked about another option (resend exclusion).  So, instead of the NPAC providing a mechanism that allows activity (modify, disconnect, subsequent port) on the SV, regardless of the Failed SP List, the NPAC will provide a mechanism that allows a Service Provider to be removed from a Failed SP List via the new resend exclusion function.



Note:  With this change order, an LSMS may receive subscription data during recovery, where more than one activity occurred for a given subscription version during the time the LSMS was not available.  This will occur when NPAC Personnel via the OpGUI, exclude a Service Provider from the Failed SP List to allow the current Service Provider to perform some type of subsequent activity on that subscription version.  Hence, when the LSMS performs recovery, the recovered data will contain data for both activities (all current attributes).


Requirements:



Req 1 – Subscription Version Failed SP List – Exclusion of a Service Provider from Resend



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to request that a Service Provider be excluded from the Subscription Version Failed SP List when resending an Inter-Service Provider port or Intra-Service Provider port Version, and not broadcast to the Service Provider that is excluded.



Req 2 – Subscription Version Failed SP List – Logging of an Excluded Service Provider



NPAC SMS shall log the following information when a Service Provider is excluded from the Failed SP List based on a request by NPAC Personnel via the NPAC Administrative Interface: date, time, excluded SPID, current SPID, TN, SV-ID.



Req 3 – Subscription Version Failed SP List – Recovery of Excluded Service Provider Subscription Versions



NPAC SMS shall, for a recovery of subscription data, in instances where the NPAC SMS excluded the Service Provider from the Failed SP List based on a request by NPAC Personnel via the NPAC Administrative Interface, allow the Local SMS to recover a Subscription Version with all current attributes, even though the Service Provider is no longer on the Failed SP List.



Req 4 – Subscription Version Failed SP List – Excluded Service Provider Log Data Availability for the Excluded Service Provider Report



NPAC SMS shall allow the Excluded Service Provider log data to be available for the Excluded Service Provider Report.



Req 5 – Subscription Version Failed SP List – Resend Excluded Service Provider Report by Current SPID via OpGUI



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to generate the Resend Excluded Service Provider Report by Current SPID on Excluded Service Provider log data.



Req 6 – Subscription Version Failed SP List – Resend Excluded Service Provider Report by Current SPID Request



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to specify time range and current SPID option (of either an individual SPID or all SPIDs) when generating the Resend Excluded Service Provider Report by Current SPID on Excluded Service Provider log data.



Req 7 – Subscription Version Failed SP List – Resend Excluded Service Provider Report by Current SPID Request Sort Criteria



NPAC SMS shall use the following sort order when generating the Resend Excluded Service Provider Report by Current SPID on Excluded Service Provider log data: 



1. current SPID (ascending) 



2. TN  (ascending) 



3. date/time (earliest date/time to latest date/time) 



4. excluded SPID (ascending) 



5. SVID (ascending)



Req 8 – Subscription Version Failed SP List –Resend Excluded Service Provider Report by Excluded SPID via OpGUI



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to generate the Resend Excluded Service Provider Report by Excluded SPID on Excluded Service Provider log data.



Req 9 – Subscription Version Failed SP List – Resend Excluded Service Provider Report by Excluded SPID Request 



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to specify time range and excluded SPID option (of either an individual SPID or all SPIDs) when generating the Resend Excluded Service Provider Report by Excluded SPID on Excluded Service Provider log data.



Req 10 – Subscription Version Failed SP List –Resend Excluded Service Provider Report by Excluded SPID Request Sort Criteria



NPAC SMS shall use the following sort order when generating the Excluded Service Provider Report on Excluded Service Provider log data: 



1. excluded SPID (ascending) 



2. TN/NPA-NXX-X  (ascending) 



3. date/time (earliest date/time to latest date/time) 



4. currentSPID/Blockholder SPID (ascending) 



5. SVID/Number Pool Block -ID (ascending)



RX9-6
Log File Reports



NPAC SMS shall support the following log file reports for NPAC personnel using the NPAC Administrative Interface:




22.
History Report




23.
Error Report




24.
Service Provider Notification Report




25.
Subscription Transaction Report




26.
Service Provider Administration Report




27.
Subscription Administration Report




28.
Resend Excluded Service Provider Report


IIS:



No change required.



GDMO:



-- 21.0 LNP NPAC Subscription Version Managed Object Class



subscriptionVersionNPAC MANAGED OBJECT CLASS



…



subscriptionVersionNPAC-Behavior BEHAVIOUR



    DEFINED AS !



…



        When the subscription version broadcast is not successful to all



        service providers, the subscriptionFailedSP-List is populated with a



        list of the failed service providers. 


        If NPAC Personnel via the NPAC Administrative Interface, exclude a



        Service Provider from the subscriptionFailedSP-List, the list of



        Service Providers will not accurately reflect those Local SMSs



        that successfully processed this subscription version.


…



-- 1.0 LNP Download Action



lnpDownload ACTION



    BEHAVIOUR



        lnpDownloadDefinition,



        lnpDownloadBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.DownloadAction;



    WITH REPLY SYNTAX LNP-ASN1.DownloadReply;



    REGISTERED AS {LNP-OIDS.lnp-action 1};



lnpDownloadDefinition BEHAVIOUR



    DEFINED AS !



        The lnpDownload action is the action that is used by the Local SMS



        and SOA to specify the objects to be downloaded from the NPAC SMS.



    !;



lnpDownloadBehavior BEHAVIOUR



    DEFINED AS !



        Preconditions: This action is issued from an lnpSubscriptions



        or an lnpNetwork object and all objects to be downloaded



        are specified in the action request.



        Postconditions: After this action has been executed by the Local



        SMS or SOA specifying which objects to download, the NPAC SMS will



        determine which objects satisfy the download request and return



        them in the download action reply. Creation, deletion, and



        modification information will be included in the reply.  All data 



        for objects that have been modified is downloaded not just the 



        information that was modified. The download reason is set to 



        ‘new1’ for a new object, ‘delete1’ for a deleted object



        and ‘modified’ for a modified object.



        An LSMS may receive subscription data during recovery, where more



        than one activity occurred for a given subscription version during



        the time the LSMS was not available.  This will occur when NPAC



        Personnel via the OpGUI, exclude a Service Provider from the Failed



        SP List to allow the current Service Provider to perform some type



        of subsequent activity on that subscription version.  Hence, when



        the LSMS performs recovery, the recovered data will contain data for



        the both activities (all current attributes). So, if the recovering


        LSMS is recovering a modified subscription version for which it did



        not receive the initial M-CREATE, the download reason is set to



        ‘modified’ for this subscription version object.



        …



    !;



ASN.1:



No change required.



Origination Date:  7/10/03



Originator:  LNPAWG


Change Order Number:  NANC 385


Description:  Timer Calculation – Maintenance Window Timer Behavior



Cumulative SP Priority, Weighted Average:  9, (9.75)



Functional Backwards Compatible:  YES



IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			


			


			


			Med


			N/A


			N/A








Business Need:



NPAC Timers.  As defined in the FRS, concurrence windows/timers are generated at the time an activity occurs in the NPAC that requires the use of a window/timer.  Specifically, the future expiration time is calculated and stored, based on the NPAC settings, at the time of the activity.  These windows/timers will then expire based on the pre-calculated date/time.  Therefore, a timer is not a meter that “runs” only during the Business Day intervals, but rather is a calculation in GMT of the timer's expiration date/time.



Currently, there are no FRS requirements that address timers and NPAC Maintenance Window time periods.  An operational issue can arise when an NPAC Maintenance Window time period overlaps with normal business operating hours.



This change order proposes an update to the NPAC so that NPAC Maintenance Window time periods will be factored in when calculating timer expiration date/time (i.e., excluding that period of time from the calculation).  This will alleviate the problem where timers expire during the NPAC Maintenance Window time period.



Description of Change:



The following indented paragraphs are maintained for historical reference purposes only.  The approach for changing the functionality was discussed at the Aug ’04 meeting, and changed from what is documented directly below:



The Timer Expiration Calculation will be modified such that a time period designated as an NPAC Maintenance Window that falls within normal business operating hours will NOT “use up” any hours, when calculating the expiration of a timer.  Effectively, the NPAC Maintenance Window time period will be treated the same way as Holidays are currently treated in the NPAC (i.e., excluded from the timer expiration calculation).



This will require entry of Maintenance Window information in the OpGUI by NPAC Personnel (same as Holidays are currently done).



Additionally, a discussion item needs to occur regarding the possible inclusion of Service Provider profile settings to support this new feature.



Aug ’03 LNPAWG, discussion:



Sprint PCS offered the following:  1.) follow up on the Jul ’03 mtg comment about SPID profile toggles.  After internal discussions it was deemed to be unnecessary to have SPID toggles.  2.) this functionality was no longer high priority, since it was agreed to shorten the extended Sunday Service Provider Maintenance Window to 8 hours, assuming NPAC stays within the 8 hours for maintenance.  3.) current concern is that NANC 323 migrations may push maintenance windows beyond the 8 hours.  4.) this functionality would have to be in place before agreeing to move the extended maintenance window back to 11 hours.



Aug ’04 LNPAWG, NeuStar reported that after internal discussions within the development group, a more accurate approach would be to update the timer expiration timestamp, AFTER the end of the extended maintenance window, and BEFORE allowing timer events to be processed in the NPAC.  This allows the “pushed out” time to be based on the actual maintenance window time period, rather than an estimate that is provided BEFORE the maintenance window.



The discussion then centered around exactly WHICH timer events should be “pushed out”?  SPs took an action item to discuss internally on whether it should be all timers, timers for that day, or only timers affected by the additional maintenance time period.



NeuStar will provide additional feedback after the above action item is resolved.  The major points and requirements will be adjusted accordingly.



Sep ’04 LNPAWG, the group reviewed the SP action item (see above), and agreed to the following approach:



· With this change order, the NPAC would contain a “Knowledgeable-Internal-NPAC-Generation – Timer-Update-Tool” that would update applicable timer events based on an input parameter that defined the amount of time the timers should be extended.



· The input parameter would use minutes as the unit of measure, and would have a range of 1-1440.



· The update would be applied to all NPAC driven and generated timers that were created or imposed by NPAC business rules, and that were set to expire during the corresponding day.



· The update would NOT be applied to Service Provider specified future-dated disconnect timers.



· The update would NOT be applied to any timers that were generated AFTER the NPAC became available, even though they were generated on the same day.



· The update can be performed for both scheduled and un-scheduled NPAC downtime.



Major points/processing flow/high-level requirements:



1. The GUI allows:



a. NPAC personnel to enter an NPAC Maintenance Window for a specific region.



b. To have an impact on timer expiration, the NPAC Maintenance Window must overlap with business days/hours.



2. NPAC Timer Expiration functionality will be modified to include any entered NPAC Maintenance Window when calculating the timer’s expiration date/time.



3. NPAC Maintenance Window data should be entered as soon as scheduled maintenance windows are decided.  This will ensure that the data is entered well in advance of any time expiration calculation.



4. No modifications required to local systems (SOA, LSMS).



5. No tunable changes.



6. No report changes.



Requirements:



Req 1
NPAC Maintenance Windows – Timer Update Tool



NPAC SMS shall support a “Knowledgeable-Internal-NPAC-Generation – Timer-Update-Tool” that would update applicable timer events based on an input parameter that defined the amount of time the timers should be extended.


Req 2
NPAC Maintenance Windows – Timer Update Tool – Affected Timers



NPAC SMS shall use the “Knowledgeable-Internal-NPAC-Generation – Timer-Update-Tool” to update the following timers:
 -- Initial Concurrence Window (Short and Long)
 -- Final Concurrence Window (Short and Long)
 -- Cancellation Initial Concurrence Window (Short and Long)
 -- Cancellation Final Concurrence Window (Short and Long)


IIS



No Change Required



GDMO



No Change Required



ASN.1



No Change Required



Origination Date:  9/15/99



Originator:  LNPA WG



Change Order Number:  NANC 299


Description:  NPAC Monitoring of SOA and LSMS Associations via Heartbeat



Cumulative SP Priority, Weighted Average:  10, (10.62)



Functional Backwards Compatible:  YES


IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			Med


			Med-High


			Med-High








Business Need:



In today’s operating environment, the NPAC doesn’t know if an SP’s SOA/LSMS association is available to receive downloads and other messages unless there is a failure to respond to an NPAC message.  There are a number of reasons that may cause the SOA/LSMS association to be unavailable ranging from the transmission facility going down to software application problems.



If an association is unavailable when a download to activate a ported number is sent, partial failures will occur.  Partial failures indicate that one or more SPs did not update their routing tables, and some calls intended for the ported customer will fail.



There are often long periods of time when there are no messages being sent across a given NPAC – SOA/LSMS association.  Therefore, there is no way to know if the association is working.  This change order would establish a periodic “heart-beat” monitor to determine the status of the SOA/LSMS.



This change order will facilitate monitoring SOA/LSMS availability and will minimize partial failure situations, thereby saving resolution time and improving customer service.



Description of Change:



This is an extension of NANC 219 and NANC 301.  Instead of utilizing a TCP Level Heartbeat and an abort message, the NPAC SMS would utilize an Application Level Hartbeat message on every association.  If a response was not returned for any given Application Level Heartbeat message, an alarm would be initiated for NPAC Personnel.



The current working assumption includes the following for this Heartbeat:



· new message,



· no access control,



· at a low level in the protocol stack,



· occur on the same port as the association,



· only occur if no traffic was sent/received after a configurable period of time,



· and it would be two-way to allow either side to initiate this message.



All parties still need to examine if there might be an issue with filtering in their firewalls.  The need for both a Network Level Heartbeat and Application Level Heartbeat still needs to be decided.



Oct 99 LNPAWG (KC), this change order is designed to establish the Application Level Heartbeat process (which requires an interface change to both the NPAC and the SOA/LSMS).  This process will allow two-way communication and allow either side to initiate the Application Level Heartbeat message.  The Application Level Heartbeat process should be set up so that the functionality can be optionally set up per association.



The alarming process is the same as 219, such that an alarm would be initiated whenever Application Level Heartbeat responses are not sent by the NPAC or SOA/LSMS.  When these alarms occur, the NPAC Personnel would contact the affected Service Provider to work the problem and ensure the association is brought back up.


Jan 00 LNPAWG (Las Vegas), the group has not been able to determine the feasibility of implementing an Application Level Heartbeat.  It was agreed to put this change order on hold, pending the outcome of NANC 301 (NPAC TCP Level Heartbeat [transport layer]).  The functionality documented in this change order needs further review before this change order can be considered “accepted and ready for selection into a release”.



Jul 00 LNPAWG, – consensus is that they do not want to cancel this change order but move it back to an accepted change order for a future release.  Metrics and reports that will be provided after R4.0 will give more information to determine whether or not this change order is needed.



Requirements:



Req 1 – NPAC SMS Monitoring of SOA and Local SMS Connections via an Application Level Heartbeat



NPAC SMS shall be capable of supporting an Application Level Heartbeat via an Application Level Heartbeat message to a Service Provider SOA/Local SMS.



Req 2 – NPAC SMS-to-SOA Application Level Heartbeat Indicator



NPAC SMS shall provide a Service Provider SOA Application Level Heartbeat Indicator tunable parameter which defines whether a SOA supports an Application Level Heartbeat message.



Req 3 – NPAC SMS-to-SOA Application Level Heartbeat Indicator Default



NPAC SMS shall default the Service Provider SOA Application Level Heartbeat Indicator tunable parameter to FALSE.



Req 4 – NPAC SMS-to-SOA Application Level Heartbeat Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Application Level Heartbeat Indicator tunable parameter.



Req 5 – NPAC SMS-to-Local SMS Application Level Heartbeat Indicator



NPAC SMS shall provide a Service Provider Local SMS Application Level Heartbeat Indicator tunable parameter which defines whether a Local SMS supports an Application Level Heartbeat message.



Req 6 – NPAC SMS-to- Local SMS Application Level Heartbeat Indicator Default



NPAC SMS shall default the Service Provider Local SMS Application Level Heartbeat Indicator tunable parameter to FALSE.



Req 7 – NPAC SMS-to- Local SMS Application Level Heartbeat Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Local SMS Application Level Heartbeat Indicator tunable parameter.



Req 8 – NPAC SMS Application Level Heartbeat Tunable Parameter



NPAC SMS shall provide an Application Level Heartbeat Interval tunable parameter that defines the period of quiet time (no interface traffic) the NPAC should wait after the receipt of any interface traffic (request or response), before sending an Application Level Heartbeat message to the SOA/Local SMS.



Req 9 – NPAC SMS Application Level Heartbeat Tunable Parameter Usage



NPAC SMS shall use the same tunable value for both SOA and the Local SMS Associations.



Req 10 – NPAC SMS Application Level Heartbeat Tunable Parameter Default



NPAC SMS shall default the Application Level Heartbeat Interval tunable parameter to 15 minutes.



Req 11 – NPAC SMS Application Level Heartbeat Tunable Parameter Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the NPAC SMS Application Level Heartbeat tunable parameter.



Req 12 – NPAC SMS Application Level Heartbeat Timeout Tunable Parameter



NPAC SMS shall provide an Application Level Heartbeat Timeout tunable parameter that defines the period of time the NPAC should wait after sending an Application Level Heartbeat message to the SOA/Local SMS, before aborting the association.



Req 13 – NPAC SMS Application Level Heartbeat Timeout Tunable Parameter Usage



NPAC SMS shall use the same tunable value for both SOA and the Local SMS Associations.



Req 14 – NPAC SMS Application Level Heartbeat Timeout Tunable Parameter Default



NPAC SMS shall default the Application Level Heartbeat Timeout tunable parameter to 1 minute.



Req 15 – NPAC SMS Application Level Heartbeat Timeout Tunable Parameter Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the NPAC SMS Application Level Heartbeat Timeout tunable parameter.



Add new tunable to Appendix C.
   Name = NPAC SMS Application Level Heartbeat Tunable
   Default Value = 15
   Units = Minutes
   Valid Range = 5-60.



   Name = NPAC SMS Application Level Heartbeat Timeout Tunable
   Default Value = 1
   Units = Minutes
   Valid Range = 1-5.



IIS:



Add new text to 5.3 Association Management and Recovery



5.3.x Application Level Heartbeat Messages



With this functionality the NPAC SMS will send a periodic Heartbeat message when a quiet period interval between the SOA/LSMS and the NPAC SMS exceeds the tunable value.  If a SOA/LSMS fails to respond to the Heartbeat message within a timeout period, the association will be aborted by the NPAC SMS.



To maximize the benefit of this functionality, a Service Provider’s SOA/LSMS should also implement the Application Level Heartbeat functionality.



A new flow for the NPAC will be added in section B.8, Miscellaneous.  New flow is shown below:



B.8.x

NPAC Application Level Heartbeat Message



This scenario shows the NPAC sending an Application Level Heartbeat Message to the SOA/LSMS.



			NPAC SMS


			SOA/Local SMS


			





			( Application Level Heartbeat Request


			


			1





			


			( Application Level Heartbeat Response


			2








1. The NPAC SMS sends an Application Level Heartbeat request to the SOA/Local SMS that support this feature, after a configurable amount of time with no message traffic.



2. The SOA/Local SMS responds back to the NPAC SMS.



A new flow for the SOA/LSMS will be added in section B.8, Miscellaneous.  New flow is shown below:



B.8.y

SOA/LSMS Application Level Heartbeat Message



This scenario shows the SOA/LSMS sending an Application Level Heartbeat Message to the NPAC.



			NPAC SMS


			SOA/Local SMS


			





			


			( Application Level Heartbeat Request


			1





			( Application Level Heartbeat Response


			


			2








1. The SOA/Local SMS sends an Application Level Heartbeat request to the NPAC SMS, after a configurable amount of time with no message traffic.



2. The NPAC SMS responds back to the SOA/Local SMS.



GDMO:



-- 12.0 LNP NPAC SMS Managed Object Class



lnpNPAC-SMS MANAGED OBJECT CLASS



    DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;



    CHARACTERIZED BY



        lnpNPAC-SMS-Pkg,



        lnpRecoveryCompletePkg,



        lnpNotificationRecoveryPkg;



    CONDITIONAL PACKAGES



     
applicationLevelHeartBeatPkg PRESENT IF



        
!the object is instantiated on the NPAC SMS!;


    REGISTERED AS {LNP-OIDS.lnp-objectClass 12};



!;



-- 27.0 LNP SOA Managed Object Class



lnpSOA MANAGED OBJECT CLASS



    DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;



    CHARACTERIZED BY



        lnpSOA-Pkg;



   CONDITIONAL PACKAGES




applicationLevelHeartBeatPkg PRESENT IF



        
!the object is instantiated on the SOA!;


    REGISTERED AS {LNP-OIDS.lnp-objectClass 27};



-- 2.0 LNP Local SMS Managed Object Class



lnpLocalSMS MANAGED OBJECT CLASS



    DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;



    CHARACTERIZED BY



        lnpLocalSMS-Pkg;



    CONDITIONAL PACKAGES




applicationLevelHeartBeatPkg PRESENT IF



        
!the object is instantiated on the Local SMS!;


    REGISTERED AS {LNP-OIDS.lnp-objectClass 2};



--



-- Notification Definitions



--



-- 24.0 Application Level Heartbeat Notification



applicationLevelHeartBeat NOTIFICATION



    BEHAVIOUR  applicationLevelHeartBeatBehavior;



    WITH INFORMATION SYNTAX LNP-ASN1. ApplicationLevelHeartBeat



AND ATTRIBUTE IDS



      sequence-number  msgSequenceNumber,



      creation-ts heartBeatTimeStamp;



    REGISTERED AS {LNP-OIDS.lnp-notification 24};



applicationLevelHeartBeatBehavior BEHAVIOUR



    DEFINED AS !



        This notification implements a SOA or LSMS Application Level Heartbeat function.  With this functionality the NPAC SMS will send a periodic Heartbeat message when a quiet period interval between the SOA/LSMS and the NPAC SMS exceeds the tunable value.  If a SOA/LSMS fails to respond to the Heartbeat message within a timeout period, the association will be aborted by the NPAC SMS.



        This notification is prioritised and transmitted according to its



        SOA Notification Priority tunable in the NPAC SMS when sent over



        the NPAC SMS to SOA interface.



        Optionally, this notification may also be implemented on the SOA or LSMS.  With this functionality the SOA/LSMS will send a periodic Heartbeat message when a quiet period interval between the SOA/LSMS and the NPAC SMS exceeds the tunable value.  If the NPAC SMS fails to respond to the Heartbeat message within a timeout period, the association will be aborted by the SOA/LSMS.



!;


-- xx LNP Log Record for the Application Level Heart Beat Notification



lnpLogHeartBeat-InformationRecord MANAGED OBJECT CLASS



    DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 :



1992":eventLogRecord;



    CHARACTERIZED BY



        lnpLogHeartBeat-InformationPkg;



    REGISTERED AS {LNP-OIDS.lnp-objectClass xx};



lnpLogHeartBeat-InformationPkg PACKAGE



    BEHAVIOUR



        lnpLogHeartBeat-InformationDefinition,



        lnpLogHeartBeat-InformationBehavior;



    ATTRIBUTES



        msgSequenceNumber GET,



        heartBeatTimeStamp GET;



    ;



lnpLogHeartBeat-InformationDefinition BEHAVIOUR



    DEFINED AS !



        The lnpLogHeartBeat-InformationRecord class is the managed object



        that is used to create log records for the



        applicationLevelHeartBeat Notification.



    !;



lnpLogHeartBeat-InformationBehavior BEHAVIOUR



    DEFINED AS !



        This log record can be used by any CME wanting to log the



        applicationLevelHeartBeat Notification.



    !;



-- xx Message Sequence Number



msgSequenceNumber ATTRIBUTE



    WITH ATTRIBUTE SYNTAX LNP-ASN1.Integer;



    MATCHES FOR EQUALITY;



    BEHAVIOUR msgSequenceNumberBehavior;



    REGISTERED AS {LNP-OIDS.lnp-attribute xx};



msgSequenceNumber BEHAVIOUR



    DEFINED AS !



        This attribute is used to store the message sequence number associated with an application level heartbeat notification sent from NPAC, SOA or LSMS.



!;



-- xx Application Level Heart Beat Creation Time



heartBeatTimeStamp ATTRIBUTE



    WITH ATTRIBUTE SYNTAX LNP-ASN1.GeneralTime;



    MATCHES FOR EQUALITY, ORDERING;



    BEHAVIOUR heartBeatTimeStampBehavior;



    REGISTERED AS {LNP-OIDS.lnp-attribute xx};



heartBeatTimeStampBehavior BEHAVIOUR



    DEFINED AS !



        This attribute is used to specify the application level heart beat creation time stamp at NPAC, SOA, or LSMS.  



!;  



-- 999.0 Application Level Heart Beat Package



applicationLevelHeartBeatPkg PACKAGE



    BEHAVIOUR applicationLevelHeartBeatPkgBehavior;



    NOTIFICATIONS



        applicationLevelHeartBeat;



    REGISTERED AS {LNP-OIDS.lnp-package 999};



applicationLevelHeartBeatPkgBehavior BEHAVIOUR



    DEFINED AS !



        This package provides for conditionally including the



        Application level heart beat notification.



    !;


ASN.1



ApplicationLevelHeartBeat ::= SEQUENCE {



    sequence-number [0] INTEGER,



    creation-ts [1] GeneralizedTime



}


Origination Date:  1/6/97



Originator:  AT&T


Change Order Number:  ILL 130


Description:  Application Level Errors



Cumulative SP Priority, Weighted Average:  11, (12.50)



Functional Backwards Compatible:  YES



IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			High


			High


			High








Business Need:



The current interface has very limited error message detail.  This change order will allow understanding of errors more rapidly by returning a text explanation of the error.  This will reduce the amount of time it takes work centers to manually research errors and resolve troubles.



Description of Change:



Errors in the SOA and LSMS interfaces are being treated as CMIP errors and it may sometimes be difficult for a SOA to know the true reason for an error from the NPAC SMS and therefore indicate a meaningful error message to its users.  It has been requested that application level error be defined where appropriate and returned as text to the requestor (SOA/LSMS).



January 2000: During the LNPAWG meeting additional information regarding the error processing has been requested.  The following text describes the difference in current error processing and future error processing with the requested functionality of this change order (italics indicates the differences between today’s functionality and the proposed future functionality).



Today:



When the NPAC SMS experiences an error when processing any of the actions defined in the GDMO/ASN.1, the appropriate error data is returned. (example NewSP-CreateReply).



ActionResult  ::= SEQUENCE {



   managedObjectClass                 ObjectClass    OPTIONAL ,



   managedObjectInstance              ObjectInstance OPTIONAL ,



   currentTime           [5] IMPLICIT GeneralizedTime  OPTIONAL ,



   actionReply           [6] IMPLICIT ActionReply    OPTIONAL



}



ActionReply  ::= SEQUENCE {



   actionType       ActionTypeId,



   actionReplyInfo  [4] ANY DEFINED BY actionType



}



ActionTypeId  ::= CHOICE {



   globalForm   [2] IMPLICIT OBJECT IDENTIFIER ,



   localForm    [3] IMPLICIT INTEGER



}



NewSP-CreateReply ::= SEQUENCE {



    status [0] SubscriptionVersionActionReply,



    invalid-data [1] NewSP-CreateInvalidData OPTIONAL



}



Note: the object id in the globalForm of the ActionTypeId indicates the NewSP-CreateReply action reply specified in the LNP asn.



With ILL 130:



When the NPAC SMS experiences an application level error when processing any of the actions defined in the GDMO/ASN.1, a processing failure will be returned with LnpSpecificInfo containing the error text.



ActionResult  ::= SEQUENCE {



   managedObjectClass     ObjectClass    OPTIONAL ,



   managedObjectInstance  ObjectInstance OPTIONAL ,



   currentTime            [5] IMPLICIT GeneralizedTime  OPTIONAL ,



   actionReply            [6] IMPLICIT ActionReply    OPTIONAL



}



ActionReply  ::= SEQUENCE {



   actionType       ActionTypeId,



   actionReplyInfo  [4] ANY DEFINED BY actionType



}



ActionTypeId  ::= CHOICE {



   globalForm   [2] IMPLICIT OBJECT IDENTIFIER ,



   localForm    [3] IMPLICIT INTEGER



}



ProcessingFailure  ::= SEQUENCE {



   managedObjectClass     ObjectClass ,



   managedObjectInstance  ObjectInstance  OPTIONAL ,



   specificErrorInfo      [5] SpecificErrorInfo



}



SpecificErrorInfo ::= SEQUENCE {



   errorId   OBJECT IDENTIFIER,



   errorInfo ANY DEFINED BY errorId



}



LnpSpecificInfo ::= GraphicString255



February 2000:  The group discussed on the 2/9/00 conference call that a flash cut has a high degree of risk, so we should be looking at another option.  During the February LNPA WG meeting, it was discussed and agreed that a backwards compatible approach was needed.  The current approach is to create duplicate “sister” ACTIONs that will return the error text string to the requesting SP.  A sunset period will allow SPs time to upgrade their systems.  At the end of the sunset period, the original ACTIONs will be removed, and the new ACTIONs (with the error text string) will be the only method of sending the requested ACTIONs to the NPAC SMS.



Optionally, at the end of the sunset period the structure of the original ACTIONs can be modified to mirror the duplicate “sister” ACTIONs, for one major release of the NPAC SMS (this allows SPs to use either the original or new ACTIONs with the error text string).  At the time the subsequent release is implemented, the duplicate ACTIONs can be deleted.  At this point in time, the original ACTION names with the new error text string will be the only valid ACTIONs in the NPAC SMS.



Mar ’04 APT:  This change order is not needed if NANC 390 (New Interface Confirmation Messages SOA/LSMS-to-NPAC) is implemented.  Additionally, this change order only covers ACTIONs, so it does NOT include all messages, whereas 390 does include all messages.



Jun ’04 LNPAWG, due to multiple reasons:



· the extensive amount of changes,



· the inability to use linked-replies on the new confirmation message from the NPAC,



· the utilization of a new optional attribute on the existing CMIP messages,



· the increased performance after the recently implemented technology migration of the NPAC SMS platform,



the recommendation is to not move forward with NANC 390, and instead go back to using ILL 130 for enhanced error messaging, and only revisit the confirmation message approach if delayed response messaging becomes an issue.  Qwest, the originator of NANC 390, wanted it to be documented that they did not submit 390 with the error code/text functionality, as is currently contained in that change order, so the trade-out addresses two areas of functionality.



Aug ’04 LNPAWG:  The group discussed error codes versus error text.  It was agreed that the code was the logical choice.  NeuStar will provide a file that maps error codes to their corresponding error text.



Major points/processing flow/high-level requirements:



1. The NPAC exchanges messages with the SOA/LSMS using the CMIP protocol.  Using the standard CMIP error reporting mechanisms, there are a limited number of messages that may be returned (e.g., accessDenied).


2. In order to provide most robust information, a different error message will be used, along with a text field that provides detailed information about the error encountered.



3. All ACTIONs may be affected by this change order.



4. The local systems (SOA, LSMS) need to be enhanced to process this new error text.



5. No tunable changes.



6. No report changes.



Requirements:



Req 1 – NPAC SMS Application Level Errors



NPAC SMS shall provide application level errors in the CMIP messaging in the SOA to NPAC SMS Interface and NPAC SMS to Local SMS Interface for those Service Providers that support this functionality.



Req 2 – NPAC SMS Application Level Error Details



NPAC SMS shall use the application level errors defined in Table TBD in the IIS.



Req 3 – NPAC SMS Application Level Error Details in soft format



NPAC SMS shall provide application level error code-to-text details in a pipe-delimited, soft format, at the FTP sub-directory for each Service Provider.



Note:  This code-to-text mapping is designed to allow a SOA/LSMS to decode an error code received from the NPAC, into its corresponding text description.



Req 4 – SOA Application Level Errors Indicator



NPAC SMS shall provide a SOA Application Level Errors Indicator tunable parameter which defines whether a Service Provider supports Application Level Errors across the SOA Interface.



Note:  For Service Providers that do NOT support Application Level Errors, the NPAC will continue to send the existing CMIP error messages.



Req 5 – SOA Application Level Errors Indicator Default



NPAC SMS shall default the Service Provider SOA Application Level Errors Indicator tunable parameter to FALSE.



Req 6 – SOA Application Level Errors Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Application Level Errors Indicator tunable parameter.



Req 4 – LSMS Application Level Errors Indicator



NPAC SMS shall provide an LSMS Application Level Errors Indicator tunable parameter which defines whether a Service Provider supports Application Level Errors across the LSMS Interface.



Note:  For Service Providers that do NOT support Application Level Errors, the NPAC will continue to send the existing CMIP error messages.



Req 5 – LSMS Application Level Errors Indicator Default



NPAC SMS shall default the Service Provider LSMS Application Level Errors Indicator tunable parameter to FALSE.



Req 6 – LSMS Application Level Errors Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS Application Level Errors Indicator tunable parameter.



IIS



Appendix A, Errors will be changed.  An example is shown below:



			Managed Object Class


			CMIP Error


			Message Text


			Additional Information





			lnpSubscription


			DuplicateObject



Instance


			7121 A subscription version with cancel pending status exists. A new one cannot be created for this TN.


			





			


			


			


			








Appendix B, ensure all message flow text implies the correct reply data.



GDMO



-- 14.0 LNP Subscriptions Managed Object Class



lnpSubscriptions MANAGED OBJECT CLASS



    DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;



    CHARACTERIZED BY



        lnpSubscriptionsPkg,



        subscriptionVersionLocalSMS-CreatePkg;



    CONDITIONAL PACKAGES



    lnpDownloadPkg PRESENT IF



        !the object is instantiated on the NPAC SMS!,



    subscriptionVersionOldSP-CreatePkg PRESENT IF



        !the object is instantiated on the NPAC SMS!,



    subscriptionVersionNewSP-CreatePkg PRESENT IF



        !the object is instantiated on the NPAC SMS!,



    subscriptionVersionDisconnectPkg PRESENT IF



        !the object is instantiated on the NPAC SMS!,



    subscriptionVersionModifyPkg PRESENT IF



        !the object is instantiated on the NPAC SMS!,



    subscriptionVersionActivatePkg PRESENT IF



        !the object is instantiated on the NPAC SMS!,



    subscriptionVersionCancelPkg PRESENT IF



        !the object is instantiated on the NPAC SMS!,



    subscriptionVersionOldSP-CancellationPkg PRESENT IF



        !the object is instantiated on the NPAC SMS!,



    subscriptionVersionNewSP-CancellationPkg PRESENT IF



        !the object is instantiated on the NPAC SMS!,



    subscriptionVersionRemoveFromConflictPkg PRESENT IF



        !the object is instantiated on the NPAC SMS!,



    numberPoolBlock-CreatePkg PRESENT IF



        !the object is instantiated on the NPAC SMS!,



    subscriptionVersionRangeStatusAttributeValueChangePkg PRESENT IF



        !the object is instantiated on the NPAC SMS!,



    subscriptionVersionRangeAttributeValueChangePkg PRESENT IF



        !the object is instantiated on the NPAC SMS!,



    subscriptionVersionRangeObjectCreationPkg PRESENT IF



        !the object is instantiated on the NPAC SMS!,



    subscriptionVersionRangeDonorSP-CustomerDisconnectDatePkg PRESENT IF



        !the object is instantiated on the NPAC SMS!,



    subscriptionVersionRangeCancellationAcknowledgePkg PRESENT IF



        !the object is instantiated on the NPAC SMS!,



    subscriptionVersionRangeNewSP-CreateRequestPkg PRESENT IF



        !the object is instantiated on the NPAC SMS!,



    subscriptionVersionRangeOldSP-ConcurrenceRequestPkg PRESENT IF



        !the object is instantiated on the NPAC SMS!,



    subscriptionVersionRangeOldSPFinalConcurrenceWindowExpirationPkg PRESENT IF



        !the object is instantiated on the NPAC SMS!,



    subscriptionVersionRangeNewSP-FinalCreateWindowExpirationPkg PRESENT IF



        !the object is instantiated on the NPAC SMS!,



--



-- Packages for the sister ACTIONs with error codes



--



    subscriptionVersionActivateWithErrorCodePkg PRESENT IF



        !the object is instantiated on the NPAC SMS!,



    subscriptionVersionCancelWithErrorCodePkg PRESENT IF



        !the object is instantiated on the NPAC SMS!,



    subscriptionVersionNewSP-CancellationWithErrorCodePkg PRESENT IF



        !the object is instantiated on the NPAC SMS!,



    subscriptionVersionRemoveFromConflictWithErrorCodePkg PRESENT IF



        !the object is instantiated on the NPAC SMS!,



    subscriptionVersionOldSP-CancellationWithErrorCodePkg PRESENT IF



        !the object is instantiated on the NPAC SMS!;


    REGISTERED AS {LNP-OIDS.lnp-objectClass 14};



-- Package Definitions



-- 49.0 LNP Subscription Version Activate With Error Code Package



subscriptionVersionActivateWithErrorCodePkg PACKAGE



    BEHAVIOUR subscriptionVersionActivateWithErrorCodePkgBehavior;



    ACTIONS



        subscriptionVersionActivateWithErrorCode;



    REGISTERED AS {LNP-OIDS.lnp-package 49};



subscriptionVersionActivateWithErrorCodePkgBehavior BEHAVIOUR



    DEFINED AS !



        This package provides for conditionally including the



        subscriptionVersionActivateWithErrorCode action.



    !;



-- 50.0 LNP Subscription Version Cancel Package



subscriptionVersionCancelWithErrorCodePkg PACKAGE



    BEHAVIOUR subscriptionVersionCancelWithErrorCodePkgBehavior;



    ACTIONS



        subscriptionVersionCancelWithErrorCode;



    REGISTERED AS {LNP-OIDS.lnp-package 50};



subscriptionVersionCancelWithErrorCodePkgBehavior BEHAVIOUR



    DEFINED AS !



        This package provides for conditionally including the



        subscriptionVersionCancelWithErrorCode action.



    !;



-- 51.0 LNP New Service Provider Subscription Version Cancellation



-- Acknowledge With Error Code Package 



subscriptionVersionNewSP-CancellationWithErrorCodePkg PACKAGE



    BEHAVIOUR subscriptionVersionNewSP-CancellationWithErrorCodePkgBehavior;



    ACTIONS



        subscriptionVersionNewSP-CancellationAcknowledgeWithErrorCode;



    REGISTERED AS {LNP-OIDS.lnp-package 51};



subscriptionVersionNewSP-CancellationWithErrorCodePkgBehavior BEHAVIOUR



    DEFINED AS !



        This package provides for conditionally including the



        subscriptionVersionNewSP-CancellationAcknowledgeWithErrorCode action.



    !;



-- 52.0 LNP Subscription Version Remove From Conflict With Error Code



-- Pending Package



subscriptionVersionRemoveFromConflictWithErrorCodePkg PACKAGE



    BEHAVIOUR subscriptionVersionRemoveFromConflictWithErrorCodePkgBehavior;



    ACTIONS



        subscriptionVersionRemoveFromConflictWithErrorCode;



    REGISTERED AS {LNP-OIDS.lnp-package 52};



subscriptionVersionRemoveFromConflictWithErrorCodePkgBehavior BEHAVIOUR



    DEFINED AS !



        This package provides for conditionally including the



        subscriptionVersionRemoveFromConflictWithErrorCode action.



    !;



-- 53.0 LNP Old Service Provider Subscription Version Cancellation



-- Acknowledge With Error Code Package



subscriptionVersionOldSP-CancellationWithErrorCodePkg PACKAGE



    BEHAVIOUR subscriptionVersionOldSP-CancellationWithErrorCodePkgBehavior;



    ACTIONS



        subscriptionVersionOldSP-CancellationAcknowledgeWithErrorCode;



    REGISTERED AS {LNP-OIDS.lnp-package 53};



subscriptionVersionOldSP-CancellationWithErrorCodePkgBehavior BEHAVIOUR



    DEFINED AS !



        This package provides for conditionally including the



        subscriptionVersionOldSP-CancellationAcknowledgeWithErrorCode action.



    !;



-- Action Definitions



-- 17.0 LNP Subscription Version Activate Action With Error code



subscriptionVersionActivateWithErrorCode ACTION



    BEHAVIOUR



        subscriptionVersionActivateWithErrorCodeDefinition,



        subscriptionVersionActivateWithErrorCodeBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.ActivateAction;



    WITH REPLY SYNTAX LNP-ASN1.ActivateReplyWithErrorCode;



    REGISTERED AS {LNP-OIDS.lnp-action 17};



subscriptionVersionActivateWithErrorCodeDefinition BEHAVIOUR



    DEFINED AS !



        The subscriptionVersionActivateWithErrorCode action is the action



        that can be used by the SOA of the new service provider to activate a



        subscription version id, tn or a range of tns via the SOA to



        NPAC SMS interface.



    !;



subscriptionVersionActivateWithErrorCodeBehavior BEHAVIOUR



    DEFINED AS !



        See subscriptionVersionActivate ACTION for behaviour definition.



        In addition to the existing subscriptionVersionActivate ACTION



        behaviour, this action's reply contains an optional error code



        to be returned if the action is not successful.



    !;



-- 18.0 LNP Subscription Version Cancel Action With Error code



subscriptionVersionCancelWithErrorCode ACTION



    BEHAVIOUR



        subscriptionVersionCancelWithErrorCodeDefinition,



        subscriptionVersionCancelWithErrorCodeBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.CancelAction;



    WITH REPLY SYNTAX LNP-ASN1.CancelReplyWithErrorCode;



    REGISTERED AS {LNP-OIDS.lnp-action 18};



subscriptionVersionCancelWithErrorCodeDefinition BEHAVIOUR



    DEFINED AS !



        The subscriptionVersionCancelWithErrorCode action is the action



        that can be used by the SOA to cancel a subscription version via the SOA to



        NPAC SMS interface.



    !;



subscriptionVersionCancelWithErrorCodeBehavior BEHAVIOUR



    DEFINED AS !



        See subscriptionVersionCancel ACTION for behaviour definition.



        In addition to the existing subscriptionVersionCancel ACTION



        behaviour, this action's reply contains an optional error code



        to be returned if the action is not successful.



    !;



-- 19.0 LNP New Service Provider Cancellation Acknowledge Request 



-- With Error code



subscriptionVersionNewSP-CancellationAcknowledgeWithErrorCode ACTION



    BEHAVIOUR



        subscriptionVersionNewSP-CancellationAcknowledgeWithErrorCodeDefinition,



        subscriptionVersionNewSP-CancellationAcknowledgeWithErrorCodeBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.CancellationAcknowledgeAction;



    WITH REPLY SYNTAX LNP-ASN1.CancellationAcknowledgeReplyWithErrorCode;



    REGISTERED AS {LNP-OIDS.lnp-action 19};



subscriptionVersionNewSP-CancellationAcknowledgeWithErrorCodeDefinition BEHAVIOUR



    DEFINED AS !



        The subscriptionVersionNewSP-CancellationAcknowledgeWithErrorCode action is the action that is used via the SOA to NPAC



        SMS interface by the new service provider to acknowledge



        cancellation of a subscriptionVersionNPAC with a status of



        cancel-pending.



    !;



subscriptionVersionNewSP-CancellationAcknowledgeWithErrorCodeBehavior BEHAVIOUR



    DEFINED AS !



        See subscriptionVersionCancellationAcknowledge ACTION for behaviour



        definition.



        In addition to the existing subscriptionVersionCancellationAcknowledge



        ACTION behaviour, this action's reply contains an optional error code



        to be returned if the action is not successful.



    !;



-- 20.0 LNP Subscription Version Remove From Conflict With Error code



subscriptionVersionRemoveFromConflictWithErrorCode ACTION



    BEHAVIOUR



        subscriptionVersionRemoveFromConflictWithErrorCodeDefinition,



        subscriptionVersionRemoveFromConflictWithErrorCodeBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.RemoveFromConflictAction;



    WITH REPLY SYNTAX LNP-ASN1.RemoveFromConflictReplyWithErrorCode;



    REGISTERED AS {LNP-OIDS.lnp-action 20};



subscriptionVersionRemoveFromConflictWithErrorCodeDefinition BEHAVIOUR



    DEFINED AS !



        The subscriptionVersionRemoveFromConflictWithErrorCode action



        is the action that is used via the SOA to NPAC



        SMS interface by either the old or new service provider to set the



        subscription version status from conflict to pending.



    !;



subscriptionVersionRemoveFromConflictWithErrorCodeBehavior BEHAVIOUR



    DEFINED AS !



        See subscriptionVersionRemoveFromConflict ACTION for behaviour



        definition.



        In addition to the existing subscriptionVersionRemoveFromConflict



        ACTION behaviour, this action's reply contains an optional error



        string to be returned if the action is not successful.



    !;



-- 21.0 LNP Old Service Provider Cancellation Acknowledge Request 



-- With Error code



subscriptionVersionOldSP-CancellationAcknowledgeWithErrorCode ACTION



    BEHAVIOUR



        subscriptionVersionOldSP-CancellationAcknowledgeWithErrorCodeDefinition,



        subscriptionVersionOldSP-CancellationAcknowledgeWithErrorCodeBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.CancellationAcknowledgeAction;



    WITH REPLY SYNTAX LNP-ASN1.CancellationAcknowledgeReplyWithErrorCode;



    REGISTERED AS {LNP-OIDS.lnp-action 21};



subscriptionVersionOldSP-CancellationAcknowledgeWithErrorCodeDefinition BEHAVIOUR



    DEFINED AS !



        The subscriptionVersionOldSP-CancellationAcknowledgeWithErrorCode action is the action that is used via the SOA to NPAC



        SMS interface by the old service provider to acknowledge



        cancellation of a subscriptionVersionNPAC with a status of



        cancel-pending.



    !;



subscriptionVersionOldSP-CancellationAcknowledgeWithErrorCodeBehavior BEHAVIOUR



    DEFINED AS !



        See subscriptionVersionOldSP-CancellationAcknowledge ACTION



        for behaviour definition.



        In addition to the existing



        subscriptionVersionOldSP-CancellationAcknowledge ACTION



        behaviour, this action's reply contains an optional error code



        to be returned if the action is not successful.



    !;


-- 3.0 LNP Specific Error Code Parameter 



lnpSpecificErrorCodeParameter PARAMETER



    CONTEXT SPECIFIC-ERROR;



    WITH SYNTAX LNP-ASN1.LnpSpecificErrorCode;



    REGISTERED AS {LNP-OIDS.lnp-parameter 3};


ASN.1



ActivateReplyWithErrorCode ::= SubscriptionVersionActionReplyWithErrorCode



CancellationAcknowledgeReplyWithErrorCode ::= 



   SubscriptionVersionActionReplyWithErrorCode



CancelReplyWithErrorCode ::= SubscriptionVersionActionReplyWithErrorCode


DisconnectReply ::= SEQUENCE {



    status SubscriptionVersionActionReply,



    version-id SET OF SubscriptionVersionId OPTIONAL,



    error-code [0] INTEGER OPTIONAL



}



DownloadReply ::= SEQUENCE {



    status ENUMERATED {



        success (0),



        failed (1),



        time-range-invalid (2),



        criteria-to-large (3),



        no-data-selected (4)



    },



    downloaddata [0] CHOICE {



        subscriber-data [0] SubscriptionDownloadData,



        network-data [1] NetworkDownloadData,



        block-data [2] BlockDownloadData



    } OPTIONAL,



    actionId [10] INTEGER OPTIONAL,


    error-code [11] INTEGER OPTIONAL


}



ModifyReply ::= SEQUENCE {



    status SubscriptionVersionActionReply,



    invalid-data SubscriptionModifyInvalidData OPTIONAL,



    error-code [0] INTEGER OPTIONAL



}



NetworkNotificationRecoveryReply ::= SEQUENCE {



    status ENUMERATED {



        success (0),



        failed (1),



        time-range-invalid (2),



        criteria-to-large (3),



        no-data-selected (4)



    },



   system-choice [0] CHOICE {



        lsms [1] SET OF SEQUENCE {



            managedObjectClass ObjectClass,



            managedObjectInstance ObjectInstance,



            notification CHOICE {



               subscription-version-new-npa-nxx [1] VersionNewNPA-NXX-Recovery,



               lnp-npac-sms-operational-information [2]



                   NPAC-SMS-Operational-InformationRecovery



            }



        },



        soa [2] SET OF SEQUENCE {



            managedObjectClass ObjectClass,



            managedObjectInstance ObjectInstance,



            notification CHOICE {



               subscription-version-new-npa-nxx [1] VersionNewNPA-NXX-Recovery,



               subscription-version-donor-sp-customer-disconnect-date [2]



                   VersionCustomerDisconnectDateRecovery,



               subscription-version-audit-discrepancy-report [3]



                   AuditDiscrepancyRptRecovery,



               subscription-audit-results [4] AuditResultsRecovery,



               lnp-npac-sms-operational-information [5]



                   NPAC-SMS-Operational-InformationRecovery,



               subscription-version-new-sp-create-request [6]



                   VersionNewSP-CreateRequestRecovery,



               subscription-version-old-sp-concurrence-request [7]



                   VersionOldSP-ConcurrenceRequestRecovery,



               subscription-version-old-sp-final-window-expiration [8]



                   VersionOldSPFinalConcurrenceWindowExpirationRecovery,



               subscription-version-cancellation-acknowledge-request [9]



                   VersionCancellationAcknowledgeRequestRecovery,



               subscriptionVersionStatusAttributeValueChange [10]



                   VersionStatusAttributeValueChangeRecovery,



               attribute-value-change [11] AttributeValueChangeInfo,



               object-creation [12] ObjectInfo,



               object-deletion [13] ObjectInfo,



               numberPoolBlockStatusAttributeValueChange [14]



                   NumberPoolBlockStatusAttributeValueChangeRecovery



           }



       }



   } OPTIONAL,



   actionId [10] INTEGER OPTIONAL,


   error-code [11] INTEGER OPTIONAL


}



NewSP-CreateReply ::= SEQUENCE {



    status [0] SubscriptionVersionActionReply,



    invalid-data [1] NewSP-CreateInvalidData OPTIONAL,



    error-code [2] INTEGER OPTIONAL



}



NumberPoolBlock-CreateReply ::= SEQUENCE {



    block-id [0] BlockId,



    status [1] ENUMERATED {



       success (0),



       failed (1),



       soa-not-authorized (2),



       no-npa-nxx-x-found (3),



       invalid-data-values (4),



       number-pool-block-already-exists (5),



       prior-to-effective-date (6),



       invalid-subscription-versions (7)



   },



   block-invalid-values [2] NumberPoolBlock-CreateInvalidData OPTIONAL,



   error-code [3] INTEGER OPTIONAL


}



OldSP-CreateReply ::= SEQUENCE {



    status SubscriptionVersionActionReply,



    invalid-data OldSP-CreateInvalidData OPTIONAL



    error-code [0] INTEGER OPTIONAL



}



RecoveryCompleteReply ::= SEQUENCE {



    status ResultsStatus,



    subscriber-data [1] SubscriptionDownloadData OPTIONAL,



    network-data [2] NetworkDownloadData OPTIONAL,



    block-data [3] BlockDownloadData OPTIONAL,



    error-code [4] INTEGER OPTIONAL


}



RemoveFromConflictReplyWithErrorCode ::= 



    SubscriptionVersionActionReplyWithErrorCode


SubscriptionVersionActionReply ::= ENUMERATED { -- to be removed in release x.0


    success (0),



    failed (1),



    soa-not-authorized (2),



    no-version-found (3),



    invalid-data-values (4),



    version-create-already-exists (5)



}



SubscriptionVersionActionReplyWithErrorCode ::= SEQUENCE {



    status [0] SubscriptionVersionActionReply,



    error-code [1] INTEGER OPTIONAL



}


LnpSpecificErrorCode ::= INTEGER
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Business Need:



As specified in the PIM 38 problem statement, “The current NPA-NXX-X object (1K Pool Block) tunable of five(5) business days between the Create and Activate is too long and acts as a constraint against service providers.”



Many service providers use the 1K Pool Block methodology (in addition to Number Pooling Activities) to accomplish Network Re-Home and Acquisition activities.  Between the NPA-NXX-X (1K Pool Block) Object Creation date and the Block Activation date there is a mandatory five business day tunable period.  During this time, service providers cannot conduct SV activity until the NPA-NXX-X is both created and activated at the NPAC.  Any activity will result in error transactions or “SOA NOT AUTHORIZED” 7502.  The five business day waiting period allows for increased errors as service providers are unable to conduct activities for pending NPA-NXX-X objects.



Currently, the FRS does not require the NPAC to enforce a five business day delay for conventional ports (inter or intra).  However, the FRS does require the NPAC to enforce the waiting period for all Number Pool Blocks (NPBs).  Since the reason for the interval is to allow time to provision a switch trigger, consistent behavior is desired.



This change order will assist in resolving most of this problem.  Since almost all of these NPBs, have already had some porting activity and therefore a first port notification has previously been broadcast, the five day waiting period is not necessary.  This change order would require the NPA-NXX-X Holder Effective Date Window tunable parameter to be applied in situations only where the first port notification for the corresponding NPA-NXX had not previously been broadcast.



Additionally, this change order would add consistency by requiring the five day waiting period to be applied to SVs (inter or intra) in situations where the first port notification for the corresponding NPA-NXX had not previously been broadcast.



Description of Change:



The functionality for both SV and NPB data within the NPAC will be modified to enforce the waiting period minimum (NPA-NXX-X Holder Effective Date Window tunable parameter, defaulted to five business days) only when a first port notification for the corresponding NPA-NXX has NOT previously broadcast.



In the proposed update, once a first port notification for an NPA-NXX has been broadcast, the NPA-NXX-X Holder Effective Date Window tunable parameter will not apply for subsequent NPB creates/activates, and will therefore allow NPA-NXX-X Creation to be followed by an immediate NPB Activation.



Additionally, for SV data, the addition of the waiting period minimum will provide a restriction that is currently not in the NPAC.  Once a first port notification for an NPA-NXX has been broadcast, the minimum restriction window will not apply for subsequent SV creates/activates.



Appropriate changes will also be made for modifications.



In order to accommodate subsequent data that is created within the five day window, additional functionality will be added to enforce the restriction.



Requirements:



Mar ’05 – The requirements listed below in the box have been changed for clarity and consistency.  Some of these requirements will be left “as is” (no yellow highlights), and others may be removed/replaced by the new requirements listed at the end of this section.


Modification of current FRS requirements that relate to five-day waiting period for Number Pool Blocks even after first port notification has been previously broadcasted.  Changes are highlighted in yellow.



RR3-90
Addition of Number Pooling NPA-NXX-X Holder Information Effective Date Window– Tunable Parameter



NPAC SMS shall provide a NPA-NXX-X Holder Effective Date Window tunable parameter which is defined as the minimum length of time, in cases where a first port notification for the corresponding NPA-NXX has NOT previously been broadcast, between the current date (exclusive) and the effective date (inclusive), when Creating a NPA-NXX-X in the NPAC SMS.  (Previously N-140)



Note:  If the current date is Tuesday the 2nd, the tunable is set to 5 business days, and the port is using short business days (i.e., Monday-Friday), then the minimum effective date for the NPA-NXX-X would be Tuesday the 9th.
In cases where a first port notification for the corresponding NPA-NXX has previously been broadcast, BUT it was within the NPA-NXX-X Holder Effective Date Window tunable parameter number of days, then the effective date must be greater than or equal to the current date plus the value of the NPA-NXX-X Holder Effective Date Window tunable parameter, minus the number of days since the first port notification.
In cases where a first port notification for the corresponding NPA-NXX has previously been broadcast more than the NPA-NXX-X Holder Effective Date Window tunable parameter number of days ago, this minimum length of time restriction will not be enforced.




RR3-91
Addition of Number Pooling NPA-NXX-X Holder Information Effective Date Window – Tunable Parameter Default



NPAC SMS shall default the NPA-NXX-X Holder Effective Date Window tunable parameter to five (5) business days.



Note:  The value of five (5) business days is selected because of the first port notification, and this would affect SPs operationally if this value were set to less than five business days. (Previously N-150)



RR3-92
Addition of Number Pooling NPA-NXX-X Holder Information Effective Date – Validation



NPAC SMS shall verify that the Effective Date for the NPA-NXX-X Holder data is equal to, or greater than, the current date plus the value of the NPA-NXX-X Holder Effective Date Window tunable parameter, excluding those automatically created by NPA Split processing, ONLY in those cases where a first port notification for the corresponding NPA-NXX has NOT previously been broadcast.  (Previously N-160)



New 1
Addition of Number Pooling NPA-NXX-X Holder Information Effective Date – Validation Within the NPA-NXX-X Holder Information Effective Date Window–Tunable Window



NPAC SMS shall verify that the Effective Date for the NPA-NXX-X Holder data is equal to, or greater than, the current date plus the value of the NPA-NXX-X Holder Effective Date Window tunable parameter, minus the number of days since the first port notification, excluding those automatically created by NPA Split processing, and ONLY in those cases where a first port notification for the corresponding NPA-NXX has previously been broadcast less than or equal to the number of days corresponding to the value of the NPA-NXX-X Holder Effective Date Window tunable parameter.


RR3-93
Addition of Number Pooling NPA-NXX-X Holder Information Effective Date – OpGUI Default



NPAC SMS shall set the time portion of the Effective Date Timestamp to 00:00 Central Time, and not allow the NPAC Personnel to modify the Time portion of the Effective Date, on the NPAC Administrative Interface.  (Previously N-170)



RR3-99
Modification of Number Pool NPA-NXX-X Holder Information Effective Date – Validation for Current Date



NPAC SMS shall verify that the modification of the Effective Date for the NPA-NXX-X Holder data is equal to, or greater than, the current date.  (Previously N-225)



RR3-100
Modification of Number Pool NPA-NXX-X Holder Information Effective Date – Validation for Tunable



NPAC SMS shall verify that the modification of the Effective Date for the NPA-NXX-X Holder data is equal to, or greater than, the current date, in cases where a first port notification for the corresponding NPA-NXX has previously been broadcast more than the number of days corresponding to the value of the NPA-NXX-X Holder Effective Date Window tunable parameter.  (Previously N-230)



New 2
Modification of Number Pool NPA-NXX-X Holder Information Effective Date – Validation Within the Tunable Parameter Number of Days



NPAC SMS shall verify that the modification of the Effective Date for the NPA-NXX-X Holder data is equal to, or greater than, the NPA-NXX-X Holder creation date plus the value of the NPA-NXX-X Holder Effective Date Window tunable parameter, minus the number of days since the first port notification, ONLY in cases where a first port notification for the corresponding NPA-NXX has previously been broadcast within the number of days corresponding to the value of the NPA-NXX-X Holder Effective Date Window tunable parameter.


Modification of current FRS requirements to add a five-day waiting period for Subscription Versions if the first port notification has not previously been broadcasted.  Changes are highlighted in yellow.



R5-18.3
Create Subscription Version - Due Date Validation



NPAC SMS shall verify that the due date, in cases where a first port notification for the corresponding NPA-NXX has previously been broadcast more than the number of days corresponding to the value of the NPA-NXX-X Holder Effective Date Window tunable parameter, is the current or a future date upon receipt of the initial Subscription Version Create request for an Inter-Service Provider port.



RR5-6.3
Create “Intra-Service Provider Port” Subscription Version - Due Date Validation



NPAC SMS shall verify that the input due date, in cases where a first port notification for the corresponding NPA-NXX has previously been broadcast more than the number of days corresponding to the value of the NPA-NXX-X Holder Effective Date Window tunable parameter, is the current or a future due date upon Subscription Version creation for an Intra-Service Provider port.



Req 1
Create “Inter-Service Provider Port” Subscription Version - Due Date Validation For First Port



NPAC SMS shall verify that the due date, in cases where a first port notification for the corresponding NPA-NXX has NOT previously been broadcast, is equal to, or greater than, the current date plus the value of the NPA-NXX-X Holder Effective Date Window tunable parameter upon receipt of the initial Subscription Version Create request for an Inter-Service Provider port.


Req 2
Create “Intra-Service Provider Port” Subscription Version - Due Date Validation For First Port



NPAC SMS shall verify that the due date, in cases where a first port notification for the corresponding NPA-NXX has NOT previously been broadcast, is equal to, or greater than, the current date plus the value of the NPA-NXX-X Holder Effective Date Window tunable parameter upon receipt of the Subscription Version Create request for an Intra-Service Provider port.


Req 4
Create “Inter-Service Provider Port” Subscription Version - Due Date Validation For Subsequent Port Within the NPA-NXX-X Holder Information Effective Date Window–Tunable Window



NPAC SMS shall verify that the due date, ONLY in cases where a first port notification for the corresponding NPA-NXX has previously been broadcast less than or equal to the number of days corresponding to the value of the NPA-NXX-X Holder Effective Date Window tunable parameter, is equal to, or greater than, the current date plus the value of the NPA-NXX-X Holder Effective Date Window tunable parameter, minus the number of days since the first port notification, upon receipt of the initial Subscription Version Create request for an Inter-Service Provider port.


Req 5
Create “Intra-Service Provider Port” Subscription Version - Due Date Validation For Subsequent Port Within the NPA-NXX-X Holder Information Effective Date Window–Tunable Window



NPAC SMS shall verify that the due date, ONLY in cases where a first port notification for the corresponding NPA-NXX has previously been broadcast less than or equal to the number of days corresponding to the value of the NPA-NXX-X Holder Effective Date Window tunable parameter, is equal to, or greater than, the current date plus the value of the NPA-NXX-X Holder Effective Date Window tunable parameter, minus the number of days since the first port notification, upon receipt of the initial Subscription Version Create request for an Intra-Service Provider port.


R5-29.2
Modify Subscription Version - Due Date Validation



NPAC SMS shall verify that an input due date is the current or future date upon Subscription Version modification.



RR5-54
Modify Subscription Version - Due Date Validation for NPA-NXX Effective Date



NPAC SMS shall allow a request to modify the due date of a Subscription Version, when the new value is equal to, or greater than, the corresponding NPA-NXX effective date, in cases where a first port notification for the corresponding NPA-NXX has previously been broadcast more than the number of days corresponding to the value of the NPA-NXX-X Holder Effective Date Window tunable parameter.



Req 3
Modify Subscription Version - Due Date Validation For Port Within the NPA-NXX-X Holder Information Effective Date Window–Tunable Window



NPAC SMS shall verify that the due date, ONLY in cases where a first port notification for the corresponding NPA-NXX has previously been broadcast less than or equal to the number of days corresponding to the value of the NPA-NXX-X Holder Effective Date Window tunable parameter, is equal to, or greater than, the current date plus the value of the NPA-NXX-X Holder Effective Date Window tunable parameter, minus the number of days since the first port notification, upon receipt of a Subscription Version Modify request.


Req 1
NPA-NXX Availability – First Usage Effective Date Window– Tunable Parameter



NPAC SMS shall provide a First Usage Effective Date Window tunable parameter which is defined as the minimum length of time between the current date (exclusive) and the effective date/due date (inclusive), when Creating a NPA-NXX-X or Subscription Version for the first time within that NPA-NXX.



Note:  If the current date is Tuesday the 2nd, the tunable is set to 5 business days, and the port is using short business days (i.e., Monday-Friday), then the minimum effective date for the NPA-NXX-X or Subscription Version would be Tuesday the 9th.



Req 2
NPA-NXX Availability – First Usage Effective Date Window – Tunable Parameter Default



NPAC SMS shall default the First Usage Effective Date Window tunable parameter to five (5) business days.



Note:  The value of five (5) business days is selected because of the first port notification, since this would affect SPs operationally if this value is set to less than five business days.



Req 3
NPA-NXX Availability – Live TimeStamp


NPAC SMS shall calculate an NPA-NXX Live TimeStamp for every NPA-NXX, which is the sum of the First Port Notification Broadcast TimeStamp (or the current system TimeStamp in cases where the first port notification has NOT been sent), plus the First Usage Effective Date Window tunable parameter.


Note:  This is an internal TimeStamp, and therefore, not represented in the NPA-NXX Data Model.


Req 4
Addition of Number Pooling NPA-NXX-X Holder Information Effective Date – Validation



NPAC SMS shall verify that the Effective Date is equal to, or greater than, the NPA-NXX Live TimeStamp, when adding an NPA-NXX-X.


Req 5
Modification of Number Pooling NPA-NXX-X Holder Information Effective Date – Validation



NPAC SMS shall verify that the Effective Date is equal to, or greater than, the NPA-NXX Live TimeStamp, when modifying an NPA-NXX-X.



Req 6
Addition of Subscription Version Due Date – Validation



NPAC SMS shall verify that the Due Date is equal to, or greater than, the NPA-NXX Live TimeStamp, when adding a Subscription Version.



Req 7
Modification of Subscription Version Due Date – Validation



NPAC SMS shall verify that the Due Date is equal to, or greater than, the NPA-NXX Live TimeStamp, when modifying a Subscription Version.



Req 8
Regional NPAC NPA-NXX Live Indicator



NPAC SMS shall provide a Regional NPAC NPA-NXX Live Indicator, which is defined as an indicator on whether or not NPA-NXX Live TimeStamp functionality will be supported by the NPAC SMS for a particular NPAC Region.



Req 9
Regional NPAC NPA-NXX Live Indicator Modification



NPAC SMS shall provide a mechanism for NPAC Personnel to modify the Regional NPAC NPA-NXX Live Indicator.



Req 10
Regional NPAC NPA-NXX Live Indicator – Default Value



NPAC SMS shall default the Regional NPAC NPA-NXX Live Indicator to TRUE.



Appendix C – System Tunables



			BLOCK Tunables





			Tunable Name


			Tunable Variable Name


			Default Value


			Units


			Valid Range





			NPA-NXX-X Holder Information Effective Date Window


			NPA-NXX-X Holder Information Effective Date Window


			5


			business days


			5-360





			Minimum length of time between the Creation date and the effective date when creating or modifying an NPA-NXX-X.  This minimum length of time restriction only applies in cases where the first usage notification for the corresponding NPA-NXX has NOT previously been broadcast.





			First Usage Effective Date Window


			First Usage Effective Date Window


			5


			business days


			5-360





			Minimum length of time between the Creation date and the effective date when creating an NPA-NXX-X or Subscription Version for the first time within that NPA-NXX.








Table C- 1 -- Block Tunables



IIS



Mar ’05 – The flow descriptions listed below in the box will also be changed for clarity and consistency, similarly to the requirements section above.


Removal of current IIS flow descriptions that relate to five-day waiting period for Number Pool Blocks even after first port notification has been previously sent.



Flow B.4.3.1 – Service Provider NPA-NXX-X Create by NPAC SMS



#1.  third bullet point.
The effective date is greater than or equal to the current date plus the effective date tunable number of days, in cases where a first port notification for the corresponding NPA-NXX has NOT previously been broadcast.  In cases where the notification was previously broadcast, the validation is effective timestamp is greater than or equal to current timestamp.  In cases where the first port notification was broadcast within the NPA-NXX-X Holder Effective Date Window tunable parameter number of days, the effective timestamp must be greater than or equal to the current date plus the effective date tunable number of days minus the number of days already past since the first port notification broadcast.


Flow B.4.3.2 – Service Provider NPA-NXX-X Modification by NPAC SMS



#2.
NPAC SMS responds indicating whether the modification was successful.  The update request will fail if the effective timestamp is within the difference between the Block Holder Effective Date Window’s tunable number of days and the number of days since the first port notification, ONLY in cases where a first port notification for the corresponding NPA-NXX has previously been broadcast within the number of days equal to the value of the NPA-NXX-X Holder Effective Date Window tunable parameter, or if the current date is greater than or equal to the object’s current effective timestamp.



Flow B.5.5.1 – Subscription Version Create by the Initial SOA (Old Service Provider)



#1.
Old service provider SOA sends M-ACTION subscriptionVersionOldSP-Create to the NPAC SMS lnpSubscriptions object to create a new subscriptionVersionNPAC. The old service provider SOA must specify the following valid attributes:


subscriptionTN or a valid subscriptionVersionTN-Range

subscriptionNewCurrentSP

subscriptionOldSP

subscriptionOldSP-DueDate (seconds set to zeros)

subscriptionOldSP-Authorization

subscriptionLNPType

If the service provider were to give a range of TNs, this would result in an M-CREATE and M-EVENT-REPORT for each TN.

If an attribute value is invalid, an invalidArgumentValue will be returned, indicating invalid data values. Other appropriate errors will also be returned.

If a first port notification for the corresponding NPA-NXX has NOT previously been broadcast, the subscriptionOldSP-DueDate must be greater than or equal to the current date plus the NPA-NXX-X Holder Effective Date Window tunable parameter number of days (default value is five business days, this tunable for Number Pool Blocks also applies to Subscription Versions), otherwise an error will be returned.

If a first port notification for the corresponding NPA-NXX has previously been broadcast within the NPA-NXX-X Holder Effective Date Window tunable parameter number of days, the subscriptionOldSP-DueDate must be greater than or equal to the current date plus the NPA-NXX-X Holder Effective Date Window tunable parameter number of days (default value is five business days, this tunable for Number Pool Blocks also applies to Subscription Versions), minus the number of days since the first port notification, otherwise an error will be returned.


Flow B.5.5.2 – Subscription Version Create by the Initial SOA (New Service Provider)



#1.
New service provider SOA sends M-ACTION subscriptionVersionNewSP-Create to the NPAC SMS lnpSubscriptions object to create a new subscriptionVersionNPAC. The new service provider SOA must specify the following valid attributes:


subscriptionTN or a valid subscriptionVersionTN-Range

subscriptionNewCurrentSP

subscriptionOldSP

subscriptionNewSP-DueDate (seconds set to zero)

subscriptionLNPType

subscriptionPortingToOriginal-SP Switch



The following items must be provided unless subscriptionPortingToOriginal-SP is true:


subscriptionLRN

subscriptionCLASS-DPC

subscriptionCLASS-SSN

subscriptionLIDB-DPC

subscriptionLIDB-SSN

subscriptionCNAM-DPC

subscriptionCNAM-SSN

subscriptionISVM-DPC

subscriptionISVM-SSN

subscriptionWSMSC-DPC - if supported by the Service Provider SOA

subscriptionWSMSC-SSN - if supported by the Service Provider SOA

The following attributes are optional:


subscriptionEndUserLocationValue

subscriptionEndUserLocationType

subscriptionBillingId

If the service provider were to give a range of TNs, this would result in an M-CREATE and M-EVENT-REPORT for each TN.

If any attribute is invalid, an action failure will be returned, indicating invalidArgumentValue. Other appropriate errors will also be returned.

If the subscriptionPortingToOriginal-SP is true, the new Service Provider ID MUST be the same as the Code Holder for the TN (or Block Holder if the TN is part of a Number Pool Block); if the SPIDs do not match the NPAC SMS will reject the request.

If a first port notification for the corresponding NPA-NXX has NOT previously been broadcast, the subscriptionNewSP-DueDate must be greater than or equal to the current date plus the NPA-NXX-X Holder Effective Date Window tunable parameter number of days (default value is five business days, this tunable for Number Pool Blocks also applies to Subscription Versions), otherwise an error will be returned.

If a first port notification for the corresponding NPA-NXX has previously been broadcast within the NPA-NXX-X Holder Effective Date Window tunable parameter number of days, the subscriptionOldSP-DueDate must be greater than or equal to the current date plus the NPA-NXX-X Holder Effective Date Window tunable parameter number of days (default value is five business days, this tunable for Number Pool Blocks also applies to Subscription Versions), minus the number of days since the first port notification, otherwise an error will be returned.


Flow B.5.5.11 – Subscription Version Create For Intra-Service Provider Port



#1.
Current provider SOA sends M-ACTION subscriptionVersionNewSP-Create to the NPAC SMS lnpSubscriptions object to create a new subscriptionVersionNPAC. The SOA must specify the following valid attributes:


subscriptionTN or a valid subscriptionVersionTN-Range

subscriptionNewCurrentSP

subscriptionOldSP

subscriptionNewSP-DueDate (seconds set to zeros)

subscriptionPortingToOriginal-SPSwitch

The following items must be provided unless subscriptionPortingToOriginal-SP is true:


subscriptionLRN

subscriptionCLASS-DPC

subscriptionCLASS-SSN

subscriptionLIDB-DPC

subscriptionLIDB-SSN

subscriptionCNAM-DPC

subscriptionCNAM-SSN

subscriptionISVM-DPC

subscriptionISVM-SSN

subscriptionLNPType

subscriptionWSMSC-DPC - if supported by the Service Provider SOA

subscriptionWSMSC-SSN - if supported by the Service Provider SOA

If the subscriptionPortingToOriginal-SP is true, the subscriptionNewCurrentSP must be equal to the subscriptionOldSP.  If the new Service Provider Id is NOT the same as the Code Holder for the TN (or Block Holder if the TN is part of a Number Pool Block) in a “Port to Original” subscription version request then the NPAC SMS will fail the request. 

The following attributes are optional:


subscriptionEndUserLocationValue

subscriptionEndUserLocationType

subscriptionBillingId

If a first port notification for the corresponding NPA-NXX has NOT previously been broadcast, the subscriptionNewSP-DueDate must be greater than or equal to the current date plus the NPA-NXX-X Holder Effective Date Window tunable parameter number of days (default value is five business days, this tunable for Number Pool Blocks also applies to Subscription Versions), otherwise an error will be returned.


If a first port notification for the corresponding NPA-NXX has previously been broadcast within the NPA-NXX-X Holder Effective Date Window tunable parameter number of days, the subscriptionOldSP-DueDate must be greater than or equal to the current date plus the NPA-NXX-X Holder Effective Date Window tunable parameter number of days (default value is five business days, this tunable for Number Pool Blocks also applies to Subscription Versions), minus the number of days since the first port notification, otherwise an error will be returned.


Flow B.5.2.3 – SubscriptionVersion Modify Prior to Activate Using M-ACTION



#1.
Service provider SOA issues M-ACTION subscriptionVersionModify to the NPAC SMS lnpSubscriptions object to update the version. The NPAC SMS validates the data.

If a due date is being changed (subscriptionNewSP-DueDate or subscriptionOldSP-DueDate), the updated due date must be greater than or equal to the current date plus the effective date tunable number of days, minus the number of days since the first port notification, ONLY in cases where a first port notification for the corresponding NPA-NXX has previously been broadcast with the effective date tunable number of days.  In cases where the notification was previously broadcast more than the effective date tunable number of days, the validation is new due date must be greater than or equal to current date.


Flow B.5.2.4 – SubscriptionVersion Modify Prior to Activate Using M-SET



#1.
The new or old service provider SOA will issue an M-SET request for the attributes to be updated in the subscriptionVersionNPAC object. The request will be validated for an authorized service provider and validation of the attributes and values.

If a due date is being changed (subscriptionNewSP-DueDate or subscriptionOldSP-DueDate), the updated due date must be greater than or equal to the current date plus the effective date tunable number of days, minus the number of days since the first port notification, ONLY in cases where a first port notification for the corresponding NPA-NXX has previously been broadcast with the effective date tunable number of days.  In cases where the notification was previously broadcast more than the effective date tunable number of days, the validation is new due date must be greater than or equal to current date.


GDMO



Mar ’05 – The GDMO behaviour descriptions listed below in the box will also be changed for clarity and consistency, similarly to the requirements section above.



Addition of current GDMO behavior description that relate to five-day waiting period for Subscription Versions regarding the first port notification.



-- 21.0 LNP NPAC Subscription Version Managed Object Class



subscriptionVersionNPAC MANAGED OBJECT CLASS



    DERIVED FROM subscriptionVersion;



    CHARACTERIZED BY



        subscriptionVersionNPAC-Pkg;



    REGISTERED AS {LNP-OIDS.lnp-objectClass 21};



subscriptionVersionNPAC-Behavior BEHAVIOUR



    DEFINED AS !



…



Upon subscription version creation, the subscriptionOldSP-DueDate and subscriptionNewSP-DueDate must match. If the due date for the port is a previous date, the NPAC SMS accepts a value of a previous date from a service provider, in order to match the due date of the port that was previously received from the other Service Provider (new or old).  If a first port notification for the corresponding NPA-NXX has NOT previously been broadcast, the first submitted due date (either subscriptionNewSP-DueDate or subscriptionOldSP-DueDate) must be greater than or equal to the current date plus the NPA-NXX-X Holder Effective Date Window tunable parameter number of days (default value is five business days, this tunable for Number Pool Blocks also applies to Subscription Versions), otherwise an error will be returned.  If a first port notification has previously been broadcast more than the NPA-NXX-X Holder Effective Date Window tunable parameter number of days ago, the updated date must be greater than or equal to the current date.  If a first port notification has previously been broadcast less than the NPA-NXX-X Holder Effective Date Window tunable parameter number of days ago, the updated date must be greater than or equal to the current date, plus the effective date tunable number of days, minus the number of days since the first port notification.


Validation will be done for both old and new service provider data that is specified on an M-SET.  If validation fails, no changes will be made and a processing failure will be returned. If the version passes validation, the version status will be set to pending.  An error message will be returned to the service provider if the status is not pending when they attempt to change the version status to cancel-pending.



When modifying a subscription version (M-ACTION or M-SET), a change in due date (either subscriptionNewSP-DueDate or subscriptionOldSP-DueDate) will be edited based on the associated NPA-NXX’s first port notification.  If a first port notification has NOT previously been broadcast, the updated date must be greater than or equal to the current date plus the NPA-NXX-X Holder Effective Date Window tunable parameter number of days (default value is five business days, this tunable for Number Pool Blocks also applies to Subscription Versions), otherwise an error will be returned.  If a first port notification has previously been broadcast more than the NPA-NXX-X Holder Effective Date Window tunable parameter number of days ago, the updated date must be greater than or equal to the current date.  If a first port notification has previously been broadcast less than the NPA-NXX-X Holder Effective Date Window tunable parameter number of days ago, the updated date must be greater than or equal to the current date, plus the effective date tunable number of days, minus the number of days since the first port notification.


Once a pending version has been created, the new service provider can activate the subscription version if the new service provider due date has been reached and the NPA-NXX effective date has been reached.



Removal of current GDMO behavior description that relate to five-day waiting period for Number Pool Blocks even after first port notification has been previously sent.



-- 31.0 Service Provider NPA-NXX-X Data Managed Object Class



--



serviceProvNPA-NXX-X MANAGED OBJECT CLASS



    DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;



    CHARACTERIZED BY



        serviceProvNPA-NXX-X-Pkg;



    REGISTERED AS {LNP-OIDS.lnp-objectClass 31};



serviceProvNPA-NXX-X-Behavior BEHAVIOUR



    DEFINED AS !



…



An object creation attempt will be rejected by the NPAC SMS if any subscription versions exist with a status of pending, conflict, cancel-pending or failed ("pending-like") for a TN implied by the NPA-NXX-X value and an active subscription version object does not exist for that TN or the subscription version is a port-to-original request.  Additionally, an object creation attempt will be rejected by the NPAC SMS if, in cases where a first port notification for the corresponding NPA-NXX has NOT previously been broadcast, the date of the serviceProvNPA-NXX-X-EffectiveTimeStamp is greater than or equal to the serviceProvNPA-NXX-X CreationTimeStamp plus the NPAC SMS's NPA-NXX-X Holder Effective Date Window Tunable.  In cases where the first port notification has previously been broadcast more than the NPA-NXX-X Holder Effective Date Window tunable parameter number of days ago, the validation is effective date is greater than or equal to current date. In cases where the first port notification has previously been broadcast less than the NPA-NXX-X Holder Effective Date Window tunable parameter number of days ago, the updated date must be greater than or equal to the current date, plus the effective date tunable number of days, minus the number of days since the first port notification.


NPAC SMS personnel can modify the date of the serviceProvNPA-NXX-X-EffectiveTimeStamp only prior to the number pool block activation.  In cases where a first port notification for the corresponding NPA-NXX has previously been broadcast less than the NPA-NXX-X Holder Effective Date Window tunable parameter number of days ago, the updated date must be greater than or equal to the current date, plus the effective date tunable number of days, minus the number of days since the first port notification.  In cases where the first port notification has previously been broadcast more than the NPA-NXX-X Holder Effective Date Window tunable parameter number of days ago, the validation is effective date is greater than or equal to current date.


-- 7.0 LNP Subscription Version Modify Action



subscriptionVersionModify ACTION



    BEHAVIOUR



        subscriptionVersionModifyDefinition,



        subscriptionVersionModifyBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.ModifyAction;



    WITH REPLY SYNTAX LNP-ASN1.ModifyReply;



    REGISTERED AS {LNP-OIDS.lnp-action 7};



subscriptionVersionModifyDefinition BEHAVIOUR



    DEFINED AS !



        The subscriptionVersionModify action is the action that can be



        used by the SOA to modify a subscription version via the SOA to



        NPAC SMS interface.



    !;



subscriptionVersionModifyBehavior BEHAVIOUR



    DEFINED AS !



When modifying a subscription version (M-ACTION), a change in due date (either subscriptionNewSP-DueDate or subscriptionOldSP-DueDate) will be edited based on the associated NPA-NXX’s first port notification.  If a first port notification has NOT previously been broadcast, the updated date must be greater than or equal to the current date plus the NPA-NXX-X Holder Effective Date Window tunable parameter number of days (default value is five business days, this tunable for Number Pool Blocks also applies to Subscription Versions), otherwise an error will be returned.  If a first port notification has previously been broadcast more than the NPA-NXX-X Holder Effective Date Window tunable parameter number of days ago, the updated date must be greater than or equal to the current date.  If a first port notification has previously been broadcast less than the NPA-NXX-X Holder Effective Date Window tunable parameter number of days ago, the updated date must be greater than or equal to the current date, plus the effective date tunable number of days, minus the number of days since the first port notification.


    !;


ASN.1  (same change as NANC 388)



SubscriptionModifyData ::= SEQUENCE {



    subscription-lrn [0] LRN OPTIONAL,



    subscription-new-sp-due-date [1] GeneralizedTime OPTIONAL,



    subscription-old-sp-due-date [2] GeneralizedTime OPTIONAL,



    subscription-old-sp-authorization [3] ServiceProvAuthorization OPTIONAL,



    subscription-class-dpc [4] EXPLICIT DPC OPTIONAL,



    subscription-class-ssn [5] EXPLICIT SSN OPTIONAL,



    subscription-lidb-dpc [6] EXPLICIT DPC OPTIONAL,



    subscription-lidb-ssn [7] EXPLICIT SSN OPTIONAL,



    subscription-isvm-dpc [8] EXPLICIT DPC OPTIONAL,



    subscription-isvm-ssn [9] EXPLICIT SSN OPTIONAL,



    subscription-cnam-dpc [10] EXPLICIT DPC OPTIONAL,



    subscription-cnam-ssn [11] EXPLICIT SSN OPTIONAL,



    subscription-end-user-location-value [12] EndUserLocationValue OPTIONAL,



    subscription-end-user-location-type [13] EndUserLocationType OPTIONAL,



    subscription-billing-id [14] BillingId OPTIONAL,



    subscription-status-change-cause-code [15]



        SubscriptionStatusChangeCauseCode OPTIONAL,



    subscription-wsmsc-dpc [16] EXPLICIT DPC OPTIONAL,



    subscription-wsmsc-ssn [17] EXPLICIT SSN OPTIONAL,



    subscription-customer-disconnect-date [18] GeneralizedTime OPTIONAL,



    subscription-effective-release-date [19] GeneralizedTime OPTIONAL,



     new-version-status [20] VersionStatus OPTIONAL


}



SubscriptionModifyInvalidData ::= CHOICE {



    subscription-lrn [0] EXPLICIT LRN,



    subscription-new-sp-due-date [1] EXPLICIT GeneralizedTime,



    subscription-old-sp-due-date [2] EXPLICIT GeneralizedTime,



    subscription-old-sp-authorization [3] EXPLICIT ServiceProvAuthorization,



    subscription-class-dpc [4] EXPLICIT DPC,



    subscription-class-ssn [5] EXPLICIT SSN,



    subscription-lidb-dpc [6] EXPLICIT DPC,



    subscription-lidb-ssn [7] EXPLICIT SSN,



    subscription-isvm-dpc [8] EXPLICIT DPC,



    subscription-isvm-ssn [9] EXPLICIT SSN,



    subscription-cnam-dpc [10] EXPLICIT DPC,



    subscription-cnam-ssn [11] EXPLICIT SSN,



    subscription-end-user-location-value [12] EXPLICIT EndUserLocationValue,



    subscription-end-user-location-type [13] EXPLICIT EndUserLocationType,



    subscription-billing-id [14] EXPLICIT BillingId,



    subscription-status-change-cause-code [15]



          EXPLICIT SubscriptionStatusChangeCauseCode,



    subscription-wsmsc-dpc [16] EXPLICIT DPC,



    subscription-wsmsc-ssn [17] EXPLICIT SSN,



    subscription-customer-disconnect-date [18] EXPLICIT GeneralizedTime,



    subscription-effective-release-date [19] EXPLICIT GeneralizedTime,



    new-version-status [20] EXPLICIT VersionStatus


}



Origination Date:  12/6/99



Originator:  LNPA WG



Change Order Number:  NANC 300


Description:  Resend Exclusion for Number Pooling


Cumulative SP Priority, Weighted Average:  13, (14.00)



Functional Backwards Compatible:  NO



IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			


			Y


			


			Med


			Med-Low


			Med-Low








Business Need:


When information about ported (or pooled) numbers is broadcast, no changes in this information can be subsequently broadcast until all service providers' LSMSs have acknowledged successful receipt of the original broadcast.  That is, no changes can be made to SVs in a "partial failure" condition.  This limitation is being corrected for ported telephone numbers in NPAC Release 4.0.  However, a ported pooled thousands block remains subject to this restriction.  Change Order NANC 300, proposed for NPAC release 5.0, effectively removes the restriction and allows changes to be made to ported pooled thousands blocks in a partial failure condition.



The business need for this change is the need to promptly correct erroneous NPAC broadcast information about ported pooled blocks.  For example, there may be an error in the LRN associated with the pooled thousands block; this would render the block's thousand numbers unusable until the correct LRN information could be modified and broadcast by NPAC.  This is less serious a problem than the inability to change an existing ported customer's SV, at least if the error is discovered before numbers from the pooled block are assigned to end-users.  However, even if no numbers are yet assigned to end-users, it is important to be able to correct errors promptly rather than being held hostage to a particular service provider's inability to receive or acknowledge broadcasts when the original pooled block broadcast was made.  An LSMS can be off line for days during which time no numbers from the block could be used.  INC guidelines state that the pooled numbers can be used the following day, which would make it imperative that the block be able to be modified.



An additional need for this change order is contaminated working numbers missed by the code holder at the time of block donation, that need to be intra-service provider ported for a Number Pool Block, that contains a Partial Failure status (which currently cannot be performed until the Number Pool Block is Active).



A process is available that could be implemented by NPAC personnel for such situations – using NPA-NXX filters – but the process is risky and very likely to cause greater problems.  A higher definition filter therefore is necessary to avoid the problems introduced by use of existing NPA-NXX filter.  The 10-digit filter provided in release 4.0 is not feasible for addressing the problem of pooled thousands blocks.  Hence this change order which proposes a 7-digit (NPA-NXX-X) filter.



Description of Change:



This is an extension of NANC 227.  During the Dec 99 LNPA-WG meeting, it was proposed to remove Number Pooling functionality from NANC 227, and create a new change order for this functionality.  This functionality was removed from NANC 227 because it was too much for Release 4.0.


The NPAC SMS currently rejects a request to "modify active" or "disconnect" a Number Pool Block or SVs of LNP type POOL that has a partial failure status.  Nothing can be done to the Block/SV until the discrepant LSMS(s) come back on line, and either recover the broadcast, or accept a re-send from the NPAC SMS.



Similar to NANC 227 for non-pooled SVs, the NPAC should provide a mechanism that allows activity (modify, disconnect, subsequent port) on the Block/SV, regardless of the Failed SP List.  This will be done via the resend exclusion functionality (defined in NANC 227), which is a mechanism that allows a Service Provider to be removed from a Failed SP List.



Jun 99: during the Pooling Assumptions walk-thru, four SV requirements were modified, and the functionality was moved into this change order.  Basically, the “partial failure/failed” text is moved to this change order.  The affected requirements are listed below:



SV-230 Modification of Number Pooling Subscription Version Information – Subscription Data



SV-240 Modification of Number Pooling Subscription Version Information – Status Update to Sending



SV-270 Modification of Number Pooling Subscription Version Information – Status Update



SV-280 Modification of Number Pooling Subscription Version Information – Failed SP List



May 00: using the resend exclusion functionality eliminates the need to update the above four requirements.  Other requirements will need to be written to define the functionality.



Requirements:



Req 1
Number Pool Block Failed SP List – Exclusion of a Service Provider from Resend



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to request that a Service Provider be excluded from the Number Pool Block Failed SP List when resending a number pool block and the associated subscription version(s) of LNP type POOL, and not broadcast to the Service Provider that is excluded.



Req 2
Number Pool Block Failed SP List – Logging of an Excluded Service Provider



NPAC SMS shall log the following information when a Service Provider is excluded from the Failed SP List based on a request by NPAC Personnel via the NPAC Administrative Interface: date, time, excluded SPID, Blockholder SPID, NPA-NXX-X, Number Pool Block ID.



Req 3
Number Pool Block Failed SP List – Recovery of Excluded Service Provider Subscription Versions



NPAC SMS shall, for a recovery of number pool block data, in instances where the NPAC SMS excluded the Service Provider from the Failed SP List based on a request by NPAC Personnel via the NPAC Administrative Interface, allow the Local SMS to recover a Number Pool Block or its associated pool-type subscription versions with all current attributes, even though the Service Provider is no longer on the Failed SP List.



Req 4
Number Pool Block Failed SP List – Excluded Service Provider Log Data Availability for the Excluded Service Provider Report



NPAC SMS shall allow the Excluded Service Provider log data to be available for the Excluded Service Provider Report.



Req 5
Number Pool Block Failed SP List –Resend Excluded Service Provider Report by Current SPID/Blockholder SPID via OpGUI



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to generate the Resend Excluded Service Provider Report by Current SPID/Blockholder SPID on Excluded Service Provider log data.



Req 6
Number Pool Block Failed SP List – Resend Excluded Service Provider Report Request by Current SPID/Blockholder SPID



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to specify time range and Current SPID/Blockholder SPID option (of either an individual SPID or all SPIDs in the failed SP list) when generating the Resend Excluded Service Provider Report by Current SPID/Blockholder SPID on Excluded Service Provider log data.



Req 7
Number Pool Block Failed SP List – Resend Excluded Service Provider Report by Current SPID/Blockholder SPID Request Sort Criteria



NPAC SMS shall use the following sort order when generating the Resend Excluded Service Provider Report by Current SPID/Blockholder SPID on Excluded Service Provider log data:



1. Current SPID/Blockholder SPID (ascending) 



2. TN/NPA-NXX-X  (ascending) 



3. date/time (earliest date/time to latest date/time) 



4. excluded SPID (ascending) 



5. SVID/Number Pool Block -ID (ascending)



Req 8
Number Pool Block Failed SP List –Resend Excluded Service Provider Report by Excluded SPID via OpGUI



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to generate the Resend Excluded Service Provider Report by Excluded SPID on Excluded Service Provider log data.



Req 9
Number Pool Block Failed SP List – Resend Excluded Service Provider Report by Excluded SPID Request 



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to specify time range and excluded SPID option (of either an individual SPID or all SPIDs) when generating the Resend Excluded Service Provider Report by Excluded SPID on Excluded Service Provider log data.



Req 10
Number Pool Block Failed SP List –Resend Excluded Service Provider Report by Excluded SPID Request Sort Criteria



NPAC SMS shall use the following sort order when generating the Excluded Service Provider Report on Excluded Service Provider log data: 



1. excluded SPID (ascending) 



2. TN/NPA-NXX-X  (ascending) 



3. date/time (earliest date/time to latest date/time) 



4. Current SPID/Blockholder SPID (ascending) 



5. SVID/Number Pool Block -ID (ascending)



Note:  The TN and SVID attributes were added to requirements 7 & 10 in this change order because of the corresponding change order (NANC 227/254) for SVs in Release 4.0.



RX9-6
Log File Reports



NPAC SMS shall support the following log file reports for NPAC personnel using the NPAC Administrative Interface:




22.
History Report




23.
Error Report




24.
Service Provider Notification Report




25.
Subscription Transaction Report




26.
Service Provider Administration Report




27.
Subscription Administration Report




28.
Resend Excluded Service Provider Report


IIS



No change required.


GDMO



-- 30.0 Number Pool Block NPAC Data Managed Object Class



numberPoolBlockNPAC MANAGED OBJECT CLASS



…



numberPoolBlockNPAC-Behavior BEHAVIOUR



    DEFINED AS !



…



 Insert at the end of the section:



        If NPAC Personnel via the NPAC Administrative Interface, exclude a



        Service Provider from the numberPoolBlockFailed-SP-List, the list of



        Service Providers will not accurately reflect those Local SMSs



        that successfully processed this number pool block.


…



-- 1.0 LNP Download Action



lnpDownload ACTION



    BEHAVIOUR



        lnpDownloadDefinition,



        lnpDownloadBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.DownloadAction;



    WITH REPLY SYNTAX LNP-ASN1.DownloadReply;



    REGISTERED AS {LNP-OIDS.lnp-action 1};



lnpDownloadDefinition BEHAVIOUR



    DEFINED AS !



        The lnpDownload action is the action that is used by the Local SMS



        and SOA to specify the objects to be downloaded from the NPAC SMS.



    !;



lnpDownloadBehavior BEHAVIOUR



    DEFINED AS !



        Preconditions: This action is issued from an lnpSubscriptions



        or an lnpNetwork object and all objects to be downloaded



        are specified in the action request.



        Postconditions: After this action has been executed by the Local



        SMS or SOA specifying which objects to download, the NPAC SMS will



        determine which objects satisfy the download request and return



        them in the download action reply. Creation, deletion, and



        modification information will be included in the reply.  All data 



        for objects that have been modified is downloaded not just the 



        information that was modified. The download reason is set to 



        ‘new1’ for a new object, ‘delete1’ for a deleted object



        and ‘modified’ for a modified object.



        An LSMS may receive subscription or number pool block data during 



        recovery, where more than one activity occurred for a given subscription



        version or number pool block during the time the LSMS was not available.



        This will occur when NPAC Personnel via the OpGUI, exclude a Service 



        Provider from the Failed SP List to allow the current Service Provider to 



        perform some type of subsequent activity on that subscription version or



        number pool block.  Hence, when the LSMS performs recovery, the recovered 



        data will contain data for the both activities (all current attributes). 



        So, if the recovering LSMS is recovering a modified subscription version 



        or number pool block for which it did not receive the initial M-CREATE, 



        the download reason is set to ‘modified’ for this subscription version 



        or number pool block object.


        …



    !;



ASN.1



No change required



Origination Date:  4/12/02



Originator:  NeuStar


Change Order Number:  NANC 352


Description:  Recovery Enhancements – Recovery of SPID



Cumulative SP Priority, Weighted Average:  14, (14.27)



Functional Backwards Compatible:  YES



IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			Med


			Med-Low


			Med-Low








Business Need:



The NPAC SMS allows for the recovery of missed messages for network data, block data, and SV data.  However, the NPAC functionality based on current requirements does not allow recovery of customer information (SPIDs).  So, if customer information is downloaded, and the Service Provider misses it, it is not recoverable.



This new functionality would improve the recovery process by adding customer (i.e., header data) to the list of recoverable messages, so that subordinate network/block/SV data does not cause rejects or errors.



Description of Change:



Implement a new optional recovery request that allows the Service Provider to recover customer information (SPIDs).  This new optional feature would send missed customer adds, modifies, or deletes to the Service Provider during the recovery process.



A Service Provider could implement this optional feature at any time, and would send this request during the recovery process similar to the requests sent for network, block, and SV data today.



The data representation would be something like, SPID, text, and download reason.



Major points/processing flow/high-level requirements:



1. This recovery of SPID enhancement will implement a new recovery request type.  This will be used with the lnpDownload message.  This is optional functionality.



2. This recovery of SPID enhancement only applies to recovery mode, not normal mode.



3. No reports are required for this recovery enhancement.


4. The data representation would include, SPID, SP name, and download reason.



5. NPAC regional tunables will be added for 187-Linked Replies capable Service Providers (maximum recoverable data, Blocking Factor).



6. No Service Provider specific tunables are required for this recovery enhancement.



7. This new request type can be used by both 187-Service Providers (linked replies will be sent), and non-187-Service Providers (regular non-linked reply will be sent).



8. SOA/LSMS associates to the NPAC and uses the new request type with the lnpDownload message.  The NPAC:



a. Validates the message by the requesting SOA/LSMS



b. Validates maximum recovery size (if over the max size, an error message is returned)



c. Uses SP Profile flags for linked replies



d. Skips checks for SP Profile flags for ranges, notification types, EDR, and skips check for NPA-NXX filters



e. Packages up and sends the maximum data given the different variables and tunable settings.  This process continues until all requested recoverable data has been sent to the requesting SOA/LSMS.



9. Upon completion of recovery, SOA/LSMS sends existing recovery complete message (lnpRecoveryComplete), and processing between SOA/LSMS and NPAC continues in normal mode.



Note:  If NANC 351 is implemented at the same as this change order, changes will need to be made to this documented functionality to support SWIM recovery of SPID data.



Requirements:



Req 1
Service Provider Data Recovery



NPAC SMS shall provide a mechanism that allows a SOA or LSMS to recover service provider downloads that were missed during a broadcast to the SOA or LSMS.



Req 2
Service Provider Data Recovery Only in Recovery Mode



NPAC SMS shall allow a SOA or LSMS to recover service provider data ONLY in recovery mode.



Req 3
Service Provider Data Recovery – Order of Recovery



NPAC SMS shall recover all service provider data download broadcasts in time sequence order when service provider recovery is requested by the SOA or LSMS.



Req 4
Service Provider Data Recovery – Time Range Limit



NPAC SMS shall use the Maximum Download Duration Tunable to limit the time range requested in a service provider data recovery request.



Req 5
Service Provider Data Recovery – SOA and LSMS Independence



NPAC SMS shall support the recovery of service provider data for the SOA and LSMS as independent requests.



Req 6
Service Provider Data Recovery – SOA Network Data



NPAC SMS shall allow the SOA to only recover service provider data downloads intended for the SOA.



Req 7
Service Provider Data Recovery – LSMS Network Data



NPAC SMS shall allow the LSMS to only recover service provider data downloads intended for the LSMS.



Req 8
Service Provider Data Recovery – Network Data Criteria



NPAC SMS shall support the following service provider data download criteria:



· Time-range (optional)



· Single Service Provider or all Service Providers (required)



Req 9
Service Provider Data Recovery – Network Data Choices



NPAC SMS shall require one of the following service provider data download choices:



· service-provider-data (with one of the two selections below)



· service-provider-ID


· all



RR3-336
NPAC Customer SOA Linked Replies Indicator



NPAC SMS shall provide a mechanism to indicate whether a Service Provider supports receiving Service Provider, Network and Notification Recovery Responses as Linked Replies to their SOA, via the SOA to NPAC SMS Interface.  (Previously NANC 187 Req 1)



RR3-339
NPAC Customer Local SMS Linked Replies Indicator



NPAC SMS shall provide a mechanism to indicate whether a Service Provider supports receiving Service Provider, Network, Subscription, and Notification Recovery Responses as Linked Replies to their Local SMS, via the NPAC SMS to Local SMS Interface.  (Previously NANC 187 Req 6)



RR3-342
Service Provider and Network Data Linked Replies Blocking Factor – Tunable Parameter



NPAC SMS shall provide a Network Data Linked Replies Blocking Factor tunable parameter which is defined as the number of objects in a single linked reply sent in response to a Service Provider or network data recovery request sent by a SOA/LSMS, when the SOA/LSMS supports Linked Replies.  (Previously NANC 187 Req 12)



RR3-351
Service Provider and Network Data Maximum Linked Recovered Objects – Tunable Parameter



NPAC SMS shall provide a Network Data Maximum Linked Recovered Objects tunable parameter which is defined as the maximum number of objects sent in response to a Service Provider or network data recovery request sent by a SOA/LSMS, when the SOA/LSMS supports Linked Replies.  (Previously NANC 187 Req 26)



Req 10
Linked Replies Information – Sending Linked Replies During Service Provider Data Recovery to SOA



NPAC SMS shall send Service Provider data in response to a recovery request, via the SOA to NPAC SMS Interface, to a SOA that support Linked Replies, in groups of objects based on the Network Data Linked Replies Blocking Factor tunable parameter value.



Req 11
Linked Replies Information – Sending Linked Replies During Service Provider Data Recovery to Local SMS



NPAC SMS shall send Service Provider data in response to a recovery request, via the NPAC SMS to Local SMS Interface, to a Local SMS that support Linked Replies, in groups of objects based on the Network Data Linked Replies Blocking Factor tunable parameter value.



Req 12
Linked Replies Information – Service Provider Data Recovery Maximum Size to SOA



NPAC SMS shall allow Service Provider data in response to a recovery request, via the SOA to NPAC SMS Interface, to a SOA that support Linked Replies, to be as large as the Network Data Maximum Linked Recovered Objects tunable parameter value.



Req 13
Linked Replies Information – Service Provider Data Recovery Maximum Size to Local SMS



NPAC SMS shall allow Service Provider data in response to a recovery request, via the NPAC SMS to Local SMS Interface, to a Local SMS that support Linked Replies, to be as large as the Network Data Maximum Linked Recovered Objects tunable parameter value.



IIS



Modification of existing IIS Flows – The flow pictures for recovery remain the same, i.e., M-ACTION Response (network data).  The words of the flow descriptions will be changed to include SPID.



B.7
Local SMS and SOA Recovery



…



It is optional as to whether the Local SMS recovers Service Provider Data, Network Data, Subscription Data, Notification Data, or any combination of the four; and if the SOA recovers the Service Provider Data, Network Data, Notification Data, or any combination of the three.  For an Local SMS or SOA that initiates recovery, the only step that is required is the lnpRecoveryComplete message, at the end of all previous data recovery requests.  This instructs the NPAC SMS to send previously queued messages, at the next scheduled retry interval, and resume normal processing.



It is also expected that the order of recovery would be Service Provider Data, followed by Network Data, Subscription Data, then Notification Data.


GDMO



-- 17.0 LNP Service Provider Network Managed Object Class



serviceProvNetwork MANAGED OBJECT CLASS



    DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;



    CHARACTERIZED BY



        serviceProvNetworkPkg;



    CONDITIONAL PACKAGES



        serviceProvDownloadReasonPkg PRESENT IF



            !the service provider has the download reason populated!;


    REGISTERED AS {LNP-OIDS.lnp-objectClass 17};



serviceProvNetworkPkg PACKAGE



    BEHAVIOUR



        serviceProvNetworkDefinition,



        serviceProvNetworkBehavior;



    ATTRIBUTES



        serviceProvID GET,



        serviceProvName GET-REPLACE,



-- 46.0 Service Provider Download Reason Package



serviceProvDownloadReasonPkg PACKAGE



    BEHAVIOUR serviceProvDownloadReasonPkgBehavior;



    ATTRIBUTES



        serviceProvDownloadReason GET-REPLACE;



    REGISTERED AS {LNP-OIDS.lnp-package 46};



serviceProvDownloadReasonPkgBehavior BEHAVIOUR



    DEFINED AS !



        This package provides for conditionally including the



        serviceProvDownloadReason attribute.



    !;


    ;



ASN.1



DownloadAction ::= CHOICE {



    subscriber-download [0] EXPLICIT SubscriptionDownloadCriteria,



    network-download [1] NetworkDownloadCriteria,



    block-download [2] BlockDownloadCriteria,



    service-prov-download [3] ServiceProvDownloadCriteria


}



ServiceProvDownloadCriteria::= SEQUENCE {



    time-range [0] TimeRange OPTIONAL,



    service-prov-choice [1] EXPLICIT CHOICE {



        service-prov [0] ServiceProvId,



        all-service-provs [1] NULL



    }



}


DownloadReply ::= SEQUENCE {



    status ENUMERATED {



        success (0),



        failed (1),



        time-range-invalid (2),



        criteria-to-large (3),



        no-data-selected (4)



    },



    downloaddata CHOICE {



        subscriber-data [0] SubscriptionDownloadData,



        network-data [1] NetworkDownloadData,



        block-data [2] BlockDownloadData,



         service-prov-data [3] ServiceProvDownloadData


    } OPTIONAL



}



ServiceProvDownloadData  ::= SET OF SEQUENCE {



        service-prov-id [0] ServiceProvId,



         service-prov-type [1] ServiceProviderType OPTIONAL,



        service-prov-name [2] ServiceProvName OPTIONAL,



        service-prov-download-reason [3] DownloadReason



    },


Origination Date:  5/6/03



Originator:  LNPAWG APT


Change Order Number:  NANC 383


Description:  Separate SOA Channel for Notifications



Cumulative SP Priority, Weighted Average:  15, (15.45)



Functional Backwards Compatible:  YES



IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			


			Med


			Med


			N/A








Business Need:



Currently, most SOAs have one association to the NPAC SMS over which all interface traffic is sent and received.  As volume increases over the interface, a SOA may desire a separate channel for notification traffic.  This change order would separate out notifications with other messages, such that a separate channel will be established for SOA notifications versus all other SOA messages.  This performance related change order allows additional throughput on both channels.



Description of Change:



The NPAC SMS would support a separate channel for SOA notifications and manage the distribution of transactions to the SOA such that notification are send on one channel and all other SOA traffic is sent on a different channel.



Major points/processing flow/high-level requirements:



1. The NPAC exchanges messages with the SOA.  For every request from either the SOA or NPAC, a response is required from the recipient system.  In overload situations, many messages (including requests, responses, and notifications) can be backed up.


a. Requests and responses have a higher priority than all notifications, so in an overload situation all requests/responses are processed before starting on the notifications, regardless of origination time.  The algorithm is “whatever-comes-in, highest-priority-is-first-out”.


b. In order to alleviate the backlog in an overload situation, a SOA will be allowed to establish a dedicated SOA association for notifications.  This will allow the current SOA association to have a “first-in, first-out” algorithm for requests/responses, and the notification association will also have a “first-in, first-out” algorithm for notification.


2. A new SP specific tunable, SOA Notification Channel (SNC), will indicate whether or not a SOA supports receiving request/response messages (network data, SV data) on one SOA association and SOA notifications on a separate SOA association.


3. SNC (when value set to TRUE) will be used to allow a Service Provider to establish a SOA association specifically for notifications.


4. SOA function masks will be changed to handle the SOA requests/responses and notifications transmitting across their applicable SOA associations.


5. NPAC processing in a SNC environment.  Applicable for Service Providers with SNC set to TRUE.



a. When a Service Provider does not support SNC with the NPAC:



i. All SOA traffic (network data, SV data, notifications) flow across the one SOA association.



ii. Priority of messages is based on current functionality.



iii. SOA Recovery is based on current functionality.



b. When a Service Provider does support SNC with the NPAC:



i. In instances where only one SOA association is available, the NPAC sends all applicable SOA traffic (network data, SV data, notifications) across the one SOA association based on the functionality mask defined for that SOA association.



ii. In instances where a separate SOA notification has been established, the NPAC sends all data based on functionality mask.  The standard configuration includes, all non-notification SOA traffic (network data, SV data) across the one SOA association, and all notification SOA traffic across the other SOA association dedicated to SOA notifications.



iii. SOA Recovery is based on the functionality supported by that binding association.



1. The current SOA association will be used for network data recovery.



2. The new notification association will be used for notification data recovery.



Requirements:



Req 1
SOA Notification Channel Service Provider Tunable



NPAC SMS shall provide a Service Provider SOA Notification Channel tunable parameter which defines whether a SOA supports a separate SOA association dedicated to notifications.



Req 2
SOA Notification Channel Service Provider Tunable – Default



NPAC SMS shall default the Service Provider SOA Notification Channel tunable parameter to FALSE.



Req 3
SOA Notification Channel Service Provider Tunable – Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Notification Channel tunable parameter.



Req 4
Separation of Association Functions



Requirement deleted.  Restriction too limited.  SOA, even with tunable TRUE, should be allowed to have just a single association for all SOA function masks.


Req 5
Separate Association for the Notification Function From different NSAPs



NPAC SMS shall accept a separate association from the SOA for the Notification function from different Service Provider NSAPs, when the SOA Notification Channel tunable is set to TRUE.



Req 6
Security Management of Multiple SOA Associations of Different Association Functions



NPAC SMS shall manage security for multiple SOA associations of different association functions from different Service Provider NSAPs.



Req 7
Sending of SOA Notifications when Notification Channel is Active



NPAC SMS shall send notifications for a particular Service Provider across a Notification Channel when it is active.



Req 8
Separate Notification Channel during Recovery



NPAC SMS shall only allow a separate Notification Channel association to request notification recovery, when the Service Provider SOA Notification Channel tunable is TRUE.



Req 9
Treatment of Multiple Associations when there is an Intersection of Association Function



NPAC SMS shall accept an association bind request, in the case of an intersection of the association functions of an existing SOA association, and abort any previous associations that use that same function.



IIS



Update the table in Chapter 5 (5.2.1.8, Association Function):



Add the new bit mask as an entry in the table.



Add to the end of Chapter 5:



5.x Separate SOA Channel for Notifications



A SOA system may connect to the NPAC SMS with multiple SOA channels (i.e., associations) for different functions (different bit masks), specifically request/response data versus notification data.  The NPAC SMS will distribute transactions across these SOA associations based on functionality (different bit masks).  This allows additional throughput on both associations.



GDMO



lnpDownload ACTION



    BEHAVIOUR



        lnpDownloadDefinition,



        lnpDownloadBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.DownloadAction;



    WITH REPLY SYNTAX LNP-ASN1.DownloadReply;



    REGISTERED AS {LNP-OIDS.lnp-action 1};



lnpDownloadBehavior BEHAVIOUR



    DEFINED AS !



        The SOA or LSMS is capable of recovering data based on the association functions. The SOA recovers network data using the data download association function (dataDownload). The SOA recovers notification data using the network data management association function (networkDataMgmt).  If a SOA supports a separate SOA channel, the SOA recovers notification data using the notification download association function (notificationDownload).


-- 15.0 Notification Recovery Action



lnpNotificationRecovery ACTION



    BEHAVIOUR



        lnpNotificationRecoveryDefinition,



        lnpNotificationRecoveryBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.NetworkNotificationRecoveryAction;



    WITH REPLY SYNTAX LNP-ASN1.NetworkNotificationRecoveryReply;



    REGISTERED AS {LNP-OIDS.lnp-action 15};



lnpNotificationRecoveryBehavior BEHAVIOUR



    DEFINED AS !



        The SOA or LSMS is capable of recovering data based on the association functions. The SOA recovers network data using the data download association function (dataDownload). The SOA recovers notification data using the network data management association function (networkDataMgmt). If a SOA supports a separate SOA channel, the SOA recovers notification data using the notification download association function (notificationDownload).


ASN.1



SoaUnits ::= SEQUENCE {



    soaMgmt [0] NULL OPTIONAL,



    networkDataMgmt [1] NULL OPTIONAL,



    dataDownload [2] NULL OPTIONAL,



    notificationDownload [3] NULL OPTIONAL


}



Origination Date:  9/4/97



Originator:  Bellcore



Change Order Number:  NANC 151


Description:  TN and Number Pool Block Addition to Notifications


Cumulative SP Priority, Weighted Average:  16, (15.83)



Pure Backwards Compatible:  NO



Functional Backwards Compatible:  YES



IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			N


			Y


			Y


			Low


			High


			N/A








Business Need:


This change order saves research time for SOA operational staff when they receive a notification for a subscription version that has inadvertently been removed from their local database or was never received.  Currently, only the NPAC subscription version id (SVID) is included in the notification message.  If the SOA missed the subscription version create message (“object creation”, which includes both TN and SVID), any subsequent notification that the NPAC sends cannot be associated with the TN, since those subsequent notifications currently do not include the TN.



Description of Change:



It has been requested that the TN for the subscription version be added to all notifications that currently contain SVID but not TN from the NPAC SMS.  It is possible for a SOA in a disconnect or modify-active situation, to not have the SV record in their database.  Therefore, when the attribute/status change notification comes from the NPAC SMS, there is no way to correlate its version id with the TN on the disconnect or modify request in SOA.



This would be a deviation from the standard since the TN would not have been an attribute that was changed.



Jun 00 LNPAWG (Chicago), Additionally, the same type of change should be done for Number Pool Block (i.e., add the NPA-NXX-X to all notifications that currently contain Block-ID but not NPA-NXX-X).



Requirements:



Req 1
Subscription Version Status Attribute Value Change – Send TN



NPAC SMS shall, based on the Subscription Version TN Attribute Flag Indicator, send the Subscription Version TN when sending a Subscription Version Status Attribute Value Change notification.



Req 2
Subscription Version Attribute Value Change – Send TN



NPAC SMS shall, based on the Subscription Version TN Attribute Flag Indicator, send the Subscription Version TN when sending a Subscription Version Attribute Value Change notification.



Req 3
Number Pool Block Status Attribute Value Change – Send NPA-NXX-X



NPAC SMS shall, based on the Number Pool Block NPA-NXX-X Attribute Flag Indicator, send the Number Pool Block NPA-NXX-X when sending a Number Pool Block Status Attribute Value Change notification.



Req 4
Number Pool Block Attribute Value Change – Send NPA-NXX-X



NPAC SMS shall, based on the Number Pool Block NPA-NXX-X Attribute Flag Indicator, send the Number Pool Block NPA-NXX-X when sending a Number Pool Block Attribute Value Change notification.



Req 5
Subscription Version TN Attribute Flag Indicator 



NPAC SMS shall provide a Subscription Version TN Attribute Flag Indicator, which is defined as an indicator on whether or not the Service Provider supports receipt of the Subscription Version TN attribute in a Subscription Version Status Attribute Value Change or Attribute Value Change notification.



Req 6
Modification of Subscription Version TN Attribute Flag Indicator



NPAC SMS shall allow the NPAC Personnel, via the NPAC Administrative Interface, to modify the Subscription Version TN Attribute Flag Indicator.



Req 7
Subscription Version TN Attribute Flag Indicator Default Value



NPAC SMS shall default the Subscription Version TN Attribute Flag Indicator to FALSE.



Req 8
Number Pool Block NPA-NXX-X Attribute Flag Indicator 



NPAC SMS shall provide a Number Pool Block NPA-NXX-X Attribute Flag Indicator, which is defined as an indicator on whether or not the Service Provider supports receipt of the Number Pool Block NPA-NXX-X attribute in a Number Pool Block Status Attribute Value Change or Attribute Value Change notification.



Req 9
Modification of Number Pool Block NPA-NXX-X Attribute Flag Indicator



NPAC SMS shall allow the NPAC Personnel, via the NPAC Administrative Interface, to modify the Number Pool Block NPA-NXX-X Attribute Flag Indicator.



Req 10
Number Pool Block NPA-NXX-X Attribute Flag Indicator Default Value



NPAC SMS shall default the Number Pool Block NPA-NXX-X Attribute flag Indicator to FALSE.



IIS



No Changes Required



GDMO



-- 11.0 LNP Subscription Version Status Attribute Value Change Notification 
subscriptionVersionStatusAttributeValueChange NOTIFICATION 
    BEHAVIOUR  subscriptionVersionStatusAttributeValueChangeBehavior; 
    WITH INFORMATION SYNTAX  LNP-ASN1.VersionStatusAttributeValueChange 
    AND ATTRIBUTE IDS 
        value-change-info subscriptionVersionAttributeValueChangeInfo, 
        failed-service-provs subscriptionFailed-SP-List, 
        status-change-cause-code subscriptionStatusChangeCauseCode, 
        subscription-tn subscriptionTN, 
        access-control accessControl; 
    REGISTERED AS {LNP-OIDS.lnp-notification 11}; 
subscriptionVersionStatusAttributeValueChangeBehavior BEHAVIOUR 
    DEFINED  AS ! 
        This notification type is used to report changes to the 
        subscriptionVersionStatus field.  It is identical to an 
        attribute value change notification as defined in M.3100 
        except for the addition of the list of failed service 
        providers in cases where the version status is active, failed or 
        partial failure and the subscriptionStatusChangeCauseCode if 
        it is set. 
        Failed lists will also be potentially sent for subscription versions 
        with statuses of active, failed, partial failure, and old. 



        If the service provider's <> indicator is set in their service provider profile, 
        the subcriptionTN is provided. 
    !; 



-- 13.0 LNP Number Pool Block Status Attribute Value Change Notification 
numberPoolBlockStatusAttributeValueChange NOTIFICATION 
    BEHAVIOUR  numberPoolBlockStatusAttributeValueChangeBehavior; 
    WITH INFORMATION SYNTAX 
LNP-ASN1.NumberPoolBlockStatusAttributeValueChange 
    AND ATTRIBUTE IDS 
        value-change-info subscriptionVersionAttributeValueChangeInfo, 
        failed-service-provs numberPoolBlockFailed-SP-List, 
        access-control accessControl, 
        npa-nxx-x numberPoolBlockNPA-NXX-X; 
    REGISTERED AS {LNP-OIDS.lnp-notification 13}; 
numberPoolBlockStatusAttributeValueChangeBehavior BEHAVIOUR 
    DEFINED  AS ! 
        This notification is used to report changes to the 
        numberPoolBlockStatus field. It is identical 
        to an attribute value change notification as defined in M.3100 
        except for the addition of the list of failed service 
        providers. 
        The failed service provider list reflects the EDR service 
        providers who failed to receive the number pool block and any non-EDR 
        service provider who failed to receive the corresponding subscription 
        versions of LNP type equal to 'pool'. 
        Failed lists will be potentially sent for number pool blocks 
        with statuses of active, failed, partial failure and old. This 
        notification will be sent to the SOAs when the 
        numberPoolBlockSOA-Origination is true for the number pool block 
        object. 
  
        If the service provider's <> indicator is set in their service provider profile, 
        the numberPoolBlockNPA-NXX-X is provided. 
    !; 



subscriptionAuditPkg PACKAGE



    BEHAVIOUR



        subscriptionAuditDefinition,



        subscriptionAuditBehavior;



    ATTRIBUTES



        subscriptionAuditId GET,



        subscriptionAuditName GET,



        subscriptionAuditStatus GET,



        subscriptionAuditAttributeList GET,



        subscriptionAuditTN-Range GET,



        subscriptionAuditServiceProvIdRange GET,



        subscriptionAuditNumberOfTNs GET,



        subscriptionAuditNumberOfTNsComplete GET,



        subscriptionAuditRequestingSP GET;



    NOTIFICATIONS



        subscriptionAuditResults,



        subscriptionAudit-DiscrepancyRpt,



        "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":attributeValueChange



            accessControlParameter phoneNumberParameter,


        "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":objectCreation



            accessControlParameter,



        "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":objectDeletion



            accessControlParameter;



    ;



-- 21.0 LNP NPAC Subscription Version Managed Object Class



subscriptionVersionNPAC MANAGED OBJECT CLASS



    DERIVED FROM subscriptionVersion;



    CHARACTERIZED BY



        subscriptionVersionNPAC-Pkg;



    REGISTERED AS {LNP-OIDS.lnp-objectClass 21};



subscriptionVersionNPAC-Pkg PACKAGE



    BEHAVIOUR



        subscriptionVersionNPAC-Definition,



        subscriptionVersionNPAC-Behavior;



    ATTRIBUTES



        subscriptionVersionStatus GET-REPLACE,



        subscriptionOldSP GET-REPLACE,



        subscriptionNewSP-DueDate GET-REPLACE,



        subscriptionNewSP-CreationTimeStamp GET-REPLACE,



        subscriptionOldSP-DueDate GET-REPLACE,



        subscriptionOldSP-Authorization GET-REPLACE,



        subscriptionStatusChangeCauseCode GET-REPLACE,



        subscriptionOldSP-AuthorizationTimeStamp GET-REPLACE,



        subscriptionBroadcastTimeStamp GET-REPLACE,



        subscriptionConflictTimeStamp GET-REPLACE,



        subscriptionCustomerDisconnectDate GET-REPLACE,



        subscriptionEffectiveReleaseDate GET-REPLACE,



        subscriptionDisconnectCompleteTimeStamp GET-REPLACE,



        subscriptionCancellationTimeStamp GET-REPLACE,



        subscriptionCreationTimeStamp GET-REPLACE,



        subscriptionFailed-SP-List GET-REPLACE,



        subscriptionModifiedTimeStamp GET-REPLACE,



        subscriptionOldTimeStamp GET-REPLACE,



        subscriptionOldSP-CancellationTimeStamp GET-REPLACE,



        subscriptionNewSP-CancellationTimeStamp GET-REPLACE,



        subscriptionOldSP-ConflictResolutionTimeStamp GET-REPLACE,



        subscriptionNewSP-ConflictResolutionTimeStamp GET-REPLACE,



        subscriptionPortingToOriginal-SPSwitch GET-REPLACE,



        subscriptionPreCancellationStatus GET-REPLACE,



        subscriptionTimerType GET,



        subscriptionBusinessType GET;



    NOTIFICATIONS



        subscriptionVersionOldSP-ConcurrenceRequest,



        subscriptionVersionNewSP-CreateRequest,



        subscriptionVersionOldSPFinalConcurrenceWindowExpiration,



        subscriptionVersionNewNPA-NXX,



        subscriptionVersionCancellationAcknowledgeRequest,



        subscriptionVersionDonorSP-CustomerDisconnectDate,



        subscriptionVersionStatusAttributeValueChange,



        subscriptionVersionNewSP-FinalCreateWindowExpiration,



        "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 :



1992":attributeValueChange



            accessControlParameter phoneNumberParameter,


        "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":objectCreation



            accessControlParameter;



    ;



-- 30.0 Number Pool Block NPAC Data Managed Object Class



--



numberPoolBlockNPAC MANAGED OBJECT CLASS



    DERIVED FROM numberPoolBlock;



    CHARACTERIZED BY



        numberPoolBlockNPAC-Pkg;



    REGISTERED AS {LNP-OIDS.lnp-objectClass 30};



numberPoolBlockNPAC-Pkg PACKAGE



    BEHAVIOUR



        numberPoolBlockNPAC-Definition,



        numberPoolBlockNPAC-Behavior;



    ATTRIBUTES



        numberPoolBlockBroadcastTimeStamp GET,



        numberPoolBlockCreationTimeStamp GET,



        numberPoolBlockDisconnectCompleteTimeStamp GET,



        numberPoolBlockModifiedTimeStamp GET,



        numberPoolBlockSOA-Origination GET-REPLACE,



        numberPoolBlockStatus GET,



        numberPoolBlockFailed-SP-List GET;



    NOTIFICATIONS



        numberPoolBlockStatusAttributeValueChange,



        "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":attributeValueChange



            accessControlParameter phoneNumberParameter,


        "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":objectCreation



            accessControlParameter;



    ;



-- 4.0 Phone Number Parameter



phoneNumberParameter PARAMETER



    CONTEXT EVENT-INFO;



    WITH SYNTAX LNP-ASN1.PhoneNumber;



    REGISTERED AS {LNP-OIDS.lnp-parameter 4};


subscriptionAuditBehavior BEHAVIOUR



    DEFINED AS !



        When the subscriptionAuditStatus changes an attribute value



        change will be emitted to the audit requester. The TN of the SV



        will be put in the additionalInformation parameter of AttributeValueChangeInfo



        that is defined in the standard Attribute-ASN1Module.



...



subscriptionVersionNPAC-Behavior BEHAVIOUR



    DEFINED AS !




...




The TN of the SV will be put in the additionalInformation parameter 




of AttributeValueChangeInfo that is defined in the standard 




Attribute-ASN1Module.





...



lnpLogStatusAttributeValueChangeRecord MANAGED OBJECT CLASS



    DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 :



1992":eventLogRecord;



    CHARACTERIZED BY



        lnpLogStatusAttributeValueChangePkg;



    CONDITIONAL PACKAGES



        subscriptionVersionAttributeValueChangeFailed-SP-ListPkg PRESENT IF



            !the version broadcast failed!,



        subscriptionStatusChangeCauseCodePkg PRESENT IF



            !the version status is set to conflict by the old service



             provider!,





subscriptionVersionTNPkg PRESENT IF



            !the subscription version TN is supported by the service provider






 in SAVC notifications!;


    REGISTERED AS {LNP-OIDS.lnp-objectClass 10};



lnpLogNumberPoolBlockStatusAttributeValueChangeRecord MANAGED OBJECT CLASS



    DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 :



1992":eventLogRecord;



    CHARACTERIZED BY



        lnpLogNumberPoolBlockStatusAttributeValueChangePkg;



    CONDITIONAL PACKAGES



        numberPoolBlockAttributeValueChangeFailed-SP-ListPkg PRESENT IF



            !the number pool block broadcast failed!,





numberPoolBlockNPA-NXX-XPkg PRESENT IF



            !the number pool block npa-nxx-x is supported by the service 






 provider in the number pool block status attribute value





  
 change notification.!;      



    REGISTERED AS {LNP-OIDS.lnp-objectClass 28};



numberPoolBlockNPAC-Behavior BEHAVIOUR



    DEFINED AS !




...




The NPA-NXX-X value of the number pool block will be put in the 




 additionalInformation parameter of AttributeValueChangeInfo that is 




 defined in the standard Attribute-ASN1Module.



...



subscriptionVersionTNPkg PACKAGE



    BEHAVIOUR subscriptionVersionTNPkgBehavior;



    ATTRIBUTES



        subscriptionTN GET;



    REGISTERED AS {LNP-OIDS.lnp-package 53};



subscriptionVersionTNPkgBehavior BEHAVIOUR



    DEFINED AS !



        This package provides for conditionally including the



        subscription TN number attribute.



    !;


-- 54.0 LNP Number Pool Block NPA-NXX-X Package



numberPoolBlockNPA-NXX-XPkg PACKAGE



    BEHAVIOUR





numberPoolBlockNPA-NXX-XPkgBehavior;



    ATTRIBUTES



        numberPoolBlockNPA-NXX-X GET;



    REGISTERED AS {LNP-OIDS.lnp-package 54};



numberPoolBlockNPA-NXX-XPkgBehavior BEHAVIOUR



    DEFINED AS !



        This package provides for conditionally including the



        numberPoolBlock NPA-NXX-X value in



        lnpLogNumberPoolBlockStatusAttributeValueChangeRecord object.



    !;



subscriptionVersionStatusAttributeValueChange NOTIFICATION



    BEHAVIOUR  subscriptionVersionStatusAttributeValueChangeBehavior;



    WITH INFORMATION SYNTAX  LNP-ASN1.VersionStatusAttributeValueChange



    AND ATTRIBUTE IDS



        value-change-info subscriptionVersionAttributeValueChangeInfo,



        failed-service-provs subscriptionFailed-SP-List,



        status-change-cause-code subscriptionStatusChangeCauseCode,



        access-control accessControl,





subscription-tn subscriptionTN;



numberPoolBlockStatusAttributeValueChange NOTIFICATION



    BEHAVIOUR  numberPoolBlockStatusAttributeValueChangeBehavior;



    WITH INFORMATION SYNTAX  LNP-ASN1.NumberPoolBlockStatusAttributeValueChange



    AND ATTRIBUTE IDS



        value-change-info subscriptionVersionAttributeValueChangeInfo,



        failed-service-provs numberPoolBlockFailed-SP-List,



        access-control accessControl,



        npa-nxx-x numberPoolBlockNPA-NXX-X; 



    REGISTERED AS {LNP-OIDS.lnp-notification 13};


ASN.1



NumberPoolBlockStatusAttributeValueChange ::= SEQUENCE { 
    value-change-info [0] AttributeValueChangeInfo, 
    failed-service-provs [1] Failed-SP-List OPTIONAL, 
    access-control [2] LnpAccessControl, 
    block-npa-nxx-x [3] NPA-NXX-X OPTIONAL 
} 



VersionStatusAttributeValueChange ::= SEQUENCE { 
    value-change-info [0] AttributeValueChangeInfo, 
    failed-service-provs [1] Failed-SP-List OPTIONAL, 
    subscription-status-change-cause-code [2] SubscriptionStatusChangeCauseCode 
        OPTIONAL, 
    access-control [3] LnpAccessControl , 
    subscription-tn [4] PhoneNumber OPTIONAL 



} 



RangeStatusAttributeValueChangeInfo ::= SEQUENCE {



   version-id [0] RangeNotifyID-Info,



   value-change-info [1] AttributeValueChangeInfo,



   failed-service-provs [2] Failed-SP-List OPTIONAL,



   subscription-status-change-cause-code [3] SubscriptionStatusChangeCauseCode OPTIONAL,



   tn-range [4] TN-Range OPTIONAL


}



RangeAttributeValueChangeInfo ::= SEQUENCE {



   version-id RangeNotifyID-Info,



   value-change-info AttributeValueChangeInfo,



   tn-range [0] TN-Range OPTIONAL


} 



NumberPoolBlockStatusAttributeValueChangeRecovery ::= SEQUENCE {



    value-change-info [0] AttributeValueChangeInfo,



    failed-service-provs [1] Failed-SP-List OPTIONAL,



  block-npa-nxx-x [2] NPA-NXX-X OPTIONAL 
}



VersionStatusAttributeValueChangeRecovery ::= SEQUENCE {



    value-change-info [0] AttributeValueChangeInfo,



    failed-service-provs [1] Failed-SP-List OPTIONAL,



    subscription-status-change-cause-code [2] SubscriptionStatusChangeCauseCode



        OPTIONAL,



    subscription-tn [3] PhoneNumber OPTIONAL


}



Origination Date:  8/11/1997



Originator:  CMA


Change Order Number:  NANC 138


Description:  Definition of Cause Code



Cumulative SP Priority, Weighted Average:  17, (16.36)


Functional Backwards Compatible:  YES



IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			


			


			


			Low


			Low


			Low








Business Need:



Currently the “NPAC SMS Automatic Conflict from Cancellation”, notification does not have a distinct Cause Code.



This Change Order will provide a notification with a Cause Code enabling the SP to take the proper action to minimize service interruption for the customer being ported.



Description of Change:



NANC 54 defined the cause code values and the FRS was to be updated.  Due to an oversight this update was not made in the FRS.  The change was going to be applied in FRS 1.4 and 2.2.  However, a discrepancy was found. The defined values specified in NANC 54 are as follows:



The values less than 50 were reserved for NPAC SMS internal use.



Other defined values are:



0 – NULL (DO NOT MODIFY)



1 -
NPAC automatic cancellation



50 -
LSR Not Received



51 -
FOC Not Issued



52 -
Due Date Mismatch



53 -
Vacant Number Port



54 -
General Conflict



In the table in the FRS the following cause code is defined:  NPAC SMS Automatic Conflict from Cancellation



There is no corresponding code defined in Change Order NANC 54.  Is there a numeric value or is this cause code valid?



Requirements:



Requirements for the cause code addition would be as follows:



RR5-36 should be renumbered to RR5-36.2.



Req 1 (new number will be RR5-36.1) – Cancel Subscription Version – Cause Code for New SP Timer Expiration



NPAC SMS shall set the cause code to “NPAC SMS Automatic Conflict from Cancellation” after setting the Subscription Version status to conflict from cancel-pending when the new Service Provider has not acknowledged the cancellation and after the Cancellation-Final Concurrence Window has expired.



RR5-36 RR5-36.2
Cancel Subscription Version - Inform Service Providers of Conflict Status



NPAC SMS shall notify the old and new Service Providers upon setting a Subscription Version to conflict. 



Note:  If the cause code value is set to “NPAC SMS Automatic Conflict from Cancellation”, and the Service Provider does NOT support this cause code, then a value set to “NPAC SMS Automatic Cancellation” will be sent.



SV data model update:



			Status Change Cause Code


			N (2)


			


			Used to specify reason for conflict when old Service Provider Authorization is set to False, or to indicate NPAC SMS initiated cancellation. Valid values are: 



0 - No value



1 - NPAC SMS Automatic Cancellation



2 -
NPAC SMS Automatic Conflict from Cancellation



50 - LSR Not Received



51 - FOC Not Issued



52 - Due Date Mismatch



53 - Vacant Number Port



54 – General Conflict








Req 1 – Cancel-Pending-to-Conflict Cause Code Indicator



NPAC SMS shall provide a Cancel-Pending-to-Conflict Cause Code Indicator tunable parameter which defines whether a SOA supports a Conflict message that uses the Cancel-Pending-to-Conflict Cause Code.



Note:  For Service Providers that do NOT support the Cancel-Pending-to-Conflict Cause Code, the NPAC will continue to send the value associated with the Automatic Cancellation Cause Code.



Req 2 – Cancel-Pending-to-Conflict Cause Code Indicator Default



NPAC SMS shall default the Service Provider SOA Cancel-Pending-to-Conflict Cause Code Indicator tunable parameter to FALSE.



Req 3 – Cancel-Pending-to-Conflict Cause Code Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Cancel-Pending-to-Conflict Cause Code Indicator tunable parameter.



IIS:



No change required.



GDMO:






-- 103.0 LNP Subscription Status Change Cause Code



subscriptionStatusChangeCauseCode ATTRIBUTE



    WITH ATTRIBUTE SYNTAX LNP-ASN1.SubscriptionStatusChangeCauseCode;



    MATCHES FOR EQUALITY;



    BEHAVIOUR subscriptionStatusChangeCauseCodeBehavior;



    REGISTERED AS {LNP-OIDS.lnp-attribute 103};



subscriptionStatusChangeCauseCodeBehavior BEHAVIOUR



    DEFINED AS !



        This attribute is used to indicate the reason for putting a



        subscription version into conflict, or to indicate NPAC SMS



        initiated cancellation.



!;



ASN.1:



No change required.



Origination Date:  7/24/03



Originator:  NeuStar



Change Order Number:  NANC 386


Description:  Single Association for SOA/LSMS



Cumulative SP Priority, Weighted Average:  



Functional Backwards Compatible:  YES



IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			


			


			Low


			Low


			Low








Business Need:



Currently, the FRS does NOT address the number of concurrent connections to the NPAC using the same CMIP association function and specific bit mask value.  Therefore, there are no requirements to either support or deny this functionality.



Because change order ILL-5 was proposed during the initial implementation of the NPAC, the NPAC partially supports multiple associations.  This partial implementation can allow a situation where there are one or more non-functional CMIP associations between a SOA/LSMS and the NPAC.  This situation causes an unnecessary consumption of NPAC resources (and possibly SOA/LSMS resources as well).



This change order will remedy this situation (close the hole) by only allowing a single CMIP association between a SOA/LSMS and the NPAC, for any given association function and specific bit mask value.



Description of Change:



The association management function within the NPAC will be modified to allow a single CMIP association, per bit mask, between a SOA/LSMS and the NPAC.  In the proposed update, if a valid association is active, and a new association request with the same bit mask is sent from a SOA/LSMS to the NPAC, the NPAC will abort the first association, and process the request for the second association.



Aug ’03 LNPAWG, discussion:


This Change Order would only allow a single association for each SOA/LSMS.  NPAC would abort the existing association if a new request came in to establish a second association.  If implemented, and if we want ILL-5 down the road, we would have to back this functionality out.  Tekelec supports this Change Order but would want it fully tested because it is a behavioral change.  BellSouth stated they are concerned that this would preclude multiple associations as a means of addressing interface performance.  There was agreement to work the requirements for this Change Order.  If the next release package contains a need for multiple associations, then NANC 386 would not be implemented.  If no need for multiple associations, we could possibly implement NANC 386 in the next package.



Requirements:



No Change Required



IIS



Add to the end of Chapter 5:



5.x Single Association for SOA/LSMS



A SOA/LSMS system may connect to the NPAC SMS with one association for the same function (same bit mask).  The NPAC SMS will abort any previous associations that use that same function.



GDMO



No Change Required



ASN.1



ErrorCode ::= ENUMERATED {



    success (0),



    access-denied (1),



    retry-same-host (2),



    try-other-host (3),



    new-bind-received (4)


}



Origination Date:  4/12/02



Originator:  Bellsouth



Change Order Number:  NANC 357


Description:  Unique Identifiers for wireline versus wireless carriers (long term solution)



Cumulative SP Priority, Weighted Average:  



Functional Backwards Compatible:  YES



IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			


			Low


			Med-Low


			Med








Business Need:



In the LSR process, there is a need to identify a Service Provider’s port request as that from or to a Wireline or Wireless Service Provider in order to process the port request correctly within internal systems.  This information must match up with NPAC information on each Service Provider’s Type.  Without this information, port requests may be handled incorrectly thus effecting customer phone service including related E911 records.  This is especially crucial in fully mechanized LSR processing systems.



This long-term solution replaces the interim solution provided by the associated NANC Change Order, 356.



Description of Change:



The NPAC SMS shall provide a Service Provider Type indicator for each Service Provider.  This new indicator shall initially distinguish each Service Provider as either a Wireline Service Provider or a Wireless Service Provider.  The Service Provider Type indicator shall be able to distinguish additional “types” as deemed necessary in the future (e.g., it may be advantageous in the future to identify other Service Provider Types such as Reseller or Service Bureau).



This information shall be sent to the SOA/LSMS upon initial creation of the Service Provider, and upon modification of a Service Provider’s Type.



The Service Provider Type indicator shall be added to the Bulk Data Download file, available to a Service Provider’s SOA/LSMS.



The Service Provider Type indicator shall be Recoverable across the SOA/LSMS with the implementation of NANC 352.


Requirements:



Add to table 3-2, NPAC Customer Data Model.  New attribute is “Service Provider Type”.  Valid values include:



· Wireline



· Wireless



· Non-Carrier



· 


· SP-Type-3  (supported by the interface, but not accepted until industry use defined)



· SP-Type-4  (supported by the interface, but not accepted until industry use defined)


· SP-Type-5  (supported by the interface, but not accepted until industry use defined)


R4‑8
Service Provider Data Elements



NPAC SMS shall require the following data if there is no existing Service Provider data:



1. Service Provider name, address, phone number, and contact organization.



2. NPAC customer type.



3. Service Provider allowable functions.



4. Service Provider Network Address of NPAC SMS to Local SMS interface.



5. Service Provider Network Address of SOA to NPAC SMS interface.



6. Service Provider Security Contact. Contact data is security data when Contact Type is “SE.”



7. Service Provider Repair contact name and phone number. The default Service Provider Repair Contact and phone number shall be the same as the Service Provider contact and phone number, if the Service Provider Repair Contact information is left blank.



8. Service Provider billing name, address, phone number, and billing contact for NPAC SMS billing. The default for the Service Provider Billing data shall be the same as the Service Provider data, if the Service Provider Billing information is left blank.



9. Service Provider Download Indicator



10. Service Provider Maximum Query



11. NPAC New Functionality Support



12. Port In Timer Type



13. Port Out Timer Type



14. Business Hour/Days



15. NPAC Customer SOA NPA-NXX-X Indicator



16. NPAC Customer LSMS NPA-NXX-X Indicator



17. LSMS EDR Indicator



18. SOA Notification Priority for each SOA notification.  Separate values may be set for Status Attribute Value Change notifications based on whether the Service Provider is acting as the Old Service Provider or as the New Service Provider for the port as indicated in Appendix C, Table C-7 – SOA Notification Priority Tunables.



19. TN Range Notification Indicator



20. No New SP Concurrence Notification Indicator



The following data is optional:



· Service Provider Contact Type: SOA Contact, Local SMS, Web, Network Communications, Conflict Resolution, Operations, and User Administration Contact Address Information.



· NPAC Customer Associated Service Provider Information



21. Service Provider Type



Req 1 – Service Provider Type SOA Indicator 



NPAC SMS shall provide a Service Provider Type SOA Indicator tunable parameter which defines whether a SOA supports the Service Provider Type attribute.



Req 2 – Service Provider Type SOA Indicator Default



NPAC SMS shall default the Service Provider Type SOA Indicator tunable parameter to FALSE.



Req 3 – Service Provider Type SOA Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Type SOA Indicator tunable parameter.



Req 4 – Service Provider Type LSMS Indicator



NPAC SMS shall provide a Service Provider Type LSMS Indicator tunable parameter which defines whether an LSMS supports the Service Provider Type attribute.



Req 5 – Service Provider Type LSMS Indicator Default



NPAC SMS shall default the Service Provider Type LSMS Indicator tunable parameter to FALSE.



Req 6 – Service Provider Type LSMS Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Type LSMS Indicator tunable parameter.



Req 7 – Service Provider Type Attribute Modification Restriction



NPAC SMS shall only allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider Type attribute.



Req 8 – Service Provider Data Information Bulk Data Download – Support for Service Provider Type Data


NPAC SMS shall apply the Service Provider Type tunable support of the requesting Service Provider, in the creation of Service Provider bulk data download files.



Req 9 – Service Provider Data Information Service Provider Query – Support for Service Provider Type Data



NPAC SMS shall apply the Service Provider Type tunable support of the requesting Service Provider, in a query of Service Provider data.



IIS



 No change required.



GDMO



-- 17.0 LNP Service Provider Network Managed Object Class



serviceProvNetwork MANAGED OBJECT CLASS



    DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;



    CHARACTERIZED BY



        serviceProvNetworkPkg;



    CONDITIONAL PACKAGES



        serviceProvTypePkg PRESENT IF



            !the service provider has the service provider type information!;


    REGISTERED AS {LNP-OIDS.lnp-objectClass 17};



-- 45.0 Service Provider Type Package



serviceProvTypePkg PACKAGE



    BEHAVIOUR serviceProvTypePkgBehavior;



    ATTRIBUTES



        serviceProviderType GET-REPLACE;



    REGISTERED AS {LNP-OIDS.lnp-package 45};



serviceProvTypePkgBehavior BEHAVIOUR



    DEFINED AS !



        This package provides for conditionally including the



        serviceProviderType attribute.



        The Service Provider Type indicator initially distinguishes each 



        Service Provider as either a Wireline, Wireless, or Non-Carrier



        Service Provider. It will be able to distinguish additional types



        as deemed necessary in the future.



        This information is sent to the SOA/LSMS upon initial creation of the 



        Service Provider, or upon modification of a Service Provider's Type in the NPAC.



    !;


-- 155.0 LNP Service Provider Type



serviceProviderType ATTRIBUTE



    WITH ATTRIBUTE SYNTAX LNP-ASN1. ServiceProviderType;



    MATCHES FOR EQUALITY;



    BEHAVIOUR serviceProviderType;



    REGISTERED AS {LNP-OIDS.lnp-attribute 155};



serviceProviderType BEHAVIOUR



    DEFINED AS !



        This attribute is used to specify the service provider types. The valid values are: wireline, wireless, and non-carrier.



!;


ASN.1



ServiceProviderType ::= ENUMERATED {



    wireline (0),



    wireless(1),



    non-carrier (2),






    sp-type-3 (3)


    sp-type-4 (4)


    sp-type-5 (5)


Origination Date:  4/12/02



Originator:  NeuStar



Change Order Number:  NANC 358


Description:  Change for ASN.1: Change SPID Definition


Cumulative SP Priority, Weighted Average:  



Functional Backwards Compatible:  YES



IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			Y


			Low


			Low


			Low








Business Need:



The current ASN.1 definition allows the SPID to be variable 1-4 alphanumeric characters.  The current behavior in the NPAC requires SPID to be four alphanumeric characters, as defined in the current data model in the FRS – a “New Service Provider ID, Character (4), Old Service Provider ID, Character (4)”, and the GDMO “Valid values are the Facilities Id (or OCN) of the service provider.”



The OCN in the GDMO is the same OCN as defined by OBF (http://www.atis.org/pub/clc/niif/nrri/issue177/MACompany%20Code.doc):



“Company Code/Operating Company Number (OCN) - A unique four-character alphanumeric code assigned by NECA that identifies a telecommunications service provider, as outlined in the ANSI T1.251 standard, Identification of Telecommunications Service Provider Codes for the North American Telecommunications System.  The code set is used in mechanized systems and documents throughout the industry to facilitate the exchange of information.  Company Codes assigned by NECA are referred to as OCNs in Telcordia’s BIRRDs system.  NANPA requires a carrier’s Company Code in order to obtain numbering resources.  The FCC requires a carrier’s Company Code on FCC Form 502, the North American Numbering Plan Numbering Resource Utilization/Forecast Report.”



This change order will correct the ASN.1 definition to match the current implementation.



Description of Change:



Change the current ASN.1 definition.



Requirements:



No Change Required



IIS



No Change Required



GDMO



No Change Required



ASN.1



Current ASN.1 definition:



ServiceProvId ::= GraphicString4



GraphicString4 ::= GraphicStringBase(SIZE(1..4))



New ASN.1 definition (new is bold):



ServiceProvId ::= GraphicFixedString4



GraphicFixedString4 ::= GraphicStringBase(SIZE(4))



Origination Date:  1/21/02



Originator:  NeuStar



Change Order Number:  NANC 346


Description:  GDMO Change to Number Pool Block Data Managed Object Class (Section 29.0) and Documentation Change to Subscription Version Managed Object Class (Section 20.0)



Cumulative SP Priority, Weighted Average:  



Functional Backwards Compatible:  NO



IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			


			


			Y


			


			N/A


			Low


			Low








Business Need:



The GDMO needs to be updated to resolve an error situation when the NPAC attempts to correct an attribute during an audit.



Description of Change:



Change the numberPoolBlock-Pkg to support updates to the numberPoolBlockActivationTimeStamp attribute. Currently this attribute is not modifiable so when it is audited by the NPAC SMS and found to be discrepant there is no way to update it.  The NPAC SMS attempts to correct the attribute on the LSMS and the M-SET is failed by the service provider’s system because the attribute is GET only.



Currently the numberPoolBlock-Pkg reads:



numberPoolBlock-Pkg PACKAGE



  BEHAVIOUR



    numberPoolBlock-Definition,



    numberPoolBlock-Behavior;



  ATTRIBUTES



    numberPoolBlockId GET,



    numberPoolBlockNPA-NXX-X GET,



    numberPoolBlockHolderSPID GET,



    numberPoolBlockActivationTimeStamp GET,



    numberPoolBlockLRN GET-REPLACE,



    numberPoolBlockCLASS-DPC GET-REPLACE,



    numberPoolBlockCLASS-SSN GET-REPLACE,



    numberPoolBlockLIDB-DPC GET-REPLACE,



    numberPoolBlockLIDB-SSN GET-REPLACE,



    numberPoolBlockCNAM-DPC GET-REPLACE,



    numberPoolBlockCNAM-SSN GET-REPLACE,



    numberPoolBlockISVM-DPC GET-REPLACE,



    numberPoolBlockISVM-SSN GET-REPLACE,



    numberPoolBlockDownloadReason GET-REPLACE;



  ;



Modify the numberPoolBlock-Pkg to read:



numberPoolBlock-Pkg PACKAGE



  BEHAVIOUR



    numberPoolBlock-Definition,



    numberPoolBlock-Behavior;



  ATTRIBUTES



    numberPoolBlockId GET,



    numberPoolBlockNPA-NXX-X GET,



    numberPoolBlockHolderSPID GET,



    numberPoolBlockActivationTimeStamp GET-REPLACE,



    numberPoolBlockLRN GET-REPLACE,



    numberPoolBlockCLASS-DPC GET-REPLACE,



    numberPoolBlockCLASS-SSN GET-REPLACE,



    numberPoolBlockLIDB-DPC GET-REPLACE,



    numberPoolBlockLIDB-SSN GET-REPLACE,



    numberPoolBlockCNAM-DPC GET-REPLACE,



    numberPoolBlockCNAM-SSN GET-REPLACE,



    numberPoolBlockISVM-DPC GET-REPLACE,



    numberPoolBlockISVM-SSN GET-REPLACE,



    numberPoolBlockDownloadReason GET-REPLACE;



  ;



Number Pool Block, object 29.0 -- Update the GDMO behavior text (add to the end).



The Local SMS can only modify the numberPoolBlockActivationTimeStamp locally upon receiving a modify request from the NPAC SMS.



Subscription Version, object 20.0 -- Update the GDMO behavior text (add to the end).



The Local SMS can only modify the subscriptionVersionActivationTimeStamp locally upon receiving a modify request from the NPAC SMS.



Requirements:



No Change Required



IIS



No Change Required



GDMO



Change Described Above



ASN.1



No Change Required



Origination Date:  3/11/04



Originator:  LNPAWG APT



Change Order Number:  NANC 392


Description:  Removal of Cloned Copies of SVs and NPBs



Cumulative SP Priority, Weighted Average:  



Functional Backwards Compatible:  YES



IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			


			


			


			Med


			N/A


			N/A








Business Need:



Currently, the FRS requires the NPAC to create cloned copies of SVs and NPBs (a pre-change snapshot, with a new ID and status = old) when various updates are performed (modifies, NPA Splits, SPID Migrations, etc.).  This is in addition to updating the data on the “real” SV/NPB.  These cloned copies are never broadcast to the SOA or LSMS, so neither system knows about these SVs/NPBs.



As an example, a TN is ported, and is assigned SV-ID 100.  That number is part of an NPA Split, a cloned copy is created (SV-ID 110 status = old), and SV-ID 100 is updated with the current NPA Split info.  The number has a GTT data change, a cloned copy is created (SV-ID 120 status = old), and SV-ID 100 is updated with the new GTT info.  The number has another GTT data change, a cloned copy is created (SV-ID 130 status = old), and SV-ID 100 is updated with the new GTT info.  The number is then ported to another SP, and a new known/broadcasted SV is created (SV-ID 200).


When discussed during the Mar ’04 APT meeting, some Service Providers stated that the current functionality is confusing because of the cloned copies, which are returned in a query, since the SOA or LSMS does not know about these ported numbers and their associated “intermediate” SV-IDs.



This change order will remedy this situation by eliminating the “intermediate” records (110, 120, 130).  The known/broadcasted records (100, 200, 300) will remain in the NPAC, based on current functionality.



Based on current tunable values, these cloned copies are maintained for 180 days, and maintaining them utilizes a significant amount of NPAC processing.



Description of Change:



The functionality for SV/NPB data within the NPAC will be modified to only update the known/broadcasted SV/NPB to reflect the current SV/NPB data.



In the proposed update, “intermediate” SVs/NPBs (i.e., pre-change snapshots which are the cloned copies) will no longer be maintained in the NPAC.



Requirements:



Removal of current FRS requirements that relate to cloned SVs/NPBs (NPB = 5, SV = 5)



3.2, NPAC Personnel Functionality



R3-7.5
Mass Update - Creation of Old Subscription Version 



NPAC SMS shall create an old Subscription Version with a new version id for an active Subscription Version involved in a mass update before applying changes.



3.2.1, Block Holder, Mass Update



RR3-216
Block Holder Information Mass Update - Creation of Old Block



NPAC SMS shall create an old Block with a new version id for an active Block involved in a mass update before applying changes.  (Previously B-810)



3.2.2, Service Provider, Mass Update



RR3-270
SPID Mass Update – Creation of Number Pool Block for Old Service Provider



NPAC SMS shall create an old Number Pool Block with a new version id for the migrating away from SPID, for a Number Pool Block that contains a status of active, partial failure, or old with a FailedSP-List, prior to the partial SPID Mass Update Request Process.  (Previously NANC 323 Req 16)



RR3-272
SPID Mass Update – Creation of Subscription Version for Old Service Provider



NPAC SMS shall create an old subscription version with a new version id for the migrating away from SPID, for a subscription version that contains a status of active, partial failure, disconnect pending, or old with a FailedSP-List, prior to the partial SPID Mass Update Request Process.  (Previously NANC 323 Req 18)



3.5, NPA Split Requirements



RN3-4.36 
NPA Split -Creation of Old Subscription Version



NPAC SMS shall create an old Subscription Version with a new version id for an active Subscription Version involved in an NPA split at the start of permissive dialing for the old NPA.



3.5.2, Block Holder, NPA Split



RR3-51.1
NPA Splits and the Number Pool Block Holder Information – Creation of Old Block



NPAC SMS shall create an old Block with a new version id for an active Block involved in an NPA split at the start of permissive dialing for the old NPA.  (Previously B-554.1)



3.14.4, Block Holder, Modification



RR3-167
Modification of Number Pooling Block Holder Information – Creation of Old Block



NPAC SMS shall create an old Block with a new version id for an active Block prior to modification.  (Previously B-380)



3.14.5, Block Holder, Deletion



RR3-178
Deletion of Number Pooling NPA-NXX-X Holder Information – Creation of Old Block



NPAC SMS shall create an old Block with a new version id for a disconnected Block when the NPA-NXX-X Holder Information de-pool request is received.  (Previously B-482)



5.1.2.2.2.2, Modification of an Active/Disconnect Pending Subscription Version



RR5-46
Modify Active Subscription Version- Creation of Old Subscription Version



NPAC SMS shall create an old Subscription Version with a new version id for an active Subscription Version prior to modification.



5.1.2.2.5, Subscription Version Disconnect



RR5-48
Disconnect Pending Subscription Version- Creation of Old Subscription Version



NPAC SMS shall create an old Subscription Version with a new version id for a disconnect-pending Subscription Version when the immediate or deferred disconnect request is received.



IIS



No Change Required.



GDMO



No Change Required.



ASN.1



No Change Required.



Origination Date:  5/12/1998



Originator:  LNPAWG



Change Order Number:  NANC 285


Description:  SOA/LSMS Requested Subscription Version Query Max Size



Cumulative SP Priority, Weighted Average:  


Pure Backwards Compatible:  YES (but may require local operational changes)



IMPACT/CHANGE ASSESSMENT



			FRS


			IIS


			GDMO


			ASN.1


			NPAC


			SOA


			LSMS





			Y


			Y


			Y


			


			Low


			Med-High


			Med-High








Business Need:



Currently the NPAC responds with an error message of complexityLimitation for queries with a response greater than 150 SVs.



This change order will prevent the NPAC from sending the complexityLimitation error message if it reaches the maximum tunable value (150 SVs) for SVs queries.  The NPAC will return 150 SVs at a time with the ability to query subsequent data until all SVs are returned.



Description of Change:



A SOA/LSMS request for a Subscription Version query that exceeds the maximum size tunable (“Maximum Subscriber Query”), returns an error message to the SOA.



It has been requested the NPAC return SVs up to the max tunable amount instead.  The SOA/LSMS would accept this message, then use it’s contents to send another query to the NPAC, starting with the next TN, and so on until all SVs are returned to the SOA/LSMS.



It will be up to the SOA/LSMS to manage the data returned from the NPAC and determine the next request to send to the NPAC in order to get the next set of SVs.



The NPAC will continue to return SVs that meet the selection criteria.  However, the NPAC will not return a “count” to the SOA/LSMS for number of records that match the selection criteria.



This solution will resolve problems where the SV time stamp that the NPAC users for recovery is the same for large ranges, and therefore is exceeds the maximum TN query amount.



Jun 98 LNPAWG (San Ramon), Jim Rooks will provide additional information on a proposed solution given the inclusion of NANC 279 into this change order.



Jim’s response is shown below:



This change order requests the 'more' capability that will be supported by queries in the LTI.  This implementation requires 2 changes.



#1 the NPAC must be modified to always return the first n (tunable) records on the SV query.  Currently, the NPAC determines that the query will return more than n records and returns an error.



#2, the service providers should modify their systems to support the following SV query operations to the NPAC:



a. When data is returned from an SV Query and there are exactly n (tunable) records returned, the SP must assume that they didn't get all the data from their query.



b. After processing the first n records, they should send a new query that picks up where the data from the prior query ended.



c. The SV data returned from the NPAC for SV queries will be sorted by TN and then by SVID so a filter can be created to pick up where the prior query ended.



d. For example, if a SOA query to the NPAC returns exactly 150 records and the last SV returned was TN '303-555-0150' with SVID of 1234.  The filter used on the next query would be:All SVs where ((TN > 303-555-0150) OR (TN = 303-555-0150 AND SVID > 1234).The NPAC does support OR filters.



e. Once the results from the NPAC returns less than 150 records, the SP can assume they received all records in the requested query.


Requirements:



Req 1 – Subscription Version Query – Maximum Subscription Version Query by the SOA



NPAC SMS shall return the Maximum Subscription Query tunable value of Subscription Versions to a SOA, via the SOA to NPAC SMS Interface, when the user requests a Subscription Version query and the number of Subscription Version records that meet the query criteria exceed the Maximum Subscription Query tunable value.



Req 2 – Subscription Version Query – Maximum Subscription Version Query by the LSMS



NPAC SMS shall return the Maximum Subscription Query tunable value of Subscription Versions to a Local SMS, via the NPAC SMS to Local SMS Interface, when the user requests a Subscription Version query and the number of Subscription Version records that meet the query criteria exceed the Maximum Subscription Query tunable value.



Req 3 – Subscription Version Query – Sort Order



NPAC SMS shall return Subscription Versions as a result of a Subscription Version query, sorted in TN (primary, ascending) and SV-ID (secondary, ascending) order.



Req 4
Regional NPAC SV Query Indicator



Removed from the requirements.  Regional tunable no longer needed.


Req 5
Regional NPAC SV Query Indicator Modification



 Removed from the requirements.  Regional tunable no longer needed.


Req 6
Regional NPAC SV Query Indicator – Default Value



 Removed from the requirements.  Regional tunable no longer needed.


Req 7 – Service Provider SOA SV Query Indicator



NPAC SMS shall provide a Service Provider SOA SV Query Indicator tunable parameter which defines whether a SOA supports enhanced SV Query functionality over the SOA-to-NPAC SMS Interface.



Note:  For Service Providers that do NOT support enhanced SV Query functionality, the NPAC will continue to send a complexityLimitation error message, when the number of SVs in a response exceed the Maximum Subscription Query tunable value.



Req 8 – Service Provider SOA SV Query Indicator Default



NPAC SMS shall default the Service Provider SOA SV Query Indicator tunable parameter to FALSE.



Req 9 – Service Provider SOA SV Query Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA SV Query Indicator tunable parameter.



Req 10 – Service Provider LSMS SV Query Indicator



NPAC SMS shall provide a Service Provider LSMS SV Query Indicator tunable parameter which defines whether an LSMS supports enhanced SV Query functionality over the NPAC SMS-to-Local SMS Interface.



Note:  For Service Providers that do NOT support enhanced SV Query functionality, the NPAC will continue to send a complexityLimitation error message, when the number of SVs in a response exceed the Maximum Subscription Query tunable value.



Req 11 – Service Provider LSMS SV Query Indicator Default



NPAC SMS shall default the Service Provider LSMS SV Query Indicator tunable parameter to FALSE.



Req 12 – Service Provider LSMS SV Query Indicator Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS SV Query Indicator tunable parameter.



IIS:



4.8
Subscription Version Queries (this is a new section)



For Service Providers that support the enhanced SV Query functionality (Service Provider SV Query Indicator tunable parameter set to TRUE), the behavior is defined in this section.



If a subscription version query is requested by the SOA/LSMS, and the results are larger than the Maximum Subscription Query tunable value, the NPAC SMS will return subscription versions up to that max value.  The SOA/LSMS would accept this message, then use it’s contents to send another query to the NPAC SMS, starting with the next TN, and so on until all SVs are returned to the SOA/LSMS.  It will be up to the SOA/LSMS to manage the data returned from the NPAC SMS and determine the next request to send to the NPAC SMS in order to get the next set of subscription versions.



The NPAC SMS will continue to return subscription versions that meet the selection criteria.  However, the NPAC SMS will not return a “count” to the SOA/LSMS for number of records that match the selection criteria.  Service providers should modify their systems to support the following subscription version query operations to the NPAC SMS:



1. When data is returned from a subscription version query and there are exactly n (tunable) records returned, the SP must assume that they didn't get all the data from their query.



2. After processing the first n records, they should send a new query that picks up where the data from the prior query ended.



3. The subscription version data returned from the NPAC SMS for subscription version queries will be sorted by TN and then by subscription version ID so a filter can be created to pick up where the prior query ended.



4. For example, if a SOA query to the NPAC SMS returns exactly 150 records and the last subscription version returned was TN '303-555-0150' with subscription version ID of 1234.  The filter used on the next query would be:All subscription versions where ((TN > 303-555-0150) OR (TN = 303-555-0150 AND subscription version ID > 1234).The NPAC SMS does support OR filters.



5. Once the results from the NPAC SMS returns less than 150 records, the SP can assume they received all records in the requested query.



As an example, a Service Provider’s SOA sends an Subscription Version query to the NPAC SMS,  There are 225 Subscription Versions that meet the selection criteria.  Assuming the Maximum Subscription Query tunable value is set to 150 Subscription Versions, the SOA would receive data from the NPAC SMS in the form of 150 Subscription Versions in 150 linked replies (1 SV per linked reply) followed by an reply (for a total of 151 linked replies).  The SOA would then send another query based on the algorithm described above.  The SOA would then receive data from the NPAC SMS in the form of 75 Subscription Versions in 75 linked replies (1 SV per linked reply) followed by a reply (for a total of 76 linked replies).  


For Service Providers that DO NOT support the enhanced SV Query functionality (Service Provider SV Query Indicator tunable parameter set to FALSE), a complexityLimitation error is returned when the number of SVs in a query response exceed the Maximum Subscription Query tunable value.



B.5.6
SubscriptionVersion Query



This scenario shows subscriptionVersion query from service provider systems to the NPAC SMS.



Step-by-step message flow text is shown below:



1. Action is taken by either a service provider SOA or Local SMS for retrieving one or more versions of a subscription.



2. The service provider SOA or Local SMS issues a scoped filtered M-GET from the lnpSubscriptions object to retrieve a specific version for a subscription version TN or can request all subscription versions.  However, the service provider SOA is limited by a scope and filter in their search capabilities.  The filter will currently support all the attributes on the subscriptionVersionNPAC.



3. For Service Providers that DO NOT support the enhanced SV Query functionality (Service Provider SV Query Indicator tunable parameter set to FALSE), The NPAC SMS replies with the requested subscriptionVersion data if the requested number of records is less than or equal to “Max SubscriberQuery” specified in the NPAC SMS.  Otherwise a complexityLimitation error will be returned.
For Service Providers that support the enhanced SV Query functionality (Service Provider SV Query Indicator tunable parameter set to TRUE), the NPAC SMS replies with the requested subscriptionVersion data if the requested number of records is less than or equal to “Maximum Subscription Query” tunable value specified in the NPAC SMS.  If the requested subscriptionVersion data exceeds the tunable value, then the number of subscriptionVersion records that equal the tunable value will be returned.  The service provider SOA or Local SMS will use the data returned to submit a subsequent query, starting with the next record from where the previous query finished.  Only when subscriptionVersion data is returned that contains less than the tunable value, is it safe for the service provider SOA or Local SMS to assume all data has been retrieved from the NPAC SMS.


The query return data includes:

subscriptionTN 
subscriptionLRN 
subscriptionNewCurrentSP 
subscriptionOldSP 
subscriptionNewSP-DueDate 
subscriptionNewSP-CreationTimeStamp 
subscriptionOldSP-DueDate 
subscriptionOldSP-Authorization 
subscriptionOldSP-AuthorizationTimeStamp 
subscriptionActivationTimeStamp
subscriptionBroadcastTimeStamp 
subscriptionConflictTimeStamp 
subscriptionCustomerDisconnectDate
subscriptionDisconnectCompleteTimeStamp 
subscriptionEffectiveReleaseDate
subscriptionVersionStatus 
subscriptionCLASS-DPC 
subscriptionCLASS-SSN 
subscriptionLIDB-DPC 
subscriptionLIDB-SSN 
subscriptionCNAM-DPC 
subscriptionCNAM-SSN 
subscriptionISVM-DPC 
subscriptionISVM-SSN 
subscriptionWSMSC-DPC - if supported by the Service Provider SOA
subscriptionWSMSC-SSN - if supported by the Service Provider SOA
subscriptionEndUserLocationValue 
subscriptionEndUserLocationType 
subscriptionBillingId 
subscriptionLNPType 
subscriptionPreCancellationStatus 
subscriptionCancellationTimeStamp 
subscriptionOldTimeStamp 
subscriptionModifiedTimeStamp 
subscriptionCreationTimeStamp 
subscriptionOldSP-CancellationTimeStamp 
subscriptionNewSP-CancellationTimeStamp 
subscriptionOldSP-ConflictResolutionTimeStamp 
subscriptionNewSP-ConflictResolutionTimeStamp 
subscriptionPortingToOriginal-SPSwitch
subscriptionFailedSP-List
subscriptionDownloadReason 
subscriptionTimerType
subscriptionBusinessType



GDMO:



-- 21.0 LNP NPAC Subscription Version Managed Object Class



subscriptionVersionNPAC MANAGED OBJECT CLASS



…



        For Service Providers that DO NOT support the enhanced SV Query



        functionality (Service Provider SV Query Indicator tunable parameter



        set to FALSE), the behavior is defined below.


        If a Service Provider SOA or Local SMS does a scoped filtered



        M-GET for subscription versions, this request will only be



        successful if the number of records to be returned is less



        than or equal to the NPAC SMS tunable parameter,



        "Max Subscriber Query", in the Service Data table.



…



        For Service Providers that support the enhanced SV Query



        functionality (Service Provider SV Query Indicator tunable parameter



        set to TRUE), the behavior is defined below.



        The SOA or Local SMS may issue a scoped and filtered M-GET request to



        the NPAC SMS. If the number of objects exceeds the Maximum 



        Subscription Query tunable value, then the number of records that



        equal the tunable value will be returned, followed by an empty reply



        to indicate the end of the returned data. The SOA or Local SMS will use



        the data returned to submit a subsequent query, starting with the 



        next record from where the previous query finished. Only when



        the subscription version data is returned that contains less than



        the tunable value, has all the data been returned. The subscription



        version linked replies will be sorted by TN and then by subscription



        version ID so a filter can be created to return the next set of data



        where the TN value is greater than the last TN returned, OR the



        TN is equal to the last TN returned AND the subscription version id



        is greater than the last subscription version id returned. (e.g.



        (TN > 123-456-7890 OR (TN = 123-456-7890 AND ID > 1234))



ASN.1:



No change required.



1111|0|18|1234|303123|20040915000000|0|20040831173545(CR) 	(Notification 1)




1111|0|18|1235|303242|20040915000000|0|20040831173549(CR)	(Notification 2)
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New Change Orders – Working Copy




Origination Date:  02/09/05


Originator:  Nextel Communications


Change Order Number:  NANC 402


Description:  Validate Code Owner (SPID) Before Opening Code

Functionally Backwards Compatible:  Yes

IMPACT/CHANGE ASSESSMENT


		FRS

		IIS

		GDMO

		ASN.1

		NPAC

		SOA

		LSMS



		Y

		Y

		TBD

		TBD

		Y

		TBD

		TBD





Business Need:


Currently a Service Provider can open a Code (NPA-NXX) for portability in the NPAC whether or not they own the NPA-NXX.  Codes are frequently opened under the wrong SPID due to typos or other types of errors by the Service Provider.  This results in the following:


· SOA failures when attempting to perform an NSP Create for a ported PTN.


· Manual or NANC 323 SPID migrations, which are time consuming and resource constraining.


· Repeated failure transactions sent to NPAC due to data issues.


· Inability to activate ported subscribers until SPID migration has been completed.


Description of Change:


This change order recommends that NPAC incorporate additional validations prior to NPA-NXXs being opened for portability.  Below is a matrix of possible solutions:


		#

		Possible Solution

		Description

		Impacts

		Comments

		Priority



		Manual Solutions



		1

		NPAC data audits

		NPAC personnel would audit/validate code entries in NPAC by a TBD frequency.  NPAC would contact the carriers as defined in this change order. If no response is received in the timeframe defined in this order, NPAC will delete the code.

		

		· This is completely manual and dependent on NPAC to validate the date in the agreed up timeframe.


· No interface changes required.

		1-Short term fix



		2

		NPAC email validations of OCN vs. NPAC SPID and typos

		When a new code (NPA-NXX) is assigned to a carrier and the effective date (LERG/NANPA) has been reached, the service provider will email NPAC and include:


· OCN


· NPAC SPID


· NPA-NXX


NPAC will validate ownership of the code by comparing the OCN to NPAC SPID to NPA-NXX.

		Interface changes will be required to prevent carriers from opening codes for portability in NPAC.

		· Mapping would have to be performed to match OCNs to NPAC SPIDs.


· Mapping would have to be maintained and updated.


· The will provide validation of ownership and typos.

		3



		3

		Block Process w/NO validation

		Mimic the current pooled block process in that carriers will email proof of the code assignment to NPAC. NPAC personnel will enter the code as defined in the email.

		Interface changes will be required to prevent carriers from opening codes for portability in NPAC.

		

		4



		4

		NPAC email validation of typos

		When a new code (NPA-NXX) is assigned to a carrier and the effective date (LERG/NANPA) has been reached, the service provider will email NPAC and include:


· OCN


· NPAC SPID


· NPA-NXX


NPAC will compare OCN and NPA-NXX to NANPA data. If they match, NPAC will define the code with the NPAC SPID provided. 

		Interface changes will be required to prevent carriers from opening codes for portability in NPAC.

		· There is no validation of NPAC SPID to OCN to confirm ownership of code.

		5



		Automated Solutions



		5

		Changes in the Code Assignment Process with validation of code ownership

		Mimic the current pooled block process by having the Part 3 form modified to include NPAC SPID. NANPA process would be changed so that the Part 3 form is forwarded to NPAC to open the code in NPAC.

		Interface changes will be required to prevent carriers from opening codes for portability in NPAC.

		· Would need FCC approval to modify the block process and forms.

		2



		6

		Automated validations of code ownership

		The SOA interface will be enhanced to validate ownership of an NPA-NXX when it is being defined in NPAC.  If the carrier does not own the code being defined, a failure response will be provided in SOA.


· This will require mapping of OCNs in NECA to NPAC SPIDs.


· NPAC will validate the NPA-NXX as defined in NANPA belongs to the NPAC SPID that is defining the code in NPAC.

		· Major interface changes required.


· SPs SOA systems will have to be updated as well.

		· Most costly solution


· Most automated


· Requires minimum manual validation to eliminate human error.

		1-Long Term





Mar ’05 – During the March 2005 LNPWG meeting, the group discussed the various options in this change order document.  Nextel has proposed that the NPAC edit entries of portable NPA-NXX codes to the NPAC’s network data in order to verify that the NPAC SPID associated with the code is the code-owner.  A manual audit method is proposed in PIM 51 (the short-term approach) and an automated method is proposed in this change order (long term solution).  Both the PIM and change order were accepted.


Considering the desire to pursue option #6 in the table above as the long-term solution, the majority of the discussion surrounded the difficulty in obtaining and maintaining an OCN to SPID cross-reference.  It was suggested that we investigate an easier to implement solution where the NPAC performs OCN validation.  This would require the SOA/LSMS/NPAC GUI to include the OCN in the NPA-NXX Create Request.  The NPAC would maintain an OCN-to-NPA-NXX cross-reference file for editing purposes.  This will be discussed again during the Apr ’05 meeting.


Action Item:  All participants are to discuss internally, and be prepared to discuss the proposed methods and any data options for the manual method and for the automated method.


Major points/processing flow/high-level requirements:


1. The NPAC “gets” the OCN Code Ownership Table source file (see open issue #1 below).

2. A new regional tunable, NPA-NXX Ownership Validation Acceptor (NOVA), will indicate whether or not the NPAC enforces this edit.

3. Two new Service Provider-specific tunables, NOVA-SOA and NOVA-LSMS, will indicate whether or not the Service Provider supports including the OCN information over the interface.

4. NPAC processing in a NOVA environment.


a. When a region’s NOVA indicator is set to FALSE:


i. SOA/LSMS/NPAC GUI requests the creation of an NPA-NXX.


ii. All existing edits apply.  Success/failure is dependent on existing edits.

iii. NOVA-SOA and NOVA-LSMS values are irrelevant.

b. When a region’s NOVA indicator is set to TRUE:


i. SOA/LSMS/NPAC GUI requests the creation of an NPA-NXX.


ii. All existing edits apply.  Success/failure is partially dependent on existing edits.  If the existing edits trigger an error, the NPA-NXX Create will be rejected.


iii. Also, the new NOVA related edit might be applicable.


1. If Service Provider-specific tunable (NOVA-SOA if request from SOA, NOVA-LSMS if request from LSMS) is TRUE:

a. The NPAC verifies the requesting OCN “owns” the code according to the OCN Code Ownership Table source file.


i. If OCN Code Ownership passes, continue.


ii. If OCN Code Ownership fails, reject the NPA-NXX Create.


b. NPA-NXX Create Request will only succeed when both existing edits and NOVA edits are passed.

c. Successful NPA-NXX Create Requests trigger NPA-NXX Creates from NPAC to SOA/LSMS.  The OCN is NOT part of this NPAC message to the SOA/LSMS.

2. If Service Provider-specific tunable (NOVA-SOA if request from SOA, NOVA-LSMS if request from LSMS) is FALSE, the success/failure is based solely on the results of 4.b.ii above.


5. No reports are affected.

6. No impact to LRN, Dash-X, NPB, or SV processing.

Open Issues:


1.  The input reference data/file (OCN Code Ownership Table of NECA OCN to NPA-NXX).  Can this be obtained from the NANPA website?  If not, who will create this?  How maintained?  Frequency?  How will issues be resolved?  Who has final say?


2.  This change order only works well when ALL Service Providers in a given region support it.  As long as at least one Service Providers does NOT support it, the data reliability is compromised.

Requirements:


TBD


IIS:


TBD


GDMO:


TBD


ASN.1:


TBD
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New Change Orders – Working Copy




Origination Date:  01/05/05


Originator:  NeuStar

Change Order Number:  NANC 400


Description:  URI Fields


Cumulative SP Priority, Weighted Average:  N/A


Functionally Backwards Compatible:  Yes

IMPACT/CHANGE ASSESSMENT


		FRS

		IIS

		GDMO

		ASN.1

		NPAC

		SOA

		LSMS



		Y

		Y

		Y

		Y

		Y

		Y

		Y





Business Need:


Voice URI Field


No solution currently exists to address the issue of industry-wide distribution of IP end-point addressing information for IP-based Voice service.  No solution addresses portability of such service.  A call originating from one provider’s IP service typically has no information as to whether the dialed TN’s service is IP-based or not, nor what its address is, forcing the use of the PSTN as an intermediary between IP networks.  This need not be the case.  Look up databases are not the issue, as many methods of looking up the data exist.  Typically, VoIP providers
 have their own intra-network look up capability in order to terminate calls.  The issue lies in the availability of a sharing and distribution mechanism for TN-level routing information between all interested service providers.  The provisioning and distributing of routing information is the precise charter of the NPAC for all ported and pooled TNs.


It so happens that today, the vast majority of TNs using IP-based Voice service involve an NPAC transaction (existing TNs migrating to VoIP are ported, new assignments are typically taken from a pooled block).  The ability for IP-based SPs to share routing data associated with a ported or pooled TN surely will be desired (it is on the “to do” list of IP-groups within many SPs offering or planning to offer VoIP service).  The addition of a Voice URI and the various URIs below, because the URIs are merely addressing information, is directly analogous to adding DPC and SSN information to ported and pooled TNs.  The addition of the URI fields described in this change order is unlikely to cause additional NPAC activates, because the fields are intended for numbers that would be ported or pooled anyway.  This is therefore the most cost effective method of provisioning IP look up engines (in whatever flavor they happen to take) with URI information relating to a ported or pooled TN.


The addition of these URI fields to the NPAC also benefits the industry in that it inherently coordinates and synchronizes the update of the SS7-based number portability look up databases with that of the IP-based look up databases.  Should the updates not be synchronized, service could be affected for an indeterminate amount of time.


Multimedia Media Messaging Service (MMS), Push to Talk Over Cellular (PoC) & Presence URI Fields:


There is a need to enable the ability for SPs and Clearinghouses to look up routing information for IP-based services associated with ported and pooled numbers.  Since default CO code level data does not apply for these TNs, query engines need to be provisioned with a portability and pooling correction.  The addition of these three fields will satisfy this need and enable both individual SPs, as well as Service Bureaus, to automatically update their look up engines with the new routing data.  As indicated above, these IP-service routing fields are in fact directly analogous to the existing SS7-based DPC/SSN routing fields already supported by NPAC (i.e. – ISVM, LIDB, WSMSC, etc…).


Description of Change:


The NPAC/SMS will provide the ability to provision Voice, MMS, PoC and Presence URIs for each SV and Pooled Block record.


This information will be provisioned by the SOA and broadcast to the LSMS upon activation of the SV or Pooled Block and upon modification for those SOA and LSMS associations optioned “on” to send and receive this data.


These fields shall be added to the Bulk Data Download file, and be available to a Service Provider’s SOA/LSMS.


These fields will be supported across the interface on an opt-in basis only and will be functionally backward compatible.


The OptionalData CMIP attribute will be populated with an XML string.  The string is defined by the schema documented in the XML section below.  XML is used to provide future flexibility to add additional fields to the SV records and Pool Block records when approved by the LLC.

Major points/processing flow/high-level requirements:


This change order proposes to add new fields to the subscription version and number pool block objects.  Hence, the FRS, IIS, GDMO, and ASN.1 will need to reflect the addition of these fields.  These new fields will cause changes to the NPAC CMIP interface, however they will be functionally backward compatible and optional by service provider.


Requirements:


Section 1.2, NPAC SMS Functional Overview


Add a new section that describes the functionality of the Voice/MMS/PoC/Presence URI (Uniform Resource Identifier) Fields (Optional Data).  See description of Change above.


Section 3.1, NPAC SMS Data Models


Add new attribute for the Voice/MMS/PoC/Presence URI (Uniform Resource Identifier) Fields (Optional Data).  See below:


		NPAC CUSTOMER DATA MODEL



		Attribute Name

		Type (Size) 

		Required

		Description



		[snip]

		

		

		



		NPAC Customer SOA Voice URI Indicator

		B

		(

		A Boolean that indicates whether the NPAC Customer supports Voice URI information from the NPAC SMS to their SOA.  The Voice URI is the network address to the Service Provider’s gateway for voice service.


The default value is False.



		NPAC Customer LSMS Voice URI Indicator

		B

		(

		A Boolean that indicates whether the NPAC Customer supports Voice URI information from the NPAC SMS to their LSMS.  The Voice URI is the network address to the Service Provider’s gateway for voice service.


The default value is False.



		NPAC Customer SOA MMS URI Indicator

		B

		(

		A Boolean that indicates whether the NPAC Customer supports MMS URI information from the NPAC SMS to their SOA.  The MMS URI is the network address to the Service Provider’s gateway for multi-media messaging service.


The default value is False.



		NPAC Customer LSMS MMS URI Indicator

		B

		(

		A Boolean that indicates whether the NPAC Customer supports MMS URI information from the NPAC SMS to their LSMS.  The MMS URI is the network address to the Service Provider’s gateway for multi-media messaging service.


The default value is False.



		NPAC Customer SOA PoC URI Indicator

		B

		(

		A Boolean that indicates whether the NPAC Customer supports PoC URI information from the NPAC SMS to their SOA.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.


The default value is False.






		NPAC Customer LSMS PoC URI Indicator

		B

		(

		A Boolean that indicates whether the NPAC Customer supports PoC URI information from the NPAC SMS to their LSMS.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.


The default value is False.



		NPAC Customer SOA Presence URI Indicator

		B

		(

		A Boolean that indicates whether the NPAC Customer supports Presence URI information from the NPAC SMS to their SOA.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.


The default value is False.



		NPAC Customer LSMS Presence URI Indicator

		B

		(

		A Boolean that indicates whether the NPAC Customer supports Presence URI information from the NPAC SMS to their LSMS.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.


The default value is False.



		[snip]

		

		

		





Table 3-2 NPAC Customer Data Model


		Subscription Version Data MODEL



		Attribute Name

		Type (Size)

		Required

		Description



		[snip]

		

		

		



		Voice URI

		C (255)

		

		Voice URI for Subscription Version.


This field may only be specified if the service provider SOA supports Voice URI.  The Voice URI is the network address to the Service Provider’s gateway for voice service.



		MMS URI

		C (255)

		

		MMS URI for Subscription Version.


This field may only be specified if the service provider SOA supports MMS URI.  The MMS URI is the network address to the Service Provider’s gateway for multi-media messaging service.



		PoC URI

		C (255)

		

		PoC URI for Subscription Version.


This field may only be specified if the service provider SOA supports PoC URI.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.



		Presence URI

		C (255)

		

		Presence URI for Subscription Version.


This field may only be specified if the service provider SOA supports Presence URI.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.



		[snip]

		

		

		





Table 3‑6 Subscription Version Data Model


		number pooling block hoder information Data MODEL



		Attribute Name

		Type (Size)

		Required

		Description



		[snip]

		

		

		



		Voice URI

		C (255)

		

		Voice URI for Number Pool Block.


This field may only be specified if the service provider SOA supports Voice URI.  The Voice URI is the network address to the Service Provider’s gateway for voice service.



		MMS URI

		C (255)

		

		MMS URI for Number Pool Block.


This field may only be specified if the service provider SOA supports MMS URI.  The MMS URI is the network address to the Service Provider’s gateway for multi-media messaging service.



		PoC URI

		C (255)

		

		PoC URI for Number Pool Block.


This field may only be specified if the service provider SOA supports PoC URI.  The PoC URI is the network address to the Service Provider’s gateway for Push-To-Talk over Cellular service.



		Presence URI

		C (255)

		

		Presence URI for Number Pool Block.


This field may only be specified if the service provider SOA supports Presence URI.  The Presence URI is the network address to the Service Provider’s gateway for IMS service (IP Multimedia Subsystem), an interactive session of real-time communication-centric services.



		[snip]

		

		

		





Table 3‑8 Number Pooling Block Holder Information Data Model


R3-7.2 
Administer Mass update on one or more selected Subscription Versions


NPAC SMS shall allow NPAC personnel to specify a mass update action to be applied against all Subscription Versions selected (except for Subscription Versions with a status of old, partial failure, sending, disconnect pending or canceled) for LRN, DPC values, SSN values, Voice URI (if the requesting SOA supports Voice URI data), MMS URI (if the requesting SOA supports MMS URI data), PoC URI (if the requesting SOA supports PoC URI data), Presence URI (if the requesting SOA supports Presence URI data), Billing ID, End User Location Type or End User Location Value.


RR3-210
Block Holder Information Mass Update – Update Fields


NPAC SMS shall allow NPAC Personnel, via a mass update, to update the block holder default routing information (LRN, DPC(s), and SSN(s), Voice URI (if the requesting SOA supports Voice URI data), MMS URI (if the requesting SOA supports MMS URI data), PoC URI (if the requesting SOA supports PoC URI data), Presence URI (if the requesting SOA supports Presence URI data)), for a 1K Block as stored in the NPAC SMS.  (Previously B-762)


R3‑8
Off-line batch updates for Local SMS Disaster Recovery


NPAC SMS shall support an off‑line batch download (via 4mm DAT tape and FTP file download) to mass update Local SMSs with Subscription Versions, NPA-NXX-X Information, Number Pool Block and Service Provider Network data.


The contents of the batch download are:


· Subscriber data:


· [snip]


· Voice URI (for Local SMSs that support Voice URI data)


· MMS URI (for Local SMSs that support MMS URI)


· PoC URI (for Local SMSs that support PoC URI)


· Presence URI (for Local SMSs that support Presence URI data)


· [snip]


· Block Data


· [snip]


· Voice URI (for Local SMSs that support Voice URI data)


· MMS URI, (for Local SMSs that support MMS)


· PoC URI, (for Local SMSs that support PoC URI data)


· Presence URI (for Local SMSs that support Presence URI data)


· [snip]


RR3-79.1
Number Pool NPA-NXX-X Holder Information – Routing Data Field Level Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, are valid according to the formats specified in the Block Data Model upon Block creation scheduling for a Number Pool, or when re-scheduling a Block Create Event:  (Previously N-75.1).


[snip]


Voice URI (if supported by the Block Holder SOA)


MMS URI (if supported by the Block Holder SOA)


PoC URI (if supported by the Block Holder SOA)


Voice URI, MMS URI, PoC URI, Presence URI (if supported by the Block Holder SOA)


RR3-149
 Addition of Number Pooling Block Holder Information – Field-level Data Validation

NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, is valid according to the formats specified in the Subscription Version Data Model upon Block creation for a Number Pool:  (Previously B-250)


[snip]


Voice URI (if supported by the Block Holder SOA)


MMS URI (if supported by the Block Holder SOA)


PoC URI (if supported by the Block Holder SOA)


Presence URI (if supported by the Block Holder SOA)


RR3-157
Modification of Number Pooling Block Holder Information – Routing Data


NPAC SMS shall allow NPAC personnel, Service Provider via the SOA to NPAC SMS Interface, or Service Provider via the NPAC SOA Low-tech Interface, to modify the block holder default routing information (LRN, DPC(s), and SSN(s)), and Voice URI/MMS URI/PoC URI/Presence URI fields (if supported by the Block Holder SOA), for a 1K Block as stored in the NPAC SMS.  (Previously B-320)


R4-8
Service Provider Data Elements

NPAC SMS shall require the following data if there is no existing Service Provider data:


[snip]


NPAC Customer SOA Voice URI Indicator


NPAC Customer LSMS Voice URI Indicator


NPAC Customer SOA MMS URI Support Indicator


NPAC Customer LSMS MMS URI Support Indicator


NPAC Customer SOA PoC URI Support Indicator


NPAC Customer LSMS PoC URI Support Indicator


NPAC Customer SOA Presence URI Support Indicator


NPAC Customer LSMS Presence URI Support Indicator


R5‑16
Create Subscription Version - New Service Provider Optional input data


NPAC SMS shall accept the following optional fields from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider port:


· [snip]


· Voice URI (if supported by the Service Provider SOA)


· MMS URI (if supported by the Service Provider SOA)


· PoC URI (if supported by the Service Provider SOA)


· Presence URI (if supported by the Service Provider SOA)


R5‑18.1
Create Subscription Version - Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Inter-Service Provider port:


· [snip]


· Voice URI (if supported by the Service Provider SOA)


· MMS URI (if supported by the Service Provider SOA)


· PoC URI (if supported by the Service Provider SOA)


· Presence URI (if supported by the Service Provider SOA)


RR5-5
Create “Intra-Service Provider Port” Subscription Version - Current Service Provider Optional Input Data


NPAC SMS shall accept the following optional fields from the NPAC personnel or the Current Service Provider upon a Subscription Version Creation for an Intra-Service Provider port:


· [snip]


· Voice URI (if supported by the Service Provider SOA)


· MMS URI (if supported by the Service Provider SOA)


· PoC URI (if supported by the Service Provider SOA)


· Presence URI (if supported by the Service Provider SOA)


RR5-6.1
Create “Intra-Service Provider Port” Subscription Version - Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Intra-Service Provider port:


· [snip]


· Voice URI (if supported by the Service Provider SOA)


· MMS URI (if supported by the Service Provider SOA)


· PoC URI (if supported by the Service Provider SOA)


· Presence URI (if supported by the Service Provider SOA)


R5‑27.1
Modify Subscription Version - New Service Provider Data Values


NPAC SMS shall allow the following data to be modified in a pending or conflict Subscription Version for an Inter-Service Provider or Intra-Service Provider port by the new/current Service Provider or NPAC personnel:


· [snip]


· Voice URI (if supported by the Service Provider SOA)


· MMS URI (if supported by the Service Provider SOA)


· PoC URI (if supported by the Service Provider SOA)


· Presence URI (if supported by the Service Provider SOA)


R5‑28
Modify Subscription Version - New Service Provider Optional input data.


NPAC SMS shall accept the following optional fields from the NPAC personnel or the new Service Provider upon modification of a pending or conflict Subscription version:


· [snip]


· Voice URI (if supported by the Service Provider SOA)


· MMS URI (if supported by the Service Provider SOA)


· PoC URI (if supported by the Service Provider SOA)


· Presence URI (if supported by the Service Provider SOA)


R5‑29.1
Modify Subscription Version - Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification.


· [snip]


· Voice URI (if supported by the Service Provider SOA)


· MMS URI (if supported by the Service Provider SOA)


· PoC URI (if supported by the Service Provider SOA)


· Presence URI (if supported by the Service Provider SOA)


R5‑36
Modify Active Subscription Version - Input Data


NPAC SMS shall allow the following data to be modified for an active Subscription Version:


· [snip]


· Voice URI (if supported by the Service Provider SOA)


· MMS URI (if supported by the Service Provider SOA)


· PoC URI (if supported by the Service Provider SOA)


· Presence URI (if supported by the Service Provider SOA)


R5‑37
Active Subscription Version - New Service Provider Optional input data.


NPAC SMS shall accept the following optional fields from the new Service Provider or NPAC personnel for an active Subscription Version to be modified:


· [snip]


· Voice URI (if supported by the Service Provider SOA)


· MMS URI (if supported by the Service Provider SOA)


· PoC URI (if supported by the Service Provider SOA)


· Presence URI (if supported by the Service Provider SOA)


R5‑38.1
Modify Active Subscription Version - Field-level Data Validation


NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification of an active version:


· [snip]


· Voice URI (if supported by the Service Provider SOA)


· MMS URI (if supported by the Service Provider SOA)


· PoC URI (if supported by the Service Provider SOA)


· Presence URI (if supported by the Service Provider SOA)


R5-74.3
Query Subscription Version - Output Data


NPAC SMS shall return the following output data for a Subscription Version query request initiated by NPAC personnel or a SOA to NPAC SMS interface user:


· [snip]


· Voice URI (if supported by the Service Provider SOA)


· MMS URI (if supported by the Service Provider SOA)


· PoC URI (if supported by the Service Provider SOA)


· Presence URI (if supported by the Service Provider SOA)


R5-74.4
Query Subscription Version - Output Data


NPAC SMS shall return the following output data for a Subscription Version query request initiated over the NPAC SMS to Local SMS interface:


· [snip]


· Voice URI (if supported by the Service Provider LSMS)


· MMS URI (if supported by the Service Provider LSMS)


· PoC URI (if supported by the Service Provider LSMS)


· Presence URI (if supported by the Service Provider LSMS)


RR5-91
Addition of Number Pooling Subscription Version Information – Create “Pooled Number” Subscription Version


NPAC SMS shall automatically populate the following data upon Subscription Version creation for a Pooled Number port:  (Previously SV-20)


· [snip]


· Voice URI (Value set to same field as Block)


· MMS URI (Value set to same field as Block)


· PoC URI (Value set to same field as Block)


· Presence URI (Value set to same field as Block)


Req 1 – Service Provider SOA Voice URI Edit Flag Indicator


NPAC SMS shall provide a Service Provider SOA Voice URI Edit Flag Indicator tunable parameter which defines whether a SOA supports Voice URI.


Req 2 – Service Provider SOA Voice URI Edit Flag Indicator Default


NPAC SMS shall default the Service Provider SOA Voice URI Edit Flag Indicator tunable parameter to FALSE.


Req 3 – Service Provider SOA Voice URI Edit Flag Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Voice URI Edit Flag Indicator tunable parameter.

Req 4 – Service Provider LSMS Voice URI Edit Flag Indicator


NPAC SMS shall provide a Service Provider LSMS Voice URI Edit Flag Indicator tunable parameter which defines whether an LSMS supports Voice URI.


Req 5 – Service Provider LSMS Voice URI Edit Flag Indicator Default


NPAC SMS shall default the Service Provider LSMS Voice URI Edit Flag Indicator tunable parameter to FALSE.


Req 6 – Service Provider LSMS Voice URI Edit Flag Indicator Modification


NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider LSMS Voice URI Edit Flag Indicator tunable parameter.

Req 1.1 through 6.1 same as Req 1 through 6.  Replace “Voice URI” with “MMS URI”.


Req 1.2 through 6.2 same as Req 1 through 6.  Replace “Voice URI” with “PoC URI”.


Req 1.3 through 6.3 same as Req 1 through 6.  Replace “Voice URI” with “Presence URI”.

Req 7
Activate Subscription Version - Send Voice URI to Local SMSs


NPAC SMS shall, for a Service Provider that supports Voice URI, send the Voice URI attribute for an activated Inter or Intra-Service Provider Subscription Version port via the NPAC SMS to Local SMS Interface to the Local SMSs.

Req 7.1 same as Req 7.  Replace “Voice URI” with “MMS URI”.


Req 7.2 same as Req 7.  Replace “Voice URI” with “PoC URI”.


Req 7.3 same as Req 7.  Replace “Voice URI” with “Presence URI”.


Req 8
Activate Number Pool Block - Send Voice URI to Local SMSs


NPAC SMS shall, for a Service Provider that supports Voice URI, send the Voice URI attribute for an activated Number Pool Block via the NPAC SMS to Local SMS Interface to the Local SMSs.

Req 8.1 same as Req 8.  Replace “Voice URI” with “MMS URI”.


Req 8.2 same as Req 8.  Replace “Voice URI” with “PoC URI”.


Req 8.3 same as Req 8.  Replace “Voice URI” with “Presence URI”.


Req 9
Audit for Support of Voice URI


NPAC SMS shall audit the Voice URI attribute as part of a full audit scope, only when a Service Provider’s LSMS supports Voice URI.

Req 9.1 same as Req 9.  Replace “Voice URI” with “MMS URI”.


Req 9.2 same as Req 9.  Replace “Voice URI” with “PoC URI”.


Req 9.3 same as Req 9.  Replace “Voice URI” with “Presence URI”.


Appendix B – Glossary


URI – Uniform Resource Identifier


Appendix E – Bulk Data Download File Examples.


NOTE:  If a Service Provider supports Voice URI, MMS URI, PoC URI, or Presence URI, the format of the Bulk Data Download file will contain delimiters for all four attributes.


		Explanation of the fields in the subscription download file



		Field Number

		Field Name

		Value in Example



		1

		Version Id 

		0000000001



		[snip]

		

		



		999

		Voice URI

		Not present if LSMS or SOA does not support the Voice URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.



		999

		MMS URI

		Not present if LSMS or SOA does not support the MMS URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.



		999

		PoC URI

		Not present if LSMS or SOA does not support the PoC URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.



		999

		Presence URI

		Not present if LSMS or SOA does not support the Presence URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.



		

		

		





Table E- 1 -- Explanation of the Fields in The Subscription Download File


		Explanation of the fields in the Block download file



		Field Number

		Field Name

		Value in Example



		1

		Block  Id 

		1



		[snip]

		

		



		999

		Voice URI

		Not present if LSMS or SOA does not support the Voice URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.



		999

		MMS URI

		Not present if LSMS or SOA does not support the MMS URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.



		999

		PoC URI

		Not present if LSMS or SOA does not support the PoC URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.



		999

		Presence URI

		Not present if LSMS or SOA does not support the Presence URI as shown in this example.  If it were present the value would be as defined in the SV Data Model.



		

		

		





Table E- 6 -- Explanation of the Fields in The Subscription Download File


IIS


Addition to the current IIS flow descriptions that relate to SV and NPB attributes.


Flow B.4.4.1 – Number Pool Block Create/Activate by SOA


Flow B.4.4.2 – Number Pool Block Create by NPAC SMS


Flow B.4.4.12 – Number Pool Block Modify by NPAC SMS


Flow B.4.4.13 – Number Pool Block Modify by Block Holder SOA


If the “SOA Supports Voice URI Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:


Voice URI

If the “SOA Supports MMS URI Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:


MMS URI

If the “SOA Supports PoC URI Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:


PoC URI

If the “SOA Supports Presence URI Indicator” is set in the service provider’s profile on the NPAC SMS, the following attributes may optionally be included:


Presence URI

Flow B.5.1.2 – Subscription Version Create by the Initial SOA (New Service Provider)


Flow B.5.1.3 – Subscription Version Create by Second SOA (New Service Provider)


Flow B.5.1.11 – Subscription Version Create for Intra-Service Provider Port


[snip]


The following items may optionally be provided unless subscriptionPortingToOriginal-SP is true:


[snip]


Voice URI – if supported by the Service Provider SOA


MMS URI – if supported by the Service Provider SOA


PoC URI – if supported by the Service Provider SOA


Presence URI – if supported by the Service Provider SOA


Flow B.5.2.1 – Subscription Version Modify Active Version Using M-ACTION by a Service Provider SOA


Flow B.5.2.3 – Subscription Version Modify Prior to Activate Using M-ACTION


Flow B.5.2.4 – Subscription Version Modify Prior to Activate Using M-SET


[snip]


The current service provider can only modify the following attributes:


[snip]


Voice URI – if supported by the Service Provider SOA


MMS URI – if supported by the Service Provider SOA


PoC URI – if supported by the Service Provider SOA


Presence URI – if supported by the Service Provider SOA


Flow B.5.6 – Subscription Version Query


[snip]


The query return data includes:


[snip]


Voice URI – if supported by the Service Provider (SOA, LSMS)


MMS URI – if supported by the Service Provider (SOA, LSMS)


PoC URI – if supported by the Service Provider (SOA, LSMS)


Presence URI – if supported by the Service Provider (SOA, LSMS)


GDMO:


Note – the GDMO shown below is the same that is contained in NANC 399.  For NANC 400, the references for SV Type are not needed, but are shown for continuity purposes.  For both NANC 399 and NANC 400, the OptionalData references are identical.


-- 20.0 LNP subscription Version Managed Object Class


subscriptionVersion MANAGED OBJECT CLASS


    DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;


    CHARACTERIZED BY


        subscriptionVersionPkg;


    CONDITIONAL PACKAGES


        subscriptionWSMSC-DataPkg PRESENT IF


            !the service provider is supporting WSMSC information!,


        subscriptionSvTypePkg PRESENT IF


            !the service provider is supporting SV type!,


        subscriptionOptionalDataPkg PRESENT IF


            !the service provider is supporting additional optional data!;


    REGISTERED AS {LNP-OIDS.lnp-objectClass 20};


-- 29.0 Number Pool Block Data Managed Object Class


--


numberPoolBlock MANAGED OBJECT CLASS


    DERIVED FROM "CCITT Rec. X.721 (1992) | ISO/IEC 10165-2 : 1992":top;


    CHARACTERIZED BY


        numberPoolBlock-Pkg;


    CONDITIONAL PACKAGES


        numberPoolBlockWSMSC-DataPkg PRESENT IF


            !the service provider is supporting WSMSC information!,


        numberPoolBlockSvTypePkg PRESENT IF


            !the service provider is supporting number pool block type!,


        numberPoolBlockOptionalDataPkg PRESENT IF


            !the service provider is supporting additional optional information!;


    REGISTERED AS {LNP-OIDS.lnp-objectClass 29};


subscriptionVersionNPAC-Behavior BEHAVIOUR


…


     new service provider SOAs can only modify the following attributes:


        subscriptionLRN


        subscriptionNewSP-DueDate


        subscriptionCLASS-DPC


        subscriptionCLASS-SSN


        subscriptionLIDB-DPC


        subscriptionLIDB-SSN


        subscriptionCNAM-DPC


        subscriptionCNAM-SSN


        subscriptionISVM-DPC


        subscriptionISVM-SSN


        subscriptionWSMSC-DPC


        subscriptionWSMSC-SSN


        subscriptionEndUserLocationValue


        subscriptionEndUserLocationType


        subscriptionBillingId


        subscriptionSvType


        subscriptionOptionalData…


numberPoolBlockNPAC-Behavior BEHAVIOUR


…


        The object creation notification will be sent to the SOA once the


        number pool block object has been created on the NPAC SMS,


        if the SOA-origination flag is true, and contain the following


        attributes:


           numberPoolBlockId


           numberPoolBlockNPA-NXX-X


           numberPoolBlockHolderSPID


           numberPoolBlockSOA-Origination


           numberPoolBlockCreationTimeStamp


           numberPoolBlockStatus


           numberPoolBlockLRN


           numberPoolBlockCLASS-DPC


           numberPoolBlockCLASS-SSN


           numberPoolBlockLIDB-DPC


           numberPoolBlockLIDB-SSN


           numberPoolBlockCNAM-DPC


           numberPoolBlockCNAM-SSN


           numberPoolBlockISVM-DPC


           numberPoolBlockISVM-SSN


           numberPoolBlockWSMSC-DPC (OPTIONAL)


           numberPoolBlockWSMSC-SSN (OPTIONAL)


           numberPoolBlockType (OPTIONAL)


           numberPoolBlockOptionalData (OPTIONAL)

--


         The attribute value change notification will be sent out to the SOA,


         if the SOA-origination flag is true, when any of the following


         attributes change:


           numberPoolBlockSOA-Origination


           numberPoolBlockLRN


           numberPoolBlockCLASS-DPC


           numberPoolBlockCLASS-SSN


           numberPoolBlockLIDB-DPC


           numberPoolBlockLIDB-SSN


           numberPoolBlockCNAM-DPC


           numberPoolBlockCNAM-SSN


           numberPoolBlockISVM-DPC


           numberPoolBlockISVM-SSN


           numberPoolBlockWSMSC-DPC (OPTIONAL)


           numberPoolBlockWSMSC-SSN (OPTIONAL)


           numberPoolBlockType (OPTIONAL)


           numberPoolBlockOptionalData (OPTIONAL)

-- 149.0 Subscription Version SV Type


--


subscriptionSvType ATTRIBUTE


    WITH ATTRIBUTE SYNTAX LNP-ASN1.SVType;


    MATCHES FOR EQUALITY, ORDERING;


    BEHAVIOUR subscriptionSvTypeBehavior;


    REGISTERED AS {LNP-OIDS.lnp-attribute 149};


subscriptionSvTypeBehavior BEHAVIOUR


    DEFINED AS !


        This attribute is used to specify the subscription version


        type.




The possible values are:





0 : wireline





1 : wireless





2 : VoIP





3 : VoWiFi





4 : NPB Type 4





5 : NPB Type 5





6 : NPB Type 6


!;  


--


-- 150.0 Subscription Optional Data


--


subscriptionOptionalData ATTRIBUTE


    WITH ATTRIBUTE SYNTAX LNP-ASN1.OptionalData;


    MATCHES FOR EQUALITY;


    BEHAVIOUR subscriptionOptionalDataBehavior;


    REGISTERED AS {LNP-OIDS.lnp-attribute 150};


subscriptionOptionalDataBehavior BEHAVIOUR


    DEFINED AS !


        This attribute is used to specify the optional data


        for the SV blocks.


        This attribute is an XML string defined by the


        XML schema in section 7.4 of the IIS.


!;  


--


-- 151.0 Number Pool Block Type


--


numberPoolBlockType ATTRIBUTE


    WITH ATTRIBUTE SYNTAX LNP-ASN1.SVType;


    MATCHES FOR EQUALITY, ORDERING;


    BEHAVIOUR numberPoolBlockTypeBehavior;


    REGISTERED AS {LNP-OIDS.lnp-attribute 151};


numberPoolBlockTypeBehavior BEHAVIOUR


    DEFINED AS !


        This attribute is used to specify the number pool block


        type.




The possible values are:





0 : wireline





1 : wireless





2 : VoIP





3 : VoWiFi





4 : NPB Type 4





5 : NPB Type 5





6 : NPB Type 6


!;  


--


-- 152.0 Number Pool Block Optional Data


--


numberPoolBlockOptionalData ATTRIBUTE


    WITH ATTRIBUTE SYNTAX LNP-ASN1.OptionalData;


    MATCHES FOR EQUALITY;


    BEHAVIOUR numberPoolBlockOptionalDataBehavior;


    REGISTERED AS {LNP-OIDS.lnp-attribute 152};


numberPoolBlockOptionalDataBehavior BEHAVIOUR


    DEFINED AS !


        This attribute is used to specify the optional data


        for the Number Pool blocks.


        This attribute is an XML string defined by the


        XML schema in section 7.4 of the IIS.


!;  


-- 44.0 LNP Subscription Version SV Type Package


subscriptionSvTypePkg PACKAGE


    BEHAVIOUR subscriptionSvTypePkgBehavior;


    ATTRIBUTES


        subscriptionSvType GET-REPLACE;


    REGISTERED AS {LNP-OIDS.lnp-package 44};


subscriptionSvTypePkgBehavior BEHAVIOUR


    DEFINED AS !


        This package provides for conditionally including the


        SV Type.


    !;


-- 45.0 LNP Subscription Version Optional Data Package


subscriptionOptionalDataPkg PACKAGE


    BEHAVIOUR subscriptionOptionalDataPkgBehavior;


    ATTRIBUTES


        subscriptionOptionalData GET-REPLACE;


    REGISTERED AS {LNP-OIDS.lnp-package 45};


subscriptionOptionalDataPkgBehavior BEHAVIOUR


    DEFINED AS !


        This package provides for conditionally including the


        additional optional data.


    !;


-- 46.0 LNP Number Pool Block SV Type Package


numberPoolBlockSvTypePkg PACKAGE


    BEHAVIOUR numberPoolBlockSvTypePkg;


    ATTRIBUTES


        numberPoolBlockType GET-REPLACE;


    REGISTERED AS {LNP-OIDS.lnp-package 46};


numberPoolBlockSvTypePkgBehavior BEHAVIOUR


    DEFINED AS !


        This package provides for conditionally including the


        Number Pool Block SV Type.


    !;


-- 47.0 LNP Number Pool Block Optional Data Package


numberPoolBlockOptionalDataPkg PACKAGE


    BEHAVIOUR numberPoolBlockOptionalDataPkgBehavior;


    ATTRIBUTES


        numberPoolBlockOptionalData GET-REPLACE;


    REGISTERED AS {LNP-OIDS.lnp-package 47};


numberPoolBlockOptionalDataPkgBehavior BEHAVIOUR


    DEFINED AS !


        This package provides for conditionally including the


        Number Pool Block additional optional data.


    !;


subscriptionVersionModifyBehavior BEHAVIOUR


…


New service providers may specify modified valid values for the


        following attributes, when the service provider's "SOA Sv Type


        Data" indicator is TRUE, and may NOT specify these values when the


        indicator is set to FALSE:




subscriptionSvType




New service providers may specify modified valid values for the


        following attributes, when the service provider's "SOA Optional 


        Data" indicator is TRUE, and may NOT specify these values when the


        indicator is set to FALSE:




subscriptionOptionalData…


New service providers may specify modified valid values for the


        following attributes, when the service provider's "SOA Sv Type


        Data" indicator is TRUE, and may NOT specify these values when the


        indicator is set to FALSE:




subscriptionSvType




New service providers may specify modified valid values for the


        following attributes, when the service provider's "SOA Optional


        Data" indicator is TRUE, and may NOT specify these values when the


        indicator is set to FALSE:




subscriptionOptionalData…


subscriptionVersionNewSP-CreateBehavior BEHAVIOUR


…


New service providers may specify modified valid values for the


        following attributes, when the service provider's "SOA Sv Type


        Data" indicator is TRUE, and may NOT specify these values when the


        indicator is set to FALSE:




subscriptionSvType




New service providers may specify modified valid values for the


        following attributes, when the service provider's "SOA Optional


        Data" indicator is TRUE, and may NOT specify these values when the


        indicator is set to FALSE:




subscriptionOptionalData…


numberPoolBlock-CreateBehavior BEHAVIOUR


…


if the SOA Sv/PoolBlock Type Data indicator is set in the service


        provider's profile, the following attributes must be provided:




numberPoolBlockType




if the SOA Optional Data indicator is set in the service


        provider's profile, the following attributes must be provided:




numberPoolBlockOptionalData…


ASN.1:


Note – the ASN.1 shown below is the same that is contained in NANC 399.  For NANC 400, the references for SV Type are not needed, but are shown for continuity purposes.  For both NANC 399 and NANC 400, the OptionalData references are identical.


SVType ::= ENUMERATED {


    wireline (0),



wireless (1),



voIP     (2),



voWiFi   (3),



SV Type 4 (4),



SV Type 5 (5),



SV Type 6 (6)


}


OptionalData ::= GraphicString


BlockDownloadData ::= SET OF SEQUENCE {


    block-id [0] BlockId,


    block-npa-nxx-x [1] NPA-NXX-X OPTIONAL,


    block-holder-sp [2] ServiceProvId OPTIONAL,


    block-activation-timestamp [3] GeneralizedTime OPTIONAL,


    block-lrn [4] LRN OPTIONAL,


    block-class-dpc [5] EXPLICIT DPC OPTIONAL,


    block-class-ssn [6] EXPLICIT SSN OPTIONAL,


    block-lidb-dpc [7] EXPLICIT DPC OPTIONAL,


    block-lidb-ssn [8] EXPLICIT SSN OPTIONAL,


    block-isvm-dpc [9] EXPLICIT DPC OPTIONAL,


    block-isvm-ssn [10] EXPLICIT SSN OPTIONAL,


    block-cnam-dpc [11] EXPLICIT DPC OPTIONAL,


    block-cnam-ssn [12] EXPLICIT SSN OPTIONAL,


    block-download-reason [13] DownloadReason,


    block-wsmsc-dpc [14] EXPLICIT DPC OPTIONAL,


    block-wsmsc-ssn [15] EXPLICIT SSN OPTIONAL,


    block-sv-type [16] EXPLICIT  SVType OPTIONAL,


     block-optional-data [17] EXPLICIT OptionalData OPTIONAL



}


MismatchAttributes ::= SEQUENCE {


    seq0 [0] SEQUENCE {


        lsms-subscriptionLRN LRN,


        npac-subscriptionLRN LRN


    } OPTIONAL,


    seq1 [1] SEQUENCE {


        lsms-subscriptionNewCurrentSP ServiceProvId,


        npac-subscriptionNewCurrentSP ServiceProvId


    } OPTIONAL,


    seq2 [2] SEQUENCE {


        lsms-subscriptionActivationTimeStamp GeneralizedTime,


        npac-subscriptionActivationTimeStamp GeneralizedTime


    } OPTIONAL,


    seq3 [3] SEQUENCE {


        lsms-subscriptionCLASS-DPC DPC,


        npac-subscriptionCLASS-DPC DPC


    } OPTIONAL,


    seq4 [4] SEQUENCE {


        lsms-subscriptionCLASS-SSN SSN,


        npac-subscriptionCLASS-SSN SSN


    } OPTIONAL,


    seq5 [5] SEQUENCE {


        lsms-subscriptionLIDB-DPC DPC,


        npac-subscriptionLIDB-DPC DPC


    } OPTIONAL,


    seq6 [6] SEQUENCE {


        lsms-subscriptionLIDB-SSN SSN,


        npac-subscriptionLIDB-SSN SSN


    } OPTIONAL,


    seq7 [7] SEQUENCE {


        lsms-subscriptionISVM-DPC DPC,


        npac-subscriptionISVM-DPC DPC


    } OPTIONAL,


    seq8 [8] SEQUENCE {


        lsms-subscriptionISVM-SSN SSN,


        npac-subscriptionISVM-SSN SSN


    } OPTIONAL,


    seq9 [9] SEQUENCE {


        lsms-subscriptionCNAM-DPC DPC,


        npac-subscriptionCNAM-DPC DPC


    } OPTIONAL,


    seq10 [10] SEQUENCE {


        lsms-subscriptionCNAM-SSN SSN,


        npac-subscriptionCNAM-SSN SSN


    } OPTIONAL,


    seq11 [11] SEQUENCE {


        lsms-subscriptionEndUserLocationValue EndUserLocationValue,


        npac-subscriptionEndUserLocationValue EndUserLocationValue


    } OPTIONAL,


    seq12 [12] SEQUENCE {


        lsms-subscriptionEndUserLocationType EndUserLocationType,


        npac-subscriptionEndUserLocationType EndUserLocationType


    } OPTIONAL,


    seq13 [13] SEQUENCE {


        lsms-subscriptionBillingId BillingId,


        npac-subscriptionBillingId BillingId


    } OPTIONAL,


    seq14 [14] SEQUENCE {


        lsms-subscriptionLNPType LNPType,


        npac-subscriptionLNPType LNPType


    } OPTIONAL,


    seq15 [15] SEQUENCE {


        lsms-subscriptionWSMSC-DPC DPC,


        npac-subscriptionWSMSC-DPC DPC


    } OPTIONAL,


    seq16 [16] SEQUENCE {


        lsms-subscriptionWSMSC-SSN SSN,


        npac-subscriptionWSMSC-SSN SSN


    } OPTIONAL,


    seq17 [17] SEQUENCE {


        lsms-sv-type SVType,


        npac-sv-type SVType


    } OPTIONAL,


    seq18 [18] SEQUENCE {


        lsms-optional-data OptionalData,


        npac-optional-data OptionalData


    } OPTIONAL


}   


NewSP-CreateData ::= SEQUENCE {


    chc1 [0] EXPLICIT CHOICE {


        subscription-version-tn [0] PhoneNumber,


        subscription-version-tn-range [1] TN-Range


    },


    subscription-lrn [1] LRN OPTIONAL,


    subscription-new-current-sp [2] ServiceProvId,


    subscription-old-sp [3] ServiceProvId,


    subscription-new-sp-due-date [4] GeneralizedTime,


    subscription-class-dpc [6] EXPLICIT DPC OPTIONAL,


    subscription-class-ssn [7] EXPLICIT SSN OPTIONAL,


    subscription-lidb-dpc [8] EXPLICIT DPC OPTIONAL,


    subscription-lidb-ssn [9] EXPLICIT SSN OPTIONAL,


    subscription-isvm-dpc [10] EXPLICIT DPC OPTIONAL,


    subscription-isvm-ssn [11] EXPLICIT SSN OPTIONAL,


    subscription-cnam-dpc [12] EXPLICIT DPC OPTIONAL,


    subscription-cnam-ssn [13] EXPLICIT SSN OPTIONAL,


    subscription-end-user-location-value [14]


        EndUserLocationValue OPTIONAL,


    subscription-end-user-location-type [15] EndUserLocationType OPTIONAL,


    subscription-billing-id [16] BillingId OPTIONAL,


    subscription-lnp-type [17] LNPType,


    subscription-porting-to-original-sp-switch [18]


        SubscriptionPortingToOriginal-SPSwitch,


    subscription-wsmsc-dpc [19] EXPLICIT DPC OPTIONAL,


    subscription-wsmsc-ssn [20] EXPLICIT SSN OPTIONAL,


    subscription-sv-type       [21] EXPLICIT  SVType OPTIONAL,


    subscription-optional-data [22] EXPLICIT OptionalData OPTIONAL


}


NewSP-CreateInvalidData ::= CHOICE {


    subscription-version-tn [0] EXPLICIT PhoneNumber,


    subscription-version-tn-range [1] EXPLICIT TN-Range,


    subscription-lrn [2] EXPLICIT LRN,


    subscription-new-current-sp [3] EXPLICIT ServiceProvId,


    subscription-old-sp [4] EXPLICIT ServiceProvId,


    subscription-new-sp-due-date [5] EXPLICIT GeneralizedTime,


    subscription-class-dpc [6] EXPLICIT DPC,


    subscription-class-ssn [7] EXPLICIT SSN,


    subscription-lidb-dpc [8] EXPLICIT DPC,


    subscription-lidb-ssn [9] EXPLICIT SSN,


    subscription-isvm-dpc [10] EXPLICIT DPC,


    subscription-isvm-ssn [11] EXPLICIT SSN,


    subscription-cnam-dpc [12] EXPLICIT DPC,


    subscription-cnam-ssn [13] EXPLICIT SSN,


    subscription-end-user-location-value [14] EXPLICIT EndUserLocationValue,


    subscription-end-user-location-type [15] EXPLICIT EndUserLocationType,


    subscription-billing-id [16] EXPLICIT BillingId,


    subscription-lnp-type [17] EXPLICIT LNPType,


    subscription-porting-to-original-sp-switch [18]


       EXPLICIT SubscriptionPortingToOriginal-SPSwitch,


    subscription-wsmsc-dpc [19] EXPLICIT DPC,


    subscription-wsmsc-ssn [20] EXPLICIT SSN,


    subscription-sv-type      [21] EXPLICIT  SVType,


    subscription-optional-data [22] EXPLICIT OptionalData }


NumberPoolBlock-CreateAction ::= SEQUENCE {


    block-npa-nxx-x NPA-NXX-X,


    block-holder-sp ServiceProvId,


    block-lrn LRN,


    block-class-dpc DPC,


    block-class-ssn SSN,


    block-lidb-dpc DPC,


    block-lidb-ssn SSN,


    block-isvm-dpc DPC,


    block-isvm-ssn SSN,


    block-cnam-dpc DPC,


    block-cnam-ssn SSN,


    block-wsmsc-dpc [0] DPC OPTIONAL,


    block-wsmsc-ssn [1] SSN OPTIONAL,


    block-sv-type [2]  SVType OPTIONAL,


    block-optional-data [3] OptionalData OPTIONAL }


NumberPoolBlock-CreateInvalidData ::= CHOICE {


    block-npa-nxx-x    [0] EXPLICIT NPA-NXX-X,


    block-lrn          [1] EXPLICIT LRN,


    block-class-dpc    [2] EXPLICIT DPC,


    block-class-ssn    [3] EXPLICIT SSN,


    block-lidb-dpc     [4] EXPLICIT DPC,


    block-lidb-ssn     [5] EXPLICIT SSN,


    block-isvm-dpc     [6] EXPLICIT DPC,


    block-isvm-ssn     [7] EXPLICIT SSN,


    block-cnam-dpc     [8] EXPLICIT DPC,


    block-cnam-ssn     [9] EXPLICIT SSN,


    block-wsmsc-dpc    [10] EXPLICIT DPC,


    block-wsmsc-ssn    [11] EXPLICIT SSN


    block-sv-type      [12] EXPLICIT SVType,


    block-optional-data [13] EXPLICIT OptionalData }


SubscriptionData ::= SEQUENCE {


    subscription-lrn             [1] LRN OPTIONAL,


    subscription-new-current-sp  [2] ServiceProvId OPTIONAL,


    subscription-activation-timestamp 


                                 [3] GeneralizedTime OPTIONAL,


    subscription-class-dpc       [4] EXPLICIT DPC,


    subscription-class-ssn       [5] EXPLICIT SSN,


    subscription-lidb-dpc        [6] EXPLICIT DPC,


    subscription-lidb-ssn        [7] EXPLICIT SSN,


    subscription-isvm-dpc        [8] EXPLICIT DPC,


    subscription-isvm-ssn        [9] EXPLICIT SSN,


    subscription-cnam-dpc        [10] EXPLICIT DPC,


    subscription-cnam-ssn        [11] EXPLICIT SSN,


    subscription-end-user-location-value 


                                 [12] EndUserLocationValue OPTIONAL,


    subscription-end-user-location-type 


                                 [13] EndUserLocationType OPTIONAL,


    subscription-billing-id      [14] BillingId OPTIONAL,


    subscription-lnp-type        [15] LNPType,


    subscription-download-reason [16] DownloadReason,


    subscription-wsmsc-dpc       [17] EXPLICIT DPC OPTIONAL,


    subscription-wsmsc-ssn       [18] EXPLICIT SSN OPTIONAL,


    subscription-sv-type         [19] EXPLICIT SVType OPTIONAL,


    subscription-optional-data   [20] EXPLICIT OptionalData OPTIONAL }


SubscriptionModifyData ::= SEQUENCE {


    subscription-lrn [0] LRN OPTIONAL,


    subscription-new-sp-due-date [1] GeneralizedTime OPTIONAL,


    subscription-old-sp-due-date [2] GeneralizedTime OPTIONAL,


    subscription-old-sp-authorization [3] ServiceProvAuthorization OPTIONAL,


    subscription-class-dpc [4] EXPLICIT DPC OPTIONAL,


    subscription-class-ssn [5] EXPLICIT SSN OPTIONAL,


    subscription-lidb-dpc [6] EXPLICIT DPC OPTIONAL,


    subscription-lidb-ssn [7] EXPLICIT SSN OPTIONAL,


    subscription-isvm-dpc [8] EXPLICIT DPC OPTIONAL,


    subscription-isvm-ssn [9] EXPLICIT SSN OPTIONAL,


    subscription-cnam-dpc [10] EXPLICIT DPC OPTIONAL,


    subscription-cnam-ssn [11] EXPLICIT SSN OPTIONAL,


    subscription-end-user-location-value [12] EndUserLocationValue OPTIONAL,


    subscription-end-user-location-type [13] EndUserLocationType OPTIONAL,


    subscription-billing-id [14] BillingId OPTIONAL,


    subscription-status-change-cause-code [15]


        SubscriptionStatusChangeCauseCode OPTIONAL,


    subscription-wsmsc-dpc [16] EXPLICIT DPC OPTIONAL,


    subscription-wsmsc-ssn [17] EXPLICIT SSN OPTIONAL,


    subscription-customer-disconnect-date [18] GeneralizedTime OPTIONAL,


    subscription-effective-release-date [19] GeneralizedTime OPTIONAL,


    subscription-sv-type [20]  EXPLICIT SVType OPTIONAL,


    subscription-optional-data [21] EXPLICIT OptionalData OPTIONAL }


SubscriptionModifyInvalidData ::= CHOICE {


    subscription-lrn [0] EXPLICIT LRN,


    subscription-new-sp-due-date [1] EXPLICIT GeneralizedTime,


    subscription-old-sp-due-date [2] EXPLICIT GeneralizedTime,


    subscription-old-sp-authorization [3] EXPLICIT ServiceProvAuthorization,


    subscription-class-dpc [4] EXPLICIT DPC,


    subscription-class-ssn [5] EXPLICIT SSN,


    subscription-lidb-dpc [6] EXPLICIT DPC,


    subscription-lidb-ssn [7] EXPLICIT SSN,


    subscription-isvm-dpc [8] EXPLICIT DPC,


    subscription-isvm-ssn [9] EXPLICIT SSN,


    subscription-cnam-dpc [10] EXPLICIT DPC,


    subscription-cnam-ssn [11] EXPLICIT SSN,


    subscription-end-user-location-value [12] EXPLICIT EndUserLocationValue,


    subscription-end-user-location-type [13] EXPLICIT EndUserLocationType,


    subscription-billing-id [14] EXPLICIT BillingId,


    subscription-status-change-cause-code [15]


          EXPLICIT SubscriptionStatusChangeCauseCode,


    subscription-wsmsc-dpc [16] EXPLICIT DPC,


    subscription-wsmsc-ssn [17] EXPLICIT SSN,


    subscription-customer-disconnect-date [18] EXPLICIT GeneralizedTime,


    subscription-effective-release-date [19] EXPLICIT GeneralizedTime,


    subscription-sv-type [20] EXPLICIT SVType,


    subscription-optional-data [21] EXPLICIT OptionalData}


XML:


Note – the XML shown below is the same for both NANC 399 and NANC 400.


<?xml version="1.0" encoding="UTF-8"?>


<xs:schema targetNamespace="urn:npac:lnp:opt-data:1.0" elementFormDefault="qualified" attributeFormDefault="unqualified" xmlns:xs="http://www.w3.org/2001/XMLSchema" xmlns="urn:npac:lnp:opt-data:1.0">


   <xs:simpleType name="SPID">


      <xs:restriction base="xs:string">


         <xs:length value="4"/>


      </xs:restriction>


   </xs:simpleType>


   <xs:simpleType name="Generic-URI">


      <xs:restriction base="xs:string">


         <xs:minLength value="1"/>


         <xs:maxLength value="255"/>


      </xs:restriction>


   </xs:simpleType>


   <xs:complexType name="OptionalData">


      <xs:sequence>


        <xs:element name="ALTSPID" type="SPID" nillable="true" minOccurs="0"/>


        <xs:element name="VOICEURI" type="Generic-URI" nillable="true" minOccurs="0"/>


        <xs:element name="MMSURI" type="Generic-URI" nillable="true" minOccurs="0"/>


        <xs:element name="POCURI" type="Generic-URI" nillable="true" minOccurs="0"/>


        <xs:element name="PRESURI" type="Generic-URI" nillable="true" minOccurs="0"/>


      </xs:sequence>


   </xs:complexType>


   <xs:element name="OptionalData" type="OptionalData"/>


</xs:schema>

� Meaning any service provider (facility-based or otherwise) providing voice service over IP
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April 6, 2005


Gary Sacra


Paula Jordan


LNPA WG Co-Chairs


The ENUM Forum’s work has been focused on providing the specifications necessary to implement the components for ENUM for Numbering Plan Area (NPA) resources within the U.S. 


The documentation we have approved or are working on provides sufficient information to allow a contracting entity to put an implementation out for bid to business organizations in the industry. As such, our documentation describes, among other things, the reference architecture for the U.S. portion of ENUM, the operational and administrative aspects of the Tier 1 Registry(ies), and the provisioning process. It also addresses the critical security and privacy issues inherent in implementing this system.


The ENUM Forum and its members agreed that policy issues relating to the implementation of ENUM would not be considered by this Forum.  Consequently, the ENUM LLC was created to produce the final RFP requirements. 


Regarding your request to provide the LNPA WG input as to what assumptions the ENUM Forum is making in the development of VoIP or ENUM-related standards/processes in connection with the availability of, or need for, VoIP URI data in an industry wide system, we have not made any assumptions regarding this issue because the availability of VoIP URI data in an industry database is not pertinent to the implementation of end-user, opt-in ENUM, as described in RFC 3761.  


The need for VoIP URI data HAS NOT BEEN studied in the context of Carrier ENUM and to date, carrier interconnection is not a topic on which the ENUM Forum has discussed in detail and consequently the ENUM Forum has not had the opportunity to reach a consensus opinion on this issue.

Gary Richenaker


Chair - ENUM Forum


Steve Lind


Vice-Chair ENUM Forum 
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TMOC-2005-026 
Mar 24, 2005 


Gary Sacra, Paula Jordan 
LNPA WG Co-Chairs 
gary.m.sacra@verizon.com  
 
RE: Response to NANC LNPA WG Request for Information Regarding  
VoIP Service   
 
Dear Gary and Paula:  
 
Thank you for your inquiry regarding “information on VoIP services,” dated March 10, 
2005 (uploaded as TMOC-2005-022). Currently, TMOC has a significant number of 
VoIP and NGN related Issues (or work items) that are being worked. The following are 
some key points of information:  
 


1. As background, TMOC (formerly T1M1) provided significant OAM&P input the 
to ATIS LNP requirements documents when the documents were initially 
formulated.  


2. Regarding the VoIP Accounting Management work in TMOC: If NANC does 
introduce URI as a potential value instead of a telephone number, then that 
would have some implication on the current draft VoIP Accounting 
Management service specification. However, the impacts would be minor. 


3. Regarding AIP (Architecture, Interfaces and Protocol) work in the TMOC-AIP 
Subcommittee: The TMOC-AIP Subcommittee has a broad scope regarding 
OAM&P and Network Management/Operations – so general communication 
and coordination is requested regarding OAM&P and Network 
Management/Operations aspects of VoIP services (per your proposal and 
request for information). Note the TMOC request for general communication 
and coordination should not imply that there are major foreseen impacts 
regarding the URI proposal.  


4. Regarding the CLDR (Coding and Language Data Representation) work in the 
TMOC-CLDR Subcommittee: See the attachment for detailed information. 
Similar to above, general communication and coordination is requested.  


 
TMOC stands ready to assist regarding OAM&P and Network Management/Operations 
aspects of VoIP services. Please keep us informed regarding any actions in this area, 
and we look forward to continuing to working with you on this important industry topic. If 
you have any comments, questions, or concerns regarding this liaison please contact 
me. 
 
Best regards, 
 


Mike Fargano 
TMOC Chairman 
 
Cc:  
Ron Roman, TMOC Vice Chair 
Lakshmi Raman, TMOC-AIP Subcommittee Chair 
Kam Lam, TMOC-AIP Subcommittee Vice Chair 
Tal Givoly, TMOC-AIP Accounting Management Task Force Chair 
Paul Levine, TMOC-CLDR Subcommittee Chair 
Mike Usry, TMOC-CLDR Subcommittee Vice Chair  
Jean-Paul Emard, ATIS, Director 
Steve Barclay, ATIS, TMOC Committee Manager  
Nicole Butler, ATIS, TMOC Committee Administrator  
Catrina Akers, ATIS, TMOC Committee Associate 
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Attachment: TMOC-CLDR (Coding and Language Data Representation) Subcommittee  
Aspects Regarding NANC LNPA WG Request for Information on VoIP Service 


 
 
The TMOC-CLDR (Coding and Language Data Representation) Subcommittee is responsible for various naming and 
identification schemes, among them networking applications (circuits, facilities, trunks) as well as service provider 
identification such as, company code (a.k.a. OCN), exchange carrier and inter-exchange access customer (a.k.a. 
ACNA) identification.  The CLDR Subcommittee also has maintenance agents assigned to assist in the development, 
maintenance and overall stewardship of these processes.  The overall impact to the work we perform has recently 
been expanded to support the Information and Communications Technology (ICT) industry including the 
telecommunications industry, a trend which seems to be consistent with movement away from traditional telecom 
centric functions. 
 
Specific to VoIP, the TMOC-CLDR Subcommittee is currently working with the Company Code Maintenance Agent, 
NECA Services Inc., to establish a new IP Enabled / VoIP (actual term not yet finalized) Category for Company Code 
assignment.  This is in response to inquiries from SBC Information Services as well as Sprint Communications Co, LP 
based on the recent FCC 05-20 Order concerning IP Enabled/VoIP assignment for numbering resources.  This effort 
will be worked in the TMOC-CLDR Subcommittee and then coordinated throughout the appropriate ATIS forums for 
cross committee impacts and input.  It is also intended to uniquely identify numbering resources related to the IP 
Enabled / VoIP networks separately from the existing categories. 
 
The TMOC-CLDR Subcommittee would like to offer assistance if possible in any of the following areas as the TMOC-
CLDR Subcommittee scope includes: 
  
• Coding/Encoding schemes to facilitate information interchange between Operations Support Systems and human 


to machine interfaces.  
• Development of unique data representation of technologies in concert with the business requirements of the user 


communities.  
• Mapping of CLDR SC American National Standards to business related information required for OAM&P 


processes  
• Development of position recommendations to TMOC on related subjects generated by or to other U.S. and 


international standards development organizations and/or forums. 
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CC1 ENUM LLC


Country Code 1 ENUM Limited Liability Company

c/o McKenna, Long and Aldridge


1875 Lawrence St, Suite 200


Denver CO 80202

CC1 ENUM LLC


Country Code 1 ENUM Limited Liability Company






March 28, 2005
               TRANSMITTED ELECTRONICALLY


Gary Sacra


Paula Jordan


LNPA WG Co-Chairs


Subject:
North American Numbering Council Local Number Portability Administration Working Group (NANC LNPA WG) request for information regarding VoIP service

The CC1 ENUM LLC has reviewed the correspondence that was sent by the LNPA WG Co-Chairs on March 10, 2005 and provides the following responses to the questions that were raised.  


The CC1 ENUM LLC is developing an RFP for an implementation of ENUM in North America that will allow association of URIs with telephone numbers at a 10-digit level.  Satisfying the industry’s need for such URIs for call routing and other services is the primary driver of the LLC’s efforts. Since the association between a telephone number and a URI is at a 10-digit level, communications routed using ENUM do not require a number portability look-up. As URIs can be populated in the ENUM DNS for all numbers, not just those that are ported or pooled, the LLC does not see a need for population of URIs in the NPAC.


If you have any questions or concerns, please contact me as the Chairman of the CC1 ENUM LLC at 972-896-8686 or the Vice-Chairman, James Baskin at 973-783-5873.

Sincerely,


[image: image1.emf]

Karen N. Mulberry 

Chairman, CC1 ENUM LLC


CC:


CC1 ENUM LLC Membership


Allan MacGillivray, Industry Canada


Thierry Husson, Industry Canada

Stephen Delaney, CRTC


Stacy Cheney, NTIA


Cathy Handley, NTIA


Sanford Williams, FCC


Karen N. Mulberry



Chairman, CC1 ENUM LLC



c/o MCI Communications



Office: +1.972.729.7914



Wireless: +1.972.896.8686



Fax: +1.425.963.5445



Pager: +1.800.664.2965



Email: karen.mulberry@mci.com
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  3/7/2005


Company(s) Submitting Issue:  Nextel Communications


Contact(s):  Name:   
Rosemary Emmer /  Susan Ortega


Contact Number:
301-399-4332  / 703-930-0173


Email Address:
rosemary.emmer@nextel.com / susan.ortega@nextel.com

(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


Currently a carrier can open a Code (NPA-NXX) for portability in the NPAC whether or not they own the NPA-NXX. 


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A.   Examples & Impacts of Problem/Issue:  


Codes are frequently opened under the wrong SPID due to typos or other types of errors by the service provider. This results in the following:


- SOA failures when attempting to perform an NSP create for a ported PTN


- Manual or NANC 323 SPID migrations, which are time consuming and resource constraining.


- Repeated failure transactions sent to NPAC due to data issues.


- Inability to activate ported subscribers until SPID migration has been completed.                             

B.   Frequency of Occurrence:  


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL: XXX


D. Rationale why existing process is deficient:  


Codes are frequently opened under the wrong SPID due to typos or other types of errors by the service provider because there is no validation when the code is opened.


E.   Identify action taken in other committees / forums: None that we are aware of. __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


We are recommending that NPAC personnel validate and audit code entries in NPAC by a TBD frequency. If the NPAC discovers a discrepancy with the code and carrier’s SPID, NPAC will contact the carrier to confirm that the NPA-NXX they opened actually belongs to the carrier. If no response is received within TBD (e.g., 48 business hours), NPAC will delete the code.


LNPA WG: (only)


Item Number: 0051

Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________[image: image1.png]
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy): 02/27/2004


Company(s) Submitting Issue: TSI


Contact(s):  Name: Rob Smith 


         Contact Number: 813-273-3319   



         Email Address: rsmith@tsiconnections.com 


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


Wireless carriers are not receiving customer service records (CSRs) from all wire line network service providers when a reseller is the local service provider.  Wireless port requests do not collect the needed information to complete a wire line local service request (LSR).  The CSR is required to complete the LSR and the port the number.

2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue: 


The current NANC flows suggest that when a number is porting from a reseller, the port request should be issued to the network service provider.


Developing a local service request (LSR) from a wireless port request (WPR) requires a customer service record (CSR) provided by the old network service provider (OSP).  When the OSP is a reseller and the number is porting from an old network service provider, the CSR is not always provided by the wire line network service provider and there is not enough information to complete the LSR.  


About half of the larger wire line carriers do provide the CSR on reseller numbers and the ports occur without incident.  The others wire line carriers simply reject the CSR request because it is not their customer and the port fails and is nearly impossible to resolve.

B. Frequency of Occurrence:


These problems may occur multiple times a day.


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL_x_


D. Rationale why existing process is deficient: 


For old network service providers that do not provide CSRs, the ports fail.


E. Identify action taken in other committees / forums: 


No other action has been taken by other groups.


F. Any other descriptive items: __


__________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


Wire line network service providers should provide the customer service record on porting reseller numbers.  The response message to the CSR query should include a statement that the number being requested is a reseller number.


LNPA WG: (only)


Item Number: 0032 v3



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________


1

2




_1160232438.doc
NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  __0_ __6_ /__2 __1 / _2_ _0_ _0__ _4


Company(s) Submitting Issue:
Syniverse Technologies, Inc.__________


Contact(s):  Name: _Tony Ramsey___________________________________________


Contact Number:
813-273-3934


Email Address:
Tony.Ramsey@Syniverse.com___________________


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


NPANXXs are sometimes opened in the wrong NPAC region.

2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A.   Examples & Impacts of Problem/Issue:  All NXXs in the 304 NPA should be in the Mid-Atlantic Region, but 304-423 and 304-391 are shown in the Midwest Region.  Additionally, All NXXs in the 979 NPA should be in the Southwest Region, but 979-250 is shown in the Midwest Region.  Additional examples are available and have been provided to NPAC.  Attempts to port numbers are prevented because the involved NPA-NXX does not appear in the correct region.  Further, invalid data is broadcast to LSMSs homed on the region where the code was opened in error.

B.   Frequency of Occurrence:  Daily _____________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL: XXX

D.  Rationale why existing process is deficient: There is no validation to confirm that a code is being opened in the correct NPAC region when a Service Provider adds a new NPANXX to the NPAC’s network data.  As a result, codes are being opened inadvertently in the wrong NPAC region.

E.   Identify action taken in other committees / forums: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


F.   Any other descriptive items: The single exception to the alignment of NPAC service area boundaries to state boundaries occurs for a portion of Kentucky--LATA 922.  The Midwest serves that portion of the 859 NPA covering LATA 922 in Kentucky; the rest of Kentucky, including that portion of NPA 859 not associated with LATA 922, is defined as part of the Southeast NPAC’s service area.  The corrective action should include code entries for the 859 NPA.

3. Suggested Resolution: 


An NPAC edit should be instituted to reject NPA-NXX entries attempted in the wrong NPAC region.  The NPA-level edit is provided by proposed Change Order NANC321 and is sufficient for all NPAs except 859.  The Change Order should be expanded to provide a LATA-level edit for the 859 NPA to determine whether the NPA-NXX being submitted to NPAC is in LATA 922.  If  it is in LATA 922, it could be opened only in the Midwest NPAC.  If it is not, it could be opened only in the Southeast NPAC.____________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


LNPA WG: (only)


Item Number: 0036 v2



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  07/08/2004




PIM 41 v6


Company(s) Submitting Issue:  Verizon Wireless 


Contact(s):  Name:    Deborah Tucker


Contact Number:
615-372-2256


Email Address:
deborah.tucker@verizonwireless.com


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


Outside of NANC 323 – SPID Migrations, when carriers acquire or trade markets, unexpected fallout can occur for their LNP trading partners during the time the markets are being transitioned from one SPID to the other.  This fallout can be difficult to resolve, customer expectations may be set incorrectly, and general porting confusion may occur if trading partners are not informed of the changes within a reasonable time period prior to the changes taking place.                                                       


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A.   Examples & Impacts of Problem/Issue:  Verizon Wireless recently experienced a high volume of fallout due to some NPA NXX ranges moving from one wireless carrier (Carrier A) to another


wireless carrier (Carrier B) where SPIDs changed from A to B.  This caused a high volume of manual work and port completion times spanned many days.  Many of these numbers were also affected by the mandatory 5 day waiting period for porting activity on new -x blocks at NPAC.  


Carrier B was listed as the code owner in the Telcordia LERG™ Routing Guide, but the code owner at the NPAC was Carrier A.  This caused much confusion around where to send the WPRs.  Many WPRs were sent to Carrier A and confirmed.  Due to the transitional status of the numbers in the NPAC, some of these confirmed ports failed at the NPAC and yet some of them actually went through and activated under Carrier A.  The failed ports needed to have port requests submitted to Carrier B.  Resubmitting the port requests was complicated further because the customers did not have bills from Carrier B and did not know their new account numbers.  After getting port confirmation from Carrier B, SV creates failed at the NPAC for Carrier B because of the mandatory waiting period on the new -x blocks.  


B.   Frequency of Occurrence:  All port requests involving the affected market(s) are impacted during the transition period.


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL: XXX


D.  Rationale why existing process is deficient:  A recommended “best practice” does not currently exist to guide carriers during SPID transitions.


E.   Identify action taken in other committees / forums: None that we are aware of. __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


Service providers involved in moving customers from one SPID to another need to coordinate their moves to be on or as soon as possible after the published Telcordia LERG™ Routing Guide effective dates.  The NPAC SPID assignments for the affected codes also need to align with the published Telcordia LERG™ Routing Guide effective dates.


Additionally, service providers are urged to follow the processes listed below for required SPID changes:


INDUSTRY SPID CORRECTION SELECTION PROCESS:


If  No Ported Numbers Exist In The Code(S) Or Block(S) Affected By The Move:



If no ported numbers are in the code, the new code holder should contact the current code owner as shown in the NPAC to have the code deleted in the NPAC.  The new code holder will then add the code in the NPAC under their SPID. 


If  Ported Numbers Exist In The Code(S) Or Block(S) Affected By The Move:


 
1.  Coordinated Industry Effort:  The new code holder should identify the number of ported TNs within the NXX(s) in question and the number of involved service providers to determine if this option is feasible.  Based on the number of involved service providers, the new code holder should coordinate a conference call to determine if the delete/recreate process is acceptable among all affected service providers.  If this process is deemed acceptable, the affected service providers shall coordinate the deletion and recreation of all ported SVs in the code(s).  Note that the delete/recreate process is service affecting for those ported subscribers.  Type of customer should also be considered when determining if this option is feasible.  It is recommended that this process be considered when there are five (5) or fewer Service Providers involved and less than one hundred and fifty (150) SVs. 



2.  NANC 323 SPID Migration:  If Option 1 above cannot be used to change NXX code ownership in NPAC, the industry preferred process is to perform a NANC 323 SPID migration.



3.  CO Code Reallocation Process:  The following process should be considered only as a last resort when Options 1 and 2 above cannot be used to change NXX code ownership in NPAC!   Service providers may utilize the CO Code Reallocation Process (pooling the blocks within the code at NPAC).  


When ported numbers exist, Service Providers are to determine which of the above 3 options best fit their needs based on time constraints, number of carriers involved, number of SVs involved, type of customer, etc.[image: image1.png]





LNPA WG: (only)


Item Number: 0041v6



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  9/27/2004


Company(s) Submitting Issue:  Verizon Wireless


Contact(s):  Name:    Deborah Tucker


Contact Number:
615-372-2256


Email Address:
stephde@GL.verizonwireless.com

(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


Service Providers do not have clear direction in the NANC flows regarding the proper porting procedure for Type 1 numbers.  Some issues that have arisen due to this lack of clarification in the NANC flows are:  Paging numbers that are set up through Type 1 blocks have been inadvertently ported and Type 1 account information is not being validated between the ONSP and the OLSP prior to port completion leading to inadvertent ports.  


The NANC flows need to be modified to properly address porting situations related to Type 1 numbers.             


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A.   Examples & Impacts of Problem/Issue:  


Figure 2 of the NANC flows has a decision step to determine if the Old Local Service Provider is a reseller or a Type 1 wireless number is involved.  If yes, then a conditional step is used whereby the ONSP sends an LSR, LSR information, or Loss Notification to the OLSP.  An additional conditional step takes place where the OLSP sends an FOC or FOC information to the ONSP.  These conditional steps are based on fulfilling all requirements of any service level agreements between the involved service providers.   


Service Level Agreements are not required for porting, thus in the absence of such an agreement, the flows can be interpreted in such a way that these conditional steps are not required and numbers ultimately are not ported or are ported inappropriately.                                        

B.   Frequency of Occurrence:  Issues with porting Type 1 arise on a daily basis.


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL: XXX


D.  Rationale why existing process is deficient:  The NANC flows were developed prior to the launch of wireless number portability where wireline porting was used as the basis for determining wireless and intermodal  porting guidelines.  Service Providers have encountered numerous challenges in intermodal porting since the NANC flows were last revised.  Changes are needed to provide clear direction to Service Providers.


E.   Identify action taken in other committees / forums: None that we are aware of. __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


The Wireless New Local Service Provider (NLSP) submits the Wireless Port Request (WPR) to their respective Clearinghouse Vendor.  The Clearinghouse Vendor sends the CSR to the Wireline Old Network Service Provider (ONSP), and if rejected with an indication that the account is not found and/or it is a Type 1 number, the Clearinghouse Vendor, using information optionally provided by the Wireless Type 1 provider, can manually validate the port request with that Wireless Old Local Service Provider (OLSP).  If validated, the Clearinghouse Vendor then sends the LSR to the Wireline ONSP using information provided by the Type 1 provider to correctly populate the LSR.  If the port request does not pass validation by the OLSP, the Clearinghouse Vendor will send a notification to the NLSP, who should then cancel the port request.  If the Type 1 information is not available to the Clearinghouse Vendor, the Clearinghouse Vendor will proceed with the port request without a validation attempt.  


Wireless providers who process ports manually should validate the Type 1 end user information whenever possible prior to submitting the LSR to the Old Network Service Provider.
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Item Number: 0049v3


Issue Resolution Referred to: _________________________________________________________
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CHANGE MANAGEMENT PROCESS CONTACTS


Bell South


Rick LaGrange


205-714-0245


rick.lagrange@bellsouth.com

Comcast


Linda Minasola


ILEC/Vendor Manager


720-267-1175


Linda_minasola@cable.comcast.com

Creative Support Solutions


Jackie Feicht


985-429-0179


grit9551@bellsouth.net

Marnell Robertson


512-330-0701


mrobertson@csscabs.com

Qwest


See the following URL for information:


http://www.qwest.com/wholesale/cmp/index.html

SBC


See the following URL for information:


https://clec.sbc.com/clec

or email


sbccmp@camail.sbc.com

Verizon

See the following URL for information:


www.verizon.com/wholesale/local/cmp







Via email: � HYPERLINK mailto:gary.m.sacra@verizon.com ��gary.m.sacra@verizon.com�







Mr. Gary Sacra



LNPA Co-Chair



410.736.7756







Re: Problem Identification & Management (PIM) Issues







Dear Gary:







During its August quarterly meeting, the Ordering and Billing Forum’s Local Services Ordering and Provisioning Committee (LSOP) reviewed the four Problem Identification & Management (PIM) Issues recently referred by the Local Number Portability Administration Working Group. Two of the PIMs, 42 and 44, were accepted and assigned issue numbers 2802 and 2801, respectively. Those issues were then referred to the Intermodal Task Force (ITF) for discussion and resolution. 







The other two PIMs, 39 and 45, were not accepted. PIM 39 was not accepted because the Committee has already established a guideline for the frequency of customer-impacting business rules changes. The following is an excerpt from LSOP’s Change Management Process Guidelines:







“Unless mandated, the provider should implement no more than four (4) customer impacting releases within a calendar year.  These releases should occur no less than three (3) months apart.” 







It was the opinion of the Committee that the situation outlined in PIM 39 should be worked through the individual providers’ change management forums/processes. Committee participants agreed to provide change management contact information (see below).







PIM 45 was not accepted because the LSOP has not established a guideline for the return of errors. However, the Committee agreed to introduce a separate issue that will establish such guidelines; verbiage will be included that addresses the concern raised in PIM 45. We expect this issue to be introduced at our October quarterly meeting, with resolution expected no later than May 2005.







Thank you for referring these PIMs to the LSOP Committee. We truly believe the OBF is the place where industry issues should be discussed and resolved, and we look forward to working these issues with the Wireless Committee through the ITF.







Monet Topps, SBC



Jim Mahler, Verizon







LSOP Committee Co-Chairs
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CHANGE MANAGEMENT PROCESS CONTACTS











Bell South







Rick LaGrange



205-714-0245



� HYPERLINK "mailto:rick.lagrange@bellsouth.com" ��rick.lagrange@bellsouth.com�







Comcast







Linda Minasola



ILEC/Vendor Manager



720-267-1175



� HYPERLINK "mailto:Linda_minasola@cable.comcast.com" ��Linda_minasola@cable.comcast.com�







Creative Support Solutions







Jackie Feicht



985-429-0179



� HYPERLINK "mailto:grit9551@bellsouth.net" ��grit9551@bellsouth.net�







Marnell Robertson



512-330-0701



mrobertson@csscabs.com











Qwest







See the following URL for information:







� HYPERLINK "http://www.qwest.com/wholesale/cmp/index.html" ��http://www.qwest.com/wholesale/cmp/index.html�











SBC







See the following URL for information:







� HYPERLINK "https://clec.sbc.com/clec" ��https://clec.sbc.com/clec�







or email







sbccmp@camail.sbc.com











Verizon







See the following URL for information:







www.verizon.com/wholesale/local/cmp
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LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):   05/26/2004


Company(s) Submitting Issue: AT&T Wireless 


Contact(s):  Name:  Stephen A. Sanchez



         Contact Number 425/288/7051



         Email Address   Stephen.sanchez@attws.com


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


The current –x object (1k Pool Block) tunable of 5 business days between the Create and Activate is too long and acts as a constraint against service providers.


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A.   Examples & Impacts of Problem/Issue: 


Many service providers use the 1k pool block methodology (in addition to Number Pooling Activities) to accomplish Network Rehome, and Acquisition activities. Between the –x (pool block) object create date and the activate date there is a mandatory 5 business day tunable period.  During this time, service providers can not conduct SV activity until the –x object is activated at the NPAC.  Any activity will result in error transactions or “SOA NOT AUTHORIZED” 7502.


Conversely, there are times when a service provider is attempting to complete rehome activities and acquisition activities by using a –x object methodology.  If a pendingSV has been created against the NPA-NXX-X range, the pool block can not be created until that SV has been cleared.  There are times where pendingSV are constantly created against the NPA-NXX-X range.   The 5 business day tunable in conjunction with the porting activity causes timeline slides for the service providers trying to conduct activity in that NPA-NXX-X range.


B. Frequency of Occurrence: 


Any time a –x object (pool block) has been created.  


With the introduction of National Number Portability, the frequency of occurrence will be higher.  And more service providers may use the –x object methodology to conduct network rehome and acquisitions. (   


C. NPAC Regions Impacted:


 Canada__ Mid Atlantic X   Midwest X   Northeast X Southeast X   Southwest X  Western X     


 West Coast X    ALL  


D.  Rationale why existing process is deficient: 


The NPAC does not enforce a 5 business day delay for conventional ports, and if the NPAC were to enforce a 5 business day delay it would do so only for those blocks that have not received a first port notification.  A 5 business day period allows for increased errors as service providers are unable to conduct activities for pending –X objects.  

E.   Identify action taken in other committees / forums: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


A short term fix to reduction of the –x object 5 business day tunable from 5 business days to 1 business day.  Or a long term solution would be to remove the 5 business day delay completely. 


LNPA WG: (only)


Item Number: 0038



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy): 07/21/2004


Company(s) Submitting Issue: T-Mobile, Sprint, Verizon Wireless, Nextel, Cingular, US Cellular


Contact(s):  Name: Paula Jordan, Sue Tiffany, Debbie Stevens, Rosemary Emmers, Elton Allan, Chris Toomey



         Contact Number: 925-325-3325; 913-762-8024; 425-603-2282; 301-399-4332; 404-236-6447; 773-845-9070



         Email Address: : Paula.Jordan@T-Mobile.com; Sue.T.Tiffany@mail.sprint.com; Deborah.Stephens@verizonwireless.com; rosemary.emmer@nextel.com; elton.allen@cingular.com; Chris.Toomey@uscellular.com


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


Wire line carriers rules for developing a local service request (LSR) in order to port a number are unique to each carrier, dynamic and complex requiring dozens of different fields.  Each carrier can set their own rules and requirements for porting numbers from them.  Each field may be required to match exactly to the information as it appears in validation fields for both wire line and wireless ports.  Any difference, even slight, can result in a port request being rejected.   The number of validation fields for wire line LSR porting process makes it very difficult and costly to port numbers from wire line carriers.  Porting to these complex requirements takes a great deal of time and typically requires manual intervention, which inhibits and discourages porting and the automation of the porting process.


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue: 


Wireless carriers rules for porting are uniform, constant, simple and relatively fast and inexpensive.  Only a few key fields are required to match customer records in order to validate and port a number.  Wireless experience has proven that when two or three key validation fields match the old service provider records there is no risk of inadvertent ports.  


Wireless processes do not collect the data or have access to data as wire line carriers may require on an LSR.  For example wireless carriers collect all address information for a street address within a single field.  Wire line collects the same address information in 5 or more distinct fields.  The one address field in wireless does not map to the 5 or more fields in wire line. If wire less does not provide the ‘FLOOR’ number or the ‘ROOM/MAIL STOP’ in these specific fields, a wire line carrier may reject the port request.  Wireless processes do not validate on the street address field because it is nearly impossible to correctly match this information and it has been determined to have no bearing on whether a port would be inadvertent if it does not match provided other key fields match.


While data requirements to complete an LSR are often extensive and complex, wire line carriers will provide much of the needed information to complete their LSR by providing a customer service record (CSR) in response to a query provided a minimal amount of customer information.  Since a minimal amount of customer information is needed to obtain the CSR it should stand to reason that the port could take place with the same minimal amount of information, and that transferring data from the carrier’s CSR to the carrier’s LSR is in fact an exercise that only increases complexity without really adding value.  It is after all only returning the wire line carrier’s own information back to them.   Wireless experience has proven that inadvertent ports do not occur when only two or three key fields of information are presented and match the old service provider’s records.  


B. Frequency of Occurrence:


100s of time each day.


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL_x_


D. Rationale why existing process is deficient: 


The current process results in needles and excessive cost, time, error and fall-out to complete a port.


E. Identify action taken in other committees / forums: 


The LNPA WG felt that this issue should be referred to OBF ITF.


F. Any other descriptive items: __

__________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


Wire line port request can be validated with very minimal risk of inadvertent ports when the following fields correctly match the old service provider records:


  1) The telephone number being ported


  2) The old service provider account number from the EAN field


  3) The porting customer’s billing ZIP code


Other customer and field information should be provided to the extent that it is possible, but should not be used to reject a port request if it fails to match exactly.


Information that might be needed to complete the disconnection processes can be obtained by the wire line service provider’s own customer service records.  

LNPA WG: (only)


Item Number: 0044



Issue Resolution Referred to: _OBF Interspecies Taskforce______________________

Why Issue Referred: _____LSOG expertise and responsibility is at this committee_______ ____________________________________________________________________________________________________________________________________________________________________________
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LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy): 07/21/2004


Company(s) Submitting Issue: T-Mobile, Sprint, Verizon Wireless, Nextel, Cingular, US Cellular


Contact(s):  Name: Paula Jordan, Sue Tiffany, Deborah Stephens, Rosemary Emmer, Elton Allan, Chris Toomey



         Contact Number: 925-325-3325; 913-762-8024; 615-372-2256; 301-399-4332; 404-236-6447; 773-845-9070



         Email Address: Paula.Jordan@T-Mobile.com; Sue.T.Tiffany@mail.sprint.com; Deborah.Stephens@verizonwireless.com; rosemary.emmer@nextel.com; elton.allen@cingular.com

(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


When there are errors in local service requests to port a number some service providers only respond identifying a single error.  Additional LSRs and responses are required until all errors are finally cleared.  This can result in a need to create many LSRs in order to clear all errors and complete a port.


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue: 


LR’s or responses to an LSR will typically identify only the first error encountered when there are often many errors on a port request. An error is being defined as a failure to meet carriers business rule requirements.  Identifying only one error at a time results in a prolonged iterative process of sending messages back and forth to clear all errors on an LSR - one at a time.


B. Frequency of Occurrence:


This problem affects every wire line port with errors.   10 to 100 daily


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL_x_


D. Rationale why existing process is deficient: 


The current process is more costly, and requires more work and time to complete a port.

E. Identify action taken in other committees / forums: 


No other yet.


F. Any other descriptive items: __

__________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


Systems should be enhanced so that the first response (LR) will identify all errors that need to be corrected on an LSR. 

LNPA WG: (only)


Item Number: 0045



Issue Resolution Referred to: OBF LSOP with recommendation to go to the ITF committee


Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy): 7/7/2004


Company(s) Submitting Issue: Syniverse


Contact(s):  Name: Rob Smith 


         Contact Number: 813-273-3319   



         Email Address: robert.smith@syniverse.com 


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


The wireless process for porting based on developing and sending a ‘wireless port request’ (WPR) does not provide all the information that is needed to map to the wire line ‘local service request’ (LSR).  Fields that are relevant to wire line porting may have no relevance to wireless porting but may be required by wire line trading partners before allowing a port.  Where the information is not available or does not apply, the ports fail.


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue: 


 The ‘EU Address’ fields – End User Address on the End User forms


A wireless end user has a billing address but does not always have or require an address where service is provided.  Mapping these fields is problematic since wireless has a single field for an address and wire line has 5 or more fields for an address.  The one field is difficult to map to the 5+ fields


The TOS fields – Type Of Service on the Local Request form


This field requires 4 different variables.  The first is ‘type’ and has 5 options, which are residential, business, government, coin or home office.  The second is ‘product’ and has 17 options, which include Single line, multi line, CENTRIX, PBX trunk and Not Applicable.  The third is ‘class’ and has 5 options, which are measured rate, flat rate, message, pre-pay overtime, and not applicable.  The forth is ‘characterization’ and includes foreign exchange, Semi-public, Normal, Prison/Inmate, and Not applicable.  This information is not available from the WPR and can only be assumed or guessed when creating an LSR.


The MI – The Migration Indicator on the Number Portability form


According to LSOG guidelines, the MI field is ‘optional’ when the ACT field is populated with ‘V’ for “Conversion of service to a new LSP”.    Some carriers are requiring the MI field, which is difficult for wireless to populate.  Since this is an optional field wire line carriers should not require the MI field on intermodal ports when the ACT field is populated with “V”.


The CCNA field and the Bill Section of the LSR form


The wireless process does not support special ports that are billable back to the new service provider.  As an example wire line carriers might require a charge to the new service provider for an expedite port request.  The WPR does not support the ability to request an expedited port. 


B. Frequency of Occurrence:


10 to 100 times daily


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL_x_


D. Rationale why existing process is deficient: The current process causes ports to fail and substantial fall-out and manual processing.


E. Identify action taken in other committees / forums:  This could become moot if PIM 39 is first successful which would be to reduce the number of required validation fields to a small set.  This may be referred to the LSOP or the Interspecies Taskforce under ATIS 


F. Any other descriptive items: __


__________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


The problem would be resolved if carriers did not require the fields and sections identified above to be populated on LSRs for numbers porting from wire line to wireless.


LNPA WG: (only)


Item Number: 0042



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________


1

1
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy): 02/27/2004


Company(s) Submitting Issue: TSI


Contact(s):  Name: Rob Smith 


         Contact Number: 813-273-3319   



         Email Address: rsmith@tsiconnections.com 


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


Wireless carriers are not receiving customer service records (CSRs) from all wire line network service providers when porting ‘Type 1’ numbers from other wireless service providers who are leasing the number.  Wireless port requests do not contain the needed information to complete a wire line local service request (LSR).  The CSR is required to complete the LSR and the port.

2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue: 


The current NANC flows suggest that when a number is ‘Type 1’, the port request should be issued to the network service provider rather then the billing service provider.


Developing a local service request (LSR) from a wireless port request (WPR) requires a customer service record (CSR) provided by the old network service provider (OSP).  When the OSP is leasing the number from a wire line network service provider as a ‘Type 1’ number, the CSR is not always provided by the wire line network service provider and there is not enough information to complete the LSR.  


About half of the larger wire line carriers do provide the CSR on ‘Type 1’ numbers and the ports occur without incident.  The others wire line carriers simply reject the CSR request because it is not their customer and the port fails and is nearly impossible to resolve.

B. Frequency of Occurrence:


Multiple time a day.


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL_x_


D. Rationale why existing process is deficient: 


For old network service providers that do not provide CSRs, the ports fail.


E. Identify action taken in other committees / forums: 


No other action has been taken by other groups.


F. Any other descriptive items: __


__________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


Wire line network service providers should provide the customer service record on ‘Type 1’ ports.  The response message to the CSR query should include a statement that the number being ported is a ‘Type 1’ number.


LNPA WG: (only)


Item Number: 0034 v2



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________


1
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  03/07/03


PIM # 24


Company(s) Submitting Issue:  NeuStar Pooling,  AT& T Wireless


Contact(s):  Name    Barry Bishop, Stephen Sanchez



         Contact Number   847-698-6167, 425-288-7051



         Email Address   barry.bishop@neustar.biz, stephen.sanchez@attws.com 


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


Blocks that are being assigned to Service Providers are either contaminated when they are donated as a non-contaminated block or the blocks have been contaminated over 10%.  This is causing customers to be out of service or blocks being exchanged for a less contaminated or non-contaminated block.     


In addition when the PA has assigned a block, at times the block is being rejected in the NPAC for not having the NXX as opened in the NPAC as portable.                                                     


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue: 


When a SP donates a block they mark the block as either contaminated or not contaminated.  They do not indicate how many TN’s are contaminated.  SP’s are suppose to do a Intra SP port on their contaminated TN’s prior to donating a block so that the block can be ported to the new SP and they can begin using the block on the effective date.  The new SP should query the NPAC prior to assigning any TNs to determine which TN’s are contaminated and exclude those from their inventory assignment. 


 In one situation what is happening is that a block is assigned, the new SP goes to put those numbers in service, the old SP has not done their Intra SP ports causing their customers to be out of service.  To resolve this, the 1000 block has to be deported, so that the old SP can Intra SP port their numbers then the 1000 block is reported to the new SP.  


In another situation a block has been assigned either uncontaminated or contaminated and it is discovered the block has over 10% contamination.  In this case the block has to be deported and a new block has to be assigned to the SP.  


When a block is assigned and the NXX is not opened for porting in the NPAC, the block is rejected.  The SP of the code then has to go into the NPAC and add their code as portable so that the block can be then ported.  Even though this may take a matter of minutes to add, getting a hold of the correct person at a company to do this may take some time.


B. Frequency of Occurrence: 


Ongoing


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western_ _     


 West Coast___  ALL_X__


D. Rationale why existing process is deficient:


It is up to the SP’s to do their INTRA SP ports and make sure they take the 1000 block out of their inventories when donating the block.  This is not always happening.


It is up to the SP to add their NXX to the NPAC as a portable NXX prior to donating blocks.  They indicate so on their donation form.  However, this has not been the case in many situations.


E. Identify action taken in other committees / forums: 


Issue raised at INC on two different occasions, they felt the guidelines already addressed the issue by leaving the responsibility to the SP to do the necessary work when they donated the blocks.


F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


The following actions are proposed to resolve this issue:


Provide the PA access to the NPAC to check for contamination prior to the assignment of a thousands block.


Provide the PA access to the NPAC to check if the code is opened as portable.


LNPA WG: (only)


Item Number: 0024



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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North American Numbering Council


Numbering Oversight Working Group


August 26, 2004

Mr. Sanford Williams, Designated Federal Officer – NANC


Federal Communications Commission


Telecommunications Access Policy Division


445 12th Street, SW, Room 6A-264


Washington, DC 20554


Mr. Mark Oakey, Contracting Officer


Office of Managing Director


Federal Communications Commission


445 12th Street, SW, Room 1-A522


Washington, DC 20554


RE: Pooling Administration Proposal Change Order #24


Dear Messrs. Williams and Oakey,


On August 26, 2003, the NANC was asked to review and provide input regarding Pooling Administration Change Order Proposal #24 submitted by the National Pooling Administrator (PA). On September 19, 2003, the NOWG recommended that the PA first trial the procedures proposed in the Change Order by first sampling an NPA from each NPAC Region to ascertain the value of a one-time scrub. 


After reviewing the PA’s findings upon completion of the trial authorized by the FCC under Change Order #26, the NOWG has completed its evaluation of the trial results and its reevaluation of the corresponding proposed Change Order #24 submitted on August 26, 2004. The NOWG’s recommendation is attached for the FCC’s consideration.


Please note that although the NOWG does not recommend the FCC authorize the PA to perform a one-time scrub of PAS “as written” in the proposed Change Order #24, the NOWG does support a one-time scrub with modifications.  The NOWG recommends the PA either update Change Order #24, or submit a new Change Order, to reflect the anticipated cost and the NOWG’s recommendations included in the attachment. 


The NOWG would also like to inform the FCC that under NOWG’s PA oversight authority delegated by the NANC, the NOWG intends to work with the PA one year after the first full reconciliation has been completed to seek industry input to determine if any additional process/guidelines changes are required.


Please feel free to contact either of the NOWG co-chairs shown below if you have any questions or require additional information.


Thank you,




Mr. Jim Castagna


Ms. Karen Mulberry




Verizon Communications

MCI



Phone:  212-395-5379 


Phone: 972-729-7914


Copy to:
Bob Atkinson




Debra Blue


Attachment: 
(Change Order #24 Recommendation)
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  01/02/04

PIM # 28


Company(s) Submitting Issue:  Sprint 


Contact(s):  Name    Rick Dressner



         Contact Number   913-859-3772 or 954-401-5454



         Email Address   rdress01@sprintspectrum.com


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)

1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


When porting between wireless and wireline there is an interface difference between WPRR (wireless) and FOC (wireline). FOC allows for a due date and time change on confirms. WPRR does not allow a due date and time change on confirms. When wireline send a FOC with DDT change on a confirm the wireless carrier’s  cannot process the change and does not allow port to complete.


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue:  


Wireline providers are submitting a confirmed FOC with a due date and time change. Wireless providers have developed our process to interpret a confirmed response to mean that everything in the LSR sent is confirmed. When a wireline provider changes a field and still confirms the port, it creates confusion in our systems and prevents the SV create and activation on our networks from completing.


B. Frequency of Occurrence: 


Since 11/24/03 this company has had over 1000 of these transactions.


C. NPAC Regions Impacted: All


D. Rationale why existing process is deficient: There is a fundamental difference between wireless WICIS and wireline LSOG. 


E. Identify action taken in other committees / forums:  This issue should be submitted to the OBF wireless workshop as well and LSOP to come to an agreement on this issue. Which ever process is agreed to both industry group have to agree


F. Any other descriptive items:  The reason this issue is so impacting is that wireline providers a re disconnecting service based on the new DDT they input into FOC. However the wireless carrier was unable to recognize the change and was not able to do the activations systematically. Until a provider identifies the transaction and manually does their create and activate on the network the customer is taken out of service. There is an additional PIM being submitted concerning wireline disconnect process.


3. Suggested Resolution: 


LNPA WG: (only)


Item Number: 0028



Issue Resolution Referred to: _Ordering & Billing Forum________________________________

Why Issue Referred: __The LSR/FOC process is within the purview of the OBF.___________ ____________________________________________________________________________________________________________________________________________________________________________
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Recommendation on National Pooling Administration Change Order Proposal


Prepared by the Numbering Oversight Working Group (NOWG)


DATE: August 6, 2004

PA Change Order Identification


Change Order Proposal:
# 24


Proposal Name:
LNPA WG PIM #24 and INC CO/NXX Issue #364 – “Modification to Procedures for Code Holder/LERG Assignee Exit”


PA Proposal Date: 

August 26, 2003 and Via Letter to the FCC on July 2, 2004

NOWG Description:


This proposal is related to customer service disruptions associated with PA block assignments.  Disruptions occur when a service provider’s assigned block contains unrecorded customer assignments from the donating carrier.  They are caused when either (1) TN assignments are not identified by the donating/returning SP at time of block donation/return or (2) the donating/returning SP continues to assign TNs associated with a previously donated/returned block. Note that the TN assignments in question may not be shown in the NPAC as being ported. Therefore, the associated blocks mistakenly appear to be pristine or lightly contaminated at the time of block return/donation. Blocks containing unidentified TN assignments negatively impact both the receiving and donating/returning service provider.  


Analysis Checklist (If underlined “NO”, see Analysis and Comments Section)

Yes / No - The change order proposal meets the desired outcome, e.g., INC resolution.


Yes / No - The change order sufficiently describes the impact upon PA processes and systems.


Yes / No - The NOWG agrees that no known industry activities could impact this change order.


Yes / No - The NOWG has enough information in order to make a recommendation.


Yes / No - The NOWG can recommend approval of this change order without reservation.


Recommendation


The NOWG recommends that this change order should ____ be approved __X__ not be approved as written.  


CO #24 RESUBMISSION WITH UPDATED PROCESS AND COST DATA IS REQUIRED.


Background


On September 19, 2003, the NOWG recommended that the proposal identified in PA Change Order #24 not be approved until the completion of an investigation (trial) by the PA to determine the degree of discrepancy between the NPAC and PAS (unassigned/available blocks in the pool inventory) as a result of unrecorded TN customer assignments (contaminated blocks) from the donating carrier. Additionally, the NOWG recommended that the PA select one NPA from each U.S. NPAC region and perform an audit of embedded unassigned/available block inventory. By using the proposed NPAC report to ascertain the type and frequency of error within the PAS embedded base, the NOWG believed the PA could assess the problem and share the results with the NOWG to assist in determining if there is value in proceeding with a one-time scrub of the entire PAS embedded base for unassigned/available blocks in the pool inventory. 


At the time of recommendation, the NOWG also recommended that the PA implement the following two steps as soon as possible, namely, (1) create an informational bulletin on its web site reminding SPs of their obligations to (a) pre-port all working TNs and to (b) protect blocks from future assignment activity once the block has been donated/returned to the pool and (2) introduce a new issue at INC to add text to the TBPAG reminding SPs of their obligation to contact the PA immediately upon discovering that the original block contamination information provided to the PA was not accurate or has changed. 


As a result of the NOWG’s recommendation on Change Order #24, the PA prepared Change Order #26 to conduct the trial recommended by the NOWG in Change Order #24. On July 2, 2004, Ms. Amy Putnam of NeuStar Pooling Administration provided the PA’s trial findings to the FCC.  Ms. Putnam’s letter stated that the PA compared the information in PAS with the information in the NPAC report and that the PA found a discrepancy between the PAS data and the NPAC report, they contacted the carrier(s) to find out whether the SP needed to revise its PAS or NPAC information.  If the carrier did not respond to the PA’s inquiry and the NPAC showed that a block was contaminated but PAS did not, the PA modified PAS to conform to the NPAC data. The letter also stated that the percentage of blocks with errors ranges from 2% to 5% per NPA and that the PA’s inventory also contained 3 blocks that were more than 10% contaminated, forcing the PA to return the blocks to the SP.


The PA also found that some SPs failed to update the porting status of TNs within a block after they had donated the block and that in other instances, PAS contained blocks identified in PAS as non-contaminated that were determined by the PA to actually be contaminated, either because contamination occurred after donation or because the information input at the time of donation was incorrect.  


Finally, the PA recommended to the FCC in its July2, 2004 letter that even though only 2% to 5% of the blocks were misidentified, that the PA believes the FCC should approve CO #24 for the benefit of SPs and to protect end-users.  The PA did emphasis that contacting carriers and getting responses was a “major and time-consuming undertaking” and that doing a one time cleanup of the entire database will take a significant amount of time.  In addition, the PA recommended that (1) the PA receive a report and complete this exercise for all NPAs now, and repeat it annually and, (2) to protect end users on an on-going basis, the PA should also obtain reports for “returned blocks” and “donated blocks” at least weekly, preferably more frequently, to permit the PA to verify whether and to what extent there is contamination of blocks in pooled codes being transferred between carriers, where a carrier is proactively shutting down a network or service.


Analysis & Comments


The NOWG has reviewed the report published by the PA, its letter to the FCC and has reached several conclusions and recommendations. The NOWG agrees that although only 2% to 5% of the blocks were misidentified, there would a benefit to the industry and end-users for the PA to do a one-time reconciliation of the entire PAS database for unassigned/available blocks in the pool inventory.  


Upon review of the PA’s report, the NOWG was unable to determine whether the majority of the discrepancies were created when blocks were donated during pool establishment or if these errors identified by the PA were ones that were made more recently. If this information is available to the PA, it would be beneficial to understand the underlying causes by identifying this information on the report(s) used by the PA to perform the proposed one-time scrub. 


 


The NOWG agrees that the responsibility to correctly donate blocks and update the porting statues of TNs within PAS rests on each service provider.  Even so, the NOWG recommends that the PA engage in some additional steps to improve the process and recommends that:


· The PA provide an updated proposal with cost details for Change Order #24 to the FCC, for review by the NOWG, prior to the FCC authorizing a one-time scrub of PAS by the PA.


· Concurrent with this one-time scrub, the PA prepare and propose to the INC that a self-certification statement be added to the Appendix 2 donation form.  This proposed certification would require the SP to certify that (1) the information being provided has met certain designated stipulations and (2) the donating SP has properly marked/checked the appropriate items on the form prior to its submission, whether it be either an electronic or manual submission.


· Concurrent with this one-time scrub, the PA work with INC to review the TBPAG directions for donating SPs in an effort to ensure the verbiage and responsibilities arethorough and clear for both SPs and the PA.  


· During the one-time scrub, the PA seek the appropriate support and assistance from the FCC and/or state commissions in enforcing SP participation in the one-time reconciliation process in situations where the PA is unable to obtain sufficient cooperation from individual service providers, e.g., answer PA inquiries in a timely manner in order for the PA to complete the one-time scrub.


· Quarterly, the PA should distribute via their email exploder a “tip” describing SP obligations when donating blocks to a pool and to remind SPs to follow the INC guidelines as they relate to the underlying causes of mismatches between PAS and the NPAC. Also, the PA should include any one-time scrub related information that it believes will help SPs understand where their efforts are substandard and therefore contribute(s) to this mismatch in the past and/or in the present.


 


Finally, the NOWG recommends that one year after the first full reconciliation has been completed by the PA, the NOWG and PA should then seek input from the industry as to any increase or decrease in the frequency in which SPs encounter erroneous block contamination.  If the instances have increased, further action may be warranted, however, the NOWG does not recommend any further/additional activities other than those related to the “one-time scrub of the entire PAS database for unassigned/available blocks in the pool inventory” at this time.
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North American Numbering Council


Numbering Oversight Working Group


August 26, 2004

Mr. Sanford Williams


Designated Federal Officer – NANC


Federal Communications Commission


Telecommunications Access Policy Division


445 12th Street, SW, Room 6A-264


Washington, DC 20554


Mr. Mark Oakey


Contracting Officer


Office of Managing Director


Federal Communications Commission


445 12th Street, SW, Room 1-A522


Washington, DC 20554


RE: Pooling Administration Proposal Change Order #26

Dear Messrs. Williams and Oakey,


On August 26, 2003, the NANC’s NOWG was asked to review and provide input regarding a Pooling Administration Change Order Proposal #24 submitted by the National Pooling Administrator (PA). On September 19, 2003, the NOWG recommended that the PA first trial the procedures proposed in the Change Order by sampling an NPA from each NPAC Region to ascertain the value of a one-time scrub. In response, the PA proposed the trial details under PA Change Order #26, which was approved by the FCC on May 3, 2004. On July 2, 2004, just two months later, the PA completed the trial and provided its findings to the FCC.

The NOWG would like to thank the PA for its timely and effective evaluation and report authorized under Change Order #26. The NOWG recognizes and is sensitive to the fact that number administration resources should not be burdened with performing “trials” as a prerequisite to obtaining Change Order approval. The NOWG would like to emphasis that the PA’s efforts are greatly appreciated and that prior to making such a request, the NOWG carefully considers the impact the proposed activities may have upon SPs, regulators and number administrators, including the PA, prior to supporting a Change Order as well as when considering whether a trial is necessary. As a result of the PA’s successful efforts in performing the trial results for consideration by the NOWG, the NOWG is now satisfied that it has performed due diligence prior to supporting the use of the PA’s resources and the funds contributed by SPs, since it is the opinion of the NOWG that by doing so, it promotes the general goals and objectives of the FCC, namely, the effective and efficient use and administration of NANP numbering resources. 

Please feel free to contact anyone of the NOWG co-chairs shown below if you have any questions or require additional information.


Thank you,




Mr. Jim Castagna


Ms. Karen Mulberry




Verizon Communications

MCI



Phone:  212-395-5379 


Phone: 972-729-7914


Copy to:
Bob Atkinson




Debra Blue
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  12/31/2003


Company(s) Submitting Issue:  Verizon


Contact(s):  Name   Gary Sacra



         Contact Number   410-736-7756



         Email Address   gary.m.sacra@verizon.com


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


Customers have been taken out of service inadvertently in some cases when the New Service Provider continues with a port, that has been placed into Conflict by the Old Service Provider, after the 6 hour Conflict Resolution Timer has expired, instead of investigating why the port was placed into Conflict.                                                        


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue: 


When Verizon receives a SOA notification from NPAC that another service provider has issued a CREATE message to NPAC in order to schedule a port-in of a Verizon customer, Verizon checks to see that a matching Local Service Request (LSR) has been received from that service provider regarding that specific TN.  If no matching LSR is found, Verizon places the port into Conflict status with a Cause Value set to “LSR Not Received” (Cause Value 50).  We are seeing an increasing rate of instances where the New Service Provider is waiting for the 6 hour Conflict Resolution New Service Provider Restriction Tunable Parameter timer to expire, and proceeding with porting the number.  This has led to Verizon customers being inadvertently ported and taken out of service from a terminating call perspective because the wrong TN was entered in the original CREATE message sent by the New Service Provider to NPAC. 


B. Frequency of Occurrence:


In the MA and NE Regions, approximately 20 customers are taken out of service per month on average as a result of this problem.  Some of these customers have multiple TNs taken out of service.


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL_X_


D. Rationale why existing process is deficient: 


Section 1.2.4 of the FRS document states, “If Service Providers disagree on who will serve a particular line number, the NPAC SMS will place the request in the “conflict” state and notify both Service Providers of the conflict status and the Status Change Cause Code.  The Service Providers will determine who will serve the customer via internal processes.  When a resolution is reached, the NPAC will be notified and will 


remove the request from the “conflict” state by the new Service Provider.  The new Service Provider can cancel the Subscription Version.”  In addition, Section 2.4.2 of the FRS states that the New Service Provider coordinates conflict resolution activities, and further states, “The New and Old Service Providers use internal and inter-company processes to resolve the conflict.  If the conflict is resolved, the new Service Provider sets the Subscription Version status to pending.  If the conflict is not resolved with the tunable maximum number of days, the NPAC SMS cancels the Subscription Version, and sets the Cause Code for the Subscription Version.”


Clearly, the intent here is to resolve the conflict before the port takes place.  Allowing the New Service Provider to remove the Conflict status after the 6 hour Conflict Resolution Timer expires bypasses the need to resolve the conflict.


E. Identify action taken in other committees / forums: 


N/A


F. Any other descriptive items: __


__________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


The LNPA should revisit the philosophy that led to enabling the New Service Provider to remove a Subscription Version from Conflict status after a specified period of time without first resolving the original conflict with the Old Service Provider.  NPAC requirements and functionality should be modified such that only the Old Service Provider is able to remove Conflict status and move a Subscription Version to Pending status when the Conflict Cause Value is set to 50, which signifies that the Old Service Provider has not received a matching Local Service Request (LSR) or Wireless Porting Request (WPR) for the telephone number received in the New Service Provider CREATE notification from NPAC, or when the Conflict Cause Value is set to 51 (Firm Order Confirmation Not Issued).


Subscription Versions should only be placed into Conflict with a Cause Value set to 50 when the Old Service Provider cannot match an LSR or WPR with the New Service Provider CREATE notification and is reasonably confident that the wrong number is about to be ported.  Also, Subscription Versions should only be placed into Conflict with a Cause Value set to 51 when the Old Service Provider has a legitimate reason for withholding the Firm Order Confirmation.  A Cause Value of 50 or 51 should not be used in lieu of any other appropriate Conflict Cause Value in order to inappropriately prevent the New Service Provider’s ability to remove Conflict status.


LNPA WG: (only)


Item Number: 0022



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________


1

2

This contribution includes proposals which were prepared to assist the LNPA Working Group. This document is submitted for discussion only, and is not to be construed as binding on Verizon.  Subsequent study may lead to a revision of this document, both in numerical value and/or form, and, after continuing study and analysis, Verizon specifically reserves the right to change the contents of this contribution


* CONTACT: Gary Sacra; email: gary.m.sacra@verizon.com; Tel: 410-736-7756
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Re:
Change Order #26 regarding NPAC block contamination report


To:
Cheryl Callahan, Esq.


Sanford Williams, Esq.


Mark Oakey, CO


From:
Amy Putnam


Date:
July 2, 2004


Background


On May 3, 2004 the FCC approved Change Order #26 which allowed the PA to obtain, for each of the seven NPAC regions, a one-time NPAC report indicating whether an NPA-NXX is opened in the NPAC, and showing the contamination level of a donated thousands - block.  The purpose of the report was to address the issue of service providers’ inability to use blocks that have been assigned to them, either because the NPA-NXX has not been activated in the NPAC, the block's contamination level is greater than 10%, or the code holder failed to complete its intra-service provider ports prior to donating the block(s).  Additionally, it would help the PA assess the problem of blocks that are identified as non-contaminated, but actually have numbers assigned from them.

Process


The PA has completed the research generated by the Change Order #26 report, and we have attached a summary report of our findings.  We selected one NPA out of each NPAC region to perform the data analysis.  We compared the information in PAS with the information in the NPAC report.  Where we found a discrepancy between the PAS data and the NPAC report, we had to contact each carrier and find out whether the SP needed to revise its PAS or NPAC information.  We did not hear back from all SPs, and have listed those numbers in the report; we will need to continue to attempt contact with these carriers to make sure our database is kept accurate.  If a carrier did not respond, and the NPAC showed that a block was contaminated, we modified PAS to conform to the NPAC data.


The percentage of blocks with errors ranges from 2% to 5% per NPA.  Our inventory also contained 3 blocks that were more than 10% contaminated, and they had to be returned to the SP.


Our research reflects that some of these carriers failed to change the status of a donation after it moved from contaminated to non-contaminated. One carrier claimed that it does not check the contamination of blocks after it donates its blocks to the pool.  PAS contained blocks identified in the system as non-contaminated, but we determined that they are contaminated, either because contamination occurred after donation or because the information input at the time of donation was incorrect.  Most carriers did not explain why there was a discrepancy.  This mis-labeling of blocks is significant because carriers receiving a block identified as pristine believe and assume that they are getting a non-contaminated block.  They may subsequently assign numbers that are already assigned out of that block, and put end users out of service.  


Recommendation


Even though only 2% to 5% of the blocks were mis-identified, we consider this to have been a very beneficial exercise.  We believe that FCC approval of CO #24 would be beneficial to the SPs, and protective of end-users.  However, contacting carriers and getting responses was a major and time-consuming undertaking.  Based on the several weeks it took to complete the process for seven NPAs, we recognize that doing a one time cleanup of the entire database will take a significant amount of time.   


We nevertheless recommend that we receive a report for, and complete this exercise for all NPAs now, and repeat it annually.  To protect end users on an on-going basis, we should also obtain reports for returned blocks and donated blocks at least weekly, preferably more frequently.   Such a recurring report would also permit the PA to verify whether and to what extent there is contamination of blocks in pooled codes being transferred between carriers, where a carrier is proactively shutting down a network or service.
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Summary

		Region		State		NPA		# of blocks available in pool		# of blocks found to be contaminated in NPAC, but not contaminated in PAS		# of blocks found to be not contaminated in NPAC, but contaminated in PAS		# of blocks over 10% contaminated In NPAC		# of codes not built in NPAC		Percentage of blocks with errors

		SW		TX		903		1376		6		69		0		0		5%

		WC		CA		760		1587		32		20		1		0		3%

		MA		NJ		908		1706		20		53		1		0		4%

		MW		IL		217		1637		44		29		0		0		4%

		NE		NY		518		1572		11		32		0		0		3%

		SE		FL		863		811		2		14		1		0		2%

		WE		AZ		520		517		4		13		0		0		3%

		SW - Texas 903

		75		Total Blocks in error

		18		Should be noncontaminated in PAS

		5		Should be contaminated in PAS

		18		Updating NPAC to show contaminated

		34		Awaiting response from SP

		9		Service Providers involved

		WC - California 760

		53		Total blocks in error

		7		Should be noncontaminated in PAS

		21		Should be contaminated in PAS

		4		Updating NPAC to show contaminated

		5		Updating NPAC to show non-contaminated

		4		Carrier is claiming they don’t show anything ported in NPAC

		1		Block over 10%, removed block from pool and returned to SP

		11		Awaiting response from SP

		14		Service Providers involved

		MA- New Jersey 908

		74		Total blocks in error

		43		Should be noncontaminated in PAS

		10		Should be contaminated in PAS

		10		Updating NPAC to show contaminated

		8		Updating NPAC to show non-contaminated

		2		Block disconnected, NPAC updated

		1		Block over 10%, removed block from pool and returned to SP

		13		Service Providers

		MW- Illinois 217

		73		Total blocks in error

		28		Should be non contaminated in PAS

		44		Should be contaminated in PAS

		1		Updating NPAC to show contaminated

		3		Service Providers

		NE - New York 518

		43		Total blocks in error

		24		Should be non contaminated in PAS

		5		Should be contaminated in PAS

		1		Updating NPAC to show contaminated

		1		Updating NPAC to show non-contaminated

		1		SP claimining not ported (ported #'s appearing in NPAC)

		11		Awaiting response from SP

		7		Service Providers

		SE - Florida 863

		17		Total Blocks in error

		2		Should be non contaminated in PAS

		1		Should be contaminated in PAS

		2		Updating NPAC to show contaminated

		1		Block over 10%, removed block from pool and returned to SP

		11		Awaiting response from SP

		5		Service Providers

		WE - Arizona 520

		17		Total blocks in error

		7		Should be non contaminated in PAS

		2		Should be contaminated in PAS

		1		Updating NPAC to show contaminated

		1		Updating NPAC to show non-contaminated

		3		Block aged, is now non contaminated

		3		Awaiting response from SP

		7		Service Providers
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DRAFT Change Order Submitted by Verizon to Address PIM 22 – Limiting Ability to  Remove Conflict Status with Certain Cause Values




Origination Date:  12/31/03


Originator:  Verizon


Change Order Number:  375

Description:  Limiting Ability to Remove Conflict Status with Certain Cause Values


Pure Backwards Compatible:  TBD


IMPACT/CHANGE ASSESSMENT


FRS

IIS

GDMO

ASN.1

NPAC

SOA

LSMS
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TBD

TBD
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Business Need:

Customers have been taken out of service inadvertently due to the New Service Provider continuing with a port that had been placed into Conflict by the Old Service Provider after the 6 hour timer had expired, instead of investigating why the port was placed into Conflict.


When the Old Service Provider receives a SOA notification from NPAC that another service provider has issued a CREATE message to NPAC in order to schedule a port-in of the Old Service Provider’s customer, the Old Service Provider should check to see that a matching Local Service Request (LSR) has been received from that service provider regarding that specific TN.  If no matching LSR is found, the Old Service Provider may place the port into Conflict status with a Cause Value set to “LSR Not Received” (Cause Value 50).  In some instances, the New Service Provider is waiting for the 6 hour Conflict Resolution New Service Provider Restriction Tunable Parameter timer to expire, and is proceeding with porting the number.  This has led to a number of customers being inadvertently ported and taken out of service from a terminating call perspective because the wrong TN was entered in the original CREATE message sent by the New Service Provider to NPAC.


This proposed Change Order, as did PIM 22 accepted by the LNPA, seeks to prevent instances where customers are taken out of service inadvertently after the New Service Provider continues with a port that had been placed into Conflict by the Old Service Provider.  In these cases, the port was placed into Conflict Status by the Old Service Provider because of indications that the New Service Provider may possibly be porting the wrong TNs.


Description of Change:


The current Cause Values indicating why the Old Service Provider has placed a port into Conflict are as follows:


50 - LSR Not Received


51 - FOC Not Issued


52 - Due Date Mismatch


53 - Vacant Number Port


54 – General Conflict


This Change Order proposes that the LNPA revisit the philosophy that led to enabling the New Service Provider to remove a Subscription Version from Conflict status after a specified period of time without first resolving the original conflict with the Old Service Provider.  NPAC requirements and functionality should be modified such that only the Old Service Provider is able to remove Conflict status and move a Subscription Version to Pending status when the Conflict Cause Value is set to 50, which signifies that the Old Service Provider has not received a matching Local Service Request (LSR) or Wireless Porting Request (WPR) for the telephone number received in the New Service Provider CREATE notification from NPAC, or when the Conflict Cause Value is set to 51 (Firm Order Confirmation Not Issued).


Subscription Versions should only be placed into Conflict with a Cause Value set to 50 when the Old Service Provider cannot match an LSR or WPR with the New Service Provider CREATE notification and is reasonably confident that the wrong number is about to be ported.  Also, Subscription Versions should only be placed into Conflict with a Cause Value set to 51 when the Old Service Provider has a legitimate reason for withholding the Firm Order Confirmation.  A Cause Value of 50 or 51 should not be used in lieu of any other appropriate Conflict Cause Value in order to inappropriately prevent the New Service Provider’s ability to remove Conflict status.
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This contribution includes proposals which were prepared to assist the LNPA Working Group. This document is submitted for discussion only, and is not to be construed as binding on Verizon.  Subsequent study may lead to a revision of this document, both in numerical value and/or form, and, after continuing study and analysis, Verizon specifically reserves the right to change the contents of this contribution


* CONTACT: Gary Sacra; email: gary.m.sacra@verizon.com; Tel: 410-736-7756




