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Attached are the Action Items assigned at the February, 2004 LNPA meeting.  Also included are the remaining open Action Items from previous meetings.
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NOTE:  ALL ACTION ITEMS REFERENCED IN THE MINUTES BELOW HAVE BEEN CAPTURED IN THE “FEBRUARY 2004 LNPA ACTION ITEMS” FILE ATTACHED ABOVE.

MEETING MINUTES:
2004 Meeting Schedule:
· NOTE:  Recent changes to the 2004 meeting schedule are reflected below and highlighted in yellow.

· The Wireless Number Portability Operations (WNPO) team will meet all day on Monday and ½ day on Tuesday of LNPA week.
· Starting with the January 2004 LNPA meeting, the LNPA Working Group will meet from Tuesday 1pm local time until Wednesday 5pm local time.  If the LNPA needs more time, the group could go longer on Tuesday or Wednesday evening. 
· The Architecture Planning Team (APT) will meet starting 8:30am local time on Thursday and go no later than mid-afternoon Thursday.
· Following is the schedule for 2004, the host companies, and the meeting locations.  Also indicated is the date of the month’s NANC meeting, if applicable: 
MONTH

(2004)
LNPA MEETING

DATE
HOST COMPANY
MEETING LOCATION
NANC MEETING DATE

JANUARY
WEEK OF 1/5
QWEST AND NEUSTAR
PHOENIX, ARIZONA
1/13/04

FEBRUARY
WEEK OF 2/2
TSI
TAMPA, FLORIDA
NO NANC

MARCH
WEEK OF 3/8
BELL SOUTH
BIRMINGHAM ALABAMA
3/16/04

APRIL
WEEK OF 4/5
NEUSTAR
CHICAGO, ILLINOIS
NO NANC

MAY
WEEK OF 5/3
SPRINT
OVERLAND PARK, KANSAS
5/18/04

JUNE
WEEK OF 6/14
CANADIAN CONSORTIUM
OTTAWA, CANADA
NO NANC

JULY
WEEK OF 7/19
TEKELEC
RALEIGH, NORTH CAROLINA
7/13/04

AUGUST
WEEK OF 8/16
T-MOBILE
NEWPORT BEACH, CALIFORNIA
NO NANC

SEPTEMBER
WEEK OF 9/7
COX
ATLANTA, GEORGIA
9/14/04

OCTOBER
WEEK OF 10/4
NEXTEL
RESTON, VIRGINIA OR LAS VEGAS, NEVADA
NO NANC

NOVEMBER
WEEK OF 11/1
VERIZON WIRELESS
NASHVILLE, TENNESSEE
11/9/04

DECEMBER
WEEK OF 12/6
AT&T
NEW YORK, NEW YORK
NO NANC

01/04 Minutes Review:
The following changes were made to the DRAFT January 2004 LNPA Minutes during the February 2004 meeting.  These changes will be reflected in the FINAL January 2004 LNPA Minutes.

· NOTE:  Due to the limited time allowed to review the DRAFT January 2004 LNPA Minutes, they were left in DRAFT status during the February LNPA meeting and will be finalized at the March LNPA meeting.  Following are the changes agreed to at the February LNPA meeting.
· Page 7, 2nd bullet under Port Protection Change Order 382 Discussion – clarify that the LNPA group agreed that the policy questions should not be taken outside of the LNPA at this time.

· Page 10, 3rd bullet under NPAC Architecture – The current plan is to implement the migration in production during 2Q04.

· Page 10, 5th bullet under NPAC Architecture – Currently, NPAC uses a Sun E10K (1 Region per Domain) as its database server.

· Page 13, 1st bullet under Recovery of Contaminated Codes – change to read:

“NeuStar had previously reported that during the recovery of some codes, between the time when NANPA verifies with NPAC that there are no active SVs and the time when the code is removed in NPAC (15 business days before LERG disconnect), number(s) are ported.  NeuStar has no authority to remove a code from NPAC with pending or active SVs.  NeuStar had requested that the LNPA send a letter to INC requesting that they cover this scenario in their code recovery guidelines and stipulate that the NANPA obtain proper regulatory authority for NPAC to delete the active SVs unilaterally so that the recovered, or to be recovered, code can be removed from NPAC by NeuStar.  NeuStar further requested that the letter mention that these SVs may or may not be working numbers and the process should address the service provider notification process.  NeuStar will only delete the active SVs and remove the code after the code is recovered by NANPA and with the proper regulatory authority. Not removing the code from the NPAC’s network data prevents the next LERG-assignee from enjoying the unfettered use of its new code.
Wireless Number Portability Operations (WNPO) Committee Report as reported by Maggie Lee, Verisign and WNPO Co-Chairperson:
· The WNPO has developed a new issue contribution form with a new field for the Issue Number.  The attached form will be placed on the website.
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· The NANC Issue Management Group (IMG) is still discussing the inter-modal porting interval.  There is no resolution date set at this time.

· NeuStar reported that there has been no significant increase in calls to the Help Desk since 11/24/03.  NeuStar is proposing a return to the normal Saturday and Sunday Help Desk support hours (see attached).  This proposal must go to the NAPM LLC.


[image: image3.wmf]"NPAC HELP DESK 

Hrs of Ops 2-4-04.ppt"


· Ordering & Billing Forum (OBF) Wireless Workshop –  A critical item currently under discussion in that group is the scope and timeline of the WICIS 3.0 release.

· Wireless Testing Subcommittee (WTSC) – Julie Groenen, Verizon Wireless, is the temporary Co-Chair of that group.  The WTSC meets every Thursday by conference call for one hour at 11am Eastern.  The group is developing a letter reaching out to small wireless carriers for meeting participation, company contacts, testing participation, etc.

· Fallout Reduction Taskforce (FORT) – Jen Goree, Alltel, has resigned as Co-Chair of the FORT.  There are 7 open issues that the FORT is currently working.  They are posted on the website.

· Wireless porting volumes – NeuStar was not granted permission by the LLC to publicize wireless to wireless porting volumes.  This issue is closed in the WNPO.

· WNPO discussion on combining the WNPO and LNPA groups – The WNPO will propose the following to the LNPA:

· remove redundant topics from the WNPO meeting agenda that are also discussed in the LNPA, e.g. PIMs, NPAC Forecasting Group (NFG), etc., 

· move inter-modal issues to the LNPA (the WNPO wants to reserve the ability to discuss inter-modal issues within the WNPO meeting),

· WNPO would meet all day on Monday of LNPA week starting with the April 2004 meeting, and continue through the July meeting,  

· LNPA would meet all day Tuesday and Wednesday of LNPA week starting with the April 2004 meeting, and continue through the July meeting,

· The Architecture Planning Team (APT) will continue to meet on Thursday of LNPA week,  

· After this transition phase toward combining the WNPO and LNPA, a review will be conducted at the July 2004 meeting to determine the next steps toward combining the groups. 

· The WNPO and WTSC is trying to reach out to non-participating providers in preparation for the rollout of porting outside the top 100 MSAs to take place on May 24, 2004..

· No new issues were reported by the National Emergency Number Association (NENA).

· Paul LaGattuta, AT&T and LNPA Co-Chair, reviewed the current NFG Model (see subsequent presentation given by Paul under NFG Meeting Update).

· The Cellular Telecommunications and Internet Association (CTIA) is gathering data on waivers granted by the FCC to carriers with less than 2% of the nation’s access lines.  The CTIA feels that carriers that have already begun porting should not be exempt.  The CTIA is holding a forum on 3/17/04 for carriers outside the top 100 MSAs.  The FCC might be in attendance.

· The issue of inadvertent ports and conflict timers was again discussed.  The WNPO discussed the possibility of expanding the 6 hour Conflict timer.  Nextel and Verizon Wireless objected to bringing this issue up again unless data was produced showing a  need.  Some carriers voiced support for opening up the discussion again.

· AT&T Wireless had previously requested data from wireless carriers on their use of short vs. long NPAC  T1 and T2 timers.  Only large carriers have sent back a response.  This issue has been closed by agreement from AT&T Wireless.

· PIC freeze questionnaire – This questionnaire is being developed by the WNPO to reflect which wireline providers will block or allow a number to port if there is an InterLATA, IntraLATA, or Local Account freeze on the associated line.  The WNPO feels that the matrix should be brought to the LNPA before it is sent out to the industry.  The WNPO plans to bring this up during the New Business portion of the LNPA meeting.  The WNPO feels that long term, wireline carriers should include this information in their trading partner agreements.
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· Wireless Port Protection – The WNPO agreed to recommend the following method (Alternative 1 extracted from the attached Port Protection contribution) to remove port protection from a customer’s account:

Provide the customer with a password/pin number they can use to remove the port protection service from their account.  The new service provider would then send the password/pin number in the WPR to the old service provider authorizing the removal of the port protection service and the port to the new service provider.
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· Bob Jones, US Cellular, has resigned as WNPO Co-Chair due to health reasons.  The entire group wishes Bob the very best.

· The FORT team will begin to meet every other week starting 2/13/04.  Calls to discuss inter-modal issues that went to the OBF will be scheduled.  Wireless carriers will get together on Wednesday, 2/4/04, at 5pm Eastern, to clarify issues.  The team will meet again on 2/18/04, at 5pm Eastern, to review OBF action on the issues.

January 2004 Architecture Planning Team (APT) Meeting Report (Jim Rooks – NeuStar):

· The APT met on 01/08/04.  Attached is the meeting agenda.
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· Performance Requirements:

· The APT is focusing on SOA interface throughput requirements. The APT has an action to determine how much throughput is needed on the SOA interface.  Using the SOA Traffic Model in the Northeast Region, if a provider was involved in 50% of the regional volume, the SOA interface requirement for that provider in the Busy Hour would be 12.8 messages per second, including requests.  One provider stated that their vendors advised that we should engineer the SOA interface at 150% of the projected Busy Hour message volume.  150% of the 12.5% provider participation spread would be 18.8%, which equates to 4.8 messages per second including requests (sustained).  NeuStar will analyze actual porting data to determine a reasonable spread of percent participation in porting activity (i.e. SOA message volume) among service providers in a given region.

· Paul LaGattuta. AT&T and LNPA Co-Chair, reported that December porting actuals have been updated in the NPAC Forecasting Group Model.  He further stated that this should not result in dramatic changes to Model.  He was asked if we could get more current data input from Wireless providers into the NFG Model in order to develop a realistic projection for 4Q04.  The NFG is scheduled to meet again on 1/22/04.  This request for data will be promoted in the WNPO.  This data would then be used by the APT to further refine SOA interface performance requirements.  

· CMIP Interface Improvements/Performance related Change Orders:

· NeuStar presented a summary spreadsheet, sectionalized into categories (e.g. interface performance, recovery benefits, operational benefits, etc.), with a short synopsis of each Change Order, describing the benefits of each and the problem each solves.  This represents the Change Orders currently being worked in the APT.  NeuStar will add a column in the matrix for priority.  The priority of each Change Order will be addressed later after the group considers priority ratings and definitions.  This will eventually be used to provide guidance to the LNPA.

· The group reviewed NANC 390, which would provide an immediate acknowledgement from NPAC to a request.  A member raised a concern that associating this new acknowledgement with satisfying SLR-3, which requires NPAC to respond within 3 seconds for 95% of responses except for miscellaneous transactions such as queries, audits, and edits, means that there would be no SLR for the actual work driven by the SOA request.  This is a contractual issue and not for this group to address.  The group felt it would add some traffic to SOAs, but would provide a direct benefit of getting immediate acknowledgement and better error handling.

· Review of NANC 383 – Separate SOA Channel for Notifications:  It was suggested that possibly increasing the SOA interface performance to 5 messages per second could mean that everything could be done over one channel, but separating the workload over another channel could make it easier to administer and fine tune performance requirements for notifications vs. requests.  NeuStar responded that ease of administration is not necessarily a good reason for a separate channel.  Requirements for this will be worked in conjunction with NANC 390.  It is not clear at this time which is the most cost effective approach.

· Review of NANC 388 – This would allow a provider to undo a cancel request to get it from cancel pending to pending.  Initiation of this undo request constitutes new SOA functionality.  Does the resultant notification for transitioning between these two states require SOA changes?  If yes, this Change Order likely could not be backwards compatible.  One SOA vendor said that SOA applications software doesn’t appear to be an issue, but the vendor is working with clients to see if downstream systems would require changes.

· Review of NANC 389 – Volume and Performance Testbed – The WNPO sent an e-mail to NeuStar on the results of their requirements discussion.  This will be addressed at the February APT meeting.

· The APT discussed the upcoming NPAC technology migration that will take place during 2Q04.  NeuStar stated that this migration is a long term strategy designed to meet future porting volumes, not just for the volumes expected next busy season.

· There remains an open question on the need for historical copies of SVs.  This will be discussed further in the APT.  NeuStar stated that this represents a significant portion of NPAC processing today.

· Discussion of BDD File Sizes:  NeuStar reported that the average number of bytes per SV record is 90 and that roughly 24 million non-EDR records equate to 2 Gigabytes.  NeuStar provided a file reflecting an estimate by region of how many TNs can be added to each database before 2 Gigabyte size is reached.  Some provider LSMSs can handle greater than 2 Gig import files today.

NPAC Forecasting Group (NFG) Meeting Update (Paul LaGattuta, AT&T and LNPA Co-Chair):

· Paul LaGattuta walked the group through the attached presentation showing variances between forecasted wireless and wireline porting volumes and actual porting volumes.
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· The NFG forecast for Wireless Non-Pooled (ported) numbers reflected 19.9 Million for 2003.   Actuals came in at 10.8 Million.

· December 2003 results – wireless porting forecasted at 10.7 Million numbers, actuals came in at 2.6 Million.

· January 2004 results – wireless porting forecasted at 4 Million numbers, actuals came in at 2.2 Million.  Projecting the January miss out through 2004 would result in a 75% miss for the year.

· Paul LaGattuta stated that he was told that the churn rate used in the forecasted wireless numbers included when a customer changes contract with the same provider, and customer disconnects.  He suggested that the 50% churn rate in the NFG forecast should possibly be lowered to 35%.

· Paul then suggested that the wireless forecast for 2004 be revisited.  A number of providers use the NFG forecast for budgeting and engineering.  Some wireless carriers said that there are a lot of pending ports still sitting in systems from December.

· The WNPO agreed to revisit the 2004 wireless forecast for 2004 in response to Paul’s presentation and request.

PIMs:


.

· PIM 22 – PIM 22 remains open.  At the February meeting, a straw vote was taken with respect to the attached revised PIM 22 resolution proposal and NPAC Change Order proposed by Verizon.  The result of the straw vote was 15 carriers in favor of the proposed resolution and moving forward with Change Order requirements development, and 4 carriers against.  The 4 carriers opposing the proposed resolution were from the same industry community (CLEC).  One carrier favoring the proposed resolution voted as a combined entity, which includes a CLEC arm.  The group will move forward with developing the requirements for NANC Change Order 375.

During the discussion at the February meeting, Nextel stated that they had experienced roughly 500 inadvertent ports after placing the port into Conflict since 11/24/03.  Nextel stated that they felt this was a big problem.  Carriers opposing this proposed resolution raised concerns about the potential for abuse by the Old Service Provider.  Sprint PCS stated that any abuse of these cause values is provable and a provider can go to Regulators if they suffer any abuse at the hands of another provider using this functionality.
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The PIM 22 proposal:

1. Includes Cause Value 51 (Firm Order Confirmation Not Issued) in addition to Cause Value 50 (Local Service Request not received).

2. Reflects that only the Old Service Provider can remove a port from Conflict status for these two Cause Values.

The proposed Change Order reflects the NPAC changes proposed in the revised PIM 22.  

· PIM 24 – This PIM, submitted by the Pool Administrator and AT&T Wireless, addresses instances where service providers are not following guidelines for block donation.  For example, in some instances, contaminated blocks are being donated as non-contaminated blocks, or blocks with greater than 10% contamination are being donated.  This is causing customers to be taken out of service or blocks to be exchanged for a less contaminated or non-contaminated block.


[image: image10.wmf]"PIM 

contamination.doc"



[image: image11.wmf]"PA CO 24 

Recommendation.doc"


The LNPA and NAPM/LLC had previously approved the sharing of information between NPAC and the Pool Administrator  whereby the Pool Administrator is able to obtain the necessary information from NPAC to ensure, to the extent possible, that service providers are complying with the pooled block donation process.  The PA  submitted Change Order 23 for FCC consideration.  PA Change Order 23 was subsequently withdrawn and PA Change Order 24 was submitted to the FCC by the PA.  The Numbering Oversight Working Group (NOWG) recommended to the FCC a trial of the proposed resolution in selected pools initially.  The FCC subsequently recommended that the PA submit another Change Order based on the NOWG recommendation for a trial.  The PA is in the process of developing the Change Order.  The PIM will remain open pending the FCC’s decision on the Change Order.

· PIM 28 – This PIM, submitted by Sprint PCS, addresses interface differences between the WPRR (wireless) and FOC (wireline).  The FOC allows for a due date and time change on confirmations, however, the WPRR does not.  When a  wireline carrier sends an FOC with a change in due date or time, the wireless carrier cannot process the change and does not allow the port to complete.  This accepted PIM was  referred to the Ordering and Billing Forum (OBF) Wireless Workshop and Local Ordering and Provisioning (LSOP) Committee.  No response has been received as yet.  This PIM will be tracked by the LNPA.
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· PIM 29 – This PIM, submitted by Sprint PCS, addresses scenarios where customers porting from a wireline carrier are disconnected in the donor switch before the wireless carrier activates the port.
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At the February meeting, it was mentioned that this PIM is similar to a previous PIM (PIM 13).  The submitter stated that PIM 13 addressed wireline-wireline porting and the issue should be revisited in the context of inter-modal porting.  The resolution to PIM 13 was as follows (extracted from the NANC Flows):

After update of its databases the ONSP removes translations associated with the ported TN(s).  The removal of these translations (1.) will not be done until the old Service Provider has evidence that the port has occurred, or (2.) will not be scheduled earlier than 11:59 PM one day after the due date, or (3.) will be scheduled for 11:59 PM on the due date, but can be changed by an LSR supplement received no later than 9:00 PM local time on the due date.  This LSR supplement must be submitted in accordance with local practices governing LSR exchange, including such communications by telephone, fax, etc.
Sprint PCS stated that a resolution to PIM 28 would reduce PIM 29 occurrences, but not eliminate them entirely.  During the ensuing discussion, a member stated that they are receiving porting requests from wireless carriers (WPR Fax forms) without contact numbers and, in some cases, the number to be ported is not even theirs.  Sprint PCS stated that there are communications issues that are preventing flow-through of FOCs to wireless carriers.  It was requested that a list of problems that are causing this scenario be developed to determine what the LNPA is responsible for.  An action item was assigned to both Wireless and Wireline carriers to submit any contributions identifying where the fallout is occurring, and the cause, in order that they may be explored as a team.  These contributions should be submitted to Craig Bartell, the Chair of the Fallout Reduction Taskforce (FORT) team.  Craig's e-mail address is craig.j.bartell@mail.sprint.com.  PIM 29 will be discussed on the next FORT conference call on Friday, February 13th, at 11am Eastern.  Participation from both Wireless and Wireline carriers is welcomed and encouraged.
· NEW PIM 30 – This PIM, submitted by Alltel, seeks to clarify the N-1 LNP architecture query responsibilities, and whether wireless carriers are obligated to perform default number portability queries when the N-1 carrier fails to dip the call.

One member stated that the default carrier has an obligation as a last resort in order to ensure that calls are not dropped.  Another member stated an objection to doing default dips on an ongoing basis because the N-1 carrier is not fulfilling their responsibility.  It was stated that some carriers have seen a reduction in the number of default routed calls since they started billing for the queries.  It was questioned whether wireless carriers could bill without filing a tariff.  A number of wireline carriers stated that they did have to file a tariff.  A number of cites from industry documentation and Regulatory Orders were raised during the discussion, e.g., FCC Orders 97-74, 97-289, and 98-82.  In addition, the NANC Architecture Plan for LNP and the Thousands Block Pooling Guidelines were cited.  It was suggested that everyone review these cites to prepare for a discussion of the N-1 responsibilities.  It was also suggested that this issue may eventually need to go to NANC and/or the FCC if the answer is not clear in the available documentation.  One member stated that they want to make it clear that it was not the design intent of the N-1 architecture to default route.  Another member stated that this may go away on 5/24/04, with the rollout of wireless porting outside the top 100 MSAs, based on the providers they are currently having issues with.  Another member disagreed.  
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Gary Sacra, LNPA Co-Chair, will forward to the LNPA and WNPO distribution list by February 13th, relevant cites sent to him by LNPA members defining the N-1 Local Number Portability architecture (see attached).  A copy of PIM 30, submitted by Alltel, will be included.  This will be discussed at the March LNPA meeting.  This PIM was accepted by the group.
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MEETING MINUTES:




LNPA Co-Chair Election:
· Paula Jordon, T-Mobile, was elected by acclimation as the Wireless LNPA Working Group Co-Chair.  Congratulations to Paula!  Gary Sacra, Verizon, and Paul LaGattuta, AT&T, will remain as the ILEC and CLEC Co-Chairs, respectively.

Port Protection Change Order 382 Discussion:
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· Service Providers are to come to the March LNPA meeting prepared to provide their respective company’s position on the following policy questions that need to be answered regarding NANC Change Order 382 – Port Protection.  The responses provided will be compiled to ascertain where we stand as a group on these policy questions.

1. What types of numbers can be placed on the protection list?

· Any number?

· Only those slammed previously? 

· Service Provider Administration numbers?

· Homeland Security numbers?

· Emergency numbers?

· Telco-defined essential lines (e.g. payphones, police, fire)?

2. Who can put a number on the list and remove a number from the list (authorization)?

3. What is the process for putting numbers on and taking numbers off the list?

4. Who can have access to the list? 

5. What is the process to access the list? 

· Ping the list? 

· View the list?
Change Management Discussion:

NANC Change Order 323 (SPID Migration) Timeline/Process Details (NeuStar):
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· NeuStar walked the group through the attached process flows and narratives for the NANC 323 SPID Migration process and discussed the changes since last month’s review.

· It was clarified in Figure 3 that SPID A existing means that they are still operational and able to participate in the migration process as necessary.

· One migration request could encompass more than one migration scenario.  NeuStar stated that they cannot know all nuances of network configurations resulting from the migration and that the service providers are responsible to ensure that no customer is left behind.

· A question was asked if there is going to be a lessons learned process as part of each migration.  NeuStar said that the LNPA would be a good venue for that discussion to the extent that carriers are willing to discuss in an open forum.

· The group agreed to add another readiness call in the process.  Calls will take place during a regular business day and during normal business hours.  The calls will be scheduled one full week before the migration and one day before the migration.   SMURF files will be created one day before the calls.

· NeuStar stated that they need authority to delete pending-like SVs if they exist at the time of migration.  Gary Sacra and Ron Steen will raise this in their Project Executive (PE) Report at the February LLC meeting and send a confirming e-mail to NeuStar once LLC approval is obtained.

NOTE:  This was completed.  The LLC confirmed NeuStar’s authority to delete these pending-like SVs.  NeuStar was subsequently notified.
· No providers stated that their SOA systems would auto generate a new Create message to NPAC if they received a cancel for a pending-like SV.  If any do, the SVs would have to be canceled by NPAC after the providers are taken off-line.  NPAC will run a report of any cancelled SVs to be sent to the Old and New Service Providers involved in the cancelled port.

· NeuStar will determine whether they can have a first pass of the NANC 323, SPID Migration, User Method & Procedures (User M&Ps) for review at the April meeting.

· NANC 323 discussion will be on the agenda for the March LNPA meeting.  The group will develop the Migration Checklist and review the changes to flows and narrative agreed to at the February meeting.

NANC Action Item – Unified Top 100 MSA List Discussion:
· Gary Sacra, LNPA Co-Chair, reviewed the NANC action item, assigned to the LNPA Working Group at the January NANC meeting, to develop a unified Top 100 MSA list for wireless and wireline porting.  This action item resulted from a discussion at the NANC meeting regarding the WNPO-recommended Top 100 MSA list. 

· Amy Putnam, Neustar and the Pool Administrator (PA), stated that the FCC has approved a Top 100 MSA list for wireless and wireline pooling, and the PA will continue to maintain that list for pooling.  The reason the current pooling list has 104 MSAs is that once an MSA is on the list it does not drop off if it subsequently falls out of the top 100.

· A wireline member stated that they are not concerned about the WNPO-recommended list for porting because all of their switches are LNP-capable.  Their concerns are related to pooling because they have not equipped all of their switches for pooling.  Their concern centers around the PA list because it uses extrapolated 2002 population data which re-ranked the top 100 MSAs for pooling.  The PA responded that the data was from the Census Bureau website.  The PA further  clarified that the Census Bureau added counties in the top 104 MSA list.  The PA explained that there are 1095 additional rate centers that are mandatory under the current national rollout.

· Sue Tiffany, WNPO Co-Chair, walked the group through how the WNPO developed the recommended combined list.  The wireless community didn’t have sufficient direction on a top 100 list for porting.  Rate centers were included if any part was in a county in the top 100 MSAs.  The October list came out to 5283 rate centers.  In November, a PA list came out with 11 additional rate centers.  Tier 1 companies (larger wireless providers) all agreed to go with the larger list.  One Tier 2 and one Tier 3 wireless provider objected to using the combined list.  This is a larger list than the current PA list.  The WNPO agreed to not implement the recommended list until 1/16/04, instead of December 2003, because the additional rate centers required system changes.

· The PA list had 102 MSAs before the OMB update which added 2 additional MSAs.  This came out in October 2003.  Ann Arbor, Michigan and Mobile, Alabama dropped out of the top 100, but stay on the list since they were once in the top 100 MSAs.

· The WNPO list has the 1990 and 2000 MSA lists, plus the 11 additional rate centers from the PA list in November, and the expansion that added any rate center within a county in a top MSA that was not on these lists.  They did not have time to add the October OMB changes.

· The WNPO recommends that their list be the unified list for porting.  If some providers do not comply, one customer could be able to port, while their neighbor perhaps could not if their provider does not honor that rate center.

· Verizon Wireless requested removal of Boulder City, Nevada and Valley, Nebraska, because they are localities and not rate centers in the LERG.

· The WNPO list does not override the Bonafide Request (BFR) process.

· Talking points in preparation for a response to the NANC action item:

· There was not a mandated top 100 MSA list for wireless porting down to the rate center level.  It was by county.

· The WNPO determined, and the LNPA agreed, it was cost effective to maintain a single list for wireless and wireline porting, and not modify it until 5/24/04, at such time when all rate centers where a BFR that has been issued will take effect and a waiver has not been granted.

· For porting, the WNPO and LNPA endorses the single list recommended by the WNPO in December and implemented on 1/16/04 by the larger wireless carriers.  Not all providers have implemented the WNPO-recommended list.  The historical value of showing the additional 11 rate centers separately is no longer relevant.

· This list does not override the BFR process, meaning that a provider will not be required to port any sooner than they would upon receiving a BFR.

· For pooling, the PA is implementing a cumulative top 100 MSA list mandated by the FCC.  It will be managed and maintained by the PA.

· The WNPO Co-Chair took an action to create a new spreadsheet with a single MSA list incorporating the 11 additional rate centers from the November 2003 PA list.

· The discussion of this NANC action item will be on the March LNPA agenda to finalize the LNPA’s response to NANC at the March NANC meeting.

Discussion of Combining the LNPA and WNPO Groups:
· The WNPO proposed the following to the LNPA:

· remove redundant topics from the WNPO meeting agenda that are also discussed in the LNPA, e.g. PIMs, NPAC Forecasting Group (NFG), etc., 

· move inter-modal issues to the LNPA (the WNPO wants to reserve the ability to discuss inter-modal issues within the WNPO meeting),

· WNPO would meet all day on Monday of LNPA week starting with the April 2004 meeting, and continue through the July meeting,  

· LNPA would meet all day Tuesday and Wednesday of LNPA week starting with the April 2004 meeting, and continue through the July meeting,

· The Architecture Planning Team (APT) will continue to meet on Thursday of LNPA week,  

· After this transition phase toward combining the WNPO and LNPA, a review will be conducted at the July 2004 meeting to determine the next steps toward combining the groups.  If WNPO doesn’t need to meet for a full day, they could  start Monday afternoon after the July review.

The LNPA agreed to the WNPO proposal as outlined above.

· There are no plans currently for Wireless Testing Subcommittee (WTSC) face-to-face meetings.  They meet via conference call every Thursday morning.  Julie Groenen, Verizon Wireless, is the interim Co-Chair of the WTSC.

Yearly NPAC Failover Test Discussion:
· NeuStar raised the question to the group as to when to schedule the next full NPAC failover test.  Gary Sacra and Ron Steen, Project Executives, proposed that the test should occur after the scheduled NPAC technology migration.  NeuStar suggested  performing the test in the August-September timeframe, which would put it well past the completion of the migration.  The test schedule will be finalized at a later time.

NPAC Technology Migration Update – NeuStar:

· NeuStar presented the attached Migration Project Plan and slides detailing industry testing preparation.
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· No vendor certification or service provider regression testing is required, but regression testing is highly encouraged.  No changes to the GDMO or ASN.1 will result from the migration.

· NeuStar then walked through the attached regression test plan for the migration.
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· There are a total of 397 test cases in the test plan.  The full suite would be applicable for a new provider with a new vendor.  This test plan adds ten Release 3.2 regression tests out of the 26 in the full 3.2 test suite.

Review of January Action Items:
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· Item 0104-01:  Item is Closed.  NANC Change Order 391 has been opened up.  NeuStar to check to see if the IIS needs to be changed.  The group agreed that the wording for Cause Value 50 is acceptable (LSR/WPR Not Received).  Service Providers are to come to the March LNPA meeting prepared to vote on their preferred wording for Conflict Cause Value 51 (currently “FOC Not Issued”).  The two suggested rewordings are “A Port-Authorizing FOC/WPRR Not Issued” or “A Non-rejected FOC/WPRR Not Issued.”

· Item 0104-02:  This item was completed and is Closed.  See section on Architecture Planning Team (APT) minutes.

· Item 0104-03:  This item was completed and is Closed.

· Item 0104-04:  This item was completed and is Closed.

· Item 0104-05:  This item was completed and is Closed.

· Item 0104-06:  This item was completed and is Closed.

· Item 0104-07:  Item remains open and is ongoing.  The APT continues to analyze the data necessary to determine future SOA interface throughput requirements.  January actual data was incorporated into the analysis.

· Item 0104-08:  This item was completed and is Closed.

· Item 0104-09:  Item remains open and will be on the agenda for the March LNPA meeting.

· Item 0104-10:  This item is Closed.  No providers stated that their SOA systems would auto generate a new Create message to NPAC if they received a cancel for a pending-like SV.  If any do, the SVs would have to be canceled by NPAC after the providers are taken off-line.  NPAC will run a report of any cancelled SVs to be sent to the Old and New Service Providers involved in the cancelled port.

· Item 0104-11:  At the request of the NFG, the WNPO has agreed to revisit the porting data projections for the 4Q04 Busy Season.  Item remains open.

Action Items Remaining Open from Previous Meetings:

· Item 1103-03: Item remains open and will be addressed at a future LNPA meeting.

· Item 1103-05:  Item remains open.

· Item 1103-07:  Item is Closed.  NeuStar reported that most discrepancies have been corrected and is now awaiting authorization from the remaining service providers with name discrepancies to update their name. 

· Item 1103-14:  Item remains open.  Note that this was changed from a Service Provider action item to a SOA Vendor action item.  This will be discussed in the Architecture team.

· Item 1103-15:  Item remains open and will be addressed at a future LNPA meeting.

· Item 1103-16:  This item was completed and is Closed.

· Item 1103-17:  This item was completed and is Closed.

· Item 1203-07:  This item is Closed.  No provider indicated that their systems automatically default to a Cause Value 50 (LSR Not Received) when they place a port into Conflict.

· Item 1203-09:  Item remains open.  To be discussed at March Architecture team meeting.

· Item 1203-10:  This item was completed and is Closed.

· Item 1203-11:  Item remains open.  At the February APT meeting, NeuStar walked the group through the process for creating and maintaining historical copies of SVs in the NPAC database.  Some providers stated that they use historical copies of the current/known versions of SVs to determine service provider ownership for activities such as billing dispute settlements.  To be discussed at March Architecture team meeting.

New Business:

· Jean Anthony, TSE, had previously stated that a customer identified a discrepancy in IIS Flow 5.5.4, where NPAC seems to be sending the cause code in the single notification but not in the range notification for the subscriptionVersionAVC.  NeuStar responded at the February meeting that they are consistent, satisfying this item for Jean.  Jean still has an issue with there being two versions of the GDMO.  NeuStar took an action to open up a Doc Only Change Order to change  the GDMO and ASN.1 Header sections of the IIS Part I.

· In follow-up to a New Business item raised at the January LNPA meeting, Rick Dressner, Sprint PCS, stated that Sprint PCS is experiencing 100% fallout on ports of Type 1 and reseller numbers with wireline providers.  Rick stated that wireline LECs are not accepting Type 1 or reseller LSRs.  Wireless providers don’t know up front if it’s a Type 1 or reseller number.  Rick Dressner took an action to submit this issue as a PIM.  Wireline LECs have an action to investigate internally.  Gary Sacra, LNPA Co-Chair, will send a copy of the latest NANC Provisioning Flows to the LNPA and WNPO distribution lists as a reminder that they contain the industry-accepted procedures for porting Type 1 Cellular and reseller numbers.  In follow-up to this discussion, another wireless service provider stated that their company has successfully completed 40 to 60 ports of Type 1 cellular numbers from a variety of wireline providers. 

· Gary Sacra, Verizon, described an issue currently being experienced by Verizon Wireline where a significant quantity of numbers are being ported out from Verizon Wireline by wireless providers and no LSR has been received by Verizon Wireline.  Verizon wishes to raise awareness in the industry that the NANC LNP Provisioning Flows must be followed.  Verizon also issued a plea to wireless providers to go back internally to make sure the process is being followed, and to ensure that any customers taken out of service are cooperatively placed back in service with their appropriate provider.  Wireless and Wireline Service Providers have an action to ensure internally that they follow the NANC LNP Provisioning Flows.  This issue will be placed on the agenda for the March LNPA meeting to determine if it will be raised in the NANC report. Gary Sacra, LNPA Co-Chair, will send an e-mail to the LNPA and WNPO, describing the issue and reminding all service providers that the NANC LNP Provisioning Flows and processes need to be followed.

Earl Scott, Verizon, stated that providers should not tell their customers to call their old provider to release their number.  Dave Cochran, Bell South, said that wireless providers are giving the LNP Center telephone numbers of wireline providers to their prospective new customers if there is a problem with the port. 
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MEETING MINUTES:
· Mission Statement:  To assess Number Portability industry production technical issues within the purview of the LNPA Working Group and develop recommendations for the strategic direction of the Number Portability architecture.
· The APT met on 02/05/04.  Attached is the meeting agenda.
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Performance Requirements:

· How much throughput is needed on the SOA?

· Discussion on distribution of volume across the SOAs
· NeuStar reviewed the % participation of the top 5 participants for activates in each region for December, spread over the month.  Pooling numbers were excluded because they don’t generate notifications unless a provider activates over their SOA.  If that provider is EDR-capable, they do not receive 1K notifications.

· If the activate request timestamp was for the month of December, the Old and New SPID was identified.

· The goal here is to identify what a new requirement for the SOA interface would be.  The % participation is a variable in the SOA model that drives the provider messages per second (including requests).  39% in the SE Region, which was the highest participation % for a provider, drove 10.0 messages per second for that provider’s SOA.

· There are periods of time when 2 CMIP messages per second are not adequate.

· NeuStar will produce data for January to show at the March APT meeting.

· Currently, the SOA interface throughput requirement is the same for every SOA.  Having bandwidth and NPAC processing power for developing the same requirement of 10 per second, for example, for 150 SOAs, is different from engineering for 10 per second sustainable for an hour for the high SOA with 100 messages per second total for the hour.  We need to identify peak duration and total throughput if we are to develop different requirements for different types of providers.

· The NFG model needs accurate projections in order to develop an accurate SOA throughput requirement.  

· John Malyar, Telcordia, stated he may bring in a contribution addressing a new paradigm for changing the current SOA throughput requirement where NPAC would not need to support a single requirement for every SOA interface, but would be able to support different levels of SOA throughput.

CMIP Interface Improvements/Performance, and Operational/Functional Benefits related Change Orders: 

· Review of the Architecture Team Change Order Matrix

· NeuStar reviewed Rev. 11 of the APT Working Document, which contains the Change Order Matrix.  A priority column has been added.  This is a priority to the APT only, which will serve as a recommendation to the LNPA eventually.  The priority relates to industry functional value.
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· NeuStar will distribute the Change Order Matrix under development in the APT containing the High, Medium, and Low priorities assigned by the group in the February meeting.  NOTE:  This was completed.  See attached.
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· The APT team will come to the March 2004 APT meeting prepared to assign a numerical ranking to each of the Change Orders contained in the Change Order Matrix under development by the team.  The Change Orders are to be ranked from 1 to 14, with 1 being the highest priority.  No two Change Orders will have the same ranking.

· Discuss all change orders related to Interface/Performance/Efficiency/ Functionality contained in the APT Change Order working document

· NANC Change Order 385 – USAs will have the ability to enter maintenance window times so that the time is excluded from timer expiration calculation.  Question – If maintenance runs over or falls short of time entered, do USAs go back in and adjust?  No, but changes to maintenance window times can be made prior to a timer creation.

Current Issues:

· Discussion on testbed requirements

Requirements for proposed volume and performance testbed developed in the WNPO:

· 12 SOA transactions per second (this is combined bandwidth for test bed, not for each individual SOA)

· Permanent connection to test bed for every carrier (but only a few will operate at the same time)

· NPAC test bed should allow multiple NPAC associations for one primary SPID to the test environment (minimum of 2 regions (multiple connections for the same SPID))

· NPAC test bed should stay in line with the current version of NPAC production from a functionality and volume supported perspective.

Additional requirements discussed in APT:

· No failover site needed.

· Need support for a number (30?) of LSMSs in the largest region.

· Note:  Would like new release test bed run at same rate.

· This will not be a Change Order.  NeuStar action to develop a requirements document that will be reviewed in the WNPO/LNPA.
· Historical copies of SVs and pooled blocks. Are they needed?

· Neustar walked through the process of how historical copies are created in NPAC.
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· NeuStar is proposing to eliminate historical snapshots of SVs, but not the current/ known version.  An example is shown below:

· An SV is created and activated (SV-ID 100).

· The LRN is modified.  SV-ID 100 is updated and a historical snapshot is created to capture the pre-modification state (SV-ID 110).  The SOA/LSMSs do NOT know anything about 110.

· The NPA-NXX of the SV is involved in an NPA Split.  SV-ID 100 is updated and a historical snapshot is created to capture the pre-split state (SV-ID 120).  The SOA/LSMSs do NOT know anything about 120.

· The NPA-NXX is part of a NANC 323 SPID migration.  SV-ID 100 is updated and a historical snapshot is created to capture the pre-migration state (SV-ID 130).  The SOA/LSMSs do NOT know anything about 130.

· The TN is ported to another service provider.  SV-ID 100 is updated.  A new SV is created to reflect the new service provider (SV-ID 200).

· The NPA-NXX of the SV is involved in an NPA Split.  SV-ID 200 is updated and a historical snapshot is created to capture the pre-split state (SV-ID 210).  The SOA/LSMSs do NOT know anything about 210.

· The NPA-NXX is part of a NANC 323 SPID migration.  SV-ID 200 is updated and a historical snapshot is created to capture the pre-migration state (SV-ID 220).  The SOA/LSMSs do NOT know anything about 220.

· The TN is ported to another service provider.  SV-ID 200 is updated.  A new SV is created to reflect the new service provider (SV-ID 300).

· With NeuStar’s proposal, the historical snapshots include:  110, 120, 130, 210, 220, etc.  The versions that will continue to exist are 100, 200, 300.  These are the SVs that the SOA/LSMSs know about since they are the SVs that are broadcast.

· Next month – priority of Change Orders in matrix, test bed requirements document, review Change Orders we didn’t get to, historical copies, review % spread for January data, update NFG model with January data.
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LNPA Working Group Meeting Schedule


January 6-8, 2004


Hosted by Qwest and NeuStar


Qwest Facility


5090 N. 40th Street


Phoenix, Arizona


Agenda

Architecture Planning Team


Thursday, January 8,  8:30 AM – 12:00 PM (Mountain Time Zone) 


Conference Bridge – 303-928-3216, pin 807-2318#


8:30 – 8:45 
Introductions/Agenda Review/Minutes Review


8:45 – 9:15
Performance Requirements


· ACTION ITEM: How much throughput is needed on the SOA?


9:15 – 11:00
CMIP Interface Improvements/Performance related Change Orders


· Review of the Architecture Team Change Order Matrix


· NANC 390, New Interface Confirmation Message, new flows and text


· NANC 353, Round Robin on SOA, high-level description


· NANC 383, Separate SOA Channel for Notifications, high-level description and draft requirements


· ILL 5, Round Robin on LSMS, high-level description


· Discuss other change orders related to Interface/Performance/Efficiency


11:00 – 12:00
Current Issues

· NPAC Architecture Discussion


· ACTION ITEM: Provider systems sending duplicate requests to the NPAC. Why is this happening?

· ACTION ITEM: Historical copies of SVs and pooled blocks. Are they needed?

· ACTION ITEM: Max number of SVs in recovery. Can the tunable be raised now?


· BDD File Sizes reaching the 2GB boundary


Next Meetings … February 3- 5, 2004,  Tampa, Florida – Hosted by TSI
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JANUARY, 2004 LNPA WG ACTION ITEMS ASSIGNED:


NOTE:  THE ACTION ITEM NUMBERING SCHEME IS AS FOLLOWS:


· FIRST TWO DIGITS DESIGNATE THE MONTH OF THE LNPA MEETING


· SECOND TWO DIGITS DESIGNATE THE YEAR OF THE LNPA MEETING


· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER


NEUSTAR ACTION ITEMS:


0104-01:  NeuStar will open up a Document Only Change Order for the FRS and IIS to 


include the Wireless Port Request (WPR) and Wireless Port Request Response (WPRR) in the descriptive text for Conflict Cause Values 50 (currently “LSR Not Received”) and 51 (currently “FOC Not Issued”), respectively.  This will be reviewed at the February LNPA meeting.


0104-02:  From the 01/04 Architecture meeting:  NeuStar will analyze actual porting data 


to determine a reasonable spread of percent participation in porting activity (i.e. SOA message volume) among service providers in a given region.


GARY SACRA (VERIZON AND LNPA CO-CHAIR) ACTION ITEMS:


0104-03:  Gary Sacra took an action to send out the 2004 LNPA meeting schedule to the 


WNPO and LNPA distributions, reflecting revisions made during the January LNPA meeting, and the new meeting times of the groups during LNPA week.


0104-04:  Regarding PIM 28 (attached), Gary Sacra will send a liaison to the OBF 


Wireless Workshop and the Local Service Ordering and Provisioning (LSOP) Committee referring this accepted PIM to these groups.  Gary Sacra will work with Rick Dressner and Sue Tiffany, Sprint PCS, and Julie Groenen, Verizon Wireless, in developing the liaison.
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0104-05:  Gary Sacra took an action to send the following e-mail message to the LNPA 


 
and WNPO distribution lists for response by wireline carriers:


Today, during the LNPA Working Group meeting, the following question was raised.  An action item was given to all wireline service providers to


provide an answer to Craig Bartell, Fallout Reduction Taskforce (FORT)


Chairperson, by close of business on Thursday, January 15th.  Wireline


service providers receiving this message should e-mail their responses to


Craig Bartell at:


craig.j.bartell@mail.sprint.com


=====================================================


Yes or No:


Will your company (a Wireline Service Provider) reject a Local Service


Request (LSR) submitted for porting by a Wireless Service Provider, who is acting as the New Network Service Provider (NNSP) in the port, if that


Wireless Service Provider uses their NPAC SPID in the Company Code (CC) field of the LSR instead of their Operating Company Number (OCN)?



=====================================================



NOTE:  This action item was completed on 1/8/04.

0104-06:  Gary Sacra  will send a letter from the LNPA Working Group to the INC 


requesting that they address in their Code Recovery Guidelines the need for NANPA to obtain proper regulatory authority to permit NeuStar to delete ported numbers in a code being recovered – or the code that already has been recovered – so the code can be removed from the NPAC’s network data.  As these ported numbers may or may not be working numbers, the process in the Guidelines should address the service provider notification process.


ARCHITECTURE PLANNING TEAM (APT) ACTION ITEMS:

0104-07:  From the 01/04 Architecture meeting:  The APT has an action to determine 


 
how much throughput is needed on the SOA interface.


LNPA WORKING GROUP ACTION ITEMS:

0104-08:  The LNPA Working group members have an action to submit to Gary Sacra 


and Paul LaGattuta, LNPA Co-Chairs, any nominees to fill the vacant Wireless Co-Chair position of the LNPA Working Group.  The group is scheduled to vote on any nominee(s) at the February 2004 meeting.


SERVICE PROVIDER ACTION ITEMS:


0104-09:  Service Providers are to come to the February LNPA meeting prepared to 


provide their respective company’s position on the following policy questions that need to be answered regarding NANC Change Order 382 – Port Protection.  The responses provided will be compiled to ascertain where we stand as a group on these policy questions.


1. What types of numbers can be placed on the protection list?


· Any number?


· Only those slammed previously? 


· Service Provider Administration numbers?


· Homeland Security numbers?


· Emergency numbers?


· Telco-defined essential lines (e.g. payphones, police, fire)?


2. Who can put a number on the list and remove a number from the list (authorization)?


3. What is the process for putting numbers on and taking numbers off the list?


4. Who can have access to the list? 


5. What is the process to access the list? 


· Ping the list? 


· View the list?

0104-10:  The group agreed that any pending-like SVs in codes involved in a SPID 


migration in existence at the time of migration would have to be canceled.  A concern was  raised whether some SOAs would automatically resubmit a CREATE if a cancel notification was received.  Action for Service Providers and their SOA vendors to determine for their respective SOA systems.


WIRELESS NUMBER PORTABILITY OPERATIONS ACTION ITEMS:


0104-11:  The WNPO will encourage wireless service providers to provide porting data 


projections to the NPAC Forecasting Group (NFG) model for the 4Q04 Busy Season.


ACTION ITEMS REMAINING OPEN FROM PREVIOUS LNPA MEETINGS:

1103-03:  With respect to NANC 323 – SPID Migration, NeuStar took an action to 


 
determine how many Subscription Versions (SVs) can be processed in NPAC 


 
within an 8 hour window.  Because this benchmarking is greatly dependent on the 


 
size of the database, it was agreed that this Action Item should be completed after 


 
the implementation of Wireless Number Portability, but prior to the 6/30/04 


 
industry support date of NANC 323.  (See related Action Item 1103-15.)



January meeting update:  Item remains open and will be addressed at a future 


 
LNPA meeting.


1103-05:  With respect to NANC 323 – SPID Migration, NeuStar took an action to send a 


 
request out to service providers via the X-Regional distribution by March, 2004 


 
to identify their primary and secondary contacts for NeuStar to send the SPID 


 
migration notifications.  Based on the current DRAFT NANC 323 timeline, 


 
service providers will have 7 calendar days to respond to these notifications.



January meeting update:  Item remains open.


1103-07:  An LNPA member raised an issue with potential discrepancies in the NANC 


 
356 Service Provider Name field designations (/1, /2, /3) in NPAC.  One example 


 
cited was the case where some wireless providers are using long timers and a 


 
wireline designation (/1) has been placed in the name field for that provider.  The 


 
member raising the issue stated that discrepancies with this data invalidates their 


 
back office processes in identifying the type of carrier.  It was agreed that there 


 
should be no link between what type of timers are used and the designation in the 


 
Name Field.  NeuStar took an action to investigate overall any discrepancies with 


 
this carrier type designation.


NOTE:  In response to the specific example cited in this Action Item, NeuStar confirmed subsequent to the 11/03 LNPA meeting that a carrier’s selection of long vs. short timers in its NPAC profile has no impact on the designation (/1 vs. /2) in the Customer Name Field.  NeuStar will investigate any additional discrepancies in this data and report back to the LNPA.

January meeting update:  Item remains open.  NeuStar is continuing the cleanup and will report back to the LNPA at the February, 2004 meeting.


1103-14:  With respect to NANC Change Order 388 – Change a “Cancel Pending” SV –


SOA Vendors have an action to determine if there is any SOA development required.


January meeting update:  Item remains open.  Note that this was changed from a Service Provider action item to a SOA Vendor action item.  This will be discussed in the Architecture team.


1103-15:  With respect to NANC 323 – SPID Migration, SOA and LSMS Vendors took 


 
an action to determine how many Subscription Versions (SVs) can be processed 


 
in their respective systems within an 8 hour window.  Because this benchmarking 


 
is greatly dependent on the size of the database, it was agreed that this Action 


 
Item should be completed after the implementation of Wireless Number 


 
Portability, but prior to the 6/30/04 industry support date of NANC 323.  (See 


 
related Action Item 1103-03.)



January meeting update:  Item remains open and will be addressed at a future 


 
LNPA meeting.


1103-16:  With respect to NANC Change Order 389 – Development of a Performance 


 
and Volume Test Bed – Wireless Service Providers took an action to define their 


 
requirements, e.g., what their testing needs are, volumes, over what period of 


 
time, is it fully end-to-end, etc., compile them, and bring into the LNPA a revised 


 
Change Order 389 Business Need.


January meeting update:  Item remains open.  This will be discussed in the Architecture team.


1103-17:  The Wireless Number Portability Operations (WNPO) team took an action to 


 
discuss at their December, 2003 meeting the feasibility of combining the LNPA 


 
and WNPO into one group and one meeting starting in April, 2004.



January meeting update:  To be placed on the February, 2004 WNPO agenda.


1203-07:  With regard to PIM 22, Service Providers are to determine if their systems 


 
automatically default to a Cause Value 50 (LSR Not Received) when they place a 


 
port into Conflict.  If yes, they are to make the necessary system changes to begin 


 
utilizing the proper Cause Value.



January meeting update:  Item remains open.  Verizon Wireline, Sprint PCS, and 


Nextel provided feedback that they use the appropriate Cause Values when placing a port in Conflict status.


1203-09:  From the 12/03 Architecture meeting:  NeuStar stated that some provider 


 
systems have timeouts and if they don’t receive a notification from NPAC as a 


 
result of the requested action within the timeout period, the system resends the 


 
request.  NeuStar has seen a request resent as many as 10 times.  This is causing 


 
major SOA throughput problems at times.  Service Providers have an action to 


 
check to make sure that their systems are not resending requests after receiving a 


 
positive response to the request from NPAC.



January meeting update:  Item remains open.  To be discussed at February 


 
Architecture team meeting.


1203-10:  From the 12/03 Architecture meeting:  Previously, there were issues with 


 
provider LSMSs receiving large messages during recovery.  As a result, a limit 


 
was set at 2,000 TNs in a PDU during recovery.  This limit caused an issue 


 
recently coming out of Sunday  maintenance when approximately 15,000 TN 


 
activates were queued up.  It required significant effort to get providers’ systems 


 
through recovery.  NeuStar would like to investigate raising this tunable to 10,000 


 
TNs.  If this were in effect, recovery would have been much smoother in the 


 
scenario above.  This is a tunable value per SPID.  Service Providers have an 


 
action to determine if their systems can handle a higher tunable value and what is 


 
the maximum value.



January meeting update:  Item remains open.  To be discussed at February 


 
Architecture team meeting.


1203-11:  From the 12/03 Architecture meeting:  NeuStar asked if providers are using 


historical copies of data stored in NPAC?  Do historical copies of data need to be 


stored in the NPAC database so they can be queried or could they be spooled off-line and stored for possible access.  NeuStar stated that these operations are not without NPAC processing cost.  Service Providers took an action to answer the following question:  Are providers querying NPAC for an SVid for a TN other than the current active version of the TN?

January meeting update:  Item remains open.  To be discussed at February 


Architecture team meeting.
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         Email Address   rdress01@sprintspectrum.com


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



When porting between wireless and wireline there is an interface difference between WPRR (wireless) and FOC (wireline). FOC allows for a due date and time change on confirms. WPRR does not allow a due date and time change on confirms. When wireline send a FOC with DDT change on a confirm the wireless carrier’s  cannot process the change and does not allow port to complete.


2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A. Examples & Impacts of Problem/Issue:  


Wireline providers are submitting a confirmed FOC with a due date and time change. Wireless providers have developed our process to interpret a confirmed response to mean that everything in the LSR sent is confirmed. When a wireline provider changes a field and still confirms the port, it creates confusion in our systems and prevents the SV create and activation on our networks from completing.



B. Frequency of Occurrence: 



Since 11/24/03 this company has had over 1000 of these transactions.



C. NPAC Regions Impacted: All


D. Rationale why existing process is deficient: There is a fundamental difference between wireless WICIS and wireline LSOG. 


E. Identify action taken in other committees / forums:  This issue should be submitted to the OBF wireless workshop as well and LSOP to come to an agreement on this issue. Which ever process is agreed to both industry group have to agree


F. Any other descriptive items:  The reason this issue is so impacting is that wireline providers a re disconnecting service based on the new DDT they input into FOC. However the wireless carrier was unable to recognize the change and was not able to do the activations systematically. Until a provider identifies the transaction and manually does their create and activate on the network the customer is taken out of service. There is an additional PIM being submitted concerning wireline disconnect process.


3. Suggested Resolution: 



LNPA WG: (only)



Item Number: __ __ __ __




Issue Resolution Referred to: _________________________________________________________


Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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Mission Statement



To assess Number Portability industry production technical issues within the purview of the LNPA Working Group and develop recommendations for the strategic direction of the Number Portability architecture.



I. Change Order Summary Matrix



			Cat


			Change Order


			Description


			Benefits


			Priority


			Biz Need


			HL Flow


			Reqs


			Next Step





			IP


			NANC 353


			Round Robin Broadcast Across SOA Associations


			More than one association for SOA, NPAC uses round-robin algorithm to send messages to SOA, better throughput


			


			X


			X


			X


			Confirm documented behavior





			IP


			NANC 383


			Separate SOA Channel for Notifications


			Notifications don’t contend with other SOA requests/responses, better throughput


			


			X


			X


			X


			Confirm documented behavior





			IP


			ILL 5


			Round Robin Broadcast Across LSMS Associations


			More than one association for LSMS, NPAC uses round-robin algorithm to send messages to LSMS, better throughput, fewer partial failures


			


			X


			X


			X


			Confirm documented behavior





			IP


			NANC 347/350


			CMIP Interface Enhancements – abort behavior


			Fewer partial failures, less time in recovery


			


			X


			X


			X


			Confirm documented behavior





			IP


			NANC 368


			Outbound Flow Control


			Fewer problems with congestion, fewer partial failures, more efficient message buffer management


			


			X


			X


			X


			Confirm documented behavior





			IP


			NANC 390


			New Interface Confirmation Messages SOA/LSMS-to-NPAC


			Faster NPAC acknowledgement of SOA/LSMS requests, enhanced error messaging for erroneous requests, elimination of duplicate request processing


			


			X


			X


			X


			Confirm documented behavior





			OB


			ILL 130


			Application Level Errors


			Enhanced error messages, English-like text


			


			X


			X


			X


			Confirm documented behavior





			OB


			NANC 348


			BDD for Notifications


			Notifications based on date/time range, useful for notification recovery, completes BDD functionality


			


			X


			X


			X


			Confirm documented behavior





			OB


			NANC 349


			Batch File Processing


			Offload traffic over CMIP interface, useful for large volume activity


			


			X


			X


			X


			Confirm documented behavior





			RB


			NANC 351


			Recovery Enhancements – SWIM Recovery


			NPAC tracking of unsuccessful messages, recovery of previously unsuccessful messages


			


			X


			X


			X


			Confirm documented behavior





			RB


			NANC 352


			Recovery Enhancements – Recovery of SPID


			Provides recovery of SPID data, completes recovery functionality


			


			X


			X


			X


			Confirm documented behavior





			FB


			NANC 385


			Timer Calculation – Maintenance Window Behavior same as Holidays


			Allow NPAC Maintenance Windows to be entered as “downtime”, timer expiration calculation uses these entries, provides accurate timer expiration when Maintenance Window overlaps business hours


			


			X


			X


			X


			Confirm documented behavior





			FB


			NANC 388


			Un-do a “Cancel-Pending” SV


			“Un-cancel” a cancel-pending SV rather than concur with the cancel, or allow timers to expire


			


			X


			X


			X


			Confirm documented behavior





			OT


			NANC 384


			Change Order Effectiveness Matrix


			Metrics for evaluating projected improvements of NPAC changes


			


			X


			


			


			Determine level of interest for this change








Category:  IP = Interface Performance, OB = Operational Benefits, RB = Recovery Benefits, FB = Functional Benefits, OT = Other



Priority:  (Three Levels)  1 = High, 2 = Medium, 3 = Low



II. Round Robin Broadcasts Across SOA Associations – (NANC 353)



This change order is similar to ILL 5, Round-Robin Broadcasts Across LSMS Associations,.  This change order is Round Robin Across the SOA.  The business need and description of change are the same as ILL 5.



A. Business Need:



Currently, most SOAs/LSMSs have one association to the NPAC SMS over which all interface traffic is sent and received.  As performance increases over the interface, a SOA/LSMS may need to distribute their interface processing across multiple machines to gain additional memory, processor speed and stack resources.  This change order would enable a SOA to distribute their interface processing across multiple machines.  This change order would also enable the NPAC SMS to accept multiple associations of the same function type from different NSAPs and distribute outbound traffic in a round robin algorithm across the multiple associations.



A benefit of allowing an SP to establish additional associations during heavy activity periods is that if one of the associations goes down, the other association still remains connected, thereby alleviating (in whole or in part) partial failures as a result of the downed association.



B. Description of Change:



The NPAC SMS would support additional SOA associations and manage the distribution of transactions in a round robin algorithm across the associations.  For example, due to performance conditions a Service Provider may want to start another SOA association for notification data.  The NPAC SMS would accept the association, manage security, and distribute network/subscription PDUs across the 2 or more associations using the round robin algorithm (One unique PDU will be sent over one association only.)



C. Major points/processing flow/high-level requirements:



1. The NPAC exchanges messages with the SOA.  For every request from either the SOA or NPAC, a response is required from the recipient system.


2. The current FRS requirement (R6-28.1) calls for a sustained rate of 2 messages a second.  When this volume is exceeded, a delay in processing may occur.  This could be 1.) a small backlog in messages, 2.) interface congestion, or 3.) potentially an abort from the sending system for failure to respond to a message within a given period of time.


3. A new SP specific tunable, SOA Round Robin (SRR), will indicate whether or not a SOA supports receiving messages across multiple SOA associations in a round robin fashion.


4. SRR (when value set to TRUE) will be used to allow a Service Provider to maintain more than one SOA association using the same function mask and different NSAPs.


5. SOA Round Robin is applicable for both requests and responses between the SOA and the NPAC.


6. No reports are required for SRR.


7. Round Robin algorithm.  Applicable for Service Providers with SRR set to TRUE.



a. When a Service Provider supports one SOA association to the NPAC:



i. All messages (requests and responses) flow across the one SOA association.



ii. If the SOA association is down, the SOA is considered “down” or “unavailable”.



b. When a Service Provider supports more than one SOA association to the NPAC:



i. The NPAC treats the multiple SOA associations as one logical association for messaging and SOA recovery.



ii. The NPAC uses a round robin or alternating algorithm, regardless of load on any given SOA association, when sending messages (requests or responses) to the SOA.



iii. If at least one SOA association is up, the SOA is considered “available”.



iv. In more that one SOA association is up, then requests and their corresponding responses may flow across different associations due to the round robin algorithm.



v. If just one SOA association is up, then all messages (requests and responses) flow across the one SOA association.



vi. If one SOA association is up, then subsequent SOA association bind requests must be initiated with recovery mode set to OFF (False).



D. Requirements:



Req 1
Multiple SOA Associations of the Same Association Function From different NSAPs



NPAC SMS shall accept multiple SOA associations of the same association function from different Service Provider NSAPs.



Req 2
Security Management of Multiple SOA Associations of the Same Association Function 



NPAC SMS shall manage security for multiple SOA associations of the same SOA association function from different Service Provider NSAPs.



Note to Service Providers:  Each association with the same association function from different Service Provider NSAPs would need to associate using the same security key.


Req 3
Distribution of PDUs across Multiple SOA Associations of the Same SOA Association Function 



NPAC SMS shall distribute transactions for a particular Service Provider across multiple SOA associations of the same SOA association function (when they exist) in a round robin algorithm.



Note: The round robin algorithm means that one unique PDU will be sent over one association only.



Req 4
Treatment of Multiple SOA Associations of the Same SOA Association Function during Congestion



NPAC SMS shall treat multiple SOA associations of the same SOA association function for a particular Service Provider as independent physical CMIP connections for congestion management.



Req 5
Treatment of Multiple SOA Associations of the Same SOA Association Function during Recovery



NPAC SMS shall treat multiple SOA associations of the same SOA association function for a particular Service Provider as one logical CMIP connection for recovery.



Req 6
Treatment of Multiple SOA Associations when there is an Intersection of SOA Association Function



NPAC SMS shall, in the case of an intersection of the SOA association functions on multiple SOA associations for a particular Service Provider, distribute transactions in a round robin algorithm.



Note:  This requirement may be impacted by the implementation of NANC 219.



E. Message Flows:



IIS



Add to the end of Chapter 5:



5.x Round-Robin Broadcast Across SOA Associations



A SOA system may connect to the NPAC SMS with multiple SOA associations (different NSAPs) which have the same SOA association function(s) set.  The NPAC SMS will distribute transactions across the SOA associations in a round robin algorithm.



The NPAC SMS will treat multiple SOA associations of the same SOA association function for a particular SOA system as one logical CMIP connection for recovery. 



GDMO



No Change Required



ASN.1



No Change Required



III. Separate SOA channel for notifications – (NANC 383)



F. Business Need:



Currently, most SOAs have one association to the NPAC SMS over which all interface traffic is sent and received.  As performance increases over the interface, a SOA may desire a separate channel for notification traffic.  This change order would separate out notifications with other messages, such that a separate channel will be established for SOA notifications versus all other SOA messages.  This performance related change order allows additional throughput on both channels.


G. Description of Change:



The NPAC SMS would support a separate channel for SOA notifications and manage the distribution of transactions to the SOA such that notification are send on one channel and all other SOA traffic is sent on a different channel.



H. Major points/processing flow/high-level requirements:



1. The NPAC exchanges messages with the SOA.  For every request from either the SOA or NPAC, a response is required from the recipient system.  In overload situations, many messages (including requests, responses, and notifications) can be backed up.


a. Requests and responses have a higher priority that all notifications, so in an overload situation all requests/responses are processed before starting on the notifications, regardless of origination time.  The algorithm is “whatever-comes-in, highest-priority-is-first-out”.


b. In order to alleviate the backlog in an overload situation, a SOA will be allowed to establish a dedicated SOA association for notifications.  This will allow the current SOA association to have a “first-in, first-out” algorithm for requests/responses, and the notification association will also have a “first-in, first-out” algorithm for notification.


2. A new SP specific tunable, SOA Notification Channel (SNC), will indicate whether or not a SOA supports receiving request/response messages (network data, SV data) on one SOA association and SOA notifications on a separate SOA association.


3. SNC (when value set to TRUE) will be used to allow a Service Provider to establish a SOA association specifically for notifications.


4. SOA function masks will be changed to handle the SOA requests/responses and notifications transmitting across their applicable SOA associations.


5. NPAC processing in a SNC environment.  Applicable for Service Providers with SNC set to TRUE.



a. When a Service Provider does not support SNC with the NPAC:



i. All SOA traffic (network data, SV data, notifications) flow across the one SOA association.



ii. Priority of messages is based on current functionality.



iii. SOA Recovery is based on current functionality.



b. When a Service Provider does support SNC with the NPAC:



i. In instances where only one SOA association is available, the NPAC sends all applicable SOA traffic (network data, SV data, notifications) across the one SOA association based on the functionality mask defined for that SOA association.



ii. In instances where a separate SOA notification has been established, the NPAC sends all data based on functionality mask.  The standard configuration includes, all non-notification SOA traffic (network data, SV data) across the one SOA association, and all notification SOA traffic across the other SOA association dedicated to SOA notifications.



iii. SOA Recovery is based on the functionality supported by that binding association.



1. The current SOA association will be used for network data recovery.



2. The new notification association will be used for notification data recovery.



I. Requirements:



Req 1
SOA Notification Channel Service Provider Tunable



NPAC SMS shall provide a Service Provider SOA Notification Channel tunable parameter which defines whether a SOA supports a separate SOA association dedicated to notifications.



Req 2
SOA Notification Channel Service Provider Tunable – Default



NPAC SMS shall default the Service Provider SOA Notification Channel tunable parameter to FALSE.



Req 3
SOA Notification Channel Service Provider Tunable – Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Notification Channel tunable parameter.



Req 4
Separation of Association Functions



NPAC SMS shall require association functions to be separate (no intersection of notifications) when a Service Provider SOA Notification Channel tunable parameter is set to TRUE.



Req 5
Separate Association for the Notification Function From different NSAPs



NPAC SMS shall accept a separate association from the SOA for the Notification function from different Service Provider NSAPs, when the SOA Notification Channel tunable is set to TRUE.



Req 6
Security Management of Multiple SOA Associations of Different Association Functions



NPAC SMS shall manage security for multiple SOA associations of different association functions from different Service Provider NSAPs.



Req 7
Sending of SOA Notifications when Notification Channel is Active



NPAC SMS shall send notifications for a particular Service Provider across a Notification Channel when it is active.



Req 8
Separate Notification Channel during Recovery



NPAC SMS shall only allow a separate Notification Channel association to request notification recovery, when the Service Provider SOA Notification Channel tunable is TRUE.



Req 9
Treatment of Multiple Associations when there is an Intersection of Association Function



NPAC SMS shall reject an association bind request, in the case of an intersection of the association functions of an existing SOA association.



J. Message Flows:



IIS



Add to the end of Chapter 5:



5.x Separate SOA Channel for Notifications



A SOA system may connect to the NPAC SMS with multiple SOA channels (i.e., associations) for different functions, specifically request/response data versus notification data.  The NPAC SMS will distribute transactions across these SOA associations based on functionality.  This allows additional throughput on both associations.



GDMO



No Change Required



ASN.1



No Change Required



IV. Round Robin Broadcasts Across LSMS Associations – (ILL 5)



K. Business Need:



Currently, most LSMSs have one association to the NPAC SMS over which all interface traffic is sent and received.  As performance increases over the interface, an LSMS may need to distribute their interface processing across multiple machines to gain additional memory, processor speed and stack resources.  This change order would enable an LSMS to distribute their interface processing across multiple machines.  This change order would also enable the NPAC SMS to accept multiple associations of the same function type from different NSAPs and distribute outbound traffic in a round robin algorithm across the multiple associations.



A benefit of allowing an SP to establish additional associations during heavy activity periods is that if one of the associations goes down, the other association still remains connected, thereby alleviating (in whole or in part) partial failures as a result of the downed association.



L. Description of Change:



The NPAC SMS would support additional LSMS associations and manage the distribution of transactions in a round robin algorithm across the associations.  For example, due to performance conditions a Service Provider may want to start another LSMS association for network/subscription downloads.  The NPAC SMS would accept the association, manage security, and distribute network/subscription PDUs across the 2 or more associations using the round robin algorithm (One unique PDU will be sent over one association only.)



M. Major points/processing flow/high-level requirements:



1. The NPAC exchanges messages with the LSMS.  For every request from either the LSMS or NPAC, a response is required from the recipient system.


2. The current FRS requirement (R6-29.2) calls for a five-minute susstained rate of 5.2 messages a second.  When this volume is exceeded, a delay in processing may occur.  This could be a small backlog in messages, interface congestion, or potentially an abort from the sending system for failure to respond to a message within a given period of time.


3. A new SP specific tunable, LSMS Round Robin (LRR), will indicate whether or not an LSMS supports receiving messages across multiple LSMS associations in a round robin fashion.


4. LRR (when value set to TRUE) will be used to allow a Service Provider to maintain more than one LSMS association using the same function mask and different NSAPs.


5. LSMS Round Robin is applicable for both requests and responses between the LSMS and the NPAC.


6. No reports are required for LRR.


7. Round Robin algorithm.  Applicable for Service Providers with SRR set to TRUE.



a. When a Service Provider supports one LSMS association to the NPAC:



i. All messages (requests and responses) flow across the one LSMS association.



ii. If the LSMS association is down, the LSMS is considered “down” or “unavailable”.



b. When a Service Provider supports more than one LSMS association to the NPAC:



i. The NPAC treats the multiple LSMS associations as one logical association for messaging and LSMS recovery.



ii. The NPAC uses a round robin or alternating algorithm, regardless of load on any given LSMS association, when sending messages (requests or responses) to the LSMS.



iii. If at least one LSMS association is up, the LSMS is considered “available”.



iv. In more that one LSMS association is up, then requests and their corresponding response may flow across different associations due to the round robin algorithm.



v. If just one LSMS association is up, then all messages (requests and responses) flow across the one LSMS association.



vi. If one LSMS association is up, then subsequent LSMS association bind requests must be initiated with recovery mode set to OFF (False).



N. Requirements:



Req 1
Multiple LSMS Associations of the Same LSMS Association Function From different NSAPs



NPAC SMS shall accept multiple LSMS associations of the same LSMS association function from different Service Provider NSAPs.



Req 2
Security Management of Multiple LSMS Associations of the Same LSMS Association Function



NPAC SMS shall manage security for multiple LSMS associations of the same LSMS association function from different Service Provider NSAPs.



Note to Service Providers:  Each association with the same association function from different Service Provider NSAPs would need to associate using the same security key.


Req 3
Distribution of PDUs across Multiple LSMS Associations of the Same LSMS Association Function 



NPAC SMS shall distribute transactions for a particular Service Provider across multiple LSMS associations of the same LSMS association function (when they exist) in a round robin algorithm.



Note: The round robin algorithm means that one unique PDU will be sent over one association only.



Req 4
Treatment of Multiple LSMS Associations of the Same LSMS Association Function during Congestion



NPAC SMS shall treat multiple LSMS associations of the same LSMS association function for a particular Service Provider as independent physical CMIP connections for congestion management.



Req 5
Treatment of Multiple LSMS Associations of the Same LSMS Association Function during Recovery



NPAC SMS shall treat multiple LSMS associations of the same LSMS association function for a particular Service Provider as one logical CMIP connection for recovery.



Req 6
Treatment of Multiple LSMS Associations when there is an Intersection of LSMS Association Function



NPAC SMS shall, in the case of an intersection of the LSMS association functions on multiple LSMS associations for a particular Service Provider, distribute transactions in a round robin algorithm.



Note:  This requirement may be impacted by the implementation of NANC 219.



O. Message Flows:



IIS



Add to the end of Chapter 5:



5.x Round-Robin Broadcast Across LSMS Associations



An LSMS system may connect to the NPAC SMS with multiple LSMS associations (different NSAPs) which have the same LSMS association function(s) set.  The NPAC SMS will distribute transactions across the LSMS associations in a round robin algorithm.



The NPAC SMS will treat multiple LSMS associations of the same LSMS association function for a particular LSMS system as one logical CMIP connection for recovery. 



GDMO



No Change Required



ASN.1



No Change Required



V. CMIP Interface Enhancements – abort behavior – (NANC 347/350)



P. Business Need:



Note:  During the Nov ‘02 LNPAWG meeting, it was decided by the industry to consolidate NANC 347 and 350 into a single change order that would capture abort behavior.  All parties will also consider how these changes relate to the elimination of aborts (all or just time-related) and outbound flow control.  The expectation is that Service Providers would implement similar abort processes/procedures on their systems, such that “sender” and “receiver” can be used to indicate either NPAC or SOA/LSMS for abort behavior.



15 minute abort behavior.



The NPAC SMS and Service Provider SOA/LSMS exchange messages and a response is required for each message.  The current NPAC architecture requires a response to every message within a 15-minute window, or the requestor will abort the association.



If a Service Provider fails to respond to an NPAC message, the NPAC aborts that specific association and the Service Provider must re-associate in recovery mode, request, receive and process all missed messages, then start processing in normal mode until they are totally caught up with any backlog of messages.  During the recovery timeframe, the NPAC must “hold” all messages destined for that Service Provider, and only send them once the Service Provider has completed the recovery process.  This only further delays the desired processing of messages by both the NPAC and the Service Provider.  Additionally, any SV operations except range activate will remain in a sending status until the Service Provider has competed recovery.



With the current NPAC implementation based on the requirements, especially during periods of high demand with large porting activity, a Service Provider that falls more than 15 minutes behind will get aborted by the NPAC, thus exacerbating the problem of timely processing of messages.  This occurs even though that Service Provider is still processing messages from the NPAC, albeit more than 15 minutes later.



With this change order, the audit behavior in the 15-minute window of the NPAC would not adversely impact a Service Provider that falls behind, but is still processing messages.



The business need for efficient transmission of messages will only increase as porting volumes increase.



60 minute abort behavior.



With the changes described above, the audit behavior in the 60 minute window of the NPAC would allow a Service Provider to fall behind, but put a cap on how far behind (i.e., 60 minutes).  This enhancement could assist a Service Provider in the area of timeliness of updating network data due to a lessening of aborts, customer service, and fewer audits for troubleshooting purposes.


Q. Description of Change:



15 minute abort behavior.



Change the 15-minute abort timer (tunable by region, defaulted to 15 minutes) to “credit” the Service Provider for responding to some traffic, even if they don’t respond to a specific message within the 15-minute window.



1. This would allow Service Providers that have fallen behind to keep processing the backlog, instead of getting aborted and having to re-associate to the NPAC in recovery mode, which in turn increases workload for both the NPAC and the Service Provider.




2. If the Service Provider fails to respond to ANY of the outstanding message during that 15-minute window, the NPAC would abort the association as is currently done (i.e., at the end of the 15 minute window).



3. If the SP were responding to messages at a slower pace, the NPAC using new timers, would “roll-up” the downloaded data (e.g., SV activate to LSMS with a slow SP) at the end of 15 minutes, to obtain closure on this porting activity.  In this example, the SV would be in partial-failure status, and a notification would be sent to both the activating SOA and old SOA.  The new timer allows the NPAC to separate association abort/monitoring and event completion.


This change applies to a single SV broadcast.  The flow for SV ranges is a response to the range event (M-EVENT-REPORT response) within 60 minutes (same as today).



60 minute abort behavior.



Create a new “60” minute window (tunable by region, defaulted to 60 minutes).  Use this new window the same way that the 15-minute window is used in Release 3.1 (i.e., abort the association for a lack of a response to an individual message from the NPAC).



1. This would allow Service Providers that have fallen behind to keep processing the backlog, instead of getting aborted and having to re-associate to the NPAC in recovery mode, but would put a limit on the amount of time allotted for slower Service Providers.



2. If the Service Provider fails to respond to a given outstanding message during that new 60-minute window, the NPAC would abort the association.  So with this change the Service Provider gets an additional 45 minutes to respond beyond the current 15-minute window.



The logic representation is shown below:
IF the slow Service Provider responds to this message within 60 minutes:
          NPAC updates the appropriate data
          NPAC sends appropriate notification to the SOAs
          (in an example of a partial failure activate request, the SV would go from
            PF to active status and the Service Provider would be removed from
            the failed list)
ELSE,
          NPAC aborts the association
          the Service Provider must re-associate to the NPAC
          the Service Provider goes through recovery processing.




This change applies to both single and range SV broadcasts.  The SP will have 60 minutes to respond to the LSMS download message from NPAC, and in the case of an ACTION, the response to the event (M-EVENT-REPORT response) as well, or rollup at the NPAC will occur.  This new timer will separate the activities, but they will both be defaulted to 60 minutes.



R. Major points/processing flow/high-level requirements:



1. The NPAC exchanges messages with the SOA/LSMS.  For every request from the NPAC, a response is required from the SOA/LSMS.


2. A SOA/LSMS that fails to respond to a message is subject to Abort Processing Behavior (APB).


3. A new Roll-Up Activity Timer (RAT) allows for the separation between the completion of events and association abort/monitoring.  There will be separate timers for single SV broadcasts versus range broadcasts.


4. APB applies to normal mode, not recovery mode.


5. RAT applies to both normal mode and recovery mode.


6. APB is applicable for the following types of data: SP, network, NPB, SV, notification.


7. No reports are required for APB.


8. NPAC tunables for APB allow for the separation between the completion of events and association abort/monitoring.  Separate timers apply to singles versus ranges.



a. RAT tunable for SV singles, unit = minutes, range = 5-60, default = 15, definition = Number of minutes before roll-up activity is initiated for an event involving a single SV.



b. RAT tunable for SV ranges, unit = minutes, range = 5-60, default = 60, definition = Number of minutes before roll-up activity is initiated for an event involving a range of SVs.



c. APB Upper Threshold Tunable, unit = minutes, range = 10-1440, default = 60, definition = Number of minutes before an NPAC abort will occur for a SOA/LSMS that has at least one outstanding message with a delta between the origination time and the current time that is equal to or greater than the tunable window, regardless of whether the SOA/LSMS has incurred any other activity (request or response).



9. No SP specific tunables are required for APB or RAT.



10. SV broadcast information from NPAC to LSMS.



a. For a single SV broadcast:



i. The existing retry functionality applies.  This is designed to perform existing retry behavior, and to provide the initial check for invoking an association abort of the LSMS.  At the completion of the “X by Y” window, a failure to either initiate a request, or respond to any outstanding messages, results in an abort.



ii. The single SV RAT Tunable applies.  This is designed to capture roll-up activity.



iii. The Upper Threshold Tunable applies.  This will provide the secondary check for invoking an association abort of the LSMS.



b. For a range SV broadcast:



i. The existing retry functionality applies.  This is designed to perform existing retry behavior, as abort processing does NOT apply because the LSMS has 15 minutes to respond to the LSMS download message from the NPAC, and in the case of an ACTION, the response to the event (M-EVENT-REPORT response) within 60 minutes as well.  Therefore, range activate broadcasts will only perform abort behavior checks based on the Upper Threshold window. The response to the download message (confirmed mode) from the NPAC will still be required.



ii. The range SV RAT Tunable applies.  This is designed to capture roll-up activity.



iii. The Upper Threshold Tunable applies.  This new timer will separate the activities, but it is defaulted to 60 minutes, same as the current response window for the event.  The response to the download message (confirmed mode) from the NPAC, will still be required.



11. The NPAC sends messages to the associated SOA/LSMS.  For every message sent, abort behavior is initiated, and a RAT (response timer or event timer) is started.  The initial abort timer is based on the existing retry functionality.  The RAT uses either the single SV RAT tunable value or range SV RAT tunable value based on 10a and 10b above.  The secondary abort timer is a new timer and it uses the Upper Threshold tunable window.  The NPAC allows a SOA/LSMS to fall behind in processing messages.  However, the limit is defined by this new abort timer.  The response from the SOA/LSMS is one or more of the options below, based on the tunable settings:



a. All SOAs/LSMSs responds before the end of the retry window and RAT window.



i. The NPAC expires the RAT for that event.



ii. With a successful response, the NPAC considers the responding SOA/LSMS as “successful” to the request (i.e., not on failed SP list).



b. All SOAs/LSMSs do NOT respond before the end of the retry window (i.e., end of the “X by Y” window).



i. The retry timer has expired based on the applicable retry value.



ii. If the event was for a single SV, NPAC determines if any messages/responses were received from this SOA/LSMS during the retry window.  The NPAC allows a SOA/LSMS to fall behind in processing messages.  Only in the case, where NO activity is registered during the retry window, will abort processing be invoked.



1. If at least one message/response received, processing continues.



2. If no message/response received, the SOA/LSMS association is aborted.



iii. If the event was for a range of SVs, NPAC does NOT take any action.



c. All SOAs/LSMSs do NOT respond before the end of the RAT window.



i. The RAT has expired based on the applicable value (either single or range).



ii. The NPAC performs “roll-up” activities for all messages sent to SOAs/LSMSs on this event (status is set, notifications to SOAs).



d. SOA/LSMS responds to request AFTER the expiration of the RAT window.



i. The NPAC updates status/failed SP list, and sends notifications to SOAs.



e. SOA/LSMS does NOT respond before the end of the secondary abort window.



i. The NPAC aborts the association to the SOA/LSMS.



ii. SOA/LSMS must re-associate to the NPAC.



iii. SOA/LSMS goes through recovery processing (recovery based on SOA/LSMS linked replies indicator).



iv. The NPAC updates status/failed SP list, and sends notifications to SOAs.



S. Requirements:



1. Roll-Up Activity-Single Tunable – NPAC SMS shall provide a Roll-Up Activity Timer – Single tunable parameter which is defined as the number of minutes before roll-up activity is initiated for an event involving a single SV.



2. Roll-Up Activity-Single Tunable Default – NPAC SMS shall default the Roll-Up Activity Timer – Single tunable parameter to 15 minutes.



3. Roll-Up Activity-Single Tunable Modification – NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Roll-Up Activity Timer – Single tunable parameter.



4. Roll-Up Activity-Range Tunable – NPAC SMS shall provide a Roll-Up Activity Timer – Range tunable parameter which is defined as the number of minutes before roll-up activity is initiated for an event involving a range of SVs.



5. Roll-Up Activity- Range Tunable Default – NPAC SMS shall default the Roll-Up Activity Timer – Range tunable parameter to 60 minutes.



6. Roll-Up Activity- Range Tunable Modification – NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Roll-Up Activity Timer – Range tunable parameter.



7. Abort Processing Behavior Upper Threshold Tunable – NPAC SMS shall provide an Abort Processing Behavior Upper Threshold tunable parameter which is defined as the number of minutes before an NPAC abort will occur for a SOA/LSMS that has at least one outstanding message with a delta between the origination time and the current time that is equal to or greater than the tunable window, regardless of whether the SOA/LSMS has incurred any other activity (request or response).



8. Abort Processing Behavior Upper Threshold Tunable Default – NPAC SMS shall default the Abort Processing Behavior Upper Threshold tunable parameter to 60 minutes.



9. Abort Processing Behavior Upper Threshold Tunable Modification – NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Abort Processing Behavior Upper Threshold tunable parameter.



T. Message Flows:



IIS



None.  This change order does not impact interface messaging, just documentation behavior.



Other IIS Updates.



The behavior description listed in this document Chapter VI, Section C, will be added to the IIS Part I, Chapter 5 – Secure Association Establishment, new section 5.x – Abort Processing Behavior.



GDMO



No Change Required



ASN.1



No Change Required



VI. Outbound Flow Control – (NANC 368)



U. Business Need:



During the Oct ’02 LNPAWG meeting, a discussion took place surrounding outbound flow control, and the merits of changing the flow control of messages from the receiving end to the sending end.  The current implementation of flow control between the NPAC and SOA/LSMS systems is completely determined by the receiving end of the CMIP connection.  This approach works, but it allows the large buffers between the sender and the receiver to act as a queue when the receiver can’t keep up with the sender.  These buffers allow for, in some cases, hundreds of messages to be backed up between the sender and the receiver before the sender gets a congestion indication.  In some cases, the queue that builds up cannot be processed in 5 minutes, thereby causing departure times to expire and the association to be aborted.



Another negative impact of the current flow control approach is the lack of ability to correctly prioritize outbound messages.   In the LNP systems, the sender, not the OSI stack, manage the priority that is assigned to a message.  Once a large backlog of low priority messages is built up, any subsequent high priority message must wait for all those messages ahead of it in the queue.  If the sender carefully manages the outbound queue, then high priority messages won’t have to wait as long to be sent by the receiving system.



Refer to the Oct ’02 LNPAWG meeting minutes for a full recap of the discussion items regarding this topic.


V. Description of Change:



By implementing outbound flow control on the sender system, the various buffers in the OSI stack would not fill up as done currently.  It would be the sender’s responsibility to detect that (n) number of messages have been sent without receiving a response.  In this case, the sender should stop sending until the number of non-responsive messages drops below a threshold (t).  If implemented on both ends (NPAC and SP), outbound flow control would prevent congestion because neither side would fill the buffers between the 2 systems.



Oct ’02 LNPAWG, outbound flow control could be implemented at the NPAC without impacting Service Provider systems.  Service Providers are not required to implement this feature concurrently with NPAC.



Nov ‘02 LNPAWG, Outbound Flow Control would be set up for every connection to the NPAC.  Message processing speed and message prioritization for each SP is independent of other SPs (just like today, where one slow SP doesn't mean others are directly affected), regardless of each SP's setting.  Move to accepted.  Start working on detailed requirements.



Feb ’03 APT Meeting, need to consider how the implementation of Outbound Flow Control would affect SLRs 2, 3, 4, and 5.



W. Major points/processing flow/high-level requirements:



1. Flow Control will be implemented on the NPAC side of the CMIP interface, no action or modification is required by the SOA/LSMS.



2. The implementation of Flow Control by the sending system is independent of any implementation by the receiving system.  However, there is a clear benefit to having both sides implement this functionality.


3. Flow Control is applicable on a per association basis.


4. Flow Control activity and behavior applies to both normal mode and recovery mode.



5. Flow Control activity is applicable for the following types of data:  SP, network, NPB, SV, notification.



6. No reports are required for Flow Control.



7. NPAC tunables for Flow Control include:



a. Flow Control Upper Threshold Tunable, unit = messages, range = 50-500, default = 100, definition = Number of non-responsive messages sent to a SOA/LSMS before Flow Control is invoked, on a per association basis.



b. Flow Control Lower Threshold Tunable, unit = messages, range = 1-500, default = 10, definition = Number of non-responsive messages sent to a SOA/LSMS that is in a Flow Control state before normal processing is resumed, on a per association basis.



8. The NPAC sends messages to the associated SOA/LSMS.



a. Under normal conditions where the SOA/LSMS is able to keep up with the NPAC, Flow Control is not encountered.



b. Under some load conditions, the SOA/LSMS is not able to keep up with the messages sent from the NPAC.  In this situation, Flow Control is encountered.



i. NPAC implements a real-time flag indicating whether a SOA/LSMS is in a Flow Control state.



ii. When getting ready to send a message to a SOA/LSMS, NPAC checks this flag to determine if it’s OK to send this message.



1. If the flag is false, the message is sent.



2. If the flag is true, the message is held/queued.



9. For a SOA/LSMS that is currently in a normal state (not in Flow Control), the NPAC monitors the number of outstanding non-responsive messages sent to that SOA/LSMS.



a. If the number of outstanding non-responsive messages is equal to the Flow Control Upper Threshold, the NPAC sends the current message it is handling, and sets the Flow Control flag to true.  Since the check is performed on a per message basis, the Upper Threshold number will not be exceeded, just equaled.



b. If the number of outstanding non-responsive messages is less than the Flow Control Upper Threshold, NPAC sends the current message it is handling, and continues with normal processing.



10. For a SOA/LSMS that is currently in a Flow Control state, the NPAC monitors the number of outstanding non-responsive messages sent to that SOA/LSMS.



a. If the number of outstanding non-responsive messages is greater than the Flow Control Lower Threshold, no action is taken.



b. If the number of outstanding non-responsive messages is less than or equal to the Flow Control Lower Threshold, the NPAC resumes sending messages (whether queued or normal).



11. A SOA/LSMS that is in a Flow Control state will have outstanding non-responsive messages.



a. For all outstanding non-responsive messages that were sent, NPAC response timers and abort behavior will apply.



For all messages not sent but held because the Flow Control flag is set to true, NPAC response timers and abort behavior will NOT apply.



12. Audit behavior in an Outbound Flow Control environment.



a. An audit to an LSMS that is in a Flow Control state will behave as it currently does for a congestion situation (i.e., the audit would be initiated, queries would be generated, and once the message is sent it would timeout after 15 minutes if neither responded or aborted within 15 minutes).  The audit will continue to be serial, and will only move to the next step once the current step is completed.



b. All other audit behavior remains the same.



May ’03 – FIFO of messages remains the same. (within priority groups)



X. Requirements:



1. Flow Control Upper Threshold Tunable – NPAC SMS shall provide a Flow Control Upper Threshold tunable parameter which is defined as the number of non-responsive messages sent to a SOA/LSMS before Flow Control is invoked, on a per association basis.



2. Flow Control Upper Threshold Tunable Default – NPAC SMS shall default the Flow Control Upper Threshold tunable parameter to 100 messages.



3. Flow Control Upper Threshold Tunable Modification – NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Flow Control Upper Threshold tunable parameter.



4. Flow Control Lower Threshold Tunable – NPAC SMS shall provide a Flow Control Lower Threshold tunable parameter which is defined as the number of non-responsive messages sent to a SOA/LSMS that is in a Flow Control state before normal processing is resumed, on a per association basis.



5. Flow Control Lower Threshold Tunable Default – NPAC SMS shall default the Flow Control Lower Threshold tunable parameter to 10 messages.



6. Flow Control Lower Threshold Tunable Modification – NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Flow Control Lower Threshold tunable parameter.



Y. Message Flows:



IIS



None.  This change order does not impact interface messaging, just documentation behavior.



Other IIS Updates.



The behavior description listed in this document Chapter VII, Section C, will be added to the IIS Part I, Chapter 5 – Secure Association Establishment, within sub-section 5.4 – Congestion Handling, new section 5.4.x – Outbound Flow Control.



GDMO



No Change Required



ASN.1



No Change Required



VII. New Interface Confirmation Messages SOA/LSMS-to-NPAC – (NANC 390)



Z. Business Need:



Service Provider systems (SOA/LSMS) need to know (in the form of a positive acknowledgement from the NPAC) that the NPAC has received their request message, so the systems (SOA/LSMS) do not unnecessarily resend the message and cause duplicate transactions for the same request.



Based on the current requirements for the NPAC, the NPAC acknowledgement message (generally referred to as "a response to a request" from the SOA/LSMS) is not returned until AFTER the NPAC has completed the activity required by that request.  During heavy porting periods, transactions that require many records to be updated may take longer than normal for a response to be received from the NPAC.  In the case of a delayed response, the SOA/LSMS may abort the association to the NPAC (e.g., after the 15 minute Abort timer expires).  When the association is re-established, the SOA/LSMS may resend messages to the NPAC because they haven’t received a response to the first message and thus believe the NPAC did not receive the original message.  This behavior can lead to a duplicate transaction for the same request thus:  1.) causing a heavy volume of transactions over the NPAC to SOA/LSMS interface, 2.) slowing Porting completion, 3.) causing an increase of Porting costs, 4.) causing duplicate message processing at the NPAC, and 5.) possibly causing manual intervention by NPAC and Service Provider personnel, etc.



AA. Description of Change:



A new message will be explored during the Nov ’03 LNPAWG meeting.



Additionally, a discussion item needs to occur regarding the possible inclusion of Service Provider profile settings to support this new feature.



Nov ’03 LNPAWG, discussion:


Explained the current functionality, and the fact that higher priority transactions will be worked before other requested work, which can cause delays in responses.  In the case where previously submitted work was re-sent to the NPAC, the NPAC may have to re-do work it has already done.



Providers may see a backup in their SOA traffic, thereby causing them to process extra data as well.



A toggle would need to be added for backwards compatibility.  Providers that support the new confirmation message would use the new method/flow, and other providers would continue to use the current method/flow.  There is definitely a benefit to this, but to obtain the benefit would require changes to the SOA as well.



It was agreed that this would be accepted as a change order, and would continue to be worked with the Architecture group in December.


AB. Major points/processing flow/high-level requirements:



To assist in the discussion and understanding of NANC 390, the following flows and descriptions have been included.  In this example, the flow is for New SP subscription version Create messages.  However, this functionality will be incorporated into all of the existing message sets between the SOA and NPAC.



Page 2, current NPAC implementation, flow B.5.1.2, steps 2 and 3, the NPAC must perform the following processing:



a. Receive the message.



b. Perform message validation.



c. Run the business rules.



d. Package up the information that is sent back to the originating SOA.



e. Store the information in the database.



Following these five steps (a through e), the message response is sent back in flow B.5.1.2, step 4, and the SV-IDs are sent in flow B.5.1.2, step 5.



If there is a backlog, then this message is not immediately processed, but must “wait-it’s turn”, including higher priority items that “cut in line”.



Also, if there are problems (e.g., the router gets hung up, or goes down), the NPAC performs all the work, but then cannot send it back to the originating SOA because the message invoke ID is no longer available.  This causes an unnecessary work effort on NPAC resources, since the message must be fully re-processed.



Using the NANC 390 method, the response to the request (in this case M-ACTION) will be sent immediately upon storage in the database.  It will include a new Request ID to uniquely identify the request.  A new M-ACTION notification (genericResponse) will be used, steps 4.1 and 4.2.  This will be sent for all situations, and in error situations, an error will be included.  Benefits include:



1. If there is a backlog of messages to process, the SOA is not waiting for a confirmation that the request was received.  It is quickly returned upon receipt regardless of system load in the NPAC SMS engine.



2. In problem situations (e.g., the router gets hung up, or goes down), the SOA does not need to resend the message if the response was received from the NPAC.  Processing will continue once the connection is re-established.  Additionally, a Request ID on the response allows both the SOA and the NPAC to tie the quick confirmation with the subsequent notification (whether error message or object creation).



3. When the new message is used, detailed error message can be sent (either an error code attribute or a graphicString attribute will be included for error text that allows us to send back a useful error message [e.g., error code 123, which would equate to: “cannot Create a PTO SV when you are not the owner of the NPA-NXX”] ).  This would eliminate the need for ILL 130 (Application Level Errors).
OPEN ISSUE (Jan ’04):  should the NPAC send the code, the text string, or both?
OPEN ISSUE (Jan ’04):  should this new message (step 4.1) be encrypted?  Need SP feedback on this.


4. When the new message is used, an invoke ID will be included, thereby allowing the originating SOA to match this message up with the original request.



5. The SOA will likely have less duplicate work to perform during heavy load, because the new requestReceived notification will be sent and received in a timely fashion.



6. The NPAC will likely have less duplicate work to perform during heavy load, because the quick response to the SOA would eliminate duplicate requests from the SOA.



The following is copied directly from the 3.2.1a IIS.



B5.1.2 – SubscriptionVersion Create by the Initial SOA (New Service Provider):



In this scenario, the new service provider is the first to send the M-ACTION to create the subscriptionVersion object.
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Proposed New Flow Using New NANC 390 Confirmation Message Diagram:






[image: image2.wmf] 



Old SOA



 



NPAC SMS



 



LSMS



 



New SOA



 



SOA >



 



5: M



-



EVENT



-



REPORT objectCreation



 



6: M



-



EVENT



-



REPORT Confirmation



 



3



2



: M



-



CREATE Request subscriptionVersionNPAC



 



4



3



: M



-



CREATE R



esponse subscriptionVersionNPAC



 



7: M



-



EVENT



-



REPORT objectCreation



 



8: M



-



EVENT



-



REPORT Confirmation



 



1: M



-



ACTION Request subscriptionVersionNewSP



-



Create



 



4: M



-



ACTION Response subscriptionVersionNewSP



-



Create



 



2



: M



-



ACTION Response subscriptionVersionNewSP



-



Crea



te



 



4.1: M



-



ACTION genericResponse



 



4.2: M



-



ACTION Confirmation



 



New 



message 



and 



confirmation 



for NANC 



390



 






AC. Requirements:



Add a new section under 1.2, NPAC SMS Functional Overview, called 1.2.16 – Immediate Acknowledgement with Generic Response.  This new section will describe the behavior.



New Requirements:



1. Generic Response Message Indicator – NPAC SMS shall provide a mechanism to indicate whether a Service Provider supports receiving the Immediate Acknowledgement with Generic Response Message via the SOA to NPAC SMS Interface, using the Generic Response Message Indicator.



2. Generic Response Message Indicator Default – NPAC SMS shall default the Immediate Acknowledgement with Generic Response Message Indicator to FALSE (off).



3. Generic Response Message Indicator Modification – NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Immediate Acknowledgement with Generic Response Indicator on the NPAC Customer Record.



AD. Message Flows:



IIS



Lots.


The majority of the flows will need to be duplicated to provide the quick-turnaround acknowledgement (response to the original request), and also the genericResponse (i.e., steps 4.1 and 4.2).



Other IIS Updates.



A description of this change order (similar to Section C) will be added to the IIS Part I, Chapter 2 – Interface Overview, called section 2.5 – Immediate Acknowledgement with Generic Response.



Update Section 5.3.3, Error Handling, to incorporate this new genericResponse and the conditional error message when problems are encountered and sent back to the originating SOA.



Update Appendix A for error messages.



GDMO



A new ACTION genericResponse (flow step 4.1) will need to be defined.  All attributes in this new ACTION will also need to be defined.  The behavior of this new ACTION will be included.



ASN.1



The genericResponseAction structure will need to be defined.



VIII. Application Level Errors – (ILL 130)



AE. Business Need:



The current interface has very limited error message detail.  This change order will allow understanding of errors more rapidly by returning a text explanation of the error.  This will reduce the amount of time it takes work centers to manually research errors and resolve troubles.



AF. Description of Change:



Errors in the SOA and LSMS interfaces are being treated as CMIP errors and it may sometimes be difficult for a SOA to know the true reason for an error from the NPAC SMS and therefore indicate a meaningful error message to its users.  It has been requested that application level error be defined where appropriate and returned as text to the requestor (SOA/LSMS).



January 2000: During the LNPAWG meeting additional information regarding the error processing has been requested.  The following text describes the difference in current error processing and future error processing with the requested functionality of this change order (italics indicates the differences between today’s functionality and the proposed future functionality).



Today:



When the NPAC SMS experiences an error when processing any of the actions defined in the GDMO/ASN.1, the appropriate error data is returned. (example NewSP-CreateReply).



ActionResult  ::= SEQUENCE {



   managedObjectClass                 ObjectClass    OPTIONAL ,



   managedObjectInstance              ObjectInstance OPTIONAL ,



   currentTime           [5] IMPLICIT GeneralizedTime  OPTIONAL ,



   actionReply           [6] IMPLICIT ActionReply    OPTIONAL



}



ActionReply  ::= SEQUENCE {



   actionType       ActionTypeId,



   actionReplyInfo  [4] ANY DEFINED BY actionType



}



ActionTypeId  ::= CHOICE {



   globalForm   [2] IMPLICIT OBJECT IDENTIFIER ,



   localForm    [3] IMPLICIT INTEGER



}



NewSP-CreateReply ::= SEQUENCE {



    status [0] SubscriptionVersionActionReply,



    invalid-data [1] NewSP-CreateInvalidData OPTIONAL



}



Note: the object id in the globalForm of the ActionTypeId indicates the NewSP-CreateReply action reply specified in the LNP asn.



With ILL 130:



When the NPAC SMS experiences an application level error when processing any of the actions defined in the GDMO/ASN.1, a processing failure will be returned with LnpSpecificInfo containing the error text.



ActionResult  ::= SEQUENCE {



   managedObjectClass     ObjectClass    OPTIONAL ,



   managedObjectInstance  ObjectInstance OPTIONAL ,



   currentTime            [5] IMPLICIT GeneralizedTime  OPTIONAL ,



   actionReply            [6] IMPLICIT ActionReply    OPTIONAL



}



ActionReply  ::= SEQUENCE {



   actionType       ActionTypeId,



   actionReplyInfo  [4] ANY DEFINED BY actionType



}



ActionTypeId  ::= CHOICE {



   globalForm   [2] IMPLICIT OBJECT IDENTIFIER ,



   localForm    [3] IMPLICIT INTEGER



}



ProcessingFailure  ::= SEQUENCE {



   managedObjectClass     ObjectClass ,



   managedObjectInstance  ObjectInstance  OPTIONAL ,



   specificErrorInfo      [5] SpecificErrorInfo



}



SpecificErrorInfo ::= SEQUENCE {



   errorId   OBJECT IDENTIFIER,



   errorInfo ANY DEFINED BY errorId



}



LnpSpecificInfo ::= GraphicString255



February 2000:  The group discussed on the 2/9/00 conference call that a flash cut has a high degree of risk, so we should be looking at another option.  During the February LNPA WG meeting, it was discussed and agreed that a backwards compatible approach was needed.  The current approach is to create duplicate “sister” ACTIONs that will return the error text string to the requesting SP.  A sunset period will allow SPs time to upgrade their systems.  At the end of the sunset period, the original ACTIONs will be removed, and the new ACTIONs (with the error text string) will be the only method of sending the requested ACTIONs to the NPAC SMS.



Optionally, at the end of the sunset period the structure of the original ACTIONs can be modified to mirror the duplicate “sister” ACTIONs, for one major release of the NPAC SMS (this allows SPs to use either the original or new ACTIONs with the error text string).  At the time the subsequent release is implemented, the duplicate ACTIONs can be deleted.  At this point in time, the original ACTION names with the new error text string will be the only valid ACTIONs in the NPAC SMS.



AG. Major points/processing flow/high-level requirements:



1. The NPAC exchanges messages with the SOA/LSMS using the CMIP protocol.  Using the standard CMIP error reporting mechanisms, there are a limited number of messages that may be returned (e.g., accessDenied).


2. In order to provide most robust information, a different error message will be used, along with a text field that provides detailed information about the error encountered.



3. All ACTIONs may be affected by this change order.



4. The local systems (SOA, LSMS) need to be enhanced to process this new error text.



5. No tunable changes.



6. No report changes.



AH. Requirements:



Req 1 – NPAC SMS Application Level Errors



NPAC SMS shall provide application level errors in the CMIP messaging in the SOA to NPAC SMS Interface and NPAC SMS to Local SMS Interface.



Req 2 – NPAC SMS Application Level Errors Details



NPAC SMS shall use the application level errors defined in Table TBD in the IIS.



AI. Message Flows:



IIS:



Appendix A, Errors will be changed.  An example is shown below:



			Managed Object Class


			CMIP Error


			Message Text


			Additional Information





			lnpSubscription


			duplicateObject



Instance


			101-A pending, conflict, or cancel-pending subscription version already exists.


			





			


			


			


			








Appendix B, ensure all message flow text implies the correct reply data.



GDMO:



-- xx.0 LNP Download Action With Error Text



lnpDownloadWithErrorText ACTION



    BEHAVIOUR



        lnpDownloadWithErrorTextDefinition,



        lnpDownloadWithErrorTextBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.DownloadAction;



    WITH REPLY SYNTAX LNP-ASN1.DownloadReplyWithErrorText;



    REGISTERED AS {LNP-OIDS.lnp-action xx};



lnpDownloadWithErrorTextDefinition BEHAVIOUR



    DEFINED AS !



        The lnpDownloadWithErrorText action is the action that is used by



        the Local SMS



        and SOA to specify the objects to be downloaded from the NPAC SMS.



    !;



lnpDownloadWithErrorTextBehavior BEHAVIOUR



    DEFINED AS !



        See lnpDownload ACTION for behaviour definition.



        In addition to the existing lnpDownload ACTION behaviour, this



        action’s reply contains an optional error text string to be



        returned if the action is not successful.



    !;



-- xx.0 LNP Recovery Complete Action With Error Text



lnpRecoveryCompleteWithErrorText ACTION



    BEHAVIOUR



        lnpRecoveryCompleteWithErrorTextDefinition,



        lnpRecoveryCompleteWithErrorTextBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.RecoveryCompleteAction;



    WITH REPLY SYNTAX LNP-ASN1.RecoveryCompleteReplyWithErrorText;



    REGISTERED AS {LNP-OIDS.lnp-action xx};



lnpRecoveryCompleteWithErrorTextDefinition BEHAVIOUR



    DEFINED AS !



        The lnpRecoveryCompleteWithErrorText action is used by the Local SMS



        or SOA to specify the system has recovered from downtime and the



        transactions performed since the association establishment can now be



        sent from the NPAC SMS.



    !;



lnpRecoveryCompleteWithErrorTextBehavior BEHAVIOUR



    DEFINED AS !



        See lnpRecoveryComplete ACTION for behaviour definition.



        In addition to the existing lnpRecoveryComplete ACTION behaviour,



        this action’s reply contains an optional error text string to be



        returned if the action is not successful.



    !;



-- xx.0 LNP Subscription Version Activate Action With Error Text



subscriptionVersionActivateWithErrorText ACTION



    BEHAVIOUR



        subscriptionVersionActivateWithErrorTextDefinition,



        subscriptionVersionActivateWithErrorTextBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.ActivateAction;



    WITH REPLY SYNTAX LNP-ASN1.ActivateReplyWithErrorText;



    REGISTERED AS {LNP-OIDS.lnp-action xx};



subscriptionVersionActivateWithErrorTextWithErrorTextDefinition BEHAVIOUR



    DEFINED AS !



        The subscriptionVersionActivateWithErrorText action is the action



        that can be



        used by the SOA of the new service provider to activate a



        subscription version id, tn or a range of tns via the SOA to



        NPAC SMS interface.



    !;



subscriptionVersionActivateWithErrorTextBehavior BEHAVIOUR



    DEFINED AS !



        See subscriptionVersionActivate ACTION for behaviour definition.



        In addition to the existing subscriptionVersionActivate ACTION



        behaviour, this action’s reply contains an optional error text



        string to be returned if the action is not successful.



    !;



-- xx.0 LNP Subscription Version Cancel Action With Error Text



subscriptionVersionCancelWithErrorText ACTION



    BEHAVIOUR



        subscriptionVersionCancelWithErrorTextDefinition,



        subscriptionVersionCancelWithErrorTextBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.CancelAction;



    WITH REPLY SYNTAX LNP-ASN1.CancelReplyWithErrorText;



    REGISTERED AS {LNP-OIDS.lnp-action xx};



subscriptionVersionCancelWithErrorTextWithErrorTextDefinition BEHAVIOUR



    DEFINED AS !



        The subscriptionVersionCancelWithErrorText action is the action



        that can be



        used by the SOA to cancel a subscription version via the SOA to



        NPAC SMS interface.



    !;



subscriptionVersionCancelWithErrorTextBehavior BEHAVIOUR



    DEFINED AS !



        See subscriptionVersionCancel ACTION for behaviour definition.



        In addition to the existing subscriptionVersionCancel ACTION



        behaviour, this action’s reply contains an optional error text



        string to be returned if the action is not successful.



    !;



-- xx.0 LNP Subscription Version Disconnect Action With Error Text



subscriptionVersionDisconnectWithErrorText ACTION



    BEHAVIOUR



        subscriptionVersionDisconnectWithErrorTextDefinition,



        subscriptionVersionDisconnectWithErrorTextBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.DisconnectAction;



    WITH REPLY SYNTAX LNP-ASN1.DisconnectReplyWithErrorText;



    REGISTERED AS {LNP-OIDS.lnp-action xx};



subscriptionVersionDisconnectWithErrorTextDefinition BEHAVIOUR



    DEFINED AS !



        The subscriptionVersionDisconnectWithErrorText action is the action



        that is



        used by the SOA to disconnect a subscription version via the SOA to



        NPAC SMS interface.



    !;



subscriptionVersionDisconnectWithErrorTextBehavior BEHAVIOUR



    DEFINED AS !



        See subscriptionVersionDisconnect ACTION for behaviour definition.



        In addition to the existing subscriptionVersionDisconnect ACTION



        behaviour, this action’s reply contains an optional error text



        string to be returned if the action is not successful.



    !;



-- xx.0 LNP Subscription Version Modify Action With Error Text



subscriptionVersionModifyWithErrorText ACTION



    BEHAVIOUR



        subscriptionVersionModifyWithErrorTextDefinition,



        subscriptionVersionModifyWithErrorTextBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.ModifyAction;



    WITH REPLY SYNTAX LNP-ASN1.ModifyReplyWithErrorText;



    REGISTERED AS {LNP-OIDS.lnp-action xx};



subscriptionVersionModifyWithErrorTextDefinition BEHAVIOUR



    DEFINED AS !



        The subscriptionVersionModifyWithErrorText action is the action



        that can be



        used by the SOA to modify a subscription version via the SOA to



        NPAC SMS interface.



    !;



subscriptionVersionModifyWithErrorTextBehavior BEHAVIOUR



    DEFINED AS !



        See subscriptionVersionModify ACTION for behaviour definition.



        In addition to the existing subscriptionVersionModify ACTION



        behaviour, this action’s reply contains an optional error text



        string to be returned if the action is not successful.



    !;



-- xx.0 LNP New Service Provider Cancellation Acknowledge Request 



-- With Error Text



subscriptionVersionNewSP-CancellationAcknowledgeWithErrorText ACTION



    BEHAVIOUR



        subscriptionVersionNewSP-CancellationAcknowledgeWithErrorTextDefinition,



        subscriptionVersionNewSP-CancellationAcknowledgeWithErrorTextBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.CancellationAcknowledgeAction;



    WITH REPLY SYNTAX LNP-ASN1.CancellationAcknowledgeReplyWithErrorText;



    REGISTERED AS {LNP-OIDS.lnp-action xx};



subscriptionVersionNewSP-CancellationAcknowledgeWithErrorTextDefinition BEHAVIOUR



    DEFINED AS !



        The subscriptionVersionNewSP-CancellationAcknowledgeWithErrorText action



        is the action that is used via the SOA to NPAC



        SMS interface by the new service provider to acknowledge



        cancellation of a subscriptionVersionNPAC with a status of



        cancel-pending.



    !;



subscriptionVersionNewSP-CancellationAcknowledgeWithErrorTextBehavior BEHAVIOUR



    DEFINED AS !



        See subscriptionVersionCancellationAcknowledge ACTION for behaviour



        definition.



        In addition to the existing subscriptionVersionCancellationAcknowledge


        ACTION behaviour, this action’s reply contains an optional error text



        string to be returned if the action is not successful.



    !;



-- xx.0 LNP Subscription Version Remove From Conflict With Error Text



subscriptionVersionRemoveFromConflictWithErrorText ACTION



    BEHAVIOUR



        subscriptionVersionRemoveFromConflictWithErrorTextDefinition,



        subscriptionVersionRemoveFromConflictWithErrorTextBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.RemoveFromConflictAction;



    WITH REPLY SYNTAX LNP-ASN1.RemoveFromConflictReplyWithErrorText;



    REGISTERED AS {LNP-OIDS.lnp-action xx};



subscriptionVersionRemoveFromConflictWithErrorTextDefinition BEHAVIOUR



    DEFINED AS !



        The subscriptionVersionRemoveFromConflictWithErrorText action



        is the action that is used via the SOA to NPAC



        SMS interface by either the old or new service provider to set the



        subscription version status from conflict to pending.



    !;



subscriptionVersionRemoveFromConflictWithErrorTextBehavior BEHAVIOUR



    DEFINED AS !



        See subscriptionVersionRemoveFromConflict ACTION for behaviour



        definition.



        In addition to the existing subscriptionVersionRemoveFromConflict


        ACTION behaviour, this action’s reply contains an optional error



        text string to be returned if the action is not successful.



    !;



-- xx.0 LNP New Service Provider Subscription Version Create With Error Text



subscriptionVersionNewSP-CreateWithErrorText ACTION



    BEHAVIOUR



        subscriptionVersionNewSP-CreateWithErrorTextDefinition,



        subscriptionVersionNewSP-CreateWithErrorTextBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.NewSP-CreateAction;



    WITH REPLY SYNTAX LNP-ASN1.NewSP-CreateReplyWithErrorText;



    REGISTERED AS {LNP-OIDS.lnp-action xx};



subscriptionVersionNewSP-CreateWithErrorTextDefinition BEHAVIOUR



    DEFINED AS !



        The subscriptionVersionNewSP-CreateWithErrorText action is the action



        that is



        used via the SOA to NPAC SMS interface by the



        new service provider to create a new subscriptionVersionNPAC.



    !;



subscriptionVersionNewSP-CreateWithErrorTextBehavior BEHAVIOUR



        See subscriptionVersionNewSP-Create ACTION for behaviour definition.



        In addition to the existing subscriptionVersionNewSP-Create ACTION



        behaviour, this action’s reply contains an optional error text



        string to be returned if the action is not successful.



    !;



-- xx.0 LNP Old Service Provider Cancellation Acknowledge Request 



-- With Error Text



subscriptionVersionOldSP-CancellationAcknowledgeWithErrorText ACTION



    BEHAVIOUR



        subscriptionVersionOldSP-CancellationAcknowledgeWithErrorTextDefinition,



        subscriptionVersionOldSP-CancellationAcknowledgeWithErrorTextBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.CancellationAcknowledgeAction;



    WITH REPLY SYNTAX LNP-ASN1.CancellationAcknowledgeReplyWithErrorText;



    REGISTERED AS {LNP-OIDS.lnp-action xx};



subscriptionVersionOldSP-CancellationAcknowledgeWithErrorTextDefinition BEHAVIOUR



    DEFINED AS !



        The subscriptionVersionOldSP-CancellationAcknowledgeWithErrorText action



        is the action that is used via the SOA to NPAC



        SMS interface by the old service provider to acknowledge



        cancellation of a subscriptionVersionNPAC with a status of



        cancel-pending.



    !;



subscriptionVersionOldSP-CancellationAcknowledgeWithErrorTextBehavior BEHAVIOUR



    DEFINED AS !



        See subscriptionVersionOldSP-CancellationAcknowledge ACTION


        for behaviour definition.



        In addition to the existing



        subscriptionVersionOldSP-CancellationAcknowledge ACTION



        behaviour, this action’s reply contains an optional error text



        string to be returned if the action is not successful.



    !;



-- xx.0 LNP Old Service Provider Subscription Version Create With Error Text



subscriptionVersionOldSP-CreateWithErrorText ACTION



    BEHAVIOUR



        subscriptionVersionOldSP-CreateWithErrorTextDefinition,



        subscriptionVersionOldSP-CreateWithErrorTextBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.OldSP-CreateAction;



    WITH REPLY SYNTAX LNP-ASN1.OldSP-CreateReplyWithErrorText;



    REGISTERED AS {LNP-OIDS.lnp-action xx};



subscriptionVersionOldSP-CreateWithErrorTextDefinition BEHAVIOUR



    DEFINED AS !



        The subscriptionVersionOldSP-CreateWithErrorText action is the action



        that is



        used via the SOA to NPAC SMS interface by the



        old service provider to create a new subscriptionVersionNPAC.



    !;



subscriptionVersionOldSP-CreateWithErrorTextBehavior BEHAVIOUR



    DEFINED AS !



        See subscriptionVersionOldSP-Create ACTION for behaviour definition.



        In addition to the existing subscriptionVersionOldSP-Create ACTION



        behaviour, this action’s reply contains an optional error text



        string to be returned if the action is not successful.



    !;



-- xx.0 Notification Recovery Action With Error Text



lnpNotificationRecoveryWithErrorText ACTION



    BEHAVIOUR



        lnpNotificationRecoveryWithErrorTextDefinition,



        lnpNotificationRecoveryWithErrorTextBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.NetworkNotificationRecoveryAction;



    WITH REPLY SYNTAX LNP-ASN1.NetworkNotificationRecoveryReplyWithErrorText;



    REGISTERED AS {LNP-OIDS.lnp-action xx};



lnpNotificationRecoveryWithErrorTextDefinition BEHAVIOUR



    DEFINED AS !



        The lnpNotificationRecoveryWithErrorText action is the action



        that can be



        used by the SOA or LSMS to recover notification information that



        cannot be recovered by other means.



    !;



lnpNotificationRecoveryWithErrorTextBehavior BEHAVIOUR



    DEFINED AS !



        See lnpNotificationRecovery ACTION for behaviour definition.



        In addition to the existing lnpNotificationRecovery ACTION



        behaviour, this action’s reply contains an optional error text



        string to be returned if the action is not successful.



    !;



-- xx.0 LNP Service Provider Number Pool Block Create With Error Text



numberPoolBlock-CreateWithErrorText ACTION



    BEHAVIOUR



        numberPoolBlock-CreateWithErrorTextDefinition,



        numberPoolBlock-CreateWithErrorTextBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.NumberPoolBlock-CreateAction;



    WITH REPLY SYNTAX LNP-ASN1.NumberPoolBlock-CreateReplyWithErrorText;



    REGISTERED AS {LNP-OIDS.lnp-action xx};



numberPoolBlock-CreateWithErrorTextDefinition BEHAVIOUR



    DEFINED AS !



        The numberPoolBlock-CreateWithErrorText action is the action that



        is used on the NPAC SMS via the SOA to NPAC SMS interface by the



        block holder SOA to create a new numberPoolBlockNPAC.



    !;



numberPoolBlock-CreateWithErrorTextBehavior BEHAVIOUR



    DEFINED AS !



        See numberPoolBlock-Create ACTION for behaviour definition.



        In addition to the existing numberPoolBlock-Create ACTION



        behaviour, this action’s reply contains an optional error text



        string to be returned if the action is not successful.



    !;



ASN.1:



ActivateReplyWithErrorText ::= SubscriptionVersionActionReplyWithErrorText



CancellationAcknowledgeReplyWithErrorText ::= 



   SubscriptionVersionActionReplyWithErrorText



CancelReplyWithErrorText ::= SubscriptionVersionActionReplyWithErrorText



DisconnectReplyWithErrorText ::= SEQUENCE {



    status SubscriptionVersionActionReplyWithErrorText,



    version-id SET OF SubscriptionVersionId OPTIONAL



}


DownloadReply ::= SEQUENCE {



    status ENUMERATED {



        success (0),



        failed (1),



        time-range-invalid (2),



        criteria-to-large (3),



        no-data-selected (4)



    },



    downloaddata [0] CHOICE {



        subscriber-data [0] SubscriptionDownloadData,



        network-data [1] NetworkDownloadData,



        block-data [2] BlockDownloadData



    } OPTIONAL,



    error-text [1] GraphicString255 OPTIONAL



}



ModifyReplyWithErrorText ::= SEQUENCE {



    status SubscriptionVersionActionReplyWithErrorText,



    invalid-data SubscriptionModifyInvalidData OPTIONAL



}



NetworkNotificationRecoveryReply ::= SEQUENCE {



    status ENUMERATED {



        success (0),



        failed (1),



        time-range-invalid (2),



        criteria-to-large (3),



        no-data-selected (4)



    },



   system-choice [0] CHOICE {



        lsms [1] SET OF SEQUENCE {



            managedObjectClass ObjectClass,



            managedObjectInstance ObjectInstance,



            notification CHOICE {



               subscription-version-new-npa-nxx [1] VersionNewNPA-NXX-Recovery,



               lnp-npac-sms-operational-information [2]



                   NPAC-SMS-Operational-InformationRecovery



            }



        },



        soa [2] SET OF SEQUENCE {



            managedObjectClass ObjectClass,



            managedObjectInstance ObjectInstance,



            notification CHOICE {



               subscription-version-new-npa-nxx [1] VersionNewNPA-NXX-Recovery,



               subscription-version-donor-sp-customer-disconnect-date [2]



                   VersionCustomerDisconnectDateRecovery,



               subscription-version-audit-discrepancy-report [3]



                   AuditDiscrepancyRptRecovery,



               subscription-audit-results [4] AuditResultsRecovery,



               lnp-npac-sms-operational-information [5]



                   NPAC-SMS-Operational-InformationRecovery,



               subscription-version-new-sp-create-request [6]



                   VersionNewSP-CreateRequestRecovery,



               subscription-version-old-sp-concurrence-request [7]



                   VersionOldSP-ConcurrenceRequestRecovery,



               subscription-version-old-sp-final-window-expiration [8]



                   VersionOldSPFinalConcurrenceWindowExpirationRecovery,



               subscription-version-cancellation-acknowledge-request [9]



                   VersionCancellationAcknowledgeRequestRecovery,



               subscriptionVersionStatusAttributeValueChange [10]



                   VersionStatusAttributeValueChangeRecovery,



               attribute-value-change [11] AttributeValueChangeInfo,



               object-creation [12] ObjectInfo,



               object-deletion [13] ObjectInfo,



               numberPoolBlockStatusAttributeValueChange [14]



                   NumberPoolBlockStatusAttributeValueChangeRecovery



           }



       }



   } OPTIONAL,



   error-text [1] GraphicString255 OPTIONAL



}



NewSP-CreateReplyWithErrorText ::= SEQUENCE {



    status [0] SubscriptionVersionActionReplyWithErrorText,



    invalid-data [1] NewSP-CreateInvalidData OPTIONAL



}



NumberPoolBlock-CreateReply ::= SEQUENCE {



    block-id [0] BlockId,



    status [1] ENUMERATED {



       success (0),



       failed (1),



       soa-not-authorized (2),



       no-npa-nxx-x-found (3),



       invalid-data-values (4),



       number-pool-block-already-exists (5),



       prior-to-effective-date (6),



       invalid-subscription-versions (7)



   },



   block-invalid-values [2] NumberPoolBlock-CreateInvalidData OPTIONAL,



   error-text [3] GraphicString255 OPTIONAL



}



OldSP-CreateReplyWithErrorText ::= SEQUENCE {



    status SubscriptionVersionActionReplyWithErrorText,



    invalid-data OldSP-CreateInvalidData OPTIONAL



}



RecoveryCompleteReply ::= SEQUENCE {



    status ResultsStatus,



    subscriber-data [1] SubscriptionDownloadData OPTIONAL,



    network-data [2] NetworkDownloadData OPTIONAL,



    block-data [3] BlockDownloadData OPTIONAL,



    error-text [4] GraphicString255 OPTIONAL



}



RemoveFromConflictReplyWithErrorText ::= 



    SubscriptionVersionActionReplyWithErrorText



SubscriptionVersionActionReply ::= ENUMERATED { -- to be removed in release x.0


    success (0),



    failed (1),



    soa-not-authorized (2),



    no-version-found (3),



    invalid-data-values (4),



    version-create-already-exists (5)



}



SubscriptionVersionActionReplyWithErrorText ::= SEQUENCE {



    status-code SubscriptionVersionStatus,



    error-text [1] GraphicString255 OPTIONAL  -- present if status not success



}



SubscriptionVersionActionStatus ::= ENUMERATED {



    success (0),



    failed (1),



    soa-not-authorized (2),



    no-version-found (3),



    invalid-data-values (4),



    version-create-already-exists (5)



}



IX. BDD for Notifications  – (NANC 348)



AJ. Business Need:



Service Providers use Bulk Data Download (BDD) files to recover customer, network, block, and subscription data in file format.  This occurs when automated recovery functionality is either not available or not practical (e.g., too large of time range) for the data that needs to be recovered.



The current requirements do not address BDD files for notifications.  In order to provide more complete functionality for a Service Provider to “replay” messages sent by the NPAC, the ability for the NPAC to generate a BDD file for a time range of notifications would potentially reduce operational issues and the work effort required for a Service Provider to get back in sync with the NPAC, by providing the Service Provider with all information that they would have received had they been associated with the NPAC.  Additionally, this would be needed for LTI users transitioning to a SOA, or SOA users that need to recover notifications for more than the industry-recommended timeframe of 24 hours.



With this change order, the NPAC would have the capability to generate a BDD file of notifications for a Service Provider within a certain date and time range.


AK. Description of Change:



Interface and Functional Backwards Compatible:  YES



The NPAC would provide the functionality for NPAC Help Desk personnel to generate a BDD file of notifications for a requesting Service Provider.



Selection criteria would be any single SPID, date and time range (notification attempt timestamp), and include all types of notifications.  The sort criteria will be chronologically by date and time.



The file name will contain an indication that this is a notification file, along with the requested date and time range.  The output file would be placed in that Service Provider’s ftp site directory.



AL. Major points/processing flow/high-level requirements:



1. The request for a BDD is originated by an SP, and follows M&P steps on contacting NPAC personnel, and providing required information.


2. The GUI allows:



a. NPAC personnel to generate a BDD for notifications for a requesting Service Provider.



b. Only time-based delta BDD files to be generated.



3. Selection criteria include requesting Service Provider, time range based on notification attempt timestamp (available data based on retention/aging interval).



4. The BDD file:



a. Contains results based on the selection criteria.



b. Sorted in date/time/notification type order.


c. Uses SP Profile flags for ranges, and notification types (at the time the notification was created).



d. Uses NPA-NXX filters (at the time the notification was created).



e. File name indicates notification file and requested date and time.



f. Uses variable length records to accommodate the various notifications that are of different lengths.



5. The results file is put in the requesting Service Provider’s FTP sub-directory.


6. The amount of historical data available for the results file will be based on housekeeping processes, and the notification purge tunable value.


Mar ’03 APT:  Other than the need to capture the variable length records, the rest of the text captures the desired functionality.



AM. Requirements:



1. File Creation – NPAC SMS shall provide a mechanism that allows a Service Provider to recovery notification data in file format.



2. Selection Criteria Fields – NPAC SMS shall include the requesting Service Provider and a time range, as selection criteria fields for the Notification bulk data download file, via the NPAC Administrative Interface.



3. Required Selection Criteria – NPAC SMS shall require, as selection criteria for notification bulk data download file generation, a requesting Service Provider ID and a time range.



4. File Name – NPAC SMS shall provide a bulk data download file for notification data, use a file name that indicates the Notification data and requested time range.



5. Time Range – NPAC SMS shall use the Start Time Range entry field as an exclusive start range, and the End Time Range entry field as an inclusive end range, for Notification data that were broadcast during the specified time range, based on notification attempt timestamp.



6. Results – NPAC SMS shall provide a bulk data download file, based on selection criteria, that contains all Notification data in the NPAC SMS.



7. Sort Order – NPAC SMS shall sort the Notification bulk data download file, in ascending order based on the value for data/time/notification type.



8. Filters – NPAC SMS shall apply SP Profile Flags for ranges and notification type (based on the settings at the time the notification was created).



9. FTP Sub-Directory – NPAC SMS shall automatically put the Notification bulk data download file into the FTP sub-directory of the Service Provider, based on the SPID value of the requesting Service Provider.



AN. Message Flows:



None.



X. Batch File Processing – (NANC 349)



AO. Business Need:



Service Providers periodically generate large porting activity.  The current definition includes ports with 500 or more TNs.



The NPAC receives these large port requests via an online mechanism (CMIP interface or LTI), and processes them at that point in time.  The current requirements do not allow for “off-line” processing of activity.



As an alternative to generating all the messages associated with large porting activity, and sending them across a Service Provider’s CMIP interface, a batch mode can be implemented whereby a Service Provider can send a batch request to the NPAC, and request that it be processed after a certain date and time.



With this change order, the NPAC and the Service Provider can offload processing that can be worked separately, but still meet the need to incorporate that work after a specified date and time.  Since all large porting activity is known well in advance, both planning and processing can be addressed, thereby benefiting risk management.



The functionality covered in this change order could be any activity that is not time critical and typically done over a 24 hour period (e.g., pooled blocks where not time sensitive, or an LSMS for DPC codes).


AP. Description of Change:



The NPAC would incorporate an offline batch processing engine that handles batch requests from a requesting Service Provider.  The Service Provider would place the request in their ftp site directory.  The NPAC would periodically scan for requests, pick them up, and process them offline.



After reaching the Service Provider’s requested date and time, the request would become “active” and the NPAC would process this request during off hours (e.g., during nightly housekeeping).  Upon completion, the requested activity would be incorporated into the production database. Updates or notifications could be either placed in a response file at the Service Provider’s ftp site directory, or sent across the interface to the Service Provider.



A new indicator would be added to the customer profile record.  This would indicate whether the Service Provider supports batch processing.  If yes, any batch requests would be responded back to the Service Provider in batch mode, via a “processing done, here are the details” response file (placed in the ftp site directory).  If the Service Provider does not support batch processing, the NPAC would send the responses to the requested activity over the interface.



Jul ’03 APT:  The intention is to off load the interface and have it done at off peak times.  The benefit is to move large volume transactions off the CMIP interface.  SPs need to categorize the real-world scenarios, and provide feedback on this change order.



Aug ’03 APT:  Real-world scenario - bulk port over 500K numbers.  Business need to move numbers off the switch.



This change order will be prioritized behind the other SOA requirements.  So, move out of APT document and back into main change mgmt list.


AQ. Major points/processing flow/high-level requirements:



1. NPAC messaging with SOA/LSMSs operates in a real-time mode.  In some non-time-critical functions, a batch mode could meet the business need.


2. Using this alternative interface mechanism (i.e., batch mode), traffic will be offloaded from the CMIP interface:



a. A Service Provider can send a batch request to the NPAC, and request that it be processed after a certain date and time.



b. A Service Provider can utilize FTP mechanism to transfer the to/from the NPAC on a when-convenient basis.



3. The functionality would be set up to provide notifications in either a batch file, or sent across the interface.  A Service Provider tunable would be established to indicate one or the other.



AR. Requirements:



1. Batch File Processing Functionality – NPAC SMS shall provide functionality that allows batch file processing of Service Provider SOA SV activities.



2. Batch File Processing Format – NPAC SMS shall use a defined batch file format to batch process Service Provider SOA SV activities.  See Appendix (TBD).



3. Batch File Processing FTP Sub-Directory – NPAC SMS shall use the FTP sub-directory of the Service Provider, based on the SPID value of the requesting Service Provider in the Batch File.



4. Batch File Processing SOA Batch Notification Indicator – NPAC SMS shall provide a Service Provider SOA Batch Notification Indicator tunable parameter which defines whether a SOA supports receiving notifications for batch requests in file format.



5. Batch File Processing SOA Batch Notification Indicator Default – NPAC SMS shall default the Service Provider SOA Batch Notification Indicator tunable parameter to TRUE.



6. Batch File Processing SOA Batch Notification Indicator Modification – NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Batch Notification Indicator tunable parameter.



AS. Message Flows:



IIS



Add to the end of Chapter 2:



2.x Batch File Processing



Use the definition/description provided in B. Business Need, and C. Major Points, above.



GDMO



No Change Required



ASN.1



No Change Required



XI. Recovery Enhancements – SWIM recovery – (NANC 351)



AT. Business Need:



The NPAC SMS and Service Provider SOA/LSMS exchange messages and a response is required for each message.  The current NPAC architecture requires a response to every message within a 15-minute window, or the requestor will abort the association.



If a Service Provider fails to respond to an NPAC message, the NPAC aborts that specific association and the Service Provider must re-associate in recovery mode, request a “best guess” time range of missed messages from the NPAC, receive and process all missed messages, then start processing in normal mode until they are totally caught up with the backlog of messages.



One problem of the current “best guess” approach is the trial-and-error recovery processing that a Service Provider must perform in certain circumstances (e.g., when there is too much data to send in a response to a single request).  This can create unnecessary workload on both the NPAC and the Service Provider.



A better method is to implement the “Send What I Missed” approach (SWIM).  Service Providers can optionally use this new message to perform the recovery function.  This improves the efficiency of recovery processing for the NPAC and Service Providers because guesswork is eliminated.


AU. Description of Change:



Interface and Functional Backwards Compatible:  YES



Create a new process that incorporates the ability for a Service Provider to request that the NPAC send missed messages.  In order to accomplish this, the NPAC will need to keep track of messages that were both “not sent” and “not responded to” from the NPAC to the SOA/LSMS.



The behavior of the “Send What I Missed” message (SWIM) which will be initiated by a SOA/LSMS, is the same as the current recovery process (i.e., request from the SP, response from the NPAC includes the recoverable data).  The implementation would use the existing recovery message, and incorporate a new attribute (SWIM, to go along with time range and TN range).  When this is received, the NPAC would send back a SWIM Response which contains the missed messages.  With the new SWIM attribute, the NPAC would use the same Blocking Factor tunables as used in 187-Linked Replies in order to send data to the SOA/LSMS in “chunks”.


AV. Major points/processing flow/high-level requirements:



1) This recovery enhancement will use the current recovery process and ASN.1 definitions.  Any exceptions will be noted.



2) This recovery enhancement will implement a new attribute in the current recovery ACTION messages (lnpDownload, lnpNotificationRecovery).  Both of these are optional functionality.



a) Add a new Send What I Missed criteria (SWIM).  This new criteria is initiated by a recovering SOA/LSMS, and allows for the recovery of network, subscription, number pool block, and notification data.  SWIM will be sent by the recovering SOA/LSMS as part of their association bind request.  The NPAC will reply back to the originating SOA/LSMS with the missed data, by using linked replies.  This message can only be sent when the SOA/LSMS is in recovery.



b)  The recovering SP will be required to submit SWIM requests for the different types of data, e.g., SWIM for network data, then SWIM for SV data, then SWIM for notification data.



c) An action ID will be added.  This will be generated by the NPAC and sent in the SWIM response linked replies.  Upon completion of each type of data, the requesting SOA/LSMS will respond back with the action ID (for each type of data, using an ACTION with the action ID).  Upon receipt, the NPAC will remove the SP from the failed list and the “missed” list.
May ’03 – Action ID is optional.  It will be sent in the last message with data (then followed by empty reply).  A separate M-EVENT-REPORT will be sent back by the SP with the Action ID to indicate the replies were successfully processed.  This is similar to the current behavior for range activates.



3) No reports are required for this recovery enhancement.



4) NPAC regional tunables.



a) For SWIM requests, the existing 187 Blocking Factor and Maximum tunables will be used by the requesting SOA/LSMS.



b) A new “SWIM Maximum” tunable will be added that will allow a larger number of missed messages than the current 187 Maximum.  However, these will need to be recovered in separate requests.  A new M&P will be added to inform an SP when they reach 80% (tunable value) of this SWIM Maximum.
May ’03 – In the scenario where a SOA/LSMS reaches the maximum (“crit-too-large” msg), the NPAC would clear out the list, and set some indicator that they can’t recover using this mechanism anymore.  Additionally, have functionality to be able to reset the collection mechanism, and start capturing missed messages again.
Move this to regular working group.
Next month start on reqs for fleshing out the mechanism to drill down into this.


c) A new “continuation” indicator will be added to the 187 functionality to inform the requesting SOA/LSMS that they exceeded the 187 maximums and need to perform an additional request(s).



5) A new SP profile flag is added to define whether or not an SP supports the SWIM message set.  Once the flag is set to TRUE, history data will be stored that allows for the implementation of SWIM.


6) Service Providers can continue to use the existing recovery mechanism/messages (lnpDownload, lnpNotificationRecovery) to recover missed data between the SOA/LSMS and the NPAC, using the current Time Range or TN Range criteria.



The NPAC will keep track of messages destined for a SOA/LSMS that were NOT successfully responded to by the SOA/LSMS, once the SP Profile Flag is set to TRUE, and as long as it remains TRUE.  If modified from TRUE to FALSE, the NPAC will no longer maintain a “missed messages” list for that SOA/LSMS.



7) SOA/LSMS associates to the NPAC and uses SWIM criteria.  The NPAC:



a) Determines the messages missed by the requesting SOA/LSMS



b) Uses SP Profile flags for ranges, notification types, EDR



c) Applies appropriate NPA-NXX filters



d) Packages up and sends the maximum data given the different variables and tunable settings (NPAC SWIM Response to SOA/LSMS Recovery Request message).  The recovering SOA/LSMS processes each SWIM Response message (separate messages by type of data, and possibly multiple messages for any given type of data).  This process continues until all missed data has been sent to the requesting SOA/LSMS.



e) Updates status/failed SP list, and sends notifications to SOAs



8) Upon completion of recovery, SOA/LSMS sends an lnpRecoveryComplete message (current functionality) indicating the end of the missed data.  At this point in time, processing between SOA/LSMS and NPAC continues in normal mode.



9) If implemented in conjunction with or after NANC 352 (Recovery of SPID), then that functionality will also be included in this change order.



AW. Requirements:



Modify section 1.2.13 Recovery Functionality to incorporate SWIM functionality.



New Requirements:



1. SWIM Recovery Tracking – NPAC SMS shall provide functionality that tracks messages not sent to a Service Provider SOA/LSMS for SWIM Recovery purposes.



AX. Message Flows:



IIS



Modify section 5.3.4 Recovery to incorporate SWIM functionality.



GDMO



Add the new SWIM attribute to all of the recovery messages.  This attribute will be optional.



ASN.1



The new SWIM attribute will need to be defined (BOOLEAN).



XII. Recovery Enhancements – recovery of SPID – (NANC 352)



AY. Business Need:



The NPAC SMS allows for the recovery of missed messages for network data, block data, and SV data.  However, the NPAC functionality based on current requirements does not allow recovery of customer information (SPIDs).  So, if customer information is downloaded, and the Service Provider misses it, it is not recoverable.



This new functionality would improve the recovery process by adding customer (i.e., header data) to the list of recoverable messages, so that subordinate network/block/SV data does not cause rejects or errors.


AZ. Description of Change:



Implement a new optional recovery request that allows the Service Provider to recover customer information (SPIDs).  This new optional feature would send missed customer adds, modifies, or deletes to the Service Provider during the recovery process.



A Service Provider could implement this optional feature at any time, and would send this request during the recovery process similar to the requests sent for network, block, and SV data today.



The data representation would be something like, SPID, text, and download reason.



BA. Major points/processing flow/high-level requirements:



1. This recovery of SPID enhancement will implement a new recovery request type.  This will be used with the lnpDownload message.  This is optional functionality.



2. This recovery of SPID enhancement only applies to recovery mode, not normal mode.



3. No reports are required for this recovery enhancement.


4. The data representation would include, SPID, SP name, and download reason.



5. NPAC regional tunables will be added for 187-Linked Replies capable Service Providers (maximum recoverable data, Blocking Factor).



6. No NPAC SPIDables are required for this recovery enhancement.



7. This new request type can be used by both 187-Service Providers (linked replies will be sent), and non-187-Service Providers (regular non-linked reply will be sent).



8. SOA/LSMS associates to the NPAC and uses the new request type with the lnpDownload message.  The NPAC:



c. Validates the message by the requesting SOA/LSMS



d. Validates maximum recovery size (if over the max size, an error message is returned)



e. Uses SP Profile flags for linked replies



f. Skips checks for SP Profile flags for ranges, notification types, EDR, and skips check for NPA-NXX filters



g. Packages up and sends the maximum data given the different variables and tunable settings.  This process continues until all requested recoverable data has been sent to the requesting SOA/LSMS.



9. Upon completion of recovery, SOA/LSMS sends existing recovery complete message (lnpRecoveryComplete), and processing between SOA/LSMS and NPAC continues in normal mode.



BB. Requirements:



1. Modification of existing requirements – The words of the requirements (approximately dozen) in the Network Data Recovery section, will be modified to include SPID.



2. Linked Replies – The words of the linked replies requirements will be modified to include SPID.



BC. Message Flows:



Modification of existing IIS Flows – The flow pictures for recovery remain the same, i.e., M-ACTION Response (network data).  The words of the flow descriptions will be changed to include SPID.


XIII. Timer Calculation – Maintenance Window Behavior same as Holidays – (NANC 385)



BD. Business Need:



NPAC Timers.  As defined in the FRS, concurrence windows/timers are generated at the time an activity occurs in the NPAC that requires the use of a window/timer.  Specifically, the future expiration time is calculated and stored, based on the NPAC settings, at the time of the activity.  These windows/timers will then expire based on the pre-calculated date/time.  Therefore, a timer is not a meter that “runs” only during the Business Day intervals, but rather is a calculation in GMT of the timer's expiration date/time.



Currently, there are no FRS requirements that address timers and NPAC Maintenance Window time periods.  An operational issue can arise when an NPAC Maintenance Window time period overlaps with normal business operating hours.



This change order proposes an update to the NPAC so that NPAC Maintenance Window time periods will be factored in when calculating timer expiration date/time (i.e., excluding that period of time from the calculation).  This will alleviate the problem where timers expire during the NPAC Maintenance Window time period.



BE. Description of Change:



Functional Backwards Compatible:  YES



The Timer Expiration Calculation will be modified such that a time period designated as an NPAC Maintenance Window that falls within normal business operating hours will NOT “use up” any hours, when calculating the expiration of a timer.  Effectively, the NPAC Maintenance Window time period will be treated the same way as Holidays are currently treated in the NPAC (i.e., excluded from the timer expiration calculation).



This will require entry of Maintenance Window information in the OpGUI by NPAC Personnel (same as Holidays are currently done).



Additionally, a discussion item needs to occur regarding the possible inclusion of Service Provider profile settings to support this new feature.



Aug ’03 LNPAWG, discussion:


Sprint PCS offered the following:  1.) follow up on the Jul ’03 mtg comment about SPID profile toggles.  After internal discussions it was deemed to be unnecessary to have SPID toggles.  2.) this functionality was no longer high priority, since it was agreed to shorten the extended Sunday Service Provider Maintenance Window to 8 hours, assuming NPAC stays within the 8 hours for maintenance.  3.) current concern is that NANC 323 migrations may push maintenance windows beyond the 8 hours.  4.) this functionality would have to be in place before agreeing to move the extended maintenance window back to 11 hours.



BF. Major points/processing flow/high-level requirements:



1. The GUI allows:



a. NPAC personnel to enter an NPAC Maintenance Window for a specific region.



b. To have an impact on timer expiration, the NPAC Maintenance Window must overlap with business hours.



2. NPAC Timer Expiration functionality will be modified to include any entered NPAC Maintenance Window when calculating the timer’s expiration date/time.



3. No modifications required to local systems (SOA, LSMS).



4. No tunable changes.



5. No report changes.



BG. Requirements:



Req 1
NPAC Maintenance Windows



NPAC SMS shall allow NPAC operations personnel to add/delete NPAC Maintenance Windows, via the NPAC Administrative Interface.



Req 2
NPAC Maintenance Windows



NPAC SMS shall include NPAC Maintenance Windows entered into the NPAC SMS, when calculating timer expiration date/time.



BH. Message Flows:



None.


XIV. Un-do a “Cancel-Pending” SV – (NANC 388)



BI. Business Need:



Currently there are no requirements in the NPAC that allow a Subscription Version (SV) to be manually changed from “Cancel Pending” status to “Pending” status.  Without any “un-do” functionality, both Service Providers (SPs) must wait for the Cancellation-Initial Concurrence Window and the Cancellation-Final Concurrence Window to expire (nine hours each), let the SV go to Conflict, and then resolve the Conflict or wait for the Conflict Restriction timer (six hours) to expire in order for it to return to “Pending” (when the Cancel Request was initiated by the Old SP).  Alternatively, both SPs could send in cancel requests to the NPAC, at which point the SV would immediately go to “Canceled”, then they could initiate the porting process again.



The current NPAC functionality for a concurred port (where both SPs have sent in Create Requests and the SV is in “Pending” status), then one of the two SPs has sent in a Cancel Request (SV is now in “Cancel Pending” status) is as follows:



1. The New SP initiates the Cancel.  The Old SP concurs with the Cancellation-Initial or the Cancellation-Final Concurrence Requests.  The status will be changed to “Canceled” upon receipt of the cancel concurrence.  Both SPs would have to re-initiate the porting process for this TN.



2. The New SP initiates the Cancel.  The Old SP does not concur with the Cancellation-Initial or the Cancellation-Final Concurrence Requests, the status will be changed to “Canceled” at the expiration of the Final Concurrence expiration.  Both SPs would have to re-initiate the porting process for this TN.



3. The Old SP initiates the Cancel.  The New SP concurs with the Cancellation-Initial or the Cancellation-Final Concurrence Requests.  The status will be changed to “Canceled” upon receipt of the cancel concurrence.  Both SPs would have to re-initiate the porting process for this TN.



4. The Old SP initiates the Cancel.  The New SP does not concur with the Cancellation-Initial or the Cancellation-Final Concurrence Requests, the status will be changed to “Conflict” at the expiration of the Final Concurrence expiration.  The Old SP and New SP must then resolve the conflict, or wait for the Conflict Restriction Window to expire (six hours) for the SV to be eligible to be changed back to “Pending” by the New SP.



In case #4, the porting process could continue after the expiration of the Cancellation Concurrence timers (18 hours), and either the resolution of the conflict (0-6 hours) or waiting for the Conflict timer to expire (6 hours).



BJ. Description of Change:



The recommendation is for a change to the NPAC functionality, such that an SP that sent up a Cancel Request in error, could “un-do” the request by sending a “retract cancel request” message to the NPAC.



This new message would allow the SV to change from a “Cancel Pending” status back to a “Pending” status.  The NPAC would verify that the SP sending the “retract cancel request” message to the NPAC is the same SP that initiated the Cancel Request (otherwise return an error).



There would not be any restriction on when this new message could be sent (i.e., during the 18 hour window that the SV is in Cancel Pending).



No backwards-compatibility flags needed.  The change in status (from Cancel Pending back to Pending) can be handled with the existing Status Attribute Value Change.  However, SPs should verify with their SOA vendors that an SAVC that is updating a Cancel Pending SV to a Pending SV will not be rejected.



In order to use this new functionality, an SP would need to implement a change in their SOA.



Nov ’03 LNPAWG, discussion:


Explained the current functionality, and provided an overview of the desired change.  Vendor action item will be in the LNPAWG action items list.  We will also investigate and discuss the question on the status change after a second cancel request from the Old SP.



BK. Major points/processing flow/high-level requirements:



1. An SV is in cancel-pending status.


2. The Service Provider that issued the cancel message to the NPAC, requests the NPAC to “un-do” the cancel request:


a. The Service Provider sends a “retract cancel request” message to the NPAC.



b. The NPAC validates the message is from the Service Provider that issued the cancel request.



i. If yes, continue.



ii. If no, return an error to the requesting Service Provider, and exit the process.



3. The NPAC changes the status of the SV to pending.



4. The NPAC sends a Status Attribute Value Change notification to the involved Service Providers:



a. New Service Provider receives Status Attribute Value Change notification updating the status to pending.



b. Old Service Provider receives Status Attribute Value Change notification updating the status to pending.



BL. Requirements:



1. NPAC SMS shall inform both Old and New Service Providers when the status of a Subscription Version is set from cancel-pending back to pending for an Inter-Service Provider port.



2. NPAC SMS shall receive the following data from a requesting Service Provider to identify a Subscription Version to have a cancel request retracted:



a. Ported TN (or a specified range of numbers)



b. Subscription Version ID



3. NPAC SMS shall send an appropriate error message to the originating user if the status is not cancel-pending.



4. NPAC SMS shall send an appropriate error message to the originating user if the originating user is neither the New nor the Old Service Provider in the existing Subscription Version upon Subscription Version cancellation retraction.



5. NPAC SMS shall set the Subscription Version cancellation retraction date and time to current upon setting the Subscription Version status back to pending.



6. NPAC SMS shall return an error if a Service Provider sends a cancellation retraction for a subscription version that has not been created by that Service Provider.



7. NPAC SMS shall return an error if a Service Provider sends a cancellation retraction for a subscription version that has not been cancelled by that Service Provider.



8. NPAC SMS shall set the subscription version status to Pending upon receiving a cancellation retraction from either the Old or New Service Provider for a subscription version with a cancel-pending status (both Service Providers have done a create) for an Inter-Service Provider or Port to original port.



BM. Message Flows:



None.


XV. NPAC Change Order Effectiveness Metrics – (NANC 384)



BN. Business Need:



Abstract:


This contribution proposes specific metrics for evaluating the operating characteristics of the NPAC RSMS, based on characteristics that have a direct impact on individual carriers cost of operations.  It is expected that proposed change orders to NPAC RSMS could be evaluated based on projected improvements to the measurement of one or more of these metrics.  Projected improvements in these measurements would be used by individual carriers to justify the cost associated with specific change orders.



Contribution:


As local number portability matures in its processes and supporting systems, and as telecommunications carriers continue to implement significant financial controls on their expenses, carriers are increasingly looking for justification for particular investments.  The table below represents a list of 6 characteristic metrics that can be measured at the NPAC RSMS and have a direct impact on an individual carriers’ cost of operation.  It is proposed that this set of metrics be used for regular reporting of NPAC RSMS performance capabilities, and that proposed change orders be evaluated by the potential improvement that the change may have on one or more of these metrics.



The second table represents an example of the measurements that should be captured to create a baseline measurement set and delta measurements for individual changes. These represent only estimates, and are included to illustrate the estimate or measurement data that could be provided going forward, for use in allowing businesses to make informed investment decisions with respect to LNP capabilities.



Metrics:



			Metric


			Units


			Measurement Technique





			Throughput Capacity



Reflects the steady-state porting capacity of the NPAC without queuing (assuming infinitely fast LSMS and SOA systems)


			TNs/Second


			Test Technique 1, item 3





			Individual Create Processing Time



Measurement in seconds of the time from receipt to SOA notification of create activity


			Seconds


			Test Technique 1, item 4





			Individual Activate Processing Time



Measurement in seconds of the time from receipt to SOA notification of activate activity (assuming no late LSMS notifications)


			Seconds


			Test Technique 1, item 4





			Individual Modify Processing Time



Measurement in seconds of the time from receipt to SOA notification of modify activity


			Seconds


			Test Technique 1, item 4





			Query Response Rate



Measurement in Queries/Second that represent the steady-state capacity of the NPAC.


			Query Requests/ Second


			Test Technique 1, item 3





			Individual Query Response Time



Measurement in seconds of the time it takes the NPAC to respond to a representative query


			Seconds


			Test Technique 1, item 4








Test Technique 1:



1. Establish a representative traffic load that includes a production-like proportion of Create, Concur, Activate, Modify, and Query operations.



2. Subject the NPAC to the representative proportions of traffic at increasingly high TN/seconds rates, and measure the output LSMS notification rate (the combined rate of SV Activate, SV Modify, and SV Disconnect requests, also in TNs/second).



3. At sufficiently low rates, the NPAC will reach a steady-state where the input rate and the output rate are approximately equal.  As the input rate increases, there will come a point where the input rate exceeds the output rate, indicating that the NPAC is queuing activities internally.  The maximum input rate without queuing represents an effective through-put of the system, measured in TNs/second.



4. When the NPAC loaded at its effective through-put rate, individual transactions each have a start and end time, the difference of which yields a duration calculation for the individual transaction.  An average transaction processing time can be calculated for each transaction type from these individual records.  The measurement of the start and end time are most accurately measured by a tool placed external to the NPAC.  However, it may be acceptable to do initial measurements from transaction log records internal to the NPAC RSMS application software.  This is measured in seconds.



Change Order Effectiveness Estimates



			Metric


			Units


			Assumed Current Value


			NPAC Prioritization of Notifications


			NANC 179 - Ranged Notifications


			NANC 347/350 - 15/60 minute abort timers


			NANC 348 - BDD for notifications


			NANC 351 - Send what I missed


			NANC 352 - SPID recovery


			NANC 368 - NPAC OBFC





			Throughput Capacity


			TNs/Second


			25


			+3


			+20


			


			


			


			


			+5





			Individual Create Processing Time


			Seconds


			1


			No change


			No change


			


			


			


			


			No change





			Individual Activate Processing Time


			Seconds


			2


			No change


			No change


			


			


			


			


			No change





			Individual Modify Processing Time


			Seconds


			2


			No change


			No change


			


			


			


			


			No change





			Query Response Rate


			Query Requests/ Second


			12


			+1


			+14


			


			


			


			


			+2





			Individual Query Response Time


			Seconds


			2


			No change


			No change


			


			


			


			


			No change








BO. Description of Change:



TBD.



BP. Major points/processing flow/high-level requirements:



TBD.


BQ. Requirements:



TBD.



BR. Message Flows:



TBD.
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Mission Statement



To assess Number Portability industry production technical issues within the purview of the LNPA Working Group and develop recommendations for the strategic direction of the Number Portability architecture.
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II. Change Order Summary Matrix



			Cat


			Change Order


			Description


			Benefits


			Priority


			Biz Need


			HL Flow


			Reqs


			Next Step





			IP


			NANC 353


			Round Robin Broadcast Across SOA Associations


			More than one association for SOA, NPAC uses round-robin algorithm to send messages to SOA, better throughput


			


			X


			X


			X


			Confirm documented behavior





			IP


			NANC 383


			Separate SOA Channel for Notifications


			Notifications don’t contend with other SOA requests/responses, better throughput


			


			X


			X


			X


			Confirm documented behavior





			IP


			ILL 5


			Round Robin Broadcast Across LSMS Associations


			More than one association for LSMS, NPAC uses round-robin algorithm to send messages to LSMS, better throughput, fewer partial failures


			


			X


			X


			X


			Confirm documented behavior





			IP


			NANC 347/350


			CMIP Interface Enhancements – abort behavior


			Fewer partial failures, less time in recovery


			


			X


			X


			X


			Confirm documented behavior





			IP


			NANC 368


			Outbound Flow Control


			Fewer problems with congestion, fewer partial failures, more efficient message buffer management


			


			X


			X


			X


			Confirm documented behavior





			IP


			NANC 390


			New Interface Confirmation Messages SOA/LSMS-to-NPAC


			Faster NPAC acknowledgement of SOA/LSMS requests, enhanced error messaging for erroneous requests, elimination of duplicate request processing


			


			X


			X


			X


			Confirm documented behavior





			OB


			ILL 130


			Application Level Errors


			Enhanced error messages, English-like text


			


			X


			X


			X


			Confirm documented behavior





			OB


			NANC 348


			BDD for Notifications


			Notifications based on date/time range, useful for notification recovery, completes BDD functionality


			


			X


			X


			X


			Confirm documented behavior





			OB


			NANC 349


			Batch File Processing


			Offload traffic over CMIP interface, useful for large volume activity


			


			X


			X


			X


			Confirm documented behavior





			RB


			NANC 351


			Recovery Enhancements – SWIM Recovery


			NPAC tracking of unsuccessful messages, recovery of previously unsuccessful messages


			


			X


			X


			X


			Confirm documented behavior





			RB


			NANC 352


			Recovery Enhancements – Recovery of SPID


			Provides recovery of SPID data, completes recovery functionality


			


			X


			X


			X


			Confirm documented behavior





			FB


			NANC 385


			Timer Calculation – Maintenance Window Behavior same as Holidays


			Allow NPAC Maintenance Windows to be entered as “downtime”, timer expiration calculation uses these entries, provides accurate timer expiration when Maintenance Window overlaps business hours


			


			X


			X


			X


			Confirm documented behavior





			FB


			NANC 388


			Un-do a “Cancel-Pending” SV


			“Un-cancel” a cancel-pending SV rather than concur with the cancel, or allow timers to expire


			


			X


			X


			X


			Confirm documented behavior





			OT


			NANC 384


			Change Order Effectiveness Matrix


			Metrics for evaluating projected improvements of NPAC changes


			


			X


			


			


			Determine level of interest for this change








Category:  IP = Interface Performance, OB = Operational Benefits, RB = Recovery Benefits, FB = Functional Benefits, OT = Other



Priority:  (Three Levels)  1 = High, 2 = Medium, 3 = Low


III. Round Robin Broadcasts Across SOA Associations – (NANC 353)



This change order is similar to ILL 5, Round-Robin Broadcasts Across LSMS Associations,.  This change order is Round Robin Across the SOA.  The business need and description of change are the same as ILL 5.



A. Business Need:



Currently, most SOAs/LSMSs have one association to the NPAC SMS over which all interface traffic is sent and received.  As performance increases over the interface, a SOA/LSMS may need to distribute their interface processing across multiple machines to gain additional memory, processor speed and stack resources.  This change order would enable a SOA to distribute their interface processing across multiple machines.  This change order would also enable the NPAC SMS to accept multiple associations of the same function type from different NSAPs and distribute outbound traffic in a round robin algorithm across the multiple associations.



A benefit of allowing an SP to establish additional associations during heavy activity periods is that if one of the associations goes down, the other association still remains connected, thereby alleviating (in whole or in part) partial failures as a result of the downed association.



B. Description of Change:



The NPAC SMS would support additional SOA associations and manage the distribution of transactions in a round robin algorithm across the associations.  For example, due to performance conditions a Service Provider may want to start another SOA association for notification data.  The NPAC SMS would accept the association, manage security, and distribute network/subscription PDUs across the 2 or more associations using the round robin algorithm (One unique PDU will be sent over one association only.)



C. Major points/processing flow/high-level requirements:



1. The NPAC exchanges messages with the SOA.  For every request from either the SOA or NPAC, a response is required from the recipient system.


2. The current FRS requirement (R6-28.1) calls for a sustained rate of 2 messages a second.  When this volume is exceeded, a delay in processing may occur.  This could be 1.) a small backlog in messages, 2.) interface congestion, or 3.) potentially an abort from the sending system for failure to respond to a message within a given period of time.


3. A new SP specific tunable, SOA Round Robin (SRR), will indicate whether or not a SOA supports receiving messages across multiple SOA associations in a round robin fashion.


4. SRR (when value set to TRUE) will be used to allow a Service Provider to maintain more than one SOA association using the same function mask and different NSAPs.


5. SOA Round Robin is applicable for both requests and responses between the SOA and the NPAC.


6. No reports are required for SRR.


7. Round Robin algorithm.  Applicable for Service Providers with SRR set to TRUE.



a. When a Service Provider supports one SOA association to the NPAC:



i. All messages (requests and responses) flow across the one SOA association.



ii. If the SOA association is down, the SOA is considered “down” or “unavailable”.



b. When a Service Provider supports more than one SOA association to the NPAC:



i. The NPAC treats the multiple SOA associations as one logical association for messaging and SOA recovery.



ii. The NPAC uses a round robin or alternating algorithm, regardless of load on any given SOA association, when sending messages (requests or responses) to the SOA.



iii. If at least one SOA association is up, the SOA is considered “available”.



iv. In more that one SOA association is up, then requests and their corresponding responses may flow across different associations due to the round robin algorithm.



v. If just one SOA association is up, then all messages (requests and responses) flow across the one SOA association.



vi. If one SOA association is up, then subsequent SOA association bind requests must be initiated with recovery mode set to OFF (False).



D. Requirements:



Req 1
Multiple SOA Associations of the Same Association Function From different NSAPs



NPAC SMS shall accept multiple SOA associations of the same association function from different Service Provider NSAPs.



Req 2
Security Management of Multiple SOA Associations of the Same Association Function 



NPAC SMS shall manage security for multiple SOA associations of the same SOA association function from different Service Provider NSAPs.



Note to Service Providers:  Each association with the same association function from different Service Provider NSAPs would need to associate using the same security key.


Req 3
Distribution of PDUs across Multiple SOA Associations of the Same SOA Association Function 



NPAC SMS shall distribute transactions for a particular Service Provider across multiple SOA associations of the same SOA association function (when they exist) in a round robin algorithm.



Note: The round robin algorithm means that one unique PDU will be sent over one association only.



Req 4
Treatment of Multiple SOA Associations of the Same SOA Association Function during Congestion


NPAC SMS shall treat multiple SOA associations of the same SOA association function for a particular Service Provider as independent physical CMIP connections for congestion management.



Req 5
Treatment of Multiple SOA Associations of the Same SOA Association Function during Recovery


NPAC SMS shall treat multiple SOA associations of the same SOA association function for a particular Service Provider as one logical CMIP connection for recovery.



Req 6
Treatment of Multiple SOA Associations when there is an Intersection of SOA Association Function


NPAC SMS shall, in the case of an intersection of the SOA association functions on multiple SOA associations for a particular Service Provider, distribute transactions in a round robin algorithm.



Note:  This requirement may be impacted by the implementation of NANC 219.



E. Message Flows:



IIS



Add to the end of Chapter 5:



5.x Round-Robin Broadcast Across SOA Associations



A SOA system may connect to the NPAC SMS with multiple SOA associations (different NSAPs) which have the same SOA association function(s) set.  The NPAC SMS will distribute transactions across the SOA associations in a round robin algorithm.



The NPAC SMS will treat multiple SOA associations of the same SOA association function for a particular SOA system as one logical CMIP connection for recovery. 



GDMO



No Change Required



ASN.1



No Change Required



IV. Separate SOA channel for notifications – (NANC 383)



F. Business Need:



Currently, most SOAs have one association to the NPAC SMS over which all interface traffic is sent and received.  As performance increases over the interface, a SOA may desire a separate channel for notification traffic.  This change order would separate out notifications with other messages, such that a separate channel will be established for SOA notifications versus all other SOA messages.  This performance related change order allows additional throughput on both channels.


G. Description of Change:



The NPAC SMS would support a separate channel for SOA notifications and manage the distribution of transactions to the SOA such that notification are send on one channel and all other SOA traffic is sent on a different channel.



H. Major points/processing flow/high-level requirements:



1. The NPAC exchanges messages with the SOA.  For every request from either the SOA or NPAC, a response is required from the recipient system.  In overload situations, many messages (including requests, responses, and notifications) can be backed up.


a. Requests and responses have a higher priority that all notifications, so in an overload situation all requests/responses are processed before starting on the notifications, regardless of origination time.  The algorithm is “whatever-comes-in, highest-priority-is-first-out”.


2. In order to alleviate the backlog in an overload situation, a SOA will be allowed to establish a dedicated SOA association for 


a. notifications.  This will allow the current SOA association to have a “first-in, first-out” algorithm for requests/responses, and the notification association will also have a “first-in, first-out” algorithm for notification.


3. A new SP specific tunable, SOA Notification Channel (SNC), will indicate whether or not a SOA supports receiving request/response messages (network data, SV data) on one SOA association and SOA notifications on a separate SOA association.


4. SNC (when value set to TRUE) will be used to allow a Service Provider to establish a SOA association specifically for notifications.


5. SOA function masks will be changed to handle the SOA requests/responses and notifications transmitting across their applicable SOA associations.


6. NPAC processing in a SNC environment.  Applicable for Service Providers with SNC set to TRUE.



a. When a Service Provider does not support SNC with the NPAC:



i. All SOA traffic (network data, SV data, notifications) flow across the one SOA association.



ii. Priority of messages is based on current functionality.



iii. SOA Recovery is based on current functionality.



b. When a Service Provider does support SNC with the NPAC:



i. In instances where only one SOA association is available, the NPAC sends all applicable SOA traffic (network data, SV data, notifications) across the one SOA association based on the functionality mask defined for that SOA association.



ii. In instances where a separate SOA notification has been established, the NPAC sends all data based on functionality mask.  The standard configuration includes, all non-notification SOA traffic (network data, SV data) across the one SOA association, and all notification SOA traffic across the other SOA association dedicated to SOA notifications.



iii. SOA Recovery is based on the functionality supported by that binding association.



1. The current SOA association will be used for network data recovery.



2. The new notification association will be used for notification data recovery.


I. Requirements:



Req 1
SOA Notification Channel Service Provider Tunable



NPAC SMS shall provide a Service Provider SOA Notification Channel tunable parameter which defines whether a SOA supports a separate SOA association dedicated to notifications.



Req 2
SOA Notification Channel Service Provider Tunable – Default



NPAC SMS shall default the Service Provider SOA Notification Channel tunable parameter to FALSE.



Req 3
SOA Notification Channel Service Provider Tunable – Modification



NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Notification Channel tunable parameter.



Req 4
Separation of Association Functions



NPAC SMS shall require association functions to be separate (no intersection of notifications) when a Service Provider SOA Notification Channel tunable parameter is set to TRUE.



Req 5
Separate Association for the Notification Function From different NSAPs



NPAC SMS shall accept a separate association from the SOA for the Notification function from different Service Provider NSAPs, when the SOA Notification Channel tunable is set to TRUE.



Req 6
Security Management of Multiple SOA Associations of Different Association Functions



NPAC SMS shall manage security for multiple SOA associations of different association functions from different Service Provider NSAPs.



Req 7
Sending of SOA Notifications when Notification Channel is Active



NPAC SMS shall send notifications for a particular Service Provider across a Notification Channel when it is active.



Req 8
Separate Notification Channel during Recovery



NPAC SMS shall only allow a separate Notification Channel association to request notification recovery, when the Service Provider SOA Notification Channel tunable is TRUE.



Req 9
Treatment of Multiple Associations when there is an Intersection of Association Function



NPAC SMS shall reject an association bind request, in the case of an intersection of the association functions of an existing SOA association.



J. Message Flows:



IIS



Add to the end of Chapter 5:



5.x Separate SOA Channel for Notifications



A SOA system may connect to the NPAC SMS with multiple SOA channels (i.e., associations) for different functions, specifically request/response data versus notification data.  The NPAC SMS will distribute transactions across these SOA associations based on functionality.  This allows additional throughput on both associations.



GDMO



No Change Required



ASN.1



No Change Required


V. Round Robin Broadcasts Across LSMS Associations – (ILL 5)



K. Business Need:



Currently, most LSMSs have one association to the NPAC SMS over which all interface traffic is sent and received.  As performance increases over the interface, an LSMS may need to distribute their interface processing across multiple machines to gain additional memory, processor speed and stack resources.  This change order would enable an LSMS to distribute their interface processing across multiple machines.  This change order would also enable the NPAC SMS to accept multiple associations of the same function type from different NSAPs and distribute outbound traffic in a round robin algorithm across the multiple associations.



A benefit of allowing an SP to establish additional associations during heavy activity periods is that if one of the associations goes down, the other association still remains connected, thereby alleviating (in whole or in part) partial failures as a result of the downed association.



L. Description of Change:



The NPAC SMS would support additional LSMS associations and manage the distribution of transactions in a round robin algorithm across the associations.  For example, due to performance conditions a Service Provider may want to start another LSMS association for network/subscription downloads.  The NPAC SMS would accept the association, manage security, and distribute network/subscription PDUs across the 2 or more associations using the round robin algorithm (One unique PDU will be sent over one association only.)



M. Major points/processing flow/high-level requirements:



1. The NPAC exchanges messages with the LSMS.  For every request from either the LSMS or NPAC, a response is required from the recipient system.


2. The current FRS requirement (R6-29.2) calls for a five-minute susstained rate of 5.2 messages a second.  When this volume is exceeded, a delay in processing may occur.  This could be a small backlog in messages, interface congestion, or potentially an abort from the sending system for failure to respond to a message within a given period of time.


3. A new SP specific tunable, LSMS Round Robin (LRR), will indicate whether or not an LSMS supports receiving messages across multiple LSMS associations in a round robin fashion.


4. LRR (when value set to TRUE) will be used to allow a Service Provider to maintain more than one LSMS association using the same function mask and different NSAPs.


5. LSMS Round Robin is applicable for both requests and responses between the LSMS and the NPAC.


6. No reports are required for LRR.


7. Round Robin algorithm.  Applicable for Service Providers with SRR set to TRUE.



a. When a Service Provider supports one LSMS association to the NPAC:



i. All messages (requests and responses) flow across the one LSMS association.



ii. If the LSMS association is down, the LSMS is considered “down” or “unavailable”.



b. When a Service Provider supports more than one LSMS association to the NPAC:



i. The NPAC treats the multiple LSMS associations as one logical association for messaging and LSMS recovery.



ii. The NPAC uses a round robin or alternating algorithm, regardless of load on any given LSMS association, when sending messages (requests or responses) to the LSMS.



iii. If at least one LSMS association is up, the LSMS is considered “available”.



iv. In more that one LSMS association is up, then requests and their corresponding response may flow across different associations due to the round robin algorithm.



v. If just one LSMS association is up, then all messages (requests and responses) flow across the one LSMS association.



vi. If one LSMS association is up, then subsequent LSMS association bind requests must be initiated with recovery mode set to OFF (False).



N. Requirements:



Req 1
Multiple LSMS Associations of the Same LSMS Association Function From different NSAPs



NPAC SMS shall accept multiple LSMS associations of the same LSMS association function from different Service Provider NSAPs.



Req 2
Security Management of Multiple LSMS Associations of the Same LSMS Association Function


NPAC SMS shall manage security for multiple LSMS associations of the same LSMS association function from different Service Provider NSAPs.



Note to Service Providers:  Each association with the same association function from different Service Provider NSAPs would need to associate using the same security key.


Req 3
Distribution of PDUs across Multiple LSMS Associations of the Same LSMS Association Function 



NPAC SMS shall distribute transactions for a particular Service Provider across multiple LSMS associations of the same LSMS association function (when they exist) in a round robin algorithm.



Note: The round robin algorithm means that one unique PDU will be sent over one association only.



Req 4
Treatment of Multiple LSMS Associations of the Same LSMS Association Function during Congestion


NPAC SMS shall treat multiple LSMS associations of the same LSMS association function for a particular Service Provider as independent physical CMIP connections for congestion management.



Req 5
Treatment of Multiple LSMS Associations of the Same LSMS Association Function during Recovery


NPAC SMS shall treat multiple LSMS associations of the same LSMS association function for a particular Service Provider as one logical CMIP connection for recovery.



Req 6
Treatment of Multiple LSMS Associations when there is an Intersection of LSMS Association Function


NPAC SMS shall, in the case of an intersection of the LSMS association functions on multiple LSMS associations for a particular Service Provider, distribute transactions in a round robin algorithm.



Note:  This requirement may be impacted by the implementation of NANC 219.



O. Message Flows:



IIS



Add to the end of Chapter 5:



5.x Round-Robin Broadcast Across LSMS Associations



An LSMS system may connect to the NPAC SMS with multiple LSMS associations (different NSAPs) which have the same LSMS association function(s) set.  The NPAC SMS will distribute transactions across the LSMS associations in a round robin algorithm.



The NPAC SMS will treat multiple LSMS associations of the same LSMS association function for a particular LSMS system as one logical CMIP connection for recovery. 



GDMO



No Change Required



ASN.1



No Change Required



VI. CMIP Interface Enhancements – abort behavior – (NANC 347/350)



P. Business Need:



Note:  During the Nov ‘02 LNPAWG meeting, it was decided by the industry to consolidate NANC 347 and 350 into a single change order that would capture abort behavior.  All parties will also consider how these changes relate to the elimination of aborts (all or just time-related) and outbound flow control.  The expectation is that Service Providers would implement similar abort processes/procedures on their systems, such that “sender” and “receiver” can be used to indicate either NPAC or SOA/LSMS for abort behavior.



15 minute abort behavior.



The NPAC SMS and Service Provider SOA/LSMS exchange messages and a response is required for each message.  The current NPAC architecture requires a response to every message within a 15-minute window, or the requestor will abort the association.



If a Service Provider fails to respond to an NPAC message, the NPAC aborts that specific association and the Service Provider must re-associate in recovery mode, request, receive and process all missed messages, then start processing in normal mode until they are totally caught up with any backlog of messages.  During the recovery timeframe, the NPAC must “hold” all messages destined for that Service Provider, and only send them once the Service Provider has completed the recovery process.  This only further delays the desired processing of messages by both the NPAC and the Service Provider.  Additionally, any SV operations except range activate will remain in a sending status until the Service Provider has competed recovery.



With the current NPAC implementation based on the requirements, especially during periods of high demand with large porting activity, a Service Provider that falls more than 15 minutes behind will get aborted by the NPAC, thus exacerbating the problem of timely processing of messages.  This occurs even though that Service Provider is still processing messages from the NPAC, albeit more than 15 minutes later.



With this change order, the audit behavior in the 15-minute window of the NPAC would not adversely impact a Service Provider that falls behind, but is still processing messages.



The business need for efficient transmission of messages will only increase as porting volumes increase.



60 minute abort behavior.



With the changes described above, the audit behavior in the 60 minute window of the NPAC would allow a Service Provider to fall behind, but put a cap on how far behind (i.e., 60 minutes).  This enhancement could assist a Service Provider in the area of timeliness of updating network data due to a lessening of aborts, customer service, and fewer audits for troubleshooting purposes.


Q. Description of Change:



15 minute abort behavior.



Change the 15-minute abort timer (tunable by region, defaulted to 15 minutes) to “credit” the Service Provider for responding to some traffic, even if they don’t respond to a specific message within the 15-minute window.



1. This would allow Service Providers that have fallen behind to keep processing the backlog, instead of getting aborted and having to re-associate to the NPAC in recovery mode, which in turn increases workload for both the NPAC and the Service Provider.




2. If the Service Provider fails to respond to ANY of the outstanding message during that 15-minute window, the NPAC would abort the association as is currently done (i.e., at the end of the 15 minute window).



3. If the SP were responding to messages at a slower pace, the NPAC using new timers, would “roll-up” the downloaded data (e.g., SV activate to LSMS with a slow SP) at the end of 15 minutes, to obtain closure on this porting activity.  In this example, the SV would be in partial-failure status, and a notification would be sent to both the activating SOA and old SOA.  The new timer allows the NPAC to separate association abort/monitoring and event completion.


This change applies to a single SV broadcast.  The flow for SV ranges is a response to the range event (M-EVENT-REPORT response) within 60 minutes (same as today).



60 minute abort behavior.



Create a new “60” minute window (tunable by region, defaulted to 60 minutes).  Use this new window the same way that the 15-minute window is used in Release 3.1 (i.e., abort the association for a lack of a response to an individual message from the NPAC).



1. This would allow Service Providers that have fallen behind to keep processing the backlog, instead of getting aborted and having to re-associate to the NPAC in recovery mode, but would put a limit on the amount of time allotted for slower Service Providers.



2. If the Service Provider fails to respond to a given outstanding message during that new 60-minute window, the NPAC would abort the association.  So with this change the Service Provider gets an additional 45 minutes to respond beyond the current 15-minute window.



The logic representation is shown below:
IF the slow Service Provider responds to this message within 60 minutes:
          NPAC updates the appropriate data
          NPAC sends appropriate notification to the SOAs
          (in an example of a partial failure activate request, the SV would go from
            PF to active status and the Service Provider would be removed from
            the failed list)
ELSE,
          NPAC aborts the association
          the Service Provider must re-associate to the NPAC
          the Service Provider goes through recovery processing.




This change applies to both single and range SV broadcasts.  The SP will have 60 minutes to respond to the LSMS download message from NPAC, and in the case of an ACTION, the response to the event (M-EVENT-REPORT response) as well, or rollup at the NPAC will occur.  This new timer will separate the activities, but they will both be defaulted to 60 minutes.



R. Major points/processing flow/high-level requirements:



1. The NPAC exchanges messages with the SOA/LSMS.  For every request from the NPAC, a response is required from the SOA/LSMS.


2. A SOA/LSMS that fails to respond to a message is subject to Abort Processing Behavior (APB).


3. A new Roll-Up Activity Timer (RAT) allows for the separation between the completion of events and association abort/monitoring.  There will be separate timers for single SV broadcasts versus range broadcasts.


4. APB applies to normal mode, not recovery mode.


5. RAT applies to both normal mode and recovery mode.


6. APB is applicable for the following types of data: SP, network, NPB, SV, notification.


7. No reports are required for APB.


8. NPAC tunables for APB allow for the separation between the completion of events and association abort/monitoring.  Separate timers apply to singles versus ranges.



a. RAT tunable for SV singles, unit = minutes, range = 5-60, default = 15, definition = Number of minutes before roll-up activity is initiated for an event involving a single SV.



b. RAT tunable for SV ranges, unit = minutes, range = 5-60, default = 60, definition = Number of minutes before roll-up activity is initiated for an event involving a range of SVs.



c. APB Upper Threshold Tunable, unit = minutes, range = 10-1440, default = 60, definition = Number of minutes before an NPAC abort will occur for a SOA/LSMS that has at least one outstanding message with a delta between the origination time and the current time that is equal to or greater than the tunable window, regardless of whether the SOA/LSMS has incurred any other activity (request or response).



9. No SP specific tunables are required for APB or RAT.



10. SV broadcast information from NPAC to LSMS.



a. For a single SV broadcast:



i. The existing retry functionality applies.  This is designed to perform existing retry behavior, and to provide the initial check for invoking an association abort of the LSMS.  At the completion of the “X by Y” window, a failure to either initiate a request, or respond to any outstanding messages, results in an abort.



ii. The single SV RAT Tunable applies.  This is designed to capture roll-up activity.



iii. The Upper Threshold Tunable applies.  This will provide the secondary check for invoking an association abort of the LSMS.



b. For a range SV broadcast:



i. The existing retry functionality applies.  This is designed to perform existing retry behavior, as abort processing does NOT apply because the LSMS has 15 minutes to respond to the LSMS download message from the NPAC, and in the case of an ACTION, the response to the event (M-EVENT-REPORT response) within 60 minutes as well.  Therefore, range activate broadcasts will only perform abort behavior checks based on the Upper Threshold window. The response to the download message (confirmed mode) from the NPAC will still be required.



ii. The range SV RAT Tunable applies.  This is designed to capture roll-up activity.



iii. The Upper Threshold Tunable applies.  This new timer will separate the activities, but it is defaulted to 60 minutes, same as the current response window for the event.  The response to the download message (confirmed mode) from the NPAC, will still be required.



11. The NPAC sends messages to the associated SOA/LSMS.  For every message sent, abort behavior is initiated, and a RAT (response timer or event timer) is started.  The initial abort timer is based on the existing retry functionality.  The RAT uses either the single SV RAT tunable value or range SV RAT tunable value based on 10a and 10b above.  The secondary abort timer is a new timer and it uses the Upper Threshold tunable window.  The NPAC allows a SOA/LSMS to fall behind in processing messages.  However, the limit is defined by this new abort timer.  The response from the SOA/LSMS is one or more of the options below, based on the tunable settings:



a. All SOAs/LSMSs responds before the end of the retry window and RAT window.



i. The NPAC expires the RAT for that event.



ii. With a successful response, the NPAC considers the responding SOA/LSMS as “successful” to the request (i.e., not on failed SP list).



b. All SOAs/LSMSs do NOT respond before the end of the retry window (i.e., end of the “X by Y” window).



i. The retry timer has expired based on the applicable retry value.



ii. If the event was for a single SV, NPAC determines if any messages/responses were received from this SOA/LSMS during the retry window.  The NPAC allows a SOA/LSMS to fall behind in processing messages.  Only in the case, where NO activity is registered during the retry window, will abort processing be invoked.



1. If at least one message/response received, processing continues.



2. If no message/response received, the SOA/LSMS association is aborted.



iii. If the event was for a range of SVs, NPAC does NOT take any action.



c. All SOAs/LSMSs do NOT respond before the end of the RAT window.



i. The RAT has expired based on the applicable value (either single or range).



ii. The NPAC performs “roll-up” activities for all messages sent to SOAs/LSMSs on this event (status is set, notifications to SOAs).



d. SOA/LSMS responds to request AFTER the expiration of the RAT window.



i. The NPAC updates status/failed SP list, and sends notifications to SOAs.



e. SOA/LSMS does NOT respond before the end of the secondary abort window.



i. The NPAC aborts the association to the SOA/LSMS.



ii. SOA/LSMS must re-associate to the NPAC.



iii. SOA/LSMS goes through recovery processing (recovery based on SOA/LSMS linked replies indicator).



iv. The NPAC updates status/failed SP list, and sends notifications to SOAs.



S. Requirements:



1. Roll-Up Activity-Single Tunable – NPAC SMS shall provide a Roll-Up Activity Timer – Single tunable parameter which is defined as the number of minutes before roll-up activity is initiated for an event involving a single SV.



2. Roll-Up Activity-Single Tunable Default – NPAC SMS shall default the Roll-Up Activity Timer – Single tunable parameter to 15 minutes.



3. Roll-Up Activity-Single Tunable Modification – NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Roll-Up Activity Timer – Single tunable parameter.



4. Roll-Up Activity-Range Tunable – NPAC SMS shall provide a Roll-Up Activity Timer – Range tunable parameter which is defined as the number of minutes before roll-up activity is initiated for an event involving a range of SVs.



5. Roll-Up Activity- Range Tunable Default – NPAC SMS shall default the Roll-Up Activity Timer – Range tunable parameter to 60 minutes.



6. Roll-Up Activity- Range Tunable Modification – NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Roll-Up Activity Timer – Range tunable parameter.



7. Abort Processing Behavior Upper Threshold Tunable – NPAC SMS shall provide an Abort Processing Behavior Upper Threshold tunable parameter which is defined as the number of minutes before an NPAC abort will occur for a SOA/LSMS that has at least one outstanding message with a delta between the origination time and the current time that is equal to or greater than the tunable window, regardless of whether the SOA/LSMS has incurred any other activity (request or response).



8. Abort Processing Behavior Upper Threshold Tunable Default – NPAC SMS shall default the Abort Processing Behavior Upper Threshold tunable parameter to 60 minutes.



9. Abort Processing Behavior Upper Threshold Tunable Modification – NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Abort Processing Behavior Upper Threshold tunable parameter.



T. Message Flows:



IIS



None.  This change order does not impact interface messaging, just documentation behavior.



Other IIS Updates.



The behavior description listed in this document Chapter VI, Section C, will be added to the IIS Part I, Chapter 5 – Secure Association Establishment, new section 5.x – Abort Processing Behavior.



GDMO



No Change Required



ASN.1



No Change Required



VII. Outbound Flow Control – (NANC 368)



U. Business Need:



During the Oct ’02 LNPAWG meeting, a discussion took place surrounding outbound flow control, and the merits of changing the flow control of messages from the receiving end to the sending end.  The current implementation of flow control between the NPAC and SOA/LSMS systems is completely determined by the receiving end of the CMIP connection.  This approach works, but it allows the large buffers between the sender and the receiver to act as a queue when the receiver can’t keep up with the sender.  These buffers allow for, in some cases, hundreds of messages to be backed up between the sender and the receiver before the sender gets a congestion indication.  In some cases, the queue that builds up cannot be processed in 5 minutes, thereby causing departure times to expire and the association to be aborted.



Another negative impact of the current flow control approach is the lack of ability to correctly prioritize outbound messages.   In the LNP systems, the sender, not the OSI stack, manage the priority that is assigned to a message.  Once a large backlog of low priority messages is built up, any subsequent high priority message must wait for all those messages ahead of it in the queue.  If the sender carefully manages the outbound queue, then high priority messages won’t have to wait as long to be sent by the receiving system.



Refer to the Oct ’02 LNPAWG meeting minutes for a full recap of the discussion items regarding this topic.


V. Description of Change:



By implementing outbound flow control on the sender system, the various buffers in the OSI stack would not fill up as done currently.  It would be the sender’s responsibility to detect that (n) number of messages have been sent without receiving a response.  In this case, the sender should stop sending until the number of non-responsive messages drops below a threshold (t).  If implemented on both ends (NPAC and SP), outbound flow control would prevent congestion because neither side would fill the buffers between the 2 systems.



Oct ’02 LNPAWG, outbound flow control could be implemented at the NPAC without impacting Service Provider systems.  Service Providers are not required to implement this feature concurrently with NPAC.



Nov ‘02 LNPAWG, Outbound Flow Control would be set up for every connection to the NPAC.  Message processing speed and message prioritization for each SP is independent of other SPs (just like today, where one slow SP doesn't mean others are directly affected), regardless of each SP's setting.  Move to accepted.  Start working on detailed requirements.



Feb ’03 APT Meeting, need to consider how the implementation of Outbound Flow Control would affect SLRs 2, 3, 4, and 5.



W. Major points/processing flow/high-level requirements:



1. Flow Control will be implemented on the NPAC side of the CMIP interface, no action or modification is required by the SOA/LSMS.



2. The implementation of Flow Control by the sending system is independent of any implementation by the receiving system.  However, there is a clear benefit to having both sides implement this functionality.


3. Flow Control is applicable on a per association basis.


4. Flow Control activity and behavior applies to both normal mode and recovery mode.



5. Flow Control activity is applicable for the following types of data:  SP, network, NPB, SV, notification.



6. No reports are required for Flow Control.



7. NPAC tunables for Flow Control include:



a. Flow Control Upper Threshold Tunable, unit = messages, range = 50-500, default = 100, definition = Number of non-responsive messages sent to a SOA/LSMS before Flow Control is invoked, on a per association basis.



b. Flow Control Lower Threshold Tunable, unit = messages, range = 1-500, default = 10, definition = Number of non-responsive messages sent to a SOA/LSMS that is in a Flow Control state before normal processing is resumed, on a per association basis.



8. The NPAC sends messages to the associated SOA/LSMS.



a. Under normal conditions where the SOA/LSMS is able to keep up with the NPAC, Flow Control is not encountered.



b. Under some load conditions, the SOA/LSMS is not able to keep up with the messages sent from the NPAC.  In this situation, Flow Control is encountered.



i. NPAC implements a real-time flag indicating whether a SOA/LSMS is in a Flow Control state.



ii. When getting ready to send a message to a SOA/LSMS, NPAC checks this flag to determine if it’s OK to send this message.



1. If the flag is false, the message is sent.



2. If the flag is true, the message is held/queued.



9. For a SOA/LSMS that is currently in a normal state (not in Flow Control), the NPAC monitors the number of outstanding non-responsive messages sent to that SOA/LSMS.



a. If the number of outstanding non-responsive messages is equal to the Flow Control Upper Threshold, the NPAC sends the current message it is handling, and sets the Flow Control flag to true.  Since the check is performed on a per message basis, the Upper Threshold number will not be exceeded, just equaled.



b. If the number of outstanding non-responsive messages is less than the Flow Control Upper Threshold, NPAC sends the current message it is handling, and continues with normal processing.



10. For a SOA/LSMS that is currently in a Flow Control state, the NPAC monitors the number of outstanding non-responsive messages sent to that SOA/LSMS.



a. If the number of outstanding non-responsive messages is greater than the Flow Control Lower Threshold, no action is taken.



b. If the number of outstanding non-responsive messages is less than or equal to the Flow Control Lower Threshold, the NPAC resumes sending messages (whether queued or normal).



11. A SOA/LSMS that is in a Flow Control state will have outstanding non-responsive messages.



a. For all outstanding non-responsive messages that were sent, NPAC response timers and abort behavior will apply.



For all messages not sent but held because the Flow Control flag is set to true, NPAC response timers and abort behavior will NOT apply.



12. Audit behavior in an Outbound Flow Control environment.



a. An audit to an LSMS that is in a Flow Control state will behave as it currently does for a congestion situation (i.e., the audit would be initiated, queries would be generated, and once the message is sent it would timeout after 15 minutes if neither responded or aborted within 15 minutes).  The audit will continue to be serial, and will only move to the next step once the current step is completed.



b. All other audit behavior remains the same.



May ’03 – FIFO of messages remains the same. (within priority groups)



X. Requirements:



1. Flow Control Upper Threshold Tunable – NPAC SMS shall provide a Flow Control Upper Threshold tunable parameter which is defined as the number of non-responsive messages sent to a SOA/LSMS before Flow Control is invoked, on a per association basis.



2. Flow Control Upper Threshold Tunable Default – NPAC SMS shall default the Flow Control Upper Threshold tunable parameter to 100 messages.



3. Flow Control Upper Threshold Tunable Modification – NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Flow Control Upper Threshold tunable parameter.



4. Flow Control Lower Threshold Tunable – NPAC SMS shall provide a Flow Control Lower Threshold tunable parameter which is defined as the number of non-responsive messages sent to a SOA/LSMS that is in a Flow Control state before normal processing is resumed, on a per association basis.



5. Flow Control Lower Threshold Tunable Default – NPAC SMS shall default the Flow Control Lower Threshold tunable parameter to 10 messages.



6. Flow Control Lower Threshold Tunable Modification – NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Flow Control Lower Threshold tunable parameter.


Y. Message Flows:






IIS



None.  This change order does not impact interface messaging, just documentation behavior.



Other IIS Updates.



The behavior description listed in this document Chapter VII, Section C, will be added to the IIS Part I, Chapter 5 – Secure Association Establishment, within sub-section 5.4 – Congestion Handling, new section 5.4.x – Outbound Flow Control.



GDMO



No Change Required



ASN.1



No Change Required



VIII. New Interface Confirmation Messages SOA/LSMS-to-NPAC – (NANC 390)



Z. Business Need:



Service Provider systems (SOA/LSMS) need to know (in the form of a positive acknowledgement from the NPAC) that the NPAC has received their request message, so the systems (SOA/LSMS) do not unnecessarily resend the message and cause duplicate transactions for the same request.



Based on the current requirements for the NPAC, the NPAC acknowledgement message (generally referred to as "a response to a request" from the SOA/LSMS) is not returned until AFTER the NPAC has completed the activity required by that request.  During heavy porting periods, transactions that require many records to be updated may take longer than normal for a response to be received from the NPAC.  In the case of a delayed response, the SOA/LSMS may abort the association to the NPAC (e.g., after the 15 minute Abort timer expires).  When the association is re-established, the SOA/LSMS may resend messages to the NPAC because they haven’t received a response to the first message and thus believe the NPAC did not receive the original message.  This behavior can lead to a duplicate transaction for the same request thus:  1.) causing a heavy volume of transactions over the NPAC to SOA/LSMS interface, 2.) slowing Porting completion, 3.) causing an increase of Porting costs, 4.) causing duplicate message processing at the NPAC, and 5.) possibly causing manual intervention by NPAC and Service Provider personnel, etc.



AA. Description of Change:



A new message will be explored during the Nov ’03 LNPAWG meeting.



Additionally, a discussion item needs to occur regarding the possible inclusion of Service Provider profile settings to support this new feature.



Nov ’03 LNPAWG, discussion:


Explained the current functionality, and the fact that higher priority transactions will be worked before other requested work, which can cause delays in responses.  In the case where previously submitted work was re-sent to the NPAC, the NPAC may have to re-do work it has already done.



Providers may see a backup in their SOA traffic, thereby causing them to process extra data as well.



A toggle would need to be added for backwards compatibility.  Providers that support the new confirmation message would use the new method/flow, and other providers would continue to use the current method/flow.  There is definitely a benefit to this, but to obtain the benefit would require changes to the SOA as well.



It was agreed that this would be accepted as a change order, and would continue to be worked with the Architecture group in December.


AB. Major points/processing flow/high-level requirements:



To assist in the discussion and understanding of NANC 390, the following flows and descriptions have been included.  In this example, the flow is for New SP subscription version Create messages.  However, this functionality will be incorporated into all of the existing message sets between the SOA and NPAC.



Page 2, current NPAC implementation, flow B.5.1.2, steps 2 and 3, the NPAC must perform the following processing:



a. Receive the message.



b. Perform message validation.



c. Run the business rules.



d. Package up the information that is sent back to the originating SOA.



e. Store the information in the database.



Following these five steps (a through e), the message response is sent back in flow B.5.1.2, step 4, and the SV-IDs are sent in flow B.5.1.2, step 5.



If there is a backlog, then this message is not immediately processed, but must “wait-it’s turn”, including higher priority items that “cut in line”.



Also, if there are problems (e.g., the router gets hung up, or goes down), the NPAC performs all the work, but then cannot send it back to the originating SOA because the message invoke ID is no longer available.  This causes an unnecessary work effort on NPAC resources, since the message must be fully re-processed.



Using the NANC 390 method, the response to the request (in this case M-ACTION) will be sent immediately upon storage in the database.  It will include a new Request ID to uniquely identify the request.  A new M-ACTION notification (genericResponse) will be used, steps 4.1 and 4.2.  This will be sent for all situations, and in error situations, an error will be included.  Benefits include:



1. If there is a backlog of messages to process, the SOA is not waiting for a confirmation that the request was received.  It is quickly returned upon receipt regardless of system load in the NPAC SMS engine.



2. In problem situations (e.g., the router gets hung up, or goes down), the SOA does not need to resend the message if the response was received from the NPAC.  Processing will continue once the connection is re-established.  Additionally, a Request ID on the response allows both the SOA and the NPAC to tie the quick confirmation with the subsequent notification (whether error message or object creation).



3. When the new message is used, detailed error message can be sent (either an error code attribute or a graphicString attribute will be included for error text that allows us to send back a useful error message [e.g., error code 123, which would equate to: “cannot Create a PTO SV when you are not the owner of the NPA-NXX”] ).  This would eliminate the need for ILL 130 (Application Level Errors).
OPEN ISSUE (Jan ’04):  should the NPAC send the code, the text string, or both?
OPEN ISSUE (Jan ’04):  should this new message (step 4.1) be encrypted?  Need SP feedback on this.


4. When the new message is used, an invoke ID will be included, thereby allowing the originating SOA to match this message up with the original request.



5. The SOA will likely have less duplicate work to perform during heavy load, because the new requestReceived notification will be sent and received in a timely fashion.



6. The NPAC will likely have less duplicate work to perform during heavy load, because the quick response to the SOA would eliminate duplicate requests from the SOA.



The following is copied directly from the 3.2.1a IIS.



B5.1.2 – SubscriptionVersion Create by the Initial SOA (New Service Provider):



In this scenario, the new service provider is the first to send the M-ACTION to create the subscriptionVersion object.
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Proposed New Flow Using New NANC 390 Confirmation Message Diagram:
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AC. Requirements:



Add a new section under 1.2, NPAC SMS Functional Overview, called 1.2.16 – Immediate Acknowledgement with Generic Response.  This new section will describe the behavior.



New Requirements:



1. Generic Response Message Indicator – NPAC SMS shall provide a mechanism to indicate whether a Service Provider supports receiving the Immediate Acknowledgement with Generic Response Message via the SOA to NPAC SMS Interface, using the Generic Response Message Indicator.



2. Generic Response Message Indicator Default – NPAC SMS shall default the Immediate Acknowledgement with Generic Response Message Indicator to FALSE (off).



3. Generic Response Message Indicator Modification – NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Immediate Acknowledgement with Generic Response Indicator on the NPAC Customer Record.


AD. Message Flows:



IIS



Lots.


The majority of the flows will need to be duplicated to provide the quick-turnaround acknowledgement (response to the original request), and also the genericResponse (i.e., steps 4.1 and 4.2).



Other IIS Updates.



A description of this change order (similar to Section C) will be added to the IIS Part I, Chapter 2 – Interface Overview, called section 2.5 – Immediate Acknowledgement with Generic Response.



Update Section 5.3.3, Error Handling, to incorporate this new genericResponse and the conditional error message when problems are encountered and sent back to the originating SOA.



Update Appendix A for error messages.



GDMO



A new ACTION genericResponse (flow step 4.1) will need to be defined.  All attributes in this new ACTION will also need to be defined.  The behavior of this new ACTION will be included.



ASN.1



The genericResponseAction structure will need to be defined.


IX. Application Level Errors – (ILL 130)



AE. Business Need:



The current interface has very limited error message detail.  This change order will allow understanding of errors more rapidly by returning a text explanation of the error.  This will reduce the amount of time it takes work centers to manually research errors and resolve troubles.



AF. Description of Change:



Errors in the SOA and LSMS interfaces are being treated as CMIP errors and it may sometimes be difficult for a SOA to know the true reason for an error from the NPAC SMS and therefore indicate a meaningful error message to its users.  It has been requested that application level error be defined where appropriate and returned as text to the requestor (SOA/LSMS).



January 2000: During the LNPAWG meeting additional information regarding the error processing has been requested.  The following text describes the difference in current error processing and future error processing with the requested functionality of this change order (italics indicates the differences between today’s functionality and the proposed future functionality).



Today:



When the NPAC SMS experiences an error when processing any of the actions defined in the GDMO/ASN.1, the appropriate error data is returned. (example NewSP-CreateReply).



ActionResult  ::= SEQUENCE {



   managedObjectClass                 ObjectClass    OPTIONAL ,



   managedObjectInstance              ObjectInstance OPTIONAL ,



   currentTime           [5] IMPLICIT GeneralizedTime  OPTIONAL ,



   actionReply           [6] IMPLICIT ActionReply    OPTIONAL



}



ActionReply  ::= SEQUENCE {



   actionType       ActionTypeId,



   actionReplyInfo  [4] ANY DEFINED BY actionType



}



ActionTypeId  ::= CHOICE {



   globalForm   [2] IMPLICIT OBJECT IDENTIFIER ,



   localForm    [3] IMPLICIT INTEGER



}



NewSP-CreateReply ::= SEQUENCE {



    status [0] SubscriptionVersionActionReply,



    invalid-data [1] NewSP-CreateInvalidData OPTIONAL



}



Note: the object id in the globalForm of the ActionTypeId indicates the NewSP-CreateReply action reply specified in the LNP asn.



With ILL 130:



When the NPAC SMS experiences an application level error when processing any of the actions defined in the GDMO/ASN.1, a processing failure will be returned with LnpSpecificInfo containing the error text.



ActionResult  ::= SEQUENCE {



   managedObjectClass     ObjectClass    OPTIONAL ,



   managedObjectInstance  ObjectInstance OPTIONAL ,



   currentTime            [5] IMPLICIT GeneralizedTime  OPTIONAL ,



   actionReply            [6] IMPLICIT ActionReply    OPTIONAL



}



ActionReply  ::= SEQUENCE {



   actionType       ActionTypeId,



   actionReplyInfo  [4] ANY DEFINED BY actionType



}



ActionTypeId  ::= CHOICE {



   globalForm   [2] IMPLICIT OBJECT IDENTIFIER ,



   localForm    [3] IMPLICIT INTEGER



}



ProcessingFailure  ::= SEQUENCE {



   managedObjectClass     ObjectClass ,



   managedObjectInstance  ObjectInstance  OPTIONAL ,



   specificErrorInfo      [5] SpecificErrorInfo



}



SpecificErrorInfo ::= SEQUENCE {



   errorId   OBJECT IDENTIFIER,



   errorInfo ANY DEFINED BY errorId



}



LnpSpecificInfo ::= GraphicString255



February 2000:  The group discussed on the 2/9/00 conference call that a flash cut has a high degree of risk, so we should be looking at another option.  During the February LNPA WG meeting, it was discussed and agreed that a backwards compatible approach was needed.  The current approach is to create duplicate “sister” ACTIONs that will return the error text string to the requesting SP.  A sunset period will allow SPs time to upgrade their systems.  At the end of the sunset period, the original ACTIONs will be removed, and the new ACTIONs (with the error text string) will be the only method of sending the requested ACTIONs to the NPAC SMS.



Optionally, at the end of the sunset period the structure of the original ACTIONs can be modified to mirror the duplicate “sister” ACTIONs, for one major release of the NPAC SMS (this allows SPs to use either the original or new ACTIONs with the error text string).  At the time the subsequent release is implemented, the duplicate ACTIONs can be deleted.  At this point in time, the original ACTION names with the new error text string will be the only valid ACTIONs in the NPAC SMS.



AG. Major points/processing flow/high-level requirements:



1. The NPAC exchanges messages with the SOA/LSMS using the CMIP protocol.  Using the standard CMIP error reporting mechanisms, there are a limited number of messages that may be returned (e.g., accessDenied).


2. In order to provide most robust information, a different error message will be used, along with a text field that provides detailed information about the error encountered.



3. All ACTIONs may be affected by this change order.



4. The local systems (SOA, LSMS) need to be enhanced to process this new error text.



5. No tunable changes.



6. No report changes.


AH. Requirements:



Req 1 – NPAC SMS Application Level Errors



NPAC SMS shall provide application level errors in the CMIP messaging in the SOA to NPAC SMS Interface and NPAC SMS to Local SMS Interface.



Req 2 – NPAC SMS Application Level Errors Details



NPAC SMS shall use the application level errors defined in Table TBD in the IIS.



AI. Message Flows:



IIS:



Appendix A, Errors will be changed.  An example is shown below:



			Managed Object Class


			CMIP Error


			Message Text


			Additional Information





			lnpSubscription


			duplicateObject



Instance


			101-A pending, conflict, or cancel-pending subscription version already exists.


			





			


			


			


			








Appendix B, ensure all message flow text implies the correct reply data.



GDMO:



-- xx.0 LNP Download Action With Error Text



lnpDownloadWithErrorText ACTION



    BEHAVIOUR



        lnpDownloadWithErrorTextDefinition,



        lnpDownloadWithErrorTextBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.DownloadAction;



    WITH REPLY SYNTAX LNP-ASN1.DownloadReplyWithErrorText;



    REGISTERED AS {LNP-OIDS.lnp-action xx};



lnpDownloadWithErrorTextDefinition BEHAVIOUR



    DEFINED AS !



        The lnpDownloadWithErrorText action is the action that is used by



        the Local SMS



        and SOA to specify the objects to be downloaded from the NPAC SMS.



    !;



lnpDownloadWithErrorTextBehavior BEHAVIOUR



    DEFINED AS !



        See lnpDownload ACTION for behaviour definition.



        In addition to the existing lnpDownload ACTION behaviour, this



        action’s reply contains an optional error text string to be



        returned if the action is not successful.



    !;



-- xx.0 LNP Recovery Complete Action With Error Text



lnpRecoveryCompleteWithErrorText ACTION



    BEHAVIOUR



        lnpRecoveryCompleteWithErrorTextDefinition,



        lnpRecoveryCompleteWithErrorTextBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.RecoveryCompleteAction;



    WITH REPLY SYNTAX LNP-ASN1.RecoveryCompleteReplyWithErrorText;



    REGISTERED AS {LNP-OIDS.lnp-action xx};



lnpRecoveryCompleteWithErrorTextDefinition BEHAVIOUR



    DEFINED AS !



        The lnpRecoveryCompleteWithErrorText action is used by the Local SMS



        or SOA to specify the system has recovered from downtime and the



        transactions performed since the association establishment can now be



        sent from the NPAC SMS.



    !;



lnpRecoveryCompleteWithErrorTextBehavior BEHAVIOUR



    DEFINED AS !



        See lnpRecoveryComplete ACTION for behaviour definition.



        In addition to the existing lnpRecoveryComplete ACTION behaviour,



        this action’s reply contains an optional error text string to be



        returned if the action is not successful.



    !;



-- xx.0 LNP Subscription Version Activate Action With Error Text



subscriptionVersionActivateWithErrorText ACTION



    BEHAVIOUR



        subscriptionVersionActivateWithErrorTextDefinition,



        subscriptionVersionActivateWithErrorTextBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.ActivateAction;



    WITH REPLY SYNTAX LNP-ASN1.ActivateReplyWithErrorText;



    REGISTERED AS {LNP-OIDS.lnp-action xx};



subscriptionVersionActivateWithErrorTextWithErrorTextDefinition BEHAVIOUR



    DEFINED AS !



        The subscriptionVersionActivateWithErrorText action is the action



        that can be



        used by the SOA of the new service provider to activate a



        subscription version id, tn or a range of tns via the SOA to



        NPAC SMS interface.



    !;



subscriptionVersionActivateWithErrorTextBehavior BEHAVIOUR



    DEFINED AS !



        See subscriptionVersionActivate ACTION for behaviour definition.



        In addition to the existing subscriptionVersionActivate ACTION



        behaviour, this action’s reply contains an optional error text



        string to be returned if the action is not successful.



    !;



-- xx.0 LNP Subscription Version Cancel Action With Error Text



subscriptionVersionCancelWithErrorText ACTION



    BEHAVIOUR



        subscriptionVersionCancelWithErrorTextDefinition,



        subscriptionVersionCancelWithErrorTextBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.CancelAction;



    WITH REPLY SYNTAX LNP-ASN1.CancelReplyWithErrorText;



    REGISTERED AS {LNP-OIDS.lnp-action xx};



subscriptionVersionCancelWithErrorTextWithErrorTextDefinition BEHAVIOUR



    DEFINED AS !



        The subscriptionVersionCancelWithErrorText action is the action



        that can be



        used by the SOA to cancel a subscription version via the SOA to



        NPAC SMS interface.



    !;



subscriptionVersionCancelWithErrorTextBehavior BEHAVIOUR



    DEFINED AS !



        See subscriptionVersionCancel ACTION for behaviour definition.



        In addition to the existing subscriptionVersionCancel ACTION



        behaviour, this action’s reply contains an optional error text



        string to be returned if the action is not successful.



    !;



-- xx.0 LNP Subscription Version Disconnect Action With Error Text



subscriptionVersionDisconnectWithErrorText ACTION



    BEHAVIOUR



        subscriptionVersionDisconnectWithErrorTextDefinition,



        subscriptionVersionDisconnectWithErrorTextBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.DisconnectAction;



    WITH REPLY SYNTAX LNP-ASN1.DisconnectReplyWithErrorText;



    REGISTERED AS {LNP-OIDS.lnp-action xx};



subscriptionVersionDisconnectWithErrorTextDefinition BEHAVIOUR



    DEFINED AS !



        The subscriptionVersionDisconnectWithErrorText action is the action



        that is



        used by the SOA to disconnect a subscription version via the SOA to



        NPAC SMS interface.



    !;



subscriptionVersionDisconnectWithErrorTextBehavior BEHAVIOUR



    DEFINED AS !



        See subscriptionVersionDisconnect ACTION for behaviour definition.



        In addition to the existing subscriptionVersionDisconnect ACTION



        behaviour, this action’s reply contains an optional error text



        string to be returned if the action is not successful.



    !;



-- xx.0 LNP Subscription Version Modify Action With Error Text



subscriptionVersionModifyWithErrorText ACTION



    BEHAVIOUR



        subscriptionVersionModifyWithErrorTextDefinition,



        subscriptionVersionModifyWithErrorTextBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.ModifyAction;



    WITH REPLY SYNTAX LNP-ASN1.ModifyReplyWithErrorText;



    REGISTERED AS {LNP-OIDS.lnp-action xx};



subscriptionVersionModifyWithErrorTextDefinition BEHAVIOUR



    DEFINED AS !



        The subscriptionVersionModifyWithErrorText action is the action



        that can be



        used by the SOA to modify a subscription version via the SOA to



        NPAC SMS interface.



    !;



subscriptionVersionModifyWithErrorTextBehavior BEHAVIOUR



    DEFINED AS !



        See subscriptionVersionModify ACTION for behaviour definition.



        In addition to the existing subscriptionVersionModify ACTION



        behaviour, this action’s reply contains an optional error text



        string to be returned if the action is not successful.



    !;



-- xx.0 LNP New Service Provider Cancellation Acknowledge Request 



-- With Error Text



subscriptionVersionNewSP-CancellationAcknowledgeWithErrorText ACTION



    BEHAVIOUR



        subscriptionVersionNewSP-CancellationAcknowledgeWithErrorTextDefinition,



        subscriptionVersionNewSP-CancellationAcknowledgeWithErrorTextBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.CancellationAcknowledgeAction;



    WITH REPLY SYNTAX LNP-ASN1.CancellationAcknowledgeReplyWithErrorText;



    REGISTERED AS {LNP-OIDS.lnp-action xx};



subscriptionVersionNewSP-CancellationAcknowledgeWithErrorTextDefinition BEHAVIOUR



    DEFINED AS !



        The subscriptionVersionNewSP-CancellationAcknowledgeWithErrorText action



        is the action that is used via the SOA to NPAC



        SMS interface by the new service provider to acknowledge



        cancellation of a subscriptionVersionNPAC with a status of



        cancel-pending.



    !;



subscriptionVersionNewSP-CancellationAcknowledgeWithErrorTextBehavior BEHAVIOUR



    DEFINED AS !



        See subscriptionVersionCancellationAcknowledge ACTION for behaviour



        definition.



        In addition to the existing subscriptionVersionCancellationAcknowledge


        ACTION behaviour, this action’s reply contains an optional error text



        string to be returned if the action is not successful.



    !;



-- xx.0 LNP Subscription Version Remove From Conflict With Error Text



subscriptionVersionRemoveFromConflictWithErrorText ACTION



    BEHAVIOUR



        subscriptionVersionRemoveFromConflictWithErrorTextDefinition,



        subscriptionVersionRemoveFromConflictWithErrorTextBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.RemoveFromConflictAction;



    WITH REPLY SYNTAX LNP-ASN1.RemoveFromConflictReplyWithErrorText;



    REGISTERED AS {LNP-OIDS.lnp-action xx};



subscriptionVersionRemoveFromConflictWithErrorTextDefinition BEHAVIOUR



    DEFINED AS !



        The subscriptionVersionRemoveFromConflictWithErrorText action



        is the action that is used via the SOA to NPAC



        SMS interface by either the old or new service provider to set the



        subscription version status from conflict to pending.



    !;



subscriptionVersionRemoveFromConflictWithErrorTextBehavior BEHAVIOUR



    DEFINED AS !



        See subscriptionVersionRemoveFromConflict ACTION for behaviour



        definition.



        In addition to the existing subscriptionVersionRemoveFromConflict


        ACTION behaviour, this action’s reply contains an optional error



        text string to be returned if the action is not successful.



    !;



-- xx.0 LNP New Service Provider Subscription Version Create With Error Text



subscriptionVersionNewSP-CreateWithErrorText ACTION



    BEHAVIOUR



        subscriptionVersionNewSP-CreateWithErrorTextDefinition,



        subscriptionVersionNewSP-CreateWithErrorTextBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.NewSP-CreateAction;



    WITH REPLY SYNTAX LNP-ASN1.NewSP-CreateReplyWithErrorText;



    REGISTERED AS {LNP-OIDS.lnp-action xx};



subscriptionVersionNewSP-CreateWithErrorTextDefinition BEHAVIOUR



    DEFINED AS !



        The subscriptionVersionNewSP-CreateWithErrorText action is the action



        that is



        used via the SOA to NPAC SMS interface by the



        new service provider to create a new subscriptionVersionNPAC.



    !;



subscriptionVersionNewSP-CreateWithErrorTextBehavior BEHAVIOUR



        See subscriptionVersionNewSP-Create ACTION for behaviour definition.



        In addition to the existing subscriptionVersionNewSP-Create ACTION



        behaviour, this action’s reply contains an optional error text



        string to be returned if the action is not successful.



    !;



-- xx.0 LNP Old Service Provider Cancellation Acknowledge Request 



-- With Error Text



subscriptionVersionOldSP-CancellationAcknowledgeWithErrorText ACTION



    BEHAVIOUR



        subscriptionVersionOldSP-CancellationAcknowledgeWithErrorTextDefinition,



        subscriptionVersionOldSP-CancellationAcknowledgeWithErrorTextBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.CancellationAcknowledgeAction;



    WITH REPLY SYNTAX LNP-ASN1.CancellationAcknowledgeReplyWithErrorText;



    REGISTERED AS {LNP-OIDS.lnp-action xx};



subscriptionVersionOldSP-CancellationAcknowledgeWithErrorTextDefinition BEHAVIOUR



    DEFINED AS !



        The subscriptionVersionOldSP-CancellationAcknowledgeWithErrorText action



        is the action that is used via the SOA to NPAC



        SMS interface by the old service provider to acknowledge



        cancellation of a subscriptionVersionNPAC with a status of



        cancel-pending.



    !;



subscriptionVersionOldSP-CancellationAcknowledgeWithErrorTextBehavior BEHAVIOUR



    DEFINED AS !



        See subscriptionVersionOldSP-CancellationAcknowledge ACTION


        for behaviour definition.



        In addition to the existing



        subscriptionVersionOldSP-CancellationAcknowledge ACTION



        behaviour, this action’s reply contains an optional error text



        string to be returned if the action is not successful.



    !;



-- xx.0 LNP Old Service Provider Subscription Version Create With Error Text



subscriptionVersionOldSP-CreateWithErrorText ACTION



    BEHAVIOUR



        subscriptionVersionOldSP-CreateWithErrorTextDefinition,



        subscriptionVersionOldSP-CreateWithErrorTextBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.OldSP-CreateAction;



    WITH REPLY SYNTAX LNP-ASN1.OldSP-CreateReplyWithErrorText;



    REGISTERED AS {LNP-OIDS.lnp-action xx};



subscriptionVersionOldSP-CreateWithErrorTextDefinition BEHAVIOUR



    DEFINED AS !



        The subscriptionVersionOldSP-CreateWithErrorText action is the action



        that is



        used via the SOA to NPAC SMS interface by the



        old service provider to create a new subscriptionVersionNPAC.



    !;



subscriptionVersionOldSP-CreateWithErrorTextBehavior BEHAVIOUR



    DEFINED AS !



        See subscriptionVersionOldSP-Create ACTION for behaviour definition.



        In addition to the existing subscriptionVersionOldSP-Create ACTION



        behaviour, this action’s reply contains an optional error text



        string to be returned if the action is not successful.



    !;



-- xx.0 Notification Recovery Action With Error Text



lnpNotificationRecoveryWithErrorText ACTION



    BEHAVIOUR



        lnpNotificationRecoveryWithErrorTextDefinition,



        lnpNotificationRecoveryWithErrorTextBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.NetworkNotificationRecoveryAction;



    WITH REPLY SYNTAX LNP-ASN1.NetworkNotificationRecoveryReplyWithErrorText;



    REGISTERED AS {LNP-OIDS.lnp-action xx};



lnpNotificationRecoveryWithErrorTextDefinition BEHAVIOUR



    DEFINED AS !



        The lnpNotificationRecoveryWithErrorText action is the action



        that can be



        used by the SOA or LSMS to recover notification information that



        cannot be recovered by other means.



    !;



lnpNotificationRecoveryWithErrorTextBehavior BEHAVIOUR



    DEFINED AS !



        See lnpNotificationRecovery ACTION for behaviour definition.



        In addition to the existing lnpNotificationRecovery ACTION



        behaviour, this action’s reply contains an optional error text



        string to be returned if the action is not successful.



    !;



-- xx.0 LNP Service Provider Number Pool Block Create With Error Text



numberPoolBlock-CreateWithErrorText ACTION



    BEHAVIOUR



        numberPoolBlock-CreateWithErrorTextDefinition,



        numberPoolBlock-CreateWithErrorTextBehavior;



    MODE CONFIRMED;



    WITH INFORMATION SYNTAX LNP-ASN1.NumberPoolBlock-CreateAction;



    WITH REPLY SYNTAX LNP-ASN1.NumberPoolBlock-CreateReplyWithErrorText;



    REGISTERED AS {LNP-OIDS.lnp-action xx};



numberPoolBlock-CreateWithErrorTextDefinition BEHAVIOUR



    DEFINED AS !



        The numberPoolBlock-CreateWithErrorText action is the action that



        is used on the NPAC SMS via the SOA to NPAC SMS interface by the



        block holder SOA to create a new numberPoolBlockNPAC.



    !;



numberPoolBlock-CreateWithErrorTextBehavior BEHAVIOUR



    DEFINED AS !



        See numberPoolBlock-Create ACTION for behaviour definition.



        In addition to the existing numberPoolBlock-Create ACTION



        behaviour, this action’s reply contains an optional error text



        string to be returned if the action is not successful.



    !;



ASN.1:



ActivateReplyWithErrorText ::= SubscriptionVersionActionReplyWithErrorText



CancellationAcknowledgeReplyWithErrorText ::= 



   SubscriptionVersionActionReplyWithErrorText



CancelReplyWithErrorText ::= SubscriptionVersionActionReplyWithErrorText



DisconnectReplyWithErrorText ::= SEQUENCE {



    status SubscriptionVersionActionReplyWithErrorText,



    version-id SET OF SubscriptionVersionId OPTIONAL



}


DownloadReply ::= SEQUENCE {



    status ENUMERATED {



        success (0),



        failed (1),



        time-range-invalid (2),



        criteria-to-large (3),



        no-data-selected (4)



    },



    downloaddata [0] CHOICE {



        subscriber-data [0] SubscriptionDownloadData,



        network-data [1] NetworkDownloadData,



        block-data [2] BlockDownloadData



    } OPTIONAL,



    error-text [1] GraphicString255 OPTIONAL



}



ModifyReplyWithErrorText ::= SEQUENCE {



    status SubscriptionVersionActionReplyWithErrorText,



    invalid-data SubscriptionModifyInvalidData OPTIONAL



}



NetworkNotificationRecoveryReply ::= SEQUENCE {



    status ENUMERATED {



        success (0),



        failed (1),



        time-range-invalid (2),



        criteria-to-large (3),



        no-data-selected (4)



    },



   system-choice [0] CHOICE {



        lsms [1] SET OF SEQUENCE {



            managedObjectClass ObjectClass,



            managedObjectInstance ObjectInstance,



            notification CHOICE {



               subscription-version-new-npa-nxx [1] VersionNewNPA-NXX-Recovery,



               lnp-npac-sms-operational-information [2]



                   NPAC-SMS-Operational-InformationRecovery



            }



        },



        soa [2] SET OF SEQUENCE {



            managedObjectClass ObjectClass,



            managedObjectInstance ObjectInstance,



            notification CHOICE {



               subscription-version-new-npa-nxx [1] VersionNewNPA-NXX-Recovery,



               subscription-version-donor-sp-customer-disconnect-date [2]



                   VersionCustomerDisconnectDateRecovery,



               subscription-version-audit-discrepancy-report [3]



                   AuditDiscrepancyRptRecovery,



               subscription-audit-results [4] AuditResultsRecovery,



               lnp-npac-sms-operational-information [5]



                   NPAC-SMS-Operational-InformationRecovery,



               subscription-version-new-sp-create-request [6]



                   VersionNewSP-CreateRequestRecovery,



               subscription-version-old-sp-concurrence-request [7]



                   VersionOldSP-ConcurrenceRequestRecovery,



               subscription-version-old-sp-final-window-expiration [8]



                   VersionOldSPFinalConcurrenceWindowExpirationRecovery,



               subscription-version-cancellation-acknowledge-request [9]



                   VersionCancellationAcknowledgeRequestRecovery,



               subscriptionVersionStatusAttributeValueChange [10]



                   VersionStatusAttributeValueChangeRecovery,



               attribute-value-change [11] AttributeValueChangeInfo,



               object-creation [12] ObjectInfo,



               object-deletion [13] ObjectInfo,



               numberPoolBlockStatusAttributeValueChange [14]



                   NumberPoolBlockStatusAttributeValueChangeRecovery



           }



       }



   } OPTIONAL,



   error-text [1] GraphicString255 OPTIONAL



}



NewSP-CreateReplyWithErrorText ::= SEQUENCE {



    status [0] SubscriptionVersionActionReplyWithErrorText,



    invalid-data [1] NewSP-CreateInvalidData OPTIONAL



}



NumberPoolBlock-CreateReply ::= SEQUENCE {



    block-id [0] BlockId,



    status [1] ENUMERATED {



       success (0),



       failed (1),



       soa-not-authorized (2),



       no-npa-nxx-x-found (3),



       invalid-data-values (4),



       number-pool-block-already-exists (5),



       prior-to-effective-date (6),



       invalid-subscription-versions (7)



   },



   block-invalid-values [2] NumberPoolBlock-CreateInvalidData OPTIONAL,



   error-text [3] GraphicString255 OPTIONAL



}



OldSP-CreateReplyWithErrorText ::= SEQUENCE {



    status SubscriptionVersionActionReplyWithErrorText,



    invalid-data OldSP-CreateInvalidData OPTIONAL



}



RecoveryCompleteReply ::= SEQUENCE {



    status ResultsStatus,



    subscriber-data [1] SubscriptionDownloadData OPTIONAL,



    network-data [2] NetworkDownloadData OPTIONAL,



    block-data [3] BlockDownloadData OPTIONAL,



    error-text [4] GraphicString255 OPTIONAL



}



RemoveFromConflictReplyWithErrorText ::= 



    SubscriptionVersionActionReplyWithErrorText



SubscriptionVersionActionReply ::= ENUMERATED { -- to be removed in release x.0


    success (0),



    failed (1),



    soa-not-authorized (2),



    no-version-found (3),



    invalid-data-values (4),



    version-create-already-exists (5)



}



SubscriptionVersionActionReplyWithErrorText ::= SEQUENCE {



    status-code SubscriptionVersionStatus,



    error-text [1] GraphicString255 OPTIONAL  -- present if status not success



}



SubscriptionVersionActionStatus ::= ENUMERATED {



    success (0),



    failed (1),



    soa-not-authorized (2),



    no-version-found (3),



    invalid-data-values (4),



    version-create-already-exists (5)



}



X. BDD for Notifications  – (NANC 348)



AJ. Business Need:



Service Providers use Bulk Data Download (BDD) files to recover customer, network, block, and subscription data in file format.  This occurs when automated recovery functionality is either not available or not practical (e.g., too large of time range) for the data that needs to be recovered.



The current requirements do not address BDD files for notifications.  In order to provide more complete functionality for a Service Provider to “replay” messages sent by the NPAC, the ability for the NPAC to generate a BDD file for a time range of notifications would potentially reduce operational issues and the work effort required for a Service Provider to get back in sync with the NPAC, by providing the Service Provider with all information that they would have received had they been associated with the NPAC.  Additionally, this would be needed for LTI users transitioning to a SOA, or SOA users that need to recover notifications for more than the industry-recommended timeframe of 24 hours.



With this change order, the NPAC would have the capability to generate a BDD file of notifications for a Service Provider within a certain date and time range.


AK. Description of Change:



Interface and Functional Backwards Compatible:  YES



The NPAC would provide the functionality for NPAC Help Desk personnel to generate a BDD file of notifications for a requesting Service Provider.



Selection criteria would be any single SPID, date and time range (notification attempt timestamp), and include all types of notifications.  The sort criteria will be chronologically by date and time.



The file name will contain an indication that this is a notification file, along with the requested date and time range.  The output file would be placed in that Service Provider’s ftp site directory.



AL. Major points/processing flow/high-level requirements:



1. The request for a BDD is originated by an SP, and follows M&P steps on contacting NPAC personnel, and providing required information.


2. The GUI allows:



a. NPAC personnel to generate a BDD for notifications for a requesting Service Provider.



b. Only time-based delta BDD files to be generated.



3. Selection criteria include requesting Service Provider, time range based on notification attempt timestamp (available data based on retention/aging interval).



4. The BDD file:



a. Contains results based on the selection criteria.



b. Sorted in date/time/notification type order.


c. Uses SP Profile flags for ranges, and notification types (at the time the notification was created).



d. Uses NPA-NXX filters (at the time the notification was created).



e. File name indicates notification file and requested date and time.



f. Uses variable length records to accommodate the various notifications that are of different lengths.



5. The results file is put in the requesting Service Provider’s FTP sub-directory.


6. The amount of historical data available for the results file will be based on housekeeping processes, and the notification purge tunable value.


Mar ’03 APT:  Other than the need to capture the variable length records, the rest of the text captures the desired functionality.



AM. Requirements:



1. File Creation – NPAC SMS shall provide a mechanism that allows a Service Provider to recovery notification data in file format.



2. Selection Criteria Fields – NPAC SMS shall include the requesting Service Provider and a time range, as selection criteria fields for the Notification bulk data download file, via the NPAC Administrative Interface.



3. Required Selection Criteria – NPAC SMS shall require, as selection criteria for notification bulk data download file generation, a requesting Service Provider ID and a time range.



4. File Name – NPAC SMS shall provide a bulk data download file for notification data, use a file name that indicates the Notification data and requested time range.



5. Time Range – NPAC SMS shall use the Start Time Range entry field as an exclusive start range, and the End Time Range entry field as an inclusive end range, for Notification data that were broadcast during the specified time range, based on notification attempt timestamp.



6. Results – NPAC SMS shall provide a bulk data download file, based on selection criteria, that contains all Notification data in the NPAC SMS.



7. Sort Order – NPAC SMS shall sort the Notification bulk data download file, in ascending order based on the value for data/time/notification type.



8. Filters – NPAC SMS shall apply SP Profile Flags for ranges and notification type (based on the settings at the time the notification was created).



9. FTP Sub-Directory – NPAC SMS shall automatically put the Notification bulk data download file into the FTP sub-directory of the Service Provider, based on the SPID value of the requesting Service Provider.



AN. Message Flows:



None.



XI. Batch File Processing – (NANC 349)



AO. Business Need:



Service Providers periodically generate large porting activity.  The current definition includes ports with 500 or more TNs.



The NPAC receives these large port requests via an online mechanism (CMIP interface or LTI), and processes them at that point in time.  The current requirements do not allow for “off-line” processing of activity.



As an alternative to generating all the messages associated with large porting activity, and sending them across a Service Provider’s CMIP interface, a batch mode can be implemented whereby a Service Provider can send a batch request to the NPAC, and request that it be processed after a certain date and time.



With this change order, the NPAC and the Service Provider can offload processing that can be worked separately, but still meet the need to incorporate that work after a specified date and time.  Since all large porting activity is known well in advance, both planning and processing can be addressed, thereby benefiting risk management.



The functionality covered in this change order could be any activity that is not time critical and typically done over a 24 hour period (e.g., pooled blocks where not time sensitive, or an LSMS for DPC codes).


AP. Description of Change:



The NPAC would incorporate an offline batch processing engine that handles batch requests from a requesting Service Provider.  The Service Provider would place the request in their ftp site directory.  The NPAC would periodically scan for requests, pick them up, and process them offline.



After reaching the Service Provider’s requested date and time, the request would become “active” and the NPAC would process this request during off hours (e.g., during nightly housekeeping).  Upon completion, the requested activity would be incorporated into the production database. Updates or notifications could be either placed in a response file at the Service Provider’s ftp site directory, or sent across the interface to the Service Provider.



A new indicator would be added to the customer profile record.  This would indicate whether the Service Provider supports batch processing.  If yes, any batch requests would be responded back to the Service Provider in batch mode, via a “processing done, here are the details” response file (placed in the ftp site directory).  If the Service Provider does not support batch processing, the NPAC would send the responses to the requested activity over the interface.



Jul ’03 APT:  The intention is to off load the interface and have it done at off peak times.  The benefit is to move large volume transactions off the CMIP interface.  SPs need to categorize the real-world scenarios, and provide feedback on this change order.



Aug ’03 APT:  Real-world scenario - bulk port over 500K numbers.  Business need to move numbers off the switch.



This change order will be prioritized behind the other SOA requirements.  So, move out of APT document and back into main change mgmt list.


AQ. Major points/processing flow/high-level requirements:



1. NPAC messaging with SOA/LSMSs operates in a real-time mode.  In some non-time-critical functions, a batch mode could meet the business need.


2. Using this alternative interface mechanism (i.e., batch mode), traffic will be offloaded from the CMIP interface:



a. A Service Provider can send a batch request to the NPAC, and request that it be processed after a certain date and time.



b. A Service Provider can utilize FTP mechanism to transfer the to/from the NPAC on a when-convenient basis.



3. The functionality would be set up to provide notifications in either a batch file, or sent across the interface.  A Service Provider tunable would be established to indicate one or the other.


AR. Requirements:



1. Batch File Processing Functionality – NPAC SMS shall provide functionality that allows batch file processing of Service Provider SOA SV activities.



2. Batch File Processing Format – NPAC SMS shall use a defined batch file format to batch process Service Provider SOA SV activities.  See Appendix (TBD).



3. Batch File Processing FTP Sub-Directory – NPAC SMS shall use the FTP sub-directory of the Service Provider, based on the SPID value of the requesting Service Provider in the Batch File.



4. Batch File Processing SOA Batch Notification Indicator – NPAC SMS shall provide a Service Provider SOA Batch Notification Indicator tunable parameter which defines whether a SOA supports receiving notifications for batch requests in file format.



5. Batch File Processing SOA Batch Notification Indicator Default – NPAC SMS shall default the Service Provider SOA Batch Notification Indicator tunable parameter to TRUE.



6. Batch File Processing SOA Batch Notification Indicator Modification – NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Service Provider SOA Batch Notification Indicator tunable parameter.


AS. Message Flows:



IIS



Add to the end of Chapter 2:



2.x Batch File Processing



Use the definition/description provided in B. Business Need, and C. Major Points, above.



GDMO



No Change Required



ASN.1



No Change Required


XII. Recovery Enhancements – SWIM recovery – (NANC 351)



AT. Business Need:



The NPAC SMS and Service Provider SOA/LSMS exchange messages and a response is required for each message.  The current NPAC architecture requires a response to every message within a 15-minute window, or the requestor will abort the association.



If a Service Provider fails to respond to an NPAC message, the NPAC aborts that specific association and the Service Provider must re-associate in recovery mode, request a “best guess” time range of missed messages from the NPAC, receive and process all missed messages, then start processing in normal mode until they are totally caught up with the backlog of messages.



One problem of the current “best guess” approach is the trial-and-error recovery processing that a Service Provider must perform in certain circumstances (e.g., when there is too much data to send in a response to a single request).  This can create unnecessary workload on both the NPAC and the Service Provider.



A better method is to implement the “Send What I Missed” approach (SWIM).  Service Providers can optionally use this new message to perform the recovery function.  This improves the efficiency of recovery processing for the NPAC and Service Providers because guesswork is eliminated.


AU. Description of Change:



Interface and Functional Backwards Compatible:  YES



Create a new process that incorporates the ability for a Service Provider to request that the NPAC send missed messages.  In order to accomplish this, the NPAC will need to keep track of messages that were both “not sent” and “not responded to” from the NPAC to the SOA/LSMS.



The behavior of the “Send What I Missed” message (SWIM) which will be initiated by a SOA/LSMS, is the same as the current recovery process (i.e., request from the SP, response from the NPAC includes the recoverable data).  The implementation would use the existing recovery message, and incorporate a new attribute (SWIM, to go along with time range and TN range).  When this is received, the NPAC would send back a SWIM Response which contains the missed messages.  With the new SWIM attribute, the NPAC would use the same Blocking Factor tunables as used in 187-Linked Replies in order to send data to the SOA/LSMS in “chunks”.


AV. Major points/processing flow/high-level requirements:



1) This recovery enhancement will use the current recovery process and ASN.1 definitions.  Any exceptions will be noted.



2) This recovery enhancement will implement a new attribute in the current recovery ACTION messages (lnpDownload, lnpNotificationRecovery).  Both of these are optional functionality.



a) Add a new Send What I Missed criteria (SWIM).  This new criteria is initiated by a recovering SOA/LSMS, and allows for the recovery of network, subscription, number pool block, and notification data.  SWIM will be sent by the recovering SOA/LSMS as part of their association bind request.  The NPAC will reply back to the originating SOA/LSMS with the missed data, by using linked replies.  This message can only be sent when the SOA/LSMS is in recovery.



b)  The recovering SP will be required to submit SWIM requests for the different types of data, e.g., SWIM for network data, then SWIM for SV data, then SWIM for notification data.



c) An action ID will be added.  This will be generated by the NPAC and sent in the SWIM response linked replies.  Upon completion of each type of data, the requesting SOA/LSMS will respond back with the action ID (for each type of data, using an ACTION with the action ID).  Upon receipt, the NPAC will remove the SP from the failed list and the “missed” list.
May ’03 – Action ID is optional.  It will be sent in the last message with data (then followed by empty reply).  A separate M-EVENT-REPORT will be sent back by the SP with the Action ID to indicate the replies were successfully processed.  This is similar to the current behavior for range activates.



3) No reports are required for this recovery enhancement.



4) NPAC regional tunables.



a) For SWIM requests, the existing 187 Blocking Factor and Maximum tunables will be used by the requesting SOA/LSMS.



b) A new “SWIM Maximum” tunable will be added that will allow a larger number of missed messages than the current 187 Maximum.  However, these will need to be recovered in separate requests.  A new M&P will be added to inform an SP when they reach 80% (tunable value) of this SWIM Maximum.
May ’03 – In the scenario where a SOA/LSMS reaches the maximum (“crit-too-large” msg), the NPAC would clear out the list, and set some indicator that they can’t recover using this mechanism anymore.  Additionally, have functionality to be able to reset the collection mechanism, and start capturing missed messages again.
Move this to regular working group.
Next month start on reqs for fleshing out the mechanism to drill down into this.


c) A new “continuation” indicator will be added to the 187 functionality to inform the requesting SOA/LSMS that they exceeded the 187 maximums and need to perform an additional request(s).



5) A new SP profile flag is added to define whether or not an SP supports the SWIM message set.  Once the flag is set to TRUE, history data will be stored that allows for the implementation of SWIM.


6) Service Providers can continue to use the existing recovery mechanism/messages (lnpDownload, lnpNotificationRecovery) to recover missed data between the SOA/LSMS and the NPAC, using the current Time Range or TN Range criteria.



The NPAC will keep track of messages destined for a SOA/LSMS that were NOT successfully responded to by the SOA/LSMS, once the SP Profile Flag is set to TRUE, and as long as it remains TRUE.  If modified from TRUE to FALSE, the NPAC will no longer maintain a “missed messages” list for that SOA/LSMS.



7) SOA/LSMS associates to the NPAC and uses SWIM criteria.  The NPAC:



a) Determines the messages missed by the requesting SOA/LSMS



b) Uses SP Profile flags for ranges, notification types, EDR



c) Applies appropriate NPA-NXX filters



d) Packages up and sends the maximum data given the different variables and tunable settings (NPAC SWIM Response to SOA/LSMS Recovery Request message).  The recovering SOA/LSMS processes each SWIM Response message (separate messages by type of data, and possibly multiple messages for any given type of data).  This process continues until all missed data has been sent to the requesting SOA/LSMS.



e) Updates status/failed SP list, and sends notifications to SOAs



8) Upon completion of recovery, SOA/LSMS sends an lnpRecoveryComplete message (current functionality) indicating the end of the missed data.  At this point in time, processing between SOA/LSMS and NPAC continues in normal mode.



9) If implemented in conjunction with or after NANC 352 (Recovery of SPID), then that functionality will also be included in this change order.



AW. Requirements:



Modify section 1.2.13 Recovery Functionality to incorporate SWIM functionality.



New Requirements:



1. SWIM Recovery Tracking – NPAC SMS shall provide functionality that tracks messages not sent to a Service Provider SOA/LSMS for SWIM Recovery purposes.



AX. Message Flows:



IIS



Modify section 5.3.4 Recovery to incorporate SWIM functionality.



GDMO



Add the new SWIM attribute to all of the recovery messages.  This attribute will be optional.



ASN.1



The new SWIM attribute will need to be defined (BOOLEAN).


XIII. Recovery Enhancements – recovery of SPID – (NANC 352)



AY. Business Need:



The NPAC SMS allows for the recovery of missed messages for network data, block data, and SV data.  However, the NPAC functionality based on current requirements does not allow recovery of customer information (SPIDs).  So, if customer information is downloaded, and the Service Provider misses it, it is not recoverable.



This new functionality would improve the recovery process by adding customer (i.e., header data) to the list of recoverable messages, so that subordinate network/block/SV data does not cause rejects or errors.


AZ. Description of Change:



Implement a new optional recovery request that allows the Service Provider to recover customer information (SPIDs).  This new optional feature would send missed customer adds, modifies, or deletes to the Service Provider during the recovery process.



A Service Provider could implement this optional feature at any time, and would send this request during the recovery process similar to the requests sent for network, block, and SV data today.



The data representation would be something like, SPID, text, and download reason.



BA. Major points/processing flow/high-level requirements:



1. This recovery of SPID enhancement will implement a new recovery request type.  This will be used with the lnpDownload message.  This is optional functionality.



2. This recovery of SPID enhancement only applies to recovery mode, not normal mode.



3. No reports are required for this recovery enhancement.


4. The data representation would include, SPID, SP name, and download reason.



5. NPAC regional tunables will be added for 187-Linked Replies capable Service Providers (maximum recoverable data, Blocking Factor).



6. No NPAC SPIDables are required for this recovery enhancement.



7. This new request type can be used by both 187-Service Providers (linked replies will be sent), and non-187-Service Providers (regular non-linked reply will be sent).



8. SOA/LSMS associates to the NPAC and uses the new request type with the lnpDownload message.  The NPAC:



c. Validates the message by the requesting SOA/LSMS



d. Validates maximum recovery size (if over the max size, an error message is returned)



e. Uses SP Profile flags for linked replies



f. Skips checks for SP Profile flags for ranges, notification types, EDR, and skips check for NPA-NXX filters



g. Packages up and sends the maximum data given the different variables and tunable settings.  This process continues until all requested recoverable data has been sent to the requesting SOA/LSMS.



9. Upon completion of recovery, SOA/LSMS sends existing recovery complete message (lnpRecoveryComplete), and processing between SOA/LSMS and NPAC continues in normal mode.



BB. Requirements:



1. Modification of existing requirements – The words of the requirements (approximately dozen) in the Network Data Recovery section, will be modified to include SPID.



2. Linked Replies – The words of the linked replies requirements will be modified to include SPID.



BC. Message Flows:



Modification of existing IIS Flows – The flow pictures for recovery remain the same, i.e., M-ACTION Response (network data).  The words of the flow descriptions will be changed to include SPID.


XIV. Timer Calculation – Maintenance Window Behavior same as Holidays – (NANC 385)



BD. Business Need:



NPAC Timers.  As defined in the FRS, concurrence windows/timers are generated at the time an activity occurs in the NPAC that requires the use of a window/timer.  Specifically, the future expiration time is calculated and stored, based on the NPAC settings, at the time of the activity.  These windows/timers will then expire based on the pre-calculated date/time.  Therefore, a timer is not a meter that “runs” only during the Business Day intervals, but rather is a calculation in GMT of the timer's expiration date/time.



Currently, there are no FRS requirements that address timers and NPAC Maintenance Window time periods.  An operational issue can arise when an NPAC Maintenance Window time period overlaps with normal business operating hours.



This change order proposes an update to the NPAC so that NPAC Maintenance Window time periods will be factored in when calculating timer expiration date/time (i.e., excluding that period of time from the calculation).  This will alleviate the problem where timers expire during the NPAC Maintenance Window time period.



BE. Description of Change:



Functional Backwards Compatible:  YES



The Timer Expiration Calculation will be modified such that a time period designated as an NPAC Maintenance Window that falls within normal business operating hours will NOT “use up” any hours, when calculating the expiration of a timer.  Effectively, the NPAC Maintenance Window time period will be treated the same way as Holidays are currently treated in the NPAC (i.e., excluded from the timer expiration calculation).



This will require entry of Maintenance Window information in the OpGUI by NPAC Personnel (same as Holidays are currently done).



Additionally, a discussion item needs to occur regarding the possible inclusion of Service Provider profile settings to support this new feature.



Aug ’03 LNPAWG, discussion:


Sprint PCS offered the following:  1.) follow up on the Jul ’03 mtg comment about SPID profile toggles.  After internal discussions it was deemed to be unnecessary to have SPID toggles.  2.) this functionality was no longer high priority, since it was agreed to shorten the extended Sunday Service Provider Maintenance Window to 8 hours, assuming NPAC stays within the 8 hours for maintenance.  3.) current concern is that NANC 323 migrations may push maintenance windows beyond the 8 hours.  4.) this functionality would have to be in place before agreeing to move the extended maintenance window back to 11 hours.



BF. Major points/processing flow/high-level requirements:



1. The GUI allows:



a. NPAC personnel to enter an NPAC Maintenance Window for a specific region.



b. To have an impact on timer expiration, the NPAC Maintenance Window must overlap with business hours.



2. NPAC Timer Expiration functionality will be modified to include any entered NPAC Maintenance Window when calculating the timer’s expiration date/time.



3. No modifications required to local systems (SOA, LSMS).



4. No tunable changes.



5. No report changes.



BG. Requirements:



Req 1
NPAC Maintenance Windows



NPAC SMS shall allow NPAC operations personnel to add/delete NPAC Maintenance Windows, via the NPAC Administrative Interface.



Req 2
NPAC Maintenance Windows



NPAC SMS shall include NPAC Maintenance Windows entered into the NPAC SMS, when calculating timer expiration date/time.



BH. Message Flows:



None.


XV. Un-do a “Cancel-Pending” SV – (NANC 388)



BI. Business Need:



Currently there are no requirements in the NPAC that allow a Subscription Version (SV) to be manually changed from “Cancel Pending” status to “Pending” status.  Without any “un-do” functionality, both Service Providers (SPs) must wait for the Cancellation-Initial Concurrence Window and the Cancellation-Final Concurrence Window to expire (nine hours each), let the SV go to Conflict, and then resolve the Conflict or wait for the Conflict Restriction timer (six hours) to expire in order for it to return to “Pending” (when the Cancel Request was initiated by the Old SP).  Alternatively, both SPs could send in cancel requests to the NPAC, at which point the SV would immediately go to “Canceled”, then they could initiate the porting process again.



The current NPAC functionality for a concurred port (where both SPs have sent in Create Requests and the SV is in “Pending” status), then one of the two SPs has sent in a Cancel Request (SV is now in “Cancel Pending” status) is as follows:



1. The New SP initiates the Cancel.  The Old SP concurs with the Cancellation-Initial or the Cancellation-Final Concurrence Requests.  The status will be changed to “Canceled” upon receipt of the cancel concurrence.  Both SPs would have to re-initiate the porting process for this TN.



2. The New SP initiates the Cancel.  The Old SP does not concur with the Cancellation-Initial or the Cancellation-Final Concurrence Requests, the status will be changed to “Canceled” at the expiration of the Final Concurrence expiration.  Both SPs would have to re-initiate the porting process for this TN.



3. The Old SP initiates the Cancel.  The New SP concurs with the Cancellation-Initial or the Cancellation-Final Concurrence Requests.  The status will be changed to “Canceled” upon receipt of the cancel concurrence.  Both SPs would have to re-initiate the porting process for this TN.



4. The Old SP initiates the Cancel.  The New SP does not concur with the Cancellation-Initial or the Cancellation-Final Concurrence Requests, the status will be changed to “Conflict” at the expiration of the Final Concurrence expiration.  The Old SP and New SP must then resolve the conflict, or wait for the Conflict Restriction Window to expire (six hours) for the SV to be eligible to be changed back to “Pending” by the New SP.



In case #4, the porting process could continue after the expiration of the Cancellation Concurrence timers (18 hours), and either the resolution of the conflict (0-6 hours) or waiting for the Conflict timer to expire (6 hours).



BJ. Description of Change:



The recommendation is for a change to the NPAC functionality, such that an SP that sent up a Cancel Request in error, could “un-do” the request by sending a “retract cancel request” message to the NPAC.



This new message would allow the SV to change from a “Cancel Pending” status back to a “Pending” status.  The NPAC would verify that the SP sending the “retract cancel request” message to the NPAC is the same SP that initiated the Cancel Request (otherwise return an error).



There would not be any restriction on when this new message could be sent (i.e., during the 18 hour window that the SV is in Cancel Pending).



No backwards-compatibility flags needed.  The change in status (from Cancel Pending back to Pending) can be handled with the existing Status Attribute Value Change.  However, SPs should verify with their SOA vendors that an SAVC that is updating a Cancel Pending SV to a Pending SV will not be rejected.



In order to use this new functionality, an SP would need to implement a change in their SOA.



Nov ’03 LNPAWG, discussion:


Explained the current functionality, and provided an overview of the desired change.  Vendor action item will be in the LNPAWG action items list.  We will also investigate and discuss the question on the status change after a second cancel request from the Old SP.



BK. Major points/processing flow/high-level requirements:



1. An SV is in cancel-pending status.


2. The Service Provider that issued the cancel message to the NPAC, requests the NPAC to “un-do” the cancel request:


a. The Service Provider sends a “retract cancel request” message to the NPAC.



b. The NPAC validates the message is from the Service Provider that issued the cancel request.



i. If yes, continue.



ii. If no, return an error to the requesting Service Provider, and exit the process.



3. The NPAC changes the status of the SV to pending.



4. The NPAC sends a Status Attribute Value Change notification to the involved Service Providers:



a. New Service Provider receives Status Attribute Value Change notification updating the status to pending.



b. Old Service Provider receives Status Attribute Value Change notification updating the status to pending.



BL. Requirements:



1. NPAC SMS shall inform both Old and New Service Providers when the status of a Subscription Version is set from cancel-pending back to pending for an Inter-Service Provider port.



2. NPAC SMS shall receive the following data from a requesting Service Provider to identify a Subscription Version to have a cancel request retracted:



a. Ported TN (or a specified range of numbers)



b. Subscription Version ID



3. NPAC SMS shall send an appropriate error message to the originating user if the status is not cancel-pending.



4. NPAC SMS shall send an appropriate error message to the originating user if the originating user is neither the New nor the Old Service Provider in the existing Subscription Version upon Subscription Version cancellation retraction.



5. NPAC SMS shall set the Subscription Version cancellation retraction date and time to current upon setting the Subscription Version status back to pending.



6. NPAC SMS shall return an error if a Service Provider sends a cancellation retraction for a subscription version that has not been created by that Service Provider.



7. NPAC SMS shall return an error if a Service Provider sends a cancellation retraction for a subscription version that has not been cancelled by that Service Provider.



8. NPAC SMS shall set the subscription version status to Pending upon receiving a cancellation retraction from either the Old or New Service Provider for a subscription version with a cancel-pending status (both Service Providers have done a create) for an Inter-Service Provider or Port to original port.



BM. Message Flows:



None.


XVI. NPAC Change Order Effectiveness Metrics – (NANC 384)



BN. Business Need:



Abstract:


This contribution proposes specific metrics for evaluating the operating characteristics of the NPAC RSMS, based on characteristics that have a direct impact on individual carriers cost of operations.  It is expected that proposed change orders to NPAC RSMS could be evaluated based on projected improvements to the measurement of one or more of these metrics.  Projected improvements in these measurements would be used by individual carriers to justify the cost associated with specific change orders.



Contribution:


As local number portability matures in its processes and supporting systems, and as telecommunications carriers continue to implement significant financial controls on their expenses, carriers are increasingly looking for justification for particular investments.  The table below represents a list of 6 characteristic metrics that can be measured at the NPAC RSMS and have a direct impact on an individual carriers’ cost of operation.  It is proposed that this set of metrics be used for regular reporting of NPAC RSMS performance capabilities, and that proposed change orders be evaluated by the potential improvement that the change may have on one or more of these metrics.



The second table represents an example of the measurements that should be captured to create a baseline measurement set and delta measurements for individual changes. These represent only estimates, and are included to illustrate the estimate or measurement data that could be provided going forward, for use in allowing businesses to make informed investment decisions with respect to LNP capabilities.



Metrics:



			Metric


			Units


			Measurement Technique





			Throughput Capacity



Reflects the steady-state porting capacity of the NPAC without queuing (assuming infinitely fast LSMS and SOA systems)


			TNs/Second


			Test Technique 1, item 3





			Individual Create Processing Time



Measurement in seconds of the time from receipt to SOA notification of create activity


			Seconds


			Test Technique 1, item 4





			Individual Activate Processing Time



Measurement in seconds of the time from receipt to SOA notification of activate activity (assuming no late LSMS notifications)


			Seconds


			Test Technique 1, item 4





			Individual Modify Processing Time



Measurement in seconds of the time from receipt to SOA notification of modify activity


			Seconds


			Test Technique 1, item 4





			Query Response Rate



Measurement in Queries/Second that represent the steady-state capacity of the NPAC.


			Query Requests/ Second


			Test Technique 1, item 3





			Individual Query Response Time



Measurement in seconds of the time it takes the NPAC to respond to a representative query


			Seconds


			Test Technique 1, item 4








Test Technique 1:



1. Establish a representative traffic load that includes a production-like proportion of Create, Concur, Activate, Modify, and Query operations.



2. Subject the NPAC to the representative proportions of traffic at increasingly high TN/seconds rates, and measure the output LSMS notification rate (the combined rate of SV Activate, SV Modify, and SV Disconnect requests, also in TNs/second).



3. At sufficiently low rates, the NPAC will reach a steady-state where the input rate and the output rate are approximately equal.  As the input rate increases, there will come a point where the input rate exceeds the output rate, indicating that the NPAC is queuing activities internally.  The maximum input rate without queuing represents an effective through-put of the system, measured in TNs/second.



4. When the NPAC loaded at its effective through-put rate, individual transactions each have a start and end time, the difference of which yields a duration calculation for the individual transaction.  An average transaction processing time can be calculated for each transaction type from these individual records.  The measurement of the start and end time are most accurately measured by a tool placed external to the NPAC.  However, it may be acceptable to do initial measurements from transaction log records internal to the NPAC RSMS application software.  This is measured in seconds.



Change Order Effectiveness Estimates



			Metric


			Units


			Assumed Current Value


			NPAC Prioritization of Notifications


			NANC 179 - Ranged Notifications


			NANC 347/350 - 15/60 minute abort timers


			NANC 348 - BDD for notifications


			NANC 351 - Send what I missed


			NANC 352 - SPID recovery


			NANC 368 - NPAC OBFC





			Throughput Capacity


			TNs/Second


			25


			+3


			+20


			


			


			


			


			+5





			Individual Create Processing Time


			Seconds


			1


			No change


			No change


			


			


			


			


			No change





			Individual Activate Processing Time


			Seconds


			2


			No change


			No change


			


			


			


			


			No change





			Individual Modify Processing Time


			Seconds


			2


			No change


			No change


			


			


			


			


			No change





			Query Response Rate


			Query Requests/ Second


			12


			+1


			+14


			


			


			


			


			+2





			Individual Query Response Time


			Seconds


			2


			No change


			No change


			


			


			


			


			No change








BO. Description of Change:



TBD.



BP. Major points/processing flow/high-level requirements:



TBD.


BQ. Requirements:



TBD.



BR. Message Flows:



TBD.
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Requirements related to keeping SV history in the NPAC DB.


· NPB = 5


· SV = 5


3.2, NPAC Personnel Functionality


R3-7.5
Mass Update - Creation of Old Subscription Version 


NPAC SMS shall create an old Subscription Version with a new version id for an active Subscription Version involved in a mass update before applying changes.


3.2.1, Block Holder, Mass Update


RR3-216
Block Holder Information Mass Update - Creation of Old Block


NPAC SMS shall create an old Block with a new version id for an active Block involved in a mass update before applying changes.  (Previously B-810)


3.2.2, Service Provider, Mass Update


RR3-270
SPID Mass Update – Creation of Number Pool Block for Old Service Provider


NPAC SMS shall create an old Number Pool Block with a new version id for the migrating away from SPID, for a Number Pool Block that contains a status of active, partial failure, or old with a FailedSP-List, prior to the partial SPID Mass Update Request Process.  (Previously NANC 323 Req 16)


RR3-272
SPID Mass Update – Creation of Subscription Version for Old Service Provider


NPAC SMS shall create an old subscription version with a new version id for the migrating away from SPID, for a subscription version that contains a status of active, partial failure, disconnect pending, or old with a FailedSP-List, prior to the partial SPID Mass Update Request Process.  (Previously NANC 323 Req 18)


3.5, NPA Split Requirements


RN3-4.36 
NPA Split -Creation of Old Subscription Version


NPAC SMS shall create an old Subscription Version with a new version id for an active Subscription Version involved in an NPA split at the start of permissive dialing for the old NPA.


3.5.2, Block Holder, NPA Split


RR3-51.1
NPA Splits and the Number Pool Block Holder Information – Creation of Old Block


NPAC SMS shall create an old Block with a new version id for an active Block involved in an NPA split at the start of permissive dialing for the old NPA.  (Previously B-554.1)


3.14.4, Block Holder, Modification


RR3-167
Modification of Number Pooling Block Holder Information – Creation of Old Block


NPAC SMS shall create an old Block with a new version id for an active Block prior to modification.  (Previously B-380)


3.14.5, Block Holder, Deletion


RR3-178
Deletion of Number Pooling NPA-NXX-X Holder Information – Creation of Old Block


NPAC SMS shall create an old Block with a new version id for a disconnected Block when the NPA-NXX-X Holder Information de-pool request is received.  (Previously B-482)


5.1.2.2.2.2, Modification of an Active/Disconnect Pending Subscription Version


RR5-46
Modify Active Subscription Version- Creation of Old Subscription Version


NPAC SMS shall create an old Subscription Version with a new version id for an active Subscription Version prior to modification.


5.1.2.2.5, Subscription Version Disconnect


RR5-48
Disconnect Pending Subscription Version- Creation of Old Subscription Version


NPAC SMS shall create an old Subscription Version with a new version id for a disconnect-pending Subscription Version when the immediate or deferred disconnect request is received.
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Example of SV History:


1. Initial Create, Concurrence, Activation.


a. NPAC creates SV with ID of 100, at 12:00.


b. Concurrence happens at 13:00.


c. Activation happens at 14:00, and finishes at 14:01.


2. New SP realizes LRN is incorrect, and sends modify-active to NPAC at 15:00.


a. NPAC creates a new SV to capture the data prior to the LRN change.


b. This new SV, 110, is not broadcast to any SP, and is only in the NPAC history DB.


3. New SP realizes the original LRN was actually correct, and sends another modify-active to NPAC at 16:00.


a. NPAC creates a new SV to capture the data prior to the LRN change.


b. This new SV, 120, is not broadcast to any SP, and is only in the NPAC history DB.


4. The NPA-NXX of this SV is undergoing an NPA Split.  PDP Start happens one day after the last LRN change.


a. NPAC creates a new SV to capture the data prior to the start of PDP.


b. This new SV, 130, is not broadcast to any SP, and is only in the NPAC history DB.


5. New SP undergoes a 323 migration, changing ownership of this SV from SPID B to SPID C.  This happens a week later on 8/7/03 at 10:00.


a. NPAC creates a new SV to capture the data prior to the 323 migration.


b. This new SV, 140, is not broadcast to any SP, and is only in the NPAC history DB.


6. Customer moves, and requests the number to be disconnected.  This happens a week later on 8/14/03 at 15:00.


a. NPAC creates a new SV to capture the data prior to the disconnect request.


b. This new SV, 150, is not broadcast to any SP, and is only in the NPAC history DB.


		History for 571-434-5686

		

		

		

		

		



		

		

		

		

		

		

		



		Action Taken:

		Create & Activate

		modify LRN

		mass update

		NPA split

		323 migration

		disconnect



		

		

		

		

		

		

		



		Version ID

		100

		110

		120

		130

		140

		150



		Status Change Cause Code

		null

		null

		null

		null

		null

		null



		Old SP I.D.

		SPID A

		SPID A

		SPID A

		SPID A

		SPID A

		SPID A



		New SP I.D.

		SPID C

		SPID B

		SPID B

		SPID B

		SPID B

		SPID C



		LRN

		703-123-0000

		703-123-0000

		703-456-0000

		703-123-0000

		703-123-0000

		703-123-0000



		Pending SV Creation Timestamp

		7-30-03 @ 12:00

		7-30-03 @ 12:00

		7-30-03 @ 12:00

		7-30-03 @ 12:00

		7-30-03 @ 12:00

		7-30-03 @ 12:00



		New SP Create

		7-30-03 @ 12:00

		7-30-03 @ 12:00

		7-30-03 @ 12:00

		7-30-03 @ 12:00

		7-30-03 @ 12:00

		7-30-03 @ 12:00



		Conflict Timestamp

		n/a

		n/a

		n/a

		n/a

		n/a

		n/a



		Old SP Auth Flag and Timestamp

		"True" 7-30-03 @ 13:00

		"True" 7-30-03 @ 13:00

		"True" 7-30-03 @ 13:00

		"True" 7-30-03 @ 13:00

		"True" 7-30-03 @ 13:00

		"True" 7-30-03 @ 13:00



		any DPC entries?

		yes

		yes

		yes

		yes

		yes

		yes



		Activation Request Received

		7-30-03 @14:00

		7-30-03 @14:00

		7-30-03 @14:00

		7-30-03 @14:00

		7-30-03 @14:00

		7-30-03 @14:00



		Customer Disconnect Timestamp

		n/a

		n/a

		n/a

		n/a

		n/a

		n/a



		Effective Release

		n/a

		n/a

		n/a

		n/a

		n/a

		n/a



		Disconnect Request Received

		8-14-03 @ 15:00

		n/a

		n/a

		n/a

		n/a

		n/a



		Disconnect Broadcast Start

		8-14-03 @ 15:01

		n/a

		n/a

		n/a

		n/a

		n/a



		Last Modified Timestamp

		7-31-03 @ 13:00

		7-30-03 @ 14:01

		7-30-03 @ 15:00

		7-30-03 @ 16:00

		7-30-03 @ 16:00

		8-7-03 @ 10:00



		Modify Request Received

		7-31-03 @ 13:00

		 

		7-30-03 @ 15:00

		7-30-03 @ 16:00

		7-30-03 @ 16:00

		7-30-03 @ 16:00



		Modify Broadcast Start

		7-31-03 @ 13:00

		 

		7-30-03 @ 15:00

		7-30-03 @ 16:00

		7-30-03 @ 16:00

		7-30-03 @ 16:00



		Cancellation Timestamp

		n/a

		n/a

		n/a

		n/a

		n/a

		n/a



		New SP Cancellation Timestamp

		n/a

		n/a

		n/a

		n/a

		n/a

		n/a



		Old SP Cancellation Timestamp

		n/a

		n/a

		n/a

		n/a

		n/a

		n/a



		Pre-Cancellation Status

		undefined

		undefined

		undefined

		undefined

		undefined

		undefined



		OLD timestamp

		8-14-03 @ 15:02

		n/a

		n/a

		n/a

		n/a

		n/a



		"status"

		"OLD"

		"OLD"

		"OLD"

		"OLD"

		"OLD"

		"OLD"
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II. Change Order Summary Matrix


Cat

Change Order

Description

Benefits

Priority

Biz Need

HL Flow

Reqs

Next Step



IP

NANC 353

Round Robin Broadcast Across SOA Associations

More than one association for SOA, NPAC uses round-robin algorithm to send messages to SOA, better throughput

M

X

X

X

Confirm documented behavior



IP

NANC 383

Separate SOA Channel for Notifications

Notifications don’t contend with other SOA requests/responses, better throughput

H

X

X

X

Confirm documented behavior



IP

ILL 5

Round Robin Broadcast Across LSMS Associations

More than one association for LSMS, NPAC uses round-robin algorithm to send messages to LSMS, better throughput, fewer partial failures

L

X

X

X

Confirm documented behavior



IP

NANC 347/350

CMIP Interface Enhancements – abort behavior

Fewer partial failures, less time in recovery

M

X

X

X

Confirm documented behavior



IP

NANC 368

Outbound Flow Control

Fewer problems with congestion, fewer partial failures, more efficient message buffer management

H

X

X

X

Confirm documented behavior



IP

NANC 390

New Interface Confirmation Messages SOA/LSMS-to-NPAC

Faster NPAC acknowledgement of SOA/LSMS requests, enhanced error messaging for erroneous requests, elimination of duplicate request processing

H

X

X

X

Confirm documented behavior



OB

ILL 130

Application Level Errors

Enhanced error messages, English-like text

L

X

X

X

Confirm documented behavior



OB

NANC 348

BDD for Notifications

Notifications based on date/time range, useful for notification recovery, completes BDD functionality

H

X

X

X

Confirm documented behavior



OB

NANC 349

Batch File Processing

Offload traffic over CMIP interface, useful for large volume activity

L

X

X

X

Confirm documented behavior



RB

NANC 351

Recovery Enhancements – SWIM Recovery

NPAC tracking of unsuccessful messages, recovery of previously unsuccessful messages

H

X

X

X

Confirm documented behavior



RB

NANC 352

Recovery Enhancements – Recovery of SPID

Provides recovery of SPID data, completes recovery functionality

M

X

X

X

Confirm documented behavior



FB

NANC 385

Timer Calculation – Maintenance Window Behavior same as Holidays

Allow NPAC Maintenance Windows to be entered as “downtime”, timer expiration calculation uses these entries, provides accurate timer expiration when Maintenance Window overlaps business hours

H

X

X

X

Confirm documented behavior



FB

NANC 388

Un-do a “Cancel-Pending” SV

“Un-cancel” a cancel-pending SV rather than concur with the cancel, or allow timers to expire

H

X

X

X

Confirm documented behavior



OT

NANC 384

Change Order Effectiveness Matrix

Metrics for evaluating projected improvements of NPAC changes

H

X





Determine level of interest for this change



Category:  IP = Interface Performance, OB = Operational Benefits, RB = Recovery Benefits, FB = Functional Benefits, OT = Other


Priority:  (Three Levels)  1 = High, 2 = Medium, 3 = Low
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LNPA Working Group Meeting Schedule


xxxxxx, 2004


Hosted by 


Agenda

Architecture Planning Team


Thursday, February 5,  8:30 AM – 3:00 PM (Eastern Time Zone) 


Conference Bridge – TBD, pin TBD#


8:30 – 8:45 
Introductions/Agenda Review/Minutes Review


8:45 – 9:15
Performance Requirements


· How much throughput is needed on the SOA?


· Discussion on distribution of volume across the SOAs


9:15 – 11:45
CMIP Interface Improvements/Performance, and Operational/Functional Benefits related Change Orders


· Review of the Architecture Team Change Order Matrix


· Discuss all change orders related to Interface/Performance/Efficiency/Functionality contained in the APT Change Order working document

11:45 – 1:00
Lunch

1:00 – 2:45
Current Issues

· Discussion on testbed requirements


· Historical copies of SVs and pooled blocks. Are they needed?

2:45– 3:00
New Topics for APT

· Discuss topics for next month

Next Meetings … March 9 – 11, 2004, Birmingham, AL – Hosted by Bellsouth

1

1
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NPAC Technology Migration

LNPAWG Discussion on 2/4/2004





*



NPAC Technology Migration - Industry Testing Preparation

		Review Regression Test Plan during February LNPAWG.

		Finalize Regression Test Plan in March.

		SPs to decide if they are participating in Regression Testing by March 4th, 2004.

		Participating SPs sign up for Testing Slots by March 26, 2004.







*



Industry Testing Milestones

		Regression testing for four weeks from 4/5/04 to 4/30/04.

		NeuStar test engineers will be available to support regression testing during this period.

		Eight days of group testing from 5/3/04 to 5/12/04.

		Two days of Fail-over testing on 5/13 and 5/14/04.







*



Deployment Milestones

		First three regions have to be SE, MA and WE.

		Formal selection of Region sequencing will be at the NAPM in February.

		Mother’s Day is on  Sunday 5/9/04, Memorial Day is on Monday 5/31/04.

		Region 1 on 5/16/04 followed by a three week burn in.

		Regions 2 and 3 on 6/6/04.

		Regions 4 and 5 on 6/27/04.

		Regions 6 and 7 on 7/11/04.

		CA Region Tentatively scheduled for 7/18/04.











NEUSTAR"
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Individual SP Cert & Regression Test Plan thru  3.2.doc

NPAC SMS/Individual Service Provider Certification and Regression Test Plan 



For New Entrants Certification and Existing Service Providers/Vendors Regression Testing up to and including NPAC Release 3.2.2


January 19, 2004


Release 3.2.2a


Publication History



			NANC FRS/IIS Version


			Test Plan Release Date


			Description





			R2.0.2


			9/15/1999
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1. Preface



1.1 Purpose of this Document



The purpose of this document is to identify the Turn Up Test Cases to be executed by different Service Providers and/or Vendors in order to successfully interoperate with the NPAC SMS in a particular region.  Chapter 7 contains a Test Case Matrix, which indicates the recommended Test Cases for ‘entrance’ into the Local Number Portability production environment as well as Regression Testing.



Actual Entrance and Exit criteria for test execution/completion are an agreement between individual Service Providers and NeuStar, Inc.  Regression Testing is recommended for each new release of Vendor (SOA and/or LSMS) software as well as each new release of NPAC SMS software.



1.2 Assumptions



All Test Cases should be executed where the Service Provider profile attributes are set such that they emulate the Service Provider’s production environment unless otherwise indicated.



1.3 Audience



The intended audience for this document is NPAC SMS, SOA and LSMS system testers and anyone who is involved with NPAC SMS, SOA and LSMS testing.  It is assumed that individuals using this test plan have an understanding of Local Number Portability, Number Pooling and related specification documents.  The test cases are written from the Interface Interoperability Specification (IIS) perspective so users should have an understanding of this document specifically.



1.4 Test Execution Guidance



The evolution of test cases over the course of several NPAC SMS releases has created a situation where the test cases currently used for service provider and regression testing represent a patchwork of different test plans.  In an effort to provide meaningful guidance to service providers and test engineers on what should be tested based on the type and functionality of the system under test (SUT), this section attempts to help determine the test cases to be executed, based on the capabilities of the SUT, and should be used as a guideline.  Service providers are still free to perform additional test cases as they see fit for their system, however, this section should be used to identify the minimum testing required for adequate testing coverage.



1) The first course of action the test engineer(s) and service provider should do is communicate with one another before testing starts.  The following questions will help facilitate the communication process:



a) What is the objective of the testing?  Is the service provider testing because of new vendor software, NPAC mandated testing, etc.?



b) Will the system(s) under test be a SOA or LSMS or both?



c) Which one of the four Service Provider/Vendor relationships in Chapter 2 is true for the service provider and vendor under test?



d) Does the service provider operate in a service bureau environment?



2) After determining the Service Provider/Vendor relationship, the test engineer(s) will use the Turn Up and Regression Test Case Matrix in Chapter 7 to establish an initial baseline of test cases which are relevant for the SUT.



3) Next, based on whether the SUT is a SOA or LSMS, the test engineer(s) select the appropriate subset of the test cases determined in step 2 based on the system type.



4) At this point, the test cases selected to be executed should reflect the correct Service Provider/Vendor relationship and the type of SUT.  Within that subset, determination needs to be made on what functionality is supported by the SUT and whether all or some of the test cases currently identified are supported or not.



1.4.1 Configurable Attributes



Based on the  Service Provider’s profile configurations to be used in a production environment, use the following list of service provider configurables to determine which test cases can be executed or are not supported by the SUT.



The attribute is the first column, the possible values are in the second column, and the functionality enabled is described in the third column.  Based on the functionality supported, service providers should run the corresponding test cases which test the functionality.



1.4.1.1 SOA Service Provider Configurable Attributes



			Attribute


			Value


			Functionality Covered





			SOA Management


			True/False


			Actions such as create, delete, modify, and query subscription versions.





			SOA Network Data Management


			True/False


			Actions such as creates, deletes, modifies, and queries of network data such as LRNs, NPA-NXXs, and modify their service provider profile.





			SOA Data Download


			True/False


			NPAC SMS download of network data consisting of:



· Service provider data (customer ID and name)



· LRN data (ID, value, and download reason)



· NPA-NXX data (ID, value, effective timestamp, and download reason)



· NPA-NXX-X value (ID, value, effective timestamp, and download reason) – if functionality enabled for the Service Provider









			SOA LTI User


			True/False


			The service provider is accessing NPAC through a low-tech interface (LTI).





			SOA Supports Timer Type


			True/False


			Service Provider’s ability to see the “Timer Type” field in the Subscription Version data that is sent to their SOA.





			· Port In Timer Type






			Short/Long


			Use the short/long timer type for:



· Create Subscription Version Initial Concurrence Window (T1 Timer) 



· Create Subscription Version Final Concurrence Window (T2 Timer)



· Conflict Restriction Window 



· Conflict Resolution New Service Provider Restriction 



· Cancellation Initial Concurrence Window 



· Cancellation Final Concurrence Window





			· Port Out Timer Type






			Short/Long


			Use the short/long timer type for:



· Create Subscription Version Initial Concurrence Window (T1 Timer) 



· Create Subscription Version Final Concurrence Window (T2 Timer)



· Conflict Restriction Window 



· Conflict Resolution New Service Provider Restriction 



· Cancellation Initial Concurrence Window 



· Cancellation Final Concurrence Window





			SOA Supports Business Type


			True/False


			Service Provider’s ability to see the “Business Type” field in the Subscription Version data that is sent to their SOA.





			· Business Hours






			Short/Long


			The hours of operation during which NPAC SMS timers would run for this Service Provider.





			· Business Days






			Short/Long


			The days of operation during which NPAC SMS timers would run for this Service Provider.





			SOA Supports NPA-NXX-X


			True/False


			Whether a SOA supports the download of NPA-NXX-X data.





			SOA Supports WSMSC Data


			True/False


			Whether a SOA supports the creation and download of WSMSC data.





			TN Range Notification Indicator


			True/False


			Whether or not the SOA supports receiving the range format for SOA notifications.





			No New SP Concurrence Notification Indicator


			True/False


			Whether or not the SOA supports receiving the SOA “No New SP Concurrence” notification.





			Notification Priority Tunable Parameter


			High/Medium/Low


			Allows a SOA Customer to establish the priority to be used for transmitting the notifications listed in Appendix C, Table C-7 to his SOA.  Valid priority values for these notifications are HIGH, MEDIUM, LOW and NONE.  A priority of NONE indicates that the SOA customer does NOT wish to receive that particular notification.





			NPAC Customer SOA Linked Replies Indicator


			True/False


			Whether or not the SOA supports receiving Linked Reply recovery responses over the NPAC SMS to SOA interface.








1.4.1.2 LSMS Service Provider Configurable Attributes



			Attribute


			Value


			Functionality Covered





			LSMS Network Data Management


			True/False


			Actions such as creates, deletes, modifies, and queries of network data such as LRNs, NPA-NXXs, and modify their service provider profile.





			LSMS Data Download – Network 


			True/False


			The ability to receive downloads of network data from the NPAC SMS consisting of:



· Service provider data (customer ID and name)



· LRN data (ID, value, and download reason)



· NPA-NXX data (ID, value, effective timestamp, and download reason)



· NPA-NXX-X value (ID, value, effective timestamp, and download reason) – if functionality enabled for the Service Provider









			LSMS Downloadable Data – Subscription


			True/False


			The ability to receive subscription version data from the NPAC SMS.





			LSMS Queries


			True/False


			The ability to perform queries against the NPAC SMS.





			LSMS Supports EDR Download


			True/False


			A broadcast of 1000 TNs will be sent to the LSMS for the block if EDR=False or a representation of the 1000 TN block will be sent otherwise 





			LSMS Supports NPA-NXX-X


			True/False


			Whether an LSMS supports the download of NPA-NXX-X data.





			LSMS Supports WSMSC Data


			True/False


			Whether an LSMS supports the download of WSMSC data.





			NPAC Customer LSMS Linked Replies Indicator


			True/False


			Whether or not the LSMS supports receiving Linked Reply recovery responses over the NPAC SMS to LSMS interface.








5) Once the list of supported test cases is determined  and agreed upon by the test engineer(s), service provider and NPAC, the NPAC testing coordinator should be informed if warranted.



As an example, assume a service provider has a SOA which supports Network Data Management (the SOA Network Data Management option is enabled).  Any test cases in which the service provider SOA is called upon to create, modify, query, or delete network data should be executed providing the capability to do so exists on the vendor software.



To look at an example for a service provider who has an LSMS, assume the LSMS software doesn’t have the capability to represent a 1000 POOLed TN range as a single Block (LSMS Supports EDR Download option is disabled); they would then be referred to as a non-EDR LSMS.  Any test case which specifically references a non-EDR LSMS should be executed by this service provider.  Other test cases that specify ‘LSMS’ may also need to be executed based on overall features and functionality.



1.4.1.3 NPAC Configurables



With the implementation of NPAC Release 3.2 SSN edit capabilities have been implemented.  From release 3.2 forward, if a valid DPC is provided in an appropriate LNP request (SV, NPB, Mass Update, etc.), then a valid SSN value must also be provided.  Furthermore, when test case procedures require the input of valid or invalid DPC and/or SSN information testors should be aware of the regional SSN Edit Flag setting.



If the ‘SSN Edit Flags’ are set to TRUE, then when a valid DPC value is provided (network 001-255, cluster 000-255, member 000-255) the corresponding SSN value must be supplied and equal to (000).



If the ‘SSN Edit Flags’ are set to FALSE, then when a valid DPC value is provided (network 001-255, cluster 000-255, member 000-255), the corresponding valid SSN value must be supplied (000-255).


2. Service Provider/Vendor Relationships and Recommended Testing:



During the course of performing the Test Cases listed in the Test Case Matrix, Service Providers should configure their customer profile to emulate the settings that they will be using in the production environment.  For example, if a Service Provider intends on using the new Block object for Number Pooling in their LSMS, their NPAC Customer LSMS EDR Indicator in their NPAC Customer Record should be set to TRUE.



2.1 New SP w/ New Vendor – New Service Provider with New Vendor



A New Service Provider with New Vendor software (SOA and/or LSMS) refer to a Service Provider that has never tested against the NPAC SMS and is using software that has not been tested against the NPAC SMS.



This Service Provider should execute the column of Test Cases indicated by ‘New SP w/ New Vendor’ in Chapter 7, using the software component(s) (SOA and/or LSMS) they plan to use in production.



These Test Cases are executed when the New Service Provider is ready to use their ‘New’ Vendor software in production – and is not dependent on a new NPAC SMS software release.



This suite of Test Cases will test all NPAC SMS, SOA and/or LSMS functionality as it impacts each system.



2.2 Exp SP w/ New Vendor – Experience Service Provider with New Vendor



A Service Provider that has previously tested against the NPAC SMS, but is now using software (SOA and/or LSMS) that has never been tested against the NPAC SMS is considered an Experienced Service Provider with a New Vendor.



This Service Provider should execute the Test Cases indicated by ‘Exp SP w/ New Vendor’ in Chapter 7, using the software component(s) they plan to use in production.



These Test Cases should be executed when the Service Provider wishes to use this ‘New’ Vendor software in production - and is not dependent on a new NPAC SMS software release.



This suite of Test Cases will test all NPAC SMS, SOA and/or LSMS functionality as it impacts each system.



2.3 New SP w/ Exp Vendor – New Service Provider with Experienced Vendor



A Service Provider that has not tested against the NPAC SMS, but is using software (SOA and/or LSMS) that has already been tested against the NPAC SMS is referred to as a New Service Provider with an Experienced Vendor.



This Service Provider should execute those Test Cases indicated by ‘New SP w/ Exp Vendor’ in Chapter 7, using the software component(s) they plan to use in production.



These Test Cases should be executed when the Service Provider wishes to enter the production environment for the first time, and is not dependent on a new NPAC SMS release.



This suite of Test Cases will test the ‘basic’ success and error functionality for Local Number Portability Turn Up Testing.  This is a subset of the entire Test Plan because, the software has already been tested against the NPAC SMS, but is available to ensure that this Service Provider can use the basic functionality in order to successfully port numbers in a production environment.



2.4 Exp SP w/ Exp Vendor – Experienced Service Provider with Experienced Vendor – AKA Regression Testing



A Service Provider that has tested against the NPAC SMS with software that has also been tested against the NPAC SMS perform regression testing with each new release of their Vendor software as well as each new release of NPAC SMS software.



This Service Provider should execute those Test Cases indicated by ‘Exp SP w/ Exp Vendor’ in Chapter 7, using the software component(s) they use in production as well as any additional Test Cases (that their SOA and/or LSMS may support) to verify the new NPAC SMS functionality presented in the new release.



The suite of Test Cases indicated by ‘Exp SP w/ Exp’ Vendor test the ‘core’ functionality for Local Number Portability Turn Up Testing.  This verifies that the core functionality is still working.



3. Group Testing:



In addition to the Test Cases listed in this Test Case Matrix, Service Providers are required to participate in group testing.  Group testing consists of two parts and requires the participation of multiple service providers in the test environment.  



The first phase of group testing is called “Round Robin” testing.  Instructions for the “Round Robin” testing are contained in this section. 



The second phase of group testing consists of testing certain NPAC Turn Up Test Cases in the multiple service provider environment, based on the purpose of the testing.  For example, if the purpose of testing is to re-certify an “Experienced Service Provider with Experienced Vendor” (refer to relationship definitions in section 2 of this document) then Group Testing would consist of the round robin phase as well as test cases identified for group testing for the current release of NPAC software for which they are seeking certification.  If the purpose of testing is to certify a “New Service Provider with New Vendor”, then Group Testing may consist of the round robin phase as well as a suite of test cases selected by the lead NPAC test engineer that should be executed in a group environment in order to certify to the NPAC software.  



A Group Testing Matrix and Test Case details are found in a separate document/file listed in the related document section and published concurrently with this document.



3.1 Round Robin 



Round Robin testing involves porting a TN from SP1, among the other service providers and back to SP1.  It is considered to be one test case with multiple steps and needs to be executed by the service providers and NPAC Personnel as a team.



Note:  Three round robin test cases should be performed – success, partial failure, and failure. 


3.1.1 Port TN from SP1 to SP2 - 1st time ported TN. 



As the new service provider, SP2 (SPID2) creates a pending port (newSP-Create) for TN TN1. SP1 (SPID1) concurs with the pending port. Next, SP2 activates the pending port and the NPAC SMS broadcasts an M-Create of the subscriptionVersion object to all LSMSs. 



Note: Since this is a 1st time ported TN, a new NPA-NXX notification  (NPA-NXX for TN1) should be sent to all SOA and LSMSs when the pending port is created. 



NPAC Personnel issues an audit of TN TN1 to all service providers and verifies the results of the audit (TN and GTT data) via the audit report. Also, the service providers verify the port by issuing queries to the NPAC SMS for the active TN. 



3.1.2 Port TN from SP2 to SP3 - previously ported TN. 



As the new service provider, SP3 (SPID3) creates a pending port (newSP-Create) for TN TN1. SP2 concurs with the pending port. Next, SP3 activates the pending port and the NPAC SMS broadcasts an M-Create of the subscriptionVersion object to all LSMSs.  



NPAC Personnel issues an audit of TN TN1 to all service providers and verifies the results of the audit(TN and GTT data) via the audit report. Also, the service providers verify the port by issuing queries to the NPAC SMS for the active TN. 



3.1.3 Port TN from SP3 to SP4 - previously ported TN.



 As the new service provider, SP4 (SPID4) creates a pending port (newSP-Create) for TN TN1. SP3 concurs with the pending port. Next, SP4 activates the pending port and the NPAC SMS broadcasts an M-Create to the subscriptionVersion object to all LSMSs.  



NPAC Personnel issues an audit of TN TN1 to all service providers and verifies the results of the audit(TN and GTT data) via the audit report. Also, the service providers verify the port by issuing queries to the NPAC SMS for the active TN.



3.1.4 Port TN from SP4 to SP1 "port to original" – previously ported TN.



As the new service provider and original owner of the TN, SP1 creates a pending port (newSP-Create) with the "port to original" flag equal to TRUE for TN TN1.  SP4 (SPID1) concurs with the pending port.  Next, SP1 activates the pending port and the NPAC SMS broadcasts an M-Delete for the Subscription Version object to all LSMSs. 



NPAC Personnel issues an audit of TN TN1 to all service providers and verifies the results of the audit (TN and GTT data)  via the audit report.  Also, the service providers verify the port by issuing queries to the NPAC SMS for the TN and getting a result equivalent to “No Record Found”.



4. Related Documents:



With release 3.2.0a, this document had to be broken into separate files as the document size was getting too large for the application to function efficiently.  The following chapters are published with this document under the following file names:



			CHAPTER NAME


			FILE NAME





			Chapter 8 Individual Turn Up Test Scenarios Related to NPAC Release 1.


			Individual SP Cert & Regression Test Plan Chapter 8 thru 3.2.2





			Chapter 9 Individual Turn Up Test Scenarios Related to NPAC Release 2.


			Individual SP Cert & Regression Test Plan Chapter 9 thru 3.2.2





			Chapter 10 Individual Turn Up Test Scenarios Related to NPAC Release 3.0.X


			Individual SP Cert & Regression Test Plan Chapter 10 thru 3.2.2





			Chapter 11 Individual Turn Up Test Scenarios Related to NPAC Release 3.1.X


			Individual SP Cert & Regression Test Plan Chapter 11 thru 3.2.2





			Chapter 12 Individual Turn Up Test Scnearios Related to NPAC Release 3.2.X


			Individual SP Cert & Regression Test Plan Chapter 12 thru 3.2.2








Additional information can be found in the following documents:



· NPAC SMS Group Service Provider Certification and Regression Test Plan, Version 3.2.2a



· North American Numbering Council (NANC), Functional Requirements Specification, Number Portability Administration Center (NPAC) Service Management System (SMS), Release 3.2.1a.




· NPAC SMS Interoperable Specifications, NANC Release 3.2.1a.



· NPAC Release 3.2 Individual Functional Test Cases, Release 3.2.2a


5. Service Bureaus:



Companies that are providing Service Bureau SOA and/or LSMS functionality to other Service Providers should test against the NPAC SMS.



A Service Bureau that has never tested against the NPAC SMS, and is using software that has never been tested against the NPAC SMS, should execute the Test Cases indicated by ‘New SP w/ New Vendor’ in Chapter 7.



A Service Bureau that has tested against the NPAC SMS, but is using software that has never been tested against the NPAC SMS, should execute the Test Cases identified by the ‘Exp SP w/ New Vendor’ in Chapter 7.



A Service Bureau that has not tested against the NPAC SMS, but is using software that has been tested against the NPAC SMS, should execute the Test Cases identified by the ‘New SP w/ Exp Vendor’ in Chapter 7.



A Service Bureau that has tested against the NPAC SMS, and is using software that has also been tested against the NPAC SMS, should execute the Test Cases identified by the ‘Exp SP w/ Exp Vendor’ with each new release of vendor software as well as each new release of the NPAC SMS software.  With each new release of NPAC SMS software, a Service Bureau should also execute any additional Test Cases (that the SOA and/or LSMS may support) to verify the new NPAC SMS functionality presented in the new release.



A Service Provider that is using SOA and/or LSMS functionality via a Service Bureau but do not connect directly to the NPAC SMS do not have to test against the NPAC SMS.  In this case, the Service Bureau is responsible for performing tests against the NPAC SMS.



6. Service Bureau vs. Service Provider Testing (a diagram):
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7.  Individual Turn Up Test Case Matrix:



This section contains a matrix of all test cases written and defined for Service Provider Turn Up testing in an individual service provider environment up to and including Release 3.1.  Individual Service Provider and Group Service Provider Turn Up test cases for the current release of NPAC Software (3.2) can be found in the related document, NPAC Release 3.2 Individual Functional Test Cases.  



			


			New Entrant Test Cases


			Re-gression


			SOA


			LSMS





			Test Case Objective


			New SP w/ New Vendor


			Exp SP w/ New Vendor


			New SP w/ Exp Vendor


			Exp SP w/ Exp Vendor


			


			





			Release 1.0 Test Cases





			8.1 Mechanized Interface Scenarios





			8.1.1 Network Data





			8.1.1.1 Create of Network Data





			8.1.1.1.1 SOA Mechanized Interface





			8.1.1.1.1.1  Open a non-existing NPA-NXX for portability via the SOA Mechanized Interface. – Success


			X


			X


			X


			X


			X


			








			8.1.1.1.1.2  Open an NPA-NXX for portability via the SOA Mechanized Interface that exists for another service provider. – Error


			X


			X


			


			


			X


			





			8.1.1.1.1.3  Open an NPA-NXX for portability via the SOA Mechanized Interface that exists for the given service provider. – Error


			X


			X


			X


			


			X


			





			8.1.1.1.1.4  Open NPA-NXX for portability via the SOA Mechanized Interface with an effective date prior to the current date. – Success


			X


			X


			


			


			X


			





			8.1.1.1.1.5  Open NPA-NXX for portability via the SOA Mechanized Interface with invalid effective date. – Error


			X


			X


			


			


			X


			





			8.1.1.1.1.6  Open NPA-NXX for portability via the SOA Mechanized Interface while a communications problem exists between the NPAC SMS and an LSMS. – Success


			X


			X


			


			


			X


			





			8.1.1.1.1.7  Add a non-existing LRN via the SOA Mechanized Interface. – Success


			X


			X


			X


			X


			X


			





			8.1.1.1.1.8  Add an LRN via the SOA Mechanized Interface that exists for another service provider. – Error


			X


			X


			


			


			X


			





			8.1.1.1.1.9  Add an LRN via the SOA Mechanized Interface that exists for the given service provider. – Error


			X


			X


			X


			


			X


			





			8.1.1.1.1.10  Add LRN via the SOA Mechanized Interface with invalid LRN data. – Error


			X


			X


			


			


			X


			





			8.1.1.1.1.11  Create an LRN via the SOA Mechanized Interface while a communications problem exists between the NPAC SMS and an LSMS. – Success


			X


			X


			


			


			X


			





			8.1.1.1.2 LSMS Mechanized Interface





			8.1.1.1.2.1  Open a non-existing NPA-NXX for portability via the LSMS Mechanized Interface. – Success


			X


			X


			X


			X


			


			X





			8.1.1.1.2.2  Open an NPA-NXX for portability via the LSMS Mechanized Interface that exists for another service provider. – Error


			X


			X


			


			


			


			X





			8.1.1.1.2.3  Open an NPA-NXX for portability via the LSMS Mechanized Interface that exists for the given service provider. – Error


			X


			X


			X


			


			


			X





			8.1.1.1.2.4  Open NPA-NXX for portability via the LSMS Mechanized Interface with an effective date prior to the current date. – Success


			X


			X


			


			


			


			X





			8.1.1.1.2.5  Open NPA-NXX for portability via the LSMS Mechanized Interface with invalid effective date. – Error


			X


			X


			


			


			


			X





			8.1.1.1.2.6  Open NPA-NXX for portability via the LSMS Mechanized Interface while a communications problem exists between the NPAC SMS and an LSMS. – Success


			X


			X


			


			


			


			X





			8.1.1.1.2.7  Add a non-existing LRN via the LSMS Mechanized Interface. – Success


			X


			X


			X


			X


			


			X





			8.1.1.1.2.8  Add an LRN via the LSMS Mechanized Interface that exists for another service provider. – Error


			X


			X


			


			


			


			X





			8.1.1.1.2.9  Add an LRN via the LSMS Mechanized Interface that exists for the given service provider. – Error


			X


			X


			X


			


			


			X





			8.1.1.1.2.10  Add LRN via the LSMS Mechanized Interface with invalid LRN data. – Error


			X


			X


			


			


			


			X





			8.1.1.1.2.11  Create an LRN via the LSMS Mechanized Interface while a communications problem exists between the NPAC SMS and an LSMS. – Success


			X


			X


			


			


			


			X





			8.1.1.2 Modify of Network Data





			8.1.1.2.1 SOA Mechanized Interface





			8.1.1.2.1.2  Modify an existing service provider’s profile by adding contact data via the SOA Mechanized Interface. – Success


			X


			X


			X


			X


			X


			





			8.1.1.2.1.3  Modify an existing service provider’s profile by deleting non-required contact data via the SOA Mechanized Interface. – Success


			X


			X


			X


			


			X


			





			8.1.1.2.1.4  Modify an existing service provider’s profile by modifying network address data via the SOA Mechanized Interface. – Success


			X


			X


			X


			


			X


			





			8.1.1.2.1.5  Modify an existing service provider’s profile with invalid contact data via the SOA Mechanized Interface. – Error


			X


			X


			


			


			X


			





			8.1.1.2.2 LSMS Mechanized Interface


			





			8.1.1.2.2.2  Modify an existing service provider’s profile by adding contact data via the LSMS Mechanized Interface. – Success


			X


			X


			X


			X


			


			X





			8.1.1.2.2.3  Modify an existing service provider’s profile by deleting non-required contact data via the LSMS Mechanized Interface. – Success


			X


			X


			X


			


			


			X





			8.1.1.2.2.4  Modify an existing service provider’s profile by modifying network address data via the LSMS Mechanized Interface. – Success


			X


			X


			X


			


			


			X





			8.1.1.2.2.5  Modify an existing service provider’s profile with invalid contact data via the LSMS Mechanized Interface. – Error


			X


			X


			


			


			


			X





			8.1.1.3 Delete of Network Data


			





			8.1.1.3.1 SOA Mechanized Interface


			








			8.1.1.3.1.1  Delete NPA-NXX via SOA Mechanized Interface. – Success


			X


			X


			X


			X


			X


			








			8.1.1.3.1.2  Delete NPA-NXX via SOA or LSMS Mechanized Interface – ‘active’ subscription versions exist. – Error


			X


			X


			X


			


			X


			X








			8.1.1.3.1.3  Delete NPA-NXX via SOA or LSMS Mechanized Interface – not owner service provider. – Error


			X


			X


			X


			


			X


			X








			8.1.1.3.1.4  Delete LRN via SOA Mechanized Interface. – Success


			X


			X


			X


			


			X


			








			8.1.1.3.1.5  Delete LRN via SOA or LSMS Mechanized Interface – ‘active’ subscription versions exist. – Error


			X


			X


			X


			


			X


			X








			8.1.1.3.1.6  Delete LRN via SOA or LSMS Mechanized Interface – not owner service provider. – Error


			X


			X


			


			


			X


			X








			8.1.1.3.1.7  Delete NPA-NXX Filter via SOA Mechanized Interface. – Success


			X


			X


			X


			


			X


			





			8.1.1.3.2 LSMS Mechanized Interface


			








			8.1.1.3.2.1  Delete NPA-NXX via LSMS Mechanized Interface. – Success


			X


			X


			X


			X


			


			X








			8.1.1.3.2.2  Delete LRN via LSMS Mechanized Interface. – Success


			X


			X


			X


			


			


			X








			8.1.1.3.2.3  Delete NPA-NXX Filter via LSMS Mechanized Interface. – Success


			X


			X


			X


			X


			


			X





			8.1.1.4 Query 


			








			8.1.1.4.1.1  Service Provider query of audit on  the NPAC. – Success


			X


			X


			X


			X


			X


			








			8.1.1.4.1.2  Service Provider Query to the NPAC for their own service provider data via their LSMS. – Success


			X


			X


			X


			X


			


			X








			8.1.1.4.1.3  Service Provider Query to the NPAC for their own Service Provider data via their SOA. – Success


			X


			X


			X


			


			X


			








			8.1.1.4.1.4  Service Provider Query to the NPAC for another Service Provider's data via the SOA. – Error


			X


			X


			


			


			X


			








			8.1.1.4.1.5  Service Provider Query to the NPAC for NPA-NXX data via their Local SMS. – Success


			X


			X


			X


			X


			


			X








			8.1.1.4.1.6  Service Provider Query to the NPAC for NPA-NXX data via their SOA. – Success


			X


			X


			X


			


			X


			








			8.1.1.4.1.7  Service Provider Query to the NPAC for LRN data via their SOA. – Success


			X


			X


			X


			


			X


			





			8.1.1.4.1.8  Service Provider Query to the NPAC for another Service Provider's LRN via the SOA. – Success


			X


			X


			X


			


			X


			








			8.1.1.4.1.9  Service Provider Query to the NPAC for LRN data via their Local SMS. – Success


			X


			X


			X


			


			


			X








			8.1.1.4.1.10  Service Provider issues a Scoped/Filtered GET of Network Data to the NPAC via their Local SMS. – Success


			X


			X


			X


			


			


			X








			8.1.1.4.1.11  Service Provider issues a Scoped/Filtered GET of Network Data to the NPAC via their  SOA. – Success


			X


			X


			X


			


			X


			





			8.1.2 Subscription Data


			





			8.1.2.1 Create of Subscription Data


			





			8.1.2.1.1 SOA Mechanized Interface


			








			8.1.2.1.1.1  Create 1st time inter-service provider ‘pending’ port of a single TN via the SOA Mechanized Interface. – Success


			X


			X


			X


			X


			X


			X





			8.1.2.1.1.2 Create 1st time inter-service provider ‘pending’ port of a TN Range via the SOA Mechanized Interface. – Success


			Test Case procedures incorporated into test case 2.1 from Release 3.1.





			8.1.2.1.1.3  Create inter-service provider ‘pending’ port of a single TN via the SOA Mechanized Interface. – Success


			Test Case procedures incorporated into test cases NANC 201-1, NANC 201-5, and NANC 201-9 for Release 2.0





			8.1.2.1.1.4  Create inter-service provider ‘pending’ port of a TN Range via the SOA Mechanized Interface. – Success


			Test Case procedures incorporated into test cases NANC 201-2, NANC 201-6, and NANC 201-10 for Release 2.0





			8.1.2.1.1.5  Create inter-service provider ‘pending’ port of a ported TN porting to the original service provider via the SOA Mechanized Interface. – Success


			X


			X


			X


			


			X


			





			8.1.2.1.1.6  Create inter-service provider ‘pending’ port of a ported TN Range porting to the original service provider via the SOA Mechanized Interface. – Success


			X


			X


			


			


			X


			





			8.1.2.1.1.7  Create inter-service provider ‘pending’ port of a TN Range consisting of both ported and non-ported TNs via the SOA Mechanized Interface. – Success


			X


			X


			X


			


			X


			





			8.1.2.1.1.8  Create inter-service provider ‘pending’ port of a TN Range of an entire NPA-NXX (10,000 TNs) via the SOA Mechanized Interface. – Success


			X


			X


			X


			


			X


			





			8.1.2.1.1.9  Create inter-service provider ‘pending’ port of a single TN with a due date in the past via the SOA Mechanized Interface. – Error


			X


			X


			X


			


			X


			





			8.1.2.1.1.10  Create inter-service provider ‘pending’ port of a TN Range for an NPA-NXX not open for portability via the SOA Mechanized Interface. – Error


			X


			X


			X


			


			X


			





			8.1.2.1.1.11  Create inter-service provider ‘pending’ port of a single TN with an LRN of another service provider’s switch via the SOA Mechanized Interface. – Error


			X


			X


			


			


			X


			





			8.1.2.1.1.12  Create inter-service provider ‘pending’ port of a single TN with an LRN that does not exist via the SOA Mechanized Interface. – Error


			X


			X


			X


			


			X


			





			8.1.2.1.1.13  Create inter-service provider ‘pending’ port of a TN Range with an invalid Old Service Provider id via the SOA Mechanized Interface. – Error


			X


			X


			X


			


			X


			





			8.1.2.1.1.14  Create inter-service provider ‘pending’ port of a TN Range for which each TN in the range exists as a ‘pending’ port via the SOA Mechanized Interface. – Error


			X


			X


			


			


			X


			





			8.1.2.1.1.15  Create inter-service provider ‘pending’ port of a TN Range for which some of the TNs in the range already exist as ‘pending’ ports via the SOA Mechanized Interface. – Error


			X


			X


			X


			


			X


			








			8.1.2.1.1.16  Create 1st time intra-service provider ‘pending’ port of a single TN via the SOA Mechanized Interface. – Success


			X


			X


			X


			X


			X


			X





			8.1.2.1.1.17  Create 1st time intra-service provider ‘pending’ port of a TN Range via the SOA Mechanized Interface. – Success


			X


			X


			X


			


			X


			X





			8.1.2.1.1.18  Create intra-service provider ‘pending’ port of a single TN via the SOA Mechanized Interface. – Success


			X


			X


			X


			X


			X


			





			8.1.2.1.1.19  Create intra-service provider ‘pending’ port of a TN Range via the SOA Mechanized Interface. – Success


			X


			X


			X


			


			X


			





			8.1.2.1.1.22  Create intra-service provider ‘pending’ port of an entire NPA-NXX (10,000 TNs) via the SOA Mechanized Interface. – Success


			X


			X


			X


			


			X


			





			8.1.2.1.1.23  Create intra-service provider ‘pending’ port of a single TN with a due date in the past via the SOA Mechanized Interface. – Error


			X


			X


			X


			


			X


			





			8.1.2.1.1.24  Create intra-service provider ‘pending’ port of a TN Range for an NPA-NXX not open for portability via the SOA Mechanized Interface. – Error


			X


			X


			


			


			X


			





			8.1.2.1.1.25  Create intra-service provider ‘pending’ port of a single TN with an LRN of another service provider’s switch via the SOA Mechanized Interface. – Error


			X


			X


			


			


			X


			





			8.1.2.1.1.26.  Create intra-service provider ‘pending’ port of a single TN with an LRN that does not exist via the SOA Mechanized Interface. – Error


			X


			X


			


			


			X


			





			8.1.2.1.1.27.  Create intra-service provider ‘pending’ port of a TN Range with an invalid Old Service Provider id via the SOA Mechanized Interface. – Error


			X


			X


			


			


			X


			





			8.1.2.1.1.28  Create intra-service provider ‘pending’ port of a TN Range for which each TN in the range exists as a ‘pending’ port for another Service Provider via the SOA Mechanized Interface. – Error


			X


			X


			


			


			X


			





			8.1.2.1.1.29  Create intra-service provider ‘pending’ port of a TN Range for which some of the TNs in the range exists as a ‘pending’ port for another Service Provider via the SOA Mechanized Interface. – Error


			X


			X


			X


			


			X


			








			8.1.2.1.1.30  Create 1st time inter-service provider ‘pending’ port (concurrence) of a single TN via the SOA Mechanized Interface. – Success


			X


			X


			X


			X


			X


			X





			8.1.2.1.1.31  Create 1st time inter-service provider ‘pending’ port (concurrence) of a TN Range via the SOA Mechanized Interface. – Success


			X


			X


			X


			


			X


			X





			8.1.2.1.1.32  Create inter-service provider ‘pending’ port (concurrence) of a single TN via the SOA Mechanized Interface. – Success


			X


			X


			X


			X


			X


			





			8.1.2.1.1.33  Create inter-service provider ‘pending’ port (concurrence) of a TN Range via the SOA Mechanized Interface. – Success


			X


			X


			X


			


			X


			





			8.1.2.1.1.34  Create inter-service provider ‘pending’ port (concurrence) of a ported TN porting to the original service provider via the SOA Mechanized Interface. – Success


			X


			X


			X


			


			X


			





			8.1.2.1.1.35  Create inter-service provider ‘pending’ port (concurrence) of a ported TN Range porting to the original service provider via the SOA Mechanized Interface. – Success


			Test case procedures incorporated into test case 2.33 from Release 3.1.





			8.1.2.1.1.36  Create inter-service provider ‘pending’ port (concurrence) of a TN Range consisting of both ported and non-ported TNs via the SOA Mechanized Interface. – Success


			X


			X


			X


			


			X


			





			8.1.2.1.1.37 Create inter-service provider ‘pending’ port (concurrence) of a TN Range of an entire NPA-NXX (10,000 TNs) via the SOA Mechanized Interface. – Success


			X


			X


			X


			


			X


			





			8.1.2.1.1.38  Create inter-service provider ‘pending’ port (concurrence) of a single TN with a due date in the past via the SOA Mechanized Interface. – Error


			X


			X


			


			


			X


			





			8.1.2.1.1.39  Create inter-service provider ‘pending’ port (concurrence) of a TN Range for an NPA-NXX not open for portability via the SOA Mechanized Interface. – Error


			X


			X


			X


			


			X


			





			8.1.2.1.1.40  Create inter-service provider ‘pending’ port (concurrence) of a TN Range for which each TN in the range exists as a ‘pending’ port via the SOA Mechanized Interface. – Error


			X


			X


			


			


			X


			





			8.1.2.1.1.41  Create inter-service provider ‘pending’ port (concurrence) of a TN Range for which some of the TNs in the range exists as a ‘pending’ port via the SOA Mechanized Interface. – Error


			X


			X


			X


			


			X


			





			8.1.2.1.1.42  Create inter-service provider ‘pending’ port (concurrence) of a TN Range with an authorization flag equal to FALSE and the cause code value populated via the SOA Mechanized Interface. – Success


			X


			X


			X


			


			X


			





			8.1.2.1.1.43  Create inter-service provider ‘pending’ port (concurrence) of a TN Range with the authorization flag equal to FALSE and the cause code value not populated via the SOA Mechanized Interface. – Error


			X


			X


			X


			


			X


			





			8.1.2.1.1.44  Create inter-service provider ‘pending’ port (concurrence) of a TN Range with the authorization flag equal to TRUE and the cause code value is populated via the SOA Mechanized Interface. – Error


			X


			X


			


			


			X


			





			8.1.2.1.1.45  Create inter-service provider ‘pending’ port (concurrence) of a TN Range with the authorization flag equal to FALSE and the cause code value is not 0 via the SOA Mechanized Interface. – Error


			X


			X


			


			


			X


			





			8.1.2.2 Modify of Subscription Data


			





			8.1.2.2.1 SOA Mechanized Interface


			








			8.1.2.2.1.1  Modify required fields for a single TN ‘pending’ port with valid data. – Success


			X


			X


			X


			X


			X


			





			8.1.2.2.1.2  Modify optional fields for a single TN ‘pending’ port for a New Service Provider. – Success


			X


			X


			X


			X


			X


			





			8.1.2.2.1.3  Modify “porting to original” due date for a single TN ‘pending’ port. – Success


			X


			X


			X


			


			X


			





			8.1.2.2.1.4  Modify CNAM DPC with invalid data for a single TN ‘pending’ port. – Error


			Test Case procedures incorporated into test case 191/291-2 from Release 3.2.














			8.1.2.2.1.5  Modify CNAM SSN with invalid data for a single TN ‘pending’ port. – Error


			Test Case procedures incorporated into test case 191/291-2 from Release 3.2.











			8.1.2.2.1.6  Modify End-User Location Value with invalid data for a single TN ‘pending’ port. – Error


			X


			X


			


			


			X


			





			8.1.2.2.1.7  Modify Old Service Provider Authorization field for a single TN ‘pending’ port. – Error


			X


			X


			


			


			X


			








			8.1.2.2.1.8  Modify required fields for a ‘pending’ port for a range of TNs with valid data. – Success


			X


			X


			X


			X


			X


			





			8.1.2.2.1.9  Modify optional fields for ‘pending’ ports for a range of TNs for a New Service Provider – Success


			X


			X


			X


			X


			X


			





			8.1.2.2.1.10  Modify LRN with valid data for a ‘pending’ port for a range of TNs. – Error


			X


			X


			


			


			X


			





			8.1.2.2.1.14  Modify required fields with valid data for a single TN ‘pending’ port which is in conflict. – Success


			X


			X


			X


			


			X


			





			8.1.2.2.1.15  Modify optional fields for a single TN ‘pending’ port which is in conflict for a New Service Provider. – Success


			X


			X


			X


			


			X


			





			8.1.2.2.1.17  NPAC SMS sets ‘pending’ ports for a range of TNs to conflict. – Success


			X


			X


			X


			


			X


			





			8.1.2.2.1.18  Modify required fields with valid data for ‘pending’ ports for a range of TNs which are in conflict. – Success


			X


			X


			X


			


			X


			





			8.1.2.2.1.19  Modify optional fields for ‘pending’ ports for a range of TNs which are in conflict for a New Service Provider. – Success


			X


			X


			X


			


			X


			





			8.1.2.2.1.20  Modify “porting to original” due date for ‘pending’ ports for a range of TNs which are in conflict for a New Service Provider. – Error


			X


			X


			


			


			X


			





			8.1.2.2.1.21  Modify LRN of ‘pending’ ports for a range of TNs which are in conflict with an LRN value which does not exist. – Error


			X


			X


			


			


			X


			





			8.1.2.2.1.22  Modify the Status Change Cause Code of ‘pending’ ports for a range of TNs for another service provider. – Error


			X


			X


			 


			


			X


			





			8.1.2.2.1.23  Modify required data for a single TN ‘active’ subscription for current Service Provider with valid data. – Success


			Test case procedures incorporated into test case 2.12 from Release 3.1.





			8.1.2.2.1.24  Modify optional data for a single TN ‘active’ subscription for current Service Provider with valid data. – Success


			X


			X


			X


			


			X


			X





			8.1.2.2.1.25  Modify CNAM DPC with invalid data for an ‘active’ subscription for a single TN for current Service Provider. – Error


			Test Case procedures incorporated into test case 191/291-4 from Release 3.2.











			8.1.2.2.1.26  Modify CNAM SSN with invalid data for an ‘active’ subscription for a single TN for current Service Provider. – Error


			Test Case procedures incorporated into test case 191/291-4 from Release 3.2.











			8.1.2.2.1.27  Modify End-User Location - Value with invalid data for an ‘active’ subscription for a single TN for current Service Provider. – Error


			X


			X


			


			


			X


			





			8.1.2.2.1.28  Modify an ‘active’ subscription for a single TN for another Service Provider. – Error


			X


			X


			


			


			X


			





			8.1.2.2.1.30  Modify required data for ‘active’ subscription versions for a range of TNs for current Service Provider with valid data. – Success


			Test case procedures incorporated into test case 2.11 from Release 3.1.





			8.1.2.2.1.31  Modify optional data for ‘active’ subscription versions for a range of TNs for current Service Provider with valid data. – Success


			X


			X


			X


			X


			X


			X





			8.1.2.2.1.32  Modify LRN with an LRN value which does not exist for an active’ subscription versions for a range of TNs for current Service Provider. – Error


			X


			X


			


			


			X


			





			8.1.2.2.1.33  Modify ‘active’ subscription versions for a range of TNs for another Service Provider. – Error


			X


			X


			


			


			X


			





			8.1.2.2.1.34  Modify single TN ‘pending’ port request for an Old Service Provider. – Success


			X


			X


			X


			


			X


			





			8.1.2.2.1.35  Modify a 'pending' port to set the Old Service Provider Authorization flag to false. – Success


			Test case procedures incorporated into test case 2.30 from Release 3.1.





			8.1.2.2.1.39  Modify status change cause code value for a single TN when Old Service Provider Authorization is not set to false. – Error


			X


			X


			


			


			X


			








			8.1.2.2.1.40  Modify LRN for a single TN ‘pending’ port which is ‘active’ for another Service Provider. – Error


			X


			X


			


			


			X


			





			8.1.2.2.1.41  Modify ‘pending’ port request for a range of TNs for an Old Service Provider. – Success


			Test case procedures incorporated into test case 2.15 from Release 3.1.





			8.1.2.2.1.46  Modify status change cause code for a single TN ‘pending’ port when Old Service Provider Authorization is set to false. – Error


			X


			X


			X


			


			X


			





			8.1.2.2.1.47  Modify status change cause code for a single TN ‘pending’ port request which is in conflict when Old Service Provider Authorization is not set to false. – Error


			X


			X


			X


			


			X


			





			8.1.2.2.1.48  Modify by Old Service Provider for a range of ‘pending’ ports TNs to conflict. – Success


			Test case procedures incorporated into test case 2.28 from Release 3.1.





			8.1.2.2.1.49  Modify ‘pending’ ports for a range of TNs which are in conflict for an Old Service Provider. – Success


			X


			X


			X


			


			X


			





			8.1.2.2.1.51  Modify status change cause code for a ‘pending’ port for a range of TNs which are in conflict when Old Service Provider Authorization is not set to false. – Error


			X


			X


			


			


			X


			





			NOTE: Modify Active Partial Failure and Full Failure Test Cases have been added to the end of Release 1 test cases.  The 4 test cases that cover these scenarios are as follows:





			Modify_Active_1  Modify optional data for an ‘active’ Subscription Version with valid data for the Current Service Provider. – Partial Failure


			X


			X


			X


			X


			X


			X





			Modify_Active_2  Modify required data for ‘active’ Subscription Versions, for a range of TNs, with valid data for the Current Service Provider. – Partial Failure


			Test case procedures incorporated into test case 2.13 from Release 3.1.





			Modify_Active_3  Modify required data for an ‘active’ Subscription Version with valid data for the Current Service Provider. – Failure


			X


			X


			X


			X


			X


			X





			Modify_Active_4  Modify optional data for ‘active’ Subscription Versions, for a range of TNs, with valid data for the Current Service Provider. – Failure


			X


			X


			X


			X


			X


			X





			8.1.2.3 Delete of Subscription Data





			8.1.2.3.1 SOA Mechanized Interface








			8.1.2.3.1.1  Immediate Disconnect of ‘active’ port - single TN – SOA Mechanized Interface. – Success


			Test case procedures incorporated into test case 2.19 from Release 3.1.








			8.1.2.3.1.2  Immediate Disconnect of ‘active’ port - single TN – SOA Mechanized Interface. – Failure


			X


			X


			X


			X


			X


			








			8.1.2.3.1.3  Immediate Disconnect of ‘active’ port - single TN – SOA Mechanized Interface. – Partial Failure


			X


			X


			X


			X


			X


			








			8.1.2.3.1.4  Immediate Disconnect of ‘active’ port – range of TNs – SOA Mechanized Interface. – Success


			Test case procedures incorporated into test case 2.16 from Release 3.1.








			8.1.2.3.1.5  Immediate Disconnect of ‘active’ port – range of TNs – SOA Mechanized Interface. – Failure


			X


			X


			X


			X


			X


			








			8.1.2.3.1.6  Immediate Disconnect of an ‘active’ port – range of TNs – SOA Mechanized Interface. – Partial Failure


			X


			X


			X


			X


			X


			








			8.1.2.3.1.7  Immediate disconnect of  an ‘active’ port - single TN – no customer disconnect date. – SOA Mechanized Interface – Error


			X


			X


			X


			


			X


			








			8.1.2.3.1.8  Immediate disconnect of an ‘active’ port – single TN – not current Service Provider. – SOA Mechanized Interface – Error


			X


			X


			X


			


			X


			








			8.1.2.3.1.9  Immediate disconnect of a single TN – not ‘active’ – SOA Mechanized Interface. – Error


			X


			X


			


			


			X


			








			8.1.2.3.1.10  Deferred Disconnect of ‘active’ port - single TN – SOA Mechanized Interface. – Success


			X


			X


			X


			X


			X


			X








			8.1.2.3.1.11  Deferred Disconnect of an ‘active port’ - single TN – SOA Mechanized Interface. – Failure


			X


			X


			X


			


			X


			








			8.1.2.3.1.12  Deferred Disconnect of an ‘active’ port - single TN – SOA Mechanized Interface. – Partial Failure


			X


			X


			X


			


			X


			








			8.1.2.3.1.13  Deferred Disconnect of an ‘active’ port – range of TNs – SOA Mechanized Interface. – Success


			X


			X


			X


			


			X


			X








			8.1.2.3.1.14  Deferred Disconnect of an ‘active’ port – range of TNs – SOA Mechanized Interface. – Failure


			X


			X


			X


			


			X


			








			8.1.2.3.1.15  Deferred Disconnect of an ‘active’ port – range of TNs – SOA Mechanized Interface. – Partial Failure


			X


			X


			X


			


			X


			





			8.1.2.3.1.16  Deferred Disconnect for a single TN for other Service Provider. – Error


			X


			X


			X


			


			X


			





			8.1.2.3.1.17  Disconnect for a range of TNs for other Service Provider. – Error


			X


			X


			X


			


			X


			





			8.1.2.4 Activate of Subscription Data





			8.1.2.4.1 SOA Mechanized Interface








			8.1.2.4.1.1  Activate inter-service provider ‘pending’ port of a single TN. – Success


			Test case procedures incorporated into test case 2.8 from Release 3.1.








			8.1.2.4.1.2  Activate inter-service provider ‘pending’ port of a single TN. – Failure


			X


			X


			X


			X


			X


			








			8.1.2.4.1.3  Activate inter-service provider ‘pending’ port of a single TN. – Partial Failure


			X


			X


			X


			X


			X


			X








			8.1.2.4.1.4  Activate inter-service provider ‘pending’ port of a range of TNs. – Success


			Test case procedures incorporated into test case 2.6 from Release 3.1.








			8.1.2.4.1.5  Activate inter-service provider ‘pending’ port of a range of TNs. – Failure


			X


			X


			X


			X


			X


			








			8.1.2.4.1.6  Activate inter-service provider ‘pending’ port of a range of TNs. – Partial Failure


			X


			X


			X


			X


			X


			








			8.1.2.4.1.7  Activate inter-service provider ‘pending’ port of a single TN – not in ‘pending’ state. – Error


			X


			X


			


			


			X


			








			8.1.2.4.1.8  Activate inter-service provider ‘pending’ port of a single TN – no New Service Provider timestamp exists and before NPA-NXX effective date. – Error


			X


			X


			


			


			X


			








			8.1.2.4.1.9  Activate inter-service provider ‘pending’ port of a single TN – prior to due date. – Error


			X


			X


			X


			


			X


			








			8.1.2.4.1.10  Activate intra-service provider ‘pending’ port of a single TN that has been previously ported. – Success


			X


			X


			X


			X


			X


			X








			8.1.2.4.1.11  Activate intra-service provider ‘pending’ port of a single TN. – Failure


			X


			X


			X


			


			X


			








			8.1.2.4.1.12  Activate intra-service provider ‘pending’ port of a single TN. – Partial Failure


			X


			X


			X


			


			X


			








			8.1.2.4.1.13  Activate intra-service provider ‘pending’ port of a range of TNs that has been previously ported. – Success


			X


			X


			X


			X


			X


			X








			8.1.2.4.1.14  Activate intra-service provider ‘pending’ port of a range of TNs. – Failure


			X


			X


			X


			


			X


			








			8.1.2.4.1.15  Activate intra-service provider ‘pending’ port of a range of TNs. – Partial Failure


			X


			X


			X


			


			X


			








			8.1.2.4.1.17  Activate intra-service provider ‘pending’ port of a single TN – no New Service Provider timestamp exists and before NPA-NXX effective date. – Error


			X


			X


			


			


			X


			








			8.1.2.4.1.18  Activate intra-service provider ‘pending’ port of a single TN – prior to due date. – Error


			X


			X


			


			


			X


			








			8.1.2.4.1.19  Activate porting to original ‘pending’ port of a single TN. – Success


			X


			X


			X


			X


			X


			X








			8.1.2.4.1.20  Activate porting to original ‘pending’ port of a single TN. – Failure


			X


			X


			X


			


			X


			








			8.1.2.4.1.21  Activate porting to original ‘pending’ port of a single TN. – Partial Failure


			X


			X


			X


			


			X


			








			8.1.2.4.1.22  Activate porting to original ‘pending’ port of a range of TNs. – Success


			X


			X


			X


			


			X


			X








			8.1.2.4.1.23  Activate porting to original ‘pending’ port of a range of TNs. – Failure


			X


			X


			X


			


			X


			








			8.1.2.4.1.24  Activate porting to original ‘pending’ port of a range of TNs. – Partial Failure


			X


			X


			X


			


			X


			








			8.1.2.4.1.25  Activate porting to original ‘pending’ port of a single TN – not in ‘pending’ state. – Error


			X


			X


			


			


			X


			








			8.1.2.4.1.27  Activate porting to original ‘pending’ port of a single TN – prior to due date. – Error


			X


			X


			


			


			X


			





			8.1.2.5
Cancel of Subscription Data





			8.1.2.5.1 SOA Mechanized Interface








			8.1.2.5.1.1  Subscription Version Cancel With Only One Create Action Received (Old Service Provider SOA Mechanized Interface). – Success


			Test case procedures incorporated into test case 2.27 from Release 3.1.








			8.1.2.5.1.2  Subscription Version Cancel With Only One Create Action Received (New Service Provider SOA Mechanized Interface). – Success


			X


			X


			X


			


			X


			








			8.1.2.5.1.3  Subscription Version Cancel Validation: subscription version does not exist (Old Service Provider’s or New Service Provider’s SOA Mechanized Interface). – Error


			X


			X


			X


			


			X


			








			8.1.2.5.1.4 Subscription Version Cancel Validation: subscription state (Old Service Provider’s or New Service Provider’s SOA Mechanized Interface). – Error


			X


			X


			X


			


			X


			





			8.1.2.5.1.5 Subscription Version Cancel Validation: authorized service provider (Old Service Provider’s or New Service Provider’s SOA Mechanized Interface) – Error


			X


			X


			X


			


			X


			





			8.1.2.5.1.6 Subscription Version Cancel by Service Provider SOA After Both Service Provider SOAs Have Concurred (Old Service Provider’s SOA Mechanized Interface)


			X


			X


			X


			


			X


			





			8.1.2.5.1.7 Subscription Version Cancel by Service Provider SOA After Both Service Provider SOAs Have Concurred (New Service Provider’s SOA Mechanized Interface)


			X


			X


			X


			X


			X


			





			8.1.2.5.1.8 Subscription Version Cancel by Old Service Provider SOA No Acknowledgment by New Service Provider SOA (SOA Mechanized Interface)


			X


			X


			X


			X


			X


			








			8.1.2.5.1.9  Subscription Version Cancel by New Service Provider SOA No Acknowledgment by Old Service Provider (SOA Mechanized Interface). – Success


			X


			X


			X


			


			X


			








			8.1.2.5.1.10  Subscription Version Cancel Intra-service Provider Port (Current Provider SOA Mechanized Interface). – Success


			X


			X


			X


			


			X


			





			8.1.2.6 Conflict/Conflict Resolution of Subscription Data








			8.1.2.6.2  Subscription Version Conflict Removal by the New Service Provider SOA. – Success


			Test Case procedures incorporated into test cases NANC 201-25 and NANC 201-35 for Release 2.0








			8.1.2.6.3  Subscription Version Conflict Removal by the New Service Provider SOA before the Version Conflict Cancellation Window has expired. – Error


			X


			X


			X


			


			X


			








			8.1.2.6.4  Subscription Version Conflict: No Conflict Resolution. – Success


			X


			X


			X


			


			X


			





			8.1.2.7 Query of Subscription Data





			8.1.2.7.1
  SOA Mechanized Interface








			8.1.2.7.1.1  Subscription Version Query – SOA. – Success


			X


			X


			X


			X


			X


			





			8.1.2.7.2
  LSMS Mechanized Interface








			8.1.2.7.2.1  Subscription Version Query – LSMS. – Success


			X


			X


			X


			X


			


			X





			8.2 Disaster Recovery Scenarios





			8.2.1 Scheduled Site Switchover


			X


			X


			X


			X


			


			





			8.2.2 Unscheduled Site Switchover


			X


			X


			X


			X


			


			





			8.2.3 Scheduled Downtime


			X


			X


			X


			X


			


			





			8.5 NPA Splits Scenarios





			8.5.1 Permissive Dialing Period is Successfully Started - NPAC Personnel User – Success 


			Test case procedures incorporated into test case 192-1 from Release 3.2.





			8.5.2.  New NPA-NXX does not Already Exist - NPAC Personnel User – Error


			Test case procedures incorporated into test case 192-1 from Release 3.2.





			8.5.3  Permissive Dialing Period with Audits – NPAC Personnel User – Success


			Test case procedures incorporated into test case 192-1 from Release 3.2.





			8.5.4  Confirm that the NPAC Personnel user and the Service Provider user can add new NPA-NXXs to an NPA Split before and during Permissive Dialing Period.- Success


			Test case procedures incorporated into test case 192-1 from Release 3.2.





			8.5.5  Perform Port-to-Original during the Permissive Dialing Period of the NPA Split. - Success


			Test case procedures incorporated into test case 192-1 from Release 3.2.





			8.5.6  New NPA-NXX involved in one NPA Split Validation - NPAC Personnel User – Error


			Test case procedures incorporated into test case 192-1 from Release 3.2.





			8.5.7  Old NPA-NXX involved in one NPA Split Validation - NPAC Personnel User – Error


			Test case procedures incorporated into test case 192-1 from Release 3.2.





			8.5.8  Delete NPA Split - NPAC Personnel User – Success


			Test case procedures incorporated into test case 192-1 from Release 3.2.





			8.5.9  Removal of NPA-NXX from NPA Split during Permissive Dialing Period - NPAC Personnel User – Success


			Test case procedures incorporated into test case 192-1 from Release 3.2.





			9.2  Audits





			Audit_1  NPAC Initiates Full Audit (all data attributes), Single TN, No Discrepancies. – Success


			X


			X


			X


			


			


			X





			Audit_2  SOA Initiates Full Audit (all data attributes), Range of TNs, with Discrepancies. – Success


			X


			X


			X


			X


			X


			





			Audit_3  SOA Initiates Partial Audit (some data attributes), Single TN, with Discrepancies. – Success


			X


			X


			X


			X


			X


			





			Audit_4  NPAC Initiates Partial Audit (some data attributes), Single TN, with Discrepancies. – Success


			Test Case procedures incorporated into test case 9.2 for Release 3.0.





			Audit_5  NPAC Initiates Partial Audit (some data attributes), Range of TNs, with Discrepancies. – Success


			X


			X


			X


			


			


			X





			Release 2.0 Test Cases





			ILL 75 Test Cases





			Ill 75-1 SOA – Old Service Provider Personnel create an Inter-Service Provider Subscription Version specifying a due date that is prior to the NPA-NXX Effective Date – Error 



(Note:  This error may be caught by either the SOA or NPAC SMS.)


			X


			X


			


			


			X


			





			Ill 75-2 SOA – New Service Provider Personnel create an Inter-Service Provider Subscription Version specifying a due date that is prior to the NPA-NXX Effective Date – Error



(Note:  This error may be caught by either the SOA or NPAC SMS.)


			X


			X


			X


			


			X


			





			Ill 75-3 SOA – Old Service Provider Personnel, using a range of TNs, create Inter-Service Provider Subscription Versions specifying a due date that is prior to the NPA-NXX Effective Date – Error (Note:  This error may be caught by either the SOA or NPAC SMS.)


			X


			X


			


			


			X


			





			Ill 75-4 SOA – New Service Provider Personnel, using a range of TNs, create Inter-Service Provider Subscription Versions specifying a due date that is prior to the NPA-NXX Effective Date – Error (Note:  This error may be caught by either the SOA or NPAC SMS.)


			X


			X


			


			


			X


			





			Ill 75-5 SOA – Service Provider Personnel create an Intra-Service Provider Subscription Version specifying a due date that is equal to the NPA-NXX Effective Date – Success


			Test Case procedures incorporated into test case 8.1.2.1.1.18 for Release 1.0





			Ill 75-6 SOA – Service Provider Personnel, using a range of TNs, create Intra-Service Provider Subscription Versions specifying a due date that is equal to the NPA-NXX Effective Date – Success


			X


			X


			


			


			X


			





			Ill 75-23 SOA – Old Service Provider Personnel modify an Inter-Service Provider Subscription Version specifying a due date that is equal to the NPA-NXX Effective Date – Success


			Test Case procedures incorporated into test case 8.1.2.2.1.34 for Release 1.0





			Ill 75-24 SOA – New Service Provider Personnel modify an Inter-Service Provider Subscription Version specifying a due date that is equal to the NPA-NXX Effective Date – Success


			Test Case procedures incorporated into test case 8.1.2.2.1.1 for Release 1.0





			Ill 75-25 SOA – Old Service Provider Personnel, using a range of TNs, modify an Inter-Service Provider Subscription Versions specifying a due date that is equal to the NPA-NXX Effective Date – Success


			X


			X


			X


			


			X


			





			Ill 75-26 SOA – New Service Provider Personnel, using a range of TNs, modify Inter-Service Provider Subscription Versions specifying a due date that is equal to the NPA-NXX Effective Date – Success


			X


			X


			X


			


			X


			





			Ill 75-27 SOA – Old Service Provider Personnel modify an Inter-Service Provider, Port-to-Original Subscription Version specifying a due date that is prior to the NPA-NXX Effective Date – Error (Note:  This error may be caught by either the SOA or NPAC SMS.)


			X


			X


			


			


			X


			





			Ill 75-28 SOA – New Service Provider Personnel modify an Inter-Service Provider, Port-to-Original Subscription Version specifying a due date that is prior to the NPA-NXX Effective Date – Error (Note:  This error may be caught by either the SOA or NPAC SMS.)


			X


			X


			


			


			X


			





			Ill 75-29 SOA – Old Service Provider Personnel, using a range of TNs, modify Inter-Service Provider, Port-to-Original Subscription Versions specifying a due date that is prior to the NPA-NXX Effective Date – Error 



(Note:  This error may be caught by either the SOA or the NPAC SMS.)


			X


			X


			


			


			X


			





			Ill 75-30 SOA – New Service Provider Personnel, using a range of TNs, modify Inter-Service Provider, Port-to-Original Subscription Versions specifying a due date that is prior to the NPA-NXX Effective Date – Error 



(Note:  This error may be caught by either the SOA or the NPAC SMS.)


			X


			X


			


			


			X


			





			Ill 75-31 SOA – Service Provider Personnel modify an Intra-Service Provider Subscription Version specifying a due date that is prior to the NPA-NXX Effective Date – Error 



(Note:  This error may be caught by either the SOA or the NPAC SMS.)


			X


			X


			


			


			X


			





			Ill 75-32 SOA – Service Provider Personnel, using a range of TNs, modify Intra-Service Provider Subscription Versions specifying a due date that is prior to the NPA-NXX Effective Date – Error (Note:  This error may be caught by either the SOA or NPAC SMS.)


			X


			X


			


			


			X


			





			ILL 79 Test Cases





			ILL 79 – 1 SOA – Service Provider Personnel, using their SOA system, where SOA Network Data Download Association Function is set to ‘ON’, issue a Network Data and Notification Recovery Request by specifying a Time Range – Success


			Test Case procedures incorporated into test case 8.3 for Release 3.0.





			ILL 79 – 2 LSMS – Service Provider Personnel, using their LSMS system, where LSMS Network and Subscription Data Download Association Function is set to ‘ON’, issue a Network Data and Notification Recovery Request by specifying a Time Range – Success


			Test Case procedures incorporated into test case 8.1 for Release 3.0.





			ILL 79 – 3 SOA – Service Provider Personnel, using their SOA system, issue a Notification Recovery Request specifying a Time Range that exceeds the Maximum Download Duration Tunable on the NPAC SMS – Error


			X


			X


			


			


			X


			





			ILL 79 – 4 LSMS – Service Provider Personnel, using their LSMS system, issue a Notification Recovery Request specifying a Time Range that exceeds the Maximum Download Duration Tunable on the NPAC SMS – Error


			Test Case procedures incorporated into test case 8.4 for Release 3.0.





			ILL 79 – 5 SOA – Service Provider Personnel, using their SOA system, where the SOA Network Data Download Indicator Association Function is set to ‘OFF’, issue a Notification Recovery Request by specifying a Time Range – Success


			X


			X


			


			


			X


			





			ILL 79 – 6 SOA – Service Provider Personnel, using their SOA system, where SOA Network Data Download Association Function is set to ‘ON’, issue a Network Data and Notification Recovery Request by specifying a Time Range with a filter on an NPA-NXX that is used – Success


			X


			X


			


			


			X


			





			ILL 79 – 7 LSMS – Service Provider Personnel, using their LSMS system, where LSMS Network and Subscription Data Download Association Function is set to ‘ON’, issue a Network Data and Notification Recovery Request by specifying a Time Range with an NPA-NXX filter in place – Success


			X


			X


			


			


			


			X





			NANC 22 Test Cases





			NANC 22-1 SOA – Service Provider Personnel issue a Subscription Version query that exceeds the maximum subscriber query tunable and verifies that the complexity limitation error is returned  – Error


			X


			X


			X


			


			X


			





			NANC 22-2 LSMS – Service Provider Personnel issue a Subscription Version query that exceeds the maximum subscriber query tunable and verifies that the complexity limitation error is returned – Error


			X


			X


			X


			


			


			X





			NANC 23 Test Cases





			NANC 23-1 SOA – Service Provider Personnel create an audit using another Service Provider’s ID – Error


			X


			X


			X


			


			X


			





			NANC 48 Test Cases





			NANC 48-1 NPAC OP GUI – NPAC Personnel assign an ‘Associated’ Service Provider ID to a ‘Primary’ Service Provider ID – Success


			X


			X


			


			


			


			





			NANC 48-5 SOA – ‘Primary’ Service Provider Personnel, initiate Notification Recovery over their SOA to NPAC Interface to recover messages for both their ‘Primary’ and ‘Associated’ SPIDs- Success


			X


			X


			X


			X


			X


			





			NANC 48-6 SOA – ‘Associated’ SPID ‘B’ creates an NPA-NXX (at least 4 Service Provider’s are configured to operate in this region, 1 ‘Primary’ SPID (‘A’), 2 ‘Associated’ SPIDs (‘B’ and ‘C’) and one other SPID ‘D’ – neither Primary or Associated) SPID ‘B’, SPID ‘A’, and SPID ‘D’ are configured with their SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’, SPID ‘C’ is configured with their SOA Network Data Download Association Function set to ‘ON’ and their LSMS Network and Subscription Data Download Association Function is set to ‘OFF’ (Some SPs in the region have filters to not accept downloads for this NPA-NXX) – Success


			X


			X


			


			


			X


			





			NANC 48-7 SOA – ‘Associated’ SPID ‘B’ issues an inter-Service Provider Subscription Version Create to the NPAC SMS where the TN is the first to be ported in the NPA-NXX, and they are the New Service Provider and ‘Primary’ SPID ‘A’ is the Old Service Provider – Success 


			X


			X


			X


			X


			X


			





			NANC 48-8 SOA – ‘Associated’ SPID ‘B’ issues a Subscription Version Activate for an Inter-Service Provider Port to the NPAC SMS, where they are the New Service Provider and ‘Primary’ SPID ‘A’ is the Old Service Provider – Success


			X


			X


			X


			X


			X


			





			NANC 48-9 SOA – ‘Associated’ SPID ‘C’ issues an inter-Service Provider Subscription Version Create to the NPAC SMS for a range of TNs, where they are the New Service Provider and ‘Primary’ SPID ‘A’ is the Old Service Provider (Some SPs in the region have filters to not accept downloads for this NPA-NXX) – Success


			X


			X


			


			


			X


			





			NANC 48-10 SOA – ‘Associated’ SPID ‘B’ issues an Intra-Service Provider Subscription Version Create – Success


			X


			X


			


			


			X


			





			NANC 48-11 SOA – ‘Primary’ SPID ‘A’ issues a Port-To-Original Subscription Version Create to the NPAC SMS for a single TN, where they are the New Service Provider and ‘Associated’ SPID ‘B’ is the Old Service Provider – Success


			X


			X


			X


			X


			X


			





			NANC 48-12 SOA – ‘Primary’ SPID ‘A’ issues a Subscription Version Activate for a Port-to-Original Subscription Version to the NPAC for a single TN, where they are the New Service Provider and ‘Associated’ SPID ‘B’ is the Old Service Provider – Success


			X


			X


			X


			X


			X


			





			NANC 48-13 SOA – ‘Associated’ Service Provider ‘B’ issues An Immediate Subscription Version Disconnect for an ‘Active’ SV  – Success


			Test case procedures incorporated into test case 2.21 from Release 3.1.





			NANC 48-14 SOA – ‘Associated’ Service Provider ‘B’ issues a Subscription Version Create for a ‘Pooled’ TN, where they are the New Service Provider and SPID ‘A’ is the Old Service Provider – Success


			X


			X


			


			


			X


			





			NANC 48-15 SOA – ‘Associated’ Service Provider ‘B’ issues a Subscription Version Activate for a ‘Pooled’ TN, where they are the New Service Provider and ‘Primary’ SPID ‘A’ is the Old Service Provider – Success


			X


			X


			


			


			X


			





			NANC 48-16 SOA – ‘Associated’ Service Provider ‘B’ issues an Immediate Disconnect for an Active SV where the TN is part of a Pool – Success


			X


			X


			


			


			X


			





			NANC 48-17 SOA – ‘Associated’ Service Provider ‘B’ issues a Port-To-Original Subscription Version Create where they are the New Service Provider and SPID ‘C’ is the Old Service Provider and the TN is part of a ‘Pool’ – Success


			X


			X


			


			


			X


			





			NANC 68 Test Cases





			NANC 68 – 1 NPAC OP GUI – NPAC Personnel submit a Mass Update request specifying a TN range (no Subscription Versions with status of partial failure, sending and disconnect-pending exist within a Service Provider ID and for the TN range specified) – Success


			X


			X


			X


			X


			X


			X





			NANC 68 – 3 NPAC OP GUI – NPAC Personnel submit a Mass Update request specifying an LRN and Service Provider ID (some Subscription Versions with status of active, pending, cancel, cancel-pending, and conflict exist for the LRN specified) – Success


			X


			X


			X


			X


			X


			X





			NANC 139 Test Cases





			NANC 139 – 1 NPAC OP GUI – NPAC Personnel create a New Service Provider on the NPAC SMS.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function and LSMS Network Data Download Association Function are set to ‘ON’ and a NPA-NXX filter for the new NPA-NXX is established for this Service Provider. – Success


			X


			X


			X


			


			X


			X





			NANC 139 – 4 SOA – Service Provider Personnel create an NPA-NXX on the NPAC SMS.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Functions are set to ‘ON’, and an NPA-NXX filter for the new NPA-NXX is established for this Service Provider. – Success


			X


			X


			X


			


			X


			X





			NANC 139 – 5 LSMS – Service Provider Personnel create an NPA-NXX on the NPAC SMS.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA and LSMS Network and Subscription Data Download Association Functions are set to ‘ON’. – Success


			X


			X


			X


			


			X


			X





			NANC 139 – 7 SOA – Service Provider Personnel delete an NPA-NXX on the NPAC SMS.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function and the LSMS Network and Subscription Data Download Association Function are set to ‘ON’. – Success


			X


			X


			


			


			X


			X





			NANC 139 – 8 SOA – Service Provider Personnel delete an NPA-NXX on the NPAC SMS that belongs to another Service Provider.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function LSMS Network and Subscription Data Download Association Functions are set to ‘ON’. – Error


			X


			X


			


			


			X


			X





			NANC 139 – 9 LSMS – Service Provider Personnel delete an NPA-NXX on the NPAC SMS.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Functions are set to ‘ON’. – Success


			X


			X


			


			


			X


			X





			NANC 139 – 11 SOA – Service Provider Personnel create an LRN on the NPAC SMS.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function is set to ‘ON’ and LSMS Network and Subscription Data Download Association Function are set to ‘OFF’. – Success


			X


			X


			X


			


			X


			X





			NANC 139 – 12 LSMS – Service Provider Personnel create an LRN on the NPAC SMS.  The SOA and LSMS are connected to the NPAC SMS.  The SOA Network Data Download Association Function is set to ‘OFF’ and LSMS Network and Subscription Data Download Association Function are set to ‘ON’. – Success


			X


			X


			X


			


			X


			X





			NANC 139 – 14 SOA – Service Provider Personnel delete an LRN on the NPAC SMS.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function is set to ‘ON’ and the LSMS Network and Subscription Data Download Association Function are set to ‘OFF’. – Success


			X


			X


			


			


			X


			X





			NANC 139 – 15 SOA – Service Provider Personnel delete an LRN on the NPAC SMS that belongs to another Service Provider.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function is set to ‘OFF’ and the LSMS Network and Subscription Data Download Association Function are set to ‘ON’. – Error


			X


			X


			


			


			X


			X





			NANC 139 – 16 LSMS – Service Provider Personnel delete an LRN on the NPAC SMS.  The SOA and LSMS are connected to the NPAC SMS.  The SOA Network Data Download Association Function is set to ‘OFF’ and the LSMS Network and Subscription Data Download Association Function are set to ‘ON’. – Success


			X


			X


			


			


			X


			X





			NANC 162 Test Cases





			NANC 162 –1 SOA – Old Service Provider Personnel modify the TN of a Subscription Version – Error


			X


			X


			X


			


			X


			





			NANC 201 Test Cases





			New Service Provider Short Timers/Short Business Type and Old Service Provider Short Timers/Short Business Type





			NANC 201-1 SOA – New Service Provider Personnel create an Inter-Service Provider Subscription Version for a single TN when the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘SHORT’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘SHORT’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success


			X


			X


			X


			X


			X


			





			NANC 201-2 SOA – New Service Provider Personnel create Inter-Service Provider Subscription Versions for a range of TNs when the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘SHORT’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘SHORT’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success


			X


			X


			X


			X


			X


			





			New Service Provider Short Timers/Short Business Type and Old Service Provider Long Timers/Long Business Type





			NANC 201-5 SOA – New Service Provider Personnel create an Inter-Service Provider Subscription Version for a single TN when the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘SHORT’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘LONG’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success


			X


			X


			X


			X


			X


			





			NANC 201-6 SOA – New Service Provider Personnel create Inter-Service Provider Subscription Versions for a range of TNs when the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘SHORT’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘LONG’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success


			X


			X


			X


			X


			X


			





			New Service Provider Long Timers/Long Business Type and Old Service Provider Long Timers/Long Business Type





			NANC 201-9 SOA – New Service Provider Personnel create an Inter-Service Provider Subscription Version for a single TN when the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘LONG’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘LONG’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success


			X


			X


			X


			X


			X


			





			NANC 201-10 SOA – New Service Provider Personnel create Inter-Service Provider Subscription Versions for a range of TNs when the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘LONG’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘LONG’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success


			X


			X


			X


			X


			X


			





			New Service Provider Short Timers/Short Business Type and Old Service Provider Long Timers/Short Business Type





			NANC 201-13 NPAC OP GUI – NPAC Personnel create an Inter-Service Provider Subscription Version for a single TN when the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘SHORT’ and the Old Service Provider ‘Port Out Timer’ is set to ‘LONG’ and the ‘SP Business Type’ is set to ‘SHORT’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success


			X


			X


			X


			


			X


			





			Timer Type and Business Type are ‘SHORT’


			


			


			


			


			


			





			NANC 201-17 NPAC OP GUI – NPAC Personnel issue a Cancellation for a Pending Subscription Version (for which both Service Providers have initially concurred to) on behalf of the Old Service Provider, when the Timer Type and Business Type are set to ‘SHORT’, allow the Cancellation-Initial Concurrence and Cancellation-Final Concurrence Timer expire – Success


			X


			X


			X


			


			X


			





			NANC 201-18 SOA – Old Service Provider Personnel place a Subscription Version into Conflict, five minutes prior to the Subscription Version Due date, the Timer Type and Business Type are set to ‘SHORT’ – Success


			X 


			X


			


			


			X


			





			Timer Type and Business Type are ‘LONG’


			


			


			


			


			


			





			NANC 201-21 SOA – Old Service Provider Personnel place a Subscription Version into Conflict when the Timer Type and Business Type are set to ‘LONG’ (neither the Initial or Final Concurrence Timers have expired and it’s prior to the Conflict Restriction Window expiration) – Success


			X 


			X


			


			


			X


			





			NANC 201-23 SOA – Old Service Provider Personnel place a Subscription Version into Conflict when the Timer Type and Business Type are set to ‘LONG’ (the Old Service Provider initially concurred to this port and is now placing it into conflict – the Conflict Restriction Window has not expired) – Error


			X


			X


			


			


			X


			





			NANC 201-25 SOA – New Service Provider Personnel remove a Subscription Version from Conflict when the Timer Type and Business Type are set to ‘LONG’ (after the Conflict Resolution New Service Provider Restriction Tunable has expired) – Success


			X


			X


			X


			X


			X


			





			Timer Type is set to ‘LONG’ and Business Type is set to ‘SHORT’





			NANC 201-30 NPAC OP GUI – NPAC Personnel, acting on behalf of the Old Service Provider, issue a Cancellation for a Pending Subscription Version that the New Service Provider has concurred to, when the Timer Type is set to ‘LONG’ and Business Type is set to ‘SHORT’, allow the Cancellation-Initial Concurrence and Cancellation-Final Concurrence Timer expire prior to acknowledging the cancel request – Success


			X






			X


			X


			


			X


			





			NANC 201-31 SOA – Old Service Provider Personnel place a Subscription Version into Conflict when the Timer Type is set to ‘SHORT’ and Business Type is set to ‘SHORT’  (neither the Initial or Final Concurrence Timers have expired) – Success


			X


			X


			


			


			X


			





			NANC 201-33 SOA – Old Service Provider Personnel place a Subscription Version into Conflict when the Timer Type is set to ‘LONG’ and Business Type is set to ‘SHORT’ (the Old Service Provider initially concurred to this port and is now placing it into conflict – the Conflict Restriction Window has been reached) – Error


			X


			X


			


			


			X


			





			NANC 201-35 SOA – New Service Provider Personnel remove a Subscription Version from Conflict when the Timer Type is set to ‘LONG’ and Business Type is set to ‘SHORT’ (after the Conflict Resolution New Service Provider Restriction Tunable has expired) – Success


			X


			X


			X


			X


			X


			





			Query Test Cases:





			NANC 201-39 SOA– Service Provider Personnel perform a Subscription Version query, specifying Timer Type and Business Type – (when the ‘SOA Supports Timer Type and SOA Supports Business Type’ are set to ‘FALSE’ for this Service Provider). – Success


			Test Case procedures incorporated into test case 8.1.2.7.1.1 for Release 1.0





			NANC 201-41 LSMS – Service Provider Personnel perform a Subscription Version query, specifying Timer Type and Business Type – (when the ‘LSMS Supports Timer Type and LSMS Supports Business Type’ are set to ‘FALSE’ for this Service Provider). – Success


			Test Case procedures incorporated into test case 8.1.2.7.2.1 for Release 1.0





			NANC 201-42 SOA/LSMS– Service Provider Personnel perform a Subscription Version query, specifying Timer Type and Business Type – (when the ‘SOA Supports Timer Type and SOA/LSMS Supports Business Type’ are set to ‘TRUE’ for this Service Provider). – Success


			Test Case procedures incorporated into test case 8.1.2.7.1.1 for Release 1.0





			NANC 201-44 LSMS – Service Provider Personnel perform a Subscription Version query, specifying Timer Type and Business Type – (when the ‘LSMS Supports Timer Type and LSMS Supports Business Type’ are set to ‘TRUE’ for this Service Provider). – Success


			Test Case procedures incorporated into test case 8.1.2.7.2.1 for Release 1.0





			NANC 203 Test Cases





			Create – Error





			NANC 203 – 2 SOA – Service Provider Personnel, create an Intra-Service Provider Subscription Version, specifying WSMSC DPC and SSN information – the Service Provider’s SOA DOES NOT Support WSMSC DPC and SSN Data. – Error


			X 


			X


			X


			


			X


			





			Modify Pending





			NANC 203 – 3 SOA – New Service Provider Personnel, attempt to modify WSMSC DPC and/or SSN information for a pending Subscription Version – the Service Provider’s SOA Supports WSMSC DPC and SSN Data. – Success


			Test Case procedures incorporated into test case 8.1.2.2.1.2 for Release 1.0





			NANC 203 – 4 SOA – New Service Provider Personnel, attempt to modify WSMSC DPC and/or SSN information for a pending Subscription Version – the Service Provider’s SOA DOES NOT Support WSMSC DPC and SSN Data. – Error 


			X


			X


			X


			


			X


			





			Modify Active





			NANC 203 – 7 SOA – Service Provider Personnel, attempt to modify an Active Subscription Version without including the WSMSC DPC and SSN Data – the Service Provider’s SOA DOES NOT Support WSMSC DPC and SSN Data. – Success 


			X


			X


			X


			


			X


			





			NANC 203 – 8 SOA – Service Provider Personnel, attempt to modify the LRN for an Active Subscription Version without including the WSMSC DPC and SSN Data – the Service Provider’s SOA Supports WSMSC DPC and SSN Data. – Error 


			X






			X


			X


			


			X


			





			Query





			NANC 203 – 11 SOA– Service Provider Personnel, submit a Subscription Version Query, specifying WSMSC DPC and SSN Data to the NPAC SMS – the Service Provider’s SOA Supports WSMSC DPC and SSN Data. – Success 


			Test Case procedures incorporated into test case 8.1.2.7.1.1 for Release 1.0





			NANC 203 – 12 SOA – Service Provider Personnel, submit a Subscription Version Query, specifying WSMSC DPC and SSN Data to the NPAC SMS – the Service Provider’s SOA DOES NOT Support WSMSC DPC and SSN Data. – Success


			Test Case procedures incorporated into test case 8.1.2.7.1.1 for Release 1.0





			NANC 203 – 14 LSMS – Service Provider Personnel, submit a Subscription Version Query, specifying WSMSC DPC and SSN Data to the NPAC SMS – the Service Provider’s LSMS DOES NOT Support WSMSC DPC and SSN Data. – Success 


			Test Case procedures incorporated into test case 8.1.2.7.2.1 for Release 1.0





			NANC 203 – 15 SOA – New Service Provider Personnel, create an Inter-Service Provider Subscription Version for a single TN when the SOA WSMSC DPC SSN Data Indicator is set to ‘TRUE’ for both Service Providers and this is the first port for the NPA-NXX of this TN. – Success


			Test Case procedures incorporated into test case 8.1.2.1.1.1 for Release 1.0





			NANC 203 – 16 SOA – New Service Provider Personnel, create Inter-Service Provider Subscription Versions for a range of TNs when the SOA WSMSC DPC SSN Data Indicator is set to ‘TRUE’ for both Service Providers. – Success


			Test Case procedures incorporated into test cases NANC 201-2, NANC 201-6, and NANC 201-10 for Release 2.0





			NANC 203 – 19 SOA – Service Provider Personnel, create an Intra-Service Provider Subscription Version for a single TN when the SOA WSMSC DPC SSN Data Indicator is set to ‘TRUE’ for both Service Providers. – Success


			Test Case procedures incorporated into test case 8.1.2.1.1.16 for Release 1.0 





			NANC 203 – 20 SOA – Service Provider Personnel, create Intra-Service Provider Subscription Versions for a range of TNs when the SOA WSMSC DPC SSN Data Indicator is set to ‘TRUE’ for both Service Providers. – Success


			Test Case procedures incorporated into test case 8.1.2.1.1.17 for Release 1.0





			Activate





			NANC 203 – 23 SOA – New Service Provider Personnel, activate a ‘pending’ Subscription Version that contains WSMSC DPC and SSN Data.  At least 1 LSMS is connected to the NPAC and Supports WSMSC DPC and SSN Data. – Success


			Test Case procedures incorporated into test case 8.1.2.4.1.1 for Release 1.0





			NANC 203 – 24 SOA – New Service Provider Personnel, activate a ‘pending’ Subscription Versions for a range of TNs that contain WSMSC DPC and SSN Data.  At least 1 LSMS is connected to the NPAC and DOES NOT Support WSMSC DPC and SSN Data. – Success


			Test Case procedures incorporated into test case 8.1.2.4.1.4 for Release 1.0





			Audit





			NANC 203 – 27 SOA – Service Provider Personnel Initiate Full Audit (all data attributes), Range TN, No Discrepancies – the Service Provider’s LSMS supports WSMSC DPC and SSN Data. – Success


			X


			X


			X


			X


			X


			





			NANC 203 – 28 SOA – Service Provider Personnel Initiate Partial Audit (some data attributes, including WSMSC data), Range of TNs, With Discrepancies – the Service Provider’s LSMS Supports WSMSC DPC and SSN Data. – Success


			X


			X


			X


			X


			X


			





			NANC 203 – 29 SOA –Service Provider Personnel Initiate Partial Audit (some data attributes, including WSMSC data), Single TN, With Discrepancies – the Service Provider’s LSMS supports WSMSC DPC and SSN Data. – Success


			X


			X


			X


			


			X


			





			Data Download Bulk 





			NANC 203 – 30 NPAC OP GUI – NPAC Personnel Initiate a Bulk Data Download of Subscription Data – The Service Provider’s LSMS DOES NOT Support WSMSC DPC and SSN Data. – Success


			X


			X


			X


			


			


			X





			Mass Update





			NANC 203 – 32 NPAC OP GUI  - NPAC Personnel submit a Mass Update request specifying WSMSC DPC Values for a specific Service Provider in a single region. – Success


			X


			X


			


			


			X


			X





			NANC 214 Test Cases





			NANC214 -1 SOA – Old Service Provider personnel successfully put a pending Subscription Version into conflict using an Old Service Provider create after the Conflict Restriction Window Tunable Time has been reached but before the Final Concurrence Timer (T2) has expired. – Success


			X


			X


			X


			X


			X


			





			NANC214 - 2 SOA – Old Service Provider personnel successfully put a range of pending Subscription Versions into conflict using an Old Service Provider create after the Conflict Restriction Window Tunable Time has been reached but before the Final Concurrence Timer has expired. – Success


			X


			X


			


			


			X


			





			NANC214 - 3 SOA – Old Service Provider personnel attempt to put a ‘pending’ Subscription Version into conflict using the subscriptionVersionModify action.  This action is issued after they have concurred to the port and after the Conflict Restriction Window Tunable Time has been reached. – Error


			X


			X


			


			


			X


			





			NANC214 - 4 SOA – Old Service Provider personnel attempt to put a range of ‘pending’ Subscription Versions into conflict using the subscriptionVersionModify action after the Conflict Restriction Window Tunable Time has been reached. – Error


			X


			X


			X


			X


			X


			





			NANC214-5 SOA – Old Service Provider personnel attempt to put a ‘pending’ Subscription Version into conflict using the Subscription Version M-SET.  This action is issued after they have concurred to the port and after the Conflict Restriction Window Tunable Time. – Error


			X


			X


			


			


			X


			





			NANC214-6 SOA – Old Service Provider personnel attempt to put a range of ‘pending’ Subscription Versions into conflict using an M-SET after the Conflict Restriction Window Tunable Time has been reached. – Error


			X


			X


			


			


			  X 


			





			Release 3.0 Test Cases





			2. Network Data





			2.1 SOA - Service Provider Personnel attempt to delete an NPA-NXX that is part of NPA-NXX-X Information (Block Data does not exist). - Error


			X


			X


			X


			


			X


			





			2.3 LSMS – Service Provider Personnel attempt to delete an NPA-NXX that is part of NPA-NXX-X Information (Block exists with status of ‘failed’ and a Failed SP List). - Error


			X


			X


			X


			


			


			EDR/ non-EDR





			2.4 SOA - Service Provider Personnel attempt to delete a LRN that is associated with a Block with a status of ‘old’ and a Failed SP List. – Error


			X


			X


			


			


			X


			





			2.6 LSMS - Service Provider Personnel attempt to delete a LRN that is associated with a Block that has a status of  ‘partial fail’ and a Failed SP List. - Error


			X


			X


			


			


			


			EDR/ non-EDR





			3. NPA-NXX-X Information





			3.1 Create NPA-NXX-X Information





			3.1.1 NPAC OP GUI - NPAC Personnel create NPA-NXX-X Information, where the Block Holder SPID is the same as the Code Holder SPID and must be neither a primary or secondary SPID and the NPAC SMS schedules the Number Pool Block create, and the NPAC SMS activates upon scheduled date and time. The following Service Provider configurations are in place:



1. 1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to receive the download.



2. 1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to receive the download.



3. 1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to NOT receive the download.



4. 1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to NOT receive the download).



 - Success


			X


			X


			X


			X


			X


			EDR/ non-EDR





			3.2 Modify NPA-NXX-X Information





			3.2.1 NPAC OP GUI - NPAC Personnel modify the Effective Date of the NPA-NXX-X Information - Success


			X


			X


			X


			X


			X


			EDR/ non-EDR





			3.3 Delete NPA-NXX-X Information





			3.3.1 NPAC OP GUI - NPAC Personnel delete NPA-NXX-X Information when subordinate information (Number Pool Block and Subscription Versions) exist, post Effective Date, to 4 LSMSs with the following configurations:



1. 1 with LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to receive the download.



2. 1 with LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to NOT receive the download



3. 1 with LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to receive the download



4. 1 with LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to NOT receive the download



 - Success


			X


			X


			X


			X


			X


			EDR/ non-EDR





			3.3.8 NPAC OP GUI – NPAC Personnel delete an NPA-NXX-X value that has a respective Number Pool Block Create Event scheduled – Success


			X


			X


			


			


			X


			EDR/ non-EDR





			3.4 Query NPA-NXX-X Information





			3.4.1 SOA - Service Provider Personnel send a Query NPA-NXX-X Information request over the Interface by specifying an NPA-NXX-X-ID - Success


			X


			X


			X


			


			X


			





			3.4.3 LSMS - Service Provider Personnel send a Query NPA-NXX-X Information request over the Interface by specifying an NPA-NXX-X-ID - Success


			X


			X


			X


			


			


			EDR/ non-EDR





			3.4.4 SOA  - Service Provider Personnel send a Query NPA-NXX-X Information request over the Interface, specifying an attribute that will return many objects – Success


			X


			X


			X


			X


			X


			





			3.4.6 LSMS - Service Provider Personnel send a Query NPA-NXX-X Information request over the Interface, specifying an attribute that will return many objects – Success


			X


			X


			X


			X


			


			EDR/ non-EDR





			3.4.7 SOA - Service Provider Personnel send a Query NPA-NXX-X Information request over the Interface when the SOA NPA-NXX-X Indicator is set to ‘Off’ - Success


			X


			X


			


			


			X


			





			3.4.8 LSMS - Service Provider Personnel send a Query NPA-NXX-X Information request over the Interface when the LSMS NPA-NXX-X Indicator is set to ‘Off’ - Success


			X


			X


			


			


			


			EDR/ non-EDR





			3.4.9 SOA - Service Provider Personnel send a Query NPA-NXX-X Information request over the Interface when a filter for the respective NPA-NXX is set for this Service Provider at the NPAC - Success


			X


			X


			


			


			X


			





			3.4.10 LSMS - Service Provider Personnel send a Query NPA-NXX-X Information request over the Interface when the filter for the respective NPA-NXX is set for this Service Provider at the NPAC - Success


			X


			X


			


			


			


			EDR/ non-EDR





			4. Block Information





			4.1 Create Block Information





			4.1.1 SOA - Service Provider Personnel create a non-contaminated Number Pool Block – Success.


			X


			X


			X


			X


			X


			EDR/ non-EDR





			4.1.2 NPAC OP GUI - NPAC Personnel schedule a Number Pool Block Create for a contaminated Block to be run at a future date, and the NPAC SMS activates upon scheduled date and time – Success


			X


			X


			X


			


			


			EDR/ non-EDR





			4.1.3 SOA - Service Provider Personnel create a Number Pool Block that already exists. - Error


			X


			X


			X


			


			X


			





			4.1.4 SOA – Service Provider Personnel create a Number Pool Block prior to the NPA-NXX-X Effective Date – Error


			X


			X


			X


			


			X


			





			4.1.5 SOA - Service Provider Personnel attempt to create a Number Pool Block when ‘pending-like, no-active’ Subscription Versions exist – Error


			X


			X


			


			


			X


			





			4.2 Modify Block Information





			4.2.1 SOA- Service Provider Personnel modify an active Number Pool Block with the SOA Origination Indicator set to FALSE (and contains Subscription Versions with LNP Types of ‘POOL’, ‘LISP’ and ‘LSPP’) for at least 4 LSMSs (2 non-EDR and 2 EDR). – Success


			X


			X


			X


			X


			X


			EDR/ non-EDR





			4.2.5 SOA – Service Provider Personnel modify an active Number Pool Block with the SOA Origination Indicator set to TRUE, using an LRN that does not exist on the NPAC SMS for that Service Provider. – Error


			X


			X


			


			


			X


			





			4.2.6 SOA – Service Provider Personnel attempt to modify a Number Pool Block for a Number Pool Block that has a status of ‘active’ with a Failed SP List. – Error


			X


			X


			X


			


			X


			





			4.2.7 NPAC OP GUI – NPAC Personnel modify the SOA Origination Indicator for a Number Pool Block – Success


			X


			X


			X


			


			X


			





			4.3 Delete Block Information





			4.3.2 SOA – Service Provider Personnel attempt to delete a Number Pool Block over the SOA to NPAC SMS interface – Error


			X


			X


			X


			


			X


			





			4.4 Query Block Information





			4.4.1 SOA – Service Provider Personnel submit a Query Number Pool Block Request to the NPAC SMS using an NPA-NXX-X value as filter criteria. – Success


			X


			X


			X


			X


			X


			





			4.4.2 LSMS – Service Provider Personnel submit a Number Pool Block query request over the LSMS to NPAC SMS Interface using a Number Pool Block ID as filter criteria – Success


			X


			X


			X


			X


			


			EDR/ non-EDR





			6. Subscription Version Management





			6.1 Query Subscription Versions





			6.1.1 SOA – Service Provider Personnel query the NPAC for multiple Subscription Versions with LNP Type set to ‘POOL’ – Success


			Test Case procedures incorporated into test case 8.1.2.7.1.1 for Release 1.0.





			6.1.2 LSMS – Service Provider Personnel query the NPAC for a single Subscription Version with LNP Type set to ‘POOL’ – Success


			Test Case procedures incorporated into test case 8.1.2.7.2.1 for Release 1.0.





			6.2 Subscription Version Create Test Cases





			6.2.2 NPAC OP GUI - NPAC Personnel create an Intra-Service Provider Subscription Version where a previously ‘active’ Subscription Version does not exist, after the NPA-NXX-X Creation and prior to the NPA-NXX-X Effective Date – Success


			X


			X


			


			


			X


			





			6.2.3 SOA - Service Provider Personnel submit an Intra-Service Provider Subscription Version create request where a previously ‘active’ Subscription Version does not exist, after the NPA-NXX-X Creation and prior to the NPA-NXX-X Effective Date – Error


			X


			X


			X


			


			X


			





			6.2.4 SOA - Service Provider Personnel submit an Inter-Service Provider, Port-to-Original Create request for the Code Holder after the NPA-NXX-X Creation and prior to NPA-NXX-X Effective Date – Error


			X


			X


			


			


			X


			





			6.2.5 NPAC OP GUI - NPAC Personnel create a range of Intra-Service Provider Subscription Versions both within and outside of the 1K Block, where previously ‘active’ SVs do not exist for the Code Holder after the NPA-NXX-X Creation and prior to the NPA-NXX-X Effective Date – Success


			X


			X


			X


			


			X


			





			6.2.7 SOA - Service Provider Personnel submit an Inter-Service Provider, Port-to-Original Create request for the Code Holder after the NPA-NXX-X Effective Date and prior to the Block existence – Error


			X


			X


			


			


			X


			





			6.2.8 SOA - Service Provider Personnel submit an Intra-Service Provider Create request after NPA-NXX-X Effective Date and Block Activation – Success


			X


			X


			X


			X


			


			





			6.2.9 SOA - Service Provider Personnel submit an Inter-Service Provider, Port-to-Original Create request for the Code Holder after the Block existence – Error


			X


			X


			X


			


			X


			





			6.3 Subscription Version Modify Test Cases





			6.3.1 SOA - Service Provider Personnel submit a request to modify a Subscription Version with LNP Type set to ‘POOL’ – Error


			X


			X


			X


			


			X


			





			6.4 Subscription Version Delete Test Cases





			6.4.1 SOA – Service Provider Personnel attempt to delete (submit a disconnect request) a Subscription Version with LNP Type set to ‘POOL’ – Error


			X


			X


			X


			


			X


			





			6.5 Subscription Version Disconnect Test Cases





			6.5.4 NPAC OP GUI - NPAC Personnel resend a ‘failed’ disconnect request – Success


			X


			X


			X


			X


			


			EDR/ non-EDR





			7. NPA Split





			7.1 NPAC OP GUI - NPAC Personnel schedule a future-dated NPA Split specifying the Old NPA-NXX as one that is part of an ‘active’ Number Pool Block – Success


			Test case procedures incorporated into test case 192-1 from Release 3.2.





			7.3 NPAC OP GUI – NPAC Personnel remove an NPA-NXX from an NPA Split prior to the Permissive Dial Period (PDP) Start Date – Success


			Test case procedures incorporated into test case 192-1 from Release 3.2.





			7.4 NPAC OP GUI - NPAC Personnel remove an NPA-NXX from an NPA Split during the Permissive Dial Period (PDP), which has a respective ‘active’ Number Pool Block – Success


			Test case procedures incorporated into test case 192-1 from Release 3.2.





			7.5 NPAC OP GUI - NPAC Personnel create an NPA-NXX-X specifying the Old NPA-NXX that is scheduled for an NPA Split, prior to the Permissive Dial Period (PDP) Start Date resulting in an auto-generated NPA-NXX-X with the Effective Date set to PDP Start Date – Success


			Test case procedures incorporated into test case 192-1 from Release 3.2.





			7.6 NPAC OP GUI - NPAC Personnel create an NPA-NXX-X specifying the Old NPA-NXX that is scheduled for an NPA Split, prior to the Permissive Dial Period (PDP) Start Date resulting in an auto-generated NPA-NXX-X with the Effective Date set to the Old NPA-NXX-X Effective Date – Success


			Test case procedures incorporated into test case 192-1 from Release 3.2.





			7.8 NPAC OP GUI – NPAC Personnel create an NPA-NXX-X specifying the Old NPA-NXX that is involved in an NPA Split, during Permissive Dial Period (PDP) – Success


			Test case procedures incorporated into test case 192-1 from Release 3.2.





			7.9 NPAC OP GUI - NPAC Personnel create an NPA-NXX-X specifying the New NPA-NXX, that is involved in an NPA Split, during Permissive Dial Period (PDP) – Success


			Test case procedures incorporated into test case 192-1 from Release 3.2.





			7.10 NPAC OP GUI – NPAC Personnel modify an NPA-NXX-X specifying the Old NPA-NXX, that is scheduled for an NPA Split, prior to Permissive Dial Period (PDP) Start Date – Success


			Test case procedures incorporated into test case 192-1 from Release 3.2.





			7.12 NPAC OP GUI – NPAC Personnel modify an NPA-NXX-X specifying the Old NPA-NXX, that is involved in an NPA Split, during Permissive Dial Period (PDP) – Success


			Test case procedures incorporated into test case 192-1 from Release 3.2.





			7.13 NPAC OP GUI – NPAC Personnel modify an NPA-NXX-X specifying the New NPA-NXX, that is involved in an NPA Split, during Permissive Dial Period (PDP) – Success


			Test case procedures incorporated into test case 192-1 from Release 3.2.





			7.14 NPAC OP GUI - NPAC Personnel create a Number Pool Block using the Old NPA-NXX-X that is part of an NPA Split, during Permissive Dial Period (PDP) – Success


			Test case procedures incorporated into test case 192-1 from Release 3.2.





			7.15 SOA – Service Provider Personnel create a Number Pool Block using the Old NPA-NXX-X that is part of an NPA Split, during Permissive Dial Period (PDP) – Success


			Test case procedures incorporated into test case 192-1 from Release 3.2.





			7.17 NPAC OP GUI -NPAC Personnel create a Number Pool Block using the New NPA-NXX-X involved in an NPA Split, during Permissive Dial Period (PDP) – Success


			Test case procedures incorporated into test case 192-1 from Release 3.2.





			7.18 SOA – Service Provider Personnel create a Number Pool Block using the New NPA-NXX-X involved in an NPA Split, during Permissive Dial Period (PDP) - Success


			Test case procedures incorporated into test case 192-1 from Release 3.2.





			7.20 NPAC OP GUI - NPAC Personnel modify a Number Pool Block using the Old NPA-NXX-X that is part of an NPA Split, during Permissive Dial Period (PDP) – Success


			Test case procedures incorporated into test case 192-1 from Release 3.2.





			7.21 SOA – Service Provider Personnel modify a Number Pool Block using the Old NPA-NXX-X that is part of an NPA Split, during Permissive Dial Period (PDP) – Success


			Test case procedures incorporated into test case 192-1 from Release 3.2.





			7.23 SOA – Service Provider Personnel modify a Number Pool Block using the New NPA-NXX-X that is part of an NPA Split, during Permissive Dial Period (PDP) – Success


			Test case procedures incorporated into test case 192-1 from Release 3.2.





			7.25 NPAC OP GUI – NPAC Personnel de-pool an NPA-NXX-X specifying the Old NPA-NXX that that has an ‘active’ Number Pool Block associated with it and is scheduled for an NPA Split, prior to Permissive Dial Period (PDP) Start Date – Success


			Test case procedures incorporated into test case 192-1 from Release 3.2.





			7.27 NPAC OP GUI - NPAC Personnel de-pool an NPA-NXX-X specifying the Old NPA-NXX-X that has an ‘active’ Number Pool Block associated with it and is involved in an NPA Split, during Permissive Dial Period (PDP) – Success


			Test case procedures incorporated into test case 192-1 from Release 3.2.





			7.28 NPAC OP GUI – NPAC Personnel de-pool an NPA-NXX-X specifying the New NPA-NXX-X that is involved in an NPA Split, during Permissive Dial Period (PDP) – Success


			Test case procedures incorporated into test case 192-1 from Release 3.2.





			8. Resynchronization





			8.1 LSMS – Service Provider Personnel for either an EDR or non-EDR LSMS submit a resynchronization request for Network Data, Block Data, SV Data and Notification Data by time range, over the LSMS to NPAC SMS Interface, with the Service Provider’s NPAC Customer LSMS NPA-NXX-X Indicator set to the value that they support. – Success


			Test Case procedures incorporated into test case 187-1 from Release 3.2.





			8.2 LSMS - Service Provider Personnel for a non-EDR LSMS submit a resynchronization request for Network Data, Block Data, SV Data and Notification Data by time range, over the LSMS to NPAC SMS Interface, with the Service Provider’s NPAC Customer LSMS NPA-NXX-X Indicator set to TRUE. – Success


			Test Case procedures incorporated into test case 8.1 for Release 3.0.









			8.3 SOA - Service Provider Personnel submit a resynchronization request for Network Data and Notification Data by time range, over the SOA to NPAC SMS Interface, with the Service Provider’s NPAC Customer SOA NPA-NXX-X Indicator set to the value they support. – Success


			Test Case procedures incorporated into test case 187-4 from Release 3.2.





			8.4 LSMS - Service Provider Personnel submit a resynchronization request for network data, Number Pool Block Data, subscription version data, and notifications by time range (time range exceeds ‘Maximum Download Duration’ tunable), over the LSMS to NPAC SMS Interface. – Error


			X


			X


			X


			X


			


			EDR/ non-EDR





			8.5 LSMS - Service Provider Personnel submit a resynchronization request for a range of Number Pool Blocks (Number of Blocks exceeds the ‘Maximum Number of Download Records’ tunable), over the LSMS to NPAC SMS Interface.– Error


			Test Case procedures incorporated into test case 187-3 from Release 3.2.





			8.6 LSMS - Service Provider Personnel submit a resynchronization request for a range of Number Pool Blocks over the LSMS to NPAC SMS Interface. (Blocks exist inside and outside of the requested Number Pool Block range.) – Success


			X


			X


			X


			X


			


			EDR/ non-EDR





			9. Audits





			9.2 NPAC OP GUI - NPAC Personnel initiate a full audit for a single TN, with LNP Type = POOL, for all Service Providers, discrepancies exist. – Success


			X


			X


			X


			X


			


			EDR/ non-EDR





			Release 3.1 Test Cases





			ILL 179 - – TN Range Notification Test Cases





			2.1 SOA - Old SP Personnel create a range of Inter-Service Provider subscription versions. Their Customer TN Range Notification Indicator is set to TRUE. New SP does not submit their create request. Initial and Final Concurrence Windows expire. – Success


			X


			X


			X


			X


			X


			





			2.2 SOA – New Service Provider Personnel create a range of 3 Inter-Service Provider subscription versions. Their Customer TN Range Notification Indicator is set to TRUE. Old Service Provider Personnel does not submit their create request. Initial Concurrence Window Expires. Final Concurrence Window Expires. – Success


			X


			X


			X


			X


			X


			





			2.3 SOA – New Service Provider Personnel create one Inter-Service Provider subscription version. Their Customer TN Range Notification Indicator is set to TRUE. Both Old and New Service Providers do their creates. NPAC SMS manages the notifications accordingly.  – Success


			X


			X


			


			


			X


			





			2.4 SOA – Old Service Provider Personnel create a range 5 of Inter-Service Provider subscription versions. Primary SPID A is the New Service Provider. Secondary SPID B is the Old Service Provider. Both Service Providers have their Customer TN Range Notification Indicators set to TRUE. New Service Provider does not respond. Initial and Final Concurrence Timers expire. NPAC SMS manages the notifications accordingly.  – Success


			X


			X


			X


			


			X


			





			2.5 SOA – New Service Provider Personnel create a range of Inter-Service Provider subscription versions. Primary SPID A is the New Service Provider. Secondary SPID B is the Old Service Provider. SPID B Service Provider has their Customer TN Range Notification Indicator set to TRUE. SPID A Service Provider has their Customer TN Range Notification Indicator set to FALSE. Old Service Provider does not respond. Initial and Final Concurrence Timers expire. NPAC SMS manages the notifications accordingly.  – Success


			X


			X


			X


			


			X


			





			2.6 SOA – Service Provider Personnel activate a range of 1000 Inter-Service Provider subscription versions. Their Customer TN Range Notification Indicator is set to TRUE. In the pre-requisite create process the range is submitted as two smaller ranges, each with unique DPC/SSN data but the TNs used in the ranges are contiguous and the SVIDs assigned by the NPAC SMS are contiguous. The activate request is submitted as one range. The activate request results in two notifications due to the unique DPC/SSN data used for each range in the create process. – Success


			X


			X


			X


			X


			X


			





			2.7 SOA – Service Provider Personnel activate a range of 200 SVs. Their Customer TN Range Notification Indicator is set to TRUE. In the pre-requisite SVcreate process the range is submitted as two smaller ranges.  The TNs used in the ranges are contiguous and have the same feature data. The creates are submitted without any other activity in between to ensure that the SVIDs for the TNs in the ranges are contiguous. The activate request is submitted as one range. The activate request results in one notification because the TNs and SVIDs are both contiguous and all TNs in the range have the same feature data. – Success


			X


			X


			X


			X


			X


			





			2.8 SOA – Service Provider Personnel activate a single SV. Their Customer TN Range Notification Indicator is set to TRUE. Even though this is a single SV, the activate request results in a range notification. – Success


			X


			X


			X


			X


			X


			





			2.9 SOA – Service Provider Personnel activate a range of 500 SVs. Their Customer TN Range Notification Indicator is set to TRUE. In the prerequisite SV create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data but other create activities are submitted between the range create requests to ensure that the SVIDs for the TNs in the ranges are not contiguous. The activate request is submitted as one range. The activate request results in one notification containing a list of the SVIDs. – Success


			X


			X


			X


			X


			X


			





			2.10 SOA – Service Provider Personnel activate a range of 100 SVs.  Their Customer TN Range Notification Indicator set to TRUE.  In the prerequisite SV create process the range is submitted as one range, all with the same feature data.  One of the LSMSs has a problem creating all the TNs and responds with a M-EVENT-REPORT containing a few of the TNs from the range that it failed to create. NPAC responds to the SP with multiple notifications. - Success


			X


			X


			X


			


			X


			





			2.11 SOA – Service Provider Personnel modify a range of 200 active SVs.  Their Customer TN Range Notification Indicator set to TRUE.  All TNs in the range have the same feature data and contiguous SVIDs. The modify active request is submitted as one range and results in one notification. - Success


			X


			X


			X


			X


			X


			





			2.12 SOA – Service Provider Personnel modify one active SV.  Their Customer TN Range Notification Indicator set to TRUE. - Success


			X


			X


			X


			X


			X


			





			2.13 SOA – Service Provider Personnel modify a range of 10 active SVs. Their Customer TN Range Notification Indicator set to TRUE. The ‘modify active’ fails on one LSMS resulting in a subscription version status of ‘active’ with a Failed SP-List. - Success


			X


			X


			X


			X


			X


			





			2.14 SOA – New Service Provider Personnel modify the due date for a range of 10 conflict SVs.  Their Customer TN Range Notification Indicator set to TRUE.  All TNs in the range have the same feature data and contiguous SVIDs. The modify request is submitted as one range.  The modify request results in one notification. - Success


			X


			X


			X


			


			X


			





			2.15 SOA – Old Service Provider Personnel modify one pending SV.  Their Customer TN Range Notification Indicator set to TRUE. - Success


			X


			X


			X


			


			X


			





			2.16 SOA – Service Provider Personnel perform an immediate disconnect of a range of 500 active SVs. Their Customer TN Range Notification Indicator is set to TRUE. In the pre-requisite SV create process the range was submitted as two smaller range creates, each with the same feature data and, the SVIDs are contiguous within each range create. The immediate disconnect request is submitted as one range. The immediate disconnect request results in one notification containing a list of the SVIDs. – Success


			X


			X


			X


			X


			X


			





			2.17 SOA – Donor Service Provider receives subscriptionVersionRangeDonorSP-CustomerDisconnectDate notification upon immediate disconnect of a range of 5 active SVs when their Customer TN Range Notification Indicator is set to TRUE. The ‘active’ SVs exist with contiguous SVIDs and the same feature data. The immediate disconnect results in one notification to the Donor Service Provider. – Success


			X


			X


			X


			


			X


			





			2.18 SOA – Current Service Provider Personnel perform an immediate disconnect for a range of 10 ‘active’ subscription versions. Their Customer TN Range Notification Indicator is set to TRUE. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data. The range create requests are submitted without any other activity between to ensure that the SVIDs for the TNs in the ranges are contiguous. The disconnect request is submitted as one range. The disconnect request results in one notification because the TNs and SVIDs are both contiguous and all TNs in the range have the same feature data. – Success


			X


			X


			X


			X


			X


			





			2.19 SOA – Service Provider Personnel perform an immediate disconnect of a single active SV. Their Customer TN Range Notification Indicator is set to TRUE. – Success


			X


			X


			X


			X


			X


			





			2.20 SOA – New Service Provider Personnel perform an immediate disconnect of a range of Inter-Service Provider subscription versions. Primary SPID A is the New Service Provider. Secondary SPID B is the Old Service Provider and Code holder of the NPA-NXX of the TNs used in the subscription versions. Both Service Providers have their Customer TN Range Notification Indicators set to TRUE. NPAC SMS manages the notifications accordingly.  – Success


			X


			X


			X


			


			X


			





			2.21 SOA – New Service Provider Personnel perform an immediate disconnect of a range of 2 Inter-Service Provider subscription versions. Secondary SPID B is the New Service Provider. Primary SPID A is the Old Service Provider and Code holder of the NPA-NXX of the TNs used in the subscription versions. SPID B Service Provider has their Customer TN Range Notification Indicator set to TRUE. SPID A Service Provider has their Customer TN Range Notification Indicator set to FALSE. NPAC SMS manages the notifications accordingly.  – Success


			X


			X


			X


			X


			X


			





			2.22 SOA – New Service Provider Personnel perform an immediate disconnect of a range of Inter-Service Provider subscription versions. Primary SPID A is the New Service Provider. Secondary SPID B is the Old Service Provider and Code holder of the NPA-NXX of the TNs used in the subscription versions. SPID A Service Provider has their Customer TN Range Notification Indicator set to TRUE. SPID B Service Provider has their Customer TN Range Notification Indicator set to FALSE. NPAC SMS manages the notifications accordingly.  – Success


			X


			X


			X


			


			X


			





			2.23 SOA – Current Service Provider Personnel issue a deferred disconnect for a range of 1000 ‘active’ subscription versions. Their Customer TN Range Notification Indicator is set to TRUE. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data but other create activities are submitted between the range create requests to ensure that the SVIDs for the TNs in the ranges are not contiguous. The deferred disconnect request is submitted as one range. The disconnect-pending request results in one notification containing a list of the SVIDs. – Success


			X


			X


			X


			


			X


			





			2.24 SOA – Old Service Provider Personnel cancel a range of 50 Inter-Service Provider subscription versions after both Service Providers have initially concurred. Their Customer TN Range Notification Indicator is set to TRUE. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data. The range create requests are submitted without any other activity between the range create requests to ensure that the SVIDs for the TNs in the ranges are contiguous. The cancel request is submitted as one range. The cancel request results in one notification because the TNs and SVIDs are both contiguous and all TNs in the range have the same feature data. – Success


			X


			X


			X


			


			X


			





			2.25 SOA – New Service Provider is the Service Provider under test. NPAC Personnel, on behalf of the Old Service Provider Personnel cancel a range of 10 Inter-Service Provider subscription versions after both Service Providers have initially concurred. The New Service Provider’s Customer TN Range Notification Indicator is set to TRUE. The TNs used in the range are contiguous and have the same feature data. The cancel request is submitted as one range and results in one notification. – Success


			X


			X


			X


			


			X


			





			2.26 SOA – New Service Provider Personnel cancel a range of 5000 Inter-Service Provider subscription versions for which the Old Service Provider has not yet concurred to. Their Customer TN Range Notification Indicator is set to TRUE. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data but other create activities are submitted between the range create requests to ensure that the SVIDs for the TNs in the ranges are not contiguous. The cancel request is submitted as one range. The cancel request results in one notification containing a list SVIDs. – Success


			X


			X


			X


			


			X


			





			2.27 SOA – Old Service Provider Personnel cancel a single SV. Their Customer TN Range Notification Indicator is set to TRUE. In the pre-requisite create process only the Old SP has submitted a create request. Even though this is a single SV, the cancel request results in a range notification. – Success


			X


			X


			X


			X


			X


			





			2.28 SOA – Old Service Provider Personnel modify a range of 100 ‘pending’, Inter-Service Provider subscription versions to change the authorization flag from TRUE to FALSE. Their Customer TN Range Notification Indicator is set to TRUE. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data. The range create requests are submitted without any other create activity between the range create requests to ensure that the SVIDs for the TNs in the ranges are contiguous. The modify request is submitted as one range. The modify request results in one notification because the TNs and SVIDs are both contiguous and all TNs in the range have the same feature data. – Success 


			X


			X


			X


			


			X


			





			2.29 SOA – Old Service Provider Personnel modify a range of 1000 ‘pending’ Inter-Service Provider subscription versions to change the authorization flag from TRUE to FALSE. Their Customer TN Range Notification Indicator is set to TRUE. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data but other create activities are submitted between the range create requests to ensure that the SVIDs for the TNs in the ranges are not contiguous. The modify request is submitted as one range. The modify request results in one notifications containing a list of the SVIDs. – Success


			X


			X


			X


			X


			X


			





			2.30 SOA – Old Service Provider Personnel modify a single ‘pending’, Inter-Service Provider subscription versions to change the authorization flag from TRUE to FALSE. Their Customer TN Range Notification Indicator is set to TRUE. – Success 


			X


			X


			X


			X


			X


			





			2.31 SOA – Old Service Provider Personnel take action on a range of ‘conflict’ subscription versions that he created, to remove them from conflict. Their Customer TN Range Notification Indicator is set to TRUE. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data. The range create requests are submitted without any other create activity between to ensure that the SVIDs for the TNs in the ranges are contiguous. The modify request is submitted as one range. The modify request results in one notification because the TNs and SVIDs are both contiguous and all TNs in the range have the same feature data. – Success


			X


			X


			X


			X


			X


			





			2.32 SOA – Old Service Provider Personnel take action on a range of 10 ‘conflict’ subscription versions that he created, to remove them from conflict. Their Customer TN Range Notification Indicator is set to TRUE. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data but other create activities are submitted between the range create requests to ensure that the SVIDs for the TNs in the ranges are not contiguous. The modify request is submitted as one range. The modify request results in one notifications containing a list of the SVIDs. – Success


			X


			X


			X


			X


			X


			





			2.33 SOA – Service Provider Personnel do a Port-To-Original for a range of 10 ported TNs. Their Customer TN Range Notification Indicator is set TRUE. – Success 


			X


			X


			X


			


			X


			





			2.34 NPAC – NPAC Personnel delete a Number Pool Block. The Donor Service Provider Customer TN Range Notification Indicator is set to TRUE. NPAC SMS manages notifications accordingly. – Success


			X


			X


			X


			


			X


			





			2.35 SOA – Service Provider Personnel perform an Intra-Service Provider port of a range of 10 TNs that is part of an active Number Pool Block. Their Customer TN Range Notification Indicator is set to TRUE. NPAC SMS manages notifications accordingly. – Success


			X


			X


			


			


			X


			





			2.36 NPAC and SOA – NPAC Personnel do a mass update on 5000 active SVs where more than 1000 of the SVs are contiguous and have the same feature data. The Maximum Number of Download Records tunable is set to 1000. The Service Provider has their Customer TN Range Notification Indicator set to TRUE.  NPAC SMS manages notifications accordingly. – Success


			X


			X


			X


			


			X


			





			2.37 SOA –Service Provider recovers a mixture of SV notifications for ranges of TNs. Their Customer TN Range Notification Indicator set to TRUE. – Success


			X


			X


			X


			


			X


			





			2.38 SOA – Service Provider does not have any notifications queued. Service Provider aborts their SOA association. Service Provider changes their Customer TN Range Notification Indicator value from TRUE to FALSE and recovery is attempted. – Success


			X


			X


			X


			


			X


			





			2.39 SOA – Service Provider has notifications queued.  Service Provider aborts their SOA association. Service Provider changes their Customer TN Range Notification Indicator value from FALSE to TRUE and recovery is attempted. – Success


			X


			X


			X


			


			X


			





			2.40 SOA – ‘Primary’ Service Provider Personnel initiate notification recovery over their SOA to NPAC Interface to recover a mixture of SV notifications for ranges of TNs for both their ‘Primary’ and ‘Associated’ SPIDs. The Customer TN Range Notification Indicator set to TRUE for both SPIDs. – Success


			X


			X


			X


			


			X


			





			NANC 240 – No Cancellation of SVs Based onExpiration of T2 Timer





			3.1 SOA – Old Service Provider creates a single TN subscription version. New Service Provider does not send create. Timers (T1 & T2) expire. The NPAC Customer No New SP Concurrence Notification Indicator is set to TRUE for both the Old and New Service Providers. The Final Create Window Expiration notification is sent to both Service Providers. The subscription version stays in ‘pending’ status for a tunable amount of time. Verify that subscription version status is changed to ‘cancelled’ after tunable amount of time. – Success


			X


			X


			X


			X


			X


			





			3.2 SOA – Old Service Provider creates a subscription version. New Service Provider does not send create. Timers (T1 & T2) expire. The NPAC Customer No New SP Concurrence Notification Indicator is set to FALSE for both the Old and New Service Providers. The Final Create Window Expiration notification is not sent to either Service Provider. The subscription version stays in ‘pending’ status for a tunable amount of time. – Success


			X


			X


			X


			


			X


			





			3.3 SOA – Old Service Provider creates a subscription version. New Service Provider does not send create. Concurrence Window timers (T1 & T2) expire. After the Concurrence Window timers have expired, the New Service Provider does their create and activates the subscription version The NPAC Customer No New SP Concurrence Notification Indicator is set to TRUE for the New Service Provider and to FALSE for the Old Service Provider. The Final Create Window Expiration notification is sent to the New Service Provider. – Success


			X


			X


			X


			


			X


			





			3.4 SOA – Old Service Provider creates a subscription version. New Service Provider does not send create. Timers (T1 & T2) expire. The NPAC Customer No New SP Concurrence Notification Indicator is set to FALSE for the New Service Provider and to TRUE for the Old Service Provider. The Final Create Window Expiration notification is sent to the Old Service Provider. The subscription version stays in ‘pending’ status for a tunable amount of time. – Success


			X


			X


			X


			


			X


			





			3.5 SOA – Old SP creates a subscription version with authorization flag set to FALSE, New SP does not send create, timers (T1 & T2) expire. The NPAC Customer No New SP Concurrence Notification Indicator is set to TRUE for both the Old and New SPs.  The Final Create Window Expiration notification is sent to both SPs and it contains the cause code. The subscription version stays in ‘conflict’ status. Verify that the SV status is changed to ‘cancelled’ after tunable amount of time. – Success


			X


			X


			X


			


			X


			





			3.6 SOA – Service Provider has the No New SP Concurrence Notification Indicator set to TRUE. Service Provider recovers Final Create Window Expiration notifications during recovery. – Success


			X


			X


			X


			


			X


			





			3.7 SOA – Service Provider has the No New SP Concurrence Notification Indicator set to FALSE. Service Provider does not recover Final Create Window Expiration notifications during recovery. – Success


			X


			X


			X


			


			X


			





			NANC 294 – Change Due Date Edit Functionality in the NPAC SMS for 7pm on Due Date Problems





			4.1 SOA –Old Service Provider Personnel submit a subscription version Concurrence after 7:00PM EST (the next day GMT but same day local time) using the same due date (GMT) as used in the initial creation by the New Service Provider. – Success 


			X


			X


			X


			X


			X


			





			4.2 SOA – Old Service Provider Personnel submit a subscription version Concurrence after 23:59PM (GMT and local time) using the same due date (in GMT) as the New Service Provider specified, which is a date and time for yesterday. – Success 


			X


			X


			X


			X


			X


			





			4.3 SOA – New Service Provider Personnel submit a subscription version Create after 7:00PM EST (the next day GMT but same day local time) using the same due date (in GMT) as used in the initial creation by the Old Service Provider. – Success


			X


			X


			X


			X


			X


			





			4.4 SOA – New Service Provider Personnel submit a subscription version Concurrence after 23:59PM (GMT and local time) using the same due date (in GMT) as the Old Service Provider specified, which is a date and time for yesterday. – Success 


			X


			X


			X


			X


			X


			





			4.5 SOA – Service Provider Personnel (Old or New) do the initial create of a subscription version after 7:00PM EST where the due date is the current date in local time but the next day in GMT. – Error


			X


			X


			X


			X


			X


			





			NANC 328 – Tunable for Long and Short Business Days





			5.1 NPAC and SOA – NPAC Personnel verify that the Long Business Days tunable parameter is defaulted to Sunday through Saturday. NPAC Personnel modify the Long Business Days tunable parameter to a value that does not include today. Both Old SP Port Out and New SP Port In Timers are set to SHORT. New SP Personnel submit an SV Create. Old SP does not concur. After a tunable amount of time the Initial Concurrence Window timer has not expired and the Old SP has not received an OldSP-Concurrence Request notification. NPAC Personnel modify the Long Business Days tunable parameter to a value that does include today. After a tunable amount of time the Initial Concurrence Window timer has expired and the Old SP receives an OldSP-Concurrence Request notification. – Success


			X


			X


			X


			


			X


			





			5.2 NPAC and SOA – NPAC Personnel verify that the Long Business Days tunable parameter is defaulted to Sunday through Saturday.  NPAC Personnel modify the Long Business Days tunable parameter to a value that does not include today. Both Old SP Port Out and New SP Port In Timers are set to LONG. Old SP Personnel submit an SV Create. New SP does not submit his create. After a tunable amount of time the Initial Concurrence Window timer has not expired and the New SP has not received a NewSP-Create Request notification. NPAC Personnel modify the Long Business Days tunable parameter to a value that does include today. After a tunable amount of time the Initial Concurrence Window timer has expired and the New SP receives a NewSP-Create Request notification. – Success 


			X


			X


			X


			


			X


			





			5.3 NPAC and SOA – NPAC Personnel verify that the Short Business Days tunable parameter is defaulted to Monday through Friday. NPAC Personnel set the Short Business Days tunable parameter to a value that does not include today. Both Old SP Port Out and New SP Port In Timers are set to SHORT. Old SP Personnel submit an SV Create. New SP does not submit his create. After a tunable amount of time the Initial Concurrence Window timer has not expired and the Old SP has not received an OldSP-Create Request notification. NPAC Personnel modify the Short Business Days tunable parameter to a value that does include today. After a tunable amount of time the Initial Concurrence Window timer has expired and the Old SP receives an OldSP-Concurrence Request notification. – Success


			X


			X


			X


			


			X


			





			5.4 NPAC and SOA – NPAC Personnel verify that the Short Business Days tunable parameter is defaulted to Monday through Friday. NPAC Personnel set the Short Business Days tunable parameter to a value that does not include today. Both Old SP Port Out and New SP Port In Timers are set to LONG. New SP Personnel submit an SV Create. Old SP does not concur. After a tunable amount of time the Initial Concurrence Window timer has not expired and the Old SP has not received a OldSP-Create Request notification. NPAC Personnel modify the Short Business Days tunable parameter to a value that does include today. After a tunable amount of time the Initial Concurrence Window timer has expired and the Old SP receives an OldSP-Concurrence Request notification. – Success


			X


			X


			X


			


			X


			





			NANC 329 – Prioritization for SOA Notifications





			6.1 NPAC and SOA – NPAC Personnel verify the ‘SOA Notification Priority’ tunable parameter default values for the Service Provider under test (New SP) are set to MEDIUM. New Service Provider Personnel requests NPAC Personnel to modify several of his ‘SOA Notification Priority’ tunable parameter values to NONE then perform activities that would normally result in the NPAC SMS generating the notifications that have been given priorities of NONE.  Service Provider verifies that he does not receive notifications. – Success


			X


			X


			X


			X


			X


			





			6.2 SOA – New Service Provider Personnel verify that they received the notifications according to their SOA Notification Priority settings. – Success


			X


			X


			X


			


			X


			





			6.3 SOA – Old Service Provider Personnel verify that they received the notifications according to their SOA Notification Priority settings. – Success


			X


			X


			X


			


			X


			





			6.4 NPAC and SOA – Service Provider Personnel send a large number of requests to the NPAC that would result in the NPAC SMS generating notifications with multiple priorities for the Service Provider. The Service Provider then aborts their association before receiving the notifications.  After sufficient time has passed for the NPAC SMS to generate all the notifications resulting from the requests the Service Provider re-associates to the NPAC and recovers the missed notifications. Service Provider Personnel verify that they recovered the notifications in order of priority and in the correct format. – Success


			X


			X


			X


			


			X


			





			Release 3.2 Test Cases





			NANC 169 Test Cases





			169-1 NPAC OP GUI – NPAC Personnel initiate a Bulk Data Download of Subscription Data – Specifying Active/Disconnect Pending/Partial Failure Subscription Versions Only and NOT specifying a TN range.  Verification steps are performed to ensure the BDD file was processed successfully by the Service Provider system - Success


			X


			X


			X


			


			


			X





			169-2 NPAC OP GUI – NPAC Personnel initiate a Bulk Data Download of Subscription Data – Specifying Active/Disconnect Pending/Partial Failure Subscription Versions Only and specifying a TN range that is a subset of the prerequisite test data.  Verification steps are performed to ensure the BDD file was processed successfully by the Service Provider system – Success


			X


			X


			X


			


			


			X





			169-3 NPAC OP GUI – NPAC Personnel initiate a Bulk Data Download of Subscription Data – Specifying Latest View of Subscription Version Activity a valid Time Range, and NOT specifying a TN range.  Verification steps are performed to ensure the BDD file was processed successfully by the Service Provider system - Success


			X


			X


			X


			


			


			X





			169-4 NPAC OP GUI – NPAC Personnel initiate a Bulk Data Download of Subscription Data – Specifying Latest View of Subscription Version Activity a valid Time Range, and a TN range that is a subset of the prerequisite test data.  Verification steps are performed to ensure the BDD file was processed successfully by the Service Provider system - Success


			X


			X


			X


			


			


			X





			NANC 187 Test Cases





			187-1 LSMS – Service Provider Personnel for either an EDR or non-EDR LSMS submit a resynchronization request for Network Data, Block Data, Subscription Version Data and Notification Data by time range, over the LSMS to NPAC SMS Interface, with the Service Provider’s Local SMS Linked Replies Indicator set to their production setting.  The recovery response includes a number of Network Data objects, Number Pool Block objects, Notifications and Subscription Versions less than or equal to their respective Linked Replies Blocking Factors. - Success


			X


			X


			X


			X


			


			X





			187-2 LSMS – Service Provider Personnel for either an EDR or non-EDR LSMS submit a resynchronization request for Network Data, and Subscription Version Data by time range, over the LSMS to NPAC SMS Interface, with the Service Provider’s Local SMS Linked Replies Indicator set to their production setting.  The recovery response includes a number of Network Data objects greater than the Network Data Linked Replies Blocking Factor and less than the Network Data Maximum Linked Recovered Objects as well as a number of Subscription Version objects greater than the Subscription Data Linked Replies Blocking Factor and less than the Subscription Data Maximum Linked Recovered Objects. - Success


			X


			X


			X


			X


			


			X





			187-3 LSMS – Service Provider Personnel for either an EDR or non-EDR LSMS submit a resynchronization request for Network Data, Number Pool Block data and Subscription Version Data by time range, over the LSMS to NPAC SMS Interface, with the Service Provider’s Local SMS Linked Replies Indicator set to their production setting.  The recovery response includes a number of Network Data objects, Number Pool Block objects and Subscription Version objects greater than the respective Maximum Linked Recovered Objects and Maximum Number Download Records parameters. - Success


			X


			X


			X


			


			


			X





			187-4 SOA – Service Provider Personnel submit a resynchronization request for Network Data and Notification Data by time range, over the SOA to NPAC SMS Interface, with the Service Provider’s SOA Linked Replies Indicator set to their production setting.  The recovery response includes a number of Network Data objects less than or equal to the Network Data Linked Replies Blocking Factor and a number of Notifications less than or equal to the Notification Data Linked Replies Blocking Factor. - Success


			X


			X


			X


			X


			X


			





			187-5 SOA – Service Provider Personnel submit a resynchronization request for Network Data and Notification Data by time range, over the SOA to NPAC SMS Interface, with the Service Provider’s SOA Linked Replies Indicator set to their production setting.  The recovery response includes a number of Network Data objects and Notifications greater than the respective Linked Replies Blocking Factor and less than the respective Maximum Linked Recovered Notifications. - Success


			X


			X


			X


			X


			X


			





			187-6 SOA – Service Provider Personnel submit a resynchronization request for Network Data and Notification Data by time range, over the SOA to NPAC SMS Interface, with the Service Provider’s SOA Linked Replies Indicator set to their production setting.  The recovery response includes a number of Network Data objects greater than the Network Data Maximum Linked Recovered Objects and Notifications greater than the Notification Data Maximum Linked Recovered Notifications and Maximum Number of Download Records. - Success


			X


			X


			X


			X


			X


			





			191/291 Test Cases





			191/291-1 SOA – Service Provider Personnel attempt to create a Subscription Version specifying some valid and some invalid DPC/SSN information.  The regional SSN Edit Flags (CLASS, LIDB, CNAM, ISVM and WSMSC) are set to production values. - Failure


			X


			X


			X


			


			X


			





			191/291-2 SOA – Service Provider Personnel attempt to modify a ‘Pending’ Subscription Version specifying some valid and some invalid DPC/SSN information.  The regional SSN Edit Flags (CLASS, LIDB, CNAM, ISVM and WSMSC) are set to production values. - Failure


			X


			X


			


			


			X


			





			191/291-3 SOA – Service Provider Personnel attempt to activate a ‘Pending’ Subscription Version that contains some valid and some invalid DPC/SSN information.  The regional SSN Edit Flags (CLASS, LIDB, CNAM, ISVM and WSMSC) are set to production values. - Failure


			X


			X


			


			


			X


			





			191/291-4 SOA – Service Provider Personnel attempt to modify an ‘Active’ Subscription Version that contains some valid and some invalid DPC/SSN information.  The regional SSN Edit Flags (CLASS, LIDB, CNAM, ISVM and WSMSC) are set to production values. - Failure


			X


			X


			


			


			X


			





			191/291-5 NPAC OP GUI – NPAC Personnel attempt to submit a mass update request for a range of Subscription Versions that currently exist.  Some of these Subscription Versions have valid DPC/SSN data and some of these Subscription Versions have invalid DPC/SSN data.   The Mass Update request specifies new DPC/SSN values that will correct some but not all of the Subscription Versions that currently exist with invalid DPC/SSN attributes.  The NPAC SMS processes the Mass Update request, modifies some but not all of the DPC/SSN attributes for the range specified in the Mass Update Request  and logs the objects that could not be updated to the Mass Update Exception Report.  The regional SSN Edit Flags (CLASS, LIDB, CNAM, ISVM and WSMSC) are set to production values. - Success


			X


			X


			


			


			


			X





			191/291-6 SOA – Service Provider Personnel attempt to create a Number Pool Block specifying some valid and some invalid DPC/SSN information.  The regional SSN Edit Flags (CLASS, LIDB, CNAM, ISVM and WSMSC) are set to production values. - Failure


			X


			X


			X


			


			X


			





			191/291-7 SOA – Service Provider Personnel attempt to modify a Number Pool Block specifying some valid and some invalid DPC/SSN information.  The regional SSN Edit Flags (CLASS, LIDB, CNAM, ISVM and WSMSC) are set to production values. - Failure


			X


			X


			


			


			X


			





			191/291-8 NPAC – Upon Number Pool Block scheduled activation, NPAC SMS fails the Number Pool Block activation based on some invalid DPC/SSN information.  The regional SSN Edit Flags (CLASS, LIDB, CNAM, ISVM and WSMSC) are set to production values. - Failure


			


			


			


			


			


			





			191/291-9 NPAC OP GUI – NPAC Personnel attempt to submit a mass update request that includes at least three complete, ‘Active’ Number Pool Blocks.  One of these Number Pool Blocks should currently exist with valid DPC/SSN data, two should exist with invalid DPC/SSN data.  The Mass Update criteria shall include all three Number Pool Blocks and the request specifies new DPC/SSN values that will correct one, but not both of the Number Pool Blocks that currently exists with invalid DPC/SSN data.  The NPAC SMS processes the Mass Update request, modifies some but not all of the DPC/SSN attributes for the range specified in the Mass Update Request and logs the objects that could not be updated to the Mass Update Exception report.  The regional SSN Edit Flags (CLASS, LIDB, CNAM, ISVM and WSMSC) are set to production values. - Success


			X


			X


			


			


			


			X





			192 Test Cases





			192-1 SOA/LSMS - Service Provider Personnel perform basic LNP functions before, during and after Permissive Dial Period for NPA Splits that are created on the NPAC SMS. - Success


			X


			X


			X


			X


			X


			X





			218 Test Cases





			218-1 SOA – (Old) Service Provider Personnel submit a single TN, subscription version modify request specifying Authorization (FALSE) and a valid status change cause code, setting the subscription version status to conflict after both Service Providers have created/concurred to the port, and prior to the Conflict Restriction Window - SUCCESS


			X


			X


			X


			


			X


			





			218-2 SOA – Old Service Provider personnel successfully put a pending Subscription Version into conflict using an Old Service Provider create after the Conflict Restriction Window Tunable Time has been reached but before the Final Concurrence Timer (T2) has expired. – Success


			X


			X


			X


			


			X


			





			230 Test Cases





			230-1 SOA – Service Provider Personnel create an Intra-Service Provider, Port-to-Original Subscription Version where a previously ‘Active’ Subscription Version exists, that is not part of a Number Pool Block – Success


			X


			X


			X


			X


			X


			





			230-2 SOA – Service Provider Personnel create an Intra-Service Provider, Port-to-Original Subscription Version where a previously ‘Active’ Subscription Version exists with a matching NPA-NXX-X, after the NPA-NXX-X Creation and prior to the Number Pool Block Activation - Failure


			X


			X


			


			


			X


			





			230-3 SOA – Service Provider Personnel create an Intra-Service Provider, Porting to Original Subscription Version after NPA-NXX-X Effective Date and Block Activation – Success


			X


			X


			X


			X


			X


			





			249 Test Cases





			249-1 SOA – Service Provider Personnel submit a Subscription Version modify request for a ‘Disconnect-Pending’ Subscription Version, modifying the Effective Release Date and Customer Disconnect Date to the current date/time or a date/time in the past. - Success


			X


			X


			X


			X


			X


			





			249-2 SOA – Service Provider Personnel submit a Subscription Version modify request for a range of ‘Disconnect-Pending’ Subscription Versions, modifying the Effective Release Date and Customer Disconnect Date to a different date/time in the future.  The range of Subscription Versions had Effective Release Dates that were not the same prior to the modification. - Success


			X


			X


			X


			X


			X


			





			249-3 SOA – Service Provider Personnel submit a Subscription Version modify request for a ‘Disconnect-Pending’ Subscription Version, without specifying the Customer Disconnect Date - Failure


			X


			X


			


			


			X


			





			249-4 SOA – Service Provider Personnel submit a Subscription Version modify request for a ‘Disconnect-Pending’ Subscription Version, specifying an invalid format for the Effective Release Date and/or Customer Disconnect Date - Failure


			X


			X


			


			


			X


			





			297 Test Cases – This section of test cases has been incorporated into test case 187-1





			319 Test Cases





			319-1 SOA – Service Provider Personnel attempt to create a Subscription Version specifying a TN and an LRN with different LATA Ids. - Failure


			X


			X


			X


			


			X


			





			319-2 SOA – Service Provider Personnel attempt to modify a ‘Pending’, Subscription Version specifying an LRN with a different LATA Id from the NPA-NXX of the TN in the Subscription Version. - Failure


			X


			X


			X


			


			X


			





			319-3 NPAC OP GUI – NPAC Personnel submit a mass update request for a range of ‘Active’, Subscription Versions where some of the Subscription Versions exist with valid LATA ID relationships and some of the Subscription Versions exist with invalid LATA ID relationships.  Specify new DPC/SSN data.  Subscription Versions with valid LATA ID relationships will be updated and Subscription Versions that exist without valid LATA ID relationships will not be updated. - Success


			X


			X


			X


			


			X


			





			319-4 SOA – Service Provider Personnel attempt to create a Number Pool Block specifying an LRN with a different LATA Id than the TNs in the Number Pool Block. - Failure


			X


			X


			


			


			X


			





			319-5 SOA – Service Provider Personnel attempt to modify a Number Pool Block specifying an LRN with a different LATA ID than the TNs in the Number Pool Block. - Failure


			X


			X


			


			


			X


			





			319-6 NPAC OP GUI – NPAC Personnel submit a mass update request including at least three complete Number Pool Blocks where two of the Number Pool Blocks exist with valid LATA ID relationships and one Number Pool Block exists with invalid LATA ID relationships.  Specify new DPC/SSN data.  Number Pool Blocks with valid LATA ID relationships will be updated and the Number Pool Block that exists with invalid LATA ID relationships will not be updated. - Success


			X


			X


			


			


			X


			





			322 Test Cases





			322-1 LSMS – Service Provider Personnel create a Bulk Data Download Response File for Subscription Version data.  NPAC Personnel process the Bulk Data Download Response File.  The Service Provider was previously on the Failed SP List for at least some of the Subscription Versions in the respective file.  Verification steps are performed to ensure the Service Provider’s LSMS is now in synch with the NPAC SMS. – Success


			X


			X


			X


			


			


			X





			322-2 LSMS – Service Provider Personnel create a Bulk Data Download Response File for Number Pool Block data.  NPAC Personnel process the Bulk Data Download Response File.  The Service Provider was previously on the Failed SP List for at least some of the Number Pool Blocks in the respective file.  Verification steps are performed to ensure the Service Provider’s LSMS is now in synch with the NPAC SMS. - Success


			X


			X


			X


			


			


			X





			323 Test Cases – This section of test cases ahll be executed only during the group test phase due to the impact to the entire test environment.





			354 Test Cases





			354-1 NPAC OP GUI – NPAC Personnel initiate a Bulk Data Download of Network Data – Specifying the Latest View of Network Data Activity and a valid time range.  Verification steps are preformed to ensure the BDD file was processed successfully by the Service Provider system. - Success


			X


			X


			X


			


			X


			X





			354-2 NPAC OP GUI – NPAC Personnel initiate a Bulk Data Download of Network Data – Specifying the All Network Data.  Verification steps are preformed to ensure the BDD file was processed successfully by the Service Provider system. - Success


			X


			X


			X


			


			X


			X





			TOTALS


			397


			397


			283


			114


			342


			95








8. Individual Turn Up Test Scenarios Related to NPAC Release 1.



Section 8 contains all test cases written for individual Service Provider Turn Up testing of Release 1.X of the NPAC software.  



With release 3.2.0a of this document, the test cases originally contained in this section were taken out and placed in a standalone Microsoft Word document in order for the document to operate more efficiently.  These test cases can be found in the related file, Cert & Regression Test Plan Chapter 8 thru 3.2. 


9. Individual Turn Up Test Scenarios Related to NPAC Release 2.



Section 9 contains all test cases written for individual Service Provider Turn Up testing of Release 2.0 of the NPAC software.  With this release of test cases a new test case format was defined.  



With release 3.2.0a of this document, the test cases originally contained in this section were taken out and placed in a standalone Microsoft Word document in order for the document to operate more efficiently.  These test cases can be found in the related file, Cert & Regression Test Plan Chapter 9 thru 3.2.



10. Individual Turn Up Test Scenarios Related to NPAC Release 3.



Section 10 contains all test cases written for individual Service Provider Turn Up testing of Release 3.0.x of the NPAC software.  



With release 3.2.0a of this document, the test cases for this section were placed in a standalone Microsoft Word document in order for the document to operate more efficiently.  These test cases can be found in the related file, Cert & Regression Test Plan Chapter 10 thru 3.2,



11. Individual Turn Up Test Scenarios Related to NPAC Release 3.1.



Section 11 contains all test cases written for individual Service Provider Turn Up testing of Release 3.1.X of the NPAC software.  



With release 3.2.0a of this document, the test cases for this section were placed in a standalone Microsoft Word document in order for the document to operate more efficiently.  These test cases can be found in the related file, Cert & Regression Test Plan Chapter 11 thru 3.2.



12. Individual Turn Up Test Scenarios Related to NPAC Release 3.2.



Section 12 contains all test cases written for individual Service Provider Turn Up testing of Release 3.2.X of the NPAC software.  



These test cases can be found in the related file, Cert & Regression Test Plan Chapter 12 thru 3.2.



End of Document
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11. Individual Turn Up Test Scenarios related to NPAC Release 3.1.



Section 11 contains all test cases written for individual Service Provider Turn Up testing of Release 3.1.x of the NPAC software.  



11.1
NANC 179 – TN Range Notification Test Cases



NOTE:  Before proceeding with the test cases in this section, the NPAC and Service Provider Test Engineers need to do some coordination and planning so that test cases that require consecutive SVIDs across multiple TN ranges can be set up.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.1


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA - Old SP Personnel create a range of Inter-Service Provider subscription versions. Their Customer TN Range Notification Indicator is set to their production value. New SP does not submit their create request. Initial and Final Concurrence Windows expire. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR3-237, RR3-239, RR5-113, RR5-115, 



R4-8





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.1.1, B.5.1.6.4, B.5.1.6.5





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the Customer TN Range Notification Indicator is set to the production value for the Old Service Provider.



2. Verify that the SOA Notification Priority tunable parameters are set to the default values for the Old Service Provider.



3. Verify that this is the first port for the NPA-NXX.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, Old SP Personnel submit an Inter-Service Provider subscription version Create request to the NPAC for a range of at least two consecutive TNs.



2. The SOA sends an M-ACTION subscriptionVersionOldSP-Create to the NPAC for the range of TNs they wish to create. 


			NPAC


			NPAC SMS receives the M-ACTION subscriptionVersionOldSP-Create request from the Old SP SOA and verifies that each attribute specified is valid according to system requirements.









			2.


			NPAC


			1.  NPAC SMS issues an M-CREATE Request subscriptionVersionNPAC to itself for each TN in the range to create the respective subscription versions on the NPAC SMS.



2.  The NPAC SMS proceeds to set the Initial and Final Concurrence Timers for this Subscription Version based on the New Service Provider Port-In Timer Type and SP Business Type and the Old Service Provider Port-Out Timer Type and SP Business Type settings in their respective Customer Profiles.


			NPAC


			NPAC SMS receives each M-CREATE Request subscriptionVersionNPAC for each TN in the range and issues an M-CREATE Response subscriptionVersionNPAC to itself for each TN to set the subscription versions status to ‘pending’ and set the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp to the current date and time for each subscription version.





			3.


			NPAC


			NPAC SMS issues an M-ACTION subscriptionVersionOldSP-Create Response to the Old SP SOA indicating the subscription versions were successfully created.


			SP


			Old SP SOA receives the M-ACTION subscriptionVersionOldSP-Create Response from the NPAC SMS indicating the subscription versions were successfully created, the status is ‘pending’ and the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp were set appropriately.





			4


			NPAC


			NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeObjectCreation to the Old SP SOA that contains one set of subscription version information for the range of TNs containing the following attributes:



· start TN



· end TN 



· start SVID 



· end SVID.



· subscriptionVersionId



· subscriptionTN



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionOldSp-DueDate



· subscriptionOldSP-Authorization



· subscriptionOldSP-AuthorizationTimeStamp



· subscriptionStatusChangeCauseCode (if subscriptionOldSP-Authorization set to false) 



· subscriptionVersionStatus


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			5


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA.





			6


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeObjectCreation notification that contains the following attributes:



· start TN



· end TN 



· start SVID 



· end SVID.



· subscriptionVersionId



· subscriptionTN



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionOldSP-DueDate



· subscriptionOldSP-Authorization



· subscriptionOldSP-AuthorizationTimeStamp



· subscriptionStatusChangeCauseCode (if subscriptionOldSP-Authorization set to false) 



· subscriptionVersionStatus



· subscriptionTimerType (if supported)


· subscriptionBusinessType (if supported)



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT objectCreation notification for each TN in the range.


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator. 





			7.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			8.


			NPAC


			NPAC SMS determines this is the first use for the NPA-NXX.



1.  NPAC SMS issues an M-EVENT-REPORT subscriptionVersionNewNPA-NXX to all LSMSs in the region accepting downloads for the NPA-NXX.



2.  NPAC SMS issues an M-EVENT-REPORT subscriptionVersionNewNPA-NXX to Old and New SP SOAs.


			SP


			1.  All LSMSs in the region accepting downloads for the NPA-NXX receives the M-EVENT-REPORT and issue an M-EVENT-REPORT Confirmation back to the NPAC SMS.



2.  Old SP SOA receives the M-EVENT-REPORT and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.



3.  New SP SOA receives the M-EVENT-REPORT and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			9.


			NPAC


			NPAC Personnel perform a query for the range of subscription versions created in this test case.


			NPAC


			The subscription versions exist with a status of ‘pending’.





			10.


			SP – Optional


			Via their SOA, Old SP Personnel perform a local query for the subscription versions created during this test case.


			SP


			The subscription versions exist with a status of ‘pending’.





			11.


			SP – Conditional


			Old SP Personnel perform an NPAC SMS query for the subscription versions created during this test case.


			SP


			The subscription versions exist with a status of ‘pending’ on the NPAC SMS.





			12.


			NPAC


			NPAC SMS waits for concurrence from the New SP for the range of TN’s the Old SP created.


			SP


			New SP SOA DOES NOT respond to the create request and the Service Provider Concurrence Window tunable expires.





			13.


			NPAC


			Once the Initial Concurrence Window has expired, the NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeNew SP-CreateRequest notification that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionOldSP



· subscriptionOldSP-DueDate



· subscriptionOldSP-Authorization



· subscriptionOldSP-AuthorizationTimeStamp



· subscriptionStatusChangeCauseCode (if subscriptionOldSP-Authorization set to false)



· subscriptionTimerType (if supported)


· subscriptionBusinessType (if supported)



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionNewSP-CreateRequest for each TN in the range. 


			SP


			New SP SOA receives the M-EVENT-REPORT(s) from the NPAC SMS.





			14.


			SP


			New SP SOA issues M-EVENT-REPORT Confirmation(s) to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation(s) from the New SP SOA.





			15.


			NPAC


			NPAC SMS waits for concurrence from the New SP for the range of TN’s the Old SP created.


			SP


			New SP SOA does not respond to the create request and the Final Concurrence Window expires.





			16.


			NPAC


			Once the Final Concurrence Window has expired, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeNewSP-FinalCreateWindowExpiration to the Old SP SOA according to their Final Create Window Expiration Notification Indicator setting



· If the setting is TRUE, they will receive the notification containing the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionOldSP-DueDate



· subscriptionOldSP-Authorization



· subscriptionOldSP-AuthorizationTimeStamp



· subscriptionStatusChangeCauseCode (if subscriptionOldSP-Authorization set to false)



· subscriptionTimerType (if supported)


· subscriptionBusinessType (if supported)



· If the setting is FALSE, no notification is sent. 


			SP


			Old SP SOA receives the M-EVENT-REPORT subscriptionVersionRangeNewSP- FinalCreateWindowExpiration from the NPAC SMS according to their Final Create Window Expiration Notification Indicator setting.









			17.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA.





			18.


			NPAC


			If the Final Create Window Expiration Notification Indicator is set to TRUE, NPAC SMS issues and M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues a subscriptionVersionRangeNewSP-FinalCreateWindowExpiration notification that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionOldSP-DueDate



· subscriptionOldSP-Authorization



· subscriptionOldSP-AuthorizationTimeStamp



· subscriptionStatusChangeCauseCode (if subscriptionOldSP-Authorization set to false)



· subscriptionTimerType (if supported)



· subscriptionBusinessType (if supported)



· If the setting is FALSE, NPAC SMS issues a subscriptionVersionNewSP-FinalCreateWindowExpiration for each TN in the range.



· If the Final Create Window Expiration Notification Indicator is set to FALSE, the NPAC SMS does not send the notification to the New SP SOA.


			SP


			New SP SOA receives the M-EVENT-REPORT(s) from the NPAC SMS according to the setting of their Final Create Window Expiration Notification Indicator. 









			19.


			SP


			If the notification was received the New SP SOA issues M-EVENT-REPORT Confirmation(s) to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			If sent, NPAC SMS receives the M-EVENT-REPORT Confirmation(s) from the New SP SOA.





			20.


			NPAC


			NPAC Personnel perform a query for the range of subscription versions created in this test case.


			NPAC


			The subscription versions exist with a status of ‘pending’.





			21.


			SP – Optional


			Via the SOA, Old SP Personnel perform a local query for the subscription versions created during this test case.


			SP


			The subscription versions exist with a status of ‘pending’.





			22.


			SP – Conditional


			Old SP Personnel perform an NPAC SMS query for the subscription versions created during this test case.


			SP


			The subscription versions exist with a status of ‘pending’ on the NPAC SMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.2


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – New Service Provider Personnel create a range of 3 Inter-Service Provider subscription versions. Their Customer TN Range Notification Indicator is set to their production value. Old Service Provider Personnel does not submit their create request. Initial Concurrence Window Expires. Final Concurrence Window Expires. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-113, RR5-114, RR6-81





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.1.2, B.5.1.6.2, B.5.1.6.3





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the Customer TN Range Notification Indicator is set to the production value for the New Service Provider.



Verify that the SOA Notification Priority tunable parameters are set to the default values for the New Service Provider.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, New SP Personnel submit an Inter-Service Provider subscription version Create request to the NPAC for a range of at least three consecutive TNs.



2. The SOA sends an M-ACTION subscriptionVersionNewSP-Create to the NPAC SMS for the range of TNs they wish to create.


			NPAC


			NPAC SMS receives the M-ACTION subscriptionVersionNewSP-Create request from the New SP SOA and verifies that each attribute specified is valid according to system requirements.





			2.


			NPAC


			1.  NPAC SMS issues an M-CREATE Request subscriptionVersionNPAC to itself for each TN in the range to create the respective subscription versions on the NPAC SMS.



2.  The NPAC SMS proceeds to set the Initial and Final Concurrence Timers for this Subscription Version based on the New Service Provider Port-In Timer Type and SP Business Type and the Old Service Provider Port-Out Timer Type and SP Business Type settings in their respective Customer Profiles.


			NPAC


			NPAC SMS receives each M-CREATE Request subscriptionVersionNPAC for each TN in the range and issues an M-CREATE Response subscriptionVersionNPAC to itself for each TN to set the subscription versions status to ‘pending’ and set the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp to the current date and time for each subscription version.





			3.


			NPAC


			NPAC SMS issues an M-ACTION subscriptionVersionNewSP-Create Response to the New SP SOA indicating the subscription versions were successfully created.


			SP


			New SP SOA receives the M-ACTION subscriptionVersionNewSP-Create Response from the NPAC SMS indicating the subscription versions were successfully created, the status is ‘pending’ and the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp were set appropriately.





			4.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeObjectCreation to the New SP SOA that contains the following attributes:



· start TN



· end TN 



· start SVID 



· end SVID.



· subscriptionVersionId



· subscriptionTN



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionNewSP-DueDate



· subscriptionNewSP-CreationTimeStamp



· subscriptionVersionStatus



· subscriptionTimerType (if supported)



· subscriptionBusinessType (if supported)


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			5.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			6.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeObjectCreation that contains the following attributes:



· start TN



· end TN 



· start SVID 



· end SVID.



· subscriptionVersionId



· subscriptionTN



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionNewSP-DueDate



· subscriptionNewSP-CreationTimeStamp



· subscriptionVersionStatus



· subscriptionTimerType (if supported)



· subscriptionBusinessType (if supported)



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT objectCreation for each TN in the range.  


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.









			7.


			SP


			Old SP SOA issues M-EVENT-REPORT Confirmation(s) indicating it successfully received the M-EVENT-REPORT(s) from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation(s) from the Old SP SOA.





			8.


			NPAC


			NPAC Personnel perform a query for the range of subscription versions created in this test case.


			NPAC


			The subscription versions exist with a status of ‘pending’.





			9.


			SP – Optional


			Via their SOA, New SP Personnel perform a local query for the subscription versions created during this test case.


			SP


			The subscription versions exist with a status of ‘pending’.





			10.


			SP – Conditional


			New SP Personnel perform an NPAC SMS query for the subscription versions created during this test case.


			SP


			The subscription versions exist with a status of ‘pending’ on the NPAC SMS.





			11.


			NPAC


			NPAC SMS waits for concurrence from the Old SP for the range of TN’s the New SP created.


			SP


			Old SP SOA DOES NOT respond to the create request and the Initial Concurrence Window expires.





			12.






			NPAC


			Once the Initial Concurrence Window has expired, the NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeOldSP-ConcurrenceRequest notification that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionNewSP



· subscriptionNewSP-DueDate



· subscriptionNewSP-CreationTimeStamp



· subscriptionTimerType (if supported)



· subscriptionBusinessType (if supported)



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionOldSP-ConcurrenceRequest for each TN in the range. 


			SP


			Old SP SOA receives the M-EVENT-REPORT(s) from the NPAC SMS according to their Customer TN Range Notification Indicator.





			13.


			SP


			Old SP SOA issues M-EVENT-REPORT Confirmation(s) to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation(s) from the Old SP SOA.





			14.


			NPAC


			NPAC SMS waits for concurrence from the Old SP for the range of TN’s the New SP created.


			SP


			Old SP SOA DOES NOT respond to the create request and the Service Provider Concurrence Failure Window tunable expires.





			15.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeOldSP-FinalConcurrenceWindowExpiration that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionTimerType (if supported)



· subscriptionBusinessType (if supported)



· If the setting is FALSE, NPAC SMS issues an M-EVENT-REPORT subscriptionVersionOldSP-FinalConcurrenceWindowExpiration for each TN in the range.


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator





			16.


			SP


			Old SP SOA issues M-EVENT-REPORT Confirmation(s) to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation(s) from the Old SP SOA.





			17.


			NPAC


			NPAC Personnel perform a query for the range of subscription versions created in this test case.


			NPAC


			The subscription versions exist with a status of ‘pending’.





			18.


			SP – Optional


			Via their SOA, New SP Personnel perform a local query for the subscription versions created during this test case.


			SP


			The subscription versions exist with a status of ‘pending’.





			19.


			SP – Conditional


			New SP Personnel perform an NPAC SMS query for the subscription versions created during this test case.


			SP


			The subscription versions exist with a status of ‘pending’ on the NPAC SMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.3


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – New Service Provider Personnel create one Inter-Service Provider subscription version. Their Customer TN Range Notification Indicator is set to TRUE. Both Old and New Service Providers do their creates. NPAC SMS manages the notifications accordingly.  – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-113, RR5-114, RR6-81





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.1.4, B.5.1.6.4





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the Customer TN Range Notification Indicator is set to TRUE for the New Service Provider.



2. Verify that the SOA Notification Priority tunable parameters are set to the default values for the New Service Provider.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, New SP Personnel submit an Inter-Service Provider subscription version Create request to the NPAC for one TN.



2. The SOA sends an M-ACTION subscriptionVersionNewSP-Create to the NPAC SMS for the range of TNs they wish to create.


			NPAC


			NPAC SMS receives the M-ACTION subscriptionVersionNewSP-Create request from the New SP SOA and verifies that each attribute specified is valid according to system requirements.





			2.


			NPAC


			NPAC SMS issues an M-CREATE Request subscriptionVersionNPAC to itself for the TN to create the respective subscription version on the NPAC SMS.


			NPAC


			NPAC SMS receives the M-CREATE Request subscriptionVersionNPAC for the TN and issues an M-CREATE Response subscriptionVersionNPAC to itself for the TN to set the subscription version status to ‘pending’ and set the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp to the current date and time for the subscription version.





			3.


			NPAC


			NPAC SMS issues an M-ACTION subscriptionVersionNewSP-Create Response to the New SP SOA indicating the subscription version was successfully created.


			SP


			New SP SOA receives the M-ACTION subscriptionVersionNewSP-Create Response from the NPAC SMS indicating the subscription version was successfully created, the status is ‘pending’ and the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp were set appropriately.





			4.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeObjectCreation to the New SP SOA that contains the following attributes:



· start TN



· end TN 



· start SVID 



· end SVID.



· subscriptionVersionId



· subscriptionTN



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionNewSP-DueDate



· subscriptionNewSP-CreationTimeStamp



· subscriptionVersionStatus



· subscriptionTimerType (if supported)



· subscriptionBusinessType (if supported)


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			5.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			6.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeObjectCreation that contains the following attributes:



· start TN



· end TN 



· start SVID 



· end SVID.



· subscriptionVersionId



· subscriptionTN



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionNewSP-DueDate



· subscriptionNewSP-CreationTimeStamp



· subscriptionVersionStatus



· subscriptionTimerType (if supported)



· subscriptionBusinessType (if supported)



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT objectCreation notification. 


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.



 





			7.


			SP


			Old SP SOA issues M-EVENT-REPORT Confirmation(s) indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA.





			8.


			NPAC


			NPAC Personnel perform a query for the subscription version created in this test case.


			NPAC


			The subscription version exists with a status of ‘pending’.





			9.


			SP – Optional


			Via their SOA, New SP Personnel perform a local query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’.





			10.


			SP – Conditional


			New SP Personnel perform an NPAC SMS query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’ on the NPAC SMS.





			11.


			SP


			1. Using the SOA, Old SP Personnel submit an Inter-Service Provider subscription version Create request to the NPAC for the same TN as created by the New SP in Row 1.



2. The SOA sends an M-ACTION subscriptionVersionOldSP-Create to the NPAC for the TN. 


			NPAC


			NPAC SMS receives the M-ACTION subscriptionVersionOldSP-Create request from the Old SP SOA and verifies that each attribute specified is valid according to system requirements.









			12.


			NPAC


			NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself for the TN to create the respective subscription version on the NPAC SMS.


			NPAC


			NPAC SMS receives each M-SET Request subscriptionVersionNPAC for theTN and issues an M-SET Response subscriptionVersionNPAC to itself for the TN to set the subscription versions status to ‘pending’ and set the subscriptionVersionOld-SP-AuthorizationTimeStamp and subscriptionModifiedTimeStamp to the current date and time for the subscription version.





			13.


			NPAC


			NPAC SMS issues an M-ACTION subscriptionVersionOldSP-Create Response to the Old SP SOA indicating the subscription version was successfully created.


			SP


			Old SP SOA receives the M-ACTION subscriptionVersionOldSP-Create Response from the NPAC SMS 





			14.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA.





			15.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionOldSP-DueDate



· subscriptionOldSP-Authorization



· subscriptionOldSP-AuthorizationTimeStamp



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT attributeValueChange notification for the TN.


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.









			16.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA.





			17.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange for the TN to the New SP SOA that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionOldSP-DueDate



· subscriptionOldSP-Authorization



· subscriptionOldSP-AuthorizationTimeStamp


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			18.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			19.


			NPAC


			NPAC Personnel perform a query for the subscription version created in this test case.


			NPAC


			The subscription version exists with a status of ‘pending’.





			20.


			SP – Optional


			Via their SOA, New SP Personnel perform a local query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’.





			21.


			SP – Conditional


			New SP Personnel perform an NPAC SMS query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’ on the NPAC SMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.4


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Old Service Provider Personnel create a range 5 of Inter-Service Provider subscription versions. Primary SPID A is the New Service Provider. Secondary SPID B is the Old Service Provider. Both Service Providers have their Customer TN Range Notification Indicators set to TRUE. New Service Provider does not respond. Initial and Final Concurrence Timers expire. NPAC SMS manages the notifications accordingly.  – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-113, RR5-114, RR6-81





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.1.1, B.5.1.6.4, B.5.1.6.5





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the Customer TN Range Notification Indicators are set to TRUE for both Service Providers.



2. Verify that the SOA Notification Priority tunable parameters are set to the default values for both Service Providers.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using a SOA system, SPID B Service Provider Personnel, take action, as the Old SP, to create Inter-Service Provider subscription versions for a range of 5 TNs with SPID A as the New Service Provider and submits the request to the NPAC SMS via the ‘Primary’ SPID’s (SPID A) association.



2. Old SP (SPID A) issues an M-ACTION Request subscriptionVersionOldSP-Create to the NPAC SMS care of SPID A’s SOA association.


			NPAC


			NPAC SMS receives the M-ACTION subscriptionVersionOldSP-Create request from the Old SP SOA (SPID B) and verifies that each attribute specified is valid according to system requirements.





			2.


			NPAC


			NPAC SMS issues an M-CREATE Request subscriptionVersionNPAC to itself for the TN to create the respective subscription version on the NPAC SMS.


			NPAC


			NPAC SMS receives the M-CREATE Request subscriptionVersionNPAC for the TN and issues an M-CREATE Response subscriptionVersionNPAC to itself for the TN to set the subscription versions status to ‘pending’ and set the subscriptionOldSP-AuthorizationTimeStamp and subscriptionModifiedTimeStamp to the current date and time for the subscription versions.





			3.


			NPAC


			NPAC SMS issues an M-ACTION subscriptionVersionOldSP-Create Response to the Old SP SOA (SPID B) indicating the subscription versions were successfully created.


			SP


			Old SP SOA (SPID B) receives the M-ACTION subscriptionVersionOldSP-Create Response from the NPAC SMS indicating the subscription versions were successfully created, the status is ‘pending’ and the subscriptionOldSP-AuthorizationTimeStamp and subscriptionModifiedTimeStamp were set appropriately.





			4.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeObjectCreation notification to the Old SP SOA (SPID B) that contains the following attributes:



· start TN



· end TN 



· start SVID 



· end SVID.



· subscriptionVersionId



· subscriptionTN



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionOldSP-DueDate



· subscriptionOldSP-Authorization



· subscriptionOldSP-AuthorizationTimeStamp



· subscriptionStatusChangeCauseCode (if subscriptionOldSP-Authorization set to false) 



· subscriptionVersionStatus



· subscriptionTimerType (if supported)



· subscriptionBusinessType (if supported)


			SP


			Old SP SOA (SPID B) receives the M-EVENT-REPORT from the NPAC SMS.





			5.


			SP


			Old SP SOA (SPID B) issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA (SPID B).





			6.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeObjectCreation notification to the New SP SOA (SPID A) that contains the following attributes:



· start TN



· end TN 



· start SVID 



· end SVID.



· subscriptionVersionId



· subscriptionTN



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionOldSP-DueDate



· subscriptionOldSP-Authorization



· subscriptionOldSP-AuthorizationTimeStamp



· subscriptionStatusChangeCauseCode (if subscriptionOldSP-Authorization set to false) 



· subscriptionVersionStatus



· subscriptionTimerType (if supported)



· subscriptionBusinessType (if supported)


			SP


			New SP SOA (SPID A) receives the M-EVENT-REPORT subscriptionVersionRangeObjectCreation for the TNs 





			7.


			SP


			New SP SOA (SPID A) issues an M-EVENT-REPORT Confirmation indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA (SPID A).





			8.


			NPAC


			NPAC Personnel perform a query for the subscription versions created in this test case.


			NPAC


			The subscription versions exist with a status of ‘pending’.





			9.


			SP – Optional


			Via their SOA, Old SP Personnel (SPID B) perform a local query for the subscription versions created during this test case.


			SP


			The subscription versions exist with a status of ‘pending’.





			10.


			SP – Conditional


			Old SP Personnel (SPID B) perform an NPAC SMS query for the subscription versions created during this test case.


			SP


			The subscription versions exist with a status of ‘pending’ on the NPAC SMS.





			11.


			NPAC


			NPAC SMS waits for concurrence from the New SP (SPID A) for the range of TN’s the Old SP (SPID B) created.


			SP


			New SP SOA (SPID A) does not respond to the create request and the Service Provider Concurrence Window tunable expires.





			12.


			NPAC


			Once the Initial Concurrence Window has expired, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeNew SP-CreateRequest notification to the New SP SOA (SPID A) that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionOldSP



· subscriptionOldSP-DueDate



· subscriptionOldSP-Authorization



· subscriptionOldSP-AuthorizationTimeStamp



· subscriptionStatusChangeCauseCode (if subscriptionOldSP-Authorization set to false)



· subscriptionTimerType (if supported)



· subscriptionBusinessType (if supported) 


			SP


			New SP SOA (SPID A) receives the M-EVENT-REPORT from the NPAC SMS.





			13.


			SP


			New SP SOA (SPID A) issues M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			· NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA (SPID A).





			14.


			NPAC


			NPAC SMS waits for concurrence from the New SP (SPID A) for the range of TN’s the Old SP (SPID B) created.


			SP


			New SP SOA (SPID A) does not respond to the create request and the Final Concurrence Window expires.





			15.


			NPAC


			Once the Final Concurrence Window has expired, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeNewSP-FinalCreateWindowExpiration to the Old SP SOA (SPID B) according to their Final Create Window Expiration Notification Indicator: 



· If the setting is TRUE, they will receive the M-EVENT-REPORT subscriptionVersionNewSP-FinalCreateWindowExpiration notification that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionOldSP-DueDate



· subscriptionOldSP-Authorization



· subscriptionOldSP-AuthorizationTimeStamp



· subscriptionStatusChangeCauseCode (if subscriptionOldSP-Authorization set to false)



· subscriptionTimerType (if supported)



· subscriptionBusinessType (if supported)



· If the setting is FALSE, no notification is sent. 


			SP


			Old SP SOA (SPID B) receives the M-EVENT-REPORT subscriptionVersionRangeNewSP- FinalCreateWindowExpiration from the NPAC SMS according to their Final Create Window Expiration Notification Indicator.









			16.


			SP


			If the notification was received, the Old SP SOA (SPID B) issues an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			If sent, the NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA (SPID B).





			17.


			NPAC


			Once the final Concurrence Window has expired the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeNewSP-FinalCreateWindowExpiration notification to the New SP SOA (SPID A) according to their Final Create Window Expiration Notification Indicator setting



· If the setting is TRUE, they will receive the M-EVENT-REPORT subscriptionVersionNewSP-FinalCreateWindowExpiration notification that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionOldSP-DueDate



· subscriptionOldSP-Authorization



· subscriptionOldSP-AuthorizationTimeStamp



· subscriptionStatusChangeCauseCode (if subscriptionOldSP-Authorization set to false)



· subscriptionTimerType (if supported)



· subscriptionBusinessType (if supported)



· If the setting is FALSE, no notification is sent.


			SP


			New SP SOA receives the M-EVENT-REPORT(s) from the NPAC SMS according to the setting of their Final Create Window Expiration Notification Indicator. 









			18.


			SP


			If the notification was received, the New SP SOA (SPID A) issues M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			If sent, NPAC SMS receives the M-EVENT-REPORT Confirmation(s) from the New SP SOA.





			19.


			NPAC


			NPAC Personnel perform a query for the range of subscription versions created in this test case.


			NPAC


			The subscription versions exist with a status of ‘pending’.





			20.


			SP – Optional


			Old SP Personnel (SPID B) perform a local query for the subscription versions created during this test case.


			SP


			On the SOA, the subscription versions exist with a status of ‘pending’.





			21.


			SP – Conditional


			Old SP Personnel (SPID B) perform an NPAC SMS query for the subscription versions created during this test case.


			SP


			The subscription versions exist with a status of ‘pending’ on the NPAC SMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.5


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – New Service Provider Personnel create a range of Inter-Service Provider subscription versions. Primary SPID A is the New Service Provider. Secondary SPID B is the Old Service Provider. SPID B Service Provider has their Customer TN Range Notification Indicator set to TRUE. SPID A Service Provider has their Customer TN Range Notification Indicator set to FALSE. Old Service Provider does not respond. Initial and Final Concurrence Timers expire. NPAC SMS manages the notifications accordingly.  – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-113, RR5-114, RR6-81





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.1.2, B.5.1.6.2, B.5.1.6.3





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the Customer TN Range Notification Indicator is set to FALSE for SPID A Service Provider.



2. Verify that the Customer TN Range Notification Indicator is set to TRUE for SPID B Service Provider.



3. Verify that the SOA Notification Priority tunable parameters are set to the default values for both Service Providers.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using a SOA system, SPID A Service Provider Personnel, take action, as the New SP, to create Inter-Service Provider subscription versions for a range of 15 TNs with SPID B as the Old Service Provider and submits the request to the NPAC SMS via the ‘Primary’ SPID’s (SPID A) association.



2. SPID A issues an M-ACTION Request subscriptionVersionNewSP-Create to the NPAC SMS care of SPID A’s SOA association.


			NPAC


			NPAC SMS receives the M-ACTION subscriptionVersionNewSP-Create request from the Old SP SOA and verifies that each attribute specified is valid according to system requirements.





			2.


			NPAC


			NPAC SMS issues an M-CREATE Request subscriptionVersionNPAC to itself for the TN to create the respective subscription version on the NPAC SMS.


			NPAC


			NPAC SMS receives the M-CREATE Request subscriptionVersionNPAC for the TN and issues an M-CREATE Response subscriptionVersionNPAC to itself for the TN to set the subscription versions status to ‘pending’ and set the subscriptionModifiedTimeStamp and the subscriptionCreateTimeStamp to the current date and time for the subscription versions.





			3.


			NPAC


			NPAC SMS issues an M-ACTION subscriptionVersionNewSP-Create Response to the SPID A indicating the subscription versions were successfully created.


			SP


			New SP SOA (SPID A) receives the M-ACTION subscriptionVersionNewSP-Create Response from the NPAC SMS indicating the subscription versions were successfully created, the status is ‘pending’ and the subscriptionModifiedTimeStamp and subscriptionCreateTimeStamp were set appropriately.





			4.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeObjectCreation notification to the Old SP SOA (SPID B) for range of 15 TNs that contains the following attributes:



· start TN



· end TN 



· start SVID 



· end SVID.



· subscriptionVersionId



· subscriptionTN



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionNewSP-DueDate



· subscriptionNewSP-CreationTimeStamp



· subscriptionVersionStatus



· subscriptionTimerType (if supported)



· subscriptionBusinessType (if supported)


			SP


			Old SP SOA (SPID B) receives the M-EVENT-REPORT from the NPAC SMS.





			5.


			SP


			Old SP SOA (SPID B) issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA (SPID B).





			6.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT ObjectCreation notification to the New SP SOA (SPID A) for each TN in the range.


			SP


			New SP SOA (SPID A) receives the M-EVENT-REPORTs from the NPAC SMS. 





			7.


			SP


			New SP SOA (SPID A) issues M-EVENT-REPORT Confirmations indicating it successfully received the M-EVENT-REPORTs from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmations from the New SP SOA (SPID A).





			8.


			NPAC


			NPAC Personnel perform a query for the subscription version created in this test case.


			NPAC


			The subscription versions exist with a status of ‘pending’.





			9.


			SP – Optional


			Via their SOA, New SP Personnel (SPID A) perform a local query for the subscription versions created during this test case.


			SP


			The subscription versions exist with a status of ‘pending’.





			10.


			SP – Conditional


			New SP Personnel (SPID A) perform an NPAC SMS query for the subscription versions created during this test case.


			SP


			The subscription versions exist with a status of ‘pending’ on the NPAC SMS.





			11.


			NPAC


			NPAC SMS waits for concurrence from the Old SP (SPID B) for the range of TN’s the New SP (SPID A) created.


			SP


			Old SP SOA (SPID B) does not respond to the create request and the Service Provider Concurrence Window tunable expires.





			12.


			NPAC


			Once the Initial Concurrence Window has expired, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeOld SP-CreateRequest notification to the Old SP SOA (SPID B) that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionNewSP



· subscriptionNewSP-DueDate



· subscriptionNewSP-CreationTimeStamp



· subscriptionTimerType (if supported)



· subscriptionBusinessType (if supported)


			SP


			Old SP SOA (SPID B) receives the M-EVENT-REPORT from the NPAC SMS.





			13.


			SP


			Old SP SOA (SPID B) issues M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			14.


			NPAC


			NPAC SMS waits for concurrence from the Old SP (SPID B) for the range of TN’s the New SP (SPID A) created.


			SP


			Old SP SOA (SPID B) DOES NOT respond to the create request and the Final Concurrence Window expires.





			15.


			NPAC


			Once the Final Concurrence Window has expired, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeOldSP-FinalConcurrenceWindowExpiration notification to the Old SP SOA (SPID B)that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionTimerType (if supported)



· subscriptionBusinessType (if supported) 


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			16.


			SP


			Old SP SOA (SPID B) issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA (SPID B).





			17.


			NPAC


			NPAC Personnel perform a query for the range of subscription versions created in this test case.


			NPAC


			The subscription versions exist with a status of ‘pending’.





			18.


			SP – Optional


			Via their SOA, New SP Personnel perform a local query for the subscription versions created during this test case.


			SP


			The subscription versions exist with a status of ‘pending’.





			19.


			SP – Conditional


			New SP Personnel perform an NPAC SMS query for the subscription versions created during this test case.


			SP


			The subscription versions exist with a status of ‘pending’ on the NPAC SMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.6


			SUT Priority:


			SOA 


			R





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Service Provider Personnel activate a range of 1000 Inter-Service Provider subscription versions. Their Customer TN Range Notification Indicator is set to their production value. In the pre-requisite create process the range is submitted as two smaller ranges, each with unique DPC/SSN data but the TNs used in the ranges are contiguous and the SVIDs assigned by the NPAC SMS are contiguous. The activate request is submitted as one range. The activate request results in two notifications due to the unique DPC/SSN data used for each range in the create process. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-113, RR5-116, RR6-81





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.1.5, B.5.1.6





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the New SP Customer TN Range Notification Indicator is set to their production value.



2. Verify that the SOA Notification Priority tunable parameters are set to the default values for the New Service Provider



3. Verify that 1000 consecutive subscription versions exist with a status of ‘pending’ for the New SP under test.  The first 500 TNs should have one set of DPC/SSN data and the second set of TNs should have another unique set of DPC/SSN data.  The SVIDs should be consecutive for all 1000 TNs.



4. Verify that ‘active’ subscription versions do not currently exist for the range of 1000 TNs to be used in this Test Case.



5. Verify that the Old SP has concurred or the Concurrence Window for receiving the Old SP Create for the subscription versions to be activated during this test case has expired.



6. Verify that that Due Date has been reached for activating these subscription versions.



7. Verify that system setup and filters are set such that the subscription versions can be successfully activated.





			


			Prerequisite SP Setup:


			1. Create one range of 500 Inter-Service Provider subscription versions using consecutive non-ported TNs, with one set of DPC/SSN data.



2. Immediately create another range of 500 Inter-Service Provider subscription versions using the next 500 consecutive non-ported TNs with another unique set of DPC/SSN data.  For example, create 1000-1499 with one set of DPC/SSN data and then 1500-1999 with another set of DPC/SSN data.



3. Verify that the SVIDs are consecutive for the full 1000 TNs.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, New SP Personnel submit a request to the NPAC SMS to activate a range of 1000 Inter-Service Provider subscription versions.  Specify the range of 1000 consecutive TNs described in the prerequisites above.



2. The SOA issues an M-ACTION subscriptionVersionActivate Request to the NPAC SMS and specifies the range of TNs.


			NPAC


			NPAC SMS receives the M-ACTION Request from the New SP SOA. 





			2.


			NPAC


			NPAC SMS locates the respective subscription versions and issues an M-SET Request subscriptionVersionNPAC to itself to set the subscription version status to ‘sending’ and set the subscriptionVersionActivationTimeStamp and subscriptionModifiedTimeStamp to the current date and time for each TN in the request.


			NPAC


			NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.





			3.


			NPAC


			NPAC SMS issues an M-ACTION Response to the New SP SOA.


			SP


			New SP SOA receives the M-ACTION Response from the NPAC SMS.





			4.


			NPAC


			NPAC SMS issues an M-SET Request to itself to set the subscription version status to ‘sending’ and set the subscriptionBroadcastTimeStamp to the current date and time for all TNs in the range.


			NPAC


			NPAC SMS receives the M-SET Request and issues an M-SET Response to itself.





			5.


			NPAC


			NPAC SMS issues two M-CREATE Requests subscriptionVersion to all LSMSs in the region accepting downloads for this NPA-NXX.



One M-CREATE Request is sent for the first 500 TNs with one set of DPC/SSN data and another M-CREATE Request is sent for the next range of 500 TNs with a different set of DPC/SSN data.


			SP


			1. All LSMSs in the region accepting downloads for this NPA-NXX receive the M-CREATE Requests and verify that the requests are valid.



2. All LSMSs in the region issue respective M-CREATE Responses to the NPAC SMS.  One for the first 500 TNs and one set of DPC/SSN data and one for the second set of 500 TNs and another set of DPC/SSN data.



3. After each LSMS responds to the NPAC SMS, the LSMSs perform the subscription version create on the local system as specified in the requests from the NPAC SMS.





			6.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification for the first set of 500 TNs and a second M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification to the Old SP SOA for the second set of 500 TNs that contain the following attributes:



· start TN



· end TN 



· start SVID 



· end SVID.



· subscriptionVersionStatus = ‘active’



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange notification for each TN in the range of 1000 indicating the status is ‘active’.


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.









			7.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA.





			8.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification to the New SP SOA for the first set of 500 TNs and a second M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification for the second set of 500 TNs that contain the following attributes:



· start TN



· end TN 



· start SVID 



· end SVID.



· subscriptionVersionStatus = ‘active’



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange notification for each TN in the range of 1000 indicating the status is ‘active’.


			SP


			New SP SOA receives the M-EVENT-REPORT notifications from the NPAC SMS.  





			9.


			SP


			New SP SOA issues M-EVENT-REPORT Confirmation(s) to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation(s).





			10.


			NPAC


			NPAC Personnel perform a query for the range of subscription versions activated in this test case.


			NPAC


			The subscription versions exist with a status of ‘active’ with an empty Failed SP List.





			11.


			SP – Optional


			Via their SOA &/or LSMS, New SP Personnel perform a local query for the subscription versions activated during this test case.


			SP


			1. On the SOA, the subscription versions exist with an empty Failed SP List.



2. On the LSMS, the subscription versions exist with a status of ‘active’.





			12.


			SP – Conditional


			New SP Personnel perform an NPAC SMS query for the subscription versions activated during this test case.


			SP


			The subscription versions exist with a status of ‘active’ with an empty Failed SP List on the NPAC SMS.





			13.


			NPAC


			NPAC Personnel perform a full audit of LSMS for the TNs that were activated during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were made as a result of performing the audit.  If updates were made, the LSMS fails this test case.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.7


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Service Provider Personnel activate a range of 200 SVs. Their Customer TN Range Notification Indicator is set to TRUE. In the pre-requisite SVcreate process the range is submitted as two smaller ranges.  The TNs used in the ranges are contiguous and have the same feature data. The creates are submitted without any other activity in between to ensure that the SVIDs for the TNs in the ranges are contiguous. The activate request is submitted as one range. The activate request results in one notification because the TNs and SVIDs are both contiguous and all TNs in the range have the same feature data. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-113, RR5-116, RR6-81





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B5.1.6





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the New SP Customer TN Range Notification Indicator is set to TRUE.



2. Verify that the SOA Notification Priority tunable parameters are set to the default values for the New Service Provider.



3. Verify that 200 consecutive subscription versions exist with a status of ‘pending’ for the New SP under test.  All 200 TNs should have one set of DPC/SSN data.  The SVIDs should be consecutive for all 200 TNs.



4. Verify that ‘active’ subscription versions do not currently exist for the range of 200 TNs to be used in this Test Case.



5. Verify that the Old SP has concurred or the Concurrence Window has expired for receiving the Old SP Create for the subscription versions to be activated during this test case.



6. Verify that that Due Date has been reached for activating these subscription versions.



7. Verify that system setup and filters are set such that the subscription versions can be successfully activated.






			


			Prerequisite SP Setup:


			1. Create one range of 100 Inter-Service Provider subscription versions using consecutive non-ported TNs, with one set of DPC/SSN data.



2. Immediately create another range of 100 Inter-Service Provider subscription versions using the next 100 consecutive non-ported TNs with the same set of DPC/SSN data as the first 100 TN range. For example, create 1000-1099 with and then immediately create 1100-1199 with the same set of DPC/SSN data.



3. Verify that the SVIDs are consecutive for the full 200 TNs.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, New SP Personnel submit a request to the NPAC to activate a range of 200 Inter-Service Provider subscription versions.  Specify the range of 200 consecutive TNs described in the prerequisites above.



2. The SOA issues an M-ACTION subscriptionVersionActivate Request to the NPAC SMS and specifies the range of TNs.


			NPAC


			NPAC SMS receives the M-ACTION Request from the New SP SOA. 





			2.


			NPAC


			NPAC SMS locates the respective subscription versions, and issues an M-SET Request subscriptionVersionNPAC to itself to set the subscription version status to ‘sending’ and set the subscriptionVersionActivationTimeStamp and subscriptionModifiedTimeStamp to the current date and time for each TN in the request.


			NPAC


			NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.





			3.


			NPAC


			NPAC SMS issues an M-ACTION Response to the New SP SOA.


			SP


			New SP SOA receives the M-ACTION Response from the NPAC SMS.





			4.


			NPAC


			NPAC SMS issues an M-SET Request to itself to set the subscription version status to ‘sending’ and set the subscriptionBroadcastTimeStamp to the current date and time for all TNs in the range.


			NPAC


			NPAC SMS receives the M-SET Request and issues an M-SET Response to itself.





			5.


			NPAC


			NPAC SMS issues an M-CREATE Requests subscriptionVersion to all LSMSs in the region accepting downloads for this NPA-NXX.






			SP


			1. All LSMSs in the region accepting downloads for this NPA-NXX receive the M-CREATE Request and verify that the request is valid.



2. All LSMSs in the region issue an M-CREATE Response subscriptionVersion back to the NPAC SMS.  



3. After each LSMS responds to the NPAC SMS, the LSMSs perform the subscription version create on the local system as specified in the requests from the NPAC SMS.





			6.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification for the range of 200 TNs with the following attributes:



· start TN



· end TN 



· start SVID 



· end SVID.



· subscriptionVersionStatus = ‘active’



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange notification for each TN in the range of 200 indicating the status is ‘active’.


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.









			7.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA.





			8.


			NPAC


			NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification to the New SP SOA for the range of 200 TNs that contains the following attributes:



· start TN



· end TN 



· start SVID 



· end SVID.



· subscriptionVersionStatus = ‘active’


			SP


			New SP SOA receives the M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification from the NPAC SMS.





			9.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS for the set of 200 TNs.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation for the 200 TNs.





			10.


			NPAC


			NPAC Personnel perform a query for the range of subscription versions activated in this test case.


			NPAC


			The subscription versions exist with a status of ‘active’ with an empty Failed SP List.





			11.


			SP – Optional


			Via their SOA &/or LSMS, New SP Personnel perform a local query for the subscription versions activated during this test case.


			SP


			1. On the SOA, the subscription versions exist with an empty Failed SP List.



2. On the LSMS, the subscription versions exist with a status of ‘active’.





			12.


			SP – Conditional


			New SP Personnel perform an NPAC SMS query for the subscription versions activated during this test case.


			SP


			The subscription versions exist with a status of ‘active’ with an empty Failed SP List on the NPAC SMS.





			13.


			NPAC


			NPAC Personnel perform a full audit of LSMS for the TNs that were activated during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were made as a result of performing the audit.  If updates were made, the LSMS fails this test case.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.8


			SUT Priority:


			SOA 


			R





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Service Provider Personnel activate a single SV. Their Customer TN Range Notification Indicator is set to their production value.– Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-113, RR5-116, RR6-81





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B5.1.5





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the New SP Customer TN Range Notification Indicator is set to their production value.



2. Verify that the SOA Notification Priority tunable parameters are set to the default values for the New Service Provider.



3. Verify that a subscription version exists with a status of ‘pending’ for the New SP under test.



4. Verify that a ‘active’ subscription version does not currently exist for the TN to be used in this Test Case.



5. Verify that the Old SP has concurred or the Concurrence Window has expired for receiving the Old SP Create for the subscription versions to be activated during this test case.



6. Verify that that Due Date has been reached for activating this subscription version.



7. Verify that system setup and filters are set such that the subscription versions can be successfully activated.






			


			Prerequisite SP Setup:


			Create one Inter-Service Provider subscription version and verify it is ready for activation.









			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, New SP Personnel submit a request to the NPAC to activate a single Inter-Service Provider subscription version.



2. The SOA issues an M-ACTION subscriptionVersionActivate Request to the NPAC SMS and specifies the TN.


			NPAC


			NPAC SMS receives the M-ACTION Request from the New SP SOA. 





			2.


			NPAC


			NPAC SMS locates the respective subscription version, and issues an M-SET Request subscriptionVersionNPAC to itself to set the subscription version status to ‘sending’ and set the subscriptionVersionActivationTimeStamp and subscriptionModifiedTimeStamp to the current date and time for the TN.


			NPAC


			NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.





			3.


			NPAC


			NPAC SMS issues an M-ACTION Response to the New SP SOA.


			SP


			New SP SOA receives the M-ACTION Response from the NPAC SMS.





			4.


			NPAC


			NPAC SMS issues an M-SET Request to itself to set the subscription version status to ‘sending’ and set the subscriptionBroadcastTimeStamp to the current date and time for the TN.


			NPAC


			NPAC SMS receives the M-SET Request and issues an M-SET Response to itself.





			5.


			NPAC


			NPAC SMS issues an M-CREATE Requests subscriptionVersion to all LSMSs in the region accepting downloads for this NPA-NXX.






			SP


			1. All LSMSs in the region accepting downloads for this NPA-NXX receive the M-CREATE Request and verify that the request is valid.



2. All LSMSs in the region issue an M-CREATE Response subscriptionVersion back to the NPAC SMS.  



3. After each LSMS responds to the NPAC SMS, the LSMSs perform the subscription version create on the local system as specified in the request from the NPAC SMS.





			6.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification for the TN that contains the following attributes:



· start TN



· end TN 



· start SVID 



· end SVID.



· subscriptionVersionStatus = ‘active’



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange notification for the TN indicating the status is ‘active’.


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.









			7.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA.





			8.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification to the New SP SOA for the TN that contains the following attributes:



· start TN



· end TN 



· start SVID 



· end SVID.



· subscriptionVersionStatus = ‘active’



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange notification for the TN that indicates the status is ‘active’:


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			9.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS for the TN.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation for the TN.





			10.


			NPAC


			NPAC Personnel perform a query for the subscription version activated in this test case.


			NPAC


			The subscription version exists with a status of ‘active’ with an empty Failed SP List.





			11.


			SP – Optional


			Via their SOA &/or LSMS, New SP Personnel perform a local query for the subscription version activated during this test case.


			SP


			1. On the SOA, the subscription version exists with an empty Failed SP List.



2. On the LSMS, the subscription version exists with a status of ‘active’.





			12.


			SP – Conditional


			New SP Personnel perform an NPAC SMS query for the subscription version activated during this test case.


			SP


			The subscription version exists with a status of ‘active’ with an empty Failed SP List on the NPAC SMS.





			13.


			NPAC


			NPAC Personnel perform a full audit of LSMS for the TN that was activated during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were made as a result of performing the audit.  If updates were made, the LSMS fails this test case.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.9


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Service Provider Personnel activate a range of 500 SVs. Their Customer TN Range Notification Indicator is set to TRUE. In the prerequisite SV create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data but other create activities are submitted between the range create requests to ensure that the SVIDs for the TNs in the ranges are not contiguous. The activate request is submitted as one range. The activate request results in one notification containing a list of the SVIDs. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-113, RR5-116, RR6-81





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B5.1.6





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the New SP Customer TN Range Notification Indicator is set to TRUE.



2. Verify that the SOA Notification Priority tunable parameters are set to the default values for the New Service Provider.



3. Verify that 500 consecutive subscription versions exist with a status of ‘pending’ for the New SP under test.  All 500 TNs should have one set of DPC/SSN data.  The SVIDs should NOT be consecutive for all 500 TNs.  The first 250 TNs in the range should be consecutive and then there should be a break between the SVIDs in the next 250 TNs.



4. Verify that ‘active’ subscription versions do not currently exist for the range of 500 TNs to be used in this Test Case.



5. Verify that the Old SP has concurred or the Concurrence Window for receiving the Old SP Create for the subscription versions to be activated during this test case has expired.



6. Verify that that Due Date has been reached for activating these subscription versions.



7. Verify that system setup and filters are set such that the subscription versions can be successfully activated.





			


			Prerequisite SP Setup:


			1. Create one range of 250 Inter-Service Provider subscription versions using consecutive non-ported TNs, with one set of DPC/SSN data.



2. Perform some other subscription version functions for other TNs that are not part of the range used in this test case to cause a break in SVIDs.



3. Create another range of 250 Inter-Service Provider subscription versions using the next 250 consecutive non-ported TNs using the same set of DPC/SSN data as the first 250 TNs.



For example, create 1000-1249, then perform other subscription version activities to TNs outside of the consecutive 500 TNs to be used in this test case, then create 1250-1499 with the same set of DPC/SSN data as was used for TNs 1000-1249.



4. Verify that the SVIDs are NOT consecutive for the full 500 TNs.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, New SP Personnel submit a request to the NPAC to activate a range of 500 Inter-Service Provider subscription versions.  Specify the range of 500 consecutive TNs described in the prerequisites above.



2. The SOA issues an M-ACTION subscriptionVersionActivate Request to the NPAC SMS and specifies the range of TNs.


			NPAC


			NPAC SMS receives the M-ACTION Request from the New SP SOA. 





			2.


			NPAC


			NPAC SMS locates the respective subscription versions, and issues an M-SET Request subscriptionVersionNPAC to itself to set the subscription version status to ‘sending’ and set the subscriptionVersionActivationTimeStamp and subscriptionModifiedTimeStamp to the current date and time for each TN in the request.


			NPAC


			NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.





			3.


			NPAC


			NPAC SMS issues an M-ACTION Response to the New SP SOA.


			SP


			New SP SOA receives the M-ACTION Response from the NPAC SMS.





			4.


			NPAC


			NPAC SMS issues an M-SET Request to itself to set the subscription version status to ‘sending’ and set the subscriptionBroadcastTimeStamp to the current date and time for all TNs in the range.


			NPAC


			NPAC SMS receives the M-SET Request and issues an M-SET Response to itself.





			5.


			NPAC


			NPAC SMS issues an M-CREATE Request subscriptionVersion to all LSMSs in the region accepting downloads for this NPA-NXX.



.


			SP


			1. All LSMSs in the region accepting downloads for this NPA-NXX receive the M-CREATE Request and verify that the request is valid.



2. All LSMSs in the region issue an M-CREATE Response back to the NPAC SMS.



3. After each LSMS responds to the NPAC SMS, the LSMSs perform the subscription version create on the local system as specified in the requests from the NPAC SMS.





			6.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification for the 500 TNs that contains the following attributes:



· paired list of TNs and SVIDs



· subscriptionVersionStatus = ‘active’



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange notification for each TN in the range of 500 indicating the status is ‘active’.


			SP


			The Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.









			7.


			SP


			Old SP SOA issues M-EVENT-REPORT Confirmations to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmations from the Old SP SOA.





			8.


			NPAC


			NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification to the New SP SOA for the 500 TNs that contains the following attributes:



· paired list of TNs and SVIDs



· subscriptionVersionStatus = ‘active’


			SP


			New SP SOA receives the M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification from the NPAC SMS.





			9.


			SP


			New SP SOA issues one M-EVENT-REPORT Confirmation to the NPAC SMS for the set of 500 TNs.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation.





			10.


			NPAC


			NPAC Personnel perform a query for the range of subscription versions activated in this test case.


			NPAC


			The subscription versions exist with a status of ‘active’ with an empty Failed SP List.





			11.


			SP – Optional


			Via their SOA &/or LSMS, New SP Personnel perform a local query for the subscription versions activated during this test case.


			SP


			1. On the SOA, the subscription version exists with an empty Failed SP List.



2. On the LSMS, the subscription version exists with a status of ‘active’.





			12.


			SP – Conditional


			New SP Personnel perform an NPAC SMS query for the subscription versions activated during this test case.


			SP


			The subscription versions exist with a status of ‘active’ with an empty Failed SP List on the NPAC SMS.





			13.


			NPAC


			NPAC Personnel perform a full audit of LSMS for the TNs that were activated during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were made as a result of performing the audit.  If updates were made, the LSMS fails this test case.








NOTE: Lead NPAC Test Engineer is investigating the use of an LSMS simulator for this test case.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.10


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Service Provider Personnel activate a range of 100 SVs.  Their Customer TN Range Notification Indicator set to TRUE.  In the prerequisite SV create process the range is submitted as one range, all with the same feature data.  One of the LSMSs has a problem creating all the TNs and responds with a M-EVENT-REPORT containing a few of the TNs from the range that it failed to create. NPAC responds to the SP with multiple notifications. - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-113, RR5-116, RR6-81





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.1.6





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the New SP Customer TN Range Notification Indicator is set to TRUE.



2. Verify that the SOA Notification Priority tunable parameters are set to the default values for the New Service Provider.



3. Verify that 100 consecutive subscription versions exist with a status of ‘pending’ for the New SP. All 100 TNs should have one set of DPC/SSN data and the SVIDs should be consecutive.



4. Verify that ‘active’ subscription versions do not currently exist on the NPAC for the range of 100 TNs to be used in this Test Case.



5. Verify that the Old SP has concurred or the Concurrence Window for receiving the Old SP Create for the subscription versions to be activated during this test case has expired.



6. Verify that that Due Date has been reached for activating these subscription versions.
 



7. Ensure proper LSMS setup for Test Step 5 below to get the desired test case results.





			


			Prerequisite SP Setup:


			1. Create one range of 100 Inter-Service Provider subscription versions using consecutive non-ported TNs, with one set of DPC/SSN data. For example, create 1000-1099.



2. Verify that the SVIDs are consecutive for the full 200 TNs.



3. Verify that the subscription versions are ready to be activated.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, New SP Personnel submit a request to the NPAC to activate a range of 100 Inter-Service Provider subscription versions.  Specify the range of 100 consecutive TNs described in the prerequisites above.



2. The SOA issues an M-ACTION subscriptionVersionActivate Request to the NPAC SMS and specifies the range of TNs.


			NPAC


			NPAC SMS receives the M-ACTION Request from the New SP SOA. 





			2.


			NPAC


			NPAC SMS locates the respective subscription versions, and issues an M-SET Request subscriptionVersionNPAC to itself to set the subscription version status to ‘sending’ and the subscriptionVersionActivationTimeStamp and subscriptionModifiedTimeStamp to the current date and time for each TN in the request.


			NPAC


			NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.





			3.


			NPAC


			NPAC SMS issues an M-ACTION Response to the New SP SOA.


			SP


			New SP SOA receives the M-ACTION Response from the NPAC SMS.





			4.


			NPAC


			NPAC SMS issues an M-SET Request to itself to set the subscription version status to ‘sending’ and set the subscriptionBroadcastTimeStamp to the current date and time for all TNs in the range.


			NPAC


			NPAC SMS receives the M-SET Request and issues an M-SET Response to itself.





			5.


			NPAC


			NPAC SMS issues an M-CREATE Requests subscriptionVersion to all LSMSs in the region accepting downloads for this NPA-NXX.






			SP


			1. All LSMSs in the region accepting downloads for this NPA-NXX receive the M-CREATE Request and verify that the request are valid.



2. All LSMSs in the region EXCEPT ONE, issue an M-ACTION Response subscriptionVersion back to the NPAC SMS.  



3. One LSMS in the region issues the following responses:



· M-CREATE Response indicating success for the first 25 TNs (for example 1000-1024).



· M-CREATE Response indicating failure for the next TN (for example 1025).



· M-CREATE Response indicating success for the next 45 TNs (for example 1026-1070).



· M-CREATE Response indicating failure for the next TN (for example 1071).



· M-CREATE Response indicating success for the next 28 TNs (for example 1072-1099).



4. After each LSMS responds to the NPAC SMS, the LSMSs perform the subscription version create on the local system as specified in the requests from the NPAC SMS.





			6.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues the following messages:



1. An M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification for the first range of 24 TNs (1000-1024)that contains the following attributes:



· start TN



· end TN 



· start SVID 



· end SVID.



· subscriptionVersionStatus = ‘active’



2. An M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification for the next TN (1025) that contains the following attributes:



· start TN



· end TN 



· start SVID 



· end SVID.



· subscriptionVersionStatus = ‘partial-failed’



· subscriptionVersionFailedSP-List



3. An M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification for the next range of 45 TNs (1026-1070) that contains the following attributes:



· start TN



· end TN 



· start SVID 



· end SVID.



· subscriptionVersionStatus = ‘active’



4. An M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification for the next TN (1071) that contains the following attributes:



· start TN



· end TN 



· start SVID 



· end SVID.



· subscriptionVersionStatus = ‘partial-failed’



· subscriptionVersionFailedSP-List



5. An M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification for the next range of 28 TNs (1072-1099) that contains the following attributes:



· start TN



· end TN 



· start SVID 



· end SVID



· subscriptionVersionStatus = ‘active’



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange notification for each TN in the range of 100.  For 98 TNs (1000-1024, 1026-1070 and 1072-1099) that status will be ‘active’ for 2 TNs (1025 and 1071) the status will be ‘partial fail’ and the LSMS that failed the TNs will be specified in the FailedSP-List.


			SP


			The Old SP SOA receives the M-EVENT-REPORT(s) from the NPAC SMS according to their Customer TN Range Notification Indicator.









			7.


			SP


			Old SP SOA issues M-EVENT-REPORT Confirmations to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmations from the Old SP SOA.





			8.


			NPAC


			NPAC SMS issues the following notifications to the New SP SOA:



1. An M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification for the range of 28 TNs (1000-1024) that contains the following attributes: 



· start TN



· end TN 



· start SVID 



· end SVID.



· subscriptionVersionStatus = ‘active’



2. An M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange for 1 TN (1025) that contains the following attributes:



· start TN



· end TN 



· start SVID 



· end SVID.



· subscriptionVersionStatus = ‘partial-failed’



· subscriptionVersionFailedSP-List



3. An M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification for the range of 45 TNs (1026-1070) that contains the following attributes:



· start TN



· end TN 



· start SVID 



· end SVID.



· subscriptionVersionStatus = ‘active’



4. An M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange for 1 TN (1071) that contains the following attributes:



· start TN



· end TN 



· start SVID 



· end SVID.



· subscriptionVersionStatus = ‘partial-failed’



· subscriptionVersionFailedSP-List



5. An M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification for the range of 28 TNs (1072-1099) that contains the following attributes:



· start TN



· end TN 



· start SVID 



· end SVID.



· subscriptionVersionStatus = ‘active’


			SP


			New SP SOA receives the M-EVENT-REPORTs the NPAC SMS.





			9.


			SP


			New SP SOA issues M-EVENT-REPORT Confirmations to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmations.





			10.


			NPAC


			NPAC Personnel perform a query for the range of subscription versions.


			NPAC


			1. Subscription versions exist with a status of ‘active’ for 98 TNs (1000-1024, 1026-1070 and 1072-1099).



2. Subscription versions exist with a status of ‘partial fail’ and a Failed SP List for 2 TNs (1025 and 1071).





			11.


			SP – Optional


			Via their SOA &/or LSMS, New SP Personnel perform a local query for the subscription versions activated during this test case.


			SP


			1. On the SOA, subscription version exists with an empty Failed SP List for 98 TNs (1000-1024, 1026-1070 and 1072-1099).



2. On the SOA, subscription versions exist with a Failed SP List for 2 TNs (1025 and 1071).



3. On the LSMS, subscription versions exist with a status of ‘active’ for 98 TNs (1000-1024, 1026-1070 and 1072-1099).





			12.


			SP – Conditional


			New SP Personnel perform an NPAC SMS query for the subscription versions activated during this test case.


			SP


			1. On the NPAC SMS subscription versions exist with a status of ‘active’ for 98 TNs (1000-1024, 1026-1070 and 1072-1099).



2. On the NPAC SMS subscription versions exist with a status of ‘partial fail’ and a Failed SP List for 2 TNs (1025 and 1071).








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.11


			SUT Priority:


			SOA 


			R





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Service Provider Personnel modify a range of 200 active SVs.  Their Customer TN Range Notification Indicator set totheir production value.  All TNs in the range have the same feature data and contiguous SVIDs. The modify active request is submitted as one range and results in one notification. - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-113, RR5-115, RR6-81





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.2.1





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			NANC 179-4





			


			Prerequisite NPAC Setup:


			1. Verify that the New SP Customer TN Range Notification Indicator is set to their production value.



2. Verify that the SOA Notification Priority tunable parameters are set to the default values for the New Service Provider.



3. Verify that 200 consecutive subscription versions exist with a status of ‘active’ for the New SP. All 200 TNs should have one set of DPC/SSN data and the SVIDs are consecutive.



4. Verify that the LRN to be used in the modify active request exists for the New SP.





			


			Prerequisite SP Setup:


			Verify that 200 consecutive subscription versions exist with a status of ‘active’. All 200 TNs should have one set of DPC/SSN data and the SVIDs are consecutive.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, New SP Personnel submit a request to the NPAC to modify the LRN for a range of 200 active Inter-Service Provider subscription versions.  Specify the range of 200 consecutive TNs described in the prerequisites above.



2. The SOA issues an M-ACTION subscriptionVersionModify Request to the NPAC SMS and specifies the range of TNs.


			NPAC


			NPAC SMS receives the M-ACTION Request from the New SP SOA. 





			2.


			NPAC


			NPAC SMS locates the respective subscription versions, and issues an M-SET Request subscriptionVersionNPAC to itself to set the subscription version status to ‘sending’ and the subscriptionBroadcastTimeStamp to the current date and time for each TN in the request.


			NPAC


			NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.





			3.


			NPAC


			NPAC SMS issues an M-ACTION Response to the New SP SOA.


			SP


			New SP SOA receives the M-ACTION Response from the NPAC SMS.





			4.


			NPAC


			NPAC SMS issues an M-SET subscriptionVersion to all LSMSs in the region accepting downloads for this NPA-NXX.






			SP


			1. All LSMSs in the region accepting downloads for this NPA-NXX receive the M-SET Request and verify that the request is valid.



2. All LSMSs in the region issue an M-SET Response subscriptionVersion back to the NPAC SMS.  



3. After each LSMS responds to the NPAC SMS, the LSMSs perform the subscription version modify on the local system as specified in the request from the NPAC SMS.





			5.


			NPAC


			NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself to set the subscription version status to ‘active’ for each TN in the request.


			NPAC


			NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.





			6.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New SP SOA.



· If their TN Range Notification Indicator is set to TRUE, NPAC SMS issues a subscriptionVersionRangeStatusAttributeValueChange notification to the New SP SOA for the range of 200 TNs that contains the following attributes:



· start TN



· end TN 



· start SVID 



· end SVID.



· subscriptionVersionStatus = ‘active’ 



· If their TN Range Notification Indicator is set to FALSE, NPAC SMS issues a subscriptionVersionStatusAttributeValueChange notification for each TN in the range setting the status to ‘active’ to the New SP SOA.


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			7.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation.





			8.


			NPAC


			NPAC Personnel perform a query for the range of subscription versions modified in this test case.


			NPAC


			The subscription versions exist with a status of ‘active’ with an empty Failed SP List.





			9.


			SP – Optional


			Via their SOA &/or LSMS, New SP Personnel perform a local query for the subscription versions modified during this test case.


			SP


			1. On the SOA, the subscription versions exist with an empty Failed SP List.



2. On the LSMS, the subscription versions exist with a status of ‘active’.





			10.


			SP – Conditional


			New SP Personnel perform an NPAC SMS query for the subscription versions modified during this test case.


			SP


			The subscription versions exist with a status of ‘active’ with an empty Failed SP List on the NPAC SMS.





			11.


			NPAC


			NPAC Personnel perform a full audit of LSMS for the TNs that were modified during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were made as a result of performing the audit.  If updates were made, the LSMS fails this test case.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.12


			SUT Priority:


			SOA 


			R





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Service Provider Personnel modify one active SV.  Their Customer TN Range Notification Indicator set to their production value. - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-113, RR5-115, RR6-81





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.2.1





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the New SP Customer TN Range Notification Indicator is set totheir production value.



2. Verify that the SOA Notification Priority tunable parameters are set to the default values for the New Service Provider.



3. Verify that a subscription version exists with a status of ‘active’ for the New SP.



4. Verify that the LRN to be used in the modify active request exists for the New SP.





			


			Prerequisite SP Setup:


			Verify that a subscription version exists with a status of ‘active’.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, New SP Personnel submit a request to the NPAC to modify the LRN for the active Inter-Service Provider subscription version described in the prerequisites above.



2. The SOA issues an M-ACTION subscriptionVersionModify Request to the NPAC SMS and specifies the TN.


			NPAC


			NPAC SMS receives the M-ACTION Request from the New SP SOA. 





			2.


			NPAC


			NPAC SMS locates the respective subscription version and issues an M-SET Request subscriptionVersionNPAC to itself to set the subscription version status to ‘sending’ and the subscriptionBroadcastTimeStamp to the current date and time for the TN in the request.


			NPAC


			NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.





			3.


			NPAC


			NPAC SMS issues an M-ACTION Response to the New SP SOA.


			SP


			New SP SOA receives the M-ACTION Response from the NPAC SMS.





			4.


			NPAC


			NPAC SMS issues an M-SET subscriptionVersion to all LSMSs in the region accepting downloads for this NPA-NXX.






			SP


			1. All LSMSs in the region accepting downloads for this NPA-NXX receive the M-SET Request and verify that the request is valid.



2. All LSMSs in the region issue an M-SET Response subscriptionVersion back to the NPAC SMS.  



3. After each LSMS responds to the NPAC SMS, the LSMSs perform the subscription version modify on the local system as specified in the request from the NPAC SMS..





			5.


			NPAC


			NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself to set the subscription version status to ‘active’ for the TN in the request.


			NPAC


			NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.





			6.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New SP SOA.



If their TN Range Notification setting is TRUE, NPAC issues an M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification to the New SP SOA for the TN that contains the following attributes:



· start TN



· end TN 



· start SVID 



· end SVID.



· subscriptionVersionStatus = ‘active’



If their TN Range Notification setting is FALSE, NPAC issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange notification to the New SP SOA for the TN that contains the following attributes:



· TN



· SVID 



· subscriptionVersionStatus = ‘active’






			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			7.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation.





			8.


			NPAC


			NPAC Personnel perform a query for the subscription version modified in this test case.


			NPAC


			The subscription version exists with a status of ‘active’ with an empty Failed SP List.





			9.


			SP – Optional


			Via their SOA &/or LSMS, New SP Personnel perform a local query for the subscription version modified during this test case.


			SP


			1. On the SOA, the subscription version exists with an empty Failed SP List.



2. On the LSMS, the subscription version exists with a status of ‘active’.





			10.


			SP – Conditional


			New SP Personnel perform an NPAC SMS query for the subscription version modified during this test case.


			SP


			The subscription version exists with a status of ‘active’ with an empty Failed SP List on the NPAC SMS





			11.


			NPAC


			NPAC Personnel perform a full audit of LSMS for the TNs that were modified during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were made as a result of performing the audit.  If updates were made, the LSMS fails this test case.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.13


			SUT Priority:


			SOA 


			R





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Service Provider Personnel modify a range of 10 active SVs. Their Customer TN Range Notification Indicator set to their production value. The ‘modify active’ fails on one LSMS resulting in a subscription version status of ‘active’ with a Failed SP-List. - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-113, RR5-115, RR6-81





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.2.2





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the New SP Customer TN Range Notification Indicator is set to their production value.



2. Verify that the SOA Notification Priority tunable parameters are set to the default values for the New Service Provider.



3. Verify that a range of 10 ‘active’ Inter-Service Provider subscription versions with consecutive SVIDs and the same feature data exist with a status of ‘active’ for the New SP.



4. Verify that the LRN to be used in the modify active request exists for the New SP.



5. Verify that filters for the NPA-NXX are set and LSMSs configured such that the modify active request will fail on at least one LSMS.





			


			Prerequisite SP Setup:


			Verify that a range of 10 ‘active’ Inter-Service Provider subscription versions with consecutive SVIDs and the same feature data exist with a status of ‘active’.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, New SP Personnel submit a request to the NPAC to modify the LRN for the range of 10 ‘active’ Inter-Service Provider subscription versions described in the prerequisites above.



2. The SOA issues an M-ACTION subscriptionVersionModify Request to the NPAC SMS and specifies the TNs.


			NPAC


			NPAC SMS receives the M-ACTION Request from the New SP SOA. 





			2.


			NPAC


			NPAC SMS locates the respective subscription versions and issues an M-SET Request subscriptionVersionNPAC to itself to set the subscription versions status to ‘sending’ and the subscriptionBroadcastTimeStamp to the current date and time for the TN in the request.


			NPAC


			NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.





			3.


			NPAC


			NPAC SMS issues an M-ACTION Response to the New SP SOA.


			SP


			New SP SOA receives the M-ACTION Response from the NPAC SMS.





			4.


			NPAC


			NPAC SMS issues an M-SET subscriptionVersion to all LSMSs in the region accepting downloads for this NPA-NXX.






			SP


			1. All LSMSs in the region accepting downloads for this NPA-NXX receive the M-SET Request and verify that the request is valid.



2. NPAC SMS retries any LSMS that has not responded.



3. At least one LSMSs in the region does not respond back to the NPAC SMS or responds with an error. 





			5.


			NPAC


			NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself to set the subscription version status to ‘active’ for the TNs in the request and updates the subscriptionVersionFailedSP-List with the SPID(s) and name(s) of the LSMS(s) that did not respond.


			NPAC


			NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.





			6.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their TN Range Notification Indicator.



· If the setting is TRUE, NPAC SMS issues a subscriptionVersionRangeStatusAttributeValueChange notification to the New SP SOA that contains the following attributes:



· start TN



· end TN 



· start SVID 



· end SVID.



· subscriptionVersionStatus = ‘active’ 



· subscriptionVersionFailedSP-List 



· If the setting is FALSE, NPAC SMS issues a subscriptionVersionStatusAttributeValueChange notification for each TN in the range, to the New SP SOA indicating the status is ‘active’ and includes a subscriptionVersionFailedSP-List.


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			7.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation.





			8.


			NPAC


			NPAC Personnel perform a query for the subscription version modified in this test case.


			NPAC


			The subscription version exists with a status of ‘active’ and a Failed SP List.





			9.


			SP – Optional


			Via their SOA &/or LSMS, New SP Personnel perform a local query for the subscription version modified during this test case.


			SP


			1. On the SOA, the subscription version exists with a status of ‘active’ and a Failed SP List.



2. On the LSMS, the subscription version exists with a status of ‘active’.





			10.


			SP – Conditional


			New SP Personnel perform an NPAC SMS query for the subscription version modified during this test case.


			SP


			The subscription version exists with a status of ‘active’ and a Failed SP List.





			11.


			NPAC


			NPAC Personnel perform a full audit of LSMS for the TNs that were modified during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were made as a result of performing the audit.  If updates were made, the LSMS fails this test case.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.14


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – New Service Provider Personnel modify the due date for a range of 10 conflict SVs.  Their Customer TN Range Notification Indicator set to TRUE.  All TNs in the range have the same feature data and contiguous SVIDs. The modify request is submitted as one range.  The modify request results in one notification. - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-113, RR5-115, RR6-81





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.2.3





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the New SP Customer TN Range Notification Indicator is set to TRUE.



2. Verify that the SOA Notification Priority tunable parameters are set to the default values for the New Service Provider.



3. Verify that 10 consecutive subscription versions exist with a status of ‘conflict’ and the SP under test is the New SP. All 10 TNs should have one set of DPC/SSN data and the SVIDs are consecutive.





			


			Prerequisite SP Setup:


			Verify that 10 consecutive subscription versions exist with a status of ‘conflict’. All 10 TNs should have one set of DPC/SSN data and consecutive SVIDs.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, New SP Personnel submit a request to the NPAC to modify the due date for a range of 10 conflict Inter-Service Provider subscription versions.  Specify the range of 10 consecutive TNs described in the prerequisites above.



2. The SOA issues an M-ACTION subscriptionVersionModify Request to the NPAC SMS and specifies the range of TNs.


			NPAC


			NPAC SMS receives the M-ACTION Request from the New SP SOA. 





			2.


			NPAC


			NPAC SMS locates the respective subscription versions, and issues an M-SET Request subscriptionVersionNPAC to itself to modify the subscriptionNew SP-DueDate and set the subscriptionModifiedTimeStamp to the current date and time for each TN in the request.


			NPAC


			NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.





			3.


			NPAC


			NPAC SMS issues an M-ACTION Response to the New SP SOA.


			SP


			New SP SOA receives the M-ACTION Response from the NPAC SMS.





			4.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange notification for the 10 TNs that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptioNewSP-DueDate



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT attributeValueChange notification for each of the 10 TNs in the range containing the subscriptionNewSP-DueDate.


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.









			5.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation.





			6.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange to the New SP SOA for the range of 10 TNs that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptioNewSP-DueDate


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			7.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation.





			8.


			NPAC


			NPAC Personnel perform a query for the range of subscription versions modified in this test case.


			NPAC


			The subscription versions exist with a status of ‘conflict’ and the new due date for the New SP.





			9.


			SP – Optional


			Via their SOA, New SP Personnel perform a local query for the subscription versions modified during this test case.


			SP


			The subscription versions exist with a status of ‘conflict’ and the new due date for the New SP.





			10.


			SP – Conditional


			New SP Personnel perform an NPAC SMS query for the subscription versions modified during this test case.


			SP


			The subscription versions exist with a status of ‘conflict’ and the new due date for the New SP on the NPAC SMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.15


			SUT Priority:


			SOA 


			R





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Old Service Provider Personnel modify one pending SV.  Their Customer TN Range Notification Indicator set to their production value. - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-113, RR5-116, RR6-81





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.2.3





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the Old SP Customer TN Range Notification Indicator is set to their production value.



2. Verify that the SOA Notification Priority tunable parameters are set to the default values for the New Service Provider.



3. Verify that a subscription version exists with a status of ‘pending’ for the Old SP.





			


			Prerequisite SP Setup:


			Verify that a subscription version exists with a status of ‘pending’. 





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, Old SP Personnel submit a request to the NPAC to modify the due date for a pending Inter-Service Provider subscription versions.  Specify the TN described in the prerequisites above.



2. The SOA issues an M-ACTION subscriptionVersionModify Request to the NPAC SMS and specifies the TN.


			NPAC


			NPAC SMS receives the M-ACTION Request from the Old SP SOA. 





			2.


			NPAC


			NPAC SMS locates the respective subscription versions, and issues an M-SET Request subscriptionVersionNPAC to itself to modify the subscriptionOld SP-DueDate and set the subscriptionModifiedTimeStamp to the current date and time for each TN in the request.


			NPAC


			NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.





			3.


			NPAC


			NPAC SMS issues an M-ACTION Response to the Old SP SOA.


			SP


			Old SP SOA receives the M-ACTION Response from the NPAC SMS.





			4.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange notification for the TN that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionOldSP-DueDate.



· If the setting is FALSE, the NPAC SMS issues one M-EVENT REPORT attributeValueChange notification for the TN containing the subscriptionOldSP-DueDate and the SVID.






			SP


			Old SP SOA receives the M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange notification from the NPAC SMS.





			5.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation.





			6.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange notification for the TN that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionOldSP-DueDate 



· If the setting is FALSE, the NPAC SMS issues one M-EVENT REPORT attributeValueChange notification for the TN containing the subscriptionOldSP-DueDate and the SVID.


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.









			7.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation.





			8.


			NPAC


			NPAC Personnel perform a query for the range of subscription version modified in this test case.


			NPAC


			The subscription version exists with a status of ‘pending’ and the new due date for the New SP.





			9.


			SP – Optional


			Via their SOA, Old SP Personnel perform a local query for the subscription version modified during this test case.


			SP


			The subscription version exists with a status of ‘pending’ and the new due date for the New SP.





			10.


			SP – Conditional


			Old SP Personnel perform an NPAC SMS query for the subscription version modified during this test case.


			SP


			The subscription version exists with a status of ‘pending’ and the new due date for the New SP on the NPAC SMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.16


			SUT Priority:


			SOA 


			R





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Service Provider Personnel perform an immediate disconnect of a range of 500 active SVs. Their Customer TN Range Notification Indicator is set to their production value. In the pre-requisite SV create process the range was submitted as two smaller range creates, each with the same feature data and, the SVIDs are contiguous within each range create. The immediate disconnect request is submitted as one range and results in one notification containing a list of the SVIDs. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-113, RR5-116, RR6-81





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.4.1, B.5.4.1.1





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the New SP Customer TN Range Notification Indicator is set to their production value.



2. Verify that the SOA Notification Priority tunable parameters are set to the default values for the New Service Provider.



3. Verify that 500 subscription versions exist with a status of ‘active’ for the New SP under test.  All 500 TNs should have one set of DPC/SSN data.  The SVIDs should NOT be consecutive for all 500 TNs.  The first 250 TNs in the range should have consecutive SVIDs, then there should be a break in the SVIDs and the second 250 TNs should be consecutive. 





			


			Prerequisite SP Setup:


			1. Create one range of 250 Inter-Service Provider subscription versions using consecutive non-ported TNs, with one set of DPS/SSN data.



2. Create another range of 250 Inter-Service Provider subscription versions using the previous 250 consecutive non-ported TNs, with the same DPC/SSN data as in the previous range.



3. Activate all 500 of these TNs.



4. Verify that the SVIDs are NOT consecutive for the full 500 TNs.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, New SP Personnel submit a request to the NPAC SMS to disconnect a range of 500 active subscription versions.  Specify the range of 500 consecutive TNs described in the prerequisites above.



2. The SOA issues an M-ACTION Request subscriptionVersionDisconnect to the NPAC SMS and specifies the range of TNs and the current date.


			NPAC


			NPAC SMS receives the M-ACTION Request from the New SP SOA. 





			2.


			NPAC


			NPAC SMS locates the respective subscription versions, and issues an M-SET Request subscriptionVersionNPAC to itself to set the subscription version status to ‘disconnect-pending’ for each TN in the range.


			NPAC


			NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.





			3.


			NPAC


			NPAC SMS issues an M-ACTION Response to the New SP SOA.


			SP


			New SP SOA receives the M-ACTION Response from the NPAC SMS.





			4.


			NPAC


			NPAC SMS issues an M-SET Request to itself to set the subscription version status to ‘sending’ and set the subscriptionCustomerDisconnectDate and subscriptionBroadcastTimeStamp to the current date and time for all TNs in the range.


			NPAC


			NPAC SMS receives the M-SET Request and issues an M-SET Response to itself.





			5.


			NPAC


			NPAC SMS issues an M-EVENT REPORT to the Donor SP based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORT subscription VersionRangeDonorSP-CustomerDisconnectDatenotification for the 500 TNs that contains the following attributes:



· paired list of TNs and SVIDs



· subscriptionVersionCustomerDisconnectDate



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionDonorSP-CustomerDisconnectDate notification for each TN in the range of 500 indicating the disconnect date.


			SP


			Donor SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.









			6.


			NPAC


			NPAC SMS issues two M-DELETE Requests subscriptionVersion to all LSMSs in the region accepting downloads for this NPA-NXX.



One M-DELETE Request is sent for the first 250 TNs, and another M-DELETE Request is sent for the next contiguous range of 250 since there is a break in the SVID sequence between the first and second sets of TNs.


			SP


			1. All LSMSs in the region accepting downloads for this NPA-NXX receive the M-DELETE Requests and verify that the requests are valid.



2. All LSMSs in the region issue M-DELETE Responses back to the NPAC SMS.  One for the first 250 TNs and another for the second set of 250 TNs due to the break in the SVID sequence between the two ranges of TNs.



3. After each LSMS responds to the NPAC SMS, the LSMSs perform the subscription version delete on the local system as specified in the requests from the NPAC SMS.





			7.


			NPAC


			NPAC SMS issues an M-SET Request to itself to set the subscription version status to ‘old’ and set the subscriptionModifiedTimeStamp and subscriptionDisconnectCompleteTimeStamp to the current date and time for all TNs in the range.


			NPAC


			NPAC SMS receives the M-SET Request and issues an M-SET Response to itself.





			8.


			NPAC


			NPAC SMS issues one M-EVENT-REPORT to the New SP SOA based on their TN Range Notification Indicator.



· If the setting is TRUE, NPAC SMS issues a subscriptionVersionRangeStatusAttributeValueChange to the New SP SOA for the 500 TNs that contains the following attributes:



· paired list of TNs and SVIDs



· subscriptionVersionStatus = ‘old’



· If the setting is FALSE, NPAC SMS issues a subscriptionVersionStatusAttributeValueChange notification for each TN in the range indicating the status is now ‘old’.


			SP


			New SP SOA receives the M-EVENT-REPORT NPAC SMS.





			9.


			SP


			New SP SOA issues  M-EVENT-REPORT Confirmation(s) to the NPAC SMS .


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation.





			10.


			NPAC


			NPAC Personnel perform a query for the range of subscription versions disconnected in this test case.


			NPAC


			The subscription versions exist with a status of ‘old’.





			11.


			SP – Optional


			Via their SOA &/or LSMS, New SP Personnel perform a local query for the subscription versions disconnected during this test case.


			SP


			1. On the SOA, the subscription versions are not found or they exist with a status of ‘old’.



2. On the LSMS, the subscription versions no longer exist.





			12.


			SP – Conditional


			New SP Personnel perform an NPAC SMS query for the subscription versions disconnected during this test case.


			SP


			The subscription versions exist with a status of ‘old’ on the NPAC SMS.





			13.


			NPAC


			NPAC Personnel perform a full audit of LSMS for the TNs that were disconnected during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were made as a result of performing the audit.  If updates were made, the LSMS fails this test case.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.17


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Donor Service Provider receives subscriptionVersionRangeDonorSP-CustomerDisconnectDate notification upon immediate disconnect of a range of 5 active SVs when their Customer TN Range Notification Indicator is set to TRUE. The ‘active’ SVs exist with contiguous SVIDs and the same feature data. The immediate disconnect results in one notification to the Donor Service Provider. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-113, RR5-116, RR6-81





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.4.1, B.5.4.1.1





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the Donor SP Customer TN Range Notification Indicator is set to TRUE.



2. Verify that the SOA Notification Priority tunable parameters are set to the default values for the Donor Service Provider.



3. Verify that 5 ‘active’ subscription versions exist for which the Service Provider under test is the Donor Service Provider.  The SVIDs are consecutive for the 5 TNs and they have the same feature data. 





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OpGUI, NPAC Personnel, on behalf of the New SP, submit a request to disconnect a range of 5 active subscription versions.  Specify the range of 5 consecutive TNs described in the prerequisites above and the current date as the disconnect date.


			NPAC


			NPAC SMS receives the request on behalf of the New SP SOA. 





			2.


			NPAC


			NPAC SMS locates the respective subscription versions, and issues an M-SET Request subscriptionVersionNPAC to itself to set the subscription version status to ‘disconnect-pending’ for each TN in the range.


			NPAC


			NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.





			3.


			NPAC


			NPAC SMS issues an M-SET Request to itself to set the subscription version status to ‘sending’ and set the subscriptionCustomerDisconnectDate and subscriptionBroadcastTimeStamp to the current date and time for all TNs in the range.


			NPAC


			NPAC SMS receives the M-SET Request and issues an M-SET Response to itself.





			4.


			NPAC


			NPAC SMS issues one M-EVENT-REPORT subscription VersionRangeDonorSP-CustomerDisconnectDate notification to the Donor SP SOA for the range of 5 TNs that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionVersionCustomerDisconnectDate



· subscriptionEffectiveReleaseDate


			SP


			Donor SP SOA receives the M-EVENT-REPORT from the NPAC SMS. 





			5.


			NPAC


			NPAC SMS issues an M-DELETE Requests subscriptionVersion to all LSMSs in the region accepting downloads for this NPA-NXX.






			SP


			1. All LSMSs in the region accepting downloads for this NPA-NXX receive the M-DELETE Requests and verify that the requests are valid.



2. All LSMSs in the region issue M-DELETE Responses back to the NPAC SMS.  One for the first 250 TNs and another for the second set of 250 TNs due to the break in the SVID sequence between the two ranges of TNs.



3. After each LSMS responds to the NPAC SMS, the LSMSs perform the subscription version delete on the local system as specified in the requests from the NPAC SMS.





			6.


			NPAC


			NPAC SMS issues an M-SET Request to itself to set the subscription version status to ‘old’ and set the subscriptionModifiedTimeStamp and subscriptionDisconnectCompleteTimeStamp to the current date and time for all TNs in the range.


			NPAC


			NPAC SMS receives the M-SET Request and issues an M-SET Response to itself.





			7.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORT subscription VersionRangeStatusAttributeValueChange notification for the range of 5 TNs that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionVersionStatus =’old’



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange notification indicating the subscription version status is ‘old’ for each TN in the range (5). 


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			8.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation.





			9.


			NPAC


			NPAC Personnel perform a query for the range of subscription versions disconnected in this test case.


			NPAC


			The subscription versions exist with a status of ‘old’.





			10.


			SP – Optional


			Donor SP Personnel perform a local query for the notifications associated with the subscription versions disconnected during this test case.


			SP


			Donor SP SOA successfully received the notifications.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.18


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Current Service Provider Personnel perform an immediate disconnect for a range of 10 ‘active’ subscription versions. Their Customer TN Range Notification Indicator is set to TRUE. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data. The range create requests are submitted without any other activity between to ensure that the SVIDs for the TNs in the ranges are contiguous. The disconnect request is submitted as one range. The disconnect request results in one notification because the TNs and SVIDs are both contiguous and all TNs in the range have the same feature data. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-113, RR5-114, RR5-115, RR6-81





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.4.1, B.5.4.1.1





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the New SP Customer TN Range Notification Indicator is set to TRUE.



2. Verify that the SOA Notification Priority tunable parameters are set to the default values for the New Service Provider.



3. Verify that 10 consecutive subscription versions exist with a status of ‘active’ where the current SP is the SP under test.  All 10 TNs should have one set of DPC/SSN data.  The SVIDs should be consecutive for all 10 TNs.





			


			Prerequisite SP Setup:


			1. Create one range of 5 Inter-Service Provider subscription versions using consecutive non-ported TNs, with one set of DPC/SSN data.



2. Immediately create another range of 5 Inter-Service Provider subscription versions using the next 5 consecutive non-ported TNs with the same set of DPC/SSN data as the first 5 TN range.  For example, create 1000-1004 with and then immediately create 1005-1009 with the same set of DPC/SSN data.



3. Verify that the SVIDs are consecutive for the full 10 TNs.



4. Activate the range of 10 subscription versions.



5. Verify that the SVs for the range of 10 TNs have a status of ‘active’.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, Current SP Personnel submit a request to the NPAC to immediately disconnect a range of 10 Inter-Service Provider subscription versions.  Specify the range of 10 consecutive TNs described in the prerequisites above.



2. The SOA issues an M-ACTION subscriptionVersionDisconnect Request to the NPAC SMS and specifies the range of TNs.


			NPAC


			NPAC SMS receives the M-ACTION Request from the Current SP SOA. 





			2.


			NPAC


			NPAC SMS locates the respective subscription versions, and issues an M-SET Request subscriptionVersionNPAC to itself to set the subscription version status to ‘disconnect-pending’ and the subscriptionCustomerDisconnectDate according to the disconnect request for each TN in the range.


			NPAC


			NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.





			3.


			NPAC


			NPAC SMS issues an M-ACTION Response to the Current SP SOA.


			SP


			Current SP SOA receives the M-ACTION Response from the NPAC SMS.





			4.


			NPAC


			NPAC SMS issues an M-SET Request to itself to set the subscription version status to ‘sending’ and set the subscriptionModifiedTimeStamp and subscriptionBroadcastTimeStamp to the current date and time for all TNs in the range.


			NPAC


			NPAC SMS receives the M-SET Request and issues an M-SET Response to itself.





			5.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the Donor SP based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeDonorSP-CustomerDisconnectDate notification to the Donor SP SOA for the range of 10 TNs that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionVersionCustomerDisconnectDate



· subscriptionEffectiveReleaseDate



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionDonorSP-CustomerDisconnectDate notification for each TN in the range of 10 indicating the TNs are being disconnected and providing the customer disconnect date.


			SP


			Donor SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.









			6.


			NPAC


			NPAC SMS issues an M-Delete scoped/filtered Requests subscriptionVersion for the range of TNs being disconnected to all LSMSs in the region accepting downloads for this NPA-NXX.






			SP


			1. All LSMSs in the region accepting downloads for this NPA-NXX receives the M-ACTION Request and verify that the request is valid.



2. All LSMSs in the region issue an M-DELETE Response subscriptionVersion back to the NPAC SMS.  



3. After each LSMS responds to the NPAC SMS, the LSMSs perform the subscription version deletes on the local system as specified in the requests from the NPAC SMS.





			7.


			NPAC


			NPAC SMS issues an M-SET Request to itself to set the subscription version status to ‘old’ and set the subscriptionModifiedTimeStamp and subscriptionDisconnectCompleteTimeStamp to the current date and time for all TNs in the range.


			NPAC


			NPAC SMS receives the M-SET Request and issues an M-SET Response to itself.





			8.


			NPAC


			NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification to the Current SP SOA for the range of 10 TNs that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionVersionStatus = ‘old’


			SP


			Current SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			9.


			SP


			Current SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS for the range of 10 TNs.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation for the 10 TNs.





			10.


			NPAC


			NPAC Personnel perform a query for the range of subscription versions activated in this test case.


			NPAC


			The subscription versions exist with a status of ‘old’.





			11.


			SP – Optional


			Via their SOA &/or LSMS, Current SP Personnel perform a local query for the subscription versions disconnected during this test case.


			SP


			1. On the SOA, the subscription versions either do not exist or they exist with a status of ‘old’ and an empty Failed SP List.



2. On the LSMS, the subscription versions do not exist.





			12.


			SP – Conditional


			Current SP Personnel perform an NPAC SMS query for the subscription versions disconnected during this test case.


			SP


			The subscription versions exist with a status of ‘old’ on the NPAC SMS.





			13.


			NPAC


			NPAC Personnel perform a full audit of LSMS for the TNs that were disconnected during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were made as a result of performing the audit.  If updates were made, the LSMS fails this test case.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.19


			SUT Priority:


			SOA 


			R





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Service Provider Personnel perform an immediate disconnect of a single active SV. Their Customer TN Range Notification Indicator is set to their production value. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-113, RR5-115, RR6-81





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.4.1, B.5.4.1.1





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the New SP Customer TN Range Notification Indicator is set to their production value.



2. Verify that the SOA Notification Priority tunable parameters are set to the default values for the New Service Provider.



3. Verify that a subscription version exists with a status of ‘active’ for the New SP under test.  





			


			Prerequisite SP Setup:


			Verify that a subscription version exists with a status of ‘active’





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, New SP Personnel submit a request to the NPAC SMS to disconnect a single active subscription version.  Specify the TN described in the prerequisites above.



2. The SOA issues an M-ACTION Request subscriptionVersionDisconnect to the NPAC SMS and specifies the TN and the current date.


			NPAC


			NPAC SMS receives the M-ACTION Request from the New SP SOA. 





			2.


			NPAC


			NPAC SMS locates the respective subscription version, and issues an M-SET Request subscriptionVersionNPAC to itself to set the subscription version status to ‘disconnect-pending’ for the TN.


			NPAC


			NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.





			3.


			NPAC


			NPAC SMS issues an M-ACTION Response to the New SP SOA.


			SP


			New SP SOA receives the M-ACTION Response from the NPAC SMS.





			4.


			NPAC


			NPAC SMS issues an M-SET Request to itself to set the subscription version status to ‘sending’ and set the subscriptionCustomerDisconnectDate and subscriptionBroadcastTimeStamp to the current date and time for the TN.


			NPAC


			NPAC SMS receives the M-SET Request and issues an M-SET Response to itself.





			5.


			NPAC


			NPAC SMS issues an M-EVENT REPORT to the Donor SP based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORT subscription VersionRangeDonorSP-CustomerDisconnectDatenotification to the Donor SP SOA for the single TN that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionVersionCustomerDisconnectDate



· subscriptionEffectiveReleaseDate


· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionDonorSP-CustomerDisconnectDate notification for the TN indicating the disconnect date.


			SP


			Donor SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.









			6.


			NPAC


			NPAC SMS issues an M-DELETE Requests subscriptionVersion to all LSMSs in the region accepting downloads for this NPA-NXX.


			SP


			1. All LSMSs in the region accepting downloads for this NPA-NXX receives the M-DELETE Request and verify that the request is valid.



2. All LSMSs in the region issue M-DELETE Responses back to the NPAC SMS.



3. After each LSMS responds to the NPAC SMS, the LSMSs perform the subscription version delete on the local system as specified in the requests from the NPAC SMS.





			7.


			NPAC


			NPAC SMS issues an M-SET Request to itself to set the subscription version status to ‘old’ and set the subscriptionModifiedTimeStamp and subscriptionDisconnectCompleteTimeStamp to the current date and time for the single TNs.


			NPAC


			NPAC SMS receives the M-SET Request and issues an M-SET Response to itself.





			8.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their TN Range Notification Indicator.



· If the setting is TRUE, NPAC SMS issues a subscriptionVersionRangeStatusAttributeValueChange notification to the New SP SOA for the single TN that contains the following attributes:



· start TN



· end TN 



· start SVID 



· end SVID.



· SubscriptionVersionStatus = ‘old’



· If the setting is FALSE, NPAC SMS issues a subscriptionVersionStatusAttributeValueChange notification indicating the status is now ‘old’ for the TN.


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			9.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS for the single TN.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation.





			10.


			NPAC


			NPAC Personnel perform a query for the subscription version disconnected in this test case.


			NPAC


			The subscription version exists with a status of ‘old’.





			11.


			SP – Optional


			Via their SOA &/or LSMS, New SP Personnel perform a local query for the subscription version disconnected during this test case.


			SP


			1. On the SOA, the subscription version is not found or it exists with a status of ‘old’.



2. On the LSMS, the subscription version no longer exists.





			12.


			SP – Conditional


			New SP Personnel perform an NPAC SMS query for the subscription version disconnected during this test case.


			SP


			The subscription version exists with a status of ‘old’ on the NPAC SMS.





			13.


			NPAC


			NPAC Personnel perform a full audit of LSMS for the TN that was disconnected during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were made as a result of performing the audit.  If updates were made, the LSMS fails this test case.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.20


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – New Service Provider Personnel perform an immediate disconnect of a range of Inter-Service Provider subscription versions. Primary SPID A is the New Service Provider. Secondary SPID B is the Old Service Provider and Code holder of the NPA-NXX of the TNs used in the subscription versions. Both Service Providers have their Customer TN Range Notification Indicators set to TRUE. NPAC SMS manages the notifications accordingly.  – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-113, RR5-116, RR6-81





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.4.1, B.5.4.1.1





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that SPID A is a primary SPID.



2. Verify that SPID B is a secondary SPID to SPID A.



3. Verify that the Customer TN Range Notification Indicator is set to TRUE for both SPID A and SPID B.



4. Verify that the SOA Notification Priority tunable parameters are set to the default values for both Service Providers.



5. Verify that SPID B is the code holder of the NPA-NXX of the TNs used in this test case.



6. Verify that a range of 5 active Inter-Service Provider subscription versions exist, the New SP is SPID A, the Old SP and code holder is SPID B and the original creates were submitted as individual create requests with the same DPC/SSN data but with activity between such that the SVIDs are not consecutive.





			


			Prerequisite SP Setup:


			1. Create 5 individual Inter-Service Provider subscription versions for the New SP (SPID A) using consecutive non-ported TNs, with one set of DPS/SSN data and SPID B as the Old SP. Between each create request, perform some other subscription version functions for SPID A for other TNs that are not part of the TN range being used in this test case to cause a break in SVIDS.



2. Activate all 5 TNs.



3. Verify that the SVIDs are NOT consecutive for the 5 TNs.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using a SOA system, SPID A Service Provider Personnel, take action, as the New SP, to perform an immediate disconnect on the range of 5 SVs referenced in the prerequisites above and submits the request to the NPAC SMS via the ‘Primary’ SPID (SPID A) association.



2. SPID A issues an M-ACTION Request subscriptionVersionDisconnect to the NPAC SMS care of SPID A’s SOA association and specifies the TNs and the current date.


			NPAC


			NPAC SMS receives the M-ACTION Request from the New SP SOA.





			2.


			NPAC


			NPAC SMS locates the respective subscription versions, and issues an M-SET Request subscriptionVersionNPAC to itself to set the subscription versions Status to ‘disconnect-pending’ for the TNs.


			NPAC


			NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.





			3.


			NPAC


			NPAC SMS issues an M-ACTION Response to the New SP SOA (SPID A).


			SP


			New SP SOA (SPID A) receives the M-ACTION Response from the NPAC SMS.





			4.


			NPAC


			NPAC SMS issues an M-SET Request to itself to set the subscription version status to ‘sending’ and set the subscriptionCustomerDisconnectDate and subscriptionBroadcastTimeStamp to the current date and time for the TNs.


			NPAC


			NPAC SMS receives the M-SET Request and issues an M-SET Response to itself.





			5.


			NPAC


			NPAC SMS issues an M-EVENT REPORT subscription VersionRangeDonorSP-CustomerDisconnectDate notification to the Donor SP (SPID B) for the range of 5 TNs that contains the following attributes:



· paired list of TNs and SVIDs



· subscriptionVersionCustomerDisconnectDate



· subscriptionEffectiveReleaseDate


			SP


			The Donor SP SOA (SPID B) receives the M-EVENT-REPORT from the NPAC SMS.





			6.


			NPAC


			NPAC SMS issues an M-DELETE Requests subscriptionVersion to all LSMSs in the region accepting downloads for this NPA-NXX.


			SP


			1. All LSMSs in the region accepting downloads for this NPA-NXX receives the M-DELETE Request and verify that the request is valid.



2. All LSMSs in the region issue M-DELETE Responses back to the NPAC SMS.



3. After each LSMS responds to the NPAC SMS, the LSMSs perform the subscription version delete on the local system as specified in the requests from the NPAC SMS.





			7.


			SP


			NPAC SMS issues an M-SET Request to itself to set the subscription version status to ‘old’ and set the subscriptionModifiedTimeStamp and subscriptionDisconnectCompleteTimeStamp to the current date and time for the range of TNs.


			NPAC


			NPAC SMS receives the M-SET Request and issues an M-SET Response to itself.





			8.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification to the New SP SOA (SPID A) for the range of 5 TNs that contains the following attributes:



· paired list of TNs and SVIDs



· subscriptionVersionStatus = ‘old’


			SP


			New SP SOA (SPID A) receives the M-EVENT-REPORT from the NPAC SMS.





			9.


			SP


			New SP SOA (SPID A) issues an M-EVENT-REPORT Confirmation to the NPAC SMS for the range of TNs.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation.





			10.


			NPAC


			NPAC Personnel perform a query for the subscription versions disconnected in this test case.


			NPAC


			The subscription versions exist with a status of ‘old’.





			11.


			SP – Optional


			Via their SOA &/or LSMS, New SP Personnel (SPID A) perform a local query for the subscription versions disconnected during this test case.


			SP


			1. On the SOA, the subscription versions are not found or they exist with a status of ‘old’.



2. On the LSMS, the subscription versions no longer exist.





			12.


			SP – Conditional


			New SP Personnel (SPID A) perform an NPAC SMS query for the subscription versions disconnected during this test case.


			SP


			The subscription versions exist with a status of ‘old’ on the NPAC SMS.





			13.


			NPAC


			NPAC Personnel perform a full audit of LSMS for the TNs that were disconnected during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were made as a result of performing the audit.  If updates were made, the LSMS fails this test case.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.21


			SUT Priority:


			SOA 


			R





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – New Service Provider Personnel perform an immediate disconnect of a range of 2 Inter-Service Provider subscription versions. Secondary SPID B is the New Service Provider. Primary SPID A is the Old Service Provider and Code holder of the NPA-NXX of the TNs used in the subscription versions. SPID B Service Provider and SPID A Service Provider have their Customer TN Range Notification Indicator set to their production values.. NPAC SMS manages the notifications accordingly.  – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-113, RR5-116, RR6-81





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.4.1, B.5.4.1.1





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that SPID A is a primary SPID.



2. Verify that SPID B is a secondary SPID to SPID A.



3. Verify that the Customer TN Range Notification Indicator is set to the production value  for SPID B.



4. Verify that the Customer TN Range Notification Indicator is set to the production value for SPID A.



5. Verify that the SOA Notification Priority tunable parameters are set to the default values for both Service Providers.



6. Verify that SPID A is the code holder of the NPA-NXX of the TNs used in this test case.



7. Verify that a range of 2 active Inter-Service Provider subscription versions exist, the New SP is SPID B, the Old SP and code holder is SPID A and the original create request was submitted as a range with the same DPC/SSN and they have consecutive SVIDs.





			


			Prerequisite SP Setup:


			1. Create a range of 2 Inter-Service Provider subscription versions for the New SP (SPID B) using consecutive non-ported TNs, with one set of DPS/SSN data and SPID A as the Old SP.



2. Activate the 2 TNs.



3. Verify that the SVIDs are consecutive for the 2 TNs. 





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using a SOA system, SPID B Service Provider Personnel, take action, as the New SP, to perform an immediate disconnect on the range of 2 SVs referenced in the prerequisites above and submits the request to the NPAC SMS via the ‘Primary’ SPID (SPID A) association.



2. SPID B issues an M-ACTION Request subscriptionVersionDisconnect to the NPAC SMS care of SPID A’s SOA association and specifies the TNs and the current date.


			NPAC


			NPAC SMS receives the M-ACTION Request from the New SP SOA (SPID B).





			2.


			NPAC


			NPAC SMS locates the respective subscription versions, and issues an M-SET Request subscriptionVersionNPAC to itself to set the subscription versions Status to ‘disconnect-pending’ for the TNs.


			NPAC


			NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.





			3.


			NPAC


			NPAC SMS issues an M-ACTION Response to the New SP SOA (SPID B).


			SP


			New SP SOA (SPID B) receives the M-ACTION Response from the NPAC SMS.





			4.


			NPAC


			NPAC SMS issues an M-SET Request to itself to set the subscription version status to ‘sending’ and set the subscriptionCustomerDisconnectDate and subscriptionBroadcastTimeStamp to the current date and time for the TNs.


			NPAC


			NPAC SMS receives the M-SET Request and issues an M-SET Response to itself.





			5.


			NPAC


			NPAC SMS issues an M-EVENT REPORT to the Donor Service Provider based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, NPAC SMS issues a subscription VersionRangeDonorSP-CustomerDisconnectDate notification to the Donor SP (SPID A) for each of the TNs in the range that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionVersionCustomerDisconnectDate



· subscriptionEffectiveReleaseDate



· If the setting is FALSE, NPAC SMS issues a subscription VersionDonorSP-CustomerDisconnectDate notification to the Donor SP (SPID A) for each of the TNs in the range indicating the disconnect date. 


			SP


			The Donor SP SOA (SPID A) receives the M-EVENT-REPORT(s) from the NPAC SMS. 





			6.


			NPAC


			NPAC SMS issues an M-DELETE Requests subscriptionVersion to all LSMSs in the region accepting downloads for this NPA-NXX.


			SP


			1. All LSMSs in the region accepting downloads for this NPA-NXX receives the M-DELETE Request and verify that the request is valid.



2. All LSMSs in the region issue M-DELETE Responses back to the NPAC SMS.



3. After each LSMS responds to the NPAC SMS, the LSMSs perform the subscription version delete on the local system as specified in the requests from the NPAC SMS.





			7.


			SP


			NPAC SMS issues an M-SET Request to itself to set the subscription version status to ‘old’ and set the subscriptionModifiedTimeStamp and subscriptionDisconnectCompleteTimeStamp to the current date and time for the range of TNs.


			NPAC


			NPAC SMS receives the M-SET Request and issues an M-SET Response to itself.





			8.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator. 



· If the setting is TRUE, NPAC SMS issues a subscriptionVersionRangeStatusAttributeValueChange notification to the New SP SOA (SPID B) for the range of 2 TNs that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionVersionStatus = ‘old’



· If the setting is FALSE< NPAC SMS issues a subscriptionVersionStatusAttributeValueChange notification for each TN in the range indicating the status is ‘old’.


			SP


			New SP SOA (SPID B) receives the M-EVENT-REPORT(s) from the NPAC SMS.





			9.


			SP


			New SP SOA (SPID B) issues an M-EVENT-REPORT Confirmation(s) to the NPAC SMS for the range of TNs.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation(s).





			10.


			NPAC


			NPAC Personnel perform a query for the subscription versions disconnected in this test case.


			NPAC


			The subscription versions exist with a status of ‘old’.





			11.


			SP – Optional


			Via their SOA &/or LSMS, New SP Personnel (SPID B) perform a local query for the subscription versions disconnected during this test case.


			SP


			1. On the SOA, the subscription versions are not found or they exist with a status of ‘old’.



2. On the LSMS, the subscription versions no longer exist.





			12.


			SP – Conditional


			New SP Personnel (SPID B) perform an NPAC SMS query for the subscription versions disconnected during this test case.


			SP


			The subscription versions exist with a status of ‘old’ on the NPAC SMS.





			13.


			NPAC


			NPAC Personnel perform a full audit of LSMS for the TNs that were disconnected during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were made as a result of performing the audit.  If updates were made, the LSMS fails this test case.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.22


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – New Service Provider Personnel perform an immediate disconnect of a range of Inter-Service Provider subscription versions. Primary SPID A is the New Service Provider. Secondary SPID B is the Old Service Provider and Code holder of the NPA-NXX of the TNs used in the subscription versions. SPID A Service Provider has their Customer TN Range Notification Indicator set to TRUE. SPID B Service Provider has their Customer TN Range Notification Indicator set to FALSE. NPAC SMS manages the notifications accordingly.  – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-113, RR5-116, RR6-81





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.4.1, B.5.4.1.1





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that SPID A is a primary SPID.



2. Verify that SPID B is a secondary SPID to SPID A.



3. Verify that the Customer TN Range Notification Indicator is set to TRUE for SPID A.



4. Verify that the Customer TN Range Notification Indicator is set to FALSE for SPID B.



5. Verify that the SOA Notification Priority tunable parameters are set to the default values for both Service Providers.



6. Verify that SPID B is the code holder of the NPA-NXX of the TNs used in this test case.



7. Verify that a range of 6 active Inter-Service Provider subscription versions exist, the New SP is SPID A, the Old SP and code holder is SPID B and the original create request was submitted as two ranges of 3 TNs, each with different sets of DPC/SSN data but they have consecutive SVIDs.





			


			Prerequisite SP Setup:


			1. Create a range of 3 Inter-Service Provider subscription versions for the New SP (SPID A) using consecutive non-ported TNs, with one set of DPS/SSN data and SPID B as the Old SP. 



2. Immediately create another range of 3 Inter-Service Provider subscription versions for the New SP (SPID A) using consecutive non-ported TNs, a different set of DPS/SSN data than was used in the first create, and SPID B as the Old SP. 



3. Verify that the SVIDs are consecutive for the 6 TNs.



4. Activate all 6 TNs.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using a SOA system, SPID A Service Provider Personnel, take action, as the New SP, to perform an immediate disconnect on the range of 2 SVs referenced in the prerequisites above and submits the request to the NPAC SMS via the ‘Primary’ SPID (SPID A) association.



2. SPID A issues an M-ACTION Request subscriptionVersionDisconnect to the NPAC SMS care of SPID A’s SOA association and specifies the TNs and the current date.


			NPAC


			NPAC SMS receives the M-ACTION Request from the New SP SOA (SPID A).





			2.


			NPAC


			NPAC SMS locates the respective subscription versions, and issues an M-SET Request subscriptionVersionNPAC to itself to set the subscription versions Status to ‘disconnect-pending’ for the TNs.


			NPAC


			NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.





			3.


			NPAC


			NPAC SMS issues an M-ACTION Response to the New SP SOA (SPID A).


			SP


			New SP SOA (SPID A) receives the M-ACTION Response from the NPAC SMS.





			4.


			NPAC


			NPAC SMS issues an M-SET Request to itself to set the subscription version status to ‘sending’ and set the subscriptionCustomerDisconnectDate and subscriptionBroadcastTimeStamp to the current date and time for the TNs.


			NPAC


			NPAC SMS receives the M-SET Request and issues an M-SET Response to itself.





			5.


			NPAC


			NPAC SMS issues an M-EVENT REPORT subscription VersionDonorSP-CustomerDisconnectDate notification to the Donor SP (SPID B) for each of the 6 TNs in the range indicating the disconnect date. 


			SP


			The Donor SP SOA (SPID B) receives a M-EVENT-REPORT subscriptionVersionDonorSP-CustomerDisconnectDate from the NPAC SMS for each of the TNs in the range (6).





			6.


			NPAC


			NPAC SMS issues an M-DELETE Requests subscriptionVersion to all LSMSs in the region accepting downloads for this NPA-NXX.


			SP


			1. All LSMSs in the region accepting downloads for this NPA-NXX receives the M-DELETE Requests and verify that the request is valid.



2. All LSMSs in the region issue M-DELETE Responses back to the NPAC SMS.



3. After each LSMS responds to the NPAC SMS, the LSMSs perform the subscription version deletes on the local system as specified in the requests from the NPAC SMS.





			7.


			SP


			NPAC SMS issues an M-SET Request to itself to set the subscription version status to ‘old’ and set the subscriptionModifiedTimeStamp and subscriptionDisconnectCompleteTimeStamp to the current date and time for the range of 6 TNs.


			NPAC


			NPAC SMS receives the M-SET Request and issues an M-SET Response to itself.





			8.


			NPAC


			NPAC SMS issues two M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notifications to the New SP SOA (SPID A), one for each set of 3 TNs in the range of 6, that contain the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionVersionStatus = ‘old’


			SP


			New SP SOA (SPID A) receives two M-EVENT-REPORT notifications from the NPAC SMS.  One for each set of 3 TNs.





			9.


			SP


			New SP SOA (SPID A) issues M-EVENT-REPORT Confirmations to the NPAC.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmations.





			10.


			NPAC


			NPAC Personnel perform a query for the subscription versions disconnected in this test case.


			NPAC


			The subscription versions exist with a status of ‘old’.





			11.


			SP – Optional


			Via their SOA &/or LSMS, New SP Personnel (SPID A) perform a local query for the subscription version disconnected during this test case.


			SP


			1. On the SOA, the subscription version is not found or it exists with a status of ‘old’.



2. On the LSMS, the subscription version no longer exists.





			12.


			SP – Conditional


			New SP Personnel (SPID A) perform an NPAC SMS query for the subscription version disconnected during this test case.


			SP


			The subscription version exists with a status of ‘old’ on the NPAC SMS.





			13.


			NPAC


			NPAC Personnel perform a full audit of LSMS for the TNs that were disconnected during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were made as a result of performing the audit.  If updates were made, the LSMS fails this test case.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.23


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Current Service Provider Personnel issue a deferred disconnect for a range of 1000 ‘active’ subscription versions. Their Customer TN Range Notification Indicator is set to TRUE. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data but other create activities are submitted between the range create requests to ensure that the SVIDs for the TNs in the ranges are not contiguous. The deferred disconnect request is submitted as one range. The disconnect-pending request results in one notification containing a list of the SVIDs. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-113, RR5-114, RR5-115, RR6-81





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.4.2





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the New SP Customer TN Range Notification Indicator is set to TRUE.



2. Verify that the SOA Notification Priority tunable parameters are set to the default values for the New Service Provider.



3. Verify that subscription versions exist for the 1000 TNs with a status of ‘active’ where the current SP is the SP under test.  All 1000 TNs should have one set of DPC/SSN data.  The SVIDs should NOT be consecutive for all 1000 TNs.





			


			Prerequisite SP Setup:


			1. Create one range of 500 Inter-Service Provider subscription versions using consecutive non-ported TNs, with one set of DPC/SSN data. For example, create 1000-1499 with one set of DPC/SSN data.



2. Perform some other subscription version functions for other TNs that are not part of the TN range being used in this test case to cause a break in SVIDs.



3. Create another range of 500 Inter-Service Provider subscription versions using  the next 500 consecutive non-ported TNs, with the same DPC/SSN data as in the previous range. For example, create 1500-1999 with one set of DPC/SSN data.



4. Activate all 1000 of these TNs. 



5. Verify that the SVIDs are NOT consecutive for the full 1000 TNs.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, Current SP Personnel submit a request to the NPAC SMS for a deferred disconnect a range of 1000 Inter-Service Provider subscription versions.  Specify the range of 1000 consecutive TNs described in the prerequisites above and use an effective date of tomorrow.



2. The SOA issues an M-ACTION subscriptionVersionDisconnect Request to the NPAC SMS with the subscriptionEffectiveReleaseDate set to tomorrow and specifies the range of TNs.


			NPAC


			NPAC SMS receives the M-ACTION Request from the Current SP SOA. 





			2.


			NPAC


			NPAC SMS locates the respective subscription versions, and issues an M-SET Request subscriptionVersionNPAC to itself to set the subscription version status to ‘disconnect-pending’, the subscriptionEffectiveReleaseDate to the date received, and set the subscriptionModifiedTimeStamp to the current date and time for each TN in the range.


			NPAC


			NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.





			3.


			NPAC


			NPAC SMS issues an M-ACTION Response to the Current SP SOA.


			SP


			Current SP SOA receives the M-ACTION Response from the NPAC SMS.





			4.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange to the Current SP SOA for the range of 1000 TNs range that contains the following attributes:



· .paired list of TNs and SVIDs



· subscriptionVersionStatus = ‘disconnect-pending’


			SP


			Current SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			5.


			SP


			Current SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmations.





			6.


			NPAC


			NPAC Personnel perform a query for the range of subscription versions disconnected in this test case.


			NPAC


			The subscription versions exist with a status of ‘disconnect-pending’.





			7.


			SP – Optional


			Via their SOA &/or LSMS, Current SP Personnel perform a local query for the subscription versions disconnected during this test case.


			SP


			1. On the SOA, the subscription versions either do not exist or they exist with a status of ‘disconnect-pending’.



2. On the LSMS, the subscription versions exist with a status of ‘active’.





			8.


			SP – Conditional


			Current SP Personnel perform an NPAC SMS query for the subscription versions disconnected during this test case.


			SP


			The subscription versions exist with a status of ‘disconnect-pending’ on the NPAC SMS.





			9.


			NPAC


			NPAC Personnel perform a full audit of LSMS for the TNs of the Subscription Versions that were specified for a deferred disconnect during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were made as a result of performing the audit.  If updates were made, the LSMS fails this test case.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.24


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Old Service Provider Personnel cancel a range of 50 Inter-Service Provider subscription versions after both Service Providers have initially concurred. Their Customer TN Range Notification Indicator is set to TRUE. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data. The range create requests are submitted without any other activity between the range create requests to ensure that the SVIDs for the TNs in the ranges are contiguous. The cancel request is submitted as one range. The cancel request results in one notification because the TNs and SVIDs are both contiguous and all TNs in the range have the same feature data. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-113, RR5-115, RR6-81





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.3.1, B.5.3.1.1





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the Old SP Customer TN Range Notification Indicators is set to TRUE.



2. Verify that the SOA Notification Priority tunable parameters are set to the default values for the New Service Provider.



3. Verify that 50 consecutive subscription versions exist with a status of ‘pending’ for the New SP under test.  All 50 TNs should have one set of DPC/SSN data.  The SVIDs should be consecutive for all 50 TNs.



4. Verify that ‘active’ subscription versions do not currently exist for the range of 50 TNs to be used in this Test Case.



5. Verify that the Old SP has concurred to the subscription versions to be cancelled during this test case.





			


			Prerequisite SP Setup:


			1. Create one range of 25 Inter-Service Provider subscription versions using consecutive non-ported TNs, with one set of DPC/SSN data.



2. Immediately create another range of 25 Inter-Service Provider subscription versions using the next 25 consecutive non-ported TNs with the same set of DPC/SSN data as the first 25 TN range.  For example, create 1000-1024 and then immediately create 1025-1049, all with the same set of DPC/SSN data.



3. Verify that the SVIDs are consecutive for the full 50 TNs.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, Old SP Personnel submit a request to the NPAC to cancel a range of 50 Inter-Service Provider subscription versions for which the New SP has already concurred.  Specify the range of 50 consecutive TNs described in the prerequisites above.



2. The SOA issues an M-ACTION subscriptionVersionCancel Request to the NPAC SMS and specifies the range of TNs.


			NPAC


			NPAC SMS receives the M-ACTION Request from the Old SP SOA. 





			2.


			NPAC


			NPAC SMS locates the respective subscription versions, and issues an M-SET Request subscriptionVersionNPAC to itself to set the subscription version status to ‘cancel-pending’ and sets the subscriptionVersionModifiedTimeStamp to the current date and time for each TN in the request.


			NPAC


			NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.





			3.


			NPAC


			NPAC SMS issues an M-ACTION Response to the Old SP SOA.


			SP


			Old SP SOA receives the M-ACTION Response from the NPAC SMS.





			4.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange to the Old SP SOA for the range of 50 TNs that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionVersionStatus = ‘cancel-pending’


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			5.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS for the range of 50 TNs.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT from the Old SP SOA.





			6.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange for the range of 50 TNs that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionVersionStatus = ‘cancel-pending’ 



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange for each TN in the range of 50 TNs indicating their subscription version status is now ‘cancel-pending’.


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.









			7.


			SP


			New SP SOA issues M-EVENT-REPORT Confirmation(s) to the NPAC SMS for the range of 50 TNs. 


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation(s) from the New SP SOA.





			8.


			NPAC


			NPAC Personnel perform a query for the range of subscription versions cancelled in this test case.


			NPAC


			The subscription versions exist with a status of ‘cancel-pending’.





			9.


			SP – Optional


			Via their SOA, Old SP Personnel perform a local query for the subscription versions cancelled during this test case.


			SP


			The subscription versions exist with a status of ‘cancel-pending’.





			10.


			SP – Conditional


			Old SP Personnel perform an NPAC SMS query for the subscription versions cancelled during this test case.


			SP


			The subscription versions exist with a status of ‘cancel-pending’ on the NPAC SMS.





			11.


			SP


			1. Using the SOA, New Service Provider Personnel issue a subscription version Cancellation Acknowledgement Request to the NPAC SMS.



2. The SOA issues an M-ACTION subscriptionVersionNewSP-CancellationAcknowledge by specifying the range of TNs.


			NPAC


			NPAC SMS receives the M-ACTION subscriptionVersionNewSP-CancellationAcknowledge from the New SP SOA.





			12.


			NPAC


			NPAC SMS locates the respective subscription versions, and issues an M-SET Request subscriptionVersionNPAC to itself to set the subscription version status to ‘cancelled’ and set the subscriptionCancellationTimeStamp and subscriptionModifiedTimeStamp to the current date and time for each TN in the request.


			NPAC


			NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.





			13.


			NPAC


			NPAC SMS issues an M-ACTION Response to the New SP SOA.


			SP


			New SP SOA receives the M-ACTION Response from the NPAC SMS.





			14.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange to the Old SP SOA for the range of 50 TNs that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionVersionStatus = ‘canceled’ 


			SP


			The Old SP SOA receives the M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange from the NPAC SMS.





			15.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS for the set of 50 TNs.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT from the Old SP SOA.





			16.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange for the range of 50 TNs that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionVersionStatus = ‘canceled’



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange for each TN in the range of 50 TNs indicating their subscription version status is now ‘cancelled’.


			SP


			New SP SOA receives the M-EVENT- from the NPAC SMS according to their Customer TN Range Notification Indicator.









			17.


			SP


			New SP SOA issues M-EVENT-REPORT Confirmation(s) to the NPAC SMS for the range of 50 TNs.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation(s) from the New SP SOA.





			18.


			NPAC


			NPAC Personnel perform a query for the range of subscription versions cancelled in this test case.


			NPAC


			The subscription versions exist with a status of ‘cancelled’.





			19.


			SP – Optional


			Via their SOA, Old SP Personnel perform a local query for the subscription versions cancelled during this test case.


			SP


			The subscription versions exist with a status of ‘cancelled’.





			20.


			SP – Conditional


			Old SP Personnel perform an NPAC SMS query for the subscription versions cancelled during this test case.


			SP


			The subscription versions exist with a status of ‘cancelled’ on the NPAC SMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.25


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – New Service Provider is the Service Provider under test. NPAC Personnel, on behalf of the Old Service Provider Personnel cancel a range of 10 Inter-Service Provider subscription versions after both Service Providers have initially concurred. The New Service Provider’s Customer TN Range Notification Indicator is set to TRUE. The TNs used in the range are contiguous and have the same feature data. The cancel request is submitted as one range and results in one notification. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-113, RR5-115, RR6-81





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.3.1, B.5.3.1.1





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the New SP Customer TN Range Notification Indicators is set to TRUE.



2. Verify that the SOA Notification Priority tunable parameters are set to the default values for the New Service Provider.



3. Verify that 10 consecutive subscription versions exist with a status of ‘pending’ for the New SP under test.  All 10 TNs should have one set of DPC/SSN data.  The SVIDs should be consecutive for all 50 TNs.



4. Verify that ‘active’ subscription versions do not currently exist for the range of 50 TNs to be used in this Test Case.



5. Verify that the Old SP has concurred to the subscription versions to be cancelled during this test case.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OpGUI, NPAC Personnel, on behalf of the Old SP, submit a request to the NPAC SMS to cancel a range of 10 Inter-Service Provider subscription versions for which the New SP has already concurred.  Specify the range of 10 consecutive TNs described in the prerequisites above.


			NPAC


			NPAC SMS receives the Cancellation Request from the NPAC OpGUI. 





			2.


			NPAC


			NPAC SMS locates the respective subscription versions, and issues an M-SET Request subscriptionVersionNPAC to itself to set the subscription version status to ‘cancel-pending’ and sets the subscriptionVersionModifiedTimeStamp to the current date and time for each TN in the request.


			NPAC


			NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.





			3.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange for the range of 10 TNs that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionVersionStatus = ‘cancel-pending’



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange indicating the subscription version status is ‘cancel-pending’ for each TN in the range (10).


			SP


			Old SP SOA receives the M-EVENT-REPORT(s) from the NPAC SMS.





			4.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT from the Old SP SOA.





			5.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange for the range of 10 TNs that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionVersionStatus = ‘canceled’


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			6.


			SP


			New SP SOA issues M-EVENT-REPORT Confirmation(s) to the NPAC SMS for the range of 10 TNs. 


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			7.


			NPAC


			NPAC SMS waits for concurrence from the New SP SOA for the range of TNs.


			NPAC


			New SP SOA does not respond to the cancel request and the Cancellation – Initial Concurrence Window tunable expires.





			8.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeCancellationAcknowledgeRequest notification to the New SP SOA that contains the following attributes:



that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			9.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			10.


			SP


			NPAC Personnel perform a query for the range of subscription versions cancelled in this test case.


			NPAC


			The subscription versions exist with a status of ‘cancel-pending’.





			11.


			SP – Optional


			Via their SOA, New SP Personnel perform a local query for the subscription versions cancelled during this test case.


			SP


			The subscription versions exist with a status of ‘cancel-pending’.





			12.


			SP – Conditional


			New SP Personnel perform an NPAC SMS query for the subscription versions cancelled during this test case.


			SP


			The subscription versions exist with a status of ‘cancel-pending’ on the NPAC SMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.26


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – New Service Provider Personnel cancel a range of 5000 Inter-Service Provider subscription versions for which the Old Service Provider has not yet concurred to. Their Customer TN Range Notification Indicator is set to TRUE. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data but other create activities are submitted between the range create requests to ensure that the SVIDs for the TNs in the ranges are not contiguous. The cancel request is submitted as one range. The cancel request results in one notification containing a list SVIDs. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-113, RR5-115, RR6-81





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B5.3.3





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the New SP Customer TN Range Notification Indicator is set to TRUE.



2. Verify that the SOA Notification Priority tunable parameters are set to the default values for the New Service Provider.



3. Verify that 5000 consecutive subscription versions exist with a status of ‘pending’ for the New SP under test.  All 5000 TNs should have one set of DPC/SSN data.  The SVIDs should NOT be consecutive for all 5000 TNs.  The first 2500 TNs in the range should be consecutive and then there should be a break between the SVIDs in the next 2500 TNs.



4. Verify that ‘active’ subscription versions do not currently exist for the range of 5000 TNs to be used in this Test Case.



5. Verify that the Old SP has not concurred to the subscription versions to be cancelled during this test case. 





			


			Prerequisite SP Setup:


			1. Create one range of 2500 Inter-Service Provider subscription versions using consecutive non-ported TNs, with one set of DPC/SSN data.



2. Perform some other subscription version functions for other TNs that are not part of the range used in this test case to cause a break in SVIDs.



3. Create another range of 2500 Inter-Service Provider subscription versions using the next 2500 consecutive non-ported TNs using the same set of DPC/SSN data as the first 2500 TNs. For example, create 1000-2499, then perform other subscription version activities to TNs outside of the consecutive 5000 TNs used in this test case, then create 2500-4999 with the same set of DPC/SSN data as was used for TNs 1000-2499.



4. Verify that the SVIDs are NOT consecutive for the full 5000 TNs.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, New SP Personnel submit a request to the NPAC to cancel a range of 5000 Inter-Service Provider subscription versions for which the Old SP has not yet concurred.  Specify the range of 5000 consecutive TNs described in the prerequisites above.



2. The SOA issues an M-ACTION subscriptionVersionCancel Request to the NPAC SMS and specifies the range of TNs.


			NPAC


			NPAC SMS receives the M-ACTION Request from the New SP SOA. 





			2.


			NPAC


			NPAC SMS locates the respective subscription versions, and issues an M-SET Request subscriptionVersionNPAC to itself to set the subscription version status to ‘cancelled’ and the subscriptionVersionModifiedTimeStamp to the current date and time for each TN in the request.


			NPAC


			NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.





			3.


			NPAC


			NPAC SMS issues an M-ACTION Response to the New SP SOA.


			SP


			New SP SOA receives the M-ACTION Response from the NPAC SMS.





			4.


			NPAC


			NPAC SMS issues M-EVENT-REPORTs to the Old SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORTs subscriptionVersionRangeStatusAttributeValueChange is sent for the range of 5000 TNs that contains the following attributes:



· paired list of TNs and SVIDs



· subscriptionVersionStatus = ‘cancelled’



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange for each TN in the range of 5000 indicating the status is ‘cancelled’.


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.









			5.


			SP


			Old SP SOA issues M-EVENT-REPORT Confirmations to the NPAC SMS for the set of 5000 TNs.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmations from the Old SP SOA.





			6.


			NPAC


			NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange to the New SP SOA for the range of 5000 TNs that contains the following attributes:



· paired list of TNs and SVIDs



· subscriptionVersionStatus = ‘cancelled’






			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			7.


			SP


			New SP SOA issues M-EVENT-REPORT Confirmations to the NPAC SMS. 


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmations from the New SP SOA. 





			8.


			NPAC


			NPAC Personnel perform a query for the range of subscription versions cancelled in this test case.


			NPAC


			The subscription versions exist with a status of ‘cancelled’.





			9.


			SP – Optional


			Via their SOA, New SP Personnel perform a local query for the subscription versions cancelled during this test case.


			SP


			The subscription version exists with a status of ‘cancelled’.









			10.


			SP – Conditional


			New SP Personnel perform an NPAC SMS query for the subscription versions cancelled during this test case.


			SP


			The subscription versions exist with a status of ‘cancelled’ on the NPAC SMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.27


			SUT Priority:


			SOA 


			R





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Old Service Provider Personnel cancel a single SV. Their Customer TN Range Notification Indicator is set to their production value. In the pre-requisite create process only the Old SP has submitted a create request. Even though this is a single SV, the cancel request results in a range notification. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-113, RR5-114, RR6-81





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.3.3





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the Customer TN Range Notification Indicator is set to their production value for the Old Service Provider.



2. Verify that the SOA Notification Priority tunable parameters are set to the default values for the Old Service Provider.



3. Verify that a subscription version exists with a status of ‘pending’ for the Old SP under test.



4. Verify that the New SP has not submitted a create request for the subscription version to be canceled during this test case.





			


			Prerequisite SP Setup:


			1. Verify that a subscription version exists with a status of ‘pending’.



2. Verify that the New SP has not submitted a create request for the subscription version to be canceled during this test case.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, Old SP Personnel submit a cancel request to the NPAC for the TN described in the prerequisites above.



2. The SOA sends an M-ACTION subscriptionVersionCancel to the NPAC SMS for the TN they wish to cancel. 


			NPAC


			NPAC SMS receives the M-ACTION subscriptionVersionNewSP-Create request from the Old SP SOA and verifies that the request is valid according to system requirements.





			2.


			NPAC


			NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself to update the subscriptionVersionStatus to canceled for the TN.


			NPAC


			NPAC SMS receives the M-SET Request subscriptionVersionNPAC for the TN and issues an M-SET Response subscriptionVersionNPAC to itself.





			3.


			NPAC


			NPAC SMS issues an M-ACTION subscriptionVersionCancel Response to the Old SP SOA indicating the subscription version was successfully canceled.


			SP


			Old SP SOA receives the M-ACTION subscriptionVersionCancel Response from the NPAC SMS indicating the subscription version was successfully canceled. 





			4.


			NPAC


			NPAC SMS issues one M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, NPAC SMS issues a subscriptionVersionRangeStatusValueAttributeChange notification for the single TN to the Old SP SOA that contains the following attributes:



· paired list of TNs and SVIDs



· subscriptionVersionStatus = ‘cancelled’ 



· If the setting is FALSE, NPAC SMS issues a subscriptionVersionStatusAttributeValueChange to the TN indicating the status is ‘cancelled’.


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			5.


			SP


			Old SP SOA issues M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmations from the New SP SOA.





			6.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification that contains the following attributes:



· paired list of TNs and SVIDs



· subscriptionVersionStatus = ‘cancelled’



· If the setting is FALSE the NPAC SMS issues a M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange notification with subscriptionVersionStatus = canceled for the single TN. 


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.









			7.


			SP


			New SP SOA issues M-EVENT-REPORT Confirmations indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmations from the New SP SOA.





			8.


			NPAC


			NPAC Personnel perform a query for the subscription version canceled in this test case.


			NPAC


			The subscription version exists with a status of ‘canceled’.





			9.


			SP – Optional


			Via their SOA, Old SP Personnel perform a local query for the subscription version canceled during this test case.


			SP


			The subscription version does not exist or exists with a status of ‘canceled’.





			10.


			SP – Conditional


			Old SP Personnel perform an NPAC SMS query for the subscription version canceled during this test case.


			SP


			The subscription version exists with a status of ‘canceled’ on the NPAC SMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.28


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Old Service Provider Personnel modify a range of 100 ‘pending’, Inter-Service Provider subscription versions to change the authorization flag from TRUE to FALSE. Their Customer TN Range Notification Indicator is set to their production value. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data. Ensure that the SVIDs for the TNs in the ranges are contiguous. The modify request is submitted as one rangeand results in one notification with contiguous TNs and SVIDs – Success 





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-113, RR5-114, RR5-115, RR6-81





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.5.1





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the Old SP Customer TN Range Notification Indicator is set to their production value.



2. Verify that the SOA Notification Priority tunable parameters are set to the default values for the Old Service Provider.



3. Verify that 100 consecutive subscription versions exist with a status of ‘pending’ and a future due date where the Old SP is the SP under test.  All 100 TNs should have one set of DPC/SSN data.  The SVIDs should be consecutive for all 100 TNs.  Verify that all TNs and SVIDs are contiguous.



4. Verify that the New SP has concurred to the subscription versions to be modified during this test case.





			


			Prerequisite SP Setup:


			1. Create one range of 50 Inter-Service Provider subscription versions using consecutive non-ported TNs, with one set of DPC/SSN data.



2. Immediately create another range of 50 Inter-Service Provider subscription versions using the next 50 consecutive non-ported TNs with the same set of DPC/SSN data as the first 50 TN range. For example, create 1000-1049 and then immediately create 1050-1099 with the same set of DPC/SSN data.



3. Verify that the SVIDs are consecutive for the full 100 TNs.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, Old SP Personnel submit a request to the NPAC SMS to modify the authorization flag from TRUE to FALSE for a range of 100 Inter-Service Provider subscription versions.  Specify the range of 100 consecutive TNs described in the pre-requisites above.



2. The SOA issues an M-ACTION subscriptionVersionModifyRequest to the NPAC SMS for the range of TNs to set the subscriptionOldSP-Authorization to FALSE.


			NPAC


			NPAC SMS receives the M-ACTION Request from the Old SP SOA. 





			2.


			NPAC


			NPAC SMS locates the respective subscription versions, and issues an M-SET Request subscriptionVersionNPAC to itself to set the subscriptionModifiedTimeStamp to the current date and time for each TN in the request.


			NPAC


			NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.





			3.


			NPAC


			NPAC SMS issues an M-ACTION Response to the Old SP SOA.


			SP


			Old SP SOA receives the M-ACTION Response from the NPAC SMS.





			4.


			NPAC


			NPAC SMS issues an M-EVENT REPORT to the Old SP SOA based on their TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionVersionStatus = ‘conflict’



· subscriptionStatusChangeCauseCode 



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange notification with a subscription version status of ‘conflict’ and a subscriptionStatusCauseCode for each TN in the range (100).


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			5.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA. 





			6.


			NPAC


			NPAC SMS issues an M-EVENT REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionVersionStatus = ‘conflict’



· subscriptionStatusChangeCauseCode



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange notification with a subscription version status of ‘conflict’ and a subscriptionStatusCauseCode for each TN in the range (100). 


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.









			7.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA. 





			8.


			NPAC


			NPAC SMS issues one M-EVENT-REPORT to the Old SP SOA based on their TN Range Notification Indicator. 



· If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange to the Old SP SOA for the range of 100 TNs that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionOldSP-authorization = ‘false’



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT attributeValueChange with subscriptionOldSP-Authorization = false for each TN in the range.


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			9.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS for the range of 100 TNs.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation.





			10.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange notification that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionOldSP-authorization = ‘false’



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT attributeValueChange with subscriptionOldSP-Authorization = false for each TN in the range.


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.









			11.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			12.


			NPAC


			NPAC Personnel perform a query for the range of subscription versions modified in this test case.


			NPAC


			The subscription versions exist with a status of ‘conflict’.





			13.


			SP – Optional


			Via their SOA, Old SP Personnel perform a local query for the subscription versions modified during this test case.


			SP


			The subscription versions exist with status of ‘conflict’.





			14.


			SP – Conditional


			Old SP Personnel perform an NPAC SMS query for the subscription versions modified during this test case.


			SP


			The subscription versions exist with a status of ‘conflict’ on the NPAC SMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.29


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Old Service Provider Personnel modify a range of 1000 ‘pending’ Inter-Service Provider subscription versions to change the authorization flag from TRUE to FALSE. Their Customer TN Range Notification Indicator is set to TRUE. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data but other create activities are submitted between the range create requests to ensure that the SVIDs for the TNs in the ranges are not contiguous. The modify request is submitted as one range. The modify request results in one notifications containing a list of the SVIDs. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-113, RR5-114, RR5-115, RR6-81





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B5.5.1





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the Old SP Customer TN Range Notification Indicator is set to TRUE.



2. Verify that the SOA Notification Priority tunable parameters are set to the default values for the Old Service Provider.



3. Verify that 1000 consecutive subscription versions exist with a status of ‘pending’ and a future due date where the Old SP is the SP under test.  All 1000 TNs should have one set of DPC/SSN data.  The SVIDs should NOT be consecutive for all 1000 TNs.  The first 500 TNs in the range should be consecutive and then there should be a break between the SVIDs in the next 500 TNs.



4. Verify that the New SP has concurred to the subscription versions to be modified during this test case. 





			


			Prerequisite SP Setup:


			1. Create one range of 500 Inter-Service Provider subscription versions with a future due date using consecutive non-ported TNs, with one set of DPC/SSN data.



2. Perform some other subscription version functions for other TNs that are not part of the range used in this test case to cause a break in SVIDs.



3. Create another range of 500 Inter-Service Provider subscription versions with a future due date using the next 500 consecutive non-ported TNs and the same set of DPC/SSN data as the first 500 TNs.  For example, create 1000-1499, then perform other subscription version activities to TNs outside of the consecutive 1000 TNs used in this test case, then create 1500-1999 with the same set of DPC/SSN data as was used for TNs 1000-1499.



4. Verify that the SVIDs are NOT consecutive for the full 1000 TNs.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, Old SP Personnel submit a request to the NPAC SMS to modify the authorization flag from TRUE to FALSE for a range of 1000 Inter-Service Provider subscription versions.  Specify the range of 1000 consecutive TNs described in the pre-requisites above.



2. The SOA issues an M-ACTION subscriptionVersionModifyRequest to the NPAC SMS for the range of TNs to set the subscriptionOldSP-Authorization to FALSE.


			NPAC


			NPAC SMS receives the M-ACTION Request from the Old SP SOA. 





			2.


			NPAC


			NPAC SMS locates the respective subscription versions, and issues an M-SET Request subscriptionVersionNPAC to itself to set the subscriptionModifiedTimeStamp to the current date and time for each TN in the request.


			NPAC


			NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.





			3.


			NPAC


			NPAC SMS issues an M-ACTION Response to the Old SP SOA.


			SP


			Old SP SOA receives the M-ACTION Response from the NPAC SMS.





			4.


			NPAC


			NPAC SMS issues an M-EVENT REPORT subscriptionVersionRangeStatusAttributeValueChange notification to the Old SP SOA that contains the following attributes:



· paired list of TNs and SVIDs



· subscriptionVersionStatus = ‘conflict’



· subscriptionStatusChangeCauseCode


			SP


			Old SP SOA receives the M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange from the NPAC SMS.





			5.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA. 





			6.


			NPAC


			NPAC SMS issues an M-EVENT REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification that contains the following attributes:



· paired list of TNs and SVIDs



· subscriptionVersionStatus = ‘conflict’



· subscriptionStatusChangeCauseCode



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange notification with a subscription version status of ‘conflict’ and a subscriptionStatusCauseCode for each TN in the range (1000). 


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.









			7.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA. 





			8.


			NPAC


			NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange to the Old SP SOA for the range of 1000 TNs that contains the following attributes:



· paired list of TNs and SVIDs



· subscriptionOldSP-authorization = ‘false’ 


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS.









			9.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation.





			10.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange for the range of 1000 TNs that contains the following attributes:



· paired list of TNs and SVIDs



· subscriptionOldSP-authorization = ‘false’



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT attributeValueChange for each TN in the range of 1000.


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.









			11.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS. 


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			12.


			NPAC


			NPAC Personnel perform a query for the range of subscription versions modified in this test case.


			NPAC


			The subscription versions exist with a status of ‘conflict’.





			13.


			SP – Optional


			Via their SOA, Old SP Personnel perform a local query for the subscription versions modified during this test case.


			SP


			The subscription versions exist with status of ‘conflict’.





			14.


			SP – Conditional


			Old SP Personnel perform an NPAC SMS query for the subscription versions modified during this test case.


			SP


			The subscription versions exist with a status of ‘conflict’ on the NPAC SMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.30


			SUT Priority:


			SOA 


			R





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Old Service Provider Personnel modify a single ‘pending’, Inter-Service Provider subscription versions to change the authorization flag from TRUE to FALSE. Their Customer TN Range Notification Indicator is set to their production value. – Success 





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-113, RR5-114, RR5-115, RR6-81





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.5.1





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the Old SP Customer TN Range Notification Indicator is set to their production value.



2. Verify that the SOA Notification Priority tunable parameters are set to the default values for the Old Service Provider.



3. Verify that a subscription version exists with a status of ‘pending’ and a future due date where the Old SP is the SP under test.



4. Verify that the New SP has concurred to the subscription versions to be modified during this test case.





			


			Prerequisite SP Setup:


			Verify that a subscription version exists with a status of ‘pending’ and a future due date.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, Old SP Personnel submit a request to the NPAC to modify the authorization flag from TRUE to FALSE for a single Inter-Service Provider subscription version.  Specify the TN described in the prerequisites above.



2. The SOA issues an M-ACTION subscriptionVersionModify Request to the NPAC SMS for the TN to set the subscriptionOldSP-Authorization to FALSE.


			NPAC


			NPAC SMS receives the M-ACTION Request from the Old SP SOA and determines that it is valid. 





			2.


			NPAC


			NPAC SMS locates the respective subscription version, and issues an M-SET Request subscriptionVersionNPAC to itself to set the subscriptionOldSP-Authorization attribute to FALSE and set the subscriptionModifiedTimeStamp to the current date and time.


			NPAC


			NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.





			3.


			NPAC


			NPAC SMS issues an M-ACTION Response to the Old SP SOA.


			SP


			Old SP SOA receives the M-ACTION Response from the NPAC SMS.





			4.


			NPAC


			NPAC SMS issues an M-EVENT REPORT to the Old SP SOA.



· If their TN Range Notification Indicator is set to TRUE, NPAC SMS issues a subscriptionVersionRangeStatusAttributeValueChange notification to the Old SP SOA that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionVersionStatus = ‘conflict’



· subscriptionStatusChangeCauseCode 



· If their TN Range Notification Indicator is set to FALSE, NPAC SMS issues a subscriptionVersionStatusAttributeValueChange notification indicating the status is now ‘conflict’ and a subscriptionStatusChangeCauseCode for the TN to the Old SP SOA.


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			5.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA. 





			6.


			NPAC


			NPAC SMS issues an M-EVENT REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionVersionStatus = ‘conflict’ 



· subscriptionStatusChangeCauseCode



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange notification with a subscription version status of ‘conflict’ and a subscriptionStatusCauseCode for the TN. 


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.





			7.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA. 





			8.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange notification to the Old SP SOA that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionOldSP-authorization = ‘false’


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			9.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS for the TN.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation.





			10.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange notification that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionOldSP-authorization = ‘false’



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT attributeValueChange for the TN. 


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.



 





			11.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			12.


			NPAC


			NPAC Personnel perform a query for the subscription version modified in this test case.


			NPAC


			The subscription version exists with a status of ‘conflict’.





			13.


			SP – Optional


			Via their SOA, Old SP Personnel perform a local query for the subscription version modified during this test case.


			SP


			The subscription version exists with status of ‘conflict’.





			14.


			SP – Conditional


			Old SP Personnel perform an NPAC SMS query for the subscription version modified during this test case.


			SP


			The subscription version exists with a status of ‘conflict’ on the NPAC SMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.31


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Old Service Provider Personnel take action on a range of ‘conflict’ subscription versions that he created, to remove them from conflict. Their Customer TN Range Notification Indicator is set to TRUE. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data. The range create requests are submitted without any other create activity between to ensure that the SVIDs for the TNs in the ranges are contiguous. The modify request is submitted as one range. The modify request results in one notification because the TNs and SVIDs are both contiguous and all TNs in the range have the same feature data. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-113, RR5-114, RR5-115, RR6-81, RR5-42.5





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.5.5





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the Old SP Customer TN Range Notification Indicator is set to TRUE.



2. Verify that the SOA Notification Priority tunable parameters are set to the default values for the Old Service Provider.



3. Verify that the Old Service Provider is using LONG Port-Out Timers.



4. Verify that 200 consecutive subscription versions exist with a status of ‘conflict’ where the Old SP is the SP under test.  All 200 TNs should have one set of DPC/SSN data.  The SVIDs should be consecutive for all 200 TNs.



5. Verify that the New SP has concurred to the subscription versions to be modified during this test case



6. Verify that the current time is at least 12 hours before the due date of the 200 subscription versions.





			


			Prerequisite SP Setup:


			1. Create one range of 100 Inter-Service Provider subscription versions using consecutive non-ported TNs, with one set of DPC/SSN data, a future due date, and the authorization flag set to FALSE.



2. Immediately create another range of 100 Inter-Service Provider subscription versions using the next 100 consecutive non-ported TNs with the same set of DPC/SSN data as the first 100 TN range, a future due date, and the authorization flag set to FALSE.  



For example, create 1000-1099 with and then immediately create 1100-1199 with the same set of DPC/SSN data.



3. Verify that the SVIDs are consecutive for the full 200 TNs 



4. Verify that the current time is at least 12 hours before the due date of the 200 subscription versions.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, Old SP Personnel submit a request to the NPAC SMS to ‘remove from conflict’ a range of 200 Inter-Service Provider subscription versions. Specify the range of 200 consecutive TNs described in the prerequisites above.



2. The SOA issues an M-ACTION subscriptionVersionOldSP-RemoveFromConflict Request to the NPAC SMS for the range of 200 TNs.


			NPAC


			NPAC SMS receives the M-ACTION Request from the Old SP SOA. 





			2.


			NPAC


			NPAC SMS locates the respective subscription versions, and issues an M-SET Request subscriptionVersionNPAC to itself to set the subscriptionVersionStatus to ‘pending’, the subscriptionOldSP-Authorization to TRUE and the  subscriptionModifiedTimeStamp and subscriptionOldSP-ConflictResolutionTimeStampto the current date and time for each TN in the request.


			NPAC


			NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.





			3.


			NPAC


			NPAC SMS issues an M-ACTION Response to the Old SP SOA.


			SP


			Old SP SOA receives the M-ACTION Response from the NPAC SMS.





			4.


			NPAC


			NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification to the Old SP SOA for the range of 200 TNs that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionVersionStatus = ‘pending’ 


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			5.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS for the range of 200 TNs.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation.





			6.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator,



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification for the range of 200 TNs that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



subscriptionVersionStatus = ‘pending’



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange notification for each TN in the range with the subscriptionVersionStatus set to ‘pending’.


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator,









			7.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS. 


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			8.


			NPAC


			NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange notification to the Old SP SOA for the range of 200 TNs that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionOldSP-Authorization = ’true’


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			9.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS for the range of 200 TNs.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation.





			10.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange notification of the range of 200 TNs that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionOldSP-Authorization = ’true’



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange notification for each TN in the range with the subscriptionOldSP-Authorization set to TRUE.


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.









			11.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS. 


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			12.


			NPAC


			NPAC Personnel perform a query for the range of subscription versions modified in this test case.


			NPAC


			The subscription versions exist with a status of ‘pending’.





			13.


			SP – Optional


			Via their SOA, Old SP Personnel perform a local query for the subscription versions modified during this test case.


			SP


			The subscription versions exist with status of ‘pending’.





			14.


			SP – Conditional


			Old SP Personnel perform an NPAC SMS query for the subscription versions modified during this test case.


			SP


			The subscription versions exist with a status of ‘pending’ on the NPAC SMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.32


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Old Service Provider Personnel take action on a range of 10 ‘conflict’ subscription versions that he created, to remove them from conflict. Their Customer TN Range Notification Indicator is set to TRUE. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data but other create activities are submitted between the range create requests to ensure that the SVIDs for the TNs in the ranges are not contiguous. The modify request is submitted as one range. The modify request results in one notifications containing a list of the SVIDs. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-113, RR5-114, RR5-115, RR6-81, RR5-42.5





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.5.5





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the Old SP Customer TN Range Notification Indicator is set to TRUE.



2. Verify that the SOA Notification Priority tunable parameters are set to the default values for the Old Service Provider.



3. Verify that the Old Service Provider is using LONG Port-Out Timers.



4. Verify that 10 consecutive subscription versions exist with a status of ‘conflict’ where the Old SP is the SP under test.  All 10 TNs should have one set of DPC/SSN data.  The SVIDs should NOT be consecutive for all 10 TNs.  The first 5 TNs in the range should be consecutive and then there should be a break between the SVIDs in the next 5 TNs.



5. Verify that the New SP has concurred to the subscription versions to be modified during this test case. 



6. Verify that the current time is at least 12 hours before the due date of the 200 subscription versions.





			


			Prerequisite SP Setup:


			1. Create one range of 5 Inter-Service Provider subscription versions using consecutive non-ported TNs, with one set of DPC/SSN data, a future due date, and the authorization flag set to FALSE.



2. Perform some other subscription version functions for other TNs that are not part of the range used in this test case to cause a break in SVIDs.



3. Create another range of 5 Inter-Service Provider subscription versions using the next 5 consecutive non-ported TNs using the same set of DPC/SSN data as the first 5 TNs, a future due date, and the authorization flag set to FALSE.  



For example, create 1000-1004, then perform other subscription version activities to TNs outside of the consecutive 10 TNs used in this test case, then create 1005-1009 with the same set of DPC/SSN data as was used for TNs 1000-1004.



4. Verify that the SVIDs are NOT consecutive for the full 10 TNs.



5. Verify that the current time is at least 12 hours before the due date of the 200 subscription versions.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, Old SP Personnel submit a request to the NPAC SMS to ’remove from conflict’ a range of 10 Inter-Service Provider subscription versions.  Specify the range of 10 consecutive TNs described in the prerequisites above.



2. The SOA issues an M-ACTION subscriptionVersionOldSP-RemoveFromConflict Request to the NPAC SMS for the range of TNs. 


			NPAC


			NPAC SMS receives the M-ACTION Request from the Old SP SOA. 





			2.


			NPAC


			NPAC SMS locates the respective subscription versions, and issues an M-SET Request subscriptionVersionNPAC to itself to set the subscriptionVersionStatus to ‘pending’ and the subscriptionOldSP-Authorization to TRUE and the subscriptionModifiedTimeStamp and subscriptionOldSP-ConflictResolutionTimeStamp to the current date and time for each TN in the request.


			NPAC


			NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.





			3.


			NPAC


			NPAC SMS issues an M-ACTION Response to the Old SP SOA.


			SP


			Old SP SOA receives the M-ACTION Response from the NPAC SMS.





			4.


			NPAC


			NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange to the Old SP SOA for the range of 10 TNs that contains the following attributes:



· paired list of TNs and SVIDs



· subscriptionVersionStatus = ‘pending’


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS containing a list of the SVIDs.









			5.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation.





			6.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification for the range of 10 TNs that contains the following attributes:



· paired list of TNs and SVIDs



· subscriptionVersionStatus = ‘pending’



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange notification for each TN in the range of 10 with the subscriptionVersionStatus set to ‘pending’. 


			SP


			New SP SOA receives the M-EVENT-REPORT(s) from the NPAC SMS according to their Customer TN Range Notification Indicator.









			7.


			SP


			New SP SOA issues M-EVENT-REPORT Confirmation(s) to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation(s) from the New SP SOA.





			8.


			NPAC


			NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange notification to the Old SP SOA for the range of 10 TNs that contains the following attributes:



· paired list of TNs and SVIDs



· subscriptionOldSP-Authorization set to TRUE.


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS.









			9.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation.





			10.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange notification for the range of 10 TNs that contains the following attributes:



· paired list of TNs and SVIDs



· subscriptionOldSP-Authorization = ‘true’



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT attributeValueChange for each TN in the range of 10 with the subscriptionOldSP-Authorization set to TRUE.


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.





			11.


			SP


			New SP SOA issues M-EVENT-REPORT Confirmations to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmations from the New SP SOA.





			12.


			NPAC


			NPAC Personnel perform a query for the range of subscription versions modified in this test case.


			NPAC


			The subscription versions exist with a status of ‘pending’.





			13.


			SP – Optional


			Via their SOA, Old SP Personnel perform a local query for the subscription versions modified during this test case.


			SP


			The subscription versions exist with status of ‘pending’.









			14.


			SP – Conditional


			Old SP Personnel perform an NPAC SMS query for the subscription versions modified during this test case.


			SP


			The subscription versions exist with a status of ‘pending’ on the NPAC SMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.33


			SUT Priority:


			SOA 


			R





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Service Provider Personnel do a Port-To-Original for a range of 10 ported TNs. Their Customer TN Range Notification Indicator is set their production value. – Success 





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-113, RR5-114, RR6-81





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.1.12, B.5.1.12.1





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the Customer TN Range Notification Indicator is set to the production value for the New Service Provider.



2. Verify that the SOA Notification Priority tunable parameters are set to the default values for the New Service Provider.



3. Verify that active subscription versions exist for the range of 10 TNs to be used for the Port to Original request (SV1).  The new Current SP on these subscription versions is an SP other than the SP under test in this test case.



4. Verify that pending subscription versions exist for this same range of 10 TNs with the SP under test listed as the New SP and the Port-to-Original flag is set to TRUE (SV2). The range of 10 TNs have the same set of DPC/SSN data and the SVIDs are consecutive.





			


			Prerequisite SP Setup:


			Verify that pending subscription versions exist for the range of 10 TNs to be activated and that the Port-to-Original flag is set to TRUE.  The range of TNs have the same set of DPC/SSN data and the SVIDs are consecutive.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, New SP Personnel submit an M-ACTION subscriptionVersionActivate request to the NPAC for the range of 10 TNs described in the prerequisites above (SV2).



2. The SOA sends an M-ACTION subscriptionVersionActivate to the NPAC SMS for the range of TNs (SV2). 


			NPAC


			NPAC SMS receives the M-ACTION subscriptionVersionActivate request from the New SP SOA.





			2.


			NPAC


			NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself for the TNs (SV2) to set the subscriptionVersionStatus to sending and set the subscriptionActivationTimeStamp to the current date and time.


			NPAC


			NPAC SMS issues an M-SET Response to itself.  





			3.


			NPAC


			NPAC SMS issues an M-ACTION subscriptionVersionActivate Response to the New SP SOA. 


			SP


			New SP SOA receives the M-ACTION subscriptionVersionActivate Response from the NPAC SMS.





			4.


			NPAC


			NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself for the TNs (SV1) to set the subscriptionVersionStatus to sending and set the subscriptionBroadcastTimeStamp to the current date and time.


			NPAC


			NPAC SMS issues an M-SET Response to itself.  





			5.


			NPAC


			NPAC SMS issues an M-DELETE Request subscriptionVersion SV1 to all LSMSs that are accepting downloads for the NPA-NXX of subscription Versions SV1.


			SP


			1. All LSMSs in the region accepting downloads for this NPA-NXX receives the M-DELETE Requests and verify that the requests are valid.



2. All LSMSs in the region issue an M-DELETE Response back to the NPAC SMS.



3. After each LSMS responds to the NPAC SMS, the LSMSs perform the subscription version deletes for the range of TNs (SV1) on the local system as specified in the requests from the NPAC SMS. 





			6.


			NPAC


			NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself for the TNs (SV1) to set the subscriptionVersionStatus to old and set the subscriptionDisconnectCompleteTimeStamp to the current date and time.


			NPAC


			NPAC SMS issues an M-SET Response to itself.  





			7


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification for the range of 10 TNs (SV1) that contains the following attributes:



· start TN 



· end TN



· start SVID



· end SVID



· subscriptionVersionStatus = ‘old’



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange notification for each TN in the range (SV1) with the subscription Version Status of old.


			SP


			Old SP SOA receives the M-EVENT-REPORT(s) from the NPAC SMS according to their Customer TN Range Notification Indicator.





			8.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation(s) to the NPAC SMS indicating it successfully received the M-EVENT-REPORT(s) from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation(s) from the Old SP SOA.





			9.


			NPAC


			NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself for the TNs (SV2) to set the subscriptionVersionStatus to old and set the subscriptionDisconnectCompleteTimeStamp to the current date and time.


			NPAC


			NPAC SMS issues an M-SET Response to itself.  





			10


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification for the range of 10 TNs (SV2) that contains the following attributes:



· start TN 



· end TN



· start SVID



· end SVID



· subscriptionVersionStatus = ‘old’



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange for each TN in the range (SV1) with the subscription Version Status of old.


			SP


			Old SP SOA receives the M-EVENT-REPORT(s) from the NPAC SMS according to their Customer TN Range Notification Indicator.





			11.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation(s) to the NPAC SMS indicating it successfully received the M-EVENT-REPORT(s) from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation(s) from the Old SP SOA.





			12


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New SP SOA.  



· If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification for the range of 10 TNs (SV2) that contains the following attributes:



· start TN 



· end TN



· start SVID



· end SVID



· subscriptionVersionStatus = ‘old’



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange notification to the New SP SOA for each TN in the range (SV1) with the subscription Version Status of old.



· 


			SP


			New SP SOA receives the M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange for the range of 10 TNs (SV2) with the subscriptionVersionStatus of old from the NPAC SMS.





			13


			SP


			New SP SOA issues M-EVENT-REPORT Confirmation indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			14.


			NPAC


			NPAC Personnel perform a query for the range of subscription versions (SV1) used in this test case.


			NPAC


			The subscription versions (SV1) exist with a status of ‘old’.





			15


			SP – Optional


			Via their SOA, New SP Personnel perform a local for the range of subscription versions (SV1) used in this test case.


			SP


			The subscription versions (SV1) exist do not exist.





			16.


			SP – Conditional


			New SP Personnel perform an NPAC SMS query for the range of subscription versions (SV1) used in this test case.


			SP


			The subscription versions (SV1) exist with a status of ‘old’ on the NPAC SMS.





			17


			NPAC


			NPAC Personnel perform a query for the range of subscription versions (SV2) used in this test case.


			NPAC


			The subscription versions (SV2) exist with a status of ‘old’.





			18


			SP – Optional


			Via their SOA, New SP Personnel perform a local for the range of subscription versions (SV2) used in this test case.


			SP


			The subscription versions (SV2) exists do not exist or they exist with a status of ‘old’.





			19.


			SP – Conditional


			New SP Personnel perform an NPAC SMS query for the range of subscription versions (SV2) used in this test case.


			SP


			The subscription versions (SV2) exist with a status of ‘old’ on the NPAC SMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.34


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			NPAC – NPAC Personnel delete a Number Pool Block. The Donor Service Provider Customer TN Range Notification Indicator is set to TRUE. NPAC SMS manages notifications accordingly. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-85





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.4.4.23, B.4.4.24, 





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the Donor SP Customer TN Range Notification Indicator is set to TRUE.



2. Verify that the SOA Notification Priority tunable parameters are set to the default values for the block Holder Service Provider.



3. Verify that an active, non-contaminated, Number Pool Block exists for the Block Holder Service Provider and it has an empty FailedSP-List.



4. Verify that no subscription versions have been ported away from the Number Pool Block. 





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			1. Using the NPAC OpGUI, NPAC Personnel take action to delete an active Number Pool Block. 



2. NPAC SMS issues an M-SET numberPoolBlockNPAC Request to itself to update the numberPoolBlockStatus to ‘sending’ and set the numberPoolBlockBroadcastTimeStamp to the current date and time.


			NPAC


			NPAC SMS receives the M-SET Request from itself and issues an M-SET Response. 





			2.


			NPAC


			NPAC SMS issues a corresponding M-SET subscriptionVersionNPAC Request to itself to set the subscriptionVersionStatus to ‘sending’ and set the subscriptionModifiedTimeStamp to the current date and time.


			NPAC


			NPAC SMS receives the M-SET Request from itself and issues an M-SET Response.





			3


			NPAC


			NPAC SMS issues an M-DELETE subscriptionVersion to all non-EDR LSMSs in the region that are accepting download for this NPA-NXX.


			


			All LSMSs in the region accepting downloads for this NPA-NXX successfully receives the M-DELETE Request and successfully respond to the NPAC SMS.





			4.


			NPAC


			NPAC SMS issues an M-DELETE numberPoolBlock to all EDR LSMSs in the region that are accepting download for this NPA-NXX.


			


			All LSMSs in the region accepting downloads for this NPA-NXX successfully receive the M-DELETE Request and successfully respond to the NPAC SMS.





			5.


			NPAC


			NPAC SMS issues an M-SET subscriptionVersionNPAC to itself to set the subscriptionVersionStatus to ‘old’ and set the subscriptionModifiedTimeStamp and the subscriptionDisconnetCompleteTimeStamp to the current date and time.


			NPAC


			NPAC SMS receives the M-SET Request to itself and responds with an M-SET Response to itself.





			6.


			NPAC


			NPAC SMS issues an M-SET numberPoolBlockNPAC to itself to set the numberPoolBlockStatus to ‘old’ and set the numberPoolBlockModifiedTimeStamp and the numberPoolBlockDisconnectCompleteTimeStamp to the current date and time.


			NPAC


			NPAC SMS receives the M-SET Request to itself and responds with an M-SET Response to itself.





			7.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeDonorSP-CustomerDisconnectDate notification to the Donor SP SOA for the 1000 TNs that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionVersionCustomerDisconnectDate



· subscriptionEffectiveReleaseDate


			SP


			Donor SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			8.


			SP


			Donor SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Donor SP SOA.





			9.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange to the SP SOA for the number pool block indicating its status is now ‘old’.


			SP


			SP SOA receives the M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange from the NPAC SMS.





			10.


			SP


			SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS for the number pool block.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation for the number pool block.





			11.


			NPAC


			NPAC SMS sends an M-DELETE Request serviceProvNPA-NXX-X to itself to delete the NPA-NXX-X from its database.


			NPAC


			NPAC SMS issues an M-DELETE Response to itself.





			12.


			NPAC


			NPAC SMS issues an M-DELETE serviceProvNPA-NXX-X to all SOAs that support this object according to their NPAC Customer SOA NPA-NXX-X Indicator in their Service Provider Profile on the NPAC SMS and are accepting downloads for this NPA-NXX.


			SP


			All SOAs that are accepting downloads for this NPA-NXX and who support the NPA-NXX-X object receive the M-DELETE Request.





			13.


			NPAC


			NPAC SMS issues an M-DELETE serviceProvNPA-NXX-X to all LSMSs that support this object according to their NPAC Customer LSMS NPA-NXX-X Indicator in their Service Provider Profile on the NPAC SMS and are accepting downloads for this NPA-NXX.


			SP


			All LSMSs that are accepting downloads for this NPA-NXX and who support the NPA-NXX-X object receive the M-DELETE Request.





			14.


			SP


			All SOAs that received the M-DELETE Request from the NPAC SMS issues an M-DELETE Response back to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-DELETE Responses from the SP SOAs.





			15


			SP


			All LSMSs that received the M-DELETE Request from the NPAC SMS issues an M-DELETE Response back to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-DELETE Responses from the SP LSMSs.





			16.


			NPAC


			NPAC Personnel perform a query for the NPA-NXX-X, number pool block and associated subscription versions deleted in this test case.


			NPAC


			The NPA-NXX-X, number pool block and associated subscription versions exist with a status of ‘old’.





			17.


			SP – Optional


			Via their SOA &/or LSMS, SP Personnel perform a local query for the NPA-NXX-X, number pool block and associated subscription versions deleted during this test case.


			SP


			The NPA-NXX-X, number pool block and associated subscription versions do not exist or they exist with a status of ‘old’.





			18.


			SP – Conditional


			SP Personnel perform an NPAC SMS query for the NPA-NXX-X, number pool block and associated subscription versions deleted during this test case.


			SP


			The NPA-NXX-X, number pool block and associated subscription versions exist with a status of ‘old’ on the NPAC SMS.





			19.


			NPAC


			NPAC Personnel perform a full audit of LSMS for the Number Pool Block and respective POOLed SVs that were depooled during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were made as a result of performing the audit.  If updates were made, the LSMS fails this test case.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.35


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Service Provider Personnel perform an Intra-Service Provider port of a range of 10 TNs that is part of an active Number Pool Block. Their Customer TN Range Notification Indicator is set to TRUE. NPAC SMS manages notifications accordingly. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-113, RR5-114, RR6-81





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.1.11





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the Customer TN Range Notification Indicator is set to TRUE for the New Service Provider.



2. Verify that the SOA Notification Priority tunable parameters are set to the default values for the New Service Provider.



3. Verify that an ‘active’ Number Pool Block with an empty FailedSP-List exists for the Service Provider under test.





			


			Prerequisite SP Setup:


			Verify that a ‘active’ number pool block with an empty FailedSP-List exists.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, New SP Personnel submit an M-CREATE subscriptionVersionNewSP-Create request to the NPAC for an Intra-Service Provider port of a range of 10 TNs (SV2) that are part of the number pool block described in the prerequisites above.



2. The SOA sends an M-CREATE subscriptionVersionNewSP-Create to the NPAC SMS for the range of TNs (SV2).


			NPAC


			NPAC SMS receives the M-ACTION subscriptionVersionNewSP-Create request from the New SP SOA.





			2.


			NPAC


			NPAC SMS issues an M-CREATE Request subscriptionVersionNPAC to itself for the TNs (SV2) to create the subscription versions, set the subscriptionVersionStatus to ‘pending’, and set the subscriptionCreationTimeStamp, subscriptionNewSPAuthorizationTimeStamp, subscriptionOldSPAuthorizationTimeStamp, and subscriptionModifedTimeStamp to the current date and time.


			NPAC


			NPAC SMS issues an M-CREATE Response to itself.  





			3.


			NPAC


			NPAC SMS issues an M-CREATE subscriptionVersionNewSP-Create Response to the New SP SOA. 


			SP


			New SP SOA receives the M-CREATE subscriptionVersionNewSP-Create Response from the NPAC SMS.





			4.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeObjectCreation to the New SP SOA that contains the following attributes:



· start TN



· end TN 



· start SVID 



· end SVID.



· subscriptionVersionId



· subscriptionTN



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionNewSP-DueDate



· subscriptionNewSP-CreationTimeStamp



· subscriptionVersionStatus



· subscriptionTimerType (if supported)



· subscriptionBusinessType (if supported)


			NPAC


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			5.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA.





			6.


			NPAC


			NPAC Personnel perform a query for the range of subscription versions created in this test case.


			NPAC


			The subscription versions exist with a status of ‘pending’ and an LNP type of ‘LISP’.





			7.


			SP – Optional


			Via their SOA, New SP Personnel perform a local query for the range of subscription versions created in this test case.


			SP


			The subscription versions exist with a status of ‘pending’ and an LNP type of ‘LISP’.





			8.


			SP – Conditional


			New SP Personnel perform an NPAC SMS query for the range of subscription versions created in this test case.


			SP


			The subscription versions exist with a status of ‘pending’ and an LNP type of ‘LISP’.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.36


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			NPAC and SOA – NPAC Personnel do a mass update on 5000 active SVs where more than 1000 of the SVs are contiguous and have the same feature data. The Maximum Number of Download Records tunable is set to 1000. The Service Provider has their Customer TN Range Notification Indicator set to TRUE.  NPAC SMS manages notifications accordingly. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR6-80





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.8.3





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the Current SP Customer TN Range Notification Indicator is set according to their production value.



2. Verify that the SOA Notification Priority tunable parameters are set to the default values for the Current Service Provider.



3. Verify that 5000 subscription versions exist with a status of ‘active’ and the same LRN for the current service provider under test.  The 5000 TNs should span across two NPA-NXXs.



4. Set the Maximum Number of Download Records tunable to 1000.



5. Set filters for the NPA-NXXs to ensure a successful mass update.



6. Verify that the LRN to be used as the search criteria for this test is unique to the subscription versions described in the previous prerequisite NPAC setup steps.





			


			Prerequisite SP Setup:


			1. Create and activate a range of 2500 subscription versions within one NPA-NXX.



2. Create and activate a range of 2500 subscription versions within another NPA-NXX using the same LRN as in the previous create.



3. Verify that both ranges of 2500 TNs have the same LRN.



4. Verify that the LRN is not valid for any other active subscription versions.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OP GUI, NPAC Personnel submit a Mass Update request to modify the LRN for 5000 subscription versions on behalf of the Service Provider under test. To update the range of 5000 TNs described in the prerequisites above LRN will be used as the mass update filter criteria.


			NPAC


			NPAC SMS receives the Mass Update request and searches the subscription version database for subscription versions that match the input mass update criteria.





			2.


			NPAC


			1. NPAC SMS issues three M-SET Requests to each LSMS in the region that is accepting downloads for the first NPA-NXX to update the subscription version attributes with the new values for first range of 2500 TNs in the request. Two requests contain 1000 TNs each and one contains 500 TNs.



2. NPAC SMS issues three M-SET Requests to each LSMS in the region that is accepting downloads for the second NPA-NXX, to update the subscription version attributes with the new values for the second range of 2500 TNs in the request. Two requests contain 1000 TNs each and one contains 500 TNs. 


			LSMS


			1. All LSMSs in the region accepting downloads for the first NPA-NXX receive the three M-SET Requests from the NPAC SMS with the new subscription version attribute values.



2. All LSMSs in the region accepting downloads for the second NPA-NXX receive the three M-SET Requests from the NPAC SMS with the new subscription version attribute values.



3. All LSMSs that received the M-SET Requests from the NPAC SMS issue M-SET Responses back to the NPAC SMS.



4. After the LSMSs issue the M-SET Responses back the NPAC SMS, they locally update the subscription version attributes per the Mass Update requests.



 





			3.


			NPAC


			NPAC SMS issues three M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notifications to the Current Service Provider (Service Provider under test) for the first range of 2500 TNs in the request. Two notifications contain 1000 TNs each and one contains 500 TNs. NPAC SMS issues three more M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notifications to the Current Service Provider (Service Provider under test) for the second range of 2500 TNs in the request. Two notifications contain 1000 TNs each and one contains 500 TNs. Each notification contains the following attributes:



· start TN



· end TN 



· start SVID 



· end SVID.



· subscriptionVersionStatus = ‘active’


			SP


			Current SP SOA receives the six M-EVENT-REPORT from the NPAC SMS.





			4.


			NPAC


			NPAC Personnel perform a query for the subscription versions that were updated during this test case.


			NPAC


			The subscription version attributes were appropriately updated and the status of all the subscription versions is ‘active’.





			5.


			SP - Optional


			Via their SOA &/or LSMS, Current SP Personnel perform a local query for the subscription versions that were updated during this test case.


			SP


			1. On the SOA, the subscription versions exist with a status of ‘active’ and an empty Failed SP List.



2. On the LSMS, the subscription versions exist with a status of ‘active’ and the new LRN.





			6.


			SP - Conditional


			Current SP Personnel perform an NPAC SMS query for the subscription versions that were updated during this test case.


			SP


			The subscription versions exist with a status of ‘active’ and the new LRN on the NPAC SMS.





			7.


			NPAC


			NPAC Personnel perform a full audit of LSMS for the TNs that were updated during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were made as a result of performing the audit.  If updates were made, the LSMS fails this test case.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.37


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA –Service Provider recovers a mixture of SV notifications for ranges of TNs. Their Customer TN Range Notification Indicator set to TRUE. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR3-238, RR3-239, RR6-79, RR6-80,, RR6-29





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.7.2





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the Customer TN Range Notification Indicator is set to TRUE for the SP under test.



2. Verify that the SOA Notification Priority tunable parameter is set to default values for the SP under test.



3. Verify that, if supported, the SOA Origination Indicator is set to TRUE.



4. Verify that the SOA Supports NPA-NXX-X is set to TRUE.



5. Filters are set for the NPA-NXXs such that all LSMS broadcasts will be successful.



6. While the SP SOA under test is off-line perform the following activities on behalf of the SP under test:



a) Where the SP under test is the New SP, create a range of 50 consecutive, non-ported TNs with one set of DPC/SSN data, the Old SP will not respond to this create request. Concurrence Window timers (T1 & T2) expire.



For example, create 1000-1049.



b) Modify the LRN for the first 20 consecutive TNs of the subscription versions created in step ‘a’ above.



For example, modify 1000-1019.



c) Cancel the last 5 TNs of the subscription versions created in step ‘a’ above.



For example, cancel 1045-1049.



d) Activate the first 45 TNs of the subscription versions create in step ‘a’ above.



For example, activate 1000-1044.



e) Where the SP under test is the Old SP, create a range of 10 consecutive, non-ported TNs where the Authorization flag is set to TRUE.



For example create 2000-2009.



f) Let the Initial and Final Concurrence Timers expire for the subscription versions in step ‘e’. 



For example, let the timers expire for 2000-2009.



g) Disconnect the 10 subscription versions where the SP under test is the Donor SP.



For example, disconnect 3000-3009.



h) Where the SP under test is the New SP, create a range of 1000 consecutive, non-ported TNs with one set of DPC/SSN data, and have the Old SP issue a concurrence to the New SP Create.



For example, create 4000-4999.



i) Cancel the subscription versions in step ‘h’ above – acting on behalf of the Old SP.  The New SP (which is the SP under test) should not acknowledge this cancel request. Subscription versions status is set to ‘cancel-pending’. Concurrence Window timers (T1 & T2) expire. Subscription versions status is updated to ‘conflict’.



For example, acting as the Old SP, NPAC personnel cancel 4000-4999.  The SP under test is the New SP – do not send a cancel request for the same TNs. Subscription versions status is set to ‘cancel-pending’. Timers (T1 & T2) expire. Subscription versions status is updated to ‘conflict’.



j) Where SP under test is the New SP, create a range of 25 consecutive, non-ported TNs using one set of DPC/SSN data.



For example, create 5000-5024 with one set of DPC/SSN data.



k) Where SP under test is the New SP, create another range of subscription versions using the next 25 consecutive, non-ported TNs (after those used in step ‘j’ above) and using the same set of DPC/SSN data.  Make sure that the SVIDs are not contiguous between the 25 TNs in step ‘j’ and the 25 TNs in this step.



For example, create 5025-5049 with a unique set of DPC/SSN data.



l) Activate a range of 50 consecutive TN subscription versions using the TNs combined from steps ‘j’ and ‘k’ above.



For example, activate 5000-5049.



m) Where the SP under test is the New SP, Create a Number Pool Block.



For example, create a Number Pool Block for 9000-9999.



n) Where the SP under test is the current SP, de-pool a Number Pool Block.



For example, de-pool 9000-9999.





			


			Prerequisite SP Setup:


			1. Create a range of 10,000 subscription versions.



2. Have the old service provider concur to the create request or let the Concurrence Window timers expire.



3. Verify that the due date on the subscription versions has been reached.



4. Activate the 10,000 subscription versions.



5. Take the SOA off line. 





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. After all the prerequisites have been completed, SP Personnel bring their SOA back on-line.



2. SP SOA establishes an association from their SOA to the NPAC SMS with the resynchronization flag set to TRUE.


			NPAC


			NPAC SMS receives the association bind request from the SOA. Once the association is established, the NPAC SMS queues all current updates.





			2.


			SP


			SP SOA issues an M-ACTION Request lnpDownload (network data) to the NPAC SMS and specifies the time range for the resync request.


			NPAC


			NPAC SMS receives the M-ACTION and issues an M-ACTION Response lnpDownload back to the SOA with the Network Data updates.





			3.


			SP


			SP SOA issues an M-ACTION Request lnpNotificationRecovery (notification data) to the NPAC SMS and specifies the start time for the resync request.


			NPAC


			NPAC SMS receives the M-ACTION Request from the SP SOA and issues an M-ACTION Response lnpNotificationRecovery with the following notification data updates to the SP SOA:



SP SOA will receive the following notifications in the sequence that the actions were performed:



1. For the TNs in Item 4 of the Prerequisite SP Setup above:



· One M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange for all TNs in the range with a subscription version status of ‘active’. (Range data)



2. For the TNs in step ‘a’ of the prerequisites:



· One M-EVENT-REPORT subscriptionVersionRangeObjectCreation for all TNs in the range



· One M-EVENT-REPORT subscriptionVersionRangeOldSP-Concurrence for all TNs in the range. (Range data)



· One M-EVENT-REPORT subscriptionVersionRangeOldSP-FinalCreateWindowExpiration for all TNs in the range. (Range data)



3. For the TNs in step ‘b’ of the prerequisites:



· One M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange for all TNs in the range. (Range data)



4. For the TNs in step ‘c’ of the prerequisites:



· One M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange for all TNs in the range with the subscription versions status of ‘canceled’. (Range data)



5. For the TNs in step ‘d’ of the prerequisites:



· One M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange for the first 20 TNs in the range (due to a break in SVIDs). (Range data)



· One M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange for the next 25 TNs in the range (due to a break in SVIDs). (Range data)



6. For the TNs in step ‘e’ of the prerequisites:



· One M-EVENT-REPORT subscriptionVersionRangeObjectCreation for all TNs in the range. (Range data)



7. For the TNs in step ‘f’ of the prerequisites:



· One M-EVENT-REPORT subscriptionVersionRangeNewSP-CreateRequest for all TNs in the range. (Range data)



· One M-EVENT-REPORT subscriptionVersionRangeNewSP-FinalCreateWindowExpiration for all TNs in the range if the SOA supports the Final Create Window Expiration notification. (Range data)



8. For the TNs in step ‘g’ of the prerequisites:



· One M-EVENT-REPORT subscription versionRangeDonorSP-CustomerDisconnectDate for all TNs in the range. (Range data)



9. For the TNs in step ‘h’ of the prerequisites:



· One M-EVENT-REPORT subscriptionVersionRangeObjectCreation for all TNs in the range. (Range data)



· One M-EVENT-REPORT attributeValueChange for all TNs in the range. (Range data)



10. For the TNs in step ‘i’ of the prerequisites:



· One M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange with the subscriptionVersionStatus set to ‘cancel-pending’. (Range data)



· One M-EVENT-REPORT subscriptionVersionRangeCancellationAcknowledgeRequest for all TNs in the range. (Range data)



· One M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange with the subscriptionVersionStatus set to ‘conflict’. (Range data)



11. For the TNs in step ‘j’ of the prerequisites:



· One M-EVENT-REPORT subscriptionVersionRangeObjectCreation for all TNs in the range. (Range data)



12. For the TNs in step ‘k’ of the prerequisites:



· One M-EVENT-REPORT subscriptionVersionRangeObjectCreation for all TNs in the range. (Range data)



13. For the TNs in step ‘l’ of the prerequisites:



· One M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange for the range of 50 TNs in the range. (List date due to non-consecutive SVIDs) 



14. For the Number Pool Block in step ‘m’ of the prerequisites:



· One M-EVENT-REPORT numberPoolBlockObjectCreation



15. For the Number Pool Block in step ‘n’ of the prerequisites:



· One M-EVENT-REPORT numberPoolBlockDelete





			4.


			SP


			SP SOA issues an M-ACTION Request lnpRecoveryComplete to the NPAC SMS to set the resynchronization flag to FALSE.


			NPAC


			NPAC SMS receives the M-ACTION Request from the SOA and replies back to the SOA with data updates at the next scheduled interval for the NPA-NXX that was created during resynchronization and the subscription version that was activated during resynchronization.





			5.


			SP


			SP SOA receives the M-ACTION Response from the NPAC SMS with the data updates since the association was re-established.


			


			





			6.


			NPAC


			NPAC Personnel verify the data was sent in the action response.


			NPAC


			The appropriate data was sent.  





			7.


			SP – Optional


			Via their SOA, Service Provider Personnel perform a local query for the data updated in this test case.


			SP


			The following updates were sent:



1. For the TNs that were created and activated in the Prerequisite SP Setup:



· The subscription versions exist with a status of ‘active’.



2. For the TNs that are part of step ‘a’ in the prerequisites:



· The first 20 subscription versions exist with a status of ‘active’ and a different LRN then the last 25 subscription versions in the range.



· The next 25 subscription versions in the range exist with a status of ‘active’ and a unique LRN from the first 20 subscription versions in the range.



· The last 5 subscription versions in the range have a status of ‘canceled’ (or may not exist depending on local implementation).



3. For the TNs that are part of step ‘e’ in the prerequisites:



· The subscription versions exist with a status of ‘pending’.



4. For the TNs that are part of step ‘g’ in the prerequisites:



· The subscription versions exist with a status of ‘old’. (or may not exist depending on local implementation)



5. For the TNs that are part of step ‘h’ in the prerequisites:



· The subscription versions exist with a status of ‘conflict’.



6. For the TNs that are part of step ‘j’ in the prerequisites:



· The subscription versions exist with a status of ‘active’.



7. For the TNs that are part of step ‘k’ in the prerequisites:



· The subscription versions exist with a status of ‘active’.



8. For the Number Pool Block that is part of step ‘m’ in the prerequisites:



· The Number Pool Block exists and subscription versions of LNP Type ‘POOL’ exist with status of ‘active’.



9. For the Number Pool Block that is a part of step ‘n’ in the prerequisites:



· The Number Pool Block does not exist and respective subscription versions exist with a status of ‘old’. (the subscription versions may not exist depending on local implantation)





			8.


			SP – Conditional


			Service Provider Personnel, perform an NPAC SMS query for the data updated in this test case.


			SP


			The following results are found:



1. For the TNs that were created and activated in the Prerequisite SP Setup:



· The subscription versions exist with a status of ‘active’.



2. For the TNs that are part of prerequisites step ‘a’:



· The first 20 subscription versions exist with a status of ‘active’ and a different LRN from the last 25 subscription versions in the range.



· The next 25 subscription versions in the range exist with a status of ‘active’ and a unique LRN from the first 20 subscription versions in the range.



· The last 5 subscription versions in the range have a status of ‘canceled’.



3. For the TNs that are part of step ‘e’ in the prerequisites:



· The subscription versions exist with a status of ‘pending’.



4. For the TNs that are part of step ‘g’ in the prerequisites:



· The subscription versions exist with a status of ‘old’. 



5. For the TNs that are part of step ‘h’ in the prerequisites:



· The subscription versions exist with a status of ‘conflict’.



6. For the TNs that are part of step ‘j’ in the prerequisites:



· The subscription versions exist with a status of ‘active’.



7. For the TNs that are part of step ‘k’ in the prerequisites:



· The subscription versions exist with a status of ‘active’.



8. For the Number Pool Block that is part of step ‘m’ in the prerequisites:



· The Number Pool Block exists and subscription versions of LNP Type ‘POOL’ exist with status of ‘active’.



9. For the Number Pool Block that is a part of step ‘n’ in the prerequisites:



· The Number Pool Block and respective subscription versions exist with a status of ‘old’.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.38


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Service Provider does not have any notifications queued. Service Provider aborts their SOA association. Service Provider changes their Customer TN Range Notification Indicator value from TRUE to FALSE and recovery is attempted. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR6-82





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.7.2





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify the Customer TN Range Notification Indicator is set to TRUE for the SP under test.



2. Verify that the SOA Notification Priority tunable parameters are set to the default values for the Service Provider under test. 



3. While the SOA under test is off-line perform the following activities on behalf of the SP under test:



a) Modify the Customer TN Range Notification Indicator for the SP under test from TRUE to FALSE.



b) Where SP under test is the New SP, Create a range of 25 consecutive, non-ported TNs using one set of DPC/SSN data.



For example, create 5000-5024 with one set of DPC/SSN data.



c) Where SP under test is the New SP, Create another range of subscription versions using the next 25 consecutive, non-ported TNs (after those used in step ‘j’ above) and using another unique set of DPC/SSN data.  Make sure that the SVIDs are completely contiguous between the 25 TNs in step ‘j’ and the 25 TNs in this step.



For example, create 5025-5049 with a unique set of DPC/SSN data.



d) Activate a range of 50 consecutive TN subscription versions using the TNs combined from steps ‘j’ and ‘k’ above.



For example, activate 5000-5049.





			


			Prerequisite SP Setup:


			Take the SOA off-line.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. After all the prerequisites have been completed, SP Personnel bring their SOA back on-line.



2. The SP establishes an association from their SOA to the NPAC SMS with the resynchronization flag set to TRUE.


			NPAC


			NPAC SMS receives the association bind request from the SOA. Once the association is established, the NPAC SMS queues all current updates.





			2.


			SP


			SP SOA issues an M-ACTION Request lnpDownload (network data) to the NPAC SMS and specifies the time range for the resync request.


			NPAC


			NPAC SMS receives the M-ACTION and issues an M-ACTION Response lnpDownload back to the SOA with the Network Data updates.





			3.


			SP


			SP SOA issues an M-ACTION Request lnpNotificationRecovery (notification data) to the NPAC SMS and specifies the start time for the resync request.


			NPAC


			NPAC SMS receives the M-ACTION Request from the SP SOA and issues an M-ACTION Response lnpNotificationRecovery with the following notification data updates to the SP SOA:



1. For the TNs in step ‘b’ of the prerequisites:



· An M-EVENT-REPORT subscriptionVersionObjectCreation for each TN in the range



2. For the TNs in step ‘c’ of the prerequisites:



· An M-EVENT-REPORT subscriptionVersionObjectCreation for each TN in the range



3. For the TNs in step ‘d’ of the prerequisites:



· An M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange each TN in the range





			4.


			SP


			SP SOA issues an M-ACTION Request lnpRecoveryComplete to the NPAC SMS to set the resynchronization flag to FALSE.


			NPAC


			NPAC SMS receives the M-ACTION Request from the SOA and replies back to the SOA with data updates at the next scheduled interval for the NPA-NXX that was created during resynchronization and the subscription version that was activated during resynchronization.





			5.


			SP


			SOA receives the M-ACTION Response from the NPAC SMS with the data updates since the association was re-established.


			


			





			6.


			NPAC


			NPAC Personnel verify the data was sent in the action response.


			NPAC


			The appropriate data was sent.  





			7.


			SP – Optional


			Service Provider Personnel, using the SOA, perform a local query for the data updated in this test case.


			SP


			The following updates were sent:



1. For the TNs that are part of step ‘b’ in the prerequisites:



· The subscription versions exist with a status of ‘active’.



2. For the TNs that are part of step ‘c’ in the prerequisites:



· The subscription versions exist with a status of ‘active’.





			8.


			SP – Conditional


			Service Provider Personnel, perform an NPAC SMS query for the data updated in this test case.


			SP


			The following results are found:



1. For the TNs that are part of prerequisites step ‘b’:



· The subscription versions were created and had a status of ‘pending’.



2. For the TNs that are part of prerequisites step ‘c’:



· The subscription versions were created and had a status of ‘pending’.



3. For the TNs that are part of prerequisites step ‘d’:



· The subscription versions exist with a status of ‘active’.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.39


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Service Provider has notifications queued.  Service Provider aborts their SOA association. Service Provider changes their Customer TN Range Notification Indicator value from FALSE to TRUE and recovery is attempted. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR6-82





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.7.2





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify the Customer TN Range Notification Indicator is set to FALSE for the SP under test.



2. Verify that the SOA Notification Priority tunable parameters are set to the default values for the Service Provider under test.



3. While the SOA under test is off-line perform the following activities on behalf of the SP under test:



a. Where the SP under test is the New SP, Create a range of 50 consecutive, non-ported TNs with one set of DPC/SSN data, the Old SP will not respond to this create request.



For example, create 1000-1049.



b. Modify the LRN for the first 20 consecutive TNs of the subscription versions created in step ‘a’ above.



For example, modify 1000-1019.



c. Cancel the last 5 TNs of the subscription versions created in step ‘a’ above.



For example, cancel 1045-1049.



d. Activate the first 45 TNs of the subscription versions create in step ‘a’ above.



For example, activate 1000-1044.



e. Modify the Customer TN Range Notification Indicator for the SP under test from FALSE to TRUE.



f.      Where SP under test is the New SP, Create a range of 25 consecutive, non-ported TNs using one set of DPC/SSN data.



For example, create 5000-5024 with one set of DPC/SSN data.



g. Where SP under test is the New SP, Create another range of subscription versions using the next 25 consecutive, non-ported TNs (after those used in step ‘j’ above) and using another unique set of DPC/SSN data.  Make sure that the SVIDs are completely contiguous between the 25 TNs in step ‘j’ and the 25 TNs in this step.



For example, create 5025-5049 with a unique set of DPC/SSN data.



h. Activate a range of 50 consecutive TN subscription versions using the TNs combined from steps ‘j’ and ‘k’ above.



For example, activate 5000-5049.



4. While the SOA under test is still in recovery, on behalf of the SP under test, submit an Intra-Service Provider Subscription Version Create Request for a range of 10 TNs





			


			Prerequisite SP Setup:


			Take the SOA off line. 





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. After all the prerequisites have been completed, SP Personnel bring their SOA back on-line.



2. The SP establishes an association from their SOA to the NPAC SMS with the resynchronization flag set to TRUE.


			NPAC


			NPAC SMS receives the association bind request from the SOA. Once the association is established, the NPAC SMS queues all current updates.





			2.


			SP


			SP SOA issues an M-ACTION Request lnpDownload (network data) to the NPAC SMS and specifies the time range for the resync request.


			NPAC


			NPAC SMS receives the M-ACTION and issues an M-ACTION Response lnpDownload back to the SOA with the Network Data updates.





			3.


			SP


			SP SOA issues an M-ACTION Request lnpNotificationRecovery (notification data) to the NPAC SMS and specifies the start time for the resync request.






			NPAC


			NPAC SMS receives the M-ACTION Request from the SP SOA and issues an M-ACTION Response lnpNotificationRecovery with updates to the SP SOA. SP SOA will receive the following notifications in the sequence that the actions were performed:



1. For the TNs in step ‘a’ of the prerequisites:



· An M-EVENT-REPORT subscriptionVersionObjectCreation for each TN in the range



· An M-EVENT-REPORT subscriptionVersionOldSP-Concurrence for each TN in the range



· An M-EVENT-REPORT subscriptionVersionOldSP-FinalCreateWindowExpiration for each TN in the range



2. For the TNs in step ‘b’ of the prerequisites:



· An M-EVENT-REPORT attributeValueChange for each TN in the range



3. For the TNs in step ‘c’ of the prerequisites:



· An M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange for each TN in the range



4. For the TNs in step ‘d’ of the prerequisites:



· An M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange for the each TN in the range



5. For the TNs in step ‘f’ of the prerequisites:



· One M-EVENT-REPORT subscriptionVersionRangeObjectCreation for all TNs in the range



6. For the TNs in step ‘g’ of the prerequisites:



· One M-EVENT-REPORT subscriptionVersionRangeObjectCreation for all TNs in the range



7. For the TNs in step ‘h’ of the prerequisites:



· One M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange for all TNs in the range





			7.


			SP


			SP SOA issues an M-ACTION Request lnpRecoveryComplete to the NPAC SMS to set the resynchronization flag to FALSE.


			NPAC


			NPAC SMS receives the M-ACTION Request from the SOA and replies back to the SOA with data updates at the next scheduled interval for the subscription versions that were created during resynchronization.





			8.


			SP


			SP SOA receives the M-ACTION Response from the NPAC SMS with the data updates since the association was re-established.


			


			





			9.


			NPAC


			NPAC Personnel verify the data was sent in the action response.


			NPAC


			The appropriate data was sent.  





			10.


			SP – Optional


			Service Provider Personnel, using the SOA, perform a local query for the data updated in this test case.


			SP


			The following updates were sent:



1. For the TNs that are part of step ‘a’ in the prerequisites:



· The first 20 subscription versions exist with a status of ‘active’ and a different LRN then the last 25 subscription versions in the range.



· The next 25 subscription versions in the range exist with a status of ‘active’ and a unique LRN from the first 20 subscription versions in the range.



· The last 5 subscription versions in the range have a status of ‘old’ (or may not exist depending on local implementation).



2. For the TNs that are part of step ‘f’ in the prerequisites:



· The subscription versions exist with a status of ‘active’.



3. For the TNs that are part of step ‘g’ in the prerequisites:



· The subscription versions exist with a status of ‘active’.


4. For the TNs that are part of Item 4 in the prerequisites:



· The subscription versions exist with a status of ‘pending’.





			11.


			SP – Conditional


			Service Provider Personnel, perform an NPAC SMS query for the data updated in this test case.


			SP


			The following results are found:



1. For the TNs that are part of step ‘a’ in the prerequisites:



· The first 20 subscription versions exist with a status of ‘active’ and a different LRN then the last 25 subscription versions in the range.



· The next 25 subscription versions in the range exist with a status of ‘active’ and a unique LRN from the first 20 subscription versions in the range.



· The last 5 subscription versions in the range have a status of ‘old’ (or may not exist depending on local implementation).



2. For the TNs that are part of step ‘f’ in the prerequisites:



· The subscription versions exist with a status of ‘active’.



3. For the TNs that are part of step ‘g’ in the prerequisites:



· The subscription versions exist with a status of ‘active’. 


4. For the TNs that are part of Item 4 in the prerequisites:



· The subscription versions exist with a status of ‘pending’.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.40


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – ‘Primary’ Service Provider Personnel initiate notification recovery over their SOA to NPAC Interface to recover a mixture of SV notifications for ranges of TNs for both their ‘Primary’ and ‘Associated’ SPIDs. The Customer TN Range Notification Indicator set to TRUE for both SPIDs. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR3-238, RR3-239, RR6-79, RR6-80,, RR6-29





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.7.2





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that SPID B is established as a ‘Secondary’ SPID to ‘Primary’ SPID A.



2. Verify that the Customer TN Range Notification Indicator is set to TRUE for both SPID A and SPID B.



3. Verify that the SOA Notification Priority tunable parameter is set to default values for both SPID A and SPID B.



4. Verify that filters are set for the NPA-NXXs such that all LSMS broadcasts will be successful.



5. While the SPID A SOA is off-line perform the following activities on behalf of SPID A and SPID B:



a) Create subscription versions for a range of 50 consecutive, non-ported TNs with one set of DPC/SSN data, where the New SP is SPID B and the Old SP and owner of the NPA-NXX is SPID A.



b) On behalf of SPID A, concur to the subscription versions just created in step a.



c) Activate the subscription versions create in step ‘a’ above.



d) Disconnect the subscription versions activated in step ‘c’ above.





			


			Prerequisite SP Setup:


			Take the SOA off line. 





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. After all the prerequisites have been completed, SP Personnel bring the SPID A SOA back on-line.



2. The SPID A SP establishes an association from their SOA to the NPAC SMS with the resynchronization flag for SPID A set to TRUE.


			NPAC


			NPAC SMS receives the association bind request from the SOA. Once the association is established, the NPAC SMS queues all current updates.





			2.


			SP


			SP SOA issues an M-ACTION Request lnpDownload (network data) to the NPAC SMS for SPID A and specifies the time range for the resync request.


			NPAC


			NPAC SMS receives the M-ACTION and issues an M-ACTION Response lnpDownload back to the SOA with the Network Data updates.





			3.


			SP


			SP SOA issues an M-ACTION Request lnpNotificationRecovery (notification data) to the NPAC SMS for SPID A and specifies the start time for the resync request.


			NPAC


			NPAC SMS receives the M-ACTION Request from the SOA and issues an M-ACTION Response lnpNotificationRecovery with the following notification data updates to the SP SOA:



SP SOA will receive the following notifications in the sequence that the actions were performed:



1. For the SVs created in Item a of the prerequisites:



· One M-EVENT-REPORT subscriptionVersionRangeObjectCreation for all TNs in the range with a subscription version status of ‘pending’. (Range data)



2. For the SVs in step ‘b’ of the prerequisites:



· One M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange for all TNs in the range



3. For the SVs in step ‘c’ of the prerequisites:



· One M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange  for all TNs in the range with a subscription version status of ‘active’. (Range data)



4. For the SVs in step ‘d’ of the prerequisites:



· One M-EVENT-REPORT subscriptionVersionRangeDonorSP-CustomerDisconnectDate for all TNs in the range. (Range data)





			4.


			SP


			SP SOA issues an M-ACTION Request lnpRecoveryComplete to the NPAC SMS for SPID A to set the resynchronization flag to FALSE.


			NPAC


			NPAC SMS receives the M-ACTION Request from the SOA and replies back to the SOA with data updates at the next scheduled interval.





			5.


			SP


			SP SOA receives the M-ACTION Response from the NPAC SMS with any data updates since the association was re-established.


			


			





			6


			SP


			SPID A’s SOA issues an M-ACTION Request lnpNotificationRecovery to the NPAC SMS for SPID B and specifies the time range for the resync request.


			NPAC


			NPAC SMS receives the M-ACTION Request from the SOA and issues an M-ACTION Response lnpNotificationRecovery with the following notification data updates to the SP SOA:



SP SOA will receive the following notifications in the sequence that the actions were performed:



1. For the SVs created in Item a of the prerequisites:



· One M-EVENT-REPORT subscriptionVersionRangeObjectCreation for all TNs in the range with a subscription version status of ‘pending’. (Range data)



2. For the SVs in step ‘b’ of the prerequisites:



· One M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange for all TNs in the range



3. For the SVs in step ‘c’ of the prerequisites:



· One M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange  for all TNs in the range with a subscription version status of ‘active’. (Range data)



4. For the SVs in step ‘d’ of the prerequisites:



· One M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange for all TNs in the range with a subscription version status of ‘old’. (Range data)





			7


			SP


			SP SOA issues an M-ACTION Request lnpRecoveryComplete to the NPAC SMS for SPID B to set the resynchronization flag to FALSE.


			NPAC


			NPAC SMS receives the M-ACTION Request from the SOA and replies back to the SOA with data updates at the next scheduled interval.





			8


			SP


			SP SOA receives the M-ACTION Response from the NPAC SMS with any data updates since the association was re-established.


			


			





			9.


			NPAC


			NPAC Personnel verify the appropriate data was sent for each SPID in the action responses.


			NPAC


			The appropriate data was sent.  





			10.


			SP – Optional


			Via their SOA, Service Provider Personnel perform a local query for the SPID A data updated in this test case.


			SP


			The following updates were sent:



· One M-EVENT-REPORT subscriptionVersionRangeObjectCreation for all TNs in the range with a subscription version status of ‘pending’. (Range data)



· One M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange for all TNs in the range



· One M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange  for all TNs in the range with a subscription version status of ‘active’. (Range data)



· One M-EVENT-REPORT subscriptionVersionRangeDonorSP-CustomerDisconnectDate for all TNs in the range. (Range data)





			8.


			SP – Optional


			Via their SOA, Service Provider Personnel perform a local query for the SPID B data updated in this test case.


			SP


			The following results are found:



· One M-EVENT-REPORT subscriptionVersionRangeObjectCreation for all TNs in the range with a subscription version status of ‘pending’. (Range data)



· One M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange for all TNs in the range



· One M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange  for all TNs in the range with a subscription version status of ‘active’. (Range data)



· One M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange  for all TNs in the range with a subscription version status of ‘old’. (Range data). 








11.2
NANC 240 – No Cancellation of SVs Based on Expiration of T2 Timer Test Cases



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			3.1


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Old Service Provider creates a single TN subscription version. New Service Provider does not send create. Timers (T1 & T2) expire. The NPAC Customer No New SP Concurrence Notification Indicator is set to TRUE for both the Old and New Service Providers. The Final Create Window Expiration notification is sent to both Service Providers. The subscription version stays in ‘pending’ status for a tunable amount of time. Verify that subscription version status is changed to ‘cancelled’ after tunable amount of time. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 240





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-117, RR3-240, RR3-242, RR3-244,, R4-8





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B5.1.1, B.5.1.6.4, B.5.1.6.5





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Set the Pending Subscription Retention parameter to a small value.



2. Verify that the NPAC Customer No New SP Concurrence Notification Indicator is set to TRUE for both the Old and New Service Providers.



3. Verify that the Customer TN Range Notification Indicator is set to a valid production value for both the Old and New SP.



4. Verify that the SOA Notification Priority tunable parameters are set to the default values for both the Old and the New Service Provider.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, Old SP Personnel submit an Inter-Service Provider subscription version Create request to the NPAC for a single TN.



2. The SOA sends an M-ACTION subscriptionVersionOldSP-Create to the NPAC SMS for the TN they wish to create.


			NPAC


			NPAC SMS receives the M-ACTION subscriptionVersionOldSP-Create request from the Old SP SOA and verifies that each attribute specified is valid according to system requirements.









			2.


			NPAC


			NPAC SMS issues an M-CREATE Request subscriptionVersionNPAC to itself for the TN, to create the respective subscription version on the NPAC SMS.


			NPAC


			NPAC SMS receives the M-CREATE Request subscriptionversionNPAC for the TN and issues an M-CREATE Response subscriptionVersionNPAC to itself to set the subscription version status to ‘pending’ and set the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp to the current date and time for the subscription version.





			3.


			NPAC


			NPAC SMS issues an M-ACTION subscriptionVersionOldSP-Create Response to the Old SP SOA indicating the subscription version was successfully created.


			SP


			Old SP SOA receives the M-ACTION subscriptionVersionOldSP-Create Response from the NPAC SMS indicating the subscription version was successfully created, the status is ‘pending’ and the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp were set appropriately.





			4.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator:



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeObjectCreation notification 



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT objectCreation notification.


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.





			5.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			6.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator setting indicating the NPAC successfully processed the subscription version create request from the service provider.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeObjectCreation notification.



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT objectCreation notification 


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.





			7.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA.





			8.


			NPAC


			NPAC Personnel perform a query for the subscription version created in this test case.


			NPAC


			The subscription version exists with a status of ‘pending’.





			9.


			SP – Optional


			Via their SOA, Old SP Personnel perform a local query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’.





			10.


			SP – Conditional


			Old SP Personnel perform an NPAC SMS query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’ on the NPAC SMS.





			11.


			NPAC


			NPAC SMS waits for concurrence from the New SP for the TN the Old SP created.


			SP


			New SP SOA does not respond to the create request and the Service Provider Concurrence Window tunable expires.





			12.


			NPAC


			Once the Service Provider Concurrence Window has expired, 



NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator:



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeNewSP-CreateRequest notification.



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionNewSP-CreateRequest notification.


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.





			13.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			14.


			NPAC


			NPAC SMS waits for concurrence from the New SP for the TN the Old SP created.


			SP


			New SP SOA does not respond to the create request and the Service Provider Concurrence Final Window tunable expires.





			15.


			NPAC


			Once the Service Provider Concurrence Window has expired, 



NPAC SMS determines that the NPAC Customer No New SP Concurrence Notification Indicator is set to TRUE for the Old SP.



NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeNewSP-FinalCreateWindowExpiration notification to the Old SP SOA that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionOldSP-DueDate



· subscriptionOldSP-Authorization



· subscriptionOldSP-AuthorizationTimeStamp



· subscriptionStatusChangeCauseCode (if subscriptionOldSP-Authorization set to false)



· subscriptionTimerType (if supported)



· subscriptionBusinessType (if supported)



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionNewSP-FinalCreateWindowExpiration for the TN to the Old SP SOA that contains the following attributes:



· subscriptionTN



· subscriptionId



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionOldSP-DueDate



· subscriptionOldSP-Authorization



· subscriptionOldSP-AuthorizationTimeStamp



· subscriptionStatusChangeCauseCode (if subscriptionOldSP-Authorization set to false)



· subscriptionTimerType (if supported)



· subscriptionBusinessType (if supported)


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.





			16.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA.





			17.


			NPAC


			Once the Service Provider Concurrence Window has expired, 



NPAC SMS determines that the NPAC Customer No New SP Concurrence Notification Indicator is set to TRUE for the New SP.



NPAC SMS issues and M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues a subscriptionVersionRangeNewSP-FinalCreateWindowExpiration notification that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionOldSP-DueDate



· subscriptionOldSP-Authorization



· subscriptionOldSP-AuthorizationTimeStamp



· subscriptionStatusChangeCauseCode (if subscriptionOldSP-Authorization set to false)



· subscriptionTimerType (if supported)



· subscriptionBusinessType (if supported)



· If the setting is FALSE, NPAC SMS issues a subscriptionVersionNewSP-FinalCreateWindowExpiration notification that contains the following attributes:



· subscriptionTN



· subscriptionId



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionOldSP-DueDate



· subscriptionOldSP-Authorization



· subscriptionOldSP-AuthorizationTimeStamp



· subscriptionStatusChangeCauseCode (if subscriptionOldSP-Authorization set to false)



· subscriptionTimerType (if supported)



· subscriptionBusinessType (if supported)


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.





			18.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			19.


			NPAC


			NPAC Personnel perform a query for the subscription version created in this test case.


			NPAC


			The subscription version exists with a status of ‘pending’.





			20.


			SP – Optional


			Via their SOA, Old SP Personnel perform a local query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’.





			21.


			SP – Conditional


			Old SP Personnel perform an NPAC SMS query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’ on the NPAC SMS.





			22.


			NPAC


			The Pending Subscription Retention parameter expires without any action from SP or NPAC Personnel to either concur to the port or otherwise cancel the subscription version.


			NPAC


			NPAC SMS automatically sets the subscription version status to ‘cancelled’ for the subscription version that was created during this test case.





			23.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the Old SP based on their Customer TN Range Notification Indicator indicating that the subscription version created during this test case has been set to ‘cancelled’:



· If the setting is TRUE, the NPAC SMS issues a subscriptionVersionRangeStatusAttributeValueChange.



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange.


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.





			24.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New SP based on their Customer TN Range Notification Indicator indicating that the subscription version created during this test case has been set to ‘cancelled’:



· If the setting is TRUE, the NPAC SMS issues a subscriptionVersionRangeStatusAttributeValueChange.



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange.


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.





			25.


			NPAC


			NPAC Personnel perform a query for the subscription version created in this test case.


			NPAC


			The subscription version exists with a status of ‘cancelled’.





			26.


			SP – Optional


			Via their SOA, Old SP Personnel perform a local query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘cancelled’.





			27.


			SP – Conditional


			Old SP Personnel perform an NPAC SMS query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘cancelled’ on the NPAC SMS.












			A.


			TEST IDENTITY


			





			


			Test Case Number:


			3.2


			SUT Priority:


			SOA 


			R





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Old Service Provider creates a subscription version. New Service Provider does not send create. Timers (T1 & T2) expire. The NPAC Customer No New SP Concurrence Notification Indicator is set to FALSE for both the Old and New Service Providers. The Final Create Window Expiration notification is not sent to either Service Provider. The subscription version stays in ‘pending’ status for a tunable amount of time. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 240





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR3-241, RR3-243, R4-8





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B5.1.1, B5.1.6.4, B.5.1.6.5





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Set the Pending Subscription Retention parameter to a small value.



2. Verify that the NPAC Customer No New SP Concurrence Notification Indicator is set to FALSE for both the Old and New Service Providers.



3. Verify that the Customer TN Range Notification Indicator is set to a valid production value for both the Old and New SP.



4. Verify that the SOA Notification Priority tunable parameters are set to the default values for both the Old and the New Service Provider.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, Old SP Personnel submit an Inter-Service Provider subscription version Create request to the NPAC for a single TN.



2. The SOA sends an M-ACTION subscriptionVersionOldSP-Create to the NPAC for the TN they wish to create.


			NPAC


			NPAC SMS receives the M-ACTION subscriptionVersionOldSP-Create request from the Old SP SOA and verifies that each attribute specified is valid according to system requirements.









			2.


			NPAC


			NPAC SMS issues an M-CREATE Request subscriptionVersionNPAC to itself for the TN, to create the respective subscription version on the NPAC SMS.


			NPAC


			NPAC SMS receives the M-CREATE Request subscriptionversionNPAC for the TN and issues an M-CREATE Response subscriptionVersionNPAC to itself to set the subscription version status to ‘pending’ and set the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp to the current date and time for the subscription version.





			3.


			NPAC


			NPAC SMS issues an M-ACTION subscriptionVersionOldSP-Create Response to the Old SP SOA indicating the subscription version was successfully created.


			SP


			Old SP SOA receives the M-ACTION subscriptionVersionOldSP-Create Response from the NPAC SMS indicating the subscription version was successfully created, the status is ‘pending’ and the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp were set appropriately.





			4.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator:



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeObjectCreation.



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT objectCreation.


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.





			5.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			6.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator indicating the NPAC successfully processed the subscription version create request from the service provider.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeObjectCreation.



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT objectCreation 


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.





			7.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA.





			8.


			NPAC


			NPAC Personnel perform a query for the subscription version created in this test case.


			NPAC


			The subscription version exists with a status of ‘pending’.





			9.


			SP – Optional


			Old SP Personnel perform a local query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’.





			10.


			SP – Conditional


			Old SP Personnel perform an NPAC SMS query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’ on the NPAC SMS.





			11.


			NPAC


			NPAC SMS waits for concurrence from the New SP for the TN the Old SP created.


			SP


			New SP SOA does not respond to the create request and the Service Provider Concurrence Window tunable expires.





			12.


			NPAC


			Once the Service Provider Concurrence Window has expired, 



NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator:



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeNewSP-CreateRequest.



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionNewSP-CreateRequest


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.





			13.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			14.


			NPAC


			NPAC SMS waits for concurrence from the New SP for the TN the Old SP created.


			SP


			New SP SOA does not respond to the create request and the Service Provider Concurrence Final Window tunable expires.





			15.


			NPAC


			Once the Service Provider Concurrence Window has expired, NPAC SMS determines that the 



NPAC Customer No New SP Concurrence Notification Indicator is set to FALSE for the Old SP so it does not issue an M-EVENT-REPORT subscriptionVersionNewSP-FinalCreateWindowExpiration notification.


			SP


			Old SP SOA does not receive an M-EVENT-REPORT from the NPAC SMS.





			16.


			NPAC


			Once the Service Provider Concurrence Window has expired, NPAC SMS determines that the 



NPAC Customer No New SP Concurrence Notification Indicator is set to FALSE for the New SP so it does not issue an M-EVENT-REPORT subscriptionVersionNewSP-FinalCreateWindowExpiration notification..


			SP


			New SP SOA does not receive an M-EVENT-REPORT from the NPAC SMS.









			17.


			NPAC


			NPAC Personnel perform a query for the subscription version created in this test case.


			NPAC


			The subscription version exists with a status of ‘pending’.





			18.


			SP – Optional


			Via their SOA, Old SP Personnel perform a local query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’.





			19.


			SP – Conditional


			Old SP Personnel perform an NPAC SMS query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’ on the NPAC SMS.





			20.


			NPAC


			The Pending Subscription Retention parameter expires without any action from SP or NPAC Personnel to either concur to the port or otherwise cancel the subscription version.


			NPAC


			NPAC SMS automatically sets the subscription version status to ‘cancelled’ for the subscription version that was created during this test case.





			21.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the Old SP based on their Customer TN Range Notification Indicator indicating that the subscription version created during this test case has been set to ‘cancelled’:



· If the setting is TRUE, the NPAC SMS issues a subscriptionVersionRangeStatusAttributeValueChange.



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange.


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.





			22.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New SP based on their Customer TN Range Notification Indicator indicating that the subscription version created during this test case has been set to ‘cancelled’:



· If the setting is TRUE, the NPAC SMS issues a subscriptionVersionRangeStatusAttributeValueChange.



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange.


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.





			23.


			NPAC


			NPAC Personnel perform a query for the subscription version created in this test case.


			NPAC


			The subscription versions exist with a status of ‘cancelled’.





			24.


			SP – Optional


			Via their SOA, Old SP Personnel perform a local query for the subscription version created during this test case.


			SP


			The subscription versions exist with a status of ‘cancelled’.





			25.


			SP – Conditional


			Old SP Personnel perform an NPAC SMS query for the subscription version created during this test case.


			SP


			The subscription versions exist with a status of ‘cancelled’ on the NPAC SMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			3.3


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Old Service Provider creates a subscription version. New Service Provider does not send create. Concurrence Window timers (T1 & T2) expire. After the Concurrence Window timers have expired, the New Service Provider does their create and activates the subscription version The NPAC Customer No New SP Concurrence Notification Indicator is set to TRUE for the New Service Provider and to FALSE for the Old Service Provider. The Final Create Window Expiration notification is sent to the New Service Provider. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1


			Relevant Requirement(s):


			RR5-117, RR3-241, RR3-243, RR3-244





			


			NANC IIS Version Number:


			3.1


			Relevant Flow(s):


			B5.1.1, B.5.1.6.4, B.5.1.6.5





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Set the Pending Subscription Retention parameter to a small value.



2. Verify that the NPAC Customer No New SP Concurrence Notification Indicator is set to TRUE for the NewSP and FALSE for the Old SP.



3. Verify that the Customer TN Range Notification Indicator is set to a valid production value for both the Old and New SP.



4. Verify that the SOA Notification Priority tunable parameters are set to the default values for both the Old and the New Service Provider.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, Old SP Personnel submit an Inter-Service Provider subscription version Create request to the NPAC SMS for a single TN.



2. The SOA sends an M-ACTION subscriptionVersionOldSP-Create to the NPAC SMS for the TN they wish to create.  


			NPAC


			NPAC SMS receives the M-ACTION subscriptionVersionOldSP-Create request from the Old SP SOA and verifies that each attribute specified is valid according to system requirements.









			2.


			NPAC


			NPAC SMS issues an M-CREATE Request subscriptionVersionNPAC to itself for the TN, to create the respective subscription version on the NPAC SMS.


			NPAC


			NPAC SMS receives the M-CREATE Request subscriptionversionNPAC for the TN and issues an M-CREATE Response subscriptionVersionNPAC to itself to set the subscription version status to ‘pending’ and set the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp to the current date and time for the subscription version.





			3.


			NPAC


			NPAC SMS issues an M-ACTION subscriptionVersionOldSP-Create Response to the Old SP SOA indicating the subscription version was successfully created.


			SP


			Old SP SOA receives the M-ACTION subscriptionVersionOldSP-Create Response from the NPAC SMS indicating the subscription version was successfully created, the status is ‘pending’ and the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp were set appropriately.





			4.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeObjectCreation notification.



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT objectCreation notification. 


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.





			5.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			6.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator indicating the NPAC successfully processed the subscription version create request from the service provider.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeObjectCreation notification.



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT objectCreation notification. 


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.





			7.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA.





			8.


			NPAC


			NPAC Personnel perform a query for the subscription version created in this test case.


			NPAC


			The subscription version exists with a status of ‘pending’.





			9.


			SP – Optional


			Old SP Personnel perform a local query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’.





			10.


			SP – Conditional


			Old SP Personnel perform an NPAC SMS query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’ on the NPAC SMS.





			11.


			NPAC


			NPAC SMS waits for concurrence from the New SP for the TN the Old SP created.


			SP


			New SP SOA does not respond to the create request and the Service Provider Concurrence Window tunable expires.





			12.


			NPAC


			Once the Service Provider Concurrence Window has expired, 



NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeNewSP-CreateRequest notification.



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionNewSP-CreateRequest notification. 


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.





			13.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			14.


			NPAC


			NPAC SMS waits for concurrence from the New SP for the TN the Old SP created.


			SP


			New SP SOA does not respond to the create request and the Service Provider Concurrence Failure Window tunable expires.





			15.


			NPAC


			Once the Service Provider Concurrence Window has expired, NPAC SMS determines that the 



NPAC Customer No New SP Concurrence Notification Indicator is set to FALSE for the Old SP so it does not issue an M-EVENT-REPORT subscriptionVersionNewSP-FinalCreateWindowExpiration notification..


			SP


			Old SP SOA does not receive an M-EVENT REPORT from the NPAC SMS. 









			16.


			NPAC


			Once the Service Provider Concurrence Window has expired, NPAC SMS determines that the NPAC Customer No New SP Concurrence Notification Indicator is set to TRUE for the New SP.



NPAC SMS issues and M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues a subscriptionVersionRangeNewSP-FinalCreateWindowExpiration notification that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionOldSP-DueDate



· subscriptionOldSP-Authorization



· subscriptionOldSP-AuthorizationTimeStamp



· subscriptionStatusChangeCauseCode (if subscriptionOldSP-Authorization set to false)



· subscriptionTimerType (if supported)



· subscriptionBusinessType (if supported)



· If the setting is FALSE, NPAC SMS issues a subscriptionVersionNewSP-FinalCreateWindowExpiration notification that contains the following attributes:



· subscriptionTN



· subscriptionId



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionOldSP-DueDate



· subscriptionOldSP-Authorization



· subscriptionOldSP-AuthorizationTimeStamp



· subscriptionStatusChangeCauseCode (if subscriptionOldSP-Authorization set to false)



· subscriptionTimerType (if supported)



· subscriptionBusinessType (if supported)


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.





			17.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			18.


			NPAC


			NPAC Personnel perform a query for the subscription version created in this test case.


			NPAC


			The subscription version exists with a status of ‘pending’.





			19.


			SP – Optional


			Via their SOA, Old SP Personnel perform a local query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’.





			20.


			SP – Conditional


			Old SP Personnel perform an NPAC SMS query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’ on the NPAC SMS.





			21


			SP 


			1. Using the SOA, New SP Personnel submit an Inter-Service Provider subscription version Create request to the NPAC for the same TN that was created in Row 1 by the Old SP.



2. The SOA send an M-ACTION subscriptionVersionNewSP-Create to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-ACTION subscriptionVersionNewSP-Create from the New SP SOA and verifies that each attribute specified is valid according to system requirements.





			22.


			NPAC


			NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself and sets the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp to the current date and time.


			NPAC


			NPAC SMS receives the M-SET from itself and issues an M-SET response to itself.





			23.


			NPAC


			NPAC SMS issues an M-ACTION subscriptionVersionNewSP-Create Response to the Old SP SOA indicating the subscription version was successfully created.


			SP


			New SP SOA receives the M-ACTION subscriptionVersionOldSP-Create Response from the NPAC SMS indicating the subscription version was successfully created, the status is ‘pending’ and the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp were set appropriately.





			24.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange notification.



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT attributeValueChange notification. 


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.





			25.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA.





			26.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange notification.



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT attributeValueChange notification. 


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.





			27.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			28.


			SP


			1. Using the SOA, New SP Personnel submit a request to the NPAC SMS to activate the single Inter-Service Provider subscription version.



2. The SOA issues an M-ACTION subscriptionVersionActivate Request to the NPAC SMS and specifies the TN.


			NPAC


			NPAC SMS receives the M-ACTION Request from the New SP SOA. 





			29.


			NPAC


			NPAC SMS locates the respective subscription version, and issues an M-SET Request subscriptionVersionNPAC to itself to set the subscription version status to ‘sending’ and set the subscriptionVersionActivationTimeStamp and subscriptionModifiedTimeStamp to the current date and time for the TN.


			NPAC


			NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.





			30.


			NPAC


			NPAC SMS issues an M-ACTION Response to the New SP SOA.


			SP


			New SP SOA receives the M-ACTION Response from the NPAC SMS.





			31.


			NPAC


			NPAC SMS issues an M-SET Request to itself to set the subscription version status to ‘sending’ and set the subscriptionBroadcastTimeStamp to the current date and time for the TN.


			NPAC


			NPAC SMS receives the M-SET Request and issues an M-SET Response to itself.





			32


			NPAC


			NPAC SMS issues an M-CREATE Requests subscriptionVersion to all LSMSs in the region accepting downloads for this NPA-NXX.






			SP


			1. All LSMSs in the region accepting downloads for this NPA-NXX receive the M-CREATE Request and verify that the request is valid.



2. All LSMSs in the region issue an M-CREATE Response subscriptionVersion back to the NPAC SMS.  



3. After each LSMS responds to the NPAC SMS, the LSMSs perform the subscription version create on the local system as specified in the request from the NPAC SMS.





			33.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange for the TN indicating the subscription version status is now ‘active’.



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange for the TN indicating the status is ‘active’.


			SP


			· Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.





			34.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA.





			35.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange for the TN indicating the subscription version status is now ‘active’.



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange for the TN indicating the status is ‘active’.


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.





			36


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS for the TN.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation for the TN.





			37.


			NPAC


			NPAC Personnel perform a query for the subscription version activated in this test case.


			NPAC


			The subscription version exists with a status of ‘active’.





			38.


			SP – Optional


			Via their SOA &/or LSMS, New SP Personnel perform a local query for the subscription version activated during this test case.


			SP


			1. On the SOA, the subscription version exists with an empty Failed SP List.



2. On the LSMS, the subscription version exists with a status of ‘active’.





			39.


			SP – Conditional


			New SP Personnel perform an NPAC SMS query for the subscription version activated during this test case.


			SP


			The subscription version exists with a status of ‘active’ on the NPAC SMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			3.4


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Old Service Provider creates a subscription version. New Service Provider does not send create. Timers (T1 & T2) expire. The NPAC Customer No New SP Concurrence Notification Indicator is set to FALSE for the New Service Provider and to TRUE for the Old Service Provider. The Final Create Window Expiration notification is sent to the Old Service Provider. The subscription version stays in ‘pending’ status for a tunable amount of time. – Success
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			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 240





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-117, RR3-241, RR3-243, RR3-244





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.1.1, B.5.1.6.4, B.5.1.6.5





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Set the Pending Subscription Retention parameter to a small value.



2. Verify that the NPAC Customer No New SP Concurrence Notification Indicator is set to FALSE for the NewSP and TRUE for the Old SP.



3. Verify that the Customer TN Range Notification Indicator is set to a valid production value for both the Old and New SP.



4. Verify that the SOA Notification Priority tunable parameters are set to the default values for both the Old and the New Service Provider.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, Old SP Personnel submit an Inter-Service Provider subscription version Create request to the NPAC SMS for a single TN.



2. The SP SOA issues an M-ACTION subscriptionVersionOldSP-Create to the NPAC SMS for the TN they wish to create.


			NPAC


			NPAC SMS receives the M-ACTION subscriptionVersionOldSP-Create request from the Old SP SOA and verifies that each attribute specified is valid according to system requirements.









			2.


			NPAC


			NPAC SMS issues an M-CREATE Request subscriptionVersionNPAC to itself for the TN, to create the respective subscription version on the NPAC SMS.


			NPAC


			NPAC SMS receives the M-CREATE Request subscriptionversionNPAC for the TN and issues an M-CREATE Response subscriptionVersionNPAC to itself to set the subscription version status to ‘pending’ and set the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp to the current date and time for the subscription version.





			3.


			NPAC


			NPAC SMS issues an M-ACTION subscriptionVersionOldSP-Create Response to the Old SP SOA indicating the subscription version was successfully created.


			SP


			Old SP SOA receives the M-ACTION subscriptionVersionOldSP-Create Response from the NPAC SMS indicating the subscription version was successfully created, the status is ‘pending’ and the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp were set appropriately.





			4.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeObjectCreation notification.



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT objectCreation notification.


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.





			5.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			6.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator indicating the NPAC successfully processed the subscription version create request from the service provider.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeObjectCreation notification.



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT objectCreation notification.


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.





			7.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA.





			8.


			NPAC


			NPAC Personnel perform a query for the subscription version created in this test case.


			NPAC


			The subscription version exists with a status of ‘pending’.





			9.


			SP – Optional


			Via their SOA, Old SP Personnel perform a local query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’.





			10.


			SP – Conditional


			Old SP Personnel perform an NPAC SMS query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’ on the NPAC SMS.





			11.


			NPAC


			NPAC SMS waits for concurrence from the New SP for the TN the Old SP created.


			SP


			New SP SOA does not respond to the create request and the Service Provider Concurrence Window tunable expires.





			12.


			NPAC


			Once the Service Provider Concurrence Window has expired, 



NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeNewSP-CreateRequest notification.



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionNewSP-CreateRequest notification.


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.





			13.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			14.


			NPAC


			NPAC SMS waits for concurrence from the New SP for the TN the Old SP created.


			SP


			New SP SOA does not respond to the create request and the Service Provider Concurrence Final Window tunable expires.





			15.


			NPAC


			Once the Service Provider Concurrence Window has expired, 



NPAC SMS determines that the NPAC Customer No New SP Concurrence Notification Indicator is set to TRUE for the Old SP.



NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeNewSP-FinalCreateWindowExpiration that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionOldSP-DueDate



· subscriptionOldSP-Authorization



· subscriptionOldSP-AuthorizationTimeStamp



· subscriptionStatusChangeCauseCode (if subscriptionOldSP-Authorization set to false)



· subscriptionTimerType (if supported)



· subscriptionBusinessType (if supported)



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeNewSP-FinalCreateWindowExpiration notification that contains the following attributes:



· subscriptionTN



· subscriptionId



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionOldSP-DueDate



· subscriptionOldSP-Authorization



· subscriptionOldSP-AuthorizationTimeStamp



· subscriptionStatusChangeCauseCode (if subscriptionOldSP-Authorization set to false)



· subscriptionTimerType (if supported)



· subscriptionBusinessType (if supported)


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.





			16.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA.





			17.


			NPAC


			Once the Service Provider Concurrence Window has expired, NPAC SMS determines that the NPAC Customer No New SP Concurrence Notification Indicator is set to FALSE for the New SP so it does not issue an M-EVENT-REPORT subscriptionVersionRangeNewSP-FinalCreateWindowExpiration notification.


			SP


			New SP SOA does not receive an M-EVENT-REPORT from the NPAC SMS.









			18.


			NPAC


			NPAC Personnel perform a query for the subscription version created in this test case.


			NPAC


			The subscription version exists with a status of ‘pending’.





			19.


			SP – Optional


			Via their SOA, Old SP Personnel perform a local query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’.





			20.


			SP – Conditional


			Old SP Personnel perform an NPAC SMS query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’ on the NPAC SMS.
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			Test Case Number:


			3.5


			SUT Priority:


			SOA 
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			Objective:






			SOA – Old SP creates a subscription version with authorization flag set to FALSE, New SP does not send create, timers (T1 & T2) expire. The NPAC Customer No New SP Concurrence Notification Indicator is set to TRUE for both the Old and New SPs.  The Final Create Window Expiration notification is sent to both SPs and it contains the cause code. The subscription version stays in ‘conflict’ status. Verify that the SV status is changed to ‘cancelled’ after tunable amount of time – Success
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			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 240





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-117, RR5-118, RR3-244





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.1.1, B5.1.6.4, B.5.1.6.5





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Set the Pending Subscription Retention parameter to a small value.



2. Verify that the NPAC Customer No New SP Concurrence Notification Indicator is set to TRUE for both the Old and New Service Providers.



3. Verify that the Customer TN Range Notification Indicator is set to a valid production value for both the Old and New SP.



4. Verify that the SOA Notification Priority tunable parameters are set to the default values for both the Old and the New Service Provider.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, Old SP Personnel submit an Inter-Service Provider subscription version Create request to the NPAC SMS for a single TN with authorization set to FALSE and a cause code.



2. Old SP SOA issues an M-ACTION subscriptionVersionOldSP-Create to the NPAC SMS for the TN they wish to create.


			NPAC


			NPAC SMS receives the M-ACTION subscriptionVersionOldSP-Create request from the Old SP SOA and verifies that each attribute specified is valid according to system requirements.









			2.


			NPAC


			NPAC SMS issues an M-CREATE Request subscriptionVersionNPAC to itself for the TN, to create the respective subscription version on the NPAC SMS.


			NPAC


			NPAC SMS receives the M-CREATE Request subscriptionversionNPAC for the TN and issues an M-CREATE Response subscriptionVersionNPAC to itself to set the subscription version status to ‘pending’ and set the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp to the current date and time for the subscription version.





			3.


			NPAC


			NPAC SMS issues an M-ACTION subscriptionVersionOldSP-Create Response to the Old SP SOA indicating the subscription version was successfully created.


			SP


			Old SP SOA receives the M-ACTION subscriptionVersionOldSP-Create Response from the NPAC SMS indicating the subscription version was successfully created, the status is ‘pending’ and the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp were set appropriately.





			4.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeObjectCreation notification.



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT objectCreation notification. 


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.





			5.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			6.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator indicating the NPAC successfully processed the subscription version create request from the service provider.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeObjectCreation notification.



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT objectCreation notification. 


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.





			7.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA.





			8.


			NPAC


			NPAC Personnel perform a query for the subscription version created in this test case.


			NPAC


			The subscription version exists with a status of ‘conflict’.





			9.


			SP – Optional


			Via their SOA, Old SP Personnel perform a local query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘conflict’.





			10.


			SP – Conditional


			Old SP Personnel perform an NPAC SMS query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘conflict’ on the NPAC SMS.





			11.


			NPAC


			NPAC SMS waits for concurrence from the New SP for the TN the Old SP created.


			SP


			New SP SOA does not respond to the create request and the Service Provider Concurrence Window tunable expires.





			12.


			NPAC


			Once the Service Provider Concurrence Window has expired, 



NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeNewSP-CreateRequest notification.



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionNewSP-CreateRequest notification.


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.





			13.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			14.


			NPAC


			NPAC SMS waits for concurrence from the New SP for the TN the Old SP created.


			SP


			New SP SOA does not respond to the create request and the Service Provider Concurrence Failure Window tunable expires.





			15.


			NPAC


			Once the Service Provider Concurrence Window has expired, 



NPAC SMS determines that the NPAC Customer No New SP Concurrence Notification Indicator is set to TRUE for the Old SP.



NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeNewSP-FinalCreateWindowExpiration notification that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionOldSP-DueDate



· subscriptionOldSP-Authorization



· subscriptionOldSP-AuthorizationTimeStamp



· subscriptionStatusChangeCauseCode (if subscriptionOldSP-Authorization set to false)



· subscriptionTimerType (if supported)



· subscriptionBusinessType (if supported)



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionNewSP-FinalCreateWindowExpiration notification that contains the following attributes:



· subscriptionTN



· subscriptionId



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionOldSP-DueDate



· subscriptionOldSP-Authorization



· subscriptionOldSP-AuthorizationTimeStamp



· subscriptionStatusChangeCauseCode (if subscriptionOldSP-Authorization set to false)



· subscriptionTimerType (if supported)



· subscriptionBusinessType (if supported)


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.





			16.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA.





			17.


			NPAC


			Once the Service Provider Concurrence Window has expired, 



NPAC SMS determines that the NPAC Customer No New SP Concurrence Notification Indicator is set to TRUE for the New SP.



NPAC SMS issues and M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues a subscriptionVersionRangeNewSP-FinalCreateWindowExpiration notification that contains the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionOldSP-DueDate



· subscriptionOldSP-Authorization



· subscriptionOldSP-AuthorizationTimeStamp



· subscriptionStatusChangeCauseCode (if subscriptionOldSP-Authorization set to false)



· subscriptionTimerType (if supported)



· subscriptionBusinessType (if supported)



· If the setting is FALSE, NPAC SMS issues a subscriptionVersionNewSP-FinalCreateWindowExpiration notification with the following attributes:



· subscriptionTN



· subscriptionId



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionOldSP-DueDate



· subscriptionOldSP-Authorization



· subscriptionOldSP-AuthorizationTimeStamp



· subscriptionStatusChangeCauseCode (if subscriptionOldSP-Authorization set to false)



· subscriptionTimerType (if supported)



· subscriptionBusinessType (if supported)


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.





			18.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			19.


			NPAC


			NPAC Personnel perform a query for the subscription version created in this test case.


			NPAC


			The subscription version exists with a status of ‘conflict’.





			20.


			SP – Optional


			Via their SOA, Old SP Personnel perform a local query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘conflict’.





			21.


			SP – Conditional


			Old SP Personnel perform an NPAC SMS query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘conflict’ on the NPAC SMS.





			22.


			NPAC


			The Pending Subscription Retention parameter expires without any action from SP or NPAC Personnel to either concur to the port or otherwise cancel the subscription version.


			NPAC


			NPAC SMS automatically sets the subscription version status to ‘cancelled’ for the subscription version that was created during this test case.





			23.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the Old SP based on their Customer TN Range Notification Indicator indicating that the subscription version created during this test case has been set to ‘cancelled’:



· If the setting is TRUE, the NPAC SMS issues a subscriptionVersionRangeStatusAttributeValueChange notification indicating the status is now ‘cancelled’.



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange notification indicating the status is ‘cancelled’.


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.





			24.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New SP based on their Customer TN Range Notification Indicator indicating that the subscription version created during this test case has been set to ‘cancelled’:



· If the setting is TRUE, the NPAC SMS issues a subscriptionVersionRangeStatusAttributeValueChange notification indicating the status is now ‘cancelled’.



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange notification indicating the status is ‘cancelled’.


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.





			25.


			NPAC


			NPAC Personnel perform a query for the subscription version created in this test case.


			NPAC


			The subscription versions exist with a status of ‘cancelled’.





			26.


			SP – Optional


			Via their SOA, Old SP Personnel perform a local query for the subscription version created during this test case.


			SP


			The subscription versions exist with a status of ‘cancelled’.





			27.


			SP – Conditional


			Old SP Personnel perform an NPAC SMS query for the subscription version created during this test case.


			SP


			The subscription versions exist with a status of ‘cancelled’ on the NPAC SMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			3.6


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Service Provider has the No New SP Concurrence Notification Indicator set to TRUE. Service Provider recovers Final Create Window Expiration notifications during recovery. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 240





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-117, RR6-29





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.7.2





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the NPAC Customer No New SP Concurrence Notification Indicator is set to TRUE for both the Old and New Service Providers.



2. Verify that the Customer TN Range Notification Indicator is set to a valid production value for both the Old and New SP.



3. Verify that the SOA Notification Priority tunable parameters are set to the default values for both the Old and the New Service Provider.



4. While the SP SOA under test is off-line (Row 1 below) perform the following activities on behalf of the SP under test:



a) Where the SP under test is the Old SP, create a single TN Inter-Service Provider subscription version.



b) Allow the T1 and T2 timers to expire.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1. 


			SP


			SP Personnel take their SOA off-line.


			SP


			SP SOA is not available to receive messages from the NPAC SMS.





			2.


			NPAC


			NPAC SMS begins queuing messages destined for the SP SOA including all the messages in the prerequisites above.


			NPAC


			NPAC SMS stores the messages according to the SP Customer TN Range Notification Indicator and the No New SP Concurrence Notification Indicator setting.





			3.


			SP


			1. After all the prerequisites have been completed, SP Personnel bring their SOA back on-line.



2. The SP establishes an association from their SOA to the NPAC SMS with the resynchronization flag set to TRUE.


			NPAC


			NPAC SMS receives the association bind request from the SOA. Once the association is established, the NPAC SMS queues all current updates.





			4.


			SP


			SP SOA issues an M-ACTION Request lnpDownload (network data) to the NPAC SMS and specifies the time range for the resync request.


			NPAC


			NPAC SMS receives the M-ACTION and issues an M-ACTION Response lnpDownload back to the SOA with the Network Data updates.





			5.


			SP


			SP SOA issues an M-ACTION Request lnpNotificationRecovery (notification data) to the NPAC SMS and specifies the start time for the resync request.


			NPAC


			NPAC SMS receives the M-ACTION Request from the SP SOA and issues an M-ACTION Response lnpNotificationRecovery with the following notification data updates to the SP SOA based on their Customer TN Range Notification Indicator:



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeNewSP-FinalCreateWindowExpiration for the single TN subscription version create.



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionNewSP-FinalCreateWindowExpiration for the single TN subscription version create 





			6.


			SP


			SP SOA issues an M-ACTION Request lnpRecoveryComplete to the NPAC SMS to set the resynchronization flag to FALSE.


			NPAC


			NPAC SMS receives the M-ACTION Request from the SOA and replies back to the SOA with an M-ACTION Response. Any activity that the NPAC SMS had queued up during resynchronization will now be sent.





			7.


			NPAC


			NPAC Personnel verify the data was sent in the action response.


			NPAC


			The appropriate data was sent.  





			8.


			SP – Optional


			Via their SOA, Service Provider Personnel perform a local query for the data updated in this test case.


			SP


			The subscription version that was created on behalf of the Old SP during the prerequisites of this test case has a status of ‘pending’ and the appropriate notifications were received. 





			9.


			SP – Conditional


			Service Provider Personnel, perform an NPAC SMS query for the data updated in this test case.


			SP


			The subscription version that was created on behalf of the Old SP during the prerequisites of this test case exists on the NPAC SMS with a of status is ‘pending’. 








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			3.7 


			SUT Priority:


			SOA 


			R





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Service Provider has the No New SP Concurrence Notification Indicator set to FALSE. Service Provider does not recover Final Create Window Expiration notifications during recovery. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 240





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR3-241, RR6-29





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.7.2





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the NPAC Customer No New SP Concurrence Notification Indicator is set to FALSE for both the Old and New Service Providers.



2. Verify that the Customer TN Range Notification Indicator is set to a valid production value for both the Old and New SP.



3. Verify that the SOA Notification Priority tunable parameters are set to the default values for both the Old and the New Service Provider.



4. While the SP SOA under test is off-line (Row 1 below) perform the following activities on behalf of the SP under test:



a) Where the SP under test is the Old SP, create a single TN Inter-Service Provider subscription version.



b) Allow the T1 and T2 timers to expire.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1. 


			SP


			SP Personnel take their SOA off-line.


			SP


			SP SOA is not available to receive messages from the NPAC SMS.





			2.


			NPAC


			NPAC SMS begins queuing messages destined for the SP SOA including all the messages in the prerequisites above.


			NPAC


			NPAC SMS stores the messages according to the SP Customer TN Range Notification Indicator and No New SP Concurrence Notification Indicator setting.





			4.


			SP


			1. After all the prerequisites have been completed, SP Personnel bring their SOA back on-line.



2. The SP establishes an association from their SOA to the NPAC SMS with the resynchronization flag set to TRUE.


			NPAC


			NPAC SMS receives the association bind request from the SOA. Once the association is established, the NPAC SMS queues all current updates.





			5.


			SP


			SP SOA issues an M-ACTION Request lnpDownload (network data) to the NPAC SMS and specifies the time range for the resync request.


			NPAC


			NPAC SMS receives the M-ACTION and issues an M-ACTION Response lnpDownload back to the SOA with the Network Data updates.





			6.


			SP


			SP SOA issues an M-ACTION Request lnpNotificationRecovery (notification data) to the NPAC SMS and specifies the start time for the resync request.


			NPAC


			NPAC SMS receives the M-ACTION Request from the SP SOA and issues an M-ACTION Response lnpNotificationRecovery with the following notification data updates to the SP SOA based on their Customer TN Range Notification Indicator:



· If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeObjectCreation notification for the single TN in the subscription version create.



· If the setting is FALSE, the NPAC SMS issues one M-EVENT-REPORT objectCreation notification for the single TN in the subscription version create.





			7.


			SP


			SP SOA issues an M-ACTION Request lnpRecoveryComplete to the NPAC SMS to set the resynchronization flag to FALSE.


			NPAC


			NPAC SMS receives the M-ACTION Request from the SOA and replies back to the SOA with an M-ACTION Response.  Any activity that was queued up during the resynchronization will now be sent.





			8.


			SP


			SP SOA receives the M-ACTION Response from the NPAC SMS and any activity that the NPAC SMS had queued up during resynchronization.


			


			





			9.


			NPAC


			NPAC Personnel verify the data was sent in the action response.


			NPAC


			The appropriate data was sent.  





			10.


			SP – Optional


			Via their SOA, Service Provider Personnel perform a local query for the data updated in this test case.


			SP


			The subscription version that was created on behalf of the Old SP during the prerequisites of this test case has a status of ‘pending’ and appropriate notifications were received. 





			11.


			SP – Conditional


			Service Provider Personnel perform an NPAC SMS query for the data updated in this test case.


			SP


			The subscription version that was created on behalf of the Old SP during the prerequisites of this test case exists on the NPAC SMS with a of status is ‘pending’. 








11.3
NANC 294 – Change Due Date Edit Functionality in the NPAC SMS for 7pm on Due Date Problems



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			4.1


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA –Old Service Provider Personnel submit a subscription version Concurrence after 7:00PM EST (the next day GMT but same day local time) using the same due date (GMT) as used in the initial creation by the New Service Provider. – Success 





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 294





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-119





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.1.4





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the SOA Notification Priority tunable parameters are set to the default values for both the Old and the New Service Provider.



2. Verify that the New Service Provider has created the subscription version with a due date equal to today (in the Old Service Provider’s local time zone) and it has a status of ‘pending’.



3. Verify that the current time is after 7:00PM EST today (next day GMT) in the Old Service Provider’s time zone.





			


			Prerequisite SP Setup:


			Verify that the current time is after 7:00PM EST today (next day GMT) in the local time zone.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. When the current time is after 7:00PM EST (next day GMT) using the SOA, Old SP Personnel submit a subscription version Concurrence request to the NPAC SMS with the subscriptionOldSP-DueDate equal to yesterday (in GMT) for a subscription version that was created earlier (by New SP) with a due date of yesterday (in GMT).  The due dates should match.



2. Old SP SOA issues an M-ACTION subscriptionVersionOldSP-Create to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-ACTION subscriptionVersionOldSP-Create request from the Old SP SOA and verifies that each attribute specified is valid according to system requirements. 









			2.


			NPAC


			NPAC SMS issues an M-SET Request to itself to set the subscriptionModifiedTimeStamp to the current date and time.


			NPAC


			NPAC SMS receives the M-SET Request and issues an M-SET Response to itself.





			3.


			NPAC


			NPAC SMS issues an M-ACTION Response to the Old SP SOA.


			SP


			Old SP SOA receives the M-ACTION Response from the NPAC SMS.





			4


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange notification. 



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT attributeValueChange notification.


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			5


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA.





			6


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange notification. 



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT attributeValueChange notification.


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			7.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation indicating it successfully received the M-EVENT-REPORT.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			8.


			NPAC


			NPAC Personnel perform a query for the subscription version created in this test case.


			NPAC


			The subscription version exists with a status of ‘pending’.





			9.


			SP – Optional


			Via their SOA, Old SP Personnel perform a local query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’.





			10.


			SP – Conditional


			Old SP Personnel perform an NPAC SMS query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’ on the NPAC SMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			4.2


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Old Service Provider Personnel submit a subscription version Concurrence after 23:59PM (GMT and local time) using the same due date (in GMT) as the New Service Provider specified, which is a date and time for yesterday. – Success 





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 294





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-119





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.1.4





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the SOA Notification Priority tunable parameters are set to the default values for both the Old and the New Service Provider.



2. Verify that the New Service Provider has created the subscription version with a due date equal to yesterday (local time) and it has a status of ‘pending’.



3. Verify that the current time is “subscriptionVersionNewSP-DueDate plus 1” (both local and GMT time) in the Old Service Provider’s time zone.





			


			Prerequisite SP Setup:


			Verify that the time is “subscriptionVersionNewSP-DueDate plus 1” (both local and GMT time) in the local time zone.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. When the current date and time is “subscriptionVersionNewSP-DueDate plus 1” (local and GMT time), using the SOA, Old SP Personnel submit a subscription version Concurrence request to the NPAC SMS with the subscriptionOldSP-DueDate equal to yesterday (GMT) for a subscription version that was created earlier with a due date of yesterday (GMT).



2. Old SP SOA issues an M-ACTION subscriptionVersionOldSP-Create to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-ACTION subscriptionVersionOldSP-Create request from the Old SP SOA and verifies that each attribute specified is valid according to system requirements. 









			2.


			NPAC


			NPAC SMS issues an M-SET Request to itself to set the subscriptionModifiedTimeStamp to the current date and time.


			NPAC


			NPAC SMS receives the M-SET Request and issues an M-SET Response to itself.





			3.


			NPAC


			NPAC SMS issues an M-ACTION Response to the Old SP SOA.


			SP


			Old SP SOA receives the M-ACTION Response from the NPAC SMS.





			4


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange. 



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT attributeValueChange.


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			5


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA.





			6


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange. 



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT attributeValueChange.


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			7.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation indicating it successfully received the M-EVENT-REPORT.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			8.


			NPAC


			NPAC Personnel perform a query for the subscription version created in this test case.


			NPAC


			The subscription version exists with a status of ‘pending’.





			9.


			SP – Optional


			Via their SOA, Old SP Personnel perform a local query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’.





			10.


			SP – Conditional


			Old SP Personnel perform an NPAC SMS query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’ on the NPAC SMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			4.3


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – New Service Provider Personnel submit a subscription version Create after 7:00PM EST (the next day GMT but same day local time) using the same due date (in GMT) as used in the initial creation by the Old Service Provider. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 294





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-119





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.1.3





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the SOA Notification Priority tunable parameters are set to the default values for both the Old and the New Service Provider.



2. Verify that the Old Service Provider has created the subscription version with a due date equal to today (in the Service Provider’s local time zone) and it has a status of ‘pending’.



3. Verify that the current time is after 7:00PM EST today (next day GMT) in the Old Service Provider’s time zone.





			


			Prerequisite SP Setup:


			Verify that the current time is after 7:00PM EST today (next day GMT) in the local time zone.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. When the current time is after 7:00PM EST (next day GMT), using the SOA, New SP Personnel submit a subscription version Concurrence request to the NPAC SMS with the subscriptionNewSP-DueDate equal to yesterday (in GMT) for a subscription version that was created earlier (by the Old SP) with a due date of yesterday (in GMT).  The due dates should match.



2. New SP SOA issues an M-ACTION subscriptionVersionOldSP-Create to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-ACTION subscriptionVersionNewSP-Create request from the New SP SOA and verifies that each attribute specified is valid according to system requirements. 









			2.


			NPAC


			NPAC SMS issues an M-SET Request to itself to set the subscriptionModifiedTimeStamp and the subscriptionCreationTimeStamp to the current date and time.


			NPAC


			NPAC SMS receives the M-SET Request and issues an M-SET Response to itself.





			3.


			NPAC


			NPAC SMS issues an M-ACTION Response to the New SP SOA.


			SP


			New SP SOA receives the M-ACTION Response from the NPAC SMS.





			4


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange. 



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT attributeValueChange.


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			5


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA.





			6


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange. 



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT attributeValueChange.


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			7.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation indicating it successfully received the M-EVENT-REPORT.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			8.


			NPAC


			NPAC Personnel perform a query for the subscription version created in this test case.


			NPAC


			The subscription version exists with a status of ‘pending’.





			9.


			SP – Optional


			Via their SOA, New SP Personnel perform a local query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’.





			10.


			SP – Conditional


			New SP Personnel perform an NPAC SMS query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’ on the NPAC SMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			4.4


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – New Service Provider Personnel submit a subscription version Concurrence after 23:59PM (GMT and local time) using the same due date (in GMT) as the Old Service Provider specified, which is a date and time for yesterday. – Success 





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 294





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-119





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.1.3





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the SOA Notification Priority tunable parameters are set to the default values for both the Old and the New Service Provider.



2. Verify that the Old Service Provider has created the subscription version with a due date equal to yesterday (local time) and it has a status of ‘pending’.



3. Verify that the current time is “subscriptionVersionOldSP-DueDate plus 1” (both local and GMT time) in the New Service Provider’s time zone.





			


			Prerequisite SP Setup:


			Verify that the current time is “subscriptionVersionOldSP-DueDate plus 1” (both local and GMT time) in the local time zone.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. When the current date and time is “subscriptionVersionOldSP-DueDate plus 1” (local and GMT time), using the SOA, New SP Personnel submit a subscription version Create request to the NPAC SMS with the subscriptionNewSP-DueDate equal to yesterday (GMT) for a subscription version that was created earlier with a due date of yesterday (GMT). The due dates should match.



2. New SP SOA issues an M-ACTION subscriptionVersionNewSP-Create to the NPAC SMS. 


			NPAC


			NPAC SMS receives the M-ACTION subscriptionVersionNewSP-Create request from the New SP SOA and verifies that each attribute specified is valid according to system requirements. 









			2.


			NPAC


			NPAC SMS issues an M-SET Request to itself to set the subscriptionModifiedTimeStamp and the subscriptionCreationTimeStamp to the current date and time.


			NPAC


			NPAC SMS receives the M-SET Request and issues an M-SET Response to itself.





			3.


			NPAC


			NPAC SMS issues an M-ACTION Response to the New SP SOA.


			SP


			New SP SOA receives the M-ACTION Response from the NPAC SMS.





			4


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange. 



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT attributeValueChange.


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			5


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA.





			6


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange. 



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT attributeValueChange.


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			7.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation indicating it successfully received the M-EVENT-REPORT.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			8.


			NPAC


			NPAC Personnel perform a query for subscription version created in this test case.


			NPAC


			The subscription version exists with a status of ‘pending’.





			9.


			SP – Optional


			Via their SOA, New SP Personnel perform a local query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’.





			10.


			SP – Conditional


			New SP Personnel perform an NPAC SMS query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’ on the NPAC SMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			4.5


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Service Provider Personnel (Old or New) do the initial create of a subscription version after 7:00PM EST where the due date is the current date in local time but the next day in GMT. – Error





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 294





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-119





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.1.1 or B.5.1.2





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the SOA Notification Priority tunable parameters are set to the default values for both the Old and the New Service Provider.



2. Verify that a ‘pending-like’ subscription version for the TN to be used in this test case does not exist on the NPAC SMS.



3. Verify that the current time is after 7:00PM EST today (next day GMT) in the New/Old Service Provider’s time zone.





			


			Prerequisite SP Setup:


			Verify that the current time is after 7:00PM EST today (next day GMT) in the local time zone.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. When the current date and time is today, local time, but tomorrow, GMT, using the SOA, SP Personnel submit a subscription version Create request to the NPAC SMS with the subscriptionNew/OldSP-DueDate equal to yesterday (in GMT).



2. SP SOA issues an M-ACTION subscriptionVersionNew/OldSP-Create to the NPAC SMS. 


			NPAC


			1. NPAC SMS receives the M-ACTION subscriptionVersionNewSP-Create request from the New SP SOA and verifies that each attribute specified is valid according to system requirements. 



2. NPAC SMS determines that the due date is for yesterday (GMT). This violates system requirement so it fails the request.









			2.


			NPAC


			NPAC SMS issues an M-ACTION Response to the New SP SOA indicating that the request failed.


			SP


			New SP SOA receives the M-ACTION Response from the NPAC SMS.





			3.


			NPAC


			NPAC Personnel perform a query for the subscription version that the service provider attempted to create in this test case.


			NPAC


			The subscription version does not exist.





			4


			SP – Optional


			Via their SOA, SP Personnel perform a local query for the subscription version that they attempted to create during this test case.


			SP


			The subscription version does not exist.





			5


			SP – Conditional


			SP Personnel perform an NPAC SMS query for the subscription version that they attempted to create during this test case.


			SP


			The subscription version does not exist on the NPAC SMS.








11.4
NANC 328 – Tunable for Long and Short Business Days



NOTE: The Long and Short Business Days tunable parameter used in the test cases in this section is a regional parameter and modifying it will affect everyone that is testing in the region. Therefore, the execution of the test cases in this section will need some coordination.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			5.1


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			NPAC and SOA – NPAC Personnel verify that the Long Business Days tunable parameter is defaulted to Sunday through Saturday. NPAC Personnel modify the Long Business Days tunable parameter to a value that does not include today. Both Old SP Port Out and New SP Port In Timers are set to SHORT. New SP Personnel submit an SV Create. Old SP does not concur. After a tunable amount of time the Initial Concurrence Window timer has not expired and the Old SP has not received an OldSP-Concurrence Request notification. NPAC Personnel modify the Long Business Days tunable parameter to a value that does include today. After a tunable amount of time the Initial Concurrence Window timer has expired and the Old SP receives an OldSP-Concurrence Request notification. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 328





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR3-233, RR3-234, RR3-235, RR3-236





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.1.2, B.5.1.6.2 





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the SOA Notification Priority tunable parameters are set to the default values for both the Old and the New Service Provider.



2. Verify that the ‘Long Business Days’ tunable parameter is defaulted to ‘Sunday through Saturday’.



3. Verify that the New and Old Service Provider’s ‘Business Days’ tunable parameter is set to ‘LONG’.



4. Verify that for the New Service Provider in this TC, their ‘Port-In Timer Type’ is set to ‘SHORT’ in their Customer Profile.



5. Verify that for the Old Service Provider in this TC, their ‘Port-Out Timer Type’ is set to ‘SHORT’ in their Customer Profile.



6. Verify that the New and Old Service Provider’s ‘SP Business Type’ is set to ‘LONG’ in their Customer Profile. 



7. Verify the Initial Concurrence Timer is set to their lowest possible value, in order to expedite test verification.





			


			Prerequisite SP Setup:


			Verify that the respective NPA-NXX exists for which you are going to create an Inter-Service Provider Subscription Version.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OpGUI, NPAC Personnel modify the ‘Long Business Days’ tunable parameter such that it does not include today.


			NPAC


			The ‘Long Business Days’ tunable parameter is modified such that it does not include today.





			2.


			SP


			1. Using the SOA, New SP Personnel submit an Inter-Service Provider subscription version Create request to the NPAC.



2. The SOA sends an M-ACTION subscriptionVersionNewSP-Create to the NPAC SMS. 


			NPAC


			NPAC SMS receives the M-ACTION subscriptionVersionNewSP-Create request from the New SP SOA and verifies that each attribute specified is valid according to system requirements.





			3.


			NPAC


			NPAC SMS issues an M-CREATE Request subscriptionVersionNPAC to itself to create the subscription version on the NPAC SMS.


			NPAC


			NPAC SMS receives the M-CREATE Request subscriptionVersionNPAC and issues an M-CREATE Response subscriptionVersionNPAC to itself to set the subscription version status to ‘pending’ and set the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp to the current date and time.





			4.


			NPAC


			NPAC SMS issues an M-ACTION subscriptionVersionNewSP-Create Response to the New SP SOA indicating the subscription version was successfully created.


			SP


			New SP SOA receives the M-ACTION subscriptionVersionNewSP-Create Response from the NPAC SMS indicating the subscription version was successfully created, the status is ‘pending’ and the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp were set appropriately.





			5.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New SP based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeObjectCreation.



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT objectCreation 


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			6.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			7.


			NPAC


			1. NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeObjectCreation.



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT objectCreation 



2. NPAC SMS sets the Initial Concurrence Window timer for this Subscription Version based on the New Service Provider Port-In Timer Type and SP Business Type and the Old Service Provider Port-Out Timer Type and SP Business Type settings in their respective Customer Profiles.


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS. 





			8.


			SP


			Old SP SOA issues M-EVENT-REPORT Confirmation(s) indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation(s) from the Old SP SOA.





			9.


			SP


			Old SP SOA does not respond to the create request.


			


			





			10.


			NPAC


			NPAC SMS waits for the tunable amount of time for the Initial Concurrence Window timer during the business hours for the day.


			NPAC


			The Initial Concurrence Window timer has not expired.





			11.


			SP


			Old SP Personnel checks its notifications to see if an OldSP-ConcurrenceRequest notification was received from the NPAC SMS. 


			SP


			Old SP did not receive an OldSP-ConcurrenceRequest notification from the NPAC SMS.





			12


			NPAC


			Using the NPAC OpGUI, NPAC Personnel modify the ‘Long Business Days’ tunable parameter such that it includes today.


			NPAC


			The ‘Long Business Days’ tunable parameter is modified such that it includes today.





			13


			NPAC


			NPAC SMS waits for the tunable amount of time for the Initial Concurrence Window timer during the business hours for the day..


			NPAC


			The Initial Concurrence Window timer expires.





			14.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT subscriptionVersionOldSP-ConcurrenceRequest notification to the Old SP SOA.


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			15


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS. 


			NPAC


			NPAC SMS receives the M-EVENT-REPROT Confirmation from the Old SP SOA.





			16.


			NPAC


			NPAC Personnel perform a query for the subscription version created in this test case.


			NPAC


			The subscription version exists with a status of ‘pending’ but does not contain any Old SP data.





			17.


			SP – Optional


			Via their SOA, New SP Personnel perform a local query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’ but does not contain any Old SP data.





			18.


			SP – Conditional


			New SP Personnel perform an NPAC SMS query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’ on the NPAC SMS but does not contain any Old SP data.





			19.


			SP – Optional


			Via their SOA, Old SP Personnel perform a local query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’ but does not contain any Old SP data.





			20.


			SP – Conditional


			Old SP Personnel perform an NPAC SMS query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’ on the NPAC SMS but does not contain any Old SP data.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			5.2


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			NPAC and SOA – NPAC Personnel verify that the Long Business Days tunable parameter is defaulted to Sunday through Saturday.  NPAC Personnel modify the Long Business Days tunable parameter to a value that does not include today. Both Old SP Port Out and New SP Port In Timers are set to LONG. Old SP Personnel submit an SV Create. New SP does not submit his create. After a tunable amount of time the Initial Concurrence Window timer has not expired and the New SP has not received a NewSP-Create Request notification. NPAC Personnel modify the Long Business Days tunable parameter to a value that does include today. After a tunable amount of time the Initial Concurrence Window timer has expired and the New SP receives a NewSP-Create Request notification. – Success 





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 328





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR3-233, RR3-234, RR3-235, RR3-236





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.1.1, B.5.1.6.5 





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the SOA Notification Priority tunable parameters are set to the default values for both the Old and the New Service Provider.



2. Verify that the ‘Long Business Days’ tunable parameter is defaulted to ‘Sunday through Saturday’.



3. Verify that the New and Old Service Provider’s ‘Business Days’ tunable parameter is set to ‘LONG’.



4. Verify that for the New Service Provider in this TC, their ‘Port-In Timer Type’ is set to ‘LONG’ in their Customer Profile.



5. Verify that for the Old Service Provider in this TC, their ‘Port-Out Timer Type’ is set to ‘LONG’ in their Customer Profile.



6. Verify that the New and Old Service Provider’s ‘SP Business Type’ is set to ‘LONG’ in their Customer Profile. 



7. Verify the Initial Concurrence Timer is set to their lowest possible value, in order to expedite test verification.





			


			Prerequisite SP Setup:


			Verify that the respective NPA-NXX exists for which you are going to create an Inter-Service Provider Subscription Version.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OpGUI, NPAC Personnel modify the ‘Long Business Days’ tunable parameter such that it does not include today.


			NPAC


			The ‘Long Business Days’ tunable parameter is modified such that it does not include today.





			2.


			SP


			1. Using the SOA, Old SP Personnel submit an Inter-Service Provider subscription version Create request to the NPAC.



2. The SOA sends an M-ACTION subscriptionVersionOldSP-Create to the NPAC SMS. 


			NPAC


			NPAC SMS receives the M-ACTION subscriptionVersionOldSP-Create request from the Old SP SOA and verifies that each attribute specified is valid according to system requirements.





			3.


			NPAC


			NPAC SMS issues an M-CREATE Request subscriptionVersionNPAC to itself to create the subscription version on the NPAC SMS.


			NPAC


			NPAC SMS receives the M-CREATE Request subscriptionVersionNPAC and issues an M-CREATE Response subscriptionVersionNPAC to itself to set the subscription version status to ‘pending’ and set the subscriptionOldSP-AuthorizationTimeStamp and subscriptionModifiedTimeStamp to the current date and time.





			4.


			NPAC


			NPAC SMS issues an M-ACTION subscriptionVersionOldSP-Create Response to the Old SP SOA indicating the subscription version was successfully created.


			SP


			Old SP SOA receives the M-ACTION subscriptionVersionOldSP-Create Response from the NPAC SMS indicating the subscription version was successfully created, the status is ‘pending’ and the subscriptionOldSP-AuthorizationTimeStamp and subscriptionModifiedTimeStamp were set appropriately.





			5.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the Old SP based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeObjectCreation.



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT objectCreation 


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			6.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			7.


			NPAC


			1. NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeObjectCreation.



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT objectCreation 



2. NPAC SMS sets the Initial Concurrence Window timer for this Subscription Version based on the New Service Provider Port-In Timer Type and SP Business Type and the Old Service Provider Port-Out Timer Type and SP Business Type settings in their respective Customer Profiles.


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS. 





			8.


			SP


			New SP SOA issues M-EVENT-REPORT Confirmation(s) indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation(s) from the New SP SOA.





			9.


			SP


			New SP SOA does not respond to the create request.


			


			





			10


			NPAC


			NPAC SMS waits for the tunable amount of time for the Initial Concurrence Window timer during the business hours for the day.


			NPAC


			The Initial Concurrence Window timer has not expired.





			11.


			SP


			New SP Personnel checks its notifications to see if a NewSP-CreateRequest notification was received from the NPAC SMS. 


			SP


			New SP did not receive a NewSP-CreateRequest notification from the NPAC SMS.





			12


			NPAC


			Using the NPAC OpGUI, NPAC Personnel modify the ‘Long Business Days’ tunable parameter such that it includes today.


			NPAC


			The ‘Long Business Days’ tunable parameter is modified such that it includes today.





			13


			NPAC


			NPAC SMS waits for the tunable amount of time for the Initial Concurrence Window timer during the business hours for the day.


			NPAC


			The Initial Concurrence Window timer expires.





			14.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT subscriptionVersionNewSP-Create Request notification to the New SP SOA.


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			15.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS. 


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			16.


			NPAC


			NPAC Personnel perform a query for the subscription version created in this test case.


			NPAC


			The subscription version exists with a status of ‘pending’ but does not contain any New SP data.





			17.


			SP – Optional


			Via their SOA, New SP Personnel perform a local query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’ but does not contain any New SP data.





			18.


			SP – Conditional


			New SP Personnel perform an NPAC SMS query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’ on the NPAC SMS but does not contain any New SP data.





			19.


			SP – Optional


			Via their SOA, Old SP Personnel perform a local query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’ but does not contain any New SP data.





			20.


			SP – Conditional


			Old SP Personnel perform an NPAC SMS query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’ on the NPAC SMS but does not contain any New SP data.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			5.3


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			NPAC and SOA – NPAC Personnel verify that the Short Business Days tunable parameter is defaulted to Monday through Friday. NPAC Personnel set the Short Business Days tunable parameter to a value that does not include today. Both Old SP Port Out and New SP Port In Timers are set to SHORT. Old SP Personnel submit an SV Create. New SP does not submit his create. After a tunable amount of time the Initial Concurrence Window timer has not expired and the Old SP has not received an OldSP-Create Request notification. NPAC Personnel modify the Short Business Days tunable parameter to a value that does include today. After a tunable amount of time the Initial Concurrence Window timer has expired and the Old SP receives an OldSP-Concurrence Request notification. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 328





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR3-229, RR3-230, RR3-231, RR3-232





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.1.1, B.5.1.6.5 





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the SOA Notification Priority tunable parameters are set to the default values for both the Old and the New Service Provider.



2. Verify that the ‘Short Business Days’ tunable parameter is defaulted to ‘Monday through Friday’.



3. Verify that the New and Old Service Provider’s ‘Business Days’ tunable parameter is set to ‘SHORT’



4. Verify that for the New Service Provider in this TC, their ‘Port-In Timer Type’ is set to ‘SHORT’ in their Customer Profile.



5. Verify that for the Old Service Provider in this TC, their ‘Port-Out Timer Type’ is set to ‘SHORT’ in their Customer Profile.



6. Verify that the New and Old Service Provider’s ‘SP Business Type’ is set to ‘SHORT’ in their Customer Profile. 



7. Verify the Initial Concurrence Timer is set to their lowest possible value, in order to expedite test verification.





			


			Prerequisite SP Setup:


			Verify that the respective NPA-NXX exists for which you are going to create an Inter-Service Provider Subscription Version.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OpGUI, NPAC Personnel modify the ‘Short Business Days’ tunable parameter such that it does not include today.


			NPAC


			The ‘Short Business Days’ tunable parameter is modified such that it does not include today.





			2.


			SP


			1. Using the SOA, Old SP Personnel submit an Inter-Service Provider subscription version Create request to the NPAC.



2. The SOA sends an M-ACTION subscriptionVersionOldSP-Create to the NPAC SMS. 






			NPAC


			NPAC SMS receives the M-ACTION subscriptionVersionOldSP-Create request from the Old SP SOA and verifies that each attribute specified is valid according to system requirements.





			3.


			NPAC


			NPAC SMS issues an M-CREATE Request subscriptionVersionNPAC to itself to create the subscription version on the NPAC SMS.


			NPAC


			NPAC SMS receives the M-CREATE Request subscriptionVersionNPAC and issues an M-CREATE Response subscriptionVersionNPAC to itself to set the subscription version status to ‘pending’ and set the subscriptionOldSP-AuthorizationTimeStamp and subscriptionModifiedTimeStamp to the current date and time.





			4.


			NPAC


			NPAC SMS issues an M-ACTION subscriptionVersionOldSP-Create Response to the Old SP SOA indicating the subscription version was successfully created.


			SP


			Old SP SOA receives the M-ACTION subscriptionVersionOldSP-Create Response from the NPAC SMS indicating the subscription version was successfully created, the status is ‘pending’ and the subscriptionOldSP-AuthorizationTimeStamp and subscriptionModifiedTimeStamp were set appropriately.





			5.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the Old SP based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeObjectCreation.



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT objectCreation 


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			6.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			7.


			NPAC


			1. NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeObjectCreation.



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT objectCreation 



2. NPAC SMS sets the Initial Concurrence Window timer for this Subscription Version based on the New Service Provider Port-In Timer Type and SP Business Type and the Old Service Provider Port-Out Timer Type and SP Business Type settings in their respective Customer Profiles.


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS. 





			8.


			SP


			New SP SOA issues M-EVENT-REPORT Confirmation(s) indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation(s) from the New SP SOA.





			9.


			SP


			New SP SOA does not respond to the create request.


			


			





			10.


			NPAC


			NPAC SMS waits for the tunable amount of time for the Initial Concurrence Window timer during the business hours for the day.


			NPAC


			The Initial Concurrence Window timer has not expired.





			11.


			SP


			New SP Personnel checks its notifications to see if a NewSP-CreateRequest notification was received from the NPAC SMS. 


			SP


			New SP did not receive a NewSP-CreateRequest notification from the NPAC SMS.





			12


			NPAC


			Using the NPAC OpGUI, NPAC Personnel modify the ‘Short Business Days’ tunable parameter such that it includes today.


			NPAC


			The ‘Short Business Days’ tunable parameter is modified such that it includes today.





			13


			NPAC


			NPAC SMS waits for the tunable amount of time for the Initial Concurrence Window timer during the business hours for the day..


			NPAC


			The Initial Concurrence Window timer expires.





			14.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT subscriptionVersionNewSP-CreateRequest notification to the New SP SOA.


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			15.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS. 


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			16.


			NPAC


			NPAC Personnel perform a query for the subscription version created in this test case.


			NPAC


			The subscription version exists with a status of ‘pending’ but does not contain any New SP data.





			17.


			SP – Optional


			Via their SOA, New SP Personnel perform a local query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’ but does not contain any New SP data.





			18.


			SP – Conditional


			New SP Personnel perform an NPAC SMS query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’ on the NPAC SMS but does not contain any New SP data.





			19.


			SP – Optional


			Via their SOA, Old SP Personnel perform a local query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’ but does not contain any New SP data.





			20.


			SP – Conditional


			Old SP Personnel perform an NPAC SMS query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’ on the NPAC SMS but does not contain any New SP data.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			5.4


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			NPAC and SOA – NPAC Personnel verify that the Short Business Days tunable parameter is defaulted to Monday through Friday. NPAC Personnel set the Short Business Days tunable parameter to a value that does not include today. Both Old SP Port Out and New SP Port In Timers are set to LONG. New SP Personnel submit an SV Create. Old SP does not concur. After a tunable amount of time the Initial Concurrence Window timer has not expired and the Old SP has not received a OldSP-Create Request notification. NPAC Personnel modify the Short Business Days tunable parameter to a value that does include today. After a tunable amount of time the Initial Concurrence Window timer has expired and the Old SP receives an OldSP-Concurrence Request notification. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 328





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR3-229, RR3-230, RR3-231, RR3-232





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.1.2, B.5.1.6.2 





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the SOA Notification Priority tunable parameters are set to the default values for both the Old and the New Service Provider.



2. Verify that the ‘Short Business Days’ tunable parameter is defaulted to ‘Monday through Friday’.



3. Verify that the New and Old Service Provider’s ‘Business Days’ tunable parameter is set to ‘SHORT’.



4. Verify that for the New Service Provider in this TC, their ‘Port-In Timer Type’ is set to ‘LONG’ in their Customer Profile.



5. Verify that for the Old Service Provider in this TC, their ‘Port-Out Timer Type’ is set to ‘LONG’ in their Customer Profile.



6. Verify that the New and Old Service Provider’s ‘SP Business Type’ is set to ‘SHORT’ in their Customer Profile. 



7. Verify the Initial Concurrence Timer is set to their lowest possible value, in order to expedite test verification.





			


			Prerequisite SP Setup:


			Verify that the respective NPA-NXX exists for which you are going to create an Inter-Service Provider Subscription Version.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OpGUI, NPAC Personnel modify the ‘Short Business Days’ tunable parameter such that it does not include today.


			NPAC


			The ‘Short Business Days’ tunable parameter is modified such that it does not include today.





			2.


			SP


			1. Using the SOA, New SP Personnel submit an Inter-Service Provider subscription version Create request to the NPAC.



2. The SOA sends an M-ACTION subscriptionVersionNewSP-Create to the NPAC SMS. 






			NPAC


			NPAC SMS receives the M-ACTION subscriptionVersionNewSP-Create request from the New SP SOA and verifies that each attribute specified is valid according to system requirements.





			3.


			NPAC


			NPAC SMS issues an M-CREATE Request subscriptionVersionNPAC to itself to create the subscription version on the NPAC SMS.


			NPAC


			NPAC SMS receives the M-CREATE Request subscriptionVersionNPAC and issues an M-CREATE Response subscriptionVersionNPAC to itself to set the subscription version status to ‘pending’ and set the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp to the current date and time.





			4.


			NPAC


			NPAC SMS issues an M-ACTION subscriptionVersionNewSP-Create Response to the New SP SOA indicating the subscription version was successfully created.


			SP


			New SP SOA receives the M-ACTION subscriptionVersionNewSP-Create Response from the NPAC SMS indicating the subscription version was successfully created, the status is ‘pending’ and the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp were set appropriately.





			5.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New SP based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeObjectCreation.



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT objectCreation 


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			6.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			7.


			NPAC


			1. NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeObjectCreation.



· If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT objectCreation 



2. NPAC SMS sets the Initial Concurrence Window timer for this Subscription Version based on the New Service Provider Port-In Timer Type and SP Business Type and the Old Service Provider Port-Out Timer Type and SP Business Type settings in their respective Customer Profiles.


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS. 





			8.


			SP


			Old SP SOA issues M-EVENT-REPORT Confirmation(s) indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation(s) from the Old SP SOA.





			9.


			SP


			Old SP SOA does not respond to the create request.


			


			





			10.


			NPAC


			NPAC SMS waits for the tunable amount of time for the Initial Concurrence Window timer during the business hours for the day.


			NPAC


			The Initial Concurrence Window timer has not expired.





			11.


			SP


			Old SP Personnel checks its notifications to see if an OldSP-ConcurrenceRequest notification was received from the NPAC SMS. 


			SP


			Old SP did not receive an OldSP-ConcurrenceRequest notification from the NPAC SMS.





			12


			NPAC


			Using the NPAC OpGUI, NPAC Personnel modify the ‘Short Business Days’ tunable parameter such that it includes today.


			NPAC


			The ‘Short Business Days’ tunable parameter is modified such that it includes today.





			13


			NPAC


			NPAC SMS waits for the tunable amount of time for the Initial Concurrence Window timer during the business hours for the day..


			NPAC


			The Initial Concurrence Window timer expires.





			14.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT subscriptionVersionOldSP-ConcurrenceRequest notification to the Old SP SOA.


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			15.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS. 


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA.





			16.


			NPAC


			NPAC Personnel perform a query for the subscription version created in this test case.


			NPAC


			The subscription version exists with a status of ‘pending’ but does not contain any Old SP data.





			17.


			SP – Optional


			Via their SOA, New SP Personnel perform a local query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’ but does not contain any Old SP data.





			18.


			SP – Conditional


			New SP Personnel perform an NPAC SMS query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’ on the NPAC SMS but does not contain any Old SP data.





			19.


			SP – Optional


			Via their SOA, Old SP Personnel perform a local query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’ but does not contain any Old SP data.





			20.


			SP – Conditional


			Old SP Personnel perform an NPAC SMS query for the subscription version created during this test case.


			SP


			The subscription version exists with a status of ‘pending’ on the NPAC SMS but does not contain any Old SP data.








11.5
NANC 329 – Prioritization for SOA Notifications



Important information for this section of test cases: The priority assigned to messages will affect the order that the NPAC SMS attempts to send them.  The NPAC SMS groups outbound messages in blocks of 100 and once dispatched the priority is not evaluated again until all 100 messages are sent. 



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			6.1


			SUT Priority:


			SOA 


			R





			


			


			


			


			LSMS


			N/A





			


			Objective:






			NPAC and SOA – NPAC Personnel verify the ‘SOA Notification Priority’ tunable parameter default values for the Service Provider under test (New SP) are set to MEDIUM. New Service Provider Personnel requests NPAC Personnel to modify several of his ‘SOA Notification Priority’ tunable parameter values to NONE then perform activities that would normally result in the NPAC SMS generating the notifications that have been given priorities of NONE.  Service Provider verifies that he does not receive notifications. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 329





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR3-245, RR3-246, RR3-248, RR3-249, RR3-250, RR3-247, RR3-252, R4-8





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.1.1, B.5.1.1.1, B.5.3.1, B.5.4.1, B.5.4.1.1, B.5.1.5





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the Customer TN Range Notification Indicator is set to production values for both the Old and the New Service Providers.



2. Verify that all ‘SOA Notification Priority’ tunable parameters for the Old Service Provider are defaulted to MEDIUM.



3. Verify that all ‘SOA Notification Priority’ tunable parameters for the Service Provider under test are defaulted to MEDIUM except for the ones listed in Step 3.



4. Set the following ‘SOA Notification Priority’ tunable parameters to NONE for the Service Provider under test (New SP):



· Subscription Version New NPA-NXX Notification (L-8.0)



· Subscription Version Object Creation (S-1.00)



· Subscription Version Status Attribute Value Change – cancel-pending (L-11.0 G)



· Subscription Version Status Attribute Value Change Notification – Activates – To the New Service Provider (L-11.0 A1)



· Subscription Version Status Attribute Value Change Notification – set to OLD (L-11.0 E)





			


			Prerequisite SP Setup:


			1. Verify that there exists a ‘pending’ subscription version that can be activated (SV1).



2. Verify that there exists a ‘pending’ subscription version to which the Old and New SPs have both done their creates (SV2).



3. Verify that there exists an ‘active’ subscription version that can be disconnected (SV3).





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, New SP Personnel submit a First Port Inter-Service Provider subscription version Create request to the NPAC SMS (SV4).



2. The SOA sends an M-ACTION subscriptionVersionNewSP-Create to the NPAC SMS. 


			NPAC


			NPAC SMS receives the M-ACTION subscriptionVersionNewSP-Create request from the New SP SOA and verifies that each attribute specified is valid according to system requirements.





			3.


			NPAC


			NPAC SMS issues an M-CREATE Request subscriptionVersionNPAC to itself to create the subscription version on the NPAC SMS.


			NPAC


			NPAC SMS receives the M-CREATE Request subscriptionVersionNPAC and issues an M-CREATE Response subscriptionVersionNPAC to itself to set the subscription version status to ‘pending’ and set the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp to the current date and time.





			4.


			NPAC


			NPAC SMS issues an M-ACTION subscriptionVersionNewSP-Create Response to the New SP SOA indicating the subscription version was successfully created.


			SP


			New SP SOA receives the M-ACTION subscriptionVersionNewSP-Create Response from the NPAC SMS indicating the subscription version was successfully created, the status is ‘pending’ and the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp were set appropriately.





			5.


			NPAC


			NPAC SMS does not issue an M-EVENT-REPORT objectCreation to the New SP. 


			SP


			New SP SOA does not receive an M-EVENT-REPORT objectCreation from the NPAC SMS.





			6.


			NPAC


			NPAC SMS issues and M-EVENT-REPORT to the Old SP SOA based on its Customer TN Range Notification Indicator.



· If the setting is TRUE, NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeObjectCreation notification.



· If the setting is FALSE, NPAC SMS issues an M-EVENT-REPORT objectCreation notification. 


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			7.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA.





			8.


			NPAC


			Since this is a First Port in the NPA-NXX, NPAC SMS issues an M-EVENT-REPORT subscriptionVersionNewNPA-NXX to all LSMSs that are accepting downloads for the NPA-NXX.


			SP


			LSMSs that are accepting downloads for the NPA-NXX receive the M-EVENT-REPORT subscriptionVersionNewNPA-NXX and respond to the NPAC SMS with an M-EVENT-REPORT Confirmation





			9.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT subscriptionVersionNewNPA-NXX to the Old SP SOA.


			SP


			Old SP SOA receives the M-EVENT-REPORT subscriptionVersionNewNPA-NXX from the NPAC SMS.





			10.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA.





			11.


			NPAC


			NPAC SMS does not issue an M-EVENT-REPORT subscriptionVersionNewNPA-NXX to the New SP SOA.


			NPAC


			New SP SOA does not receive an M-EVENT-REPORT subscriptionVersionNewNPA-NXX from the NPAC SMS.





			12.


			NPAC


			On behalf of the Old SP, NPAC Personnel submit a cancel request for the subscription version referenced in step 2 of the Prerequisite SP Setup above (SV2).


			NPAC


			NPAC SMS receives the cancellation request, determines that the request is valid and sets the subscription version status to ‘cancel-pending’.





			13.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification with the subscription version status = ‘cancel-pending’.



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange notification with the subscription version status = ‘cancel-pending’.


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			14.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA.





			15.


			NPAC


			NPAC SMS does not send an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange with the ‘cancel-pending’ status to the New SP.


			SP


			New SP SOA does not receive an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange from the NPAC SMS.





			16.


			SP


			1. Using the SOA, New SP Personnel submit an activate request for the subscription version referenced in step 1 of the Prerequisite SP Setup above (SV1).



2. The SOA sends an M-ACTION subscriptionVersionActivate request to the NPAC SMS. 


			NPAC


			NPAC SMS receives the M-ACTION subscriptionVersionActivate from the New SP SOA, verifies that the request is valid and responds to the New SP SOA with an M-ACTION response.





			17.


			NPAC


			NPAC SMS issues an M-CREATE subscriptionVersion to all LSMSs that are accepting downloads for the NPA-NXX.


			SP


			All LSMSs that are accepting downloads for the NPA-NXX receive the M-CREATE subscriptionVersion and respond to the NPAC SMS with an M-CREATE Confirmation.





			18.


			NPAC


			Once the NPAC SMS receives a successful response from all LSMSs that are accepting downloads for the NPA-NXX it sends an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator.



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification with the subscription version status = ‘active’.



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange notification with the subscription version status = ‘active’. 


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			19


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA.





			20.


			NPAC


			NPAC SMS but does not send an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange notification to the New SP SOA.


			SP


			New SP SOA does not receive an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange from the NPAC SMS and still shows the subscription version with a status of ‘pending’.





			21.


			SP


			1. Using the SOA, New SP Personnel submit a disconnect request for the subscription version referenced in step 3 of the Prerequisite SP Setup above (SV3).



2. The SOA sends an M-ACTION subscriptionVersionDisconnect request to the NPAC SMS. 


			NPAC


			NPAC SMS receives the M-ACTION subscriptionVersionDisconnect from the New SP SOA, verifies that the request is valid and responds to the New SP SOA with an M-ACTION response.





			22.


			NPAC


			After internal process is complete NPAC SMS issues an M-EVENT-REPORT to the Donor SP SOA based on their Customer TN Range Notification Indicator. 



· If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeDonorSP-CustomerDisconnectDate.



· If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionDonorSP-CustomerDisconnectDate.


			SP


			Donor SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			23.


			SP


			Donor SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Donor SP SOA.





			24.


			NPAC


			NPAC SMS issues an M-DELETE subscriptionVersion to all LSMSs that are accepting downloads for the NPA-NXX.


			SP


			All LSMSs that are accepting downloads for the NPA-NXX receive the M-DELETE subscriptionVersion and respond to the NPAC SMS with an M-DELETE Confirmation.





			25.


			NPAC


			Once the NPAC SMS receives a successful response from all LSMSs that are accepting downloads for the NPA-NXX it sets the subscription version status to ‘old’ but does not send an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the New SP SOA.


			SP


			New SP SOA does not receive an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange from the NPAC SMS and still shows the subscription version with a status of ‘active’.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			6.2


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – New Service Provider Personnel verify that they received the notifications according to their SOA Notification Priority settings. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 329





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR3-251, RR3-253





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the Customer TN Range Notification Indicator is set to FALSE for the Service Provider under test (New SP). 



2. Verify that all ‘SOA Notification Priority’ tunable parameters for the Service Provider under test (New SP) are defaulted to MEDIUM except for the ones listed in Step 3.



3. Set the following ‘SOA Notification Priority’ tunable parameters to the values indicated for the Service Provider under test (New SP):



· Subscription Version Object Creation = HIGH (S-1.00)



· Subscription Version Status Attribute Value Change Notification – Activates  – To the New Service Provider = LOW (L-11.0 A)





			


			Prerequisite SP Setup:


			1. Create 5000 ‘pending’ subscription versions and have them ready to modify (SV1).



2. Create one ‘pending’ subscription version and have it ready to activate (SV2).





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the SOA, New SP Personnel perform the following activities in the order listed and as quickly as possible and submit to the NPAC SMS:



· Modify the 5000 subscription versions (SV1) listed in Item 1 of the Prerequisite SP Setup (will result in Attribute Value Change notifications (S-3.00 A)).



· Activate the one subscription version (SV2) listed in Item 2 of the Prerequisite SP Setup (will result in Subscription Version Status Attribute Value Change – Activates – to the New Service Provider notifications (L-11.0 A1)).



· Create a new ‘pending’ subscription version (will result in Object Creation notification (S-1.00)).


			NPAC


			NPAC SMS receives, validates, and processes each request in the order it is received.





			2.


			NPAC


			NPAC SMS generates the appropriate notifications and sends them to the New SP SOA. 


			SP


			New SP SOA receives all notifications from the NPAC SMS.





			3.


			NPAC


			NPAC Personnel verify that all notifications were sent to the New SP SOA according to the priorities that were set for the respective notifications.


			NPAC


			All notifications were sent according to the priorities that were set for the respective notifications.





			4.


			SP


			New SP Personnel verify that all notifications were received according to the priorities that were set for the respective notifications.


			SP


			All notifications were received according to the priorities that were set for the respective notifications.



Note: There is significant timing involved in this test case.  By modifying the 5000 ‘pending’ subscription versions with the Customer TN Range Notification Indicator set to FALSE, enough notifications should be generated to force a queue at the NPAC SMS which will, in turn, utilize the SOA Notification Priority settings. 



Based on the New SP settings in the Prerequisite NPAC Setup, the New SP SOA should receive the M-EVENT-REPORT objectCreation notification (S-1.00) resulting from the SV Create before it receives all of its M-EVENT-REPORT attributeValueChange notifications (S-3.00 A) resulting from the SV Modifies and it should receive the M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange notification (L-11.0 A1) resulting from the SV Activate last. 








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			6.3


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Old Service Provider Personnel verify that they received the notifications according to their SOA Notification Priority settings. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 329





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR3-251, RR3-253





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the Customer TN Range Notification Indicator is set to FALSE for the Service Provider under test (Old SP). 



2. Verify that all ‘SOA Notification Priority’ tunable parameters for the Service Provider under test (Old SP) are defaulted to MEDIUM except for the ones listed below:



· Subscription Version Object Creation = LOW (S-1.00)



· Attribute Value Change = HIGH (S-3.00 A)





			


			Prerequisite SP Setup:


			1. Create one ‘pending’ subscription version and have them ready to modify (SV1). No create from the New SP.



2. Create one ‘pending’ subscription version and have it ready to cancel (SV2). No create from the New SP.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the SOA, New SP Personnel perform the following activities in the order listed and as quickly as possible and submit to the NPAC SMS:



· Create 5000 subscription versions (will result in Object Creation notification (S-1.00)).



· Modify the due date on the subscription version (SV1) listed in Item 1 of the Prerequisite SP Setup (will result in Attribute Value Change notification (S-3.00 A)).



· Cancel the subscription version (SV2) listed in Item 2 of the Prerequisite SP Setup (will result in Subscription Version Status Attribute Value Change – cancel notification (L-11.0 H3)).


			NPAC


			NPAC SMS receives, validates, and processes each request in the order it is received.





			2.


			NPAC


			NPAC SMS generates the appropriate notifications and sends them to the Old SP SOA. 


			SP


			Old SP SOA receives all notifications from the NPAC SMS.





			3.


			NPAC


			NPAC Personnel verify that all notifications were sent to the Old SP SOA according to the priorities that were set for the respective notifications.


			NPAC


			All notifications were sent according to the priorities that were set for the respective notifications.





			4.


			SP


			Old SP Personnel verify that all notifications were received according to the priorities that were set for the respective notifications.


			SP


			All notifications were received according to the priorities that were set for the respective notifications.



Note: There is significant timing involved in this test case.  By creating the 5000 subscription versions with the Customer TN Range Notification Indicator set to FALSE, enough notifications should be generated to force a queue at the NPAC SMS which will, in turn, utilize the SOA Notification Priority settings.



Based on the Old SP settings in the Prerequisite NPAC Setup, the Old SP SOA should receive the M-EVENT-REPORT attributeValueChange notification resulting from the SV Modify and the subscriptionVersionStatusAttributeValueChange notifications resulting from the SV Cancel before it receives all of its M-EVENT-REPORT objectCreation notifications resulting from the SV Creates. 








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			6.4


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			NPAC and SOA – Service Provider Personnel send a large number of requests to the NPAC that would result in the NPAC SMS generating notifications with multiple priorities for the Service Provider. The Service Provider then aborts their association before receiving the notifications.  After sufficient time has passed for the NPAC SMS to generate all the notifications resulting from the requests the Service Provider re-associates to the NPAC and recovers the missed notifications. Service Provider Personnel verify that they recovered the notifications in order of priority and in the correct format. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 329





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR6-83, RR6-30





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.7.2





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that all ‘SOA Notification Priority’ tunable parameters for the Service Provider under test are defaulted to MEDIUM.



2. Verify that the Service Provider’s ‘Customer TN Range Notification Indicator’ is set to FALSE so that their SOA will receive SOA Notifications on a TN basis. 



3. Create and Activate 500 subscriptions for which the Service Provider under test is the Donor SP.



4. Create two NPA-NXX-Xs for the Service Provider under test and have the associated Number Pool Blocks ready to be activated.



5. After the Service Provider under test has performed the activities listed in the Prerequisite SP Setup and NPAC SMS has processed all the requests, set the following ‘SOA Notification Priority’ tunable parameters to the values indicated for the Service Provider under test:



· Object Creation = HIGH (S-1.00



· Subscription Version Cancellation Acknowledge Request = MEDIUM (L-4.0 A)



· Subscription Version Status Attribute Value Change Notification – Activates  – To the New Service Provider = MEDIUM (L-11.0 A1)



· Subscription Version Status Attribute Value Change Notification – set to OLD = HIGH (L-11.0 E)



· Subscription Version Status Attribute Value Change Notification – Activates  – To the Old Service Provider = MEDIUM (L-11.0 A1.5)



· Subscription Version – Donor SP – Customer Disconnect Date Notification – LOW (L-6.0)



· Number Pool Block Status Attribute Value Change Notification – HIGH (L13.0 A) 





			


			Prerequisite SP Setup:


			Before the NPAC Test Engineer modifies your ‘SOA Notification Priority’ tunable parameters as listed above perform the following activities:



1. Create 500 subscription versions and have them ready to be activated.



2. Create 500 subscription versions to which the Old SP has concurred and have them ready to be cancelled by the Old Service Provider. 



3. Create and Activate 500 subscription versions and have them ready to be disconnected.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC & SP


			NPAC and SP Personnel perform the following activities simultaneously and in the order listed
Using the SOA, Service Provider Personnel:



· Create 1000 subscription versions for which you are the New SP (will generate Subscription Version Object Create Notifications)



· Activate the 500 subscription versions listed in Item 1 of the Prerequisite SP Setup (will generate Subscription Version Status Attribute Value Change– Activates – To the New Service Provider Notifications)



· Disconnect the 500 subscription versions listed in Item 3 of the Prerequisite SP Setup Setup (will generate Subscription Version Status Attribute Value Change – set to OLD Notifications)



· Abort your SOA association



Using the NPAC OpGUI, NPAC Personnel:



· On behalf of the New SP, disconnect the 500 subscription versions listed in Item 3 of the Prerequisite NPAC Setup (will generate Subscription Version – Donor SP – Customer Disconnect Date Notifications)



· Activate the 2 Number Pool Blocks listed in Item 4 of the Prerequisite NPAC Setup (will generate Number Pool Block Status Attribute Value Change Notifications) 



· On behalf of the Old SP, cancel the 500 subscription versions listed in Item 3 of the Prerequisite SP Setup (will generate Subscription Version Cancellation Acknowledge Notifications).


			NPAC


			NPAC receives, validates, and starts processing all requests.





			2.


			NPAC


			NPAC SMS generates the appropriate notifications and attempts to send them to the New SP SOA. 


			SP


			New SP SOA association is down so the notifications are queued at the NPAC SMS.





			3.


			NPAC


			NPAC SMS waits for concurrence from the New SP SOA for the range of TNs that was cancelled by the Old SP (3rd bullet item in the NPAC Personnel activities listed in Row 1 above).


			NPAC


			New SP SOA does not respond to the cancel request and the Cancellation – Initial Concurrence Window tunable expires.





			4.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT subscriptionVersionCancellationAcknowledgeRequest notifications to the New SP SOA.


			


			





			5.


			SP


			Using the SOA, SP Personnel send a bind request to the NPAC SMS with their recovery flag set to TRUE.


			NPAC


			NPAC SMS accepts the bind request, association is established and recovery of missed notifications commences.





			6.


			NPAC


			NPAC Personnel verify that all notifications were sent to the Service Provider under test according to the priorities that were set for the respective notifications.


			NPAC


			All notifications were sent according to the priorities that were set for the respective notifications.





			7.


			SP


			SP Personnel verify that all notifications were received according to the priorities that were set for the respective notifications.


			SP


			All notifications were received according to the priorities that were set for the respective notifications.



Note: During recovery Service Providers recover messages in the order that the NPAC SMS attempted to send them. The priority that is assigned to the messages will affect the order that the NPAC SMS attempts to send them.  The NPAC SMS will group outbound messages in blocks of 100 and once dispatched the priority is not evaluated again until all 100 messages are sent.
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12.  Individual Turn Up Test Scenarios related to NPAC Release 3.2.



Section 12 contains all test cases written for individual Service Provider Turn Up testing of Release 3.2.x of the NPAC software.  



12.1 NANC 169 – Delta Download File Creation by Time Range for SVs



NOTE:  When executing the NANC 169 Test Case, verify the NPAC Customer Allowable Functions, LSMS Queries/Audits – is set to TRUE.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 169-1


			SUT Priority:


			SOA 


			N/A





			


			


			


			


			LSMS


			Optional





			


			Objective:






			NPAC OP GUI – NPAC Personnel initiate a Bulk Data Download of Subscription Data – Specifying Active/Disconnect Pending/Partial Failure Subscription Versions Only and NOT specifying a TN range.  Verification steps are performed to ensure the BDD file was processed successfully by the Service Provider system - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 169





			


			NANC FRS Version Number:


			3.2.0a


			Relevant Requirement(s):


			RR3-320, RR3-312, RR3-313, RR3-314, RR3-319, RR3-323





			


			NANC IIS Version Number:


			3.2.0a


			Relevant Flow(s):


			N/A





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			While the LSMS is ‘dis-associated’ from the NPAC SMS, NPAC personnel perform the following functions:



a)     Modify a (unique) range of 500, ‘Active’ Subscription Versions where the Service Provider under test is the Current Service Provider.  Use simulators that are not associated with the NPAC and are receiving downloads for this NPA-NXX.  Verify these Subscription Versions exist with a status of ‘Active’ and a Failed SP List. (SV group a______________)



b)     Create a filter for the NPA-NXX for which you created 500, ‘Pending’ Subscription Versions in 1a) above.



· Activate these 500, ‘Pending’ Subscription Versions.  Use simulators that are associated with the NPAC and are receiving downloads for this NPA-NXX.  Verify that the status for all 500 is ‘Active’ on the NPAC SMS. (SV group b______________________)



· Disconnect 250 of these now, ‘Active’ Subscription Versions specifying Effective Release and Customer Disconnect dates in the future.  Use simulators that are associated with the NPAC and are receiving downloads for this NPA-NXX. Verify that the status of these 250 Subscription Versions is ‘Disconnect-Pending’. (SV group b1___________)



· Remove the filter for this NPA-NXX for the Service Provider under test so that this range of Subscription Versions will be included in the Bulk Data Download File.



c)     Create and Activate 100 Intra-Service Provider Subscription Versions using an NPA-NXX that is open for porting and for which the Service Provider under test is accepting downloads for this NPA-NXX.  This Service Provider is neither the Old or New Service Provider for these Subscription Versions.  Use simulators that are associated with the NPAC and are receiving downloads for this NPA-NXX.  Verify that the Subscription Versions have a status of ‘Partial-Fail’. (SV group c ___________________)



d)     Activate 50 Subscription Versions with a status of ‘Pending’.  The Service Provider under test is the New Service Provider for these Subscription Versions.  Use simulators that are associated with the NPAC and are receiving downloads for this NPA-NXX.  Verify that these Subscription Versions have a status of ‘Partial-Fail’. (SV group d_________________) 



e)     Activate a Number Pool Block for an NPA-NXX for which this Service Provider under test is accepting downloads, but it is another Service Provider’s Number Pool Block.  Use simulators that are associated with the NPAC and are receiving downloads for this NPA-NXX.  Verify that the Pooled Subscription Versions have a status of ‘Partial-Fail’. (SV group e_____________________) (NPB e______________)



f)     Create and concur to a range of 100, ‘Pending’ Subscription Versions where the Service Provider under test is the New Service Provider. (SV group f__________________)



g)     Put simulated SPID LSMS in recovery.  Use at least one simulator that is associated with the NPAC and is accepting downloads for this NPA-NXX.  Verify that the Service Provider under test is accepting downloads for this NPA-NXX.  Activate 50 ‘pending’ SVs in group f above.  Verify that these subscription versions have a status of ‘sending’. (SV group g__________________)  During the test case retry timers will exhaust, and then the status of the SVs should be ‘Partial-Fail’.









			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OP GUI, NPAC Personnel request a Bulk Data Download for Subscription Data, specifying Active/Disconnect Pending/Partial Failure Subscription Versions Only and NOT specifying a TN range , for the Service Provider under test.


			NPAC


			The NPAC SMS performs the request, generates the appropriate Bulk Data Download File(s) and automatically “FTP’s” the file(s) to the Service Provider’s directory on the NPAC SMS.









			2.


			SP


			Service Provider Personnel receive the Bulk Data Download File(s) and load the file into their LSMS.


			SP


			The LSMS successfully processes the Bulk Data Download file(s) and reflects the updates described in the prerequisites above.



The systems are still ‘dis-associated’ from the NPAC SMS.





			3.


			SP


			Service Provider Personnel, using their LSMS, perform a local query for the Subscription Data to verify that the Subscription Version data was loaded.



· SV group a



· SV group b



· SV group b1


· SV group c



· SV group d



· For non EDR LSMS, SV group e



· For EDR LSMS, SV group e was not loaded



· SV group g






			SP


			Using the LSMS system, verify:



· SV group a exists on the LSMS.  Verify that all of them reflect the ‘modified’ SV values from the prerequisites above.



· SV group b exists on the LSMS.



· SV group b1 exists on the LSMS. 



· SV group c exists on the LSMS.



· SV group d exists on the LSMS.



· For non EDR LSMS, SV group e exists on the LSMS.



· For EDR LSMS, SV group e DOES NOT exist on the LSMS.



· SV group g exists on the LSMS.









			4.


			SP


			After all NPAC ‘retry timers’ for the Subscription Versions specified in the prerequisites above have expired, Service Provider personnel perform appropriate steps to ‘associate’ with the NPAC SMS such that they will not recover additional information.


			SP


			The LSMS successfully re-associates without recovering additional information.





			5.


			NPAC


			NPAC Personnel bring the simulated SPID LSMS that was in recovery in Prerequisite step g above, out of recovery.  


			NPAC


			Verify that the simulated SPID that was in recovery during step g of the prerequisites is now out of recovery.  Verify that the 50 subscription versions that were activated while this SPID was in recovery now have a status of ‘Partial Fail’.





			6.


			NPAC


			NPAC Personnel perform multiple, Full audits for each NPA-NXX included in the range of TNs specified in the prerequisites above for the Service Provider’s LSMS to verify that all the appropriate updates were processed from the Bulk Data Download File by the LSMS.


			NPAC


			Using the Audit Results Log, verify that there were no updates made.  If any updates were made as a result of running this audit, this test case fails.



Verify that:



· SV group a exists on the LSMS.  Verify that all of them reflect the ‘modified’ SV values from the prerequisites above.



· SV group b exists on the LSMS.



· SV group b1 exists on the LSMS. 



· SV group c exists on the LSMS.



· SV group d exists on the LSMS.



· For non-EDR LSMS, SV group e exists on the LSMS.



· For EDR LSMS, SV group e DOES NOT exists on the LSMS.



· SV group g exists on the LSMS.









			7.


			NPAC


			NPAC Personnel ‘re-send’ the following to the Service Provider under test:



· SV group a that exists on the NPAC SMS with a status of ‘Active with a Failed SP List.



· SV group c that exists on the NPAC SMS with a status of ‘Partial-Fail’.



· SV group d that exists on the NPAC SMS with a status of ‘Partial-Fail’.



· If the Service Provider’s EDR Indicator is set to FALSE, SV group e that exists on the NPAC SMS with a status of ‘Partial-Fail’.



· SV group g that exists on the NPAC SMS with a status of ‘Partial-Fail’.



.



NPAC SMS issues the appropriate messages to the LSMS in order to update the LSMS for these SVs.





			SP


			LSMS receives the resend requests from the NPAC SMS and issues a ‘duplicate object’ response to the NPAC SMS for:



· SV group a



· SV group c 



· SV group d 



· If the Service Provider’s EDR Indicator is set to FALSE, SV group e



· SV group g









			8.


			NPAC


			NPAC Personnel perform multiple Full audits for each NPA-NXX of the following SVs, to verify that all the appropriate updates were processed from the NPAC ‘re-send’ for the ‘Partial-Fail’ objects:



· SV group a



· SV group c



· SV group d 



· SV group 2e



· SV group g






			NPAC


			Using the Audit Results Log, verify that there were no updates made.  If any updates were made as a result of running this audit, this test case fails.



Verify that:



· SV group a exists on the LSMS.



· SV group c exists on the LSMS.



· SV group d exists on the LSMS.



· SV group e exists on the non-EDR LSMS.



· SV group e DOES NOT exist on the EDR LSMS.



· SV group g exists on the LSMS.









			E.


			Pass/Fail Analysis, NANC 169-1





			Pass


			Fail


			NPAC Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel were able to successfully process the Bulk Data Download file updates with their local databases in a timely fashion.





			Pass


			Fail


			Service Provider LSMS was able to successfully process the ‘re-send’ request from the NPAC SMS for the ‘Partial-Fail’ objects.








Note:  Since the Bulk Data Download file selection criteria does not include a TN Range in this test case, the file may contain additional Subscription Versions.  Testers can verify appropriate behavior for any additional data that may be in the file as is stated in the Test Steps above.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 169-2


			SUT Priority:


			SOA 


			N/A





			


			


			


			


			LSMS


			Optional





			


			Objective:






			NPAC OP GUI – NPAC Personnel initiate a Bulk Data Download of Subscription Data – Specifying Active/Disconnect Pending/Partial Failure Subscription Versions Only and specifying a TN range that is a subset of the prerequisite test data.  Verification steps are performed to ensure the BDD file was processed successfully by the Service Provider system - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 169





			


			NANC FRS Version Number:


			3.2.0a


			Relevant Requirement(s):


			RR3-318, RR3-319, RR3-320, RR3-323





			


			NANC IIS Version Number:


			3.2.0a


			Relevant Flow(s):


			N/A





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			While the LSMS is ‘dis-associated’ with the NPAC SMS, NPAC personnel perform the following functions:



a)     Modify a (unique) range of 500, ‘Active’ Subscription Versions where the Service Provider under test is the Current Service Provider. .  Use simulators that are not associated with the NPAC and are receiving downloads for this NPA-NXX.  Verify these Subscription Versions exist with a status of ‘Active’ and a Failed SP List. (SV group a______________)



b)    Create and Activate 100 Intra-Service Provider Subscription Versions using an NPA-NXX that is open for porting and for which an NPA-NXX filter exists for the Service Provider under test.  This Service Provider is neither the Old or New Service Provider for these Subscription Versions. Use simulators that are associated with the NPAC and are receiving downloads for this NPA-NXX. Verify that the Subscription Versions have a status of ‘Active’. (SV group b ___________________)  Remove the filter for this NPA-NXX.



c)    Submit a Deferred Disconnect request for 50 of the Intra-Service Provider Subscription Versions that were created and activated in 2b) above.  Use simulators that are associated with the NPAC and are receiving downloads for this NPA-NXX.  Verify that these Subscription Versions have a status of ‘Disconnect-Pending’. (SV group c ___________________________). 



d)    Activate 50 Subscription Versions with a status of ‘Pending’.  The Service Provider under test is the New Service Provider for these Subscription Versions.  Use simulators that are associated with the NPAC and are receiving downloads for this NPA-NXX.  Verify that these Subscription Versions have a status of ‘Partial-Fail’. (SV group d_________________)



e)    Activate a Number Pool Block for an NPA-NXX for which this Service Provider under test is accepting downloads, but it is another Service Provider’s Number Pool Block.  Use simulators that are associated with the NPAC and are receiving downloads for this NPA-NXX.  Verify that the Pooled Subscription Versions have a status of ‘Partial-Fail’. (SV group e_____________________) (NPB e______________)



f)    Put simulated SPID LSMS in recovery.  Use at least one simulator that is associated with the NPAC and is accepting downloads for this NPA-NXX.  Verify that the Service Provider under test is accepting downloads for this NPA-NXX.  Activate an uncontaminated Number Pool Block on behalf of another Service Provider. Verify that the Pooled SVs and NPB have a status of ‘Sending’. (SV group f_______________), (NPB f_________________)  During the test case retry timers will exhaust, and then the status of the Pooled SVs and NPB should be ‘Partial-Fail’.



The TN Range specified in the Bulk Data Download Selection Criteria should be a ‘subset’ of the total of the TN Range used in the prerequisite steps. TN Range _________________________





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OP GUI, NPAC Personnel request a Bulk Data Download for Subscription Data, specifying Active/Disconnect Pending/Partial Failure Subscription Versions Only and specifying the TN Range identified in the prerequisites above, for the Service Provider participating in the test case.  By specifying this TN range, the content of the BDD will actually be a subset of the prerequisite data.


			NPAC


			The NPAC SMS performs the request, generates the appropriate Bulk Data Download File(s) and automatically “FTP’s” the file(s) to the Service Provider’s directory on the NPAC SMS.





			2.


			SP


			Service Provider Personnel receive the Bulk Data Download File(s) and load the file(s) into their LSMS systems.


			SP


			The LSMS successfully processes the Bulk Data Download file(s) and reflect the updates described in the prerequisites above.



The systems are still ‘dis-associated’ from the NPAC SMS.





			3.


			SP


			Service Provider Personnel, using their LSMS, perform a local query for the Subscription Data to verify that the data was loaded.



NOTE:  The BDD request was a subset of the total TNs manipulated in the Prerequisite Setup above.  Verify the subset of data.



· SV group a 



· SV group b 



· SV group c 



· SV group d 



· If the Service Provider’s EDR Indicator is set to FALSE, SV group e 



· If the Service Provider’s EDR Indicator is set to TRUE, SV group e DOES NOT exist on the LSMS.



· If the Service Provider’s EDR Indicator is set to FALSE, SV group f



· If the Service Provider’s EDR Indicator is set to TRUE, SV group f DOES NOT exists on the LSMS.


			SP


			Using the LSMS system, verify:



NOTE:  The BDD request was a subset of the total TNs manipulated in the Prerequisite Setup above.  Verify the subset of data.


· SV group a exists on the LSMS.



· SV group b exists on the LSMS.



· SV group c exists on the LSMS.



· SV group d exists on the LSMS.



· If the Service Provider’s EDR Indicator is set to FALSE, SV group e exists on the LSMS.



· If the Service Provider’s EDR Indicator is set to TRUE, SV group e DOES NOT exist on the LSMS.


· If the Service Provider’s EDR Indicator is set to FALSE, SV group f exists on the LSMS.



· If the Service Provider’s EDR Indicator is set to TRUE, SV group f DOES NOT exist on the LSMS.





			4.


			SP


			After all NPAC ‘retry timers’ for the Subscription Versions specified in the prerequisites above have expired, Service Provider personnel perform appropriate steps to ‘associate’ with the NPAC SMS such that they will not recover additional information.


			SP


			The LSMS successfully re-associates with the NPAC SMS without recovering additional information.





			5.


			NPAC


			NPAC Personnel bring the simulated SPID LSMS that was in recovery in Prerequisite step f above, out of recovery.  


			NPAC


			Verify that the simulated SPID that was in recovery during step f of the prerequisites is now out of recovery.  Verify that the number pool block and respective pooled subscription versions that were activated while this SPID was in recovery now have a status of ‘Partial Fail’.





			6.


			NPAC


			NPAC Personnel perform multiple, Full audits for each NPA-NXX included in the range of TNs specified in the prerequisites above for the Service Provider’s LSMS to verify that all the appropriate updates were processed from the Bulk Data Download File by the LSMS.


			NPAC


			Using the Audit Results Log, verify that there were no updates made.  If any updates were made as a result of running this audit, this test case fails.



Verify that:



· SV group a exists on the LSMS.



· SV group b exists on the LSMS.



· SV group c exists on the LSMS.



· SV group d exists on the LSMS.



· If the Service Provider’s EDR Indicator is set to FALSE, SV group e exists on the LSMS.



· If the Service Provider’s EDR Indicator is set to TRUE, SV group e DOES NOT exist on the LSMS.


· If the Service Provider’s EDR Indicator is set to FALSE, SV group f exists on the LSMS.



· If the Service Provider’s EDR Indicator is set to TRUE, SV group f DOES NOT exist on the LSMS.





			7.


			NPAC


			NPAC Personnel ‘re-send’ the following to the Service Provider under test:



NOTE:  The BDD request was a subset of the total TNs manipulated in the Prerequisite Setup above.  Resend the respective subset of data.


· SV group a that exists on the NPAC SMS with a status of ‘Partial-Fail’.



· SV group d that exists on the NPAC SMS with a status of ‘Partial-Fail’.



· If the Service Provider’s EDR Indicator is set to FALSE, SV group e that exists on the NPAC SMS with a status of ‘Partial-Fail’.



· If the Service Provider’s EDR Indicator is set to FALSE, SV group f that exists on the NPAC SMS with a status of ‘Partial-Fail’.



NPAC SMS issues the appropriate messages to the LSMS in order to update the LSMS for these SVs.


			LSMS


			LSMS receives the resend requests from the NPAC SMS and issues a ‘duplicate object’ response to the NPAC SMS for:



NOTE:  The BDD request was a subset of the total TNs manipulated in the Prerequisite Setup above.  Verify the subset of data.


· SV group a



· SV group d



· If the Service Provider’s EDR Indicator is set to FALSE, SV group e



· If the Service Provider’s EDR Indicator is set to FALSE SV group f









			8.


			NPAC


			NPAC Personnel perform multiple Full audits for each NPA-NXX of the following SVs to verify that all the appropriate updates were processed from the NPAC ‘re-send’ for the ‘Partial-Fail’ objects:



· SV group 2a



· SV group 2d



· If the Service Provider’s EDR Indicator is set to FALSE, SV group 2e



· If the Service Provider’s EDR Indicator is set to FALSE SV group 2f






			NPAC


			Using the Audit Results Log, verify that there were no updates made.  If any updates were made as a result of running this audit, this test case fails.



Verify that:



· SV group 2a



· SV group 2d



· If the Service Provider’s EDR Indicator is set to FALSE, SV group 2e



· If the Service Provider’s EDR Indicator is set to FALSE, SV group 2f









			E.


			Pass/Fail Analysis, NANC 169-2





			Pass


			Fail


			NPAC Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel were able to successfully process the Bulk Data Download file updates with their local databases in a timely fashion.





			Pass


			Fail


			Service Provider LSMS was able to successfully process the ‘re-send’ request from the NPAC SMS for the ‘Partial-Fail’ objects.








Note: Since the TN Range specified in the Bulk Data Download selection criteria is a subset of the test data created in the prerequisites, the Bulk Data Download file will not contain the full set of TNs.  Testers should verify this ‘subset’ of TN in the verification steps.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 169-3


			SUT Priority:


			SOA 


			N/A





			


			


			


			


			LSMS


			Optional





			


			Objective:






			NPAC OP GUI – NPAC Personnel initiate a Bulk Data Download of Subscription Data – Specifying Latest View of Subscription Version Activity a valid Time Range, and NOT specifying a TN range.  Verification steps are performed to ensure the BDD file was processed successfully by the Service Provider system - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 169





			


			NANC FRS Version Number:


			3.2.0a


			Relevant Requirement(s):


			RR3-315, RR3-316, RR3-317, RR3-319





			


			NANC IIS Version Number:


			3.2.0a


			Relevant Flow(s):


			N/A





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			While the LSMS is ‘dis-associated’ with the NPAC SMS, NPAC personnel perform the following functions:



a)     Modify a range of 250, ‘Active’ Subscription Versions where the Service Provider under test is the Current Service Provider.  Use simulators that are not associated with the NPAC and are receiving downloads for this NPA-NXX.  Use a subset of SV group 1a above, and verify that these Subscription Versions exist with a status of ‘Active’ and a Failed SP List. (SV group 2a______________)



b)     Activate 50 Subscription Versions with a status of ‘Pending’, for which a filter for this NPA-NXX exists for the Service Provider under test.  The Service Provider under test is the New Service Provider for these Subscription Versions.  Use simulators that are associated with the NPAC and are receiving downloads for this NPA-NXX.  Verify that these Subscription Versions have a status of ‘Active’. Remove the filter for this NPA-NXX so that these Subscription Versions will be included in the BDD for the service provider under test.  (SV group 2b_________________)



c)     Disconnect a subset of the 250, ‘Active’ Subscription Versions (in step 2b) specifying Effective Release and Customer Disconnect dates in the future.  Use simulators that are associated with the NPAC and are receiving downloads for this NPA-NXX.  Verify that the status of these Subscription Versions is ‘Disconnect-Pending’. (SV group 2c___________)



d)     Activate a Number Pool Block for an NPA-NXX for which this Service Provider under test is accepting downloads, but it is another Service Provider’s Number Pool Block.  Use simulators that are associated with the NPAC and accepting downloads for this NPA-NXX.  Verify that the Pooled Subscription Versions have a status of ‘Partial-Fail’. (SV group 2d_____________________) (NPB 2d______________)



e)    Activate a range of 100, ‘Pending’ Subscription Versions on behalf of another Service Provider.  Use simulators that are associated with the NPAC and are receiving downloads for this NPA-NXX.  Set a filter for this NPA-NXX on behalf of the Service Provider under test.  Verify that the Subscription Versions have a status of ‘Active’ with an empty Failed SP List. Remove filter for this NPA-NXX for the service provider under test before performing following steps. (SV group e____________)



f)    Put simulated SPID LSMS in recovery.  Use at least one simulator that is associated with the NPAC and is accepting downloads for this NPA-NXX.  Verify that the Service Provider under test is accepting downloads for this NPA-NXX.  Modify 50 of the TNs that were activated in step e above. Verify that the Subscription Versions have a status of ‘Sending’. (SV group f___________________).  During the test case retry timers will exhaust, and then the status of the SVs should be ‘Partial-Fail’.









			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OP GUI, NPAC Personnel request a Bulk Data Download for Subscription Data, specifying Latest View of Subscription Version Activity a valid Time Range and not specifying a TN range, for the Service Provider participating in the test case.


			NPAC


			The NPAC SMS performs the request, generates the appropriate Bulk Data Download File(s) and automatically “FTP’s” the file(s) to the Service Provider’s directory on the NPAC SMS.





			2.


			SP


			Service Provider Personnel receive the Bulk Data Download File(s) and load the file(s) into their LSMS systems.


			SP


			The LSMS successfully processes the Bulk Data Download file(s) and reflects the updates described in the prerequisites above.



The system is still ‘dis-associated’ from the NPAC SMS.





			3.


			SP


			Service Provider Personnel, using their LSMS, perform a local query for the Subscription Data to verify that the Subscription Version data was loaded.



· SV group a 



· SV group b 



· SV group c 



· If the Service Provider’s EDR Indicator is set to FALSE, SV group d 



· If the Service Provider’s EDR Indicator is set to TRUE, SV group d is not included



· SV group f






			SP


			Using the LSMS system, verify:



· SV group a exists on the LSMS.



· SV group b exists on the LSMS.



· SV group c exists on the LSMS.



· If the Service Provider’s EDR Indicator is set to FALSE, SV group d exists on the LSMS.



· If the Service Provider’s EDR Indicator is set to TRUE, SV group d DOES NOT exist on the LSMS.



· SV group f exists on the LSMS.









			4.


			SP


			After all NPAC ‘retry timers’ for the Subscription Versions specified in the prerequisites above have expired, Service Provider personnel perform appropriate steps to ‘associate’ with the NPAC SMS such that they will not recover additional information.


			SP


			The LSMS successfully re-associates with the NPAC SMS without recovering additional information.





			5.


			NPAC


			NPAC Personnel bring the simulated SPID LSMS that was in recovery in Prerequisite step f above, out of recovery.  


			NPAC


			Verify that the simulated SPID that was in recovery during step f of the prerequisites is now out of recovery.  Verify that the 50 subscription versions that were modified while this SPID was in recovery now have a status of ‘Active’ with a Failed SP List – including the service provider under test.





			6.


			NPAC


			NPAC Personnel perform multiple Full audits for each NPA-NXX included in the range of TNs specified in the prerequisites above for the Service Provider’s LSMS to verify that all the appropriate updates were processed from the Bulk Data Download File by the LSMS.


			NPAC


			Using the Audit Results Log, verify that there were no updates made.  If any updates were made as a result of running this audit, this test case fails.



Verify that:



· SV group a exists on the LSMS.



· SV group b exists on the LSMS.



· SV group c exists on the LSMS.



· If the Service Provider’s EDR Indicator is set to FALSE, SV group d exists on the LSMS.



· If the Service Provider’s EDR Indicator is set to TRUE, SV group d DOES NOT exist on the LSMS.


· SV group f exists on the LSMS.





			7.


			NPAC


			NPAC Personnel ‘re-send’ the following to the Service Provider under test:



· SV group a that exists on the NPAC SMS with a status of ‘Partial-Fail’.



· If the Service Provider’s EDR Indicator is set to FALSE, SV group d that exists on the NPAC SMS with a status of ‘Partial-Fail’.



· SV group f that exists with a status of ‘Active’ and a Failed SP List including the service provider under test.



NPAC SMS issues the appropriate messages to the LSMS in order to update the LSMS for these SVs.


			SP


			LSMS receives the resend requests from the NPAC SMS and issues a ‘duplicate object’ response to the NPAC SMS for:



· SV group a



· If the Service Provider’s EDR Indicator is set to FALSE, SV group d



· SV group f









			8.


			NPAC


			NPAC Personnel perform multiple, Full audits for each NPA-NXX of the following SVs to verify that all the appropriate updates were processed from the NPAC ‘re-send’ for the ‘Partial-Fail’ objects:



· SV group a 



· If the Service Provider’s EDR Indicator is set to FALSE, SV group d 



· SV group f






			NPAC


			Using the Audit Results Log, verify that there were no updates made.  If any updates were made as a result of running this audit, this test case fails.



Verify that:



· SV group a 



· If the Service Provider’s EDR Indicator is set to FALSE, SV group d 



· SV group f









			E.


			Pass/Fail Analysis, NANC 169-3





			Pass


			Fail


			NPAC Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel were able to successfully process the Bulk Data Download file updates with their local databases in a timely fashion.





			Pass


			Fail


			Service Provider LSMS was able to successfully process the ‘re-send’ request from the NPAC SMS for the ‘Partial-Fail’ objects.








Note:  Since the Bulk Data Download file selection criteria does not include a TN Range in this test case, the file may contain additional Subscription Versions.  Testers can verify appropriate behavior for any additional data that may be in the file as is stated in the Test Steps above.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 169-4


			SUT Priority:


			SOA 


			N/A





			


			


			


			


			LSMS


			Optional





			


			Objective:






			NPAC OP GUI – NPAC Personnel initiate a Bulk Data Download of Subscription Data – Specifying Latest View of Subscription Version Activity a valid Time Range, and a TN range that is a subset of the prerequisite test data.  Verification steps are performed to ensure the BDD file was processed successfully by the Service Provider system - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 169





			


			NANC FRS Version Number:


			3.2.0a


			Relevant Requirement(s):


			RR3-319, RR3-320, RR3-321, RR3-322





			


			NANC IIS Version Number:


			3.2.0a


			Relevant Flow(s):


			N/A





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			While the LSMS is ‘dis-associated’ from the NPAC SMS, NPAC personnel perform the following functions:



a)    Activate range of 500, ‘Pending’ Subscription Versions where the Service Provider under test is the Current Service Provider.  Use simulators that are associated with the NPAC and are receiving downloads for this NPA-NXX.  Verify these Subscription Versions exist with a status of ‘Partial Fail’.  (SV group 2a______________)



b)     Activate 500, unique, ‘Pending’ Subscription Versions for which a filter for this NPA-NXX exists for the Service Provider under test.  Use simulators that are associated with the NPAC and are receiving downloads for this NPA-NXX. Verify that the status of these 500 Subscription Versions is ‘Active’. (SV group 2b___________)  Remove the filter for this NPA-NXX.



c)     Submit a Deferred Disconnect request for 50, unique, ‘Active’ Subscription Versions.  The Service Provider under test is the Current Service Provider for these Subscription Versions.  Use simulators that are associated with the NPAC and are receiving downloads for this NPA-NXX.  Verify that these Subscription Versions have a status of ‘Disconnect-Pending’. (SV group 2c_________________)



d)    Activate a Number Pool Block for an NPA-NXX for which this Service Provider under test is accepting downloads, but it is another Service Provider’s Number Pool Block.  Use simulators that are associated with the NPAC and are receiving downloads for this NPA-NXX.  Verify that the Pooled Subscription Versions have a status of ‘Partial-Fail’. (SV group 2d_____________________) (NPB 2d______________)



e)    Activate an uncontaminated Number Pool Block on behalf of another Service Provider.  Use simulators that are associated with the NPAC and are receiving downloads for this NPA-NXX.  Set a filter for this NPA-NXX on behalf of the Service Provider under test.  Verify that the Number Pool Block has a status of ‘Active’ with an empty Failed SP List.  Remove the filter for this NPA-NXX for the Service Provider under test prior before performing following steps. (SV group e ________________), (NPB group e_________________________)



f)    Put simulated SPID LSMS in recovery.  Use at least one simulator that is associated with the NPAC and is accepting downloads for this NPA-NXX.  Verify that the Service Provider under test is accepting downloads for this NPA-NXX.  Modify the Number Pool Block that was activated in step e above.  Verify that the Number Pool Block has a status of ‘Sending’.  (SV group f___________________), (NPB group f_________________________)  During the test case retry timers will exhaust, and then the status of the SVs and NPB should be ‘Partial-Fail’.



The TN Range specified in the Bulk Data Download Selection Criteria should be a ‘subset’ of the total of the TN Range used in the prerequisite steps. TN Range _________________________





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OP GUI, NPAC Personnel request a Bulk Data Download for Subscription Data, specifying Latest View of Subscription Version Activity a valid Time Range and specifying the TN range identified in the prerequisites above, for the Service Provider participating in the test case.  By specifying this TN range, the content of the BDD will actually be a subset of the prerequisite data.


			NPAC


			The NPAC SMS performs the request, generates the appropriate Bulk Data Download File(s) and automatically “FTP’s” the file(s) to the Service Provider’s directory on the NPAC SMS.





			2.


			SP


			Service Provider Personnel receive the Bulk Data Download File(s) and load the file(s) into their LSMS systems.


			SP


			The LSMS successfully processes the Bulk Data Download file(s) and reflects the updates described in the prerequisites above.



The system is still ‘dis-associated’ from the NPAC SMS.





			3.


			SP


			Service Provider Personnel, using their LSMS, perform a local query for the Subscription Data to verify that the Subscription Version data that matched the BDD criteria was loaded.



NOTE:  The BDD request was a subset of the total TNs manipulated in the Prerequisite Setup above.  Verify the subset of data.



· SV group a 



· SV group b



· SV group c 



· If the Service Provider’s EDR Indicator is set to FALSE, SV group d 



· If the Service Provider’s EDR Indicator is set to TRUE, SV group d DOES NOT exist 



· If the Service Provider’s EDR Indicator is set to FALSE, SV group f



· If the Service Provider’s EDR Indicator is set to TRUE, SV group f DOES NOT exist






			SP


			Using the LSMS system, verify:



NOTE:  The BDD request was a subset of the total TNs manipulated in the Prerequisite Setup above.  Verify the subset of data.


· SV group a exists on the LSMS.



· SV group b exists on the LSMS.



· SV group c exists on the LSMS.



· If the Service Provider’s EDR Indicator is set to FALSE, SV group d exists on the LSMS.



· If the Service Provider’s EDR Indicator is set to TRUE, SV group d DOES NOT exist on the LSMS.



· If the Service Provider’s EDR Indicator is set to FALSE, SV group f exists on the LSMS.



· If the Service Provider’s EDR Indicator is set to TRUE, SV group f DOES NOT exist on the LSMS.









			4.


			SP


			After all NPAC ‘retry timers’ for the Subscription Versions specified in the prerequisites above have expired, Service Provider personnel perform appropriate steps to ‘associate’ with the NPAC SMS such that they will not recover additional information.


			SP


			The LSMS successfully re-associates with the NPAC SMS without recovering additional information. .





			5.


			NPAC


			NPAC Personnel bring the simulated SPID LSMS that was in recovery in Prerequisite step f above, out of recovery.  


			NPAC


			Verify that the simulated SPID that was in recovery during step f of the prerequisites is now out of recovery.  Verify that the number pool block and respective pooled subscription versions that were modified while this SPID was in recovery now have a status of ‘Active’ with a Failed SP List that includes the service provider under test.





			6.


			NPAC


			NPAC Personnel perform multiple Full audits for each NPA-NXX in the range of TNs specified in the prerequisites above for the Service Provider’s LSMS to verify that all the appropriate updates were processed from the Bulk Data Download File by the LSMS.


			NPAC


			Using the Audit Results Log, verify that there were no updates made.  If any updates were made as a result of running this audit, this test case fails.



Verify that:



· SV group a exists on the LSMS.



· SV group b exists on the LSMS.



· SV group c exists on the LSMS.



· If the Service Provider’s EDR Indicator is set to FALSE, SV group d exists on the LSMS.



· If the Service Provider’s EDR Indicator is set to TRUE, SV group d DOES NOT exist on the LSMS.



· If the Service Provider’s EDR Indicator is set to FALSE, SV group f exists on the LSMS.



· If the Service Provider’s EDR Indicator is set to TRUE, SV group f DOES NOT exist on the LSMS.









			7.


			NPAC


			NPAC Personnel ‘re-send’ the following to the Service Provider under test:



NOTE:  The BDD request was a subset of the total TNs manipulated in the Prerequisite Setup above.  Resend the respective subset of data.


· SV group a that exists on the NPAC SMS with a status of ‘Partial-Fail’.



· If the Service Provider’s EDR Indicator is set to FALSE, SV group d that exists on the NPAC SMS with a status of ‘Partial-Fail’.



· If the Service Provider’s EDR Indicator is set to FALSE, pooled SV group f that exists on the NPAC SMS with a status of ‘Active’ with a Failed SP List that includes the service provider under test.



NPAC SMS issues the appropriate messages to the LSMS in order to update the LSMS for these SVs.


			SP






			LSMS receives the resend requests from the NPAC SMS and issues a ‘duplicate object’ response to the NPAC SMS for:



NOTE:  The BDD request was a subset of the total TNs manipulated in the Prerequisite Setup above.  Verify the subset of data.


· SV group a 



· If the Service Provider’s EDR Indicator is set to FALSE, SV group d 



· If the Service Provider’s EDR Indicator is set to FALSE, pooled SV group f









			8.


			NPAC


			NPAC Personnel perform multiple Full audits for each NPA-NXX in the following SVs to verify that all the appropriate updates were processed from the NPAC ‘re-send’ for the ‘Partial-Fail’ objects:



· SV group a 



· If the Service Provider’s EDR Indicator is set to FALSE, SV group d 



· If the Service Provider’s EDR Indicator is set to FALSE, SV group f






			NPAC


			Using the Audit Results Log, verify that there were no updates made.  If any updates were made as a result of running this audit, this test case fails.



Verify that:



· SV group a 



· If the Service Provider’s EDR Indicator is set to FALSE, SV group d 



· If the Service Provider’s EDR Indicator is set to FALSE, SV group f









			E.


			Pass/Fail Analysis, NANC 169-4





			Pass


			Fail


			NPAC Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel were able to successfully process the Bulk Data Download file updates with their local databases in a timely fashion.





			Pass


			Fail


			Service Provider LSMS was able to successfully process the ‘re-send’ request from the NPAC SMS for the ‘Partial-Fail’ objects.








Note: Since the TN Range specified in the Bulk Data Download selection criteria is a subset of the test data created in the prerequisites, the Bulk Data Download file will not contain the full set of TNs.  Testers should verify this ‘subset’ of TN in the verification steps.



12.2 NANC 187 – Linked Action Replies 



NOTE:  Service Provider’s Local SMS Linked Replies Indicator, Service Provider’s SOA Linked Replies Indicator, NPAC Customer LSMS NPA-NXX-X Indicator, and NPAC Customer SOA NPA-NXX-X Indicator should be set to production values for testing NANC 187 functionality.



The Network Data, Block Data, Subscription Version Data and Notification Data Linked Replies Blocking Factors and Maximum Linked Recovered Objects should be set to predetermined values  identified by the test team.  These parameters may not be set to ‘production or default’ values so as to be able to complete testing in an expeditious manner.



The test data identified in the prerequisites for these test cases are recommendations to achieve the test case objectives.  Many permutations of prerequisite data may create the appropriate test scenario and thus meet the test objective.  Test Engineers should consider each Service Provider’s capabilities and tailor the test data as is appropriate to meet the test objective and execute the test case expeditiously.  For example, consider whether the Service Provider supports NPA-NXX-X’s, Ranged Notifications and Linked Action Replies.  Based on this information, you may need to perform more or less activity to meet the test case objective.



This is a recovery test case written to cover both Service Provider systems that DO and DO NOT support Linked Replies, thus, this test case will supersede Test Case 8.1 from the NPAC SMS/Service Provider Certification & Regression Test Plan.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 187-1


			SUT Priority:


			SOA 


			N/A





			


			


			


			


			LSMS


			Required





			


			Objective:






			LSMS – Service Provider Personnel for either an EDR or non-EDR LSMS submit a resynchronization request for Network Data, Block Data, Subscription Version Data and Notification Data by time range, over the LSMS to NPAC SMS Interface, with the Service Provider’s Local SMS Linked Replies Indicator set to their production setting.  The recovery response includes a number of Network Data objects, Number Pool Block objects, Notifications and Subscription Versions less than or equal to their respective Linked Replies Blocking Factors. - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 187 and NANC 297





			


			NANC FRS Version Number:


			3.2.0


			Relevant Requirement(s):


			RR6-85, RR6-93, RR6-97, RR6-98, RR6-99, RR6-100, RR6-101, RR6-102, RR6-103, RR6-90, RR6-105





			


			NANC IIS Version Number:


			3.2.0


			Relevant Flow(s):


			B.7.1.1, B.7.1.2





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			Prerequisite data may be set up different depending on if this test case is being run during Individual testing versus Group Testing.  For example, during Individual Testing, if the service provider under test does not support NPA-NXX-X’s, don’t perform any of the related tasks or verify related data. 



During Group testing, need to create prerequisite data such that you meet the test case objective.  If service provider’s under test don’t support Ranged Notifications for example, you will either need to not perform the number pool block activities, or you may filter the NPA-NXX of the number pool block data for the service provider(s) that doesn’t support Range Notifications.



1.     While the EDR/non-EDR LSMS is disconnected from the NPAC SMS, NPAC Personnel should perform the following functions:



· Create an LRN.



· Delete an LRN for a different Service Provider.



· Create an NPA-NXX.



· Delete an NPA-NXX for a different Service Provider.



· Activate a new Number Pool Block.



· DePool an existing Number Pool Block.



· Create NPA-NXX-X Information for different Service Providers.



· Modify NPA-NXX-X Information for different Service Providers.



· Delete NPA-NXX-X Information for different Service Providers.



· Create an Inter-SP Subscription Version for a Pooled TN.



· Disconnect a Pooled Ported TN.



· Create an Inter-SP, Port-To-Original Subscription Version for a Pooled Ported TN.



· Create a Subscription Version with the NPA-NXX created above.



· 


· Issue an activate request for an Inter-Service Provider Subscription Version.



· Issue an Activate request for a range of two Inter-Service Provider Subscription Versions, where the broadcast to the LSMSs goes to a ‘partial failure’ state.



· Using an NPANXX with filters set for the LSMS under test, and using a simulator Activate 2 ‘pending’ SVs.  Verify that these subscription versions have a status of ‘Sending’.



· Put simulated SPID LSMS in recovery.  Use at least one simulator that is associated with the NPAC and is accepting downloads for this NPA-NXX.  Verify that the Service Provider under test is accepting downloads for this NPA-NXX.  Activate an uncontaminated Number Pool Block on behalf of another Service Provider. Verify that the Pooled SVs and NPB have a status of ‘Sending’.



2.    While the EDR/non-EDR LSMS is in recovery, NPAC personnel should perform the following functions:



· Create an NPA-NXX.



· Activate a Subscription Version.





			


			Prerequisite SP Setup:


			The Service Provider LSMS should be ‘disassociated’ from the NPAC SMS while NPAC Personnel are performing the setup specified above.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			The Service Provider establishes an association from their LSMS to the NPAC SMS with the resynchronization flag set to TRUE.


			NPAC


			The NPAC SMS receives the association bind request from the LSMS. Once the association is established, the NPAC SMS queues all current updates.





			2.


			SP


			The LSMS issues an M-ACTION Request lnpDownload (network data) to the NPAC SMS and specifies the time range for the resync request.


			NPAC


			The NPAC SMS receives the M-ACTION.



1)    If the Service Provider’s Local SMS Linked Replies Indicator is set to FALSE, NPAC issues a single, normal M-ACTION Response lnpDownload message back to the LSMS with the Network Data.



2)    If the Service Provider’s Local SMS Linked Replies Indicator is set to TRUE, NPAC issues a single, normal M-ACTION Response lnpDownload message back to the LSMS with the Network Data updates.  The data does not exceed the Network Data Blocking factor, so there shall be only 1 normal message sent in this instance.








			3.


			NPAC


			As soon as the M-ACTION Request is received, NPAC Personnel issue an activate for an Intra or Inter Service Provider Subscription Version AND create a new NPA-NXX, belonging to any Service Provider.


			NPAC


			The NPAC SMS receives the M-ACTION Requests for the activate and NPA-NXX create.  It then sends an M-ACTION response to itself for the NPA-NXX create.





			4.


			NPAC


			NPAC SMS issues an M-SET Request to itself to set the subscriptionVersionNPAC object (subscription version).


			NPAC


			NPAC SMS issues an M-SET Response to itself.



The subscription version status is set to ‘sending.’



The subscriptionVersionActivationTimeStamp and subscriptionVersionModifiedTimeStamp are set.





			5.


			NPAC


			The NPAC SMS checks to see if the M-CREATE subscriptionVersion can be sent to the Service Provider LSMS


			NPAC


			The NPAC SMS does NOT send the M-CREATE subscriptionVersion to the Service Provider LSMS, since the LSMS is still in recovery mode.





			6.


			NPAC


			The NPAC SMS checks to see if the M-CREATE serviceProvNPA-NXX can be sent to the Service Provider LSMS


			NPAC


			The NPAC SMS does NOT send the M-CREATE seviceProvNPA-NXX to the Service Provider LSMS, since the LSMS is still in recovery mode.





			7.


			SP


			The LSMS Service Provider issues an M-ACTION Request lnpDownload (subscription data) to the NPAC SMS and specifies the start time for the resync request.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the LSMS.



1)    If the Service Provider’s Local SMS Linked Replies Indicator is set to FALSE, NPAC issues a single, normal M-ACTION Response lnpDownload message back to the LSMS with the Subscription Version Data.



2)    If the Service Provider’s Local SMS Linked Replies Indicator is set to TRUE, NPAC issues a single, normal M-ACTION Response lnpDownload message back to the LSMS with the Subscription Version data.  The data does not exceed the Subscription Version Data Blocking factor, so there shall be only 1 normal message sent in this instance.





			8. conditional


			SP


			The EDR LSMS Service Provider issues an M-ACTION Request lnpDownload (number pool block data) to the NPAC SMS and specifies the resync start time.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the EDR LSMS. 



1)    If the Service Provider’s Local SMS Linked Replies Indicator is set to FALSE, NPAC issues single, normal M-ACTION Response lnpDownload message back to the LSMS with the number pool block updates.



2)    If the Service Provider’s Local SMS Linked Replies Indicator is set to TRUE, NPAC issues a single, normal M-ACTION Response lnpDownload message back to the LSMS with the number pool block updates.  The data does not exceed the Number Pool Block Data Blocking factor, so there shall be only 1 normal message sent in this instance.








			9.


			SP


			The LSMS Service Provider issues an M-ACTION Request lnpNotificationRecovery (notification data) to the NPAC SMS and specifies a time range.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the LSMS:



1)    If the Service Provider’s Local SMS Linked Replies Indicator is set to FALSE, NPAC issues single, normal M-ACTION Response lnpDownload message back to the LSMS with the notification updates.



2)    If the Service Provider’s Local SMS Linked Replies Indicator is set to TRUE, NPAC issues a single, normal M-ACTION Response lnpDownload message back to the LSMS with the notification updates.  





			10.


			NPAC


			The NPAC SMS sends the M-EVENT-REPORT(s) to the Block Holder SOA for a number pool block with the SOA-Origination flag set to TRUE whose subscriptionFailedSP-List was just updated due to the number pool block download.  The status attribute value change contains the current status and the subscriptionFailedSP-List of the number pool block object.


			SP


			Block Holder SOA, to which the NPAC SMS issued an M-EVENT-REPORT, issue an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			11.


			SP


			The LSMS Service Provider issues an M-ACTION Request lnpRecoveryComplete to the NPAC SMS to set the resynchronization flag to FALSE.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the LSMS and sets the resynchronization flag to ‘off’. 





			12.


			NPAC


			NPAC SMS issues the following messages to the LSMS for the requests made while the LSMS was in recovery:



· M-CREATE Request serviceProvNPA-NXX for the NPA-NXX that was created during recovery.



· M-CREATE Request subscriptionVersion for the subscription version that was activated during recovery.






			SP


			The service provider’s LSMS receives the requests from the NPAC SMS for the requests that occurred during recovery and issues the following responses:



· M-CREATE Response serviceProvNPA-NXX for the NPA-NXX that was created during recovery, indicating the LSMS successfully received/processed the request.



· M-CREATE Response subscriptionVersion for the subscription version that was activated during recovery, indicating the LSMS successfully received/processed the request.





			13.


			SP 


			Service Provider Personnel, using the LSMS, perform a local query for the data updated in this test case.


			SP


			Verify that the following updates were sent:



· 1 LRN create.



· 1 LRN delete.



· 1 NPA-NXX create.



· 1 NPA-NXX delete.



· 1 Number Pool Block activate.



· 1 Number Pool Block depool.



· 1 NPA-NXX-X create – if supported by the Service Provider LSMS.



· 1 NPA-NXX-X modify – if supported by the Service Provider LSMS.



· 1 NPA-NXX-X delete – if supported by the Service Provider LSMS.



· 1 Pooled Ported TN disconnect.



· 1 First port of NPA-NXX notification.



· 


· 1 Single subscription version activate.



· 2 subscription versions that were activated.



· 1 Number Pool Block activate.



· 1 NPA-NXX create after recovery is complete



· 1 Subscription Version activate after recovery is complete





			14.


			NPAC


			NPAC Personnel perform a Full audit for the Subscription Versions that were activated during this test case. 


			NPAC


			Using the Audit Results Log, verify that there were no updates made.  If any updates were made as a result of running this audit, this test case fails.





			E.


			Pass/Fail Analysis, NANC 187-1





			Pass


			Fail


			NPAC Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel performed the test case as written.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 187-2


			SUT Priority:


			SOA 


			N/A





			


			


			


			


			LSMS


			Required





			


			Objective:






			LSMS – Service Provider Personnel for either an EDR or non-EDR LSMS submit a resynchronization request for Network Data, and Subscription Version Data by time range, over the LSMS to NPAC SMS Interface, with the Service Provider’s Local SMS Linked Replies Indicator set to their production setting.  The recovery response includes a number of Network Data objects greater than the Network Data Linked Replies Blocking Factor and less than the Network Data Maximum Linked Recovered Objects as well as a number of Subscription Version objects greater than the Subscription Data Linked Replies Blocking Factor and less than the Subscription Data Maximum Linked Recovered Objects. - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 187





			


			NANC FRS Version Number:


			3.2.0


			Relevant Requirement(s):


			RR6-87, RR6-88, RR6-93, RR6-103, RR6-90, RR6-95, RR6-104, RR6-96





			


			NANC IIS Version Number:


			3.2.0


			Relevant Flow(s):


			B.7.1.1, B.7.1.2





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:






			1.     While the EDR/non-EDR LSMS is disconnected from the NPAC SMS, NPAC Personnel should perform the following functions:



a)   Create 10 LRNs. (LRN group a)



b)   Delete 10 LRNs for a different Service Provider.  (LRN group b)



c)   Create 20 NPA-NXXs.  (NPA-NXX group c)



d)   Delete 10 NPA-NXXs for a different Service Provider.  (NPA-NXX group d)



e)   Activate 40 new Blocks.  (NPB group e)



f)   DePool 20 existing Blocks.  (NPB group f)



g)  Create 2 NPA-NXX-Xs for different Service Provider. (Dash X group g)



h)   Modify an NPA-NXX-X for different Service Provider. (Dash X group h)



i)   Delete an NPA-NXX-X for a different Service Provider. (Dash X group i)



j)  Activate 20 Inter-SP Subscription Version for a Pooled TN. (SV group j)



k)   Disconnect 25 Pooled Ported TN. (SV group k)



l) Activate 20 Inter-SP, Port-To-Original Subscription Version for a Pooled Ported TN. (SV group l)



m) Create 50 Subscription Version with the NPA-NXX created above. (SV group m)






n) Issue an activate request for 20 Inter-Service Provider Subscription Version. (SV group n)



o) Issue an Activate request for a range of 10 Inter-Service Provider Subscription Versions. (SV group o)



2.    While the EDR/non-EDR LSMS is in recovery, NPAC personnel should perform the following functions:



· Create an NPA-NXX.



· Activate a Subscription Version.





			


			Prerequisite SP Setup:


			The Service Provider LSMS should be ‘disassociated’ from the NPAC SMS while NPAC Personnel are performing the setup specified above.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			The Service Provider establishes an association from their LSMS to the NPAC SMS with the resynchronization flag set to TRUE.


			NPAC


			The NPAC SMS receives the association bind request from the LSMS. Once the association is established, the NPAC SMS queues all current updates.





			2.


			SP


			The LSMS issues an M-ACTION Request lnpDownload (network data) to the NPAC SMS and specifies the time range for the resync request.


			NPAC


			The NPAC SMS receives the M-ACTION.  



1)    If the Service Provider’s Local SMS Linked Replies Indicator is set to FALSE, NPAC issues a single M-ACTION Response lnpDownload message back to the LSMS with the Network Data updates for 



· LRN group a



· LRN group b



· NPA-NXX group c



· NPA-NXX group d



· Dash X group g, if supported by the Service Provider under test



· Dash X group h, if supported by the Service Provider under test



· Dash X group i, if supported by the Service Provider under test



2)    If the Service Provider’s Local SMS Linked Replies Indicator is set to TRUE, NPAC issues multiple, linked M-ACTION replies, lnpDownload, followed by a non-linked, empty, normal response (indicating the end of the linked reply data) back to the LSMS with the Network Data updates.  These messages shall be linked for groups of (50) objects – there should be 2 linked replies.





			3.


			NPAC


			As soon as the M-ACTION Request is received, NPAC Personnel issue an activate for an Intra or Inter Service Provider Subscription Version (SV 3) AND create a new NPA-NXX, belonging to any Service Provider.


			NPAC


			The NPAC SMS receives the M-ACTION Requests for the activate and NPA-NXX create.  It then sends an M-ACTION response to itself for the NPA-NXX create.





			4.


			NPAC


			NPAC SMS issues an M-SET Request to itself to set the subscriptionVersionNPAC object (subscription version).


			NPAC


			NPAC SMS issues an M-SET Response to itself.



The subscription version status is set to ‘sending.’



The subscriptionVersionActivationTimeStamp and subscriptionVersionModifiedTimeStamp are set.





			5.


			NPAC


			The NPAC SMS checks to see if the M-CREATE subscriptionVersion can be sent to the Service Provider LSMS


			NPAC


			The NPAC SMS does NOT send the M-CREATE subscriptionVersion to the Service Provider LSMS, since the LSMS is still in recovery mode.





			6.


			NPAC


			The NPAC SMS checks to see if the M-CREATE serviceProvNPA-NXX can be sent to the Service Provider LSMS


			NPAC


			The NPAC SMS does NOT send the M-CREATE seviceProvNPA-NXX to the Service Provider LSMS, since the LSMS is still in recovery mode.





			7.


			SP


			The EDR and/or non-EDR LSMS Service Provider issues an M-ACTION Request lnpDownload (subscription data) to the NPAC SMS and specifies the start time for the resync request.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the LSMS Service Provider.



1)   If the Service Provider’s Local SMS Linked Replies Indicator is set to FALSE, NPAC issues a single M-ACTION Response lnpDownload messages back to the LSMS with the Subscription Version Data updates for:



· If non-EDR LSMS, Pooled Subscription Versions associated with NPB group e



· If non-EDR LSMS, Pooled Subscription Versions associated with NPB group f



· SV group j



· SV group k



· SV group l



· SV group n


· SV group o


2)    If the Service Provider’s Local SMS Linked Replies Indicator is set to TRUE, NPAC issues multiple, linked M-ACTION replies, lnpDownload, followed by a non-linked, empty, normal response (indicating the end of the linked reply data) back to the LSMS with the ‘non-pooled’ Subscription Version Data updates.  This message shall be linked for groups of (50) objects – there should be at least 3 linked replies, if the Service Provider under test is non-EDR and does not support Ranged Notifications, there will be at least 43 linked replies.  If the service provider under test supports Ranged Notifications, there may be fewer than 43 linked replies based on the parameter setting. 





			8.



conditional


			SP


			The EDR LSMS Service Provider issues an M-ACTION Request lnpDownload (number pool block data) to the NPAC SMS and specifies a time range.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the EDR LSMS:



If the Service Provider’s Local SMS Linked Replies Indicator is set to FALSE, NPAC issues single, normal M-ACTION Response lnpDownload message back to the with the number pool block updates for:



· NPB group e



· NPB group f



2)    If the Service Provider’s Local SMS Linked Replies Indicator is set to TRUE, NPAC issues multiple, linked M-ACTION replies, lnpDownload, followed by a non-linked, empty, normal response (indicating the end of the linked reply data) back to the EDR LSMS with the number pool block updates. These messages shall be linked for groups of (50) objects – there should be 2 linked replies. 





			9.



conditional


			SP


			The LSMS Service Provider issues an M-ACTION Request lnpNotificationRecovery (notification data) to the NPAC SMS and specifies a time range.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the LSMS:



1)    If the Service Provider’s Local SMS Linked Replies Indicator is set to FALSE, NPAC issues single, normal M-ACTION Response lnpDownload message back to the LSMS with the notification updates.





2)    If the Service Provider’s Local SMS Linked Replies Indicator is set to TRUE, NPAC issues a single, normal M-ACTION Response lnpDownload message back to the LSMS with the notification updates.  





			10.


			SP


			The LSMS Service Provider issues an M-ACTION Request lnpRecoveryComplete to the NPAC SMS to set the resynchronization flag to FALSE.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the LSMS and sets the resynchronization flag to ‘off’. 





			11.


			NPAC


			NPAC SMS issues the following messages to the LSMS for the request made while the LSMS was in recovery:



· M-CREATE Request serviceProvNPA-NXX for the NPA-NXX that was created during recovery.



· M-CREATE Request subscriptionVersion for the subscription version that was activated during recovery.


			SP


			The service provider’s LSMS receives the requests from the NPAC SMS for the requests that occurred during recovery and issues the following responses:



· M-CREATE Response serviceProvNPA-NXX for the NPA-NXX that was created during recovery, indicating the LSMS successfully received/processed the request.



· M-CREATE Response subscriptionVersion for the subscription version that was activated during recovery, indicating the LSMS successfully received/processed the request.





			12.


			SP 


			Service Provider Personnel, using the LSMS, perform a local query for the data updated in this test case.


			SP


			Verify that the following updates were sent:



· LRN group a was created.



· LRN group b was delete.



· NPA-NXX group c was activated.



· NPA-NXX group d was depooled.



· On non-EDR LSMSs, Pooled Subscription Versions associated with NPB e were created.



· On non-EDR LSMSs, Pooled Subscription Versions associated with NPB f were deleted.



· NPA-NXX-X (Dash X group g) was created – if supported by the Service Provider LSMS.



· NPA-NXX-X (Dash X group h) was modified – if supported by the Service Provider LSMS.



· NPA-NXX-X (Dash X group i) was deleted – if supported by the Service Provider LSMS.



· SV group j was created/activated.



· SV group k was disconnected.



· SV group l was created/activated.



· First port of NPA-NXX notification associated with SV group m was sent.



· 


· SV group n was activated.



· SV group o was activated.



· 1 NPA-NXX create after recovery is complete



· SV3 was activated after recovery is complete.





			13.


			NPAC


			NPAC Personnel perform a Full audit for the Subscription Versions that were activated during this test case. 


			NPAC


			Using the Audit Results Log, verify that there were no updates made.  If any updates were made as a result of running this audit, this test case fails.





			E.


			Pass/Fail Analysis, NANC 187-2





			Pass


			Fail


			NPAC Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel performed the test case as written.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 187-3


			SUT Priority:


			SOA 


			N/A





			


			


			


			


			LSMS


			Required





			


			Objective:






			LSMS – Service Provider Personnel for either an EDR or non-EDR LSMS submit a resynchronization request for Network Data, Number Pool Block data and Subscription Version Data by time range, over the LSMS to NPAC SMS Interface, with the Service Provider’s Local SMS Linked Replies Indicator set to their production setting.  The recovery response includes a number of Network Data objects, Number Pool Block objects and Subscription Version objects greater than the respective Maximum Linked Recovered Objects and Maximum Number Download Records parameters. - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 187





			


			NANC FRS Version Number:


			3.2.0


			Relevant Requirement(s):


			RR6-95, RR6-104, RR6-106





			


			NANC IIS Version Number:


			3.2.0


			Relevant Flow(s):


			B.7.1.1, B.7.1.2





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:






			1.     Determine the settings for the Maximum Recovered objects and then substitute the ‘X number references following in order to exceed these parameter settings.



2.     While the EDR/non-EDR LSMS is disconnected from the NPAC SMS, NPAC Personnel should perform the following functions:



a)   Create 10 LRNs. (LRN group a)



b)   Delete 10 LRNs for a different Service Provider.  (LRN group b)



c)   Create 10 NPA-NXXs.  (NPA-NXX group c)



d)   Delete 10 NPA-NXXs for a different Service Provider.  (NPA-NXX group d)



e)   Activate 20 new Blocks.  (NPB group e)



f)   DePool 20 existing Blocks.  (NPB group f)



g)  Create 5 NPA-NXX-Xs for different Service Provider. (Dash X group g)



h)   Modify 5 NPA-NXX-X for different Service Provider. (Dash X group h)



i)   Delete 5 NPA-NXX-X for a different Service Provider. (Dash X group i)



j)  Activate 25 Inter-SP Subscription Version for a Pooled TN. (SV group j)



k)   Disconnect 25 Pooled Ported TN. (SV group k)



l) Activate 25 Inter-SP, Port-To-Original Subscription Version for a Pooled Ported TN. (SV group l)



m) Create 1 Subscription Version with the NPA-NXX created above. (SV group m)






n) Issue an activate request for 25 Inter-Service Provider Subscription Version. (SV group n)



0) Issue an Activate request for a range of 25 Inter-Service Provider Subscription Versions. (SV group 0)









			


			Prerequisite SP Setup:


			The Service Provider LSMS should be ‘disassociated’ from the NPAC SMS while NPAC Personnel are performing the setup specified above.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			The Service Provider establishes an association from their LSMS to the NPAC SMS with the resynchronization flag set to TRUE.


			NPAC


			The NPAC SMS receives the association bind request from the LSMS. Once the association is established, the NPAC SMS queues all current updates.





			2.


			SP


			The LSMS issues an M-ACTION Request lnpDownload (network data) to the NPAC SMS and specifies the time range for the resync request.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the LSMS and determines that for the time range requested, the Network Data exceeds the Network Data Maximum Recovered Objects parameter (if the service provider supports linked replies) or the Maximum Number of Download Records (if the service provider does not support linked replies).  The NPAC SMS issues  an M-ACTION Response lnpDownload, Criteria-too-large to the requesting LSMS.  









			3.


			SP


			After receiving the M-ACTION Response ‘Criteria-to-large’ the LSMS issues an M-ACTION Request lnpDownload (network data) to the NPAC SMS and specifies a smaller time range (than that indicated in row 2 above) for the resync request.



Note: Row 2 may occur over and over until the M-ACTION Request indicates a time range that yields data less than the ‘Network Data Maximum Linked Recovered Objects’ for service provider’s that support Linked Replies – or less than the Maximum Number of Download Records for those service provider’s that don’t support Linked Replies.


			NPAC


			Once the NPAC SMS receives an M-ACTION request that specifies time range that yields an amount of data less than the ‘Network Data Maximum Linked Recovered Objects’ for service provider’s that support Linked Replies, or less than the ‘Maximum Number of Download Records’ for service provider’s that don’t support Linked Replies:  



1)    If the Service Provider’s Local SMS Linked Replies Indicator is set to FALSE, NPAC issues a single M-ACTION Response lnpDownload message back to the LSMS with the Network Data updates for 



· LRN group a



· LRN group b



· NPA-NXX group c



· NPA-NXX group d



· Dash X group g, if supported by the Service Provider under test



· Dash X group h, if supported by the Service Provider under test



· Dash X group i, if supported by the Service Provider under test



2)    If the Service Provider’s Local SMS Linked Replies Indicator is set to TRUE, NPAC issues multiple, linked M-ACTION replies, lnpDownload, followed by a non-linked, empty, normal response (indicating the end of the linked reply data) back to the LSMS with the Network Data updates.  These messages shall be linked for groups of (50) objects – there should be 2 linked replies.





			4.


			SP


			The LSMS Service Provider issues an M-ACTION Request lnpDownload (subscription data) to the NPAC SMS and specifies the start time for the resync request.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the LSMS and determines that for the time range requested, the Subscription Version data exceeds the Subscription Version Data Maximum Recovered Objects parameter (if the service provider supports linked replies) or the Maximum Number of Subscription Records (if the service provider does not support linked replies).  The NPAC SMS issues an M-ACTION Response lnpDownload, Criteria-too-large to the requesting LSMS.









			5.


			SP


			After receiving the M-ACTION Response ‘Criteria-to-large’ the LSMS issues an M-ACTION Request lnpDownload (subscription data) to the NPAC SMS and specifies a smaller time range (than that indicated in row 4 above) for the resync request.



Note: Row 4 may occur over and over until the M-ACTION Request indicates a time range that yields data less than the ‘Subscription Data Maximum Linked Recovered Objects’ for service provider’s that support Linked Replies – or less than the Maximum Number of Subscription Records for those service provider’s that don’t support Linked Replies.


			NPAC


			Once the NPAC SMS receives an M-ACTION request that specifies time range that yields an amount of data less than the ‘Subscription Data Maximum Linked Recovered Objects’ for service provider’s that support Linked Replies, or less than the ‘Maximum Number of Subscription Records’ for service provider’s that don’t support Linked Replies:  



1)    If the Service Provider’s Local SMS Linked Replies Indicator is set to FALSE, NPAC issues a single M-ACTION Response lnpDownload message back to the LSMS with the Network Data updates for 



· If non-EDR LSMS, Pooled Subscription Versions associated with NPB group e



· If non-EDR LSMS, Pooled Subscription Versions associated with NPB group f



· SV group j



· SV group k



· SV group l



· SV group n


· SV group o


2)    If the Service Provider’s Local SMS Linked Replies Indicator is set to TRUE, NPAC issues multiple, linked M-ACTION replies, lnpDownload, followed by a non-linked, empty, normal response (indicating the end of the linked reply data) back to the LSMS with the Subscription Version Data updates.  This message shall be linked for groups of (50) objects – For the EDR LSMS there should be at least 3 linked replies of non-pooled subscription version data, if the Service Provider under test is non-EDR and does not support Ranged Notifications, there will be at least 43 linked replies.  If the service provider under test supports Ranged Notifications, there may be fewer than 43 linked replies based on the parameter setting.





			6.


			SP


			The LSMS Service Provider issues an M-ACTION Request lnpDownload (number pool block data) to the NPAC SMS and specifies the resync start time.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the LSMS and determines that for the time range requested, the Number Pool Block data exceeds the Number Pool Block Data Maximum Recovered Objects parameter (if the service provider supports linked replies) or the Maximum Number of Download Records (if the service provider does not support linked replies).  The NPAC SMS issues an M-ACTION Response lnpDownload, Criteria-too-large to the requesting LSMS.





			7.


			SP


			After receiving the M-ACTION Response ‘Criteria-to-large’ the LSMS issues an M-ACTION Request lnpDownload (number pool block data) to the NPAC SMS and specifies a smaller time range (than that indicated in row 6 above) for the resync request.



Note: Row 4 may occur over and over until the M-ACTION Request indicates a time range that yields data less than the ‘Number Pool Block Data Maximum Linked Recovered Objects’ for service provider’s that support Linked Replies – or less than the Maximum Number of Download Records for those service provider’s that don’t support Linked Replies.


			NPAC


			Once the NPAC SMS receives an M-ACTION request that specifies a time range that yields an amount of data less than the ‘Number Pool Block Data Maximum Linked Recovered Objects’ for service provider’s that support Linked Replies, or less than the ‘Maximum Number of Download Records’ for service provider’s that don’t support Linked Replies:  



1)    If the Service Provider’s Local SMS Linked Replies Indicator is set to FALSE, NPAC issues a single M-ACTION Response lnpDownload message back to the LSMS with the Network Data updates for 



· NPB group e



· NPB group f



2)    If the Service Provider’s Local SMS Linked Replies Indicator is set to TRUE, NPAC issues multiple, linked M-ACTION replies, lnpDownload, followed by a non-linked, empty, normal response (indicating the end of the linked reply data) back to the EDR LSMS with the number pool block updates. These messages shall be linked for groups of (50) objects – there should be 2 linked replies.





			8.



conditional


			SP


			The LSMS Service Provider issues an M-ACTION Request lnpNotificationRecovery (notification data) to the NPAC SMS and specifies a time range.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the LSMS:



1)    If the Service Provider’s Local SMS Linked Replies Indicator is set to FALSE, NPAC issues single, normal M-ACTION Response lnpDownload message back to the LSMS with the notification updates.


· 


2)    If the Service Provider’s Local SMS Linked Replies Indicator is set to TRUE, NPAC issues a single, normal M-ACTION Response lnpDownload message back to the LSMS with the notification updates.  





			9.


			SP


			The LSMS Service Provider issues an M-ACTION Request lnpRecoveryComplete to the NPAC SMS to set the resynchronization flag to FALSE.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the LSMS and replies back to the LSMS with data updates at the next scheduled interval for the NPA-NXX that was created during resynchronization and the Subscription Version that was activated during resynchronization.





			10.


			SP


			The LSMS receives the M-ACTION Response from the NPAC SMS..


			


			





			11.


			NPAC


			NPAC Personnel verify that no data was sent in the initial action responses for the network data, subscription data and number pool block data requests from the LSMS..


			NPAC


			Verify that no data was sent in the initial action responses sent for network data, subscription data and number pool block data request from the LSMS.  



Note to Test Engineers: NPAC Personnel may watch the router of the service provider under test to verify the 1st request for data types (network data, subscription data and number pool block data) result in a ‘criteria-too-large’ response.





			E.


			Pass/Fail Analysis, NANC 187-3





			Pass


			Fail


			NPAC Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel performed the test case as written.








This is a recovery test case written to cover both Service Provider systems that DO and DO NOT support Linked Replies, thus, this test case will supersede TC 8.3 from the NPAC SMS/Service Provider Certification & Regression Test Plan



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 187-4


			SUT Priority:


			SOA 


			Required





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Service Provider Personnel submit a resynchronization request for Network Data and Notification Data by time range, over the SOA to NPAC SMS Interface, with the Service Provider’s SOA Linked Replies Indicator set to their production setting.  The recovery response includes a number of Network Data objects less than or equal to the Network Data Linked Replies Blocking Factor and a number of Notifications less than or equal to the Notification Data Linked Replies Blocking Factor. - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 187





			


			NANC FRS Version Number:


			3.2.0


			Relevant Requirement(s):


			RR6-92, RR6-89





			


			NANC IIS Version Number:


			3.2.0


			Relevant Flow(s):


			B.7.2





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			Prerequisite data may be set up different depending on if this test case is being run during Individual testing versus Group Testing.  For example, during Individual Testing, if the service provider under test does not support NPA-NXX-X’s, don’t perform any of the related tasks or verify related data. 



1)    While the SOA is disconnected from the NPAC SMS, NPAC Personnel should perform the following functions for data within the time range to be resynced:



· Create an LRN.



· Delete an LRN for a different Service Provider.



· Create an NPA-NXX.



· Delete an NPA-NXX for a different Service Provider.



· Create NPA-NXX-X Information for different Service Providers.



· Modify NPA-NXX-X Information for different Service Providers.



· Delete NPA-NXX-X Information for different Service Providers.



· Activate a Block on behalf of the Service Provider that is ‘down’ with SOA Origination TRUE.



· Create a Subscription Version with the NPA-NXX created above on behalf of the Old Service Provider and where the Service Provider Under Test is the New Service Provider; let the Initial and Final Concurrence timers expire.



· Issue a Scheduled Downtime Notification.



· Issue an immediate disconnect for a subscription version where the Service Provider Under Test is the Donor Service Provider.



· Issue a Cancel request for a pending Inter-Service Provider Subscription Version for which both service providers have concurred to the pending port, on behalf of the Service Provider Under Test, let the Cancellation Initial Concurrence Timer expire.



· Issue a Create request for a range of two pending subscription versions that were initially created by the New Service Provider, on behalf of the Old Service Provider, where the Authorization Flag is set to “False” and provide a Cause Code.



· Issue an activate request for an Inter-Service Provider Subscription Version on behalf of the Service Provider Under Test.



· Issue an Activate request for a range of two Inter-Service Provider Subscription Versions where a broadcast to the LSMSs goes into a Partial Failure status.



2)    While the SOA is in recovery, NPAC personnel should perform the following functions:



· Create an NPA-NXX.



· Activate a Subscription Version as the Service Provider Under Test.





			


			Prerequisite SP Setup:


			The service provider SOA should be ‘disassociated’ from the NPAC SMS while NPAC Personnel are performing the setup specified above





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			The Service Provider establishes an association from their SOA to the NPAC SMS with the resynchronization flag set to TRUE.


			NPAC


			The NPAC SMS receives the association bind request from the SOA. Once the association is established, the NPAC SMS queues all current updates.





			2.


			SP


			The SOA issues an M-ACTION Request lnpDownload (network data) to the NPAC SMS and specifies the time range for the resync request.


			NPAC


			The NPAC SMS receives the M-ACTION.



1)    If the Service Provider’s SOA Linked Replies Indicator is set to FALSE, NPAC issues a single, normal M-ACTION Response lnpDownload messages back to the SOA with the Network Data.



2)    If the Service Provider’s SOA Linked Replies Indicator is set to TRUE, NPAC issues a single, normal M-ACTION Response lnpDownload message back to the SOA with the Network Data updates.  The data does not exceed the Network Data Blocking factor, so there shall be only 1 message sent in this instance.








			3.


			NPAC


			As soon as the M-ACTION Request is received, NPAC Personnel issue a create for an NPA-NXX.


			NPAC


			The NPAC SMS receives the M-CREATE Request serviceProvNPA-NXX.





			4.


			NPAC


			The NPAC SMS checks to see if the M-CREATE servProvNPA-NXX can be sent to the SOA in recovery.


			NPAC


			The NPAC SMS does NOT issue the M-CREATE servProvNPA-NXX to the SOA since the SOA is still in recovery.





			5.


			NPAC


			NPAC Personnel issue an SV activate request.


			NPAC


			The NPAC SMS receives the M-ACTION Request.



The NPAC SMS issues an M-SET Request to itself and sets the SV’s status to ‘sending.’



The NPAC SMS issues an M-SET Response to itself.





			6.


			NPAC


			The NPAC SMS checks to see if the M-ACTION subscriptionVersionActivate can be sent to the SOA in recovery.


			NPAC


			The NPAC SMS does NOT issue the M-ACTION subscriptionVersionActivate to the SOA since the SOA is still in recovery.





			7.


			NPAC


			The NPAC SMS checks to see if the M-EVENT-REPORT objectCreation can be sent to the SOA in recovery.


			NPAC


			The NPAC SMS does NOT issue the M-EVENT-REPORT objectCreation to the SOA since the SOA is still in recovery.





			8.


			SP


			The SOA Service Provider issues an M-ACTION Request lnpNotificationRecovery (notification data) to the NPAC SMS and specifies a time range.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the SOA.



1)    If the Service Provider’s SOA Linked Replies Indicator is set to FALSE, NPAC issues a single, normal M-ACTION Response lnpDownload messages back to the SOA with the Notification updates.



2)    If the Service Provider’s SOA Linked Replies Indicator is set to TRUE, NPAC issues a single, normal M-ACTION Response lnpDownload message back to the SOA with Notification updates.  The data does not exceed the Notification Data Blocking factor, so there shall be only 1 message sent in this instance.








			9.


			SP


			The SOA Service Provider issues an M-ACTION Request lnpRecovery to the NPAC SMS to set the resynchronization flag to FALSE.


			NPAC


			· The NPAC SMS receives the M-ACTION Request from the SOA and sets the resynchronization flag to ‘off’. 





			10.


			NPAC


			NPAC SMS issues the following messages to the SOA for the request made while the SOA was in recovery:



· M-CREATE Request serviceProvNPA-NXX for the NPA-NXX that was created during recovery.



· The NPAC SMS will issue, depending upon the new service provider’s TN Range Notification Indicator, a subscriptionVersionStatusAttributeValueChange or subscriptionVersionRangeStatusAttributeValueChange M-EVENT-REPORT notifications to the new service provider SOA of the status change using an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange






			SP


			The service provider’s SOA receives the requests from the NPAC SMS for the requests that occurred during recovery and issues the following responses:



· M-CREATE Response serviceProvNPA-NXX for the NPA-NXX that was created during recovery, indicating the SOA successfully received/processed the request.



· M-EVENT-REPORT Confirmation for the subscription version that NPAC personnel activated on behalf of the service provider during recovery, indicating the SOA successfully received the M-EVENT-REPORT.





			11.


			SP


			The SOA receives the M-ACTION Response from the NPAC SMS with the data updates since the association was re-established.


			


			





			12.


			NPAC


			NPAC Personnel verify the data was sent in the action response.


			NPAC


			Verify that the appropriate data was sent.





			13.


			SP


			Service Provider Personnel, using the SOA, perform a local query for the actions taken in this test case.


			SP


			Verify that the following updates were made:



· 1 LRN create.



· 1 LRN delete.



· 1 NPA-NXX create.



· 1 NPA-NXX delete.



· 1 NPA-NXX-X create – if supported by the Service Provider SOA.



· 1 NPA-NXX-X modify – if supported by the Service Provider SOA.



· 1 NPA-NXX-X delete – if supported by the Service Provider SOA.



· 1 First port of NPA-NXX notification.



· 1 Scheduled Downtime notification.



· 1 NPA-NXX create after recovery is complete



· 1 Subscription Version activate after recovery is complete









			E.


			Pass/Fail Analysis, NANC 187-4





			Pass


			Fail


			NPAC Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel performed the test case as written.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 187-5


			SUT Priority:


			SOA 


			Required





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Service Provider Personnel submit a resynchronization request for Network Data and Notification Data by time range, over the SOA to NPAC SMS Interface, with the Service Provider’s SOA Linked Replies Indicator set to their production setting.  The recovery response includes a number of Network Data objects and Notifications greater than the respective Linked Replies Blocking Factor and less than the respective Maximum Linked Recovered Notifications. - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 187





			


			NANC FRS Version Number:


			3.2.0


			Relevant Requirement(s):


			RR6-85, RR6-86, RR6-84, RR6-92, RR6-89, RR6-94, RR6-91





			


			NANC IIS Version Number:


			3.2.0


			Relevant Flow(s):


			B.7.2





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			Prerequisite data may be set up different depending on if this test case is being run during Individual testing versus Group Testing in order to meet test case objectives.  



Evaluate each service provider’s capabilities and tailor the prerequisite data to meet the test case objective.  Consider which category the service provider under test fits into:



· The service provider under test does not support linked replies or ranged notifications.



· The service provider under test supports linked replies but does not support ranged notifications.



· The service provider under test supports linked replies and ranged notifications.



Set the Network Data Blocking Factor parameter to a low number (for example 5 – to create linked replies based on the network data in the prerequisites that follow).



While the SOA is disconnected from the NPAC SMS, NPAC Personnel should perform the following functions for data within the time range to be resynced:



a)   Activate a Block on behalf of the Service Provider that is ‘down’ with SOA Origination TRUE. (NPB group a)



b)   Create a range of 10 Subscription Versions on behalf of the Old Service Provider and where the Service Provider Under Test is the New Service Provider; let the Initial Concurrence timer expire.  When you create, do this in two ranges, where the last half of the TNs in the range is the first range that you create.  In a second request, create the first half of the TNs in the range. (SV group b2 and SV group b1) 



c)   Issue a Scheduled Downtime Notification.



d)   Issue an immediate disconnect for 20 subscription versions where the Service Provider Under Test is the Donor Service Provider. (SV group d)



e)   Issue a Cancel request for each subscription version in a range of 10 pending Inter-Service Provider Subscription Versions for which both service providers have concurred to the pending port, on behalf of the Service Provider Under Test, let each Cancellation Initial Concurrence Timer expire for each of the TNs that were cancelled. (SV group e)



f)   On behalf of the service provider under test, acting as the Old service provider, issue a Create request for a range of 20 pending subscription versions that were initially created by the New Service Provider, where the Authorization Flag is set to “False” and provide a Cause Code. ( SV group f)



g)   After the Initial Concurrence Timer has expired, but prior to the Final Concurrence Timer expiration, on behalf of the service provider under test, where they are the ‘New’ service provider, concur to the range created in (b) above.  (SV group g ______________).



h)    Create 10 LRNs. (LRN group h)



i)    Create 15 NPA-NXXs.  (NPA-NXX group i)









			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			The Service Provider establishes an association from their SOA to the NPAC SMS with the resynchronization flag set to TRUE.


			NPAC


			The NPAC SMS receives the association bind request from the SOA. Once the association is established, the NPAC SMS queues all current updates.





			2.


			SP


			The SOA Service Provider issues an M-ACTION Request lnpNotificationRecovery (notification data) to the NPAC SMS and specifies a time range.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the SOA.



1)    If the Service Provider’s SOA Linked Replies Indicator is set to FALSE, NPAC issues a single, normal M-ACTION Response lnpDownload message back to the SOA with the Notification updates.



· Number Pool Block Status Attribute Value Change Notification or if the SOA supports ranges, Number Pool Block Range Status Attribute Value Change for (NPB group a)



· Subscription Version New SP Create Request Notification or if the SOA supports ranges, Subscription Version Range New SP-Create Request for (SV group b)



· Downtime Notification



· Subscription Version Donor SP – Customer Disconnect Date or if the SOA supports ranges, Subscription Version Range Donor SP – Customer Disconnect Date for (SV group d)



· Subscription Version Status Attribute Value Change Notification for (SV group e)



· Subscription Version Status Attribute Value Change or if the SOA supports ranges, Subscription Version Range Status Attribute Value Change for (SV group f)



· Subscription Version Status Attribute Value Change or if the SOA supports ranges, Subscription Version Range Status Attribute Value Change with a SVID list for (SV group g2 and SV group g1)



2)    If the Service Provider’s SOA Linked Replies Indicator is set to TRUE, NPAC issues multiple, linked M-ACTION replies, lnpDownload, followed by a non-linked, empty, normal response (indicating the end of the linked reply data) back to the SOA with Notification updates.  The data does exceeds the Notification Data Blocking factor, so there shall be at least (2) messages sent in this instance.








			3.



conditional 


			SP


			The SOA issues an M-ACTION Request lnpDownload (network data) to the NPAC SMS and specifies a time range.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the SOA:



1)    If the Service Provider’s SOA Linked Replies Indicator is set to FALSE, NPAC issues single, normal M-ACTION Response lnpDownload message back to the SOA with the  network data updates for



· LRN group h



· NPA-NXX group i



2)    If the Service Provider’s SOA Linked Replies Indicator is set to TRUE, NPAC issues multiple, linked M-ACTION replies, lnpDownload followed by a non-linked, empty, normal response (indicating the end of the linked reply data) back to the SOA with the network data updates.  These messages shall be linked for groups of (5) objects (based on the special Network Data Blocking Factor setting for this test case) – there should be 5 linked replies.





			4.


			SP


			The SOA Service Provider issues an M-ACTION Request lnpRecovery to the NPAC SMS to set the resynchronization flag to FALSE.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the SOA and sets the resynchronization flag to ‘off’.  





			5.


			


			There weren’t any actions taken while the Service Provider was in recovery so there aren’t any subsequent actions to send/receive/or verify.


			


			





			6.


			SP


			Service Provider Personnel, using the SOA, perform a local query for the actions taken in this test case.


			SP


			Verify that the notifications were received:



· Number Pool Block Status Attribute Value Change Notification or if the SOA supports ranges, Number Pool Block Range Status Attribute Value Change for (NPB group a)



· Subscription Version New SP Create Request Notification or if the SOA supports ranges, Subscription Version Range New SP Create Request for (SV group b)



· Downtime Notification



· Subscription Version Donor SP – Customer Disconnect Date or if the SOA supports ranges, Subscription Version Range Donor SP – Customer Disconnect Date for (SV group d)



· Subscription Version Status Attribute Value Change Notification for (SV group e)



· Subscription Version Status Attribute Value Change or if the SOA supports ranges, Subscription Version Range Status Attribute Value Change for (SV group f)



· Subscription Version Status Attribute Value Change or if the SOA supports ranges, Subscription Version Range Status Attribute Value Change with a SVID list for (SV group g2 and SV group g1)









			E.


			Pass/Fail Analysis, NANC 187-5





			Pass


			Fail


			NPAC Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel performed the test case as written.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 187-6


			SUT Priority:


			SOA 


			Required





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Service Provider Personnel submit a resynchronization request for Network Data and Notification Data by time range, over the SOA to NPAC SMS Interface, with the Service Provider’s SOA Linked Replies Indicator set to their production setting.  The recovery response includes a number of Network Data objects greater than the Network Data Maximum Linked Recovered Objects and Notifications greater than the Notification Data Maximum Linked Recovered Notifications and Maximum Number of Download Records. - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 187





			


			NANC FRS Version Number:


			3.2.0


			Relevant Requirement(s):


			RR6-94, RR6-91





			


			NANC IIS Version Number:


			3.2.0


			Relevant Flow(s):


			B.7.2





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:






			1)    Decide what the Notification Data Maximum Linked Recovered Notifications setting should be for this test case and then substitute the ‘X number references’ following in order to exceed this parameter setting.



2)    Decide what the Network Data Maximum Linked Recovered Objects setting should be for this test case and then substitute the ‘X number references’ following in order to exceed this parameter setting.



3)    While the SOA is disconnected from the NPAC SMS, NPAC Personnel should perform the following functions for data within the time range to be resynced:



a)    Create X number Subscription Versions on behalf of the Old Service Provider and where the Service Provider Under Test is the New Service Provider; let the Initial Concurrence timer expire. (SV group a)



b)    Modify X number of Subscription Versions on behalf of the Old Service Provider, the Service Provider under test, setting authorization to false with a valid cause code (SV group b)



c)    Issue an immediate disconnect for X number subscription versions where the Service Provider Under Test is the Donor Service Provider. (SV group c).



d)    Activate a Number Pool Block on behalf of the Service Provider under test. (NPB group d)



e)    Issue a Cancel request for a range of X number pending Inter-Service Provider Subscription Version for which both service providers have concurred to the pending port, on behalf of the Service Provider Under Test, let the Cancellation Initial Concurrence Timer expire. (SV group e)



f)    Issue a Create request for a range of 20 pending subscription versions that were initially created by the New Service Provider, on behalf of the Old Service Provider, where the Authorization Flag is set to “False” and provide a Cause Code. ( SV group f)



g)    Create X number of LRNs on behalf of the service provider under test. (LRN group g)



h)    Create X number of NPA-NXXs on behalf of the service provider under test.  (NPA-NXX group h).









			


			Prerequisite SP Setup:


			The service provider SOA should be ‘disassociated’ from the NPAC SMS while NPAC Personnel are performing the setup specified above





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			The Service Provider establishes an association from their SOA to the NPAC SMS with the resynchronization flag set to TRUE.


			NPAC


			The NPAC SMS receives the association bind request from the SOA. Once the association is established, the NPAC SMS queues all current updates.





			2.


			SP


			The SOA issues an M-ACTION Request lnpDownload (notification data) to the NPAC SMS and specifies the time range for the resync request.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the SOA and determines that for the time range requested, the Notification Data exceeds the Notification Data Maximum Recovered Notifications parameter (if the service provider supports linked replies) or the Maximum Number of Download Records (if the service provider does not support linked replies).  The NPAC SMS issues  an M-ACTION Response lnpDownload, Criteria-too-large to the requesting LSMS.  









			3.


			SP


			After receiving the M-ACTION Response ‘Criteria-to-large’ the SOA issues an M-ACTION Request lnpDownload (notification data) to the NPAC SMS and specifies a smaller time range (than that indicated in row 2 above) for the resync request.



Note: Row 2 may occur over and over until the M-ACTION Request indicates a time range that yields data less than the ‘Notification Data Maximum Linked Recovered Notifications’ for service provider’s that support Linked Replies – or less than the Maximum Number of Download Records for those service provider’s that don’t support Linked Replies.


			NPAC


			Once the NPAC SMS receives an M-ACTION request that specifies time range that yields an amount of data less than the ‘Notification Data Maximum Linked Recovered Notifications for service provider’s that support Linked Replies, or less than the ‘Maximum Number of Download Records’ for service provider’s that don’t support Linked Replies:  



1)    If the Service Provider’s SOA Linked Replies Indicator is set to FALSE, NPAC issues a single M-ACTION Response lnpDownload message back to the SOA with the Notification Data updates for 



· Subscription Version New SP Create Request Notification or if the SOA supports ranges, Subscription Version Range New SP Create Request for (SV group a)



· Subscription Version Status Attribute Value Change or if the SOA supports ranges, Subscription Version  Range Status Attribute Value Change for (SV group b)



· Subscription Version Status Attribute Value Change or if the SOA supports ranges, Subscription Version  Range Status Attribute Value Change for (SV group c)



· If SOA Origination is marked as TRUE, Number Pool Block Status Attribute Value Change or if SOA supports ranges, Number Pool Block Range Status Attribute Value Change for (NPB group d)



· Subscription Version Status Attribute Value Change or if the SOA supports ranges, Subscription Version  Range Status Attribute Value Change for (SV group e)



· Subscription Version Status Attribute Value Change or if the SOA supports ranges, Subscription Version Range Status Attribute Value Change for (SV group f)



2)    If the Service Provider’s SOA Linked Replies Indicator is set to TRUE, NPAC issues multiple, linked M-ACTION replies, lnpDownload, followed by a non-linked, empty, normal response (indicating the end of the linked reply data) back to the LSMS with the Notification Data updates.  These messages shall be linked for groups of (X) objects – there should be ( X )linked replies.





			4.


			SP


			The SOA issues an M-ACTION Request lnpDownload (network data) to the NPAC SMS and specifies the time range for the resync request.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the SOA and determines that for the time range requested, the Network Data exceeds the Network Data Maximum Recovered Objects parameter (if the service provider supports linked replies) or the Maximum Number of Download Records (if the service provider does not support linked replies).  The NPAC SMS issues  an M-ACTION Response lnpDownload, Criteria-too-large to the requesting LSMS.  









			5.


			SP


			After receiving the M-ACTION Response ‘Criteria-to-large’ the SOA issues an M-ACTION Request lnpDownload (network data) to the NPAC SMS and specifies a smaller time range (than that indicated in row 4 above) for the resync request.



Note: Row 4 may occur over and over until the M-ACTION Request indicates a time range that yields data less than the ‘Network Data Maximum Linked Recovered Objects’ for service provider’s that support Linked Replies – or less than the Maximum Number of Download Records for those service provider’s that don’t support Linked Replies.


			NPAC


			Once the NPAC SMS receives an M-ACTION request that specifies time range that yields an amount of data less than the ‘Network Data Maximum Linked Recovered Objects’ for service provider’s that support Linked Replies, or less than the ‘Maximum Number of Download Records’ for service provider’s that don’t support Linked Replies:  



1)    If the Service Provider’s SOA Linked Replies Indicator is set to FALSE, NPAC issues a single M-ACTION Response lnpDownload message back to the SOA with the Network Data updates for 



· LRN group g



· NPA-NXX group h



2)    If the Service Provider’s SOA Linked Replies Indicator is set to TRUE, NPAC issues multiple, linked M-ACTION replies, lnpDownload, followed by a non-linked, empty, normal response (indicating the end of the linked reply data) back to the LSMS with the Network Data updates.  These messages shall be linked for groups of (X) objects – there should be ( X )linked replies.





			6.


			SP


			The SOA Service Provider issues an M-ACTION Request lnpRecoveryComplete to the NPAC SMS to set the resynchronization flag to FALSE.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the SOA and replies back to the SOA with data updates at the next scheduled interval for the NPA-NXX that was created during resynchronization and the Subscription Version that was activated during resynchronization.





			7.


			SP


			The SOA receives the M-ACTION Response from the NPAC SMS.


			


			





			8..


			NPAC


			NPAC Personnel verify that no data was sent in the initial action response for notification data.


			NPAC


			Verify that no data was sent in the initial action response for notification data.  



Note to Test Engineers:  NPAC Personnel may watch the router of the service provider under test to verify the 1st request for notification data resulted in a ‘criteria-too-large’ response.





			E.


			Pass/Fail Analysis, NANC 187-6





			Pass


			Fail


			NPAC Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel performed the test case as written.








12.3 NANC 191 DPC/SSN Value Edits and NANC 291 SSN Edits in the NPAC SMS



NOTE:  Identify combinations of valid/invalid DPC/SSN values for each Service Provider under test for a minimum of CNAM, CLASS, ISVM and LIDB even if the Service Provider under test does not support all of these enhanced features in production.  If the Service Provider supports WSMSC data – this must also be included in the NANC 191/291 test case test data suite. 



Service Provider’s whose systems cannot create the ‘failure’ scenarios that follow pass those test cases be default.  If their system does not ‘stop’ the invalid message before it goes across the interface, then their system must be able to successfully execute the test case and handle the failure response from the NPAC SMS.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 191/291-1


			SUT Priority:


			SOA 


			Required





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Service Provider Personnel attempt to create a Subscription Version specifying some valid and some invalid DPC/SSN information.  The regional SSN Edit Flags (CLASS, LIDB, CNAM, ISVM and WSMSC) are set to production values. - Failure





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 191/NANC 291





			


			NANC FRS Version Number:


			3.2.0a


			Relevant Requirement(s):


			RR3-380, RR3-381, RR3-382, RR3-383, RR3-384, RR3-385, RR3-386, RR3-387, RR3-388, RR3-389, RR3-375, RR3-376, RR3-377, RR3-378, RR3-378





			


			NANC IIS Version Number:


			3.2.0a


			Relevant Flow(s):


			B.5.1.1





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1.   Verify the NPA-NXX exists and is open for porting for the TN that is going to be used during this test case.



2.   Verify that the LRN exists for the Service Provider under test.



3.   Verify that the ‘SSN Edit Flag’ indicators are set to production settings for the regions in which the Service Provider under test operates.  If the Service Provider operates in regions where the ‘SSN Edit Flag’ indicators may be set to different settings, be sure to test all scenarios with the Service Provider.





			


			Prerequisite SP Setup:


			For Row 1 of the test steps that follow use some combination of the following ‘invalid’ DPC/SSN data entry scenarios to create a Subscription Version request with invalid DPC/SSN data:



If the ‘SSN Edit Flags’ are set to TRUE, invalid data would include 



· Specifying DPC values of (network 001-255, cluster 000-255, member 000-255) and corresponding SSN values other than (000).



· Specifying DPC values other than (network 001-255, cluster 000-255, member 000-255) and corresponding SSN values of (000).



· Specifying DPC values other than (network 001-255, cluster 000-255, member 000-255) and corresponding SSN values other than (000).



If the ‘SSN Edit Flags’ are set to FALSE, invalid data would include 



· Specifying DPC values other than (network 001-255, cluster 000-255, member 000-255) when the SSN value is between 000-255.



· Specifying DPC values other than (network 001-255, cluster 000-255, member 000-255) and also not specifying a value for the corresponding SSN value.



· Specifying DPC values other than (network 001-255, cluster 000-255, member 000-255) and also not specifying a valid SSN value is between 000-255.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1.    Using their SOA system, Service Provider Personnel submit a Subscription Version Create request for a single TN.



2.     The SOA system sends an M-ACTION Request subscriptionVersionNewSP-Create to the NPAC SMS to create the subscriptionVersionNPAC (Subscription Version) on the NPAC SMS.



The following attributes must be specified:



· subscriptionTN or a valid subscriptionVersionTN-Range



· subscriptionNewCurrentSP



· subscriptionOldSP



· subscriptionNewSP-DueDate (seconds set to zero)



· subscriptionLNPType



· subscriptionLRN




Specify a combination of valid and invalid DPC/SSN data for the following attributes.  



· subscriptionCLASS-DPC



· subscriptionCLASS-SSN



· subscriptionLIDB-DPC



· subscriptionLIDB-SSN



· subscriptionCNAM-DPC



· subscriptionCNAM-SSN



· subscriptionISVM-DPC



· subscriptionISVM-SSN



· subscriptionWSMSC-DPC - if supported by the Service provider SOA



· subscriptionWSMSC-SSN - if supported by the Service Provider SOA




The following attributes are optional:




· subscriptionEndUser LocationValue



· subscriptionEndUser LocationType



· subscriptionBillingID 


			NPAC


			The NPAC SMS receives the M-ACTION Request from the Request from the Service Provider’s SOA and determines the following:



The request contains invalid DPC/SSN data based on system requirements and the regional ‘SSN Edit Flag’ settings. (This violates system requirements.)





			2.


			NPAC


			The NPAC SMS issues an M-ACTION Response failure indicating an error with the request to the SOA.


			SP


			The Service Provider SOA receives the M-ACTION Response.





			3.


			NPAC


			NPAC Personnel perform a query for the Subscription Version.


			NPAC


			NPAC Personnel verify that the Subscription Version does not exist on the NPAC SMS.





			4.


			SP


			Service Provider Personnel, perform a local query for the Subscription Version.


			SP


			Verify that the Subscription Version does not exist on the local database.





			E.


			Pass/Fail Analysis, NANC 191/291 - 1





			Pass


			Fail


			NPAC Personnel performed the test case as written for each ‘SSN Edit Flag’ indicator setting for which the Service Provider under test may operate in production.





			Pass


			Fail


			Service Provider Personnel performed the test case as written for each ‘SSN Edit Flag’ indicator setting where they may operate in production.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 191/291-2


			SUT Priority:


			SOA 


			Required





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Service Provider Personnel attempt to modify a ‘Pending’ Subscription Version specifying some valid and some invalid DPC/SSN information.  The regional SSN Edit Flags (CLASS, LIDB, CNAM, ISVM and WSMSC) are set to production values. - Failure





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 191/NANC 291





			


			NANC FRS Version Number:


			3.2.0a


			Relevant Requirement(s):


			RR3-380, RR3-381, RR3-382, RR3-383, RR3-384, RR3-385, RR3-386, RR3-387, RR3-388, RR3-389, RR3-405, RR3-406, RR3-407, RR3-408, RR3-409, RR3-375, RR3-376, RR3-377, RR3-378, RR3-378





			


			NANC IIS Version Number:


			3.2.0a


			Relevant Flow(s):


			B.5.2.3 or B.5.2.4





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1.    Verify that the ‘SSN Edit Flag’ indicators are set to production settings for the regions in which the Service Provider under test operates.  If the Service Provider operates in regions where the ‘SSN Edit Flag’ indicators may be set to different settings, be sure to test all scenarios with the Service Provider.



2.     Verify that a ‘pending’ subscription version exists for the TN that is going to be used during this test case.





			


			Prerequisite SP Setup:


			For Row 1 of the test steps that follow use some combination of the following ‘invalid’ DPC/SSN data entry scenarios to modify a Subscription Version request with invalid DPC/SSN data:



If the ‘SSN Edit Flags’ are set to TRUE, invalid data would include 



· Specifying DPC values of (network 001-255, cluster 000-255, member 000-255) and corresponding SSN values other than (000).



· Specifying DPC values other than (network 001-255, cluster 000-255, member 000-255) and corresponding SSN values of (000).



· Specifying DPC values other than (network 001-255, cluster 000-255, member 000-255) and corresponding SSN values other than (000).



If the ‘SSN Edit Flags’ are set to FALSE, invalid data would include 



· Specifying DPC values other than (network 001-255, cluster 000-255, member 000-255) when the SSN value is between 000-255.



· Specifying DPC values other than (network 001-255, cluster 000-255, member 000-255) and also not specifying a value for the corresponding SSN value.



· Specifying DPC values other than (network 001-255, cluster 000-255, member 000-255) and also not specifying a valid SSN value is between 000-255.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using their SOA system, Service Provider Personnel submit a request to the NPAC SMS to modify a single TN, ‘Pending’ Subscription Version that already exists on the NPAC SMS.



The request must specify the TN and the version status or the version ID of the Subscription Version to be modified and the data to be modified.


The following attributes must be specified:



Specify a combination of valid and invalid DPC/SSN data for the following attributes.  



· subscriptionCLASS-DPC



· subscriptionCLASS-SSN



· subscriptionLIDB-DPC



· subscriptionLIDB-SSN



· subscriptionCNAM-DPC



· subscriptionCNAM-SSN



· subscriptionISVM-DPC



· subscriptionISVM-SSN



· subscriptionWSMSC-DPC - if supported by the Service provider SOA



· subscriptionWSMSC-SSN - if supported by the Service Provider SOA




The Service Provider SOA submits an M-ACTION Request subscriptionVersionModify or an M-SET Request subscriptionVersionNPAC  (depending on the system implementation) to the NPAC SMS lnpSubscription object to update the ‘Pending’ Subscription Version.


			NPAC


			The NPAC SMS receives the M-ACTION/M-SET Request from the Service Provider’s SOA and determines the following:



The request contains invalid DPC/SSN data based on system requirements and the regional ‘SSN Edit Flag’ settings. (This violates system requirements.)





			2.


			NPAC


			The NPAC SMS issues an M-ACTION Response failure or M-SET Response failure (depending on the message received in Row 1) indicating an error with the request to the SOA.


			SP


			The Service Provider SOA receives the Response from the NPAC SMS.





			3.


			NPAC


			NPAC Personnel perform a query for the Subscription Version.


			NPAC


			NPAC Personnel verify that the Subscription Version exists with a status of ‘Pending’ however, the attributes were not modified.





			4.


			SP


			Service Provider Personnel, perform a local query for the Subscription Version.


			SP


			Verify that the Subscription Version exists on the local database with the original attribute values.





			E.


			Pass/Fail Analysis, NANC 191/291 - 2





			Pass


			Fail


			NPAC Personnel performed the test case as written for each ‘SSN Edit Flag’ indicator setting for which the Service Provider under test may operate in production.





			Pass


			Fail


			Service Provider Personnel performed the test case as written for each ‘SSN Edit Flag’ indicator setting where they may operate in production.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 191/291-3


			SUT Priority:


			SOA 


			Required





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Service Provider Personnel attempt to activate a ‘Pending’ Subscription Version that contains some valid and some invalid DPC/SSN information.  The regional SSN Edit Flags (CLASS, LIDB, CNAM, ISVM and WSMSC) are set to production values. - Failure





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 191/NANC 291





			


			NANC FRS Version Number:


			3.2.0a


			Relevant Requirement(s):


			RR3-427





			


			NANC IIS Version Number:


			3.2.0a


			Relevant Flow(s):


			B.5.1.5





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1.    Verify that the ‘SSN Edit Flag’ indicators are set to production settings for the regions in which the Service Provider under test operates.  If the Service Provider operates in regions where the ‘SSN Edit Flag’ indicators may be set to different settings, be sure to test all scenarios with the Service Provider.



2.    Verify that a ‘Pending’ Subscription Version with some combination of the valid and invalid DPC/SSN data scenarios following exists on the NPAC and local databases:



If the ‘SSN Edit Flags’ are set to TRUE, invalid data would include 



· Specifying DPC values of (network 001-255, cluster 000-255, member 000-255) and corresponding SSN values other than (000).



· Specifying DPC values other than (network 001-255, cluster 000-255, member 000-255) and corresponding SSN values of (000).



· Specifying DPC values other than (network 001-255, cluster 000-255, member 000-255) and corresponding SSN values other than (000).



If the ‘SSN Edit Flags’ are set to FALSE, invalid data would include 



· Specifying DPC values other than (network 001-255, cluster 000-255, member 000-255) when the SSN value is between 000-255.



· Specifying DPC values other than (network 001-255, cluster 000-255, member 000-255) and also not specifying a value for the corresponding SSN value.



· Specifying DPC values other than (network 001-255, cluster 000-255, member 000-255) and also not specifying a valid SSN value is between 000-255.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using their SOA system, Service Provider Personnel submit a request to the NPAC SMS to activate a single TN, ‘Pending’ Subscription Version that already exists on the NPAC SMS with valid and invalid DPC/SSN information as described in the prerequisites.



The request must specify the subscription version ID, subscription version TN, or a range of subscription version TNs to be activated.



The Service Provider SOA submits an M-ACTION Request subscriptionVersionActivate to the NPAC SMS lnpSubscription object to activate the ‘Pending’ Subscription Version.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the Service Provider’s SOA and determines the following:



The request to activate is for a ‘Pending’ Subscription Version that contains invalid DPC/SSN data based on system requirements and the regional ‘SSN Edit Flag’ settings. (This violates system requirements.)





			2.


			NPAC


			The NPAC SMS issues an M-ACTION Response failure indicating an error with the request to the SOA.


			SP


			The Service Provider SOA receives the Response from the NPAC SMS.





			3.


			NPAC


			NPAC Personnel perform a query for the Subscription Version.


			NPAC


			NPAC Personnel verify that the Subscription Version exists with a status of ‘Pending’ and invalid DPC/SSN data.





			4.


			SP


			Service Provider Personnel, perform a local query for the Subscription Version.


			SP


			Verify that the Subscription Version exists on the local database with the invalid DPC/SSN data.





			E.


			Pass/Fail Analysis, NANC 191/291 - 3





			Pass


			Fail


			NPAC Personnel performed the test case as written for each ‘SSN Edit Flag’ indicator setting for which the Service Provider under test may operate in production.





			Pass


			Fail


			Service Provider Personnel performed the test case as written for each ‘SSN Edit Flag’ indicator setting where they may operate in production.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 191/291-4


			SUT Priority:


			SOA 


			Required





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Service Provider Personnel attempt to modify an ‘Active’ Subscription Version that contains some valid and some invalid DPC/SSN information.  The regional SSN Edit Flags (CLASS, LIDB, CNAM, ISVM and WSMSC) are set to production values. - Failure





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 191/NANC 291





			


			NANC FRS Version Number:


			3.2.0a


			Relevant Requirement(s):


			RR3-380, RR3-381, RR3-382, RR3-383, RR3-384, RR3-385, RR3-386, RR3-387, RR3-388, RR3-389, RR3-405, RR3-406, RR3-407, RR3-408, RR3-409, RR3-375, RR3-376, RR3-377, RR3-378, RR3-378





			


			NANC IIS Version Number:


			3.2.0a


			Relevant Flow(s):


			B.5.2.1





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1.    Verify that the ‘SSN Edit Flag’ indicators are set to production settings for the regions in which the Service Provider under test operates.  If the Service Provider operates in regions where the ‘SSN Edit Flag’ indicators may be set to different settings, be sure to test all scenarios with the Service Provider.



2.    Verify that an ‘Active’ Subscription Version with some combination of the valid and invalid DPC/SSN data scenarios following exists on the NPAC and local databases:



If the ‘SSN Edit Flags’ are set to TRUE, invalid data would include 



· Specifying DPC values of (network 001-255, cluster 000-255, member 000-255) and corresponding SSN values other than (000).



· Specifying DPC values other than (network 001-255, cluster 000-255, member 000-255) and corresponding SSN values of (000).



· Specifying DPC values other than (network 001-255, cluster 000-255, member 000-255) and corresponding SSN values other than (000).



If the ‘SSN Edit Flags’ are set to FALSE, invalid data would include 



· Specifying DPC values other than (network 001-255, cluster 000-255, member 000-255) when the SSN value is between 000-255.



· Specifying DPC values other than (network 001-255, cluster 000-255, member 000-255) and also not specifying a value for the corresponding SSN value.



· Specifying DPC values other than (network 001-255, cluster 000-255, member 000-255) and also not specifying a valid SSN value is between 000-255.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using their SOA system, Service Provider Personnel submit a request to the NPAC SMS to modify a single TN, ‘Active’ Subscription Version that already exists on the NPAC SMS with valid and invalid DPC/SSN information as described in the prerequisites.



The request must specify the TN, TN range, and the version status, or the version ID of the subscription version to be modified; and the data to be modified.



Modify any of the following attributes:



· subscriptionLRN



· subscriptionEndUserLocationValue



· subscriptionEndUserLocationType



· subscriptionBillingId



The Service Provider SOA submits an M-ACTION Request subscriptionVersionModify to the NPAC SMS lnpSubscription object to modify the ‘Active’ Subscription Version.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the Service Provider’s SOA and determines the following:



The request to modify the ‘Active’ Subscription Version contains invalid DPC/SSN data based on system requirements and the regional ‘SSN Edit Flag’ settings. (This violates system requirements.)





			2.


			NPAC


			The NPAC SMS issues an M-ACTION Response failure indicating an error with the request to the SOA.


			SP


			The Service Provider SOA receives the Response from the NPAC SMS.





			3.


			NPAC


			NPAC Personnel perform a query for the Subscription Version.


			NPAC


			NPAC Personnel verify that the Subscription Version exists with a status of ‘Active’ and invalid DPC/SSN data.





			4.


			SP


			Service Provider Personnel, perform a local query for the Subscription Version.


			SP


			Verify that the Subscription Version exists on the local database with the invalid DPC/SSN data.





			E.


			Pass/Fail Analysis, NANC 191/291 - 4





			Pass


			Fail


			NPAC Personnel performed the test case as written for each ‘SSN Edit Flag’ indicator setting for which the Service Provider under test may operate in production.





			Pass


			Fail


			Service Provider Personnel performed the test case as written for each ‘SSN Edit Flag’ indicator setting where they may operate in production.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 191/291-5


			SUT Priority:


			SOA 


			N/A





			


			


			


			


			LSMS


			Required





			


			Objective:






			NPAC OP GUI – NPAC Personnel attempt to submit a mass update request for a range of Subscription Versions that currently exist.  Some of these Subscription Versions have valid DPC/SSN data and some of these Subscription Versions have invalid DPC/SSN data.   The Mass Update request specifies new DPC/SSN values that will correct some but not all of the Subscription Versions that currently exist with invalid DPC/SSN attributes.  The NPAC SMS processes the Mass Update request, modifies some but not all of the DPC/SSN attributes for the range specified in the Mass Update Request  and logs the objects that could not be updated to the Mass Update Exception Report.  The regional SSN Edit Flags (CLASS, LIDB, CNAM, ISVM and WSMSC) are set to production values. - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 191/NANC 291





			


			NANC FRS Version Number:


			3.2.0a


			Relevant Requirement(s):


			RR3-429





			


			NANC IIS Version Number:


			3.2.0a


			Relevant Flow(s):


			B.8.3





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1.    Verify that the ‘SSN Edit Flag’ indicators are set to production settings for the regions in which the Service Provider under test operates.  If the Service Provider operates in regions where the ‘SSN Edit Flag’ indicators may be set to different settings, be sure to test all scenarios with the Service Provider.



2.    Verify that a range of ‘Active’ Subscription Versions exists.  



· One subset range of Subscription Versions should have all valid DPC/SSN. (SV group 2a)



· One subset range of Subscription Versions should exist with invalid CNAM DPC/SSN data (all other DPC/SSN data should be valid. (SV group 2b)



· One subset range of Subscription Versions should exist with all invalid DPC/SSN data – at a minimum should be CNAM plus at least one other feature set.  (SV group 2c)



3.    Identify the appropriate TN range to use in this test case ________________________.



4.    Identify DPC/SSN attributes that should be specified in the Mass Update request such that some of the Subscription Versions that currently have invalid DPC/SSN attributes will be corrected, and some will remain invalid.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OP GUI, NPAC Personnel submit a Mass Update request for a range of ‘Active’ Subscription Versions that exist, some with valid DPC/SSN data and some with invalid DPC/SSN (identified in the prerequisites above).



Modify CNAM DPC/SSN data, specifying valid values for the following attributes.  



· subscriptionCNAM-DPC



· subscriptionCNAM-SSN






			NPAC


			The NPAC SMS searches the Subscription Version database for Subscription Versions that match the input Mass Update criteria.



The NPAC SMS determines that a subset of the TNs in the Subscription Version range exist with invalid DPC/SSN data that is not corrected by the new values specified in the Mass Update request.  The NPAC SMS makes an entry to the Mass Update Exception report for these TNs, and continues updating the remaining Subscription Versions that meet the Mass Update criteria. request is valid.   





			2.


			NPAC


			NPAC SMS sends multiple M-SET(s) for each contiguous range of Subscription Versions that met the Mass Update criteria to all LSMSs that are accepting downloads for the NPA-NXX of the Subscription Versions to update the valid DPC/SSN values.


			SP


			All LSMSs that are accepting downloads for the NPA-NXXs of the Subscription Versions being updated, receive the M-SET request(s) from the NPAC SMS to modify the DPC/SSN values.



The LSMSs issue an M-SET Response(s) indicating they successfully processed the NPAC SMS request(s).



These M-SET Requests are for the subscription versions that were successfully updated based on the Mass Update criteria – and does not include those subscription versions that could not be updated based on the Mass Update criteria.  The subscription versions that could not be updated are included on the Mass Update Exception report.





			3.


			NPAC






			1.    If the current Service Provider’s TN Range Notification Indicator is set to TRUE, NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange for the range of Subscription Versions that were updated indicating the status is now ‘Active’.



2.    If the current Service Provider’s TN Range Notification Indicator is set to ‘FALSE’, NPAC SMS issues a subscriptionVersionStatusAttributeValueChange for each Subscription Version that was updated, indicating the status is now ‘Active’.


			SP


			The current Service Provider receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT response indicating it successfully received the message.





			4.


			NPAC


			NPAC Personnel generate a Mass Update Exception report.


			NPAC


			Verify that the subset of Subscription Versions (SV group 2c) within the Mass Update criteria that’s invalid DPC/SSN data was not corrected by the new specified attributes are included on the report.





			5.


			SP


			Service Provider Personnel perform a local query on their LSMS to verify the Mass Update was completed.


			SP


			On the LSMS verify:



1.    The subset of Subscription Versions (SV group 2c) within the Mass Update request who’s invalid DPC/SSN data was not corrected by the new specified DPC/SSN attributes were not updated with the new DPC/SSN values.



2.    The subsets of Subscription Versions (SV groups 2a and 2b) within the Mass Update request who’s DPC/SSN values were previously valid, or were invalid but the Mass Update specified attributes corrected the previous issues were updated with the new DPC/SSN values.





			6.


			NPAC


			NPAC Personnel perform a full audit for the subscription version range specified in the Mass Update request.


			NPAC


			Verify that there are no discrepancies found.



The subscription versions (SV group 2c) that previously existed with invalid DPC/SSN data that were not corrected by the Mass Update specified attributes – still exist in their previous state.



All other subscription versions (SV groups 2a and 2b) specified in the Mass Update criteria were updated appropriately.





			E.


			Pass/Fail Analysis, NANC 191/291 - 5





			Pass


			Fail


			NPAC Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel performed the test case as written.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 191/291-6


			SUT Priority:


			SOA 


			Required





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Service Provider Personnel attempt to create a Number Pool Block specifying some valid and some invalid DPC/SSN information.  The regional SSN Edit Flags (CLASS, LIDB, CNAM, ISVM and WSMSC) are set to production values. - Failure





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 191/NANC 291





			


			NANC FRS Version Number:


			3.2.0a


			Relevant Requirement(s):


			RR3-390, RR3-391, RR3-392, RR3-393, RR3-394, RR3-395, RR3-396, RR3-397, RR3-398, RR3-399, RR3-400, RR3-401, RR3-402, RR3-403, RR3-404, RR3-375, RR3-376, RR3-377, RR3-378, RR3-378





			


			NANC IIS Version Number:


			3.2.0a


			Relevant Flow(s):


			B.4.4.2





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1.    Verify that the ‘SSN Edit Flag’ indicators are set to production settings for the regions in which the Service Provider under test operates.  If the Service Provider operates in regions where the ‘SSN Edit Flag’ indicators may be set to different settings, be sure to test all scenarios with the Service Provider.



2.    Verify that the NPA-NXX exists and is open for porting for the Number Pool Block that is going to be used during this test case.



3.    Verify that the NPA-NXX-X exists respective to the Number Pool Block that is going to be used during this test case. 



4.    Verify that there are no contaminated TNs or ‘pending-like’ Subscription Versions for the range of TNs in the NPA-NXX-X.





			


			Prerequisite SP Setup:


			1.    Verify that the NPA-NXX-X exists for the Number Pool Block that Service Provider Personnel will create during this Test Case.



2.    Verify that the current date is equal to or greater than the NPA-NXX-X Effective Date.



3.    For Row 1 of the test steps that follow use some combination of the following ‘invalid’ DPC/SSN data entry scenarios to create a Subscription Version request with invalid DPC/SSN data:



If the ‘SSN Edit Flags’ are set to TRUE, invalid data would include 



· Specifying DPC values of (network 001-255, cluster 000-255, member 000-255) and corresponding SSN values other than (000).



· Specifying DPC values other than (network 001-255, cluster 000-255, member 000-255) and corresponding SSN values of (000).



· Specifying DPC values other than (network 001-255, cluster 000-255, member 000-255) and corresponding SSN values other than (000).



If the ‘SSN Edit Flags’ are set to FALSE, invalid data would include 



· Specifying DPC values other than (network 001-255, cluster 000-255, member 000-255) when the SSN value is between 000-255.



· Specifying DPC values other than (network 001-255, cluster 000-255, member 000-255) and also not specifying a value for the corresponding SSN value.



· Specifying DPC values other than (network 001-255, cluster 000-255, member 000-255) and also not specifying a valid SSN value is between 000-255.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the SOA, Service Provider Personnel, submit a M-ACTION numberPoolBlock-Create Request to the NPAC SMS to create a Number Pool Block. 



The request must include the following attributes:



· numberPoolBlockNPA-NXX-X



· numberPoolBlockSPID



· numberPoolBlockLRN



Specify a combination of valid and invalid DPC/SSN data for the following attributes:



· numberPoolBlockCLASS-DPC



· numberPoolBlockCLASS-SSN



· numberPoolBlockCNAM-DPC



· numberPoolBlockCNAM-SSN



· numberPoolBlockISVM-DPC



· numberPoolBlockISVM-SSN



· numberPoolBlockLIDB-DPC



· numberPoolBlockLIDB-SSN



· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA



· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA


			NPAC


			The NPAC SMS receives the M-ACTION numberPoolBlock-Create Request from the Service Provider’s SOA and determines the following:



The request contains invalid DPC/SSN data based on system requirements and the regional ‘SSN Edit Flag’ settings. (This violates system requirements.)





			2.


			NPAC


			The NPAC SMS issues an M-ACTION Response failure indicating an error with the request to the SOA.


			SP


			The Service Provider SOA receives the M-ACTION Response.





			3.


			NPAC


			NPAC Personnel perform a query for the Number Pool Block and respective ‘Pooled’ Subscription Versions Service Provider personnel attempted to schedule during this test case.


			NPAC


			NPAC Personnel verify that the Number Pool Block and respective ‘Pooled’ Subscription Versions do not exist on the NPAC SMS.





			4.


			SP


			Service Provider Personnel, perform a local query for the Number Pool Block and the respective ‘Pooled’ Subscription Versions they attempted to schedule during this test case.


			SP


			Verify that the Number Pool Block and the respective ‘Pooled’ Subscription Versions do not exist on the local database.





			E.


			Pass/Fail Analysis, NANC 191/291 - 6





			Pass


			Fail


			NPAC Personnel performed the test case as written for each ‘SSN Edit Flag’ indicator setting for which the Service Provider under test may operate in production.





			Pass


			Fail


			Service Provider Personnel performed the test case as written for each ‘SSN Edit Flag’ indicator setting where they may operate in production.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 191/291-7


			SUT Priority:


			SOA 


			Required





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Service Provider Personnel attempt to modify a Number Pool Block specifying some valid and some invalid DPC/SSN information.  The regional SSN Edit Flags (CLASS, LIDB, CNAM, ISVM and WSMSC) are set to production values. - Failure





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 191/NANC 291





			


			NANC FRS Version Number:


			3.2.0a


			Relevant Requirement(s):


			RR3-390, RR3-391, RR3-392, RR3-393, RR3-394, RR3-395, RR3-396, RR3-397, RR3-398, RR3-399, RR3-400, RR3-401, RR3-402, RR3-403, RR3-404, RR3-405, RR3-406, RR3-407, RR3-408, RR3-409, RR3-421, RR3-422, RR3-423, RR3-424, RR3-425, RR3-426, RR3-375, RR3-376, RR3-377, RR3-378, RR3-378





			


			NANC IIS Version Number:


			3.2.0a


			Relevant Flow(s):


			B.4.4.13





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1.    Verify that the ‘SSN Edit Flag’ indicators are set to production settings for the regions in which the Service Provider under test operates.  If the Service Provider operates in regions where the ‘SSN Edit Flag’ indicators may be set to different settings, be sure to test all scenarios with the Service Provider.



2.    Verify the Number Pool Block to be modified exists on the NPAC SMS with a status of ‘active’ and an empty Failed SP List.





			


			Prerequisite SP Setup:


			For Row 1 of the test steps that follow use some combination of the following ‘invalid’ DPC/SSN data entry scenarios to modify a Number Pool Block with invalid DPC/SSN data:



If the ‘SSN Edit Flags’ are set to TRUE, invalid data would include 



· Specifying DPC values of (network 001-255, cluster 000-255, member 000-255) and corresponding SSN values other than (000).



· Specifying DPC values other than (network 001-255, cluster 000-255, member 000-255) and corresponding SSN values of (000).



· Specifying DPC values other than (network 001-255, cluster 000-255, member 000-255) and corresponding SSN values other than (000).



If the ‘SSN Edit Flags’ are set to FALSE, invalid data would include 



· Specifying DPC values other than (network 001-255, cluster 000-255, member 000-255) when the SSN value is between 000-255.



· Specifying DPC values other than (network 001-255, cluster 000-255, member 000-255) and also not specifying a value for the corresponding SSN value.



· Specifying DPC values other than (network 001-255, cluster 000-255, member 000-255) and also not specifying a valid SSN value is between 000-255.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP 


			Using the SOA, Service Provider Personnel submit an M-SET Request  numberPoolBlock to modify a Number Pool Block. 



The following attributes may be modified:



· numberPoolBlockLRN



Specify a combination of valid and invalid DPC/SSN data for the following attributes:



· numberPoolBlockCLASS-DPC



· numberPoolBlockCLASS-SSN



· numberPoolBlockCNAM-DPC



· numberPoolBlockCNAM-SSN



· numberPoolBlockLIDB-DPC



· numberPoolBlockLIDB-SSN



· numberPoolBlockISVM-DPC



· numberPoolBlockISVM-SSN



· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA



· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA


			NPAC


			The NPAC SMS receives the M-SET Request numberPoolBlock from the Service Provider’s SOA and determines the following:



The request contains invalid DPC/SSN data based on system requirements and the regional ‘SSN Edit Flag’ settings. (This violates system requirements.)








			2.


			NPAC


			The NPAC SMS issues an M-SET Response failure indicating an error with the request to the SOA.


			SP


			The Service Provider SOA receives the M-SET Response.





			3.


			NPAC


			NPAC Personnel perform a query for the Number Pool Block and respective ‘Pooled’ Subscription Versions Service Provider personnel attempted to modify during this test case.


			NPAC


			NPAC Personnel verify that the Number Pool Block and respective ‘Pooled’ Subscription Versions were not modified on the NPAC SMS.





			4.


			SP


			Service Provider Personnel, perform a local query for the Number Pool Block and the respective ‘Pooled’ Subscription Versions they attempted to modify during this test case.


			SP


			Verify that the Number Pool Block and the respective ‘Pooled’ Subscription Versions were not modified on the local database.





			E.


			Pass/Fail Analysis, NANC 191/291 - 7





			Pass


			Fail


			NPAC Personnel performed the test case as written for each ‘SSN Edit Flag’ indicator setting for which the Service Provider under test may operate in production.





			Pass


			Fail


			Service Provider Personnel performed the test case as written for each ‘SSN Edit Flag’ indicator setting where they may operate in production.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 191/291-8


			SUT Priority:



NPAC One Time Only


			SOA 


			N/A





			


			


			


			


			LSMS


			N/A





			


			Objective:






			NPAC – Upon Number Pool Block scheduled activation, NPAC SMS fails the Number Pool Block activation based on some invalid DPC/SSN information.  The regional SSN Edit Flags (CLASS, LIDB, CNAM, ISVM and WSMSC) are set to production values. - Failure





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 191/NANC 291





			


			NANC FRS Version Number:


			3.2.0a


			Relevant Requirement(s):


			RR3-390, RR3-391, RR3-392, RR3-393, RR3-394, RR3-395, RR3-396, RR3-397, RR3-398, RR3-399, RR3-400, RR3-401, RR3-402, RR3-403, RR3-404, RR3-428, RR3-375, RR3-376, RR3-377, RR3-378, RR3-378





			


			NANC IIS Version Number:


			3.2.0a


			Relevant Flow(s):


			B.4.4.2





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			NPAC Test Engineers, set SSN Edit Flags to FALSE, create an NPA-NXX-X, schedule a respective Number Pool Block for at least 1 day in the future containing invalid DPC/SSN data (as described below).  After the Number Pool Block has been scheduled, but prior to activation, set the SSN Edit Flags to TRUE.  Perform test steps as specified below.



1.    Verify that the ‘SSN Edit Flag’ indicators are set to production settings for the regions in which the Service Provider under test operates.  If the Service Provider operates in regions where the ‘SSN Edit Flag’ indicators may be set to different settings, be sure to test all scenarios with the Service Provider.



2.    Verify the Number Pool Block create event exists on the NPAC SMS with some combination of the following invalid DPC/SSN data value scenarios:



If the ‘SSN Edit Flags’ are set to TRUE, invalid data would include 



· Specifying DPC values of (network 001-255, cluster 000-255, member 000-255) and corresponding SSN values other than (000).



· Specifying DPC values other than (network 001-255, cluster 000-255, member 000-255) and corresponding SSN values of (000).



· Specifying DPC values other than (network 001-255, cluster 000-255, member 000-255) and corresponding SSN values other than (000).



If the ‘SSN Edit Flags’ are set to FALSE, invalid data would include 



· Specifying DPC values other than (network 001-255, cluster 000-255, member 000-255) when the SSN value is between 000-255.



· Specifying DPC values other than (network 001-255, cluster 000-255, member 000-255) and also not specifying a value for the corresponding SSN value.



· Specifying DPC values other than (network 001-255, cluster 000-255, member 000-255) and also not specifying a valid SSN value is between 000-255.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC 


			Upon reaching the Number Pool Block scheduled date, the NPAC SMS attempts to automatically ‘Create’ the Number Pool Block and respective ‘Pooled’ Subscription Versions for a Number Pool Block create event that has been scheduled with some combination of invalid DPC/SSN information outlined in the prerequisites.


			NPAC


			The NPAC SMS determines the following:



The Number Pool Block and respective ‘Pooled’ Subscription Version Create request contains invalid DPC/SSN data based on system requirements and the regional ‘SSN Edit Flag’ settings. (This violates system requirements.)








			2.


			NPAC


			The NPAC SMS fails the Number Pool Block Create request and generates appropriate errors.


			NPAC


			The error log is appropriately updated to reflect the Number Pool Block and respective ‘Pooled’ Subscription Version create request failure.





			3.


			NPAC


			NPAC Personnel perform a query for the Number Pool Block and respective ‘Pooled’ Subscription Versions the NPAC SMS attempted to automatically create during this test case.


			NPAC


			NPAC Personnel verify that the Number Pool Block and respective ‘Pooled’ Subscription Versions were not created on the NPAC SMS.





			4.


			SP


			Service Provider Personnel, perform a local query for the Number Pool Block and the respective ‘Pooled’ Subscription Versions the NPAC SMS attempted to automatically create during this test case.


			SP


			Verify that the Number Pool Block and the respective ‘Pooled’ Subscription Versions were not created on the local database.





			E.


			Pass/Fail Analysis, NANC 191/291 - 8





			Pass


			Fail


			NPAC Personnel performed the test case as written for each ‘SSN Edit Flag’ indicator setting for which the Service Provider under test may operate in production.





			Pass


			Fail


			Service Provider Personnel performed the test case as written for each ‘SSN Edit Flag’ indicator setting where they may operate in production.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 191/291-9


			SUT Priority:


			SOA 


			N/A





			


			


			


			


			LSMS


			Required





			


			Objective:






			NPAC OP GUI – NPAC Personnel attempt to submit a mass update request that includes at least three complete, ‘Active’ Number Pool Blocks.  One of these Number Pool Blocks should currently exist with valid DPC/SSN data, two should exist with invalid DPC/SSN data.  The Mass Update criteria shall include all three Number Pool Blocks and the request specifies new DPC/SSN values that will correct one, but not both of the Number Pool Blocks that currently exists with invalid DPC/SSN data.  The NPAC SMS processes the Mass Update request, modifies some but not all of the DPC/SSN attributes for the range specified in the Mass Update Request and logs the objects that could not be updated to the Mass Update Exception report.  The regional SSN Edit Flags (CLASS, LIDB, CNAM, ISVM and WSMSC) are set to production values. - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 191/NANC 291





			


			NANC FRS Version Number:


			3.2.0a


			Relevant Requirement(s):


			RR3-429





			


			NANC IIS Version Number:


			3.2.0a


			Relevant Flow(s):


			B.8.3





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1.    Verify that the ‘SSN Edit Flag’ indicators are set to production settings for the regions in which the Service Provider under test operates.  If the Service Provider operates in regions where the ‘SSN Edit Flag’ indicators may be set to different settings, be sure to test all scenarios with the Service Provider.



2.    Verify that at least 3 ‘Active’ Number Pool Block exist.  



· One of these Number Pool Blocks should exist with valid DPC/SSN values.  (NPB 2a)



· One Number Pool Block should exist with invalid CNAM DPC/SSN data (all other DPC/SSN data should be valid. (NPB 2b)



· One Number Pool Block should exist with all invalid DPC/SSN data – at a minimum should be CNAM plus at least one other feature set. (NPB 2c)



3.    Identify the appropriate Number Pool Block range to use in this test case _____________________.



4.    Identify DPC/SSN attributes that should be specified in the Mass Update request such that one of the Number Pool Blocks that currently have invalid DPC/SSN attributes will be corrected, and the other Number Pool Block will remain invalid.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OP GUI, NPAC Personnel submit a Mass Update request that includes at least 3 complete, ‘Active’ Number Pool Blocks.  (Identified in the prerequisites above).



Modify CNAM DPC/SSN data, specifying valid values for the following attributes.  



· subscriptionCNAM-DPC



· subscriptionCNAM-SSN






			NPAC


			The NPAC SMS receives the Mass Update Request from the NPAC OP GUI and searches the Number Pool Block and Subscription Version databases for Number Pool Blocks and Subscription Versions that match the input Mass Update criteria.



The NPAC SMS determines that a subset of the Number Pool Blocks and Subscription Versions requested exist with invalid DPC/SSN data that is not corrected by the new values specified in the Mass Update request.  The NPAC SMS makes an entry to the Mass Update Exception report for these Number Pool Block and Subscription Version objects, and continues updating the remaining Number Pool Blocks and Subscription Versions that meet the Mass Update criteria.









			2.


			NPAC


			NPAC SMS sends to all LSMSs that are accepting downloads for the NPA-NXX(s):



· to those EDR LSMSs, NPAC SMS issues M-SET Request(s) numberPoolBlock to update the DPC/SSN data.



· to those EDR LSMSs, NPAC SMS issues M-SET Request(s) subscriptionVersion for each contiguous range of non-pooled TN’s within the Mass Update TN range to update the DPC/SSN data.



· to those non-EDR LSMSs, NPAC SMS issues M-SET Request(s) subscriptionVersion for each contiguous range of ‘Pooled’ and ‘non-Pooled’ TNs to update the DPC/SSN data.






			SP


			All LSMSs that are accepting downloads for the NPA-NXXs of the Number Pool Block objects and Subscription Versions being updated, receive the M-SET requests from the NPAC SMS to modify the DPC/SSN values.



The LSMSs issue M-SET Responses indicating they successfully processed the NPAC SMS request.



These M-SET Requests are for the Number Pool Blocks and Subscription Versions that were successfully updated based on the Mass Update criteria – and does not include those Number Pool Blocks or Subscription Versions that could not be updated based on the Mass Update criteria.  The Number Pool Blocks and Subscription Versions that could not be updated are included on the Mass Update Exception report.





			3.


			NPAC


			1.    If the current Service Provider’s TN Range Notification Indicator is set to TRUE, NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange for the range of Subscription Versions that were updated indicating the status is now ‘Active’.



2.    If the current Service Provider’s TN Range Notification Indicator is set to ‘FALSE’, NPAC SMS issues a subscriptionVersionStatusAttributeValueChange for each Subscription Version that was updated, indicating the status is now ‘Active’.


			SP


			The current Service Provider receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT response indicating it successfully received the message.





			4.


			NPAC


			NPAC Personnel generate a Mass Update Exception report.


			NPAC 


			Verify Number Pool Block (NPB 2c) and the respective Subscription Versions within the Mass Update criteria who’s invalid DPC/SSN data was not corrected by the new specified attributes are included on the report.





			5.


			SP


			Service Provider Personnel perform a local query on their LSMS to verify the Mass Update was completed.


			SP


			On the LSMS verify:



1.    Number Pool Block (NPB 2c) and the respective Subscription Versions within the Mass Update request who’s invalid DPC/SSN data was not corrected by the new specified DPC/SSN attributes were not updated with the new DPC/SSN values.



2.    Number Pool Blocks (NPB 2a and 2b) and the respective Subscription Versions within the Mass Update request who’s DPC/SSN values were previously valid, or were invalid but the Mass Update specified attributes corrected the previous issues were updated with the new DPC/SSN values.





			6.


			NPAC


			NPAC Personnel perform a full audit for the range specified in the Mass Update request.


			NPAC


			Verify that there are no discrepancies found.



Number Pool Block (NPB 2c) and respective Subscription Versions that previously existed with invalid DPC/SSN data that were not corrected by the Mass Update specified attributes – still exist in their previous state.



Number Pool Blocks (NPB 2a and 2b) and respective Subscription Versions specified in the Mass Update criteria were updated appropriately.





			E.


			Pass/Fail Analysis, NANC 191/291 - 9





			Pass


			Fail


			NPAC Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel performed the test case as written.








12.4 NANC 192 NPA Split NPAC SMS Load File



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 192-1


			SUT Priority:


			SOA 


			Required





			


			


			


			


			LSMS


			Required





			


			Objective:






			SOA/LSMS - Service Provider Personnel perform basic LNP functions before, during and after Permissive Dial Period for NPA Splits that are created on the NPAC SMS. - Success





			B.


			REFERENCES


			





			


			


			





			


			NANC Change Order Revision Number:


			


			Change Order Number (s):


			NANC 192





			


			NANC FRS Version Number


			3.2.0


			Relevant Requirement(s):


			RN3-1, RN 3-2, RR3-281, RN3-282, RN3-283, RR3-285, RR3-288, RN3-4.1, RR3-437, RN3-4.14, RN3-4.27, RN3-4.28, RN3-4.30, RR3-219





			


			NANC IIS Version Number


			3.2.0


			Relevant Flow(s):


			B.8.2, B.4.1.1, B.5.1.2, B.5.1.5, B.5.1.6





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1.  NPAC Personnel create an NPA Split Load Flat file to be used to specify respective NPA Split data to be used during this test case.  Work with the Service Provider under test, and existing Network Data in the test bed to determine precise data to be used.  For example:



SPID



Old



NPA-NXX



New 



NPA-NXX



PDP Start Date/Time



PDP End Date/Time



SUT



303-771



304-771



This is current plus 2 days



This is PDP Start plus 2 days



A



720-771



721-771



B



718-771



719-771



1. Use appropriate data such that the NPA Split Load file should be successfully loaded and new NPA-NXXs appropriately created/broadcast.



2. Load the NPA Split Load File prior to starting test steps.



NOTE:  The NPA Split must exist on the NPAC SMS prior to existing on the local Service Provider systems.  Also, the New NPA-NXX may not exist on the NPAC SMS prior to loading the respective NPA Split Load File.



NOTE: It is also possible for NPAC Personnel to use the manual process to create the respective NPA Splits on the NPAC SMS necessary to execute this test case. 









			


			Prerequisite SP Setup:


			





			


			


			





			


			





			Row #


			NPAC or SP


			Test Step


			NPAC or SP


			Expected Result





			1.


			NPAC


			1.  NPAC SMS automatically creates the respective New NPA-NXXs involved in the NPA Splits specified in the NPA Split load file.



2.  NPAC SMS issues an M-CREATE Request serviceProv NPA-NXX for each New NPA-NXX specified in the NPA Split Load file to each SOA and LSMS accepting downloads for these NPA-NXXs.  


NOTE:These creates will indicate an Effective Date equal to the PDP Start indicated in the NPA Split Load File.  Following the example in the prerequisites this would be 3 requests for (304-771, 721-771 and 719-771 respectively).


			SP


			1.  Each SOA/LSMS in the region accepting downloads for these NPA-NXXs receive the M-Create Requests and issue a respective M-Create Response serviceProv NPA-NXX back to the NPAC SMS indicating they successfully received and processed the request.



2.  Verify that the respective New NPA-NXXs indicated in the NPA Split Load File exist on the appropriate local system (SOA and/or LSMS depending on you implementation/configuration).





			2.


			SPs


			Service Provider personnel, perform the necessary steps to “create” the NPA Splits on your local/respective systems.






			SP


			Verify that the NPA Splits are established on all necessary Service Provider systems.  (In most cases this should be the SOA and LSMS, but may depend on individual implementations). 









			3.


			SP


			1.  Service Provider personnel create a Subscription Version indicating  the Old NPA-NXX value for which you are not the ‘holder’ indicated in the NPA-Split Load File above.  In other words you are porting a number away from another service provider. 



2.  SOA issues an M-ACTION Request subscriptionVersionNewSP-Create to the NPAC SMS indicating the Old NPA-NXX value which is scheduled for an NPA Split.



NOTE:  if the request specifies the ‘New’ NPA-NXX value, the NPAC SMS will fail the request because the New NPA-NXX Effective Date has not been reached, nor has PDP started.


			NPAC


			NPAC SMS receives the M-ACTION Request processes it internally and issues an M-ACTION Response back to the Service Provider SOA indicating the request was successfully received and processed.





			4.


			


			Permissive Dial Period Starts


			


			





			5.


			SP


			1.  Service Provider personnel activate the Subscription Version created in row 3 above, specifying the Old NPA-NXX value.



2.  SOA issues an M-ACTION Reques subscriptionVersionActivate to the NPAC SMS indicating the Old NPA-NXX value that is currently in PDP.



NOTE:  If your system automatically only sends the New NPA-NXX value during PDP, this is ok, just continue.



NOTE:  The difference in behavior during PDP is that Service Provider systems may successfully submit requests that specify the Old NPA-NXX value involved in an NPA Split, but the response from the NPAC SMS will specify the New NPA-NXX value involved in an NPA Split.


			NPAC


			1.  The NPAC SMS receives the M-ACTION Request and updates the status to ‘sending’. 



2.  The NPAC SMS issues an M-ACTION Response (indicating the New NPA-NXX value) back to the Service Provider SOA indicating it received the request and is processing it.



3.  The NPAC SMS issues an M-CREATE Request subscriptionVersion to each LSMS that is accepting downloads for the New NPA-NXX.



4.  Once the NPAC SMS receives a response from all LSMSs accepting downloads for the New NPA-NXX, the status is updated.



5.  The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to both the Old and New SOA indicating the status is now ‘active’.



6.  Each SOA responds with an M-EVENT-REPORT Confirmation indicating they received the notification.





			6.


			NPAC


			NPAC Personnel perform an audit for the TN that was activated to the LSMS of the Service Provider Under Test to verify the activate request was appropriately processed.  The audit request will specify the New NPA-NXX value involved in the NPA Split.


			NPAC


			1.  Using the Audit Results Log, verify that there were no updates made.  If any updates were made as a result of running this audit, the test case fails.



2.  Verify that the Subscription Version with a New NPA-NXX value that is involved in an NPA Split exists.





			7.


			


			Permissive Dial Period Ends.


			


			





			8.


			NPAC


			NPAC SMS automatically performs ‘clean-up’ process after PDP ends.  


2.  NPAC SMS issues an M-DELETE Request for each of the Old NPA-NXXs involved in an NPA Split to all LSMSs and SOAs in the region, accepting downloads for the NPA-NXX(s).



 


			SP


			Each LSMS and SOA in the region accepting downloads for the Old NPA-NXX, receive the M-DELETE Request from the NPAC SMS for the (Old) NPA-NXXs that were in an NPA Split.



1.  Each LSMS processes the request and issues an M-DELETE Response serviceProv NPA-NXX (old) back to the NPAC SMS indicating they successfully received/processed the request.



2.  Each SOA processes the request and issues an M-DELETE Response serviceProv NPA-NXX (old)  back to the NPAC SMS indicating they successfully received/processed the request.





			9.


			NPAC


			1.  NPAC SMS receives the M-DELETE Response from each LSMS that received the original request.



2.  NPAC SMS receives the M-DELETE Response from each SOA that received the original request.


			


			








12.5 NANC 218 – Conflict Timestamp Broadcast to SOA 



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 218-1


			SUT Priority:


			SOA 


			Required





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – (Old) Service Provider Personnel submit a single TN, subscription version modify request specifying Authorization (FALSE) and a valid status change cause code, setting the subscription version status to conflict after both Service Providers have created/concurred to the port, and prior to the Conflict Restriction Window - SUCCESS





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 218





			


			NANC FRS Version Number:


			3.2.0a


			Relevant Requirement(s):


			RR5-44.2, RR5-44.3





			


			NANC IIS Version Number:


			3.2.0a


			Relevant Flow(s):


			B.5.2.3, B.5.2.4





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1.    Verify that a Subscription Version with a status of ‘Pending’ exists for the TN that will be used in the Subscription Version modify request by the Old Service Provider in this test case, exists on the NPAC SMS.



2.    Verify that the current time is prior to the Conflict Restriction Window expiration.



3.    The Subscription Version that is going to be used during this Test Case should not previously have been put in conflict before, should have never had a status of ‘Conflict’, and should not have a Conflict Time Stamp value.



4.    TN Used:______________________________





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1.    Using their SOA system, Old Service Provider Personnel submit a Subscription Version Modify request for a ‘Pending’ Subscription Version that has previously been created by the New Service Provider and concurred to by the Old Service Provider.  Specify the TN identified in the prerequisite steps above.



2.    The SOA sends either an M-ACTION Request subscriptionVersionModify or an M-SET Request subscriptionVersionNPAC specifying the TN identified in the prerequisite above and setting the subscriptionOldSP-Authorization to FALSE and indicating a valid subscriptionStatusChangeCauseCode.


			NPAC


			NPAC SMS receives the request from the Old SP SOA and verifies that each attribute specified is valid according to system requirements.









			2.


			NPAC


			The NPAC SMS:



1.     If an M-ACTION Request subscriptionVersionModify was sent, issues an M-ACTION Response back to the Old SP SOA followed by an (internal) M-SET Request subscriptionVersionNPAC and M-SET Response subscriptionVersionNPAC to itself.



2.     If an M-SET Request subscriptionVersionNPAC was sent, issues an M-SET Response subscriptionVersionNPAC to the Old SP SOA.


			SP


			The Old Service Provider SOA receives the Response from the NPAC SMS.





			3.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator.



1.    If the setting is TRUE, NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange including the attributes bulleted below:



2…..If the setting is FALSE, NPAC SMS issues an M-EVENT-REPORT attributeValueChange including the attributes bulleted below:



· subscriptionNewSP-DueDate



· subscriptionOldSP-Authorization (set to FALSE)



· subscriptionOldSP-AuthorizationTimeStamp



· subscriptionStatusChangeCauseCode



· subscriptionVersionStatus (Conflict)



· subscriptionConflictTimeStamp


			SP


			The Old Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS.





			4.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA.





			5.


			SP 


			At the same time as row 3 above, NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



1.    If the setting is TRUE, NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange including the attributes bulleted below:



2…..If the setting is FALSE, NPAC SMS issues an M-EVENT-REPORT attributeValueChange including the attributes bulleted below:



· subscriptionNewSP-DueDate



· subscriptionOldSP-Authorization (set to FALSE)



· subscriptionOldSP-AuthorizationTimeStamp



· subscriptionStatusChangeCauseCode



· subscriptionVersionStatus (Conflict)



· subscriptionConflictTimeStamp


			SP


			The New Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS.





			6.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			7.


			SP


			Using their SOA, Old SP Personnel perform a local query for the subscription version modified during this test case.


			SP


			The subscription version exists with a status of ‘conflict’ and that the ConflictTimeStamp is set appropriately.





			8.


			NPAC


			NPAC Personnel perform a query for the subscription version modified in this test case.


			NPAC


			The subscription version exists with a status of ‘conflict’.





			E.


			Pass/Fail Analysis, NANC 218-1





			Pass


			Fail


			NPAC Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel confirm they received all attributes included in the M-EVENT-REPORT request from the NPAC SMS listed in row 3 above.








This test case will supersede NANC 214-1 in the functional and regression test plan.



			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 218-2


			SUT Priority:


			SOA


			Required





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Old Service Provider personnel successfully put a pending Subscription Version into conflict using an Old Service Provider create after the Conflict Restriction Window Tunable Time has been reached but before the Final Concurrence Timer (T2) has expired. – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 218





			


			NANC FRS Version Number:


			3.2.0.a


			Relevant Requirement(s):


			RR5-44.2, RR5-44.3





			


			NANC IIS Version Number:


			3.2.0.a


			Relevant Flow(s):


			Based on B.5.1.4





			


			





			C.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			Verify that a New Service Provider pending Subscription Version has been created where the Service Provider under test is the Old Service Provider, the due date is today and the Final Concurrence Timer has not expired.





			


			Prerequisite SP Setup:


			





			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the SOA, Old Service Provider personnel create a subscriptionVersionOldSP-Create M-ACTION Request with the authorization flag set to “FALSE” for a ‘pending’ Subscription Version created by the New Service Provider where the due date is today and the Final Concurrence Timer has not expired.


			SP


			The SOA issues a subscriptionVersionOldSP-Create M-ACTION to the NPAC SMS.





			2.


			NPAC


			The NPAC SMS accepts the M-ACTION Request from the Service Provider.






			NPAC


			The NPAC SMS sets the Subscription Version to conflict and sets all of the other values from the subscriptionVersionOldSP-Create M-ACTION Request.





			3.


			NPAC


			The NPAC SMS issues an M-ACTION Response.


			SP


			The SOA receives the successful subscriptionVersionOldSP-Create M-ACTION Response.





			4.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator.



If the setting is TRUE, NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange including the attributes bulleted below:



2…..If the setting is FALSE, NPAC SMS issues an M-EVENT-REPORT attributeValueChange including the attributes bulleted below:



· subscriptionOldSP-DueDate



· subscriptionOldSP-Authorization (set to FALSE)



· subscriptionOldSP-AuthorizationTimeStamp



· subscriptionStatusChangeCauseCode



· subscriptionVersionStatus (Conflict)



· subscriptionConflictTimeStamp


			SP


			The Old Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS.





			5.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA.





			6.


			NPAC


			At the same time as row 4 above, 



NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



1.    If the setting is TRUE, NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange including the attributes bulleted below:



2…..If the setting is FALSE, NPAC SMS issues an M-EVENT-REPORT attributeValueChange including the attributes bulleted below:



· subscriptionOldSP-DueDate



· subscriptionOldSP-Authorization (set to FALSE)



· subscriptionOldSP-AuthorizationTimeStamp



· subscriptionStatusChangeCauseCode



· subscriptionVersionStatus (Conflict)



· subscriptionConflictTimeStamp


			SP


			The New Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS.





			7.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			8.


			SP


			Using their SOA, Old SP Personnel perform a local query for the subscription version they created during this test case.


			SP


			The subscription version exists with a status of ‘conflict’ and that the ConflictTimeStamp is set appropriately.





			9.


			NPAC


			NPAC Personnel perform a query for the Subscription Version to verify that it has a status of ‘conflict’.


			NPAC


			The Subscription Version has a status of ‘conflict’, the cause code, the authorization time stamp, the conflict time stamp and the Old Service Provider due date is set and the authorization flag is set to False.





			E.


			Pass/Fail Analysis, NANC 218-2





			Pass


			Fail


			NPAC Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel confirm they received all attributes included in the M-EVENT-REPORT request from the NPAC SMS listed in row 4 above.








12.6 NANC 230 – Donor SOA Port-To-Original of Intra-Service Provider Port



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 230-1


			SUT Priority:


			SOA 


			Required





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Service Provider Personnel create an Intra-Service Provider, Port-to-Original Subscription Version where a previously ‘Active’ Subscription Version exists, that is not part of a Number Pool Block – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 230





			


			NANC FRS Version Number:


			3.2.0a


			Relevant Requirement(s):


			RR5-4, RR5-122, RR5-6.1





			


			NANC IIS Version Number:


			3.2.0a


			Relevant Flow(s):


			B.5.1.11





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1.     Verify that a Subscription Version with a status of ‘Active’ exists for the TN that will be used in the Intra-Service Provider, Port-to-Original Subscription Version create request in this test case, for the current Service Provider, on the NPAC SMS.



2.     The TN that is going to be used during this Test Case should not be part of a Number Pool Block or be associated in any way with an existing NPA-NXX-X on the NPAC SMS.



3.     TN Used:______________________________





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1.    Using the SOA, SP Personnel submit an M-ACTION subscriptionVersionNewSP-Create request to the NPAC SMS for an Intra-Service Provider, Port-to-Original, single TN, Subscription Version for which there is a currently ‘Active’ Subscription Version for which they are the current Service Provider.



2.    The SOA sends an M-ACTION subscriptionVersionNewSP-Create to the NPAC SMS for the single TN and includes only the following attributes:



· subscriptionTN



· subscriptionNewCurrentSP



· subscriptionOldSP



· subscriptionNewSP-DueDate (seconds set to zeros)



· subscriptionPortingToOriginal-SPSwitch


			NPAC


			NPAC SMS receives the M-ACTION subscriptionVersionNewSP-Create request from the New/Current SP SOA.





			2.


			NPAC


			NPAC SMS issues an M-CREATE Request subscriptionVersionNPAC to itself for the TN to create the Subscription Version, sets the subscriptionVersionStatus to ‘Pending’, and sets the subscriptionNewSPCreationTimeStamp, and the subscriptionModifedTimeStamp to the current date and time.


			NPAC


			NPAC SMS issues an M-CREATE Response to itself.  





			3.


			NPAC


			NPAC SMS issues an M-ACTION Response subscriptionVersionNPAC to the New/Current SP indicating it successfully received the Intra-Service Provider, Port-to-Original, Subscription Version create request.


			SP


			New/Current SP SOA receives the M-ACTION Response.





			4.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New/Current SP SOA based on their Customer TN Range Notification Indicator:



1.     If the setting is TRUE, NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeObjectCreation specifying the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· those attributes bulleted below:



2.     If the setting is FALSE, NPAC SMS issues an M-EVENT-REPORT objectCreation specifying the following attributes::



· subscriptionVersionId



· subscriptionTN



The following attributes will also be sent in the ObjectCreation or subscriptionVersionRangeObjectCreation notification:



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionNewSP-DueDate



· subscriptionNewSP-CreationTimeStamp



· subscriptionVersionStatus



· subscriptionTimerType (if supported)



· subscriptionBusinessType (if supported)


			NPAC


			New/Current SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			5.


			SP


			New/Current SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New/Current SP SOA.





			6.


			SP


			Using their SOA, New/Current SP Personnel perform a local query for the Subscription Version created in this test case.


			SP


			The Subscription Version exists with a status of ‘Pending’, an LNP type of ‘LISP’ and the Port-to-Original indicator set to TRUE.





			7.


			NPAC


			NPAC Personnel perform a query for the Subscription Version created in this test case.


			NPAC


			The Subscription Version exists with a status of ‘Pending’, an LNP type of ‘LISP’, and the Port-to-Original indicator set to TRUE.





			E.


			Pass/Fail Analysis, NANC 230-1





			Pass


			Fail


			NPAC Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel performed the test case as written.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 230-2


			SUT Priority:


			SOA 


			Required





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Service Provider Personnel create an Intra-Service Provider, Port-to-Original Subscription Version where a previously ‘Active’ Subscription Version exists with a matching NPA-NXX-X, after the NPA-NXX-X Creation and prior to the Number Pool Block Activation - Failure





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 230





			


			NANC FRS Version Number:


			3.2.0a


			Relevant Requirement(s):


			RR5-121





			


			NANC IIS Version Number:


			3.2.0a


			Relevant Flow(s):


			B.5.1.11





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1.    Verify that a Subscription Version with a status of ‘Active’ exists for the TN that will be used in the Intra-Service Provider, Port-to-Original Subscription Version create request in this test case, for the current Service Provider, on the NPAC SMS.



2.    The TN/Subscription Version that is going to be used during this Test Case should have an NPA-NXX-X that exists on the NPAC SMS, but the respective Number Pool Block has not yet been Activated.



3.    TN Used:______________________________





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the SOA, SP Personnel submit an M-ACTION subscriptionVersionNewSP-Create request to the NPAC SMS for an Intra-Service Provider, Port-to-Original, single TN, Subscription Version for which there is a currently ‘Active’ Subscription Version for which they are the current Service Provider.  This TN should have a respective NPA-NXX-X that has been created on the NPAC SMS but respective Number Pool Block has not yet been activated.



The SOA sends an M-ACTION subscriptionVersionNewSP-Create to the NPAC SMS for the single TN and includes only the following attributes:



· subscriptionTN



· subscriptionNewCurrentSP



· subscriptionOldSP



· subscriptionNewSP-DueDate (seconds set to zeros)



· subscriptionPortingToOriginal-SPSwitch


			NPAC


			NPAC SMS receives the M-ACTION subscriptionVersionNewSP-Create request from the New/Current SP SOA and determines the request is invalid because system requirements have been violated:



NPAC SMS shall reject a request for an Intra-Service Provider, Port-to-Original Subscription Version create after the creation of the NPA-NXX-X and prior to the existence of the respective Block.





			2.


			NPAC


			1.    NPAC SMS issues an M-ACTION Response subscriptionVersionNPAC to the New/Current SP SOA indicating it did not successfully validate the Intra-Service Provider, Port-to-Original, Subscription Version create request.



2.    Further processing is ceased.


			SP


			New/Current SP SOA receives the M-ACTION Response.





			3.


			SP


			Using their SOA, New/Current SP Personnel perform a local query for the Subscription Version they attempted to create in this test case.


			SP


			Verify the Subscription Version does not exist.



Verify that an error response was received from the NPAC SMS.





			4.


			NPAC


			NPAC Personnel perform a query for the Subscription Version that the SP personnel attempted to create in this test case.


			NPAC


			Verify that the Subscription Version does not exist.





			E.


			Pass/Fail Analysis, NANC 230-2





			Pass


			Fail


			NPAC Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel performed the test case as written.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 230-3


			SUT Priority:


			SOA 


			Required





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Service Provider Personnel create an Intra-Service Provider, Porting to Original Subscription Version after NPA-NXX-X Effective Date and Block Activation – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 230





			


			NANC FRS Version Number:


			3.2.0a


			Relevant Requirement(s):


			RR5-57





			


			NANC IIS Version Number:


			3.2.0a


			Relevant Flow(s):


			B.5.1.11





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1.    On behalf of the service provider under test, create and activate a Subscription Version from a Code Holder.  The service provider under test is the ‘New’ service provider.



2.    On behalf of the service provider under test, create an NPA-NXX-X whereby the Subscription Version created in step 1 above, is respective to the NPA-NXX-X to be created.



3.   On behalf of the service provider under test, activate a respective Number Pool Block for the NPA-NXX-X that was created in step 2 above.  Verify that the Number Pool Block and Pooled Subscription Versions exist.  Verify that the Subscription Versions that was activated in step 1 above exists as an LSPP port with a status of ‘Active’ where the service provider under test is the current service provider for the port.



4.    TN Used:______________________________





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1.    Using the SOA, SP Personnel submit an M-ACTION subscriptionVersionNewSP-Create request to the NPAC SMS for an Intra-Service Provider, Port-to-Original, single TN, Subscription Version for which there is a currently ‘Active’ Subscription Version for which they are the current Service Provider.  Specify the TN identified in the prerequisites above.



2.    The SOA sends an M-ACTION subscriptionVersionNewSP-Create to the NPAC SMS for the single TN and includes only the following attributes:



· subscriptionTN



· subscriptionNewCurrentSP



· subscriptionOldSP



· subscriptionNewSP-DueDate (seconds set to zeros)



· subscriptionPortingToOriginal-SPSwitch


			NPAC


			NPAC SMS receives the M-ACTION subscriptionVersionNewSP-Create request from the New/Current SP SOA.





			2.


			NPAC


			NPAC SMS issues an M-CREATE Request subscriptionVersionNPAC to itself for the TN to create the Subscription Version, sets the subscriptionVersionStatus to ‘Pending’, and sets the subscriptionNewSPCreationTimeStamp, and the subscriptionModifedTimeStamp to the current date and time.


			NPAC


			NPAC SMS issues an M-CREATE Response to itself.  





			3.


			NPAC


			NPAC SMS issues an M-ACTION Response subscriptionVersionNPAC to the New/Current SP indicating it successfully received the Intra-Service Provider, Port-to-Original, Subscription Version create request.


			SP


			New/Current SP SOA receives the M-ACTION Response.





			4.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New/Current SP SOA based on their Customer TN Range Notification Indicator:



1.    If the setting is TRUE, NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeObjectCreation specifying the following attributes:



· start TN



· end TN



· start SVID



· end SVID



· those attributes bulleted below:



2.    If the setting is FALSE, NPAC SMS issues an M-EVENT-REPORT objectCreation specifying the following attributes:



· subscriptionVersionId



· subscriptionTN



The following attributes will also be sent in the ObjectCreation or subscriptionVersionRangeObjectCreation notification:



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionNewSP-DueDate



· subscriptionNewSP-CreationTimeStamp



· subscriptionVersionStatus



· subscriptionTimerType (if supported)



· subscriptionBusinessType (if supported)


			NPAC


			New/Current SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			5.


			SP


			New/Current SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New/Current SP SOA.





			6.


			SP


			Using their SOA, New/Current SP Personnel perform a local query for the Subscription Version created in this test case.


			SP


			The Subscription Version exists with a status of ‘Pending’, an LNP type of ‘LISP’ and the Port-to-Original indicator set to TRUE.





			7.


			NPAC


			NPAC Personnel perform a query for the Subscription Version created in this test case.


			NPAC


			The Subscription Version exists with a status of ‘Pending’, an LNP type of ‘LISP’, and the Port-to-Original indicator set to TRUE.





			E.


			Pass/Fail Analysis, NANC 230-3





			Pass


			Fail


			NPAC Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel performed the test case as written.








12.7 NANC 249 – Modification of Dates for a Disconnect Pending SV 



NOTE:  Service Provider’s whose systems cannot create the ‘failure’ scenarios that follow pass those test cases be default.  If their system does not ‘stop’ the invalid message before it goes across the interface, then their system must be able to successfully execute the test case and handle the failure response from the NPAC SMS.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 249-1


			SUT Priority:


			SOA 


			Required





			


			


			


			


			LSMS


			Required





			


			Objective:






			SOA – Service Provider Personnel submit a Subscription Version modify request for a ‘Disconnect-Pending’ Subscription Version, modifying the Effective Release Date and Customer Disconnect Date to the current date/time or a date/time in the past. - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 249 





			


			NANC FRS Version Number:


			3.2.0a


			Relevant Requirement(s):


			RR5-124, RR5-125, RR5-127, RR5-129, RR5-126, RR5-11





			


			NANC IIS Version Number:


			3.2.0a


			Relevant Flow(s):


			B.5.2.7, B.5.4.1, B.5.4.1.1





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1.    Verify that a Subscription Version with a status of ‘Disconnect-Pending’ exists on the NPAC SMS for the Service Provider participating in this Test Case.  The Subscription Version should have an Effective Release Date and a Customer Disconnect Date currently set to at least one day in the future. 



2.    TN Used __________________________________





			


			Prerequisite SP Setup:


			Disconnect an ‘Active’ Subscription Version for which you are the Current Service Provider and specify an Effective Release Date and a Customer Disconnect Date that are at least one day in the future.  The Effective Release and Customer Disconnect Dates do not have to be the same date/time. 





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1.     Using the SOA, SP Personnel submit an M-ACTION Request subscriptionVersionModify to the NPAC SMS to modify the Effective Release Date and Customer Disconnect Date to either the current dates/time or some other date in the past, for a single TN Subscription Version that has a current status of ‘Disconnect-Pending’.



2.     The SOA sends an M-ACTION subscriptionVersionModify request to the NPAC SMS for the single TN and modifies the subscriptionCustomerDisconnectDate and the subscriptionEffectiveReleaseDate to the current or past date/times. 


			NPAC


			NPAC SMS receives the M-ACTION Request subscriptionVersionModify from the Current SP SOA.





			2.


			NPAC


			The NPAC SMS validates the SOA request and issues an M-SET Request subscriptionVersionNPAC to itself, updating the modified attributes and setting the subscriptionModifiedTimeStamp to the current date/time.


			NPAC


			NPAC SMS receives the M-SET Request subscriptionVersionNPAC.





			3.


			NPAC


			The NPAC SMS issues an M-ACTION Response subscriptionVersionModify to the Current SP SOA indicating the request was successfully processed by the NPAC SMS.


			SP


			Current SP SOA receives the M-ACTION Response from the NPAC SMS.





			4.


			NPAC


			NPAC SMS issues an M-SET Request subscriptionVersionNPAC updating the subscriptionVersionStatus to ‘Sending’ and setting the subscriptionCustomerDisconnectDate and subscriptionBroadcastTimeStamp.


			NPAC


			NPAC SMS receives the M-SET subscriptionVersionNPAC and issues an M-SET Response to itself.





			5.


			NPAC


			· If the donor Service Provider’s TN Range Notification indicator is set to TRUE, NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeDonorSP-CustomerDisconnectDate to the donor Service Provider.



· If the donor Service Provider’s TN Range Notification indicator is set to FALSE, NPAC SMS issues an M-EVENT-REPORT subscriptionVersionDonorSP-CustomerDisconnectDate to the donor Service Provider.



The M-EVENT-REPORT indicates the TN is being disconnected with the customer disconnect date.


			SP


			The donor Service Provider receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back.





			6.


			NPAC


			NPAC SMS issues an M-DELETE Request subscriptionVersion to all LSMSs that are accepting downloads for the NPA-NXX for Subscription Version that was modified in Row 1 above.


			LSMS


			Each LSMS receives the M-DELETE request from the NPAC SMS. 





			7.


			LSMS


			Each LSMS issues an M-DELETE Response back to the NPAC SMS indicating they successfully processed the M-DELETE request.


			NPAC


			NPAC SMS receives an M-DELETE Response from each LSMS accepting downloads for this NPA-NXX.





			8.


			NPAC


			NPAC SMS issues an M-SET Request subscriptionVersionNPAC updating the subscriptionVersionStatus to ‘Old’ and setting the subscriptionModifiedTimeStamp and subscriptionDisconnectCompleteTimeStamp.


			NPAC


			NPAC SMS receives the M-SET subscriptionVersionNPAC and issues an M-SET Response to itself.





			9.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Service Provider SOA that issued the disconnect request, indicating the Subscription Version status is ‘Old’.


			SP


			The SOA receives the M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange from the NPAC SMS.





			10.


			SP


			Using their SOA, New/Current SP Personnel perform a local query for the ‘Disconnect-Pending’ Subscription Version that was modified and then subsequently ‘disconnected’ from the NPAC network during this test case.


			SP


			The Subscription Version exists with a status of ‘Old’, or something equivalent to indicate that this Subscription Version is no longer active.





			11.


			


			NPAC Personnel perform a query for the ‘Disconnect-Pending’ Subscription Version that was modified and then subsequently ‘disconnected’ from the NPAC network during this test case.


			NPAC


			The Subscription Version exists with a status of ‘Old’.





			E.


			Pass/Fail Analysis, NANC 249-1





			Pass


			Fail


			NPAC Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel performed the test case as written.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 249-2


			SUT Priority:


			SOA 


			Conditional





			


			


			


			


			LSMS


			Conditional





			


			Objective:






			SOA – Service Provider Personnel submit a Subscription Version modify request for a range of ‘Disconnect-Pending’ Subscription Versions, modifying the Effective Release Date and Customer Disconnect Date to a different date/time in the future.  The range of Subscription Versions had Effective Release Dates that were not the same prior to the modification. - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 249 





			


			NANC FRS Version Number:


			3.2.0a


			Relevant Requirement(s):


			RR5-127





			


			NANC IIS Version Number:


			3.2.0a


			Relevant Flow(s):


			B.5.2.7





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1.    Verify that a range of at least 20 Subscription Version with a status of ‘Disconnect-Pending’ exist on the NPAC SMS for the Service Provider participating in this Test Case.  These Subscription Versions should have an Effective Release Date and a Customer Disconnect Date currently set to at least one day in the future.  Make sure that the set of Subscription Versions have a wide range of different Effective Release Dates and a Customer Disconnect Dates from one another.



2.     TNs Used __________________________________





			


			Prerequisite SP Setup:


			Disconnect a range of at least 20 ‘Active’ Subscription Versions for which you are the Current Service Provider and specify a variety of different Effective Release Dates and a Customer Disconnect Dates that are at least one day in the future.  The Effective Release and Customer Disconnect Dates should not have the same date/time – all should be deferred disconnects.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1.     Using the SOA, SP Personnel submit an M-ACTION Request subscriptionVersionModify to the NPAC SMS to modify the Effective Release Date and Customer Disconnect Date to a date/time at least one day in the future, for a range of at least 20 TNs that have a current status of ‘Disconnect-Pending’.



2.     The SOA sends an M-ACTION subscriptionVersionModify request to the NPAC SMS for the range of at least 20 TNs and modifies the subscriptionCustomerDisconnectDate and the subscriptionEffectiveReleaseDate to a date/time at least one day in the future. 


			NPAC


			NPAC SMS receives the M-ACTION Request subscriptionVersionModify from the Current SP SOA.





			2.


			NPAC


			The NPAC SMS validates the SOA request and issues an M-SET Request subscriptionVersionNPAC to itself, updating the modified attributes and setting the subscriptionModifiedTimeStamp to the current date/time.


			NPAC


			NPAC SMS receives the M-SET Request subscriptionVersionNPAC.





			3.


			NPAC


			The NPAC SMS issues an M-ACTION Response subscriptionVersionModify to the Current SP SOA indicating the request was successfully processed by the NPAC SMS.


			SP


			Current SP SOA receives the M-ACTION Response from the NPAC SMS.





			4.


			SP


			Using their SOA, New/Current SP Personnel perform a local query for the ‘Disconnect-Pending’ Subscription Versions that were modified during this test case.


			SP


			The Subscription Versions exists with a status of ‘Disconnect-Pending’ with the new Effective Release and Customer Disconnect Dates that were specified in Row 1 above.





			5.


			


			NPAC Personnel perform a query for the ‘Disconnect-Pending’ Subscription Versions that were modified during this test case.


			NPAC


			The Subscription Versions exists with a status of ‘Disconnect-Pending’ with the new Effective Release and Customer Disconnect Dates that were specified in Row 1 above.





			E.


			Pass/Fail Analysis, NANC 249-2





			Pass


			Fail


			NPAC Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel performed the test case as written.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 249-3


			SUT Priority:


			SOA 


			Required





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Service Provider Personnel submit a Subscription Version modify request for a ‘Disconnect-Pending’ Subscription Version, without specifying the Customer Disconnect Date - Failure





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 249 





			


			NANC FRS Version Number:


			3.2.0a


			Relevant Requirement(s):


			RR5-128, R5-39.1, R5-29.2





			


			NANC IIS Version Number:


			3.2.0a


			Relevant Flow(s):


			B.5.2.7





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1.    Verify that a Subscription Version with a status of ‘Disconnect-Pending’ exists on the NPAC SMS for the Service Provider participating in this Test Case.  The Subscription Version should have an Effective Release Date and a Customer Disconnect Date currently set to at least one day in the future. 



2.     TN Used __________________________________.





			


			Prerequisite SP Setup:


			Disconnect an ‘Active’ Subscription Version for which you are the Current Service Provider and specify an Effective Release Date and a Customer Disconnect Date that are at least one day in the future.  The Effective Release and Customer Disconnect Dates do not have to be the same date/time.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1.     Using the SOA, SP Personnel submit an M-ACTION Request subscriptionVersionModify to the NPAC SMS to modify the Effective Release Date to either the current date/time or some other date in the past, for a single TN Subscription Version that has a current status of ‘Disconnect-Pending’.



2.     The SOA sends an M-ACTION subscriptionVersionModify request to the NPAC SMS for the single TN and modifies the subscriptionEffectiveReleaseDate to the current or past date/times.  The message leaves the subscriptionCustomerDisconnectDate unpopulated.


			NPAC


			NPAC SMS receives the M-ACTION Request subscriptionVersionModify from the Current SP SOA and determines that the request violates system requirements.



The subscriptionCustomerDisconnectDate must be populated in the modify request message.





			2.


			NPAC


			The NPAC SMS issues an M-ACTION Response subscriptionVersionModify to the Current SP SOA indicating the request was not successfully processed by the NPAC SMS and includes an appropriate error message, ‘invalidAurgumentValue’.


			SP


			Current SP SOA receives the M-ACTION Response from the NPAC SMS.





			3.


			SP


			Using their SOA, New/Current SP Personnel perform a local query for the ‘Disconnect-Pending’ Subscription Version that they attempted to modify during this test case.


			SP


			The Subscription Version exists with a status of ‘Disconnect-Pending’ with the original Effective Release and Customer Disconnect Dates that were specified in the prerequisites above.





			4.


			


			NPAC Personnel perform a query for the ‘Disconnect-Pending’ Subscription Version that they attempted to modify during this test case.


			NPAC


			The Subscription Version exists with a status of ‘Disconnect-Pending’ with the original Effective Release and Customer Disconnect Dates that were specified in the prerequisites above.





			E.


			Pass/Fail Analysis, NANC 249-3





			Pass


			Fail


			NPAC Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel performed the test case as written.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 249-4


			SUT Priority:


			SOA 


			Required





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Service Provider Personnel submit a Subscription Version modify request for a ‘Disconnect-Pending’ Subscription Version, specifying an invalid format for the Effective Release Date and/or Customer Disconnect Date - Failure





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 249 





			


			NANC FRS Version Number:


			3.2.0a


			Relevant Requirement(s):


			RR5-125





			


			NANC IIS Version Number:


			3.2.0a


			Relevant Flow(s):


			B.5.2.7





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1.    Verify that a Subscription Version with a status of ‘Disconnect-Pending’ exists on the NPAC SMS for the Service Provider participating in this Test Case.  The Subscription Version should have an Effective Release Date and a Customer Disconnect Date currently set to at least one day in the future. 



2.     TN Used __________________________________.





			


			Prerequisite SP Setup:


			Disconnect an ‘Active’ Subscription Version for which you are the Current Service Provider and specify an Effective Release Date and a Customer Disconnect Date that are at least one day in the future.  The Effective Release and Customer Disconnect Dates do not have to be the same date/time.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1.    Using the SOA, SP Personnel submit an M-ACTION Request subscriptionVersionModify to the NPAC SMS to modify the Effective Release and Customer Disconnect Dates to either the current date/time or some other date in the past, for a single TN Subscription Version that has a current status of ‘Disconnect-Pending’.



2.    The SOA sends an M-ACTION subscriptionVersionModify request to the NPAC SMS for the single TN and modifies the subscriptionCustomerDisconnectDate and the subscriptionEffectiveReleaseDate to the current or past date/times.  The message includes both attributes but at least one of these date/time attributes is in an invalid format.  The valid format is defined in Table 3-6 Subscription Version Data Model of the FRS.  This should be a timestamp, month, day, year, hour, minute, and seconds.


			NPAC


			NPAC SMS receives the M-ACTION Request subscriptionVersionModify from the Current SP SOA and determines that the request violates system requirements.



The subscriptionCustomerDisconnectDate and/or subscriptionEffectiveReleaseDate must follow the valid format defined in Table 3-6 Subscription Version Data Model, of the FRS..





			2.


			NPAC


			The NPAC SMS issues an M-ACTION Response subscriptionVersionModify to the Current SP SOA indicating the request was not successfully processed by the NPAC SMS and includes an appropriate error message, ‘invalidAurgumentValue’.


			SP


			Current SP SOA receives the M-ACTION Response from the NPAC SMS.





			3.


			SP


			Using their SOA, New/Current SP Personnel perform a local query for the ‘Disconnect-Pending’ Subscription Version that they attempted to modify during this test case.


			SP


			The Subscription Version exists with a status of ‘Disconnect-Pending’ with the original Effective Release and Customer Disconnect Dates that were specified in the prerequisites above.





			4.


			


			NPAC Personnel perform a query for the ‘Disconnect-Pending’ Subscription Version that they attempted to modify during this test case.


			NPAC


			The Subscription Version exists with a status of ‘Disconnect-Pending’ with the original Effective Release and Customer Disconnect Dates that were specified in the prerequisites above.





			E.


			Pass/Fail Analysis, NANC 249-4





			Pass


			Fail


			NPAC Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel performed the test case as written.








12.8 NANC 297 – Sending SV Problem During Recovery 



This section of test cases has been incorporated into test case 187-1.



12.9 NANC 319 – NPAC Edit to Ensure NPA-NXX of LRN is in Same LATA as NPA-NXX of Ported TN 



NOTE:  Service Provider’s whose systems cannot create the ‘failure’ scenarios that follow pass those test cases be default.  If their system does not ‘stop’ the invalid message before it goes across the interface, then their system must be able to successfully execute the test case and handle the failure response from the NPAC SMS.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 319–1


			SUT Priority:


			SOA 


			Required





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Service Provider Personnel attempt to create a Subscription Version specifying a TN and an LRN with different LATA Ids. - Failure





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 319 





			


			NANC FRS Version Number:


			3.2.0


			Relevant Requirement(s):


			RR5-120





			


			NANC IIS Version Number:


			3.2.0


			Relevant Flow(s):


			B.5.1.1, B.5.1.2





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1.     Verify the NPA-NXX exists and is open for porting for the TN that is going to be used during this test case.



2.    Verify that the LRN exists for the Service Provider under test.  Note the LATA ID for this LRN _______________________.



3.    Identify which TN is to be used in this test case TN: _____________________ and respective LATA ID: ________________________.









			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using their SOA system, Service Provider Personnel submit a Subscription Version Create request for a single TN.  



The SOA system sends an M-ACTION Request subscriptionVersionNewSP-Create to the NPAC SMS to create the subscriptionVersionNPAC (Subscription Version) on the NPAC SMS.



The following attributes must be specified:



· subscriptionTN or a valid subscriptionVersionTN-Range (specify the TN identified in the prerequisites)


· subscriptionNewCurrentSP



· subscriptionOldSP



· subscriptionNewSP-DueDate (seconds set to zero)



· subscriptionLNPType



· subscriptionLRN (specify the LRN identified in the prerequisites)


Specify a combination of valid and invalid DPC/SSN data for the following attributes.  



· subscriptionCLASS-DPC



· subscriptionCLASS-SSN



· subscriptionLIDB-DPC



· subscriptionLIDB-SSN



· subscriptionCNAM-DPC



· subscriptionCNAM-SSN



· subscriptionISVM-DPC



· subscriptionISVM-SSN



· subscriptionWSMSC-DPC - if supported by the Service provider SOA



· subscriptionWSMSC-SSN - if supported by the Service Provider SOA



The following attributes are optional:



· subscriptionEndUser LocationValue



· subscriptionEndUser LocationType



· subscriptionBillingID 


			NPAC


			The NPAC SMS receives the M-ACTION Request from the Request from the Service Provider’s SOA and determines the following:



The LATA ID for the TN does not match the LATA ID for the LRN. (This violates system requirements.)





			2.


			NPAC


			The NPAC SMS issues an M-ACTION Response failure indicating an error with the request to the SOA.


			SP


			The Service Provider SOA receives the M-ACTION Response.





			3.


			NPAC


			NPAC Personnel perform a query for the Subscription Version.


			NPAC


			NPAC Personnel verify that the Subscription Version does not exist on the NPAC SMS.





			4.


			SP


			Service Provider Personnel, perform a local query for the Subscription Version.


			SP


			Verify that the Subscription Version does not exist on the local database.





			E.


			Pass/Fail Analysis, NANC 319-1





			Pass


			Fail


			NPAC Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel performed the test case as written.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 319–2


			SUT Priority:


			SOA 


			Required





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Service Provider Personnel attempt to modify a ‘Pending’, Subscription Version specifying an LRN with a different LATA Id from the NPA-NXX of the TN in the Subscription Version. - Failure





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 319 





			


			NANC FRS Version Number:


			3.2.0


			Relevant Requirement(s):


			RR5-123





			


			NANC IIS Version Number:


			3.2.0


			Relevant Flow(s):


			B.5.2.3, B.5.2.4





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1.     Verify that the NPA-NXX exists and is open for porting for the TN that is going to be used during this test case.  TN__________________



2.     Verify that a ‘Pending’ Subscription Version exists for the TN that is going to be used during this test case.  Note the current LRN for the Subscription Version _____________.



3.     Identify another LRN that exists for the Service Provider under test which has a different LATA ID from the TN of the Subscription Version used during this test case ______________.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using their SOA system, Service Provider Personnel submit a request to the NPAC SMS to modify a single TN, ‘Pending’ Subscription Version that already exists on the NPAC SMS.



Specify the TN and the new LRN identified in the prerequisites above.



The request must specify the TN and the version status or the version ID of the Subscription Version to be modified and the data to be modified.


The Service Provider SOA submits an M-ACTION Request subscriptionVersionModify or an M-SET Request subscriptionVersionNPAC  (depending on the system implementation) to the NPAC SMS lnpSubscription object to update the ‘Pending’ Subscription Version.


			NPAC


			The NPAC SMS receives the M-ACTION/M-SET Request from the Service Provider’s SOA and determines the following:



The LATA ID for the TN of the Subscription Version and the LATA ID for the modified LRN value do not match.  (This violates system requirements.)





			2.


			NPAC


			The NPAC SMS issues an M-ACTION Response failure or M-SET Response failure (depending on the message received in Row 1) indicating an error with the request to the SOA.


			SP


			The Service Provider SOA receives the Response from the NPAC SMS.





			3.


			NPAC


			NPAC Personnel perform a query for the Subscription Version.


			NPAC


			NPAC Personnel verify that the Subscription Version exists with a status of ‘Pending’ however, the attributes were not modified.  The original LRN identified in the prerequisites above is still associated with the TN/Subscription Version used during this test case.





			4.


			SP


			Service Provider Personnel, perform a local query for the Subscription Version.


			SP


			Verify that the Subscription Version exists on the local database with the original attribute values.



The original LRN identified in the prerequisites above is still associated with the TN/Subscription Version used during this test case.





			E.


			Pass/Fail Analysis, NANC 319-2





			Pass


			Fail


			NPAC Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel performed the test case as written.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 319–3


			SUT Priority:


			SOA 


			Required





			


			


			


			


			LSMS


			N/A





			


			Objective:






			NPAC OP GUI – NPAC Personnel submit a mass update request for a range of ‘Active’, Subscription Versions where some of the Subscription Versions exist with valid LATA ID relationships and some of the Subscription Versions exist with invalid LATA ID relationships.  Specify new DPC/SSN data.  Subscription Versions with valid LATA ID relationships will be updated and Subscription Versions that exist without valid LATA ID relationships will not be updated. - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 319 





			


			NANC FRS Version Number:


			3.2.0


			Relevant Requirement(s):


			RR3-254





			


			NANC IIS Version Number:


			3.2.0


			Relevant Flow(s):


			B.8.3





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1.   Activate a contiguous range of at least 100 SVs for the Service Provider under test where the LATA ID of the NPA-NXX for the range of SVs is THE SAME AS the LATA ID of the LRN specified in the subscription versions.  SV Range A________________________.



· For example, LRN=303-555-0000 has a LATA ID of 656 and is owned by SP under test.



· Activate SVs (303-100-1000 through 303-100-1100) with LRN (303-555-0000), NPA-NXX 303-100 has a LATA ID of 656



2.   Activate another contiguous range of at least 100 SVs for the Service Provider under test where the LATA ID of the NPA-NXX for the range of SVs is DIFFERENT THAN the LATA ID of the LRN specified in the subscription versions (pre 3.2 valid data).  SV Range B __________________________________.



· For example, LRN=303-888-0000 has a LATA ID of 658 and is owned by SP under test.



· Activate SVs (303-100-2000 through 303-100-2100) with LRN (303-888-0000), NPA-NXX 303-100 has a LATA ID of 656









			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OP GUI, NPAC Personnel submit a Mass Update request for a range of ‘Active’ Subscription Versions (specify SV Range A and SV Range B identified in the prerequisites above).



Modify the at least one set of DPC/SSN data for these Subscription Versions.. 


			NPAC


			The NPAC SMS searches the Subscription Version database for Subscription Versions that match the input Mass Update criteria.



The NPAC SMS determines that a subset of the TNs in the Subscription Version range have a LATA ID different from the LATA ID of the associated LRN attribute.  The NPAC SMS makes an entry to the Mass Update Exception Report for these TNs that contain NPA-NXXs where the LATA ID does not match the LATA ID of the associated LRN, and continues updating the remaining Subscription Versions that meet the Mass Update criteria.





			2.


			NPAC


			NPAC SMS sends multiple M-SET(s) for each contiguous range of Subscription Versions to all LSMSs that are accepting downloads for the NPA-NXXs of the Subscription Versions to update the DPC/SSN value for those Subscription Versions whose LATA IDs of the NPA-NXXs matches the LATA ID of the associated LRN.


			SP


			All LSMSs that are accepting downloads for the NPA-NXXs of the Subscription Versions being updated, receive the M-SET request(s) from the NPAC SMS to modify the DPC/SSN data.



The LSMSs issue an M-SET Response(s) indicating they successfully processed the NPAC SMS request(s). 



These M-SET Requests are for the Subscription Versions that were successfully updated based on the Mass Update criteria – and does not include those Subscription Versions that could not be updated based on invalid LATA ID relationships.  The Subscription Versions that could not be updated are included on the Mass Update Exception report.





			3.


			NPAC


			1.    If the current Service Provider’s TN Range Notification Indicator is set to TRUE, NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange for the range of Subscription Versions that were updated indicating the status is now ‘Active’.



2.    If the current Service Provider’s TN Range Notification Indicator is set to ‘FALSE’, NPAC SMS issues a subscriptionVersionStatusAttributeValueChange for each Subscription Version that was updated, indicating the status is now ‘Active’. 


			SP


			The current Service Provider receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT response indicating it successfully received the message.





			4.


			NPAC


			NPAC Personnel generate a Mass Update Exception report.


			NPAC


			Verify that the subset of Subscription Versions within the Mass Update request who’s LATA ID for the NPA-NXX of the TN that did not match the LATA ID for the associated LRN attribute are included on the report.





			5.


			SP


			Service Provider Personnel perform a local query on their LSMS to verify the Mass Update was completed.


			SP


			On the LSMS verify:



1.    The subset of Subscription Versions within the Mass Update request who’s LATA ID for the NPA-NXX of the TN that did not match the LATA ID for the associated LRN attribute were not updated with the new DPC/SSN value(s).



2.    The subset of Subscription Versions within the Mass Update request who’s LATA ID for the NPA-NXX of the TNs did match the LATA ID for the associated LRN attribute were updated with the new DPC/SSN value.





			6.


			NPAC 


			NPAC Personnel perform a full audit for the subscription version range specified in the Mass Update request.


			NPAC


			Verify that there are no discrepancies found.



1.    The subscription versions who’s LATA ID for the NPA-NXX of the TNs did not match the LATA ID for the associated LRN attribute were not updated – they still exist in their previous state.



2.     All other subscription versions specified in the Mass Update criteria were updated appropriately.





			E.


			Pass/Fail Analysis, NANC 319-3





			Pass


			Fail


			NPAC Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel performed the test case as written.





			Pass


			Fail


			NPAC Personnel were able to view the Mass Update Exception report that included the TNs that were not updated because the LATA ID of their NPA-NXX does not match the LATA ID for the associated LRN attribute.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 319–4


			SUT Priority:


			SOA 


			Conditional





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Service Provider Personnel attempt to create a Number Pool Block specifying an LRN with a different LATA Id than the TNs in the Number Pool Block. - Failure





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 319 





			


			NANC FRS Version Number:


			3.2.0


			Relevant Requirement(s):


			RR3-334





			


			NANC IIS Version Number:


			3.2.0


			Relevant Flow(s):


			B.4.4.1





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1.    Identify the Number Pool Block that will be used during this test case (NPA-NXX-X _________________.



2.    Verify that the NPA-NXX exists and is open for porting for the Number Pool Block that is going to be used during this test case.



3.    Verify that the NPA-NXX-X exists respective to the Number Pool Block that is going to be used during this test case.



4.    Verify that there are no contaminated TNs or ‘Pending-Like’ Subscription Versions for the range of TNs in the NPA-NXX-X. 



5.    Identify an LRN that already exists on the NPAC SMS for the Service Provider under test which has a LATA ID different than the Number Pool Block identified above to be used during this test case ___________________.









			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the SOA, Service Provider Personnel, submit a M-ACTION numberPoolBlock-Create Request to the NPAC SMS to create a Number Pool Block. 



The request must include the following attributes:



numberPoolBlockNPA-NXX-X (specify the NPA-NXX-X identified in the prerequisites)


numberPoolBlockSPID



numberPoolBlockLRN (specify the LRN identified in the prerequisites)


			NPAC


			The NPAC SMS receives the M-ACTION numberPoolBlock-Create Request from the Service Provider’s SOA and determines the following:



The LATA ID for the NPA-NXX-X specified in the request and the LATA ID for the LRN specified in the request do not match. (This violates system requirements.)





			2.


			NPAC


			The NPAC SMS issues an M-ACTION Response failure indicating an error with the request to the SOA.


			SP


			The Service Provider SOA receives the M-ACTION Response.





			3.


			NPAC


			NPAC Personnel perform a query for the Number Pool Block and respective ‘Pooled’ Subscription Versions Service Provider personnel attempted to schedule during this test case.


			NPAC


			NPAC Personnel verify that the Number Pool Block and respective ‘Pooled’ Subscription Versions do not exist on the NPAC SMS.





			4.


			SP


			Service Provider Personnel, perform a local query for the Number Pool Block and the respective ‘Pooled’ Subscription Versions they attempted to schedule during this test case.


			SP


			Verify that the Number Pool Block and the respective ‘Pooled’ Subscription Versions do not exist on the local database.





			E.


			Pass/Fail Analysis, NANC 319-4





			Pass


			Fail


			NPAC Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel performed the test case as written.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 319–5


			SUT Priority:


			SOA 


			Conditional





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Service Provider Personnel attempt to modify a Number Pool Block specifying an LRN with a different LATA ID than the TNs in the Number Pool Block. - Failure





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 319 





			


			NANC FRS Version Number:


			3.2.0


			Relevant Requirement(s):


			RR3-335





			


			NANC IIS Version Number:


			3.2.0


			Relevant Flow(s):


			B.4.4.13





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1.    Identify a Number Pool Block that already exists (with a status of ‘Active’ and an empty Failed SP List) on the NPAC SMS for the Service Provider under test to be used during this test case ____________________________.



2.    Identify an LRN that already exists on the NPAC SMS for the Service Provider under test that has a LATA ID different from the Number Pool Block that has been identified to be used during this test case _______________________.









			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP 


			Using the SOA, Service Provider Personnel submit an M-SET Request  numberPoolBlock to modify a Number Pool Block. 



Modify the numberPoolBlockLRN



(specify the LRN identified in the prerequisites)


			NPAC


			The NPAC SMS receives the M-SET Request numberPoolBlock from the Service Provider’s SOA and determines the following:



The LATA ID of the Number Pool Block specified in the modify request and the LATA ID of the LRN to be modified to, do not match. (This violates system requirements.)








			2.


			NPAC


			The NPAC SMS issues an M-ACTION Response failure indicating an error with the request to the SOA.


			SP


			The Service Provider SOA receives the M-ACTION Response.





			3.


			NPAC


			NPAC Personnel perform a query for the Number Pool Block and respective ‘Pooled’ Subscription Versions Service Provider personnel attempted to modify during this test case.


			NPAC


			NPAC Personnel verify that the Number Pool Block and respective ‘Pooled’ Subscription Versions were not modified on the NPAC SMS.



The original LRN is still associated with the Number Pool Block.





			4.


			SP


			Service Provider Personnel, perform a local query for the Number Pool Block and the respective ‘Pooled’ Subscription Versions they attempted to modify during this test case.


			SP


			Verify that the Number Pool Block and the respective ‘Pooled’ Subscription Versions were not modified on the local database.



The original LRN is still associated with the Number Pool Block.





			E.


			Pass/Fail Analysis, NANC 319-5





			Pass


			Fail


			NPAC Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel performed the test case as written.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 319–6


			SUT Priority:


			SOA 


			N/A





			


			


			


			


			LSMS


			Required





			


			Objective:






			NPAC OP GUI – NPAC Personnel submit a mass update request including at least three complete Number Pool Blocks where two of the Number Pool Blocks exist with valid LATA ID relationships and one Number Pool Block exists with invalid LATA ID relationships.  Specify new DPC/SSN data.  Number Pool Blocks with valid LATA ID relationships will be updated and the Number Pool Block that exists with invalid LATA ID relationships will not be updated. - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 319 





			


			NANC FRS Version Number:


			3.2.0


			Relevant Requirement(s):


			RR3-254





			


			NANC IIS Version Number:


			3.2.0


			Relevant Flow(s):


			B.8.3





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1.  Activate two NPBs for the Service Provider under test where the LATA ID of the NPA-NXX for the TNs within the block is the SAME AS the LATA ID of the LRN(s) specified in the NPBs.  NPB A __________________________, NPB B _______________________.



· For example, LRN=303-333-0000 has a LATA ID of 656 and is owned by SP under test.



· Activate NPB A (303-100-3) with LRN (303-333-0000), and Activate NPB B (303-100-7) with LRN (303-333-0000).  NPA-NXX 303-100 has a LATA ID of 656.



2.   Activate another NPB for the Service Provider under test where the LATA ID of the NPA-NXX for the TNs within the block is DIFFERENT THAN the LATA ID of the LRN specified in the NPB (pre 3.2 valid data).  NPB C_________________________________.



· For example, LRN=303-555-0000 has a LATA ID of 658 and is owned by SP under test.



· Activate NPB C (303-100-4) with LRN (303-888-0000), NPA-NXX 303-100 has a LATA ID of 656









			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OP GUI, NPAC Personnel submit a Mass Update request for a range TNs that includes three Number Pool Blocks (identified in the prerequisites above).



Modify at least one set of DPC/SSN data for these Number Pool Blocks  


			NPAC


			The NPAC SMS searches the Subscription Version database for Subscription Versions that match the input Mass Update criteria.



The NPAC SMS determines that the request completely includes three Number Pool Blocks and the range of TNs for one of the Number Pool Blocks have a LATA ID different from the LATA ID of the associated LRN attribute.  The NPAC SMS makes an entry to the Mass Update Exception Report for these TNs/Number Pool Block where the LATA ID for the associated LRN does not match the LATA ID of the respective NPA-NXX, and continues updating the remaining Subscription Versions that meet the Mass Update criteria.





			2.


			NPAC


			NPAC SMS sends to all LSMSs that are accepting downloads for the NPA-NXX(s):



· to those EDR LSMSs, NPAC SMS issues M-SET Request(s) numberPoolBlock to update the DPC/SSN attribute(s) for the two Number Pool Blocks who’s LATA ID for the respective NPA-NXX matches the LATA ID for the associated LRN attribute value – to update the DPC/SSN value(s).



· to those EDR LSMSs, NPAC SMS issues M-SET Request(s) subscriptionVersion for each contiguous range of non-pooled TN’s within the Mass Update TN range who’s LATA ID for the respective NPA-NXX match the associated LRN attribute value – to update the DPC/SSN value(s).



· to those non-EDR LSMSs, NPAC SMS issues M-SET Request(s) subscriptionVersion for each contiguous range of ‘Pooled’ and ‘non-Pooled’ SVs who’s LATA ID or the respective NPA-NXX matches the LATA ID of the associated LRN attribute – to update the DPC/SSN value(s).


			SP


			All LSMSs that are accepting downloads for the NPA-NXX of the Number Pool Block objects and Subscription Versions being updated, receive the M-SET Request(s) from the NPAC SMS to modify the DPC/SSN value(s).



The LSMSs issue an M-SET Response indicating they successfully processed the NPAC SMS request. 



These M-SET Requests are for the Number Pool Blocks and Subscription Versions that were successfully updated based on the Mass Update criteria – and does not include those Number Pool Blocks or Subscription Versions that could not be updated based because the LATA ID of the respective NPA-NXX did not match the LATA ID of the associated LRN..  The Number Pool Blocks and Subscription Versions that could not be updated are included on the Mass update Exception report.





			3.


			NPAC


			1.    If the current Service Provider’s TN Range Notification Indicator is set to TRUE, NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange for the range of Subscription Versions not of LNP Type = ‘POOL’ out of the range of Subscription Versions that were updated indicating the status is now ‘Active’.



2.    If the current Service Provider’s TN Range Notification Indicator is set to ‘FALSE’, NPAC SMS issues a subscriptionVersionStatusAttributeValueChange for each Subscription Version not of LNP Type = ‘POOL’ out of the range of Subscription Versions that were updated, indicating the status is now ‘Active’. 



3    If the numberPoolBlockSOA-Origination indicator is set to ‘TRUE’ for the Number Pool Block(s) updated, NPAC SMS issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange to the Block Holder SOA for the Number Pool Block objects that were updated indicating the status is ‘Active’. 


			SP


			The current/Block Holder Service Provider receives the M-EVENT-REPORT(s) from the NPAC SMS and issues an M-EVENT-REPORT response indicating it successfully received the message.





			4.


			NPAC


			NPAC Personnel generate a Mass Update Exception report.


			NPAC


			Verify that the subset of Number Pool Blocks/Subscription Versions within the Mass Update request who’s LATA ID for the respective NPA-NXX that did not match the LATA ID for the associated LRN attribute are included on the report.





			5.


			SP


			Service Provider Personnel perform a local query on their LSMS to verify the Mass Update was completed.


			SP


			On the LSMS verify:



1.    The subset Subscription Versions (both Pooled and non-Pooled) within the Mass Update request who’s LATA ID for the respective NPA-NXX that did not match the LATA ID for the associated LRN attribute were not updated with the new DPC/SSN value(s).



2.    The subset of Subscription Versions (both Pooled and non-Pooled) within the Mass Update request who’s LATA ID for the respective NPA-NXX did match the LATA ID for the associated LRN attribute were updated with the new DPC/SSN value(s).



3.    EDR LSMSs only, the Number Pool Blocks within the Mass Update request who’s LATA ID for the respective NPA-NXX that did not match the LATA ID for the associated LRN attribute was not updated with the new DPC/SSN value(s).



4.    EDR LSMSs only, the Number Pool Blocks within the Mass Update request who’s LATA ID for the respective NPA-NXX that did match the LATA ID for the associated LRN attribute was updated with the new DPC/SSN value(s).





			E.


			Pass/Fail Analysis, NANC 319-6





			Pass


			Fail


			NPAC Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel performed the test case as written.





			Pass


			Fail


			NPAC Personnel were able to view the Mass Update Exception report that included the TNs/Number Pool Blocks that were not updated because the LATA ID of their respective NPA-NXX does not match the LATA ID for the associated LRN attribute.








12.10 NANC 322 – Clean Up of Failed SP List Based on Service Provider BDD Response File 



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 322-1


			SUT Priority:


			SOA 


			N/A





			


			


			


			


			LSMS


			Conditional





			


			Objective:






			LSMS – Service Provider Personnel create a Bulk Data Download Response File for Subscription Version data.  NPAC Personnel process the Bulk Data Download Response File.  The Service Provider was previously on the Failed SP List for at least some of the Subscription Versions in the respective file.  Verification steps are performed to ensure the Service Provider’s LSMS is now in synch with the NPAC SMS. - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 322 





			


			NANC FRS Version Number:


			3.2.0


			Relevant Requirement(s):


			RR3-330, RR3-329, RR3-332, RR3-333, RR3-325, RR3-326





			


			NANC IIS Version Number:


			3.2.0


			Relevant Flow(s):


			N/A





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			NANC 169-1





			


			Prerequisite NPAC Setup:


			While the LSMS is ‘dis-associated’ from the NPAC SMS, NPAC personnel perform the following functions:



a)    Modify a (unique) range of 500, ‘Active’ Subscription Versions where the Service Provider under test is the Current Service Provider. .  Use simulators that are not associated with the NPAC and are receiving downloads for this NPA-NXX.  Verify these Subscription Versions exist with a status of ‘Active’ and a Failed SP List.  (SV group 2a______________)



b)    Create a filter for the NPA-NXX for which you created 500, ‘Pending’ Subscription Versions in 1a) above.



· Activate these 500, ‘Pending’ Subscription Versions. Use simulators that are associated with the NPAC and are receiving downloads for this NPA-NXX.  Verify that the status for all 500 is ‘Active’ on the NPAC SMS. (SV group 2b______________________)



· Disconnect 250 of these now, ‘Active’ Subscription Versions specifying Effective Release and Customer Disconnect dates in the future. Use simulators that are associated with the NPAC and are receiving downloads for this NPA-NXX. Verify that the status of these 250 Subscription Versions is ‘Disconnect-Pending’. (SV group 2b1___________)



· Remove the filter for this NPA-NXX for the Service Provider under test so that this range of Subscription Versions will be included in the Bulk Data Download File.



c)    Create and Activate 100 Intra-Service Provider Subscription Versions using an NPA-NXX that is open for porting and for which the Service Provider under test is accepting downloads for this NPA-NXX.  This Service Provider is neither the Old or New Service Provider for these Subscription Versions.  Use simulators that are associated with the NPAC and are receiving downloads for this NPA-NXX.  Verify that the Subscription Versions have a status of ‘Partial-Fail’. (SV group 2c ___________________)



d)    Activate 50 Subscription Versions with a status of ‘Pending’.  The Service Provider under test is the New Service Provider for these Subscription Versions.  Use simulators that are associated with the NPAC and are receiving downloads for this NPA-NXX.  Verify that these Subscription Versions have a status of ‘Partial-Fail’. (SV group 2d_________________) .



e)     Create and concur to a range of 100, ‘Pending’ Subscription Versions where the Service Provider under test is the New Service Provider. (SV group e__________________)



f)     Put simulated SPID LSMS in recovery.  Use at least one simulator that is associated with the NPAC and is accepting downloads for this NPA-NXX.  Verify that the Service Provider under test is accepting downloads for this NPA-NXX.  Activate 50 ‘pending’ SVs in group f above.  Verify that these subscription versions have a status of ‘sending’. (SV group f__________________)  During the test case retry timers will exhaust, and then the status of the SVs should be ‘Partial-Fail’.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OP GUI, NPAC Personnel request a Bulk Data Download for Subscription Data, specifying Active/Disconnect Pending/Partial Failure Subscription Versions Only and specifying the TN range identified in the prerequisites above, for the Service Provider under test.


			NPAC


			The NPAC SMS performs the request, generates the appropriate Bulk Data Download File and automatically “FTP’s” the file to the Service Provider’s directory on the NPAC SMS.









			2.


			SP


			Service Provider Personnel receive the Bulk Data Download File and load the file into their LSMS.


			SP


			The LSMS successfully processes the Bulk Data Download file and reflects the updates described in the prerequisites above.



The systems are still ‘dis-associated’ from the NPAC SMS.





			3.


			SP


			Service Provider Personnel, using their LSMS, perform a local query for the Subscription Data to verify that the Subscription Version data was loaded.



· SV group a 



· SV group b 



· SV group b1 



· SV group c 



· SV group d



· SV group f


			SP


			Using the LSMS system, verify:



· SV group a exists on the LSMS.  Verify that all of them reflect the ‘modified’ SV values from the prerequisites above.



· SV group b exists on the LSMS.



· SV group b1 exists on the LSMS. 



· SV group c exists on the LSMS.



· SV group d exists on the LSMS.



· SV group f exists on the LSMS.









			4.


			SP


			Service Provider personnel/system generate a Bulk Data Download Response File for the original Bulk Data Download file and places it in the Service Provider’s directory on the NPAC SMS.


			NPAC


			NPAC SMS processes the Bulk Data Download Response File for the original file, and updates the Subscription Versions appropriately.





			5.


			NPAC


			NPAC Personnel query for the Subscription Version data included in the Bulk Data Download File:



· SV group a 



· SV group b 



· SV group b1 



· SV group c 



· SV group d



· SV group f


			NPAC


			Verify the following:



· SV group a exists with a status of ‘Active’ and an empty Failed SP List.



· SV group b exists with a status of ‘Active’ and an empty Failed SP List.



· SV group b1 exists with a status of ‘Disconnect-Pending’ and an empty Failed SP List.



· SV group c exists with a status of ‘Active’ and an empty Failed SP List.



· SV group d exists with a status of ‘Active’ and an empty Failed SP List.



· SV group f exists with a status of ‘Sending’.









			6.


			SP


			After all NPAC ‘retry timers’ for the Subscription Versions specified in the prerequisites above have expired, Service Provider personnel perform appropriate steps to ‘associate’ with the NPAC SMS such that they will not recover additional information.


			SP


			The LSMS successfully re-associates with the NPAC SMS without recovering additional information









			7.


			NPAC


			NPAC Personnel bring the simulated SPID LSMS that was in recovery in Prerequisite step f above, out of recovery.  


			NPAC


			Verify that the simulated SPID that was in recovery during step g of the prerequisites is now out of recovery.  Verify that the 50 subscription versions that were activated while this SPID was in recovery now have a status of ‘Partial Fail’.





			8.


			NPAC


			NPAC Personnel perform multiple Full audits for each NPA-NXX included in the range of TNs specified in the prerequisites above for the Service Provider’s LSMS to verify that all the appropriate updates were processed from the Bulk Data Download File by the LSMS.


			NPAC


			Using the Audit Results Log, verify that there were no updates made.  If any updates were made as a result of running this audit, this test case fails.



Verify that:



· SV group a exists on the LSMS.  Verify that all of them reflect the ‘modified’ SV values from the prerequisites above.



· SV group b exists on the LSMS.



· SV group b1 exists on the LSMS. 



· SV group c exists on the LSMS.



· SV group d exists on the LSMS.


· SV group f exists on the LSMS.





			E.


			Pass/Fail Analysis, NANC 322-1





			Pass


			Fail


			NPAC Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel were able to successfully process the Bulk Data Download file updates with their local databases in a timely fashion.





			Pass


			Fail


			Bulk Data Download Response File was processed in a timely fashion.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 322-2


			SUT Priority:


			SOA 


			N/A





			


			


			


			


			EDR LSMS


			Conditional





			


			


			


			


			Non-EDR LSMS


			N/A





			


			Objective:






			LSMS – Service Provider Personnel create a Bulk Data Download Response File for Number Pool Block data.  NPAC Personnel process the Bulk Data Download Response File.  The Service Provider was previously on the Failed SP List for at least some of the Number Pool Blocks in the respective file.  Verification steps are performed to ensure the Service Provider’s LSMS is now in synch with the NPAC SMS. - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 322 





			


			NANC FRS Version Number:


			3.2.0


			Relevant Requirement(s):


			RR3-330, RR3-331, RR3-332, RR3-333, RR3-325, RR3-327





			


			NANC IIS Version Number:


			3.2.0


			Relevant Flow(s):


			N/A





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			While the LSMS is ‘dis-associated’ from the NPAC SMS, NPAC personnel perform the following functions:



a)    Modify an existing Number Pool Block for which the Service Provider under test is accepting downloads.  Use simulators that are associated with the NPAC and are receiving downloads for this NPA-NXX.  Verify that the Number Pool Block and respective Subscription Versions have a status of ‘Partial-Fail’ and the Service Provider under test is on the Failed SP List (SV group a______________), (NPB group a ______________).



b)     Delete an existing NPA-NXX-X with a respective Number Pool Block for which the Service Provider under test is accepting downloads, and none of the respective ‘Pooled’ Subscription Versions have been ported away.  Use simulators that are associated with the NPAC and are receiving downloads for this NPA-NXX.  (SV group 2b___________), (NPB group 2b__________________).



c)     Activate a Number Pool Block (associated with another NPA-NXX-X that has reached its Effective date ) for an NPA-NXX for which the Service Provider under test is NOT accepting downloads - it is another Service Provider’s Number Pool Block.  Use simulators that are associated with the NPAC and are receiving downloads for this NPA-NXX.  Verify that the Number Pool Block and respective Subscription Versions have a status of ‘Active’. (SV group c_____________________) (NPB c______________)



d)    Modify the Number Pool Block that was just activated in step ‘c’ above.  Make sure that the Service Provider under test is now accepting downloads for this NPA-NXX.  Use simulators that are associated with the NPAC and are receiving downloads for this NPA-NXX.  Verify that the Number Pool Block and respective Subscription Versions have been updated and have a status of ‘Active’ with a Failed SP List. (SV group c and NPB c).









			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OP GUI, NPAC Personnel request a Bulk Data Download for Number Pool Block Data, specifying Latest View of  Activity a valid Time Range and specifying the  range identified in the prerequisites above, for the Service Provider participating in the test case.


			NPAC


			The NPAC SMS performs the request, generates the appropriate Bulk Data Download File(s) and automatically “FTP’s” the file(s) to the Service Provider’s directory on the NPAC SMS.





			2.


			SP


			Service Provider Personnel receive the Bulk Data Download File(s) and load the file(s) into their LSMS systems.


			SP


			The LSMS successfully processes the Bulk Data Download file(s) and reflects the updates described in the prerequisites above.



The system is still ‘dis-associated’ from the NPAC SMS.





			3.


			SP


			Service Provider Personnel, using their LSMS, perform a local query for the Pooled Subscription and/or Number Pool Block Data to verify that the data was loaded.



· Pooled SV group a 



· Pooled SV group b 



· Pooled SV group c 



· NPB group a 



· NPB group b 



· NPB group c 






			SP


			Using the LSMS system, verify:



· Pooled SV group a exists on the LSMS with the modified attributes specified in step a of the prerequisites above.



· Pooled SV group b does not exist on the LSMS.



· Pooled SV group c  exists on the LSMS with the modified attributes specified in step d of the prerequisites above.



· NPB group a exists on the LSMS with the modified attributes specified in step a of the prerequisites above.



· NPB group b  does not exist on the LSMS.



· NPB group c  exists on the LSMS with the modified attributes specified in step d of the prerequisites above.









			4.


			SP


			Service Provider personnel/system generate a Bulk Data Download Response File for the original Bulk Data Download file(s) and places it in the Service Provider’s directory on the NPAC SMS.


			NPAC


			NPAC SMS processes the Bulk Data Download Response File(s) for the original file, and updates the Pooled Subscription Versions/Number Pool Blocks appropriately.





			5.


			NPAC


			NPAC Personnel query for the Pooled Subscription Version and Number Pool Block data included in the Bulk Data Download File:



· Pooled SV group a 



· Pooled SV group b



· Pooled SV group c



· NPB group a 



· NPB group b



· NPB group c 






			NPAC


			Verify the following:



· Pooled SV group a exists with a status of ‘Active’ and an empty Failed SP List.



· Pooled SV group b exists with a status of ‘Old’ and an empty Failed SP List.



· Pooled SV group c exists with a status of ‘Active’ and an empty Failed SP List.



· NPB group a exists with a status of ‘Active’ and an empty Failed SP List.



· NPB group b exists with a status of ‘Old’ and an empty Failed SP List.



· NPB group c exists with a status of ‘Active’ and an empty Failed SP List.









			6.


			SP


			After all NPAC ‘retry timers’ for the Subscription Versions and Number Pool Blocks specified in the prerequisites above have expired, Service Provider personnel perform appropriate steps to ‘associated’ with the NPAC SMS such that they will not recover additional information.


			SP


			The LSMS successfully re-associates with the NPAC SMS without recovering additional information.





			7.


			NPAC


			NPAC Personnel perform multiple Full audits for each NPA-NXX included in the range of TNs specified in the prerequisites above for the Service Provider’s LSMS to verify that all the appropriate updates were processed from the Bulk Data Download File by the LSMS.


			NPAC


			Using the Audit Results Log, verify that there were no updates made.  If any updates were made as a result of running this audit, this test case fails.



Verify that:



· Pooled SV group a exists on the LSMS with the modified attributes specified in step a of the prerequisites above.



· Pooled SV group b does not exist on the LSMS.



· Pooled SV group c exists on the LSMS with the modified attributes specified in step d of the prerequisites above.



· NPB group a exists on the LSMS with the modified attributes specified in step a of the prerequisites above.



· NPB group b does not exist on the LSMS.



· NPB group c exists on the LSMS with the modified attributes specified in step d of the prerequisites above.









			E.


			Pass/Fail Analysis, NANC 322-2 





			Pass


			Fail


			NPAC Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel were able to successfully process the Bulk Data Download file updates with their local databases in a timely fashion.





			Pass


			Fail


			Bulk Data Download Response File was processed in a timely fashion.








12.11 NANC 323 – Partial Migration of SPID via Mass Update Test Cases 



This section of test cases shall be executed only during the group test phase due to the impact to the entire test environment.



12.12 NANC 354 – Delta Download File Creation by Time Range for Network Data



NOTE:  SOA Network Data Management, LSMS Network Data Management, NPAC Customer SOA NPA-NXX-X Indicator and NPAC Customer LSMS NPA-NXX-X Indicator (s) are all set to production values for the Service Provider under test.



Network Data filters need not be set to execute NANC 354 test cases.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 354-1


			SUT Priority:


			SOA 


			Required





			


			


			


			


			LSMS


			Required





			


			Objective:






			NPAC OP GUI – NPAC Personnel initiate a Bulk Data Download of Network Data – Specifying the Latest View of Network Data Activity and a valid time range.  Verification steps are preformed to ensure the BDD file was processed successfully by the Service Provider system. - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 354 





			


			NANC FRS Version Number:


			3.2.0


			Relevant Requirement(s):


			RR3-220, RR3-301, RR3-302, RR3-304, RR3-311





			


			NANC IIS Version Number:


			3.2.0


			Relevant Flow(s):


			N/A





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. While the SOA and LSMS are ‘associated’ with the NPAC SMS, NPAC personnel perform the following functions:



a) Create an NPA-NXX that is not yet open for porting (Effective date is in the future) on behalf of the Service Provider under test( NPA-NXX 1a_____________).



b) Create an NPA-NXX-X respective to NPA-NXX 1a on behalf of the Service Provider under test (NPA-NXX-X 1a_________________).



c) Create an NPA-NXX with an Effective date equal to today, on behalf of the Service Provider under test (so that it is now open for porting) (NPA-NXX 1c_________________).



d) Immediately after initiating requests 1a), 1b) and 1c) above, dis-associate the Service Provider’s SOA and LSMS systems.



2. While the SOA and LSMS are ‘dis-associated’ with the NPAC SMS, NPAC personnel perform the following functions:



a) Create an NPA-NXX that is not yet open for porting (Effective date is in the future) on behalf of the Service Provider under test NPA-NXX 2a _____________.



b) Create an NPA-NXX-X respective to NPA-NXX 2a on behalf of the Service Provider under test (NPA-NXX-X 2a ___________________).



c) Modify NPA-NXX-X respective to 2a on behalf of the Service Provider under test, note the modified attributes.



d) Modify existing NPA-NXX-X 1a above, note the modified attributes.



e) Create an NPA-NXX that is not yet open for porting (Effective date is in the future) on behalf of another Service Provider under test NPA-NXX 2e __________________.



f) Delete the NPA-NXX (NPA-NXX 1c above) that is ‘owned’ by the Service Provider under test and is currently open for porting and for which respective Subscription Versions, Number Pool Blocks and NPA-NXX-X DO NOT exist, NPA-NXX 1c ____________________________.



g) Delete NPA-NXX-X 1a above.









			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OP GUI, NPAC Personnel request a Bulk Data Download for Network Data, specifying Latest View of Network Data Activity and a valid time range for the Service Provider under test.


			NPAC


			The NPAC SMS performs the request, generates the appropriate Bulk Data Download File(s) and automatically “FTP’s” the file(s) to the Service Provider’s directory on the NPAC SMS.









			2.


			SP


			Service Provider Personnel receive the Bulk Data Download File(s) and load the file(s) into their SOA and LSMS.


			SP


			The SOA and LSMS successfully process the Bulk Data Download file(s) and reflect the updates described in the prerequisites above.



The systems are still ‘dis-associated’ from the NPAC SMS.





			3.


			SP


			Service Provider Personnel, using their SOA and LSMS, perform a local query for the Network Data to verify that the NPA-NXX and NPA-NXX-X data was loaded.






			SP


			Verify the following on the respective systems.



On the SOA verify:



· If the Service Provider’s SOA Network Data Management Indicator is set to TRUE, 



· NPA-NXX 1a exists on the SOA (wasn’t in the BDD file).



· NPA-NXX 1c does not exist on the SOA.



· NPA-NXX 2a exists on the SOA.



· NPA-NXX 2e exists on the SOA.



· If the Service Provider’s SOA NPA-NXX-X Indicator is set to TRUE, 



· NPA-NXX-X 1a does not exist on the SOA (see step 2g above).



· NPA-NXX-X 2a with the modified attributes (see step 2c above) exists on the SOA



On the LSMS verify



· If the Service Provider’s LSMS Network Data Management Indicator is set to TRUE, 



· NPA-NXX 1a exists on the LSMS (wasn’t in the BDD file).



· NPA-NXX 1c DOES NOT exist on the LSMS.



· NPA-NXX 2a exists on the LSMS.



· NPA-NXX 2e exists on the LSMS.



· If the Service Provider’s NPA-NXX-X Indicator is set to TRUE,



· NPA-NXX-X 1a does not exist on the LSMS. (see step 2g above).



· NPA-NXX-X 2a with the modified attributes (see step 2c above) exists on the LSMS.





			4.


			SP


			Service Provider personnel perform appropriate steps to ‘associate’ with the NPAC SMS. 


			SP


			The SOA and LSMS successfully re-associate with the NPAC SMS.





			5.


			SP


			Service Provider Personnel, using their SOA and LSMS, perform an NPAC query for the Network Data in the prerequisites:



On the SOA and LSMS query:



· If the Service Provider’s SOA/LSMS Network Data Management Indicator is set to TRUE, 



· NPA-NXX 1a .



· NPA-NXX 1c



· NPA-NXX 2a 



· NPA-NXX 2e



· If the Service Provider’s SOA/LSMS NPA-NXX-X Indicator is set to TRUE, 



· NPA-NXX-X 1a 



· NPA-NXX-X 2a 






			SP


			Verify the following on the respective systems.



On the SOA/LSMS verify:



· If the Service Provider’s SOA/LSMS Network Data Management Indicator is set to TRUE, 



· NPA-NXX 1a exists.



· NPA-NXX 1c does not exist.



· NPA-NXX 2a exists.



· NPA-NXX 2e exists.



· If the Service Provider’s SOA NPA-NXX-X Indicator is set to TRUE, 



· NPA-NXX-X 1a does not exist.



· NPA-NXX-X 2a exists with the new, modified attributes (see step 2c above).









			E.


			Pass/Fail Analysis, NANC 354-1





			Pass


			Fail


			NPAC Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel were able to successfully process the Bulk Data Download file updates with their local databases in a timely fashion.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 354-2


			SUT Priority:


			SOA 


			Required





			


			


			


			


			LSMS


			Required





			


			Objective:






			NPAC OP GUI – NPAC Personnel initiate a Bulk Data Download of Network Data – Specifying the All Network Data.  Verification steps are preformed to ensure the BDD file was processed successfully by the Service Provider system. - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 354 





			


			NANC FRS Version Number:


			3.2.0


			Relevant Requirement(s):


			RR3-303, RR3-307, RR3-308, RR3-309, RR3-310, RR3-311





			


			NANC IIS Version Number:


			3.2.0


			Relevant Flow(s):


			N/A





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. While the SOA and LSMS are ‘associated’ with the NPAC SMS, NPAC personnel perform the following functions:



a) Create an LRN that does not yet exist on the NPAC SMS on behalf of the Service Provider under test( LRN 1a_____________).



b) Create an NPA-NXX with an Effective date equal to today, on behalf of the Service Provider under test (so that it is now open for porting) (NPA-NXX 1b_______________).  



c) Immediately after initiating requests 1a) and 1b) above, dis-associate the Service Provider’s SOA and LSMS systems.



2. While the SOA and LSMS are ‘dis-associated’ with the NPAC SMS, NPAC personnel perform the following functions:



a) Modify LRN 1a (above), note the modified attributes. 



b) Create an NPA-NXX-X respective to NPA-NXX 1b on behalf of the Service Provider under test (NPA-NXX-X 1b ___________________).



c) Modify NPA-NXX-X respective to 1b on behalf of the Service Provider under test, note the modified attributes.



d) Modify LRN 1a (above) again, note the modified attributes.



e) Create an NPA-NXX that is not yet open for porting (Effective date is in the future) on behalf of another Service Provider under test NPA-NXX 2e __________________.



f) Delete NPA-NXX 2e that was just created above.



g) Create a unique NPA-NXX that is not yet open for porting (Effective date is in the future) on behalf of another Service Provider, NPA-NXX 2g __________________.









			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OP GUI, NPAC Personnel request a Bulk Data Download for Network Data, specifying All Network Data for the Service Provider under test.


			NPAC


			The NPAC SMS performs the request, generates the appropriate Bulk Data Download File(s) and automatically “FTP’s” the file(s) to the Service Provider’s directory on the NPAC SMS.









			2.


			SP


			Service Provider Personnel receive the Bulk Data Download File(s) and load the file(s) into their SOA and LSMS.


			SP


			The SOA and LSMS successfully process the Bulk Data Download file(s) and reflect the updates described in the prerequisites above.



The systems are still ‘dis-associated’ from the NPAC SMS.





			3.


			SP


			Service Provider Personnel, using their SOA and LSMS, perform a local query for the Network Data to verify that the NPA-NXX and NPA-NXX-X data was loaded.






			SP


			Verify the following on the respective systems.



On the SOA verify:



· If the Service Provider’s SOA Network Data Management Indicator is set to TRUE, 



· LRN 1a exists on the SOA with the modified attributes from perquisite step 2d above.



· NPA-NXX 1b exists on the SOA, this was not part of the BDD.



· NPA-NXX 2e does not exist on the SOA.



· NPA-NXX 2g exists on the SOA.



· If the Service Provider’s SOA NPA-NXX-X Indicator is set to TRUE, 



· NPA-NXX-X 1b exists on the SOA with the new, modified attributes (see step 2c above).



On the LSMS verify



· If the Service Provider’s LSMS Network Data Management Indicator is set to TRUE, 



· LRN 1a exists on the LSMS with the modified attributes from prerequisite step 2d above.



· NPA-NXX 1bexists on the LSMS, this was not part of the BDD.



· NPA-NXX 2e does not exist on the LSMS.



· NPA-NXX 2g exists on the LSMS.



· If the Service Provider’s LSMS NPA-NXX-X Indicator is set to TRUE, 



· NPA-NXX-X 1b exists on the LSMS with the new, modified attributes (see step 2c above).









			4.


			SP


			Service Provider personnel perform appropriate steps to ‘associated’ with the NPAC SMS.


			SP


			The SOA and LSMS successfully re-associate with the NPAC SMS.





			5.


			SP


			Service Provider Personnel, using their SOA and LSMS, perform an NPAC query for the Network Data in the prerequisites:



On the SOA and LSMS query:



· If the Service Provider’s SOA/LSMS Network Data Management Indicator is set to TRUE, 



· LRN 1a .



· NPA-NXX 1b.



· NPA-NXX 2e.



· NPA-NXX 2g.



· If the Service Provider’s SOA/LSMS NPA-NXX-X Indicator is set to TRUE, 



· NPA-NXX-X 1b.






			SP


			Verify the following on the respective systems.



On the SOA/LSMS verify:



· If the Service Provider’s SOA/LSMS Network Data Management Indicator is set to TRUE, 



· LRN 1a exists with the modified attributes from prerequisite step 2d above.



· NPA-NXX 1b exists.



· NPA-NXX 2e does not exist.



· NPA-NXX 2g exists.



· If the Service Provider’s SOA/LSMS NPA-NXX-X Indicator is set to TRUE, 



· NPA-NXX-X 1b exists with the new, modified attributes, see step 2c above.









			E.


			Pass/Fail Analysis, NANC 354-2





			Pass


			Fail


			NPAC Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel were able to successfully process the Bulk Data Download file updates with their local databases in a timely fashion.








Note:  The Bulk Data Download file may contain additional network data.  Testers can verify appropriate behavior for any additional data that may be in the file as is stated in the Test Steps above.



End of Chapter
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8. Individual Turn Up Test Scenarios Related to NPAC Release 1.



Mechanized Interface ScenariosSection 8 contains all test cases written for individual Service Provider Turn Up testing of Release 1.X of the NPAC software.  



8.1.1 Network Data



8.1.1.1 Create of Network Data



8.1.1.1.1 SOA Mechanized Interface



			8.1.1.1.1.1  Open a non-existing NPA-NXX for portability via the SOA Mechanized Interface. – Success





			Purpose:


			Open a non-existing NPA-NXX for portability for an existing service provider via the SOA Mechanized Interface.





			Requirements:


			R3-9, R3-10, RR3-8, RX3-1.1





			Prerequisites:


			1. The M&P for “Setting Up Customer Profile” has been executed.



2. The service provider for which the NPA-NXX is to be added exists with associations established via the SOA and LSMS Interfaces.



3. Multiple service providers exist with associations established via the LSMS Interface.



4. The NPA-NXX to be added does not exist.





			Expected Results:


			RESULT-1:  The NPAC SMS receives the M-CREATE request for the serviceProvNPA-NXX object.



RESULT-2:  The serviceProvNPA-NXX object is created locally by the NPAC SMS for the given service provider.



RESULT-3:  The NPAC SMS responds by sending an M-CREATE Response back to the SOA that initiated the request indicating that the serviceProvNPA-NXX object was successfully created.



RESULT-4:  An M-CREATE of the serviceProvNPA-NXX object is sent to all LSMSs accepting downloads for the NPA-NXX.



RESULT-5:  The LSMSs respond by sending an M-CREATE Response to the NPAC SMS indicating whether or not the serviceProvNPA-NXX object was successfully created.



RESULT-6:  An M-CREATE of the serviceProvNPA-NXX object is sent to all SOAs accepting downloads for the NPA-NXX .



RESULT-7:  The SOAs respond by sending an M-CREATE Response to the NPAC SMS indicating whether or not the serviceProvNPA-NXX object was successfully created.





			Actual Results:


			








			8.1.1.1.1.2  Open an NPA-NXX for portability via the SOA Mechanized Interface that exists for another service provider. – Error





			Purpose:


			Attempt to open an existing NPA-NXX for portability for an existing service provider via the SOA Mechanized Interface.  The NPA-NXX exists for another service provider.





			Requirements:


			





			Prerequisites:


			5. The M&P for “Setting Up Customer Profile” has been executed.



6. The service provider for which the NPA-NXX is to be added exists with associations established via the SOA and LSMS Interfaces.



7. Multiple service providers exist with associations established via the LSMS Interface.



8. The NPA-NXX to be added exists for another service provider.





			Expected Results:


			RESULT-1:  The NPAC SMS receives the M-CREATE request for the serviceProvNPA-NXX object.



RESULT-2:  The NPAC SMS determines that the NPA-NXX exists for another service provider and fails the request.



RESULT-3:  The NPAC SMS creates an M-CREATE reply with an invalid attribute error and sends it to the SOA via the SOA Mechanized Interface.





			Actual Results:


			








			8.1.1.1.1.3  Open an NPA-NXX for portability via the SOA Mechanized Interface that exists for the given service provider. – Error





			Purpose:


			Attempt to open an existing NPA-NXX for portability for an existing service provider via the SOA Mechanized Interface.  The NPA-NXX exists for the service provider.





			Requirements:


			





			Prerequisites:


			9. The M&P for “Setting Up Customer Profile” has been executed.



10. The service provider for which the NPA-NXX is to be added exists with associations established via the SOA and LSMS Interfaces.



11. Multiple service providers exist with associations established via the LSMS Interface.



12. The NPA-NXX to be added exists for the service provider.





			Expected Results:


			RESULT-1:  The NPAC SMS receives the M-CREATE request for the serviceProvNPA-NXX object.



RESULT-2:  The NPAC SMS determines that the NPA-NXX exists for the service provider and fails the request.



RESULT-3:  The NPAC SMS creates an M-CREATE reply with an invalid attribute error and sends it to the SOA via the SOA Mechanized Interface.





			Actual Results:


			








			8.1.1.1.1.4  Open NPA-NXX for portability via the SOA Mechanized Interface with an effective date prior to the current date. – Success





			Purpose:


			Open an NPA-NXX for portability for an existing service provider via the SOA Mechanized Interface with an effective date prior to the current date.





			Requirements:


			





			Prerequisites:


			13. The M&P for “Setting Up Customer Profile” has been executed.



14. The service provider for which the NPA-NXX is to be added exists with associations established via the SOA and LSMS Interfaces.



15. Multiple service providers exist with associations established via the LSMS Interface.



16. The NPA-NXX to be added does not exist.





			Expected Results:


			RESULT-1:  The NPAC SMS receives the M-CREATE request for the serviceProvNPA-NXX object.



RESULT-2:  The serviceProvNPA-NXX object is created locally by the NPAC SMS for the given service provider.



RESULT-3:  The NPAC SMS responds by sending an M-CREATE Response back to the SOA that initiated the request indicating that the serviceProvNPA-NXX object was successfully created.



RESULT-4:  An M-CREATE of the serviceProvNPA-NXX object is sent to all LSMSs accepting downloads for the NPA-NXX.



RESULT-5:  The LSMSs respond by sending an M-CREATE Response to the NPAC SMS indicating whether or not the serviceProvNPA-NXX object was successfully created.



RESULT-6:  An M-CREATE of the serviceProvNPA-NXX object is sent to all SOAs accepting downloads for the NPA-NXX .



RESULT-7:  The SOAs respond by sending an M-CREATE Response to the NPAC SMS indicating whether or not the serviceProvNPA-NXX object was successfully created.





			Actual Results:


			








			8.1.1.1.1.5  Open NPA-NXX for portability via the SOA Mechanized Interface with invalid effective date. – Error





			Purpose:


			Attempt to open an NPA-NXX for portability date via the SOA Mechanized Interface with an invalid effective date.





			Requirements:


			





			Prerequisites:


			17. The M&P for “Setting Up Customer Profile” has been executed.



18. The service provider for whom the NPA-NXX is to be added exists with associations established via the SOA and LSMS Interfaces.



19. Multiple service providers exist with associations established via the LSMS Interface.



20. The NPA-NXX to be added does not exist.





			Expected Results:


			RESULT-1:  The NPAC SMS receives the M-CREATE request for the serviceProvNPA-NXX object.



RESULT-2:  The NPAC SMS determines that the NPA-NXX exists for the service provider and fails the request.



RESULT-3:  The NPAC SMS creates an M-CREATE reply with an invalid attribute error and sends it to the SOA via the SOA Mechanized Interface.





			Actual Results:


			








			8.1.1.1.1.6  Open NPA-NXX for portability via the SOA Mechanized Interface while a communications problem exists between the NPAC SMS and an LSMS. – Success





			Purpose:


			Open NPA-NXX for portability via the SOA Mechanized Interface with an effective date greater than the current date (future date) while a communications problem exists between the NPAC SMS and an LSMS.





			Requirements:


			





			Prerequisites:


			21. The M&P for “Setting Up Customer Profile” has been executed.



22. The service provider for which the NPA-NXX is to be added exists with associations established via the SOA and LSMS Interfaces.



23. Multiple service providers exist with associations established via the LSMS Interface.



24. A communications problem exists between the NPAC SMS and an LSMS.  The Network Management System recognizes the communications problem.



25. The NPA-NXX to be added does not exist.





			Expected Results:


			RESULT-1:  The NPAC SMS receives the M-CREATE request for the serviceProvNPA-NXX object.



RESULT-2:  The serviceProvNPA-NXX object is created locally by the NPAC SMS for the given service provider.



RESULT-3:  The NPAC SMS responds by sending an M-CREATE Response back to the SOA that initiated the request indicating that the serviceProvNPA=NXX object was successfully created.



RESULT-4:  An M-CREATE of the serviceProvNPA-NXX object is sent to all LSMSs accepting downloads for the NPA-NXX.



RESULT-5:  The LSMSs respond by sending an M-CREATE response to the NPAC SMS indicating whether or not the serviceProvNPA-NXX object was successfully created.



RESULT-6:  Due to a communications problem, an LSMS does not receive the M-CREATE request.



RESULT-7:  An M-CREATE of the serviceProvNPA-NXX object is sent to all SOAs accepting downloads for the NPA-NXX .



RESULT-8:  The SOAs respond by sending an M-CREATE response to the NPAC SMS indicating whether or not the serviceProvNPA-NXX object was successfully created.





			Actual Results:


			








			8.1.1.1.1.7  Add a non-existing LRN via the SOA Mechanized Interface. – Success





			Purpose:


			Add a non-existing LRN for an existing service provider via the SOA Mechanized Interface.





			Requirements:


			





			Prerequisites:


			26. The M&P for “Setting Up Customer Profile” has been executed.



27. The service provider for which the LRN is to be added exists with associations established via the SOA and LSMS Interfaces.



28. Multiple service providers exist with associations established via the LSMS Interface.



29. The LRN to be added does not exist.





			Expected Results:


			RESULT-1:  The NPAC SMS receives the M-CREATE request for the serviceProvLRN object.



RESULT-2:  The serviceProvLRN object is created locally by the NPAC SMS for the given service provider.



RESULT-3:  The NPAC SMS responds by sending an M-CREATE Response back to the SOA that initiated the request indicating that the serviceProvLRN object was successfully created.



RESULT-4:  An M-CREATE of the serviceProvLRN object is sent to all LSMSs.



RESULT-5:  The LSMSs respond by sending an  M-CREATE Response to the NPAC SMS indicating whether or not the serviceProvLRN object was successfully created.



RESULT-6:  An M-CREATE of the serviceProvLRN object is sent to all SOAs .



RESULT-7:  The SOAs respond by sending an  M-CREATE Response to the NPAC SMS indicating whether or not the serviceProvLRN object was successfully created.





			Actual Results:


			








			8.1.1.1.1.8  Add an LRN via the SOA Mechanized Interface that exists for another service provider. – Error





			Purpose:


			Attempt to add an existing LRN for an existing service provider via the SOA Mechanized Interface.  The LRN exists for another service provider.





			Requirements:


			





			Prerequisites:


			30. The M&P for “Setting Up Customer Profile” has been executed.



31. The service provider for which the LRN is to be added exists with associations established via the SOA and LSMS Interfaces.



32. Multiple service providers exist with associations established via the LSMS Interface.



33. The LRN to be added exists for another service provider.





			Expected Results:


			RESULT-1:  The NPAC SMS receives the M-CREATE request for the serviceProvLRN object.



RESULT-2:  The NPAC SMS determines that the LRN exists for another service provider.



RESULT-3:  The NPAC SMS sends an M-CREATE reply with an error to the SOA.





			Actual Results:


			








			8.1.1.1.1.9  Add an LRN via the SOA Mechanized Interface that exists for the given service provider. – Error





			Purpose:


			Attempt to add an LRN for an existing service provider via the SOA Mechanized Interface.  The LRN exists for the service provider.





			Requirements:


			





			Prerequisites:


			34. The M&P for “Setting Up Customer Profile” has been executed.



35. The service provider for which the LRN is to be added exists with associations established via the SOA and LSMS Interfaces.



36. Multiple service providers exist with associations established via the LSMS Interface.



37. The LRN to be added exists for the service provider.





			Expected Results:


			RESULT-1:  The NPAC SMS receives the M-CREATE request for the serviceProvLRN object.



RESULT-2:  The NPAC SMS determines that the LRN exists for the service provider and fails the request.



RESULT-3:  The NPAC SMS creates an M-CREATE reply with an invalid attribute error and sends it to the SOA via the SOA Mechanized Interface.





			Actual Results:


			








			8.1.1.1.1.10  Add LRN via the SOA Mechanized Interface with invalid LRN data. – Error





			Purpose:


			Attempt to add an LRN via the SOA Mechanized Interface with an invalid LRN data.





			Requirements:


			





			Prerequisites:


			38. The M&P for “Setting Up Customer Profile” has been executed.



39. The service provider for which the LRN is to be added exists with associations established via the SOA and LSMS Interfaces.



40. Multiple service providers exist with associations established via the LSMS Interface.



41. The LRN to be added does not exist.





			Expected Results:


			RESULT-1:  The NPAC SMS receives the M-CREATE request for the serviceProvLRN object.



RESULT-2:  The NPAC SMS determines that the LRN exists for the service provider and fails the request.



RESULT-3:  The NPAC SMS creates an M-CREATE reply with an invalid attribute error and sends it to the SOA via the SOA Mechanized Interface.





			Actual Results:


			








			8.1.1.1.1.11  Create an LRN via the SOA Mechanized Interface while a communications problem exists between the NPAC SMS and an LSMS. – Success





			Purpose:


			Create an LRN via the SOA Mechanized Interface while a communications problem exists between the NPAC SMS and an LSMS.





			Requirements:


			





			Prerequisites:


			42. The M&P for “Setting Up Customer Profile” has been executed.



43. The service provider for which the LRN is to be added exists with associations established via the SOA and LSMS Interfaces.



44. Multiple service providers exist with associations established via the LSMS Interface.



45. A communications problem exists between the NPAC SMS and an LSMS.  The Network Management System recognizes the communications problem.



46. The LRN to be added does not exists.





			Expected Results:


			RESULT-1:  The NPAC SMS receives the M-CREATE request for the serviceProvLRN object.



RESULT-2:  The serviceProvLRN object is created locally by the NPAC SMS for the given service provider.



RESULT-3:  The NPAC SMS responds by sending an M-CREATE Response back to the SOA that initiated the request indicating that the serviceProvLRN object was successfully created.



RESULT-4:  An M-CREATE of the serviceProvLRN object is sent to all LSMSs.



RESULT-5:  The LSMSs respond by sending an M-CREATE Response to the NPAC SMS indicating whether or not the serviceProvLRN object was successfully created.



RESULT-6:  Due to a communications problem, an LSMS does not receive the M-CREATE request.



RESULT-7:  An M-CREATE of the serviceProvLRN object is sent to all SOAs .



RESULT-8:  The SOAs respond by sending an M-CREATE Response to the NPAC SMS indicating whether or not the serviceProvLRN object was successfully created.





			Actual Results:


			








8.1.1.1.2 LSMS Mechanized Interface



			8.1.1.1.2.1  Open a non-existing NPA-NXX for portability via the LSMS Mechanized Interface. – Success





			Purpose:


			Open a non-existing NPA-NXX for portability for an existing service provider via the LSMS Mechanized Interface.





			Requirements:


			R3-9, R3-10, RX3-1.1





			Prerequisites:


			47. The M&P for “Setting Up Customer Profile” has been executed.



48. The service provider for which the NPA-NXX is to be added exists with associations established via the SOA and LSMS Interfaces.



49. Multiple service providers exist with associations established via the LSMS Interface.



50. The NPA-NXX to be added does not exist.





			Expected Results:


			RESULT-1:  The NPAC SMS receives the M-CREATE request for the serviceProvNPA-NXX object.



RESULT-2:  The serviceProvNPA-NXX object is created locally by the NPAC SMS for the given service provider.



RESULT-3:  The NPAC SMS responds by sending an M-CREATE Response back to the LSMS that initiated the request indicating that the serviceProvNPA-NXX object was successfully created.



RESULT-4:  An M-CREATE of the serviceProvNPA-NXX object is sent to all LSMSs accepting downloads for the NPA-NXX.



RESULT-5:  The LSMSs respond by sending an M-CREATE Response to the NPAC SMS indicating whether or not the serviceProvNPA-NXX object was successfully created.



RESULT-6:  An M-CREATE of the serviceProvNPA-NXX object is sent to all SOAs accepting downloads for the NPA-NXX .



RESULT-7:  The SOAs respond by sending an M-CREATE Response to the NPAC SMS indicating whether or not the serviceProvNPA-NXX object was successfully created.





			Actual Results:


			








			8.1.1.1.2.2  Open an NPA-NXX for portability via the LSMS Mechanized Interface that exists for another service provider. – Error





			Purpose:


			Attempt to open an existing NPA-NXX for portability for an existing service provider via the LSMS Mechanized Interface.  The NPA-NXX exists for another service provider.





			Requirements:


			





			Prerequisites:


			51. The M&P for “Setting Up Customer Profile” has been executed.



52. The service provider for which the NPA-NXX is to be added exists with associations established via the SOA and LSMS Interfaces.



53. Multiple service providers exist with associations established via the LSMS Interface.



54. The NPA-NXX to be added exists for another service provider.





			Expected Results:


			RESULT-1:  The NPAC SMS receives the M-CREATE request for the serviceProvNPA-NXX object.



RESULT-2:  The NPAC SMS determines that the NPA-NXX exists for another service provider and fails the request.



RESULT-3:  The NPAC SMS creates an M-CREATE reply with an invalid attribute error and sends it to the LSMS via the LSMS Mechanized Interface.





			Actual Results:


			








			8.1.1.1.2.3  Open an NPA-NXX for portability via the LSMS Mechanized Interface that exists for the given service provider. – Error





			Purpose:


			Attempt to open an existing NPA-NXX for portability for an existing service provider via the LSMS Mechanized Interface.  The NPA-NXX exists for the service provider.





			Requirements:


			





			Prerequisites:


			55. The M&P for “Setting Up Customer Profile” has been executed.



56. The service provider for which the NPA-NXX is to be added exists with associations established via the SOA and LSMS Interfaces.



57. Multiple service providers exist with associations established via the LSMS Interface.



58. The NPA-NXX to be added exists for the service provider.





			Expected Results:


			RESULT-1:  The NPAC SMS receives the M-CREATE request for the serviceProvNPA-NXX object.



RESULT-2:  The NPAC SMS determines that the NPA-NXX exists for the service provider and fails the request.



RESULT-3:  The NPAC SMS creates an M-CREATE reply with an invalid attribute error and sends it to the LSMS via the LSMS Mechanized Interface.





			Actual Results:


			








			8.1.1.1.2.4  Open NPA-NXX for portability via the LSMS Mechanized Interface with an effective date prior to the current date. – Success





			Purpose:


			Open an NPA-NXX for portability for an existing service provider via the LSMS Mechanized Interface with an effective date prior to the current date.





			Requirements:


			





			Prerequisites:


			59. The M&P for “Setting Up Customer Profile” has been executed.



60. The service provider for which the NPA-NXX is to be added exists with associations established via the SOA and LSMS Interfaces.



61. Multiple service providers exist with associations established via the LSMS Interface.



62. The NPA-NXX to be added does not exist.





			Expected Results:


			RESULT-1:  The NPAC SMS receives the M-CREATE request for the serviceProvNPA-NXX object.



RESULT-2:  The serviceProvNPA-NXX object is created locally by the NPAC SMS for the given service provider.



RESULT-3:  The NPAC SMS responds by sending an M-CREATE Response back to the LSMS that initiated the request indicating that the serviceProvNPA-NXX object was successfully created.



RESULT-4:  An M-CREATE of the serviceProvNPA-NXX object is sent to all LSMSs accepting downloads for the NPA-NXX.



RESULT-5:  The LSMSs respond by sending an M-CREATE Response to the NPAC SMS indicating whether or not the serviceProvNPA-NXX object was successfully created.



RESULT-6:  An M-CREATE of the serviceProvNPA-NXX object is sent to all SOAs accepting downloads for the NPA-NXX .



RESULT-7:  The SOAs respond by sending an M-CREATE Response to the NPAC SMS indicating whether or not the serviceProvNPA-NXX object was successfully created.





			Actual Results:


			








			8.1.1.1.2.5  Open NPA-NXX for portability via the LSMS Mechanized Interface with invalid effective date. – Error





			Purpose:


			Attempt to open an NPA-NXX for portability via the LSMS Mechanized Interface with an invalid effective date.





			Requirements:


			





			Prerequisites:


			63. The M&P for “Setting Up Customer Profile” has been executed.



64. The service provider for which the NPA-NXX is to be added exists with associations established via the SOA and LSMS Interfaces.



65. Multiple service providers exist with associations established via the LSMS Interface.



66. The NPA-NXX to be added does not exist.





			Expected Results:


			RESULT-1:  The NPAC SMS receives the M-CREATE request for the serviceProvNPA-NXX object.



RESULT-2:  The NPAC SMS determines that the NPA-NXX exists for the service provider and fails the request.



RESULT-3:  The NPAC SMS creates an M-CREATE reply with an invalid attribute error and sends it to the LSMS via the LSMS Mechanized Interface.





			Actual Results:


			








			8.1.1.1.2.6  Open NPA-NXX for portability via the LSMS Mechanized Interface while a communications problem exists between the NPAC SMS and an LSMS. – Success





			Purpose:


			Open NPA-NXX for portability via the LSMS Mechanized Interface with an effective date greater than the current date (future date) while a communications problem exists between the NPAC SMS and an LSMS.





			Requirements:


			





			Prerequisites:


			67. The M&P for “Setting Up Customer Profile” has been executed.



68. The service provider for which the NPA-NXX is to be added exists with associations established via the SOA and LSMS Interfaces.



69. Multiple service providers exist with associations established via the LSMS Interface.



70. A communications problem exists between the NPAC SMS and an LSMS.  The Network Management System recognizes the communications problem.



71. The NPA-NXX to be added does not exist.





			Expected Results:


			RESULT-0:  The NPAC SMS receives the M-CREATE request for the serviceProvNPA-NXX object.



RESULT-1:  The serviceProvNPA-NXX object is created locally by the NPAC SMS for the given service provider.



RESULT-2:  The NPSC SMS responds by sending an M-CREATE Response back to the LSMS that initiated the request indicating that the serviceProvNPA-NXX object was successfully created.



RESULT-3:  An M-CREATE of the serviceProvNPA-NXX object is sent to all LSMSs accepting download for the NPA-NXX.



RESULT-4:  The LSMSs respond by sending an M-CREATE Response to the NPAC SMS indicating whether or not the serviceProvNPA-NXX object was successfully created.



RESULT-5:  Due to a communications problem, an LSMS does not receive the M-CREATE request.



RESULT-6:  An M-CREATE of the serviceProvNPA-NXX object is sent to all SOAs accepting download for the NPA-NXX .



RESULT-7:  The SOAs respond by sending an M-CREATE Response to the NPAC SMS indicating whether or not the serviceProvNPA-NXX object was successfully created.





			Actual Results:


			








			8.1.1.1.2.7  Add a non-existing LRN via the LSMS Mechanized Interface. – Success





			Purpose:


			Add a non-existing LRN for an existing service provider via the LSMS Mechanized Interface.





			Requirements:


			





			Prerequisites:


			72. The M&P for “Setting Up Customer Profile” has been executed.



73. The service provider for which the LRN is to be added exists with associations established via the SOA and LSMS Interfaces.



74. Multiple service providers exist with associations established via the LSMS Interface.



75. The LRN to be added does not exist.





			Expected Results:


			RESULT-1:  The NPAC SMS receives the M-CREATE request for the serviceProvLRN object.



RESULT-2:  The serviceProvLRN object is created locally by the NPAC SMS for the given service provider.



RESULT-3:  The NPAC SMS responds by sending an M-CREATE Response back to the LSMS that initiated the request indicating that the serviceProvLRN object was successfully created.



RESULT-4:  An M-CREATE of the serviceProvLRN object is sent to all LSMSs.



RESULT-5:  The LSMSs respond by sending an M-CREATE Response to the NPAC SMS indicating whether or not the serviceProvLRN object was successfully created.



RESULT-6:  An M-CREATE of the serviceProvLRN object is sent to all SOAs .



RESULT-7:  The SOAs respond by sending an M-CREATE Response to the NPAC SMS indicating whether or not the serviceProvLRN object was successfully created.





			Actual Results:


			








			8.1.1.1.2.8  Add an LRN via the LSMS Mechanized Interface that exists for another service provider. – Error





			Purpose:


			Attempt to add an existing LRN for an existing service provider via the LSMS Mechanized Interface.  The LRN exists for another service provider.





			Requirements:


			





			Prerequisites:


			76. The M&P for “Setting Up Customer Profile” has been executed.



77. The service provider for which the LRN is to be added exists with associations established via the SOA and LSMS Interfaces.



78. Multiple service providers exist with associations established via the LSMS Interface.



79. The LRN to be added exists for another service provider.





			Expected Results:


			RESULT-8:  The NPAC SMS receives the M-CREATE request for the serviceProvLRN object.



RESULT-9:  The NPAC SMS determines that the LRN exists for another service provider.



RESULT-10:  The NPAC SMS sends an M-CREATE reply with an error to the LSMS.





			Actual Results:


			








			8.1.1.1.2.9  Add an LRN via the LSMS Mechanized Interface that exists for the given service provider. – Error





			Purpose:


			Attempt to add an LRN for an existing service provider via the LSMS Mechanized Interface.  The LRN exists for the service provider.





			Requirements:


			





			Prerequisites:


			80. The M&P for “Setting Up Customer Profile” has been executed.



81. The service provider for which the LRN is to be added exists with associations established via the SOA and LSMS Interfaces.



82. Multiple service providers exist with associations established via the LSMS Interface.



83. The LRN to be added exists for the service provider.





			Expected Results:


			RESULT-11:  The NPAC SMS receives the M-CREATE request for the serviceProvLRN object.



RESULT-12:  The NPAC SMS determines that the LRN exists for the service provider and fails the request.



RESULT-13:  The NPAC SMS creates an M-CREATE reply with an invalid attribute error and sends it to the LSMS via the LSMS Mechanized Interface.





			Actual Results:


			








			8.1.1.1.2.10  Add LRN via the LSMS Mechanized Interface with invalid LRN data. – Error





			Purpose:


			Attempt to add an LRN via the LSMS Mechanized Interface with invalid LRN data.





			Requirements:


			





			Prerequisites:


			84. The M&P for “Setting Up Customer Profile” has been executed.



85. The service provider for which the LRN is to be added exists with associations established via the SOA and LSMS Interfaces.



86. Multiple service providers exist with associations established via the LSMS Interface.



87. The LRN to be added does not exist.





			Expected Results:


			RESULT-1:  The NPAC SMS receives the M-CREATE request for the serviceProvLRN object.



RESULT-2:  The NPAC SMS determines that the LRN exists for the service provider and fails the request.



RESULT-3:  The NPAC SMS creates an M-CREATE reply with an invalid attribute error and sends it to the LSMS via the LSMS Mechanized Interface.





			Actual Results:


			








			8.1.1.1.2.11  Create an LRN via the LSMS Mechanized Interface while a communications problem exists between the NPAC SMS and an LSMS. – Success





			Purpose:


			Create an LRN via the LSMS Mechanized Interface while a communications problem exists between the NPAC SMS and an LSMS.





			Requirements:


			





			Prerequisites:


			88. The M&P for “Setting Up Customer Profile” has been executed.



89. The service provider for which the LRN is to be added exists with associations established via the SOA and LSMS Interfaces.



90. Multiple service providers exist with associations established via the LSMS Interface.



91. A communications problem exists between the NPAC SMS and an LSMS.  The Network Management System recognizes the communications problem.



92. The LRN to be added  does not exists.





			Expected Results:


			RESULT-14:  The NPAC SMS receives the M-CREATE request for the serviceProvLRN object.



RESULT-15:  The serviceProvLRN object is created locally by the NPAC SMS for the given service provider.



RESULT-16:  The NPAC SMS responds by sending an M-CREATE Response back to the LSMS that initiated the request indicating that the serviceProvLRN object was successfully created.



RESULT-17:  An M-CREATE of the serviceProvLRN object is sent to all LSMSs.



RESULT-18:  The LSMSs respond by sending an M-CREATE Response to the NPAC SMS indicating whether or not the serviceProvLRN object was successfully created.



RESULT-19:  Due to a communications problem, an LSMS does not receive the M-CREATE request.



RESULT-20:  An M-CREATE of the serviceProvLRN object is sent to all SOAs .



RESULT-21:  The SOAs respond by sending an M-CREATE Response to the NPAC SMS indicating whether or not the serviceProvLRN object was successfully created.





			Actual Results:


			








8.1.1.2 Modify of Network Data



8.1.1.2.1 SOA Mechanized Interface



			8.1.1.2.1.2  Modify an existing service provider’s profile by adding contact data via the SOA Mechanized Interface. – Success





			Purpose:


			Modify a service provider’s profile by adding contact data via the SOA Mechanized Interface using an existing service provider id.





			Requirements:


			R4-13,R4-15.2, R4-16





			Prerequisites:


			93. Multiple service providers exist with associations established via the LSMS Interface.



94. The service provider whose contact data is being modified exists with associations established via the SOA and LSMS Interfaces.



95. The Operations Contact information does not exist for the service provider.





			Expected Results:


			RESULT-1:  The NPAC SMS receives the M-SET request for the serviceProv object.



RESULT-2:  The serviceProv object is modified locally by the NPAC SMS.



RESULT-3:  Once the NPAC SMS modifies the serviceProv object locally, it notifies the SOA  of the successful modification of the service provider contact information via the SOA Mechanized Interface by sending a successful M-SET reply.





			Actual Results:


			








			8.1.1.2.1.3  Modify an existing service provider’s profile by deleting non-required contact data via the SOA Mechanized Interface. – Success





			Purpose:


			Modify a service provider’s profile by deleting contact data via the SOA Mechanized Interface using an existing service provider id.





			Requirements:


			R4-13,R4-15.2, R4-16





			Prerequisites:


			96. Multiple service providers exist with associations established via the LSMS Interface.



97. The service provider whose contact data is being modified exists with associations established via the SOA and LSMS Interfaces.



98. The Operations Contact information exists for the service provider.





			Expected Results:


			RESULT-1:  The NPAC SMS receives the M-SET request for the serviceProv object.



RESULT-2:  The serviceProv object is modified locally by the NPAC SMS.



RESULT-3:  Once the NPAC SMS modifies the serviceProv object locally, it notifies the SOA of the successful modification of the service provider contact information via the SOA Mechanized Interface by sending a successful M-SET reply.





			Actual Results:


			








			8.1.1.2.1.4  Modify an existing service provider’s profile by modifying network address data via the SOA Mechanized Interface. – Success





			Purpose:


			Modify a service provider’s profile by modifying network address data via the SOA Mechanized Interface using an existing service provider id.





			Requirements:


			R4-13,R4-15.2, R4-16, 6.3.5





			Prerequisites:


			99. Multiple service providers exist with associations established via the LSMS Interface.



100. The service provider whose network address data is being modified exists with associations established via the SOA and LSMS Interfaces.





			Expected Results:


			RESULT-1:  The NPAC SMS receives the M-SET request for the serviceProv object.



RESULT-2:  The serviceProv object is modified locally by the NPAC SMS.



RESULT-3:  Once the NPAC SMS modifies the serviceProv object locally, it notifies the SOA of the successful modification of the service provider contact information via the SOA Mechanized Interface by sending a successful M-SET reply.





			Actual Results:


			








			8.1.1.2.1.5  Modify an existing service provider’s profile with invalid contact data via the SOA Mechanized Interface. – Error





			Purpose:


			Attempt to modify a service provider’s profile with invalid contact data via the SOA Mechanized Interface using an existing service provider id.





			Requirements:


			R4-13,R4-15.1, R4-16, R417





			Prerequisites:


			101. Multiple service providers exist with associations established via the LSMS Interface.



102. The service provider whose contact data is being modified exists with associations established via the SOA and LSMS Interfaces.





			Expected Results:


			RESULT-1:  The NPAC SMS receives the M-SET request for the serviceProv object.



RESULT-2:  The serviceProv object is not modified locally by the NPAC SMS.



RESULT-3:  The NPAC SMS notifies the SOA of the invalid data error via the SOA Mechanized Interface.





			Actual Results:


			








8.1.1.2.2 LSMS Mechanized Interface



			8.1.1.2.2.2  Modify an existing service provider’s profile by adding contact data via the LSMS Mechanized Interface. – Success





			Purpose:


			Modify a service provider’s profile by adding contact data via the LSMS Mechanized Interface using an existing service provider id.





			Requirements:


			R4-13,R4-15.2, R4-16





			Prerequisites:


			103. Multiple service providers exist with associations established via the LSMS Interface.



104. The service provider whose contact data is being modified exists with associations established via the LSMS Interfaces.



105. The Operations Contact information does not exist for the service provider.





			Expected Results:


			RESULT-1:  The NPAC SMS receives the M-SET request for the serviceProv object.



RESULT-2:  The serviceProv object is modified locally by the NPAC SMS.



RESULT-3:  Once the NPAC SMS modifies the serviceProv object locally, it notifies the LSMS of the successful modification of the service provider contact information via the LSMS Mechanized Interface by sending a successful M-SET reply.





			Actual Results:


			








			8.1.1.2.2.3  Modify an existing service provider’s profile by deleting non-required contact data via the LSMS Mechanized Interface. – Success





			Purpose:


			Modify a service provider’s profile by deleting contact data via the LSMS Mechanized Interface using an existing service provider id.





			Requirements:


			R4-13,R4-15.2, R4-16





			Prerequisites:


			106. Multiple service providers exist with associations established via the LSMS Interface.



107. The service provider whose contact data is being modified exists with associations established via the LSMS Interfaces.



108. The Operations Contact information exists for the service provider.





			Expected Results:


			RESULT-1:  The NPAC SMS receives the M-SET request for the serviceProv object.



RESULT-2:  The serviceProv object is modified locally by the NPAC SMS.



RESULT-3:  Once the NPAC SMS modifies the serviceProv object locally, it notifies the LSMS of the successful modification of the service provider contact information via the LSMS Mechanized Interface by sending a successful M-SET reply.





			Actual Results:


			








			8.1.1.2.2.4  Modify an existing service provider’s profile by modifying network address data via the LSMS Mechanized Interface. – Success





			Purpose:


			Modify a service provider’s profile by modifying network address data via the LSMS Mechanized Interface using an existing service provider id.





			Requirements:


			R4-13,R4-15.2, R4-16, 6.3.4





			Prerequisites:


			109. Multiple service providers exist with associations established via the LSMS Interface.



110. The service provider whose network address data is being modified exists with associations established via the LSMS Interfaces.





			Expected Results:


			RESULT-1:  The NPAC SMS receives the M-SET request for the serviceProv object.



RESULT-2:  The serviceProv object is modified locally by the NPAC SMS.



RESULT-3:  Once the NPAC SMS modifies the serviceProv object locally, it notifies the LSMS of the successful modification of the service provider contact information via the LSMS Mechanized Interface by sending a successful M-SET reply.





			Actual Results:


			








			8.1.1.2.2.5  Modify an existing service provider’s profile with invalid contact data via the LSMS Mechanized Interface. – Error





			Purpose:


			Attempt to modify a service provider’s profile with invalid contact data via the LSMS Mechanized Interface using an existing service provider id.





			Requirements:


			R4-13,R4-15.1, R4-16, R417





			Prerequisites:


			111. Multiple service providers exist with associations established via the LSMS Interface.



112. The service provider whose contact data is being modified exists with associations established via the LSMS Interfaces.





			Expected Results:


			RESULT-1:  The NPAC SMS receives the M-SET request for the serviceProv object.



RESULT-2:  The serviceProv object is not modified locally by the NPAC SMS.



RESULT-3:  The NPAC SMS notifies the LSMS of the invalid data error via the LSMS Mechanized Interface.





			Actual Results:


			








8.1.1.3 Delete of Network Data



8.1.1.3.1 SOA Mechanized Interface



			8.1.1.3.1.1  Delete NPA-NXX via SOA Mechanized Interface. – Success





			Purpose:


			Delete an NPA-NXX via the SOA Mechanized Interface.





			Requirements:


			R3-9, RX3-3.1, RR3-1, RR3-2, 6.4.1.6





			Prerequisites:


			113. An NPA-NXX exists for the Service Provider performing the deletion request.



114. There are no subscriptions that have a status other than ‘old’ or ‘canceled’ associated with the NPA-NXX to be deleted.



115. The NPA-NXX to be deleted is owned by the Service Provider performing the deletion.





			Expected Results:


			RESULT-1:  Service Provider sends NPA-NXX deletion request to the NPAC SMS via the SOA Mechanized Interface.



RESULT-2:  NPAC SMS deletes the NPA-NXX from the database.



RESULT-3:  NPAC SMS sends a response to the Service Provider confirming deletion of the NPA-NXX.



RESULT-4:  NPAC SMS sends a delete message to all LSMSs that are accepting downloads for the NPA-NXX.



RESULT-5:  The LSMSs delete the object and send an acknowledgment to the NPAC SMS.



RESULT-6:  NPAC SMS sends a delete message to all SOAs that are accepting downloads for the NPA-NXX.



RESULT-7:  The SOAs delete the object and send an acknowledgment to the NPAC SMS.





			Actual Results:


			








			8.1.1.3.1.2  Delete NPA-NXX via SOA or LSMS Mechanized Interface – ‘active’ subscription versions exist. – Error





			Purpose:


			Attempt to delete an NPA-NXX via the SOA or LSMS Mechanized Interface with associated ‘active’ subscriptions.





			Requirements:


			R3-9, RX3-3.1, RR3-1, RR3-2, 6.4.1.5, 6.4.1.6





			Prerequisites:


			116. An NPA-NXX exists for the Service Provider performing the deletion request.



117. The NPA-NXX to be deleted is owned by the Service Provider performing the deletion.



118. An ‘active’ subscription version exists for the NPA-NXX to be deleted.





			Expected Results:


			RESULT-1:  Service Provider sends NPA-NXX deletion request to the NPAC SMS for an NPA-NXX that has an associated ‘active’ subscription versions via the SOA or LSMS Mechanized Interface.



RESULT-2:  NPA-NXX is not deleted.



RESULT-3:  NPAC SMS sends an error message to the Service Provider.





			Actual Results:


			








			8.1.1.3.1.3  Delete NPA-NXX via SOA or LSMS Mechanized Interface – not owner service provider. – Error





			Purpose:


			Attempt to delete an NPA-NXX via the SOA or LSMS Mechanized Interface by a service provider who doesn’t own the NPA-NXX.





			Requirements:


			R3-9, RX3-3.1, RR3-1, RR3-2, 6.4.1.5, 6.4.1.6





			Prerequisites:


			The NPA-NXX to be deleted exists but is owned by another service provider.





			Expected Results:


			RESULT-1:  Service Provider sends NPA-NXX deletion request to the NPAC SMS for an NPA-NXX that is not owned by the Service Provider via the SOA or LSMS Mechanized Interface.



RESULT-2:  NPA-NXX is not deleted.



RESULT-3:  NPAC SMS sends an error message to the Service Provider.





			Actual Results:


			








			8.1.1.3.1.4  Delete LRN via SOA Mechanized Interface. – Success 





			Purpose:


			Delete an LRN via the SOA Mechanized Interface.





			Requirements:


			R3-9, RX3-3.2, RR3-1, RR3-2, 6.4.2.3





			Prerequisites:


			119. An LRN exists for the Service Provider performing the deletion request.



120. There are no subscriptions that have a status other than ‘old’ or ‘canceled’ associated with the LRN to be deleted.



121. The LRN to be deleted is owned by the Service Provider performing the deletion.





			Expected Results:


			RESULT-4:  Service Provider sends LRN deletion request to the NPAC SMS via the SOA Mechanized Interface.



RESULT-5:  NPAC SMS deletes the LRN from the database.



RESULT-6:  NPAC SMS sends a response to the Service Provider confirming deletion of the LRN.



RESULT-7:  NPAC SMS sends a delete message to all LSMSs in the region.



RESULT-8:  The LSMSs delete the object and send an acknowledgment to the NPAC SMS.



RESULT-9:  NPAC SMS sends a delete message to all SOAs in the region.



RESULT-10:  The SOAs delete the object and send an acknowledgment to the NPAC SMS.





			Actual Results:


			








			8.1.1.3.1.5  Delete LRN via SOA or LSMS Mechanized Interface – ‘active’ subscription versions exist. – Error





			Purpose:


			Attempt to delete an LRN via the SOA or LSMS Mechanized Interface with associated ‘active’ subscriptions.





			Requirements:


			R3-9, RX3-3.2, RR3-1, RR3-2, 6.4.2.3, 6.4.2.7





			Prerequisites:


			122. An LRN exists for the Service Provider performing the deletion request.  



123. The LRN to be deleted is owned by the Service Provider performing the deletion.



124. ‘Active’ Subscription Versions exist for the LRN to be deleted.





			Expected Results:


			RESULT-1:  Service Provider sends LRN deletion request to the NPAC SMS that has associated ‘active’ subscription versions via the SOA or LSMS Mechanized Interface.



RESULT-2:  LRN is not deleted.



RESULT-3:  NPAC SMS sends an error message to the Service Provider.









			Actual Results:


			








			8.1.1.3.1.6  Delete LRN via SOA or LSMS Mechanized Interface – not owner service provider. – Error





			Purpose:


			Attempt to delete an LRN via the SOA or LSMS Mechanized Interface by a service provider who doesn’t own the LRN.





			Requirements:


			R3-9, RX3-3.1, RR3-1, RR3-2, 6.4.1.5, 6.4.1.6





			Prerequisites:


			The LRN to be deleted exists.





			Expected Results:


			RESULT-1:  Service Provider sends LRN deletion request to the NPAC SMS for LRN that is not owned by the Service Provider via the SOA or LSMS Mechanized Interface.



RESULT-2:  LRN is not deleted.



RESULT-3:  NPAC SMS sends an error message to the Service Provider.





			Actual Results:


			








			8.1.1.3.1.7  Delete NPA-NXX Filter via SOA Mechanized Interface. – Success 





			Purpose:


			Delete an NPA-NXX Filter via the SOA Mechanized Interface.





			Requirements:


			R3-6





			Prerequisites:


			An NPA-NXX Filter exists for the Service Provider performing the deletion request.





			Expected Results:


			RESULT-1:  Service Provider sends NPA-NXX filter deletion request to the NPAC SMS via the SOA Mechanized Interface.



RESULT-2:  NPAC SMS deletes NPA-NXX filter from the database.



RESULT-3:  NPAC SMS sends a response to the Service Provider confirming deletion of the NPA-NXX filter.





			Actual Results:


			








8.1.1.3.2 LSMS Mechanized Interface



			8.1.1.3.2.1  Delete NPA-NXX via LSMS Mechanized Interface. – Success 





			Purpose:


			Delete an NPA-NXX via the LSMS Mechanized Interface.





			Requirements:


			R3-9, RX3-3.1, RR3-1, RR3-2, 6.4.1.5





			Prerequisites:


			125. An NPA-NXX exists for the Service Provider performing the deletion request.



126. There are no subscriptions that have a status other than ‘old’ or ‘canceled’ associated with the NPA-NXX to be deleted.



127. The NPA-NXX to be deleted is owned by the Service Provider performing the deletion.





			Expected Results:


			RESULT-1:  Service Provider sends NPA-NXX deletion request to the NPAC SMS via the LSMS Mechanized Interface.



RESULT-2:  NPAC SMS deletes the NPA-NXX from the database.



RESULT-3:  NPAC SMS sends a response to the Service Provider confirming deletion of the NPA-NXX.



RESULT-4:  NPAC SMS sends a delete message to all LSMSs that are accepting downloads for the NPA-NXX.



RESULT-5:  The LSMSs delete the object and send an acknowledgment to the NPAC SMS.



RESULT-6:  NPAC SMS sends a delete message to all SOAs that are accepting downloads for the NPA-NXX.



RESULT-7:  The SOAs delete the object and send an acknowledgment to the NPAC SMS.





			Actual Results:


			








			8.1.1.3.2.2  Delete LRN via LSMS Mechanized Interface. – Success 





			Purpose:


			Delete an LRN via the LSMS Mechanized Interface.





			Requirements:


			R3-9, RX3-3.2, RR3-1, RR3-2, 6.4.2.7





			Prerequisites:


			128. An LRN exists for the Service Provider performing the deletion request.



129. There are no subscriptions that have a status other than ‘old’ or ‘canceled’ associated with the LRN to be deleted.



130. The LRN  to be deleted is owned by the Service Provider performing the deletion.





			Expected Results:


			RESULT-1:  Service Provider sends LRN deletion request to the NPAC SMS via the LSMS Mechanized Interface.



RESULT-2:  NPAC SMS deletes the LRN from the database.



RESULT-3:  NPAC SMS sends a response to the Service Provider confirming deletion of the LRN.



RESULT-4:  NPAC SMS sends a delete message to all LSMSs in the region.



RESULT-5:  The LSMSs delete the object and send an acknowledgment to the NPAC SMS.



RESULT-6:  NPAC SMS sends a delete message to all SOAs in the region.



RESULT-7:  The SOAs delete the object and send an acknowledgment to the NPAC SMS.





			Actual Results:


			








			8.1.1.3.2.3  Delete NPA-NXX Filter via LSMS Mechanized Interface. – Success 





			Purpose:


			Delete an NPA-NXX Filter via the LSMS Mechanized Interface.





			Requirements:


			R3-6, 6.6.2





			Prerequisites:


			An NPA-NXX Filter exists for the Service Provider performing the deletion request.





			Expected Results:


			RESULT-1:  Service Provider sends NPA-NXX filter deletion request to the NPAC SMS via the LSMS Mechanized Interface.



RESULT-2:  NPAC SMS deletes NPA-NXX filter from the database.



RESULT-3:  NPAC SMS sends a response to the Service Provider confirming deletion of the NPA-NXX filter.





			Actual Results:


			








8.1.1.4 Query of Network Data



8.1.1.4.1 SOA Mechanized Interface



			8.1.1.4.1.1  Service Provider query of audit on  the NPAC. – Success 





			Purpose:


			The service provider queries the NPAC for an existing audit that has been initiated.





			Requirements:


			R8-15.2, R8-15.3, R8-16.1





			Prerequisites:


			An audit has been initiated for SV data that exists.





			Expected Results:


			RESULT-1:  Service Provider takes action to query an audit that has been initiated.



RESULT-2:  NPAC SMS responds with the audit data or a failure and reason for failure.





			Actual Results: 


			








			8.1.1.4.1.2  Service Provider Query to the NPAC for their own service provider data via their LSMS. – Success 





			Purpose:


			Service Provider queries the NPAC for their own service provider data via their LSMS.





			Requirements:


			R4-5.1, R4-5.2, R4-24.1, R4-25, R4-26.2, R4-27, R4-29





			Prerequisites:


			Service Provider data exists.





			Expected Results:


			RESULT-1:  The Local SMS takes action to query the NPAC for their own service provider data



RESULT-2:  NPAC SMS verifies the service provider information to be retrieved is owned by the Service Provider that initiated the request.



RESULT-3:  NPAC SMS sends the requested Service Provider information back to the Local SMS that initiated the request.





			Actual Results: 


			








			8.1.1.4.1.3  Service Provider Query to the NPAC for their own Service Provider data via their SOA. – Success





			Purpose:


			The SOA queries the NPAC for their own service provider data.





			Requirements:


			R4-5.1, R4-5.2, R4-24.1, R4-25, R4-26.2, R4-27, R4-29





			Prerequisites:


			Service Provider data exists.





			Expected Results:


			RESULT-1:  The SOA takes action to query their own service provider data.



RESULT-2:  NPAC SMS verifies the service provider information to be retrieved is owned by the Service Provider that initiated the request.



RESULT-3:  NPAC SMS sends the requested Service Provider information back to the SOA that initiated the request.





			Actual Results: 


			








			8.1.1.4.1.4  Service Provider Query to the NPAC for another Service Provider's data via the SOA. – Error 





			Purpose:


			The SOA queries the NPAC for another service provider data.





			Requirements:


			R4-5.1, R4-24.1, R4-25, R4-26.2, R4-27, R4-29





			Prerequisites:


			Service Provider data exists.





			Expected Results:


			RESULT-1:  The SOA takes action to query other service provider data.



RESULT-2:  NPAC SMS verifies the service provider information to be retrieved is owned by the Service Provider that initiated the request.  M-Get Error is issued to SOA of Access Denied.





			Actual Results: 


			








			8.1.1.4.1.5  Service Provider Query to the NPAC for NPA-NXX data via their Local SMS. – Success





			Purpose:


			The Local SMS queries the NPAC for NPA-NXX data.





			Requirements:


			6.4.1.7





			Prerequisites:


			NPA-NXX data exists.





			Expected Results:


			RESULT-1:  The Local SMS sends a request to query for an NPA-NXX.



RESULT-2:  NPAC SMS responds with the requested NPA-NXX data.





			Actual Results: 


			








			8.1.1.4.1.6  Service Provider Query to the NPAC for NPA-NXX data via their SOA. – Success





			Purpose:


			The SOA queries the NPA-NXX for NPA-NXX data.





			Requirements:


			6.4.1.8





			Prerequisites:


			NPA-NXX Data exists.





			Expected Results:


			RESULT-1:  The SOA sends a request to query for an NPA-NXX.



RESULT-2:  NPAC SMS responds with the requested NPA-NXX data.





			Actual Results: 


			








			8.1.1.4.1.7  Service Provider Query to the NPAC for LRN data via their SOA. – Success





			Purpose:


			The SOA queries the NPAC for its own LRN data.





			Requirements:


			6.4.2.4





			Prerequisites:


			LRN data exists.





			Expected Results:


			RESULT-1:  The SOA sends a request to query for an LRN.



RESULT-2:  NPAC SMS responds with the requested LRN data.





			Actual Results: 


			








			8.1.1.4.1.8  Service Provider Query to the NPAC for another Service Provider's LRN via the SOA. – Success





			Purpose:


			The SOA queries the NPAC for LRN data of another Service Provider.





			Requirements:


			6.4.2.4





			Prerequisites:


			LRN data exists.





			Expected Results:


			RESULT-1:  The SOA sends a request to query for an LRN.



RESULT-2:  NPAC SMS responds with the requested LRN data.





			Actual Results: 


			








			8.1.1.4.1.9  Service Provider Query to the NPAC for LRN data via their Local SMS. – Success





			Purpose:


			The Local SMS queries the NPAC for its own LRN data.





			Requirements:


			6.4.2.8





			Prerequisites:


			LRN data exists.





			Expected Results:


			RESULT-1:  The Local SMS sends a request to query for an LRN.



RESULT-2:  NPAC SMS responds with the requested LRN data.





			Actual Results: 


			








			8.1.1.4.1.10  Service Provider issues a Scoped/Filtered GET of Network Data to the NPAC via their Local SMS. – Success





			Purpose:


			The Local SMS issues a request to the NPAC for network data via a scoped/filtered M-GET.



(Query NPA-NXX by NPA or SPID.  Query LRN by NPA or SPID)





			Requirements:


			6.4.2.10





			Prerequisites:


			Network data has been created.





			Expected Results:


			RESULT-1:  Network data is requested  by local SMS personnel via scoped/filtered M-GET.



RESULT-2:  Local SMS sends a scoped/filtered M-GET to the NPAC SMS.



RESULT-3:  NPAC sends  data which has passed the scope/filter criteria to the local SMS.



RESULT-4:  Final M-GET response is sent to the local SMS when all data is returned.





			Actual Results: 


			








			8.1.1.4.1.11  Service Provider issues a Scoped/Filtered GET of Network Data to the NPAC via their  SOA. – Success





			Purpose:


			The SOA issues a request to the NPAC for network data via a scoped/filtered M-GET.





			Requirements:


			6.4.2.11





			Prerequisites:


			Network data has been created.





			Expected Results:


			RESULT-1:  SOA personnel take action to request network data.



RESULT-2:  SOA sends a scoped/filtered M-GET request to the NPAC SMS.



RESULT-3:  The NPAC SMS sends network data which meets the scoped/filter criteria to the SOA.



RESULT-4:  A final M-GET response is sent to the SOA when all scoped/filtered data has been returned.





			Actual Results: 


			








8.1.2 Subscription Data



8.1.2.1 Create of Subscription Data



8.1.2.1.1 SOA Mechanized Interface



			8.1.2.1.1.1  Create 1st time inter-service provider ‘pending’ port of a single TN via the SOA Mechanized Interface. – Success





			Purpose:


			Create an inter-service provider ‘pending’ port consisting of a single TN and all mandatory data elements via the SOA Mechanized Interface.





			Requirements:


			R5-15.1, R5-20.5, R5-21.6, R5-21.7,  R5-18.1, R5-18.3, R518-4, R5-18.5, R5-18.6,  R5-18.7, R5-21.1, R5-22, RR5-3








Test Case procedures incorporated into test case 2.1 from Release 3.1.



			8.1.2.1.1.2 Create 1st time inter-service provider ‘pending’ port of a TN Range via the SOA Mechanized Interface. – Success





			Purpose:


			Create an inter-service provider ‘pending’ port consisting of a TN Range and mandatory/optional data elements via the SOA Mechanized Interface.  





			Requirements:


			R5-15.1, R5-20.5, R5-21.6, R5-21.7,  R5-18.1, R5-18.3, R518-4, R5-18.5, R5-18.6,  R5-18.7, R5-21.1, R5-22, RR5-3





			Prerequisites:


			131. The NPA-NXX of the TN Range is owned by the Old Service Provider.



132. The TN Range involves the first ported TN for the NPA-NXX.



133. The LRN is a valid LRN value for a switch owned by the New Service Provider.



134. The new SP due date is set to a future date.  



135. The Old Service Provider does not issue an oldSP-Concurrence action to concur with the ‘pending’ port.





			Expected Results:


			RESULT-1:  A subscription version with a status of ‘pending’ is created on the NPAC SMS for each TN in the TN Range.



RESULT-2:  The NPAC SMS issues a successful action reply to the New Service Provider’s SOA (originating SOA).



RESULT-3:  The successful action reply is received by the New Service Provider’s SOA.



RESULT-4:   The NPAC SMS issues an objectCreation notification for each TN in the TN Range containing the old SPID, new SPID, TN, new SP due date, new SP creation time stamp, NPAC version id and NPAC version status to the Old Service Provider’s SOA and the New Service Provider’s SOA.



RESULT-5:  The Old Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.



RESULT-6:  The New Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.



RESULT-7:  The NewNPA-NXX notification is sent to all SOA and LSMSs.



RESULT-8:  The Initial Concurrence Window timer is set by the NPAC SMS for each TN in the TN Range.



RESULT-9:  The Initial Concurrence Window timer expires for each TN and an oldSP-ConcurrenceRequest notification is sent to the Old Service Provider’s SOA for each TN in the TN Range.



RESULT-10:  The Final Concurrence Window timer is set by the NPAC SMS for each TN in the TN Range.



RESULT-11:  The Final Concurrence Window timer expires for each TN in the TN Range (NANC 1.0 - the oldSPFinal ConcurrenceWindowExpiration notification is sent to the Old Service Provider’s SOA).





			Actual Results:


			








			8.1.2.1.1.3  Create inter-service provider ‘pending’ port of a single TN via the SOA Mechanized Interface. – Success





			Purpose:


			Create an inter-service provider ‘pending’ port consisting of a single TN and all mandatory data elements via the SOA Mechanized Interface.





			Requirements:


			R5-15.1, R5-20.5, R5-21.6, R5-21.7,  R5-18.1, R5-18.3, R518-4, R5-18.5, R5-18.6,  R5-18.7, R5-21.1, R5-22








Test Case procedures incorporated into test cases NANC 201-1, NANC 201-5, and NANC 201-9 for Release 2.0.



			8.1.2.1.1.4  Create inter-service provider ‘pending’ port of a TN Range via the SOA Mechanized Interface. – Success





			Purpose:


			Create an inter-service provider ‘pending’ port consisting of a TN Range and mandatory/optional data elements via the SOA Mechanized Interface.





			Requirements:


			R5-15.1, R5-20.5, R5-21.6, R5-21.7,  R5-18.1, R5-18.3, R518-4, R5-18.5, R5-18.6,  R5-18.7, R5-21.1, R5-22








Test Case procedures incorporated into test cases NANC 201-2, NANC 201-6, NANC 201-10 for Release 2.0.



			8.1.2.1.1.5  Create inter-service provider ‘pending’ port of a ported TN porting to the original service provider via the SOA Mechanized Interface. – Success





			Purpose:


			Create an inter-service provider ‘pending’ port consisting of a single TN that is porting to the original service provider (donor network) via the SOA Mechanized Interface.  





			Requirements:


			 





			Prerequisites:


			136. The NPA-NXX of the TN is owned by the New Service Provider.



137. One or more ported TNs exist for the NPA-NXX.



138. An ‘active’ subscription version exists for this TN.



139. The LRN is a valid LRN value for a switch owned by the New Service Provider.



140. The new SP due date is set to a future date.  



141. The Old Service Provider does not issue an oldSP-Concurrence action to concur with the ‘pending’ port.





			Expected Results:


			RESULT-1:  A subscription version with a status of ‘pending’ is created on the NPAC SMS for the TN.



RESULT-2:  The NPAC SMS issues a successful action reply to the New Service Provider’s SOA (originating SOA).



RESULT-3:  The successful action reply is received by the New Service Provider’s SOA.



RESULT-4:   The NPAC SMS issues an objectCreation notification containing the old SPID, new SPID, TN, new SP due date, new SP creation time stamp, NPAC version id and NPAC version status to the Old Service Provider’s SOA and the New Service Provider’s SOA.



RESULT-5:  The Old Service Provider’s SOA receives the objectCreation notification and issues a confirmed reply to the NPAC SMS.



RESULT-6:  The New Service Provider’s SOA receives the objectCreation notification and issues a confirmed reply to the NPAC SMS.



RESULT-7:  The Initial Concurrence Window timer is set by the NPAC SMS.



RESULT-8:  The Initial Concurrence Window timer expires and an oldSP-ConcurrenceRequest notification is sent to the Old Service Provider’s SOA.



RESULT-9:  The Final Concurrence Window timer is set by the NPAC SMS.



RESULT-10:  The Final Concurrence Window timer expires.  (NANC 1.0 - the oldSPFinal ConcurrenceWindowExpiration notification is sent to the Old Service Provider’s SOA).





			Actual Results:


			








			8.1.2.1.1.6  Create inter-service provider ‘pending’ port of a ported TN Range porting to the original service provider via the SOA Mechanized Interface. – Success





			Purpose:


			Create an inter-service provider ‘pending’ port consisting of a TN Range that is porting to the original service provider (donor network) via the SOA Mechanized Interface.  





			Requirements:


			





			Prerequisites:


			142. The NPA-NXX of the TN Range is owned by the New Service Provider.



143. One or more ported TNs exist for the NPA-NXX.



144. A range of ‘active’ subscription versions exist for these TNs.



145. The LRN is a valid LRN value for a switch owned by the New Service Provider.



146. The new SP due date is set to a future date.



147. The Old Service Provider does not issue an oldSP-Concurrence action to concur with the ‘pending’ port.





			Expected Results:


			RESULT-1:  A subscription version with a status of ‘pending’ is created on the NPAC SMS for each TN in the TN Range.



RESULT-2:  The NPAC SMS issues a successful action reply to the New Service Provider’s SOA (originating SOA).



RESULT-3:  The successful action reply is received by the New Service Provider’s SOA.



RESULT-4:   The NPAC SMS issues an objectCreation notification for each TN in the TN Range containing the old SPID, new SPID, TN, new SP due date, new SP creation time stamp, NPAC version id and NPAC version status to the Old Service Provider’s SOA and the New Service Provider’s SOA.



RESULT-5:  The Old Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.



RESULT-6:  The New Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.



RESULT-7:  The Initial Concurrence Window timer is set by the NPAC SMS for each TN in the TN Range.



RESULT-8:  The Initial Concurrence Window timer expires for each TN and oldSP-ConcurrenceRequest notification is sent to the Old Service Provider’s SOA for each TN in the TN Range.



RESULT-9:  The Final Concurrence Window timer is set by the NPAC SMS for each TN in the TN Range.



RESULT-10:  The Final Concurrence Window timer expires for each TN in the TN Range (NANC 1.0 - the oldSPFinal ConcurrenceWindowExpiration notification is sent to the Old Service Provider’s SOA).





			Actual Results:


			








			8.1.2.1.1.7  Create inter-service provider ‘pending’ port of a TN Range consisting of both ported and non-ported TNs via the SOA Mechanized Interface. – Success





			Purpose:


			Create an inter-service provider ‘pending’ port consisting of a TN Range of both ported and non-ported TNs and mandatory/optional data elements via the SOA Mechanized Interface.





			Requirements:


			





			Prerequisites:


			148. One or more of the TNs in the TN Range are not ported.



149. One or more ported TNs in the TN Range exist for the NPA-NXX.



150. The LRN is a valid LRN value for a switch owned by the New Service Provider.



151. The new SP due date is set to a future date.



152. The Old Service Provider does not issue an oldSP-Concurrence action to concur with the ‘pending’ port.



153. For some of the TNs in the TN range being used, an ‘active’ SV exists with a current service provider that is the same as the service provider who owns the NPA-NXX of the non-ported TNs.





			Expected Results:


			RESULT-1:  A subscription version with a status of ‘pending’ is created on the NPAC SMS for each TN in the TN Range.



RESULT-2:  The NPAC SMS issues a successful action reply to the New Service Provider’s SOA (originating SOA).



RESULT-3:  The successful action reply is received by the New Service Provider’s SOA.



RESULT-4:   The NPAC SMS issues an objectCreation notification for each TN in the TN Range containing the old SPID, new SPID, TN, new SP due date, new SP creation time stamp, NPAC version id and NPAC version status to the Old Service Provider’s SOA and the New Service Provider’s SOA.



RESULT-5:  The Old Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.



RESULT-6:  The New Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.



RESULT-7:  The Initial Concurrence Window timer is set by the NPAC SMS for each TN in the TN Range.



RESULT-8:  The Initial Concurrence Window timer expires for each TN and an oldSP-ConcurrenceRequest notification is sent to the Old Service Provider’s SOA for each TN in the TN Range.



RESULT-9:  The Final Concurrence Window timer is set by the NPAC SMS for each TN in the TN Range.



RESULT-10:  The Final Concurrence Window timer expires for each TN in the TN Range (NANC 1.0 - the oldSPFinal ConcurrenceWindowExpiration notification is sent to the Old Service Provider’s SOA).





			Actual Results:


			








			8.1.2.1.1.8  Create inter-service provider ‘pending’ port of a TN Range of an entire NPA-NXX (10,000 TNs) via the SOA Mechanized Interface. – Success





			Purpose:


			Create an inter-service provider ‘pending’ port consisting of a range of 10,000 TNs with mandatory/optional data elements via the SOA Mechanized Interface.  





			Requirements:


			





			Prerequisites:


			154. The NPA-NXX of the TN Range is owned by another service provider (not the Old Service Provider or the New Service Provider).



155. One or more ported TNs exist for the NPA-NXX.



156. The LRN is a valid LRN value for a switch owned by the New Service Provider.



157. The new SP due date is set to a future date.  



158. The Old Service Provider does not issue an oldSP-Concurrence action to concur with the ‘pending’ port.





			Expected Results:


			RESULT-1:  A subscription version with a status of ‘pending’ is created on the NPAC SMS for each TN in the TN Range.



RESULT-2:  The NPAC SMS issues a successful action reply to the New Service Provider’s SOA (originating SOA).



RESULT-3:  The successful action reply is received by the New Service Provider’s SOA.



RESULT-4:   The NPAC SMS issues an objectCreation notification for each TN in the TN Range containing the old SPID, new SPID, TN, new SP due date, new SP creation time stamp, NPAC version id and NPAC version status to the Old Service Provider’s SOA and the New Service Provider’s SOA.



RESULT-5:  The Old Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.



RESULT-6:  The New Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.



RESULT-7:  The Initial Concurrence Window timer is set by the NPAC SMS for each TN in the TN Range.



RESULT-8:  The Initial Concurrence Window timer expires for each TN and an oldSP-ConcurrenceRequest notification is sent to the Old Service Provider’s SOA for each TN in the TN Range.



RESULT-9:  The Final Concurrence Window timer is set by the NPAC SMS for each TN in the TN Range.



RESULT-10:  The Final Concurrence Window timer expires for each TN in the TN Range (NANC 1.0 - the oldSPFinal ConcurrenceWindowExpiration notification is sent to the Old Service Provider’s SOA).





			Actual Results:


			








			8.1.2.1.1.9  Create inter-service provider ‘pending’ port of a single TN with a due date in the past via the SOA Mechanized Interface. – Error





			Purpose:


			Attempt to create an inter-service provider ‘pending’ port consisting of a single TN with mandatory/optional data elements via the SOA Mechanized Interface.  The new Service Provider due date is set to a date in the past.  





			Requirements:


			





			Prerequisites:


			159. The NPA-NXX of the TN is owned by another service provider (not the Old Service Provider or the New Service Provider).



160. One or more ported TNs exist for the NPA-NXX.



161. The LRN is a valid LRN value for a switch owned by the New Service Provider.



162. The Old Service Provider does not issue an oldSP-Concurrence action to concur with the ‘pending’ port.





			Expected Results:


			RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for the TN.



RESULT-2:  The NPAC SMS issues an unsuccessful action reply to the New Service Provider’s SOA (originating SOA).



RESULT-3:  The unsuccessful action reply is received by the New Service Provider’s SOA.





			Actual Results:


			








			8.1.2.1.1.10  Create inter-service provider ‘pending’ port of a TN Range for an NPA-NXX not open for portability via the SOA Mechanized Interface. – Error


			





			Purpose:


			Attempt to create an inter-service provider ‘pending’ port consisting of a TN Range with mandatory/optional data elements via the SOA Mechanized Interface.  The NPA-NXX of the TN Range is not open for portability (currently in the NPAC SMS with a future dated effective date).





			Requirements 


			





			Prerequisites:


			163. The NPA-NXX of the TN range does not exist in the NPAC SMS.



164. The TN range involves the first ported TN for the NPA-NXX.



165. The LRN is a valid LRN value for a switch owned by the New Service Provider.



166. The due date value is a date prior to the NPA-NXX effective date.



167. The Old Service Provider does not issue an oldSP-Concurrence action to concur with the ‘pending’ port.





			 Expected Results:


			RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for each TN in the TN Range.



RESULT-2:  The NPAC SMS issues an unsuccessful action reply to the New Service Provider’s SOA (originating SOA).



RESULT-3:  The unsuccessful action reply is received by the New Service Provider’s SOA.





			Actual Results:


			








			8.1.2.1.1.11  Create inter-service provider ‘pending’ port of a single TN with an LRN of another service provider’s switch via the SOA Mechanized Interface. – Error





			Purpose:


			Attempt to create an inter-service provider ‘pending’ port consisting of a single TN with mandatory/optional data elements via the SOA Mechanized Interface.  The LRN is an LRN of another service provider’s switch.  





			Requirements:


			





			Prerequisite


			168. The NPA-NXX of the TN is owned by another service provider (not the Old Service Provider or the New Service Provider).



169. One or more ported TNs exist for the NPA-NXX.



170. The LRN is a valid LRN value for a switch owned by another service provider (not the Old Service Provider or the New Service Provider).



171. The Old Service Provider does not issue an oldSP-Concurrence action to concur with the ‘pending’ port.





			Expected Results:


			RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for each TN in the TN Range.



RESULT-2:  The NPAC SMS issues an unsuccessful action reply to the New Service Provider’s SOA (originating SOA).



RESULT-3:  The unsuccessful action reply is received by the New Service Provider’s SOA.





			Actual Results:


			








			8.1.2.1.1.12  Create inter-service provider ‘pending’ port of a single TN with an LRN that does not exist via the SOA Mechanized Interface. – Error





			Purpose:


			Attempt to create an inter-service provider ‘pending’ port consisting of a single TN with mandatory/optional data elements via the SOA Mechanized Interface.  The LRN does not exist.  





			Requirements:


			





			Prerequisites:


			172. The NPA-NXX of the TN is owned by another service provider (not the Old Service Provider or the New Service Provider).



173. One or more ported TNs exist for the NPA-NXX.



174. The Old Service Provider does not issue an oldSP-Concurrence action to concur with the ‘pending’ port.





			Expected Results:


			RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for each TN in the TN Range.



RESULT-2:  The NPAC SMS issues an unsuccessful action reply to the New Service Provider’s SOA (originating SOA).



RESULT-3:  The unsuccessful action reply is received by the New Service Provider’s SOA.





			Actual Results:


			








			8.1.2.1.1.13  Create inter-service provider ‘pending’ port of a TN Range with an invalid Old Service Provider id via the SOA Mechanized Interface. – Error





			Purpose:


			Attempt to create an inter-service provider ‘pending’ port consisting of a TN Range with mandatory/optional data elements via the SOA Mechanized Interface.  The Old Service Provider id is not the current service provider for the TNs in the TN Range.





			Requirements:


			





			Prerequisites:


			175. The NPA-NXX of the TN is owned by another service provider (not the Old Service Provider or the New Service Provider).



176. One or more ported TNs exist for the NPA-NXX.



177. The LRN is a valid LRN value for a switch owned by the New Service Provider.



178. The Old Service Provider does not issue an oldSP-Concurrence action to concur with the ‘pending’ port.



179. For each TN in the range being used, an ‘active’ SV must exist with a current service provider other than the New Service Provider.  





			Expected Results:


			RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for each TN in the TN Range.



RESULT-2:  The NPAC SMS issues an unsuccessful action reply to the New Service Provider’s SOA (originating SOA).



RESULT-3:  The unsuccessful action reply is received by the New Service Provider’s SOA.





			Actual Results:


			








			8.1.2.1.1.14  Create inter-service provider ‘pending’ port of a TN Range for which each TN in the range exists as a ‘pending’ port via the SOA Mechanized Interface. – Error





			Purpose:


			Attempt to create an inter-service provider ‘pending’ port consisting of a TN Range with mandatory/optional data elements via the SOA Mechanized Interface.  Each TN in the TN Range already exists as a ‘pending’ port.





			Requirements:


			





			Prerequisites:


			180. The NPA-NXX of the TN is owned by another service provider (not the Old Service Provider or the New Service Provider).



181. One or more ported TNs exist for the NPA-NXX.



182. The LRN is a valid LRN value for a switch owned by the New Service Provider.



183. The Old Service Provider does not issue an oldSP-Concurrence action to concur with the ‘pending’ port.



184. For each TN in the range being used, a ‘pending’ SV must exist.





			Expected Results:


			RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for each TN in the TN Range.



RESULT-2:  The NPAC SMS issues an unsuccessful action reply to the New Service Provider’s SOA (originating SOA).



RESULT-3:  The unsuccessful action reply is received by the New Service Provider’s SOA.





			Actual Results:


			








			8.1.2.1.1.15  Create inter-service provider ‘pending’ port of a TN Range for which some of the TNs in the range already exist as ‘pending’ ports via the SOA Mechanized Interface. – Error





			Purpose:


			Attempt to create an inter-service provider ‘pending’ port consisting of a TN Range with mandatory/optional data elements via the SOA Mechanized Interface.  Some of the TNs in the TN Range already exist as ‘pending’ ports.





			Requirements:


			





			Prerequisites:


			185. The NPA-NXX of the TN is owned by another service provider (not the Old Service Provider or the New Service Provider).



186. One or more ported TNs exist for the NPA-NXX.



187. The LRN is a valid LRN value for a switch owned by the New Service Provider.



188. The Old Service Provider does not issue an oldSP-Concurrence action to concur with the ‘pending’ port.



189. For some of the TNs in the range being used, a ‘pending’ SV must exist.





			Expected Results:


			RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for each TN in the TN Range.



RESULT-2:  The NPAC SMS issues an unsuccessful action reply to the New Service Provider’s SOA (originating SOA).



RESULT-3:  The unsuccessful action reply is received by the New Service Provider’s SOA.





			Actual Results:


			








			8.1.2.1.1.16  Create 1st time intra-service provider ‘pending’ port of a single TN via the SOA Mechanized Interface. – Success





			Purpose:


			Create an intra-service provider ‘pending’ port consisting of a single TN and all mandatory data elements via the SOA Mechanized Interface.





			Requirements:


			RR5-6.1, RR5-4





			Prerequisites:


			190. The NPA-NXX of the TN is owned by the New Service Provider.



191. The TN is the first ported TN for the NPA-NXX.



192. The LRN is a valid LRN value for a switch owned by the New Service Provider.



193. The new SP due date is set to the current date.  





			Expected Results:


			RESULT-1:  A subscription version with a status of ‘pending’ is created on the NPAC SMS for the TN.



RESULT-2:  The NPAC SMS issues a successful action reply to the New Service Provider’s SOA (originating SOA).



RESULT-3:  The successful action reply is received by the New Service Provider’s SOA.



RESULT-4:   The NPAC SMS issues an objectCreation notification containing the old SPID, new SPID, TN, new SP due date, new SP creation time stamp, NPAC version id and NPAC version status to the New Service Provider’s SOA.



RESULT-5:  The New Service Provider’s SOA receives the objectCreation notification and issues a confirmed reply to the NPAC SMS.



RESULT-6:  The NewNPA-NXX notification is sent to all SOAs and LSMSs.





			Actual Results:


			








			8.1.2.1.1.17  Create 1st time intra-service provider ‘pending’ port of a TN Range via the SOA Mechanized Interface. – Success





			Purpose:


			Create an intra-service provider ‘pending’ port consisting of a TN Range and mandatory/optional data elements via the SOA Mechanized Interface.  





			Requirements:


			RR5-6.1, RR5-4





			Prerequisites:


			194. The NPA-NXX of the TN Range is owned by the New Service Provider.



195. The TN Range involves the first ported TN for the NPA-NXX.



196. The LRN is a valid LRN value for a switch owned by the New Service Provider.



197. The new SP due date is set to a future date.  





			Expected Results:


			RESULT-1:  A subscription version with a status of ‘pending’ is created on the NPAC SMS for each TN in the TN Range.



RESULT-2:  The NPAC SMS issues a successful action reply to the New Service Provider’s SOA (originating SOA).



RESULT-3:  The successful action reply is received by the New Service Provider’s SOA.



RESULT-4:   The NPAC SMS issues an objectCreation notification for each TN in the TN Range containing the old SPID, new SPID, TN, new SP due date, new SP creation time stamp, NPAC version id and NPAC version status to the New Service Provider’s SOA.



RESULT-5:  The New Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.



RESULT-6:  The NewNPA-NXX notification is sent to all SOAs and LSMSs.





			Actual Results:


			








			8.1.2.1.1.18  Create intra-service provider ‘pending’ port of a single TN via the SOA Mechanized Interface. – Success





			Purpose:


			Create an intra-service provider ‘pending’ port consisting of a single TN and all mandatory data elements via the SOA Mechanized Interface.





			Requirements:


			RR5-45





			Requirements:


			198. The NPA-NXX of the TN is owned by another service provider (not the Old Service Provider or the New Service Provider).



199. One or more ported TNs exist for the NPA-NXX.



200. The LRN is a valid LRN value for a switch owned by the New Service Provider.



201. The new Service Provider due date is set to the current date.





			Expected Results:


			RESULT-1:  A subscription version with a status of ‘pending’ is created on the NPAC SMS for the TN.



RESULT-2:  The NPAC SMS issues a successful action reply to the New Service Provider’s SOA (originating SOA).



RESULT-3:  The successful action reply is received by the New Service Provider’s SOA.



RESULT-4:   The NPAC SMS issues an objectCreation notification containing the old SPID, new SPID, TN, new SP due date, new SP creation time stamp, NPAC version id and NPAC version status to the New Service Provider’s SOA.



RESULT-5:  The New Service Provider’s SOA receives the objectCreation notification and issues a confirmed reply to the NPAC SMS.





			Actual Results:


			








			8.1.2.1.1.19  Create intra-service provider ‘pending’ port of a TN Range via the SOA Mechanized Interface. – Success





			Purpose:


			Create an intra-service provider ‘pending’ port consisting of a TN Range and mandatory/optional data elements via the SOA Mechanized Interface.  





			Requirements:


			





			Prerequisites:


			202. The NPA-NXX of the TN Range is owned by another service provider (not the Old Service Provider or the New Service Provider).



203. One or more ported TNs exist for the NPA-NXX.



204. The LRN is a valid LRN value for a switch owned by the New Service Provider.



205. The new SP due date is set to a future date.





			Expected Results:


			RESULT-1:  A subscription version with a status of ‘pending’ is created on the NPAC SMS for each TN in the TN Range.



RESULT-2:  The NPAC SMS issues a successful action reply to the New Service Provider’s SOA (originating SOA).



RESULT-3:  The successful action reply is received by the New Service Provider’s SOA.



RESULT-4:   The NPAC SMS issues an objectCreation notification for each TN in the TN Range containing the old SPID, new SPID, TN, new SP due date, new SP creation time stamp, NPAC version id and NPAC version status to the New Service Provider’s SOA.



RESULT-5:  The New Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.





			Actual Results:


			








			8.1.2.1.1.20  Deleted





			8.1.2.1.1.21  Deleted








			8.1.2.1.1.22  Create intra-service provider ‘pending’ port of an entire NPA-NXX (10,000 TNs) via the SOA Mechanized Interface. – Success





			Purpose:


			Create an intra-service provider ‘pending’ port consisting of a range of 10,000 TNs with mandatory/optional data elements via the SOA Mechanized Interface.





			Requirements:


			





			Prerequisites:


			206. The NPA-NXX of the TN Range is owned by the New Service Provider.



207. The LRN is a valid LRN value for a switch owned by the New Service Provider.



208. The new SP due date is set to a future date.





			Expected Results:


			RESULT-1:  A subscription version with a status of ‘pending’ is created on the NPAC SMS for each TN in the TN Range.



RESULT-2:  The NPAC SMS issues a successful action reply to the New Service Provider’s SOA (originating SOA).



RESULT-3:  The successful action reply is received by the New Service Provider’s SOA.



RESULT-4:   The NPAC SMS issues an objectCreation notification for each TN in the TN Range containing the old SPID, new SPID, TN, new SP due date, new SP creation time stamp, NPAC version id and NPAC version status to the New Service Provider’s SOA.



RESULT-5:  The New Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.



RESULT-6:  The NewNPA-NXX notification is sent to all SOA and LSMSs.





			Actual Results:


			








			8.1.2.1.1.23  Create intra-service provider ‘pending’ port of a single TN with a due date in the past via the SOA Mechanized Interface. – Error





			Purpose:


			Attempt to create an intra-service provider ‘pending’ port consisting of a single TN with mandatory/optional data elements via the SOA Mechanized Interface.  The new Service Provider due date is set to a date in the past.





			Requirements:


			





			Prerequisites:


			209. The NPA-NXX of the TN is owned by another service provider (not the Old Service Provider or the New Service Provider).



210. One or more ported TNs exist for the NPA-NXX.



211. The LRN is a valid LRN value for a switch owned by the New Service Provider.





			Expected Results:


			RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for the TN.



RESULT-2:  The NPAC SMS issues an unsuccessful action reply to the New Service Provider’s SOA (originating SOA).



RESULT-3:  The unsuccessful action reply is received by the New Service Provider’s SOA.





			Actual Results:


			








			8.1.2.1.1.24  Create intra-service provider ‘pending’ port of a TN Range for an NPA-NXX not open for portability via the SOA Mechanized Interface. – Error





			Purpose:


			Attempt to create an intra-service provider ‘pending’ port consisting of a TN Range with mandatory/optional data elements via the SOA Mechanized Interface.  The NPA-NXX of the TN Range is not open for portability.





			Requirements 


			





			Prerequisites:


			212. The NPA-NXX of the TN Range is owned by the New Service Provider.



213. The TN Range involves the first ported TN for the NPA-NXX.



214. The LRN is a valid LRN value for a switch owned by the New Service Provider.





			 Expected Results:


			RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for each TN in the TN Range.



RESULT-2:  The NPAC SMS issues a unsuccessful action reply to the New Service Provider’s SOA (originating SOA).



RESULT-3:  The unsuccessful action reply is received by the New Service Provider’s SOA.





			Actual Results:


			








			8.1.2.1.1.25  Create intra-service provider ‘pending’ port of a single TN with an LRN of another service provider’s switch via the SOA Mechanized Interface. – Error





			Purpose:


			Attempt to create an intra-service provider ‘pending’ port consisting of a single TN with mandatory/optional data elements via the SOA Mechanized Interface.  The LRN is an LRN of another service provider’s switch.





			Requirements:


			





			Prerequisite


			215. The NPA-NXX of the TN is owned by another service provider (not the Old Service Provider or the New Service Provider).



216. One or more ported TNs exist for the NPA-NXX.



217. The LRN is a valid LRN value for a switch owned by another service provider (not the Old Service Provider or the New Service Provider).





			Expected Results:


			RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for each TN in the TN Range.



RESULT-2:  The NPAC SMS issues a unsuccessful action reply to the New Service Provider’s SOA (originating SOA).



RESULT-3:  The unsuccessful action reply is received by the New Service Provider’s SOA.





			Actual Results:


			








			8.1.2.1.1.26.  Create intra-service provider ‘pending’ port of a single TN with an LRN that does not exist via the SOA Mechanized Interface. – Error





			Purpose:


			Attempt to create an intra-service provider ‘pending’ port consisting of a single TN with mandatory/optional data elements via the SOA Mechanized Interface.  The LRN does not exist.





			Requirements:


			





			Prerequisites:


			218. The NPA-NXX of the TN is owned by another service provider (not the Old Service Provider or the New Service Provider).



219. One or more ported TNs exist for the NPA-NXX.





			Expected Results:


			RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for each TN in the TN Range.



RESULT-2:  The NPAC SMS issues a unsuccessful action reply to the New Service Provider’s SOA (originating SOA).



RESULT-3:  The unsuccessful action reply is received by the New Service Provider’s SOA.





			Actual Results:


			








			8.1.2.1.1.27.  Create intra-service provider ‘pending’ port of a TN Range with an invalid Old Service Provider id via the SOA Mechanized Interface. – Error





			Purpose:


			Attempt to create an intra-service provider ‘pending’ port consisting of a TN Range with mandatory/optional data elements via the SOA Mechanized Interface.  The Old Service Provider id is not the current service provider for the TNs in the TN Range.





			Requirements:


			





			Prerequisites:


			220. The NPA-NXX of the TN Range is owned by another service provider (not the Old Service Provider or the New Service Provider).



221. One or more ported TNs exist for the NPA-NXX.



222. The LRN is a valid LRN value for a switch owned by the New Service Provider.





			Expected Results:


			RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for each TN in the TN Range.



RESULT-2:  The NPAC SMS issues a unsuccessful action reply to the New Service Provider’s SOA (originating SOA).



RESULT-3:  The unsuccessful action reply is received by the New Service Provider’s SOA.





			Actual Results:


			








			8.1.2.1.1.28  Create intra-service provider ‘pending’ port of a TN Range for which each TN in the range exists as a ‘pending’ port for another Service Provider via the SOA Mechanized Interface. – Error





			Purpose:


			Attempt to create an intra-service provider ‘pending’ port consisting of a TN Range with mandatory/optional data elements via the SOA Mechanized Interface.  Each TN in the TN Range already exists as a ‘pending’ port for another Service Provider.





			Requirements:


			





			Prerequisites:


			223. The NPA-NXX of the TN Range is owned by another service provider (not the Old Service Provider or the New Service Provider).



224. One or more ported TNs exist for the NPA-NXX.



225. The LRN is a valid LRN value for a switch owned by the New Service Provider.



226. For each TN in the range being used, a ‘pending’ SV must exist.





			Expected Results:


			RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for each TN in the TN Range.



RESULT-2:  The NPAC SMS issues a unsuccessful action reply to the New Service Provider’s SOA (originating SOA).



RESULT-3:  The unsuccessful action reply is received by the New Service Provider’s SOA.





			Actual Results:


			








			8.1.2.1.1.29  Create intra-service provider ‘pending’ port of a TN Range for which some of the TNs in the range exists as a ‘pending’ port for another Service Provider via the SOA Mechanized Interface. – Error





			Purpose:


			Create an intra-service provider ‘pending’ port consisting of a TN Range with mandatory/optional data elements via the SOA Mechanized Interface.  Some of the TNs in the TN Range already exist as a ‘pending’ port for another Service Provider.





			Requirements:


			





			Prerequisites:


			227. The NPA-NXX of the TN Range is owned by another service provider (not the Old Service Provider or the New Service Provider).



228. One or more ported TNs exist for the NPA-NXX.



229. The LRN is a valid LRN value for a switch owned by the New Service Provider.



230. For some of the TNs in the range being used, a ‘pending’ SV must exist.





			Expected Results:


			RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for each TN in the TN Range.



RESULT-2:  The NPAC SMS issues a unsuccessful action reply to the New Service Provider’s SOA (originating SOA).



RESULT-3:  The unsuccessful action reply is received by the New Service Provider’s SOA.





			Actual Results:


			








			8.1.2.1.1.30  Create 1st time inter-service provider ‘pending’ port (concurrence) of a single TN via the SOA Mechanized Interface. – Success





			Purpose:


			Create an inter-service provider ‘pending’ port (concurrence) consisting of a single TN and all mandatory data elements via the SOA Mechanized Interface.





			Requirements:


			





			Prerequisites:


			231. The NPA-NXX of the TN is owned by the Old Service Provider.



232. The TN is the first ported TN for the NPA-NXX.



233. The old SP due date is set to the current date.





			Expected Results:


			RESULT-1:  A subscription version with a status of ‘pending’ is created on the NPAC SMS for the TN.



RESULT-2:  The NPAC SMS issues a successful action reply to the Old Service Provider’s SOA (originating SOA).



RESULT-3:  The successful action reply is received by the Old Service Provider’s SOA.



RESULT-4:   The NPAC SMS issues an objectCreation notification containing the old SPID, new SPID, TN,  old SP due date, old SP authorization time stamp, old SP authorization, NPAC version id and NPAC version status to the Old Service Provider’s SOA and the New Service Provider’s SOA.



RESULT-5:  The Old Service Provider’s SOA receives the objectCreation notification and issues a confirmed reply to the NPAC SMS.



RESULT-6:  The New Service Provider’s SOA receives the objectCreation notification and issues a confirmed reply to the NPAC SMS.



RESULT-7:  The NewNPA-NXX notification is sent to all SOA and LSMSs.



RESULT-8:  The Initial Concurrence Window timer is set by the NPAC SMS.



RESULT-9:  The Initial Concurrence Window timer expires and a newSP-CreateRequest notification is sent to the New Service Provider’s SOA.



RESULT-10:  The Final Concurrence Window timer is set by the NPAC SMS.



RESULT-11:  The Final Concurrence Window timer expires.



RESULT-12:  The NPAC SMS updates the status of the subscription version to ‘canceled’ and sends a statusAttributeValueChange notification to the Old Service Provider’s SOA and the New Service Provider’s SOA.



RESULT-13:  The Old Service Provider’s SOA receives the statusAttributeValueChange notification and issues a confirmed reply to the NPAC SMS.



RESULT-14:  The New Service Provider’s SOA receives the statusAttributeValueChange notification and issues a confirmed reply to the NPAC SMS.





			Actual Results:


			








			8.1.2.1.1.31  Create 1st time inter-service provider ‘pending’ port (concurrence) of a TN Range via the SOA Mechanized Interface. – Success





			Purpose:


			Create an inter-service provider ‘pending’ port consisting of a TN Range and mandatory/optional data elements via the SOA Mechanized Interface.





			Requirements:


			





			Prerequisites:


			234. The NPA-NXX of the TN Range is owned by the Old Service Provider.



235. The TN Range involves the first ported TN for the NPA-NXX.



236. The old SP due date is set to a future date.





			Expected Results:


			RESULT-1:  A subscription version with a status of ‘pending’ is created on the NPAC SMS for each TN in the TN Range.



RESULT-2:  The NPAC SMS issues a successful action reply to the New Service Provider’s SOA (originating SOA).



RESULT-3:  The successful action reply is received by the New Service Provider’s SOA.



RESULT-4:   The NPAC SMS issues an objectCreation notification for each TN in the TN Range containing the old SPID, new SPID, TN,  old SP due date, old SP authorization time stamp, old SP authorization, NPAC version id and NPAC version status to the Old Service Provider’s SOA and the New Service Provider’s SOA.



RESULT-5:  The Old Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.



RESULT-6:  The New Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.



RESULT-7:  The NewNPA-NXX notification is sent to all SOA and LSMSs.



RESULT-8:  The Initial Concurrence Window timer is set by the NPAC SMS for each TN in the TN Range.



RESULT-9:  The Initial Concurrence Window timer expires for each TN and a newSP-CreateRequest notification is sent to the Old Service Provider’s SOA for each TN in the TN Range.



RESULT-10:  The Final Concurrence Window timer is set by the NPAC SMS for each TN in the TN Range.



RESULT-11:  The Final Concurrence Window timer expires.



RESULT-12:  The NPAC SMS updates the status of the subscription version to ‘canceled’ and sends a statusAttributeValueChange notification to the Old Service Provider’s SOA and the New Service Provider’s SOA.



RESULT-13:  The Old Service Provider’s SOA receives the statusAttributeValueChange notification and issues a confirmed reply to the NPAC SMS.



RESULT-14:  The New Service Provider’s SOA receives the statusAttributeValueChange notification and issues a confirmed reply to the NPAC SMS.





			Actual Results:


			








			8.1.2.1.1.32  Create inter-service provider ‘pending’ port (concurrence) of a single TN via the SOA Mechanized Interface. – Success





			Purpose:


			Create an inter-service provider ‘pending’ port consisting of a single TN and all mandatory data elements via the SOA Mechanized Interface.





			Requirements:


			





			Prerequisites:


			237. The NPA-NXX of the TN is owned by the Old Service Provider.



238. One or more ported TNs exist for the NPA-NXX.



239. The old SP due date is set to the current date.





			Expected Results:


			RESULT-1:  A subscription version with a status of ‘pending’ is created on the NPAC SMS for the TN.



RESULT-2:  The NPAC SMS issues a successful action reply to the New Service Provider’s SOA (originating SOA).



RESULT-3:  The successful action reply is received by the New Service Provider’s SOA.



RESULT-4:   The NPAC SMS issues an objectCreation notification containing the old SPID, new SPID, TN old SP due date, old SP authorization time stamp, old SP authorization, NPAC version id and NPAC version status to the Old Service Provider’s SOA and the New Service Provider’s SOA.



RESULT-5:  The Old Service Provider’s SOA receives the objectCreation notification and issues a confirmed reply to the NPAC SMS.



RESULT-6:  The New Service Provider’s SOA receives the objectCreation notification and issues a confirmed reply to the NPAC SMS.



RESULT-7:  The Initial Concurrence Window timer is set by the NPAC SMS.



RESULT-8:  The Initial Concurrence Window timer expires and a newSP-CreateRequest notification is sent to the New Service Provider’s SOA.



RESULT-9:  The Final Concurrence Window timer is set by the NPAC SMS.



RESULT-10:  The Final Concurrence Window timer expires.



RESULT-11:  The NPAC SMS updates the status of the subscription version to ‘canceled’ and sends a statusAttributeValueChange notification to the Old Service Provider’s SOA and the New Service Provider’s SOA.



RESULT-12:  The Old Service Provider’s SOA receives the statusAttributeValueChange notification and issues a confirmed reply to the NPAC SMS.



RESULT-13:  The New Service Provider’s SOA receives the statusAttributeValueChange notification and issues a confirmed reply to the NPAC SMS.





			Actual Results:


			








			8.1.2.1.1.33  Create inter-service provider ‘pending’ port (concurrence) of a TN Range via the SOA Mechanized Interface. – Success





			Purpose:


			Create an inter-service provider ‘pending’ port consisting of a TN Range and mandatory/optional data elements via the SOA Mechanized Interface.





			Requirements:


			R5-15.1, R5-20.5, R5-21.6, R5-21.7,  R5-18.1, R5-18.3, R518-4, R5-18.5, R5-18.6,  R5-18.7, R5-21.1, R5-22





			Prerequisites:


			240. The NPA-NXX of the TN Range is owned by the Old Service Provider.



241. One or more ported TNs exist for the NPA-NXX.



242. The old SP due date is set to a future date.





			Expected Results:


			RESULT-1:  A subscription version with a status of ‘pending’ is created on the NPAC SMS for each TN in the TN Range.



RESULT-2:  The NPAC SMS issues a successful action reply to the New Service Provider’s SOA (originating SOA).



RESULT-3:  The successful action reply is received by the New Service Provider’s SOA.



RESULT-4:   The NPAC SMS issues an objectCreation notification for each TN in the TN Range containing the old SPID, new SPID, TN old SP due date, old SP authorization time stamp, old SP authorization, NPAC version id and NPAC version status to the Old Service Provider’s SOA and the New Service Provider’s SOA.



RESULT-5:  The Old Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.



RESULT-6:  The New Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.



RESULT-7:  The Initial Concurrence Window timer is set by the NPAC SMS for each TN in the TN Range.



RESULT-8:  The Initial Concurrence Window timer expires for each TN and a newSP-CreateRequest notification is sent to the Old Service Provider’s SOA for each TN in the TN Range.



RESULT-9:  The Final Concurrence Window timer is set by the NPAC SMS for each TN in the TN Range.



RESULT-10:  The Final Concurrence Window timer expires.



RESULT-11:  The NPAC SMS updates the status of the subscription version to ‘canceled’ and sends a statusAttributeValueChange notification to the Old Service Provider’s SOA and the New Service Provider’s SOA.



RESULT-12:  The Old Service Provider’s SOA receives the statusAttributeValueChange notification and issues a confirmed reply to the NPAC SMS.



RESULT-13:  The New Service Provider’s SOA receives the statusAttributeValueChange notification and issues a confirmed reply to the NPAC SMS.





			Actual Results:


			








			8.1.2.1.1.34  Create inter-service provider ‘pending’ port (concurrence) of a ported TN porting to the original service provider via the SOA Mechanized Interface. – Success





			Purpose:


			Create an inter-service provider ‘pending’ port consisting of a single TN that is porting to the original service provider (donor network) via the SOA Mechanized Interface.





			Requirements:


			 





			Prerequisites:


			243. The NPA-NXX of the TN is owned by the New Service Provider.



244. One or more ported TNs exist for the NPA-NXX.



245. An ‘active’ subscription version exists for this TN.



246. The old SP due date is set to a future date.





			Expected Results:


			RESULT-1:  A subscription version with a status of ‘pending’ is created on the NPAC SMS for the TN.



RESULT-2:  The NPAC SMS issues a successful action reply to the New Service Provider’s SOA (originating SOA).



RESULT-3:  The successful action reply is received by the New Service Provider’s SOA.



RESULT-4:   The NPAC SMS issues an objectCreation notification containing the old SPID, new SPID, TN, old SP due date, old SP authorization time stamp, old SP authorization, NPAC version id and NPAC version status to the Old Service Provider’s SOA and the New Service Provider’s SOA.



RESULT-5:  The Old Service Provider’s SOA receives the objectCreation notification and issues a confirmed reply to the NPAC SMS.



RESULT-6:  The New Service Provider’s SOA receives the objectCreation notification and issues a confirmed reply to the NPAC SMS.



RESULT-7:  The Initial Concurrence Window timer is set by the NPAC SMS.



RESULT-8:  The Initial Concurrence Window timer expires and a newSP-CreateRequest notification is sent to the Old Service Provider’s SOA.



RESULT-9:  The Final Concurrence Window timer is set by the NPAC SMS.



RESULT-10:  The Final Concurrence Window timer expires.



RESULT-11:  The NPAC SMS updates the status of the subscription version to ‘canceled’ and sends a statusAttributeValueChange notification to the Old Service Provider’s SOA and the New Service Provider’s SOA.



RESULT-12:  The Old Service Provider’s SOA receives the statusAttributeValueChange notification and issues a confirmed reply to the NPAC SMS.



RESULT-13:  The New Service Provider’s SOA receives the statusAttributeValueChange notification and issues a confirmed reply to the NPAC SMS.





			Actual Results:


			








			8.1.2.1.1.35  Create inter-service provider ‘pending’ port (concurrence) of a ported TN Range porting to the original service provider via the SOA Mechanized Interface. – Success





			Purpose:


			Create an inter-service provider ‘pending’ port consisting of a TN Range that is porting to the original service provider (donor network) via the SOA Mechanized Interface.





			Requirements:


			








Test Case procedures incorporated into test case 2.33 from Release 3.1.



			8.1.2.1.1.36  Create inter-service provider ‘pending’ port (concurrence) of a TN Range consisting of both ported and non-ported TNs via the SOA Mechanized Interface. – Success





			Purpose:


			Create an inter-service provider ‘pending’ port consisting of a TN Range of both ported and non-ported TNs and mandatory/optional data elements via the SOA Mechanized Interface.





			Requirements:


			





			Prerequisites:


			247. One or more of the TNs in the TN Range are not ported.



248. One or more ported TNs in the TN Range exist for the NPA-NXX.



249. The old SP due date is set to a future date.



250. For some of the TNs in the TN range being used, an ‘active’ SV exists with a current service provider that is the same as the service provider who owns the NPA-NXX of the non-ported TNs.





			Expected Results:


			RESULT-1:  A subscription version with a status of ‘pending’ is created on the NPAC SMS for each TN in the TN Range.



RESULT-2:  The NPAC SMS issues a successful action reply to the New Service Provider’s SOA (originating SOA).



RESULT-3:  The successful action reply is received by the New Service Provider’s SOA.



RESULT-4:   The NPAC SMS issues an objectCreation notification for each TN in the TN Range containing the old SPID, new SPID, TN old SP due date, old SP authorization time stamp, old SP authorization, NPAC version id and NPAC version status to the Old Service Provider’s SOA and the New Service Provider’s SOA.



RESULT-5:  The Old Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.



RESULT-6:  The New Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.



RESULT-7:  The Initial Concurrence Window timer is set by the NPAC SMS for each TN in the TN Range.



RESULT-8:  The Initial Concurrence Window timer expires for each TN and a newSP-CreateRequest notification is sent to the Old Service Provider’s SOA for each TN in the TN Range.



RESULT-9:  The Final Concurrence Window timer is set by the NPAC SMS for each TN in the TN Range.



RESULT-10:  The Final Concurrence Window timer expires.



RESULT-11:  The NPAC SMS updates the status of the subscription version to ‘canceled’ and sends a statusAttributeValueChange notification to the Old Service Provider’s SOA and the New Service Provider’s SOA.



RESULT-12:  The Old Service Provider’s SOA receives the statusAttributeValueChange notification and issues a confirmed reply to the NPAC SMS.



RESULT-13:  The New Service Provider’s SOA receives the statusAttributeValueChange notification and issues a confirmed reply to the NPAC SMS.





			Actual Results:


			








			8.1.2.1.1.37 Create inter-service provider ‘pending’ port (concurrence) of a TN Range of an entire NPA-NXX (10,000 TNs) via the SOA Mechanized Interface. – Success





			Purpose:


			Create an inter-service provider ‘pending’ port consisting of a range of 10,000 TNs with mandatory/optional data elements via the SOA Mechanized Interface.





			Requirements:


			





			Prerequisites:


			251. The NPA-NXX of the TN Range is owned by another service provider (not the Old Service Provider or the New Service Provider).



252. One or more ported TNs exist for the NPA-NXX.



253. The old SP due date is set to a future date.



254. The New Service Provider does not issue a newSP-Create action to concur with the ‘pending’ port.





			Expected Results:


			RESULT-1:  A subscription version with a status of ‘pending’ is created on the NPAC SMS for each TN in the TN Range.



RESULT-2:  The NPAC SMS issues a successful action reply to the New Service Provider’s SOA (originating SOA).



RESULT-3:  The successful action reply is received by the New Service Provider’s SOA.



RESULT-4:   The NPAC SMS issues an objectCreation notification for each TN in the TN Range containing the old ID, new SPID, TN, old SP due date, old SP authorization time stamp, old SP authorization, NPAC version id and NPAC version status to the Old Service Provider’s SOA and the New Service Provider’s SOA.



RESULT-5:  The Old Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.



RESULT-6:  The New Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.



RESULT-7:  The Initial Concurrence Window timer is set by the NPAC SMS for each TN in the TN Range.



RESULT-8:  The Initial Concurrence Window timer expires for each TN and newSP-CreateRequest notification is sent to Old Service Provider’s SOA for each TN in TN Range.



RESULT-9:  The Final Concurrence Window timer is set by the NPAC SMS for each TN in the TN Range.



RESULT-10:  The Final Concurrence Window timer expires.



RESULT-11:  The NPAC SMS updates the status of the subscription version to ‘canceled’ and sends a statusAttributeValueChange notification to the Old Service Provider’s SOA and the New Service Provider’s SOA.



RESULT-12:  The Old Service Provider’s SOA receives the statusAttributeValueChange notification and issues a confirmed reply to the NPAC SMS.



RESULT-13:  The New Service Provider’s SOA receives the statusAttributeValueChange notification and issues a confirmed reply to the NPAC SMS.





			Actual Results:


			








			8.1.2.1.1.38  Create inter-service provider ‘pending’ port (concurrence) of a single TN with a due date in the past via the SOA Mechanized Interface. – Error





			Purpose:


			Attempt to create an inter-service provider ‘pending’ port consisting of a single TN with mandatory/optional data elements via the SOA Mechanized Interface.  The old Service Provider due date is set to a date in the past.





			Requirements:


			





			Prerequisites:


			255. The NPA-NXX of the TN is owned by another service provider (not the Old Service Provider or the New Service Provider).



256. One or more ported TNs exist for the NPA-NXX.



257. The New Service Provider does not issue a newSP-Create action to concur with the ‘pending’ port.





			Expected Results:


			RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for the TN.



RESULT-2:  The NPAC SMS issues a unsuccessful action reply to the Old Service Provider’s SOA (originating SOA).



RESULT-3:  The unsuccessful action reply is received by the Old Service Provider’s SOA.





			Actual Results:


			








			8.1.2.1.1.39  Create inter-service provider ‘pending’ port (concurrence) of a TN Range for an NPA-NXX not open for portability via the SOA Mechanized Interface. – Error





			Purpose:


			Attempt to create an inter-service provider ‘pending’ port consisting of a TN Range with mandatory/optional data elements via the SOA Mechanized Interface.  The NPA-NXX of the TN Range is not open for portability (currently in the NPAC SMS with a future dated effective date).





			Requirements 


			





			Prerequisites:


			258. The NPA-NXX of the TN Range is owned by another service provider (not the Old Service Provider or the New Service Provider).



259. The TN is the first ported TN for the NPA-NXX.



260. The due date value is a date prior to the NPA-NXX effective date.



261. The New Service Provider does not issue a newSP-Create action to concur with the ‘pending’ port.





			 Expected Results:


			RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for each TN in the TN Range.



RESULT-2:  The NPAC SMS issues a unsuccessful action reply to the Old Service Provider’s SOA (originating SOA).



RESULT-3:  The unsuccessful action reply is received by the Old Service Provider’s SOA.





			Actual Results:


			








			8.1.2.1.1.40  Create inter-service provider ‘pending’ port (concurrence) of a TN Range for which each TN in the range exists as a ‘pending’ port via the SOA Mechanized Interface. – Error





			Purpose:


			Attempt to create an inter-service provider ‘pending’ port consisting of a TN Range with mandatory/optional data elements via the SOA Mechanized Interface.  Each TN in the TN Range already exists as a ‘pending’ port.





			Requirements:


			





			Prerequisites:


			262. The NPA-NXX of the TN Range is owned by another service provider (not the Old Service Provider or the New Service Provider).



263. One or more ported TNs exist for the NPA-NXX.



264. The New Service Provider does not issue a newSP-Create action to concur with the ‘pending’ port.



265. For each TN in the range being used, a ‘pending’ SV must exist.





			Expected Results:


			RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for each TN in the TN Range.



RESULT-2:  The NPAC SMS issues a unsuccessful action reply to the Old Service Provider’s SOA (originating SOA).



RESULT-3:  The unsuccessful action reply is received by the Old Service Provider’s SOA.





			Actual Results:


			








			8.1.2.1.1.41  Create inter-service provider ‘pending’ port (concurrence) of a TN Range for which some of the TNs in the range exists as a ‘pending’ port via the SOA Mechanized Interface. – Error





			Purpose:


			Attempt to create an inter-service provider ‘pending’ port consisting of a TN Range with mandatory/optional data elements via the SOA Mechanized Interface.  Some of the TNs in the TN Range already exist as a ‘pending’ port.





			Requirements:


			





			Prerequisites:


			266. The NPA-NXX of the TN Range is owned by another service provider (not the Old Service Provider or the New Service Provider).



267. One or more ported TNs exist for the NPA-NXX.



268. The New Service Provider does not issue a newSP-Create action to concur with the ‘pending’ port.



269. For some of the TNs in the range being used, a ‘pending’ SV must exist.





			Expected Results:


			RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for each TN in the TN Range.



RESULT-2:  The NPAC SMS issues a unsuccessful action reply to the Old Service Provider’s SOA (originating SOA).



RESULT-3:  The unsuccessful action reply is received by the Old Service Provider’s SOA.





			Actual Results:


			








			8.1.2.1.1.42  Create inter-service provider ‘pending’ port (concurrence) of a TN Range with an authorization flag equal to FALSE and the cause code value populated via the SOA Mechanized Interface. – Success





			Purpose:


			Create an inter-service provider ‘pending’ port consisting of a TN Range and mandatory data elements via the SOA Mechanized Interface.  The authorization flag is equal to FALSE and the cause code value is set to 50.





			Requirements:


			





			Prerequisites:


			270. The NPA-NXX of the TN Range is owned by another service provider (not the Old Service Provider or the New Service Provider).



271. One or more ported TNs exist for the NPA-NXX.



272. The New Service Provider does not issue a newSP-Create action to concur with the ‘pending’ port.





			Expected Results:


			RESULT-1:  A subscription version with a status of conflict is created on the NPAC SMS for each TN in the TN Range.



RESULT-2:  The NPAC SMS issues a successful action reply to the Old Service Provider’s SOA (originating SOA).



RESULT-3:  The successful action reply is received by the Old Service Provider’s SOA.



RESULT-4:   The NPAC SMS issues an objectCreation notification for each TN in the TN Range containing the old SPID, new SPID, TN old SP due date, old SP authorization time stamp, old SP authorization, NPAC version id and NPAC version status to the Old Service Provider’s SOA and the New Service Provider’s SOA.



RESULT-5:  The Old Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.



RESULT-6:  The New Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.



RESULT-7:  The Initial Concurrence Window timer is set by the NPAC SMS for each TN in the TN Range.



RESULT-8:  The Initial Concurrence Window timer expires for each TN and a newSP-CreateRequest notification is sent to the Old Service Provider’s SOA for each TN in the TN Range.



RESULT-9:  The Final Concurrence Window timer is set by the NPAC SMS for each TN in the TN Range.



RESULT-10:  The Final Concurrence Window timer expires.



RESULT-11:  The NPAC SMS updates the status of the subscription version to ’canceled’ and sends a statusAttributeValueChange notification to the Old Service Provider’s SOA and the New Service Provider’s SOA.



RESULT-12:  The Old Service Provider’s SOA receives the statusAttributeValueChange notification and issues a confirmed reply to the NPAC SMS.



RESULT-13:  The New Service Provider’s SOA receives the statusAttributeValueChange notification and issues a confirmed reply to the NPAC SMS.





			Actual Results:


			








			8.1.2.1.1.43  Create inter-service provider ‘pending’ port (concurrence) of a TN Range with the authorization flag equal to FALSE and the cause code value not populated via the SOA Mechanized Interface. – Error





			Purpose:


			Attempt to create an inter-service provider ‘pending’ port consisting of a TN Range with mandatory data elements via the SOA Mechanized Interface.  The authorization flag is equal to FALSE and the cause code value is not populated.





			Requirements:


			





			Prerequisites:


			273. The NPA-NXX of the TN Range is owned by another service provider (not the Old Service Provider or the New Service Provider).



274. One or more ported TNs exist for the NPA-NXX.



275. The New Service Provider does not issue a newSP-Create action to concur with the ‘pending’ port.





			Expected Results:


			RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for each TN in the TN Range.



RESULT-2:  The NPAC SMS issues a unsuccessful action reply to the Old Service Provider’s SOA (originating SOA).



RESULT-3:  The unsuccessful action reply is received by the Old Service Provider’s SOA.





			Actual Results:


			








			8.1.2.1.1.44  Create inter-service provider ‘pending’ port (concurrence) of a TN Range with the authorization flag equal to TRUE and the cause code value is populated via the SOA Mechanized Interface. – Error





			Purpose:


			Attempt to create an inter-service provider ‘pending’ port consisting of a TN Range with mandatory data elements via the SOA Mechanized Interface.  The NPA-NXX of the TN Range is not owned by the Old Service Provider.  The NPA-NXX of the TN Range is open for portability.  The old Service Provider due date is set to a future date.  The authorization flag is equal to TRUE and the cause code value is populated.





			Requirements:


			





			Prerequisites:


			276. The NPA-NXX of the TN Range is owned by another service provider (not the Old Service Provider or the New Service Provider).



277. One or more ported TNs exist for the NPA-NXX.



278. The New Service Provider does not issue a newSP-Create action to concur with the ‘pending’ port.





			Expected Results:


			RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for each TN in the TN Range.



RESULT-2:  The NPAC SMS issues a unsuccessful action reply to the Old Service Provider’s SOA (originating SOA).



RESULT-3:  The unsuccessful action reply is received by the Old Service Provider’s SOA.





			Actual Results:


			








			8.1.2.1.1.45  Create inter-service provider ‘pending’ port (concurrence) of a TN Range with the authorization flag equal to FALSE and the cause code value is not 0 via the SOA Mechanized Interface. – Error





			Purpose:


			Attempt to create an inter-service provider ‘pending’ port consisting of a TN Range with mandatory data elements via the SOA Mechanized Interface.  The authorization flag is equal to FALSE and the cause code value is not 0.





			Prerequisites:


			





			Prerequisites:


			279. The NPA-NXX of the TN Range is owned by another service provider (not the Old Service Provider or the New Service Provider).



280. One or more ported TNs exist for the NPA-NXX.



281. The New Service Provider does not issue a newSP-Create action to concur with the ‘pending’ port.





			Expected Results:


			RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for each TN in the TN Range.



RESULT-2:  The NPAC SMS issues a unsuccessful action reply to the Old Service Provider’s SOA (originating SOA).



RESULT-3:  The unsuccessful action reply is received by the Old Service Provider’s SOA.





			Actual Results:


			








8.1.2.2 Modify of Subscription Data



8.1.2.2.1 SOA Mechanized Interface



			8.1.2.2.1.1  Modify required fields for a single TN ‘pending’ port with valid data. – Success





			Purpose:


			New Service Provider issues a modify for each of the required fields for a single TN ‘pending’ port request which is not in conflict using valid data.  The following are the required fields:



LRN



Due Date (set it equal to the NPA-NXX Effective Date)





			Requirements:


			R5-26, R5-27.1, R5-29.1, R5-29.3, R5-29.4, R5-31.3





			Prerequisites:


			1. Verify that the ‘pending’ Subscription Version to be modified exists on the NPAC SMS with a due date later than the current date and later than the NPA-NXX Effective Date.



2. Pending port is not in conflict.





			Expected Results:


			RESULT-1:  NPAC SMS receives the M-SET request for a subscription version modify from the New Service Provider.



RESULT-2:  NPAC SMS modifies the subscription version attributes in the subscriptionVersionNPAC object and set the subscriptionModifiedTimeStamp.



RESULT-3:  NPAC SMS issues an M-SET response to the New Service Provider. 



RESULT-4:  NPAC SMS issues an M-Event Report attributeValueChange to the Old Service Provider.



RESULT-5:  The Old Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.



RESULT-6:  NPAC SMS issues M-EVENT-REPORT attributeValueChange to the New Service Provider SOA.



RESULT-7:  The New Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.





			Actual Results:


			








			8.1.2.2.1.2  Modify optional fields for a single TN ‘pending’ port for a New Service Provider. – Success





			Purpose:


			New Service Provider issues a modify for the following optional fields for a single TN ‘pending’ port with valid data:



Class DPC



Class SSN



LIDB DPC



LIDB SSN



CNAM DPC



CNAM SSN



ISVM DPC



ISVM SSN



WSMSC-DPC – if supported by the Service Provider SOA



WSMSC-SSN – if supported by the Service Provider SOA



Billing Service Provider ID



End-User Location - Value



End-User Location - Type





			Requirements:


			R5-27.1, R5-28, R5-29.1, R5-31.3





			Prerequisites:


			282. Pending port exists for the TN.



283. Pending port is not in conflict.





			Expected Results:


			RESULT-1:  NPAC SMS will M-SET the attributes modified in the subscriptionVersionNPAC object and set the subscriptionModifiedTimeStamp.



RESULT-2:  The NPAC SMS will issue an M-SET response.



RESULT-3:  NPAC SMS replies to the M-ACTION with success.



RESULT-4:  The Old Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.



RESULT-5:  NPAC SMS issues M-EVENT-REPORT attributeValueChange to the New Service Provider SOA.



RESULT-6:  The New Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.





			Actual Results:


			








			8.1.2.2.1.3  Modify “porting to original” due date for a single TN ‘pending’ port. – Success





			Purpose:


			New Service Provider issues a modify for the “porting to original” due date field for a ‘pending’ port using valid data.





			Requirements:


			R5-27.2, R5-29.2, R5-31.3





			Prerequisites:


			284. Pending port exists for the TN.



285. Pending port is not in conflict.





			Expected Results:


			RESULT-1:  NPAC SMS will M-SET the attributes modified in the subscriptionVersionNPAC object and set the subscriptionModifiedTimeStamp.



RESULT-2:  The NPAC SMS will issue an M-SET response.



RESULT-3:  NPAC SMS replies to the M-ACTION with success.



RESULT-4:  The Old Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.



RESULT-5:  NPAC SMS issues M-EVENT-REPORT attributeValueChange to the New Service Provider SOA.



RESULT-6:  The New Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.





			Actual Results:


			








			8.1.2.2.1.4  Modify CNAM DPC with invalid data for a single TN ‘pending’ port. – Error





			Purpose:


			New Service Provider issues a modify for the CNAM DPC field for a ‘pending’ port using alphabetic characters.





			Requirements:


			R5-25, R5-29.1, R5-30.1, R5-30.2








Test Case procedures incorporated into test case 191/291-2 from Release 3.2.


			8.1.2.2.1.5  Modify CNAM SSN with invalid data for a single TN ‘pending’ port. – Error





			Purpose:


			New Service Provider issues a modify for the CNAM SSN field for a ‘pending’ port using alphabetic characters.





			Requirements: 


			R5-25, R5-29.1, R5-30.1, R5-30.2








Test Case procedures incorporated into test case 191/291-2 from Release 3.2.


			8.1.2.2.1.6  Modify End-User Location Value with invalid data for a single TN ‘pending’ port. – Error





			Purpose:


			New Service Provider issues a modify for the End-User Location Value field for a ‘pending’ port using invalid data.





			Requirements:


			R5-25, R5-29.1, R5-30.1, R5-30.2





			Prerequisites:


			286. Pending port exists for the TN.



287. Pending port is not in conflict.





			Expected Results:


			RESULT-1:  Pending port is not modified.



RESULT-2:  NPAC SMS sends unsuccessful action reply to the New Service Provider.





			Actual Results:


			








			8.1.2.2.1.7  Modify Old Service Provider Authorization field for a single TN ‘pending’ port. – Error





			Purpose:


			New Service Provider issues a modify single TN ‘pending’ port for Old Service Provider Authorization field which only the Old Service Provider is allowed to update.





			Requirements: 


			R5-27.3





			Prerequisites:


			288. Pending port exists for the TN.



289. Pending port is not in conflict.





			Expected Results:


			RESULT-1:  Pending port is not modified.



RESULT-2:  NPAC SMS sends unsuccessful action reply to the New Service Provider.





			Actual Results:


			








			8.1.2.2.1.8  Modify required fields for a ‘pending’ port for a range of TNs with valid data. – Success





			Purpose:


			New Service Provider issues a modify for each of the required fields for a ‘pending’ port which is not in conflict using valid data.  



The following are the required fields:



LRN



Due Date



The following are the optional fields:



Class DPC



Class SSN



LIDB DPC



LIDB SSN



CNAM DPC



CNAM SSN



ISVM DPC



ISVM SSN



WSMSC-DPC – if supported by the Service Provider SOA



WSMSC-SSN – if supported by the Service Provider SOA





			Requirements:


			R5-27.1, R5-26, R5-29.1, R5-29.3, R5-29.4, R5-31.3





			Prerequisites:


			290. Pending ports exist for the range of TNs.  



291. Pending ports are not in conflict.





			Expected Results:


			RESULT-1:  NPAC SMS will M-SET the attributes modified in the subscriptionVersionNPAC object and set the subscriptionModifiedTimeStamp.



RESULT-2:  The NPAC SMS will issue an M-SET response.



RESULT-3:  NPAC SMS replies to the M-ACTION with success.



RESULT-4:  The Old Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.



RESULT-5:  NPAC SMS issues M-EVENT-REPORT attributeValueChange to the New Service Provider SOA.



RESULT-6:  The New Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.





			Actual Results:


			








			8.1.2.2.1.9  Modify optional fields for ‘pending’ ports for a range of TNs for a New Service Provider – Success





			Purpose:


			New Service Provider issues a modify for the following optional fields for ‘pending’ ports for a range of TNs with valid data:



Billing Service Provider ID



End-User Location - Value



End-User Location - Type





			Requirements:


			R5-28, R5-29.1, R5-31.3





			Prerequisites:


			292. Pending ports exist for the range of TNs.



293. Pending ports are not in conflict.





			Expected Results:


			RESULT-1:  NPAC SMS will M-SET the attributes modified in the subscriptionVersionNPAC object and set the subscriptionModifiedTimeStamp.



RESULT-2:  The NPAC SMS will issue an M-SET response.



RESULT-3:  NPAC SMS replies to the M-ACTION with success.



RESULT-4:  The Old Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.



RESULT-5:  NPAC SMS issues M-EVENT-REPORT attributeValueChange to the New Service Provider SOA.



RESULT-6:  The New Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.





			Actual Results:


			








			8.1.2.2.1.10  Modify LRN with valid data for a ‘pending’ port for a range of TNs. – Error





			Purpose:


			New Service Provider is unable to issue a modify for the LRN field for a ‘pending’ port for a range of TNs using an LRN which exists.  Not all of the TNs in the range belong to the Service Provider.





			Requirements:


			R5-25, R5-29.1, R5-30.1, R5-30.2





			Prerequisites:


			294. Pending ports exist for the range of TNs.  



295. Pending ports are not in conflict.



296. Not all of the TNs within the range belong to the Service Provider.





			Expected Results:


			RESULT-1:  Pending port is not modified.



RESULT-2:  NPAC SMS sends unsuccessful action reply to the New Service Provider.





			Actual Results:


			








			8.1.2.2.1.11  Deleted





			8.1.2.2.1.12  Deleted





			8.1.2.2.1.13  Deleted








			8.1.2.2.1.14  Modify required fields with valid data for a single TN ‘pending’ port which is in conflict. – Success





			Purpose:


			New Service Provider issues a modify for each of the required fields for a ‘pending’ port which is in conflict using valid data.  



The following are the required fields:



LRN



Due Date



The following are the optional fields:



Class DPC



Class SSN



LIDB DPC



LIDB SSN



CNAM DPC



CNAM SSN



ISVM DPC



ISVM SSN



WSMSC-DPC – if supported by the Service Provider SOA



WSMSC-SSN – if supported by the Service Provider SOA









			Requirements: 


			R5-27.1, R5-26, R5-29.1, R5-29.3, R5-29.4, R5-31.3





			Prerequisites:


			297. Pending port exists for the TN.  



298. Pending port is in conflict.





			Expected Results:


			RESULT-1:  NPAC SMS will M-SET the attributes modified in the subscriptionVersionNPAC object and set the subscriptionModifiedTimeStamp.



RESULT-2:  The NPAC SMS will issue an M-SET response.



RESULT-3:  NPAC SMS replies to the M-ACTION with success.



RESULT-4:  The Old Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.



RESULT-5:  NPAC SMS issues M-EVENT-REPORT attributeValueChange to the New Service Provider SOA.



RESULT-6:  The New Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.





			Actual Results:


			








			8.1.2.2.1.15  Modify optional fields for a single TN ‘pending’ port which is in conflict for a New Service Provider. – Success





			Purpose:


			New Service Provider issues a modify for the following optional fields for a single TN ‘pending’ port request with valid data:



Billing Service Provider ID



End-User Location - Value



End-User Location - Type









			Requirements: 


			R5-28, R5-29.1, R5-31.3





			Prerequisites:


			299. Pending port exists for the TN.



300. Pending port is in conflict.





			Expected Results:


			RESULT-1:  NPAC SMS will M-SET the attributes modified in the subscriptionVersionNPAC object and set the subscriptionModifiedTimeStamp.



RESULT-2:  The NPAC SMS will issue an M-SET response.



RESULT-3:  NPAC SMS replies to the M-ACTION with success.



RESULT-4:  The Old Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.



RESULT-5:  NPAC SMS issues M-EVENT-REPORT attributeValueChange to the New Service Provider SOA.



RESULT-6:  The New Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.





			Actual Results:


			








			8.1.2.2.1.16 -Deleted








			8.1.2.2.1.17  NPAC SMS sets ‘pending’ ports for a range of TNs to conflict. – Success





			Purpose:


			NPAC SMS issues modify to set the ‘pending’ ports to conflict.





			Requirements: 


			RR5-10.1, RR5-10.2, RR5-10.3





			Prerequisites:


			301. Pending port exists for the range of TN.



302. Pending port is not in conflict.





			Expected Results:


			RESULT-1:  NPAC SMS sets the subscription version to “Conflict” status.



RESULT-2:  NPAC SMS sends a message to the Old Service Provider changing the SV status to Conflict.



RESULT-3:  Confirmation is sent from SOA.



RESULT-4:  The NPAC sends a message to the New Service changing the SV status to Conflict.



RESULT-5:  NPAC SMS sets the conflict time stamp to the current time.





			Actual Results:


			








			8.1.2.2.1.18  Modify required fields with valid data for ‘pending’ ports for a range of TNs which are in conflict. – Success





			Purpose:


			New Service Provider issues a modify for each of the required fields for a ‘pending’ port request which is in conflict using valid data.  



The following are the required fields:



LRN



Due Date



The following are the optional fields:



Class DPC



Class SSN



LIDB DPC



LIDB SSN



CNAM DPC



CNAM SSN



ISVM DPC



ISVM SSN



WSMSC-DPC – if supported by the Service Provider SOA



WSMSC-SSN – if supported by the Service Provider SOA









			Requirements: 


			R5-27.1, R5-26, R5-29.1, R5-29.3, R5-29.4, R5-31.3





			Prerequisites:


			303. Pending ports exist for the range of TNs.  



304. Pending ports are in conflict.





			Expected Results:


			RESULT-1:  NPAC SMS will M-SET the attributes modified in the subscriptionVersionNPAC object and set the subscriptionModifiedTimeStamp.



RESULT-2:  The NPAC SMS will issue an M-SET response.



RESULT-3:  NPAC SMS replies to the M-ACTION with success.



RESULT-4:  The Old Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.



RESULT-5:  NPAC SMS issues M-EVENT-REPORT attributeValueChange to the New Service Provider SOA.



RESULT-6:  The New Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.





			Actual Results:


			








			8.1.2.2.1.19  Modify optional fields for ‘pending’ ports for a range of TNs which are in conflict for a New Service Provider. – Success





			Purpose:


			New Service Provider issues a modify for the following optional fields for a ‘pending’ port request for a range of TNs which are in conflict with valid data:



Billing Service Provider ID



End-User Location - Value



End-User Location - Type









			Requirements: 


			R5-28, R5-29.1, R5-31.3





			Prerequisites:


			305. Pending ports exist for the range of TNs.  



306. Pending ports are in conflict.





			Expected Results:


			RESULT-1:  NPAC SMS will M-SET the attributes modified in the subscriptionVersionNPAC object and set the subscriptionModifiedTimeStamp.



RESULT-2:  The NPAC SMS will issue an M-SET response.



RESULT-3:  NPAC SMS replies to the M-ACTION with success.



RESULT-4:  The Old Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.



RESULT-5:  NPAC SMS issues M-EVENT-REPORT attributeValueChange to the New Service Provider SOA.



RESULT-6:  The New Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.





			Actual Results:


			








			8.1.2.2.1.20  Modify “porting to original” due date for ‘pending’ ports for a range of TNs which are in conflict for a New Service Provider. – Error





			Purpose:


			New Service Provider issues a modify for the “porting to original” due date field for the ‘pending’ ports for a range of TNs which are in conflict using invalid data.





			Requirements: 


			R5-27.2, R5-29.2, R5-31.3





			Prerequisites:


			307. Pending ports exist for the range of TNs.



308. Pending ports are in conflict.





			Expected Results:


			RESULT-1:  Pending ports are not modified.



RESULT-2:  NPAC SMS sends unsuccessful action reply to the New Service Provider.





			Actual Results:


			








			8.1.2.2.1.21  Modify LRN of ‘pending’ ports for a range of TNs which are in conflict with an LRN value which does not exist. – Error





			Purpose:


			New Service Provider issues a modify for the LRN field for the ‘pending’ ports of a range of TNs which are in conflict using an LRN which does not exist.





			Requirements:


			R5-25, R5-29.1, R5-30.1, R5-30.2





			Prerequisites:


			309. Pending ports exist for the range of TN.



310. Pending ports are in conflict.





			Expected Results:


			RESULT-1:  Pending ports are not modified.



RESULT-2:  NPAC SMS sends unsuccessful action reply to the New Service Provider.





			Actual Results:


			








			8.1.2.2.1.22  Modify the Status Change Cause Code of ‘pending’ ports for a range of TNs for another service provider. – Error





			Purpose:


			New Service Provider issues a modify Status Change Cause Code for a range of TNs for another service provider’s ‘pending’ ports.  





			Requirements:


			 R5-27.3





			Prerequisites:


			311. Pending ports exist for the range of TN.  



312. Pending ports are in conflict.



313. Pending ports are for another Service Provider.





			Expected Results:


			RESULT-1:  Pending ports are not modified.



RESULT-2:  NPAC SMS sends unsuccessful action reply to the New Service Provider.





			Actual Results:


			








			8.1.2.2.1.23  Modify required data for a single TN ‘active’ subscription for current Service Provider with valid data. – Success





			Purpose:


			Current Service Provider issues modify with valid data for a single TN ‘active’ subscription for the following fields:



The following are the required data fields:



LRN



Due Date



The following are the optional data fields:



Class DPC



Class SSN



LIDB DPC



LIDB SSN



CNAM DPC



CNAM SSN



ISVM DPC



ISVM SSN



WSMSC-DPC – if supported by the Service Provider SOA



WSMSC-SSN – if supported by the Service Provider SOA









			Requirements: 


			RR5-11, R5-35, R5-36, R5-38, R5-38.2, R5-40.1, R5-40.3, R5-40.4, R5-41, RR5 41.1, RR5-41.2 RR5-41.3, RR5-41.4








Test Case procedures incorporated into test case 2.12 from Release 3.1.


			8.1.2.2.1.24  Modify optional data for a single TN ‘active’ subscription for current Service Provider with valid data. – Success





			Purpose:


			Current Service Provider issues modify of an ‘active’ subscription for a single TN for the following fields with valid data:



Billing Service Provider ID



End-User Location - Value



End-User Location - Type









			Requirements: 


			R5-37, R5-38.1, R5-40.1, R5-40.3, R5-40.4, RR5-41, R5-41.1, RR5-41.2, RR5-41.3, RR5-41.4





			Prerequisites


			TN must be ‘active’ for the current Service Provider.





			Expected Results:


			RESULT-1:  NPAC SMS issues M-SET to the subscriptionVersionNPAC.  The subscriptionVersionStatus is updated to ‘sending’, the subscriptionBroadcastTimeStamp and subscriptionModifiedTimeStamp are set, and any other modified attributes are updated.



RESULT-2:  NPAC SMS issues M-SET response indicating success.



RESULT-3:  NPAC SMS replies to the M-ACTION with success.  NPAC SMS issues M-EVENT- REPORT for the modified attributes.



RESULT-4:  Current service provider SOA responds with M-EVENT-REPORT confirmation.



RESULT-5:  NPAC SMS issues M-SET to all Local SMSs for the updated attributes.  If the update involves multiple subscription version objects, a scoped and filtered request will be sent.



RESULT-6:  Local SMSs reply to M-SET.



RESULT-7:  All Local SMSs have reported the object modification.



RESULT-8:  NPAC SMS issues M-SET to update the current subscriptionVersionNPAC object subscriptionVersionStatus to ‘active’.



RESULT-9:  NPAC SMS responds to M-SET



RESULT-10:  NPAC SMS sends M-EVENT-REPORT to the current provider of the subscriptionVersionStatus update.



RESULT-11:  Service provider SOA issues M-EVENT-REPORT confirmation



RESULT-12:  Perform a full audit of the LSMS for the TN that was activated during this test case.  Verify that no updates were made.  If updates were made, the LSMS service provider fails this test case.





			Actual Results:


			








			8.1.2.2.1.25  Modify CNAM DPC with invalid data for an ‘active’ subscription for a single TN for current Service Provider. – Error 





			Purpose:


			Current Service Provider issues modify for the CNAM DPC field for an ‘active’ TN using invalid data.





			Requirements: 


			RR5-11, R5-35, R5-36, R5-39.1, R5-39.2








Test Case procedures incorporated into test case 191/291-4 from Release 3.2.


			8.1.2.2.1.26  Modify CNAM SSN with invalid data for an ‘active’ subscription for a single TN for current Service Provider. – Error 





			Purpose:


			Current Service Provider issues modify for the CNAM SSN field for an ‘active’ TN using invalid data.





			Requirements: 


			RR5-11, R5-35, R5-36, R5-39.1, R5-39.2








Test Case procedures incorporated into test case 191/291-4 from Release 3.2.


			8.1.2.2.1.27  Modify End-User Location - Value with invalid data for an ‘active’ subscription for a single TN for current Service Provider. – Error 





			Purpose:


			Current Service Provider issues modify for the End-User Location - Value field for an ‘active’ TN using invalid data.





			Requirements: 


			RR5-11, R5-35, R5-36, R5-39.1, R5-39.2





			Prerequisites:


			TN must be ‘active’ for the current Service Provider.





			Expected Results:


			RESULT-1:  'Active' subscription version is not modified.



RESULT-2:  NPAC SMS sends unsuccessful action reply to the New Service Provider.





			Actual Results:


			








			8.1.2.2.1.28  Modify an ‘active’ subscription for a single TN for another Service Provider. – Error





			Purpose:


			Service Provider issues modify for an ‘active’ TN which belongs to another Service Provider.





			Requirements: 


			RR5-11





			Prerequisites:


			TN must be ‘active’ for another Service Provider.





			Expected Results:


			RESULT-1:  'Active' subscription version is not modified.



RESULT-2:  NPAC SMS sends unsuccessful action reply to the New Service Provider.





			Actual Results:


			








			8.1.2.2.1.29 - Deleted








			8.1.2.2.1.30  Modify required data for ‘active’ subscription versions for a range of TNs for current Service Provider with valid data. – Success





			Purpose:


			Current Service Provider issues modify with valid data for a range of TNs.



The following are the required fields:



LRN



Due Date



The following are optional fields:



Class DPC



Class SSN



LIDB DPC



LIDB SSN



CNAM DPC



CNAM SSN



ISVM DPC



ISVM SSN



WSMSC-DPC – if supported by the Service Provider SOA



WSMSC-SSN – if supported by the Service Provider SOA





			Requirements: 


			RR5-11, R5-35, R5-36, R5-38, R5-38.2, R5-40.1, R5-40.3, R5-40.4, R5-41, RR5 41.1, RR5-41.2 RR5-41.3, RR5-41.4








Test Case procedures incorporated into test case 2.11 from Release 3.1.



			8.1.2.2.1.31  Modify optional data for ‘active’ subscription versions for a range of TNs for current Service Provider with valid data. – Success





			Purpose:


			Current Service Provider issues modify with valid data for a range of TNs for the following fields:



Billing Service Provider ID



End-User Location - Value



End-User Location - Type









			Requirements: 


			R5-37, R5-38.1, R5-40.1, R5-40.3, R5-40.4, RR5-41, R5-41.1, RR5-41.2, RR5-41.3, RR5-41.4





			Prerequisites:


			TN Range must be ‘active’ for the current Service Provider.





			Expected Results:


			RESULT-1:  NPAC SMS issues M-SET to the subscriptionVersionNPAC.  The subscriptionVersionStatus is updated to ‘sending’, the subscriptionBroadcastTimeStamp and subscriptionModifiedTimeStamp are set, and any other modified attributes are updated.



RESULT-2:  NPAC SMS issues M-SET response indicating success.



RESULT-3:  NPAC SMS replies to the M-ACTION with success.



RESULT-4:  NPAC SMS issues M-EVENT- REPORT for the modified attributes.



RESULT-5:  Current service provider SOA responds with M-EVENT-REPORT confirmation.



RESULT-6:  NPAC SMS issues M-SET to all Local SMSs for the updated attributes.  If the update involves multiple subscription version objects, a scoped and filtered request will be sent.



RESULT-7:  Local SMSs reply to M-SET.



RESULT-8:  All Local SMSs have reported the object modification.



RESULT-9:  NPAC SMS issues M-SET to update the current subscriptionVersionNPAC object subscriptionVersionStatus to ‘active’.



RESULT-10:  NPAC SMS responds to M-SET



RESULT-11:  NPAC SMS sends M-EVENT-REPORT to the current provider of the subscriptionVersionStatus update.



RESULT-12:  Service provider SOA issues M-EVENT-REPORT confirmation



RESULT-13:  Perform a full audit of the LSMS for the range of TNs that were activated during this test case.  Verify that no updates were made.  If updates were made, the LSMS service provider fails this test case.





			Actual Results:


			








			8.1.2.2.1.32  Modify LRN with an LRN value which does not exist for ‘active’ subscription versions for a range of TNs for current Service Provider. – Error 





			Purpose:


			Current Service Provider issues modify for the LRN field for an ‘active’ TN Range using an LRN which does not exist.





			Requirements: 


			RR5-11, R5-35, R5-36, R5-39.1, R5-39.2





			Prerequisites:


			TN Range must be ‘active’ for the current Service Provider.





			Expected Results:


			RESULT-1:  Pending port request is not modified.



RESULT-2:  NPAC SMS sends unsuccessful action reply to the New Service Provider.





			Actual Results:


			








			8.1.2.2.1.33  Modify ‘active’ subscription versions for a range of TNs for another Service Provider. – Error





			Purpose:


			Service Provider issues modify for an ‘active’ TN Range which belongs to another Service Provider.





			Requirements: 


			RR5-11





			Prerequisites:


			TN Range must be ‘active’ for another Service Provider.





			Expected Results:


			RESULT-1:  'Active' subscription versions are not modified.



RESULT-2:  NPAC SMS sends unsuccessful action reply to the New Service Provider.





			Actual Results:


			








			8.1.2.2.1.34  Modify single TN ‘pending’ port request for an Old Service Provider. – Success





			Purpose:


			Old Service Provider issues a modify single TN ‘pending’ port request for the following fields:



Due Date (set it equal to the NPA-NXX Effective Date)



Old Service Provider Authorization



Status Change Cause Code





			Requirements:


			 R5-27.3





			Prerequisites:


			314. Verify that the ‘pending’ Subscription Version to be modified exists on the NPAC SMS with a due date later than the current date and later than the NPA-NXX Effective Date.



315. Pending port is not in conflict.





			Expected Results:


			RESULT-1:  NPAC SMS receives the M-SET request for a subscription version modify from the Old Service Provider.



RESULT-2:  NPAC SMS modifies the subscription version attributes in the subscriptionVersionNPAC object and set the subscriptionModifiedTimeStamp.



RESULT-3:  NPAC SMS issues an M-SET response to the Old Service Provider.



RESULT-4:  NPAC SMS issues M-EVENT-REPORT attributeValueChange to the Old Service Provider SOA.



RESULT-5:  The Old Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.



RESULT-6:  NPAC SMS issues M-EVENT-REPORT attributeValueChange to the New Service Provider SOA.



RESULT-7:  The New Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.





			Actual Results:


			








			8.1.2.2.1.35  Modify a 'pending' port to set the Old Service Provider Authorization flag to false. – Success





			Purpose:


			Old Service Provider issues a modify ‘pending’ port to set the Old Service Provider Authorizations flag to false and set the cause code.





			Requirements:


			R5-27.4








Test Case procedures incorporated into test case 2.30 from Release 3.1.



			8.1.2.2.1.36  Deleted





			8.1.2.2.1.37  Deleted





			8.1.2.2.1.38  Deleted








			8.1.2.2.1.39  Modify status change cause code value for a single TN when Old Service Provider Authorization is not set to false. – Error





			Purpose:


			Old Service Provider attempts to issue modify to Status Change Cause Code when Old Service Provider Authorization is not set to false.





			Requirements: 


			R5-25, R5-29.5, R5-30.1, R5-30.2





			Prerequisites:


			Pending port must exist with Old Service Provider Authorization not set to false.





			Expected Results:


			RESULT-1:  Pending port is not modified.



RESULT-2:  NPAC SMS sends unsuccessful action reply to the New Service Provider.





			Actual Results:


			








			8.1.2.2.1.40  Modify LRN for a single TN ‘pending’ port which is ‘active’ for another Service Provider. – Error





			Purpose:


			Old Service Provider issues a modify for an LRN for a single TN ‘pending’ port request being ported to a New Service Provider.





			Requirements:


			R5-27.1, R5-26, R5-29.1, R5-29.3, R5-29.4, R5-31.3





			Prerequisites:


			316. Pending port exists.



317. 'Active' subscription version exists for the TN for another service provider.





			Expected Results:


			RESULT-1:  Pending port is not modified.



RESULT-2:  NPAC SMS sends unsuccessful action reply to the Old Service Provider.





			Actual Results:


			








			8.1.2.2.1.41  Modify ‘pending’ port request for a range of TNs for an Old Service Provider. – Success





			Purpose:


			Old Service Provider issues a modify ‘pending’ port request for a range of TNs for the following fields: 



Due Date



Old Service Provider Authorization



Status Change Cause Code





			Requirements:


			 R5-27.3








Test Case procedures incorporated into test case 2.15 from Release 3.1.



			8.1.2.2.1.42  Deleted





			8.1.2.2.1.43  Deleted





			8.1.2.2.1.44  Deleted





			8.1.2.2.1.45  Deleted








			8.1.2.2.1.46  Modify status change cause code for a single TN ‘pending’ port when Old Service Provider Authorization is set to false. – Error





			Purpose:


			Old Service Provider issues modify to Status Change Cause Code for a single TN when Old Service Provider Authorization is set to false.





			Requirements: 


			R5-29.5, R5-30.1, R5-30.2





			Prerequisites:


			318. Pending port exists.



319. Pending port must be in conflict.





			Expected Results:


			RESULT-1:  Pending port is not modified.



RESULT-2:  NPAC SMS sends unsuccessful action reply to the Old Service Provider.





			Actual Results:


			








			8.1.2.2.1.47  Modify status change cause code for a single TN ‘pending’ port request which is in conflict when Old Service Provider Authorization is not set to false. – Error





			Purpose:


			Old Service Provider attempts to issue a modify to Status Change Cause Code for a single TN which is in conflict when Old Service Provider Authorization is not set to false.





			Requirements: 


			R5-29.5, R5-30.1, R5-30.2





			Prerequisites:


			320. Pending port exists.



321. Pending port must be in conflict.  This can be accomplished by the following steps:
- Both Old and New Service Providers send their create requests to the NPAC SMS
- The Old Service Provider cancels the pending port
- The timers expire without the New Service Provider sending a cancel acknowledgment





			Expected Results:


			RESULT-1:  Pending port is not modified.



RESULT-2:  NPAC SMS sends unsuccessful action reply to the Old Service Provider.





			Actual Results:


			








			8.1.2.2.1.48  Modify by Old Service Provider for a range of ‘pending’ ports TNs to conflict. – Success





			Purpose:


			Old Service Provider issues modify to set ‘pending’ port to conflict.





			Requirements: 


			RR5-10.1, RR5-10.2, RR5-10.3








Test Case procedures incorporated into test case 2.28 from Release 3.1.



			8.1.2.2.1.49  Modify ‘pending’ ports for a range of TNs which are in conflict for an Old Service Provider. – Success





			Purpose:


			Old Service Provider issues a modify ‘pending’ port request for a range of TNs which are in conflict for the following fields:



Due Date



Old Service Provider Authorization





			Requirements: 


			R5-27.3





			Prerequisites:


			322. Pending ports exists.



323. Pending ports request be in conflict.





			Expected Results:


			RESULT-1:  NPAC SMS will M-SET the attributes modified in the subscriptionVersionNPAC object and set the subscriptionModifiedTimeStamp.



RESULT-2:  The NPAC SMS will issue an M-SET response.



RESULT-3:  NPAC SMS replies to the M-ACTION with success.



RESULT-4:  The Old Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.



RESULT-5:  NPAC SMS issues M-EVENT-REPORT attributeValueChange to the New Service Provider SOA.



RESULT-6:  The New Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.





			Actual Results:


			








			8.1.2.2.1.50  Deleted








			8.1.2.2.1.51  Modify status change cause code for a ‘pending’ port for a range of TNs which are in conflict when Old Service Provider Authorization is not set to false. – Error





			Purpose:


			Old Service Provider attempts to issue a modify to Status Change Cause Code for a range of TNs which are in conflict when Old Service Provider Authorization is not set to false.





			Requirements: 


			R5-29.5, R5-30.1, R5-30.2





			Prerequisites:


			324. Pending ports exist.



325. Pending ports must be in conflict.  This can be accomplished by the following steps:



· Both Old and New Service Providers send there create requests to the NPAC SMS



· The Old Service Provider cancels the pending ports



· The timers expire without the New Service Provider sending a cancel acknowledgment





			Expected Results:


			RESULT-1:  Pending ports are not modified.



RESULT-2:  NPAC SMS sends unsuccessful action reply to the Old Service Provider.





			Actual Results:


			








8.1.2.3 Delete of Subscription Data



8.1.2.3.1 SOA Mechanized Interface



			8.1.2.3.1.1  Immediate Disconnect of ‘active’ port - single TN – SOA Mechanized Interface. – Success





			Purpose:


			Disconnect an ‘active’ port consisting of a single TN, no effective release date, via the SOA Mechanized Interface.  All valid LSMSs are successful.





			Requirements:


			R5-62, RR5-23.1, RR5-23.2, RR5-24, RR5-25.1, RR5-25.2, R5-65.1, R5-65.4, R5-65.5, R5-65.6, R5-66.2, R5-66.3, R5-68.6, 6.5.4.1








Test case procedures incorporated into test case 2.19 from Release 3.1.



			8.1.2.3.1.2  Immediate Disconnect of ‘active’ port - single TN – SOA Mechanized Interface. – Failure





			Purpose:


			Disconnect an ‘active’ port consisting of a single TN, no effective release date, via the SOA Mechanized Interface.  All valid LSMSs fail deletion.





			Requirements:


			R5-62, RR5-23.1, RR5-23.2, RR5-24, RR5-25.1, RR5-25.2, R5-65.1, R5-65.4, R5-65.5, R5-65.6, R5-66.2, R5-66.3, R5-67.1, R5-68.2, R5-68.3, R5-68.4, R5-68.5, R5-68.6, R5-68.7, R5-68.9, 6.5.4.1, 6.5.4.3





			Prerequisites:


			326. An ‘active’ port exists.



327. New Service Provider sends a disconnect request to the NPAC SMS for a single TN via the SOA Mechanized Interface.





			Expected Results:


			RESULT-1:  NPAC SMS sets the status, for the Subscription Version, to disconnect ‘pending’ upon receiving the disconnect request via the mechanized SOA interface.



RESULT-2:  NPAC SMS sends a disconnect request response to the current Service Provider.



RESULT-3:  NPAC SMS sets the status, for the Subscription Version, to ‘sending’ upon sending the donor disconnect notification to the Donor Service Provider.



RESULT-4:  NPAC SMS sends a notification to the Donor Service Provider with the disconnect date.



RESULT-5:  Donor Service Provider acknowledges notification.



RESULT-6:  NPAC SMS sends a deletion request to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.



RESULT-7:  NPAC SMS sets the broadcast date and timestamp, for the Subscription Version, to the current date and time upon sending the deletion request to the LSMSs.  



RESULT-8:  NPAC SMS logs all responses received from the LSMSs as a result of the deletion request.



RESULT-9:  All LSMSs do not delete the object.



RESULT-10:  NPAC SMS does not receive acknowledgment of successful object deletion from all involved LSMSs.



RESULT-11:  NPAC SMS sends the deletion request x times at y minute intervals to all involved LSMSs.



RESULT-12:  NPAC SMS sets the status, for the Subscription Version, to ‘active’ upon exhausting the above number of retries to all involved LSMSs.



RESULT-13:  NPAC SMS sends a status attribute value change message to the current Service Provider setting the status to ‘active’ and the list of failed LSMSs, upon disconnect failure.



RESULT-14:  Service Provider acknowledges the status attribute value change message.





			Actual Results:


			








			8.1.2.3.1.3  Immediate Disconnect of ‘active’ port - single TN – SOA Mechanized Interface. – Partial Failure





			Purpose:


			Disconnect an ‘active’ port consisting of a single TN, no effective release date, via the SOA Mechanized Interface.  At least one LSMS fails deletion.





			Requirements:


			R5-62, RR5-23.1, RR5-23.2, RR5-24, RR5-25.1, RR5-25.2, R5-65.1, R5-65.4, R5-65.5, R5-65.6, R5-66.2, R5-66.3, R5-67.1, R5-68.2, R5-68.3, R5-68.4, R5-68.5, R5-68.6, R5-68.7, R5-68.9, 6.5.4.1, 6.5.4.4





			Prerequisites:


			328. An ‘active’ port exists.



329. New Service Provider sends a disconnect request to the NPAC SMS for a single TN via the SOA Mechanized Interface.





			Expected Results:


			RESULT-1:  NPAC SMS sets the status, for the Subscription Version, to ‘disconnect pending’ upon receiving the disconnect request via the mechanized SOA interface.



RESULT-2:  NPAC SMS sends a disconnect request response to the current Service Provider.



RESULT-3:  NPAC SMS sets the status, for the Subscription Version, to ‘sending’ upon sending the donor disconnect notification to the Donor Service Provider.



RESULT-4:  NPAC SMS sends a notification to the Donor Service Provider with the disconnect date.



RESULT-5:  Donor Service Provider acknowledges notification.



RESULT-6:  NPAC SMS sends a deletion request to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.



RESULT-7:  NPAC SMS sets the broadcast date and timestamp, for the Subscription Version, to the current date and time upon sending the deletion request to the LSMSs.  



RESULT-8:  NPAC SMS logs all responses received from the LSMSs as a result of the deletion request.



RESULT-9:  All LSMSs, except for one, delete the object and send a successful acknowledgment.



RESULT-10:  NPAC SMS does not receive acknowledgment of successful object deletion from at least one involved LSMS.



RESULT-11:  NPAC SMS sends the deletion request x times at y minute intervals to a LSMS that has not sent a successful acknowledgment.



RESULT-12:  NPAC SMS sets the status, for the Subscription Version, to old upon exhausting the above number of retries to a LSMS that has not sent a successful acknowledgment.



RESULT-13:  NPAC SMS sends an attribute value change message to the current Service Provider setting the status to old and the list of failed LSMSs, upon disconnect failure.



RESULT-14:  Service Provider acknowledges the status attribute value change message.





			Actual Results:


			








			8.1.2.3.1.4  Immediate Disconnect of ‘active’ port – range of TNs – SOA Mechanized Interface. – Success





			Purpose:


			Disconnect an ‘active’ port consisting of a TN range, no effective release date, via the SOA Mechanized Interface.  All valid LSMSs are successful.





			Requirements:


			R5-62, RR5-23.1, RR5-23.2, RR5-24, RR5-25.1, RR5-25.2, R5-65.1, R5-65.4, R5-65.5, R5-65.6, R5-66.2, R5-66.3, R5-68.6, 6.5.4.1








Test case procedures incorporated into test case 2.16 form Release 3.1.



			8.1.2.3.1.5  Immediate Disconnect of ‘active’ port – range of TNs – SOA Mechanized Interface. – Failure





			Purpose:


			Disconnect an ‘active’ port consisting of a TN range, no effective release date, via the SOA Mechanized Interface.  All valid LSMSs fail deletion.





			Requirements:


			R5-62, RR5-23.1, RR5-23.2, RR5-24, RR5-25.1, RR5-25.2, R5-65.1, R5-65.4, R5-65.5, R5-65.6, R5-66.2, R5-66.3, R5-67.1, R5-68.2, R5-68.3, R5-68.4, R5-68.5, R5-68.6, R5-68.7, R5-68.9, 6.5.4.1, 6.5.4.3





			Prerequisites:


			330. An ‘active’ port exists.



331. New Service Provider sends a disconnect request to the NPAC SMS for a range of TNs via the SOA Mechanized Interface.





			Expected Results:


			RESULT-1:  NPAC SMS sets the status, for all given Subscription Versions, to ‘disconnect pending’ upon receiving the disconnect request via the mechanized SOA interface.



RESULT-2:  NPAC SMS sends a disconnect request response to the current Service Provider.



RESULT-3:  NPAC SMS sets the status, for the Subscription Version, to ‘sending’ upon sending the donor disconnect notification to the Donor Service Provider.



RESULT-4:  NPAC SMS sends a notification, for each Subscription Version, to the Donor Service Provider with the disconnect date.



RESULT-5:  Donor Service Provider acknowledges the notification.



RESULT-6:  NPAC SMS sends a single deletion request to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.



RESULT-7:  NPAC SMS sets the broadcast date and timestamp, for each Subscription Version, to the current date and time upon sending the deletion request to the LSMSs.  



RESULT-8:  NPAC SMS logs all responses received from the LSMSs as a result of the deletion request.



RESULT-9:  All LSMSs do not delete the object for each TN.



RESULT-10:  NPAC SMS does not receive acknowledgment of successful object deletion, for each Subscription Version, from all involved LSMSs.



RESULT-11:  NPAC SMS sends the deletion request x times at y minute intervals to all involved LSMSs.



RESULT-12:  NPAC SMS sets the status, for each Subscription Version, to ‘active’ upon exhausting the above number of retries to all involved LSMSs.



RESULT-13:  NPAC SMS sends a status attribute value change message, for each Subscription Version, to the current Service Provider setting the status to ‘active’ and the list of failed LSMSs, upon disconnect failure.



RESULT-14:  Service Provider acknowledges the status attribute value change message.





			Actual Results:


			








			8.1.2.3.1.6  Immediate Disconnect of an ‘active’ port – range of TNs – SOA Mechanized Interface. – Partial Failure





			Purpose:


			Disconnect an ‘active’ port consisting of a TN range, no effective release date, via the SOA Mechanized Interface.  At least one LSMS fails deletion.





			Requirements:


			R5-62, RR5-23.1, RR5-23.2, RR5-24, RR5-25.1, RR5-25.2, R5-65.1, R5-65.4, R5-65.5, R5-65.6, R5-66.2, R5-66.3, R5-67.1, R5-68.2, R5-68.3, R5-68.4, R5-68.5, R5-68.6, R5-68.7, R5-68.9, 6.5.4.1, 6.5.4.4





			Prerequisites:


			332. An ‘active’ port exists.



333. New Service Provider sends a disconnect request to the NPAC SMS for a range of TNs via the SOA Mechanized Interface.





			Expected Results:


			RESULT-1:  NPAC SMS sets the status, for all given Subscription Versions, to ‘disconnect pending’ upon receiving the disconnect request via the mechanized SOA interface.



RESULT-2:  NPAC SMS sends a disconnect request response to the current Service Provider.



RESULT-3:  NPAC SMS sets the status, for the Subscription Version, to ‘sending’ upon sending the donor disconnect notification to the Donor Service Provider.



RESULT-4:  NPAC SMS sends a notification, for each Subscription Version, to the Donor Service Provider with the disconnect date.



RESULT-5:  Service Provider acknowledges the notification.



RESULT-6:  NPAC SMS sends a single deletion request to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.



RESULT-7:  NPAC SMS sets the broadcast date and timestamp, for each Subscription Version, to the current date and time upon sending the deletion request to the LSMSs.  



RESULT-8:  NPAC SMS logs all responses received from the LSMSs as a result of the deletion request.



RESULT-9:  All LSMSs, except for one, delete the object for each TN and send a successful acknowledgment to the NPAC SMS.



RESULT-10:  NPAC SMS does not receive acknowledgment of successful object deletion, for each Subscription Version, from at least one LSMS.



RESULT-11:  NPAC SMS sends the deletion request x times at y minute intervals to the failed LSMS.



RESULT-12:  NPAC SMS sets the status, for each Subscription Version, to old upon exhausting the above number of retries to the failed LSMS.



RESULT-13:  NPAC SMS sends a status attribute value change message, for each Subscription Version, to the current Service Provider setting the status to old and the list of failed LSMSs, upon disconnect failure.



RESULT-14:  Service Provider acknowledges the status attribute value change message.





			Actual Results:


			








			8.1.2.3.1.7  Immediate disconnect of  an ‘active’ port - single TN – no customer disconnect date. – SOA Mechanized Interface – Error





			Purpose:


			Disconnect an ‘active’ port consisting of a single TN via the SOA Mechanized Interface with a missing customer disconnect date.





			Requirements:


			R5-23.1





			Prerequisites:


			334. An ‘active’ port exists.



335. Current Service Provider sends a disconnect request to the NPAC SMS for a single TN via the SOA Mechanized Interface with no customer disconnect date.





			Expected Results:


			RESULT-1:  Subscription Version is not disconnected.



RESULT-2:  NPAC SMS sends unsuccessful action reply to the Current Service Provider.





			Actual Results:


			








			8.1.2.3.1.8  Immediate disconnect of an ‘active’ port – single TN – not current Service Provider. – SOA Mechanized Interface – Error





			Purpose:


			Disconnect an ‘active’ port consisting of a single TN via the SOA Mechanized Interface where the Service Provider attempting to disconnect is not the current Service Provider.





			Requirements:


			RN5-10





			Prerequisites:


			336. An ‘active’ port exists.



337. Service Provider sends a disconnect request to the NPAC SMS for a single TN via the SOA Mechanized Interface (Service Provider is not the current Service Provider).





			Expected Results:


			RESULT-1:  Subscription Version is not disconnected.



RESULT-2:  NPAC SMS sends unsuccessful action reply to the Service Provider.  





			Actual Results:


			








			8.1.2.3.1.9  Immediate disconnect of a single TN – not ‘active’ – SOA Mechanized Interface. – Error





			Purpose:


			Disconnect a ‘pending’ port consisting of a single TN via the SOA Mechanized Interface.





			Requirements:


			R5-63





			Prerequisites:


			338. A ‘pending’ port exists.



339. Service Provider sends a disconnect request to the NPAC SMS for a single TN via the SOA Mechanized Interface.





			Expected Results:


			RESULT-1:  Subscription Version is not disconnected.



RESULT-2:  NPAC SMS sends unsuccessful action reply to the Service Provider.





			Actual Results:


			








			8.1.2.3.1.10  Deferred Disconnect of ‘active’ port - single TN – SOA Mechanized Interface. – Success





			Purpose:


			Disconnect an ‘active’ port consisting of a single TN, with an effective release date, via the SOA Mechanized Interface.  All valid LSMSs are successful.





			Requirements:


			R5-62, RR5-23.1, RR5-23.2, RR5-24, RR5-25.1, RR5-25.2,R5-64.1, R5-65.2, R5-65.4, R5-65.5, R5-65.6, R5-66.2, R5-66.3, R5-68.6, 6.5.4.2





			Prerequisites:


			340. An ‘active’ port exists.



341. New Service Provider sends a disconnect request to the NPAC SMS for a single TN via the SOA Mechanized Interface.





			Expected Results:


			RESULT-1:  NPAC SMS sets the status, for the Subscription Version, to ‘disconnect pending’ upon receiving the disconnect request via the mechanized SOA interface.



RESULT-2:  NPAC SMS sends a disconnect request response to the current Service Provider.



RESULT-3:  NPAC SMS sends a status attribute value change message to the current Service Provider setting the status to ‘disconnect pending’.



RESULT-4:  Service Provider acknowledges the status attribute value change message.



RESULT-5:  NPAC SMS waits until effective release date is reached.



RESULT-6:  NPAC SMS sends a notification to the Donor Service Provider with the disconnect date.



RESULT-7:  Donor Service Provider acknowledges notification.



RESULT-8:  NPAC SMS sets the status, for the Subscription Version, to ‘sending’ upon sending the deletion request to the LSMSs.



RESULT-9:  NPAC SMS sends a deletion request to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.



RESULT-10:  NPAC SMS sets the broadcast date and timestamp, for the Subscription Version, to the current date and time upon sending the deletion request to the LSMSs.  



RESULT-11:  NPAC SMS logs all responses received from the LSMSs as a result of the deletion request.



RESULT-12:  All LSMSs delete the object and send a successful acknowledgment to the NPAC SMS.



RESULT-13:  NPAC SMS sets the Disconnect Complete timestamp, for the Subscription Version, to the current date and time upon receiving a successful acknowledgment from one of the LSMSs.



RESULT-14:  NPAC SMS sets the Subscription Version status to old upon receiving a successful acknowledgment from one of the LSMSs.



RESULT-15:  NPAC SMS receives acknowledgment of successful object deletion from all involved LSMSs.



RESULT-16:  NPAC SMS sets the status, for the Subscription Version, to old upon receiving successful acknowledgment from all involved LSMSs.



RESULT-17:  NPAC SMS sends a status attribute value change message to the current Service Provider setting the status to old, upon receiving successful acknowledgment from all involved LSMSs.



RESULT-18:  Service Provider acknowledges the status attribute value change message.



RESULT-19:  Perform a full audit of the LSMS for the TN or the subscription version that was disconnected during this test case.  Verify that no updates were made.  If updates were made, the LSMS service provider fails this test case.





			Actual Results:


			








			8.1.2.3.1.11  Deferred Disconnect of an ‘active port’ - single TN – SOA Mechanized Interface. – Failure





			Purpose:


			Disconnect an ‘active’ port consisting of a single TN, with an effective release date, via the SOA Mechanized Interface.  All valid LSMSs fail deletion.





			Requirements:


			R5-62, RR5-23.1, RR5-23.2, RR5-24, RR5-25.1, RR5-25.2, R5-65.2, R5-65.4, R5-65.5, R5-65.6, R5-66.2, R5-66.3, R5-67.1, R5-68.2, R5-68.3, R5-68.4, R5-68.5, R5-68.6, R5-68.7, R5-68.9, 6.5.4.2, 6.5.4.3





			Prerequisites:


			342. An ‘active’ port exists.



343. New Service Provider sends a disconnect request to the NPAC SMS for a single TN via the SOA Mechanized Interface.





			Expected Results:


			RESULT-1:  NPAC SMS sets the status, for the Subscription Version, to ‘disconnect pending’ upon receiving the disconnect request via the mechanized SOA interface.



RESULT-2:  NPAC SMS sends a disconnect request response to the current Service Provider.



RESULT-3:  NPAC SMS sends an attribute value change message to the current Service Provider setting the status to ‘disconnect pending’.



RESULT-4:  Service Provider acknowledges the status attribute value change message.



RESULT-5:  NPAC SMS waits until effective release date is reached.



RESULT-6:  NPAC SMS sends a notification to the Donor Service Provider with the disconnect date.



RESULT-7:  Donor Service Provider acknowledges the notification.



RESULT-8:  NPAC SMS sets the status, for the Subscription Version, to ‘sending’ upon sending the deletion request to the LSMSs.



RESULT-9:  NPAC SMS sends a deletion request to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.



RESULT-10:  NPAC SMS sets the broadcast date and timestamp, for the Subscription Version, to the current date and time upon sending the deletion request to the LSMSs.  



RESULT-11:  NPAC SMS logs all responses received from the LSMSs as a result of the deletion request.



RESULT-12:  All LSMSs do not delete the object and send an unsuccessful acknowledgment to the NPAC SMS.



RESULT-13:  NPAC SMS does not receive acknowledgment of successful object deletion from all involved LSMSs.



RESULT-14:  NPAC SMS sends the deletion request x times at y minute intervals to all involved LSMSs.



RESULT-15:  NPAC SMS sets the status, for the Subscription Version, to ‘active’ upon exhausting  the above number of retries to all involved LSMSs.



RESULT-16:  NPAC SMS sends a status attribute value change message to the current Service Provider setting the status to ‘active’ and the list of failed LSMSs, upon disconnect failure.



RESULT-17:  Service Provider acknowledges the status attribute value change message.





			Actual Results:


			








			8.1.2.3.1.12  Deferred Disconnect of an ‘active’ port - single TN – SOA Mechanized Interface. – Partial Failure





			Purpose:


			Disconnect an ‘active’ port consisting of a single TN, with an effective release date, via the SOA Mechanized Interface.  At least one LSMS fails deletion.





			Requirements:


			R5-62, RR5-23.1, RR5-23.2, RR5-24, RR5-25.1, RR5-25.2, R5-65.2, R5-65.4, R5-65.5, R5-65.6, R5-66.2, R5-66.3, R5-67.1, R5-68.2, R5-68.3, R5-68.4, R5-68.5, R5-68.6, R5-68.7, R5-68.9, 6.5.4.2, 6.5.4.4





			Prerequisites:


			344. An ‘active’ port exists.



345. New Service Provider sends a disconnect request to the NPAC SMS for a single TN via the SOA Mechanized Interface.





			Expected Results:


			RESULT-1:  NPAC SMS sets the status, for the Subscription Version, to ‘disconnect pending’ upon receiving the disconnect request via the mechanized SOA interface.



RESULT-2:  NPAC SMS sends a disconnect request response to the current Service Provider.



RESULT-3:  NPAC SMS sends a status attribute value change message to the current Service Provider setting the status to ‘disconnect pending’.



RESULT-4:  Service Provider acknowledges the status attribute value change message.



RESULT-5:  NPAC SMS waits until effective release date is reached.



RESULT-6:  NPAC SMS sends a notification to the Donor Service Provider with the disconnect date.



RESULT-7:  Service Provider acknowledges the notification.



RESULT-8:  NPAC SMS sets the status, for the Subscription Version, to ‘sending’ upon sending the deletion request to the LSMSs.



RESULT-9:  NPAC SMS sends a deletion request to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.



RESULT-10:  NPAC SMS sets the broadcast date and timestamp, for the Subscription Version, to the current date and time upon sending the deletion request to the LSMSs.  



RESULT-11:  NPAC SMS logs all responses received from the LSMSs as a result of the deletion request.



RESULT-12:  All LSMSs, except for one, delete the object and send a successful acknowledgment to the NPAC SMS.



RESULT-13:  NPAC SMS does not receive acknowledgment of successful object deletion from at least one involved LSMS.



RESULT-14:  NPAC SMS sends the deletion request x times at y minute intervals to a LSMS that has not sent a successful acknowledgment.



RESULT-15:  NPAC SMS sets the status, for the Subscription Version, to old upon exhausting the above number of retries to a LSMS that has not sent a successful acknowledgment.



RESULT-16:  NPAC SMS sends a status attribute value change message to the current Service Provider setting the status to old and the list of failed LSMSs, upon disconnect failure.



RESULT-17:  Service Provider acknowledges the status attribute value change message.





			Actual Results:


			








			8.1.2.3.1.13  Deferred Disconnect of an ‘active’ port – range of TNs – SOA Mechanized Interface. – Success





			Purpose:


			Disconnect an ‘active’ port consisting of a TN range, with an effective release date, via the SOA Mechanized Interface.  All valid LSMSs are successful.





			Requirements:


			R5-62, RR5-23.1, RR5-23.2, RR5-24, RR5-25.1, RR5-25.2, R5-65.2, R5-65.4, R5-65.5, R5-65.6, R5-66.2, R5-66.3, R5-68.6, 6.5.4.2





			Prerequisites:


			346. An ‘active’ port exists.



347. New Service Provider sends a disconnect request to the NPAC SMS for a range of TNs via the SOA Mechanized Interface.





			Expected Results:


			RESULT-1:  NPAC SMS sets the status, for all given Subscription Versions, to ‘disconnect pending’ upon receiving the disconnect request via the mechanized SOA interface.



RESULT-2:  NPAC SMS sends a disconnect request response to the current Service Provider.



RESULT-3:  NPAC SMS sends a status attribute value change message, for each Subscription Version, to the current Service Provider setting the status to ‘disconnect pending’.



RESULT-4:  Service Provider acknowledges the status attribute value change message.



RESULT-5:  NPAC SMS waits until effective release date is reached.



RESULT-6:  NPAC SMS sends a notification, for each Subscription Version, to the Donor Service Provider with the disconnect date.



RESULT-7:  Donor Service Provider acknowledges the notification.



RESULT-8:  NPAC SMS sets the status, for each Subscription Version, to ‘sending’ upon sending the deletion request to the LSMSs.



RESULT-9:  NPAC SMS sends a single deletion request to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.



RESULT-10:  NPAC SMS sets the broadcast date and timestamp, for each Subscription Version, to the current date and time upon sending the deletion request to the LSMSs.  



RESULT-11:  NPAC SMS logs all responses received from the LSMSs as a result of the deletion request.



RESULT-12:  All LSMSs delete the object for each TN and send a successful acknowledgment to the NPAC SMS.



RESULT-13:  NPAC SMS sets the Disconnect Broadcast Complete timestamp, for all successfully acknowledged Subscription Versions, to the current date and time upon receiving a successful acknowledgment from one of the LSMSs.



RESULT-14:  NPAC SMS sets, for all given Subscription Versions, the status to old upon receiving a successful acknowledgment from one of the LSMSs.



RESULT-15:  NPAC SMS receives acknowledgment of successful object deletion from all involved LSMSs for Subscription Versions that were successfully deleted.



RESULT-16:  NPAC SMS sets the status, for successfully acknowledged Subscription Versions, to ‘active’ upon receiving successful acknowledgment from all involved LSMSs for Subscription Versions that were successfully deleted.



RESULT-17:  NPAC SMS sends a status attribute value change message to the current Service Provider setting the status to old, upon receiving successful acknowledgment from all involved LSMSs, for Subscription Versions that were successfully deleted.



RESULT-18:  Service Provider acknowledges the status attribute value change message.



RESULT-19:  Perform a full audit of the LSMS for the TNs of the subscription versions that were disconnected during this test case.  Verify that no updates were made.  If updates were made, the LSMS service provider fails this test case.





			Actual Results:


			








			8.1.2.3.1.14  Deferred Disconnect of an ‘active’ port – range of TNs – SOA Mechanized Interface. – Failure





			Purpose:


			Disconnect an ‘active’ port consisting of a TN range, with an effective release date, via the SOA Mechanized Interface.  All valid LSMSs fail deletion.





			Requirements:


			R5-62, RR5-23.1, RR5-23.2, RR5-24, RR5-25.1, RR5-25.2, R5-65.2, R5-65.4, R5-65.5, R5-65.6, R5-66.2, R5-66.3, R5-67.1, R5-68.2, R5-68.3, R5-68.4, R5-68.5, R5-68.6, R5-68.7, R5-68.9, 6.5.4.2, 6.5.4.3





			Prerequisites:


			348. An ‘active’ port exists.



349. New Service Provider sends a disconnect request to the NPAC SMS for a range of TNs via the SOA Mechanized Interface.





			Expected Results:


			RESULT-1:  NPAC SMS sets the status, for all given Subscription Versions, to ‘disconnect pending’ upon receiving the disconnect request via the mechanized SOA interface.



RESULT-2:  NPAC SMS sends a disconnect request response to the current Service Provider.



RESULT-3:  NPAC SMS sends a status attribute value change message, for each Subscription Version, to the current Service Provider setting the status to ‘disconnect pending’.



RESULT-4:  Service Provider acknowledges the status attribute value change message.



RESULT-5:  NPAC SMS waits until effective release date is reached.



RESULT-6:  NPAC SMS sends a notification, for each Subscription Version, to the Donor Service Provider with the disconnect date.



RESULT-7:  Donor Service Provider acknowledges the notification.



RESULT-8:  NPAC SMS sets the status, for each Subscription Version, to ‘sending’ upon sending the deletion request to the LSMSs.



RESULT-9:  NPAC SMS sends a single deletion request to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.



RESULT-10:  NPAC SMS sets the broadcast date and timestamp, for each Subscription Version, to the current date and time upon sending the deletion request to the LSMSs.  



RESULT-11:  NPAC SMS logs all responses received from the LSMSs as a result of the deletion request.



RESULT-12:  All LSMSs do not delete the object for each TN and send an unsuccessful acknowledgment to the NPAC SMS.



RESULT-13:  NPAC SMS does not receive acknowledgment of successful object deletion, for each Subscription Version, from all involved LSMSs.



RESULT-14:  NPAC SMS sends the deletion request x times at y minute intervals to all involved LSMSs.



RESULT-15:  NPAC SMS sets the status, for each Subscription Version, to ‘active’ upon exhausting the above number of retries to all involved LSMSs.



RESULT-16:  NPAC SMS sends a status attribute value change message, for each Subscription Version, to the current Service Provider setting the status to ‘active’ and the list of failed LSMSs, upon disconnect failure.



RESULT-17:  Service Provider acknowledges the status attribute value change message.





			Actual Results:


			








			8.1.2.3.1.15  Deferred Disconnect of an ‘active’ port – range of TNs – SOA Mechanized Interface. – Partial Failure





			Purpose:


			Disconnect an ‘active’ port consisting of a TN range, with an effective release date, via the SOA Mechanized Interface.  At least one LSMS fails deletion.





			Requirements:


			R5-62, RR5-23.1, RR5-23.2, RR5-24, RR5-25.1, RR5-25.2, R5-65.2, R5-65.4, R5-65.5, R5-65.6, R5-66.2, R5-66.3, R5-67.1, R5-68.2, R5-68.3, R5-68.4, R5-68.5, R5-68.6, R5-68.7, R5-68.9, 6.5.4.2, 6.5.4.4





			Prerequisites:


			350. An ‘active’ port exists.



351. New Service Provider sends a disconnect request to the NPAC SMS for a range of TNs via the SOA Mechanized Interface.





			Expected Results:


			RESULT-1:  NPAC SMS sets the status, for all given Subscription Versions, to ‘disconnect pending’ upon receiving the disconnect request via the mechanized SOA interface.



RESULT-2:  NPAC SMS sends a disconnect request response to the current Service Provider.



RESULT-3:  NPAC SMS sends a status attribute value change message, for each Subscription Version, to the current Service Provider setting the status to ‘disconnect pending’.



RESULT-4:  Service Provider acknowledges the status attribute value change message.



RESULT-5:  NPAC SMS waits until effective release date is reached.



RESULT-6:  NPAC SMS sends a notification, for each Subscription Version, to the Donor Service Provider with the disconnect date.



RESULT-7:  Donor Service Provider acknowledges the notification.



RESULT-8:  NPAC SMS sets the status, for each Subscription Version, to ‘sending’ upon sending the deletion request to the LSMSs.



RESULT-9:  NPAC SMS sends a single deletion request to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.



RESULT-10:  NPAC SMS sets the broadcast date and timestamp, for each Subscription Version, to the current date and time upon sending the deletion request to the LSMSs.  



RESULT-11:  NPAC SMS logs all responses received from the LSMSs as a result of the deletion request.



RESULT-12:  All LSMSs, except for one, delete the object for each TN and send a successful acknowledgment to the NPAC SMS.



RESULT-13:  NPAC SMS does not receive acknowledgment of successful object deletion, for each Subscription Version, from at least one LSMS.



RESULT-14:  NPAC SMS sends the deletion request x times at y minute intervals to the failed LSMS.



RESULT-15:  NPAC SMS sets the status, for each Subscription Version, to old upon exhausting the above number of retries to the failed LSMS.



RESULT-16:  NPAC SMS sends a status attribute value change message, for each Subscription Version, to the current Service Provider setting the status to old and the list of failed LSMSs, upon disconnect failure.



RESULT-17:  Service Provider acknowledges the status attribute value change message.





			Actual Results:


			








			8.1.2.3.1.16  Deferred Disconnect for a single TN for other Service Provider. – Error





			Purpose:


			Service Provider is unable to issue disconnect for an ‘active’ TN which belongs to another Service Provider





			Requirements: 


			RR5-11,R5-35





			Prerequisites:


			TN must be ‘active’.





			Expected Results:


			RESULT-1:  Pending port request is not modified



RESULT-2:  NPAC SMS sends unsuccessful action reply to the New Service Provider





			Actual Results:


			








			8.1.2.3.1.17  Disconnect for a range of TNs for other Service Provider. – Error





			Purpose:


			Service Provider issues a modify for a pending disconnect for a range of TNs which belong to another Service Provider.





			Requirements: 


			RR5-11





			Prerequisites:


			TNs must be ‘active’.





			Expected Results:


			RESULT-1:  Pending disconnect port request is not modified



RESULT-2:  NPAC SMS sends unsuccessful action reply to the New Service Provider





			Actual Results:


			








8.1.2.4 Activate of Subscription Data



8.1.2.4.1 SOA Mechanized Interface



			8.1.2.4.1.1  Activate inter-service provider ‘pending’ port of a single TN. – Success





			Purpose:


			Activate an inter-service provider ‘pending’ port consisting of a single TN via the SOA Mechanized Interface.  All valid LSMSs are successful.





			Requirements:


			R5-51.1, R5-51.2, RR5-22, R5-55, R5-57.1, R5-57.2, R5-57.3, R5-58.1, R5-59.1, R5-59.2, R5-60.9, 6.5.1.5, 6.5.1.6








Test case procedures incorporated into test case 2.8 form Release 3.1.



			8.1.2.4.1.2  Activate inter-service provider ‘pending’ port of a single TN. – Failure





			Purpose:


			Activate an inter-service provider ‘pending’ port consisting of a single TN via the SOA Mechanized Interface.  All LSMSs fail activation.





			Requirements:


			R5-9,R5-10.2,R5-23.5, R5-51.1, R5-51.2, RR5-22, R5-55, R5-57.1, R5-57.2, R5-57.3, R5-58.1, R5-60.1, R5-60.2, R5-60.5, R5-60.6, R5-60.7, R5-60.8, R5-60.9,R5-60.10, R5-61.1,R5-61.2, RR5-22.1,  6.5.1.5, 6.5.1.7





			Prerequisites:


			352. A ‘pending’ inter-service provider port exists.



353. New Service Provider sends an activation request to the NPAC SMS for a single TN via the SOA Mechanized Interface.





			Expected Results:


			RESULT-1:  NPAC SMS sets the Activation Received timestamp, for the Subscription Version, to the current date and time upon receiving the activation request via the mechanized SOA interface.



RESULT-2:  NPAC SMS sets the status, for the Subscription Version, to ‘sending’ upon sending the activated Subscription Version to the LSMSs.



RESULT-3:  NPAC SMS sends the activated Subscription Version to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.



RESULT-4:  NPAC SMS sets the broadcast date and timestamp, for the Subscription Version, to the current date and time upon sending the activated Subscription Version to the LSMSs.  



RESULT-5:  NPAC SMS logs all activation responses received from the LSMSs as a result of the activation request.



RESULT-6:  All LSMSs do not create the object and send an unsuccessful acknowledgment to the NPAC SMS.



RESULT-7:  NPAC SMS does not receive acknowledgment of successful object creation from all involved LSMSs.



RESULT-8:  NPAC SMS sends the activated Subscription Version x times at y minute intervals to all involved LSMSs.



RESULT-9:  NPAC SMS sets the status, for the Subscription Version, to ‘failed’ upon exhausting the above number of retries to all involved LSMSs.



RESULT-10:  NPAC SMS sends a status attribute value change message to the old Service Provider setting the status to ‘failed’ and the list of failed LSMSs, upon activation failure.



RESULT-11:  Old Service Provider acknowledges the status attribute value change message.



RESULT-12:  NPAC SMS sends a status attribute value change message to the new Service Provider setting the status to ‘failed’ and the list of failed LSMSs, upon activation failure.



RESULT-13:  New Service Provider correctly receives status attribute value change message and is able to display.  New Service Provider acknowledges the status attribute value change message.





			Actual Results:


			








			8.1.2.4.1.3  Activate inter-service provider ‘pending’ port of a single TN. – Partial Failure





			Purpose:


			Activate an inter-service provider ‘pending’ port consisting of a single TN via the SOA Mechanized Interface.  At least one LSMS fails activation.





			Requirements:


			R5-51.1, R5-51.2, RR5-22, R5-55, R5-57.1, R5-57.2, R5-57.3, R5-58.1, R5-60.1, R5-60.2, R5-60.5, R5-60.6, R5-60.7, R5-60.8, R5-60.9, R5-60.11, R5-60.12, RR5-22.1,  6.5.1.5, 6.5.1.8





			Prerequisites:


			354. A ‘pending’ inter-service provider port exists.



355. New Service Provider sends an activation request to the NPAC SMS for a single TN via the SOA Mechanized Interface.





			Expected Results:


			RESULT-1:  NPAC SMS sets the Activation Received timestamp, for the Subscription Version, to the current date and time upon receiving the activation request via the mechanized SOA interface.



RESULT-2:  NPAC SMS sets the status, for the Subscription Version, to ‘sending’ upon sending the activated Subscription Version to the LSMSs.



RESULT-3:  NPAC SMS sends the activated Subscription Version to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.



RESULT-4:  NPAC SMS sets the broadcast date and timestamp, for the Subscription Version, to the current date and time upon sending the activated Subscription Version to the LSMSs.  



RESULT-5:  NPAC SMS logs all activation responses received from the LSMSs as a result of the activation request.



RESULT-6:  All LSMSs, except for one, create the object and send a successful acknowledgment to the NPAC SMS.



RESULT-7:  NPAC SMS does not receive acknowledgment of successful object creation from at least one involved LSMS.



RESULT-8:  NPAC SMS sends the activated Subscription Version x times at y minute intervals to a LSMS that has not sent a successful acknowledgment.



RESULT-9:  NPAC SMS sets the status, for the Subscription Version, to partial failure upon exhausting  the above number of retries to a LSMS that has not sent a successful acknowledgment.



RESULT-10:  NPAC SMS sends a status attribute value change message to the old Service Provider setting the status to partial failure and the list of failed LSMSs, upon activation failure.



RESULT-11:  Old Service Provider acknowledges the status attribute value change message.



RESULT-12:  NPAC SMS sends an attribute value change message to the new Service Provider setting the status to partial failure and the list of failed LSMSs, upon activation failure.



RESULT-13:  New Service Provider acknowledges the status attribute value change message.





			Actual Results:


			








			8.1.2.4.1.4  Activate inter-service provider ‘pending’ port of a range of TNs. – Success





			Purpose:


			Activate an inter-service provider ‘pending’ port consisting of a range of TNs via the SOA Mechanized Interface.  For all TNs, all LSMSs are successful.





			Requirements


			R5-51.1, R5-51.2, RR5-22, R5-55, R5-57.1, R5-57.2, R5-57.3, R5-58.1, R5-59.1, R5-59.2, R5-60.9, 6.5.1.5, 6.5.1.6.1








Test case procedures incorporated into test case 2.6 form Release 3.1.



			8.1.2.4.1.5  Activate inter-service provider ‘pending’ port of a range of TNs. – Failure





			Purpose:


			Activate an inter-service provider ‘pending’ port consisting of a range of TNs via the SOA Mechanized Interface.  For all TNs, all LSMSs fail activation.





			Requirements:


			R5-51.1, R5-51.2, RR5-22, R5-55, R5-57.1, R5-57.2, R5-57.3, R5-58.1, R5-60.1, R5-60.2, R5-60.5, R5-60.6, R5-60.7, R5-60.8, R5-60.9, R5-61.1, RR5-22.1,  6.5.1.5, 6.5.1.6.1, 6.5.1.7





			Prerequisites:


			356. A ‘pending’ inter-service provider port exists for each TN in the TN range.



357. New Service Provider sends an activation request to the NPAC SMS for a range of  TNs via the SOA Mechanized Interface.





			Expected Results:


			RESULT-1:  NPAC SMS sets the Activation Received timestamp, for all given Subscription Versions, to the current date and time upon receiving the activation request via the mechanized SOA interface.



RESULT-2:  NPAC SMS sets the status, for all given Subscription Versions, to ‘sending’ upon sending the activation request to the LSMSs.



RESULT-3:  NPAC SMS sends a single activation request for all given Subscription Versions to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.



RESULT-4:  NPAC SMS sets the broadcast date and timestamp, for all given Subscription Versions, to the current date and time upon sending the activation request to the LSMSs.  



RESULT-5:  NPAC SMS logs all activation responses received from the LSMSs as a result of the activation request.



RESULT-6:  NPAC SMS waits a tunable amount of time for responses from all involved LSMSs.



RESULT-7:  All LSMSs do not create the object for each TN and send an unsuccessful acknowledgment.



RESULT-8:  NPAC SMS does not receive acknowledgment of successful object creation, for each Subscription Version, from all involved LSMSs.



RESULT-9:  NPAC SMS sends the activated Subscription Version x times at y minute intervals to all involved LSMSs.



RESULT-10:  NPAC SMS sets the status, for each Subscription Version, to ‘failed’ upon exhausting the above number of retries to all involved LSMSs.



RESULT-11:  NPAC SMS sends a status attribute value change message, for each Subscription Version,  to the old Service Provider setting the status to ‘failed’ and the list of failed LSMSs, upon activation failure.



RESULT-12:  Old Service Provider acknowledges the status attribute value change message.



RESULT-13:  NPAC SMS sends a status attribute value change message, for each Subscription Version, to the new Service Provider setting the status to ‘failed’ and the list of failed LSMSs, upon activation failure.



RESULT-14:  New Service Provider acknowledges the status attribute value change message.





			Actual Results:


			








			8.1.2.4.1.6  Activate inter-service provider ‘pending’ port of a range of TNs. – Partial Failure





			Purpose:


			Activate an inter-service provider ‘pending’ port consisting of a range of TNs via the SOA Mechanized Interface.  At least one LSMS fails activation.





			Requirements:


			R5-51.1, R5-51.2, RR5-22, R5-55, R5-57.1, R5-57.2, R5-57.3, R5-58.1, R5-60.1, R5-60.2, R5-60.5, R5-60.6, R5-60.7, R5-60.8, R5-60.9, R5-60.11, R5-60.12, RR5-22.1,  6.5.1.5, 6.5.1.8





			Prerequisites:


			358. A ‘pending’ inter-service provider port exists for each TN in the TN range.



359. New Service Provider sends an activation request to the NPAC SMS for a range of TNs via the SOA Mechanized Interface.





			Expected Results:


			RESULT-1:  NPAC SMS sets the Activation Received timestamp, for all given Subscription Versions, to the current date and time upon receiving the activation request via the mechanized SOA interface.



RESULT-2:  NPAC SMS sets the status, for all given Subscription Versions, to ‘sending’ upon sending the activation request to the LSMSs.



RESULT-3:  NPAC SMS sends a single activation request for all given Subscription Versions to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.



RESULT-4:  NPAC SMS sets the broadcast date and timestamp, for all given Subscription Versions, to the current date and time upon sending the activation request to the LSMSs.  



RESULT-5:  NPAC SMS logs all activation responses received from the LSMSs as a result of the activation request.



RESULT-6:  NPAC SMS waits a tunable amount of time for responses from all involved LSMSs.



RESULT-7:  All LSMSs, except for one, create an object for each TN and send a successful acknowledgment to the NPAC SMS.



RESULT-8:  NPAC SMS does not receive acknowledgment of successful object creation, for each Subscription Version, from at least one LSMS.



RESULT-9:  NPAC SMS sends the activated Subscription Version x times at y minute intervals to the failed LSMS.



RESULT-10:  NPAC SMS sets the status, for each Subscription Version, to partial failure upon exhausting the above number of retries to the failed LSMS.



RESULT-11:  NPAC SMS sends a status attribute value change message, for each Subscription Version,  to the old Service Provider setting the status to partial failure and the list of failed LSMSs, upon activation failure.



RESULT-12:  Old Service Provider acknowledges the status attribute value change message.



RESULT-13:  NPAC SMS sends a status attribute value change message, for each Subscription Version, to the new Service Provider setting the status to partial failure and the list of failed LSMSs, upon activation failure.



RESULT-14:  New Service Provider acknowledges the status attribute value change message.





			Actual Results:


			








			8.1.2.4.1.7  Activate inter-service provider ‘pending’ port of a single TN – not in ‘pending’ state. – Error





			Purpose:


			Activate an inter-service provider ‘pending’ port consisting of a single via the SOA Mechanized Interface.  Existing Subscription Version does not have a status of ‘pending’.





			Requirements:


			R5-52, R5-53.2





			Prerequisites:


			360. An inter-service provider port exists and has a status of conflict.



361. New Service Provider sends an activation request to the NPAC SMS for a single TN via the SOA Mechanized Interface for a Subscription Version that does not have a status of ‘pending’





			Expected Results:


			RESULT-1:   Subscription Version is not activated.



RESULT-2:   NPAC SMS sends unsuccessful action reply to the New Service Provider.





			Actual Results:


			








			8.1.2.4.1.8  Activate inter-service provider ‘pending’ port of a single TN – no New Service Provider timestamp exists and before NPA-NXX effective date. – Error





			Purpose:


			Activate an inter-service provider ‘pending’ port consisting of a single TN via the SOA Mechanized Interface.  Existing Subscription Version does not have a New Service Provider timestamp and the effective date of the NPA-NXX has not been reached.





			Requirements:


			R5-53.1, R5-53.2





			Prerequisites:


			362. An inter-service provider port exists with no New Service Provider timestamp and the NPA-NXX associated with the port has an effective date greater than the activation request.



363. New Service Provider sends an activation request to the NPAC SMS for a single TN via the SOA Mechanized Interface for a Subscription Version that does not have a new Service Provider timestamp and the effective date of the NPA-NXX has not been reached.





			Expected Results:


			RESULT-1:   Subscription Version is not activated.



RESULT-2:   NPAC SMS sends unsuccessful action reply to the New Service Provider.





			Actual Results:


			








			8.1.2.4.1.9  Activate inter-service provider ‘pending’ port of a single TN – prior to due date. – Error





			Purpose:


			Activate an inter-service provider ‘pending’ port consisting of a single TN via the SOA Mechanized Interface prior to the due date.





			Requirements:


			R5-53.2, R5-53.3





			Prerequisites:


			364. A ‘pending’ inter-service provider port exists.



365. New Service Provider sends an activation request to the NPAC SMS for a single TN via the SOA Mechanized Interface prior to the due date of the Subscription Version





			Expected Results:


			RESULT-1:   Subscription Version is not activated.



RESULT-2:   NPAC SMS sends unsuccessful action reply to the New Service Provider.





			Actual Results:


			








			8.1.2.4.1.10  Activate intra-service provider ‘pending’ port of a single TN that has been previously ported. – Success





			Purpose:


			Activate an intra-service provider ‘pending’ port consisting of a single TN via the SOA Mechanized Interface.  All valid LSMSs are successful.





			Requirements:


			R5-51.1, R5-51.2, RR5-22, R5-55, R5-57.1, R5-57.2, R5-57.3, R5-58.1, R5-59.1, R5-59.2, R5-60.9, 6.5.1.5, 6.5.1.6





			Prerequisites:


			366. A ‘pending’ intra-service provider port exists.



367. The single TN is already an ‘active’ Subscription Version.



368. New Service Provider sends an activation request to the NPAC SMS for a single TN via the SOA Mechanized Interface.





			Expected Results:


			RESULT-1:  NPAC SMS sets the Activation Received timestamp, for the Subscription Version, to the current date and time upon receiving the activation request via the mechanized SOA interface.



RESULT-2:  NPAC SMS sets the status, for the Subscription Version, to ‘sending’ upon sending the activated Subscription Version to the LSMSs.



RESULT-3:  NPAC SMS sends the activated Subscription Version to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.



RESULT-4:  NPAC SMS sets the broadcast date and timestamp, for the Subscription Version, to the current date and time upon sending the activated Subscription Version to the LSMSs.  



RESULT-5:  NPAC SMS logs all activation responses received from the LSMSs as a result of the activation request.



RESULT-6:  All LSMSs create the object and send a successful acknowledgment to the NPAC SMS.



RESULT-7:  NPAC SMS sets the Activation Broadcast Complete timestamp, for the Subscription Version, to the current date and time upon receiving a successful acknowledgment from one of the LSMSs.



RESULT-8:  NPAC SMS sets the previous ‘active’ Subscription Version status to old upon receiving a successful acknowledgment from one of the LSMSs.



RESULT-9:  NPAC SMS receives acknowledgment of successful object creation from all involved LSMSs.



RESULT-10:  NPAC SMS sets the status, for the Subscription Version, to ‘active’ upon receiving successful acknowledgment from all involved LSMSs.



RESULT-11:  NPAC SMS sends a status attribute value change message to the new Service Provider setting the status to ‘active’, upon receiving successful acknowledgment from all involved LSMSs.



RESULT-12:  New Service Provider acknowledges the status attribute value change message.



RESULT-13:  NPAC SMS sends a status attribute value change message to the old Service Provider for the previous ‘active’ Subscription Version setting the status to ‘old’, upon receiving successful acknowledgment from all involved LSMSs.



RESULT-14:  Old Service Provider acknowledges the status attribute value change message.



RESULT-15:  Perform a full audit of the LSMS for the TN that was activated during this test case.  Verify that no updates were made.  If updates were made, the LSMS service provider fails this test case.





			Actual Results:


			








			8.1.2.4.1.11  Activate intra-service provider ‘pending’ port of a single TN. – Failure





			Purpose:


			Activate an intra-service provider ‘pending’ port consisting of a single TN via the SOA Mechanized Interface.  All LSMSs fail activation.





			Requirements:


			R5-51.1, R5-51.2, RR5-22, R5-55, R5-57.1, R5-57.2, R5-57.3, R5-58.1, R5-60.1, R5-60.2, R5-60.5, R5-60.6, R5-60.7, R5-60.8, R5-60.9, R5-61.1, RR5-22.2,  6.5.1.5, 6.5.1.7





			Prerequisites:


			369. A ‘pending’ intra-service provider port exists.



370. New Service Provider sends an activation request to the NPAC SMS for a single TN via the SOA Mechanized Interface.





			Expected Results:


			RESULT-1:  NPAC SMS sets the Activation Received timestamp, for the Subscription Version, to the current date and time upon receiving the activation request via the mechanized SOA interface.



RESULT-2:  NPAC SMS sets the status, for the Subscription Version, to ‘sending’ upon sending the activated Subscription Version to the LSMSs.



RESULT-3:  NPAC SMS sends the activated Subscription Version to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.



RESULT-4:  NPAC SMS sets the broadcast date and timestamp, for the Subscription Version, to the current date and time upon sending the activated Subscription Version to the LSMSs.  



RESULT-5:  NPAC SMS logs all activation responses received from the LSMSs as a result of the activation request.



RESULT-6:  All LSMSs do not create the object and send an unsuccessful acknowledgment to the NPAC SMS.



RESULT-7:  NPAC SMS does not receive acknowledgment of successful object creation from all involved LSMSs.



RESULT-8:  NPAC SMS sends the activated Subscription Version x times at y minute intervals to all involved LSMSs.



RESULT-9:  NPAC SMS sets the status, for the Subscription Version, to ‘failed’ upon exhausting  the above number of retries to all involved LSMSs.



RESULT-10:  NPAC SMS sends a status attribute value change message to the new Service Provider setting the status to ‘failed’ and the list of failed LSMSs, upon activation failure.



RESULT-11:  New Service Provider acknowledges the status attribute value change message.





			Actual Results:


			








			8.1.2.4.1.12  Activate intra-service provider ‘pending’ port of a single TN. – Partial Failure





			Purpose:


			Activate an intra-service provider ‘pending’ port consisting of a single TN via the SOA Mechanized Interface.  At least one LSMS fails activation.





			Requirements:


			R5-51.1, R5-51.2, RR5-22, R5-55, R5-57.1, R5-57.2, R5-57.3, R5-58.1, R5-60.1, R5-60.2, R5-60.5, R5-60.6, R5-60.7, R5-60.8, R5-60.9, R5-60.11, R5-60.12, RR5-22.2,  6.5.1.5, 6.5.1.8





			Prerequisites:


			371. A ‘pending’ intra-service provider port exists.



372. New Service Provider sends an activation request to the NPAC SMS for a single TN via the SOA Mechanized Interface





			Expected Results:


			RESULT-1:  NPAC SMS sets the Activation Received timestamp, for the Subscription Version, to the current date and time upon receiving the activation request via the mechanized SOA interface.



RESULT-2:  NPAC SMS sets the status, for the Subscription Version, to ‘sending’ upon sending the activated Subscription Version to the LSMSs.



RESULT-3:  NPAC SMS sends the activated Subscription Version to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.



RESULT-4:  NPAC SMS sets the broadcast date and timestamp, for the Subscription Version, to the current date and time upon sending the activated Subscription Version to the LSMSs.  



RESULT-5:  NPAC SMS logs all activation responses received from the LSMSs as a result of the activation request.



RESULT-6:  All LSMSs, except for one, create the object and send a successful acknowledgment to the NPAC SMS.



RESULT-7:  NPAC SMS does not receive acknowledgment of successful object creation from at least one involved LSMS.



RESULT-8:  NPAC SMS sends the activated Subscription Version x times at y minute intervals to a LSMS that has not sent a successful acknowledgment.



RESULT-9:  NPAC SMS sets the status, for the Subscription Version, to partial failure upon exhausting the above number of retries to a LSMS that has not sent a successful acknowledgment.



RESULT-10:  NPAC SMS sends a status attribute value change message to the new Service Provider setting the status to partial failure and the list of failed LSMSs, upon activation failure.



RESULT-11:  New Service Provider acknowledges the status attribute value change message.





			Actual Results:


			








			8.1.2.4.1.13  Activate intra-service provider ‘pending’ port of a range of TNs that has been previously ported. – Success





			Purpose:


			Activate an intra-service provider ‘pending’ port consisting of a range of TNs via the SOA Mechanized Interface.  For all TNs, all LSMSs are successful.





			Requirements:


			R5-51.1, R5-51.2, RR5-22, R5-55, R5-57.1, R5-57.2, R5-57.3, R5-58.1, R5-59.1, R5-59.2, R5-60.9, 6.5.1.5, 6.5.1.6.1





			Prerequisites:


			373. A ‘pending’ intra-service provider port exists for each TN in the TN range.



374. The range of TNs are already ‘active’ Subscription Versions.



375. New Service Provider sends an activation request to the NPAC SMS for a range of TNs via the SOA Mechanized Interface.





			Expected Results:


			RESULT-1:  NPAC SMS sets the Activation Received timestamp, for all given Subscription Versions, to the current date and time upon receiving the activation request via the mechanized SOA interface.



RESULT-2:  NPAC SMS sets the status, for all given Subscription Versions, to ‘sending’ upon sending the activated Subscription Version to the LSMSs.



RESULT-3:  NPAC SMS sends a single activation request for all Subscription Versions to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.



RESULT-4:  NPAC SMS sets the broadcast date and timestamp, for all given Subscription Versions, to the current date and time upon sending the activation request to the LSMSs.  



RESULT-5:  NPAC SMS logs all activation responses received from the LSMSs as a result of the activation request.



RESULT-6:  All LSMSs create an object for each TN and send a successful acknowledgment to the NPAC SMS.



RESULT-7:  NPAC SMS sets the Activation Broadcast Complete timestamp, for all successfully acknowledged Subscription Versions, to the current date and time upon receiving a successful acknowledgment from one of the LSMSs.



RESULT-8:  NPAC SMS sets, for all given previous ‘active’ Subscription Versions, the status to old upon receiving a successful acknowledgment from one of the LSMSs.



RESULT-9:  NPAC SMS waits a tunable amount of time for acknowledgment from all involved LSMSs.



RESULT-10:  NPAC SMS receives acknowledgment of successful object creation from all involved LSMSs for Subscription Versions that were successfully activated.



RESULT-11:  NPAC SMS sets the status, for successfully acknowledged Subscription Versions, to ‘active’ upon receiving successful acknowledgment from all involved LSMSs for Subscription Versions that were successfully activated.



RESULT-12:  NPAC SMS sends a status attribute value change message to the new Service Provider setting the status to ‘active’, upon receiving successful acknowledgment from all involved LSMSs, for Subscription Versions that were successfully activated.



RESULT-13:  New Service Provider acknowledges the status attribute value change message.



RESULT-14:  NPAC SMS sends a status attribute value change message to the old Service Provider for the previous ‘active’ Subscription Versions setting the status to ‘old’, upon receiving successful acknowledgment from all involved LSMSs.



RESULT-15:  Old Service Provider acknowledges the status attribute value change message.



RESULT-16:  Perform a full audit of the LSMS for the range of TNs that were activated during this test case.  Verify that no updates were made.  If updates were made, the LSMS service provider fails this test case.





			Actual Results:


			








			8.1.2.4.1.14  Activate intra-service provider ‘pending’ port of a range of TNs. – Failure





			Purpose:


			Activate an intra-service provider ‘pending’ port consisting of a range of TNs via the SOA Mechanized Interface.  For all TNs, all LSMSs fail activation.





			Requirements:


			R5-51.1, R5-51.2, RR5-22, R5-55, R5-57.1, R5-57.2, R5-57.3, R5-58.1, R5-60.1, R5-60.2, R5-60.5, R5-60.6, R5-60.7, R5-60.8, R5-60.9, R5-61.1, RR5-22.2,  6.5.1.5, 6.5.1.6.1, 6.5.1.7





			Prerequisites:


			376. A ‘pending’ intra-service provider port exists for each TN in the TN range.



377. New Service Provider sends an activation request to the NPAC SMS for a range of TNs via the SOA Mechanized Interface





			Expected Results:


			RESULT-1:  NPAC SMS sets the Activation Received timestamp, for all given Subscription Versions, to the current date and time upon receiving the activation request via the mechanized SOA interface.



RESULT-2:  NPAC SMS sets the status, for all given Subscription Versions, to ‘sending’ upon sending the activation request to the LSMSs.



RESULT-3:  NPAC SMS sends a single activation request for all given Subscription Versions to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.



RESULT-4:  NPAC SMS sets the broadcast date and timestamp, for all given Subscription Versions, to the current date and time upon sending the activation request to the LSMSs.  



RESULT-5:  NPAC SMS logs all activation responses received from the LSMSs as a result of the activation request.



RESULT-6:  NPAC SMS waits a tunable amount of time for responses from all involved LSMSs.



RESULT-7:  All LSMSs do not create an object for each TN and send an unsuccessful acknowledgment to the NPAC SMS.



RESULT-8:  NPAC SMS does not receive acknowledgment of successful object creation, for each Subscription Version, from all involved LSMSs.



RESULT-9:  NPAC SMS sends the activated Subscription Version x times at y minute intervals to all involved LSMSs.



RESULT-10:  NPAC SMS sets the status, for each Subscription Version, to ‘failed’ upon exhausting the above number of retries to all involved LSMSs.



RESULT-11:  NPAC SMS sends a status attribute value change message, for each Subscription Version, to the new Service Provider setting the status to ‘failed’ and the list of failed LSMSs, upon activation failure.



RESULT-12:  New Service Provider acknowledges the status attribute value change message.





			Actual Results:


			








			8.1.2.4.1.15  Activate intra-service provider ‘pending’ port of a range of TNs. – Partial Failure





			Purpose:


			Activate an intra-service provider ‘pending’ port consisting of a range of TNs via the SOA Mechanized Interface.  At least one LSMS fails activation.





			Requirements:


			R5-51.1, R5-51.2, RR5-22, R5-55, R5-57.1, R5-57.2, R5-57.3, R5-58.1, R5-60.1, R5-60.2, R5-60.5, R5-60.6, R5-60.7, R5-60.8, R5-60.9, R5-60.11, R5-60.12, RR5-22.2,  6.5.1.5, 6.5.1.8





			Prerequisites:


			378. A ‘pending’ intra-service provider port exists for each TN in the TN range.



379. New Service Provider sends an activation request to the NPAC SMS for a range of TNs via the SOA Mechanized Interface.





			Expected Results:


			RESULT-1:  NPAC SMS sets the Activation Received timestamp, for all given Subscription Versions, to the current date and time upon receiving the activation request via the mechanized SOA interface.



RESULT-2:  NPAC SMS sets the status, for all given Subscription Versions, to ‘sending’ upon sending the activation request to the LSMSs.



RESULT-3:  NPAC SMS sends a single activation request for all given Subscription Versions to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.



RESULT-4:  NPAC SMS sets the broadcast date and timestamp, for all given Subscription Versions, to the current date and time upon sending the activation request to the LSMSs.  



RESULT-5:  NPAC SMS logs all activation responses received from the LSMSs as a result of the activation request.



RESULT-6:  NPAC SMS waits a tunable amount of time for responses from all involved LSMSs.



RESULT-7:  All LSMSs, except for one, create an object for each TN and send an acknowledgment to the NPAC SMS.



RESULT-8:  NPAC SMS does not receive acknowledgment of successful object creation, for each Subscription Version, from at least one LSMS.



RESULT-9:  NPAC SMS sends the activated Subscription Version x times at y minute intervals to the failed LSMS.



RESULT-10:  NPAC SMS sets the status, for each Subscription Version, to partial failure upon exhausting the above number of retries to the failed LSMS.



RESULT-11:  NPAC SMS sends a status attribute value change message, for each Subscription Version, to the new Service Provider setting the status to partial failure and the list of failed LSMSs, upon activation failure.



RESULT-12:  New Service Provider acknowledges the status attribute value change message.





			Actual Results:


			








			8.1.2.4.1.16     Deleted








			8.1.2.4.1.17  Activate intra-service provider ‘pending’ port of a single TN – no New Service Provider timestamp exists and before NPA-NXX effective date. – Error





			Purpose:


			Activate an intra-service provider ‘pending’ port consisting of a single TN via the SOA Mechanized Interface.  Existing Subscription Version does not have a New Service Provider timestamp and the effective date of the NPA-NXX has not been reached.





			Requirements:


			R5-53.1, R5-53.2





			Prerequisites:


			380. An intra-service provider port exists with no New Service Provider timestamp and the NPA-NXX associated with the port has an effective date greater than the activation request.



381. New Service Provider sends an activation request to the NPAC SMS for a single TN via the SOA Mechanized Interface for a Subscription Version that does not have a new Service Provider timestamp and the effective date of the NPA-NXX has not been reached.





			Expected Results:


			RESULT-1:   Subscription Version is not activated.



RESULT-2:   NPAC SMS sends unsuccessful action reply to the New Service Provider.





			Actual Results:


			








			8.1.2.4.1.18  Activate intra-service provider ‘pending’ port of a single TN – prior to due date. – Error





			Purpose:


			Activate an intra-service provider ‘pending’ port consisting of a single TN via the SOA Mechanized Interface prior to the due date.





			Requirements:


			R5-53.2, R5-53.3





			Prerequisites:


			382. A ‘pending’ intra-service provider port exists.



383. New Service Provider sends an activation request to the NPAC SMS for a single TN via the SOA Mechanized Interface prior to the due date of the Subscription Version.





			Expected Results:


			RESULT-1:   Subscription Version is not activated.



RESULT-2:   NPAC SMS sends unsuccessful action reply to the New Service Provider.





			Actual Results:


			








			8.1.2.4.1.19  Activate porting to original ‘pending’ port of a single TN. – Success





			Purpose:


			Activate a porting to original ‘pending’ port consisting of a single TN via the SOA Mechanized Interface.  All valid LSMSs are successful.





			Requirements:


			R5-51.1, RR5-21, RR5-22, RR5-24, RR5-25.1, RR5-25.2, R5-65.1, R5-65.4, R5-65.5, R5-65.6, R5-66.2, R5-66.3, 6.5.1.5, 6.5.4.1





			Prerequisites:


			384. A ‘pending’ porting to original port exists.



385. New Service Provider sends an activation request to the NPAC SMS for a single TN via the SOA Mechanized Interface.





			Expected Results:


			RESULT-1:  NPAC SMS sets the Activation Received timestamp, for the Subscription Version, to the current date and time upon receiving the activation request via the mechanized SOA interface.



RESULT-2:  NPAC SMS sets the status, for the Subscription Version, to ‘disconnect pending’ upon receiving the activation request via the mechanized SOA interface.



RESULT-3:  NPAC SMS sends a status attribute value change message to the old Service Provider setting the status to ‘disconnect pending’.



RESULT-4:  Old Service Provider acknowledges the status attribute value change message.



RESULT-5:  NPAC SMS sends a status attribute value change message to the new Service Provider setting the status to ‘disconnect pending’.



RESULT-6:  New Service Provider acknowledges the status attribute value change message.



RESULT-7:  NPAC SMS sends a notification to the Donor Service Provider with the disconnect date.



RESULT-8:  Donor Service Provider acknowledges notification.



RESULT-9:  NPAC SMS sets the status, for the Subscription Version, to ‘sending’ upon sending the deletion request to the LSMSs.



RESULT-10:  NPAC SMS sends a deletion request to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.



RESULT-11:  NPAC SMS sets the broadcast date and timestamp, for the Subscription Version, to the current date and time upon sending the deletion request to the LSMSs.  



RESULT-12:  NPAC SMS logs all responses received from the LSMSs as a result of the deletion request.



RESULT-13:  All LSMSs delete the object and send a successful acknowledgment.



RESULT-14:  NPAC SMS sets the Disconnect Complete timestamp, for the Subscription Version, to the current date and time upon receiving a successful acknowledgment from one of the LSMSs.



RESULT-15:  NPAC SMS sets the Subscription Version status to old upon receiving a successful acknowledgment from one of the LSMSs.



RESULT-16:  NPAC SMS receives acknowledgment of successful object deletion from all involved LSMSs.



RESULT-17:  NPAC SMS sets the status, for the Subscription Version, to old upon receiving successful acknowledgment from all involved LSMSs.



RESULT-18:  NPAC SMS sends a status attribute value change message to the old Service Provider setting the status to old, upon receiving successful acknowledgment from all involved LSMSs.



RESULT-19:  Old Service Provider acknowledges the status attribute value change message.



RESULT-20:  NPAC SMS sends a status attribute value change message to the new Service Provider setting the status to old, upon receiving successful acknowledgment from all involved LSMSs.



RESULT-21:  New Service Provider acknowledges the status attribute value change message.



RESULT-22:  NPAC SMS sends a status attribute value change message to the old Service Provider for the previous ‘active’ Subscription Version setting the status to ‘old’, upon receiving successful acknowledgment from all involved LSMSs.



RESULT-23:  Old Service Provider acknowledges the status attribute value change message.



RESULT-24:  Perform a full audit of the LSMS for the TN that was activated during this test case.  Verify that no updates were made.  If updates were made, the LSMS service provider fails this test case.





			Actual Results:


			








			8.1.2.4.1.20  Activate porting to original ‘pending’ port of a single TN. – Failure





			Purpose:


			Activate a porting to original ‘pending’ port consisting of a single TN via the SOA Mechanized Interface.  All LSMSs fail activation.





			Requirements:


			R5-51.1, RR5-22, RR5-24, RR5-25.1, RR5-25.2, R5-65.1, R5-65.4, R5-65.5, R5-65.6, R5-66.2, R5-67.1, R5-68.2, R5-68.3, R5-68.4, R5-68.5, R5-68.6, R5-68.7, 6.5.1.5, 6.5.4.3





			Prerequisites:


			386. A ‘pending’ porting to original port exists.



387. New Service Provider sends an activation request to the NPAC SMS for a single TN via the SOA Mechanized Interface.





			Expected Results:


			RESULT-1:  NPAC SMS sets the Activation Received timestamp, for the Subscription Version, to the current date and time upon receiving the activation request via the mechanized SOA interface.



RESULT-2:  NPAC SMS sets the status, for the Subscription Version, to ‘disconnect pending’ upon receiving the activation request via the mechanized SOA interface.



RESULT-3:  NPAC SMS sends a status attribute value change message to the old Service Provider setting the status to ‘disconnect pending’.



RESULT-4:  Old Service Provider acknowledges the status attribute value change message.



RESULT-5:  NPAC SMS sends a status attribute value change message to the new Service Provider setting the status to ‘disconnect pending’.



RESULT-6:  New Service Provider acknowledges the status attribute value change message.



RESULT-7:  NPAC SMS sends a notification to the Donor Service Provider with the disconnect date.



RESULT-8:  Donor Service Provider acknowledges notification



RESULT-9:  NPAC SMS sets the status, for the Subscription Version, to ‘sending’ upon sending the deletion request to the LSMSs.



RESULT-10:  NPAC SMS sends a deletion request to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.



RESULT-11:  NPAC SMS sets the broadcast date and timestamp, for the Subscription Version, to the current date and time upon sending the deletion request to the LSMSs.  



RESULT-12:  NPAC SMS logs all responses received from the LSMSs as a result of the deletion request.



RESULT-13:  All LSMSs do not delete the object and send an unsuccessful acknowledgment to the NPAC SMS.



RESULT-14:  NPAC SMS does not receive acknowledgment of successful object deletion from all involved LSMSs.



RESULT-15:  NPAC SMS sends the deletion request x times at y minute intervals to all involved LSMSs.



RESULT-16:  NPAC SMS sets the status, for the Subscription Version, to ‘active’ upon exhausting  the above number of retries to all involved LSMSs.



RESULT-17:  NPAC SMS sends a status attribute value change message to the old Service Provider setting the status to ‘active’ and the list of failed LSMSs, upon disconnect failure.



RESULT-18:  Old Service Provider acknowledges the status attribute value change message



RESULT-19:  NPAC SMS sends a status attribute value change message to the new Service Provider setting the status to ‘active’ and the list of failed LSMSs, upon disconnect failure.



RESULT-20:  New Service Provider acknowledges the status attribute value change message





			Actual Results:


			








			8.1.2.4.1.21  Activate porting to original ‘pending’ port of a single TN. – Partial Failure





			Purpose:


			Activate a porting to original ‘pending’ port consisting of a single TN via the SOA Mechanized Interface.  At least one LSMS fails activation.





			Requirements:


			R5-51.1, RR5-22, RR5-24, RR5-25.1, RR5-25.2, R5-65.1, R5-65.4, R5-65.5, R5-65.6, R5-66.2, R5-68.2, R5-68.3, R5-68.4, R5-68.5, R5-68.6, R5-68.9, 6.5.1.5, 6.5.4.4





			Prerequisites:


			388. A ‘pending’ porting to original port exists.



389. New Service Provider sends an activation request to the NPAC SMS for a single TN via the SOA Mechanized Interface.





			Expected Results:


			RESULT-1:  NPAC SMS sets the Activation Received timestamp, for the Subscription Version, to the current date and time upon receiving the activation request via the mechanized SOA interface.



RESULT-2:  NPAC SMS sets the status, for the Subscription Version, to ‘disconnect pending’ upon receiving the activation request via the mechanized SOA interface.



RESULT-3:  NPAC SMS sends a status attribute value change message to the old Service Provider setting the status to ‘disconnect pending’.



RESULT-4:  Old Service Provider acknowledges the status attribute value change message.



RESULT-5:  NPAC SMS sends a status attribute value change message to the new Service Provider setting the status to ‘disconnect pending’.



RESULT-6:  New Service Provider acknowledges the status attribute value change message.



RESULT-7:  NPAC SMS sends a notification to the Donor Service Provider with a disconnect date.



RESULT-8:  Donor Service Provider acknowledges notification.



RESULT-9:  NPAC SMS sets the status, for the Subscription Version, to ‘sending’ upon sending the deletion request to the LSMSs.



RESULT-10:  NPAC SMS sends a deletion request to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.



RESULT-11:  NPAC SMS sets the broadcast date and timestamp, for the Subscription Version, to the current date and time upon sending the deletion request to the LSMSs.  



RESULT-12:  NPAC SMS logs all responses received from the LSMSs as a result of the deletion request.



RESULT-13:  All LSMSs, except for one, delete the object and send a successful acknowledgment to the NPAC SMS.



RESULT-14:  NPAC SMS does not receive acknowledgment of successful object deletion from at least one involved LSMS.



RESULT-15:  NPAC SMS sends the deletion request x times at y minute intervals to a LSMS that has not sent a successful acknowledgment.



RESULT-16:  NPAC SMS sets the status, for the Subscription Version, to old upon exhausting  the above number of retries to a LSMS that has not sent a successful acknowledgment.



RESULT-17:  NPAC SMS sends a status attribute value change message to the old Service Provider setting the status to old and the list of failed LSMSs, upon disconnect failure.



RESULT-18:  Old Service Provider acknowledges the status attribute value change message.



RESULT-19:  NPAC SMS sends a status attribute value change message to the new Service Provider setting the status to old and the list of failed LSMSs, upon disconnect failure.



RESULT-20:  New Service Provider acknowledges the status attribute value change message.





			Actual Results:


			








			8.1.2.4.1.22  Activate porting to original ‘pending’ port of a range of TNs. – Success





			Purpose:


			Activate a porting to original ‘pending’ port consisting of a range of TNs via the SOA Mechanized Interface.  For all TNs, all LSMSs are successful.





			Requirements:


			R5-51.1, RR5-21, RR5-22, RR5-24, RR5-25.1, RR5-25.2, R5-65.1, R5-65.4, R5-65.5, R5-65.6, R5-66.2, R5-66.3, 6.5.1.5, 6.5.4.1





			Prerequisites:


			390. A ‘pending’ porting to original port exists for each TN in the TN range.



391. New Service Provider sends an activation request to the NPAC SMS for a range of TNs via the SOA Mechanized Interface.





			Expected Results:


			RESULT-1:  NPAC SMS sets the Activation Received timestamp, for all given Subscription Versions, to the current date and time upon receiving the activation request via the mechanized SOA interface.



RESULT-2:  NPAC SMS sets the status, for all given Subscription Versions, to ‘disconnect pending’ upon receiving the activation request via the mechanized SOA interface.



RESULT-3:  NPAC SMS sends a status attribute value change message, for each Subscription Version,  to the old Service Provider setting the status to ‘disconnect pending’.



RESULT-4:  Old Service Provider acknowledges the status attribute value change message.



RESULT-5:  NPAC SMS sends a status attribute value change message, for each Subscription Version, to the new Service Provider setting the status to ‘disconnect pending’.



RESULT-6:  New Service Provider acknowledges the status attribute value change message.



RESULT-7:  NPAC SMS sends a notification, for each Subscription Version, to the Donor Service Provider with the disconnect date.



RESULT-8:  Donor Service Provider acknowledges notification.



RESULT-9:  NPAC SMS sets the status, for all given Subscription Versions, to ‘sending’ upon sending the deletion request to the LSMSs.



RESULT-10:  NPAC SMS sends a single deletion request for all Subscription Versions to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.



RESULT-11:  NPAC SMS sets the broadcast date and timestamp, for all given Subscription Versions, to the current date and time upon sending the deletion request to the LSMSs.  



RESULT-12:  NPAC SMS logs all responses received from the LSMSs as a result of the deletion request.



RESULT-13:  All LSMSs delete the object for each TN and send an acknowledgment to the NPAC SMS.



RESULT-14:  NPAC SMS sets the Disconnect Broadcast Complete timestamp, for all successfully acknowledged Subscription Versions, to the current date and time upon receiving a successful acknowledgment from one of the LSMSs.



RESULT-15:  NPAC SMS sets, for all given Subscription Versions, the status to old upon receiving a successful acknowledgment from one of the LSMSs.



RESULT-16:  NPAC SMS receives acknowledgment of successful object deletion from all involved LSMSs for Subscription Versions that were successfully activated.



RESULT-17:  NPAC SMS sets the status, for successfully acknowledged Subscription Versions, to ‘active’ upon receiving successful acknowledgment from all involved LSMSs for Subscription Versions that were successfully activated.



RESULT-18:  NPAC SMS sends a status attribute value change message to the old Service Provider setting the status to old, upon receiving successful acknowledgment from all involved LSMSs, for Subscription Versions that were successfully deleted.



RESULT-19:  Old Service Provider acknowledges the status attribute value change message.



RESULT-20:  NPAC SMS sends a status attribute value change message to the new Service Provider setting the status to old, upon receiving successful acknowledgment from all involved LSMSs, for Subscription Versions that were successfully deleted.



RESULT-21:  New Service Provider acknowledges the status attribute value change message.



RESULT-22:  NPAC SMS sends a status attribute value change message to the old Service Provider for the previous ‘active’ Subscription Version setting the status to ‘old’, upon receiving successful acknowledgment from all involved LSMSs.



RESULT-23:  Old Service Provider acknowledges the status attribute value change message.



RESULT-24:  Perform a full audit of the LSMS for the range of TNs that were activated during this test case.  Verify that no updates were made.  If updates were made, the LSMS service provider fails this test case.





			Actual Results:


			








			8.1.2.4.1.23  Activate porting to original ‘pending’ port of a range of TNs. – Failure





			Purpose:


			Activate a porting to original ‘pending’ port consisting of a range of TNs via the SOA Mechanized Interface.  For all TNs, all LSMSs fail activation.





			Requirements:


			R5-51.1, RR5-22, RR5-24, RR5-25.1, RR5-25.2, R5-65.1, R5-65.4, R5-65.5, R5-65.6, R5-66.2, R5-67.1, R5-68.2, R5-68.3, R5-68.4, R5-68.5, R5-68.6, R5-68.7, 6.5.1.5, 6.5.4.3





			Prerequisites:


			392. A ‘pending’ porting to original port exists for each TN in the TN range.



393. New Service Provider sends an activation request to the NPAC SMS for a range of TNs via the SOA Mechanized Interface.





			Expected Results:


			RESULT-1:  NPAC SMS sets the Activation Received timestamp, for all given Subscription Versions, to the current date and time upon receiving the activation request via the mechanized SOA interface.



RESULT-2:  NPAC SMS sets the status, for all given Subscription Versions, to ‘disconnect pending’ upon receiving the activation request via the mechanized SOA interface.



RESULT-3:  NPAC SMS sends a status attribute value change message, for each Subscription Version,  to the old Service Provider setting the status to ‘disconnect pending’.



RESULT-4:  Old Service Provider acknowledges the status attribute value change message.



RESULT-5:  NPAC SMS sends a status attribute value change message, for each Subscription Version, to the new Service Provider setting the status to ‘disconnect pending’.



RESULT-6:  New Service Provider acknowledges the status attribute value change message.



RESULT-7:  NPAC SMS send a notification, for each Subscription Version, to the Donor Service Provider with the disconnect date.



RESULT-8:  Donor Service Provider acknowledges the notification.



RESULT-9:  NPAC SMS sets the status, for all given Subscription Versions, to ‘sending’ upon sending the deletion request to the LSMSs.



RESULT-10:  NPAC SMS sends a single deletion request for all given Subscription Versions to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.



RESULT-11:  NPAC SMS sets the broadcast date and timestamp, for all given Subscription Versions, to the current date and time upon sending the deletion request to the LSMSs.  



RESULT-12:  NPAC SMS logs all responses received from the LSMSs as a result of the deletion request.



RESULT-13:  All LSMSs do not delete the object for each TN and send an unsuccessful acknowledgment to the NPAC SMS.



RESULT-14:  NPAC SMS does not receive acknowledgment of successful object deletion, for each Subscription Version, from all involved LSMSs.



RESULT-15:  NPAC SMS sends the deletion request x times at y minute intervals to all involved LSMSs.



RESULT-16:  NPAC SMS sets the status, for each Subscription Version, to ‘active’ upon exhausting the above number of retries to all involved LSMSs.



RESULT-17:  NPAC SMS sends a status attribute value change message, for each Subscription Version,  to the old Service Provider setting the status to ‘active’ and the list of failed LSMSs, upon disconnect failure.



RESULT-18:  Old Service Provider acknowledges the status attribute value change message.



RESULT-19:  NPAC SMS sends an attribute value change message, for each Subscription Version, to the new Service Provider setting the status to ‘active’ and the list of failed LSMSs, upon disconnect failure.



RESULT-20:  New Service Provider acknowledges the status attribute value change message.





			Actual Results:


			








			8.1.2.4.1.24  Activate porting to original ‘pending’ port of a range of TNs. – Partial Failure





			Purpose:


			Activate a porting to original ‘pending’ port consisting of a range of TNs via the SOA Mechanized Interface.  At least one LSMS fails activation.





			Requirements:


			R5-51.1, RR5-22, RR5-24, RR5-25.1, RR5-25.2, R5-65.1, R5-65.4, R5-65.5, R5-65.6, R5-66.2, R5-68.2, R5-68.3, R5-68.4, R5-68.5, R5-68.6, R5-68.9, 6.5.1.5, 6.5.4.4





			Prerequisites:


			394. A ‘pending’ porting to original port exists for each TN in the TN range.



395. New Service Provider sends an activation request to the NPAC SMS for a range of TNs via the SOA Mechanized Interface.





			Expected Results:


			RESULT-1:  NPAC SMS sets the Activation Received timestamp, for all given Subscription Versions, to the current date and time upon receiving the activation request via the mechanized SOA interface.



RESULT-2:  NPAC SMS sets the status, for all given Subscription Versions, to ‘disconnect pending’ upon receiving the activation request via the mechanized SOA interface.



RESULT-3:  NPAC SMS sends a status attribute value change message, for each Subscription Version,  to the old Service Provider setting the status to ‘disconnect pending’.



RESULT-4:  Old Service Provider acknowledges the status attribute value change message.



RESULT-5:  NPAC SMS sends a status attribute value change message, for each Subscription Version, to the new Service Provider setting the status to ‘disconnect pending’.



RESULT-6:  New Service Provider acknowledges the status attribute value change message.



RESULT-7:  NPAC SMS send a notification, for each Subscription Version, to the Donor Service Provider with the disconnect date.



RESULT-8:  Donor Service Provider acknowledges notification.



RESULT-9:  NPAC SMS sets the status, for all given Subscription Versions, to ‘sending’ upon sending the deletion request to the LSMSs.



RESULT-10:  NPAC SMS sends a single deletion request for all given Subscription Versions to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.



RESULT-11:  NPAC SMS sets the broadcast date and timestamp, for all given Subscription Versions, to the current date and time upon sending the deletion request to the LSMSs.  



RESULT-12:  NPAC SMS logs all responses received from the LSMSs as a result of the deletion request.



RESULT-13:  All LSMSs, except for one, delete the object and send a successful acknowledgment to the NPAC SMS.



RESULT-14:  NPAC SMS does not receive acknowledgment of successful object deletion, for each Subscription Version, from at least one LSMS.



RESULT-15:  NPAC SMS sends the deletion request x times at y minute intervals to the failed LSMS.



RESULT-16:  NPAC SMS sets the status, for each Subscription Version, to old upon exhausting the above number of retries to the failed LSMS.



RESULT-17:  NPAC SMS sends a status attribute value change message, for each Subscription Version,  to the old Service Provider setting the status to old and the list of failed LSMSs, upon disconnect failure.



RESULT-18:  Old Service Provider acknowledges the status attribute value change message.



RESULT-19:  NPAC SMS sends a status attribute value change message, for each Subscription Version, to the new Service Provider setting the status to old and the list of failed LSMSs, upon disconnect failure.



RESULT-20:  New Service Provider acknowledges the status attribute value change message.





			Actual Results:


			








			8.1.2.4.1.25  Activate porting to original ‘pending’ port of a single TN – not in ‘pending’ state. – Error





			Purpose:


			Activate a porting to original ‘pending’ port consisting of a single via the SOA Mechanized Interface.  Existing Subscription Version does not have a status of ‘pending’.





			Requirements:


			R5-52, R5-53.2





			Prerequisites:


			396. A porting to original port does not exist.



397. New Service Provider sends an activation request to the NPAC SMS for a single TN via the SOA Mechanized Interface for a Subscription Version that does not have a status of ‘pending’.





			Expected Results:


			RESULT-1:   Subscription Version is not activated.



RESULT-2:   NPAC SMS sends unsuccessful action reply to the New Service Provider.





			Actual Results:


			








			8.1.2.4.1.26  Deleted








			8.1.2.4.1.27  Activate porting to original ‘pending’ port of a single TN – prior to due date. – Error





			Purpose:


			Activate porting to original ‘pending’ port consisting of a single TN via the SOA Mechanized Interface prior to the due date.





			Requirements:


			R5-53.2, R5-53.3





			Prerequisites:


			398. A ‘pending’ porting to original port exists.



399. New Service Provider sends an activation request to the NPAC SMS for a single TN via the SOA Mechanized Interface prior to the due date of the Subscription Version.





			Expected Results:


			RESULT-1:   Subscription Version is not activated.



RESULT-2:   NPAC SMS sends unsuccessful action reply to the New Service Provider.





			Actual Results:


			








8.1.2.5 Cancel of Subscription Data



8.1.2.5.1 SOA Mechanized Interface



			8.1.2.5.1.1  Subscription Version Cancel With Only One Create Action Received (Old Service Provider SOA Mechanized Interface). – Success





			Purpose:


			Cancel a subscription version from the Old Service Provider’s SOA Mechanized Interface when only the Old Service Provider supplied the subscription version create.





			Requirements:


			R5-12, R5-71.2, R5-71.3, RR5-20.1, RR-5-30, 6.5.3.3








Test case procedures incorporated into test case 2.27 form Release 3.1.



			8.1.2.5.1.2  Subscription Version Cancel With Only One Create Action Received (New Service Provider SOA Mechanized Interface). – Success 





			Purpose:


			Cancel a subscription version from the New Service Provider’s Mechanized Interface when only the New Service Provider supplied the subscription version create.





			Requirements:


			R5-12, R5-71.2, R5-71.4, RR5-29.1, RR-5-31, 6.5.3.3





			Prerequisites:


			400. A ‘pending’ subscription exists that only the subscriptionVerisonNewSP-Create action has been received by the NPAC.  



401. The New Service Provider is the service provider who issued the create.





			Expected Results:


			RESULT-1:  NPAC SMS sets the subscriptionVersionStatus to ‘canceled’ and the subscriptionCancellationTimestamp is updated.



RESULT-2:  NPAC SMS sets the subscriptionPreCancellationStatus to “‘pending’” 



RESULT-3:  NPAC SMS updates the subscriptionModifiedTimeStamp.



RESULT-4:  NPAC SMS sends M-ACTION response to New Service Provider indicating success. 



RESULT-5:  NPAC SMS sends subscriptionVersionStatusAttributeValueChange M-EVENT-REPORT to Old Service Provider SOA.



RESULT-6:  Old Service Provider confirms M-EVENT-REPORT.



RESULT-7:  NPAC SMS sends subscriptionVersionStatusAttributeValueChange M-EVENT-REPORT to New Service Provider SOA.



RESULT-8:  New Service Provider confirms M-EVENT-REPORT.





			Actual Results:


			








			8.1.2.5.1.3  Subscription Version Cancel Validation: subscription version does not exist (Old Service Provider’s or New Service Provider’s SOA Mechanized Interface). – Error





			Purpose:


			Validate cancel subscription version validation of  the existence of the subscription version from either the Old Service Provider’s or New Service Provider’s SOA Mechanized Interface.





			Requirements:


			R5-12, R5-69, 6.5.3.1, 6.5.3.2, 6.5.3.3





			Prerequisites:


			A subscription does not exist for the specified subscription version.





			Expected Results:


			RESULT-1:  NPAC SMS sends a reply to the M-ACTION indicating: no version to cancel.





			Actual Results:


			








			8.1.2.5.1.4 Subscription Version Cancel Validation: subscription state (Old Service Provider’s or New Service Provider’s SOA Mechanized Interface). – Error





			Purpose:


			Validate cancel subscription version validation of  the subscription version state from either the Old Service Provider’s or New Service Provider’s SOA Mechanized Interface.





			Requirements:


			R5-12, R5-70, 6.5.3.1, 6.5.3.2, 6.5.3.3





			Prerequisites:


			402. A subscription exists for the specified subscription version and is in a state other than ‘conflict’, ‘disconnect pending’, or ‘pending’.



403. The subscription version was created by the specified Service Provider.





			Expected Results:


			RESULT-1:  NPAC SMS sends a reply to the M-ACTION indicating: version in wrong state.





			Actual Results:


			








			8.1.2.5.1.5 Subscription Version Cancel Validation: authorized service provider (Old Service Provider’s or New Service Provider’s SOA Mechanized Interface). – Error





			Purpose:


			Validate cancel subscription version validation of  the service provider’s authorization from either the Old Service Provider’s or New Service Provider’s SOA Mechanized Interface.





			Requirements:


			R5-12, RR5-27, R5-71.5, 6.5.3.1, 6.5.3.2, 6.5.3.3





			Prerequisites:


			404. A ‘pending’ subscription exists for the specified subscription version and is in one of the following states: ‘conflict’, ‘disconnect pending’, or ‘pending’.



405. The Service Provider is neither the Old or the New Service Provider for the subscription version.





			Expected Results:


			RESULT-1:  NPAC SMS sends a reply to the M-ACTION indicating: service provider not authorized.





			Actual Results:


			








			8.1.2.5.1.6  Subscription Version Cancel by Service Provider SOA After Both Service Provider SOAs Have Concurred (Old Service Provider’s SOA Mechanized Interface). – Success





			Purpose:


			Cancel a subscription version from the Old Service Provider’s SOA Mechanized Interface after both SOAs have issued their create actions.





			Requirements:


			R5-12, RR5-26.1, R5-71.2, R5-71.6, RR5-28.1, RR5-29.1, RR5-30, RR5-31,  6.5.3.1





			Prerequisites:


			406. A ‘pending’, conflict or ‘disconnect pending’ subscription version exists that both Service Providers issued their create actions.  



407. The Service Provider is the Old Service Provider who issued the create.





			Expected Results:


			RESULT-1:  NPAC SMS sets the subscriptionPreCancellationStatus to the current value of the subscriptionVersionStatus.



RESULT-2:  NPAC SMS sets the subscriptionVersionStatus to ‘cancel-pending’.



RESULT-3:  NPAC SMS updates the subscriptionModifiedTimeStamp.



RESULT-4:  NPAC SMS sends M-ACTION response to Old Service Provider indicating success.



RESULT-5:  NPAC SMS sends subscriptionVersionStatusAttributeValueChange M-EVENT-REPORT to Old Service Provider SOA.



RESULT-6:  Old Service Provider confirms M-EVENT-REPORT.



RESULT-7:  NPAC SMS sends subscriptionVersionStatusAttributeValueChange M-EVENT-REPORT to New Service Provider SOA.



RESULT-8:  New Service Provider confirms M-EVENT-REPORT.



RESULT-9:  NPAC SMS updates the subscriptionOldSPCancellationTimeStamp and the subscriptionModifiedTimeStamp.



RESULT-10:  Old Service Provider issues M-ACTION to acknowledge the cancellation.



RESULT-11:  NPAC SMS sends response to M-ACTION indicating success.



RESULT-12:  New Service Provider issues M-ACTION to acknowledge the cancellation.



RESULT-13:  NPAC SMS updates the subscriptionNewSPCancellationTimeStamp, subscriptionModifiedTimeStamp, subscriptionCancellationTimeStamp, and the subscriptionVersionStatus to ‘canceled’.



RESULT-14:  NPAC SMS sends response to M-ACTION indicating success.



RESULT-15:  NPAC SMS sends M-EVENT-REPORT for the subscriptionVersionStatus update to ‘canceled’ to the Old Service Provider SOA.



RESULT-16:  The Old Provider SOA sends the M-EVENT-REPORT confirmation.



RESULT-17:  NPAC SMS sends M-EVENT-REPORT for the subscriptionVersionStatus update to ‘canceled’ to the New Service Provider SOA.



RESULT-18:  The New Provider SOA sends the M-EVENT-REPORT confirmation.





			Actual Results:


			








			8.1.2.5.1.7  Subscription Version Cancel by Service Provider SOA After Both Service Provider SOAs Have Concurred (New Service Provider’s SOA Mechanized Interface). – Success





			Purpose:


			Cancel a subscription version from the New Service Provider’s SOA Mechanized Interface after both SOAs have issued their create actions.





			Requirements:


			R5-12, RR5-26.1, R5-71.2, R5-71.6, RR5-28.1, RR5-29.1, RR5-30, RR5-31,  6.5.3.1





			Prerequisites:


			408. A ‘pending’, conflict or ‘disconnect pending’ subscription version exists that both Service Providers issued their create actions.  



409. The Service Provider is the New Service Provider who issued the create.





			Expected Results:


			RESULT-1:  NPAC SMS sets the subscriptionPreCancellationStatus to the current value of the subscriptionVersionStatus.



RESULT-2:  NPAC SMS sets the subscriptionVersionStatus to ‘cancel-pending’.



RESULT-3:  NPAC SMS updates the subscriptionModifiedTimeStamp.



RESULT-4:  NPAC SMS sends M-ACTION response to New Service Provider indicating success.



RESULT-5:  NPAC SMS sends subscriptionVersionStatusAttributeValueChange M-EVENT-REPORT to New Service Provider SOA.



RESULT-6:  New Service Provider confirms M-EVENT-REPORT.



RESULT-7:  NPAC SMS sends subscriptionVersionStatusAttributeValueChange M-EVENT-REPORT to the Old Service Provider SOA.



RESULT-8:  Old Service Provider confirms M-EVENT-REPORT.



RESULT-9:  NPAC SMS updates the subscriptionNewSPCancellationTimeStamp and the subscriptionModifiedTimeStamp.



RESULT-10:  New Service Provider issues M-ACTION to acknowledge the cancellation.



RESULT-11:  NPAC SMS sends response to M-ACTION indicating success.



RESULT-12:  Old Service Provider issues M-ACTION to acknowledge the cancellation.



RESULT-13:  NPAC SMS updates the subscriptionOldSPCancellationTimeStamp, subscriptionModifiedTimeStamp, subscriptionCancellationTimeStamp, and the subscriptionVersionStatus to ‘canceled’.



RESULT-14:  NPAC SMS sends response to M-ACTION indicating success.



RESULT-15:  NPAC SMS sends M-EVENT-REPORT for the subscriptionVersionStatus update to ‘canceled’ to the New Service Provider SOA.



RESULT-16:  The New Provider SOA sends the M-EVENT-REPORT confirmation.



RESULT-17:  NPAC SMS sends M-EVENT-REPORT for the subscriptionVersionStatus update to ‘canceled’ to the Old Service Provider SOA.



RESULT-18:  The Old Provider SOA sends the M-EVENT-REPORT confirmation.





			Actual Results:


			








			8.1.2.5.1.8  Subscription Version Cancel by Old Service Provider SOA No Acknowledgment by  New Service Provider SOA (SOA Mechanized Interface). – Success 





			Purpose:


			Cancel a subscription version from the Old Service Provider’s SOA Mechanized Interface but the New Service Provider SOA does not send acknowledgment.





			Requirements:


			R5-12, RR5-26.1, R5-71.2, R5-71.6, RR5-28.1, RR5-29.1, RR5-30, RR5-31, RR5-32.1, RR5-32.3, RR5-33.1, RR5-33.3, RR5-34, RR5-35.1, RR5-36, 6.5.3.2





			Prerequisites:


			410. A ‘pending’, conflict or ‘disconnect pending’ subscription version exists that both Service Providers issued their create actions.  



411. The Service Provider is the Old Service Provider who issued the create.



412. The New Service Provider does NOT send the cancellation acknowledgment.





			Expected Results:


			RESULT-1:  NPAC SMS sets the subscriptionPreCancellationStatus to the current value of the subscriptionVersionStatus.



RESULT-2:  NPAC SMS sets the subscriptionVersionStatus to ‘cancel-pending’.



RESULT-3:  NPAC SMS updates the subscriptionModifiedTimeStamp.



RESULT-4:  NPAC SMS sends M-ACTION response to Old Service Provider indicating success.



RESULT-5:  NPAC SMS sends subscriptionVersionStatusAttributeValueChange M-EVENT-REPORT to Old Service Provider SOA.



RESULT-6:  Old Service Provider confirms M-EVENT-REPORT.



RESULT-7:  NPAC SMS sends subscriptionVersionStatusAttributeValueChange M-EVENT-REPORT to New Service Provider SOA.



RESULT-8:  New Service Provider confirms M-EVENT-REPORT.



RESULT-9:  NPAC SMS updates the subscriptionOldSPCancellationTimeStamp and the subscriptionModifiedTimeStamp.



RESULT-10:  Old Service Provider issues M-ACTION to acknowledge the cancellation.



RESULT-11:  NPAC SMS sends response to M-ACTION indicating success.



RESULT-12:  The cancellation-initial concurrence window tunable parameter expires.



RESULT-13:  NPAC SMS issues an M-EVENT-REPORT requesting acknowledgment.



RESULT-14:  The New Service Provider SOA returns an M-EVENT-REPORT confirmation.



RESULT-15:  The cancellation-final concurrence window tunable parameter expires.



RESULT-16:  NPAC SMS updates the subscriptionModifiedTimeStamp, subscriptionConflictTimeStamp, and the subscriptionVersionStatus to “conflict”.



RESULT-17:  NPAC SMS sends M-EVENT-REPORT for the subscriptionVersionStatusAttributeChange to the Old Service Provider SOA.



RESULT-18:  The Old Provider SOA sends the M-EVENT-REPORT confirmation.



RESULT-19:  NPAC SMS sends M-EVENT-REPORT for the subscriptionVersionStatusAttributeChange to the New Service Provider SOA.



RESULT-20:  The New Provider SOA sends the M-EVENT-REPORT confirmation.





			Actual Results:


			








			8.1.2.5.1.9  Subscription Version Cancel by New Service Provider SOA No Acknowledgment by Old Service Provider (SOA Mechanized Interface). – Success





			Purpose:


			Cancel a subscription version from the New Service Provider’s SOA Mechanized Interface.  The Old Service Provider does not send an acknowledgment.





			Requirements:


			R5-12, RR5-26.1, R5-71.2, R5-71.6, RR5-28.1, RR5-29.1, RR5-30, RR5-31, RR5-32.1, RR5-32.3, RR5-33.1, RR5-33.3, RR5-34, RR5-35.2,  6.5.3.2





			Prerequisites:


			413. A ‘pending’, conflict or ‘disconnect pending’ subscription version exists that both Service Providers issued their create actions.



414. The Service Provider is the New Service Provider who issued the create.



415. The Old Service Provider does NOT send the cancellation acknowledgment.





			Expected Results:


			RESULT-1:  NPAC SMS sets the subscriptionPreCancellationStatus to the current value of the subscriptionVersionStatus



RESULT-2:  NPAC SMS sets the subscriptionVersionStatus to “cancel-’pending’”



RESULT-3:  NPAC SMS updates the subscriptionModifiedTimeStamp



RESULT-4:  NPAC SMS sends M-ACTION response to New Service Provider indicating success



RESULT-5:  NPAC SMS sends subscriptionVersionStatusAttributeValueChange M-EVENT-REPORT to New Service Provider SOA



RESULT-6:  New Service Provider confirms M-EVENT-REPORT



RESULT-7:  NPAC SMS sends subscriptionVersionStatusAttributeValueChange M-EVENT-REPORT to the Old Service Provider SOA



RESULT-8:  Old Service Provider confirms M-EVENT-REPORT



RESULT-9:  NPAC SMS updates the subscriptionNewSPCancellationTimeStamp and the subscriptionModifiedTimeStamp



RESULT-10:  New Service Provider issues M-ACTION to acknowledge the cancellation



RESULT-11:  NPAC SMS sends response to M-ACTION indicating success



RESULT-12:  The cancellation-initial concurrence window tunable parameter expires



RESULT-13:  NPAC SMS issues M-EVENT-REPORT requesting acknowledgment



RESULT-14:  The Old Service Provider SOA returns M-EVENT-REPORT confirmation



RESULT-15:  The cancellation-final concurrence window tunable parameter expires



RESULT-16:  NPAC SMS updates the subscriptionOldSPCancellationTimeStamp, subscriptionModifiedTimeStamp, subscriptionCancellationTimeStamp, and the subscriptionVersionStatus to ‘canceled’.



RESULT-17:  NPAC SMS sends M-EVENT-REPORT for the subscriptionVersionStatus update to ‘canceled’ to the New Service Provider SOA



RESULT-18:  The New Provider SOA sends the M-EVENT-REPORT confirmation



RESULT-19:  NPAC SMS sends M-EVENT-REPORT for the subscriptionVersionStatus update to ‘canceled’ to the Old Service Provider SOA



RESULT-20:  The Old Provider SOA sends the M-EVENT-REPORT confirmation





			Actual Results:


			








			8.1.2.5.1.10  Subscription Version Cancel Intra-service Provider Port (Current Provider SOA Mechanized Interface). – Success





			Purpose:


			Cancel a subscription version from the Current  Service Provider’s SOA Mechanized Interface for an intra-service provider ported subscription.





			Requirements:


			R5-12, R5-71.2, R5-71.3, R5-71.11, RR5-29.2, 6.5.3.3





			Prerequisites:


			416. A subscription exists for a intra-service provider port.



417. The  Service Provider is the current service provider who issued the create.





			Expected Results:


			RESULT-1:  NPAC SMS sets the subscriptionVersionStatus to ‘canceled’ and the subscriptionCancellationTimestamp is updated.



RESULT-2:  NPAC SMS sets the subscriptionPreCancellationStatus to ‘pending’.



RESULT-3:  NPAC SMS updates the subscriptionModifiedTimeStamp.



RESULT-4:  NPAC SMS sends M-ACTION response to Current Service Provider indicating success.



RESULT-5:  NPAC SMS sends subscriptionVersionStatusAttributeValueChange M-EVENT-REPORT to the Current Service Provider SOA.



RESULT-6:  Current Service Provider confirms M-EVENT-REPORT.





			Actual Results:


			








8.1.2.6 Conflict/Conflict Resolution of Subscription Data



			8.1.2.6.1  Deleted








			8.1.2.6.2  Subscription Version Conflict Removal by the New Service Provider SOA. – Success





			Purpose:


			Subscription Version Conflict Removal by the New Service Provider SOA.





			Requirements:


			R5-46, R5-47, R5-50.1, R50.2, RR5-12.1, RR5-12.3, RR5-12.4, RR5-12.5, RR5-14








Test Case procedures incorporated into test cases NANC 201-25, NANC 201-35 for Release 2.0.



			8.1.2.6.3  Subscription Version Conflict Removal by the New Service Provider SOA before the Version Conflict Cancellation Window has expired. – Error





			Purpose:


			Subscription Version Conflict Removal by the New Service Provider SOA before the Long Conflict Resolution New SP Restriction Window has expired.





			Requirements:


			R5-46, R5-47, R5-50.1, R50.2, RR5-12.1, RR5-12.3, RR5-12.4, RR5-12.5, RR5-14





			Prerequisites:


			A subscription version exists on NPAC with a status of conflict and the Long Conflict Resolution New SP Restriction Window has not expired.





			Expected Results:


			RESULT-1:  The New Service Provider SOA receives a failure message from NPAC due to the Long Conflict Resolution New SP Restriction Window not having expired.





			Actual Results:


			








			8.1.2.6.4  Subscription Version Conflict: No Conflict Resolution. – Success





			Purpose:


			Subscription Version Conflict:  No Conflict Resolution.





			Requirements:


			R5-45.1, R5-45.2, R5-45.3, R5-45.4, R5-45.5, R5-45.6





			Prerequisites:


			NPAC SMS take action on behalf of Old Service Provider to set status of a subscription version to ‘Conflict’.





			Expected Results:


			RESULT-1:  After the Long Conflict Resolution New SP Restriction Window expires and after the Conflict Expiration Window with the version status still in ‘Conflict’, the NPAC sets the status to ‘Cancel’.



RESULT-2:  NPAC sends a message to the New Service Provider changing the SV status to Cancel.



RESULT-3:  Confirmation is sent from the New Service Provider SOA.



RESULT-4:  NPAC sends a message to the Old Service Provider changing the SV status to Cancel.



RESULT-5:  Confirmation is sent from the Old Service Provider SOA.





			Actual Results:


			








8.1.2.7 Query of Subscription Data



8.1.2.7.1 SOA Mechanized Interface



			8.1.2.7.1.1  Subscription Version Query – SOA. – Success





			Purpose:


			This scenario shows Subscription Version query from service provider systems to the NPAC.





			Requirements:


			R4-30.1, R4-30.2, R5-74.4, R4-29,R5-74.3





			Prerequisites:


			Subscription versions have been created.





			Expected Results:


			RESULT-1:  Service Provider takes action to retrieve one or more subscription versions.



RESULT-2:  The Service Provider SOA issues a scoped/filtered M-GET for a subscription version TN or all subscription versions.



RESULT-3:  The NPAC SMS replies with the requested data if the request is within the maximum subscriber query boundary.  Otherwise, an error is returned.





			Actual Results:


			








8.1.2.7.2 LSMS Mechanized Interface



			8.1.2.7.2.1  Subscription Version Query – LSMS. – Success





			Purpose:


			This scenario shows a Subscription Version query from service provider systems to the NPAC.





			Requirements:


			R4-30.1, R4-30.2, R4-29, R5-74.3





			Prerequisites:


			Subscription versions have been created.





			Expected Results:


			RESULT-1:  Local SMS takes action to retrieve one or more subscription versions.



RESULT-2:  The Local SMS issues a scoped/filtered M-GET for a subscription version TN or all subscription versions.



RESULT-3:  The NPAC SMS replies with the requested data if the request is within the maximum subscriber query boundary.  Otherwise, an error is returned.





			Actual Results:


			








8.2  Disaster Recovery 



			8.2.1 Scheduled Site Switchover





			Purpose:


			A scheduled site switchover.





			Requirements:


			





			Prerequisites:


			418. Using the contact information, and the procedures in the M&P manual, NPAC personnel will notify all service providers of the expected system outage.



419. Prior to the scheduled site switchover, all service providers will perform random queries of their network data, and subscription version data to be able to verify that the data currently available on the primary NPAC is also available after the switchover occurs.





			Expected Results:


			RESULT-1:  At the appointed time, NPAC personnel will abort any remaining associations at the primary NPAC site, and will then execute the procedures necessary to make the backup site available.



RESULT-2:  All service providers will be notified of the backup site's availability, and will re-establish their associations.



RESULT-3:  Once normal operations are re-established with the backup site, all service providers will execute the SP to SP testing scenario 3.1, "Round Robin Testing" using a different set of data



RESULT-4:  After the testing scenario is completed, NPAC personnel will abort any remaining associations at the backup site, and will then execute the procedures necessary to restore operation  to the primary NPAC site.



RESULT-5:  All service providers will be notified of the primary site's availability, and will re-establish their associations.



RESULT-6:  After re-establishing normal communications with the NPAC primary site, all service providers will perform queries to verify that all new data created while connected to the backup site is now available at the restored primary site.





			Actual Results:


			








			8.2.2 Unscheduled Site Switchover





			Purpose:


			To perform an Unscheduled Site Switchover.





			Requirements:


			





			Prerequisites:


			Prior to the unscheduled site switchover, all service providers will perform random queries of their network data, and subscription version data to be able to verify that the data currently available on the primary NPAC is also available after the switchover occurs.





			Expected Results:


			RESULT-1:  At the agreed upon time, NPAC personnel will perform a scenario that will simulate a short-term facilities outage.  At that time, all currently connected service providers will lose their current associations.



RESULT-2:  Following the M&P guidelines, service providers will be notified of the outage, and directed to re-establish their associations at the backup site.



RESULT-3:  Once normal operations are re-established with the backup site, all service providers will create a new NPA-NXX data entry.



RESULT-4:  NPAC personnel will notify all service providers of the expected availability of the primary site.



RESULT-5:  When the primary site is ready to resume normal operations, all service providers will discontinue operation at the backup site, and re-establish their associations at the primary NPAC.



RESULT-6:  After re-establishing normal communications with the NPAC primary site, all service providers will perform queries to verify that all new data created while connected to the backup site is now available at the restored primary site.





			Actual Results:


			








			8.2.3 Scheduled Downtime





			Purpose:


			The Scheduled downtime of the NPAC SMS.





			Requirements:


			





			Prerequisites:


			420. Following the steps outlined in the M&P manual, NPAC personnel will perform all required notifications of expected downtime.



421. Ten minutes prior to the planned downtime, NPAC personnel will issue an electronic notification to all currently connected service providers detailing the start and stop times of the downtime, and the reason.



422. All service providers will verify receipt of the electronic notification.





			Expected Results:


			RESULT-1:  NPAC personnel will shut the primary NPAC facility down for a period of 30 minutes.



RESULT-2:  At the conclusion of the scheduled downtime, NPAC personnel will restore the primary facility to normal operations.



RESULT-3:  NPAC personnel will notify all service providers of the restoration of normal service.



RESULT-4:  All service providers will reconnect to the NPAC and resume normal operation.





			Actual Results:


			








8.3 [section place holder only]



8.4 [section place holder only]



8.5 NPA Splits Scenarios



			8.5.1 Permissive Dialing Period is Successfully Started - NPAC Personnel User – Success 





			Purpose:


			Confirm that the NPAC Personnel user can successfully split NPAs. Subscriptions that are in the sending state and associated with the NPA being split will not be modified. Only acceptable characters can be used in text fields.  The Permissive Dialing Period is successfully started.  The sending Subscription Versions will be updated at the start of Permissive Dialing Period.  





			Requirements:


			R-1, R-3, R-7, R-13, R-15, R-22, R-23, R-24, R-27, R-28, R-30, R-31, R-32, RN3-1, RN3-3, RN3-2








Test case procedures incorporated into test case 192-1 from Release 3.2.



			8.5.2  New NPA-NXX does not Already Exist - NPAC Personnel User – Error 





			Purpose:


			Confirm that NPA Splits cannot be submitted if the old and new NPA-NXXs do not already exist.





			Requirements:


			R-2, R-1








Test case procedures incorporated into test case 192-1 from Release 3.2.



			8.5.3  Permissive Dialing Period with Audits – NPAC Personnel User – Success 





			Purpose:


			Confirm that the NPAC Personnel user can perform audits during Permissive Dialing Period (during an NPA Split).





			Requirements:


			R-14








Test case procedures incorporated into test case 192-1 from Release 3.2.



			8.5.4  Adding New NPA-NXXs to NPA Split Before and During Permissive Dialing Period – Success 





			Purpose:


			Confirm that the NPAC Personnel user and the Service Provider user can add new NPA-NXXs to an NPA Split before and during Permissive Dialing Period. – Success





			Requirements:


			R-19








Test case procedures incorporated into test case 192-1 from Release 3.2.



			8.5.5 Perform Port-to-Original during the Permissive Dialing Period of the NPA Split.– Success 





			Purpose:


			Perform Port-to-Original during the Permissive Dialing Period of the NPA Split using the SOA – Success





			Requirements:


			








Test case procedures incorporated into test case 192-1 from Release 3.2.



			8.5.6  New NPA-NXX involved in one NPA Split Validation - NPAC Personnel User – Error 





			Purpose:


			Confirm that the NPAC Personnel user cannot successfully split NPA-NXXs that are already involved in an NPA Split. 





			Requirements:


			R-5, R-6








Test case procedures incorporated into test case 192-1 from Release 3.2.



			8.5.7  Old NPA-NXX involved in one NPA Split Validation - NPAC Personnel User – Error 





			Purpose:


			The purpose of this test case is to confirm that the NPAC Personnel user cannot successfully split NPA-NXXs that are already involved in an NPA Split. 





			Requirements:


			R-25, R-26








Test case procedures incorporated into test case 192-1 from Release 3.2.



			8.5.8  Delete NPA Split - NPAC Personnel User – Success 





			Purpose:


			The purpose of this test case is to confirm that the NPAC Personnel user can successfully delete the NPA Split information prior to the start of the permissive dialing period.





			Requirements:


			R-20








Test case procedures incorporated into test case 192-1 from Release 3.2.



			8.5.9  Removal of NPA-NXX from NPA Split during Permissive Dialing Period - NPAC Personnel User – Success 





			Purpose:


			The purpose of this test case is to confirm that when NPAC Personnel remove an NPA-NXX from an NPA Split during Permissive Dialing Period that the NPAC modifies the TN of any Subscription Version (active or pending) involved in the split for that NPA-NXX to the old NPA-NXX. – Success 





			Requirements:


			








Test case procedures incorporated into test case 192-1 from Release 3.2.



8.6 Modify Active



Modify_Active_1



			Modify optional data for an ‘active’ Subscription Version with valid data for the Current Service Provider. – Partial Failure





			Purpose:


			Current Service Provider issues modify of an ‘active’ subscription for a single TN for the following fields with valid data:



CLASS DPC



CLASS SSN



LIDB DPC



LIDB SSN









			Requirements: 


			R5-37, R5-38.1, R5-40.1, R5-40.3, R5-40.4, RR5-41, R5-41.1, RR5-41.2, RR5-41.3, RR5-41.4





			Prerequisites


			The TN must be ‘active’ for the Current Service Provider.





			Expected Results:


			RESULT-1:  NPAC SMS issues M-SET to the subscriptionVersionNPAC.  The subscriptionVersionStatus is updated to ‘sending’,  the subscriptionBroadcastTimeStamp and subscriptionModifiedTimeStamp are set, and all modified attributes are updated.



RESULT-2:  NPAC SMS issues M-SET response indicating success.



RESULT-3:  NPAC SMS replies to the M-ACTION with success.



RESULT-4:  NPAC SMS issues M-SET to all Local SMSs that are accepting downloads for this NPA-NXX for the updated attributes.  



RESULT-5:  NPAC SMS waits for a response from each Local SMS.



RESULT-6:  NPAC SMS retries any Local SMS that has not responded.



RESULT-7:  No response after retries or an error is received from at least one Local SMS but not all.



RESULT-8:  NPAC SMS issues an M-SET Request to itself to update the subscriptionVersionStatus to ‘active’ from ‘sending’ and updates the subscriptionFailed-SP-List with the service provider ID and name of the Local SMSs that failed to successfully receive the broadcast.



RESULT-9:  NPAC SMS issues an M-EVENT-REPORT to the current service provider SOA with the current status and failedSP-List.



RESULT-10:  Current Service Provider SOA send the NPAC SMS an M-EVENT-REPORT confirmation.





			Actual Results:


			








Modify_Active_2



			Modify required data for ‘active’ Subscription Versions, for a range of TNs, with valid data for the Current Service Provider. – Partial Failure





			Purpose:


			Current Service Provider issues modify of an ‘active’ subscription for a single TN for the following fields with valid data:



LRN









			Requirements: 


			R5-37, R5-38.1, R5-40.1, R5-40.3, R5-40.4, RR5-41, R5-41.1, RR5-41.2, RR5-41.3, RR5-41.4








Test case procedures incorporated into test case 2.13 form Release 3.1.



Modify_Active_3



			Modify required data for an ‘active’ Subscription Version with valid data for the Current Service Provider. – Failure





			Purpose:


			Current Service Provider issues modify of an ‘active’ subscription for a single TN for the following fields with valid data:



LRN









			Requirements: 


			R5-37, R5-38.1, R5-40.1, R5-40.3, R5-40.4, RR5-41, R5-41.1, RR5-41.2, RR5-41.3, RR5-41.4





			Prerequisites


			The TN must be ‘active’ for the current Service Provider.





			Expected Results:


			RESULT-1:  NPAC SMS issues M-SET to the subscriptionVersionNPAC.  The subscriptionVersionStatus is updated to ‘sending’, the subscriptionBroadcastTimeStamp and subscriptionModifiedTimeStamp are set, and all modified attributes are updated.



RESULT-2:  NPAC SMS issues M-SET response indicating success.



RESULT-3:  NPAC SMS replies to the M-ACTION with success.



RESULT-4:  NPAC SMS issues M-SET to all Local SMSs that are accepting downloads for the NPA-NXX for the updated attributes.  



RESULT-5:  NPAC SMS waits for a response from each Local SMS.



RESULT-6:  NPAC SMS retries any Local SMS that has not responded.



RESULT-7:  No response after retries or an error is received from all Local SMSs.  



RESULT-8:  NPAC SMS issues an M-SET Request to itself to update the subscriptionVersionStatus to ‘active’ from ‘sending’ and updates the subscriptionFailed-SP-List with the service provider ID and name of the Local SMS that failed to successfully receive the broadcast.



RESULT-9:  NPAC SMS issues an M-EVENT-REPORT to the current service provider SOA with the current status and failedSP-List.



RESULT-10:  Current Service Provider SOA send the NPAC SMS an M-EVENT-REPORT confirmation.





			Actual Results:


			








Modify_Active_4



			Modify optional data for ‘active’ Subscription Versions, for a range of TNs, with valid data for the Current Service Provider. – Failure





			Purpose:


			Current Service Provider issues modify of an ‘active’ subscription for a single TN for the following fields with valid data:



CNAM DPC



CNAM SSN



ISVM DPC



ISVM SSN



WSMSC-DPC – if supported by the Service Provider SOA



WSMSC-SSN – if supported by the Service Provider SOA









			Requirements: 


			R5-37, R5-38.1, R5-40.1, R5-40.3, R5-40.4, RR5-41, R5-41.1, RR5-41.2, RR5-41.3, RR5-41.4





			Prerequisites


			The TNs must be ‘active’ for the current Service Provider.





			Expected Results:


			RESULT-1:  NPAC SMS issues M-SET to the subscriptionVersionNPAC for the range of TNs.  The subscriptionVersionStatus for the range of TNs is updated to ‘sending’, the subscriptionBroadcastTimeStamp and subscriptionModifiedTimeStamp are set, and any other modified attributes are updated.



RESULT-2:  NPAC SMS issues M-SET response indicating success.



RESULT-3:  NPAC SMS replies to the M-ACTION with success.



RESULT-4:  NPAC SMS issues M-SET to all Local SMSs that are accepting downloads for the NPA-NXX for the updated attributes.  



RESULT-5:  NPAC SMS waits for a response from each Local SMS.



RESULT-6:  NPAC SMS retries any Local SMS that has not responded.



RESULT-7:  No response after retries or an error is received from all local SMSs.



RESULT-8:  NPAC SMS issues an M-SET Request to itself to update the subscriptionVersionStatus to ‘active’ from ‘sending’ and updates the subscriptionFailed-SP-List with the service provider ID and name of the Local SMS that failed to successfully receive the broadcast.



RESULT-9:  NPAC SMS issues an M-EVENT-REPORT to the current service provider SOA with the current status and failedSP-List.



RESULT-10:  Current Service Provider SOA send the NPAC SMS an M-EVENT-REPORT confirmation.





			Actual Results:


			








8.7 Audits



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			Audit_1


			Priority:


			Required





			


			Objective:






			NPAC Initiates Full Audit (all data attributes), Single TN, No Discrepancies. – Success








			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			





			


			NANC FRS Version Number:


			FRS v 1.7


			Relevant Requirement(s):


			





			


			NANC IIS Version Number:


			IIS v 1.7


			Relevant Flow(s):


			B.2.4 NPAC Initiated Audit








			


			


			





			C.


			TIME ESTIMATE


			





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			


			





			D.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that Subscription Versions exist for requested TNs.



2. Verify that no discrepancies exist between the NPAC SMS and the audited LSMS(s).





			


			Prerequisite SP Setup:


			





			


			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1


			NPAC


			1. NPAC Personnel, using the NPAC OP GUI, initiates a full audit.  



2. The NPAC SMS creates the subscription audit object.  


			NPAC


			The NPAC SMS sets the audit status to “in progress.”





			2


			NPAC


			The NPAC SMS sends an M-GET request for the Subscription Versions in the audit to LSMSs to retrieve the subscription data.  The NPAC SMS uses scope and filtering to retrieve only the Subscription Version objects to be audited.  


			SP


			The LSMSs return the scoped and filtered M-GET Response for data.





			3


			NPAC


			The NPAC SMS compares each Subscription Version object.


			NPAC


			The NPAC SMS does not find any discrepancies.









			4.


			NPAC


			The NPAC SMS sets audit status to ‘complete’.


			NPAC


			The NPAC SMS sets audit status to ‘complete’.









			5.


			NPAC


			The NPAC SMS records audit results in audit log.


			NPAC


			The NPAC SMS records audit results in audit log.





			6


			NPAC


			The NPAC SMS issues an M-DELETE Request subscriptionAudit to itself.


			NPAC


			1. The audit object is deleted.



2. The NPAC SMS issues an M-DELETE Response to itself.





			7.


			NPAC


			NPAC Personnel perform a query to verify that the audit is complete and no discrepancies exist.


			NPAC


			The audit is complete and no discrepancies exits.





			8.


			SP - conditional


			Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query to verify that the audit is complete and no discrepancies exist.


			SP


			The audit is complete and no discrepancies exits.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			Audit_2


			Priority:


			Conditional





			


			Objective:






			SOA Initiates Full Audit (all data attributes), Range of TNs, with Discrepancies. – Success








			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			





			


			NANC FRS Version Number:


			FRS v 1.7


			Relevant Requirement(s):


			





			


			NANC IIS Version Number:


			IIS v 1.7


			Relevant Flow(s):


			B.2.1 SOA Initiated Audit








			


			


			





			C.


			TIME ESTIMATE


			





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			


			





			D.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that Subscription Versions exist for requested TNs.



2. Verify that discrepancies exist between the NPAC SMS and the audited LSMS(s).





			


			Prerequisite SP Setup:


			





			


			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SOA


			The Service Provider SOA sends a full audit request for a range of  TNs to the NPAC SMS specifying the following:



· subscription Audit Name



· subscription Audit Requesting SP



· subscription Audit SP ID Range



· subscription Audit TN Range



· subscription Audit Attribute List (all data attributes)



· subscription Audit TN Activation Range.  


			NPAC


			1. The NPAC SMS receives the valid request from SOA.



2. The NPAC SMS responds to SOA’s M-CREATE Request.



3. The NPAC SMS sets the audit status to “in-progress.”





			2.


			NPAC


			The NPAC SMS sends an M-EVENT-REPORT objectCreation to SOA.


			SP


			The SOA receives the M-EVENT-REPORT and issues an M-EVENT-REPORT Confirmation to the NPAC SMS.





			3.


			NPAC


			The NPAC SMS issues a scoped and filtered M-GET for the Subscription Versions in the audit to all LSMSs accepting downloads for the NPA-NXX of the Subscription Versions.  


			SP


			The LSMSs return the scoped and filtered M-GET Response for data.





			4.


			NPAC


			The NPAC SMS compares each Subscription Version object.  


			NPAC






			The NPAC SMS finds discrepancies.





			5.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionAuditDiscrepancyRpt for each discrepancy to the SOA.


			SP


			The SOA receives an M-EVENT-REPORT for each discrepancy and issues an M-EVENT-REPORT Confirmation for each discrepancy to the NPAC SMS.  









			6.


			NPAC


			The NPAC SMS issues corrections to LSMSs [M-CREATE, M-DELETE, or M -SET].


			SP


			The LSMSs perform the corrections received from the NPAC SMS.









			7.


			NPAC


			The NPAC SMS sets the audit status to ‘complete’.


			NPAC


			The NPAC SMS records the audit results in the audit log.  





			8.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionAuditResults M-Event Report to SOA.


			SP


			The SOA receives the M-EVENT-REPORT and issues an M-EVENT-REPORT Confirmation to the NPAC SMS.  









			9.


			NPAC


			The NPAC SMS sends an M-EVENT-REPORT objectDeletion to the SOA.


			SP


			The SOA receives the M-EVENT-REPORT objectDeletion and issues an M-EVENT-REPORT Confirmation to the NPAC SMS





			10.


			NPAC


			The NPAC SMS issues an M-DELETE Request subscriptionAudit to itself.


			NPAC


			1. The audit object is deleted.



2. The NPAC SMS issues an M-DELETE Response to itself.





			11.


			NPAC


			NPAC Personnel query to verify that the audit is complete and discrepancies exist.


			NPAC


			The audit is complete and discrepancies exist.









			12.


			SP – conditional


			Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query to verify that the audit is complete and discrepancies exist.


			SP


			The audit is complete and discrepancies exist.









			13.


			SP - optional


			Service Provider Personnel, using their LSMS, perform a local query to verify that the discrepant Subscription Versions have been modified.


			SP


			The discrepant Subscription Versions have been modified.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			Audit_3


			Priority:


			Conditional





			


			Objective:






			SOA Initiates Partial Audit (some data attributes), Single TN, with Discrepancies. – Success








			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			





			


			NANC FRS Version Number:


			FRS v 1.7


			Relevant Requirement(s):


			





			


			NANC IIS Version Number:


			IIS v 1.7


			Relevant Flow(s):


			B.2.1 SOA Initiated Audit








			


			


			





			C.


			TIME ESTIMATE


			





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			


			





			D.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that a Subscription Version exists for requested TN.



2. Verify that discrepancies exist between NPAC SMS and the audited LSMS.





			


			Prerequisite SP Setup:


			





			


			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SOA


			The Service Provider SOA sends a partial audit request to the NPAC SMS specifying the following:



· subscription Audit Name



· subscription Audit Requesting SP



· subscription Audit SP ID Range



· subscription Audit TN Range



· subscription Audit Attribute List (some data attributes)



· subscription Audit TN Activation Range.  


			NPAC


			1. The NPAC SMS receives the valid request from SOA.



2. The NPAC SMS responds to SOA’s M-CREATE Request.



3. The NPAC SMS sets the audit status to “in-progress.”





			2.


			NPAC


			The NPAC SMS sends an M-EVENT-REPORT objectCreation to SOA.


			SP


			The SOA receives the M-EVENT-REPORT and issues an M-EVENT-REPORT Confirmation to the NPAC SMS.





			3.


			NPAC


			The NPAC SMS issues a scoped and filtered M-GET for the Subscription Version in the audit to all LSMSs accepting downloads for the NPA-NXX of the Subscription Version.  


			SP


			The LSMSs return the scoped and filtered M-GET Response for data.





			4.


			NPAC


			The NPAC SMS compares each Subscription Version object.  


			NPAC






			The NPAC SMS finds discrepancies.





			5.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionAuditDiscrepancyRpt for each discrepancy to the SOA.


			SP


			The SOA receives an M-EVENT-REPORT for each discrepancy and issues an M-EVENT-REPORT Confirmation for each discrepancy to the NPAC SMS.  









			6.


			NPAC


			The NPAC SMS issues corrections to LSMSs [M-CREATE, M-DELETE, or M -SET].


			SP


			The LSMSs perform the corrections received from the NPAC SMS.









			7.


			NPAC


			The NPAC SMS sets the audit status to ‘complete’.


			NPAC


			The NPAC SMS records the audit results in the audit log.  





			8.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionAuditResults M-Event Report to SOA.


			SP


			The SOA receives the M-EVENT-REPORT and issues an M-EVENT-REPORT Confirmation to the NPAC SMS.  





			9.


			NPAC


			The NPAC SMS sends an M-EVENT-REPORT objectDeletion to the SOA.


			SP


			The SOA receives the M-EVENT-REPORT objectDeletion and issues an M-EVENT-REPORT Confirmation to the NPAC SMS





			10.


			NPAC


			The NPAC SMS issues an M-DELETE Request subscriptionAudit to itself.


			NPAC


			1. The audit object is deleted.



2. The NPAC SMS issues an M-DELETE Response to itself.





			11.


			NPAC


			NPAC Personnel query to verify that the audit is complete and discrepancies exist.


			NPAC


			The audit is complete and discrepancies exist.









			12.


			SP – conditional


			Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query to verify that the audit is complete and discrepancies exist.


			SP


			The audit is complete and discrepancies exist.









			13.


			SP - optional


			Service Provider Personnel, using their LSMS, perform a local query to verify that the discrepant Subscription Versions have been modified.


			SP


			The discrepant Subscription Versions have been modified.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			Audit_4


			Priority:


			Required





			


			Objective:






			NPAC Initiates Partial Audit (some data attributes), Single TN, With Discrepancies. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			





			


			NANC FRS Version Number:


			FRS v 1.7


			Relevant Requirement(s):


			





			


			NANC IIS Version Number:


			IIS v 1.7


			Relevant Flow(s):


			B.2.4 NPAC Initiated Audit








			


			


			








Test Case procedures incorporated into test case 9.2 for Release 3.0.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			Audit_5


			Priority:


			Required





			


			Objective:






			NPAC Initiates Partial Audit (some data attributes), Range of TNs, with Discrepancies. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			





			


			NANC FRS Version Number:


			FRS v 1.7


			Relevant Requirement(s):


			





			


			NANC IIS Version Number:


			IIS v 1.7


			Relevant Flow(s):


			B.2.4 NPAC Initiates Audit








			


			


			





			C.


			TIME ESTIMATE


			





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			


			





			D.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that Subscription Versions exist for requested TNs.



2. Verify that discrepancies exist between NPAC SMS and the audited LSMS.





			


			Prerequisite SP Setup:


			





			


			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1


			NPAC


			1. NPAC Personnel, using the NPAC OP GUI, initiates a partial audit.  



2. The NPAC SMS creates the subscription audit object.  


			NPAC


			The NPAC SMS sets the audit status to “in progress.”





			2


			NPAC


			The NPAC SMS issues a scoped and filtered M-GET for the Subscription Versions in the audit to all LSMSs accepting downloads for the NPA-NXX of the Subscription Version.


			SP


			The LSMSs return the scoped and filtered M-GET Response for data.





			3


			NPAC


			The NPAC SMS compares each Subscription Version object.  


			NPAC


			The NPAC SMS finds any discrepancies.









			4


			NPAC


			The NPAC SMS issues corrections to LSMSs [M-CREATE, M-DELETE, or M -SET].


			SP


			The LSMSs perform the corrections received from the NPAC SMS.









			5.


			NPAC


			The NPAC SMS sets the audit status to ‘complete’.


			NPAC


			The NPAC SMS records the audit results in the audit log.





			6.


			NPAC


			The NPAC SMS issues an M-DELETE Request subscriptionAudit to itself.


			NPAC


			The audit object is deleted.



The NPAC SMS issues an M-DELETE Response to itself.





			7.


			NPAC


			NPAC Personnel query to verify that the audit is complete and discrepancies exist.


			NPAC


			The audit is complete and discrepancies exist.









			8.


			SP – conditional


			Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query to verify that the audit is complete and discrepancies exist.


			SP


			The audit is complete and discrepancies exist.









			9.


			SP - optional


			Service Provider Personnel, using their LSMS, perform a local query to verify that the discrepant Subscription Versions have been modified.


			SP


			The discrepant Subscription Versions have been modified.








End of Chapter
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9. Individual Turn Up Test Scenarios related to NPAC Release 2.



Section 9 contains all test cases written for individual Service Provider Turn Up testing of Release 2.x of the NPAC software.  With this release of test cases a new test case format was defined.  



9.1.1 ILL 75 Related Test Cases:



			A.


			TEST IDENTITY





			


			Test Case Number:


			ILL 75 - 1


			Priority:


			Required





			


			Objective:





			SOA – Old Service Provider Personnel create an Inter-Service Provider Subscription Version specifying a due date that is prior to the NPA-NXX Effective Date – Error 



(Note:  This error may be caught by either the SOA or NPAC SMS.)





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			ILL 75 – Validate due date is equal to or greater  than the NPA-NXX effective date upon Pending Version Creation





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			RR5-44





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.1.1 Subscription Version Create by the Initial SOA (Old Service Provider) 





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			





			


			Prerequisite SP Setup:


			Verify that the NPA-NXX of the TN that you are going to specify in the Subscription Version Create exists on the NPAC SMS with an Effective Date later than the Subscription Version due date you are going to specify.





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the SOA, Old Service Provider personnel take action to create an Inter-Service Provider Subscription Version specifying a due date that is prior to the NPA-NXX Effective Date.


			SP


			The SOA issues an M-ACTION Request subscriptionVersionOldSP-Create to the NPAC SMS.





			2.


			NPAC


			The NPAC SMS accepts the M-ACTION Request from the Service Provider.






			NPAC


			1. The NPAC SMS determines that the Subscription Version due date specified is prior to the NPA-NXX Effective Date.  (This violates system requirements.)


2. The NPAC SMS rejects the Subscription Version Create Request.



3. The NPAC SMS logs an error indicating that the Subscription Version Create Request failed due to the due date being prior to the NPA-NXX Effective Date.



4. The NPAC SMS issues an M-ACTION Error Response indicating invalidArgumentValue.





			3.


			SP


			The Old Service Provider SOA receives the M-ACTION Error Response indicating invalidArgumentValue .


			SP


			The Subscription Version is not created.





			4.


			NPAC


			NPAC Personnel perform a query for the Subscription Version to verify that it was not created.


			NPAC


			The Subscription Version was not created.





			5.


			SP – conditional 


			Service Provider Personnel, using either the SOA/  SOA LTI or LSMS, perform an NPAC query for the Subscription Version to verify that it was not created.


			SP


			The Subscription Version was not created.





			6.


			SP - optional


			Service Provider Personnel, using either their SOA or LSMS, perform a local query for the Subscription Version to verify that it was not created.


			SP


			The Subscription Version was not created.








			A.


			TEST IDENTITY





			


			Test Case Number:


			ILL 75 - 2


			Priority:


			Required





			


			Objective:





			SOA – New Service Provider Personnel create an Inter-Service Provider Subscription Version specifying a due date that is prior to the NPA-NXX Effective Date – Error



(Note:  This error may be caught by either the SOA or NPAC SMS.)





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			ILL 75 – Validate due date is equal to or greater  than the NPA-NXX effective date upon Pending Version Creation





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			RR5-44





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.1.2 Subscription Version Create by the Initial SOA (New Service Provider) 





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			





			


			Prerequisite SP Setup:


			Verify that the NPA-NXX of the TN that you are going to specify in the Subscription Version Create exists on the NPAC SMS with an Effective Date later than the Subscription Version due date you are going to specify.





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the SOA, New Service Provider personnel take action to create an Inter-Service Provider Subscription Version specifying a Subscription Version due date that is prior to the NPA-NXX Effective Date.


			SP


			The SOA issues an M-ACTION Request subscriptionVersionNewSP-Create  to the NPAC SMS.





			2.


			NPAC


			The NPAC SMS accepts the M-ACTION Request from the Service Provider.






			NPAC


			1. The NPAC SMS determines that the Subscription Version due date specified is prior to the NPA-NXX Effective Date.  (This violates system requirements.)


2. The NPAC SMS rejects the Subscription Version Create Request.



3. The NPAC SMS logs an error indicating that the Subscription Version Create Request failed due to the due date being prior to the NPA-NXX Effective Date.



4. The NPAC SMS issues an M-ACTION Error Response indicating invalidArgumentValue.





			3.


			SP


			The Service Provider SOA receives the M-ACTION Error Response indicating invalidArgumentValue .


			SP


			The Subscription Version is not created.





			4.


			NPAC


			NPAC Personnel perform a query for the Subscription Version to verify that it was not created.


			NPAC


			The Subscription Version was not created.





			5.


			SP - conditional


			Service Provider Personnel, using either the SOA/ SOA LTI or LSMS, perform an NPAC query for the Subscription Version to verify that it was not created.


			SP


			The Subscription Version was not created.





			6.


			SP - optional


			Service Provider Personnel, using either their SOA or LSMS, perform a local query for the Subscription Version to verify that it was not created.


			SP


			The Subscription Version was not created.








			A.


			TEST IDENTITY





			


			Test Case Number:


			ILL 75 - 3


			Priority:


			Conditional





			


			Objective:





			SOA – Old Service Provider Personnel, using a range of TNs, create Inter-Service Provider Subscription Versions specifying a due date that is prior to the NPA-NXX Effective Date – Error (Note:  This error may be caught by either the SOA or NPAC SMS.)





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			ILL 75 – Validate due date is equal to or greater  than the NPA-NXX effective date upon Pending Version Creation





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			RR5-44





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.1.1 Subscription Version Create by the Initial SOA (Old Service Provider) 





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			





			


			Prerequisite SP Setup:


			Verify that the NPA-NXX of the TNs that you are going to specify in the Subscription Version Create exists on the NPAC SMS with an Effective Date later than the Subscription Version due date you are going to specify.





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the SOA, Old Service Provider personnel take action to create Inter-Service Provider Subscription Versions using a range of TNs and specifying a due date that is prior to the NPA-NXX Effective Date.


			SP


			The SOA issues an M-ACTION Request subscriptionVersionOldSP-Create to the NPAC SMS.





			2.


			NPAC


			The NPAC SMS accepts the M-ACTION Request from the Service Provider.






			NPAC


			1. The NPAC SMS determines that the Subscription Version due date specified is prior to the NPA-NXX Effective Date.  (This violates system requirements.)


2. The NPAC SMS rejects the Subscription Version Create Request.



3. The NPAC SMS logs an error  indicating that the Subscription Version Create Request failed due to the due date being prior to the NPA-NXX Effective Date.



4. The NPAC SMS issues an M-ACTION Error Response indicating invalidArgumentValue.





			3.


			SP


			The Service Provider SOA receives the M-ACTION Error Response indicating invalidArgumentValue .


			SP


			The Subscription Versions are not created.





			4.


			NPAC


			NPAC Personnel perform a query for the Subscription Versions to verify that it was not created.


			NPAC


			The Subscription Versions were not created.





			5.


			SP - conditional


			Service Provider Personnel, using either the SOA/ SOA LTI or LSMS, perform an NPAC query for the Subscription Versions to verify that they were not created.


			SP


			The Subscription Versions were not created.





			6.


			SP - optional


			Service Provider Personnel, using either their SOA or LSMS, perform a local query for the Subscription Versions to verify that they were not created.


			SP


			The Subscription Versions were not created.








			A.


			TEST IDENTITY





			


			Test Case Number:


			ILL 75 - 4


			Priority:


			Conditional





			


			Objective:





			SOA – New Service Provider Personnel, using a range of TNs, create Inter-Service Provider Subscription Versions specifying a due date that is prior to the NPA-NXX Effective Date – Error 



(Note:  This error may be caught by either the SOA or NPAC SMS.)





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			ILL 75 – Validate due date is equal to or greater  than the NPA-NXX effective date upon Pending Version Creation





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			RR5-44





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.1.2 Subscription Version Create by the Initial SOA (New Service Provider) 





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			





			


			Prerequisite SP Setup:


			Verify that the NPA-NXX of the TNs that you are going to specify in the Subscription Version Create exists on the NPAC SMS with an Effective Date later than the Subscription Version due date you are going to specify.





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the SOA, New Service Provider personnel take action to create Inter-Service Provider Subscription Versions using a range of TNs and specifying a due date that is prior to the NPA-NXX Effective Date.


			SP


			The SOA issues an M-ACTION Request subscriptionVersionNewSP-Create to the NPAC SMS.





			2.


			NPAC


			The NPAC SMS accepts the M-ACTION Request from the Service Provider.






			NPAC


			1. The NPAC SMS determines that the Subscription Version due date specified is prior to the NPA-NXX Effective Date.  (This violates system requirements.)


2. The NPAC SMS rejects the Subscription Version Create Request.



3. The NPAC SMS logs an error indicating that the Subscription Version Create Request failed due to the due date being prior to the NPA-NXX Effective Date.



4. The NPAC SMS issues an M-ACTION Error Response indicating invalidArgumentValue.





			3.


			SP


			The Service Provider SOA receives the M-ACTION Error Response indicating invalidArgumentValue .


			SP


			The Subscription Versions are not created.





			4.


			NPAC


			NPAC Personnel perform a query for the Subscription Versions to verify that it was not created.


			NPAC


			The Subscription Versions were not created.





			5.


			SP – conditional


			Service Provider Personnel, using either the SOA/ SOA LTI or LSMS, perform an NPAC query for the Subscription Versions to verify that they were not created.


			SP


			The Subscription Versions were not created.





			6.


			SP - optional


			Service Provider Personnel, using either their SOA or LSMS, perform a local query for the Subscription Versions to verify that they were not created.


			SP


			The Subscription Versions were not created.








			A.


			TEST IDENTITY





			


			Test Case Number:


			ILL 75 - 5


			Priority:


			Required





			


			Objective:





			SOA – Service Provider Personnel create an Intra-Service Provider Subscription Version specifying a due date that is equal to the NPA-NXX Effective Date – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			ILL 75 – Validate due date is equal to or greater  than the NPA-NXX effective date upon Pending Version Creation





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			RR5-45





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.1.11 Subscription Version Create for Intra-Service Provider Port





			


			








Test Case procedures incorporated into test case 8.1.2.1.1.18 for Release 1.0.



			A.


			TEST IDENTITY





			


			Test Case Number:


			ILL 75 - 6


			Priority:


			Conditional





			


			Objective:





			SOA – Service Provider Personnel, using a range of TNs, create Intra-Service Provider Subscription Versions specifying a due date that is equal to the NPA-NXX Effective Date – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			ILL 75 – Validate due date is equal to or greater  than the NPA-NXX effective date upon Pending Version Creation





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			RR5-45





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.1.11 Subscription Version Create for Intra-Service Provider Port





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			





			


			Prerequisite SP Setup:


			Verify that the NPA-NXX of the TNs that you are going to specify in the Subscription Version Create exists on the NPAC SMS with an Effective Date equal to the Subscription Version due date you are going to specify.





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the SOA, Service Provider personnel take action to create Intra-Service Provider Subscription Versions using a range of TNs and specifying a due date that is equal to the NPA-NXX Effective Date.


			SP


			The SOA issues an M-ACTION Request subscriptionVersionNewSP-Create to the NPAC SMS.





			2.


			NPAC


			The NPAC SMS accepts the M-ACTION Request from the Service Provider.  


			NPAC


			1. The NPAC SMS determines that the request is valid and issues the M-CREATE Request subscriptionVersionNPACs to itself.



2. The NPAC SMS creates the subscriptionVersionNPAC objects, sets the status to ‘pending’ and sets the following timestamps:



· subscriptionCreationTimeStamp



· subscriptionNewSP-AuthorizationTimestamp



· subscriptionOldSP-AuthorizationTimestamp



· subscriptionModifiedTimeStamp



3. The NPAC SMS responds to the M-CREATE Requests.



4. The NPAC SMS sends an M-ACTION Success Response to the Service Provider SOA.





			3.


			NPAC


			The NPAC SMS sends an  M-EVENT-REPORT objectCreation for each TN in the range to the Service Provider SOA.


			SP


			The Service Provider SOA receives an M-EVENT-REPORT for each TN in the range and sends confirmation to the NPAC SMS.  





			4.


			NPAC


			NPAC Personnel perform a query for the Subscription Versions to verify that they were created.


			NPAC


			The Subscription Versions were created with a status of ‘pending’.





			5.


			SP – conditional


			Service Provider Personnel, using either the SOA/ SOA LTI or LSMS, perform an NPAC query for the Subscription Versions to verify that they were created.


			SP


			The Subscription Versions were created with a status of ‘pending’.





			6.


			SP - optional


			Service Provider Personnel, using either their SOA or LSMS, perform a local query for the Subscription Versions to verify that they were created.


			SP


			The Subscription Versions were created with a status of ‘pending’.








			A.


			TEST IDENTITY





			


			Test Case Number:


			ILL 75 - 23


			Priority:


			Required





			


			Objective:





			SOA – Old Service Provider Personnel modify an Inter-Service Provider Subscription Version specifying a due date that is equal to the NPA-NXX Effective Date – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			ILL 75 – Validate due date is equal to or greater  than the NPA-NXX effective date upon Pending Version Creation





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			none





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.2.3 Subscription Version Modify Prior to Activate Using M-ACTION 





			


			








Test Case procedures incorporated into test case 8.1.2.2.1.34 for Release 1.0



			A.


			TEST IDENTITY





			


			Test Case Number:


			ILL 75 - 24


			Priority:


			Required





			


			Objective:





			SOA – New Service Provider Personnel modify an Inter-Service Provider Subscription Version specifying a due date that is equal to the NPA-NXX Effective Date – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			ILL 75 – Validate due date is equal to or greater  than the NPA-NXX effective date upon Pending Version Creation





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			none





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.2.3 Subscription Version Modify Prior to Activate Using M-ACTION 





			


			








Test Case procedures incorporated into test case 8.1.2.2.1.1 for Release 1.0.



			A.


			TEST IDENTITY





			


			Test Case Number:


			ILL 75 - 25


			Priority:


			Conditional





			


			Objective:





			SOA – Old Service Provider Personnel, using a range of TNs, modify an Inter-Service Provider Subscription Version specifying a due date that is equal to the NPA-NXX Effective Date – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			ILL 75 – Validate due date is equal to or greater  than the NPA-NXX effective date upon Pending Version Creation





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			none





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.2.3 Subscription Version Modify Prior to Activate Using M-ACTION 





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			





			


			Prerequisite SP Setup:


			Verify that the ‘pending’ Subscription Versions to be modified exist on the NPAC SMS with a due date later than the current date and later than the NPA-NXX Effective Date.





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the SOA, Old Service Provider personnel take action to modify the subscriptionOldSP-DueDate of Inter-Service Provider Subscription Versions for a range of TNs with a due date that is equal to the NPA-NXX Effective Date.


			SP


			The SOA issues an M-ACTION Request subscriptionVersionModify to the NPAC SMS.





			2.


			NPAC


			The NPAC SMS accepts the M-ACTION Request from the Service Provider SOA.


			NPAC


			1. The NPAC SMS successfully validates the Subscription Versions due date.  



2. The NPAC SMS issues an M-SET Request to itself to modify the subscriptionVersionNPAC objects and set the subscriptionModifiedTimeStamp.  



3. The NPAC SMS issues an M-SET Response to itself.  



4. The NPAC SMS issues an M-ACTION Success Response to the Service Provider SOA.





			3.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT attributeValueChange for each TN in the range to the Old Service Provider SOA.


			SP


			The Service Provider SOA receives an M-EVENT-REPORT for each TN in the range and sends confirmation to the NPAC SMS.





			4.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT attributeValueChange for each TN in the range to the New Service Provider SOA.


			SP


			The New Service Provider SOA receives an M-EVENT-REPORT for each TN in the range and sends confirmation to the NPAC SMS.





			5.


			NPAC


			NPAC Personnel perform a query for the Subscription Versions to verify that the Old SP due date was modified to the date submitted.


			NPAC


			The Old SP Subscription Version due date was modified correctly for all TNs in the range.





			6.


			SP - conditional


			Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Versions to verify that the Old SP due date was modified to the date submitted.


			SP


			The Old SP Subscription Version due date was modified correctly for all TNs in the range.





			7.


			SP– optional


			Service Provider Personnel, using either their SOA or LSMS, perform a local query for the Subscription Versions to verify that the Old SP due date was modified to the date submitted.


			SP


			The Old SP Subscription Version due date was modified correctly for all TNs in the range.








			A.


			TEST IDENTITY





			


			Test Case Number:


			ILL 75 - 26


			Priority:


			Conditional





			


			Objective:





			SOA – New Service Provider Personnel, using a range of TNs, modify Inter-Service Provider Subscription Version specifying a due date that is equal to the NPA-NXX Effective Date – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			ILL 75 – Validate due date is equal to or greater  than the NPA-NXX effective date upon Pending Version Creation





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			None





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.2.3 Subscription Version Modify Prior to Activate Using M-ACTION 





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			





			


			Prerequisite SP Setup:


			Verify that the ‘pending’ Subscription Versions to be modified exist on the NPAC SMS with an Effective Date later than the current date and later than the NPA-NXX due date.





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the SOA, New Service Provider personnel take action to modify the subscriptionNewSP-DueDate of Inter-Service Provider Subscription Versions for a range of TNs with a due date that is equal to the NPA-NXX Effective Date.


			SP


			The SOA issues an M-ACTION Request subscriptionVersionModify to the NPAC SMS.





			2.


			NPAC


			The NPAC SMS accepts the M-ACTION Request from the Service Provider SOA.


			NPAC


			1. The NPAC SMS successfully validates the Subscription Versions due date.  



2. The NPAC SMS issues an M-SET Request to itself to modify the subscriptionVersionNPAC objects and set the subscriptionModifiedTimeStamp.  



3. The NPAC SMS issues an M-SET Response to itself.  



4. The NPAC SMS issues an M-ACTION Success Response to the Service Provider SOA.





			3.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT attributeValueChange for each TN in the range to the Old Service Provider SOA.


			SP


			The Service Provider SOA receives an M-EVENT-REPORT for each TN in the range and sends confirmation to the NPAC SMS.





			4.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT attributeValueChange for each TN in the range to the New Service Provider SOA.


			SP


			The New Service Provider SOA receives an M-EVENT-REPORT for each TN in the range and sends confirmation to the NPAC SMS.





			5.


			NPAC


			NPAC Personnel perform a query for the Subscription Versions to verify that the New SP due date was modified to the date submitted.


			NPAC


			The New SP Subscription Version due date was modified correctly for the range of TNs.





			6.


			SP - conditional


			Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Versions to verify the New SP due date was modified to the date submitted.


			SP


			The New SP Subscription Version due date was modified correctly for the range of TNs.





			7.


			SP– optional


			Service Provider Personnel, using either their SOA or LSMS, perform a local query for the Subscription Versions to verify that the New SP due date was modified to the date submitted.


			SP


			The New SP Subscription Version due date was modified correctly for the range of TNs.








			A.


			TEST IDENTITY





			


			Test Case Number:


			ILL 75 –27


			Priority:


			Required





			


			Objective:





			SOA – Old Service Provider Personnel  modify an Inter-Service Provider, Port-to-Original Subscription Version specifying a due date that is prior to the NPA-NXX Effective Date – Error 



(Note:  This error may be caught by either the SOA or NPAC SMS.)





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			ILL 75 – Validate due date is equal to or greater  than the NPA-NXX effective date upon Pending Version Creation





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			none





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.2.3 Subscription Version Modify Prior to Activate Using M-ACTION





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			





			


			Prerequisite SP Setup:


			Verify that the ‘pending’ Subscription Version to be modified exists on the NPAC SMS with a due date later than the current date and equal to or later than the NPA-NXX Effective Date.





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the SOA, Old Service Provider personnel take action to modify the subscriptionOldSP-DueDate of an Inter-Service Provider, Port-to-Original, Subscription Version specifying a due date that is prior to the NPA-NXX Effective Date.


			SP


			The SOA issues an M-ACTION Request subscriptionVersionModify to the NPAC SMS.





			2.


			NPAC


			The NPAC SMS accepts the M-ACTION Request from the Service Provider SOA.






			NPAC


			1. The NPAC SMS determines that the Subscription Version due date specified is prior to the NPA-NXX Effective Date.  (This violates system requirements.)


2. The NPAC SMS rejects the Subscription Version Modify Request.



3. The NPAC SMS logs an error indicating that the Subscription Version Modify Request failed due to the due date being prior to the NPA-NXX Effective Date.



4. The NPAC SMS issues an M-ACTION Error Response indicating invalidArgumentValue.





			3.


			SP


			The Service Provider SOA receives the M-ACTION Error Response indicating invalidArgumentValue .


			SP


			The Subscription Version is not modified.





			4.


			NPAC


			NPAC Personnel perform a query for the Subscription Version to verify that it was not modified.


			NPAC


			The Subscription Version was not modified.





			5.


			SP - conditional


			Service Provider Personnel, using either the SOA/ SOA LTI or LSMS, perform an NPAC query for the Subscription Version to verify that it was not modified.


			SP


			The Subscription Version was not modified.





			6.


			SP - optional


			Service Provider Personnel, using either their SOA or LSMS, perform a local query for the Subscription Version to verify that it was not modified.


			SP


			The Subscription Version was not modified.








			A.


			TEST IDENTITY





			


			Test Case Number:


			ILL 75 –28


			Priority:


			Required





			


			Objective:





			SOA – New Service Provider Personnel  modify an Inter-Service Provider, Port-to-Original Subscription Version specifying a due date that is prior to the NPA-NXX Effective Date – Error 



(Note:  This error may be caught by either the SOA or NPAC SMS.)





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			ILL 75 – Validate due date is equal to or greater  than the NPA-NXX effective date upon Pending Version Creation





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			none





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.2.3 Subscription Version Modify Prior to Activate Using M-ACTION





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			





			


			Prerequisite SP Setup:


			Verify that the ‘pending’ Subscription Version to be modified exists on the NPAC SMS with a due date later than the current date and equal to or later than the NPA-NXX Effective Date.





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the SOA, New Service Provider personnel take action to modify the subscriptionNewSP-DueDate of an Inter-Service Provider, Port-to-Original, Subscription Version specifying a due date that is prior to the NPA-NXX Effective Date.


			SP


			The SOA issues an M-ACTION Request subscriptionVersionModify to the NPAC SMS.





			2.


			NPAC


			The NPAC SMS accepts the M-ACTION Request from the Service Provider SOA.






			NPAC


			1. The NPAC SMS determines that the Subscription Version due date specified is prior to the NPA-NXX Effective Date.  (This violates system requirements.)


2. The NPAC SMS rejects the Subscription Version Modify Request.



3. The NPAC SMS logs an error indicating the Subscription Version Modify Request failed due to the due date being prior to the NPA-NXX Effective Date.



4. The NPAC SMS issues an M-ACTION Error Response indicating invalidArgumentValue.





			3.


			SP


			The Service Provider SOA receives the M-ACTION Error Response indicating invalidArgumentValue .


			SP


			The Subscription Version is not modified.





			4.


			NPAC


			NPAC Personnel perform a query for the Subscription Version to verify that it was not modified.


			NPAC


			The Subscription Version was not modified.





			5.


			SP - conditional


			Service Provider Personnel, using either the SOA/ SOA LTI or LSMS, perform an NPAC query for the Subscription Version to verify that it was not modified.


			SP


			The Subscription Version was not modified.





			6.


			SP - optional


			Service Provider Personnel, using either their SOA or LSMS, perform a local query for the Subscription Version to verify that it was not modified.


			SP


			The Subscription Version was not modified.








			A.


			TEST IDENTITY





			


			Test Case Number:


			ILL 75 –29


			Priority:


			Conditional





			


			Objective:





			SOA – Old Service Provider Personnel, using a range of TNs, modify Inter-Service Provider, Port-to-Original Subscription Versions specifying a due date that is prior to the NPA-NXX Effective Date – Error



(Note:  This error may be caught by either the SOA or NPAC SMS.)





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			ILL 75 – Validate due date is equal to or greater  than the NPA-NXX effective date upon Pending Version Creation





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			none





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.2.3 Subscription Version Modify Prior to Activate Using M-ACTION





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			





			


			Prerequisite SP Setup:


			Verify that the ‘pending’ Subscription Versions to be modified exist on the NPAC SMS with a due date later than the current date and equal to or later than the NPA-NXX Effective Date.





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the SOA, Old Service Provider personnel take action to modify the subscriptionOldSP-DueDate of Inter-Service Provider, Port-to-Original, Subscription Versions for a range of TNs specifying a due date that is prior to the NPA-NXX Effective Date.


			SP


			The SOA issues an M-ACTION Request subscriptionVersionModify to the NPAC SMS.





			2.


			NPAC


			The NPAC SMS accepts the M-ACTION Request from the Service Provider SOA.






			NPAC


			1. The NPAC SMS determines that the Subscription Versions due date specified is prior to the NPA-NXX Effective Date.  (This violates system requirements.)


2. The NPAC SMS rejects the Subscription Version Modify Request.



3. The NPAC SMS logs an error indicating the Subscription Version Modify Request failed due to the due date being prior to the NPA-NXX Effective Date.



4. The NPAC SMS issues an M-ACTION Error Response indicating invalidArgumentValue.





			3.


			SP


			The Service Provider SOA receives the M-ACTION Error Response indicating invalidArgumentValue .


			SP


			The Subscription Versions are not modified.





			4.


			NPAC


			NPAC Personnel perform a query for the Subscription Versions to verify that they were not modified.


			NPAC


			The Subscription Versions were not modified.





			5.


			SP - conditional


			Service Provider Personnel, using either the SOA/ SOA LTI or LSMS, perform an NPAC query for the Subscription Version to verify that they were not modified.


			SP


			The Subscription Versions were not modified.





			6.


			SP - optional


			Service Provider Personnel, using either their SOA or LSMS, perform a local query for the Subscription Version to verify that they were not modified.


			SP


			The Subscription Versions were not modified.








			A.


			TEST IDENTITY





			


			Test Case Number:


			ILL 75 –30


			Priority:


			Conditional





			


			Objective:





			SOA – New Service Provider Personnel, using a range of TNs, modify Inter-Service Provider, Port-to-Original Subscription Versions specifying a due date that is prior to the NPA-NXX Effective Date – Error



(Note:  This error may be caught by either the SOA or NPAC SMS.)





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			ILL 75 – Validate due date is equal to or greater  than the NPA-NXX effective date upon Pending Version Creation





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			none





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.2.3 Subscription Version Modify Prior to Activate Using M-ACTION





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			





			


			Prerequisite SP Setup:


			Verify that the ‘pending’ Subscription Versions to be modified exists on the NPAC SMS with a due date later than the current date and equal to or later than the NPA-NXX Effective Date.





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the SOA, New Service Provider personnel take action to modify the subscriptionNewSP-DueDate of Inter-Service Provider, Port-to-Original, Subscription Versions for a range of TNs specifying a due date that is prior to the NPA-NXX Effective Date.


			SP


			The SOA issues an M-ACTION Request subscriptionVersionModify to the NPAC SMS.





			2.


			NPAC


			The NPAC SMS accepts the M-ACTION Request from the Service Provider SOA.






			NPAC


			1. The NPAC SMS determines that the Subscription Versions due date specified is prior to the NPA-NXX Effective Date.  (This violates system requirements.)



2. The NPAC SMS rejects the Subscription Version Modify Request.



3. The NPAC SMS logs an error indicating the Subscription Version Modify Request failed due to the due date being prior to the NPA-NXX Effective Date.



4. The NPAC SMS issues an M-ACTION Error Response indicating invalidArgumentValue.





			3.


			SP


			The Service Provider SOA receives the M-ACTION Error Response indicating invalidArgumentValue .


			SP


			The Subscription Versions are not modified.





			4.


			NPAC


			NPAC Personnel perform a query for the Subscription Versions to verify that they were not modified.


			NPAC


			The Subscription Versions were not modified.





			5.


			SP - conditional


			Service Provider Personnel, using either the SOA/ SOA LTI or LSMS, perform an NPAC query for the Subscription Versions to verify that they were not modified.


			SP


			The Subscription Versions were not modified.





			6.


			SP - optional


			Service Provider Personnel, using either their SOA or LSMS, perform a local query for the Subscription Versions to verify that they were not modified.


			SP


			The Subscription Versions were not modified.








			A.


			TEST IDENTITY





			


			Test Case Number:


			ILL 75 - 31


			Priority:


			Required





			


			Objective:





			SOA – Service Provider Personnel modify an Intra-Service Provider Subscription Version specifying a due date that is prior to the NPA-NXX Effective Date – Error



(Note:  This error may be caught by either the SOA or NPAC SMS.)





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			ILL 75 – Validate due date is equal to or greater  than the NPA-NXX effective date upon Pending Version Creation





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			none





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.2.3 Subscription Version Modify Prior to Activate Using M-ACTION





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			





			


			Prerequisite SP Setup:


			Verify that the ‘pending’ Subscription Version to be modified exists on the NPAC SMS with a due date later than the current date and equal to or later than the NPA-NXX Effective Date.





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the SOA, Service Provider personnel take action to modify an Intra-Service Provider Subscription Version specifying a due date that is prior to the NPA-NXX Effective Date.


			SP


			The SOA issues an M-ACTION Request subscriptionVersionModify to the NPAC SMS.





			2.


			NPAC


			The NPAC SMS accepts the M-ACTION Request from the Service Provider SOA.






			NPAC


			1. The NPAC SMS determines that the Subscription Version due date specified is prior to the NPA-NXX Effective Date.  (This violates system requirements.)


2. The NPAC SMS rejects the Subscription Version Modify Request.



3. The NPAC SMS logs an error indicating the Subscription Version Modify Request failed due to the due date being prior to the NPA-NXX Effective Date.



4. The NPAC SMS issues an M-ACTION Error Response indicating invalidArgumentValue.





			3.


			NPAC


			The Service Provider SOA receives the M-ACTION Error Response indicating invalidArgumentValue .


			SP


			The Subscription Version is not modified.  





			4.


			NPAC


			NPAC Personnel perform a query for the Subscription Version to verify that it was not modified.


			NPAC


			The Subscription Version was not modified.





			5.


			SP - conditional


			Service Provider Personnel, using either the SOA/ SOA LTI or LSMS, perform an NPAC query for the Subscription Version to verify that it was not modified.


			SP


			The Subscription Version was not modified.





			6.


			SP - optional


			Service Provider Personnel, using either their SOA or LSMS, perform a local query for the Subscription Version to verify that it was not modified.


			SP


			The Subscription Version was not modified.








			A.


			TEST IDENTITY





			


			Test Case Number:


			ILL 75 - 32


			Priority:


			Required





			


			Objective:





			SOA – Service Provider Personnel, using a range of TNs, modify Intra-Service Provider Subscription Versions specifying a due date that is prior to the NPA-NXX Effective Date – Error 



(Note:  This error may be caught by either the SOA or NPAC SMS.)





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			ILL 75 – Validate due date is equal to or greater  than the NPA-NXX effective date upon Pending Version Creation





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			none





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.2.3 Subscription Version Modify Prior to Activate Using M-ACTION





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			





			


			Prerequisite SP Setup:


			Verify that the ‘pending’ Subscription Versions to be modified exist on the NPAC SMS with a due date later than the current date and equal to or later than the NPA-NXX Effective Date.





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the SOA, Service Provider personnel take action to modify Intra-Service Provider Subscription Versions for a range of TNs specifying a due date that is prior to the NPA-NXX Effective Date.


			SP


			The SOA issues an M-ACTION Request subscriptionVersionModify to the NPAC SMS.





			2.


			NPAC


			The NPAC SMS accepts the M-ACTION Request from the Service Provider SOA.






			NPAC


			1. The NPAC SMS determines that the Subscription Versions due date specified is prior to the NPA-NXX Effective Date.  (This violates system requirements.)



2. The NPAC SMS rejects the Subscription Version Modify Request.



3. The NPAC SMS logs an error indicating the Subscription Version Modify Request failed due to the due date being prior to the NPA-NXX Effective Date.  



4. The NPAC SMS issues an M-ACTION Error Response indicating invalidArgumentValue.





			3.


			NPAC


			The Service Provider SOA receives the M-ACTION Error Response indicating invalidArgumentValue .


			SP


			The Subscription Versions are not modified.  





			4.


			NPAC


			NPAC Personnel perform a query for the Subscription Versions to verify that they were not modified.


			NPAC


			The Subscription Versions were not modified.





			5.


			SP - conditional


			Service Provider Personnel, using either the SOA/ SOA LTI or LSMS, perform an NPAC query for the Subscription Versions to verify that they were not modified.


			SP


			The Subscription Versions were not modified.





			6.


			SP -  optional


			Service Provider Personnel, using either their SOA or LSMS, perform a local query for the Subscription Versions to verify that they were not modified.


			SP


			The Subscription Versions were not modified.








9.1.2 ILL 79 Related Test Cases:



			A.


			TEST IDENTITY





			


			Test Case Number:


			ILL 79 – 1


			Priority:


			Conditional





			


			Objective:





			SOA – Service Provider Personnel, using their SOA system, where SOA Network Data Download Association Function is set to ‘ON’, issue a Network Data and Notification Recovery Request by specifying a Time Range – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			ILL 79 – Notification Recovery





			


			NANC FRS Version Number:


			R2.0.0


			Relevant Requirement(s):


			RR6-29, RR6-30, RR6-31, RR6-32, RR6-33





			


			NANC IIS Version Number:


			R2.0.1


			Relevant Flow(s):


			B.7.2 Sequencing of Events on Initialization/Resynchronization of SOA





			


			








Test Case procedures incorporated into test case 187-4 from Release 3.2.



			A.


			TEST IDENTITY





			


			Test Case Number:


			ILL 79 - 2


			Priority:


			Conditional





			


			Objective:





			LSMS – Service Provider Personnel, using their LSMS system, where LSMS Network and Subscription Data Download Association Function is set to ‘ON’, issue a Network Data and Notification Recovery Request by specifying a Time Range – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			ILL 79 – Notification Recovery





			


			NANC FRS Version Number:


			R2.0.0


			Relevant Requirement(s):


			RR6-29, RR6-30, RR6-31, RR6-32, RR6-34





			


			NANC IIS Version Number:


			R2.0.1


			Relevant Flow(s):


			B.7.1 Sequencing of Events on Initialization/Resynchronization of LSMS





			


			








Test Case procedures incorporated into test case 187-1 from Release 3.2.


			A.


			TEST IDENTITY





			


			Test Case Number:


			ILL 79 - 3


			Priority:


			Conditional





			


			Objective:





			SOA – Service Provider Personnel, using their SOA system, issue a Notification Recovery Request specifying a Time Range that exceeds the Maximum Download Duration Tunable on the NPAC SMS – Error





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			ILL 79 – Notification Recovery





			


			NANC FRS Version Number:


			R2.0.0


			Relevant Requirement(s):


			RR6-31





			


			NANC IIS Version Number:


			R2.0.1


			Relevant Flow(s):


			B.7.2 Sequencing of Events on Initialization/Resynchronization of SOA





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Adjust download duration time to less than one hour (e.g., 30 minutes).



2. While the SOA System is not associated with the NPAC SMS, NPAC personnel perform the following functions :



· Issue the first create for an Inter-Service Provider Subscription Version using an NPA-NXX that has never been ported before, on behalf of the Old Service Provider and where the Service Provider Under Test is the New Service Provider, let the Initial and Final Concurrence timers expire (NPAC SMS issues objectCreation, subscriptionVersionNewSP-CreateRequest and subscriptionVersionStatusAttributeValueChange(cancel) (SV1)).



· Issue an Immediate Disconnect for a Subscription Version where the Service Provider Under Test is the Donor Service Provider(NPAC SMS issues the subscriptionVersionDonorSP-CustomerDisconnectDate and subscriptionVersionStatusAttributeValueChange(old) notifications (SV2)).



· Prior to Disconnecting, Service Provider SOA issued an Audit and then disconnected the SOA from the NPAC SMS, the Audit should result in discrepancies (NPAC SMS issues the subscriptionAuditDiscrepancyRpt notification, subscriptionAuditResults and objectDeletion notifications).



· Issue a Scheduled Downtime Notification (NPAC SMS issues the lnpNPAC-SMS-Operational-Information notification).



· Issue an Activate request for an Inter-Service Provider Subscription Version on behalf of the New Service Provider (NPAC SMS issues a subscriptionVersionStatusAttributeValueChange (partial-failure) notifications  (SV3)).



· Issue a Cancel request for a pending Inter-Service Provider Subscription Version for which both Service Providers have concurred to the pending port, on behalf of the New Service Provider, let the Cancellation Initial Concurrence Timer expire (NPAC SMS issues the subscriptionVersionCancellationAcknowledgeRequest and subscriptionVersionStatusAttributeValueChange(cancel-pending) notifications (SV4)).



· Issue a Create request for a range of two pending Subscription Versions that were initially created by the New Service Provider, on behalf of the Old Service Provider, where the Authorization Flag is set to “False” and the Cause Code is provided (NPAC issues a subscriptionVersionStatusAttributeValueChange(conflict) and attributeValueChange notifications (SV5 and SV6)).



· Issue an Activate request for a range of two Inter-Service Provider Subscription Versions on behalf of the New Service Provider, where the broadcast to the LSMSs goes into a Partial Failure status (NPAC issues a subscriptionVersionStatusAttributeValueChange (partial-failure) notification (SV7 and SV8)). 





			


			Prerequisite SP Setup:


			The Service Provider should ‘dis-associate’ their SOA to NPAC SMS connection.  





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Service Provider Personnel using their SOA System, establish an association to the NPAC SMS with the Resynchronization Flag set to ‘ON’.


			NPAC


			The NPAC SMS receives the association bind request from the SOA.  Once the association is established, the NPAC SMS queues all current events.





			2.


			SP


			The SOA issues an M-ACTION Request lnpNotificationRecovery to the NPAC SMS to recover Notifications by time range with the criteria set to a Time Range greater than the Maximum Download Duration Tunable on the NPAC SMS.


			NPAC


			1. The NPAC SMS receives the M-ACTION Request from the SOA and determines the request exceeds the Maximum Download Duration Tunable on the NPAC SMS.  (this violates system requirements)


2. The NPAC SMS rejects the recovery request.



3. The NPAC SMS issues an M-ACTION Response to the SOA system indicating the request failed due to ‘time-range-invalid’.



4. SOA may retry with smaller time range





			3.


			NPAC


			NPAC Personnel verify the error and no notifications were sent.


			NPAC


			The ‘time-range-invalid’ error reply is sent and no notifications were recovered.





			4.


			SP - Optional


			SP Personnel, using the SOA, perform a local query to verify that no notifications were received.


			SP


			No notifications were received.








			A.


			TEST IDENTITY





			


			Test Case Number:


			ILL 79 - 4


			Priority:


			Conditional





			


			Objective:





			LSMS – Service Provider Personnel, using their LSMS system, issue a Notification Recovery Request specifying a Time Range that exceeds the Maximum Download Duration Tunable on the NPAC SMS – Error





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			ILL 79 – Notification Recovery





			


			NANC FRS Version Number:


			R2.0.0


			Relevant Requirement(s):


			RR6-31





			


			NANC IIS Version Number:


			R2.0.1


			Relevant Flow(s):


			B.7.1 Sequencing of Events on Initialization/Resynchronization of LSMS








Test Case procedures incorporated into test case 8.4 for Release 3.0.



			A.


			TEST IDENTITY





			


			Test Case Number:


			ILL 79 - 5


			Priority:


			Conditional





			


			Objective:





			SOA – Service Provider Personnel, using their SOA system, where the SOA Network Data Download Association Function is set to ‘OFF’, issue a Notification Recovery Request by specifying a Time Range – Success.





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			ILL 79 – Notification Recovery





			


			NANC FRS Version Number:


			R2.0.0


			Relevant Requirement(s):


			RR6-29, RR6-30, RR6-31, RR6-32, RR6-33





			


			NANC IIS Version Number:


			R2.0.1


			Relevant Flow(s):


			B.7.2 Sequencing of Events on Initialization/Resynchronization of SOA





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			While the SOA is ‘dis-associated’ from the NPAC SMS, NPAC personnel perform the following functions:



1. Issue a create for a new NPA-NXX.



2. Issue the first create for an Inter-Service Provider Subscription Version using an NPA-NXX that has never been ported before, on behalf of the Old Service Provider and where the Service Provider Under Test is the New Service Provider, let the Initial and Final Concurrence timers expire (NPAC SMS issues objectCreation, subscriptionVersionNewNPA-NXX, subscriptionVersionNewSP-CreateRequest and subscriptionVersionStatusAttributeValueChange(cancel) (SV1)).



3. Issue an Immediate Disconnect for a Subscription Version where the Service Provider Under Test is the Donor Service Provider (NPAC SMS issues the subscriptionVersionDonorSP-CustomerDisconnectDate and subscriptionVersionStatusAttributeValueChange(old) notifications (SV2)).



4. Prior to Disconnecting, Service Provider SOA issued an Audit and then disconnected the SOA from the NPAC SMS, the Audit should result in discrepancies (NPAC SMS issues the subscriptionAuditDiscrepancyRpt notification, subscriptionAuditResults and objectDeletion notifications).



5. Issue a Scheduled Downtime Notification (NPAC SMS issues the lnpNPAC-SMS-Operational-Information notification).



6. Issue an Activate request for an Inter-Service Provider Subscription Version on behalf of the New Service Provider (NPAC SMS issues a subscriptionVersionStatusAttributeValueChange (partial-failure) notifications  (SV3)).



7. Issue a Cancel request for a pending Inter-Service Provider Subscription Version for which both Service Providers have concurred to the pending port, on behalf of the New Service Provider , let the Cancellation Initial Concurrence Timer expire (NPAC SMS issues the subscriptionVersionCancellationAcknowledgeRequest and subscriptionVersionStatusAttributeValueChange(cancel-pending) notifications (SV4)).



8. Issue a Create request for a range of two pending Subscription Versions that were initially created by the New Service Provider, on behalf of the Old Service Provider, where the Authorization Flag is set to “False” and the Cause Code is provided (NPAC issues a subscriptionVersionStatusAttributeValueChange(conflict) and attributeValueChange notifications (SV5 and SV6)).



9. Issue an Activate request for a range of two Inter-Service Provider Subscription Versions on behalf of the New Service Provider, where the broadcast to the LSMSs goes into a Partial Failure status (NPAC issues a subscriptionVersionStatusAttributeValueChange (partial-failure) notification (SV7 and SV8)). 





			


			Prerequisite SP Setup:


			1. Initiate an Audit of a specific Service Provider that results in at least one discrepancy.



2. ‘The Service Provider should ‘dis-associate’ their SOA to NPAC SMS connection.



3. Do NOT send the lnpRecoveryComplete message (step 6) to the NPAC, until AFTER the NPAC has exhausted the 3x5 timer for objectCreation (step 5).





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Service Provider Personnel using their SOA System, establish an association to the NPAC SMS with the Resynchronization Flag set to ‘ON’.


			NPAC


			The NPAC SMS receives the association bind request from the SOA.  Once the association is established, the NPAC SMS queues all current events.





			2


			SP


			The SOA system issues an M-ACTION Request lnpNotificationRecovery to the NPAC SMS to recover Notifications by time range, with a Time Range of 1 hour or less.


			NPAC


			1. The NPAC SMS receives the M-ACTION Request from the SOA, and issues an M-ACTION Response to the SOA with the following notifications for the time range specified, including:



· objectCreation (SV1)



· subscriptionVersionNewNPA-NXX (SV1)



· subscriptionVersionStatusAttributeValueChange(cancel, SV1)



· subscriptionVersionNewSP-CreateRequest(SV1)



· subscriptionVersionDonorSP-CustomerDisconnectDate (SV2)



· subscriptionVersionStatusAttributeValueChange(SV2)



· subscriptionAuditDiscrepancyRpt



· subscriptionAuditResults



· objectDeletion (for the cancelled audit)



· lnpNPAC-SMS-Operational-Information



· subscriptionVersionStatusAttributeValueChange(partial-failure, SV3, failed-SP-List)



· subscriptionVersionCancellationAcknowledgeRequest(SV4)



· subscriptionVersionStatusAttributeValueChange(cancel-pending, SV4)



· attributeValueChange (SV5 and SV6)



· subscriptionVersionStatusAttributeValueChange (conflict, SV5 and SV6)



· subscriptionVersionStatusAttributeValueChange (partial-failure, SV7 and SV8) 



2. The NPAC SMS returns timer type, business hours, and WSMSC data, if the Service Provider supports that data.





			3.


			SP


			As soon as the M-ACTION Request is received, NPAC personnel issue a create for an Intra-Service Provider Subscription Version for the SOA that is in recovery.


			NPAC


			The NPAC SMS receives the SV Create Request and performs the following validations:



· Verify that each attribute specified is valid according to system requirements.



· Verify that the Old Service Provider ID is the same as the SPID of the currently active SV or the same as the NPA-NXX Holder.





			4.


			SP


			NPAC SMS issues an M-CREATE Request to itself to create the subscriptionVersionNPAC object (subscription version).



· The subscription version status is set to ‘pending’.



· The subscriptionOldSP-AuthorizationTimeStamp, subscriptionNewSP-AuthorizationTimeStamp, subscriptionCreationTimeStamp and subscriptionModifiedTimeStamp are set.


			NPAC


			The NPAC SMS issues an M-CREATE Response to itself.





			5


			SP


			The NPAC SMS checks to see if the M-EVENT-REPORT objectCreation can be sent to the Service Provider SOA.


			NPAC


			The NPAC SMS does NOT issue the M-EVENT-REPORT objectCreation to the Service Provider SOA, since the SOA is still in recovery mode.









			6


			SP


			The Service Provider’s SOA system issues an M-ACTION Request lnpRecoveryComplete to the NPAC SMS to set the Recovery Mode to ‘OFF’.


			NPAC


			1. The NPAC SMS receives the M-ACTION Request from the SOA system and issues an M-ACTION Response back.



2. The NPAC SMS sees the SOA exit recovery.  



3. NPAC sends any queued up events (objectCreation notification from Test Step 5).





			7


			NPAC


			NPAC Personnel verify the notifications were sent to the SOA.


			NPAC


			All the notifications listed above were successfully sent to the SOA in the M-ACTION reply.





			8


			SP - Optional


			SP Personnel, using the SOA, perform a local query for the network data, and various subscription versions and notifications to verify that they were received.


			SP


			The appropriate notifications were received.








			A.


			TEST IDENTITY





			


			Test Case Number:


			ILL 79 – 6


			Priority:


			Conditional





			


			Objective:






			SOA – Service Provider Personnel, using their SOA system, where SOA Network Data Download Association Function is set to ‘ON’, issue a Network Data and Notification Recovery Request by specifying a Time Range with a filter on an NPA-NXX that is used – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			ILL 79 – Notification Recovery





			


			NANC FRS Version Number:


			R2.0.0


			Relevant Requirement(s):


			RR6-29, RR6-30, RR6-31, RR6-32, RR6-33





			


			NANC IIS Version Number:


			R2.0.1


			Relevant Flow(s):


			B.7.2 Sequencing of Events on Initialization/Resynchronization of SOA





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			While this SOA System is not associated with the NPAC SMS, NPAC personnel perform the following functions:



1) Issue a create for a new NPA-NXX.



2) Create an NPA-NXX filter for the NPA-NXX used for Step 1.



3) Issue a create for a new NPA-NXX.



4) Create and Activate an Intra-Service Provider port using the just created NPA-NXX.  (NPAC SMS issues subscriptionVersionNewNPA-NXX, objectCreation and subscriptionVersionStatusAttributeValueChange (active) notifications (SV1))



5) Activate a pending port where the Service Provider Under Test is the Old  Service Provider for an NPA-NXX not filtered for the Service Provider Under Test.  (NPAC SMS issues subscriptionVersionStatusAttributeValueChange (active) notification (SV2)). 





			


			Prerequisite SP Setup:


			‘Disassociate’ your SOA.





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Service Provider Personnel using their SOA System, establish an association to the NPAC SMS with the Resynchronization Flag set to ‘ON’ .


			NPAC


			The NPAC SMS receives the association bind request from the SOA.  Once the association is established, NPAC SMS queues all current notifications.





			2.


			SP


			The SOA issues an M-ACTION Request lnpDownload to the NPAC SMS with for a network data download with the criteria set to a specified start time for all service providers, for all network data.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the SOA, and issues an M-ACTION Response to the SOA which does NOT include the newly created NPA-NXX.





			3.


			SP


			The SOA system issues an M-ACTION Request lnpNotificationRecovery to the NPAC SMS to recover Notifications by time range, with a Time Range of 1 hour or less.


			NPAC


			1. The NPAC SMS receives the M-ACTION Request from the SOA, and issues an M-ACTION Response to the SOA with the subscriptionVersionStatusAttributeValueChange (active) notification.



2. The NPAC SMS returns timer type, business hours, and WSMSC data, if the Service Provider supports that data.





			4.


			SP


			The Service Provider’s SOA system issues an M-ACTION Request lnpRecoveryComplete to the NPAC SMS to set the Recovery Mode to ‘OFF’.


			NPAC


			1. The NPAC SMS receives the M-ACTION Request from the SOA system and issues an M-ACTION Response back.



2. The NPAC SMS sees the SOA exit recovery.



3. NPAC sends any queued up events.





			5.


			NPAC


			NPAC Personnel verify the notifications were sent to the SOA.


			NPAC


			All the notifications listed above were successfully sent to the SOA in the M-ACTION reply.





			6.


			SP - Optional


			SP Personnel, using the SOA, perform a local query for the network data, and various subscription versions and notifications to verify that they were received.


			SP


			The appropriate network data, subscription versions, and notifications were received.








			A.


			TEST IDENTITY





			


			Test Case Number:


			ILL 79 - 7


			Priority:


			Conditional





			


			Objective:





			LSMS – Service Provider Personnel, using their LSMS system, where LSMS Network and Subscription Data Download Association Function is set to ‘ON’, issue a Network Data and Notification Recovery Request by specifying a Time Range with an NPA-NXX filter in place – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			ILL 79 – Notification Recovery





			


			NANC FRS Version Number:


			R2.0.0


			Relevant Requirement(s):


			RR6-29, RR6-30, RR6-31, RR6-32, RR6-34





			


			NANC IIS Version Number:


			R2.0.1


			Relevant Flow(s):


			B.7.1 Sequencing of Events on Initialization/Resynchronization of LSMS





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			While the LSMS is ‘dis-associated’ from the NPAC SMS, NPAC personnel perform the following functions: 



· Create an NPA-NXX filter for the NPA-NXX used for Step 2.



· Issue a create for a new NPA-NXX.



· Create and Activate an Intra-Service Provider port using the just created NPA-NXX.  (NPAC SMS issues subscriptionVersionNewNPA-NXX notification and M-CREATE (SV1))



· Activate a pending port for an NPA-NXX not filtered for the Service Provider Under Test.  (NPAC SMS issues M-CREATE (SV2)) 





			


			Prerequisite SP Setup:


			The Service Provider LSMS should be ‘dis-associated’ while NPAC Personnel are performing the set-up specified above. 





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Service Provider Personnel, using their LSMS system establish an association to the NPAC SMS with the Resynchronization Flag set to ‘ON’ 






			NPAC


			The NPAC SMS receives the association bind request from the Service Provider’s LSMS system.  Once the association is established, the NPAC SMS queues up all events.





			2.


			SP


			The LSMS issues an M-ACTION Request lnpDownload to the NPAC SMS for a network data download with the criteria set to a specified start time for all service providers, for all network data.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the SOA, and issues an M-ACTION Response to the SOA which does NOT include the newly created NPA-NXX.





			3.


			SP


			The LSMS issues an M-ACTION Request lnpDownload to the NPAC SMS with a specified start time for subscription version data download.


			NPAC


			1. The NPAC SMS receives the M-ACTION Request from the Service Provider’s LSMS system and issues an M-ACTION Response with the necessary updates, including the M-CREATE Request subscriptionVersion for SV2.



2. The NPAC SMS returns WSMSC data, if the Service Provider supports that data.  





			4


			SP


			The LSMS issues an M-ACTION Request lnpNotificationRecovery with a specified start time for notification recovery.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the Service Provider’s LSMS system and issues an M-ACTION Response which does not include any notifications.





			5.


			SP


			The LSMS issues an M-ACTION Request lnpRecoveryComplete to the NPAC SMS to set the resynchronization flag to ‘OFF’.


			NPAC


			1. The NPAC SMS receives the M-ACTION Request from the respective LSMS and issues an M-ACTION Response.



2. The NPAC SMS sees the LSMS exit recovery.



3. NPAC sends any queued up events.  (objectCreation notification from Test Step 5).





			6.


			NPAC


			NPAC Personnel verify the notifications were sent to the LSMS.


			NPAC


			All the notifications listed above were successfully sent to the LSMS in the M-ACTION reply.





			7.


			SP - Optional


			SP Personnel, using the LSMS, perform a local query for the subscription version create received.  


			SP


			





			8.


			NPAC 


			NPAC Personnel perform a full audit for the subscription versions activated during this test case.


			NPAC


			Using the Audit Results Log, verify that no updates were issued as a result of performing the audit.  If updates were issued, the test case fails.








9.1.3 NANC 22 Related Test Cases:



			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 22-1


			Priority:


			Conditional





			


			Objective:





			SOA – Service Provider Personnel issue a Subscription Version query that exceeds the maximum subscriber query tunable and verifies that the complexity limitation error is returned – Error





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 22 – IIS Version 1.4 Flow 6.5.6 Modification





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			R4-30.1 R4-30.2





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.6 Subscription Version Query 





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			Verify that there are Subscription Versions that can be queried such that the number of Subscription Versions being queried exceeds the maximum subscriber query tunable.  





			


			Prerequisite SP Setup:


			





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the SOA, Service Provider personnel issue a query for Subscription Versions that will return query results larger than maximum subscriber query tunable.


			SP


			The SOA issues a scoped/filtered M-GET CMIP Request for subscriptionVersionNPAC to the NPAC SMS.





			2.


			NPAC


			The NPAC SMS accepts the M-GET Request from the Service Provider.






			NPAC


			1. The NPAC SMS determines that the Subscription Versions selected exceed the maximum subscriber query tunable.



2. The NPAC SMS issues an M-GET CMIP Error Response indicating complexity limitation.





			3.


			SP


			The SOA receives the M-GET Response indicating a complexityLimitation error.


			SP


			No Subscription Versions are returned.








			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 22-2


			Priority:


			Conditional





			


			Objective:





			LSMS – Service Provider Personnel issue a Subscription Version query that exceeds the maximum subscriber query tunable and verifies that the complexity limitation error is returned - Error





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 22 – IIS Version 1.4 Flow 6.5.6 Modification





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			R4-30.1 R4-30.2





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.6 Subscription Version Query 





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			 





			


			Prerequisite NPAC Setup:


			Verify that there are Subscription Versions that can be queried such that the number of Subscription Versions being queried exceeds the maximum subscriber query tunable.  





			


			Prerequisite SP Setup:


			





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the LSMS, Service Provider personnel issue a query for Subscription Versions that will return query results larger than maximum subscriber query tunable.


			SP


			The LSMS issues a scoped/filtered M-GET CMIP Request for subscriptionVersionNPAC to the NPAC SMS.





			2.


			NPAC


			The NPAC SMS accepts the M-GET Request from the Service Provider.






			NPAC


			1. The NPAC SMS determines that the Subscription Versions selected exceeds the maximum subscriber query tunable.



2. The NPAC SMS issues an M-GET CMIP Error Response indicating complexity limitation.





			3.


			SP


			The Service Provider LSMS receives the M-GET Response indicating a complexityLimitation error.


			SP


			No Subscription Versions are returned.








9.1.4 NANC 23 Related Test Cases:



			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 23-1


			Priority:


			Conditional





			


			Objective:





			SOA – Service Provider Personnel create an audit using another Service Provider’s ID – Error





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 23 - IIS Version 1.4 Flow 6.2.1 Modification









			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			N/A





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.2.1 – SOA Initiated Audit





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			 





			


			Prerequisite SP Setup:


			 





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the SOA, Service Provider personnel issue an audit for Subscription Versions using another Service Provider’s ID as the audit requestor.


			SP


			The SOA issues an M-CREATE Request for subscriptionAudit to the NPAC SMS with the subscriptionAuditRequestingSP set to another service provider id.





			2.


			NPAC


			The NPAC SMS accepts the M-CREATE Request from the Service Provider.






			NPAC


			1. The NPAC SMS determines that the subscriptionAuditRequestingSP for the subscriptionAudit is set to a value other than the service provider id specified in the access, this violates system requirements.



2. The NPAC SMS issues an M-CREATE error response.  





			3.


			SP


			The SOA receives the M-CREATE Error Response indicating a processingFailure error with a text message: “requesting SPID mismatch for M-CREATE subscriptionAudit:reqSpid=xxxx:acSpid=xxxx”


			SP


			The audit was not initiated.





			4.


			NPAC


			NPAC Personnel query for the audit to verify that it was not created.


			NPAC


			The audit was not created.





			5.


			SP – conditional


			Service Provider Personnel, using the SOA/SOA LTI, perform an NPAC query for the audit to verify that it was not created.


			SP


			The audit was not created.





			6.


			SP - optional


			Service Provider Personnel, using their SOA, perform a local query for the audit to verify that it was not created.


			SP


			The audit was not created.








9.1.5 NANC 48 Related Test Cases:



			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 48-1


			Priority:


			Required





			


			Objective:





			NPAC OP GUI – NPAC Personnel assign an ‘Associated’ Service Provider ID to a ‘Primary’ Service Provider ID – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 48 – Multiple Service Provider Ids per SOA Association





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			RR3-16, RR3-18, RR3-19





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			N/A





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			Verify that at least two Service Provider Profiles exist on the NPAC SMS (SPID ‘A’ and SPID ‘B’) that currently do not have another Service Provider associated to them for Service Bureau functionality.





			


			Prerequisite SP Setup:


			





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OP GUI, NPAC Personnel assign/associate one Service Provider Profile to another (SPID ‘B’ is assigned/associated to SPID ‘A’).


			NPAC


			1. The NPAC SMS verifies that both Service Provider Profiles exist on the NPAC SMS.



2. The NPAC SMS verifies that Service Provider  ‘B’ is not already specified as either a ‘Primary’ or ‘Associated’ Service Provider.



3. The NPAC SMS verifies that this is a valid request and associates the two Service Providers in the Multiple Association Table on the NPAC SMS.





			2.


			NPAC


			NPAC Personnel query for SPID ‘A’s’ Service Provider Profile which they have just assigned/associated as a ‘Primary’ Service Provider to SPID ‘B’.


			NPAC


			Verify that SPID ‘A’s’ Service Provider Profile is now indicated as a ‘Primary’ Service Provider ID.





			3.


			NPAC


			NPAC Personnel query for SPID ‘B’s’ Service Provider Profile which they have just assigned/associated as an ‘Associated’ Service Provider to SPID ‘A’.


			NPAC


			Verify that SPID ‘B’s’ Service Provider Profile is now indicated as an ‘Associated’ Service Provider ID to SPID ‘A’.








			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 48-5


			Priority:


			Conditional





			


			Objective:





			SOA – ‘Primary’ Service Provider Personnel, initiate Notification Recovery over their SOA to NPAC Interface to recover messages for both their ‘Primary’ and ‘Associated’ SPIDs- Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 48 – Multiple Service Provider Ids per SOA Association





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			RR3-28, RR3-29





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.7.2 Sequencing of Events on Initialization/Resynchronization of SOA





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			NANC 48-1 NPAC OP GUI – NPAC Personnel assign an ‘Associated’ Service Provider ID to a ‘Primary Service Provider ID – Success





			


			Prerequisite NPAC Setup:


			1. Verify that SPID ‘B’ is established as an ‘Associated’ SPID (to SPID ‘A’) on the NPAC SMS with a SOA Network Data Download Association Function set to ‘OFF’.



2. Verify that SPID ‘C’ is established as an ‘Associated’ SPID (to SPID ‘A’) on the NPAC SMS with SOA Network Data Download Association Function set to ‘ON’.



3. Verify that SPID ‘A’ is established as a ‘Primary’ SPID on the NPAC SMS with SOA Network Data Download Association Function set to ‘OFF’ .



4. Verify that all LSMSs in the region are properly associated to the NPAC SMS.



5. While SPID ‘A’, SPID ‘B’, and SPID ‘C’ do not have an association with the NPAC SMS, NPAC Personnel perform the following functions via the NPAC OP GUI:



· Issue an Old Service Provider Subscription Version Create (SV1) using an NPA-NXX which has never been ported before and where SPID ‘B’ is the Old Service Provider and SPID ‘A’ is the New Service Provider – let the timers expire.



(objectCreation for SV1)



(subscriptionVersionNewSP-Concurrence Request for SV1)



(subscriptionVersionNewSP-Final Concurrence Window Expiration for SV1)



(subscriptionVersionStatusAttributeValueChange setting SV1 to ‘cancelled’)



(subscriptionVersionNewNPA-NXX for SV1)



· Issue a Subscription Version Disconnect (SV2) where SPID ‘B’ is the Donor Service Provider and SPID ‘C’ is the Current Service Provider.



(subscriptionVersionDonorSPCustomerDisconnectDate for SV2)



(subscriptionVersionStatusAttributeValueChange setting SV2 to ‘old’)



· Issue an Activate for a pending Subscription Version (SV3) for which both the Old and New SP have concurred and Service Provider ‘B’ is the New Service Provider and Service Provider ‘C’ is the Old Service Provider.



(subscriptionVersionStatusAttributeValueChange setting SV3 to ‘active’)



· Issue a Scheduled Downtime Notification.



(lnpNPAC-SMS-OperationalInformation)



· Issue a New Service Provider Subscription Version Create (SV4) where SPID ‘B’ is the New Service Provider and SPID ‘C’ is the Old Service Provider – let the timers expire.



(objectCreation for SV4)



(subscriptionVersionOldSP-Concurrence Request for SV4)



(subscriptionVersionOldSP-Final Concurrence Window Expiration for SV4)





			


			Prerequisite SP Setup:


			





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using a SOA System, SPID ‘A’ Service Provider Personnel establish an association to the NPAC SMS with the Resynchronization Flag set to ‘ON’.


			NPAC


			The NPAC SMS receives the association bind request from the SOA and queries all current notifications.









			2.


			SP


			SPID ‘A’s’ SOA issues an M-ACTION Request lnpNotificationRecovery to the NPAC SMS for (Primary) SPID ‘A’ indicating a time range of one hour or less.  


			NPAC


			The NPAC SMS receives the M-ACTION Request from the SOA.









			3.


			NPAC


			The NPAC SMS issues an M-ACTION Response to the SPID ‘A’s’ SOA with the following information for (Primary) SPID ‘A’:



· objectCreation for SV1



· subscriptionVersionNewSP-Concurrence Request for SV1



· subscriptionVersionNewSP-Final Concurrence Window Expiration for SV1



· subscriptionVersionStatusAttributeValueChange for SV1 updating the SV status to ‘cancelled’



· lnpNPAC-SMS-Operational-Information


			SP


			The SOA receives the M-ACTION Response from the NPAC SMS.





			4.


			SP


			SPID ‘A’s’ SOA issues an M-ACTION Request lnpNotificationRecovery to the NPAC SMS for (Associated) SPID ‘B’ indicating a time range of one hour or less.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the SOA.









			5.


			NPAC


			The NPAC SMS issues an M-ACTION Response to the SPID ‘A’s’ SOA with the following information for (Associated) SPID ‘B’:



· objectCreation for SV1



· subscriptionVersionStatusAttributeValueChange for SV1 updating the SV status to ‘cancelled’



· subscriptionVersionDonorSPCustomerDisconnectDate for SV2



· subscriptionVersionStatusAttributeValueChange for SV3 updating the SV status to ‘active’



· lnpNPAC-SMS-Operational-Information



· objectCreation for SV4


			SP


			The SOA receives the M-ACTION Response from the NPAC SMS.





			6.


			SP


			SPID ‘A’s’ SOA issues an M-ACTION Request lnpNotificationRecovery to the NPAC SMS for (Associated) SPID ‘C’ indicating a time range of one hour or less.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the SOA.





			7.


			NPAC


			The NPAC SMS issues an M-ACTION Response to the SPID ‘A’s’ SOA with the following information for (Associated) SPID ‘C’: 



· subscriptionVersionStatusAttributeValueChange for SV3 updating the SV status to ‘active’



· lnpNPAC-SMS-Operational-Information



· subscriptionStatusAttributeValueChange setting SV3 to ‘old’



· objectCreation for SV4



· subscriptionVersionOldSP-ConcurrenceRequest for SV4



· subscriptionVersionOldSP-FinalConcurrenceWindowExpiration for SV4


			SP


			The SOA receives the M-ACTION Response from the NPAC SMS.





			8.


			SP


			The SOA System (SPID ‘A’) issues an M-ACTION Request lnpRecoveryComplete to the NPAC SMS to set the Recovery Mode to ‘OFF’.


			NPAC


			1. The NPAC SMS receives the M-ACTION Request from the SOA and issues an M-ACTION Response back.



2. The NPAC SMS sees the SOA exist recovery.



3. The NPAC SMS sends any data updates since the SOA re-established.





			9.


			SP optional


			SPID ‘B’ Service Provider Personnel perform a local query for the objectCreation message for SV1.


			SP


			Verify that you received the objectCreation message for SV1 on your local system.





			10.


			SP optional


			SPID ‘B’  Service Provider Personnel perform a local query for the subscriptionVersionAttributeValueChange message for SV1.


			SP


			Verify that you received the subscriptionVersionAttributeValueChange message for SV1 on your local system.





			11.


			SP optional


			SPID ‘A’ Service Provider Personnel perform a local query for the objectCreation message for SV1.


			SP


			Verify that you received the objectCreation message for SV1 on your local system.





			12.


			SP optional


			SPID ‘A’ Service Provider Personnel perform a local query for the subscriptionVersionAttributeValueChange message for SV1.


			SP


			Verify that you received the subscriptionVersionAttributeValueChange message for SV1 on your local system.





			13.


			SP optional


			SPID ‘A’ Service Provider Personnel perform a local query for the subscriptionVersionNewSP-Concurrence Request message for SV1.


			SP


			Verify that you received the subscriptionVersionNewSP-Concurrence Request message for SV1 on your local system.





			14.


			SP optional


			SPID ‘A’ Service Provider Personnel perform a local query for the subscriptionVersionNewSP-Final Concurrence Window Expiration message for SV1.


			SP


			Verify that you received the subscriptionVersionNewSP-Final Concurrence Window Expiration message for SV1 on your local system.





			15.


			SP optional


			SPID ‘B’ Service Provider Personnel perform a local query for a DonorSP-CustomerDisconnectDate notification for SV2.


			SP


			Verify that you have the notification for Donor Disconnect Date for SV2.





			16.


			SP optional


			SPID ‘C’ Service Provider Personnel perform a local query for the subscriptionVersionStatusAttributeValueChange message for SV2.


			SP


			Verify that you received the subscriptionVersionStatusAttributeValueChange message for SV2 on your local system.





			17.


			SP optional


			SPID ‘B’ Service Provider Personnel perform a local query for the subscriptionVersionStatusAttributeValueChange message for SV3.


			SP


			Verify that you received the subscriptionVersionStatusAttributeValueChange message for SV3 on your local system.





			18.


			SP optional 


			SPID ‘C’ Service Provider Personnel perform a local query for the subscriptionVersionStatusAttributeValueChange message for SV3.


			SP


			Verify that you received the subscriptionVersionStatusAttributeValueChange message for SV3 on your local system.





			19.


			SP optional


			SPID ‘A’ Service Provider Personnel perform a local query for lnpNPAC-SMS-Operational-Information notification.  


			SP


			Verify that you received the notification for scheduled downtime.





			20.


			SP optional


			SPID ‘B’ Service Provider Personnel perform a local query for lnpNPAC-SMS-Operational-Information notification.


			SP


			Verify that you received the notification for scheduled downtime.





			21.


			SP optional


			SPID ‘C’ Service Provider Personnel perform a local query for lnpNPAC-SMS-Operational-Information notification.


			SP


			Verify that you received the notification for scheduled downtime.





			22.


			SP optional


			SPID ‘B’ Service Provider Personnel perform a local query for the objectCreation message for SV4.


			SP


			Verify that you received the objectCreation message for SV4.





			23.


			SP optional


			SPID ‘C’ Service Provider Personnel perform a local query for the objectCreation message for SV4.


			SP


			Verify that you received the objectCreation message for SV4.





			24.


			SP optional


			SPID ‘C’ Service Provider Personnel perform a local query for the subscriptionVersionOldSP-Concurrence Request message for SV4.


			SP


			Verify that you received the subscriptionVersionOldSP-Concurrence Request message for SV4.





			25.


			SP optional


			SPID ‘C’ Service Provider Personnel perform a local query for subscriptionVersionOldSP-FinalConcurrenceExpirationWindow message for SV4.


			SP


			Verify that received the subscriptionVersionOldSP-FinalConcurrenceExpirationWindow message for SV4.








			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 48-6


			Priority:


			Conditional





			


			Objective:





			SOA – ‘Associated’ SPID ‘B’ creates an NPA-NXX (at least 4 Service Provider’s are configured to operate in this region, 1 ‘Primary’ SPID (‘A’), 2 ‘Associated’ SPIDs (‘B’ and ‘C’) and one other SPID ‘D’ – neither Primary or Associated) SPID ‘B’, SPID ‘A’, and SPID ‘D’ are configured with their SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’, SPID ‘C’ is configured with their SOA Network Data Download Association Function set to ‘ON’ and their LSMS Network and Subscription Data Download Association Function is set to ‘OFF’ (Some SPs in the region have filters to not accept downloads for this NPA-NXX) – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 48 – Multiple Service Provider Ids per SOA Association





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			RR3-26, RR3-27, RR3-2





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B4.1.4 NPA-NXX Creation by the SOA





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that SPID ‘B’, and SPID ‘C’ exist on the NPAC SMS as ‘Associated’ SPIDs to Service Provider ‘A’.  



2. Verify that SPID ‘D’ exist on the NPAC SMS – as neither  a ‘Primary’ or ‘Associated’ SPID.



3. Verify that SPID ‘B’, SPID ‘A’ and SPID ‘D’ Profiles are configured with the SOA Network Data Download Association Function and the LSMS Network and Subscription Data Download Association Function set to ‘ON’.



4. Verify that the SPID ‘C’ Profile is configured with the SOA Network Data Download Association Function set to ‘ON’ and the LSMS Network and Subscription Data Download Association Function set to ‘OFF’.



5. Verify that SPID ‘B’ is configured with an NPA-NXX Filter that DOES NOT allow them to receive notifications for the NPA-NXX you are about to create.



6. Verify that the NPA-NXX does not exist on the NPAC SMS that SPID ‘B’ is going to create.





			


			Prerequisite SP Setup:


			





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using their SOA System, Service Provider ‘B’ Personnel submit a request to the NPAC SMS to create an NPA-NXX which does not already exist on the NPAC SMS.



The SPID ‘A’s’ SOA association issues an M-CREATE Request serviceProvNPA-NXX to the NPAC SMS (on behalf of SPID ‘B’).


			NPAC


			1. The NPAC SMS receives the M-CREATE Request for the NPA-NXX from the ‘Primary’ SPID (‘A’) for ‘Associated’ SPID ‘B’.



2. The NPAC SMS issues an M-CREATE Response back to ‘Associated’ SPID ‘B’ under the  ‘Primary’ SPID ‘A’ association.





			2.


			NPAC


			1. The NPAC SMS sends an M-CREATE for the serviceProvNPA-NXX object to all LSMSs that have their Network and Subscription Data Download Association Function set to ‘ON’ and are accepting downloads for this NPA-NXX according to their filters.  (SPIDs ‘A’, and ‘D’ in this scenario.)



2. The NPAC SMS sends an M-CREATE for the serviceProvNPA-NXX object to all SOAs that have their Network Data Download Association Function set to  ‘ON’ and are accepting downloads for this NPA-NXX according to their filters.  (SPIDs ‘A’, ‘C’ and ‘D’ in this scenario.)


			SP


			1. All LSMSs in the region that are accepting downloads for the serviceProvNPA-NXX receive the M-CREATE Request from the NPAC SMS and issue an M-CREATE Response back to the NPAC SMS.



2. All SOAs in the region that are accepting downloads for the serviceProvNPA-NXX receive the M-CREATE Request from the NPAC SMS and issues an M-CREATE Response back to the NPAC SMS.





			3.


			SP


			Service Provider ‘A’ Personnel query their local SOA and LSMS system for the NPA-NXX that was just created by Service Provider ‘B’.


			SP


			1. Verify that the NPA-NXX exists on SPID ‘A’s’ local SOA system and belongs to Service Provider ‘B’.



2. Verify that the NPA-NXX exists on SPID ‘A’s’ local LSMS system, and belongs to Service Provider ‘B’.





			4.


			SP optional


			Service Provider ‘B’ Personnel query their local SOA and LSMS system for the NPA-NXX that they just created on the NPAC SMS.


			SP


			Verify that the NPA-NXX DOES NOT exist on SPID ‘B’s’ local SOA and LSMS systems.





			5.


			SP optional


			Service Provider ‘C’ Personnel query their local SOA and LSMS system for the NPA-NXX that was just created by Service Provider ‘B’.


			SP


			1. Verify that the NPA-NXX exists on SPID ‘C’s’ local SOA system and belongs to Service Provider ‘B’.



2. Verify that the NPA-NXX exists on SPID ‘C’s’ local LSMS system and belongs to Service Provider ‘B’.





			6.


			SP optional


			Service Provider ‘D’ Personnel query their local SOA and LSMS system for the NPA-NXX that was just created by Service Provider ‘B’.


			


			1. Verify that the NPA-NXX exists on your local SOA system and belongs to Service Provider ‘B’.



2. Verify that NPA-NXX exists on your local LSMS system and belongs to Service Provider ‘B’.








			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 48-7


			Priority:


			Conditional





			


			Objective:






			SOA – ‘Associated’ SPID ‘B’ issues an inter-Service Provider Subscription Version Create to the NPAC SMS where the TN is the first to be ported in the NPA-NXX , and they are the New Service Provider and ‘Primary’ SPID ‘A’ is the Old Service Provider  – Success 





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 48 – Multiple Service Provider Ids per SOA Association





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			RR3-2





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.1.2 Subscription Version Create by the Initial SOA (New Service Provider)





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that SPID ‘A’ exists as a ‘Primary’ SPID, and is configured with SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’.  SPID ‘A’ has a filter set such that it will receive downloads for this NPA-NXX.



2. Verify that SPID ‘B’ is an ‘Associated’ SPID to SPID ‘A’.  



3. Verify SPID ‘B’ is configured with SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’.  SPID ‘B’ has a filter set such that it will receive downloads for this NPA-NXX.



4. Verify that the NPA-NXX of the TN to be used for the subscription version create exists on the NPAC SMS and that there have not been any ports against it 





			


			Prerequisite SP Setup:


			





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using a SOA system, SPID ‘B’ Service Provider Personnel take action to create a New Service Provider, Inter-Service Provider Subscription Version with SPID ‘A’ as the Old Service Provider and submits the request to the NPAC SMS via their ‘Primary’ SPID (SPID ‘A’) association.



Specify an NPA-NXX that has not been ported before.


			SP


			SPID ‘B’ issues an M-ACTION Request subscriptionVersionNewSP-Create to the NPAC SMS care of SPID ‘A’s’ SOA association.





			2.


			NPAC


			The NPAC SMS receives the M-ACTION subscriptionVersionNewSP-Create from SPID ‘B’ (care of SPID ‘A’s’ SOA association).


			NPAC


			The NPAC SMS determines the request is valid and performs the following:



· Creates the subscriptionVersionNPAC object.



· Sets the subscription version status to ‘pending’.



· Sets the subscriptionVersionModifiedTimeStamp and subscriptionCreationTimeStamp to the current date and time.



· Issues an M-ACTION Response back to SPID ‘B’ (care of SPID ‘A’s’ SOA association) indicating success.





			3.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT objectCreation to the Old Service Provider SOA (in this case SPID ‘A’) containing the following subscription version attributes:



· subscriptionTN



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionNewSP-CreationTimeStamp



· subscriptionVersionStatus



· subscriptionNewSP-DueDate


			SP


			The Old Service Provider SOA (SPID ‘A’ in this case) receives the M-EVENT-REPORT and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			4.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT objectCreation to the New Service Provider SOA (in this case the response goes over the SPID ‘A’ to NPAC SMS interface and is specified for SPID ‘B’) containing the following subscription version attributes:



· subscriptionTN



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionNewSP-CreationTimeStamp



· subscriptionVersionStatus



· subscriptionNewSP-DueDate


			SP


			The New Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.



(SPID ‘A’ is responsible for managing this message on behalf of their ‘Associated’ SPID  - SPID ‘B’)





			5.


			NPAC


			The NPAC SMS determines that this subscription version is the first use of this NPA-NXX and performs the following:



1. The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionNewNPA-NXX to all LSMSs in the region who are accepting downloads for this NPA-NXX according to their filters 



2. The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionNewNPA-NXX to all SOAs in the region who are accepting downloads for this NPA-NXX 


			SP


			1. All LSMSs in the region that are accepting downloads for this NPA-NXX receive the M-EVENT-REPORT from the NPAC SMS and issue an M-EVENT-REPORT Confirmation back to the NPAC SMS 



2. All SOAs in the region that are accepting downloads for this NPA-NXX receive the M-EVENT-REPORT from the NPAC SMS and issue an M-EVENT-REPORT Confirmation back to the NPAC SMS 





			6.


			NPAC


			NPAC Personnel query for the Subscription Version that SPID ‘B’ Service Provider Personnel just created.


			NPAC


			Verify that the subscription version exists with a status of ‘pending’.





			7.


			SP optional


			SPID ‘A’ Service Provider Personnel perform a local query for the Subscription Version that SPID ‘B’ Service Provider Personnel just created.


			SP


			Verify that the subscription version exists with a status of ‘pending’ state.





			8.


			SP conditional


			SPID ‘A’ Service Provider Personnel perform an NPAC SMS query for the Subscription Version that SPID ‘B’ Service Provider Personnel just created.


			SP


			Verify that the subscription version exists with a status of ‘pending’.





			9.


			SP optional


			SPID ‘A’ Service Provider Personnel query for the subscriptionVersionNewNPA-NXX notification on their SOA and/or LSMS systems.


			SP


			Verify that SPID ‘A’ received a subscriptionVersionNewNPA-NXX notification for the subscription version that SPID ‘B’ Service Provider Personnel just created.





			10.


			SP optional


			SPID ‘B’ Service Provider Personnel perform a local query for the Subscription Version that SPID ‘B’ Service Provider Personnel just created.


			SP


			Verify that the subscription version exists with a status of  ‘pending’ state.





			11.


			SP conditional


			SPID ‘B’ Service Provider Personnel perform an NPAC SMS query for the Subscription Version that SPID ‘B’ Service Provider Personnel just created.


			SP


			Verify that the subscription version exists with a status of ‘pending’.





			12.


			SP optional


			SPID ‘B’ Service Provider Personnel query for the subscriptionVersionNewNPA-NXX notification on their SOA and/or LSMS systems.


			SP


			Verify that SPID ‘B’ received a subscriptionVersionNewNPA-NXX notification for the subscription version that SPID ‘B’ Service Provider Personnel just created.








			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 48-8


			Priority:


			Conditional





			


			Objective:






			SOA – ‘Associated’ SPID ‘B’ issues a Subscription Version Activate for an Inter-Service Provider Port to the NPAC SMS, where they are the New Service Provider and ‘Primary’ SPID ‘A’ is the Old Service Provider  - Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 48 – Multiple Service Provider Ids per SOA Association





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			N/A





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.1.5 Subscription Version Activated by New Service Provider SOA



B.5.1.6 Active SubscriptionVersion Create on Local SMS





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			NANC 48-9 SOA – ‘Associated’ SPID ‘B’ issues an inter-Service Provider Subscription Version Create to the NPAC SMS where the TN is the first to be ported in the NPA-NXX and they are the New Service Provider and ‘Primary’ SPID ‘A’ is the Old Service Provider  – Success





			


			Prerequisite NPAC Setup:


			1. Verify that the Subscription Version to be activated exists on the NPAC SMS and that both the Old and New Service Providers have issued their creates or the Initial and Final Concurrence Windows have expired.



2. Verify that SPID ‘A’ exists as a ‘Primary’ SPID, and is configured with SOA and LSMS Network Data Download Indicators set to ‘ON’.  SPID ‘A’ has filters set such that they will receive downloads for this NPA-NXX.



3. Verify that SPID ‘B’ is an ‘Associated’ SPID to SPID ‘A’.  



4. Verify SPID ‘B’ is configured with SOA and LSMS Network Data Download Indicators set to ‘ON’.  SPID ‘B’ has filters set such that they will receive downloads for this NPA-NXX.









			


			Prerequisite SP Setup:


			





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using a SOA system, SPID ‘B’ Service Provider Personnel Activate a ‘Pending’ Subscription Version where they are the New Service Provider on or after the Subscription Version due date.


			SP


			SPID ‘B’ issues an M-ACTION Request subscriptionVersionActivate to the NPAC SMS care of SPID ‘A’s’ SOA association.





			2.


			NPAC


			The NPAC SMS receives the M-ACTION Request from SPID ‘B’ (care of SPID ‘A’s’ SOA association) and issues an M-SET Request to set the subscriptionVersionActivation



TimeStamp and subscriptionModifiedTime



Stamp to the current date and time.


			NPAC


			The NPAC SMS issues an M-SET Response to itself.





			3.


			NPAC


			The NPAC SMS issues an M-ACTION subscriptionVersionActivateResponse to the New Service Provider SOA (over the SPID ‘A’ association on behalf of SPID ‘B’ in this case).


			SP


			SPID ‘B’ receives the M-ACTION Response from the NPAC SMS.





			4.


			NPAC


			The NPAC SMS issues an M-SET Request to set the subscription version status to ‘sending’ and the  subscriptionBroadcastTimeStamp to the current date and time.


			NPAC


			The NPAC SMS issues an M-SET Response to itself.





			5.


			NPAC 


			The NPAC SMS issues an M-CREATE Request subscriptionVersion to all LSMSs in the region that are accepting downloads for this NPA-NXX 


			SP


			All LSMSs that are accepting downloads for this NPA-NXX receives the M-CREATE Request from the NPAC SMS and issue an M-CREATE Response back to the NPAC SMS 





			6.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old Service Provider SOA to set the subscription version status to ‘Active’.


			SP


			SPID ‘A’ receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			7.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the New Service Provider SOA to set the subscription version status to ‘Active’.


			SP


			SPID ‘B’ receives the M-EVENT-REPORT from the NPAC SMS and issue an M-EVENT-REPORT Confirmation back to the NPAC SMS via the SPID ‘A’ SOA to NPAC SMS association.





			8.


			NPAC


			NPAC Personnel query for the Subscription Version that SPID ‘B’ Service Provider Personnel just activated in this test case.


			NPAC


			Verify that the subscription version exists with a status of ‘active’.





			9.


			SP optional


			SPID ‘A’ Service Provider Personnel perform a local query using their SOA and/or LSMS systems for the Subscription Version that SPID ‘B’ Service Provider Personnel just activated.


			SP


			Verify that the subscription version exists with a status of ‘active’.





			10.


			SP conditional


			SPID ‘A’ Service Provider Personnel perform an NPAC SMS query for the Subscription Version that SPID ‘B’ Service Provider Personnel just activated.


			SP


			Verify that the subscription version exists with a status of ‘active’.





			11.


			SP optional


			SPID ‘B’ Service Provider Personnel perform a local query using their SOA and/or LSMS systems for the Subscription Version that SPID ‘B’ Service Provider Personnel just activated.


			SP


			Verify that the subscription version exists with a status of ‘active’.





			12.


			SP conditional


			SPID ‘B’ Service Provider Personnel perform an NPAC SMS query for the Subscription Version that SPID ‘B’ Service Provider Personnel just activated.


			SP


			Verify that the subscription version exists with a status of ‘active.





			13.


			NPAC


			NPAC Personnel perform a full audit for the subscription version that was activated during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were sent as a result of performing the audit.  If updates were issued, the LSMS fails this test case.








			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 48-9


			Priority:


			Conditional





			


			Objective:





			SOA – ‘Associated’ SPID ‘C’ issues an inter-Service Provider Subscription Version Create to the NPAC SMS for a range of TNs, where they are the New Service Provider and ‘Primary’ SPID ‘A’ is the Old Service Provider (Some SPs in the region have filters to not accept downloads for this NPA-NXX) – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 48 – Multiple Service Provider Ids per SOA Association





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			N/A





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.1.2 Subscription Version Create by the Initial SOA (New Service Provider)





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that at least 3 Service Providers are configured on the NPAC SMS.



2. Verify that SPID ‘A’ exists as a ‘Primary’ SPID, and is configured with SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function are set to ‘ON’.  SPID ‘A’ has a  filter set such that  it will receive downloads for this NPA-NXX.



3. Verify that SPID ‘B’ is an ‘Associated’ SPID to SPID ‘A’.  



4. Verify that SPID ‘B’ is configured with SOA Network Data Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’.  SPID ‘B’ has a filter set such that  it will receive downloads for this NPA-NXX.



5. Verify that SPID ‘C’ is an ‘Associated’ SPID to SPID ‘A’.  



6. Verify that SPID ‘C’ is configured with a SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function  set to ‘ON’.  SPID ‘C’ has a filter set such that it WILL NOT receive downloads for this NPA-NXX.



7. Verify that the NPA-NXX of the TNs to be used in the subscription version create exists on the NPAC SMS.





			


			Prerequisite SP Setup:


			





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using a SOA system, SPID ‘C’ Service Provider Personnel create an Inter-Service Provider Subscription Version for at least 2 consecutive TNs in a range where they are the New Service Provider and SPID ‘A’ is the Old Service Provider and submits it to the NPAC SMS via their ‘Primary’ SPID (SPID ‘A’) association.


			SP


			SPID ‘C’ issues an M-ACTION Request subscriptionVersionNewSP-Create to the NPAC SMS care of SPID ‘A’s’ SOA association.





			2.


			NPAC


			The NPAC SMS receives the M-ACTION subscriptionVersionNewSP-Create from SPID ‘C’ care of SPID ‘A’s’ SOA system.


			NPAC


			The NPAC SMS determines the request is valid and performs the following:



· Creates the subscriptionVersionNPAC object for each TN in the range.



· Sets the subscription version status to ‘pending’ for each TN in the range.



· Sets the subscriptionVersionModifiedTimeStamp and subscriptionCreationTimeStamp to the current date and time for each TN in the range.



· Issues an M-ACTION Response back to SPID ‘A’ (for SPID ‘B’) indicating success for the TN’s in the range.





			3.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT objectCreation for each TN in the range to the Old Service Provider SOA (in this case SPID ‘A’) containing the following subscription version attributes:



· subscriptionTN



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionNewSP-CreationTimeStamp



· subscriptionVersionStatus



· subscriptionNewSP-DueDate


			SP


			The Old Service Provider SOA (SPID ‘A’ in this case) receives the M-EVENT-REPORT(s) for each TN in the range and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS for each TN in the range.





			4.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT objectCreation for each TN in the range to the New Service Provider SOA (in this case the response goes over the SPID ‘A’ to NPAC SMS interface and is specified for SPID ‘C’)containing the following subscription version attributes:



· subscriptionTN



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionNewSP-CreationTimeStamp



· subscriptionVersionStatus



· subscriptionNewSP-DueDate


			SP


			The New Service Provider SOA receives the M-EVENT-REPORT(s) for each TN in the range, from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS for each TN in the range.



(SPID ‘A’ is responsible for managing this message on behalf of their ‘Associated’ SPID  - SPID ‘C’)





			5.


			NPAC


			NPAC Personnel query for the Subscription Versions that SPID ‘C’ Service Provider Personnel just created.


			NPAC


			Verify that the subscription versions exist with a status of ‘pending’.





			6.


			SP optional


			SPID ‘A’ Service Provider Personnel perform a local query using their SOA system for the Subscription Versions that SPID ‘C’ Service Provider Personnel just created.


			SP


			Verify that the subscription versions exist with a status of ‘pending’.





			7.


			SP conditional


			SPID ‘A’ Service Provider Personnel perform an NPAC SMS query for the Subscription Versions that SPID ‘C’ Service Provider Personnel just created.


			SP


			Verify that subscription versions exist with a status of ‘pending’.





			8.


			SP conditional


			SPID ‘B’ Service Provider Personnel perform an NPAC SMS query for the Subscription Versions that SPID ‘C’ Service Provider Personnel just created.


			SP


			No data is returned to SPID ‘B’ because it is neither the Old or New Service Provider for the subscription version.





			9.


			SP optional


			SPID ‘C’ Service Provider Personnel perform a local query using their SOA system for the Subscription Versions that SPID ‘C’ Service Provider Personnel just created.


			SP


			Verify that subscription versions exist with a status of ‘pending’.





			10.


			SP conditional


			SPID ‘C’ Service Provider Personnel perform an NPAC SMS query for the Subscription Versions that SPID ‘C’ Service Provider Personnel just created.


			SP


			Verify that the subscription versions exist with a status of ‘pending’.








			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 48-10


			Priority:


			Conditional





			


			Objective:





			SOA – ‘Associated’ SPID ‘B’ issues an Intra-Service Provider Subscription Version Create – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 48 – Multiple Service Provider Ids per SOA Association





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			N/A





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.1.11 Subscription Version Create for Intra-Service Provider Port





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that at least 3 Service Providers are configured on the NPAC SMS.



2. Verify that SPID ‘A’ exists as a ‘Primary’ SPID, and is configured with  SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function  set to ‘ON’.  SPID ‘A’ has a filter set such that it will receive downloads for this NPA-NXX.



3. Verify that SPID ‘B’ is an ‘Associated’ SPID to SPID ‘A’.  



4. Verify that SPID ‘B’ is configured with SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function  set to ‘ON’.  SPID ‘B’ has a filter set such that it will receive downloads for this NPA-NXX.



5. Verify that SPID ‘C’ is an ‘Associated’ SPID to SPID ‘A’.  



6. Verify that SPID ‘C’ is configured with a SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function  set to ‘ON’.  SPID ‘C’ has a filter set such that it will NOT receive downloads for this NPA-NXX.



7. Verify that the NPA-NXX of the TN to be used in the subscription version create exists on the NPAC SMS.





			


			Prerequisite SP Setup:


			





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using a SOA system, SPID ‘B’ Service Provider Personnel create an Intra-Service Provider Subscription Version and submits it to the NPAC SMS via their ‘Primary’ SPID (SPID ‘A’) association.


			SP


			SPID ‘B’ issues an M-ACTION Request subscriptionVersionNewSP-Create to the NPAC SMS care of SPID ‘A’s’ SOA association.





			2.


			NPAC


			The NPAC SMS receives the M-ACTION subscriptionVersionNewSP-Create from SPID ‘B’ care of SPID ‘A’s’ system.


			NPAC


			The NPAC SMS determines the request is valid and performs the following:



· Creates the subscriptionVersionNPAC object.



· Sets the subscription version status to ‘pending’.



· Sets the subscriptionVersionModifiedTimeStamp, subscriptionCreationTimeStamp, subscriptionNewSP-AuthorizationTimeStamp and subscriptionOldSP-AuthorizationTimeStamp to the current date and time.



· Issues an M-ACTION Response back to SPID ‘A’ (for SPID ‘B’) indicating success.





			3.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT objectCreation to the SPID ‘B’ care of  SPID ‘A’s’ SOA association.


			SP


			SPID ‘B’ receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.



(SPID ‘A’ is responsible for managing this message on behalf of their ‘Associated’ SPID  - SPID ‘B’)





			4.


			NPAC


			NPAC Personnel query for the Subscription Version that SPID ‘B’ Service Provider Personnel just created.


			NPAC


			Verify that the subscription version exists in a state of ‘pending’.





			5.


			SP conditional


			SPID ‘A’ Service Provider Personnel perform an NPAC SMS query for the Subscription Version that SPID ‘B’ Service Provider Personnel just created.


			SP


			No data is returned to SPID ‘A’ because it is not the New Service Provider for the subscription version.





			6.


			SP optional


			SPID ‘B’ Service Provider Personnel perform a local query using their SOA system for the Subscription Version that SPID ‘B’ Service Provider Personnel just created.


			SP


			Verify that the subscription version exists with a status of ‘pending’.





			7.


			SP conditional


			SPID ‘B’ Service Provider Personnel perform an NPAC SMS query for the Subscription Version that SPID ‘B’ Service Provider Personnel just created.


			SP


			Verify that the subscription version exists with a status of ‘pending’.





			8.


			SP conditional


			SPID ‘C’ Service Provider Personnel perform an NPAC SMS query for the Subscription Version that SPID ‘B’ Service Provider Personnel just created.


			SP


			No data is returned to SPID ‘C’ because it is not the New Service Provider for the subscription version.








			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 48-11


			Priority:


			Conditional





			


			Objective:





			SOA – ‘Primary’ SPID ‘A’ issues a Port-To-Original Subscription Version Create to the NPAC SMS for a single TN, where they are the New Service Provider and ‘Associated’ SPID ‘B’ is the Old Service Provider – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 48 – Multiple Service Provider Ids per SOA Association





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			N/A





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.1.2 Subscription Version Create by the Initial SOA (New Service Provider)





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that there is an ‘Active’ Subscription Version for SPID ‘B’ in which SPID ‘C’ is the original Service Provider.  



2. Verify that at least 3 Service Providers are configured on the NPAC SMS.



3. Verify that SPID ‘A’ exists as a ‘Primary’ SPID, and is configured with SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function  set to ‘ON’.  SPID ‘A’ has a filter set such that it will receive downloads for this NPA-NXX.



4. Verify that SPID ‘B’ is an ‘Associated’ SPID to SPID ‘A’.  



5. Verify that SPID ‘B’ is configured with SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’.  SPID ‘B’ has a filter set such that it will receive downloads for this NPA-NXX.



6. Verify that SPID ‘C’ is an ‘Associated’ SPID to SPID ‘A’.  



7. Verify that SPID ‘C’ is configured with a SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function  set to ‘ON’.  SPID ‘C’ has a filter set such that it will NOT receive downloads for this NPA-NXX.



8. Verify that an ‘active’ subscription version exists for the TN to be used in the Port-to-Original subscription version create.









			


			Prerequisite SP Setup:


			





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using a SOA system, SPID ‘A’ Service Provider Personnel create an Inter-Service Provider, Port-To-Original Subscription Version where they are the New Service Provider and ‘Associated’ SPID ‘B’ is the Old Service Provider and submit the request to the NPAC SMS.



 


			SP


			SPID ‘A’s’ SOA issues an M-ACTION Request subscriptionVersionNewSP-Create with the Port-to-Original flag set to ‘yes’ to the NPAC SMS.





			2.


			NPAC


			The NPAC SMS receives the M-ACTION subscriptionVersionNewSP-Create from SPID ‘A’s’ system.


			NPAC


			The NPAC SMS determines the request is valid and performs the following:



· Creates the subscriptionVersionNPAC object.



· Sets the Port-to-Original flag to ‘yes’.



· Sets the subscription version status to ‘pending’.



· Sets the subscriptionVersionModifiedTimeStamp and subscriptionCreationTimeStamp to the current date and time.



· Issues an M-ACTION Response back to SPID ‘A’ indicating success.





			3.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT objectCreation to the Old Service Provider SOA (in this case SPID ‘B’ – care of SPID ‘A’) containing the following subscription version attributes:



· subscriptionTN



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionNewSP-CreationTimeStamp



· subscriptionVersionStatus



· subscriptionNewSP-DueDate


			SP


			The Old Service Provider SPID ‘B’ receives the M-EVENT-REPORT (care of SPID ‘A’s’ SOA association) and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			4.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT objectCreation to the New Service Provider (SPID ‘A’) SOA system with the following subscription version attributes:.



· subscriptionTN



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionNewSP-CreationTimeStamp



· subscriptionVersionStatus



· subscriptionNewSP-DueDate


			SP


			The New Service Provider (SPID ‘A’) receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			5.


			NPAC


			NPAC Personnel query for the Subscription Version that SPID ‘A’ Service Provider Personnel just created.


			NPAC


			Verify that the subscription version exists with a status of  ‘pending’.  





			6.


			SP optional


			SPID ‘A’ Service Provider Personnel perform a local query using their SOA system for the Subscription Version that SPID ‘A’ Service Provider Personnel just created.


			SP


			Verify that the subscription version exists with a status of ‘pending’.





			7.


			SP conditional


			SPID ‘A’ Service Provider Personnel perform an NPAC SMS query for the Subscription Version that SPID ‘A’ Service Provider Personnel just created.


			SP


			Verify that the subscription version exists with a status of ‘pending’.





			8.


			SP optional


			SPID ‘B’ Service Provider Personnel perform a local query using their SOA system for the Subscription Version that SPID ‘A’ Service Provider Personnel just created.


			SP


			Verify that the subscription version exists with a status of ‘pending’.





			9.


			SP conditional


			SPID ‘B’ Service Provider Personnel perform an NPAC SMS query for the Subscription Version that SPID ‘A” Service Provider Personnel just created.


			SP 


			Verify that the subscription version exists with a status of ‘pending’.





			10.


			SP conditional


			SPID ‘C’ Service Provider Personnel perform an NPAC SMS query for the Subscription Version that SPID ‘A’ Service Provider Personnel just created.


			SP


			No data is returned because they are neither the Old nor the New Service Provider for the subscription version.








			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 48-12


			Priority:


			Conditional





			


			Objective:





			SOA – ‘Primary’ SPID ‘A’ issues a Subscription Version Activate for a Port-to-Original Subscription Version to the NPAC for a single TN, where they are the New Service Provider and ‘Associated’ SPID ‘B’ is the Old Service Provider – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 48 – Multiple Service Provider Ids per SOA Association





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			N/A





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.1.5 Subscription Version Activated by New Service Provider SOA



B.5.1.12 Subscription Version Port-to-Original : Successful





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			NANC 48-13 SOA – ‘Primary’ SPID ‘A’ issues a Port-To-Original Subscription Version Create to the NPAC SMS for a single TN, where they are the New Service Provider and ‘Associated’ SPID ‘B’ is the Old Service Provider – Success





			


			Prerequisite NPAC Setup:


			1. Verify that the Subscription Version to be activated exists on the NPAC SMS and that both the Old and New Service Providers have issued their creates or the Initial and Final Concurrence Windows have expired.



2. Verify that at least 3 Service Providers are configured on the NPAC SMS.



3. Verify that SPID ‘A’ exists as a ‘Primary’ SPID, and is configured with  SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function  set to ‘ON’.  SPID ‘A’ has a filter set such that it will receive downloads for this NPA-NXX.



4. Verify that SPID ‘B’ is an ‘Associated’ SPID to SPID ‘A’.  



5. Verify that SPID ‘B’ is configured with SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function  set to ‘ON’.  SPID ‘B’ has a filter set such that it will receive downloads for this NPA-NXX.



6. Verify that SPID ‘C’ is an ‘Associated’ SPID to SPID ‘A’.  



7. Verify that SPID ‘C’ is configured with a SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function  set to ‘ON’.  SPID ‘C’ has a filter set such that it will receive downloads for this NPA-NXX.



8. Verify that an active subscription version exists for the same TN as used in the ‘pending’ Port-to-Original SV1.





			


			Prerequisite SP Setup:


			





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using a SOA system, SPID ‘A’ Service Provider Personnel activate a ‘Pending’ Subscription Version (SV2) where they are the New Service Provider on or after the Subscription Version due date and submit the request to the NPAC SMS.


			SP


			SPID ‘A’s’ SOA issues an M-ACTION Request subscriptionVersionActivate to the NPAC SMS.





			2.


			NPAC


			The NPAC SMS receives the M-ACTION Request from SPID ‘A’s’ SOA and issues an M-SET Request to set the subscriptionVersionActivationTimeStamp and subscriptionModifiedTimeStamp to the current date and time for SV2.


			NPAC


			The NPAC SMS issues an M-SET Response to itself.





			3.


			NPAC


			The NPAC SMS issues an M-ACTION subscriptionVersionActivateResponse to the New Service Provider SOA for SV2 (SPID ‘A’ in this case).  


			SP


			SPID ‘A’ receives the M-ACTION Response from the NPAC SMS over their SOA association.





			4.


			NPAC


			The NPAC SMS issues an M-SET Request to set the subscription version status to ‘sending’ and set the  subscriptionBroadcastTimeStamp to the current date and time.


			NPAC


			The NPAC SMS issues an M-SET Response to itself.





			5.


			NPAC 


			The NPAC SMS issues an M-DELETE Request subscriptionVersion to all LSMSs in the region that are accepting downloads for this NPA-NXX for SV1.


			SP


			All LSMSs that are accepting downloads for this NPA-NXX receive the M-DELETE Request from the NPAC SMS and issue an M-DELETE Response back to the NPAC SMS.





			6.


			NPAC


			The NPAC SMS issues an M-SET Request to itself to set the subscription version status for SV1 to ‘old’ and set the subscriptionModifiedTimeStamp and subscriptionDisconnectCompleteTimeStamp to the current date and time.


			NPAC


			The NPAC SMS issues an M-SET Response to itself.





			7.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old Service Provider SOA (SPID ‘B’ care of SPID ‘A’s’ SOA association) to set the subscription version status to ‘old’ for SV1.


			SP


			SPID ‘B’ receives the M-EVENT-REPORT from the NPAC SMS (via SPID ‘A’s’ SOA association) and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			8.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old Service Provider SOA (SPID ‘B’ care of SPID ‘A’s’ SOA association) to set the subscription version status to ‘old’ for SV2.


			SP


			SPID ‘B’ receives the M-EVENT-REPORT from the NPAC SMS (via SPID ‘A’s’ SOA association) and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			9.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the New Service Provider SOA (SPID ‘A’ in this case) to set the subscription version status to ‘old’ for SV2.


			SP


			SPID ‘A’ receives the M-EVENT-REPORT from the NPAC SMS (via their SOA association) and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			10.


			NPAC


			NPAC Personnel query for the Subscription Version that SPID ‘A’ Service Provider Personnel just activated in this test case as well as SV1.


			NPAC


			Verify that the subscription versions (SV1 and SV2) exist in an ‘old’ state.





			11.


			SP optional


			SPID ‘A’ Service Provider Personnel perform a local query using their SOA and/or LSMS systems for the Subscription Version that SPID ‘A’ Service Provider Personnel just activated, as well as SV1.


			SP


			Verify that the subscription versions (SV1 and SV2) exist in a state of ‘old’.





			12.


			SP conditional


			SPID ‘A’ Service Provider Personnel perform an NPAC SMS query for the Subscription Version that SPID ‘A’ Service Provider Personnel just activated, as well as SV1.


			SP


			Verify that the subscription versions (SV1 and SV2) exist in a state of ‘old’.





			13.


			SP optional


			SPID ‘B’ Service Provider Personnel perform a local query using their SOA and/or LSMS systems for the Subscription Version that SPID ‘A’ Service Provider Personnel just activated as well as SV1.


			SP


			Verify that the subscription versions (SV1 and SV2) exist with a status of ‘old’.





			14.


			SP conditional


			SPID ‘B’ Service Provider Personnel perform an NPAC SMS query for the Subscription Version that SPID ‘A’ Service Provider Personnel just activated, as well as SV1.


			SP


			Verify that the subscription versions (SV1 and SV2) exist with a status of ‘old’.





			15.


			SP conditional


			SPID ‘C’ Service Provider Personnel perform an NPAC SMS query for the Subscription Version that SPID ‘A’ Service Provider Personnel just activated as well as SV1.


			SP


			No data will be returned because SPID ‘C’ is neither the Old nor the New Service Provider.





			16.


			NPAC


			NPAC Personnel perform a full audit for the subscription version that was activated during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were sent as a result of performing the audit.  If updates were issued, the LSMS fails this test case.








			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 48-13


			Priority:


			Conditional





			


			Objective:






			SOA – ‘Associated’ Service Provider ‘B’ issues An Immediate Subscription Version Disconnect for an ‘Active’ SV  – Success





			


			





			B.


			REFERENCES





			


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 48 – Multiple Service Provider Ids per SOA Association





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			N/A





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.4.1 Subscription Version Immediate Disconnect





			


			








Test case procedures incorporated into test case 2.21 from Release 3.1.



			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 48-14


			Priority:


			Conditional





			


			Objective:





			SOA – ‘Associated’ Service Provider ‘B’ issues a Subscription Version Create for a ‘Pooled’ TN, where they are the New Service Provider and SPID ‘A’ is the Old Service Provider – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 48 – Multiple Service Provider Ids per SOA Association





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			N/A





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.1.2 Subscription Version create by the Initial SOA (New Service Provider)





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the Number Pool Block exists and that the Sub-Block is ‘Active’ for the TN to be used in the Inter-Service Provider subscription version create.  



2. Verify that at least 3 Service Providers are configured on the NPAC SMS.



3. Verify that SPID ‘A’ exists as a ‘Primary’ SPID, and is configured with  SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’.  SPID ‘A’ has a filter set such that it will receive downloads for this NPA-NXX.



4. Verify that SPID ‘B’ is an ‘Associated’ SPID to SPID ‘A’.  



5. Verify SPID ‘B’ is configured with SOA Network Data Download Association and LSMS Network and Subscription Data Download Association Function set to ‘ON’.  SPID ‘B’ has a filters set such that it will receive downloads for this NPA-NXX.



6. Verify that SPID ‘C’ is an ‘Associated’ SPID to SPID ‘A’.  



7. Verify SPID ‘C’ is configured with SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’.  SPID ‘C’ has a filter set such that it will receive downloads for this NPA-NXX.





			


			Prerequisite SP Setup:


			





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using a SOA system, SPID ‘B’ Service Provider Personnel create a New Service Provider, Inter-Service Provider Subscription Version specifying a TN which is part of a Number Pool Block, with SPID ‘A’ as the Old Service Provider and submits the request to the NPAC SMS via their ‘Primary’ SPID (SPID ‘A’) association.


			SP


			SPID ‘B’ issues an M-ACTION Request subscriptionVersionNewSP-Create to the NPAC SMS care of SPID ‘A’s’ SOA association.





			2.


			NPAC


			The NPAC SMS receives the M-ACTION subscriptionVersionNewSP-Create from SPID ‘B’ (care of SPID ‘A’s’ SOA association).


			NPAC


			The NPAC SMS determines the request is valid and performs the following:



· Creates the subscriptionVersionNPAC object.



· Sets the subscription version status to ‘pending’.



· Sets the subscriptionVersionModifiedTimeStamp and subscriptionCreationTimeStamp to the current date and time.



· Issues an M-ACTION Response back to SPID ‘B’ (care of SPID ‘A’s’ SOA association) indicating success.





			3.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT objectCreation to the Old Service Provider SOA (in this case SPID ‘A’) containing the following subscription version attributes:



· subscriptionTN



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionNewSP-CreationTimeStamp



· subscriptionVersionStatus



· subscriptionNewSP-DueDate


			SP


			The Old Service Provider SOA (SPID ‘A’ in this case) receives the M-EVENT-REPORT and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			4.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT objectCreation to the New Service Provider, SPID ‘B’ (care of SPID ‘A’s’ SOA association) containing the following subscription version attributes:



· subscriptionTN



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionNewSP-CreationTimeStamp



· subscriptionVersionStatus



· subscriptionNewSP-DueDate


			SP


			The New Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.



(SPID ‘A’ is responsible for managing this message on behalf of their ‘Associated’ SPID  - SPID ‘B’)





			5.


			NPAC


			NPAC Personnel query for the Subscription Version that SPID ‘B’ Service Provider Personnel just created.


			NPAC


			Verify that the subscription version exists with a status of ‘pending’.





			6.


			SP optional


			SPID ‘A’ Service Provider Personnel perform a local query using their SOA system for the Subscription Version that SPID ‘B’ Service Provider Personnel just created.


			SP


			Verify that the subscription version exists with a status of ‘pending’.





			7.


			SP conditional


			SPID ‘A’ Service Provider Personnel perform an NPAC SMS query for the Subscription Version that SPID ‘B’ Service Provider Personnel just created.


			SP


			Verify that the subscription version exists with a status of ‘pending’.





			8.


			SP optional


			SPID ‘B’ Service Provider Personnel perform a local query using their SOA system for the Subscription Version SPID ‘B’ Service Provider Personnel just created.


			SP


			Verify that the subscription version exists with a status of ‘pending’.





			9.


			SP conditional


			SPID ‘B’ Service Provider Personnel perform an NPAC SMS query for the Subscription Version that SPID ‘B’ Service Provider Personnel just created.


			SP


			Verify that the subscription version exists with a status of ‘pending’.





			10.


			SP conditional


			SPID ‘C’ Service Provider Personnel perform an NPAC SMS query for the Subscription Version that SPID ‘B’ Service Provider Personnel just created.


			SP


			No data is returned to SPID ‘C’ because it is neither the Old or the New Service Provider for the subscription version.








			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 48-15


			Priority:


			Conditional





			


			Objective:





			SOA – ‘Associated’ Service Provider ‘B’ issues a Subscription Version Activate for a ‘Pooled’ TN, where they are the New Service Provider and ‘Primary’ SPID ‘A’ is the Old Service Provider – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 48 – Multiple Service Provider Ids per SOA Association





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			N/A





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.1.5 Subscription Version Activated by New Service Provider SOA



B.5.1.6 Active Subscription Version Create on Local SMS





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			NANC 48-16 SOA – ‘Associated’ Service Provider ‘A’ issues a Subscription Version Create for a ‘Pooled’ TN, where they are the New Service Provider and SPID ‘B’ is the Old Service Provider – Success





			


			Prerequisite NPAC Setup:


			1. Verify that the Subscription Version to be activated exists on the NPAC SMS and that both the Old and New Service Providers have issued their creates or the Initial and Final Concurrence Windows have expired.



2. Verify that at least 3 Service Providers are configured on the NPAC SMS.



3. Verify that SPID ‘A’ exists as a ‘Primary’ SPID, and is configured with  SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’.  SPID ‘A’ has a filter set such that it will receive downloads for this NPA-NXX.



4. Verify that SPID ‘B’ is an ‘Associated’ SPID to SPID ‘A’.   



5. Verify SPID ‘B’ is configured with SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’.  SPID ‘B’ has a filter set such that it will receive downloads for this NPA-NXX.



6. Verify that SPID ‘C’ is an ‘Associated’ SPID to SPID ‘A’.  



7. Verify SPID ‘C’ is configured with a SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’.  SPID ‘C’ has a filter set such that it will receive downloads for the NPA-NXX you are going to specify in the subscription version  activate





			


			Prerequisite SP Setup:


			





			


			 





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using a SOA system, SPID ‘B’ Service Provider Personnel Activate a ‘pending’ Subscription Version for a TN that is part of a Number Pool Block, where they are the New Service Provider and ‘Primary’ SPID ‘A’ is the Old Service Provider, on or after the Subscription Version due date.


			SP


			SPID ‘B’ issues an M-ACTION Request subscriptionVersionActivate to the NPAC SMS care of SPID ‘A’s’ SOA association.





			2.


			NPAC


			The NPAC SMS receives the M-ACTION Request from SPID ‘B’ (care of SPID ‘A’s’ SOA association) and issues an M-SET Request to set the subscriptionVersionActivationTimeStamp and subscriptionModifiedTimeStamp to the current date and time.


			NPAC


			The NPAC SMS issues an M-SET Response to itself.





			3.


			NPAC


			The NPAC SMS issues an M-ACTION subscriptionVersionActivateResponse to the New Service Provider SOA (over the SPID ‘A’ association on behalf of SPID ‘B’ in this case).


			SP


			SPID ‘B’ receives the M-ACTION Response from the NPAC SMS.





			4.


			NPAC


			The NPAC SMS issues an M-SET Request to set the subscription version status to ‘sending’ and the  subscriptionBroadcastTimeStamp to the current date and time.


			NPAC


			The NPAC SMS issues an M-SET Response to itself.





			5.


			NPAC 


			The NPAC SMS issues an M-CREATE Request subscriptionVersion to all LSMSs in the region that are accepting downloads for this NPA-NXX (SPID’s A, B and C in this case).


			SP


			All LSMSs that are accepting downloads for this NPA-NXX receives the M-CREATE Request from the NPAC SMS and issue an M-CREATE Response back to the NPAC SMS (SPID’s A, B and C in this case).





			6.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old Service Provider SOA to set the subscription version status to ‘active’.


			SP


			SPID ‘A’ receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			7.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the New Service Provider SOA to set the subscription version status to ‘Active’ (over the NPAC SMS to SPID ‘A’ SOA association on behalf of SPID ‘B’ in this case).


			SP


			SPID ‘B’ receives the M-EVENT-REPORT from the NPAC SMS and issue an M-EVENT-REPORT Confirmation back to the NPAC SMS via the SPID ‘A’ SOA to NPAC SMS association.





			8.


			NPAC


			NPAC Personnel query for the Subscription Version that SPID ‘B’ Service Provider Personnel just activated in this test case.


			NPAC


			Verify that the subscription version exists with a status of ‘active’.





			9.


			SP optional


			SPID ‘A’ Service Provider Personnel perform a local query using your SOA and/or LSMS systems for the Subscription Version that SPID ‘B’ Service Provider Personnel just activated.


			SP


			Verify that the subscription version exists with a status of ‘active’.





			10.


			SP conditional


			SPID ‘A’ Service Provider Personnel perform an NPAC SMS query for the subscription version that SPID ‘B’ Service Provider Personnel just activated.


			SP


			Verify that the subscription version exists with a status of ‘active’.





			11.


			SP optional


			SPID ‘B’ Service Provider Personnel perform a local query using your SOA and/or LSMS systems for the Subscription Version that SPID ‘B’ Service Provider Personnel just activated.


			SP


			Verify that the subscription version exists with a status of ‘active’.





			12.


			SP conditional


			SPID ‘B’ Service Provider Personnel perform an NPAC SMS query for the subscription version that SPID ‘B’ Service Provider Personnel just activated.


			SP


			Verify that the subscription version exists with a status of ‘active’.





			13.


			SP conditional


			SPID ‘C’ Service Provider Personnel perform an NPAC SMS query  for the Subscription Version that SPID ‘B’ Service Provider Personnel just activated.


			SP


			No data is returned because SPID ‘C’ is neither the Old or the New Service Provider.





			14.


			NPAC


			NPAC Personnel perform a full audit for the subscription version that was activated during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were sent as a result of performing the audit.  If updates were issued, the LSMS fails this test case.








			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 48-16


			Priority:


			Conditional





			


			Objective:





			SOA – ‘Associated’ Service Provider ‘B’ issues an Immediate Disconnect for an Active SV where the TN is part of a Pool – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 48 – Multiple Service Provider Ids per SOA Association





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			N/A





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			C.8.1 Subscription Version Immediate Disconnect (with return to Block Holder)





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			NANC 48-17 SOA – ‘Associated’ Service Provider ‘A’ issues a Subscription Version Activate for a ‘Pooled’ TN, where they are the New Service Provider and ‘Associated’ SPID ‘B’ is the Old Service Provider – Success





			


			Prerequisite NPAC Setup:


			1. Verify that a Subscription Version for a TN that is part of a Number Pool Block exists in an ‘Active’ state on the NPAC SMS with SPID ‘B’ as the Current Service Provider so that you may issue an Immediate Disconnect Request.



2. Verify that at least 3 Service Providers are configured on the NPAC SMS.



3. Verify that SPID ‘A’ exists as a ‘Primary’ SPID, and is configured with  SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’.  SPID ‘A’ has a filter set such that it will receive downloads for this NPA-NXX.



4. Verify that SPID ‘B’ is an ‘Associated’ SPID to SPID ‘A’.  



5. Verify SPID ‘B’ is configured with SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’.  SPID ‘B’ has a filter set such that it will receive downloads for this NPA-NXX.



6. Verify that SPID ‘C’ is an ‘Associated’ SPID to SPID ‘A’.  



7. Verify SPID ‘C’ is configured with a SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’.    SPID ‘C’ has a filter set such that it will receive downloads for this NPA-NXX.  





			


			Prerequisite SP Setup:


			





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using a SOA system, SPID ‘B’ Service Provider Personnel Immediately Disconnect an ‘Active’ subscription version for a TN that is part of a Number Pool Block in which SPID ‘B’ is the Current Service Provider and ‘Primary’ SPID ‘A’ is the Old Service Provider and Block Holder Service Provider and submits the request to the NPAC SMS.


			NPAC


			SPID ‘B’ issues an M-ACTION Request subscriptionVersionDisconnect for SV1 to the NPAC SMS (care of their ‘Primary’ SPID ‘A’s’ SOA association).





			2.


			NPAC


			The NPAC SMS receives the M-ACTION Request from SPID ‘B’ (care of SPID ‘A’s’ SOA association).


			NPAC


			The NPAC SMS issues an M-SET Request on SV1 to itself and performs the following actions:  



· The subscriptionVersionStatus for SV1 goes to ‘sending’.  



· The subscriptionModifiedTimeStamp, subscriptionBroadcastTimeStamp, customerDisconnectDate and subscriptionDisconnectBroadcastStartTimeStamp are set to the current date and time.



· Creates SV2 with LNP type ‘POOL’, and Block default routing information, and sets the status to ‘sending’.





			3.


			NPAC


			The NPAC SMS receives the M-SET Request.


			NPAC


			The NPAC SMS issues an M-SET Response to itself.





			4.


			NPAC


			The NPAC SMS issues an M-ACTION Response to SPID ‘B’ via SPID ‘A’s’ SOA association.


			SP


			SPID ‘B’ receives the M-ACTION Response from the NPAC via SPID ‘A’s’ SOA association.





			5.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionDonorSP-CustomerDisconnectDate on SV1 to SPID ‘A’.  SPID ‘A’ is the Block Holder Service Provider.


			SP


			SPID ‘A’ receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS for SV1.





			6.


			NPAC


			1. The NPAC SMS issues an M-CREATE Request subscriptionVersion for SV2 to all LSMSs in the region that are accepting downloads for this NPA-NXX.  The subscription version created on the LSMSs contains the default block routing for the TN and has an LNP Type of ‘POOL’.  



2. The NPAC SMS schedules an LSMS Response Timer for each subscriptionVersion SV2.


			SP


			1. Each LSMS in the region that is accepting downloads for this NPA-NXX receives the M-CREATE Request for SV2 and issues an M-CREATE success response back to the NPAC SMS.



2. With the first successful response from an LSMS, the subscriptionActivateBroadcastSuccessTimeStamp and subscriptionModifiedTimeStamp are set to the current date and time.





			7.


			NPAC


			After each LSMS has successfully responded to the NPAC SMS M-CREATE Request for SV2, the NPAC SMS issues an M-SET Request subscriptionVersionStatus for SV2 to itself and performs the following actions:



· Sets the subscription version status to ‘active’.



· Sets the subscriptionModifiedTimeStamp and subscriptionActivateBroadcastCompleteTimeStamp to the current date and time.


			NPAC


			The NPAC SMS receives the M-SET Request and issues an M-SET Response to itself.  





			8.


			NPAC


			The NPAC SMS issues an M-SET Request subscriptionVersionStatus for SV1 to itself and performs the following actions:



· Sets the subscription version status to ‘old’.



· Sets the subscriptionModifiedTimeStamp and subscriptionDisconnectCompleteTimeStamp to the current date and time.


			NPAC


			The NPAC SMS receives the M-SET Request and issues an M-SET Response to itself.





			9.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to set the status to ‘old’ for SV1 to SPID ‘B’ via SPID ‘A’s’ SOA association.


			SP


			SPID ‘B’ receives the M-EVENT-REPORT for SV1 from the NPAC SMS via SPID ‘A’s’ SOA association and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			10.


			NPAC 


			NPAC Personnel query for SV1 that SPID ‘B’ Service Provider Personnel disconnected.


			NPAC


			Verify that SV1 exists with a status of ‘old’ and an empty failed-SP List.





			11.


			NPAC


			NPAC Personnel query for SV2 which the NPAC SMS created in this test case to reinstate the ‘Pooled’ subscription version.


			NPAC


			Verify that SV2 exists with a  status of ‘active’, an LNP type of ‘POOL’, and that SPID ‘A’ is the current Service Provider.





			12.


			SP optional


			SPID ‘A’ Service Provider Personnel perform a local query on their SOA and/or LSMS systems for SV1 that SPID ‘B’ Service Provider Personnel disconnected.


			SP


			Verify that SV1 exists with a status of ‘old’ and an empty failed-SP List.





			13.


			SP optional


			SPID ‘A’ Service Provider Personnel perform a local query on their SOA and/or LSMS systems for SV2 that the NPAC SMS created to reinstate the ‘Pooled’ subscription version.


			SP


			Verify that SV2 exists with a status of ‘active’, an LNP type of ‘POOL’ and SPID ‘A’ is the Current Service Provider.





			14.


			SP conditional


			SPID ‘A’ Service Provider Personnel perform an NPAC SMS query for SV1 that SPID ‘B’ Service Provider Personnel disconnected.


			SP


			Verify that SV1 exists with a status of ‘old’ and an empty failed-SP List.





			15.


			SP conditional


			SPID ‘A’ Service Provider Personnel perform an NPAC SMS query for SV2 that the NPAC SMS created to reinstate the ‘Pooled’ subscription version.


			SP


			Verify that SV2 exists with a status of ‘active’, an LNP type of ‘POOL’ and SPID ‘A’ is the Current Service Provider.





			16.


			SP optional


			SPID ‘B’ Service Provider Personnel perform a local query using their SOA and/or LSMS systems for SV1 that SPID ‘B’ Service Provider Personnel disconnected.


			SP


			Verify that SV1 exists with a status of ‘old’ and an empty failed-SP List.





			17.


			SP optional


			SPID ‘B’ Service Provider Personnel perform a local query using their SOA and/or LSMS systems for SV2 that the NPAC SMS created to reinstate the ‘Pooled’ subscription version.


			SP


			Verify that SV2 exists with a status of ‘active’, an LNP type of ‘POOL’ and SPID ‘A’ is the Current Service Provider.





			18.


			SP conditional


			SPID ‘B’ Service Provider Personnel perform an NPAC SMS query for SV1 that SPID ‘B’ Service Provider Personnel disconnected.


			SP


			Verify that SV1 exists with a status of ‘old’ and an empty failed-SP List.





			19.


			SP conditional


			SPID ‘B’ Service Provider Personnel perform an NPAC SMS query for SV2 that the NPAC SMS created to reinstate the ‘Pooled’ subscription version.


			SP


			Verify that SV2 exists with a status of ‘active’, an LNP type of ‘POOL’ and SPID ‘A’ is the Current Service Provider.





			20.


			SP conditional


			SPID ‘C’ Service Provider Personnel perform an NPAC SMS query for SV1 that SPID ‘B’ Service Provider Personnel disconnected.


			SP


			No data is returned because SPID ‘C’ is not the Current Service Provider.





			21.


			SP conditional


			SPID ‘C’ Service Provider Personnel perform an NPAC SMS query for SV2 that the NPAC SMS created to reinstate the ‘Pooled’ subscription version.


			SP


			No data is returned because SPID ‘C’ is neither the Old or the New Service Provider.





			22.


			SP optional


			SPID ‘A’ Service Provider Personnel query for the Donor Service Provider SOA Notification on their SOA system.


			SP


			Verify that SPID ‘A’ received the Donor Service Provider Notification for this subscription version.





			23.


			NPAC


			NPAC Personnel perform a full audit for the subscription version that was disconnected during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were sent as a result of performing the audit.  If updates were issued, the LSMS fails this test case.








			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 48-17


			Priority:


			Conditional





			


			Objective:





			SOA – ‘Associated’ Service Provider ‘B’ issues a Port-To-Original Subscription Version Create where they are the New Service Provider and SPID ‘C’ is the Old Service Provider and the TN is part of a ‘Pool’ – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 48 – Multiple Service Provider Ids per SOA Association





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			N/A





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.1.2 Subscription Version Create by the Initial SOA (New Service Provider)





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that there is an ‘Active’ Subscription Version for a TN that is part of a Number Pool Block , SPID ‘B’ is the Current Service Provider and SPID ‘C’ is the Block Holder Service Provider.  



2. Verify that at least 3 Service Providers are configured on the NPAC SMS.



3. Verify that SPID ‘A’ exists as a ‘Primary’ SPID, and is configured with SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’.  SPID ‘A’ has a filter set   such that it will receive downloads for this NPA-NXX.



4. Verify that SPID ‘B’ is an ‘Associated’ SPID to SPID ‘A’.  



5. Verify that SPID ‘B’ is configured with SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’.  SPID ‘B’ has a filter set such that it will receive downloads for this NPA-NXX.



6. Verify that SPID ‘C’ is an ‘Associated’ SPID to SPID ‘A’.  



7. Verify that SPID ‘C’ is configured with a SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’.  SPID ‘C’ has a filter set such that it will receive downloads for this NPA-NXX.





			


			Prerequisite SP Setup:


			





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using a SOA system, SPID ‘B’ Service Provider Personnel create an Inter-Service Provider, Port-To-Original Subscription Version for a TN that is part of a Number Pool Block, where they are the New Service Provider and ‘Associated’ SPID ‘C’ is the Old Service Provider (Block Holder Service Provider) and submit the request to the NPAC SMS.



 


			SP


			SPID ‘B’ issues an M-ACTION Request subscriptionVersionNewSP-Create with the Port-to-Original flag set to ‘yes’, to the NPAC SMS care of SPID ‘A’s’ SOA association.





			2.


			NPAC


			The NPAC SMS receives the M-ACTION subscriptionVersionNewSP-Create from SPID ‘B’ care of SPID ‘A’s’ SOA association.


			NPAC


			The NPAC SMS determines the request is valid and performs the following:



· Creates the subscriptionVersionNPAC object.



· Sets the Port-to-Original flag to ‘yes’.



· Sets the subscription version status to ‘pending’.



· Sets the subscriptionVersionModifiedTimeStamp and subscriptionCreationTimeStamp to the current date and time.



· Issues an M-ACTION Response back to SPID ‘A’ indicating success.





			3.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT objectCreation to the Old Service Provider SOA (in this case SPID ‘C’ – care of SPID ‘A’s’ SOA association) containing the following subscription version attributes:



· subscriptionTN



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionNewSP-CreationTimeStamp



· subscriptionVersionStatus



· subscriptionNewSP-DueDate


			SP


			The Old Service Provider SPID ‘C’ receives the M-EVENT-REPORT (care of SPID ‘A’s’ SOA association) and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			4.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT objectCreation to the New Service Provider (SPID ‘B’) (care of SPID ‘A’s’ SOA system) and includes the following subscription version attributes:



· subscriptionTN



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionNewSP-CreationTimeStamp



· subscriptionVersionStatus



· subscriptionNewSP-DueDate


			SP


			The New Service Provider (SPID ‘B’) receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS (via ‘Primary’ SPID ‘A’s’ SOA association).





			5.


			NPAC


			NPAC Personnel query for the Subscription Version that SPID ‘B’ Service Provider Personnel just created.


			NPAC


			Verify that the subscription version exists with a status of ‘pending’.





			6.


			SP conditional


			SPID ‘A’ Service Provider Personnel perform an NPAC SMS query for the Subscription Version that SPID ‘B’ Service Provider Personnel just created.


			SP


			No data is returned because they are neither the Old nor the New Service Provider.





			7.


			SP optional


			SPID ‘B’ Service Provider Personnel perform a local query using your SOA system for the Subscription Version that SPID ‘B’ Service Provider Personnel just created.


			SP


			Verify that the subscription version exists with a status of  ‘pending’.





			8.


			SP conditional


			SPID ‘B’ Service Provider Personnel perform an NPAC SMS query for the Subscription Version that SPID ‘B’ Service Provider Personnel just created.


			SP


			Verify that the subscription version exists with a status of ‘pending’.





			9.


			SP optional


			SPID ‘C’ Service Provider Personnel perform a local query using your SOA system for the Subscription Version that SPID ‘B’ Service Provider Personnel just created.


			SP


			Verify that the subscription version exists with a status of ‘pending’.





			10.


			SP conditional


			SPID ‘C’ Service Provider Personnel perform an NPAC SMS query for the Subscription Version that SPID ‘C’ Service Provider Personnel just created.


			SP


			Verify that the subscription version exists with a status of ‘pending’.








9.1.6 NANC 68 Related Test Cases:



			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 68 - 1


			Priority:


			Required





			


			Objective:





			NPAC OP GUI – NPAC Personnel submit a Mass Update request specifying a TN range (no Subscription Versions with status of, partial failure, sending and disconnect-pending exist within a Service Provider ID and for the TN range specified) – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			N/A


			Change Order Number(s):


			NANC 68 – Mass Update Requirements Modification





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			R3-7.1, R3-7.2, R3-7.5, R3-7.6, R3-7.7





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.8.3 Mass Update





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that some Subscription Versions exist with a status of active, pending, cancel, cancel-pending, and conflict within the TN range and for the Service Provider you are going to specify in the Mass Update.  



2. Verify no Subscription Versions exist with a status of partial failure, sending, and disconnect-pending .





			


			Prerequisite SP Setup:


			





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OP GUI, NPAC Personnel submit a request for a Mass Update by specifying a TN Range for a Service Provider ID as the selection criteria.  The following attributes will be mass updated:



· LRN



· ISVM DPC



· ISVM SSN



· CNAM DPC



· CNAM SSN



· LIDB DPC



· LIDB SSN



· WSMSC DPC



· WSMSC SSN


			NPAC


			The NPAC SMS searches the Subscription Version   database for the Subscription Versions that match the selection criteria.  For all objects that match the criteria, the following occurs:



· The NPAC SMS creates a Subscription Version  with a new Subscription Version  ID and a status of ‘old’ for each of the active Subscription Versions that are being modified as a result of the Mass Update request.



· The NPAC SMS logs an exception for each Subscription Version  within the TN range specified for the Mass Update that has a status of either old, partial failure, sending, cancel  or disconnect-pending .



· If WSMSC data is supported by the LSMS it will be used in the Mass Updated.





			2.


			NPAC


			The NPAC SMS issues M-SET subscriptionVersion Request(s) to each LSMS in the region that is accepting downloads for this NPA-NXX to modify the specified attributes for the Mass Update Request.


			SP


			Each LSMS in the region that is accepting downloads for this NPA-NXX receives the M-SET Request(s) from the NPAC SMS, updates the specified attributes for the Subscription Versions and issues M-SET Response(s) back to the NPAC SMS.  Only those LSMSs that support WSMSC data will receive that information in the M-SET request.





			3.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Current Service Provider SOA to set the subscriptionVersionStatus to ‘active’ for each mass updated Subscription Version in the range of TNs.


			SP


			The Current Service Provider SOA receives the M-EVENT-REPORTs from the NPAC SMS and issues M-EVENT-REPORT Confirmations back to the NPAC SMS indicating it received the NPAC Request successfully.





			4.


			NPAC


			Using the NPAC OP GUI, request a Mass Update Exception Report by specifying a time range that corresponds to the creation timestamp for the ‘exception’ log entries created as a result of the Mass Update requested.


			NPAC


			The NPAC SMS generates a Mass Update exception report to the specified destination, ordered by timestamp, including the following information for the Subscription Versions that were not updated during Mass Update processing:



· Subscription Version ID



· TN



· Current Service Provider



· Event ID of the Mass Update Request



· Timestamp of the Mass Update exception



· Subscription Version status at the time of exception



The report for this test case will not contain exceptions.





			5.


			NPAC


			NPAC Personnel perform a query for the Subscription Versions in the range that did not have exceptions to verify that Subscription Version fields selected to be mass updated were modified.


			NPAC


			The Subscription Versions were modified correctly.





			6.


			SP – conditional


			SP Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Versions in the range that did not have exceptions to verify that the Subscription Version  fields selected to be mass updated were modified.


			SP


			The Subscription Versions were modified correctly.





			7.


			SP - optional


			SP Personnel, using their LSMS, perform a local query for the Subscription Versions to verify that the Subscription Version  fields selected to be mass updated were modified.


			SP


			The Subscription Versions were modified correctly.





			8.


			NPAC


			NPAC Personnel perform a full audit for the subscription version that were updated during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were sent as a result of performing the audit.  If updates were issued, the LSMS fails this test case.








			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 68 - 3


			Priority:


			Required





			


			Objective:





			NPAC OP GUI – NPAC Personnel submit a Mass Update request specifying an LRN and Service Provider ID (some Subscription Versions  with status of active, pending, cancel, cancel-pending, and conflict exist for the LRN specified) – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			N/A


			Change Order Number(s):


			NANC 68 – Mass Update Requirements Modification





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			R3-7.1, R3-7.2, R3-7.5, R3-7.6, R3-7.7





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.8.3 Mass Update





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that some Subscription Versions exist with a status of active, pending, cancel, cancel-pending, and conflict for the LRN and Service Provider you are going to specify for a Mass Update.  



2. Verify that no Subscription Versions exist with a status of partial failure, sending, and disconnect-pending .



3. Verify that the TN’s to be updated are in a contiguous range smaller than the internal tunable value so that only one M-SET is sent to the LSMS(s).





			


			Prerequisite SP Setup:


			





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OP GUI, NPAC Personnel submit a request for a Mass Update by specifying a LRN and Service Provider ID as the selection criteria.  The following attributes will be mass updated:



· LRN



· LIDB DPC



· LIDB SSN


			NPAC


			The NPAC SMS searches the Subscription Version  database for the Subscription Versions that match the selection criteria.  For all objects that match the criteria, the following occurs:



· The NPAC SMS creates a Subscription Version  with a new Subscription Version  ID and a status of ‘old’ for each of the active Subscription Versions that are being modified as a result of the Mass Update request.



· The NPAC SMS logs an exception for each Subscription Version  with the LRN and Service Provider ID specified for the Mass Update that has a status of either old, partial failure, sending, cancel  or disconnect-pending .





			2.


			NPAC


			The NPAC SMS issues M-SET subscriptionVersion Request to each LSMS in the region that is accepting downloads for this NPA-NXX to modify the specified attributes for the Mass Update Request.


			SP


			Each LSMS in the region that is accepting downloads for this NPA-NXX receives the M-SET Request from the NPAC SMS, updates the specified attributes for the Subscription Versions and issues M-SET Response back to the NPAC SMS.  



The Service Provider validates that only one M-SET request was sent.





			3.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Current Service Provider SOA to set the subscriptionVersionStatus to ‘active’ for each mass updated Subscription Version  in the range.


			SP


			The Current Service Provider SOA receives the M-EVENT-REPORTs from the NPAC SMS and issues M-EVENT-REPORT Confirmations back to the NPAC SMS indicating it received the NPAC Request successfully.





			4.


			NPAC


			Using the NPAC OP GUI, request a Mass Update Exception Report by specifying a time range that corresponds to the creation timestamp for the ‘exception’ log entries created as a result of the Mass Update requested.


			NPAC


			The NPAC SMS generates a Mass Update exception report to the specified destination, ordered by timestamp, including the following information for the Subscription Versions that were not updated during Mass Update processing:



· Subscription Version ID



· TN



· Current Service Provider



· Event ID of the Mass Update Request



· Timestamp of the Mass Update exception



· Subscription Version status at the time of exception



The report for this test case will not contain exceptions.





			5.


			NPAC


			NPAC Personnel perform a query for the Subscription Versions in the range that did not have exceptions to verify that Subscription Version fields selected to be mass updated were modified.


			NPAC


			The Subscription Versions were modified correctly.





			6.


			SP – conditional


			SP Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Versions in the range that did not have exceptions to verify that the Subscription Version fields selected to be mass updated were modified.


			SP


			The Subscription Versions were modified correctly.





			7.


			SP - optional


			SP Personnel, using their LSMS, perform a local query for the Subscription Versions in the range that did not have exceptions to verify that the Subscription Version  fields selected to be mass updated were modified.


			SP


			The Subscription Versions were modified correctly.





			8.


			NPAC


			NPAC Personnel perform a full audit for the subscription versions that were updated during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were sent as a result of performing the audit.  If updates were issued, the LSMS fails this test case.








9.1.7 NANC 139 Related Test Cases:



			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 139-1


			Priority:


			Required





			


			Objective:






			NPAC OP GUI – NPAC Personnel create a New Service Provider on the NPAC SMS.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function and the LSMS Network Association  Function are set to ‘ON’ and a NPA-NXX filter for the new NPA-NXX is established for this Service Provider. – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 139 – Network Data Download to SOA





			


			NANC FRS Version Number:


			R2.0.0


			Relevant Requirement(s):


			RR4-4.1





			


			NANC IIS Version Number:


			R2.0.1


			Relevant Flow(s):


			B.3.1 Service Provider Creation by the NPAC





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			None





			


			Prerequisite NPAC Setup:


			Verify that the Service Provider to whom you are going to broadcast the New Service Provider create message has valid SOA and LSMS (optional) associations and that the SOA Network Data Download Association Function and LSMS Network Association Functions are ‘ON’.





			


			Prerequisite SP Setup:


			Associate your SOA and LSMS with the data download association functions ‘ON’.





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OP GUI, NPAC Personnel take action to create a new Service Provider.


			NPAC


			The NPAC SMS issues an M-CREATE request for the serviceProv object, successfully creates it, and issues an M-CREATE response indicating success to itself.





			2.


			NPAC


			The NPAC SMS issues an M-CREATE request to itself to create the serviceProvNetwork object.


			NPAC


			The NPAC SMS successfully creates the serviceProvNetwork object and issues an M-CREATE response indicating success to itself.





			3.


			NPAC


			The NPAC SMS sends an M-CREATE request for the serviceProvNetwork object to the LSMS.


			SP


			The LSMS receives the M-CREATE and responds to the NPAC SMS.





			4.


			NPAC


			The NPAC SMS sends an M-CREATE request for the serviceProvNetwork object to the SOA.


			SP


			The SOA receives the M-CREATE and responds to the NPAC SMS.





			5.


			NPAC


			NPAC Personnel query for the Service Provider created in this test case.


			NPAC


			NPAC Personnel verify they can view the new Service Provider.





			6.


			SP -Conditional 


			Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the Service Provider created in this test case.


			SP


			Service Provider Personnel verify they can view the new Service Provider.





			7.


			SP -  Optional


			The Service Provider Personnel perform a local query on their SOA and LSMS to confirm they received the download.


			SP


			The Service Provider received the download and can view the new Service Provider name in their SOA and LSMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 139-4


			Priority:


			Conditional





			


			Objective:






			SOA – Service Provider Personnel create an NPA-NXX on the NPAC SMS.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Functions are set to ‘ON’, and an NPA-NXX filter for the new NPA-NXX is established for this Service Provider. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 139 – Network Data Download to SOA





			


			NANC FRS Version Number:


			R2.0.0


			Relevant Requirement(s):


			R3-9, R3-10, RR3-1, RR3-2





			


			NANC IIS Version Number:


			R2.0.1


			Relevant Flow(s):


			B.4.1.4 NPA-NXX Creation by the SOA





			


			


			





			C.


			TIME ESTIMATE


			





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			


			





			D.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			None





			


			Prerequisite NPAC Setup:


			1. Verify that the Service Provider to whom you are going to broadcast the new NPA-NXX create message has valid SOA and LSMS (optional) associations.  The Service Provider should be associated with its SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Functions set to ‘ON’.



2. Verify that the NPA-NXX that the Service Provider is going to add does not already exist on the NPAC.



3. Verify that the NPA-NXX filter for the Service Provider already exists on the NPAC for the NPA-NXX to be added.





			


			Prerequisite SP Setup:


			Associate your SOA and LSMS with the data download association functions set appropriately.  You should have both SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Functions set to ‘ON’.





			


			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the SOA, Service Provider Personnel take action to create an NPA-NXX that is available for porting in their own Service Provider network and submit the request to the NPAC SMS.


			SP


			The SOA will send an M-CREATE request to the NPAC SMS for the serviceProvNPA-NXX object.





			2.


			NPAC


			The NPAC SMS receives the M-CREATE request from the SOA.


			NPAC


			The NPAC SMS creates the serviceProvNPA-NXX object for the given Service Provider and sends an M-CREATE response back to the SOA.





			3


			NPAC


			NPAC SMS verifies the NPA-NXX filter and does not send any messages to the LSMS or SOA.


			NPAC


			NPAC Personnel verify no M-CREATE messages are sent to the SOA or LSMS.





			4.


			NPAC


			NPAC Personnel query for the NPA-NXX created in this test case.


			NPAC


			NPAC Personnel verify they can view the new NPA-NXX.





			5.


			SP – Conditional


			Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the NPA-NXX created in this test case.


			SP


			Service Provider Personnel verify they can view the new NPA-NXX.





			6.


			SP - Optional


			Service Provider Personnel perform local queries on their SOA and LSMS and verifies they did NOT receive the download.


			SP


			The Service Provider did NOT receive the download and cannot view the NPA-NXX in either their SOA or LSMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 139-5


			Priority:


			Conditional





			


			Objective:






			LSMS – Service Provider Personnel create an NPA-NXX on the NPAC SMS.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Functions are set to ‘ON’. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 139 – Network Data Download to SOA





			


			NANC FRS Version Number:


			R2.0.0


			Relevant Requirement(s):


			R3-9, R3-10, RR3-1, RR3-2





			


			NANC IIS Version Number:


			R2.0.1


			Relevant Flow(s):


			B.4.1.3 NPA-NXX Creation by the LSMS





			


			


			





			C.


			TIME ESTIMATE


			





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			


			





			D.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			None





			


			Prerequisite NPAC Setup:


			1. Verify that the Service Provider to whom you are going to broadcast the new NPA-NXX create message has valid SOA and LSMS (optional) associations.  The Service Provider should be associated with its SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Functions set to ‘ON’.



2. Verify that the NPA-NXX that the Service Provider is going to add does not already exist on the NPAC.





			


			Prerequisite SP Setup:


			Associate your SOA and LSMS with the data download association functions set appropriately.  You should have both SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Functions set to ‘ON’.





			


			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the LSMS, Service Provider Personnel take action to create an NPA-NXX that is available for porting in their own Service Provider network and submit the request to the NPAC SMS.


			SP


			The LSMS will send an M-CREATE request to the NPAC SMS for the serviceProvNPA-NXX object.





			2.


			NPAC


			The NPAC SMS receives the M-CREATE request from the LSMS.


			NPAC


			The NPAC SMS creates the serviceProvNPA-NXX object for the given Service Provider and sends an M-CREATE response back to the LSMS.





			3.


			NPAC


			The NPAC SMS sends an M-CREATE for the serviceProvNPA-NXX object to the LSMS.  


			SP


			The LSMSs receives the M-CREATE and sends an M-CREATE response back to the NPAC SMS.  





			4.


			NPAC


			The NPAC SMS sends an M-CREATE for the serviceProvNPA-NXX object to the SOA.  


			SP


			The SOA receives the M-CREATE and sends an M-CREATE response back to the NPAC SMS.  





			5.


			NPAC


			NPAC Personnel query for the NPA-NXX created in this test case.


			NPAC


			NPAC Personnel verify they can view the new NPA-NXX.





			6.


			SP – Conditional


			Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the NPA-NXX created in this test case.


			SP


			Service Provider Personnel verify they can view the new NPA-NXX.





			7.


			SP - Optional


			Service Provider Personnel perform local queries on their SOA and LSMS and verifies they received the download.


			SP


			The Service Provider received the download and can view the NPA-NXX in both their SOA and LSMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 139-7


			Priority:


			Conditional





			


			Objective:






			SOA – Service Provider Personnel delete an NPA-NXX on the NPAC SMS.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function and the  LSMS Network and Subscription Data Download Association Functions are set to ‘ON’. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 139 – Network Data Download to SOA





			


			NANC FRS Version Number:


			R2.0.0


			Relevant Requirement(s):


			R3-9, R3-10, RR3-1, RR3-2





			


			NANC IIS Version Number:


			R2.0.1


			Relevant Flow(s):


			B.4.1.6 NPA-NXX Deletion by the SOA





			


			


			





			C.


			TIME ESTIMATE


			





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			


			





			D.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			None 





			


			Prerequisite NPAC Setup:


			1. Verify that the Service Provider to whom you are going to broadcast the NPA-NXX delete message has valid SOA and LSMS (optional) associations.  The Service Provider should be associated with its SOA Network Data Download Association Function LSMS Network and Subscription Data Download Association Functions are set to ‘ON’.



2. Verify that the NPA-NXX that the Service Provider is going to delete exists on the NPAC.



3. Verify no subscriptions exist for the NPA-NXX that have a status other than ‘old’ or ‘canceled’





			


			Prerequisite SP Setup:


			1. Associate your SOA and LSMS with the data download association functions set appropriately.  You should have both SOA Network Data Download Association Function and the LSMS Network and Subscription Data Download Association Functions set to ‘ON’.



2. The NPA-NXX to be deleted already exists in your database.





			


			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the SOA, Service Provider Personnel take action to delete an NPA-NXX and submit the request to the NPAC SMS.


			SP


			The SOA will send an M-DELETE request to the NPAC SMS for the serviceProvNPA-NXX object.





			2.


			NPAC


			The NPAC SMS receives the M-DELETE request from the SOA.


			NPAC


			The NPAC SMS deletes the serviceProvNPA-NXX object from the NPAC SMS, and sends an M-DELETE response back to the SOA initiating the request..





			3.


			NPAC


			The NPAC SMS sends an M-DELETE for the serviceProvNPA-NXX object to the LSMS.  


			SP


			The LSMS receives the M-CREATE and sends an M-DELETE response back to the NPAC SMS..





			4.


			NPAC


			The NPAC SMS sends an M-DELETE for the serviceProvNPA-NXX object to the SOA.  


			SP


			The SOA receives the M-DELETE and sends an M-DELETE response back to the NPAC SMS..





			5.


			NPAC


			NPAC Personnel query for the NPA-NXX deleted in this test case.


			NPAC


			NPAC Personnel verify they can no longer view the deleted NPA-NXX.





			6.


			SP – Conditional


			Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the NPA-NXX deleted in this test case.


			SP


			Service Provider Personnel verify they can no longer view the deleted NPA-NXX.





			7.


			SP - Optional


			Service Provider Personnel perform local queries on their SOA and LSMS and verify they received the download.


			SP


			The Service Provider received the download and can no longer view the NPA-NXX in their SOA and LSMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 139-8


			Priority:


			Conditional





			


			Objective:






			SOA – Service Provider Personnel delete an NPA-NXX on the NPAC SMS, that belongs to another Service Provider.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function LSMS Network and Subscription Data Download Association Functions are set to ‘ON’. – Error





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 139 – Network Data Download to SOA





			


			NANC FRS Version Number:


			R2.0.0


			Relevant Requirement(s):


			R3-9, R3-10, RR3-1, RR3-2





			


			NANC IIS Version Number:


			R2.0.1


			Relevant Flow(s):


			B.4.1.6 NPA-NXX Deletion by the SOA





			


			


			





			C.


			TIME ESTIMATE


			





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			


			





			D.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			None 





			


			Prerequisite NPAC Setup:


			1. Verify that the Service Provider to whom you are going to broadcast the NPA-NXX delete message has valid SOA and LSMS (optional) associations.  The Service Provider should be associated with its SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Functions set to ‘ON’.



2. Verify that the NPA-NXX that the Service Provider is going to delete exists on the NPAC.



3. Verify no subscriptions exist for the NPA-NXX that have a status other than ‘old’ or ‘canceled’.



4. Verify that the NPA-NXX belongs to another Service Provider other than the Service Provider performing the test case.





			


			Prerequisite SP Setup:


			1. Associate your SOA and LSMS with the data download association functions set appropriately.  You should have both the SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Functions set to ‘ON’.



2. The NPA-NXX to be deleted already exists in your database, but belongs to another Service Provider.





			


			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the SOA, Service Provider Personnel take action to delete an NPA-NXX that belongs to another Service Provider, and submit the request to the NPAC SMS.


			SP


			The SOA will send an M-DELETE request to the NPAC SMS for the serviceProvNPA-NXX object.





			2.


			NPAC


			The NPAC SMS receives the M-DELETE request from the SOA.


			NPAC


			1. The NPAC SMS determines the requesting Service Provider is NOT the same as the one that owns the NPA-NXX.  (this violates system requirements)



2. An M-DELETE Error Response is returned to the SOA initiating the request.  (access denied)





			3.


			NPAC


			NPAC Personnel query for the NPA-NXX deleted in this test case.


			NPAC


			NPAC Personnel verify they can view the ‘deleted’ NPA-NXX (since it didn’t pass the delete edits).





			4.


			SP – Conditional


			Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the NPA-NXX deleted in this test case.


			SP


			Service Provider Personnel verify they can view the ‘deleted’ NPA-NXX (since it didn’t pass the delete edits).





			5.


			SP - Optional


			Service Provider Personnel perform local queries on their SOA and LSMS and verify they did NOT receive the download.


			SP


			The Service Provider did NOT receive the download and can still view the NPA-NXX in their SOA and LSMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 139-9


			Priority:


			Conditional 





			


			Objective:






			LSMS – Service Provider Personnel delete an NPA-NXX on the NPAC SMS.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function are set to ‘ON’. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 139 – Network Data Download to SOA





			


			NANC FRS Version Number:


			R2.0.0


			Relevant Requirement(s):


			R3-9, R3-10, RR3-1, RR3-2





			


			NANC IIS Version Number:


			R2.0.1


			Relevant Flow(s):


			B.4.1.5 NPA-NXX Deletion by the LSMS





			


			


			





			C.


			TIME ESTIMATE


			





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			


			





			D.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			None 





			


			Prerequisite NPAC Setup:


			1. Verify that the Service Provider to whom you are going to broadcast the NPA-NXX delete message has valid SOA and LSMS (optional) associations.  The Service Provider should be associated with its SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’.



2. Verify that the NPA-NXX that the Service Provider is going to delete exists on the NPAC.



3. Verify no subscriptions exist for the NPA-NXX that have a status other than ‘old’ or ‘canceled’.





			


			Prerequisite SP Setup:


			1. Associate your SOA and LSMS with the data download association functions set appropriately.  You should have both SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’.



2. The NPA-NXX to be deleted already exists in your database.





			


			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the LSMS, Service Provider Personnel take action to delete an NPA-NXX and submit the request to the NPAC SMS.


			SP


			The LSMS will send an M-DELETE request to the NPAC SMS for the serviceProvNPA-NXX object.





			2.


			NPAC


			The NPAC SMS receives the M-DELETE request from the LSMS.


			NPAC


			The NPAC SMS deletes the serviceProvNPA-NXX object from the NPAC SMS, and sends an M-DELETE response back to the LSMS initiating the request.





			3.


			NPAC


			The NPAC SMS sends an M-DELETE for the serviceProvNPA-NXX object to the LSMS.  


			SP


			The LSMS receives the M-DELETE and sends an M-DELETE response back to the NPAC SMS.  





			4.


			NPAC


			The NPAC SMS sends an M-DELETE for the serviceProvNPA-NXX object to the SOA.


			SP


			The SOA receives the M-CREATE and sends an M-CREATE response back to the NPAC SMS.  





			5.


			NPAC


			NPAC Personnel query for the NPA-NXX deleted in this test case.


			NPAC


			NPAC Personnel verify they can no longer view the deleted NPA-NXX.





			6.


			SP – Conditional


			Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the NPA-NXX deleted in this test case.


			SP


			Service Provider Personnel verify they can no longer view the deleted NPA-NXX.





			7.


			SP - Optional


			Service Provider Personnel perform local queries on their SOA and LSMS and verify they received the download.


			SP


			The Service Provider received the download and can no longer view the NPA-NXX in their SOA and LSMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 139-11


			Priority:


			Conditional





			


			Objective:






			SOA – Service Provider Personnel create an LRN on the NPAC SMS.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function is set to ‘ON’ and LSMS Network and Subscription Data Download Association Function is set to ‘OFF’. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 139 – Network Data Download to SOA





			


			NANC FRS Version Number:


			R2.0.0


			Relevant Requirement(s):


			R3-9, R3-11, RR3-1, RR3-2





			


			NANC IIS Version Number:


			R2.0.1


			Relevant Flow(s):


			B.4.2.2 LRN Creation by the SOA





			


			


			





			C.


			TIME ESTIMATE


			





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			


			





			D.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			None





			


			Prerequisite NPAC Setup:


			1. Verify that the Service Provider to whom you are going to broadcast the new LRN create message has valid SOA and LSMS (optional) associations.  The Service Provider should be associated with its SOA Network Data Download Association Function set to ‘ON’ and its LSMS Network and Subscription Data Download Association Function set to ‘OFF’.



2. Verify that the NPA-NXX filter for the Service Provider already exists on the NPAC and is the same as the NPA-NXX of the LRN.



3. Verify that the LRN that the Service Provider is going to add does not already exist on the NPAC.





			


			Prerequisite SP Setup:


			1. Associate your SOA and LSMS with the data download association functions set appropriately.  You should have your SOA Network Data Download Association Function set to ‘ON’ and your LSMS Network and Subscription Data Download Association Function set to ‘OFF’.



2. The LRN to be added does not already exist in your database.





			


			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the SOA, Service Provider Personnel take action to create an LRN for their own network data and submit the request to the NPAC SMS.


			SP


			The SOA will send an M-CREATE request to the NPAC SMS for the serviceProvLRN object.









			2.


			NPAC


			The NPAC SMS receives the M-CREATE request from the SOA.


			NPAC


			The NPAC SMS creates the serviceProvLRN object for the given service provider and sends an M-CREATE response back to the SOA.





			3.


			NPAC


			NPAC SMS checks the association function values and determines no message should be sent to the LSMS.


			NPAC


			NPAC Personnel verify no M-CREATE message is sent to the LSMS.





			4.


			NPAC


			The NPAC SMS sends an M-CREATE for the serviceProvLRN object to all SOA.  


			SP


			The SOA receives the M-CREATE and sends an M-CREATE response back to the NPAC SMS.  





			5.


			NPAC


			NPAC Personnel query for the LRN created in this test case.


			NPAC


			NPAC Personnel verify they can view the created LRN.





			6.


			SP – Conditional


			Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the LRN created in this test case.


			SP


			Service Provider Personnel verify they can view the created LRN.





			7.


			SP - Optional


			Service Provider Personnel perform local queries on their SOA and LSMS and verifies they received the download in their SOA only.


			SP


			The Service Provider received the download in their SOA and can view the LRN.  They have not received the download in their LSMS and thus cannot view the LRN.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 139-12


			Priority:


			Conditional





			


			Objective:






			LSMS – Service Provider Personnel create an LRN on the NPAC SMS.  The SOA and LSMS are connected to the NPAC SMS.  The SOA Network Data Download Association Function is set to ‘OFF’ and LSMS Network and Subscription Data Download Association Function is set to ‘ON’. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 139 – Network Data Download to SOA





			


			NANC FRS Version Number:


			R2.0.0


			Relevant Requirement(s):


			R3-9, R3-11, RR3-1, RR3-2





			


			NANC IIS Version Number:


			R2.0.1


			Relevant Flow(s):


			B.4.2.6 LRN Creation by the LSMS





			


			


			





			C.


			TIME ESTIMATE


			





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			


			





			D.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			None





			


			Prerequisite NPAC Setup:


			1. Verify that the Service Provider to whom you are going to broadcast the new LRN create message has valid SOA and LSMS (optional) associations.  The Service Provider should be associated with its SOA Network Data Download Association Function set to ‘OFF’ and its LSMS Network and Subscription Data Download Association Function set to ‘ON’.



2. Verify that the NPA-NXX filter for the Service Provider already exists on the NPAC and is the same as the NPA-NXX of the LRN



3. Verify that the LRN that the Service Provider is going to add does not already exist on the NPAC.





			


			Prerequisite SP Setup:


			1. Associate your SOA and LSMS with the data download association functions set appropriately.  You should have your SOA Network Data Download Association Function set to ‘OFF’ and your LSMS Network and Subscription Data Download Association Function set to ‘ON’.



2. The LRN to be added does not already exist in your database.





			


			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the LSMS, Service Provider Personnel take action to create an LRN for their own network data and submit the request to the NPAC SMS.


			SP


			The LSMS will send an M-CREATE request to the NPAC SMS for the serviceProvLRN object.





			2.


			NPAC


			The NPAC SMS receives the M-CREATE request from the LSMS.


			NPAC


			The NPAC SMS creates the serviceProvLRN object for the given service provider and sends an M-CREATE response back to the LSMS.





			3.


			NPAC


			The NPAC SMS sends an M-CREATE for the serviceProvLRN object to the LSMS.  


			SP


			The LSMS receives the M-CREATE and sends an M-CREATE response back to the NPAC SMS.  





			4.


			NPAC


			NPAC SMS checks the association function values and determines no message should be sent to the SOA.  


			NPAC


			NPAC Personnel verify no M-CREATE message is sent to the SOA.





			5.


			NPAC


			NPAC Personnel query for the LRN created in this test case.


			NPAC


			NPAC Personnel verify they can view the created LRN.





			6.


			SP – Conditional


			Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the LRN created in this test case.


			SP


			Service Provider Personnel verify they can view the created LRN.





			7.


			SP - Optional


			Service Provider Personnel perform local queries on their SOA and LSMS and verifies they received the download in their LSMS only.


			SP


			The Service Provider received the download in their LSMS and can view the LRN.  They have not received the download in their SOA and thus cannot view the LRN.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 139-14


			Priority:


			Conditional





			


			Objective:






			SOA – Service Provider Personnel delete an LRN on the NPAC SMS.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function is set to ‘ON’ and the LSMS Network and Subscription Data Download Association Function is set to ‘OFF’. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 139 – Network Data Download to SOA





			


			NANC FRS Version Number:


			R2.0.0


			Relevant Requirement(s):


			R3-9, R3-11, RR3-1, RR3-2





			


			NANC IIS Version Number:


			R2.0.1


			Relevant Flow(s):


			B.4.2.3 LRN Deletion by the SOA





			


			


			





			C.


			TIME ESTIMATE


			





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			


			





			D.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			None 





			


			Prerequisite NPAC Setup:


			1. Verify that the Service Provider to whom you are going to broadcast the LRN delete message has valid SOA and LSMS (optional) associations.  The Service Provider should be associated with its SOA Network Data Download Association Function set to ‘ON’ and its LSMS Network and Subscription Data Download Association Function set to ‘OFF’.



2. Verify that the LRN that the Service Provider is going to delete exists on the NPAC and is owned by the Service Provider doing the delete.





			


			Prerequisite SP Setup:


			1. Associate your SOA and LSMS with the data download association functions set appropriately.  You should have your SOA Network Data Download Association Function set to ‘ON’ and your LSMS Network and Subscription Data Download Association Function set to ‘OFF’.



2. The LRN to be deleted already exists in your database and is owned by the Service Provider doing the delete..





			


			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the SOA, Service Provider Personnel take action to delete the LRN that was previously created and submit the request to the NPAC SMS.


			SP


			The SOA will send an M-DELETE request to the NPAC SMS for the serviceProvLRN object.





			2.


			NPAC


			The NPAC SMS receives the M-DELETE request from the SOA.


			NPAC


			The NPAC SMS deletes the serviceProvLRN object from the NPAC SMS and sends an M-DELETE response back to the SOA initiating the request.





			3.


			NPAC


			NPAC SMS checks the association function values and determines no message should be sent to the LSMS.


			NPAC


			NPAC Personnel verify no M-DELETE message is sent to the LSMS.





			4.


			NPAC


			The NPAC SMS sends an M-DELETE for the serviceProvLRN object to the SOA.  


			SP


			The SOA receives the M-DELETE and sends an M-DELETE response back to the NPAC SMS.  





			5.


			NPAC


			NPAC Personnel query for the LRN deleted in this test case.


			NPAC


			NPAC Personnel verify they can no longer view the deleted LRN.





			6.


			SP – Conditional


			Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the LRN deleted in this test case.


			SP


			Service Provider Personnel verify they can no longer view the deleted LRN.





			7.


			SP - Optional


			Service Provider Personnel perform local queries on their SOA and LSMS and verifies they received the download on their SOA but not on their LSMS.


			SP


			The Service Provider received the download in their SOA and can no longer view the LRN.  They have not received the download in their LSMS and thus can still view the LRN.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 139-15


			Priority:


			Conditional





			


			Objective:






			SOA – Service Provider Personnel delete an LRN on the NPAC SMS, that belongs to another Service Provider.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function is set to ‘OFF’ and the LSMS Network and Subscription Data Download Association Function is set to ‘ON’. – Error





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 139 – Network Data Download to SOA





			


			NANC FRS Version Number:


			R2.0.0


			Relevant Requirement(s):


			R3-9, R3-11, RR3-1, RR3-2





			


			NANC IIS Version Number:


			R2.0.0


			Relevant Flow(s):


			B.4.2.3 LRN Deletion by the SOA





			


			


			





			C.


			TIME ESTIMATE


			





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			


			





			D.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			None 





			


			Prerequisite NPAC Setup:


			1. Verify that the Service Provider to whom you are going to broadcast the LRN delete message has valid SOA and LSMS (optional) associations.  The Service Provider should be associated with its SOA Network Data Download Association Function set to ‘OFF’ and its LSMS Network and Subscription Data Download Association Function set to ‘ON’.



2. Verify that the LRN that the Service Provider is going to delete exists on the NPAC.



3. Verify that the LRN belongs to another Service Provider.





			


			Prerequisite SP Setup:


			1. Associate your SOA and LSMS with the data download association functions set appropriately.  You should have your SOA Network Data Download Association Function set to ‘OFF’ and your LSMS Network and Subscription Data Download Association Function set to ‘ON’.



2. The LRN to be deleted already exists in your database and belongs to another Service Provider.





			


			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the SOA, Service Provider Personnel take action to delete an LRN that belongs to another Service Provider, and submit the request to the NPAC SMS.


			SP


			The SOA will send an M-DELETE request to the NPAC SMS for the serviceProvLRN object.





			2.


			NPAC


			The NPAC SMS receives the M-DELETE request from the SOA.


			NPAC


			1. The NPAC SMS determines the requesting Service Provider is NOT the same as the one that owns the network data.  (this violates system requirements)



2. An M-DELETE Error Response is returned to the SOA initiating the request.  (access denied)





			3.


			NPAC


			NPAC Personnel query for the LRN deleted in this test case.


			NPAC


			NPAC Personnel verify they can view the ‘deleted’ LRN (since it did not pass the delete edits).





			4.


			SP – Conditional


			Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the LRN deleted in this test case.


			SP


			Service Provider Personnel verify they can view the ‘deleted’ LRN (since it did not pass the delete edits).





			5.


			S – 



Optional


			Service Provider Personnel perform local queries on their SOA and LSMS and verify they did NOT receive the download.


			SP


			The Service Provider did NOT receive the download and can still view the NPA-NXX in their SOA and LSMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 139-16


			Priority:


			Conditional





			


			Objective:






			LSMS – Service Provider Personnel delete an LRN on the NPAC SMS.  The SOA and LSMS are connected to the NPAC SMS.  The SOA Network Data Download Association Function is set to ‘OFF’ and the LSMS Network and Subscription Data Download Association Function is set to ‘ON’. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 139 – Network Data Download to SOA





			


			NANC FRS Version Number:


			R2.0.0


			Relevant Requirement(s):


			R3-9, R3-11, RR3-1, RR3-2





			


			NANC IIS Version Number:


			R2.0.1


			Relevant Flow(s):


			B.4.2.7 LRN Deletion by the LSMS





			


			


			





			C.


			TIME ESTIMATE


			





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			


			





			D.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			None 





			


			Prerequisite NPAC Setup:


			1. Verify that the Service Provider to whom you are going to broadcast the LRN delete message has valid SOA and LSMS (optional) associations.  The Service Provider should be associated with its SOA Network Data Download Association Function set to ‘OFF’ and its LSMS Network and Subscription Data Download Association Function set to ‘ON’.



2. Verify that the LRN that the Service Provider is going to delete exists on the NPAC and belongs to the Service Provider performing the delete.





			


			Prerequisite SP Setup:


			1. Associate your SOA and LSMS with the data download association functions set appropriately.  You should have your SOA Network Data Download Association Function set to ‘OFF’ and your LSMS Network and Subscription Data Download Association Function set to ‘ON’.



2. The LRN to be deleted already exists in your database and belongs to the Service Provider performing the delete.





			


			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the LSMS, Service Provider Personnel take action to delete the LRN that was previously created and submit the request to the NPAC SMS.


			SP


			The LSMS will send an M-DELETE request to the NPAC SMS for the serviceProvLRN object.





			2.


			NPAC


			The NPAC SMS receives the M-DELETE request from the LSMS.


			NPAC


			The NPAC SMS deletes the serviceProvLRN object from the NPAC SMS and sends an M-DELETE response back to the LSMS initiating the request.





			3.


			NPAC


			The NPAC SMS sends an M-DELETE for the serviceProvLRN object to the LSMS.


			SP


			The LSMS receives the M-DELETE and sends an M-DELETE response back to the NPAC SMS.  





			4.


			NPAC


			NPAC SMS checks the association function values and determines no message should be sent to the SOA.


			NPAC


			NPAC Personnel verify no M-DELETE message is sent to the SOA.





			5.


			NPAC


			NPAC Personnel query for the LRN deleted in this test case.


			NPAC


			NPAC Personnel verify they can no longer view the deleted LRN.





			6.


			SP – Conditional


			Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the LRN deleted in this test case.


			SP


			Service Provider Personnel verify they can no longer view the deleted LRN.





			7.


			SP - Optional


			Service Provider Personnel perform local queries on their SOA and LSMS and verifies they received the download on their LSMS but not on their SOA.


			SP


			The Service Provider received the download in their LSMS and can no longer view the LRN.  They have not received the download in their SOA and thus can still view the LRN.








9.1.8 NANC 162 Related Test Cases:



			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 162 – 1


			Priority: 


			Conditional





			


			Objective:





			SOA – Old Service Provider Personnel modify the TN of a Subscription Version – Error





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			N/A


			Change Order Number(s):


			NANC 162 – TN Attribute as GET-Replace





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			R5-30.1, R5-30.2





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.2.4 Subscription Version Modify Prior to Activate Using M-SET





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			





			


			Prerequisite SP Setup:


			Verify that a pending subscription version exists for the TN that will be attempted to be modified.  The Service Provider attempting to modify the TN must be the old Service Provider.





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Service Provider Personnel, using their SOA system, attempt to modify the TN of a pending Subscription Version for which they are the old Service Provider.



2. The Service Provider SOA will issue an M-SET Request subscriptionVersionNPAC object for the TN.


			NPAC


			1. The NPAC SMS receives the M-SET Request from the Service Provider SOA and determines that the attribute specified for modification is the TN in the subscription version.  (This violates system requirements).



2. The NPAC SMS rejects the request to modify the subscription version and issues an M-SET Error Response back to the Originating Old Service Provider SOA.





			2.


			NPAC


			NPAC Personnel perform a query for the Subscription Versions to verify that subscription version TN was not modified.


			NPAC


			The Subscription Version was not modified.





			3.


			SP – conditional


			SP Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Versions to verify that the subscription version TN was not modified.


			SP


			The Subscription Version was not modified.





			4.


			SP - optional


			SP Personnel, using their SOA, perform a local query for the Subscription Versions to verify that the subscription version TN was not modified.


			SP


			The Subscription Version was not modified.








9.1.9 NANC 201 and 202 Related Test Cases:



The Timer Type is set upon Subscription Version Creation based on the following algorithm:



If both the SV_Port_In_Timer_Type for the New Service Provider and the SV_Port_Out_Timer_Type for the Old Service Provider on the Subscription Version are set to short, the Subscription Version Timer Type is set to short.  Otherwise, it is set to long.



The Business Type is set upon Subscription Version Creation based on the following algorithm:



If the Business_Type tunables for both the New Service Provider and the Old Service Provider match, the Subscription Version business hours field is set to the matching value.  Otherwise, it is set to Short.



			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 201-1


			Priority:


			Conditional





			


			Objective:





			SOA – New Service Provider Personnel create an Inter-Service Provider Subscription Version for a single TN when  the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘SHORT’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘SHORT’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 201 – Unique Set of Timers





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			R5-19.3, R5-21.1, R5-23.1, R5-19.5, R5-15.1, R5-20.5, R5-21.6, R5-21.7,  R5-18.1, R5-18.3, R518-4, R5-18.5, R5-18.6,  R5-18.7, R5-22









			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.1.2 Subscription Version Create by the Initial SOA (New Service Provider)



B.5.1.6.2 SubscriptionVersion Create: No Create Action from the Old Service Provider SOA After Concurrence Window



B.5.1.6.3 SubscriptionVersion Create: No Create Action from the Old Service Provider SOA After Final Concurrence Window





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the New and Old Service Provider’s ‘SOA Supports Timer Type’ and ‘SOA Supports Business Hours’ are set to ‘TRUE’ in their Customer Profile.



2. Verify that for the New Service Provider in this TC, their ‘Port-In Timer Type’ is set to ‘SHORT’ in their Customer Profile.



3. Verify that for the Old Service Provider in this TC, their ‘Port-Out Timer Type’ is set to ‘SHORT’ in their Customer Profile.



4. Verify that for the New and Old Service Providers in this TC their ‘SP Business Type’ are set to ‘SHORT’ in their Customer Profile.  



5. Verify the Initial Concurrence Timer and the Final Concurrence Timer are set to their lowest possible value, in order to expedite test verification (1 business hour for each tunable).  





			


			Prerequisite SP Setup:


			Verify that the respective NPA-NXX exists for which you are going to create an Inter-Service Provider Subscription Version.





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using their SOA system, New Service Provider Personnel take action to create an Inter-Service Provider Subscription Version for a single TN.



2. The SOA issues an M-ACTION subscriptionVersionNewSP-Create to the NPAC SMS lnpSubscriptions object.  The following attributes must be specified:



· subscriptionTN 



· subscriptionNewCurrentSP



· subscriptionOldSP



· subscriptionNewSP-DueDate (seconds set to zero)



· subscriptionLNPType



· subscriptionPortingToOriginal-SP Switch



· subscriptionLRN



· subscriptionCLASS-DPC



· subscriptionCLASS-SSN



· subscriptionLIDB-DPC



· subscriptionLIDB-SSN



· subscriptionCNAM-DPC



· subscriptionCNAM-SSN
subscriptionISVM-DPC



· subscriptionISVM-SSN



· subscriptionWSMSC-DPC – (if supported by the Service Provider SOA)



· subscriptionWSMSC-SSN (if supported by the Service Provider SOA)



· subscriptionEndUserLocationValue



· subscriptionEndUserLocationType



· subscriptionBillingID


			NPAC


			The NPAC SMS receives the M-ACTION Request from the Service Provider SOA, verifies that the request is valid, and that all required attributes are included and pass field level validations.  









			2.


			NPAC


			1. After the NPAC SMS determines the request is valid it issues an M-CREATE subscriptionVersionNPAC to itself to create the respective Subscription Version object.  



2. The status is set to ‘pending’ and the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp are set to the current date and time.  



3. The NPAC SMS proceeds to set the Initial and Final Concurrence Timers for this Subscription Version based on the New Service Provider Port-In Timer Type and SP Business Type and the Old Service Provider Port-Out Timer Type and SP Business Type settings in their respective Customer Profiles.


			NPAC


			1. The NPAC SMS receives the M-CREATE request and issues an M-CREATE Response back to itself indicating the NPAC successfully created the ‘pending’ Subscription Version as requested by the SOA.



2. The NPAC SMS issues an M-ACTION Response back to the New Service Provider SOA indicating it successfully processed the Subscription Version Create Request.





			3.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT objectCreation to the Old Service Provider SOA containing the following attributes for subscriptionVersionNPAC creation:



· subscriptionTN



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionNewSP-CreationTimeStamp



· subscriptionVersionStatus



· subscriptionNewSP-DueDate 



· subscriptionTimerType – if supported by the Service Provider’s SOA



· subscriptionBusinessType - if supported by the Service Provider’s SOA


			SP


			The Old Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC indicating it successfully received the NPAC notification.





			4.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT objectCreation to the New Service Provider SOA containing the following attributes for subscriptionVersionNPAC creation:



· subscriptionTN



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionNewSP-CreationTimeStamp



· subscriptionVersionStatus



· subscriptionNewSP-DueDate



· subscriptionTimerType – if supported by the Service Provider’s SOA



· subscriptionBusinessType - if supported by the Service Provider’s SOA


			SP


			The New Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC indicating it successfully received the NPAC notification.





			5.


			NPAC


			1. Wait for the Initial Concurrence Timer to expire.



2. NPAC SMS sends the old service provider SOA an M-EVENT-REPORT indicating the Initial Concurrence Timer has expired and requesting Confirmation.


			SP


			The old service provider SOA returns an M-EVENT-REPORT confirmation to the NPAC SMS.





			6.


			NPAC


			1. Wait for the Final Concurrence Timer to expire.



2. The NPAC SMS issues an M-EVENT-REPORT to the Old Service Provider SOA indicating the Final Concurrence Timer has expired.  


			SP


			The old service provider SOA returns an M-EVENT-REPORT confirmation to the NPAC SMS.





			7.


			NPAC


			NPAC Personnel query for the Subscription Version created in this test case.


			NPAC


			1. The Subscription Version was created with the status of ‘pending’.



2. The Initial and Final Concurrence timer notifications were sent at the appropriate time based on the ‘Timer Type’ and ‘Business Hours’.





			8.


			SP - Conditional


			Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Version created in this test case.


			SP


			The Subscription Version was created with the status of ‘pending’.





			9.


			SP - Optional


			Service Provider Personnel, using either the SOA or LSMS, perform a local query for the Subscription Version created in this test case.


			SP


			1. The Subscription Version was created with the status of ‘pending’.



2. The Initial and Final Concurrence timer notifications were received at the appropriate time based on the ‘Timer Type’ and ‘Business Hours’.








			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 201-2


			Priority:


			Conditional





			


			Objective:





			SOA – New Service Provider Personnel create Inter-Service Provider Subscription Versions for a range of TNs when  the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘SHORT’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘SHORT’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 201 – Unique Set of Timers





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			R5-19.3, R5-21.1, R5-23.1, R5-19.5, R5-15.1, R5-20.5, R5-21.6, R5-21.7, R5-18.1, R5-18.3, R518-4, R5-18.5, R5-18.6, R5-18.7, R5-22









			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.1.2 Subscription Version Create by the Initial SOA (New Service Provider)



B.5.1.6.2 SubscriptionVersion Create: No Create Action from the Old Service Provider SOA After Concurrence Window



B.5.1.6.3 SubscriptionVersion Create: No Create Action from the Old Service Provider SOA After Final Concurrence Window





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the New and Old Service Provider’s ‘SOA Supports Timer Type’ and ‘SOA Supports Business Hours’ are set to ‘TRUE’ in their Customer Profile.



2. Verify that for the New Service Provider in this TC, their ‘Port-In Timer Type’ is set to ‘SHORT’ in their Customer Profile.



3. Verify that for the Old Service Provider in this TC, their ‘Port-Out Timer Type’ is set to ‘SHORT’ in their Customer Profile.



4. Verify that for the New and Old Service Providers in this TC their ‘SP Business Type’ are set to ‘SHORT’ in their Customer Profile.  



5. Verify the Initial Concurrence Timer and the Final Concurrence Timer are set to their lowest possible value, in order to expedite test verification (1 business hour for each tunable).  





			


			Prerequisite SP Setup:


			Verify that the respective NPA-NXX exists for which you are going to create an Inter-Service Provider Subscription Version.





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using their SOA system, Service Provider Personnel take action to create Inter-Service Provider Subscription Versions for a range of TNs.



2. The SOA issues an M-ACTION subscriptionVersionNewSP-Creates for a range of TNs to the NPAC SMS lnpSubscriptions object.  The following attributes must be specified:



· subscriptionTN Range



· subscriptionNewCurrentSP



· subscriptionOldSP



· subscriptionNewSP-DueDate (seconds set to zero)



· subscriptionLNPType



· subscriptionPortingToOriginal-SP Switch



· subscriptionLRN



· subscriptionCLASS-DPC



· subscriptionCLASS-SSN



· subscriptionLIDB-DPC



· subscriptionLIDB-SSN



· subscriptionCNAM-DPC



· subscriptionCNAM-SSN
subscriptionISVM-DPC



· subscriptionISVM-SSN



· subscriptionWSMSC-DPC – (if supported by the Service Provider SOA)



· subscriptionWSMSC-SSN (if supported by the Service Provider SOA)



· subscriptionEndUserLocationValue



· subscriptionEndUserLocationType



· subscriptionBillingID


			NPAC


			The NPAC SMS receives the M-ACTION Requests from the Service Provider SOA, verifies that the requests are valid, and that all required attributes are included and pass field level validations.  









			2.


			NPAC


			1. After the NPAC SMS determines the requests are valid it issues an M-CREATE subscriptionVersionNPAC object to itself for each TN in the range.  



2. The status is set to ‘pending’ and the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamps are set to the current date and time.  



3. The NPAC SMS proceeds to set the Initial and Final Concurrence Timers for this SVs based on the New Service Provider Port-In Timer Type and SP Business Type and the Old Service Provider Port-Out Timer Type and SP Business Type settings in their respective Customer Profiles.


			NPAC


			1. The NPAC SMS receives the M-CREATE requests and issues M-CREATE Responses back to itself indicating the NPAC successfully created the ‘pending’ SVs as requested by the SOA.



2. The NPAC SMS issues M-ACTION Responses back to the New Service Provider SOA indicating it successfully processed the Subscription Version Create Requests.





			3.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT objectCreations for each TN in the range to the Old Service Provider SOA containing the following attributes for subscriptionVersionNPAC creations:



· SubscriptionTN



· SubscriptionOldSP



· SubscriptionNewCurrentSP



· SubscriptionNewSP-CreationTimeStamp



· SubscriptionVersionStatus



· SubscriptionNewSP-DueDate 



· SubscriptionTimerType – if supported by the Service Provider’s SOA



· SubscriptionBusinessType - if supported by the Service Provider’s SOA


			NPAC and SP


			The Old Service Provider SOA receives the M-EVENT-REPORTs from the NPAC SMS and issues M-EVENT-REPORT Confirmations back to the NPAC indicating it successfully received the NPAC notifications.





			4.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT objectCreation for each TN in the range to the New Service Provider SOA containing the following attributes for subscriptionVersionNPAC creation:



· subscriptionTN



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionNewSP-CreationTimeStamp



· subscriptionVersionStatus



· subscriptionNewSP-DueDate


			SP


			The New Service Provider SOA receives the M-EVENT-REPORTs from the NPAC SMS and issues M-EVENT-REPORT Confirmations back to the NPAC indicating it successfully received the NPAC notification.





			5.


			NPAC


			1. Wait for the Initial Concurrence Timer to expire.



2. NPAC SMS sends the old service provider SOA an M-EVENT-REPORT indicating the Initial Concurrence Timer has expired and requesting Confirmation.


			SP


			The old service provider SOA returns an M-EVENT-REPORT confirmation to the NPAC SMS.





			6.


			NPAC


			1. Wait for the Final Concurrence Timer to expire.



2. The NPAC SMS issues an M-EVENT-REPORT for each TN in the range to the Old Service Provider SOA indicating the Final Concurrence Timer has expired.  


			SP


			The old service provider SOA returns M-EVENT-REPORT confirmations to the NPAC SMS.





			7.


			NPAC


			NPAC Personnel query for the Subscription Versions created in this test case.


			NPAC


			1. The Subscription Version was created with the status of ‘pending’.



2. The Initial and Final Concurrence timer notifications were sent at the appropriate time based on the ‘Timer Type’ and ‘Business Hours’.





			8.


			SP - Conditional


			Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Versions created in this test case.


			SP


			The Subscription Version was created with the status of ‘pending’.





			9.


			SP - Optional


			Service Provider Personnel, using either the SOA or LSMS, perform a local query for the Subscription Versions created in this test case.


			SP


			1. The Subscription Version was created with the status of ‘pending’.



2. The Initial and Final Concurrence timer notifications were received at the appropriate time based on the ‘Timer Type’ and ‘Business Hours’.








			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 201-5


			Priority:


			Conditional





			


			Objective:





			SOA – New Service Provider Personnel create an Inter-Service Provider Subscription Version for a single TN when  the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘SHORT’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘LONG’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 201 – Unique Set of Timers





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			R5-19.4, R5-21.1, R5-23.1, R5-19.6, R5-15.1, R5-20.5, R5-21.6, R5-21.7,  R5-18.1, R5-18.3, R518-4, R5-18.5, R5-18.6,  R5-18.7, R5-22









			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.1.2 Subscription Version Create by the Initial SOA (New Service Provider)



B.5.1.6.2 SubscriptionVersion Create: No Create Action from the Old Service Provider SOA After Concurrence Window



B.5.1.6.3 SubscriptionVersion Create: No Create Action from the Old Service Provider SOA After Final Concurrence Window





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the New and Old Service Provider’s ‘SOA Supports Timer Type’ and ‘SOA Supports Business Hours’ are set to ‘TRUE’ in their Customer Profile.



2. Verify that for the New Service Provider in this TC, their “Port-In Timer Type’ and ‘SP Business Type’ configurables are set to ‘SHORT’ in their Customer Profile.



3. Verify that for the Old Service Provider in this TC, their ‘Port-Out Timer Type’ and ‘SP Business Type’ configurables are set to ‘LONG’ in their Customer Profile.



4. Verify the Initial Concurrence Timer and the Final Concurrence Timer  are set to their lowest possible value, in order to expedite test verification (1 business hour for the short business type and 2 business hours for the long business type).  





			


			Prerequisite SP Setup:


			Verify that the respective NPA-NXX exists for which you are going to create an Inter-Service Provider Subscription Version.





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using their SOA system, Service Provider Personnel take action to create an Inter-Service Provider Subscription Version for a single TN.



2. The SOA issues an M-ACTION subscriptionVersionNewSP-Create to the NPAC SMS lnpSubscriptions object.  The following attributes must be specified:



· subscriptionTN 



· subscriptionNewCurrentSP



· subscriptionOldSP



· subscriptionNewSP-DueDate (seconds set to zero)



· subscriptionLNPType



· subscriptionPortingToOriginal-SP Switch



· subscriptionLRN



· subscriptionCLASS-DPC



· subscriptionCLASS-SSN



· subscriptionLIDB-DPC



· subscriptionLIDB-SSN



· subscriptionCNAM-DPC



· subscriptionCNAM-SSN



· subscriptionISVM-DPC



· subscriptionISVM-SSN



· subscriptionWSMSC-DPC – (if supported by the Service Provider SOA)



· subscriptionWSMSC-SSN (if supported by the Service Provider SOA)



· subscriptionEndUserLocationValue



· subscriptionEndUserLocationType



· subscriptionBillingID


			NPAC


			The NPAC SMS receives the M-ACTION Request from the Service Provider SOA, verifies that the request is valid, and that all required attributes are included and pass field level validations.  









			2.


			NPAC


			1. After the NPAC SMS determines the request is valid it issues an M-CREATE subscriptionVersionNPAC to itself to create the respective Subscription Version object.  



2. The status is set to ‘pending’ and the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp are set to the current date and time.  



3. The NPAC SMS proceeds to set the Initial and Final Concurrence Timers based on the Timer Types and Business Types set in the Customer Profiles.


			NPAC


			1. The NPAC SMS receives the M-CREATE request and issues an M-CREATE Response back to itself indicating the NPAC successfully created the ‘pending’ Subscription Version as requested by the SOA.



2. The NPAC SMS issues an M-ACTION Response back to the New Service Provider SOA indicating it successfully processed the Subscription Version Create Request.





			3.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT objectCreation to the Old Service Provider SOA containing the following attributes for subscriptionVersionNPAC creation:



· subscriptionTN



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionNewSP-CreationTimeStamp



· subscriptionVersionStatus



· subscriptionNewSP-DueDate 



· subscriptionTimerType - - if supported by the Service Provider’s SOA



· subscriptionBusinessType - if supported by the Service Provider’s SOA


			SP


			The Old Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC indicating it successfully received the NPAC notification.





			4.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT objectCreation to the New Service Provider SOA containing the following attributes for subscriptionVersionNPAC creation:



· subscriptionTN



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionNewSP-CreationTimeStamp



· subscriptionVersionStatus



· subscriptionNewSP-DueDate



· subscriptionTimerType - - if supported by the Service Provider’s SOA



· subscriptionBusinessType - if supported by the Service Provider’s SOA


			SP


			The New Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC indicating it successfully received the NPAC notification.





			5.


			NPAC


			1. Wait for the Initial Concurrence Timer to expire.



2. NPAC SMS sends the old service provider SOA an M-EVENT-REPORT indicating the Initial Concurrence Timer has expired and requesting Confirmation.


			SP


			The old service provider SOA returns an M-EVENT-REPORT confirmation to the NPAC SMS.





			6.


			NPAC


			1. Wait for the Final Concurrence Timer to expire.



2. The NPAC SMS issues an M-EVENT-REPORT to the Old Service Provider SOA indicating the Final Concurrence Timer has expired.  


			SP


			The old service provider SOA returns an M-EVENT-REPORT confirmation to the NPAC SMS.





			7.


			NPAC


			NPAC Personnel query for the Subscription Version created in this test case.


			NPAC


			1. The Subscription Version was created with the status of ‘pending’.



2. The Initial and Final Concurrence timer notifications were sent at the appropriate time based on the ‘Timer Type’ and ‘Business Hours’.





			8.


			SP - Conditional


			Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Version created in this test case.


			SP


			The Subscription Version was created with the status of ‘pending’.





			9.


			SP - Optional


			Service Provider Personnel, using either the SOA or LSMS, perform a local query for the Subscription Version created in this test case.


			


			1. The Subscription Version was created with the status of ‘pending’.



2. The Initial and Final Concurrence timer notifications were received at the appropriate time based on the ‘Timer Type’ and ‘Business Hours’.








			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 201-6


			Priority:


			Conditional





			


			Objective:





			SOA – New Service Provider Personnel create Inter-Service Provider Subscription Versions for a range of TNs when  the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘SHORT’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘LONG’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 201 – Unique Set of Timers





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			R5-19.4, R5-21.1, R5-23.1, R5-19.6, R5-15.1, R5-20.5, R5-21.6, R5-21.7, R5-18.1, R5-18.3, R518-4, R5-18.5, R5-18.6, R5-18.7, R5-22









			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.1.2 Subscription Version Create by the Initial SOA (New Service Provider)



B.5.1.6.2 SubscriptionVersion Create: No Create Action from the Old Service Provider SOA After Concurrence Window



B.5.1.6.3 SubscriptionVersion Create: No Create Action from the Old Service Provider SOA After Final Concurrence Window





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the New and Old Service Provider’s ‘SOA Supports Timer Type’ and ‘SOA Supports Business Hours’ are set to ‘TRUE’ in their Customer Profile.



2. Verify that for the New Service Provider in this TC, their “Port-In Timer Type’ and ‘SP Business Type’ configurables are set to ‘SHORT’ in their Customer Profile.



3. Verify that for the Old Service Provider in this TC, their ‘Port-Out Timer Type’ and ‘SP Business Type’ configurables are set to ‘LONG’ in their Customer Profile.



4. Verify the Initial Concurrence Timer and the Final Concurrence Timer are set to their lowest possible value, in order to expedite test verification (1 business hour for each tunable).  





			


			Prerequisite SP Setup:


			Verify that the respective NPA-NXX exists for which you are going to create an Inter-Service Provider Subscription Version.





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using their SOA system, Service Provider Personnel take action to create Inter-Service Provider Subscription Versions for a range of TNs.



2. The SOA issues an M-ACTION subscriptionVersionNewSP-Creates for a range of TNs to the NPAC SMS lnpSubscriptions object.  The following attributes must be specified:



· subscriptionTN Range



· subscriptionNewCurrentSP



· subscriptionOldSP



· subscriptionNewSP-DueDate (seconds set to zero)



· subscriptionLNPType



· subscriptionPortingToOriginal-SP Switch



· subscriptionLRN



· subscriptionCLASS-DPC



· subscriptionCLASS-SSN



· subscriptionLIDB-DPC



· subscriptionLIDB-SSN



· subscriptionCNAM-DPC



· subscriptionCNAM-SSN



· subscriptionISVM-DPC



· subscriptionISVM-SSN



· subscriptionWSMSC-DPC – (if supported by the Service Provider SOA)



· subscriptionWSMSC-SSN (if supported by the Service Provider SOA)



· subscriptionEndUserLocationValue



· subscriptionEndUserLocationType



· subscriptionBillingID


			NPAC


			The NPAC SMS receives the M-ACTION Requests from the Service Provider SOA, verifies that the requests are valid, and that all required attributes are included and pass field level validations.  









			2.


			NPAC


			1. After the NPAC SMS determines the requests are valid it issues an M-CREATE subscriptionVersionNPAC object to itself for each TN in the range.  



2. The statuses are set to ‘pending’ and the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp are set to the current date and time.  



3. The NPAC SMS proceeds to set the Initial and Final Concurrence Timers based on the Timer Types and Business Types set in the Customer Profiles.


			NPAC


			1. The NPAC SMS receives the M-CREATE requests and issues M-CREATE Responses back to itself indicating the NPAC successfully created the ‘pending’ SVs as requested by the SOA.



2. The NPAC SMS issues M-ACTION Responses back to the New Service Provider SOA indicating it successfully processed the Subscription Version Create Requests.





			3.


			NPAC


			The NPAC SMS issues M-EVENT-REPORT objectCreations for each TN in the range to the Old Service Provider SOA containing the following attributes for subscriptionVersionNPAC creation:



· subscriptionTN



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionNewSP-CreationTimeStamp



· subscriptionVersionStatus



· subscriptionNewSP-DueDate 



· subscriptionTimerType - - if supported by the Service Provider’s SOA



· subscriptionBusinessType - if supported by the Service Provider’s SOA


			SP


			The Old Service Provider SOA receives the M-EVENT-REPORTs from the NPAC SMS and issues M-EVENT-REPORT Confirmations back to the NPAC indicating it successfully received the NPAC notifications.





			4.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT objectCreation for each TN in the range to the New Service Provider SOA containing the following attributes for subscriptionVersionNPAC creation:



· subscriptionTN



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionNewSP-CreationTimeStamp



· subscriptionVersionStatus



· subscriptionNewSP-DueDate



· subscriptionTimerType - - if supported by the Service Provider’s SOA



· subscriptionBusinessType - if supported by the Service Provider’s SOA


			SP


			The New Service Provider SOA receives the M-EVENT-REPORTs from the NPAC SMS and issues M-EVENT-REPORT Confirmations back to the NPAC indicating it successfully received the NPAC notification.





			5.


			NPAC


			1. Wait for the Initial Concurrence Timer to expire.



2. NPAC SMS sends the old service provider SOA an M-EVENT-REPORT for each TN in the range indicating the Initial Concurrence Timer has expired and requesting Confirmation.


			SP


			The old service provider SOA returns M-EVENT-REPORT confirmations to the NPAC SMS.





			6.


			NPAC


			1. Wait for the Final Concurrence Timer to expire.



2. The NPAC SMS issues an M-EVENT-REPORT for each TN in the range to the Old Service Provider SOA indicating the Final Concurrence Timer has expired.  


			SP


			The old service provider SOA returns M-EVENT-REPORT confirmations to the NPAC SMS.





			7.


			NPAC


			NPAC Personnel query for the Subscription Versions created in this test case.


			NPAC


			1. The Subscription Versions were created with the status of ‘pending’.



2. The Initial and Final Concurrence timer notifications were sent at the appropriate time based on the ‘Timer Type’ and ‘Business Hours’.





			8.


			SP - Conditional


			Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Versions created in this test case.


			SP


			The Subscription Versions were created with the status of ‘pending’.





			9.


			SP - Optional


			Service Provider Personnel, using either the SOA or LSMS, perform a local query for the Subscription Versions created in this test case.


			


			1. The Subscription Versions were created with the status of ‘pending’.



2. The Initial and Final Concurrence timer notifications were received at the appropriate time based on the ‘Timer Type’ and ‘Business Hours’.








			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 201-9


			Priority:


			Conditional





			


			Objective:





			SOA – New Service Provider Personnel create an Inter-Service Provider Subscription Version for a single TN when  the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘LONG’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘LONG’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 201 – Unique Set of Timers





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			R5-19.4, R5-21.1, R5-23.1, R5-19.6, R5-15.1, R5-20.5, R5-21.6, R5-21.7,  R5-18.1, R5-18.3, R518-4, R5-18.5, R5-18.6,  R5-18.7, R5-22









			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.1.2 Subscription Version Create by the Initial SOA (New Service Provider)



B.5.1.6.2 SubscriptionVersion Create: No Create Action from the Old Service Provider SOA After Concurrence Window



B.5.1.6.3 SubscriptionVersion Create: No Create Action from the Old Service Provider SOA After Final Concurrence Window





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the New and Old Service Provider’s ‘SOA Supports Timer Type’ and ‘SOA Supports Business Hours’ are set to ‘TRUE’ in their Customer Profile.



2. Verify that for the New Service Provider in this TC, their “Port-In Timer Type’ and ‘SP Business Type’ configurables are set to ‘LONG’ in their Customer Profile.



3. Verify that for the Old Service Provider in this TC, their ‘Port-Out Timer Type’ and ‘SP Business Type’ configurables are set to ‘LONG’ in their Customer Profile.



4. Verify the Initial Concurrence Timer and the Final Concurrence Timer are set to their lowest possible value, in order to expedite test verification (1 business hour for each tunable).  





			


			Prerequisite SP Setup:


			Verify that the respective NPA-NXX exists for which you are going to create an Inter-Service Provider Subscription Version.





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using their SOA system, Service Provider Personnel take action to create an Inter-Service Provider Subscription Version for a single TN.



2. The SOA issues an M-ACTION subscriptionVersionNewSP-Create to the NPAC SMS lnpSubscriptions object.  The following attributes must be specified:



· subscriptionTN 



· subscriptionNewCurrentSP



· subscriptionOldSP



· subscriptionNewSP-DueDate (seconds set to zero)



· subscriptionLNPType



· subscriptionPortingToOriginal-SP Switch



· subscriptionLRN



· subscriptionCLASS-DPC



· subscriptionCLASS-SSN



· subscriptionLIDB-DPC



· subscriptionLIDB-SSN



· subscriptionCNAM-DPC



· subscriptionCNAM-SSN



· subscriptionISVM-DPC



· subscriptionISVM-SSN



· subscriptionWSMSC-DPC – (if supported by the Service Provider SOA)



· subscriptionWSMSC-SSN (if supported by the Service Provider SOA)



· subscriptionEndUserLocationValue



· subscriptionEndUserLocationType



· subscriptionBillingID


			NPAC


			The NPAC SMS receives the M-ACTION Request from the Service Provider SOA, verifies that the request is valid, and that all required attributes are included and pass field level validations.  









			2.


			NPAC


			1. After the NPAC SMS determines the request is valid it issues an M-CREATE subscriptionVersionNPAC to itself to create the respective Subscription Version object.  



2. The status is set to ‘pending’ and the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp are set to the current date and time.  



3. The NPAC SMS proceeds to set the Initial and Final Concurrence Timers based on the Timer Types and Business Types set in the Customer Profiles.


			NPAC


			1. The NPAC SMS receives the M-CREATE request and issues an M-CREATE Response back to itself indicating the NPAC successfully created the ‘pending’ Subscription Version as requested by the SOA.



2. The NPAC SMS issues an M-ACTION Response back to the New Service Provider SOA indicating it successfully processed the Subscription Version Create Request.





			3.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT objectCreation to the Old Service Provider SOA containing the following attributes for subscriptionVersionNPAC creation:



· subscriptionTN



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionNewSP-CreationTimeStamp



· subscriptionVersionStatus



· subscriptionNewSP-DueDate 



· subscriptionTimerType - - if supported by the Service Provider’s SOA



· subscriptionBusinessType - if supported by the Service Provider’s SOA


			SP


			The Old Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC indicating it successfully received the NPAC notification.





			4.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT objectCreation to the New Service Provider SOA containing the following attributes for subscriptionVersionNPAC creation:



· subscriptionTN



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionNewSP-CreationTimeStamp



· subscriptionVersionStatus



· subscriptionNewSP-DueDate



· subscriptionTimerType - - if supported by the Service Provider’s SOA



· subscriptionBusinessType - if supported by the Service Provider’s SOA


			SP


			The New Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC indicating it successfully received the NPAC notification.





			5.


			NPAC


			1. Wait for the Initial Concurrence Timer to expire.



2. NPAC SMS sends the old service provider SOA an M-EVENT-REPORT indicating the Initial Concurrence Timer has expired and requesting Confirmation.


			SP


			The old service provider SOA returns an M-EVENT-REPORT confirmation to the NPAC SMS.





			6.


			NPAC


			1. Wait for the Final Concurrence Timer to expire.



2. The NPAC SMS issues an M-EVENT-REPORT to the Old Service Provider SOA indicating the Final Concurrence Timer has expired.  


			SP


			The old service provider SOA returns an M-EVENT-REPORT confirmation to the NPAC SMS.





			7.


			NPAC


			NPAC Personnel query for the Subscription Version created in this test case.


			NPAC


			1. The Subscription Version was created with the status of ‘pending’.



2. The Initial and Final Concurrence timer notifications were sent at the appropriate time based on the ‘Timer Type’ and ‘Business Hours’.





			8.


			SP - Conditional


			Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Version created in this test case.


			SP


			The Subscription Version was created with the status of ‘pending’.





			9.


			SP - Optional


			Service Provider Personnel, using either the SOA or LSMS, perform a local query for the Subscription Version created in this test case.


			SP


			1. The Subscription Version was created with the status of ‘pending’.



2. The Initial and Final Concurrence timer notifications were received at the appropriate time based on the ‘Timer Type’ and ‘Business Hours’.








			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 201-10


			Priority:


			Conditional





			


			Objective:





			SOA – New Service Provider Personnel create Inter-Service Provider Subscription Versions for a range of TNs when  the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘LONG’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘LONG’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 201 – Unique Set of Timers





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			R5-19.4, R5-21.1, R5-23.1, R5-19.6, R5-15.1, R5-20.5, R5-21.6, R5-21.7, R5-18.1, R5-18.3, R518-4, R5-18.5, R5-18.6, R5-18.7, R5-22









			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.1.2 Subscription Version Create by the Initial SOA (New Service Provider)



B.5.1.6.2 SubscriptionVersion Create: No Create Action from the Old Service Provider SOA After Concurrence Window



B.5.1.6.3 SubscriptionVersion Create: No Create Action from the Old Service Provider SOA After Final Concurrence Window





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the New and Old Service Provider’s ‘SOA Supports Timer Type’ and ‘SOA Supports Business Hours’ are set to ‘TRUE’ in their Customer Profile.



2. Verify that for the New Service Provider in this TC, their “Port-In Timer Type’ and ‘SP Business Type’ configurables are set to ‘LONG’ in their Customer Profile.



3. Verify that for the Old Service Provider in this TC, their ‘Port-Out Timer Type’ and ‘SP Business Type’ configurables are set to ‘LONG’ in their Customer Profile.



4. Verify the Initial Concurrence Timer and the Final Concurrence Timer are set to their lowest possible value, in order to expedite test verification (1 business hour for each tunable).  





			


			Prerequisite SP Setup:


			Verify that the respective NPA-NXX exists for which you are going to create an Inter-Service Provider Subscription Version.





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using their SOA system, Service Provider Personnel take action to create Inter-Service Provider Subscription Versions for a range of TNs.



2. The SOA issues an M-ACTION subscriptionVersionNewSP-Create for a range of TNs to the NPAC SMS lnpSubscriptions object.  The following attributes must be specified:



· subscriptionTN Range



· subscriptionNewCurrentSP



· subscriptionOldSP



· subscriptionNewSP-DueDate (seconds set to zero)



· subscriptionLNPType



· subscriptionPortingToOriginal-SP Switch



· subscriptionLRN



· subscriptionCLASS-DPC



· subscriptionCLASS-SSN



· subscriptionLIDB-DPC



· subscriptionLIDB-SSN



· subscriptionCNAM-DPC



· subscriptionCNAM-SSN



· subscriptionISVM-DPC



· subscriptionISVM-SSN



· subscriptionWSMSC-DPC – (if supported by the Service Provider SOA)



· subscriptionWSMSC-SSN (if supported by the Service Provider SOA)



· subscriptionEndUserLocationValue



· subscriptionEndUserLocationType



· subscriptionBillingID


			NPAC


			The NPAC SMS receives the M-ACTION Requests from the Service Provider SOA, verifies that the requests are valid, and that all required attributes are included and pass field level validations.  









			2.


			NPAC


			1. After the NPAC SMS determines the requests are valid it issues M-CREATE subscriptionVersionNPAC object to itself for each TN in the range.  



2. The statuses are set to ‘pending’ and the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp are set to the current date and time.  



3. The NPAC SMS proceeds to set the Initial and Final Concurrence Timers based on the Timer Types and Business Types set in the Customer Profiles.


			NPAC


			1. The NPAC SMS receives the M-CREATE requests and issues M-CREATE Responses back to itself indicating the NPAC successfully created the ‘pending’ SVs as requested by the SOA.



2. The NPAC SMS issues M-ACTION Responses back to the New Service Provider SOA indicating it successfully processed the Subscription Version Create Requests.





			3.


			NPAC


			The NPAC SMS issues M-EVENT-REPORT objectCreations for each TN in the range to the Old Service Provider SOA containing the following attributes for subscriptionVersionNPAC creation:



· subscriptionTN



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionNewSP-CreationTimeStamp



· subscriptionVersionStatus



· subscriptionNewSP-DueDate 



· subscriptionTimerType - - if supported by the Service Provider’s SOA



· subscriptionBusinessType - if supported by the Service Provider’s SOA


			SP


			The Old Service Provider SOA receives the M-EVENT-REPORTs from the NPAC SMS and issues M-EVENT-REPORT Confirmations back to the NPAC indicating it successfully received the NPAC notifications.





			4.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT objectCreation to the New Service Provider SOA for each TN in the range containing the following attributes for subscriptionVersionNPAC creation:



· subscriptionTN



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionNewSP-CreationTimeStamp



· subscriptionVersionStatus



· subscriptionNewSP-DueDate



· subscriptionTimerType - - if supported by the Service Provider’s SOA



· subscriptionBusinessType - if supported by the Service Provider’s SOA


			SP


			The New Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC indicating it successfully received the NPAC notifications.





			5.


			NPAC


			1. Wait for the Initial Concurrence Timer to expire.



2. NPAC SMS sends the old service provider SOA an M-EVENT-REPORT for each TN in the range indicating the Initial Concurrence Timer has expired and requesting Confirmation.


			SP


			The old service provider SOA returns an M-EVENT-REPORT confirmations to the NPAC SMS.





			6.


			NPAC


			1. Wait for the Final Concurrence Timer to expire.



2. The NPAC SMS issues an M-EVENT-REPORT for each TN in the range to the Old Service Provider SOA indicating the Final Concurrence Timer has expired.  


			SP


			The old service provider SOA returns an M-EVENT-REPORT confirmations to the NPAC SMS.





			7.


			NPAC


			NPAC Personnel query for the Subscription Versions created in this test case.


			NPAC


			1. The Subscription Versions were created with the status of ‘pending’.



2. The Initial and Final Concurrence timer notifications were sent at the appropriate time based on the ‘Timer Type’ and ‘Business Hours’.





			8.


			SP - Conditional


			Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Versions created in this test case.


			SP


			The Subscription Versions were created with the status of ‘pending’.









			9.


			SP - Optional


			Service Provider Personnel, using either the SOA or LSMS, perform a local query for the Subscription Versions created in this test case.


			SP


			1. The Subscription Versions were created with the status of ‘pending’.



2. The Initial and Final Concurrence timer notifications were received at the appropriate time based on the ‘Timer Type’ and ‘Business Hours’.








			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 201-13


			Priority:


			Conditional





			


			Objective:





			NPAC OP GUI – NPAC Personnel create an Inter-Service Provider Subscription Version for a single TN when  the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘SHORT’ and the Old Service Provider ‘Port Out Timer’ is set to ‘LONG’ and the ‘SP Business Type’ is set to ‘SHORT’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 201 – Unique Set of Timers





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			R5-19.4, R5-19.5, R5-21.1, R5-23.1





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the New and Old Service Provider’s ‘SOA Supports Timer Type’ and ‘SOA Supports Business Hours’ are set to ‘TRUE’ in their Customer Profile.



2. Verify that for the New Service Provider in this TC, their “Port-In Timer Type’ and ‘SP Business Type’ configurables are set to ‘SHORT’ in their Customer Profile.



3. Verify that for the Old Service Provider in this TC, their ‘Port-Out Timer Type’ is set to ‘LONG’ and their ‘SP Business Type’ configurable is set to ‘SHORT’ in their Customer Profile.



4. Verify the Initial Concurrence Timer and the Final Concurrence Timer are set to their lowest possible value, in order to expedite test verification (1 business hour for each tunable).  





			


			Prerequisite SP Setup:


			Verify that the respective NPA-NXX exists for which you are going to create an Inter-Service Provider Subscription Version.





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			1. Using the NPAC OP GUI, NPAC Personnel acting on behalf of the New Service Provider take action to create an Inter-Service Provider Subscription Version for a single TN.



2. The following attributes must be specified:



· subscriptionTN 



· subscriptionNewCurrentSP



· subscriptionOldSP



· subscriptionNewSP-DueDate (seconds set to zero)



· subscriptionLNPType



· subscriptionPortingToOriginal-SP Switch



· subscriptionLRN



· subscriptionCLASS-DPC



· subscriptionCLASS-SSN



· subscriptionLIDB-DPC



· subscriptionLIDB-SSN



· subscriptionCNAM-DPC



· subscriptionCNAM-SSN
subscriptionISVM-DPC



· subscriptionISVM-SSN



· subscriptionWSMSC-DPC – (if supported by the Service Provider SOA)



· subscriptionWSMSC-SSN (if supported by the Service Provider SOA)



· subscriptionEndUserLocationValue



· subscriptionEndUserLocationType



· subscriptionBillingID


			NPAC


			1. The NPAC SMS issues an M-CREATE subscriptionVersionNPAC to itself to create the respective Subscription Version object.  



· The status is set to ‘pending’ and the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp are set to the current date and time.  



· The NPAC SMS proceeds to set the Timer Type to ‘LONG’ and the SP Business Type to ‘SHORT’ for this Subscription Version based on the New Service Provider Port-In Timer Type and SP Business Type and the Old Service Provider Port-Out Timer Type and SP Business Type settings in their respective Customer Profiles.



2. The NPAC SMS issues an M-CREATE Response back to itself indicating the Subscription Version Request successfully resulted in a ‘pending’ Subscription Version on the NPAC.





			2.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT objectCreation to the Old Service Provider SOA containing the following attributes for subscriptionVersionNPAC creation:



· subscriptionTN



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionNewSP-CreationTimeStamp



· subscriptionVersionStatus



· subscriptionNewSP-DueDate 



· subscriptionTimerType - - if supported by the Service Provider’s SOA



· subscriptionBusinessType - if supported by the Service Provider’s SOA


			SP


			The Old Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC indicating it successfully received the NPAC notification.





			3.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT objectCreation to the New Service Provider SOA containing the following attributes for subscriptionVersionNPAC creation:



· subscriptionTN



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionNewSP-CreationTimeStamp



· subscriptionVersionStatus



· subscriptionNewSP-DueDate



· subscriptionTimerType - - if supported by the Service Provider’s SOA



· subscriptionBusinessType - if supported by the Service Provider’s SOA


			SP


			The New Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC indicating it successfully received the NPAC notification.





			4.


			NPAC


			1. Wait for the Initial Concurrence Timer to expire.



2. NPAC SMS sends the old service provider SOA an M-EVENT-REPORT indicating the Initial Concurrence Timer has expired and requesting Confirmation.


			SP


			The old service provider SOA returns an M-EVENT-REPORT confirmation to the NPAC SMS.





			5.


			NPAC


			1. Wait for the Final Concurrence Timer to expire.



2. The NPAC SMS issues an M-EVENT-REPORT to the Old Service Provider SOA indicating the Final Concurrence Timer has expired.  


			SP


			The old service provider SOA returns an M-EVENT-REPORT confirmation to the NPAC SMS.





			6.


			NPAC


			NPAC Personnel query for the Subscription Version created in this test case.


			NPAC


			1. The Subscription Version was created with the status of ‘pending’.



2. The Initial and Final Concurrence timer notifications were sent at the appropriate time based on the ‘Timer Type’ and ‘Business Hours’.





			7.


			SP - Conditional


			Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Version created in this test case.


			SP


			The Subscription Version was created with the status of ‘pending’.









			8.


			SP - Optional


			Service Provider Personnel, using either the SOA or LSMS, perform a local query for the Subscription Version created in this test case.


			SP


			1. The Subscription Version was created with the status of ‘pending’.



2. The Initial and Final Concurrence timer notifications were received at the appropriate time based on the ‘Timer Type’ and ‘Business Hours’.








			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 201-17


			Priority:


			Conditional





			


			Objective:





			NPAC OP GUI – NPAC Personnel issue a Cancellation for a Pending Subscription Version (for which both Service Providers have initially concurred to) on behalf of the Old Service Provider, when the Timer Type and Business Type are set to ‘SHORT’, allow the Cancellation-Initial Concurrence and Cancellation-Final Concurrence Timer to expire – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 201 – Unique Set of Timers





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			RR5-32.1



RR5-33.1





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			





			


			 





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the New and Old Service Provider’s ‘SOA Supports Timer Type’ and ‘SOA Supports Business Hours’ are set to ‘TRUE’ in their Customer Profile.



2. Verify that a ‘Pending’ Subscription Version exists that has the Timer Type set to ‘SHORT’ and the Business Type set to ‘SHORT’, and both Service Providers have concurred to the port.





			


			Prerequisite SP Setup:


			





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OP GUI, acting on behalf of the Old Service Provider, issue a Cancellation Request for a single Subscription Version which both Service Providers initially concurred to, and has the Timer Type set to ‘SHORT’ as well as the Business Type set to ‘SHORT’.


			NPAC


			1. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself in order to set the respective Subscription Version status to ‘cancel-pending’ and set the subscriptionModifiedTimeStamp to the current date and time.



2. The NPAC SMS receives the M-SET Request and issues an M-SET Response back to itself.





			2.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old Service Provider SOA to set the Subscription Version status to ‘cancel-pending’.


			SP


			The Old Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.









			3


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the New Service Provider SOA to set the Subscription Version status to ‘cancel-pending’.


			SP


			The New Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			4.


			NPAC


			1. Wait for the Short Initial Cancellation Window to expire.



2. The NPAC SMS issues an M-EVENT-REPORT to the New Service Provider SOA indicating the Initial Cancellation Window has expired.


			SP


			The Old Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issue an M-EVENT-REPORT Confirmation back to the NPAC indicating it successfully received the NPAC notification.





			5.


			NPAC


			1. Wait for the Short Final Cancellation Window to expire.



2. The NPAC SMS issues an M-EVENT-REPORT to the New Service Provider SOA indicating the Final Cancellation Window has expired.


			SP


			The Old Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issue an M-EVENT-REPORT Confirmation back to the NPAC indicating it successfully received the NPAC notification.





			6.


			NPAC


			Upon expiration of the Final Cancellation window the NPAC sets the status of the subscription version to conflict.






			NPAC


			1. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself in order to set the respective Subscription Version status to ‘conflict’ and set the subscriptionModifiedTimeStamp to the current date and time.



2. The NPAC SMS receives the M-SET Request and issues an M-SET Response back to itself.





			7.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old Service Provider SOA to set the Subscription Version status to ‘conflict’.


			SP


			The Old Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.









			8.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the New Service Provider SOA to set the Subscription Version status to ‘conflict’.


			SP


			The New Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			9.


			NPAC


			NPAC Personnel query for the Subscription Version that they attempted to cancel in this test case.


			NPAC


			1. The Subscription Version exists in a state of ‘Conflict’.



2. The Cancellation Initial and Final Cancellation timer notifications were sent at the appropriate time based on the ‘Timer Type’ and ‘Business Hours’.





			10.


			SP – Conditional


			Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Version that NPAC Personnel attempted to cancel in this test case.


			SP


			The Subscription Version exists in a state of ‘Conflict’.









			11.


			SP - Optional


			Service Provider Personnel, using either the SOA or LSMS, perform a local query for the Subscription Version that NPAC Personnel attempted to cancel in this test case.


			SP


			1. The Subscription Version exists in a state of ‘Conflict’.



2. The Cancellation Initial and Final Cancellation timer notifications were sent at the appropriate time based on the ‘Timer Type’ and ‘Business Hours’.








			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 201-18


			Priority:


			Conditional





			


			Objective:





			SOA– Old Service Provider Personnel place a Subscription Version into Conflict, five minutes prior to the Subscription Version Due date, the Timer Type and Business Type are set to ‘SHORT’ – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 201 – Unique Set of Timers





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			RR5-42.5





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.5.4 Subscription Version Conflict by Old Service Provider Explicitly Not Authorizing (First Create)





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			NANC201-1 SOA – New Service Provider Personnel create an Inter-Service Provider Subscription Version when  the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘SHORT’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘SHORT’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success





			


			Prerequisite NPAC Setup:


			1. Verify that the New and Old Service Provider’s ‘SOA Supports Timer Type’ and ‘SOA Supports Business Hours’ are set to ‘TRUE’ in their Customer Profile.



2. Verify that a ‘Pending’ Subscription Version exists with the Timer Type and Business Type attributes set to ‘SHORT’ and the Old Service Provider has not yet issued a respective ‘Create’ for this SV.



3. Verify that the Final Concurrence Timer  has been reached.



4. Verify that the Subscription Version Due Date has not yet been reached.





			


			Prerequisite SP Setup:


			





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. After the Conflict Restriction Window and Final Concurrence Timer have expired for a ‘Pending’ Subscription Version where only the New Service Provider has issued a ‘Create’, using your SOA or SOA LTI, Old Service Provider Personnel take action to place this Subscription Version into Conflict, by setting the authorization flag to false.



2. The system issues an old Service Provider Create to place this Subscription Version into Conflict to the NPAC SMS (M-ACTION Request subscriptionVersionOldSP-Create).



The following attributes must be specified:



· subscriptionTN 



· subscriptionNewCurrentSP



· subscriptionOldSP



· subscriptionOldSP-DueDate (seconds set to zero)



· subscriptionOldSP-Authorization (SET to ‘FALSE’)


· subscriptionLNPType



· subscriptionStatusChangeCauseCode


			NPAC


			1. The NPAC SMS issues an M-CREATE subscriptionVersionNPAC to itself to create the respective Subscription Version object with a status of ‘Conflict’.  



· The NPAC SMS determines that the Timer Type for this Subscription Version is set to ‘SHORT’, and does not apply the Conflict Restriction Window tunable.



· The status is set to ‘Conflict’ and sets the other attribute values from the Old Service Provider Create Request to put this Subscription Version in Conflict.  



2. The NPAC SMS issues an M-CREATE Response back to itself indicating the Subscription Version Request successfully resulted in the Subscription Version being put into Conflict on the NPAC.



3. The NPAC SMS issues an Old Service Provider Create Response (M-ACTION Response) back to the Old Service Provider system.





			2.


			NPAC


			The NPAC SMS issues a Notification to the Old Service Provider system indicating the respective Subscription Version was created and has a status of ‘Conflict’ (M-EVENT-REPORT objectCreation).


			SP


			The Old Service Provider system issues a Notification Response (M-EVENT-REPORT Confirmation) back to the NPAC SMS.





			3


			NPAC


			The NPAC SMS issues a Notification to the New Service Provider system indicating the respective Subscription Version was created and has a status of ‘Conflict’ (M-EVENT-REPORT objectCreation).


			SP


			The New Service Provider system issues a Notification Response (M-EVENT-REPORT Confirmation) back to the NPAC SMS.





			4.


			NPAC


			NPAC Personnel query for the Subscription Version that the Old Service Provider issued a ‘Create Request’ for in this Test Case.


			NPAC


			1. The Subscription Version exists with a status of ‘Conflict’.



2. The Initial and Final Concurrence timer notifications were sent at the appropriate time based on the ‘Timer Type’ and ‘Business Hours’.





			5.


			SP - Conditional


			Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform a query for the Subscription Version that they issued a ‘Create Request’ for in this Test Case.


			SP


			The Subscription Version exists with a status of ‘Conflict’.









			6.


			SP - Optional


			Service Provider Personnel, using either the SOA or LSMS, perform a local query for the Subscription Version that they issued a ‘Create Request’ for in this Test Case.


			SP


			1. The Subscription Version exists with a status of ‘Conflict’.



2. The Initial and Final Concurrence timer notifications were received at the appropriate time based on the ‘Timer Type’ and ‘Business Hours’.








			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 201-21


			Priority:


			Conditional





			


			Objective:





			SOA – Old Service Provider Personnel place a Subscription Version into Conflict when the Timer Type and Business Type are set to ‘LONG’ (neither the Initial or Final Concurrence Timers have expired and it’s prior to the Conflict Restriction Window expiration) – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 201 – Unique Set of Timers





			


			NANC FRS Version Number:


			


			Relevant Requirement(s):


			





			


			NANC IIS Version Number:


			


			Relevant Flow(s):


			B.5.5.4 Subscription Version Conflict by Old Service Provider Explicitly Not Authorizing (First Create)





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that a ‘Pending’ Subscription Version exists with the Timer Type and Business Type attributes set to ‘LONG’ and the Old Service Provider has not yet issued a respective ‘Create’ for this SV.



2. Verify that the Conflict Restriction Window has been reached.



3. Verify that the Final  (T1 Timer) has not expired.



4. Verify that the Subscription Version Due Date has not yet been reached.





			


			Prerequisite SP Setup:


			





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Prior to the Initial and Final Concurrence Timers  expiration for a ‘Pending’ Subscription Version where only the New Service Provider has issued a ‘Create’, using your SOA, Old Service Provider Personnel take action to place this Subscription Version into Conflict.



2. The system issues an Old Service Provider Create to place this Subscription Version into Conflict to the NPAC SMS (M-ACTION Request subscriptionVersionOldSP-Create).



The following attributes must be specified:



· subscriptionTN 



· subscriptionNewCurrentSP



· subscriptionOldSP



· subscriptionOldSP-DueDate (seconds set to zero)



· subscriptionOldSP-Authorization (SET to ‘FALSE’)


· subscriptionLNPType



· subscriptionStatusChangeCauseCode


			NPAC


			1. The NPAC SMS receives M-CREATE subscriptionVersionNPAC to create the respective Subscription Version object with a status of ‘Conflict’.  



2. The NPAC SMS determines that the Timer Type for this Subscription Version is set to ‘LONG’, and neither the Initial or Final Concurrence Timers  have expired, and allows the Old Service Provider to place the Subscription Version into Conflict.



3. The status is set to ‘Conflict’ and sets the other attribute values from the Old Service Provider Create Request to put this SV in Conflict.  



4. The NPAC SMS issues an Old Service Provider Create Response (M-ACTION Response) back to the Old Service Provider system.





			2.


			NPAC


			The NPAC SMS issues a Notification to the Old Service Provider system indicating the respective Subscription Version was created and has a status of ‘Conflict’ (M-EVENT-REPORT objectCreation).


			SP


			The Old Service Provider system issues a Notification Response (M-EVENT-REPORT Confirmation) back to the NPAC SMS.





			3


			NPAC


			The NPAC SMS issues a Notification to the New Service Provider system indicating the respective Subscription Version was created and has a status of ‘Conflict’ (M-EVENT-REPORT objectCreation).


			SP


			The New Service Provider system issues a Notification Response (M-EVENT-REPORT Confirmation) back to the NPAC SMS.





			4.


			NPAC


			NPAC Personnel query for the Subscription Version that the Old Service Provider issued a ‘Create Request’ for in this Test Case.


			NPAC


			The Subscription Version exists with a status of ‘Conflict’.









			5.


			SP - Conditional


			Service Provider Personnel, using either their SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Version that they issued a ‘Create Request’ for in this Test Case.


			SP


			The Subscription Version exists with a status of ‘Conflict’.





			6.


			SP - Optional


			Service Provider Personnel, using either their SOA or LSMS, perform a local query for the Subscription Version that they issued a ‘Create Request’ for in this Test Case.


			SP


			The Subscription Version exists with a status of ‘Conflict’.












			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 201-23


			Priority:


			Conditional





			


			Objective:





			SOA – Old Service Provider Personnel place a Subscription Version into Conflict when the Timer Type and Business Type are set to ‘LONG’ (the Old Service Provider initially concurred to this port and is now placing it into conflict - the Conflict Restriction Window has been reached) – Error





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 201 – Unique Set of Timers





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			RR5-50, RR5-51





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.2.3 Subscription Version Modify Prior to Activate Using M-ACTION





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the New and Old Service Provider’s ‘SOA Supports Timer Type’ and ‘SOA Supports Business Hours’ are set to ‘TRUE’ in their Customer Profile.



2. Verify that a ‘Pending’ Subscription Version exists with the Timer Type and Business Type attributes set to ‘LONG’.



3. Verify that both Service Providers have issued the initial ‘Create Request’ for this SV.



4. Verify that the Conflict Restriction Window has been reached.



5. Verify that the Subscription Version Due Date has not yet been reached.





			


			Prerequisite SP Setup:


			





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Prior to the Subscription Version Due Date, and after the Old and New Service Provider have issued their initial Subscription Version Create Requests, Old Service Provider Personnel issue a Subscription Version Modify Request to the NPAC SMS to place this ‘Pending’ Subscription Version into Conflict.



2. The Old Service Provider system issues a  Subscription Version Modify Request (M-ACTION Request subscriptionVersionModify) to the NPAC SMS by specifying a single TN and the version status or by specifying the Version ID to be modified.



3. The following attributes may be modified:



· subscriptionOldSP-DueDate (seconds set to zeros)



· subscriptionOldSP-Authorization (SET to ‘FALSE’)


· subscriptionStatusChangeCauseCode


			NPAC


			1. The NPAC SMS receives the Subscription Version Modify Request from the Old Service Provider System.



2. The NPAC SMS determines that the Timer Type for this Subscription Version is set to ‘LONG’, that neither the Initial or Final Concurrence Timers exist, and that the Conflict Restriction Window has expired (this violates system requirements).



3. The NPAC SMS rejects the Subscription Version Modify Request and issues an Error Response (M-ACTION Error Response) back to the Old Service Provider system indicating the reason for failure.





			2.


			NPAC


			NPAC Personnel query for the Subscription Version that Old Service Provider Personnel attempted to place into Conflict in this Test Case.


			NPAC


			The Subscription Version exists with a status of ‘Pending’.





			3.


			SP - Conditional


			Old Service Provider Personnel, using either their SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Version that they attempted to place into Conflict in this Test Case.


			SP


			The Subscription Version exists with a status of ‘Pending’.





			4.


			SP - Optional


			Old Service Provider Personnel, using either their SOA or LSMS, perform a local query for the Subscription Version that they attempted to place into Conflict in this Test Case.


			SP


			The Subscription Version exists with a status of ‘Pending’.












			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 201-25


			Priority:


			Conditional





			


			Objective:





			SOA – New Service Provider Personnel remove a Subscription Version from Conflict when the Timer Type and Business Type are set to ‘LONG’ (after the Conflict Resolution New Service Provider Restriction Tunable has expired) – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 201 – Unique Set of Timers





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			R5-46, R5-47, R5-50.1, R50.2, RR5-12.1, RR5-12.3, RR5-12.4, RR5-12.5, RR5-14









			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.5.2 Subscription Version Conflict Removal by the New Service Provider SOA





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the New and Old Service Provider’s ‘SOA Supports Timer Type’ and ‘SOA Supports Business Hours’ are set to ‘TRUE’ in their Customer Profile.



2. Verify that a Subscription Version in ‘Conflict’ status exists with the Timer Type and Business Type attributes set to ‘LONG’.



3. Verify that both Service Providers have issued the initial Subscription Version Create for this SV.



4. Verify that the Conflict Resolution New Service Provider Restriction Tunable has expired.





			


			Prerequisite SP Setup:


			





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. New Service Provider Personnel take action to remove a Subscription Version from Conflict, after the Conflict Resolution New Service Provider Restriction Tunable has expired.



2. The New Service Provider System issues an M-ACTION Request subscriptionVersionRemovalFromConflict by specifying the Subscription Version TN or the Subscription Version ID.


			NPAC


			1. The NPAC SMS receives the M-ACTION Request from the New Service Provider SOA.



2. The NPAC verifies that the New Service Provider Restriction Tunable has expired.



3. The NPAC SMS issues an M-SET Request to itself and updates the Subscription Version status to ‘Pending’.



4. The NPAC SMS issues an M-SET Response to itself.



5. The NPAC SMS issues an M-ACTION Response back to the New Service Provider SOA indicating it successfully processed the request.





			2.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the New Service Provider SOA, to update the Subscription Version status to ‘Pending’.


			SP


			The New Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC.





			3.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old Service Provider SOA to update the Subscription Version status to ‘Pending’.


			SP


			The Old Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC.





			4.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionAttributeValueChange to the New Service Provider SOA to update the Old Service Provider Authorization to ‘TRUE’ for the SV.


			SP


			The New Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC.





			5.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionAttributeValueChange to the Old Service Provider SOA to update the Old Service Provider Authorization to ‘TRUE’ for the SV.


			SP


			The Old Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC.





			6.


			NPAC


			NPAC Personnel query for the Subscription Version that was removed from Conflict in this Test Case.


			NPAC


			The Subscription Version exists with a status of ‘Pending’.





			7.


			SP - Conditional


			Service Provider Personnel, using either their SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Version that was removed from Conflict in this Test Case.


			SP


			The Subscription Version exists with a status of ‘Pending’.









			8.


			SP - Optional


			Service Provider Personnel, using either their SOA or LSMS, perform a local query for the Subscription Version that was removed from Conflict in this Test Case.


			SP


			The Subscription Version exists with a status of ‘Pending’.








			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 201-30


			Priority:


			Conditional





			


			Objective:





			NPAC OP GUI – NPAC Personnel, acting on behalf of the Old Service Provider, issue a Cancellation for a Pending Subscription Version that the New Service Provider has concurred to, when the Timer Type is set to ‘LONG’ and Business Type is set to ‘SHORT’, allow the Cancellation-Initial Concurrence and Cancellation-Final Concurrence Timer expire.– Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 201 – Unique Set of Timers





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			RR5-32.1



RR5-33.1





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the New and Old Service Provider’s ‘SOA Supports Timer Type’ and ‘SOA Supports Business Hours’ are set to ‘TRUE’ in their Customer Profile.



2. Verify that a ‘Pending’ Subscription Version exists that has the Timer Type set to ‘LONG’ and the Business Type set to ‘SHORT’, and both Service Providers have concurred to the port.





			


			Prerequisite SP Setup:


			





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			1. Using the NPAC OP GUI, acting on behalf of the Old Service Provider, issue a Cancellation Request for a single Subscription Version which both Service Providers initially concurred to, and has the Timer Type set to ‘LONG’ as well as the Business Type set to ‘SHORT’.



2. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself in order to set the respective Subscription Version status to ‘cancel-pending’ and set the subscriptionModifiedTimeStamp to the current date and time.


			NPAC


			The NPAC SMS receives the M-SET Request and issues an M-SET Response back to itself.





			2.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old Service Provider SOA to set the Subscription Version status to ‘cancel-pending’.


			SP


			The Old Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.



.





			3.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the New Service Provider SOA to set the Subscription Version status to ‘cancel-pending’.


			SP


			The New Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			4.


			NPAC


			1. Wait for the Long Initial Cancellation Concurrence Timer to expire.



2. The NPAC SMS issues an M-EVENT-REPORT to the New Service Provider SOA indicating the Initial Cancellation Window has expired.


			SP


			The New Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC indicating it successfully received the NPAC notification.





			5.


			NPAC


			1. Wait for the Long Final Cancellation Window to expire.



2. The NPAC SMS issues an M-EVENT-REPORT to the New Service Provider SOA indicating the Final Cancellation Window has expired.


			SP


			The New Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC indicating it successfully received the NPAC notification.





			6.


			NPAC


			Upon expiration of the Final Cancellation window the NPAC sets the status of the subscription version to conflict.






			NPAC


			1. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself in order to set the respective Subscription Version status to ‘conflict’ and set the subscriptionModifiedTimeStamp to the current date and time.



2. The NPAC SMS receives the M-SET Request and issues an M-SET Response back to itself.





			7.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old Service Provider SOA to set the Subscription Version status to ‘conflict’.


			SP


			The Old Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.









			8.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the New Service Provider SOA to set the Subscription Version status to ‘conflict’.


			SP


			The New Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			9.


			NPAC


			NPAC Personnel query for the Subscription Version that they attempted to cancel in this test case.


			NPAC


			1. The Subscription Version exists in a state of ‘Conflict’.



2. The Initial and Final Cancellation Concurrence timer notifications were sent at the appropriate time based on the ‘Timer Type’ and Business Hours’.





			10.


			SP - Conditional


			Service Provider Personnel, using either their SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Version that NPAC Personnel attempted to cancel in this test case.


			SP


			The Subscription Version exists in a state of ‘Conflict’.









			11.


			SP - Optional


			Service Provider Personnel, using either their SOA or LSMS, perform a local query for the Subscription Version that NPAC Personnel attempted to cancel in this test case.


			SP


			1. The Subscription Version exists in a state of ‘Conflict’.



2. The Initial and Final Cancellation Concurrence timer notifications were sent at the appropriate time based on the ‘Timer Type’ and Business Hours’.








			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 201-31


			Priority:


			Conditional





			


			Objective:





			SOA – Old Service Provider Personnel place a Subscription Version into Conflict when the Timer Type is set to ‘SHORT’ and Business Type is set to ‘SHORT’  (neither the Initial or Final Concurrence Timers have expired) – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 201 – Unique Set of Timers





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.5.4 Subscription Version Conflict by Old Service Provider Explicitly Not Authorizing (First Create)





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the New and Old Service Provider’s ‘SOA Supports Timer Type’ and ‘SOA Supports Business Hours’ are set to ‘TRUE’ in their Customer Profile.



2. Verify that a ‘Pending’ Subscription Version exists with the Timer Type set to ‘SHORT’ and Business Type set to ‘SHORT’ and the Old Service Provider has not yet issued a respective ‘Create’ for this SV.



3. Verify that the Initial Concurrence Timer has not expired.



4. Verify that the Subscription Version Due Date has not yet been reached.





			


			Prerequisite SP Setup:


			





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Prior to the Initial and Final Concurrence Timers expiration for a ‘Pending’ Subscription Version where only the New Service Provider has issued a ‘Create’, using your SOA Old Service Provider Personnel take action to place this Subscription Version into Conflict.



2. The system issues an old Service Provider Create to place this Subscription Version into Conflict to the NPAC SMS (M-ACTION Request subscriptionVersionOldSP-Create).



The following attributes must be specified:



· subscriptionTN 



· subscriptionNewCurrentSP



· subscriptionOldSP



· subscriptionOldSP-DueDate (seconds set to zero)



· subscriptionOldSP-Authorization (SET to ‘FALSE’)


· subscriptionLNPType



· subscriptionStatusChangeCauseCode


			NPAC


			1. The NPAC SMS issues an M-CREATE subscriptionVersionNPAC to itself to create the respective Subscription Version object with a status of ‘Conflict’.  



· The NPAC SMS determines that the Timer Type for this Subscription Version is set to ‘SHORT’, and neither the Initial or Final Concurrence Timers  have expired, and allows the Old Service Provider to place the SV into Conflict.



· The status is set to ‘Conflict’ and sets the other attribute values from the Old Service Provider Create Request to put this Subscription Version in Conflict.  



2. The NPAC SMS issues an M-CREATE Response back to itself indicating the Subscription Version Request successfully resulted in the Subscription Version being put into conflict on the NPAC.



3. The NPAC SMS issues an Old Service Provider Create Response (M-ACTION Response) back to the Old Service Provider system.





			2.


			NPAC


			The NPAC SMS issues a Notification to the Old Service Provider system indicating the respective Subscription Version was created and has a status of ‘Conflict’ (M-EVENT-REPORT objectCreation).


			SP


			The Old Service Provider system issues a Notification Response (M-EVENT-REPORT Confirmation) back to the NPAC SMS.





			3


			NPAC


			The NPAC SMS issues a Notification to the New Service Provider system indicating the respective Subscription Version was created and has a status of ‘Conflict’ (M-EVENT-REPORT objectCreation).


			SP


			The New Service Provider system issues a Notification Response (M-EVENT-REPORT Confirmation) back to the NPAC SMS.





			4.


			NPAC


			NPAC Personnel query for the Subscription Version that the Old Service Provider issued a ‘Create Request’ for in this Test Case.


			NPAC


			The Subscription Version exists with a status of ‘Conflict’.









			5.


			SP - Conditional


			Service Provider Personnel, using either their SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Version that they issued a ‘Create Request’ for in this Test Case.


			SP


			The Subscription Version exists with a status of ‘Conflict’.





			6.


			SP - Optional


			Service Provider Personnel, using either their SOA or LSMS, perform a local query for the Subscription Version that they issued a ‘Create Request’ for in this Test Case.


			SP


			The Subscription Version exists with a status of ‘Conflict’.












			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 201-33


			Priority:


			Conditional





			


			Objective:





			SOA – Old Service Provider Personnel place a Subscription Version into Conflict when the Timer Type is set to ‘LONG’ and Business Type is set to ‘SHORT’ (the Old Service Provider initially concurred to this port and is now placing it into conflict – the Conflict Restriction Window has been reached) – Error





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 201 – Unique Set of Timers





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			RR5-50, RR5-51





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.2.3 Subscription Version Modify Prior to Activate Using M-ACTION





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the New and Old Service Provider’s ‘SOA Supports Timer Type’ and ‘SOA Supports Business Hours’ are set to ‘TRUE’ in their Customer Profile.



2. Verify that a ‘Pending’ Subscription Version exists with the Timer Type set to ‘LONG’ and the Business Type set to ‘SHORT’.



3. Verify that both Service Providers have issued the initial ‘Create Request’ for this SV.



4. Verify that the Conflict Restriction Window has been reached.



5. Verify that the Subscription Version Due Date has not yet been reached.





			


			Prerequisite SP Setup:


			





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Prior to the Subscription Version Due Date, and after the Old and New Service Provider have issued their initial Subscription Version Create Requests, Old Service Provider Personnel issue a Subscription Version Modify Request to the NPAC SMS to place this ‘Pending’ Subscription Version into Conflict.



2. The Old Service Provider system issues a  Subscription Version Modify Request (M-ACTION Request subscriptionVersionModify) to the NPAC SMS by specifying a single TN and the version status or by specifying the Version ID to be modified.



3. The following attributes may be modified:



· subscriptionOldSP-DueDate (seconds set to zeros)



· subscriptionOldSP-Authorization (SET to ‘FALSE’)


· subscriptionStatusChangeCauseCode


			NPAC


			1. The NPAC SMS receives the Subscription Version Modify Request from the Old Service Provider System.



2. The NPAC SMS determines that the Timer Type for this Subscription Version is set to ‘LONG’, that neither the Initial or Final Concurrence Timers exist, and that the Conflict Restriction Window has expired (this violates system requirements).



3. The NPAC SMS rejects the Subscription Version Modify Request and issues an Error Response (M-ACTION Error Response) back to the Old Service Provider system indicating the reason for failure (invalid data value).





			2.


			NPAC


			NPAC Personnel query for the Subscription Version that Old Service Provider Personnel attempted to place into conflict in this Test Case.


			NPAC


			The Subscription Version exists with a status of ‘Pending’.





			3.


			SP - conditional


			Old Service Provider Personnel, using either their SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Version that they attempted to place into conflict in this Test Case.


			SP


			The Subscription Version exists with a status of ‘Pending’.





			4.


			SP - Optional


			Old Service Provider Personnel, using either their SOA or LSMS, perform a local query for the Subscription Version that they attempted to place into conflict in this Test Case.


			SP


			The Subscription Version exists with a status of ‘Pending’.








			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 201-35


			Priority:


			Conditional





			


			Objective:





			SOA – New Service Provider Personnel remove a Subscription Version from Conflict when the Timer Type is set to ‘LONG’ and Business Type is set to ‘SHORT’ (after the Conflict Resolution New Service Provider Restriction Tunable has expired) – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 201 – Unique Set of Timers





			


			NANC FRS Version Number:


			2.0.0






			Relevant Requirement(s):


			R5-46, R5-47, R5-50.1, R50.2, RR5-12.1, RR5-12.3, RR5-12.4, RR5-12.5, RR5-14









			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.5.2 Subscription Version Conflict Removal by the New Service Provider SOA





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the New and Old Service Provider’s ‘SOA Supports Timer Type’ and ‘SOA Supports Business Hours’ are set to ‘TRUE’ in their Customer Profile.



2. Verify that a Subscription Version in ‘Conflict’ status exists with the Timer Type attributes set to ‘LONG’ and Business Type attributes set to ‘SHORT’.



3. Verify that both Service Providers have issued the initial Subscription Version Create for this SV.



4. Verify that the Conflict Resolution New Service Provider Restriction Tunable has expired.





			


			Prerequisite SP Setup:


			





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. New Service Provider Personnel take action to remove a Subscription Version from Conflict, after the Conflict Resolution New Service Provider Restriction Tunable has expired.



2. The New Service Provider System issues an M-ACTION Request subscriptionVersionRemovalFromConflict by specifying the Subscription Version TN or the Subscription Version ID.


			NPAC


			1. The NPAC SMS receives the M-ACTION Request from the New Service Provider SOA.



2. The NPAC verifies that the New Service Provider Restriction Tunable has expired.



3. The NPAC SMS issues an M-SET Request to itself and updates the Subscription Version status to ‘Pending’.



4. The NPAC SMS issues an M-SET Response to itself.



5. The NPAC SMS issues an M-ACTION Response back to the New Service Provider SOA indicating it successfully processed the request.





			2.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the New Service Provider SOA, to update the Subscription Version status to ‘Pending’.


			SP


			The New Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC.





			3.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old Service Provider SOA to update the Subscription Version status to ‘Pending’.


			SP


			The Old Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC.





			4.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionAttributeValueChange to the New Service Provider SOA to update the Old Service Provider Authorization to ‘TRUE’ for the SV.


			SP


			The New Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC.





			5.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionAttributeValueChange to the Old Service Provider SOA to update the Old Service Provider Authorization to ‘TRUE’ for the SV.


			SP


			The Old Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC.





			6.


			NPAC


			NPAC Personnel query for the Subscription Version that was removed from Conflict in this Test Case.


			NPAC


			1. The Subscription Version status is now set to ‘Pending’.



2. The Conflict Restriction Window expired at the appropriate time based on the ‘Timer Type’ and Business Hours’.





			7.


			SP - conditional


			Old Service Provider Personnel, using either their SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Version that they attempted to place into Conflict in this Test Case.


			SP


			The Subscription Version exists with a status of ‘Pending’.





			8.


			SP - optional


			Service Provider Personnel, using either their SOA/SOA LTI or LSMS, perform an local query for the Subscription Version that was removed from Conflict in this Test Case.


			SP


			The Subscription Version status is now set to ‘Pending’.












			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 201-39


			Priority:


			Conditional





			


			Objective:





			SOA– Service Provider Personnel perform a Subscription Version query, specifying Timer Type and Business Type – (when the ‘SOA Supports Timer Type and SOA Supports Business Type’ are set to ‘FALSE’ for this Service Provider) – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 201 – Unique Set of Timers





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			R4-29, R5-74.3, R5-74.4 





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.6.5.6 Subscription Version Query





			


			








Test Case procedures incorporated into test case 8.1.2.7.1.1 for Release 1.0.



			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 201-41


			Priority:


			Conditional





			


			Objective:





			LSMS – Service Provider Personnel perform a Subscription Version query, specifying Timer Type and Business Type – (when the ‘LSMS Supports Timer Type and LSMS Supports Business Type’ are set to ‘FALSE’ for this Service Provider) – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 201 – Unique Set of Timers





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			R4-29, R5-74.3, R5-74.4 





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.6.5.6 Subscription Version Query





			


			








Test Case procedures incorporated into test case 8.1.2.7.2.1 for Release 1.0



			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 201-42


			Priority:


			Conditional





			


			Objective:





			SOA– Service Provider Personnel perform a Subscription Version query, specifying Timer Type and Business Type – (when the ‘SOA Supports Timer Type and SOA Supports Business Type’ are set to ‘TRUE’ for this Service Provider) – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 201 – Unique Set of Timers





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			R4-29, R5-74.3, R5-74.4 





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.6.5.6 Subscription Version Query





			


			








Test Case procedures incorporated into test case 8.1.2.7.1.1 for Release 1.0



			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 201-44


			Priority:


			Conditional





			


			Objective:





			LSMS– Service Provider Personnel perform a Subscription Version query, specifying Timer Type and Business Type – (when the ‘LSMS Supports Timer Type and LSMS Supports Business Type’ are set to ‘TRUE’ for this Service Provider) – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 201 – Unique Set of Timers





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			R4-29, R5-74.3, R5-74.4 





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.6.5.6 Subscription Version Query





			


			








Test Case procedures incorporated into test case 8.1.2.7.2.1 for Release 1.0



9.1.10 NANC 203 Related Test Cases:



			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 203 – 2


			Priority:


			Conditional





			


			Objective:





			SOA – Service Provider Personnel, create an Intra-Service Provider Subscription Version, specifying WSMSC DPC and SSN information – the Service Provider’s SOA DOES NOT Support WSMSC DPC and SSN Data – Error  





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			N/A


			Change Order Number(s):


			NANC 203 – Wireless Addition of WSMSC DPC and SSN Information





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			RR5-4, RR5-6.1





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.1.2 Subscription Version Create by the Initial SOA (New Service Provider)





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			Verify that the Service Provider’s SOA Supports WSMSC DPC and SSN Data tunable is set to ‘FALSE’.





			


			Prerequisite SP Setup:


			Verify that the NPA-NXX you are going to specify in your Subscription Version request is open for porting on the NPAC SMS.





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Service Provider Personnel, using their SOA System, submit a request to the NPAC SMS to create an Intra-Service Provider Subscription Version.  Specify WSMSC DPC and SSN Data in the Subscription Version request.



2. The Service Provider SOA issues an M-ACTION Request subscriptionVersionNewSP-Create to the NPAC SMS.


			NPAC


			1. The NPAC SMS receives the M-ACTION Request subscriptionVersionNewSP-Create from the SOA and determines that the request contains WSMSC data, but the SOA WSMSC DPC SSN Data Indicator  for this Service Provider is set to ‘FALSE’ (this violates system requirements).



2. The NPAC SMS rejects the request and issues an M-ACTION Error Response back to the Service Provider SOA indicating a failure (invalidArgumentValue).





			2.


			NPAC


			NPAC Personnel perform a query for the Subscription Version to verify that it was not created.


			NPAC


			The Subscription Version was not created.





			3.


			SP - optional


			Service Provider Personnel, using the SOA/ SOA LTI, perform an NPAC query for the Subscription Version to verify that it was not created.


			SP


			The Subscription Version was not created.





			4.


			SP - conditional


			Service Provider Personnel, using the SOA, perform a local query for the Subscription Version to verify that it was not created.


			SP


			The Subscription Version was not created.








			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 203 – 3


			Priority:


			Conditional





			


			Objective:





			SOA – New Service Provider Personnel, attempt to modify WSMSC DPC and/or SSN information for a pending Subscription Version – the Service Provider’s SOA Supports WSMSC DPC and SSN Data – Success  





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			N/A


			Change Order Number(s):


			NANC 203 – Wireless Addition of WSMSC DPC and SSN Information





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			R5-27.1, R5-29.1





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.2.3 Subscription Version Modify Prior to Activate Using M-ACTION 





			


			








Test Case procedures incorporated into test case 8.1.2.2.1.2 for Release 1.0.



			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 203 – 4


			Priority:


			Conditional





			


			Objective:





			SOA – New Service Provider Personnel, attempt to modify WSMSC DPC and/or SSN information for a pending Subscription Version – the Service Provider’s SOA DOES NOT Support WSMSC DPC and SSN Data – Error  





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			N/A


			Change Order Number(s):


			NANC 203 – Wireless Addition of WSMSC DPC and SSN Information





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			R5-27.1, R5-29.1





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.2.3 Subscription Version Modify Prior to Activate Using M-ACTION 





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			Verify that the Service Provider’s SOA WSMSC DPC SSN Data Indicator is set to ‘FALSE’.  





			


			Prerequisite SP Setup:


			





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. New Service Provider personnel, using their SOA system, take action to modify WSMSC DPC and SSN Data for a Pending Subscription Version.  This SOA does not support WSMSC DPC and SSN Data.



2. The SOA system issues an M-ACTION Request subscriptionVersionModify to the NPAC SMS.


			NPAC


			1. The NPAC SMS receives the M-ACTION Request from the Service Provider SOA and determines that the SOA WSMSC DPC SSN Data Indicator for this Service Provider is set to ‘FALSE’ (this violates system requirements).  



2. The NPAC SMS rejects the modify request and issues an M-ACTION Error Response back to the originating Service Provider SOA indicating a failure (invalidArgumentValue).





			2.


			NPAC


			NPAC Personnel perform a query for the Subscription Version to verify that it was not modified.


			NPAC


			The Subscription Version was not modified.





			3.


			SP - conditional


			Service Provider Personnel, using the SOA/ SOA LTI, perform an NPAC query for the Subscription Version to verify that it was not modified.


			SP


			The Subscription Version was not modified.





			4.


			SP - optional


			Service Provider Personnel, using the SOA, perform a local query for the Subscription Version to verify that it was not modified.


			SP


			The Subscription Version was not modified.








			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 203 – 7


			Priority:


			Conditional





			


			Objective:





			SOA – Service Provider Personnel modify an Active Subscription Version without including the WSMSC DPC and SSN Data – the Service Provider’s SOA DOES NOT supports WSMSC DPC and SSN Data – Success 





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			N/A


			Change Order Number(s):


			NANC 203 – Wireless Addition of WSMSC DPC and SSN Information





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			R5-36, R5-38.1





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.2.3 Subscription Version Modify Prior to Activate Using M-ACTION 





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			Verify that the Service Provider’s SOA WSMSC DPC SSN Data Indicator is set to ‘FALSE’.  





			


			Prerequisite SP Setup:


			





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. New Service Provider personnel, using their SOA system, modify an Active Subscription Version.  The WSMSC DPC and SSN Data are not sent in the Subscription Version request.  This SOA does not support WSMSC DPC and SSN Data.



2. The SOA system issues an M-ACTION Request subscriptionVersionModify to the NPAC SMS.


			NPAC


			The NPAC SMS receives the subscriptionVersionModify M-ACTION Request from the Service Provider SOA and determines that the SOA WSMSC DPC SSN Data Indicator for this Service Provider is set to ‘FALSE’, and the WSMSC data is not included in the request.  





			2


			NPAC


			The NPAC SMS accepts the modify request and issues an M-SET to modify the requested attributes in the subscriptionVersionNPAC object and set the subscriptionModifiedTimeStamp.


			NPAC


			The NPAC SMS issues an M-SET response.





			3


			NPAC


			NPAC SMS replies to the subscriptionVersionModify Request with a successful response.


			SOA


			SOA receives the response.





			4


			NPAC


			NPAC SMS issues an M-SET to update the subscriptionVersionNPAC object’s subscriptionVersionStatus to ‘sending’.


			NPAC


			NPAC SMS responds to M-SET.





			5


			NPAC


			The NPAC SMS issues an M-SET to all LSMSs who are receiving downloads for the NPA-NXX.



If the LSMS supports WSMSC DPC and SSN Data, the M-SET will contain those attributes with NULL values.


			LSMS


			Each LSMS, who is accepting downloads for the NPA-NXX, responds successfully to the M-SET request.





			6


			NPAC


			NPAC issues an M-SET to itself to set the subscriptionVersionStatus to ‘active’ and the subscriptionModifiedTimeStamp to the current date and time.


			NPAC


			NPAC SMS responds to M-SET.





			7


			


			NPAC SMS sends a subscriptionVersionStatusAttributeValueChange M-EVENT-REPORT to the New Service Provider SOA.


			


			The New Service Provider SOA issues M-EVENT-REPORT confirmation to the NPAC SMS.





			8.


			NPAC


			NPAC Personnel perform a query for the Subscription Version to verify that it was modified.


			NPAC


			The Subscription Version was modified.





			9.


			SP - conditional


			Service Provider Personnel, using either the SOA/ SOA LTI or LSMS, perform an NPAC query for the Subscription Version to verify that it was modified.


			SP


			The Subscription Version was modified.





			10.


			SP - optional


			Service Provider Personnel, using either the SOA or LSMS, perform a local query for the Subscription Version to verify that it was modified.


			SP


			The Subscription Version was modified.





			11.


			NPAC


			NPAC Personnel perform a full audit for the subscription version that was modified during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were sent as a result of performing the audit.  If updates were issues, the LSMS fails this test case.








			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 203 – 8


			Priority:


			Conditional





			


			Objective:





			SOA – Service Provider Personnel attempt to modify the LRN for an Active Subscription Version without including the WSMSC DPC and SSN Data – the Service Provider’s SOA Supports WSMSC DPC and SSN Data – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			N/A


			Change Order Number(s):


			NANC 203 – Wireless Addition of WSMSC DPC and SSN Information





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			R5-36, R5-38.1





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.2.3 Subscription Version Modify Prior to Activate Using M-ACTION 





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			Verify that the Service Provider’s SOA WSMSC DPC SSN Data Indicator is set to ‘TRUE’.  





			


			Prerequisite SP Setup:


			





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. New Service Provider personnel, using their SOA system, take action to modify the LRN for an Active Subscription Version.  The WSMSC DPC and SSN Data is not sent in the Subscription Version request.  This SOA supports WSMSC DPC and SSN Data.



2. The SOA system issues an M-ACTION Request subscriptionVersionModify to the NPAC SMS.


			NPAC


			1. The NPAC SMS receives the M-ACTION Request from the Service Provider SOA and determines that the SOA WSMSC DPC SSN Data Indicator for this Service Provider is set to ‘TRUE’, however the WSMSC data is not included in the request (this violates system requirements).  



2. The NPAC SMS rejects the modify request and issues an M-ACTION Error Response back to the originating Service Provider SOA indicating a failure (invalidArgumentValue).





			2.


			NPAC


			NPAC Personnel perform a query for the Subscription Version to verify that it was not modified.


			NPAC


			The Subscription Version was not modified.





			3.


			SP - conditional


			Service Provider Personnel, using either the SOA/ SOA LTI or LSMS, perform an NPAC query for the Subscription Version to verify that it was not modified.


			SP


			The Subscription Version was not modified.





			4.


			SP - optional


			Service Provider Personnel, using either the SOA or LSMS, perform a local query for the Subscription Version to verify that it was not modified.


			SP


			The Subscription Version was not modified.








			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 203 – 11


			Priority:


			Conditional





			


			Objective:





			SOA – Service Provider Personnel submit a Subscription Version Query, specifying WSMSC DPC and SSN Data to the NPAC SMS – the Service Provider’s SOA Supports WSMSC DPC and SSN Data – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			N/A


			Change Order Number(s):


			NANC 203 – Wireless Addition of WSMSC DPC and SSN Information





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			R5-74.4





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.6 Subscription Version Query





			


			








Test Case procedures incorporated into test case 8.1.2.7.1.1  for Release 1.0.



			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 203 – 12


			Priority:


			Conditional





			


			Objective:





			SOA – Service Provider Personnel submit a Subscription Version Query, specifying WSMSC DPC and SSN Data to the NPAC SMS – the Service Provider’s SOA DOES NOT Support WSMSC DPC and SSN Data – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			N/A


			Change Order Number(s):


			NANC 203 – Wireless Addition of WSMSC DPC and SSN Information





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			R4-29, R5-74.3





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.6 Subscription Version Query





			


			








Test Case procedures incorporated into test case 8.1.2.7.1.1 for Release 1.0.



			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 203 – 14


			Priority:


			Conditional





			


			Objective:





			LSMS – Service Provider Personnel submit a Subscription Version Query, specifying WSMSC DPC and SSN Data to the NPAC SMS – the Service Provider’s LSMS DOES NOT Support WSMSC DPC and SSN Data – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			N/A


			Change Order Number(s):


			NANC 203 – Wireless Addition of WSMSC DPC and SSN Information





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			R4-29, R5-74.3





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.6 Subscription Version Query





			


			








Test Case procedures incorporated into test case 8.1.2.7.2.1 for Release 1.0.


			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 203 – 15


			Priority:


			Conditional





			


			Objective:





			SOA – New Service Provider Personnel create an Inter-Service Provider Subscription Version for a single TN when the SOA WSMSC DPC SSN Data Indicator is set to ‘TRUE’ for both Service Providers and this is the first port for the NPA-NXX of this TN – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			N/A


			Change Order Number(s):


			NANC 203 – Wireless Addition of WSMSC DPC and SSN Information





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			R5-15.1, R5-18.1





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.1.2 Subscription Version Create by the Initial SOA (New Service Provider)





			


			








Test Case procedures incorporated into test case 8.1.2.1.1.1 for Release 1.0.



			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 203 – 16


			Priority:


			Conditional





			


			Objective:





			SOA – New Service Provider Personnel create Inter-Service Provider Subscription Versions for a range of TNs when the SOA WSMSC DPC SSN Data Indicator is set to ‘TRUE’ for both Service Providers – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			N/A


			Change Order Number(s):


			NANC 203 – Wireless Addition of WSMSC DPC and SSN Information





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			R5-15.1, R5-18.1





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.1.2 Subscription Version Create by the Initial SOA (New Service Provider)





			


			








Test Case procedures incorporated into test cases NANC 201-2, NANC 201-6, and NANC 201-10  for Release 2.0.



			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 203 – 19


			Priority:


			Conditional





			


			Objective:





			SOA – Service Provider Personnel, create an Intra-Service Provider Subscription Version for a single TN when the SOA WSMSC DPC SSN Data Indicator is set to ‘TRUE’ for the Service Provider – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			N/A


			Change Order Number(s):


			NANC 203 – Wireless Addition of WSMSC DPC and SSN Information





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			RR5-6.1, RR5-4





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.1.11 Subscription Version Create for Intra-Service Provider Port





			


			








Test Case procedures incorporated into test case 8.1.2.1.1.16 for Release 1.0.



			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 203 – 20


			Priority:


			Conditional





			


			Objective:





			SOA – Service Provider Personnel, create Intra-Service Provider Subscription Versions for a range of TNs when the SOA WSMSC DPC SSN Data Indicator is set to ‘TRUE’ for  the Service Provider – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			N/A


			Change Order Number(s):


			NANC 203 – Wireless Addition of WSMSC DPC and SSN Information





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			RR5-6.1, RR5-4





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.1.11 Subscription Version Create for Intra-Service Provider Port





			


			








Test Case procedures incorporated into test case 8.1.2.1.1.17 for Release 1.0.



			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 203 – 23


			Priority:


			Conditional





			


			Objective:





			SOA – New Service Provider Personnel, activate a ‘pending’ Subscription Version that contains WSMSC DPC and SSN Data.  At least 1 LSMS is connected to the NPAC, and Supports WSMSC DPC and SSN Data– Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			N/A


			Change Order Number(s):


			NANC 203 – Wireless Addition of WSMSC DPC and SSN Information





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			N/A





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.1.5 Subscription Version Activate by New Service Provider SOA



B.5.1.6 Active Subscription Version Create on Local SMS





			


			








Test Case procedures incorporated into test case 8.1.2.4.1.1 for Release 1.0.



			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 203 – 24


			Priority:


			Conditional





			


			Objective:





			SOA – New Service Provider Personnel, activate ‘pending’ Subscription Versions for a range of TNs that contain WSMSC DPC and SSN Data.  At least 1 LSMS is connected to the NPAC and DOES NOT Support WSMSC DPC and SSN Data – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			N/A


			Change Order Number(s):


			NANC 203 – Wireless Addition of WSMSC DPC and SSN Information





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			N/A





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.1.5 Subscription Version Activate by New Service Provider SOA



B.5.1.6 Active Subscription Version Create on Local SMS





			


			








Test Case procedures incorporated into test case 8.1.2.4.1.4 for Release 1.0.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 203 - 27


			Priority:


			Conditional





			


			Objective:






			SOA – Service Provider Personnel Initiate Full Audit (all data attributes), Range of TNs, No Discrepancies – the Service Provider’s LSMS Supports WSMSC DPC and SSN Data – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			N/A


			Change Order Number(s):


			NANC 203 – Wireless Addition of WSMSC DPC and SSN Information





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			R8-3, R8-9





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.2.1 SOA Initiated Audit








			


			


			





			C.


			TIME ESTIMATE


			





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			


			





			D.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the Service Provider’s LSMS WSMSC DPC SSN Data Indicator is set to “TRUE”.



2. Verify the Subscription Versions exist for TNs to be used in the audit.



3. No discrepancies exist between NPAC and the audited LSMS for the TNs to be used in the audit.





			


			Prerequisite SP Setup:


			





			


			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SOA


			Service Provider Personnel, using their SOA, sends a full audit request to NPAC SMS specifying the following:



· subscription Audit Name



· subscription Audit Requesting SP



· subscription Audit SP ID Range (If SP supports the implementation )



· subscription Audit TN Range



· subscription Audit Attribute List (all data attributes)



· subscription Audit TN Activation Range.


			NPAC


			1. The NPAC SMS receives the valid request from SOA.



2. The NPAC SMS responds to SOA’s M-CREATE Request.



3. The NPAC SMS sets audit status to “in-progress.”









			2.


			NPAC


			The NPAC SMS sends M-EVENT-REPORT of the audit object creation to SOA.


			SOA


			The SOA confirms receipt of the M-EVENT-REPORT.





			3.


			NPAC


			The NPAC SMS begins audit.  NPAC issues a scoped and filtered M-GET for the SVs in the audit to all LSMSs accepting downloads for the NPA-NXX of the SV.


			LSMS


			The LSMSs return the M-GET query for data with WSMSC DPC and SSN Data, if supported.





			4.


			NPAC


			1. The NPAC SMS compares each SV object.  No discrepancies found.  



2. The NPAC SMS sets audit status to complete.



3. The NPAC SMS records audit results in audit log.



4. The NPAC SMS issues subscription Audit Results M-EVENT-REPORT to SOA.


			SOA


			SOA confirms the Audit Result M-EVENT-REPORT from NPAC.









			5.


			NPAC


			The NPAC SMS issues an objectDeletion M-EVENT-REPORT to the SOA.


			SOA


			SOA confirms the objectDeletion M-EVENT-REPORT.





			6.


			NPAC


			The NPAC SMS deletes the subscription Audit object on the NPAC.


			NPAC


			The Audit object is deleted.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 203 - 28


			Priority:


			Conditional





			


			Objective:






			SOA – Service Provider Personnel Initiate Partial Audit (some data attributes, including WSMSC DPC and SSN Data), Range of TNs, With Discrepancies– the Service Provider’s LSMS Supports WSMSC DPC and SSN Data -- Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			N/A


			Change Order Number(s):


			NANC 203 – Wireless Addition of WSMSC DPC and SSN Information





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			R8-3, R8-9





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.2.1 SOA Initiated Audit








			


			


			





			C.


			TIME ESTIMATE


			





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			


			





			D.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the Service Provider’s LSMS WSMSC DPC SSN Data Indicator is set to “TRUE”.



2. Verify the Subscription Versions exist for TNs to be used in the audit.



3. No discrepancies exist between NPAC and the audited LSMS for the TNs to be used in the audit.









			


			Prerequisite SP Setup:


			





			


			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SOA


			Service Provider Personnel, using their SOA, sends a partial audit request to NPAC specifying the following:



· subscription Audit Name



· subscription Audit Requesting SP



· subscription Audit SP ID Range



· subscription Audit TN Range



· subscription Audit Attribute List (some data attributes)



· subscription Audit TN Activation Range.


			NPAC


			1. NPAC receives the valid request from SOA.



2. NPAC responds to SOA’s M-CREATE request.



3. NPAC sets audit status to “in-progress.”









			2.


			NPAC


			NPAC sends M-EVENT-REPORT of the audit object creation to SOA.


			SOA


			SOA confirms receipt of the M-EVENT-REPORT.





			3.


			NPAC


			1. NPAC begins audit.  



2. NPAC issues a scoped and filtered M-GET for the SVs in the audit to all LSMSs accepting downloads for the NPA-NXX of the SV.  


			LSMS


			LSMSs return the M-GET query for data with WSMSC DPC and SSN Data, if supported..





			4.


			NPAC


			1. NPAC compares each SV object.  Discrepancies are found.



2. NPAC issues a subscription Audit Discrepancy Report M-EVENT-REPORT to SOA.



3. NPAC issues corrections to LSMSs [M-CREATE, M-DELETE, or M-SET].


			SOA;



LSMS






			1. SOA confirms the discrepancy M-EVENT-REPORT containing the WSMSC DPC and SSN Data from NPAC.



2. LSMSs perform the corrections received from NPAC.









			5.


			


			1. NPAC sets audit status to complete.



2. NPAC records audit results in audit log.



3. NPAC issues subscription Audit Results M-EVENT-REPORT to SOA.


			SOA


			SOA confirms the audit results M-EVENT-REPORT from NPAC.









			6.


			NPAC


			The NPAC SMS issues an objectDeletion M-EVENT-REPORT to the SOA.


			SOA


			SOA confirms the objectDeletion M-EVENT-REPORT.





			7.


			NPAC


			NPAC deletes the subscription Audit object on the NPAC.


			NPAC


			The Audit object is deleted





			8.


			NPAC


			NPAC Personnel perform a query for the Subscription Versions to verify that the discrepant Subscription Versions were modified.


			NPAC


			The discrepant Subscription Versions were modified.





			9.


			SP - Conditional


			Service Provider Personnel, using either the SOA/ SOA LTI or LSMS, perform an NPAC query for the Subscription Versions to verify that the discrepant Subscription Versions were modified.


			SP


			The discrepant Subscription Versions were modified.





			10.


			SP - Optional


			Service Provider Personnel, using either the SOA or LSMS, perform a local query for the Subscription Versions to verify that the discrepant Subscription Versions  were modified.


			SP


			The discrepant Subscription Versions were modified.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 203 - 29


			Priority:


			Conditional





			


			Objective:






			SOA – Service Provider Personnel Initiate Partial Audit (some data attributes, including WSMSC data), Single TN, With Discrepancies– the Service Provider’s LSMS Supports WSMSC DPC and SSN Data -- Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			N/A


			Change Order Number(s):


			NANC 203 – Wireless Addition of WSMSC DPC and SSN Information





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			R8-3, R8-9





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.2.1 SOA Initiated Audit








			


			


			





			C.


			TIME ESTIMATE


			





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			


			





			D.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the Service Provider’s LSMS WSMSC DPC SSN Data Indicator is set to “TRUE”.



2. Verify the Subscription Versions exist for TNs to be used in the audit.



3. No discrepancies exist between NPAC and the audited LSMS for the TNs to be used in the audit.





			


			Prerequisite SP Setup:


			 





			


			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SOA


			SP SOA sends a partial audit request to NPAC specifying the following:



· subscription Audit Name



· subscription Audit Requesting SP



· subscription Audit SP ID Range (If SP supports the implementation)



· subscription Audit TN



· subscription Audit Attribute List (some data attributes)



· subscription Audit TN Activation Range.






			NPAC


			1. The NPAC SMS receives the valid request from SOA.



2. The NPAC SMS responds to SOA’s M-CREATE request.



3. The NPAC SMS sets audit status to “in-progress.”









			2.


			NPAC


			The NPAC SMS ends M-EVENT-REPORT of the audit object creation to SOA.


			SOA


			The SOA confirms receipt of the M-EVENT-REPORT.





			3.


			NPAC


			The NPAC SMS begins audit.  NPAC issues a scoped and filtered M-GET for the SVs in the audit to all LSMSs accepting downloads for the NPA-NXX of the SV.


			LSMS


			The LSMSs return the M-GET query for data containing the WSMSC DPC and SSN Data, if supported.





			4.


			NPAC


			1. The NPAC SMS compares each SV object.  Discrepancies are found.



2. The NPAC SMS issues a subscription Audit Discrepancy Report M-EVENT-REPORT to SOA.



3. The NPAC SMS issues corrections to LSMSs [M-CREATE, M-DELETE, or M-SET].


			SOA;



LSMS






			1. The SOA confirms the discrepancy M-EVENT-REPORT containing the WSMSC DPC and SSN Data from NPAC.



2. The LSMSs perform the corrections received from NPAC.









			5.


			


			1. The NPAC SMS sets audit status to complete.



2. The NPAC SMS records audit results in audit log.



3. The NPAC SMS issues subscription Audit Results M- EVENT-REPORT to SOA.


			SOA


			The SOA confirms the audit results M-EVENT-REPORT from NPAC.









			6.


			NPAC


			The NPAC SMS issues an objectDeletion M-EVENT-REPORT to the SOA.


			SOA


			SOA confirms the objectDeletion M-EVENT-REPORT.





			7.


			NPAC


			The NPAC SMS deletes the subscription Audit object on the NPAC.


			NPAC


			The Audit object is deleted





			8.


			NPAC


			NPAC Personnel perform a query for the Subscription Version to verify that it was modified.


			NPAC


			The Subscription Version was modified.





			9.


			SP - Conditional


			Service Provider Personnel, using either the SOA/ SOA LTI or LSMS, perform an NPAC query for the Subscription Version to verify that it was modified.


			SP


			The Subscription Version was modified.





			10.


			SP - Optional


			Service Provider Personnel, using either the SOA or LSMS, perform a local query for the Subscription Version to verify that it was modified.


			SP


			The Subscription Version was modified.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 203 - 30


			Priority:


			Conditional





			


			Objective:






			NPAC OP GUI – NPAC Personnel Initiate a Bulk Data Download of Subscription Data– The Service Provider’s LSMS DOES NOT Support WSMSC DPC and SSN Data – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			N/A


			Change Order Number(s):


			NANC 203 – Wireless Addition of WSMSC DPC and SSN Information





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			R3-8





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			N/A





			


			


			





			C.


			TIME ESTIMATE


			





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			


			





			D.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			Verify that the Service Provider’s LSMS WSMSC DPC SSN Data Indicator is set to “FALSE”.





			


			Prerequisite SP Setup:


			





			


			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			NPAC Personnel request a Bulk Data Download for Subscription Data for the Service Provider.


			NPAC


			1. The NPAC SMS receives the request from the  NPAC OP GUI.



2. The NPAC SMS generates the Bulk Data Download File, which does not include WSMSC DPC and SSN Data.





			2.


			SP


			Service Provider Personnel FTP the Bulk Data Download File and load the file into their LSMS.


			


			





			3.


			SP - Optional


			Service Provider Personnel, using their LSMS, perform a local query for the Subscription Data to verify that the Subscription Version data was loaded.


			SP


			The Subscription Version data was loaded and did not include WSMSC DPC and SSN Data.





			4.


			NPAC


			NPAC Personnel perform a full audit for the subscription versions included in the download file processed by the Service Provider system.


			NPAC


			Using the Audit Results Log verify that no updates were sent as a result of performing the audit.  If updates were issued, the LSMS fails this test case.








			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 203 - 32


			Priority:


			





			


			Objective:





			NPAC OP GUI  - NPAC Personnel submit a Mass Update request specifying WSMSC DPC Values for a specific Service Provider in a single region. – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			N/A


			Change Order Number(s):


			NANC 203 – Wireless Addition of WSMSC DPC and SSN Information





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			R3-7.1, R3-7.2





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.7.4 Mass Update





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			Verify that some Subscription Versions exist with a status of old, partial failure, sending, canceled and disconnect pending for the WSMSC DPC values you are going to specify for a Mass Update.





			


			Prerequisite SP Setup:


			





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OP GUI, NPAC Personnel submit a request for a Mass Update by specifying WSMSC DPC values for a specific Service Provider in a single region.


			NPAC


			The NPAC SMS searches the Subscription Version database for the Subscription Versions that match the selection criteria.  For all objects that match the criteria, the following occurs:



· The NPAC SMS creates a Subscription Version with a new Subscription Version ID and a status of ‘old’ for each of the active Subscription Versions that are being modified as a result of the Mass Update request.



· The NPAC SMS logs an exception for each Subscription Version with the WSMSC DPC values specified for the Mass Update that has a status of either old, partial failure, sending, canceled or disconnect pending.





			2.


			NPAC


			The NPAC SMS issues an M-SET Request subscriptionVersion to each LSMS in the region that is accepting downloads for this NPA-NXX to modify the specified attribute(s) for the Mass Update Request.  


			SP


			Each LSMS in the region that is accepting downloads for this NPA-NXX and supports WSMSC DPC and SSN Data receives the M-SET Request from the NPAC SMS, updates the specified attribute(s) for the Subscription Versions and issues an M-SET Response back to the NPAC SMS.





			3.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange for each TN modified to the Current Service Provider SOA to set the subscriptionVersionStatus to ‘active’.


			SP


			The Current Service Provider SOA receives the M-EVENT-REPORTs from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS for each notification received indicating it received the NPAC Request successfully.





			4.


			NPAC


			Using the NPAC OP GUI, request a Mass Update Exception Report by specifying a time range that corresponds to the creation timestamp for the ‘exception’ log entries created as a result of the Mass Update requested.


			NPAC


			The NPAC SMS generates a Mass Update exception report to the specified destination, ordered by timestamp, including the following information for the Subscription Versions that were not updated during Mass Update processing:



· Subscription Version ID



· TN



· Current Service Provider



· Event ID of the Mass Update Request



· Timestamp of the Mass Update exception



· Subscription Version status at the time of exception





			5.


			NPAC 


			NPAC Personnel query for the Subscription Versions that have been modified.


			NPAC


			The Subscription Versions have been modified appropriately.





			6.


			NPAC


			NPAC Personnel perform a full audit for the subscription versions updated during this test case.


			NPAC 


			Using the Audit Results Log verify that no updates were sent as a result of performing the audit.  If updates were issued, the LSMS fails this test case.








9.1.11  NANC 214 Related Test Cases:



			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 214 - 1


			Priority:


			Required





			


			Objective:





			SOA – Old Service Provider personnel successfully put a pending Subscription Version into conflict using an Old Service Provider create after the Conflict Restriction Window Tunable Time has been reached but before the Final Concurrence Timer (T2) has expired. – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 214 – Conflict Functionality with Due Date = Today





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			RR5-51





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.5.4 – Subscription Version Conflict by Old Service Provider Explicitly Not Authorizing (First Create)





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			Verify that a New Service Provider pending Subscription Version has been created where the Service Provider under test is the Old Service Provider, the due date is today and the Final Concurrence Timer has not expired.





			


			Prerequisite SP Setup:


			





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the SOA, Old Service Provider personnel create a subscriptionVersionOldSP-Create M-ACTION Request with the authorization flag set to “FALSE” for a ‘pending’ Subscription Version created by the New Service Provider where the due date is today and the Final Concurrence Timer has not expired.


			SP


			The SOA issues a subscriptionVersionOldSP-Create M-ACTION to the NPAC SMS.





			2.


			NPAC


			The NPAC SMS accepts the M-ACTION Request from the Service Provider.






			NPAC


			The NPAC SMS sets the Subscription Version to conflict and sets all of the other values from the subscriptionVersionOldSP-Create M-ACTION Request.





			3.


			NPAC


			The NPAC SMS issues an M-ACTION Response.


			SP


			The SOA receives the successful subscriptionVersionOldSP-Create M-ACTION Response.





			4.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT AttributeValueChange to the New Service Provider SOA including the status change to conflict and the reason for conflict.


			SP


			The New Service Provider SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.





			5.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT AttributeValueChange to the Old Service Provider SOA including the status change to conflict and the reason for conflict.


			SP


			The Old Service Provider SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.





			6.


			NPAC


			NPAC Personnel perform a query for the Subscription Version to verify that it has a status of ‘conflict’.


			NPAC


			The Subscription Version has a status of ‘conflict’, the cause code, the authorization time stamp, and the Old Service Provider due date is set and the authorization flag is set to False.





			7.


			SP - conditional


			Service Provider Personnel using either the SOA or SOA LTI perform an NPAC SMS query for the Subscription Version to verify that has as status of ‘conflict’.


			SP


			The Subscription Version has a status of ‘conflict’, the cause code, the authorization time stamp, and the Old Service Provider due date is set and the authorization flag is set to False.





			8.


			SP - optional


			Service Provider Personnel the SOA perform a local query for the Subscription Version to verify that it has a status of ‘conflict’.


			SP


			The Subscription Version has a status of ‘conflict’, the cause code, the authorization time stamp, and the Old Service Provider due date is set and the authorization flag is set to False.








			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 214 - 2


			Priority:


			Required





			


			Objective:





			SOA – Old Service Provider personnel successfully put a range of pending Subscription Versions into conflict using an Old Service Provider create after the Conflict Restriction Window Tunable Time has been reached but before the Final Concurrence Timer has expired. – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 214 – Conflict Functionality with Due Date = Today





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			RR5-51





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.5.4 – Subscription Version Conflict by Old Service Provider Explicitly Not Authorizing (First Create)





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			Verify that a range of pending Subscription Versions has been created where the Service Provider under test is the Old Service Provider, the due date is today, and the Final Concurrence Timer has not expired.





			


			Prerequisite SP Setup:


			





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the SOA, Old Service Provider personnel create a subscriptionVersionOldSP-Create M-ACTION Request with the authorization flag set to “FALSE” for a range of ‘pending’ Subscription Versions where they are the Old Service Provider, the due date is today and the Final Concurrence Timer has not expired.


			SP


			The SOA issues a subscriptionVersionOldSP-Create M-ACTION Request to the NPAC SMS.





			2.


			NPAC


			The NPAC SMS accepts the M-ACTION Request from the Service Provider.


			NPAC


			The NPAC SMS sets the Subscription Version to conflict and sets all of the other values from the subscriptionVersionOldSP-Create M-ACTION Request.





			3.


			NPAC


			The NPAC SMS issues an M-ACTION Response.


			SP


			The SOA receives the successful subscriptionVersionOldSP-Create M-ACTION Response.





			4.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT AttributeValueChange for each Subscription Version in the range to the New Service Provider SOA including the status change to conflict and the reason for conflict.


			SP


			The New Service Provider SOA issues an M-EVENT-REPORT Confirmation for each Subscription Version in the range to the NPAC SMS.





			5.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT AttributeValueChange to the Old Service Provider SOA including the status change to conflict and the reason for conflict.


			SP


			The Old Service Provider SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.





			6.


			NPAC


			NPAC Personnel perform a query for the Subscription Version to verify that it is conflict.


			NPAC


			The Subscription Version has a status of ‘conflict’, the cause code, the authorization time stamp, and the Old Service Provider due date is set and the authorization flag is set to False.





			7.


			SP – conditional


			Service Provider Personnel using either the SOA or SOA LTI perform an NPAC SMS query for the Subscription Version to verify that it is in conflict.


			SP


			The Subscription Version has a status of ‘conflict’, the cause code, the authorization time stamp, and the Old Service Provider due date is set and the authorization flag is set to False.





			8.


			SP - optional


			Service Provider Personnel using the SOA perform a local query for the Subscription Version to verify that it is in conflict.


			SP


			The Subscription Version has a status of ‘conflict’, the cause code, the authorization time stamp, and the Old Service Provider due date is set and the authorization flag is set to False.








			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 214 - 3


			Priority:


			Required





			


			Objective:






			SOA – Old Service Provider personnel attempt to put a ‘pending’ Subscription Version into conflict using the subscriptionVersionModify action.  This action is issued after they have concurred to the port and after the Conflict Restriction Window Tunable Time has been reached. – Error





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 214 – Conflict Functionality with Due Date = Today12 hoursToday





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			RR5-51








B.5.2.3 



			Subscription Version Modify Prior to Activate Using M-ACTION









			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			Verify that a ‘pending’ Subscription Version has been created by the New Service Provider and concurred by the Old Service Provider  where the Service Provider under test is the Old Service Provider, they have already concurred to the port, and the due date is today within 12 hours.





			


			Prerequisite SP Setup:


			





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the SOA, Old Service Provider personnel create a subscriptionVersionModify M-ACTION Request to set the authorization flag to “FALSE” for a pending Subscription Version where they are the Old Service Provider, they have previously concurred to the port within 12 hours.


			SP


			The SOA issues a subscriptionVersionModify M-ACTION Request to the NPAC SMS.





			2.


			NPAC


			The NPAC SMS accepts the M-ACTION Request from the Service Provider.






			NPAC


			1. The NPAC SMS determines that the Subscription Version status cannot be changed to conflict because the Old Service Provider had previously concurred to the port and the Conflict Restriction Window Tunable Time has been reached.  (This violates system requirements.)



2. The NPAC SMS rejects the M-ACTION request.



3. The NPAC SMS logs an error indicating that the subscriptionVersionModify M-ACTION failed because the Old Service Provider had previously concurred to the port and the Conflict Restriction Window Tunable Time has been reached.  



4. The NPAC SMS issues an M-ACTION Error Response to the SOA indicating accessDenied.





			3.


			SP


			The Old SOA receives the M-ACTION response.


			SP


			The Subscription Version is not modified.





			4.


			NPAC


			NPAC Personnel perform a query for the Subscription Version to verify that it does not have a status of ‘conflict’.


			NPAC


			The Subscription Version has a status of ‘pending’, the cause code, the authorization time stamp, and the Old Service Provider due date are not reset and the authorization flag is set to ‘True’.





			5.


			SP – conditional


			Service Provider Personnel using either the SOA or SOA LTI perform an NPAC query for the Subscription Version to verify that it is does not have a status of ‘conflict’.


			SP


			The Subscription Version has a status of ‘pending’, the cause code, the authorization time stamp, and the Old Service Provider due date are not set and the authorization flag is set to ‘True’.





			6.


			SP - optional


			Service Provider Personnel using the SOA perform a local query for the Subscription Version to verify that it does not have a status of ‘conflict’.


			SP


			The Subscription Version has a status of ‘pending, the cause code, the authorization time stamp, and the Old Service Provider due date are not set and the authorization flag is set to ‘True’.








			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 214 - 4


			Priority:


			Required





			


			Objective:






			SOA – Old Service Provider personnel attempt to put a range of ‘pending’ Subscription Versions into conflict using the subscriptionVersionModify action after the Conflict Restriction Window Tunable Time has been reached. – Error





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 214 – Conflict Functionality with Due Date = Today12 hoursToday





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			RR5-51








			B.5.2.3 Subscription Version Modify Prior to Activate Using M-ACTION





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			Verify that a range of ‘pending’ Subscription Versions has been created by the New Service Provider and concurred by the Old Service Provider where the Service Provider under test is the Old Service Provider and the due date is within 12 hours.





			


			Prerequisite SP Setup:


			





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the SOA, Old Service Provider personnel create a subscriptionVersionModify M-ACTION Request to set the authorization flag to “FALSE” for a range of ‘pending’ Subscription Versions where they are the Old Service Provider within 12 hours.


			SP


			The SOA issues a subscriptionVersionModify M-ACTION Request to the NPAC SMS.





			2.


			NPAC


			The NPAC SMS accepts the M-ACTION Request from the Service Provider.






			NPAC


			1. The NPAC SMS determines that the Subscription Versions status cannot be changed to conflict because the Old Service Provider had previously concurred to the port and the Conflict Restriction Window Tunable Time has been reached.  (This violates system requirements.)


2. The NPAC SMS rejects the M-ACTION request.



3. The NPAC SMS logs an error indicating that the subscriptionVersionModify M-ACTION failed because the Old Service Provider had previously concurred to the port and the Conflict Restriction Window Tunable Time has been reached.  



4. The NPAC SMS issues an M-ACTION Error Response to the SOA indicating accessDenied.





			3.


			SP


			The Old SOA receives the M-ACTION Error Response.


			SP


			The Subscription Version is not modified.





			4.


			NPAC


			NPAC Personnel perform a query for the Subscription Versions to verify that it is not in conflict.


			NPAC


			The Subscription Versions have a status of ‘pending’, the cause code, the authorization time stamp, and the Old Service Provider due date are not set and the authorization flag is set to ‘True’.





			5.


			SP – conditional


			Service Provider Personnel, using either the SOA or SOA LTI perform an NPAC SMS query for the Subscription Versions to verify that it does not have a status of ‘conflict’.


			SP


			The Subscription Versions have a status of ‘pending’, the cause code, the authorization time stamp, and the Old Service Provider due date are not set and the authorization flag is set to ‘True’.





			6.


			SP - optional


			Service Provider Personnel using the SOA perform a local query for the Subscription Versions to verify that it does not have a status of ‘conflict’.


			SP


			The Subscription Versions have a status of ‘pending, the cause code, the authorization time stamp, and the Old Service Provider due date are not set, and the authorization flag is set to ‘True’.








			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 214-5


			Priority:


			Conditional





			


			Objective:





			SOA – Old Service Provider personnel attempt to put a ‘pending’ Subscription Version into conflict using the Subscription Version M-SET.  This action is issued after they have concurred to the port and after the Conflict Restriction Window Tunable Time. – Error





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 214 – Conflict Functionality with Due Date = Today





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			RR5-51








B.5.2.4 



			Subscription Version Modify Prior to Activate Using M-SET





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			Verify that a ‘pending’ Subscription Version has been created where the Service Provider under test is the Old Service Provider, they have already concurred to the port, and the due date is today.





			


			Prerequisite SP Setup:


			





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the SOA, Old Service Provider  personnel create an M-SET Subscription Version Modify Request to set the authorization flag to “FALSE” for a pending Subscription Version where they are the Old Service Provider, they have previously concurred to the port, and the due date is today..


			SP


			The SOA issues an M-SET Subscription Version Modify Request to the NPAC SMS.





			2.


			NPAC


			The NPAC SMS accepts the M-SET Request from the Old Service Provider.






			NPAC


			1. The NPAC SMS determines that the Subscription Version status cannot be changed to conflict because the Old Service Provider had previously concurred to the port and the Conflict Restriction Window Tunable Time has been reached.  (This violates system requirements.)


2. The NPAC SMS rejects the M-SET request.



3. The NPAC SMS logs an error indicating that the M-SET Subscription Version Modify failed because the Old Service Provider had previously concurred to the port and the Conflict Restriction Window Tunable Time has been reached.  



4. The NPAC SMS issues an M-SET Error Response to the SOA indicating accessDenied.





			3.


			SP


			The Old SOA receives the M-SET response.


			SP


			The Subscription Version is not modified.





			4.


			NPAC


			NPAC Personnel perform a query for the Subscription Version to verify that it is does not have a status of ‘conflict’.


			NPAC


			The Subscription Version has a status of ‘pending’, the cause code, the authorization time stamp, and the Old Service Provider due date are not set and the authorization flag is set to ‘True’.





			5.


			SP – conditional


			Service Provider Personnel, using either the SOA or SOA LTI perform an NPAC SMS query for the Subscription Version to verify that it does not have a status of ‘conflict’.


			SP


			The Subscription Version has a status of ‘pending’, the cause code, the authorization time stamp, and the Old Service Provider due date rare not set and the authorization flag is set to ‘True’.





			6.


			SP - optional


			SP Personnel the using SOA perform a local query for the Subscription Version to verify that it does not have a status of ‘conflict’.


			SP


			The Subscription Version has a status of ‘pending, the cause code, the authorization time stamp, and the Old Service Provider due date are not set and the authorization flag is set to ‘True’.








			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 214-6


			Priority:


			Required





			


			Objective:





			SOA – Old Service Provider personnel attempt to put a range of ‘pending’ Subscription Versions into conflict using an M-SET after the Conflict Restriction Window Tunable Time has been reached. – Error





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 214 – Conflict Functionality with Due Date = Today





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			RR5-51








			B.5.2.4 Subscription Version Modify Prior to Activate Using M-SET





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			Verify that a range of pending Subscription Versions has been created where the Service Provider under test is the Old Service Provider and the due date is today.





			


			Prerequisite SP Setup:


			





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the SOA, Old Service Provider personnel create an M-SET Subscription Version Modify Request to set the authorization flag to “FALSE” for a range of pending Subscription Versions where they are the Old Service Provider, and the due date is today.


			SP


			The SOA issues an M-SET Subscription Version Modify Request to the NPAC SMS.





			2.


			NPAC


			The NPAC SMS accepts the M-SET Request from the Service Provider.






			NPAC


			1. The NPAC SMS determines that the Subscription Version status cannot be changed to conflict because the Old Service Provider had previously concurred to the port and the Conflict Restriction Window Tunable Time has been reached.  (This violates system requirements.)


2. The NPAC SMS rejects the M-SET request.



3. The NPAC SMS logs an error indicating that the M-SET Subscription Version Modify failed because the Old Service Provider had previously concurred to the port and the Conflict Restriction Window Tunable Time has been reached.  



4. The NPAC SMS issues an M-SET Error Response to the SOA indicating accessDenied.





			3.


			SP


			The Old SOA receives the M-SET Error Response.


			SP


			The Subscription Versions are not modified.





			4.


			NPAC


			NPAC Personnel perform a query for the Subscription Versions to verify that it does not have a status of ‘conflict’.


			NPAC


			The Subscription Versions have a status of ‘pending’, the cause code, the authorization time stamp, and the Old Service Provider due date are not set and the authorization flag is set to True.





			5.


			SP – conditional


			Service Provider Personnel, using either the SOA or SOA LTI an NPAC SMS query for the Subscription Versions to verify that it does not have a status of ‘conflict’.


			SP


			The Subscription Versions have a status of ‘pending’, the cause code, the authorization time stamp, and the Old Service Provider due date rare not set and the authorization flag is set to True.





			6.


			SP - optional


			Service Provider Personnel using  the SOA perform a local query for the Subscription Version to verify that does not have a status of ‘conflict’.


			SP


			The Subscription Versions have a status of ‘pending, the cause code, the authorization time stamp, and the Old Service Provider due date are not set, and the authorization flag is set to True.








End of Chapter
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1. Preface



1.1 Purpose of this Document



The purpose of this document is to identify the Turn Up Test Cases to be executed by different Service Providers and/or Vendors during the group phase of Turn Up testing.  Chapter 3 contains a Group Test Case Matrix, which contains all test cases written with the purpose of execution in the group environment.  The matrix also indicates the recommended Test Cases for regression testing against the NPAC software in a group environment.



Actual Entrance and Exit criteria for test execution/completion are an agreement between individual Service Providers and NeuStar, Inc.  Regression Testing is required for each new release of Vendor (SOA and/or LSMS) software as well as each new release of NPAC SMS software.



1.2 Group Testing:



In addition to the Test Cases listed in this Individual Service Provider Test Case Matrix in the NPAC SMS/Individual Service Provider Certification and Regression Test Plan, Service Providers are required to participate in group testing.  Group testing consists of two parts and requires the participation of multiple service providers in the test environment.  



The first phase of group testing is called “Round Robin” testing.  Instructions for the “Round Robin” testing are contained in this section. 



The second phase of group testing consists of testing certain NPAC Turn Up Test Cases in the multiple service provider environment, based on the purpose of the testing.  For example, if the purpose of testing is to re-certify an “Experienced Service Provider with Experienced Vendor” (refer to relationship definitions in section 2 of the NPAC SMS/Individual Service Provider Certification and Regression Test Plan) then Group Testing would consist of the round robin phase as well as test cases identified for group testing for the current release of NPAC software for which they are seeking certification.  If the purpose of testing is to certify a “New Service Provider with New Vendor”, then Group Testing may consist of the round robin phase as well as a suite of test cases selected by the lead NPAC test engineer that should be executed in a group environment in order to certify to the NPAC software.  



1.2.1 Round Robin 



Round Robin testing involves porting a TN from SP1, among the other service providers and back to SP1.  It is considered to be one test case with multiple steps and needs to be executed by the service providers and NPAC Personnel as a team.



Note:  Three round robin test cases should be performed – success, partial failure, and failure. 



1.2.1.1 Port TN from SP1 to SP2 - 1st time ported TN. 



As the new service provider, SP2 (SPID2) creates a pending port (newSP-Create) for TN TN1. SP1 (SPID1) concurs with the pending port. Next, SP2 activates the pending port and the NPAC SMS broadcasts an M-Create of the subscriptionVersion object to all LSMSs. 



Note: Since this is a 1st time ported TN, a new NPA-NXX notification  (NPA-NXX for TN1) should be sent to all SOA and LSMSs when the pending port is created. 



NPAC Personnel issues an audit of TN TN1 to all service providers and verifies the results of the audit (TN and GTT data) via the audit report. Also, the service providers verify the port by issuing queries to the NPAC SMS for the active TN. 



1.2.1.2 Port TN from SP2 to SP3 - previously ported TN. 



As the new service provider, SP3 (SPID3) creates a pending port (newSP-Create) for TN TN1. SP2 concurs with the pending port. Next, SP3 activates the pending port and the NPAC SMS broadcasts an M-Create of the subscriptionVersion object to all LSMSs.  



NPAC Personnel issues an audit of TN TN1 to all service providers and verifies the results of the audit (TN and GTT data) via the audit report. Also, the service providers verify the port by issuing queries to the NPAC SMS for the active TN. 



1.2.1.3 Port TN from SP3 to SP4 - previously ported TN.



 As the new service provider, SP4 (SPID4) creates a pending port (newSP-Create) for TN TN1. SP3 concurs with the pending port. Next, SP4 activates the pending port and the NPAC SMS broadcasts an M-Create to the subscriptionVersion object to all LSMSs.  



NPAC Personnel issues an audit of TN TN1 to all service providers and verifies the results of the audit (TN and GTT data) via the audit report. Also, the service providers verify the port by issuing queries to the NPAC SMS for the active TN.



1.2.1.4 Port TN from SP4 to SP1 "port to original" – previously ported TN.



As the new service provider and original owner of the TN, SP1 creates a pending port (newSP-Create) with the "port to original" flag equal to TRUE for TN TN1.  SP4 (SPID1) concurs with the pending port.  Next, SP1 activates the pending port and the NPAC SMS broadcasts an M-Delete for the Subscription Version object to all LSMSs. 



NPAC Personnel issues an audit of TN TN1 to all service providers and verifies the results of the audit (TN and GTT data) via the audit report.  Also, the service providers verify the port by issuing queries to the NPAC SMS for the TN and getting a result equivalent to “No Record Found”.



2. Related Documents:



Additional information can be found in the following documents:



North American Numbering Council (NANC), Functional Requirements Specification, Number Portability Administration Center (NPAC) Service Management System (SMS), Version 3.2.0a.




NPAC SMS Interoperable Specifications, NANC Version 3.2.1a.



NPAC Release 3.2 Functional Test Cases, Release 3.2.1a



NPAC SMS Individual Service Provider Certification and Regression Test Plan, Version 3.2.1a



With release 3.1a, the NPAC SMS Individual Service Provider Certification and Regression Test Plan was broken into ‘parts’ since the document size was getting too large for the application to function efficiently.  The following chapters are published with that document under the following file names:



			CHAPTER NAME


			FILE NAME





			Chapter 8 Individual Turn Up Test Scenarios Related to NPAC Release 1.


			Cert & Regression Test Plan Chapter 8 thru 3.2





			Chapter 9 Individual Turn Up Test Scenarios Related to NPAC Release 2.


			Cert & Regression Test Plan Chapter 9 thru 3.2





			Chapter 10 Individual Turn Up Test Scenarios Related to NPAC Release 3.0.X


			Cert & Regression Test Plan Chapter 10 thru 3.2





			Chapter 11 Individual Turn Up Test Scenarios Related to NPAC Release 3.1.X


			Cert & Regression Test Plan Chapter 11 thru 3.2





			Chapter 12 Individual Turn Up Test Scenarios Related to NPAC Release 3.2.X


			Cert & Regression Test Plan Chapter 12 thru 3.2








3.  Group Turn Up Test Case Matrix:



This section contains a matrix of all test cases written and defined for Service Provider Turn Up testing in a multiple service provider environment up to and including Release 3.2.  


			


			New Entrant Test Cases


			Re-gression


			SOA


			LSMS





			Test Case Objective


			New SP w/ New Vendor


			Exp SP w/ New Vendor


			New SP w/ Exp Vendor


			Exp SP w/ Exp Vendor


			


			





			Release 1.0 Test Cases





			3.1 Round Robin Testing





			3. SP2SP Testing


			X


			X


			X


			X


			X


			X





			4. Partner Testing – SP1 with SP2


			X


			X


			X


			X


			X


			X





			5. Partner Testing – SP3 with SP4


			X


			X


			X


			X


			X


			X





			6. Performance Testing 





			6.1 Single TN Volume Testing


			Test case procedures incorporated into test case 1.1 from Release 2.0.





			6.2 TN Range Volume Testing


			Test case procedures incorporated into test case 1.3 from Release 2.0.





			6.3 Stability Testing


			X


			X


			X


			X


			X


			X





			6.4 Stress Testing


			X


			X


			X


			X


			X


			X





			7. Disaster Recovery





			7.1 Scheduled Site Switchover


			X


			X


			


			


			X


			X





			7.2  Unscheduled Site Switchover


			X


			X


			


			


			X


			X





			7.3 Scheduled Downtime


			X


			X


			


			


			X


			X





			Release 2.0 Test Cases





			Performance Test Cases





			1.1 Single TN Volume Testing with non-pooled TNs  (TNs that are not part of a 1K Block)


			X


			X


			X


			X


			X


			X





			1.2 Single TN Volume Testing with pooled TNs


			X


			X


			X


			X


			X


			X





			1.3 TN Range Volume Testing with non-pooled TNs  (TNs that are not part of a 1K Block)


			X


			X


			X


			X


			X


			X





			1.4 TN Range Volume Testing with pooled TNs


			X


			X


			X


			X


			X


			X





			Release 2.0 Functional Group Test Cases





			ILL 79 – Group 1 SOA – Service Providers, using their SOA systems, where their SOA Network Data Download Association Function is set to ‘ON’, issue a Network Data and Notification Recovery Request by specifying a Time Range – Success


			Test case procedures incorporated into test case 187-4 from Release 3.2.





			ILL 79 – Group 2 LSMS – Service Providers, using their LSMS systems, where LSMS Network and Subscription Data Download Association Function is set to ‘ON’, issue a Network Data and Notification Recovery Request by specifying a Time Range – Success


			Test case procedures incorporated into test case 187-1 from Release 3.2.





			NANC 48 – Group 1 SOA – ‘Associated’ SPID ‘B’ creates an LRN (at least 4 Service Provider’s are configured to operate in this region, 1 ‘Primary’ SPID (‘A’), 2 ‘Associated’ SPIDs (‘B’ and ‘C’) and one other SPID ‘D’ – neither Primary or Associated) SPID ‘B’, and SPID ‘D’ are configured with their SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’, SPID ‘A’ and SPID ‘C’ is configured with their SOA Network Data Download Association Function set to ‘OFF’ and their LSMS Network and Subscription Data Download Association Function is set to ‘ON’ - Success


			X


			X


			


			


			X


			X





			NANC 48 – Group 2 NPAC OP GUI – NPAC Personnel create a Service Provider Profile for a New Service Provider in a region where ‘Primary’ and ‘Associated’ Service Providers exist. (At least 4 Service Provider’s are configured to operate in this region, 1 ‘Primary’ SPID (‘A’), 2 ‘Associated’ SPIDs (‘B’ and ‘C’) and one other SPID ‘D’ (neither Primary or Associated).  SPID ‘B’, and SPID ‘D’ are configured with their SOA Network Data Download Association Function set to ‘ON’ and their LSMS Network and Subscription Data Download Association Function set to ‘ON’.  SPID ‘A’ and SPID ‘C’ are configured with their SOA Network Data Download Association Function set to ‘OFF’.  SPID ‘A’s’ LSMS Network and Subscription Data Download Association Function is set to ‘OFF’.  SPID ‘C’s’ LSMS Network and Subscription Data Download Association Function is set to ‘ON’ – Success


			X


			


			


			


			X


			X





			NANC 48 – Group 3 NPAC OP GUI – NPAC Personal verify that a Service Provider that is functioning properly as neither a Primary nor Associated SPID can function properly as an Associated SPID, be dis-associated from its Primary SPID and again function properly as neither a Primary nor Associated SPID


			X


			


			


			


			X


			X





			Release 3.0 Test Cases





			3. NPA-NXX-X Information





			3.1 Create NPA-NXX-X Information





			3.1.1 NPAC OP GUI - NPAC Personnel create NPA-NXX-X Information, where the Block Holder SPID is the same as the Code Holder SPID and must be neither a primary or secondary SPID and the NPAC SMS schedules the Number Pool Block create, and the NPAC SMS activates upon scheduled date and time. The following Service Provider configurations are in place:



1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to receive the download.



1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to receive the download.



1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to NOT receive the download.



1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to NOT receive the download).



 - Success


			X


			X


			


			


			X


			EDR/ non-EDR





			3.1.2 NPAC OP GUI - NPAC Personnel create NPA-NXX-X Information where the NPA-NXX has not had any previous ports and where the Block Holder SPID is the primary SPID and the Code Holder SPID is the associated SPID. The following Service Provider configurations are in place:



1 with LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to receive the download.



1 with LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to receive the download.



1 with LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to NOT receive the download.



1 with LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to NOT receive the download).



– Success


			X


			X


			


			


			X


			EDR/ non-EDR





			3.1.3 NPAC OP GUI - NPAC Personnel create NPA-NXX-X Information where the NPA-NXX has not had any previous ports and where the Block Holder SPID is the associated SPID and the Code Holder SPID is the primary SPID. The following Service Provider configurations are in place:



1 with LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to receive the download.



1 with LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to NOT receive the download.



1 with LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to receive the download.



1 with LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to NOT receive the download).



– Success


			X


			X


			


			


			X


			EDR/ non-EDR





			3.2 Modify NPA-NXX-X Information





			3.2.1 NPAC OP GUI - NPAC Personnel modify the Effective Date of the NPA-NXX-X Information - Success


			X


			X


			


			


			X


			EDR/ non-EDR





			3.3 Delete NPA-NXX-X Information





			3.3.1 NPAC OP GUI - NPAC Personnel delete NPA-NXX-X Information when subordinate information (Number Pool Block and Subscription Versions) exist, post Effective Date, to 4 LSMSs with the following configurations:



1 with LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to receive the download.



1 with LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to NOT receive the download



1 with LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to receive the download



1 with LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to NOT receive the download



 - Success


			X


			X


			


			


			X


			EDR/ non-EDR





			3.3.5 NPAC OP GUI – NPAC Personnel delete NPA-NXX-X Information to 3 LSMSs (2 EDR and 1 non-EDR – all systems completely fail the request) – Success


			X


			X


			


			


			X


			EDR/ non-EDR





			3.3.6 NPAC OP GUI - NPAC Personnel re-send a failed NPA-NXX-X de-pool request (3 SPIDs on the Failed-SP-List, 2 EDR and 1 non-EDR - resend to only  1 EDR SPID in the Failed-SP-List, the resend is successful to this one system) - Success


			X


			X


			


			


			X


			EDR/ non-EDR





			3.3.7 NPAC OP GUI - NPAC Personnel re-send a partially-failed NPA-NXX-X de-pool request (1 Service Provider is in the Failed-SP-List - resend to the only Service Provider (a non-EDR LSMS) in the Failed-SP-List, the resend is successful to this one system) – Success


			X


			X


			


			


			X


			EDR/ non-EDR





			4. Block Information





			4.1 Create Block Information





			4.1.1 SOA - Service Provider Personnel create a non-contaminated Number Pool Block – Success.


			X


			X


			


			


			X


			EDR/ non-EDR





			4.1.2 NPAC OP GUI - NPAC Personnel schedule a Number Pool Block Create for a contaminated Block to be run at a future date, and the NPAC SMS activates upon scheduled date and time – Success


			X


			X


			


			


			


			EDR/ non-EDR





			4.1.5 SOA - Service Provider Personnel attempt to create a Number Pool Block when ‘pending-like, no-active’ Subscription Versions exist – Error


			X


			X


			


			


			X


			EDR/ non-EDR





			4.1.6 NPAC OP GUI - NPAC Personnel re-schedule a Number Pool Block Create Event to run immediately.  The initial Number Pool Block Create Request that was initiated by the NPA-NXX-X Holder SOA has failed due to ‘pending-like, no active’ Subscription Versions. – Success


			X


			X


			


			


			X


			EDR/ non-EDR





			4.1.8 SOA - Service Provider Personnel create a Number Pool Block - (to at least 3 LSMSs – at least 1 EDR and 2 non-EDR) that results in a Full Failure – Success


			X


			X


			


			


			X


			EDR/ non-EDR





			4.1.9 NPAC OP GUI - NPAC Personnel re-send a full failure Number Pool Block create to 1 LSMS (1 EDR ) resulting in success (2 non-EDR systems are still on the Failed SP List) – Success


			X


			X


			


			


			


			EDR/ non-EDR





			4.1.10 NPAC OP GUI - NPAC Personnel perform a resend of a previously ‘partial failure’ Number Pool Block to all Service Providers in the Failed SP List (2 non-EDR) – Success


			X


			X


			


			


			


			non-EDR





			4.1.11 SOA – Service Provider Personnel create a Number Pool Block (to at least 4 LSMSs - 2 non-EDR and 2 EDR) that results in a Partial Failure - Success


			X


			X


			


			


			X


			EDR/ non-EDR





			4.1.13 SOA – Service Provider Personnel create a Number Pool Block (to at least 4 LSMSs - 2 non-EDR and 2 EDR) that results in a Partial Failure (1 non-EDR system fails one TN and 1 EDR system fails) – Success


			X


			X


			


			


			X


			EDR/ non-EDR





			4.1.14 SOA – Service Provider Personnel create a Number Pool Block (to at least 4 LSMSs - 2 non-EDR and 2 EDR) that results in a Partial Failure (1 non-EDR system fails one TN and 2 EDR systems fails) – Success


			X


			X


			


			


			X


			EDR/ non-EDR





			4.2 Modify Block Information





			4.2.1 SOA- Service Provider Personnel modify an active Number Pool Block with the SOA Origination Indicator set to FALSE (and contains Subscription Versions with LNP Types of ‘POOL’, ‘LISP’ and ‘LSPP’) for at least 4 LSMSs (2 non-EDR and 2 EDR). – Success


			X


			X


			


			


			X


			EDR/ non-EDR





			4.2.2 SOA – Service Provider Personnel modify the LRN for an active Number Pool Block and broadcast to at least 4 LSMSs (2 EDR and 2 non-EDR systems) resulting in Full Failure – Success


			X


			X


			


			


			X


			EDR/ non-EDR





			4.2.3 SOA - Service Provider Personnel modify the routing data for an active Number Pool Block and broadcast to at least 4 LSMSs (2 EDR and 2 non-EDR systems) resulting in Partial Failure - Success


			X


			X


			


			


			X


			EDR/ non-EDR





			4.2.4 NPAC OP GUI - NPAC Personnel re-send a failed Number Pool Block Modify Request for both EDR and non-EDR LSMSs – Success


			X


			X


			


			


			


			EDR/ non-EDR





			4.2.9 SOA - Service Provider Personnel modify the routing data for an active Number Pool Block and broadcast to at least 4 LSMSs (1 EDR and 3 non-EDR systems) resulting in Partial Failure (2 non-EDR systems fail two different TNs, the EDR system and one non-EDR system is successful) – Success


			X


			X


			


			


			X


			EDR/ non-EDR





			4.2.10 SOA - Service Provider Personnel modify the routing data for an active Number Pool Block and broadcast to at least 4 LSMSs (2 EDR and 2 non-EDR systems) resulting in a Partial Failure (1 non-EDR systems fails one TN, and 1 EDR system fails) – Success


			X


			X


			


			


			X


			EDR/ non-EDR





			4.2.11 SOA - Service Provider Personnel modify the routing data for an active Number Pool Block and broadcast to at least 4 LSMSs (2 EDR and 2 non-EDR systems) resulting in a Partial Failure (1 non-EDR systems fails one TN, and 2 EDR systems fail) – Success


			X


			X


			


			


			X


			EDR/ non-EDR





			5. Mass Updates





			5.1 NPAC OP GUI - NPAC Personnel submit a Mass Update request to update the LRN, specifying no restriction on LNP Type, and a TN range of 10,000 numbers that contains: 



one complete Number Pool Block owned by the requesting Service Provider with Subscription Versions of LNP Type ‘POOL’, as well as ‘LISP’ and ‘LSPP’ Subscription Versions  for another Service Provider



one complete Number Pool Block owned by the requesting Service Provider with Subscription Versions of LNP Type ‘POOL’ only.



one complete Number Pool Block which is not owned by the requesting Service Provider with Subscription Versions of LNP Type ‘POOL’, as well as ‘LISP’ and ‘LSPP’  Subscription Versions for the requesting Service Provider



Subscription Versions owned by both the requesting Service Provider and another Service Provider that are in neither Number Pool Block. 



– Success 


			X


			X


			


			


			X


			EDR/ non-EDR





			5.2 NPAC OP GUI - NPAC Personnel submit a Mass Update request to update the CNAM DPC and SSN values, specifying no restriction on LNP Type, and a TN range that encompasses one complete block, using the Old NPA-NXX that is part of an NPA Split currently in Permissive Dialing Period (PDP). – Error


			X


			X


			


			


			X


			EDR/ non-EDR





			5.5 NPAC OP GUI – NPAC Personnel submit a Mass Update request to update the CLASS DPC and SSN values, specifying no restriction on LNP Type, and a TN range that completely includes a Number Pool Block as well as Subscription Versions outside of the 1K Block, that are owned by the requesting Service Provider. – Success


			X


			X


			


			


			X


			EDR/ non-EDR





			5.6 NPAC OP GUI – NPAC Personnel submit a Mass Update request to update the ISVM DPC and SSN values, specifying an LNP Type of ‘POOL’, and a TN range that completely includes a Number Pool Block, at least one but not all EDR LSMS(s) fail the request. – Success


			X


			X


			


			


			X


			EDR/ non-EDR





			5.7 NPAC OP GUI – NPAC Personnel submit a Mass Update request to update the LIDB DPC and SSN values, specifying an LNP Type of ‘POOL’, and a TN range that completely includes a Number Pool Block that is owned by the requesting Service Provider as well as intersects a subset of another Number Pool Block that is not owned by the requesting Service Provider.  – Success


			X


			X


			


			


			X


			EDR/ non-EDR





			6. Subscription Version Management





			6.2 Subscription Version Create Test Cases





			6.2.10 SOA - Service Provider Personnel submit an Activate request for a ‘pending’ Intra-Service Provider Subscription Version by the Code Holder, prior to the NPA-NXX-X Effective Date – Success


			X


			X


			


			


			X


			EDR/ non-EDR





			6.2.11 SOA - Service Provider Personnel submit an Inter-Service Provider, Port-to-Original Activate request, after the Block existence – Success


			X


			X


			


			


			X


			EDR/ non-EDR





			6.2.12 SOA - Service Provider Personnel submit an Activate request for a ‘pending’, Inter-Service Provider, Port-to-Original Subscription Version, one or more of the LSMSs that are accepting downloads for that NPA-NXX do not respond resulting in a partial failure – Success


			X


			X


			


			


			X


			EDR/ non-EDR





			6.2.13 NPAC OP GUI - NPAC Personnel submit a resend for a ‘failed’ Port-to-Original Activate request and all LSMSs process the re-send – Success


			X


			X


			


			


			


			EDR/ non-EDR





			6.2.15 NPAC OP GUI - NPAC Personnel create an Inter-Service Provider Subscription Version for the New Service Provider, where the currently active SV exists for another Service Provider, after the NPA-NXX-X Creation and prior to the NPA-NXX-X Effective Date – Success


			X


			X


			


			


			


			EDR/ non-EDR





			6.2.16 SOA – Service Provider Personnel submit an Activate request for a ‘pending’, Inter-Service Provider, Port-to-Original Subscription Version, none of the LSMSs that are accepting downloads for that NPA-NXX respond resulting in a failure – Success


			X


			X


			


			


			X


			EDR/ non-EDR





			6.5 Subscription Version Disconnect Test Cases





			6.5.1 SOA - Service Provider Personnel submit a Subscription Version Immediate Disconnect request for a TN that is part of a 1K Block, where the Subscription Version LNP Type is set to ‘LISP’, after the Block existence – Success


			X


			X


			


			


			X


			EDR/ non-EDR





			6.5.2 SOA - Service Provider Personnel submit a Subscription Version Deferred Disconnect request for a TN that is part of a 1K Block, where the Subscription Version LNP Type is set to ‘LSPP’, after the Block existence, and the NPAC SMS disconnects upon scheduled date and time – Success


			X


			X


			


			


			X


			EDR/ non-EDR





			6.5.3 SOA - Service Provider Personnel submit a Subscription Version Deferred Disconnect request for a TN that is part of a 1K Block, one or more of the LSMSs that are accepting downloads for that NPA-NXX do not respond resulting in a partial failure – Success


			X


			X


			


			


			X


			EDR/ non-EDR





			6.5.5 NPAC OP GUI - NPAC Personnel resend a ‘partial failure’ disconnect request and all LSMSs respond – Success


			X


			X


			


			


			


			EDR/ non-EDR





			6.5.6 SOA - Service Provider Personnel submit a Subscription Version Immediate Disconnect request for a TN that is part of a 1K Block, after the Block Activation Date, none of the LSMSs that are accepting downloads for that NPA-NXX respond resulting in a failure – Success


			X


			X


			


			


			X


			EDR/ non-EDR





			8. Resynchronization





			8.1 LSMS – Service Provider Personnel for an EDR LSMS submit a resynchronization request for Network Data, Block Data, SV Data and Notification Data by time range, over the LSMS to NPAC SMS Interface, with the Service Provider’s NPAC Customer LSMS NPA-NXX-X Indicator set to TRUE.  – Success


			Test case procedures incorporated into test case 187-1 from Release 3.2.





			8.2 LSMS - Service Provider Personnel for a non-EDR LSMS submit a resynchronization request for Network Data, Block Data, SV Data and Notification Data by time range, over the LSMS to NPAC SMS Interface, with the Service Provider’s NPAC Customer LSMS NPA-NXX-X Indicator set to TRUE.  – Success


			Test case procedures incorporated into test case 187-1 from Release 3.2.





			8.3 SOA - Service Provider Personnel submit a resynchronization request for Network Data and Notification Data by time range, over the SOA to NPAC SMS Interface, with the Service Provider’s NPAC Customer SOA NPA-NXX-X Indicator set to TRUE. - Success


			Test case procedures incorporated into test case 187-4 from Release 3.2.





			9. Audits





			9.1 SOA - Service Provider Personnel initiate a full audit for a single TN, with LNP Type = POOL, for all Service Providers, no discrepancies exist. - Success


			X


			X


			


			


			X


			EDR/ non-EDR





			9.2 NPAC OP GUI - NPAC Personnel initiate a full audit for a single TN, with LNP Type = POOL, for all Service Providers, discrepancies exist. - Success


			X


			X


			


			


			


			EDR/ non-EDR





			9.3 SOA - Service Provider Personnel initiate a full audit for a range of TNs, with LNP Type = POOL, LISP and LSPP, for all Service Providers, no discrepancies exist. - Success


			X


			X


			


			


			X


			EDR/ non-EDR





			9.4 SOA - Service Provider Personnel initiate a full audit for a range TNs, with LNP Type = POOL, LISP, and LSPP, for all Service Providers, discrepancies exist. - Success


			X


			X


			


			


			X


			EDR/ non-EDR





			9.5 SOA - Service Provider Personnel initiate a full audit based on TN range for all Service Providers, (a block indicated by the TN Range entry has a status of ‘sending’), no discrepancies exist. - Success


			X


			X


			


			


			X


			EDR/ non-EDR





			Release 3.1 Test Cases





			Release 3.1 Performance Test Cases - Refer to section number 7.1.5 within Chapter 7 of this document





			1.
5000 New Service Provider Creates, submitted as 5 ranges of 1000 TNs each, if possible, otherwise submitted in the most efficient, fastest manner possible.






			X


			X


			X


			X


			X


			





			2.
5000 Old Service Providers Creates on the same TNs as used in Item 1, submitted as 5 ranges of 1000 TNs each, if possible, otherwise submitted in the most efficient, fastest manner possible. 






			X


			X


			X


			X


			X


			





			3.
Modification of 5000 existing “pending” subscription versions (the subscription versions created in Item 1 f, first bullet, of the Testing Approach section).  Each Service Provider (Old and New) should modify half of the subscription versions (2500 each).  They should each submit the modify requests as 2 ranges of 1000 and 1 range of 500, if possible, otherwise submitted in the most efficient, fastest manner possible.






			X


			X


			X


			X


			X


			





			4.
Activation of 5000 existing “pending” subscription versions (the subscription versions created in Item 1 f, second bullet, of the Testing Approach section), submitted as 5 ranges of 1000 TNs each, if possible, otherwise submitted in the most efficient, fastest manner possible.






			X


			X


			X


			X


			X


			X





			Release 3.1 Functional Group Test Cases





			7.1 SOA - Old SP Personnel create a range of Inter-Service Provider subscription versions. Their Customer TN Range Notification Indicator is set to the value they will use in production. New SP does not submit their create request. Initial and Final Concurrence Windows Expire. – Success


			X


			X


			


			


			X


			





			7.2 SOA – Service Provider Personnel activate a range of 1000 Inter-Service Provider subscription versions. Their Customer TN Range Notification Indicator is set to production value. In the pre-requisite create process the range is submitted as two smaller ranges, each with unique DPC/SSN data but the TNs used in the ranges are contiguous and the SVIDs assigned by the NPAC SMS are contiguous. The activate request is submitted as one range. At least one LSMS does not respond to the activate request, resulting in a partial failure. The re-send is successful. – Success


			X


			X


			


			


			X


			X





			7.3 SOA – Service Provider Personnel activate a range of 500 SVs. Their Customer TN Range Notification Indicator is set to production value. In the prerequisite SV create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data but other create activities are submitted between the range create requests to ensure that the SVIDs for the TNs in the ranges are not contiguous. The activate request is submitted as one range. The activate request results in one notification containing a list of the SVIDs. – Success


			X


			X


			


			


			X


			X





			7.4 SOA – Service Provider Personnel perform an immediate disconnect of a range of 500 active SVs. Their Customer TN Range Notification Indicator is set to production value. In the pre-requisite SV create process the range was submitted as two smaller range creates, each with the same feature data and, the SVIDs are contiguous within each range create. The immediate disconnect request is submitted as one range. The immediate disconnect request results in one notification containing a list of the SVIDs. – Success


			X


			X


			


			


			X


			X





			7.5 SOA – Current Service Provider Personnel issue a deferred disconnect for a range of 100 ‘active’ subscription versions. Their Customer TN Range Notification Indicator is set to production value. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data but other create activities are submitted between the range create requests to ensure that the SVIDs for the TNs in the ranges are not contiguous. The deferred disconnect request is submitted as one range. The disconnect-pending request results in one notification containing a list of the SVIDs. – Success


			X


			X


			


			


			X


			X





			7.6 SOA – New Service Provider Personnel cancel a range of 5000 Inter-Service Provider subscription versions for which the Old Service Provider has not yet concurred to. Their Customer TN Range Notification Indicator is set to production value. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data but other create activities are submitted between the range create requests to ensure that the SVIDs for the TNs in the ranges are not contiguous. The cancel request is submitted as one range. The cancel request results in one notification containing a list SVIDs. – Success


			X


			X


			


			


			X


			





			7.7 SOA – Old Service Provider Personnel modify a range of 1000 ‘pending’ Inter-Service Provider subscription versions to change the authorization flag from TRUE to FALSE. Their Customer TN Range Notification Indicator is set to production value. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data but other create activities are submitted between the range create requests to ensure that the SVIDs for the TNs in the ranges are not contiguous. The modify request is submitted as one range. The modify request results in one notifications containing a list of the SVIDs. – Success


			X


			X


			


			


			X


			X





			7.8 SOA – Service Providers set their Customer TN Range Notification Indicator to the value they will use in production and perform a series of activities simultaneously, that emulate a period of time (15 – 30 minutes) in an actual production environment. NPAC SMS manages notifications accordingly. – Success


			X


			X


			


			


			X


			X





			7.9 NPAC and SOA – Service Providers have NPAC Personnel modify their notification priorities to ensure that they have notifications with the three different priorities (LOW, MEDIUM, and HIGH). The Service Providers verify that they receive the notifications according to the priorities listed in their SP Profile. – Success


			X


			X


			


			


			X


			





			Release 3.2 Test Cases





			NANC 323-1 NPAC OP GUI – NPAC Personnel submit a request for a Partial SPID migration via Mass Update, where NPA-NXX, LRN, Subscription Version, NPA-NXX-X and Block Information exist for the migrating away from SPID.  Verification steps are performed to ensure the Service Provider system is now in synch with the NPAC SMS. – Success


			X


			X


			


			


			


			X





			NANC 187-1 LSMS – Service Provider Personnel for either an EDR or non-EDR LSMS submit a resynchronization request for Network Data, Block Data, Subscription Version Data and Notification Data by time range, over the LSMS to NPAC SMS Interface, with the Service Provider’s Local SMS Linked Replies Indicator set to their production setting.  The recovery response includes a number of Network Data objects, Number Pool Block objects, Notifications and Subscription Versions less than or equal to their respective Linked Replies Blocking Factors. – Success


			X


			X


			


			X


			


			X





			NANC 187-2 LSMS – Service Provider Personnel for either an EDR or non-EDR LSMS submit a resynchronization request for Network Data, and Subscription Version Data by time range, over the LSMS to NPAC SMS Interface, with the Service Provider’s Local SMS Linked Replies Indicator set to their production setting.  The recovery response includes a number of Network Data objects greater than the Network Data Linked Replies Blocking Factor and less than the Network Data Maximum Linked Recovered Objects as well as a number of Subscription Version objects greater than the Subscription Data Linked Replies Blocking Factor and less than the Subscription Data Maximum Linked Recovered Objects. – Success


			X


			X


			


			


			


			X





			NANC 187-4 SOA – Service Provider Personnel submit a resynchronization request for Network Data and Notification Data by time range, over the SOA to NPAC SMS Interface, with the Service Provider’s SOA Linked Replies Indicator set to their production setting.  The recovery response includes a number of Network Data objects less than or equal to the Network Data Linked Replies Blocking Factor and a number of Notifications less than or equal to the Notification Data Linked Replies Blocking Factor. - Success


			X


			X


			


			X


			X


			





			


			


			


			


			


			


			





			TOTALS


			74


			72


			13


			13


			66


			68








4. Group Turn Up Test Scenarios Related to NPAC Release 1.



This section contains all test cases written for group Service Provider Turn Up testing of Release 1.X of the NPAC software.  



This section was duplicated from the SP to SP Coordinated Testing document dated 9/9/97.



4.1 Introduction



The following outlines a proposed set of scenarios that are to be executed by the Service Providers that are participating in the SP to SP phase of testing of the NPAC LNP Turn-up process. Section 1 identifies some preparatory steps that must be executed before SP to SP testing can begin.  Section 2 describes the details of creating a recommended test set of network data to be used in the scenarios to follow.  Section 3 describes the beginning of the SP to SP testing period, and provides the details for an initial scenario called the "Round Robin" that is intended to insure successful basic interoperability of all SP's participating in the test. It is estimated that sections 1 – 3 will be completed by Close of Business on the first day of testing.   Sections 4 and 5 will be executed concurrently and are scheduled to begin on the second day of testing.  They describe the details of a series of scenarios to be executed by service provider "pairs", with section 4 applying to the SP1/SP2 pair, and section 5 applying to the SP3/SP4 pair.  Should a test case propose that a Service Provider perform a test with functionality that they do not support, or that they would not perform in a normal business process, they may either defer the test case, or perform it however they would in a normal business environment.  This should be coordinated with the NPAC testers involved with that pair of Service Providers.



A Service Provider is expected to use their natural GTT and/or LRN data.  Once the initial network data has been created and is known by all parties, the individual service provider pairs are expected to agree upon specific TN's and other test data as required in the pair testing scenarios.



4.2 Service Provider Involvement in SP to SP Testing



This test plan addresses all testing necessary for a new entrant into a region. This testing is expected to take 14 days to complete.   Service providers who have successfully completed SP to SP testing in other regions are only expected to do Round Robin testing and Fail over testing.  Performance testing for a service provider is optional.  Requirements for execution of performance tests are left to the region to determine.



1. Clean Up


In preparation for the SP2SP testing, the following activities must be performed.



delete all TNs, NPA-NXXs and LRNs previously being used in the turn-up testing



move all service providers who are not participating in the SP2SP testing to the Lockheed Martin NPAC Test Bed and delete their profiles from the database



update the profile of all spids not participating in the SP2SP testing to be "SOA only" 



remove all filters



-      System tunables will be set to the minimum required time.



2. Set up Network Data


To begin SP2SP testing, the following Network Data (NPA-NXXs and LRNs) must be provisioned.



Note: The service providers must decide the method of adding the NPA-NXXs and LRNs. It is preferred that service providers vary the input of the network data. The SOA interface, the LSMS interface, the



Operational GUI and the LTI should be used across the 4 service providers to add the network data. Each service provider must notify Lockheed Martin of their plan for adding network data 2 days prior to the



start of SP2SP testing.



2.1 Create NPA-NXX Data



Add each service provider's NPA-NXXs(M-Create of serviceProvNPA-NXXobject) to be used for SP2SP testing.  The current date/time should be used for the date in which the NPA-NXX will be open for portability in the network so that we can perform activation on the same day that the NPA-NXX



is open for portability.



2.1.1 SP1 (SPID1) NPA-NXX Data




NPA-NXX1




NPA-NXX2




NPA-NXX3




NPA-NXX4




NPA-NXX5




NPA-NXX6



2.1.1.1 NPAC Personnel Open SP1 NPA-NXX 



NPAC Personnel open NPA-NXX1, NPA-NXX5 and NPA-NXX6 for portability with an open effective date equal to the current date.



2.1.1.2 SP1 Open NPA-NXX via SOA Mechanized Interface  



SP1 opens NPA-NXX2 for portability with an open effective date equal to the current date using their SOA.



2.1.1.3 SP1 Open NPA-NXX via LSMS Mechanized Interface 



SP1 opens NPA-NXX3 for portability with an open effective date equal to the current date using their LSMS.



2.1.1.4 SP1 Open NPA-NXX via LTI 



SP1 opens NPA-NXX4 for portability with an open effective date equal to the current date using the LTI.



2.1.2 SP2(SPID2) NPA-NXX Data




NPA-NXX7




NPA-NXX8




NPA-NXX9




NPA-NXX10




NPA-NXX11




NPA-NXX12



2.1.2.1 NPAC Personnel Open SP2 NPA-NXX 



NPAC Personnel open NPA-NXX7, NPA-NXX11, and NPA-NXX12 for portability with an open effective date equal to the current date.



2.1.2.2 SP2 Open NPA-NXX via SOA Mechanized Interface 



SP2 opens NPA-NXX8 and NPA-NXX9 for portability with an open effective date equal to the current date using their SOA.



2.1.2.3 SP2 Open NPA-NXX via LTI 



SP2 opens NPA-NXX10 for portability with an open effective date equal to the current date using the LTI.



2.1.3 SP3 (SPID3) NPA-NXX Data




NPA-NXX13




NPA-NXX14




NPA-NXX15




NPA-NXX16




NPA-NXX17




NPA-NXX18




NPA-NXX19



2.1.3.1 NPAC Personnel Open SP3 NPA-NXX 



NPAC Personnel open NPA-NXX13 and NPA-NXX14 for portability with an open effective date equal to the current date.



2.1.3.2 SP3 Open NPA-NXX via SOA Mechanized Interface  



SP3 opens NPA-NXX15, NPA-NXX16, NPA-NXX17, NPA-NXX18 and NPA-NXX19 for portability with an open effective date equal to the current date using their SOA.



2.1.4 SP4(SPID4) NPA-NXX Data




NPA-NXX20




NPA-NXX21




NPA-NXX22




NPA-NXX23




NPA-NXX24




NPA-NXX25




NPA-NXX26



2.1.4.1 NPAC Personnel Open SP4 NPA-NXX 



NPAC Personnel open NPA-NXX20 for portability with an open effective date equal to the current date.



2.1.4.2 SP4 Open NPA-NXX via SOA Mechanized Interface  



SP4 opens NPA-NXX21 and NPA-NXX22 for portability with an open effective date equal to the current date using their SOA.



2.1.4.3 SP4 Open NPA-NXX via LSMS Mechanized Interface



SP4 opens NPA-NXX23 and NPA-NXX24 for portability with an open effective date equal to the current date using their LSMS.



2.1.4.4 SP4 Open NPA-NXX via LTI 



SP4 opens NPA-NXX25 and NPA-NXX26 for portability with an open effective date equal to the current date using the LTI.



2.2 Create LRN Data



Add each service provider's LRNs(M-Create of serviceProvLRN object) to be used for SP2SP testing. 



2.1.1 SP1(SPID1) LRN Data




LRN1-0000




LRN2-0000




LRN3-0000




LRN4-0000




LRN5-0000




LRN6-0000



2.1.1.1 NPAC Personnel Creates SP1 LRN



NPAC Personnel creates LRN1-0000, LRN5-0000, LRN6-0000.



2.1.1.2 SP1 Creates LRN via SOA Mechanized Interface  



SP1 creates LRN2-0000 using their SOA.



2.1.1.3 SP1 Creates LRN via LSMS Mechanized Interface 



SP1 creates LRN3-0000 using their LSMS.



2.1.1.4 SP1 Creates LRN via LTI 



SP1 creates LRN4-0000 using the LTI.



2.1.2 SP2(SPID2) LRN Data




LRN7-0000




LRN8-0000




LRN9-0000




LRN10-0000




LRN11-0000




LRN12-0000



2.1.2.1 NPAC Personnel Creates SP2 LRN 



NPAC Personnel creates NPA-NXX7-0000, LRN11-0000, LRN12-0000



2.1.2.2 SP2 Creates LRN via SOA Mechanized Interface 



SP2 creates LRN8-0000 and LRN9-0000 using their SOA.



2.1.2.3 SP2 Creates LRN via LTI 



SP2 creates LRN10-0000 using the LTI.



2.1.3 SP3(SPID3) LRN Data




LRN13-0000




LRN14-0000




LRN15-0000




LRN16-0000




LRN17-0000




LRN18-0000




LRN19-0000



2.1.3.1 NPAC Personnel Creates SP3 LRN 



NPAC Personnel creates LRN13-0000 and LRN14-0000.



2.1.3.2 SP3 Creates LRN via SOA Mechanized Interface  



SP3 creates LRN15-0000, LRN16-0000 and LRN17-0000 using their SOA.



2.1.3.3 SP3 Creates LRN via LSMS Mechanized Interface 



SP3 creates LRN18-0000 and LRN19-0000 using their LSMS.



2.1.4 SP4(SPID4) LRN Data




LRN20-0000




LRN21-0000




LRN22-0000




LRN23-0000




LRN24-0000




LRN25-0000




LRN26-0000



2.1.4.1 NPAC Personnel Creates SP4 LRN 



NPAC Personnel creates LRN20-0000.



2.1.4.2 SP4 Creates LRN via SOA Mechanized Interface  



SP4 creates LRN21-0000 and LRN22-0000 using their SOA.



2.1.4.3 SP4 Creates LRN via LSMS Mechanized Interface



SP4 creates LRN23-0000 and LRN24-0000 using their LSMS.



2.1.4.4 SP4 Creates LRN via LTI 



SP4 creates LRN25-0000 and LRN26-0000 using the LTI.



3. SP2SP Testing



The SP2SP Testing consists of 2 phases. The first phase is a round robin scenario where a TN is ported from the Incumbent service provider to the other service providers and back to Incumbent service provider. The second phase consists of the service providers dividing up into pairs and porting TNs between them. The SOA activity of porting a TN is exercised between the pairs of service providers and the LSMS broadcast activity is exercised by all LSMSs' simultaneously.



The GTT data to be used by each service provider during the SP2SP testing is as follows:



SP1 - SPID1




CLASS DPC: CLASS DPC1   CLASS SSN:CLASS SSN1




 LIDB DPC: LICB DPC1    LIDB SSN:LICB SSN1




 CNAM DPC: CNAM DPC1    CNAM SSN:CNAM SSN1




 ISVM DPC: ISVM DPC1    ISVM SSN:ISVM SSN1




BillingId: BillingID1



SP2 - SPID2




CLASS DPC: CLASS DPC2   CLASS SSN:CLASS SSN2




 LIDB DPC: LICB DPC2   LIDB SSN:LICB SSN2




 CNAM DPC: CNAM DPC2    CNAM SSN:CNAM SSN2




 ISVM DPC: ISVM DPC2    ISVM SSN:ISVM SSN2




BillingId: BillingID2



SP3 - SPID3




CLASS DPC: CLASS DPC3   CLASS SSN:CLASS SSN3




 LIDB DPC: LICB DPC3    LIDB SSN:LICB SSN3




 CNAM DPC: CNAM DPC3    CNAM SSN:CNAM SSN3




 ISVM DPC: ISVM DPC3    ISVM SSN:ISVM SSN3




BillingId: BillingID3



SP4 - SPID4




CLASS DPC: CLASS DPC4   CLASS SSN:CLASS SSN4




 LIDB DPC: LICB DPC4    LIDB SSN:LICB SSN4




 CNAM DPC: CNAM DPC4    CNAM SSN:CNAM SSN4




 ISVM DPC: ISVM DPC4    ISVM SSN:ISVM SSN4




BillingId: BillingID4



3.1 Round Robin Testing



The Round Robin testing involves porting a TN from SP1, among the other service providers and back to SP1. This testing is used as a sanity/stability check to verify that everyone is ready for SP2SP testing. It is considered to be one test case with multiple steps and needs to be executed by the service providers and NPAC personnel as a team.



Note: In the future, it is recommended that this test case be executed immediately following a new load of NPAC SMS software.



Due to the limited amount of time for SP2SP testing, service providers use the current date for the newSP-duedate and oldSP-duedate values. The following outlines the activity and the flow of the round robin testing.



3.1.1 Port TN from SP1 to SP3 - 1st time ported TN. As the new service provider, SP3(SPID3) creates a pending port(newSP-Create) for TN TN1. SP1(SPID1) concurs with the pending port. Next, SP3 activates the pending port and the NPAC SMS broadcast an M-Create of the subscriptionVersion object to all LSMSs. 



Note: since this is a 1st time ported TN, an NewNPA-NXX notification (NPA-NXX for TN1) should be sent to all SOA and LSMSs when the pending port is created. 



NPAC Personnel issues an audit of TN TN1 to all service providers and verifies the results of the audit(TN and GTT data) via the audit report. Also, the service providers verify the port by issuing queries to the NPAC SMS for the active TN. 



3.1.2 Port TN from SP3 to SP2 - previously ported TN. As the new service provider, SP2(SPID2) creates a pending port(newSP-Create) for TN TN1. SP3 concurs with the pending port. Next, SP2 activates the pending port and the NPAC SMS broadcasts an M-Create of the subscriptionVersion object to all LSMSs.  



NPAC Personnel issues an audit of TN TN1 to all service providers and verifies the results of the audit(TN and GTT data) via the audit report. Also, the service providers verify the port by issuing queries to the NPAC SMS for the active TN. 



3.1.3 Port TN from SP2I to SP4 - previously ported TN.



 As the new service provider, SP4(SPID4) creates a pending port(newSP-Create) for TN TN1. SP2 concurs with the pending port. Next, SP4 activates the pending port and the NPAC SMS broadcasts an M-Create to the subscriptionVersion object to all LSMSs.  



NPAC Personnel issues an audit of TN TN1 to all service providers and verifies the results of the audit(TN and GTT data) via the audit report. Also, the service providers verify the port by issuing queries to the NPAC SMS for the active TN.



3.1.4 Port TN from SP4 to SP1 "back to original" – previously ported TN.



As the new service provider and original owner of the TN, SP1 creates a pending port(newSP-Create) with the "port to original" flag equal to TRUE for TN TN1. SP4(SPID1) concurs with the pending port. Next, SP1 activates the pending port and the NPAC SMS broadcasts M-Delete the subscriptionVersion object to all LSMSs. 



NPAC Personnel issues an audit of TN TN1 to all service providers and verifies the results of the audit(TN and GTT data) via the audit report. Also, the service providers verify the port by issuing queries to the NPAC SMS for the active TN.



4. Partner Testing – SP1 with SP2


4.1 Port TN from SP1 to SP2 - 1st ported TN  (create pending port, modify pending, activate, modify active, port to original)



1. As the new service provider, SP2(SPID2) creates a pending port(newSP-Create - LSPP) for a TN range (1st ported number for NPA-NXX ?). SP1(SPID1) concurs with the pending port (oldSPCreate, authorization = True). 



2. SP2 modifies the LRN value for the pending port via the SOA interface. SP1 modifies the oldSP-duedate value for the pending port via the SOA interface. 



3. SP2 activates the pending port and the NPAC SMS broadcast an M-Create of the subscriptionVersion object to all LSMSs. 



4. NPAC Personnel and/or service provider perform audit of the single TN.



5. SP2 modifies LIDB DPC and SSN values for the ported TN (active) via the SOA interface. 



6. As the old service provider, SP2(SPID2) creates a pending port(oldSP-Create - LSPP) for the TN. SP1(SPID1) concurs with the pending port (newSPCreate) with the "port to original" flag set to Yes/True. 



7. SP2 modifies the oldSP-duedate for the pending port via the SOA interface. SP1 modifies the newSP-duedate value for the pending port via the SOA interface. 



8. SP1 activates the pending port and the NPAC SMS broadcast an M-Delete of the subscriptionVersion object to all LSMSs. 



9.  NPAC Personnel and/or service provider perform audit of the single TN.



4.2 Port TN Range from SP2 to SP1 - 1st ported TN 



(create pending port, modify pending, activate, mass update, port to original)



1. As the new service provider, SP1(SPID1) creates a pending port(newSP-Create - LSPP) for a TN range (1st ported TN for NPA-NXX ?). SP2(SPID2) concurs with the pending ports (oldSPCreate, authorization = True). 



2. SP1 modifies the LRN value for the pending ports via the SOA interface. SP2 modifies the oldSP-duedate value for the pending ports via the SOA interface. 



3. SP1 activates the pending ports and the NPAC SMS broadcasts an M-Action of the subscriptionVersion objects to all LSMSs. 



4. SP1 contacts NPAC Personnel to perform a mass update on the LRN value of the TN range.



5.  NPAC Personnel and/or service provider perform audit of the TN range.



6. As the old service provider, SP1(SPID1) creates a pending port(oldSP-Create - LSPP) for the TN range. SP2(SPID2) concurs with the pending port (newSPCreate) with the "port to original" flag set to Yes/True. 



7. SP1 modifies the oldSP-duedate for the pending ports via the SOA interface. SP2 modifies the newSP-duedate value for the pending ports via the SOA interface. 



8. SP2 activates the pending ports and the NPAC SMS broadcasts a scope/filter M-Delete of the subscriptionVersion objects to all LSMSs. 



9. NPAC Personnel and/or service provider perform audit of the single TN.



4.3 Port TN from SP2 to SP2 - 1st ported TN  (create pending port, modify pending, activate, modify active, disconnect...port to original not supported for LISP)



1. As the new service provider, SP2(SPID2) creates a pending port(newSP-Create - LISP) for a single TN (1st ported number for NPA-NXX ?). 



2. SP2 modifies the Billing ID value for the pending port via the SOA interface. 



3. SP2 activates the pending port and the NPAC SMS broadcast an M-Create of the subscriptionVersion object to all LSMSs. 



4. SP2 modifies End User Location Value for the ported TN (active) via the SOA interface. 



5. NPAC Personnel and/or service provider perform audit of the single TN.



6. As the new service provider, SP1(SPID1) creates a pending port(newSP-Create - LSPP) for a single TN. SP2 concurs with the pending port.



7. SP1 activates the pending port and the NPAC SMS broadcast an M-Create of the subscriptionVersion object to all LSMSs. 



8. SP1 disconnects the ported TN via the SOA interface.



9. NPAC Personnel and/or service provider perform audit of the single TN.



4.4 Port TN Range from SP2 to SP2 - 1st ported TN  (create pending port, modify pending, activate, mass update, disconnect...port to original not supported for LISP)



1. As the new service provider, SP2(SPID2) creates a pending port(newSP-Create - LISP) for a TN range (1st ported TN for NPA-NXX ?)...newSP-duedate is a future date.



2. SP2 modifies the newSP-duedate values for the pending ports via the SOA interface...set newSP-duedate to current date. 



3. SP2 activates the pending port and the NPAC SMS broadcast an M-Action of the subscriptionVersion objects to all LSMSs. 



4. SP2 contacts NPAC Personnel to perform a mass update on the ISVM DPC and SSN values of the TN range.



5. SP2 disconnects the ported TN via the SOA interface.



6. NPAC Personnel and/or service provider perform audit of the TN range.



4.5 Port TN from SP1 to SP1  - 1st ported TN  (create pending port, modify pending, activate, modify active, disconnect...port to original not supported for LISP)



1. As the new service provider, SP1(SPID1) creates a pending port(newSP-Create - LISP) for a single TN (1st ported number for NPA-NXX ?). 



2. SP1 modifies the newSP-duedate value for the pending port via the SOA interface. 



3. SP1 activates the pending port and the NPAC SMS broadcast an M-Create of the subscriptionVersion object to all LSMSs. 



4. SP1 modifies CNAM DPC and SSN values for the ported TN (active) via the SOA interface. 



5. NPAC Personnel and/or service provider perform audit of the single TN.



6. SP1 disconnects the ported TN via the SOA interface.



4.6 Port TN Range from SP1 to SP1 - 1st ported TN (create pending port, modify pending, activate, mass update, disconnect...port to original not supported for LISP)



1. As the new service provider, SP1(SPID1) creates a pending port(newSP-Create - LISP) for a TN range (1st ported TN for 804-?)...future date.



2. SP1 modifies the newSP-duedate values for the pending ports via the SOA interface...set to current date. 



3. SP1 activates the pending port and the NPAC SMS broadcast an M-Action of the subscriptionVersion objects to all LSMSs. 



4. SP1 contacts NPAC Personnel to perform a mass update on the ISVM DPC and SSN values of the TN range.



5. NPAC Personnel and/or service provider perform audit of the TN range.



6. As the new service provider, SP2(SPID2) creates a pending port(newSP-Create - LSPP) for a single TN. SP1 concurs with the pending port.



7. SP2 activates the pending port and the NPAC SMS broadcast an M-Create of the subscriptionVersion object to all LSMSs. 



8. SP2 disconnects the ported TN via the SOA interface.



9. NPAC Personnel and/or service provider perform audit of the single TN.



4.7 Port TN from SP1 to SP2



(new create pending port, oldSP-CreateRequest notification, concurrence, activate, disconnect)



1. As the new service provider, SP2(SPID2) creates a pending port(newSP-Create - LSPP) for single TN. SP1(SPID1) does not concur. 



2. The initial concurrence window expires and the oldSP-CreateRequest notification is sent to SP1. 



3. SP1 concurs with the pending port (oldSPCreate, authorization=True). 



4. SP2 activates the pending port and the NPAC SMS broadcast an M-Create of the subscriptionVersion object to all LSMSs. 



5. NPAC Personnel and/or service provider perform audit of the single TN.



6. SP2 disconnects the ported TN via the SOA interface.



4.8 Port TN from SP2 to SP1



(new create pending port, initial concurrence window expiration, oldSP-CreateRequest notification, final concurrence window expiration, activate, disconnect)



1. As the new service provider, SP1(SPID1) creates a pending port(newSP-Create - LSPP) for a single TN. SP2(SPID2) does not concur. 



2. The initial concurrence window expires and the oldSP-CreateRequest notification is sent to SP2. 



3. The final concurrence window expires.



4. SP1 activates the pending port and the NPAC SMS broadcast an M-Create of the subscriptionVersion object to all LSMSs. 



5. NPAC Personnel and/or service provider perform audit of the single TN.



6. SP1 disconnects the ported TN via the SOA interface.



4.9 Port TN from SP1 to SP2 and back while experiencing conflict (create pending port, set into conflict, modify conflict, remove from conflict, activate)



1. As the new service provider, SP2(SPID2) creates a pending port(newSP-Create - LSPP) for a single TN with a future date. SP1(SPID1) concurs with the pending port (oldSPCreate, authorization=False, cause code is duedate mismatch) and the status of the pending port is set to conflict. 



2. SP2 modifies the newSP-duedate by setting it to the current date.



3. SP1 removes the pending port from conflict (within the conflict



window).



4. SP2 activates the pending port and the NPAC SMS broadcast an M-Create of the subscriptionVersion objects to all LSMSs. 



5. NPAC Personnel and/or service provider perform audit of single TN.



6. As the new service provider, SP1(SPID1) creates a pending port(newSP-Create - LSPP) for the single TN with a future date. SP2 concurs with the pending port (oldSPCreate, authorization = True). Note that this is not a "port to original" request.



7. SP2 modifies the pending port setting the authorization = False and the cause code FOC not received. The status of the pending port is updated to conflict. 



8. SP1 modifies the newSP-duedate by setting it to the current date. SP2 modifies the oldSP-duedate by setting it to the current date.



9. SP1 removes the pending port from conflict (following the expiration of the conflict window).



10. SP1 activates the pending port and the NPAC SMS broadcast an M-Create of the subscriptionVersion objects to all LSMSs. 



11. NPAC Personnel and/or service provider perform audit of single TN.



4.10 Cancel Pending Port by new - no concurrence by new (create pending port by new, cancel by new, create by old, no concurrence by new)



1. As the new service provider, SP2(SPID2) creates a pending port(newSP-Create - LSPP) for TN.  No concurrence from SP1.



2. SP2 cancels the pending port and the status of the pending port is set to cancelled.



3. As the old service provider, SP1 creates a pending port(oldSP-Create - LSPP) for TN 703-?.  No concurrence from SP2.



4. Initial concurrence window expires and NewSP-CreateRequest is sent to SP2 asking for its concurrence.



5. Final concurrence window expires and status of the pending port is set to cancelled.



4.11 Cancel Pending Port by old - no concurrence new



(create pending port by old, cancel by old, create by new, no concurrence by old, activate)



1. As the old service provider, SP1 creates a pending port(oldSP-Create - LSPP) for a single TN.  No concurrence from SP2.



2. SP1 cancels the pending port and the status of the pending port is set to cancelled.



3. As the new service provider, SP2 creates a pending port(newSP-Create - LSPP) for a single TN.  No concurrence from SP1.



4. Initial concurrence window expires and OldSP-CreateRequest is sent to SP1 asking for its concurrence.



5. Final concurrence window expires.



6. SP2 activates the pending port.



7. Audit performed by NPAC Personnel and/or service provider whose SOA supports audits.



4.12 Cancel Pending Port by new - no concurrence old



(create pending port, concurrence, cancel by new, acknowledge cancel)



1. As the new service provider, SP2(SPID2) creates a pending port(newSP-Create – LSPP) for a single TN. SP1(SPID1) concurs with the pending port (oldSPCreate, authorization = True). 



2. SP2 cancels the pending port and the status is updated to cancel pending. 



3. SP1 acknowledges the cancel and the status is updated to cancelled.



4.13 Cancel Pending Port by new - concurred pending port



(create pending port, concurrence, cancel by new, initial cancel window expires, acknowledge cancel)



1. As the new service provider, SP1(SPID1) creates a pending port(newSP-Create - LSPP) for a single TN. SP2(SPID2) concurs with the pending port (oldSPCreate, authorization=True). 



2. SP1 cancels the pending port and the status is updated to cancel pending. 



3. The initial cancellation window expires and the CancellationAcknowledgeRequest notification is sent to SP2. 



4. SP2 acknowledges the cancel and the status is updated to cancelled.



4.14 Cancel Pending Port by old - concurred pending port



 (create pending port, concurrence, cancel by old, acknowledge cancel by new)



1. As the new service provider, SP2(SPID2) creates a pending port(newSP-Create - LSPP) for a single TN. SP1(SPID1) concurs with the pending port (oldSPCreate, authorization=True). 



2. SP1 cancels the pending port and the status is updated to cancel pending. 



3. SP2 acknowledges the cancel and the status is updated to cancelled.



4.15 Cancel Pending Port by old - concurred pending port 



(create pending port, concurrence, cancel by old, initial cancel window expires, final cancel window expires, conflict)



1. As the new service provider, SP1(SPID1) creates a pending port(newSP-Create - LSPP) for a single TN. SP2(SPID2) concurs with the pending port (oldSPCreate, authorization=True). 



2. SP2 cancels the pending port and the status is updated to cancel pending. 



3. The initial cancellation window expires and the CancellationAcknowledgeRequest notification is sent to SP1. 



4. The final cancellation window expires and the status of the pending port is updated to conflict.



4.16 Cancel Pending Port by new - concurred pending port



(create pending port, concurrence, cancel by new, initial cancel window



expires, final concurrence window expires, activate)



1. As the new service provider, SP2(SPID2) creates a pending port(newSP-Create - LSPP) for a single TN. SP1(SPID1) concurs with the pending port (oldSPCreate, authorization = True). 



2. SP2 cancels the pending port and the status is updated to cancel pending. 



3. The initial cancellation window expires and the CancellationAcknowledgeRequest notification is sent to SP1. 



4. The final cancellation window expires and the status of the pending port is updated to pending.



5. SP2 activates the pending port.



6. NPAC Personnel and/or service provider perform audit of the single TN.



4.17 Delete NPA-NXX open for portability.



1. SP1 deletes an NPA-NXX via their SOA interface



2. SP1 deletes an NPA-NXX via their LSMS interface



3. SP2 deletes an NPA-NXX via their SOA interface



4.18 Delete LRN.



1. SP1 deletes LRN via their SOA interface



2. SP1 deletes LRN via their LSMS interface



3. SP2 deletes LRN via their SOA interface



5. Partner Testing – SP3 with SP4


5.1 Port TN from SP3 to SP4 - 1st ported TN  (create pending port, modify pending, activate, modify active, port to original)



1. As the new service provider, SP4(SPID4) creates a pending port(newSP-Create - LSPP) for a TN range (1st ported number for NPA-NXX ?). SP3(SPID3) concurs with the pending port (oldSPCreate, authorization = True). 



2. SP4 modifies the LRN value for the pending port via the SOA interface. SP3 modifies the oldSP-duedate value for the pending port via the SOA interface. 



3. SP4 activates the pending port and the NPAC SMS broadcast an M-Create of the subscriptionVersion object to all LSMSs. 



4. NPAC Personnel and/or service provider perform audit of the single TN.



5. SP4 modifies LIDB DPC and SSN values for the ported TN (active) via the SOA interface. 



6. As the old service provider, SP4(SPID4) creates a pending port(oldSP-Create - LSPP) for the TN. SP3(SPID3) concurs with the pending port (newSPCreate) with the "port to original" flag set to Yes/True. 



7. SP4 modifies the oldSP-duedate for the pending port via the SOA interface. SP3 modifies the newSP-duedate value for the pending port via the SOA interface. 



8. SP3 activates the pending port and the NPAC SMS broadcast an M-Delete of the subscriptionVersion object to all LSMSs. 



9.  NPAC Personnel and/or service provider perform audit of the single TN.



5.2 Port TN Range from SP4 to SP3 - 1st ported TN 



(create pending port, modify pending, activate, mass update, port to original)



1. As the new service provider, SP3(SPID3) creates a pending port(newSP-Create - LSPP) for a TN range (1st ported TN for NPA-NXX ?). SP4(SPID4) concurs with the pending ports (oldSPCreate, authorization = True). 



2. SP3 modifies the LRN value for the pending ports via the SOA interface. SP4 modifies the oldSP-duedate value for the pending ports via the SOA interface. 



3. SP3 activates the pending ports and the NPAC SMS broadcasts an M-Action of the subscriptionVersion objects to all LSMSs. 



4. SP3 contacts NPAC Personnel to perform a mass update on the LRN value of the TN range.



5.  NPAC Personnel and/or service provider perform audit of the TN range.



6. As the old service provider, SP3(SPID3) creates a pending port(oldSP-Create - LSPP) for the TN range. SP4(SPID4) concurs with the pending port (newSPCreate) with the "port to original" flag set to Yes/True. 



7. SP3 modifies the oldSP-duedate for the pending ports via the SOA interface. SP4 modifies the newSP-duedate value for the pending ports via the SOA interface. 



8. SP4 activates the pending ports and the NPAC SMS broadcasts a scope/filter M-Delete of the subscriptionVersion objects to all LSMSs. 



9. NPAC Personnel and/or service provider perform audit of the single TN.



5.3 Port TN from SP4 to SP4 - 1st ported TN  (create pending port, modify pending, activate, modify active, disconnect...port to original not supported for LISP)



1. As the new service provider, SP4(SPID4) creates a pending port(newSP-Create - LISP) for a single TN (1st ported number for NPA-NXX ?). 



2. SP4 modifies the Billing ID value for the pending port via the SOA interface. 



3. SP4 activates the pending port and the NPAC SMS broadcast an M-Create of the subscriptionVersion object to all LSMSs. 



4. SP4 modifies End User Location Value for the ported TN (active) via the SOA interface. 



5. NPAC Personnel and/or service provider perform audit of the single TN.



6. As the new service provider, SP3(SPID3) creates a pending port(newSP-Create - LSPP) for a single TN. SP4 concurs with the pending port.



7. SP3 activates the pending port and the NPAC SMS broadcast an M-Create of the subscriptionVersion object to all LSMSs. 



8. SP3 disconnects the ported TN via the SOA interface.



9. NPAC Personnel and/or service provider perform audit of the single TN.



5.4 Port TN Range from SP4 to SP4 - 1st ported TN  (create pending port, modify pending, activate, mass update, disconnect...port to original not supported for LISP)



1. As the new service provider, SP4(SPID4) creates a pending port(newSP-Create - LISP) for a TN range (1st ported TN for NPA-NXX ?)...newSP-duedate is a future date.



2. SP4 modifies the newSP-duedate values for the pending ports via the SOA interface...set newSP-duedate to current date. 



3. SP4 activates the pending port and the NPAC SMS broadcast an M-Action of the subscriptionVersion objects to all LSMSs. 



4. SP4 contacts NPAC Personnel to perform a mass update on the ISVM DPC and SSN values of the TN range.



5. SP4 disconnects the ported TN via the SOA interface.



6. NPAC Personnel and/or service provider perform audit of the TN range.



5.5 Port TN from SP3 to SP3  - 1st ported TN  (create pending port, modify pending, activate, modify active, disconnect...port to original not supported for LISP)



*** Note, at this time SP3 does not support LISP porting. If desired, NPAC personnel will perform the steps described below for this test case, and case 5.6.



1. As the new service provider, SP3(SPID3) creates a pending port(newSP-Create - LISP) for a single TN (1st ported number for NPA-NXX ?). 



2. SP3 modifies the newSP-duedate value for the pending port via the SOA interface. 



3. SP3 activates the pending port and the NPAC SMS broadcast an M-Create of the subscriptionVersion object to all LSMSs. 



4. SP3 modifies CNAM DPC and SSN values for the ported TN (active) via the SOA interface. 



5. NPAC Personnel and/or service provider perform audit of the single TN.



6. SP3 disconnects the ported TN via the SOA interface.



5.6 Port TN Range from SP3 to SP3 - 1st ported TN (create pending port, modify pending, activate, mass update, disconnect...port to original not supported for LISP)



1. As the new service provider, SP3(SPID3) creates a pending port(newSP-Create - LISP) for a TN range (1st ported TN for 804-?)...future date.



2. SP3 modifies the newSP-duedate values for the pending ports via the SOA interface...set to current date. 



3. SP3 activates the pending port and the NPAC SMS broadcast an M-Action of the subscriptionVersion objects to all LSMSs. 



4. SP3 contacts NPAC Personnel to perform a mass update on the ISVM DPC and SSN values of the TN range.



5. NPAC Personnel and/or service provider perform audit of the TN range.



6. As the new service provider, SP4(SPID4) creates a pending port(newSP-Create - LSPP) for a single TN. SP3 concurs with the pending port.



7. SP4 activates the pending port and the NPAC SMS broadcast an M-Create of the subscriptionVersion object to all LSMSs. 



8. SP4 disconnects the ported TN via the SOA interface.



9. NPAC Personnel and/or service provider perform audit of the single TN.



5.7 Port TN from SP3 to SP4



(new create pending port, oldSP-CreateRequest notification, concurrence, activate, disconnect)



1. As the new service provider, SP4(SPID4) creates a pending port(newSP-Create - LSPP) for single TN. SP3(SPID3) does not concur. 



2. The initial concurrence window expires and the oldSP-CreateRequest notification is sent to SP3. 



3. SP3 concurs with the pending port (oldSPCreate, authorization=True). 



4. SP4 activates the pending port and the NPAC SMS broadcast an M-Create of the subscriptionVersion object to all LSMSs. 



5. NPAC Personnel and/or service provider perform audit of the single TN.



6. SP4 disconnects the ported TN via the SOA interface.



5.8 Port TN from SP4 to SP3



(new create pending port, initial concurrence window expiration, oldSP-CreateRequest notification, final concurrence window expiration, activate, disconnect)



1. As the new service provider, SP3(SPID3) creates a pending port(newSP-Create - LSPP) for a single TN. SP4(SPID4) does not concur. 



2. The initial concurrence window expires and the oldSP-CreateRequest notification is sent to SP4. 



3. The final concurrence window expires.



4. SP3 activates the pending port and the NPAC SMS broadcast an M-Create of the subscriptionVersion object to all LSMSs. 



5. NPAC Personnel and/or service provider perform audit of the single TN.



6. SP3 disconnects the ported TN via the SOA interface.



5.9 Port TN from SP3 to SP4 and back while experiencing conflict (create pending port, set into conflict, modify conflict, remove from conflict, activate)



1. As the new service provider, SP4(SPID4) creates a pending port(newSP-Create - LSPP) for a single TN with a future date. SP3(SPID3) concurs with the pending port (oldSPCreate, authorization=False, cause code is duedate mismatch) and the status of the pending port is set to conflict. 



2. SP4 modifies the newSP-duedate by setting it to the current date.



3. SP3 removes the pending port from conflict (within the conflict



window).



4. SP4 activates the pending port and the NPAC SMS broadcast an M-Create of the subscriptionVersion objects to all LSMSs. 



5. NPAC Personnel and/or service provider perform audit of single TN.



6. As the new service provider, SP3(SPID3) creates a pending port(newSP-Create - LSPP) for the single TN with a future date. SP4 concurs with the pending port (oldSPCreate, authorization = True). Note that this is not a "port to original" request.



7. SP4 modifies the pending port setting the authorization = False and the cause code FOC not received. The status of the pending port is updated to conflict. 



8. SP3 modifies the newSP-duedate by setting it to the current date. SP4 modifies the oldSP-duedate by setting it to the current date.



9. SP3 removes the pending port from conflict (following the expiration of the conflict window).



10. SP3 activates the pending port and the NPAC SMS broadcast an M-Create of the subscriptionVersion objects to all LSMSs. 



11. NPAC Personnel and/or service provider perform audit of single TN.



5.10 Cancel Pending Port by new - no concurrence by new (create pending port by new, cancel by new, create by old, no concurrence by new)



1. As the new service provider, SP4(SPID4) creates a pending port(newSP-Create - LSPP) for TN.  No concurrence from SP3.



2. SP4 cancels the pending port and the status of the pending port is set to cancelled.



3. As the old service provider, SP3 creates a pending port(oldSP-Create - LSPP) for TN 703-?.  No concurrence from SP4.



4. Initial concurrence window expires and NewSP-CreateRequest is sent to SP4 asking for its concurrence.



5. Final concurrence window expires and status of the pending port is set to cancelled.



5.11 Cancel Pending Port by old - no concurrence new



(create pending port by old, cancel by old, create by new, no concurrence by old, activate)



1. As the old service provider, SP3 creates a pending port(oldSP-Create - LSPP) for a single TN.  No concurrence from SP4.



2. SP3 cancels the pending port and the status of the pending port is set to cancelled.



3. As the new service provider, SP4 creates a pending port(newSP-Create - LSPP) for a single TN.  No concurrence from SP3.



4. Initial concurrence window expires and OldSP-CreateRequest is sent to SP3 asking for its concurrence.



5. Final concurrence window expires.



6. SP4 activates the pending port.



7. Audit performed by NPAC Personnel and/or service provider whose SOA supports audits.



5.12 Cancel Pending Port by new - no concurrence old



(create pending port, concurrence, cancel by new, acknowledge cancel)



1. As the new service provider, SP4(SPID4) creates a pending port(newSP-Create – LSPP) for a single TN. SP3(SPID3) concurs with the pending port (oldSPCreate, authorization = True). 



2. SP4 cancels the pending port and the status is updated to cancel pending. 



3. SP3 acknowledges the cancel and the status is updated to cancelled.



5.13 Cancel Pending Port by new - concurred pending port



(create pending port, concurrence, cancel by new, initial cancel window expires, acknowledge cancel)



1. As the new service provider, SP3(SPID3) creates a pending port(newSP-Create - LSPP) for a single TN. SP4(SPID4) concurs with the pending port (oldSPCreate, authorization=True). 



2. SP3 cancels the pending port and the status is updated to cancel pending. 



3. The initial cancellation window expires and the CancellationAcknowledgeRequest notification is sent to SP4. 



4. SP4 acknowledges the cancel and the status is updated to cancelled.



5.14 Cancel Pending Port by old - concurred pending port



 (create pending port, concurrence, cancel by old, acknowledge cancel by new)



1. As the new service provider, SP4(SPID4) creates a pending port(newSP-Create - LSPP) for a single TN. SP3(SPID3) concurs with the pending port (oldSPCreate, authorization=True). 



2. SP3 cancels the pending port and the status is updated to cancel pending. 



3. SP4 acknowledges the cancel and the status is updated to cancelled.



5.15 Cancel Pending Port by old - concurred pending port 



(create pending port, concurrence, cancel by old, initial cancel window expires, final cancel window expires, conflict)



1. As the new service provider, SP3(SPID3) creates a pending port(newSP-Create - LSPP) for a single TN. SP4(SPID4) concurs with the pending port (oldSPCreate, authorization=True). 



2. SP4 cancels the pending port and the status is updated to cancel pending. 



3. The initial cancellation window expires and the CancellationAcknowledgeRequest notification is sent to SP3. 



4. The final cancellation window expires and the status of the pending port is updated to conflict.



5.16 Cancel Pending Port by new - concurred pending port



(create pending port, concurrence, cancel by new, initial cancel window



expires, final concurrence window expires, activate)



1. As the new service provider, SP4(SPID4) creates a pending port(newSP-Create - LSPP) for a single TN. SP3(SPID3) concurs with the pending port (oldSPCreate, authorization = True). 



2. SP4 cancels the pending port and the status is updated to cancel pending. 



3. The initial cancellation window expires and the CancellationAcknowledgeRequest notification is sent to SP3. 



4. The final cancellation window expires and the status of the pending port is updated to pending.



5. SP4 activates the pending port.



6. NPAC Personnel and/or service provider perform audit of the single TN.



5.17 Delete NPA-NXX open for portability.



1. SP3 deletes an NPA-NXX via their SOA interface



2. SP3 deletes an NPA-NXX via their LSMS interface



3. SP4 deletes an NPA-NXX via their SOA interface



4. SP4 deletes an NPA-NXX via their LSMS interface.



5.18 Delete LRN.



1. SP3 deletes an LRN via their SOA interface



2. SP3 deletes an LRN via their LSMS interface



3. SP4 deletes an LRN via their SOA interface



4. SP4 deletes an LRN via their LSMS interface



6. Performance Testing 


6.1 Single TN Volume Testing



Test case procedures incorporated into test case 1.1 from Release 2.0.



6.2 TN Range Volume Testing



Test case procedures incorporated into test case 1.3 from Release 2.0.



6.3  Stability Testing



1. Each Service Provider participating in the SP to SP test phase should have their normal mechanized interface associations established with the NPAC.



2.  The Service Provider pairs will agree upon two groups of TNs to be used for this test step, the first group to be used for single SV activities, the second to be used for "range of 10" SV activities.



3.  At the agreed upon starting time, each SP will act as the "new" SP and will create 10 individual Subscription Versions from the agreed upon range.  Each SP will then create a single range of 10 Subscription versions from the agreed upon TN group.



4. At starting time plus 15 minutes, each SP will act as the "old" SP and will concur with the 10 individual Subscription Versions and the range of 10 Subscriptions created by the "new" SP in the previous step.



5.  At starting time plus 30 minutes, each SP will act as the "new" SP  and will activate the 10 individual Subscription Versions and the range of 10 Subscriptions that were concurred with in the previous step.  



6.  At starting time plus 45 minutes, each SP will act as the "new" SP and will disconnect the 10 individual Subscription Versions and the range of 10 Subscriptions that were activated in the previous step.



7.  The starting station number of the TNs in the agreed upon ranges are increased by 20.



8.  Repeat steps 3 through 7 for the desired stability testing periods.  12 hours, 24 hours, and 48 hours have been suggested.



6.4 Stress Testing



1.  As an optional stress testing phase, repeat the scenario described above in 6.3, except that all steps will be executed as quickly as possible with no delay periods between steps.  Continue for a 1 hour period.



 7. Disaster Recovery


 7.1 Scheduled Site Switchover



 7.1.1 Using the contact information, and the procedures in the M&P manual, NPAC personnel will notify all service providers of the expected system outage.



 7.1.2 Prior to the scheduled site switchover, all service providers will perform random queries of their network data, and subscription version data to be able to verify that the data currently available on the primary NPAC is also available after the switchover occurs.



 7.1.3 At the appointed time, NPAC personnel will abort any remaining associations at the primary NPAC site, and will then execute the procedures necessary to make the backup site available.



 7.1.4 All service providers will be notified of the backup site's availability, and will re-establish their associations.



 7.1.5 Once normal operations are re-established with the backup site, all service providers will execute the SP to SP testing scenario 3.1, "Round Robin Testing" using a different set of data.



 7.1.6 After the testing scenario is completed, NPAC personnel will abort any remaining associations at the backup site, and will then execute the procedures necessary to restore operation  to the primary NPAC site.



 7.1.7 All service providers will be notified of the primary site's availability, and will re-establish their associations.



 7.1.8 After re-establishing normal communications with the NPAC primary site, all service providers will perform queries to verify that all new data created while connected to the backup site is now available at the restored primary site.



 7.2  Unscheduled Site Switchover



 7.2.1 Prior to the unscheduled site switchover, all service providers will perform random queries of their network data, and subscription version data to be able to verify that the data currently available on the primary NPAC is also available after the switchover occurs.



 7.2.2 At the agreed upon time, NPAC personnel will perform a scenario that will simulate a short term facilities outage.  At that time, all currently connected service providers will lose their current associations.



 7.2.3 Following the M&P guidelines, service providers will be notified of the outage, and directed to re-establish their associations at the backup site.



 7.2.4 Once normal operations are re-established with the backup site, all service providers will create a new NPA-NXX data entry.



 7.2.5 NPAC personnel will notify all service providers of the expected availability of the primary site.



 7.2.6 When the primary site is ready to resume normal operations, all service providers will discontinue operation at the backup site, and re-establish their associations at the primary NPAC.



 7.2.7 After re-establishing normal communications with the NPAC primary site, all service providers will perform queries to verify that all new data created while connected to the backup site is now available at the restored primary site.



 7.3 Scheduled Downtime



 7.3.1 Following the steps outlined in the M&P manual, NPAC personnel will perform all required notifications of expected downtime.



 7.3.2 Ten minutes prior to the planned downtime, NPAC personnel will issue an electronic notification to all currently connected service providers detailing the start and stop times of the downtime, and the reason.



 7.3.3 All service providers will verify receipt of the electronic notification.



 7.3.4 NPAC personnel will shut the primary NPAC facility down for a period of 30 minutes.



 7.3.5 At the conclusion of the scheduled downtime, NPAC personnel will restore the primary facility to normal operations.



 7.3.6 NPAC personnel will notify all service providers of the restoration of normal service.



 7.3.7 All service providers will reconnect to the NPAC and resume normal operation.



.



5. Group Turn Up Test Scenarios Related to NPAC Release 2.



This section contains all test cases written for group Service Provider Turn Up testing of Release 2.0 of the NPAC software.  



5.1 Performance Testing



From the NPAC Release 2.0 Group Test Plan, version 0.2, 6/4/1999



1.1
Single TN Volume Testing with non-pooled TNs  (TNs that are not part of a 1K Block)



Each Service Provider participating in the SP to SP test phase should have their normal mechanized interface associations established with the NPAC.




The Service Provider pairs will agree upon a range of 100 TNs to be used for this test step.



The Service Providers acting as the "new" SPs will begin creating Subscription Versions for the agreed upon range, one at a time, proceeding as quickly as is practical until all 100 SVs have been created.



After a 3-minute delay, the Service Providers acting as the "old" SPs will begin concurring with the newly created Subscription Versions, again, proceeding as quickly as is practical, until all 100 SVs have been concurred.



As soon as is practical, the SPs acting as the "new" SPs will begin activating the 100 SVs, one at a time, as quickly as possible until all 100 have been activated.



As soon as possible, the SPs acting as the "new" SPs will begin disconnecting the 100 SVs, one at a time, as quickly as possible until all 100 have been disconnected.


1.2
Single TN Volume Testing with pooled TNs



Each Service Provider participating in the SP to SP test phase should have their normal mechanized interface associations established with the NPAC.




The Service Provider pairs will agree upon a range of 100 pooled ported TNs to be used for this test step.



NPAC Personnel creates the block holder information and the Subscription Versions with LNP type “POOL”.



The Service Providers acting as the "new" SPs will begin creating Subscription Versions for the agreed upon range, one at a time, proceeding as quickly as is practical until all 100 SVs have been created.



After a 3-minute delay, the Service Providers acting as the "old" SPs will begin concurring with the newly created Subscription Versions, again, proceeding as quickly as is practical, until all 100 SVs have been concurred.



As soon as is practical, the SPs acting as the "new" SPs will begin activating the 100 SVs, one at a time, as quickly as possible until all 100 have been activated.



As soon as possible, the SPs acting as the "new" SPs will begin disconnecting the 100 SVs, one at a time, as quickly as possible until all 100 have been disconnected.



1.3
TN Range Volume Testing with non-pooled TNs  (TNs that are not part of a 1K Block)



Each Service Provider participating in the SP to SP test phase should have their normal mechanized interface associations established with the NPAC.




The Service Provider pairs will agree upon a range of 10 ranges of 100 pooled ported TNs to be used for this test step.



The Service Providers acting as the "new" SPs will begin creating Subscription Versions for the agreed upon range, one range at a time, proceeding as quickly as is practical until all 1000 SVs have been created.



After a 3 minute delay, the Service Providers acting as the "old" SPs will begin concurring with the newly created Subscription Versions, submitting each of the 10 TN ranges of 100 as quickly as is practical, until all 1000 SVs have been concurred.



As soon as is practical, the SPs acting as the "new" SPs will begin activating the 1000 SVs, one range of 100 at a time, as quickly as possible until all 1000 have been activated.



As soon as possible, the SPs acting as the "new" SPs will begin disconnecting the 1000 SVs, one range of 100 at a time, as quickly as possible until all 1000 have been disconnected.



1.4
TN Range Volume Testing with pooled TNs



Each Service Provider participating in the SP to SP test phase should have their normal mechanized interface associations established with the NPAC.




The Service Provider pairs will agree upon a range of 10 ranges of 100 pooled ported TNs to be used for this test step.



NPAC Personnel creates the block holder information and the Subscription Versions with LNP type “POOL”.



The Service Providers acting as the "new" SPs will begin creating Subscription Versions for the agreed upon range, one range at a time, proceeding as quickly as is practical until all 1000 SVs have been created.



After a 3 minute delay, the Service Providers acting as the "old" SPs will begin concurring with the newly created Subscription Versions, submitting each of the 10 TN ranges of 100 as quickly as is practical, until all 1000 SVs have been concurred.



As soon as is practical, the SPs acting as the "new" SPs will begin activating the 1000 SVs, one range of 100 at a time, as quickly as possible until all 1000 have been activated.



As soon as possible, the SPs acting as the "new" SPs will begin disconnecting the 1000 SVs, one range of 100 at a time, as quickly as possible until all 1000 have been disconnected.



5.2 Release 2. Functional Group Test Cases



5.2.1 SOA & LSMS Recovery



The purpose of these test cases are to ensure that multiple Service Providers can successfully associate with the NPAC SMS with their recovery flags on and receive notification concurrently.



			A.


			TEST IDENTITY





			


			Test Case Number:


			ILL 79 – Group 1


			Priority:


			Conditional





			


			Objective:





			SOA – Service Providers, using their SOA systems, where their SOA Network Data Download Association Function is set to ‘ON’, issue a Network Data and Notification Recovery Request by specifying a Time Range – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			ILL 79 – Notification Recovery





			


			NANC FRS Version Number:


			R2.0.0


			Relevant Requirement(s):


			RR6-29, RR6-30, RR6-31, RR6-32, RR6-33





			


			NANC IIS Version Number:


			R2.0.1


			Relevant Flow(s):


			B.7.2 Sequencing of Events on Initialization/Resynchronization of SOA





			


			








Test case procedures incorporated into test case 187-4 from Release 3.2.



			c


			TEST IDENTITY





			


			Test Case Number:


			ILL 79 – Group 2


			Priority:


			Conditional





			


			Objective:





			LSMS – Service Providers, using their LSMS systems, where LSMS Network and Subscription Data Download Association Function is set to ‘ON’, issue a Network Data and Notification Recovery Request by specifying a Time Range – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			ILL 79 – Notification Recovery





			


			NANC FRS Version Number:


			R2.0.0


			Relevant Requirement(s):


			RR6-29, RR6-30, RR6-31, RR6-32, RR6-34





			


			NANC IIS Version Number:


			R2.0.1


			Relevant Flow(s):


			B.7.1 Sequencing of Events on Initialization/Resynchronization of LSMS





			


			








Test case procedures incorporated into test case 187-1 from Release 3.2.



5.2.2 Associated Service Provider FUnctionality



			A.


			TEST IDENTITY – 





			


			Test Case Number:


			NANC 48-Group 1


			Priority:


			Conditional





			


			Objective:





			SOA – ‘Associated’ SPID ‘B’ creates an LRN (at least 4 Service Provider’s are configured to operate in this region, 1 ‘Primary’ SPID (‘A’), 2 ‘Associated’ SPIDs (‘B’ and ‘C’) and one other SPID ‘D’ – neither Primary or Associated) SPID ‘B’, and SPID ‘D’ are configured with their SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’, SPID ‘A’ and SPID ‘C’ is configured with their SOA Network Data Download Association Function set to ‘OFF’ and their LSMS Network and Subscription Data Download Association Function is set to ‘ON’ - Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 48 – Multiple Service Provider Ids per SOA Association





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			RR3-26, RR3-2





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.4.2.2 LRN Creation by the SOA





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			Verify that SPID ‘B’, and SPID ‘C’ exist on the NPAC SMS as ‘Associated’ SPIDs to Service Provider ‘A’. 



Verify that SPID ‘D’ exist on the NPAC SMS – not a ‘Primary’ or ‘Associated’ SPID.



Verify that SPID ‘B’ and SPID ‘D’ Profiles are configured with the SOA Network Data Download Association Function and the LSMS Network and Subscription Data Download Association Function set to ‘ON’.



Verify that SPID ‘A’ and SPID ‘C’ Profiles are configured with the SOA Network Data Download Association Function set to ‘OFF’ and the LSMS Network and Subscription Data Download Association Function set to ‘ON’.



Verify that the LRN does not exist on the NPAC SMS for which SPID ‘B’ is going to create a respective Subscription Version.





			


			Prerequisite SP Setup:


			





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using a SOA System, Service Provider ‘B’ Personnel submit a request to the NPAC SMS to create an LRN which does not already exist on the NPAC SMS.



The ‘Primary’ SPID ‘A’ SOA issues an M-CREATE Request serviceProvLRN to the NPAC SMS, on behalf of SPID ‘B’.


			NPAC


			The NPAC SMS receives the M-CREATE Request for the LRN from the ‘Primary’ SPID (‘A’) for ‘Associated’ SPID ‘B’ (via SPID ‘A’s’ SOA association).



The NPAC SMS verifies that the Service Provider creating the LRN information is the same as the Service Provider that owns the network data.



The NPAC SMS issues an M-CREATE Response back to ‘Associated’ SPID ‘B’ under the ‘Primary’ SPID ‘A’ association.





			2.


			NPAC


			The NPAC SMS sends an M-CREATE for the serviceProvLRN object to all LSMSs that have their LSMS Network and Subscription Data Download Association Function ‘ON’. (SPID ‘A’, ‘B’, ‘C’ and ‘D’ in this scenario.)



The NPAC SMS sends an M-CREATE for the serviceProvLRN object to all SOAs that have their SOA Network Data Download Association Function ‘ON’. (SPID ‘B’, and ‘D’ in this scenario.)


			SP


			All LSMSs in the region that are accepting downloads for the serviceProvNPA-NXX receive the M-CREATE Request from the NPAC SMS and issue an M-CREATE Response back to the NPAC SMS.



All SOAs in the region that are accepting downloads for the serviceProvNPA-NXX receive the M-CREATE Request from the NPAC SMS and issues an M-CREATE Response back to the NPAC SMS.





			3.


			SP optional


			Service Provider ‘A’ Personnel query their local SOA and LSMS system for the LRN that was just created by SPID  ‘B’ Service Provider Personnel.


			SP


			Verify that the LRN DOES NOT exist on your local SOA system.



Verify that the LRN DOES exist on your local LSMS system and belongs to Service Provider ‘B’.





			4.


			SP optional


			Service Provider ‘B’ Personnel query their local SOA and LSMS system for the LRN that SPID ‘B’ Service Provider Personnel just created on the NPAC SMS.


			SP


			Verify that the LRN exists on your local SOA and LSMS systems, and belongs to Service Provider ‘B’.





			5.


			SP optional


			Service Provider ‘C’ Personnel query their local SOA and LSMS system for the LRN that was just created by SPID ‘B’ Service Provider Personnel.


			SP


			Verify that the LRN DOES NOT exist on your local SOA system.



Verify that the LRN DOES exist on your local LSMS system and belongs to Service Provider ‘B’.





			6.


			SP optional


			Service Provider ‘D’ Personnel query their local SOA and LSMS system for the LRN that was just created by SPID ‘B’ Service Provider Personnel.


			SP


			Verify that the LRN exists on both your local SOA and LSMS systems, and belongs to Service Provider ‘B’.








			A.


			TEST IDENTITY 





			


			Test Case Number:


			NANC 48-Group 2


			Priority:


			Conditional





			


			Objective:





			NPAC OP GUI – NPAC Personnel create a Service Provider Profile for a New Service Provider in a region where ‘Primary’ and ‘Associated’ Service Providers exist. (At least 4 Service Provider’s are configured to operate in this region, 1 ‘Primary’ SPID (‘A’), 2 ‘Associated’ SPIDs (‘B’ and ‘C’) and one other SPID ‘D’ (neither Primary or Associated).  SPID ‘B’, and SPID ‘D’ are configured with their SOA Network Data Download Association Function set to ‘ON’ and their LSMS Network and Subscription Data Download Association Function set to ‘ON’.  SPID ‘A’ and SPID ‘C’ are configured with their SOA Network Data Download Association Function set to ‘OFF’.  SPID ‘A’s’ LSMS Network and Subscription Data Download Association Function is set to ‘OFF’.  SPID ‘C’s’ LSMS Network and Subscription Data Download Association Function is set to ‘ON’ – Success





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 48 – Multiple Service Provider Ids per SOA Association





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			RR3-26





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.3.1 Service Provider Creation by the NPAC





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			 


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			Verify that SPID ‘B’, and SPID ‘C’ exist on the NPAC SMS as ‘Associated’ SPIDs to Service Provider ‘A’. 



Verify that SPID ‘D’ exist on the NPAC SMS – not a ‘Primary’ or ‘Associated’ SPID.



Verify that SPID ‘B’ and SPID ‘D’ Profiles are configured with the SOA Network Data Download Association Function set to ‘ON’ and their LSMS Network and Subscription Data Download Association Function set to ‘ON’.



Verify that SPID ‘A’ and SPID ‘C’ Profiles are configured with the SOA Network Data Download Association Function set to ‘OFF’.



Verify that SPID ‘A’ is configured with an LSMS Network and Subscription Data Download Association Function set to ‘OFF’.



Verify that SPID ‘C’ is configured with an LSMS Network and Subscription Data Download Association Function set to ‘ON’.



Verify that the Service Provider Profile that you are going to create DOES NOT already exist on the NPAC SMS.





			


			Prerequisite SP Setup:


			





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OP GUI, NPAC Personnel create a New Service Provider on the NPAC SMS.



The NPAC SMS issues an M-CREATE Request serviceProv to itself.


			NPAC


			The NPAC SMS verifies that the serviceProv object does not already exist.



The NPAC SMS issues an M-CREATE Response serviceProv to itself.





			2.


			NPAC


			The NPAC SMS issues an M-CREATE Request serviceProvNetwork to itself in order to create the Service Provider object. 


			NPAC


			The NPAC SMS issues an M-CREATE serviceProvNetwork Response to itself indicating the Service Provider object was successfully created on the NPAC SMS.





			3.


			NPAC


			The NPAC SMS issues an M-CREATE Request for the serviceProvNetwork object to each LSMS in the region that is configured with an LSMS Network Data Download Indicator set to ‘ON’.



The NPAC SMS issues an M-CREATE Request for the serviceProvNetwork object to each SOA in the region that is configured with a SOA Network Data Download Association Function set to ‘ON’.


			SP


			Each LSMS in the region that is configured to accept this Network Data, receives the NPAC SMS broadcast and issues an M-CREATE Response back to the NPAC SMS.



Each SOA in the region that is configured to accept this Network Data, receives the NPAC SMS broadcast and issues an M-CREATE Response back to the NPAC SMS.





			4.


			NPAC


			NPAC Personnel query for the Service Provider Profile that was just created on the NPAC SMS.


			NPAC


			Verify that the Service Provider Profile exists on the NPAC SMS.



Verify that the SPID is not indicated as either a ‘Primary’ or ‘Associated’ SPID.





			5.


			SP optional


			Service Provider ‘A’ Personnel query for the Service Provider Profile that was just created on the NPAC SMS on their local SOA and LSMS systems.


			SP


			Verify that the Service Provider Profile that was just created on the NPAC SMS DOES NOT exist on your SOA system.



Verify that the Service Provider Profile that was just created on the NPAC SMS DOES NOT exist on your LSMS system.





			6.


			SP optional


			Service Provider ‘B’ Personnel query for the Service Provider Profile that was just created on the NPAC SMS on their local SOA and LSMS systems.


			SP


			Verify that the Service Provider Profile that was just created on the NPAC SMS exists on your SOA system.



Verify that the Service Provider Profile that was just created on the NPAC SMS exists on your LSMS system.





			7.


			SP optional


			Service Provider ‘C’ Personnel query for the Service Provider Profile that was just created on the NPAC SMS on their local SOA and LSMS systems.


			SP


			Verify that the Service Provider Profile that was just created on the NPAC SMS DOES NOT exist on your SOA system.



Verify that the Service Provider Profile that was just created on the NPAC SMS exists on your LSMS system.





			8.


			SP optional


			Service Provider ‘D’ Personnel query for the Service Provider Profile that was just created on the NPAC SMS on their local SOA and LSMS systems.


			SP


			Verify that the Service Provider Profile that was just created on the NPAC SMS exists on both your SOA and LSMS systems.








			A.


			TEST IDENTITY





			


			Test Case Number:


			NANC 48 – Group 3


			Priority:


			Required





			


			Objective:





			NPAC OP GUI – NPAC Personal verify that a Service Provider that is functioning properly as neither a Primary nor Associated SPID can function properly as an Associated SPID, be dis-associated from its Primary SPID and again function properly as neither a Primary nor Associated SPID





			


			





			B.


			REFERENCES





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 48 – Multiple Service Provider Ids per SOA Association





			


			NANC FRS Version Number:


			2.0.0


			Relevant Requirement(s):


			N/A





			


			NANC IIS Version Number:


			2.0.1


			Relevant Flow(s):


			B.5.1.2 Subscription Version Create by the Initial SOA (New Service Provider)



B.5.1.5 Subscription Version Activated by New Service Provider SOA



B.5.1.6 Active SubscriptionVersion Create on Local SMS





			


			





			C.


			TIME ESTIMATE





			


			Estimated Execution Time:


			


			Estimated Prerequisite Setup Time:


			


			Estimated NPAC Setup Time:


			


			Estimated SP Setup Time:


			





			


			





			D.


			PREREQUISITE





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			 Verify that at least 4 Service Providers are configured on the NPAC SMS.



Verify that SPID ‘A’ exists as a ‘Primary’ SPID, and is configured with  SOA and LSMS Network Data Download Indicators set to ‘ON’. SPID ‘A’ has filters set such that they will receive downloads for this NPA-NXX.



Verify that SPID ‘B’ is configured as a ‘regular’ Service Provider – neither an ‘Associated’ nor a ‘Primary’ Service Provider.



Verify SPID ‘B’ is configured with SOA and LSMS Network Data Download Indicators set to ‘ON’. SPID ‘B’ has filters set such that they will receive downloads for this NPA-NXX.



Verify that SPID ‘C’ is an ‘Associated’ SPID to SPID ‘A’.  



Verify SPID ‘C’ is configured with a SOA Network Data Download Association Function set to ‘OFF’ and an LSMS Network and Subscription Data Download Association Function set to ‘ON’. SPID ‘C’ has a filter set in order to NOT receive downloads for the NPA-NXX you are going to specify in the SV Create.



Verify that SPID ‘D’ is configured on the NPAC SMS as neither a ‘Primary’ nor an ‘Associated’ SPID and SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’.



Verify that SPID ‘D’ has filters set such that they will receive downloads for this NPA-NXX.



Verify that there have not been any ports against this NPA-NXX for which you are going to create an Inter-SP Subscription Version.





			


			Prerequisite SP Setup:


			





			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			


			NPAC or SP


			Test Step


			NPAC or SP


			Expected Result









			1.


			SP


			SPID ‘B’, as a ‘regular’ New Service Provider (neither an ‘Associated’ nor a ‘Primary’ Service Provider) submits a valid Inter-service Provider Subscription Version Create with SPID ‘A’ as the Old Service Provider.



SPID ‘A’ concurs to the NewSPCreate.


			NPAC


			The NPAC SMS successfully creates a ‘pending’ Subscription Version.





			2.


			NPAC


			The NPAC SMS sends an M-EVENT-REPORT objectCreation to the Old and New Service Provider SOAs.


			SP


			The Old and New Service Provider SOA each receive the M-EVENT-REPORT and issue an M-EVENT-REPORT Confirmation success to the NPAC SMS.





			3.


			SP


			SPID ‘B’ issues an M-ACTION Request subscriptionVersionActivate to the NPAC SMS for the Subscription Version created in Test Step 1.


			NPAC


			The NPAC SMS receives the M-ACTION Request and sets the Subscription Version status to ‘sending’.





			4.


			NPAC


			The NPAC SMS issues an M-CREATE Request subscriptionVersion to all LSMSs in the region that are accepting downloads for the NPA-NXX of the TN used in the Subscription Version.


			SP


			All LSMSs that are accepting downloads for the NPA-NXX of the TN used in the Subscription Version receive the M-CREATE Request from the NPAC SMS and respond successfully.



The NPAC SMS sets the Subscription Version status to ‘active’.





			5.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old and New Service Provider SOAs.


			SP


			The Old and New Service Provider SOAs each receive the M-EVENT-REPORT and issue an M-EVENT-REPORT Confirmation success to the NPAC SMS. 





			6.


			NPAC


			NPAC Personnel associate SPID ‘B’ to Primary SPID ‘A’.


			NPAC


			Verify that SPID ‘B’ now exists as an ‘Associated’ SPID of Primary SPID ‘A’.





			7.


			SP


			SPID ‘B’, as an ‘Associated’ New Service Provider of SPID ‘A’ submits a valid Inter-service Provider Subscription Version Create with SPID ‘A’ as the Old Service Provider.



SPID ‘A’ concurs to the NewSPCreate.


			NPAC


			The NPAC SMS successfully creates a ‘Pending’ Subscription Version.





			8.


			NPAC


			The NPAC SMS sends an M-EVENT-REPORT objectCreation to the Old and New Service Provider SOAs.


			SP


			The Old and New Service Provider SOA each receive the M-EVENT-REPORT and issue an M-EVENT-REPORT Confirmation success to the NPAC SMS.





			9.


			SP


			SPID ‘B’ issues an M-ACTION Request subscriptionVersionActivate to the NPAC SMS for the Subscription Version created in Test Step 7.


			NPAC


			The NPAC SMS receives the M-ACTION Request and sets the Subscription Version status to ‘sending’.





			10.


			NPAC


			The NPAC SMS issues an M-CREATE Request subscriptionVersion to all LSMSs in the region that are accepting downloads for the NPA-NXX of the TN used in the Subscription Version.


			SP


			All LSMSs that are accepting downloads for the NPA-NXX of the TN used in the Subscription Version receive the M-CREATE Request from the NPAC SMS and respond successfully.



The NPAC SMS sets the Subscription Version status to ‘active’.





			11.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old and New Service Provider SOAs.


			SP


			The Old and New Service Provider SOAs each receive the M-EVENT-REPORT and issue an M-EVENT-REPORT Confirmation success to the NPAC SMS. 





			12.


			NPAC


			NPAC Personnel dis-associate SPID ‘B’ from Primary SPID ‘A’.


			NPAC


			Verify that SPID ‘B’ no longer exists as an ‘Associated’ SPID of Primary SPID ‘A’.





			13.


			SP


			SPID ‘B’, as a ‘regular’ New Service Provider (neither an ‘Associated’ nor a ‘Primary’ Service Provider) submits a valid Inter-service Provider Subscription Version Create with SPID ‘A’ as the Old Service Provider.



SPID ‘A’ concurs to the NewSPCreate.


			NPAC


			The NPAC SMS successfully creates a ‘Pending’ Subscription Version.





			14.


			NPAC


			The NPAC SMS sends an M-EVENT-REPORT objectCreation to the Old and New Service Provider SOAs.


			SP


			The Old and New Service Provider SOA each receive the M-EVENT-REPORT and issue an M-EVENT-REPORT Confirmation success to the NPAC SMS.





			15.


			SP


			SPID ‘B’ issues an M-ACTION Request subscriptionVersionActivate to the NPAC SMS for the Subscription Version created in Test Step 13.


			NPAC


			The NPAC SMS receives the M-ACTION Request and sets the Subscription Version status to ‘sending’.





			16.


			NPAC


			The NPAC SMS issues an M-CREATE Request subscriptionVersion to all LSMSs in the region that are accepting downloads for the NPA-NXX of the TN used in the Subscription Version.


			SP


			All LSMSs that are accepting downloads for the NPA-NXX of the TN used in the Subscription Version receive the M-CREATE Request from the NPAC SMS and respond successfully.



The NPAC SMS sets the Subscription Version status to ‘active’.





			17.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old and New Service Provider SOAs.


			SP


			The Old and New Service Provider SOAs each receive the M-EVENT-REPORT and issue an M-EVENT-REPORT Confirmation success to the NPAC SMS.





			18.


			NPAC


			NPAC Personnel perform a query for the three Subscription Versions that were created and activated. 


			NPAC


			The three Subscription Versions exist with a status of ‘Active’.





			19.


			SP – conditional


			SP Personnel, using either their SOA or SOA LTI, perform an NPAC query for the three Subscription Versions that were created and activated.


			SP


			The three Subscription Versions exist with a status of ‘Active’.





			20.


			SP- optional


			Service Provider Personnel perform a local query for the three Subscription Versions that were created and activated.


			SP


			The three Subscription Versions exist with a status of ‘Active’.





			21. 


			NPAC


			NPAC Personnel perform a full audit for the TNs associated with the Subscription Versions that were manipulated during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were issued as a result of performing the audit.  If any updates were made, the LSMS fails this test case.








6. Group Turn Up Test Scenarios related to NPAC Release 3.0.x.



This section contains all test cases written for group Service Provider Turn Up testing of Release 3.0.x of the NPAC software.



6.1 Create NPA-NXX-X Information Test Cases:



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			3.1.1


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			NPAC OP GUI - NPAC Personnel create NPA-NXX-X Information, where the Block Holder SPID is the same as the Code Holder SPID and must be neither a primary or secondary SPID and the NPAC SMS schedules the Number Pool Block create, and the NPAC SMS activates upon scheduled date and time. The following Service Provider configurations are in place:



1. 1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to receive the download.



2. 1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to receive the download.



3. 1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to NOT receive the download.



4. 1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to NOT receive the download).



 - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-61, RR3-63, RR3-64, RR3-65, RR3-66, RR3-67.1, RR67.2, RR3-68, RR3-69, RR3-70, RR3-71, RR3-72, RR3-73, RR3-75.1, RR3-75.3, RR3-76.1, RR3-76.2, RR3-78, RR3-79.1, RR3-79.2, RR3-84, RR3-85, RR3-92, RR3-93, RR3-94, RR3-119, RR3-120, RR3-121, RR3-122, RR3-123, RR3-128, RR3-129, RR3-130, RR3-149, RR3-151, RR5-85, RR5-86, RR5-87





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			1.1 Service Provider NPA-NXX-X Create by NPAC SMS



2.2 Number Pool Block Create by NPAC SMS



2.3 Number Pool Block Create Broadcast: Successful



2.3.1 Number Pool block Create Broadcast Successful to Local SMS



2.3.2 Number Pool Block Create: Successful Broadcast





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify the NPA-NXX exists on the NPAC SMS for the NPA-NXX-X Information to be created.



2. Verify that there are not any ‘pending-like, no-active’ Subscription Versions (Subscription Versions with a status of ‘pending’, ‘conflict’, ‘cancel-pending’, or ‘failure’) existing for TNs within the 1K Block.



3. Verify that there are no ‘active’ Subscription Versions for the TNs in the NPA-NXX-X. (The Number Pool Block and 1K Block of Subscription Versions to be created should not be contaminated.) 



4. Verify the following Service Provider configurations exist: 



· Service Provider (‘A’) has a filter set to receive the NPA-NXX, an EDR LSMS with the LSMS NPA-NXX-X Indicator of TRUE and a SOA NPA-NXX-X Indicator of FALSE. 



· Service Provider (‘B’) has a filter set to receive the NPA-NXX, an EDR LSMS with the LSMS NPA-NXX-X Indicator of FALSE and a SOA NPA-NXX-X Indicator of TRUE.



· Service Provider (‘C’) has a filter set to not receive the NPA-NXX, a non-EDR LSMS with the LSMS NPA-NXX-X Indicator of TRUE and a SOA NPA-NXX-X Indicator of FALSE.



· Service Provider (‘D’) has a filter set to not receive the NPA-NXX and a non-EDR LSMS with the LSMS NPA-NXX-X Indicator of FALSE and a SOA NPA-NXX-X Indicator of TRUE.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			1. Using the NPAC OP GUI, NPAC Personnel submit a request to create NPA-NXX-X Information, specifying the following:



· Service Provider ‘A’ as the Code Holder SPID and the Block Holder SPID



· an Effective Date that is valid based on the Effective Date Window Tunable



· the SOA Origination Indicator is set to FALSE



· the default value as the scheduled date/time



2. The following attributes are required for the Number Pool Block Create Event to be scheduled:



· numberPoolBlockNPA-NXX-X



· numberPoolBlockSPID



· numberPoolBlockLRN



· numberPoolBlockCLASS-DPC



· numberPoolBlockCLASS-SSN



· numberPoolBlockCNAM-DPC



· numberPoolBlockCNAM-SSN



· numberPoolBlockISVM-DPC



· numberPoolBlockISVM-SSN



· numberPoolBlockLIDB-DPC



· numberPoolBlockLIDB-SSN



· numberPoolBlockWSMSC-DPC - if supported by the Service Provider SOA



· numberPoolBlockWSMSC-SSN - if supported by the Service Provider SOA


			NPAC


			1. The NPAC SMS provides the serviceProvNPA-NXX-X Value, serviceProvNPA-NXX-X-EffectiveTimeStamp, and Block Holder SPID.



2. The NPAC SMS performs the following validations for the NPA-NXX-X Information:



· Verifies that the serviceProvNPA-NXX-X value is an existing NPA-NXX on the NPAC SMS.



· Verifies that the NPA-NXX-X Effective Date is greater than or equal to the Effective Date of the NPA-NXX



· Verifies that the NPA-NXX-X Effective Date is greater than or equal to the current date plus the Effective Date tunable number of days.



· Verifies that there is not a serviceProvNPA-NXX-X object that already exists with this NPA-NXX-X value.



· Verifies that the NPA-NXX-X Service Provider ID is an existing Service Provider on the NPAC SMS.



· Verifies there are not any Subscription Versions within the 1K Block with a status of ‘pending’, ‘conflict’, ‘cancel-pending’, or ‘failed’ without a respective ‘active’ Subscription Version.



3. The NPAC SMS performs the following validations for the Number Pool Block Create Information:



· Verifies the NPA-NXX-X exists for the respective Number Pool Block.



· Verifies all attributes specified are valid (performs field level validations, as well as verifies the scheduled date/time is a valid date and time and is greater than or equal to the Effective Date, and that the LRN specified is a valid LRN for the Block Holder SPID defined on the NPAC SMS).



· Verifies a numberPoolBlock object does not already exist for the NPA-NXX-X specified.



· Verifies there are not any Subscription Versions within the 1K Block with a status of ‘pending’, ‘conflict’, ‘cancel-pending’ or ‘failed’, without a respective ‘active’ Subscription Version.









			2.


			NPAC 


			1. The NPAC SMS issues an M-CREATE Request serviceProvNPA-NXX-X to itself.



2. The NPAC SMS sets the following attributes:



· serviceProvNPA-NXX-X-ID



· serviceProvNPA-NXX-X-Value



· serviceProvNPA-NXX-X-CreationTimeStamp



· serviceProvNPA-NXX-X-EffectiveTimeStamp



· serviceProvNPA-NXX-X-ModifiedTimeStamp



· serviceProvNPA-NXX-X-DownloadReason


			NPAC


			1. The NPAC SMS issues an M-CREATE Response serviceProvNPA-NXX-X to itself.



2. The NPAC SMS ‘schedules’ the Number Pool Block Create Event based on the GUI entry for NPA-NXX-X Effective Date.





			3.


			NPAC


			1. The NPAC SMS sends an M-CREATE request to all SOAs for the serviceProvNPA-NXX-X who support the object according to the ‘NPAC Customer SOA NPA-NXX-X’ Indicator in their Service Provider Profile, and are accepting downloads for this NPA-NXX. The following attributes are included:



· serviceProvNPA-NXX-X-ID



· serviceProvNPA-NXX-X-Value



· serviceProvNPA-NXX-X-CreationTimeStamp



· serviceProvNPA-NXX-X-EffectiveTimeStamp



· serviceProvNPA-NXX-X-ModifiedTimeStamp



· serviceProvNPA-NXX-X-DownloadReason



2. The NPAC SMS sends an M-CREATE Request to all LSMSs for the serviceProvNPA-NXX-X who support the object according to the ‘NPAC Customer LSMS NPA-NXX-X Indicator’ in their Service Provider Profile, and are accepting downloads for this NPA-NXX. The following attributes are included:



· serviceProvNPA-NXX-X-ID



· serviceProvNPA-NXX-X-Value



· serviceProvNPA-NXX-X-CreationTimeStamp



· serviceProvNPA-NXX-X-EffectiveTimeStamp



· serviceProvNPA-NXX-X-ModifiedTimeStamp



· serviceProvNPA-NXX-X-DownloadReason


			SP


			1. SOAs, accepting downloads for this NPA-NXX and have their ‘NPAC Customer SOA NPA-NXX-X’ Indicator set to TRUE, receive the M-CREATE Request for the serviceProvNPA-NXX-X object.



2. LSMSs accepting downloads for this NPA-NXX and have their ‘NPAC Customer LSMS NPA-NXX-X’ Indicator set to TRUE, receive the M-CREATE Request for the serviceProvNPA-NXX-X object.





			4.


			SP


			1. SOAs, who are accepting downloads for the NPA-NXX, send M-CREATE Response to the NPAC SMS indicating the serviceProvNPA-NXX-X object was successfully created.



2. LSMSs, who are accepting downloads for the NPA-NXX, send M-CREATE Response to the NPAC SMS indicating the serviceProvNPA-NXX-X object was successfully created.


			NPAC


			1. The NPAC SMS receives the serviceProvNPA-NXX-X Responses from the SOAs in the region.



2. The NPAC SMS receives the serviceProvNPA-NXX-X Responses from the LSMSs in the region.





			5.


			NPAC


			NPAC Personnel perform an NPA-NXX-X Query on the NPAC SMS.


			NPAC


			Verify that the NPA-NXX-X exists on the NPAC SMS.





			6.


			SP – Optional


			Service Provider Personnel perform an NPA-NXX-X Query on their local system.


			SP


			1. Service Provider 'A’ verifies that it has the NPA-NXX-X on its LSMS, but not its SOA (based on its NPA-NXX-X Indicators in its Service Provider Profile).



2. Service Provider ‘B’ verifies that it has the NPA-NXX-X on its SOA, but not its LSMS (Based on its NPA-NXX-X Indicators in its Service Provider Profile).



3. Service Providers ‘C’ and ‘D’ verify that they do not have the NPA-NXX-X on either system (this is based on the fact that they had a filter set to NOT receive downloads for this NPA-NXX regardless of their NPA-NXX-X Indicators in their Service Provider Profile).





			7.


			SP –Conditional


			Service Provider Personnel, using their local system perform an NPAC query for the NPA-NXX-X.


			SP


			Verify that the NPA-NXX-X exists on the NPAC SMS.





			8.


			NPAC


			NPAC Personnel query for the Number Pool Block Create Event.


			NPAC


			Verify that the Number Pool Block Create Event is scheduled according to the default scheduled date/time.





			9.


			NPAC


			NPAC Personnel view the web bulletin board on the NPAC website for the respective region in which this NPA-NXX-X was created.


			NPAC


			Verify that the following attributes were added to the web bulletin board:



· NPAC Customer ID



· NPAC Customer Name



· NPA-NXX-X Value



· NPA-NXX-X Effective Date





			10.


			NPAC


			The NPA-NXX-X Effective Date is reached. 


			NPAC


			1. On the Effective Date (the scheduled date/time) the NPAC SMS issues an M-ACTION Request numberPoolBlock Create to itself.



2. The NPAC SMS verifies the following information:



· The serviceProvNPA-NXX-X object exists for the NPA-NXX-X (respective NPA-NXX-X information).



· All attributes specified are valid.



· A numberPoolBlockNPAC object does not already exist for the NPA-NXX-X (a duplicate Number Pool Block does not already exist), or if one exists it has a status of ‘old’ with an empty failed SP list.



· The current date is greater than or equal to the NPA-NXX-X Effective Timestamp.



· No Subscription Version objects exist within the Number Pool Block with a status of ‘pending’, ‘conflict’, ‘cancel-pending’ or ‘failed’, and no active Subscription Versions exist for those TNs.





			11.


			NPAC


			The NPAC SMS issues an M-CREATE Request numberPoolBlockNPAC to itself and sets the following attributes:



· The numberPoolBlockSOA-Origination Indicator is set to FALSE.



· The numberPoolBlockCreationTimeStamp, numberPoolBlockActivationTimeStamp, numberPoolBlockBroadcastTimeStamp and numberPoolBlockModifiedTimeStamp are set to the current date and time. 



· The numberPoolBlockStatus is set to ‘sending’.


			NPAC


			The NPAC SMS issues an M-CREATE Response numberPoolBlockNPAC to itself.





			12.


			NPAC


			1. The NPAC SMS issues an M-CREATE request to create the corresponding subscriptionVersionNPAC object(s).



2. The Subscription Versions that are created have an LNP Type set to ‘POOL’ and the status is set to ‘sending’. The subscriptionModifiedTimeStamp, subscriptionActivationTimeStamp, subscriptionBroadcastTimeStamp and subscriptionCreationTimeStamp are set to the current date and time.


			NPAC


			The NPAC SMS issues an M-CREATE Response subscriptionVersionNPAC to itself.





			13.


			NPAC


			The NPAC SMS issues an M-ACTION Response numberPoolBlock-Create to itself. 


			


			





			14.


			NPAC 


			1. The NPAC SMS issues an M-ACTION Request subscriptionVersionLocalSMS-Create to the non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX.



2. At the same time as step 14.1, the NPAC SMS issues an M-CREATE Request numberPoolBlock to the EDR LSMSs in the region that are accepting downloads for this NPA-NXX.


			SP


			1. The non-EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-ACTION Request, verify the action is valid and return an M-ACTION Response subscriptionVersionLocalSMS-Create.



2. The EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-CREATE Request, and return an M-CREATE Response numberPoolBlock.



3. Upon the first successful response from an LSMS, the NPAC SMS sets the following timestamps to the current date and time:



· numberPoolBlockActivationCompleteTimeStamp



· subscriptionActivationCompleteTimeStamp



· numberPoolBlockModifiedTimeStamp



· subscriptionModifiedTimeStamp



4. The non-EDR LSMSs proceed to execute all the creates specified by the M-ACTION Request and issue a subscriptionVersionLocalSMS-CreateResults M-EVENT-REPORT specifying the Subscription Versions were successfully created.









			15.


			NPAC


			The NPAC SMS receives the M-EVENT-REPORT subscriptionVersionLocalSMS-CreateResults from each non-EDR LSMS in the region that initiated this message.


			NPAC


			1. The NPAC SMS responds to each of the M-EVENT-REPORT subscriptionVersionLocalSMS-CreateResults as it receives these notifications with M-EVENT-REPORT Confirmations.



2. The NPAC SMS waits for all subscriptionVersionLocalSMS-CreateResults notification for a tunable amount of time.



3. The NPAC SMS receives all the M-EVENT-REPORT confirmations from the LSMSs. 





			16.


			NPAC


			1. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself.



2. The NPAC SMS updates all the subscriptionVersionNPAC objects (Subscription Versions) within the 1K Block that were broadcast by setting the subscriptionVersionStatus to 'active', and setting the subscriptionModifiedTimeStamp to the current date and time.


			NPAC


			The NPAC SMS issues an M-SET Response to itself.





			17.


			NPAC


			1. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself.



2. The NPAC SMS updates the numberPoolBlock by setting the numberPoolBlockStatus to 'active' and setting the numberPoolBlockModifiedTimeStamp to the current date and time.


			NPAC


			The NPAC SMS issues an M-SET Response to itself.





			18.


			NPAC


			NPAC Personnel perform a query for the Number Pool Block and the 1K Block of Subscription Versions of LNP Type ‘POOL’.


			NPAC


			1. Verify the Number Pool Block exists with a status of ‘active’ and an empty Failed SP List.



2. Verify the 1K Block of Subscription Versions exist with an LNP Type set to ‘POOL’, a status of ‘active’ and an empty Failed SP List.



3. Verify data integrity (LRN and GTT data) has been maintained between the 1K Block and the Subscription Versions of LNP Type set to ‘POOL’.





			19.


			SP – Optional


			Service Provider Personnel, perform a local query for the Number Pool Block and the 1K Block of Subscription Versions.


			SP


			1. Service Provider ‘A’ verifies that the Number Pool Block exists on its LSMS with a status of ‘active’ .



2. Service Provider ‘B’ verifies that the Number Pool Block exists on its SOA with a status of ‘active’ and an empty Failed SP List.



3. Service Provider ‘C’ verifies that the 1K Block of Subscription Versions exist on its LSMS with an LNP Type set to ‘POOL’.



4. Service Provider ‘D’ verifies that it does not have the 1K Block of Subscription Versions on its LSMS or the Number Pool Block on its SOA since it had a filter set to not receive downloads for the respective NPA-NXX.



5. Verify data integrity (LRN and GTT data) has been maintained between the 1K Block and the Subscription Versions of LNP Type set to ‘POOL’ on the SOA and/or LSMS.





			20.


			SP – Conditional


			Service Provider Personnel, using their local system, perform an NPAC query for the Number Pool Block and the 1K Block of Subscription Versions.


			SP


			1. Verify the Number Pool Block exists with a status of ‘active’ and an empty Failed SP List exists on the NPAC SMS.



2. Verify the 1K Block of Subscription Versions exist with an LNP Type set to ‘POOL’, a status of ‘active’ and an empty Failed SP List exists on the NPAC SMS.



3. Verify data integrity (LRN and GTT data) has been maintained between the 1K Block and the Subscription Versions of LNP Type set to ‘POOL’ on the NPAC SMS.








Note: When setting the ‘SOA Origination’ Indicator to FALSE in the NPA-NXX-X create, NPAC Personnel have to enter the Number Pool Block Default routing information.  This information is not sent with the NPA-NXX-X create it will be sent to LSMSs upon Number Pool Block creation/activation on the NPAC SMS.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			3.1.2


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			Non-EDR LSMS


			C





			


			


			


			


			EDR LSMS


			C





			


			Objective:






			NPAC OP GUI - NPAC Personnel create NPA-NXX-X Information where the NPA-NXX has not had any previous ports and where the Block Holder SPID is the primary SPID and the Code Holder SPID is the associated SPID. The following Service Provider configurations are in place:



1. 1 with LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to receive the download.



2. 1 with LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to receive the download.



3. 1 with LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to NOT receive the download.



4. 1 with LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to NOT receive the download).



– Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-75.1, R3-113





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			1.1 Service Provider NPA-NXX-X Create by NPAC SMS





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify the NPA-NXX exists on the NPAC SMS for the NPA-NXX-X Information to be created.



2. Verify there have not been any ports against the NPA-NXX for the NPA-NXX-X Information to be created.



3. Verify that there are not any ‘pending-like, no-active’ Subscription Versions (Subscription Versions with ‘pending’, ‘conflict’, ‘cancel-pending’, or ‘failure’) existing for TNs within the 1K Block.



4. Verify the following Service Provider configurations exist:



· Service Provider (‘A’) is the primary SPID, has a filter set to receive the NPA-NXX, an LSMS NPA-NXX-X Indicator of TRUE and a SOA NPA-NXX-X Indicator of FALSE.



· Service Provider (‘B’) is the associated SPID, has a filter set to receive the NPA-NXX, an LSMS NPA-NXX-X Indicator of FALSE and a SOA NPA-NXX-X Indicator of TRUE



· Service Provider (‘C’) has a filter set to not receive the NPA-NXX, and an LSMS NPA-NXX-X Indicator of TRUE and a SOA NPA-NXX-X Indicator of FALSE



· Service Provider (‘D’) has a filter set to not receive the NPA-NXX and an LSMS NPA-NXX-X Indicator of FALSE and a SOA NPA-NXX-X Indicator of TRUE





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OP GUI, NPAC Personnel submit a request to create NPA-NXX-X Information specifying the following values:



· an NPA-NXX value that has not had any previous ports against it



· an Effective Date that is valid based on the Effective Date Window Tunable



· a Block Holder SPID that is different from the Code Holder SPID



· set ‘SOA Origination’ Indicator  to TRUE for the Number Pool Block Information  to be created


			NPAC


			1. The NPAC SMS provides the serviceProvNPA-NXX-X Value, serviceProvNPA-NXX-X-EffectiveTimeStamp, and Block Holder SPID.



2. The NPAC SMS performs the following validations for the NPA-NXX-X Information:



· Verifies that the serviceProvNPA-NXX-X value is an existing NPA-NXX on the NPAC SMS.



· Verifies that the NPA-NXX-X Effective Date is greater than or equal to the Effective Date of the NPA-NXX



· Verifies that the NPA-NXX-X Effective Date is greater than or equal to the current date plus the Effective Date tunable number of days.



· Verifies that there is not a serviceProvNPA-NXX-X object that already exists with this NPA-NXX-X value.



· Verifies that the NPA-NXX-X Service Provider ID is an existing Service Provider on the NPAC SMS.



· Verifies there are not any Subscription Versions within the 1K Block with a status of ‘pending’, ‘conflict’, ‘cancel-pending’, or ‘failed’ without a respective ‘active’ Subscription Version.





			2.


			NPAC 


			1. The NPAC SMS issues an M-CREATE request serviceProvNPA-NXX-X to itself.



2. The NPAC SMS sets the following attributes:



· ServiceProvNPA-NXX-X-ID



· ServiceProvNPA-NXX-X-Value



· ServiceProvNPA-NXX-X-CreationTimeStamp



· ServiceProvNPA-NXX-X-EffectiveTimeStamp



· ServiceProvNPA-NXX-X-ModifiedTimeStamp



· ServiceProvNPA-NXX-X-DownloadReason


			NPAC


			The NPAC SMS issues an M-CREATE Response to itself.





			3.


			NPAC


			The NPAC SMS sends the subscriptionVersionNewNPA-NXX notification (NPA-NXX First Usage) to all SOAs in the region who are accepting downloads for this NPA-NXX.


			SP


			The SOAs in the region accepting downloads for this NPA-NXX confirm the subscriptionVersionNewNPA-NXX notification.





			4.


			NPAC


			The NPAC SMS sends the subscriptionVersionNewNPA-NXX notification (NPA-NXX First Usage) to all LSMSs in the region who are accepting downloads for this NPA-NXX.


			SP


			The LSMSs in the region accepting downloads for this NPA-NXX confirm the subscriptionVersionNewNPA-NXX notification.





			5.


			NPAC


			1. The NPAC SMS sends an M-CREATE request to all SOAs for the serviceProvNPA-NXX-X who support the object according to the ‘NPAC Customer SOA NPA-NXX-X Indicator’ in their Service Provider Profile, and are accepting downloads for this NPA-NXX. The following attributes are included:



· ServiceProvNPA-NXX-X-ID



· ServiceProvNPA-NXX-X-Value



· ServiceProvNPA-NXX-X-CreationTimeStamp



· ServiceProvNPA-NXX-X-ModifiedTimeStamp



· ServiceProvNPA-NXX-X-EffectiveTimeStamp



· ServiceProvNPA-NXX-X-DownloadReason



2. The NPAC SMS sends an M-CREATE request to all LSMSs for the serviceProvNPA-NXX-X who support the object according to the ‘NPAC Customer LSMS NPA-NXX-X Indicator’ in their Service Provider Profile, and are accepting downloads for this NPA-NXX. The following attributes are included:



· ServiceProvNPA-NXX-X-ID



· ServiceProvNPA-NXX-X-Value



· ServiceProvNPA-NXX-X-CreationTimeStamp



· ServiceProvNPA-NXX-X-ModifiedTimeStamp



· ServiceProvNPA-NXX-X-EffectiveTimeStamp



· ServiceProvNPA-NXX-X-DownloadReason


			SP


			1. SOAs, accepting downloads for this NPA-NXX and with the ‘NPAC Customer SOA NPA-NXX-X Indicator’ set to TRUE, receive the M-CREATE Request for the serviceProvNPA-NXX-X object.



2. LSMSs, accepting downloads for this NPA-NXX and with the ‘NPAC Customer LSMS NPA-NXX-X Indicator’ set to TRUE, receive the M-CREATE Request for the serviceProvNPA-NXX-X object.





			6.


			SP


			1. SOAs send M-CREATE Response(s) to the NPAC SMS indicating the serviceProvNPA-NXX-X object was successfully created.



2. LSMSs send M-CREATE Response(s) to the NPAC SMS indicating the serviceProvNPA-NXX-X object was successfully created.


			NPAC


			1. The NPAC SMS receives the serviceProvNPA-NXX-X Responses from the SOAs in the region.



2. The NPAC SMS receives the serviceProvNPA-NXX-X Responses from the LSMSs in the region.





			7.


			NPAC


			NPAC Personnel perform an NPA-NXX-X Query on the NPAC SMS.


			NPAC


			Verify that the NPA-NXX-X exists on the NPAC SMS.





			8.


			SP – Optional


			Service Provider Personnel perform an NPA-NXX-X Query on their local system.


			SP


			1. Service Provider ‘A’ verifies that it has the NPA-NXX-X on its LSMS, but not its SOA (based on its NPA-NXX-X Indicators in its Service Provider Profile).



2. Service Provider ‘B’ verifies that it has the NPA-NXX-X on its SOA, but not its LSMS (Based on its NPA-NXX-X Indicators in its Service Provider Profile). 



3. Service Providers ‘C’ and ‘D’ verify that they do not have the NPA-NXX-X on either system (this is based on the fact that they had a filter set to NOT receive downloads for this NPA-NXX – regardless of their NPA-NXX-X Indicators in their Service Provider Profile).





			9.


			SP – Optional


			1. Service Provider Personnel query for the NPA-NXX First Usage Notification on their SOA.



2. Service Provider Personnel query for the NPA-NXX First Usage Notification on their LSMS.


			SP


			1. Service Provider ‘B’ verify the NPA-NXX First Usage notification, respective to this NPA-NXX-X value in this Test Case, exists on their SOA.



2. Service Provider ‘A’ verify the NPA-NXX First Usage notification, respective to this NPA-NXX-X value in this Test Case, exists on their LSMS.



3. Service Providers ‘C’ and ‘D’ verify that they did not receive the NPA-NXX First Usage notification, respective to this NPA-NXX, and do not have the NPA-NXX-X on either system (this is based on the fact that they had a filter set to NOT receive downloads for this NPA-NXX – regardless of their NPA-NXX-X Indicators in their Service Provider Profile).





			10.


			NPAC


			NPAC Personnel query for a Number Pool Block Create Event specifying the respective NPA-NXX-X value, which was used in this Test Case.


			NPAC


			Verify that a Number Pool Block Create Event scheduled is not scheduled with this NPA-NXX-X value.





			11.


			SP – Conditional


			Service Provider Personnel, perform an NPAC SMS query for the respective NPA-NXX-X value that was used in this Test Case.


			SP


			Verify that the NPA-NXX-X exists on the NPAC SMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			3.1.3


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			C





			


			


			


			


			EDR LSMS


			C





			


			Objective:






			NPAC OP GUI - NPAC Personnel create NPA-NXX-X Information where the NPA-NXX has not had any previous ports and where the Block Holder SPID is the associated SPID and the Code Holder SPID is the primary SPID. The following Service Provider configurations are in place:



1. 1 with LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to receive the download.



2. 1 with LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to receive the download.



3. 1 with LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to NOT receive the download.



4. 1 with LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to NOT receive the download).



– Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-75.1, R3-113





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			1.1 Service Provider NPA-NXX-X Create by NPAC SMS





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify the NPA-NXX exists on the NPAC SMS for the NPA-NXX-X Information to be created.



2. Verify there have not been any ports against the NPA-NXX for the NPA-NXX-X Information to be created.



3. Verify that there are not any ‘pending-like, no-active’ Subscription Versions (Subscription Versions with ‘pending’, ‘conflict’, ‘cancel-pending’, or ‘failure’) existing for TNs within the 1K Block.



4. Verify the following Service Provider configurations exist:



· Service Provider (‘A’) is the primary SPID, has a filter set to receive the NPA-NXX, an LSMS NPA-NXX-X Indicator of TRUE and a SOA NPA-NXX-X Indicator of FALSE. 



· Service Provider (‘B’) is the associated SPID, has a filter set to receive the NPA-NXX, an LSMS NPA-NXX-X Indicator of FALSE and a SOA NPA-NXX-X Indicator of TRUE.



· Service Provider (‘C’) has a filter set to not receive the NPA-NXX and an LSMS NPA-NXX-X Indicator of TRUE and a SOA NPA-NXX-X Indicator of FALSE.



· Service Provider (‘D’) has a filter set to not receive the NPA-NXX and an LSMS NPA-NXX-X Indicator of FALSE and a SOA NPA-NXX-X Indicator of TRUE.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OP GUI, NPAC Personnel submit a request to create NPA-NXX-X Information specifying the following values:



· an NPA-NXX value that has not had any previous ports against it



· an Effective Date that is valid based on the Effective Date Window Tunable



· a Block Holder SPID that is different from the Code Holder SPID



· set ‘SOA Origination’ Indicator  to TRUE for the Number Pool Block Information  to be created


			NPAC


			1. NPAC provides the serviceProvNPA-NXX-X Value, serviceProvNPA-NXX-X-EffectiveTimeStamp, and Block Holder SPID.



2. The NPAC SMS performs the following validations for the NPA-NXX-X Information:



· Verifies that the serviceProvNPA-NXX-X value is an existing NPA-NXX on the NPAC SMS.



· Verifies that the NPA-NXX-X Effective Date is greater than or equal to the Effective Date of the NPA-NXX



· Verifies that the NPA-NXX-X Effective Date is greater than or equal to the current date plus the Effective Date tunable number of days.



· Verifies that there is not a serviceProvNPA-NXX-X object that already exists with this NPA-NXX-X value.



· Verifies that the NPA-NXX-X Service Provider ID is an existing Service Provider on the NPAC SMS.



· Verifies there are not any Subscription Versions within the 1K Block with a status of ‘pending’, ‘conflict’, ‘cancel-pending’, or ‘failed’ without a respective ‘active’ Subscription Version.





			2.


			NPAC 


			1. The NPAC SMS issues an M-CREATE request serviceProvNPA-NXX-X to itself.



2. The NPAC SMS sets the following attributes:



· serviceProvNPA-NXX-X-ID



· serviceProvNPA-NXX-X-Value



· serviceProvNPA-NXX-X-CreationTimeStamp



· serviceProvNPA-NXX-X-EffectiveTimeStamp



· serviceProvNPA-NXX-X-ModifiedTimeStamp



· serviceProvNPA-NXX-X-DownloadReason


			NPAC


			The NPAC SMS issues an M-CREATE Response to itself.





			3.


			NPAC


			The NPAC SMS sends the subscriptionVersionNewNPA-NXX notification (NPA-NXX First Usage) to all SOAs in the region who are accepting downloads for this NPA-NXX.


			SP


			The SOAs in the region accepting downloads for this NPA-NXX confirm the subscriptionVersionNewNPA-NXX notification.





			4.


			NPAC


			The NPAC SMS sends the subscriptionVersionNewNPA-NXX notification (NPA-NXX First Usage) to all LSMSs in the region who are accepting downloads for this NPA-NXX.


			SP


			The LSMSs in the region accepting downloads for this NPA-NXX confirm the subscriptionVersionNewNPA-NXX notification.





			5.


			NPAC


			1. The NPAC SMS sends an M-CREATE request to all SOAs for the serviceProvNPA-NXX-X who support the object according to the ‘NPAC Customer SOA NPA-NXX-X Indicator’ in their Service Provider Profile, and are accepting downloads for this NPA-NXX. The following attributes are included:



· serviceProvNPA-NXX-X-ID



· serviceProvNPA-NXX-X-Value



· serviceProvNPA-NXX-X-CreationTimeStamp



· serviceProvNPA-NXX-X-ModifiedTimeStamp



· serviceProvNPA-NXX-X-EffectiveTimeStamp



· serviceProvNPA-NXX-X-DownloadReason



2. The NPAC SMS sends an M-CREATE request to all LSMSs for the serviceProvNPA-NXX-X who support the object according to the ‘NPAC Customer LSMS NPA-NXX-X Indicator’ in their Service Provider Profile, and are accepting downloads for this NPA-NXX. The following attributes are included:



· serviceProvNPA-NXX-X-ID



· serviceProvNPA-NXX-X-Value



· serviceProvNPA-NXX-X-CreationTimeStamp



· serviceProvNPA-NXX-X-ModifiedTimeStamp



· serviceProvNPA-NXX-X-EffectiveTimeStamp



· serviceProvNPA-NXX-X-DownloadReason


			SP


			1. SOAs, accepting downloads for this NPA-NXX and with the ‘NPAC Customer SOA NPA-NXX-X Indicator’ set to TRUE, receive the M-CREATE Request for the serviceProvNPA-NXX-X object.



2. LSMSs, accepting downloads for this NPA-NXX and with the ‘NPAC Customer LSMS NPA-NXX-X Indicator’ set to TRUE, receive the M-CREATE Request for the serviceProvNPA-NXX-X object.





			6.


			SP


			1. SOAs send M-CREATE Response(s) to the NPAC SMS indicating the serviceProvNPA-NXX-X object was successfully created.



2. LSMSs send M-CREATE Response(s) to the NPAC SMS indicating the serviceProvNPA-NXX-X object was successfully created.


			NPAC


			1. The NPAC SMS receives the serviceProvNPA-NXX-X Responses from the SOAs in the region.



2. The NPAC SMS receives the serviceProvNPA-NXX-X Responses from the LSMSs in the region.





			7.


			NPAC


			NPAC Personnel perform an NPA-NXX-X Query on the NPAC SMS.


			NPAC


			Verify that the NPA-NXX-X exists on the NPAC SMS.





			8.


			SP – Optional


			Service Provider Personnel perform an NPA-NXX-X Query on their local system.


			SP


			1. Service Provider ‘A’ verifies that it has the NPA-NXX-X on its LSMS, but not its SOA (based on its NPA-NXX-X Indicators in its Service Provider Profile).



2. Service Provider ‘B’ verifies that it has the NPA-NXX-X on its SOA, but not its LSMS (Based on its NPA-NXX-X Indicators in its Service Provider Profile). 



3. Service Providers ‘C’ and ‘D’ verify that they do not have the NPA-NXX-X on either system (this is based on the fact that they had a filter set to NOT receive downloads for this NPA-NXX – regardless of their NPA-NXX-X Indicators in their Service Provider Profile).





			9.


			SP – Optional


			1. Service Provider Personnel query for the NPA-NXX First Usage Notification on their SOA.



2. Service Provider Personnel query for the NPA-NXX First Usage Notification on their LSMS.


			SP


			1. Verify the NPA-NXX First Usage notification, respective to this NPA-NXX-X value in this Test Case, exists on their SOA.



2. Verify the NPA-NXX First Usage notification, respective to this NPA-NXX-X value in this Test Case, exists on their LSMS.



3. Service Providers ‘C’ and ‘D’ verify that they do not have the NPA-NXX-X on either system (this is based on the fact that they had a filter set to NOT receive downloads for this NPA-NXX – regardless of their NPA-NXX-X Indicators in their Service Provider Profile).





			10.


			NPAC


			NPAC Personnel query for a Number Pool Block Create Event specifying the respective NPA-NXX-X value, which was used in this Test Case.


			NPAC


			Verify that a Number Pool Block Create Event scheduled is not scheduled with this NPA-NXX-X value.





			11.


			SP – Conditional


			Service Provider Personnel, perform an NPAC SMS query for the respective NPA-NXX-X value that was used in this Test Case.


			SP


			Verify that the NPA-NXX-X exists on the NPAC SMS.








6.2 Modify NPA-NXX-X Information Test Cases:



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			3.2.1


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			C





			


			


			


			


			EDR LSMS


			C





			


			Objective:






			NPAC OP GUI - NPAC Personnel modify the Effective Date of the NPA-NXX-X Information - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-61, RR3-95, RR3-96, RR3-97, RR3-99, RR3-100, RR3-101





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			1.2 Service Provider NPA-NXX-X Modification by NPAC SMS





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			3.1.1 NPAC OP GUI - NPAC Personnel create NPA-NXX-X Information, where the Block Holder SPID is the same as the Code Holder SPID and must be neither a primary or secondary SPID and the NPAC SMS schedules the Number Pool Block create. The following Service Provider configurations are in place:



1. 1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to receive the download.



2. 1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to receive the download.



3. 1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to NOT receive the download.



4. 1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to NOT receive the download).



 - Success





			


			Prerequisite NPAC Setup:


			1. Verify the NPA-NXX-X to be modified exists on the NPAC SMS, with a respective Number Pool Block Create Event scheduled to run.



2. Verify the current date is less than the current NPA-NXX-X Effective Date.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OP GUI, NPAC Personnel submit a request to modify the Effective Date of an existing NPA-NXX-X on the NPAC SMS with a respective Number Pool Block Create Event scheduled to run.  Service Provider Personnel modify the Effective Date to a date greater than the current date, as well as greater than the NPA-NXX-X Creation Date, plus the NPA-NXX-X Holder Effective Date Window tunable parameter.


			NPAC


			The NPAC SMS performs the following validations:



· Verifies that the modified Effective Date is equal to or greater than the current date.



· Verifies that the modified Effective Date for the NPA-NXX-X is equal to or greater than the NPA-NXX-X Creation Date plus the value of the NPA-NXX-X Holder Effective Date Window tunable parameter.



· Determines that there is a respective Number Pool Block Create Event associated with this NPA-NXX-X, and modifies the scheduled date/time to the new NPA-NXX-X Effective Date.





			2.


			NPAC


			The NPAC SMS issues an M-SET Request serviceProvNPA-NXX-X to itself, to update the serviceProvNPA-NXX-X-EffectiveTimeStamp and set the serviceProvNPA-NXX-X-ModifiedTimeStamp.


			


			The NPAC SMS issues an M-SET Response serviceProvNPA-NXX-X to itself.





			3.


			NPAC


			1. The NPAC SMS sends an M-SET Request to update the serviceProvNPA-NXX-X object to all SOAs that support the NPA-NXX-X object according to the ‘SOA NPA-NXX-X Indicator’ in their Service Provider profile on the NPAC SMS and are accepting downloads for the respective NPA-NXX.



2. The NPAC SMS sends an M-SET Request to update the serviceProvNPA-NXX-X object to all LSMSs that support the NPA-NXX-X object according to the ‘NPAC Customer LSMS NPA-NXX-X Indicator’ in their Service Provider profile on the NPAC SMS and are accepting downloads for the respective NPA-NXX.


			SP


			1. SOAs accepting downloads for this NPA-NXX receive the M-SET Request for the serviceProvNPA-NXX-X object.



2. LSMSs accepting downloads for this NPA-NXX receive the M-SET Request for the serviceProvNPA-NXX-X object.





			4.


			SP


			1. SOAs, who are accepting downloads for the NPA-NXX and support the NPA-NXX-X object according to the ‘NPAC Customer SOA NPA-NXX-X Indicator’, send an M-SET Response to the NPAC SMS indicating the modification was successful.



2. LSMSs, who are accepting downloads for the NPA-NXX and support the NPA-NXX-X object according to the ‘NPAC Customer SOA NPA-NXX-X Indicator’, send an M-SET Response to the NPAC SMS indicating the modification was successful.


			NPAC


			1. The NPAC SMS receives the serviceProvNPA-NXX-X Responses from the SOAs.



2. The NPAC SMS receives the serviceProvNPA-NXX-X Responses from the LSMSs.





			5.


			NPAC


			NPAC Personnel perform an NPA-NXX-X Query on the NPAC SMS.


			NPAC


			Verify that the NPA-NXX-X exists, and that the NPA-NXX-X Effective Date reflects the new, modified date.





			6.


			SP – Optional


			Service Provider Personnel perform an NPA-NXX-X Query on their SOA and/or LSMS.


			SP


			Verify the NPA-NXX-X exists on their local system and that it reflects the new, modified NPA-NXX-X Effective Date.





			7.


			SP - Conditional


			Service Provider Personnel,  perform an NPAC SMS query for the NPA-NXX-X which was used in this Test Case.


			SP


			Verify the NPA-NXX-X exists on the NPAC SMS and that it reflects the new, modified NPA-NXX-X Effective Date.





			8.


			NPAC


			NPAC Personnel perform a Number Pool Block Create Event Query.


			NPAC


			Verify that the respective Number Pool Block Create Event, to this NPA-NXX-X is scheduled to run on the new, modified NPA-NXX-X Effective Date.








6.3 Delete NPA-NXX-X Information Test Cases:



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			3.3.1


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			NPAC OP GUI - NPAC Personnel delete NPA-NXX-X Information when subordinate information (Number Pool Block and Subscription Versions) exist, post Effective Date, to 4 LSMSs with the following configurations:



1. 1 with LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to receive the download.



2. 1 with LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to NOT receive the download



3. 1 with LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to receive the download



4. 1 with LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to NOT receive the download



 - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-61, RR3-102, RR3-103, RR3-110, RR3-111, RR3-120, RR3-121, RR3-122, RR3-137.4 (row1), RR3-138.2 (row1), RR3-173, RR3-174, RR3-175, RR3-176, RR3-177, RR3-178, RR3-179, RR5-85, RR5-86, RR5-87, RR5-111





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.19 Number Pool Block De-Pool by NPAC SMS



2.20.1 Number Pool Block De-Pool Broadcast of Subscription Version and Number Pool Block Deletes



2.20.2 Number Pool Block De-Pool Broadcast Successful NPA-NXX-X Updates 





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			3.1.1 NPAC OP GUI - NPAC Personnel create NPA-NXX-X Information, where the Block Holder SPID is the same as the Code Holder SPID and must be neither a primary or secondary SPID and the NPAC SMS schedules the Number Pool Block create. The following Service Provider configurations are in place:



1. 1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to receive the download.



2. 1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to receive the download.



3. 1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to NOT receive the download.



4. 1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to NOT receive the download).



 - Success





			


			Prerequisite NPAC Setup:


			1. Verify the NPA-NXX-X and subordinate Number Pool Block to be deleted (in an ‘active’ status with an empty Failed-SP-List) exists on the NPAC SMS.  



2. Verify there are not any ‘Pending-Like, with Active Pool’ Subscription Versions (Subscription Versions with ‘pending’, ‘conflict’, ‘cancel-pending’, or ‘failure’) where the Old Service Provider is the Block Holder SPID and the current active Subscription Version is of LNP Type set to ‘POOL’.



3. Verify there are not any ‘Pending-Like, Port-to-Original’ Subscription Versions (Subscription Versions with ‘pending’, ‘conflict’, ‘cancel-pending’, or ‘failure’) where the Port-to-Original Indicator is TRUE.



4. Verify that at least two Service Providers have a filter set to receive data downloads for this NPA-NXX.  One Service Provider (‘A’) should have an LSMS NPA-NXX-X Indicator of TRUE and a SOA NPA-NXX-X Indicator of FALSE, and one Service Provider (‘B’) should have an LSMS NPA-NXX-X Indicator of FALSE and a SOA NPA-NXX-X Indicator of TRUE in their customer profiles on the NPAC SMS.



5. Verify that at least two Service Providers (known as Service Provider ‘C’ and ‘D’) have a filter set to NOT receive data downloads for this NPA-NXX.  One Service Provider should have an LSMS NPA-NXX-X Indicator of TRUE and a SOA NPA-NXX-X Indicator of FALSE, and one should have an LSMS NPA-NXX-X Indicator of FALSE and a SOA NPA-NXX-X Indicator of TRUE. 



6. Verify that the SOA Origination Indicator is set to TRUE, for the Number Pool Block that is being deleted.





			


			Prerequisite SP Setup:


			 





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1. 


			NPAC


			Using the NPAC OP GUI, NPAC Personnel submit a request to delete an NPA-NXX-X when the NPA-NXX-X, subordinate Number Pool Block (with an ‘active’ status and empty Failed-SP-List) and subordinate, pooled Subscription Version information exist on the NPAC SMS.


			NPAC


			The NPAC SMS verifies that for the subordinate, pooled Subscription Versions that exist for this NPA-NXX-X, there are not any:



· Subscription Versions with a status of ‘pending’, ‘conflict’, ‘cancel-pending’ or ‘failed’ where the Old Service Provider is Block Holder SPID and the current active Subscription Version is LNP Type of ‘POOL’.



· Subscription Versions with a status of ‘pending’, ‘conflict’, ‘cancel-pending’ or ‘failed’ where the Port-to-Original Indicator is TRUE.





			2.


			NPAC


			1. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself, and sets the status of the Number Pool Block information to sending as well as set the numberPoolBlockBroadcastTimeStamp to the current date and time.



2. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself, and sets the status of the Subscription Versions within the 1K Block to sending as well as set the subscriptionVersionModifiedTimeStamp to the current date and time.


			NPAC


			1. The NPAC SMS issues an M-SET Response numberPoolBlock to itself.



2. The NPAC SMS issues an M-SET Response subscriptionVersionNPAC to itself.





			3.


			NPAC


			1. The NPAC SMS sends the M-DELETE for the Subscription Version object(s) to the non-EDR LSMSs who are accepting downloads for the NPA-NXX. The Subscription Version TNs are within the 1K block and have the LNP Type set to 'POOL'.



2. The NPAC SMS sends the M-DELETE for the Number Pool Block object to the EDR LSMSs who are accepting downloads for the NPA-NXX.


			SP


			1. Non-EDR LSMSs in the region, accepting downloads for this NPA-NXX receive the M-DELETE Request for subscriptionVersion objects, and issue an M-DELETE Response subscriptionVersion back to the NPAC SMS.



2. EDR LSMSs in the region, accepting downloads for this NPA-NXX receive the M-DELETE Request for numberPoolBlock object and issue an M-DELETE Response numberPoolBlock back to the NPAC SMS.



3. Upon the first successful response from an LSMS, the NPAC SMS sets the following time stamps to the current date and time:



· subscriptionModifiedTimeStamp



· subscriptionDisconnectCompleteTimeStamp



· numberPoolBlockModifiedTimeStamp



· numberPoolBlockDisconnectCompleteTimeStamp



4. The NPAC SMS waits for all the successful responses and retries as necessary.





			4.


			NPAC


			Once all LSMSs have responded successfully:



1. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself, to update the subscriptionVersionStatus to ‘old’, and set the subscriptionModifiedTimeStamp to the current date and time.



2. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself, to update the numberPoolBlockStatus to ‘old’ and set the numberPoolBlockModifiedTimeStamp to the current date and time.


			NPAC


			1. The NPAC SMS issues an M-SET Response subscriptionVersionNPAC to itself.



2. The NPAC SMS issues an M-SET Response numberPoolBlockNPAC to itself.





			5.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange updating the numberPoolBlockStatus to ‘old’ and setting the Failed-SP-List to empty (no SPIDs) to the Block Holder SOA.


			SP


			The Block Holder SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			6.


			NPAC


			The NPAC SMS issues an M-DELETE serviceProvNPA-NXX-X to itself in order to delete the NPA-NXX-X object from its database.


			NPAC


			The NPAC SMS issues an M-DELETE Response to itself.





			7.


			NPAC


			The NPAC SMS sends an M-DELETE Request serviceProvNPA-NXX-X to all SOAs that support this object according to the ‘NPAC Customer SOA NPA-NXX-X Indicator’ in their Service Provider profile on the NPAC SMS and are accepting downloads for this NPA-NXX. 


			SP


			SOAs that are accepting downloads for this NPA-NXX and who support the NPA-NXX-X object receive the M-DELETE Request for the serviceProvNPA-NXX-X object.





			8.


			NPAC


			The NPAC SMS sends an M-DELETE Request serviceProvNPA-NXX-X to all LSMSs (EDR and non-EDR) that support this object according to the ‘NPAC Customer LSMS NPA-NXX-X Indicator’ in their Service Provider profile on the NPAC SMS and are accepting downloads for this NPA-NXX.


			SP


			Non-EDR and EDR LSMSs in the region, accepting downloads for this NPA-NXX and who support the NPA-NXX-X object receive the M-DELETE Request for serviceProvNPA-NXX-X object, and issue an M-DELETE Response serviceProvNPA-NXX-X back to the NPAC SMS.





			9. 


			SP


			1. SOAs send M-DELETE Response to the NPAC SMS indicating the serviceProvNPA-NXX-X object was successfully deleted.



2. LSMSs send M-DELETE Response to the NPAC SMS indicating the serviceProvNPA-NXX-X object was successfully deleted.


			NPAC


			1. The NPAC SMS receives the serviceProvNPA-NXX-X Responses from the SOAs.



2. The NPAC SMS receives the serviceProvNPA-NXX-X Responses from the LSMSs.





			10.


			NPAC


			NPAC Personnel perform an NPA-NXX-X Query on the NPAC SMS.


			NPAC


			Verify that the NPA-NXX-X does not exist on the NPAC SMS.





			11.


			SP – Optional


			Service Provider Personnel perform an NPA-NXX-X Query to their local systems.


			SP


			1. Service Provider 'A’ verifies that it does not have the NPA-NXX-X on its LSMS, nor its SOA (based on its NPA-NXX-X Indicators in its Service Provider Profile).



2. Service Provider ‘B’ verifies that it does not have the NPA-NXX-X on its SOA, nor its LSMS (Based on its NPA-NXX-X Indicators in its Service Provider Profile). 



3. Service Providers ‘C’ and ‘D’ verify that they do not have the NPA-NXX-X on either system (this is based on the fact that they had a filter set to NOT receive downloads for this NPA-NXX – regardless of their NPA-NXX-X Indicators in their Service Provider Profile).





			12.


			SP - Conditional


			Service Provider Personnel, perform an NPAC  SMS query for the NPA-NXX-X which was used in this Test Case.


			SP


			Verify that the NPA-NXX-X does not exist on the NPAC SMS.





			13.


			NPAC


			NPAC Personnel query for the Block.


			NPAC


			Verify that the Number Pool Block has a status of ‘old’ with an empty Failed-SP-List.





			14.


			SP – Optional


			Service Provider Personnel query for the Number Pool Block on their local system.


			SP


			Verify that the Number Pool Block was deleted from their SOA and/or (EDR) LSMS.





			15.


			SP - Conditional


			Service Provider Personnel, perform an NPAC SMS query for the Block which was used in this Test Case.


			SP


			Verify that the Number Pool Block does not exist on the NPAC SMS.





			16.


			NPAC


			NPAC Personnel query for pooled Subscription Versions within the 1K Block that was deleted in this Test Case.


			NPAC


			Verify that the pooled Subscription Versions have a status of ‘old’ with an empty Failed-SP-List.





			17.


			SP - Conditional


			Service Provider Personnel, perform an NPAC SMS query for pooled Subscription Versions within the 1K Block that were deleted in this Test Case.


			SP


			Verify that the pooled Subscription Versions do not exist on the NPAC SMS.





			18.


			SP – Optional


			Service Provider Personnel query for pooled Subscription Versions within the 1K Block that was deleted in this Test Case on their ‘non-EDR’ LSMS.


			SP


			Verify that the pooled Subscription Versions do not exist.





			19.


			NPAC


			NPAC Personnel perform a full audit for the Number Pool Block and respective POOLed Subscription Versions that were DePooled during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were issued as a result of performing this audit.  If any updates were made, the LSMS fails this test case.
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			Objective:






			NPAC OP GUI - NPAC Personnel delete NPA-NXX-X Information to 3 LSMSs (2 EDR and 1 non-EDR – all systems completely fail the request) – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-137.4 (row 15), RR3-138.2 (row 15), RR3-174, RR3-177, RR5-107, RR5-108, RR5-109, RR5-110, RR3-107





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			1.19 Number Pool Block De-Pool by NPAC SMS



2.21 Number Pool Block De-Pool Broadcast to Local SMS Failure





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the NPA-NXX-X and subordinate Number Pool Block (with an ‘active’ status and empty Failed-SP-List) and pooled Subscription Versions exist for the Number Pool Block to be de-pooled.



2. Verify that there are no ‘pending-like with active’ Subscription Versions and no ‘pending’ PTO Subscription Versions for the TNs in the Number Pool Block.



3. Have at least 3 LSMSs (2 EDR and 1 non-EDR) configured to accept this download.



4. Verify that the SOA Origination Indicator is set to TRUE for the Number Pool Block.





			


			Prerequisite SP Setup:


			1. Take 2 EDR LSMSs down, so that both will fail the broadcast.



2. Take 1 non-EDR LSMS down, so that it will fail the broadcast.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OP GUI, NPAC Personnel submit a request to delete NPA-NXX-X Information when the NPA-NXX-X Information, and subordinate Number Pool Block (with an ‘active’ status and empty Failed-SP-List) and pooled Subscription Versions exist on the NPAC SMS.


			NPAC


			The NPAC SMS verifies that for the Subscription Versions that exist respective to this NPA-NXX-X Information:



1. There are not any Subscription Versions with a status of ‘pending’, ‘conflict’, ‘cancel-pending’, or ‘failed’ where the Old Service Provider is the same as the NPA-NXX-X holder SPID



2. The current active Subscription Versions have a LNP Type of POOL. 



3. There are not any Port-to-Original requests where the New Service Provider is equal to the NPA-NXX-X Holder SPID.



4. There are not any Subscription Versions with a status of sending as a result of a disconnect request.





			2.


			NPAC


			The NPAC SMS issues the following messages to itself:



1. M-SET Request numberPoolBlockNPAC to set the status of the Number Pool Block to sending as well as set the numberPoolBlockBroadcastTimeStamp to the current date and time.



2. M-SET Request subscriptionVersionNPAC to set the status of the Subscription Versions (with LNP Type set to ‘POOL’) within the 1K Block to sending as well as set the subscriptionVersionModifiedTimeStamp to the current date and time.


			NPAC


			1. The NPAC SMS responds to the M-SET numberPoolBlockNPAC to itself.



2. The NPAC SMS responds to the M-SET subscriptionVersionNPAC to itself.





			3.


			NPAC


			1. The NPAC SMS issues an M-DELETE Request subscriptionVersion to all non-EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX.



2. The NPAC SMS issues an M-DELETE Request numberPoolBlock to all EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX.


			NPAC


			1. The one non-EDR LSMS in the region that is accepting downloads for the respective NPA-NXX is not connected to the NPAC SMS, does not receive the broadcast from the NPAC SMS, and as a result does not issue a response to the NPAC. 



2. The two EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX are not connected to the NPAC SMS, do not receive the broadcast from the NPAC SMS, and as a result do not issue a response to the NPAC.



3. The NPAC waits for a response from the three LSMSs that have not responded.



4. The NPAC SMS retries each LSMS that has not responded successfully.



5. None of the LSMSs (neither the 1 non-EDR nor the 2 EDR LSMSs that are configured to accept downloads for this NPA-NXX) respond successfully to the NPAC request.





			4.


			NPAC


			After all retries have been exhausted, the NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself.  The following steps are performed:



1. The Subscription Version status for Subscription Versions of LNP Type, ‘Pool’ is updated to ‘active’.



2. The subscriptionFailedSP-List is updated to reflect all SPIDs that did not respond successfully (the 2 EDR and 1 non-EDR LSMS that are configured to accept downloads for this NPA-NXX).



3. The subscriptionModifiedTimeStamp is set to the current date and time.


			NPAC


			The NPAC SMS issues an M-SET Response to itself.





			5.


			NPAC


			The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself.  The following steps are performed:



1. The numberPoolBlock status is set to ‘active’.



2. The numberPoolBlockFailedSP-List is updated to reflect all SPIDs that did not respond successfully (the 2 EDR and 1 non-EDR LSMS that are configured to accept downloads for this NPA-NXX).



3. The numberPoolBlockModifiedTimeStamp is also set to the current date and time.


			NPAC


			The NPAC SMS issues an M-SET Response to itself.





			6.


			NPAC


			The NPAC SMS will issue an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange to the Block Holder SOA to set the number pool block status to ‘active’ with a numberPoolBlockFailedSP-List that reflects the 2 EDR and 1 non-EDR LSMSs that did not respond successfully to the NPAC delete request.


			SP


			The Block Holder SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			7.


			NPAC


			Using the NPAC OP GUI, NPAC Personnel perform the following queries:



1. For the NPA-NXX-X value in this test case.



2. For the subordinate Number Pool Block to the NPA-NXX-X value in this test case.



3. For the subordinate, pooled Subscription Versions to the NPA-NXX-X value in this test case.


			NPAC


			Verify the following:



1. The NPA-NXX-X in this test case still exists on the NPAC SMS.



2. The subordinate Number Pool Block to the NPA-NXX-X value in this test case exists (with ‘active’ status and a Failed-SP-List that includes the 2 EDR LSMSs and the 1 non-EDR LSMS that did not respond successfully to the NPAC request).



3. The subordinate, pooled Subscription Versions to the NPA-NXX-X value that was resent in this test case exist with a status of ‘active’ and a Failed-SP-List that includes the 2 EDR LSMSs and 1 non-EDR LSMS that did not respond successfully to the NPAC request.





			8.


			SP - Optional


			Block Holder Service Provider Personnel perform the following queries on their local system:



1. For the NPA-NXX-X value that NPAC Personnel attempted to delete in this test case.



2. For the Number Pool Block subordinate to the NPA-NXX-X value that NPAC Personnel attempted to delete in this test case.



3. For the subordinate, pooled Subscription Versions to the NPA-NXX-X value that NPAC Personnel attempted to delete in this test case.


			SP


			Verify the following:



1. The NPA-NXX-X that NPAC Personnel attempted to delete in this test case exists.



2. The subordinate Number Pool Block to the NPA-NXX-X value that NPAC Personnel attempted to delete in this test case exists with ‘active’ status on the SOA and a Failed-SP-List that includes the 2 EDR LSMSs and 1 non-EDR LSMS that did not respond successfully to the NPAC request.



3. The subordinate, pooled Subscription Versions to the NPA-NXX-X value that NPAC Personnel attempted to delete in this test case exist with a status of ‘active’ on the SOA and a Failed-SP-List that includes the 2 EDR LSMSs and 1 non-EDR LSMS that did not respond successfully to the NPAC request.



 





			9.


			SP - Conditional


			Service Provider Personnel, perform the following queries on the NPAC SMS:



1. For the NPA-NXX-X value that NPAC Personnel attempted to delete in this test case.



2. For the Number Pool Block subordinate to the NPA-NXX-X value that NPAC Personnel attempted to delete in this test case.



3. For the subordinate, pooled Subscription Versions to the NPA-NXX-X value that NPAC Personnel attempted to delete in this test case.


			SP


			Verify the following:



1. The NPA-NXX-X that NPAC Personnel attempted to delete in this test case exists on the NPAC SMS.



2. The subordinate Number Pool Block to the NPA-NXX-X value that NPAC Personnel attempted to delete in this test case exists (with ‘active’ status and a Failed-SP-List that includes the 2 EDR LSMSs and 1 non-EDR LSMS that did not respond successfully to the NPAC request) on the NPAC SMS.



3. The subordinate, pooled Subscription Versions to the NPA-NXX-X value that NPAC Personnel attempted to delete in this test case exist on the NPAC SMS with a status of ‘active’ and a Failed-SP-List that includes the 2 EDR LSMSs and 1 non-EDR LSMS that did not respond successfully to the NPAC request.








			A.


			TEST IDENTITY


			





			


			Test Case Number:
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			Objective:






			NPAC OP GUI - NPAC Personnel re-send a failed NPA-NXX-X de-pool request (3 SPIDs on the Failed-SP-List, 2 EDR and 1 non-EDR - resend to only  1 EDR SPID in the Failed-SP-List, the resend is successful to this one system) - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-137.4 (row 10), RR3-138.2 (row 10), RR3-141.4, RR3-174, RR3-175, RR3-176, RR3-177, RR3-195, RR3-196, RR3-197, RR5-107, RR5-108, RR5-109, RR5-110





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.23 Number Pool Block De-Pool Resend Broadcast



2.26 Number Pool Block De-Pool Resend Partial Failure Updates 





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			3.3.5 NPAC OP GUI - NPAC Personnel delete NPA-NXX-X Information to 3 LSMSs (2 EDR and 1 non-EDR – all systems completely fail the request) – Success





			


			Prerequisite NPAC Setup:


			1. Verify that there is a failed de-pool request that exists on the NPAC SMS with Number Pool Block Status of ‘active’ and a Failed-SP-List that reflects 3 Service Providers. (2 EDR LSMSs and 1 non-EDR LSMS that did not successfully respond to an NPAC request to delete an NPA-NXX-X. These should be the same three SPIDs from the results of Test Case 3.3.5).



2. Verify that the SOA Origination Indicator is set to TRUE for the Number Pool Block.





			


			Prerequisite SP Setup:


			Verify that one EDR LSMS that previously failed the NPAC de-pool request is now configured and connected to the NPAC in such a way that it will successfully process this resend request.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1. 


			NPAC


			Using the NPAC OP GUI, NPAC Personnel take action to resend a failed de-pool request to 1 EDR LSMS SPID that is in the Number Pool Block Failed-SP-List.  



1. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself to set the numberPoolBlockStatus to ‘sending’ and update the numberPoolBlockModifiedTimeStamp and numberPoolBlockBroadcastTimeStamp to the current date and time. 



2. The NPAC SMS issues an M-SET subscriptionVersionNPAC to itself to set the subscriptionVersionStatus to ‘sending’ and update the subscriptionModifiedTimeStamp and subscriptionBroadcastTimeStamp for each Subscription Version within the 1K Block with LNP Type set to ‘POOL’.


			NPAC


			1. The NPAC SMS issues an M-SET Response numberPoolBlockNPAC to itself.



2. The NPAC SMS issues an M-SET Response subscriptionVersionNPAC to itself.





			2.


			NPAC


			The NPAC SMS issues an M-DELETE Request numberPoolBlock to 1 EDR LSMS that failed the previous request (from Test Case 3.3.5).


			SP


			One EDR LSMS that failed the previous request receives the M-DELETE Request numberPoolBlock from the NPAC SMS and issues an M-DELETE Response indicating success.





			3.


			NPAC


			1. Upon the 1st successful response from an LSMS, the NPAC SMS sets the following timestamps to the current date and time:



· subscriptionVersionModifiedTimeStamp



· numberPoolBlockModifiedTimeStamp


2. After a successful response from all LSMSs the resend request was sent to, the NPAC SMS issues an M-SET subscriptionVersionNPAC to itself and performs the following steps:



· Updates the subscriptionVersionStatus to ‘old’ and updates the subscriptionVersionFailedSP-List to reflect the one EDR LSMS Service Provider and one non-EDR LSMS Service Provider that the resend request was not sent to.



· Set the subscriptionModifiedTimeStamp to the current date and time.


			NPAC


			The NPAC SMS issues an M-SET Response to itself.





			4.


			NPAC


			The NPAC SMS issues an M-SET numberPoolBlock to itself and performs the following steps:



1. Updates the numberPoolBlockStatus to ‘old’ and updates the numberPoolBlockFailedSP-List to reflect the one EDR LSMS Service Provider and one non-EDR LSMS Service Provider that the resend request was not sent to.



2. Set the numberPoolBlockModifiedTimeStamp to the current date and time.


			NPAC


			The NPAC SMS issues an M-SET Response to itself.





			5.


			NPAC


			The NPAC SMS will issue an M-EVENT-REPORT to the Block Holder SOA to set the numberPoolBlockStatus to ‘old’ and set the Failed-SP-List to reflect the one EDR LSMS Service Provider and one non-EDR LSMS that the resend request was not sent to.


			SP


			The Block Holder SOA issues an M-EVENT-REPORT Confirmation back to the NPAC.





			6.


			NPAC


			Using the NPAC OP GUI, NPAC Personnel perform the following queries:



1. For the NPA-NXX-X value that was resent the failed delete request in this test case.



2. For the subordinate Number Pool Block to the NPA-NXX-X value that was resent in this test case.



3. For the subordinate, pooled Subscription Versions to the NPA-NXX-X value that was resent in this test case.


			NPAC


			Verify the following:



1. The NPA-NXX-X that was resent in this test case still exists on the NPAC SMS.



2. The subordinate Number Pool Block to the NPA-NXX-X value that was resent in this test case still exists (with ‘old’ status and a Failed-SP-List that reflects the one EDR LSMS Service Provider and one non-EDR Service Provider that the resend request was not sent to).



3. The subordinate, pooled Subscription Versions to the NPA-NXX-X value still exist with a status of ‘old’.  All Subscription Versions with LNP Type set to ‘POOL’ in the 1K Block should have a Failed-SP-List that reflects the one EDR LSMS Service Provider and one non-EDR LSMS Service Provider that the resend request was not sent to.  





			7.


			NPAC


			Using the appropriate mechanism, NPAC Personnel verify that an error message was generated that indicates a Number Pool Block was updated to a status of ‘old’ with a Failed SP List.


			NPAC


			Verify the appropriate error message was generated.





			8.


			SP - Optional


			Block Holder Service Provider Personnel perform the following queries on their local system:



1. For the NPA-NXX-X value that NPAC Personnel resent in this test case.



2. For the Number Pool Block subordinate to the NPA-NXX-X value that NPAC Personnel resent in this test case.



3. For the subordinate, pooled Subscription Versions to the NPA-NXX-X value that NPAC Personnel resent in this test case.


			SP


			Verify the following:



1. The NPA-NXX-X that NPAC Personnel resent in this test case still exists on the SOA.



2. The subordinate Number Pool Block to the NPA-NXX-X value that NPAC Personnel resent in this test case exists on with ‘old’ status on the SOA and a Failed-SP-List that includes the one EDR LSMS Service Provider and one non-EDR Service Provider that the resend request was not sent to).



3. The subordinate, pooled Subscription Versions to the NPA-NXX-X value that NPAC Personnel resent in this test case exists with a status of ‘old’ on the SOA and a Failed-SP-List that reflects the one EDR LSMS Service Provider and one non-EDR LSMS Service Provider that the resend request was not sent to. 



4. For the one EDR LSMS that successfully processed the resend request, verify that the Number Pool Block does not exist.





			9.


			SP - Conditional


			Service Provider Personnel, , perform the following queries on the NPAC SMS:



1. For the NPA-NXX-X value that NPAC Personnel resent in this test case.



2. For the Number Pool Block subordinate to the NPA-NXX-X value that NPAC Personnel resent in this test case.



3. For the subordinate, pooled Subscription Versions to the NPA-NXX-X value that NPAC Personnel resent in this test case.


			SP


			Verify the following:



1. The NPA-NXX-X that NPAC Personnel resent in this test case still exists on the NPAC SMS.



2. The subordinate Number Pool Block to the NPA-NXX-X value that NPAC Personnel resent in this test case exists on with ‘old’ status on the NPAC SMS and has a Failed-SP-List that includes the one EDR LSMS Service Provider and one non-EDR Service Provider that the resend request was not sent to.



3. The subordinate, pooled Subscription Versions to the NPA-NXX-X value that NPAC Personnel resent in this test case exists with a status of ‘old’ on the NPAC SMS and has a Failed-SP-List that reflects the one EDR LSMS Service Provider and one non-EDR LSMS Service Provider that the resend request was not sent to. 
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			Objective:






			NPAC OP GUI - NPAC Personnel re-send a partially-failed NPA-NXX-X de-pool request (1 Service Provider is in the Failed-SP-List - resend to the only Service Provider (a non-EDR LSMS) in the Failed-SP-List, the resend is successful to this one system) – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-137.4 (row 5), RR3-138.2 (row 5), RR3-174, RR3-175, RR3-176, RR3-177, RR3-195, RR3-196, RR3-197, RR5-76, RR5-107, RR5-108, RR5-109, RR5-110





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.23 Number Pool Block De-Pool Resend Broadcast



2.24 Number Pool Block De-Pool Successful Resend Updates





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			3.3.6 NPAC OP GUI - NPAC Personnel re-send a failed NPA-NXX-X de-pool request (3 SPIDs on the Failed-SP-List, 2 EDR and 1 non-EDR - resend to only  1 EDR SPID in the Failed-SP-List, the resend is successful to this one system) - Success





			


			Prerequisite NPAC Setup:


			1. Verify that there is a Number Pool Block with a status of ‘old’ and a Failed SP List that reflects one non-EDR LSMS that did not successfully process a de-pool request.  This Number Pool Block should have a status of ‘old’ because, it has already been resent once and at least one Service Provider successfully processed the resend request.



2. Verify that the SOA Origination Indicator is set to TRUE for the Number Pool Block.





			


			Prerequisite SP Setup:


			Verify that the one non-EDR LSMS that previously failed the NPAC de-pool request and is currently on the Failed-SP-List is now configured and connected to the NPAC SMS in such a way that it will successfully process this resend request.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1. 


			NPAC


			1. Using the NPAC OP GUI, NPAC Personnel take action to resend a failed de-pool request to 1 non-EDR LSMS Service Provider that is in the Number Pool Block Failed-SP-List.  



2. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself to set the numberPoolBlockStatus to ‘sending’ and update the numberPoolBlockModifiedTimeStamp and numberPoolBlockBroadcastTimeStamp to the current date and time. 



3. The NPAC SMS issues an M-SET subscriptionVersionNPAC to itself to set the subscriptionVersionStatus to ‘sending’ and update the subscriptionModifiedTimeStamp and subscriptionBroadcastTimeStamp for each Subscription Version within the 1K Block with LNP Type set to ‘POOL’.


			NPAC


			1. The NPAC SMS issues an M-SET Response numberPoolBlockNPAC to itself.



2. The NPAC SMS issues an M-SET Response subscriptionVersionNPAC to itself.





			2.


			NPAC


			The NPAC SMS issues an M-DELETE Request subscriptionVersion to 1 non-EDR LSMS that failed the previous request and is still on the Failed-SP-List results from Test Case 3.3.6.


			SP


			One non-EDR LSMS that failed the previous request receives the M-DELETE Request subscriptionVersion from the NPAC SMS and issues an M-DELETE Response indicating success.









			3.


			NPAC


			1. Upon the 1st successful response from an LSMS, the NPAC SMS sets the following timestamps to the current date and time:



· subscriptionModifiedTimeStamp



· subscriptionDisconnectCompleteTimeStamp



· numberPoolBlockModifiedTimeStamp



· numberPoolBlockDisconnectCompleteTimeStamp



2. After a successful response from all LSMSs the resend request was sent to, the NPAC SMS issues an M-SET subscriptionVersionNPAC to itself and performs the following steps:



· Updates the subscriptionVersionStatus to ‘old’ and updates the subscriptionVersionFailedSP-List to empty – no SPIDs.



· Set the subscriptionModifiedTimeStamp to the current date and time.


			NPAC


			The NPAC SMS issues an M-SET Response to itself.





			4.


			NPAC


			The NPAC SMS issues an M-SET numberPoolBlock to itself and performs the following steps:



1. Updates the numberPoolBlockStatus to ‘old’ and updates the numberPoolBlockFailedSP-List to empty – no SPIDs.



2. Set the numberPoolBlockModifiedTimeStamp to the current date and time.


			NPAC


			The NPAC SMS issues an M-SET Response to itself.





			5.


			NPAC


			The NPAC SMS will issue an M-EVENT-REPORT to the Block Holder SOA to set the numberPoolBlockStatus to ‘old’ and set the Failed-SP-List to empty – no Service Providers.


			SP


			The Block Holder SOA issues an M-EVENT-REPORT Confirmation back to the NPAC.





			6.


			NPAC


			The NPAC SMS issues an M-DELETE serviceProvNPA-NXX-X to itself in order to delete the NPA-NXX-X from its local database.


			NPAC


			The NPAC SMS issues an M-DELETE Response to itself indicating it successfully deleted the NPA-NXX-X object.





			7.


			NPAC


			The NPAC SMS issues an M-DELETE serviceProvNPA-NXX-X to each SOA and LSMS in the region that are receiving downloads for this NPA-NXX and support the NPA-NXX-X object according to their ‘NPAC Customer SOA NPA-NXX-X Indicator’ and ‘NPAC Customer LSMS NPA-NXX-X Indicator’ in their Service Provider Profile.


			SP


			1. Each SOA in the region that is accepting downloads for this NPA-NXX and supports the NPA-NXX-X object receives the M-DELETE from the NPAC SMS and issues an M-DELETE Response back to the NPAC indicating it successfully deleted the NPA-NXX-X object.



2. Each LSMS in the region that is accepting downloads for this NPA-NXX and supports the NPA-NXX-X object receives the M-DELETE from the NPAC SMS and issues an M-DELETE Response back to the NPAC indicating it successfully deleted the NPA-NXX-X object.





			8.


			NPAC


			Using the NPAC OP GUI, NPAC Personnel perform the following queries:



1. For the NPA-NXX-X value that was resent in this test case.



2. For the subordinate Number Pool Block to the NPA-NXX-X value that was resent in this test case.



3. For the subordinate, pooled Subscription Versions to the NPA-NXX-X value that was resent in this test case.


			NPAC


			Verify the following:



1. The NPA-NXX-X that was resent in this test case does not exist on the NPAC SMS.



2. The subordinate Number Pool Block to the NPA-NXX-X value that was resent in this test case exists with a status of ‘old’ and an empty Failed-SP-List.



3. The subordinate, pooled Subscription Versions to the NPA-NXX-X value exist with a status of ‘old’ and all Subscription Versions with LNP Type set to ‘POOL’ in the 1K Block have an empty Failed-SP-List.





			9.


			SP - Optional


			Block Holder Service Provider Personnel perform the following queries on their local system:



1. For the NPA-NXX-X value that NPAC Personnel resent in this test case.



2. For the Number Pool Block subordinate to the NPA-NXX-X value that NPAC Personnel resent in this test case.



3. For the subordinate, pooled Subscription Versions to the NPA-NXX-X value that NPAC Personnel resent in this test case.


			SP


			Verify the following:



1. The NPA-NXX-X that NPAC Personnel resent in this test case no longer exists.



2. The subordinate Number Pool Block to the NPA-NXX-X value that NPAC Personnel resent in this test case exists on the SOA with a status of ‘old’ and an empty Failed-SP-List.



3. The subordinate, pooled Subscription Versions to the NPA-NXX-X value that NPAC Personnel resent in this test case exist on the SOA with a status of ‘old’ and all Subscription Versions with LNP Type set to ‘POOL’ in the 1K Block have an empty Failed-SP-List.



4. On the EDR LSMS, verify that the Number Pool Block does not exist.



5. On the non-EDR LSMS, verify that the Pooled Subscription Versions do not exist.





			10.


			SP - Conditional


			Service Provider Personnel, , perform the following queries on the NPAC SMS:



1. For the NPA-NXX-X value that NPAC Personnel resent in this test case.



2. For the Number Pool Block subordinate to the NPA-NXX-X value that NPAC Personnel resent in this test case.



3. For the subordinate, pooled Subscription Versions to the NPA-NXX-X value that NPAC Personnel resent in this test case.


			SP


			Verify the following:



1. The NPA-NXX-X that NPAC Personnel resent in this test case does not exist on the NPAC SMS.



2. The subordinate Number Pool Block to the NPA-NXX-X value that NPAC Personnel resent in this test case exist with a status of ‘old’ and an empty Failed-SP-List on the NPAC SMS.



3. The subordinate, pooled Subscription Versions to the NPA-NXX-X value that NPAC Personnel resent in this test case exist on the NPAC SMS with a status of ‘old’ and all Subscription Versions with LNP Type set to ‘POOL’ in the 1K Block have an empty Failed-SP-List.





			11.


			NPAC


			NPAC Personnel perform a full audit for the Number Pool Block and respective POOLed Subscription Versions that were DePooled during test cases 3.3.5, 3.3.6 and this test case.


			NPAC


			Using the Audit Results Log verify that no updates were sent to any of the participating LSMSs as a result of performing this audit.  If any updates were sent, the LSMS fails the test case.








6.4 Create Number Pool Block Test Cases:



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			4.1.1


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:


			SOA - Service Provider Personnel create a non-contaminated Number Pool Block – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-124, RR3-125, RR3-126, RR3-130, RR3-132, RR3-144, RR3-146, RR3-150, RR3-151, RR3-152, RR3-143, RR3-180, RR5-85, RR5-86, RR5-87, RR5-89





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.1 Number Pool Block Create by SOA



2.3.1 Number Pool Block Create Broadcast to Local SMS



2.3.2 Number Pool Block Create: Successful Broadcast





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			Verify that there are no contaminated TNs or ‘pending-like’ Subscription Versions for the range of TNs in the NPA-NXX-X.





			


			Prerequisite SP Setup:


			1. Verify that the NPA-NXX-X exists for the Number Pool Block that Service Provider Personnel will create during this Test Case.



2. Verify that the current date is equal to or greater than the NPA-NXX-X Effective Date.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1. 


			SP


			Using the SOA, Service Provider Personnel, submit a M-ACTION numberPoolBlock-Create request to the NPAC SMS to create a Number Pool Block. 



The request must include the following attributes:



· numberPoolBlockNPA-NXX-X



· numberPoolBlockSPID



· numberPoolBlockLRN



· numberPoolBlockCLASS-DPC



· numberPoolBlockCLASS-SSN



· numberPoolBlockCNAM-DPC



· numberPoolBlockCNAM-SSN



· numberPoolBlockISVM-DPC



· numberPoolBlockISVM-SSN



· numberPoolBlockLIDB-DPC



· numberPoolBlockLIDB-SSN



· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA



· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA


			NPAC


			1. The NPAC SMS receives the M-ACTION numberPoolBlock-Create Request.



2. The NPAC SMS verifies the following information:



· The requesting SOA is the NPA-NXX-X Holder SOA.



· The serviceProvNPA-NXX-X object exists for the NPA-NXX-X (respective NPA-NXX-X information).



· All attributes specified are valid.



· A numberPoolBlockNPAC object does not already exist for the NPA-NXX-X (a duplicate Number Pool Block does not already exist).



· The current date is greater than or equal to the NPA-NXX-X-EffectiveTimeStamp.



· There are not any ‘pending-like, no-active’ Subscription Version objects within the given TN range.





			2.


			NPAC


			1. The NPAC SMS issues an M-CREATE Request numberPoolBlockNPAC to itself.



2. The NPAC SMS sets the numberPoolBlockSOA-Origination Indicator to TRUE.



3. The NPAC SMS sets the numberPoolBlockStatus to 'sending'.



4. The NPAC SMS sets the following timestamps to the current date and time:



· numberPoolBlockCreationTimeStamp



· numberPoolBlockActivationTimeStamp



· numberPoolBlockBroadcastTimeStamp



· numberPoolBlockModifiedTimeStamp


			NPAC


			The NPAC SMS issues an M-CREATE Response numberPoolBlockNPAC to itself.





			3.


			NPAC 


			1. The NPAC SMS issues an M-CREATE Request subscriptionVersionNPAC to itself.



2. The NPAC SMS sets the LNP Type to ‘POOL’ for the Subscription Versions it creates within the 1K Block.



3. The NPAC SMS sets the Subscription Versions to ‘sending’.



4. The NPAC SMS sets the following timestamps to the current date and time for the Subscription Versions:



· subscriptionModifiedTimeStamp



· subscriptionActivationTimeStamp



· subscriptionBroadcastTimeStamp



· subscriptionCreationTimeStamp


			NPAC


			The NPAC SMS issues an M-CREATE Response subscriptionVersionNPAC to itself.





			4.


			NPAC


			The NPAC SMS issues an M-ACTION Response numberPoolBlock-Create to the respective NPA-NXX-X Holder SOA that initiated the Number Pool Block Create request.


			SP


			The NPA-NXX-X Holder SOA receives the M-ACTION Response from the NPAC SMS.





			5.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT objectCreation for the numberPoolBlockNPAC to the NPA-NXX-X Holder SOA.



The following attributes are sent in the objectCreation notification:



· numberPoolBlockId



· numberPoolBlockSOA-Origination



· numberPoolBlockCreationTimeStamp



· numberPoolBlockStatus



· numberPoolBlockNPA-NXX-X



· numberPoolBlockSPID



· numberPoolBlockLRN



· numberPoolBlockCLASS-DPC



· numberPoolBlockCLASS-SSN



· numberPoolBlockCNAM-DPC



· numberPoolBlockCNAM-SSN



· numberPoolBlockISVM-DPC



· numberPoolBlockISVM-SSN



· numberPoolBlockLIDB-DPC



· numberPoolBlockLIDB-SSN



· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA



· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA


			SP


			The NPA-NXX-X Holder SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.





			6.


			NPAC 


			1. The NPAC SMS issues an M-ACTION Request subscriptionVersionLocalSMS-Create to the non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX.



2. At the same time as step 6.1, the NPAC SMS issues an M-CREATE Request numberPoolBlock to the EDR LSMSs in the region that are accepting downloads for this NPA-NXX.


			SP


			1. The non-EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-ACTION Request, verify that the action is valid and return an M-ACTION Response subscriptionVersionLocalSMS-Create.



2. The EDR LSMSs that are accepting downloads for this NPA-NXX receives the M-CREATE Request, and return an M-CREATE Response numberPoolBlock.



3. The non-EDR LSMSs proceed to execute all the creates specified by the M-ACTION Request and issues an M-EVENT-REPORT subscriptionVersionLocalSMS-CreateResults specifying the Subscription Versions were successfully created.



4. The NPAC SMS waits for all subscriptionVersionLocalSMS-CreateResults notifications for a tunable amount of time.





			7.


			NPAC


			Upon the first successful response from an LSMS, the NPAC SMS sets the following timestamps to the current date and time:



· numberPoolBlockActivationCompleteTimeStamp



· subscriptionActivationCompleteTimeStamp



· numberPoolBlockModifiedTimeStamp



· subscriptionModifiedTimeStamp


			NPAC


			The NPAC SMS responds to each of the M-EVENT-REPORT subscriptionVersionLocalSMS-CreateResults as it receives these notifications with M-EVENT-REPORT Confirmations.









			8.


			NPAC


			1. The NPAC SMS issues M-SET Request subscriptionVersionNPAC to itself.



2. The NPAC SMS updates the following attributes for each Subscription Version within the 1K Block with LNP Type set to ‘POOL’:



· sets the subscriptionVersionStatus to 'active'.



· sets the Subscription Version Failed SP List to empty.



· sets the subscriptionModifiedTimeStamp to the current date and time.



3. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself to update the following attributes:



· sets the numberPoolBlockStatus to 'active'.



· sets the Number Pool Block Failed SP List to empty.



· sets the numberPoolBlockModifiedTimeStamp to the current date and time.


			NPAC


			1. The NPAC SMS issues an M-SET subscriptionVersionNPAC Response to itself.



2. The NPAC SMS issues an M-SET numberPoolBlockNPAC Response to itself.





			9.


			NPAC


			The NPAC SMS determines the SOA Origination Indicator is set to TRUE and issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange to the NPA-NXX-X Holder SOA to set the Number Pool Block status to 'active' and the Failed SP List to empty.


			SP


			The NPA-NXX-X Holder SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS. 





			10.


			NPAC


			NPAC Personnel perform a query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that Service Provider Personnel created during this Test Case.


			NPAC


			1. Verify the Number Pool Block exists with status of ‘active’ and an empty Failed SP List.



2. Verify the 1K Block of Subscription Versions exist with LNP Type set to ‘POOL’, a status of ‘active’ and an empty Failed SP List.





			11.


			SP – Optional


			Service Provider Personnel perform a local query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that Service Provider Personnel created during this Test Case.


			SP


			1. Verify the Number Pool Block exists with status of ‘active’ and an empty Failed SP List on the SOA.



2. Verify the Number Pool Block exists on the EDR LSMS.



3. Verify the 1K Block of Subscription Versions exist with LNP Type set to ‘POOL’, a status of ‘active’ on the non-EDR LSMS.





			12.


			SP – Conditional


			Service Provider Personnel perform an NPAC SMS query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that Service Provider Personnel created during this Test Case.


			SP


			1. Using an EDR LSMS, verify the Number Pool Block exists on the NPAC SMS with status of ‘active’ and an empty Failed SP List.



2. Using a non-EDR LSMS, verify the 1K Block of Subscription Versions exist on the NPAC SMS with LNP Type set to ‘POOL’, a status of ‘active’ and an empty Failed SP List.





			13.


			NPAC


			NPAC Personnel perform a full audit for the Number Pool Block and respective POOLed Subscription Versions created during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were issued as a result of performing this audit.  If any updates were sent the LSMS fails this test case.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			4.1.2


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			O





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			NPAC OP GUI - NPAC Personnel schedule a Number Pool Block Create for a contaminated Block to be run at a future date, and the NPAC SMS activates upon scheduled date and time – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-75.2, RR5-92





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.2 Number Pool Block Create by NPAC SMS



2.3 Number Pool Block Create Broadcast: Successful



2.3.1 Number Pool Block Create: Broadcast Successful to Local SMS



2.3.2 Number Pool Block Create: Successful Broadcast





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the NPA-NXX-X for the Number Pool Block Create Event to be scheduled exists and the Effective Date has passed.



2. Verify that a respective Number Pool Block Create Event does not yet exist on the NPAC SMS. (In the original NPA-NXX-X create the SOA Origination Flag was set to TRUE but the Service Provider did not submit the Number Pool Block Create and has requested the NPAC to do it on his behalf.)



3. Verify that all possible cases of ‘active-like’ Subscription Versions exist for the Number Pool Block to be scheduled.



4. Verify that there are not any ‘pending-like, no-active’ Subscription Versions for the Number Pool Block to be scheduled.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OP GUI, NPAC Personnel submit a request  to schedule the Number Pool Block Create for a future date. 


			NPAC


			The NPAC SMS schedules the Number Pool Block Create Event.





			2.


			NPAC


			NPAC Personnel perform a query for the Number Pool Block Create Event that was scheduled during this Test Case.


			NPAC


			Verify the Number Pool Block Create Event has been scheduled to run on the date and time entered in Row 1 above.





			3.


			NPAC


			The Scheduled Date/Time of the Number Pool Block Create Event is reached.


			NPAC


			1. On the scheduled date specified in the Number Pool Block Create Event, the NPAC SMS issues an M-ACTION Request numberPoolBlock-Create to itself.



2. The NPAC SMS verifies the following information:



· The serviceProvNPA-NXX-X object exists for the NPA-NXX-X (respective NPA-NXX-X information).



· All attributes specified are valid.



· A numberPoolBlockNPAC object does not already exist for the NPA-NXX-X (a duplicate Number Pool Block does not already exist).



· The current date is greater than or equal to the NPA-NXX-X-EffectiveTimeStamp.



· There are not any ‘pending-like, no-active’ Subscription Version objects within the given TN range.





			4.


			NPAC


			1. The NPAC SMS issues an M-CREATE Request numberPoolBlockNPAC to itself.



2. The NPAC SMS sets the numberPoolBlockSOA-Origination Indicator to FALSE.



3. The NPAC SMS sets the numberPoolBlockStatus to ‘sending’.



4. The NPAC SMS sets the following timestamps to the current date and time:



· numberPoolBlockCreationTimeStamp



· numberPoolBlockActivationTimeStamp



· numberPoolBlockBroadcastTimeStamp



· numberPoolBlockModifiedTimeStamp are set to the current date and time.


			NPAC


			The NPAC SMS issues an M-CREATE Response numberPoolBlockNPAC to itself.





			5.


			NPAC


			1. For each non-ported TN within the 1K Block, the NPAC SMS issues an M-CREATE Request subscriptionVersionNPAC to itself.



2. The NPAC SMS sets the LNP Type to ‘POOL’ for the Subscription Versions it creates within the 1K Block.



3. The NPAC SMS sets the Subscription Version to ‘sending’.



4. The NPAC SMS sets the following timestamps to the current date and time for the Subscription Versions:



· subscriptionModifiedTimeStamp



· subscriptionActivationTimeStamp



· subscriptionBroadcastTimeStamp



· subscriptionCreationTimeStamp


			NPAC


			The NPAC SMS issues an M-CREATE Response subscriptionVersionNPAC to itself.





			6.


			NPAC


			The NPAC SMS issues an M-ACTION Response numberPoolBlock-Create to itself.


			


			





			7.


			NPAC 


			1. The NPAC SMS issues an M-ACTION Request subscriptionVersionLocalSMS-Create to the non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX.



2. At the same time as step 7.1, the NPAC SMS issues an M-CREATE Request numberPoolBlock to the EDR LSMSs in the region that are accepting downloads for this NPA-NXX.


			SP


			1. The non-EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-ACTION Request, verify that the action is valid and return an M-ACTION Response subscriptionVersionLocalSMS-Create.



2. The EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-CREATE Request, and return an M-CREATE Response numberPoolBlock.



3. The non-EDR LSMSs proceed to execute all the creates specified by the M-ACTION Request and issues an M-EVENT-REPORT subscriptionVersionLocalSMS-CreateResults specifying the Subscription Versions were successfully created. 



4. The NPAC SMS waits for all subscriptionVersionLocalSMS-CreateResults notification for a tunable amount of time.





			8.


			NPAC


			Upon the first successful response from an LSMS, the NPAC SMS sets the following timestamps to the current date and time:



· numberPoolBlockActivationCompleteTimeStamp



· subscriptionActivationCompleteTimeStamp



· numberPoolBlockModifiedTimeStamp



· subscriptionModifiedTimeStamp


			NPAC


			The NPAC SMS responds to each of the M-EVENT-REPORT subscriptionVersionLocalSMS-CreateResults as it receives these notifications with M-EVENT-REPORT Confirmations.









			9.


			NPAC


			1. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself and updates the following attributes for each Pooled Subscription Version within the 1K Block:



· sets the subscriptionVersionStatus to ‘active’.



· sets the Subscription Version Failed SP List to empty.



· sets the subscriptionModifiedTimeStamp to the current date and time.



2. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself and updates the following attributes:



· sets the numberPoolBlockStatus to 'active' 



· sets the Number Pool Block Failed SP List to empty.



· sets the numberPoolBlockModifiedTimeStamp to the current date and time.


			NPAC


			1. The NPAC SMS issues an M-SET subscriptionVersionNPAC Response to itself.



2. The NPAC SMS issues an M-SET numberPoolBlockNPAC Response to itself.





			10.


			NPAC


			The NPAC SMS determines the SOA Origination Indicator is set to FALSE and terminates processing here.


			


			





			11.


			NPAC


			NPAC Personnel perform a query for the Number Pool Block, the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that were created during this Test Case, and the ‘active-like’ Subscription Versions that do not have LNP Type set to ‘POOL’ but are within the 1K Block.


			NPAC


			1. Verify the Number Pool Block exists with a status of ‘active’ and an empty Failed SP List.



2. Verify the 1K Block of Subscription Versions exists with LNP Type set to ‘POOL’, an ‘active’ status and an empty Failed SP List.



3. Verify that the ‘active-like’ Subscription Versions do not have LNP Type set to ‘POOL’ and were not modified when the Number Pool Block was created during this Test Case.





			12.


			SP – Optional


			Service Provider Personnel perform a local query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that were created during this Test Case.


			SP


			1. Verify the Number Pool Block exists on the EDR LSMS.



2. Verify the 1K Block of Subscription Versions exists on the non-EDR LSMS. 





			13.


			SP – Conditional


			Service Provider Personnel perform an NPAC SMS query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that were created during this Test Case.


			SP


			1. Verify the Number Pool Block exists with a status of ‘active’ and an empty Failed SP List on the NPAC SMS.



2. Verify the 1K Block of Subscription Versions exists with LNP Type set to ‘POOL’, an ‘active’ status and an empty Failed SP List on the NPAC SMS.





			14.


			NPAC


			NPAC Personnel perform a full audit for the Number Pool Block, respective POOLed Subscription Versions created during this test case and the contaminated Subscription Versions that existed prior to creating the Number Pool Block.


			NPAC


			Using the Audit Results Log verify that no updates were issued as a result of performing this audit.  If any updates were sent the LSMS fails this test case.








NOTE: The results of this test case is required as a prerequisite to test case 4.1.6.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			4.1.5


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			O





			


			


			


			


			EDR LSMS


			O





			


			Objective:






			SOA - Service Provider Personnel attempt to create a Number Pool Block when ‘pending-like, no-active’ Subscription Versions exist – Error





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-148





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.1 Number Pool Block Create by SOA





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the NPA-NXX-X for the Number Pool Block that Service Provider Personnel will attempt to create during this Test Case exists and the Effective Date has passed.



2. Verify that a respective Number Pool Block does not exist on the NPAC SMS.



3. Verify that all-possible cases of ‘pending-like, no-active’ Subscription Versions exist for the Number Pool Block to be created.









			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1. 


			SP


			Using the SOA, Service Provider Personnel, submit a M-ACTION numberPoolBlock-Create request to the NPAC SMS to create a Number Pool Block. 



The request must include the following attributes:



· numberPoolBlockNPA-NXX-X



· numberPoolBlockSPID



· numberPoolBlockLRN



· numberPoolBlockCLASS-DPC



· numberPoolBlockCLASS-SSN



· numberPoolBlockCNAM-DPC



· numberPoolBlockCNAM-SSN



· numberPoolBlockISVM-DPC



· numberPoolBlockISVM-SSN



· numberPoolBlockLIDB-DPC



· numberPoolBlockLIDB-SSN



· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA



· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA


			NPAC


			1. The NPAC SMS receives the M-ACTION numberPoolBlock-Create request. 



2. The NPAC SMS verifies the following information:



· The requesting SOA is the NPA-NXX-X Holder SOA.



· The serviceProvNPA-NXX-X object exists for the NPA-NXX-X (respective NPA-NXX-X information).



· All attributes specified are valid.



· A numberPoolBlockNPAC object does not already exist for the NPA-NXX-X (a duplicate Number Pool Block does not already exist).



· The current date is greater than or equal to the NPA-NXX-X-EffectiveTimeStamp.



· Determines there are ‘pending-like, no-active’ Subscription Version objects within the given TN range. (This violates system requirements.)





			2.


			NPAC


			The NPAC SMS issues an M-ACTION Error Response to the NPA-NXX-X Holder SOA indicating the error.  Further processing is terminated. 



(The Number Pool Block is not created on the NPAC SMS.)


			SP


			The NPA-NXX-X Holder SOA receives the M-ACTION Error Response. 





			3.


			NPAC


			NPAC Personnel perform a query for the Number Pool Block that Service Provider Personnel attempted to create during this Test Case.


			NPAC


			Verify the Number Pool Block was not created on the NPAC SMS





			4.


			SP – Optional


			Service Provider Personnel perform a local query for the Number Pool Block that Service Provider Personnel attempted to create during this Test Case.


			SP


			1. Verify the Number Pool Block does not exist on the SOA and/or EDR LSMS.



2. Verify that the 1K Block of Subscription Versions do not exist on the non-EDR LSMS.





			5.


			SP – Conditional


			Service Provider Personnel perform an NPAC SMS query for the Number Pool Block that Service Provider Personnel attempted to create during this Test Case.


			SP


			1. Verify the Number Pool Block was not created on the NPAC SMS.



2. Verify that the 1K Block of Subscription Versions do not exist on the NPAC SMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			4.1.6


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			NPAC OP GUI - NPAC Personnel re-schedule a Number Pool Block Create Event to run immediately.  The initial Number Pool Block Create Request that was initiated by the NPA-NXX-X Holder SOA has failed due to ‘pending-like, no active’ Subscription Versions. - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-75.2, RR3-76.2, RR3-77, RR3-81.1, RR3-81.2, RR3-82.2, RR5-90, RR5-91, RR5-92, RR5-93, RR5-94, RR5-96, RR5-97





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.2 Number Pool Block Create by NPAC SMS



2.3 Number Pool Block Create Broadcast: Successful



2.3.1 Number Pool Block Create Broadcast Successful to Local SMS



2.3.2 Number Pool Block Create: Successful Broadcast 





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			4.1.5 SOA - Service Provider Personnel attempt to create a Number Pool Block when ‘pending-like, no-active’ Subscription Versions exist – Error





			


			Prerequisite NPAC Setup:


			1. Verify that the NPA-NXX-X for the Number Pool Block Create Event to be re-scheduled during this Test Case exists and the Effective Date has passed.



2. Cancel the ‘pending-like’ Subscription Versions within the Number Pool Block to be re-scheduled during this Test Case.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OP GUI, NPAC Personnel submit a request to re-schedule a Number Pool Block Create Event to run immediately.



The NPAC SMS issues an M-ACTION numberPoolBlock-Create request to create the Number Pool Block. The following attributes are required:



· numberPoolBlockNPA-NXX-X



· numberPoolBlockSPID



· numberPoolBlockLRN



· numberPoolBlockCLASS-DPC



· numberPoolBlockCLASS-SSN



· numberPoolBlockCNAM-DPC



· numberPoolBlockCNAM-SSN



· numberPoolBlockISVM-DPC



· numberPoolBlockISVM-SSN



· numberPoolBlockLIDB-DPC



· numberPoolBlockLIDB-SSN



· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA



· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA


			NPAC


			1. The NPAC SMS receives the M-ACTION numberPoolBlock-Create request.



2. The NPAC SMS verifies the following information:



· The serviceProvNPA-NXX-X object exists for the NPA-NXX-X (respective NPA-NXX-X information).



· All attributes specified are valid.



· A numberPoolBlockNPAC object does not already exist for the NPA-NXX-X (a duplicate Number Pool Block does not already exist) or if one exists it has a status of ‘old’ with an empty Failed SP List.



· The current date is greater than or equal to the NPA-NXX-X-EffectiveTimeStamp.



· There are not any ‘pending-like, no-active’ Subscription Version objects within the 1K Block.





			2.


			NPAC


			1. For each non-ported TN within the 1K Block, the NPAC SMS issues an M-CREATE Request numberPoolBlockNPAC to itself.



2. The NPAC SMS sets the numberPoolBlockSOA-Origination Indicator to FALSE.



3. The NPAC SMS sets the numberPoolBlockStatus to ‘sending’.



4. The NPAC SMS sets the following timestamps to the current date and time:



· numberPoolBlockCreationTimeStamp



· numberPoolBlockActivationTimeStamp



· numberPoolBlockBroadcastTimeStamp



· numberPoolBlockModifiedTimeStamp are set to the current date and time.


			NPAC


			The NPAC SMS issues an M-CREATE Response numberPoolBlockNPAC to itself.





			3.


			NPAC


			1. The NPAC SMS issues an M-CREATE Request subscriptionVersionNPAC to itself.



2. The NPAC SMS sets the LNP Type to ‘POOL’ for the Subscription Versions it creates within the 1K Block.



3. The NPAC SMS sets the Subscription Versions to ‘sending’.



4. The NPAC SMS sets the following timestamps to the current date and time for the Subscription Versions:



· subscriptionModifiedTimeStamp



· subscriptionActivationTimeStamp



· subscriptionBroadcastTimeStamp



· subscriptionCreationTimeStamp


			NPAC


			The NPAC SMS issues an M-CREATE Response subscriptionVersionNPAC to itself.





			4.


			NPAC


			The NPAC SMS issues an M-ACTION Response numberPoolBlock-Create to itself.


			


			





			5.


			NPAC 


			1. The NPAC SMS issues an M-ACTION Request subscriptionVersionLocalSMS-Create to the non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX.



2. At the same time as step 5.1, the NPAC SMS issues an M-CREATE Request numberPoolBlock to the EDR LSMSs in the region that are accepting downloads for this NPA-NXX.


			SP


			1. The non-EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-ACTION Request, verify that the action is valid and return an M-ACTION Response subscriptionVersionLocalSMS-Create.



2. The EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-CREATE Request, and return an M-CREATE Response numberPoolBlock.



3. The non-EDR LSMSs proceed to execute all the creates specified by the M-ACTION Request and issues an M-EVENT-REPORT specifying the Subscription Versions were successfully created.



4. The NPAC SMS waits for all subscriptionVersionLocalSMS-CreateResults notification for a tunable amount of time.





			6.


			NPAC


			Upon the first successful response from an LSMS, the NPAC SMS sets the following timestamps to the current date and time:



· numberPoolBlockActivationCompleteTimeStamp



· subscriptionActivationCompleteTimeStamp



· numberPoolBlockModifiedTimeStamp



· subscriptionModifiedTimeStamp


			NPAC


			The NPAC SMS responds to each of the M-EVENT-REPORT subscriptionVersionLocalSMS-CreateResults as it receives these notifications with M-EVENT-REPORT Confirmations.









			7.


			NPAC


			1. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself and updates the following attributes for each Pooled Subscription Version within the 1K Block:



· sets the subscriptionVersionStatus to ‘active’.



· sets the Subscription Version Failed SP List to empty.



· Sets the subscriptionModifiedTimeStamp to the current date and time.



2. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself and updates the following attributes:



· sets the numberPoolBlockStatus to 'active'.



· sets the Number Pool Block Failed SP List to empty.



· sets the numberPoolBlockModifiedTimeStamp to the current date and time.


			NPAC


			1. The NPAC SMS issues an M-SET subscriptionVersionNPAC Response to itself.



2. The NPAC SMS issues an M-SET numberPoolBlockNPAC Response to itself.





			8.


			NPAC


			The NPAC SMS determines the SOA Origination Indicator is set to FALSE and terminates processing here.


			


			





			9.


			NPAC


			 NPAC Personnel perform a query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that NPAC Personnel re-scheduled during this Test Case.


			NPAC


			1. Verify the Number Pool Block exists with a status of ‘active’ and an empty Failed SP List.



2. Verify the 1K Block of Subscription Versions exists with LNP Type set to ‘POOL’, a status of ‘active’ and an empty Failed SP List.





			10.


			SP –Optional


			Service Provider Personnel perform a local query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that NPAC Personnel re-scheduled during this Test Case. 


			SP


			1. Verify that the Number Pool Block exists on the EDR LSMS.



2. Verify that the 1K Block of Subscription Versions exist on the non-EDR LSMS.





			11.


			SP – Conditional


			Service Provider Personnel perform an NPAC SMS query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that NPAC Personnel re-scheduled during this Test Case. 


			SP


			1. Verify the Number Pool Block exists on the NPAC SMS with status of ‘active’ and an empty Failed SP List.



2. Verify the 1K Block of Subscription Versions exist on the NPAC SMS with LNP Type set to ‘POOL’, a status of ‘active’ and an empty Failed SP List.





			12.


			NPAC


			NPAC Personnel perform a full audit for the Number Pool Block and respective POOLed Subscription Versions created during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were issued as a result of performing this audit.  If any updates were sent the LSMS fails this test case.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			4.1.8


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			SOA - Service Provider Personnel create a Number Pool Block - (to at least 3 LSMSs – at least 1 EDR and 2 non-EDR) that results in a Full Failure – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-132, RR3-141.1, Table RR3-137.2RR3-137.2 (Row 15), Table RR3-138.2 (Row 15), RR3-142.1, RR3-153, RR5-95





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.1 Number Pool Block Create by SOA



2.4. Number Pool Block Create Broadcast to Local SMS: Failure





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that at least three LSMSs (at least one EDR and two non-EDR) are configured to receive downloads for this NPA-NXX, but keep them disconnected from the NPAC SMS to create a failure scenario.



2. Verify that the respective NPA-NXX-X exists for which Service Provider Personnel will attempt to create the respective Number Pool Block during this Test Case.



3. Verify that the current date is equal to or greater than the NPA-NXX-X Effective Date.



4. Verify that no ‘pending-like, no active’ nor ‘active-like’ Subscription Versions exist for the 1K Block so that a non-contaminated Number Pool Block may be created.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1. 


			SP


			Using the SOA, Service Provider Personnel submit a M-ACTION numberPoolBlock-Create request to the NPAC SMS to create a Number Pool Block.



The request must include the following attributes:



· numberPoolBlockNPA-NXX-X



· numberPoolBlockSPID



· numberPoolBlockLRN



· numberPoolBlockCLASS-DPC



· numberPoolBlockCLASS-SSN



· numberPoolBlockCNAM-DPC



· numberPoolBlockCNAM-SSN



· numberPoolBlockISVM-DPC



· numberPoolBlockISVM-SSN



· numberPoolBlockLIDB-DPC



· numberPoolBlockLIDB-SSN



· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA



· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA


			SP


			1. The NPAC SMS receives the M-ACTION Request numberPoolBlock-Create request.



2. The NPAC SMS verifies the following information:



· The requesting SOA is the NPA-NXX-X Holder SOA.



· The serviceProvNPA-NXX-X object exists for the NPA-NXX-X (respective NPA-NXX-X information).



· All attributes specified are valid.



· A numberPoolBlockNPAC object does not already exist for the NPA-NXX-X (a duplicate Number Pool Block does not already exist).



· The current date is greater than or equal to the NPA-NXX-X-EffectiveTimeStamp.



· There are not any ‘pending-like, no-active’ Subscription Version objects within the given TN range.





			2.


			NPAC


			1. The NPAC SMS issues an M-CREATE Request numberPoolBlockNPAC to itself.



2. The NPAC SMS sets the numberPoolBlockSOA-Origination Indicator to TRUE.



3. The NPAC SMS sets the numberPoolBlockStatus to 'sending'.



4. The NPAC SMS sets the following timestamps to the current date and time:



· numberPoolBlockCreationTimeStamp



· numberPoolBlockActivationTimeStamp



· numberPoolBlockBroadcastTimeStamp



· numberPoolBlockModifiedTimeStamp


			NPAC


			The NPAC SMS issues an M-CREATE Response numberPoolBlockNPAC to itself.





			3.


			NPAC 


			1. The NPAC SMS issues an M-CREATE Request subscriptionVersionNPAC to itself.



2. The NPAC SMS sets the LNP Type to ‘POOL’ for the Subscription Versions it creates within the 1K Block.



3. The NPAC SMS sets the Subscription Versions to ‘sending’.



4. The NPAC SMS sets the following timestamps to the current date and time for the Subscription Versions:



· subscriptionModifiedTimeStamp



· subscriptionActivationTimeStamp



· subscriptionBroadcastTimeStamp



· subscriptionCreationTimeStamp


			NPAC


			The NPAC SMS issues an M-CREATE Response subscriptionVersionNPAC to itself.





			4.


			NPAC


			The NPAC SMS issues an M-ACTION Response numberPoolBlock-Create to the respective NPA-NXX-X Holder SOA that initiated the Number Pool Block Create request.


			SP


			The NPA-NXX-X Holder SOA receives the M-ACTION Response from the NPAC SMS.





			5.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT objectCreation for the numberPoolBlockNPAC to the NPA-NXX-X Holder SOA.



The following attributes are sent in the objectCreation notification:



· numberPoolBlockId



· numberPoolBlockSOA-Origination



· numberPoolBlockCreationTimeStamp



· numberPoolBlockStatus



· numberPoolBlockNPA-NXX-X



· numberPoolBlockSPID



· numberPoolBlockLRN



· numberPoolBlockCLASS-DPC



· numberPoolBlockCLASS-SSN



· numberPoolBlockCNAM-DPC



· numberPoolBlockCNAM-SSN



· numberPoolBlockISVM-DPC



· numberPoolBlockISVM-SSN



· numberPoolBlockLIDB-DPC



· numberPoolBlockLIDB-SSN



· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA



· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA


			SP


			The NPA-NXX-X Holder SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.





			6.


			NPAC 


			1. The NPAC SMS issues an M-ACTION Request subscriptionVersionLocalSMS-Create to the non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX.



2. At the same time as step 6.1, the NPAC SMS issues an M-CREATE Request numberPoolBlock to the EDR LSMSs in the region that are accepting downloads for this NPA-NXX.


			NPAC


			1. The NPAC SMS waits for all M-ACTION Responses from non-EDR LSMSs and all M-CREATE Responses from all EDR LSMSs.



2. The NPAC SMS automatically retries any LSMS who does not respond within a tunable amount of time.



3. The NPAC SMS does not receive a response to the create requests from all LSMSs (EDR and non-EDR).





			7.


			NPAC


			1. After all retries have been exhausted, the NPAC SMS issues an M-SET subscriptionVersionNPAC to itself and updates the following attributes for each Subscription Version within the 1K Block with LNP Type set to ‘POOL’:



· sets the Subscription Version status to ‘failed’.



· sets the Subscription Version Failed SP List to reflect the Service Providers that did not respond.



· sets the subscriptionModifiedTimeStamp is set to the current date and time.



2. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself to update the following attributes:



· sets the numberPoolBlockStatus to 'failed'.



· sets the Number Pool Block Failed SP List to reflect the Service Providers that did not respond.



· sets the numberPoolBlockModifiedTimeStamp to the current date and time.


			NPAC


			1. The NPAC SMS issues an M-SET subscriptionVersionNPAC Response to itself.



2. The NPAC SMS issues an M-SET numberPoolBlockNPAC Response to itself.





			8.


			NPAC


			The NPAC SMS determines the SOA Origination Indicator is set to TRUE and issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange to the NPA-NXX-X Holder SOA with the numberPoolBlockStatus set to ‘failed’ and the list of Service Providers that failed the create request.


			SP


			The NPA-NXX-X Holder SOA receives the M-EVENT-REPORT and issues an M-EVENT-REPORT Confirmation. 





			9.


			NPAC


			NPAC Personnel perform a query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that Service Provider Personnel created during this Test Case.


			NPAC


			1. Verify the Number Pool Block exists with status of ‘failed’ and Failed SP List that reflects all Service Providers that failed the request.



2. Verify the 1K Block of Subscription Versions exist with LNP Type set to ‘POOL’, a status of ‘failed’ and a Failed SP List that reflects all Service Providers that failed the request.



3. Verify data integrity (LRN and GTT data) has been maintained between the Number Pool Block and 1K Block of Subscription Versions with LNP Type set to ‘POOL’ on the NPAC SMS.





			10.


			SP – Optional


			Service Provider Personnel perform a local query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that Service Provider Personnel created during this Test Case.


			SP


			1. Verify the Number Pool Block exists with a status of ‘failed’ and a Failed SP List that reflects all SPs that did not successfully process the NPAC SMS request on the SOA.



2. Verify the Number Pool Block does not exist on the EDR LSMS.



3. Verify the 1K Block of Subscription Versions do not exist on the non-EDR LSMS.





			11.


			SP – Conditional


			Service Provider Personnel perform an NPAC SMS query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that Service Provider Personnel created during this Test Case.


			SP


			1. Verify the Number Pool Block exists on the NPAC SMS with status of ‘failed’ and a Failed SP List that reflects all Service Providers that failed the request.



2. Verify the 1K Block of Subscription Versions exist on the NPAC SMS with LNP Type set to ‘POOL’, a status of ‘failed’ and a Failed SP List that reflects all Service Providers that failed the request.












			A.


			TEST IDENTITY


			





			


			Test Case Number:


			4.1.9


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			O





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			NPAC OP GUI - NPAC Personnel re-send a full failure Number Pool Block create to 1 LSMS (1 EDR ) resulting in success (2 non-EDR systems are still on the Failed SP List) – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			Table RR3-137.2RR3-137.2 (Row 14), RR3-138.1, RR3-138.2, Table RR3-138.2 (Row 14), RR3-139, RR3-153, RR3-185, RR3-186.1, RR3-186.2, RR3-187, RR3-188, RR3-189, RR3-190, RR3-195, RR3-196, RR3-197, RR5-85, RR5-72, RR5-73, RR5-77, RR5-78, RR5-79





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.6 Number Pool Block Create Resend Broadcast



2.9 Number Pool Block Create Partial Failure Resend NPAC SMS Updates





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			4.1.8 SOA - Service Provider Personnel create a Number Pool Block - (to at least 3 LSMSs – at least 1 EDR and 2 non-EDR) that results in a Full Failure – Success





			


			Prerequisite NPAC Setup:


			1. Verify that a Number Pool Block exists with a status of ‘failed’ and a Failed SP List that contains 3 Service Providers (1 non-EDR and 2 EDR systems).



2. Verify that the Service Providers on the Failed SP List are configured and connected such the EDR LSMS could now successfully process the Number Pool Block resend request.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1. 


			NPAC


			1. Using the NPAC OP GUI, NPAC Personnel take action to resend a ‘failed’, Number Pool Block to the EDR Service Provider in the Number Pool Block Failed SP List.



2. The NPAC SMS issues an M-SET numberPoolBlockNPAC to itself to set the following attributes:



· set the numberPoolBlockStatus to ‘sending’.



· set the numberPoolBlockModifiedTimeStamp and numberPoolBlockBroadcastTimeStamp to the current date and time.



3. The NPAC SMS issues an M-SET subscriptionVersionNPAC to itself for all the Pooled Subscription Versions within the 1K Block to set the following attributes:



· set the subscriptionVersionStatus to ‘sending’.



· set the subscriptionModifiedTimeStamp and subscriptionBroadcastTimeStamp to the current date and time.


			NPAC


			1. The NPAC SMS issues an M-SET Response numberPoolBlockStatus to itself.



2. The NPAC SMS issues an M-SET Response subscriptionVersionNPAC to itself.





			2.


			NPAC


			The NPAC SMS issues an M-CREATE Request numberPoolBlock to the EDR LSMS that NPAC Personnel indicated in the Number Pool Block resend request.


			NPAC


			1. The EDR LSMS receives the M-CREATE Request and returns an M-CREATE Response numberPoolBlock.



2. The NPAC SMS waits for the M-CREATE Response from the EDR LSMS.









			3.


			NPAC


			The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself to set the following attributes:



· set the numberPoolBlock status to ‘partial failure’.



· update the numberPoolBlockFailedSP-List is to reflect the two non-EDR systems that the Number Pool Block create resend request was not sent to.



· set the numberPoolBlockModifiedTimeStamp to the current date and time.


			NPAC


			The NPAC SMS issues an M-SET Response to itself.





			4. 


			NPAC


			The NPAC SMS issues an M-SET subscriptionVersionNPAC to itself to set the following attributes for the Pooled Subscription Versions within the 1K Block:



· set the Subscription Version status to ‘partial failure’. 



· update the subscriptionFailedSP-List to reflect the name of the two non-EDR systems that the Number Pool Block create resend request was not sent to.



· set the subscriptionModifiedTimeStamp to the current date and time.


			NPAC


			The NPAC SMS issues an M-SET Response back to itself.





			5.


			NPAC


			The NPAC SMS determines that the SOA Origination Indicator is set to FALSE and processing terminates here.


			


			





			6.


			NPAC


			NPAC Personnel perform a local query for the Number Pool Block and the 1K Block of Pooled Subscription Versions that NPAC Personnel resent during this Test Case.


			NPAC


			1. Verify the Number Pool Block exists with a status of ‘partial failure’ with a Failed SP List that contains the name of the two Service Providers that the Number Pool Block create was not resent to during this Test Case. 


2. Verify the Pooled Subscription Versions within the 1K Block exist with a status of ‘partial failure’ with a Failed SP List that contains the name of the two Service Providers that the Number Pool Block create was not resent to during this Test Case.





			7.


			SP – Optional


			Block Holder Service Provider Personnel perform a local query for the Number Pool Block and the 1K Block of Pooled Subscription Versions that NPAC Personnel resent during this Test Case.


			SP


			1. Verify that the Number Pool Block exists on the EDR LSMS that successfully processed the resend request in this Test Case.



2. Verify the 1K Block of  Subscription Versions do not exist on the non-EDR LSMSs that did not receive the resend request in this Test Case.





			8.


			SP – Conditional


			Service Provider Personnel perform an NPAC SMS query for the Number Pool Block and the 1K Block of Pooled Subscription Versions that NPAC Personnel resent during this Test Case.


			SP


			1. Verify the Number Pool Block exists with a status of ‘partial failure’ with a Failed SP List on the NPAC SMS.  The Failed SP List contains the name of the two Service Providers that the Number Pool Block create was not resent to during this Test Case.



2. Verify the Pooled Subscription Versions within the 1K Block exist with a status of ‘partial failure’ with a Failed SP List on the NPAC SMS.  The Failed SP List contains the name of the two Service Providers that the Number Pool Block create was not resent to during this Test Case.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			4.1.10


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			O





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			O





			


			Objective:






			NPAC - NPAC Personnel perform a resend of a previously ‘partial failure’ Number Pool Block to all Service Providers in the Failed SP List (2 non-EDR) – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-120, RR3-121, RR3-138.1, RR3-140, RR3-153, RR3-186.1, RR3-186.2, RR3-187, RR3-188, RR3-189, RR3-191, RR3-194, RR3-195, RR3-196, RR5-100, RR5-101, RR5-72, RR5-74, RR5-78





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.6 Number Pool Block Create Resend Broadcast



2.7 Number Pool Block Create Successful Resend NPAC SMS Updates





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			4.1.9 NPAC OP GUI - NPAC Personnel re-send a full failure Number Pool Block create to 3 LSMSs (1 EDR and 2 non-EDR systems) resulting in Partial Failure - Success





			


			Prerequisite NPAC Setup:


			1. Verify that all LSMSs that are listed in the Failed Service Provider List for the Number Pool Block that NPAC Personnel will resend during this Test Case (2 non-EDR) are configured to be associated with the NPAC SMS and receive downloads for the NPA-NXX. 



2. Verify that Number Pool Block exists in a ‘partial failure’ state.



3. Verify that the SOA Origination Indicator is set to ‘FALSE’ for this Number Pool Block.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1. 


			NPAC


			1. Using the NPAC OP GUI, NPAC Personnel submit a request to resend a ‘partial failure’ Number Pool Block to each Service Provider in the Failed SP List.



2. The NPAC SMS issues an M-SET Request numberPoolBlock to itself to set the following attributes:



· set the numberPoolBlockStatus to ‘sending’ 



· set the numberPoolBlockModifiedTimeStamp to the current date and time.



3. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself for all the Pooled Subscription Versions within the 1K Block to set the following attributes: 



· set the subscriptionVersionStatus to ‘sending’ 



· set the subscriptionModifiedTimeStamp and subscriptionBroadcastTimeStamp to the current date and time. 


			NPAC


			1. The NPAC SMS issues an M-SET Response numberPoolBlockNPAC to itself.



2. The NPAC SMS issues an M-SET Response subscriptionVersionNPAC to itself. 





			2.


			NPAC 


			The NPAC SMS issues an M-ACTION Request subscriptionVersionLocalSMS-Create to the non-EDR LSMSs that are on the Subscription Version Failed SP List.


			NPAC


			The non-EDR LSMSs respond to the NPAC SMS request with a successful M-ACTION response. 









			3.


			NPAC


			1. Upon the first successful response from an LSMS, the NPAC SMS sets the following timestamps to the current date and time:



· numberPoolBlockActivationCompleteTimeStamp



· subscriptionActivationCompleteTimeStamp



· numberPoolBlockModifiedTimeStamp



· subscriptionModifiedTimeStamp



2. After a successful response from all LSMSs the resend request was sent to, the NPAC SMS issues an M-SET subscriptionVersionNPAC to itself to set the following attributes:



· update the Subscription Version status for Subscription Versions of LNP Type set to ‘POOL’ to ‘active’ and set the Failed SP List to empty.



· set the subscriptionModifiedTimeStamp is set to the current date and time. 


			NPAC


			The NPAC SMS issues an M-SET Response to itself.





			4.


			NPAC


			The NPAC SMS issues an M-SET numberPoolBlockNPAC to itself and performs the following steps:



1. The numberPoolBlock status is set to ‘active’ and the Failed SP List updated to empty.



2. The numberPoolBlockModifiedTimeStamp is set to the current date and time.


			NPAC


			The NPAC SMS issues an M-SET Response to itself.





			5.


			NPAC


			The NPAC SMS determines that the SOA Origination Indicator is set to FALSE and processing terminates here.


			


			





			6.


			NPAC


			NPAC Personnel perform a query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that NPAC Personnel resent during this Test Case.


			NPAC


			1. Verify the Number Pool Block exists with a status of ‘active’ and has an empty Failed SP List.



2. Verify the Subscription Versions in the 1K Block with LNP Type set to ‘POOL’ exist with a status of ‘active’ and an empty Failed SP List.





			7.


			SP – Optional


			Service Provider Personnel perform a local query for the Number Pool Block and the 1K Block of Pooled Subscription Versions that NPAC Personnel resent during this Test Case.


			SP


			Verify the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ exist on the non-EDR LSMSs.





			8.


			SP – Conditional


			Service Provider Personnel perform an NPAC SMS query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that NPAC Personnel resent during this Test Case.


			SP


			1. Verify the Number Pool Block exists with a status of ‘active’ and has an empty Failed SP List on the NPAC SMS.



2. Verify the Subscription Versions in the 1K Block with LNP Type set to ‘POOL’ exist with a status of ‘active’ and an empty Failed SP List on the NPAC SMS.





			9.


			NPAC


			NPAC Personnel perform a full audit for the Number Pool Block and respective POOLed Subscription Versions created during test case 4.1.8, resent during 4.1.9 and resent during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were issued as a result of performing this audit.  If any updates were sent the LSMS fails this test case.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			4.1.11


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			SOA – Service Provider Personnel create a Number Pool Block (to at least 4 LSMSs - 2 non-EDR and 2 EDR) that results in a Partial Failure - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-132, RR3-138.1, RR3-153, RR5-100, RR5-101, RR5-95





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.1 Number Pool Block Create by SOA



2.5.1 Number Pool Block Create Partial-Failure Broadcast to Local SMSs



2.5.2 Number Pool Block Create Broadcast Partially Failed NPAC SMS Updates





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that at least four LSMSs (2 non-EDR and 2 EDR) are configured to be associated with the NPAC SMS and receive downloads for this NPA-NXX. One LSMS should be disconnected from the NPAC SMS to achieve a ‘partial-failure’ download.



2. Verify that the respective NPA-NXX-X exists for which Service Provider Personnel will attempt to create the respective Number Pool Block during this Test Case.



3. Verify that the current date is equal to or greater than the NPA-NXX-X Effective Date.



4. Verify that no ‘pending-like, nor active-like’ Subscription Versions exist for the 1K Block so that a non-contaminated Number Pool Block may be created.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1. 


			SP


			Using the SOA, Service Provider Personnel submit a M-ACTION numberPoolBlock-Create request to the NPAC SMS to create a Number Pool Block.



The request must include the following attributes:



· numberPoolBlockNPA-NXX-X



· numberPoolBlockSPID



· numberPoolBlockLRN



· numberPoolBlockCLASS-DPC



· numberPoolBlockCLASS-SSN



· numberPoolBlockCNAM-DPC



· numberPoolBlockCNAM-SSN



· numberPoolBlockISVM-DPC



· numberPoolBlockISVM-SSN



· numberPoolBlockLIDB-DPC



· numberPoolBlockLIDB-SSN



· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA



· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA


			NPAC


			1. The NPAC SMS receives the M-ACTION Request numberPoolBlock-Create request.



2. The NPAC SMS verifies the following information:



· The requesting SOA is the NPA-NXX-X Holder SOA.



· The serviceProvNPA-NXX-X object exists for the NPA-NXX-X (respective NPA-NXX-X information).



· All attributes specified are valid.



· A numberPoolBlockNPAC object does not already exist for the NPA-NXX-X (a duplicate Number Pool Block does not already exist).



· The current date is greater than or equal to the NPA-NXX-X-EffectiveTimeStamp.



· There are not any ‘pending-like, no-active’ Subscription Version objects within the given TN range.





			2.


			NPAC


			1. The NPAC SMS issues an M-CREATE Request numberPoolBlockNPAC to itself.



2. The NPAC SMS sets the numberPoolBlockSOA-Origination Indicator to TRUE.



3. The NPAC SMS sets the numberPoolBlockStatus to 'sending'.



4. The NPAC SMS sets the following timestamps to the current date and time:



· numberPoolBlockCreationTimeStamp



· numberPoolBlockActivationTimeStamp



· numberPoolBlockBroadcastTimeStamp



· numberPoolBlockModifiedTimeStamp


			NPAC


			The NPAC SMS issues an M-CREATE Response numberPoolBlockNPAC to itself.





			3.


			NPAC 


			1. The NPAC SMS issues an M-CREATE Request subscriptionVersionNPAC to itself.



2. The NPAC SMS sets the LNP Type to ‘POOL’ for the Subscription Versions it creates within the 1K Block.



3. The NPAC SMS sets the Subscription Versions to ‘sending’.



4. The NPAC SMS sets the following timestamps to the current date and time for the Subscription Versions:



· subscriptionModifiedTimeStamp



· subscriptionActivationTimeStamp



· subscriptionBroadcastTimeStamp



· subscriptionCreationTimeStamp


			NPAC


			The NPAC SMS issues an M-CREATE Response subscriptionVersionNPAC to itself.





			4.


			NPAC


			The NPAC SMS issues an M-ACTION Response numberPoolBlock-Create to the respective NPA-NXX-X Holder SOA that initiated the Number Pool Block Create request.


			SP


			The NPA-NXX-X Holder SOA receives the M-ACTION Response from the NPAC SMS.





			5.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT objectCreation for the numberPoolBlockNPAC to the NPA-NXX-X Holder SOA.



The following attributes are sent in the objectCreation notification:



· numberPoolBlockId



· numberPoolBlockSOA-Origination



· numberPoolBlockCreationTimeStamp



· numberPoolBlockStatus



· numberPoolBlockNPA-NXX-X



· numberPoolBlockSPID



· numberPoolBlockLRN



· numberPoolBlockCLASS-DPC



· numberPoolBlockCLASS-SSN



· numberPoolBlockCNAM-DPC



· numberPoolBlockCNAM-SSN



· numberPoolBlockISVM-DPC



· numberPoolBlockISVM-SSN



· numberPoolBlockLIDB-DPC



· numberPoolBlockLIDB-SSN



· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA



· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA


			SP


			The NPA-NXX-X Holder SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.





			6.


			NPAC 


			1. The NPAC SMS issues an M-ACTION Request subscriptionVersionLocalSMS-Create to the non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX.



2. At the same time as step 6.1, the NPAC SMS issues an M-CREATE Request numberPoolBlock to the EDR LSMSs in the region that are accepting downloads for this NPA-NXX.


			NPAC


			1. The non-EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-ACTION Request, verify that the action is valid and return an M-ACTION Response subscriptionVersionLocalSMS-Create.



2. The EDR LSMSs that are accepting downloads for this NPA-NXX receives the M-CREATE Request, and return an M-CREATE Response numberPoolBlock.



3. The non-EDR LSMSs proceed to execute all the creates specified by the M-ACTION Request and issues an M-EVENT-REPORT subscriptionVersionLocalSMS-CreateResults specifying the Subscription Versions were successfully created.



4. The NPAC SMS waits for all M-ACTION Responses from non-EDR LSMSs and all M-CREATE Responses from all EDR LSMSs.



5. The NPAC SMS automatically retries any LSMS who does not respond within a tunable amount of time. If a non-EDR does not respond, the NPAC will retry with an M-ACTION Request. If an EDR LSMS does not respond, the NPAC will retry with an M-CREATE Request.





			7.


			NPAC


			Upon the first successful response from an LSMS, the NPAC SMS sets the following timestamps to the current date and time:



· numberPoolBlockActivationCompleteTimeStamp



· subscriptionActivationCompleteTimeStamp



· numberPoolBlockModifiedTimeStamp



· subscriptionModifiedTimeStamp


			NPAC


			The NPAC SMS does not receive a response from one of the LSMSs.





			8.


			NPAC


			1. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself and updates the following attributes for each Pooled Subscription Version within the 1K Block:



· sets the subscriptionVersionStatus to ‘partial failure’.



· sets the Subscription Version Failed SP List to reflect the Service Provider that did not respond to the NPAC request.



· sets the subscriptionModifiedTimeStamp to the current date and time.



2. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself and updates the following attributes:



· sets the numberPoolBlockStatus to 'partial failure’ 



· sets the Number Pool Block Failed SP List to reflect the Service Provider that did not respond to the NPAC request.



· sets the numberPoolBlockModifiedTimeStamp to the current date and time.


			NPAC


			1. The NPAC SMS issues an M-SET subscriptionVersionNPAC Response to itself.



2. The NPAC SMS issues an M-SET numberPoolBlockNPAC Response to itself









			9.


			NPAC


			The NPAC SMS determines the SOA Origination Indicator is set to TRUE and issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange to the NPA-NXX-X Holder SOA to set the Number Pool Block status to 'partial failure' and set the Failed SP List to reflect those Service Providers that did not successfully process the request.


			SP


			The NPA-NXX-X Holder SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS. 





			10.


			NPAC


			NPAC Personnel perform a query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that Service Provider Personnel created during this Test Case.


			NPAC


			1. Verify the Number Pool Block exists with a status of ‘partial failure’ and has a Failed SP List that reflects the Service Provider that failed the NPAC request.



2. Verify the Subscription Versions in the 1K Block with LNP Type set to ‘POOL’ exist with a status of ‘partial failure’ and a Failed SP List that reflects the Service Provider that failed the NPAC request.





			11.


			SP – Optional


			Block Holder Service Provider Personnel perform a local query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that Service Provider Personnel created during this Test Case.


			SP


			1. Verify the Number Pool Block exists with a status of ‘partial failure’ and has a Failed SP List that reflects the Service Provider that failed the NPAC request on the SOA.



2. Verify that the Number Pool Block exists for those EDR LSMSs that received the NPAC request. 



3. Verify that the Subscription Versions in the 1K Block with LNP Type set to ‘POOL’ exist for those non-EDR LSMSs that received the NPAC request.





			12.


			SP – Conditional


			Service Provider Personnel perform an NPAC SMS query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that Service Provider Personnel created during this Test Case.


			SP


			1. Verify the Number Pool Block exists with a status of ‘partial failure’ and has a Failed SP List on the NPAC SMS.  The Failed SP List reflects the Service Provider that failed the NPAC request.



2. The Subscription Versions in the 1K Block with LNP Type set to ‘POOL’ exist with a status of ‘partial failure’ and a Failed SP List on the NPAC SMS.  The Failed SP List reflects the Service Provider that failed the NPAC request.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			4.1.13


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			SOA – Service Provider Personnel create a Number Pool Block (to at least 4 LSMSs - 2 non-EDR and 2 EDR) that results in a Partial Failure (1 non-EDR system fails one TN and 1 EDR system fails) – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-132, RR3-134, RR3-135, RR3-136, RR3-137.1, RR3-137.2, Table RR3-137.2 (Row 9), RR3-138.1, Table RR3-138.2 (Row 9), RR3-153, RR5-88, RR5-100, RR5-101, RR5-95





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.1 Number Pool Block Create by SOA



2.5.1 Number Pool Block Create Partial-Failure Broadcast to all Local SMSs



2.5.2 Number Pool Block Create Broadcast Partially Failed NPAC SMS Updates





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that at least four LSMSs (2 non-EDR and 2 EDR) are configured to be associated with the NPAC SMS and receive downloads for this NPA-NXX.  One of the non-EDR systems shall be made to fail one of the Subscription Versions in the 1K Block. One EDR system shall be made to fail the Number Pool Block Create request.  This will achieve a ‘partial-failure’ download.



2. Verify that the respective NPA-NXX-X exists for which Service Provider Personnel will attempt to create the respective Number Pool Block during this Test Case.



3. Verify that the current date is equal to or greater than the NPA-NXX-X Effective Date.



4. Verify that no ‘pending-like, nor active-like’ Subscription Versions exist for the 1K Block so that a non-contaminated Number Pool Block may be created.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the SOA, Service Provider Personnel submit an M-ACTION numberPoolBlock – Create request to the NPAC SMS to create a Number Pool Block.  The request must include the following attributes:



· numberPoolBlockNPA-NXX-X



· numberPoolBlockSPID



· numberPoolBlockLRN



· numberPoolBlockCLASS-DPC



· numberPoolBlockCLASS-SSN



· numberPoolBlockCNAM-DPC



· numberPoolBlockCNAM-SSN



· numberPoolBlockISVM-DPC



· numberPoolBlockISVM-SSN



· numberPoolBlockLIDB-DPC



· numberPoolBlockLIDB-SSN



· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA



· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA


			NPAC


			1. The NPAC SMS receives the M-ACTION numberPoolBlock – Create request.



2. The NPAC SMS verifies the following information:



· The requesting SOA is the NPA-NXX-X Holder SOA.



· The serviceProvNPA-NXX-X object exists for the NPA-NXX-X (respective NPA-NXX-X information).



· All attributes specified are valid



· A numberPoolBlockNPAC object does not already exist for the NPA-NXX-X (a duplicate Number Pool Block does not already exist) or if one exists it has a status of ‘old’ with an empty Failed SP List.



· The current date is greater than or equal to the NPA-NXX-X-EffectiveTimeStamp.



· There are not any ‘pending-like, no-active’ Subscription Version objects within the given TN range.





			2.


			NPAC


			1. The NPAC SMS issues an M-CREATE Request numberPoolBlockNPAC to itself.



2. The NPAC SMS sets the numberPoolBlockSOA-Origination Indicator to TRUE.



3. The NPAC SMS sets the numberPoolBlockStatus to ‘sending’.



4. The NPAC SMS sets the following timestamps to the current date and time:



· numberPoolBlockCreationTimeStamp



· numberPoolBlockActivationTimeStamp



· numberPoolBlockBroadcastTimeStamp



· numberPoolBlockModifiedTimeStamp


			NPAC


			The NPAC SMS issues an M-CREATE Response numberPoolBlockNPAC to itself.





			3.


			NPAC


			1. The NPAC SMS issues an M-CREATE Request subscriptionVersionNPAC to itself.



2. The NPAC SMS sets the LNP Type to ‘POOL’ for the Subscription Versions it creates within the 1K Block.



3. The NPAC SMS sets the Subscription Versions status to ‘sending’. 



4. The NPAC SMS sets the following timestamps to the current date and time for the Subscription Versions:



· subscriptionModifiedTimeStamp



· subscriptionActivationTimeStamp



· subscriptionBroadcastTimeStamp



· subscriptionCreationTimeStamp


			NPAC


			The NPAC SMS issues an M-CREATE Response subscriptionVersionNPAC to itself.





			4.


			NPAC


			The NPAC SMS issues an M-ACTION Response numberPoolBlock – Create to the respective NPA-NXX-X Holder SOA that initiated the Number Pool Block Create request.


			SP


			The NPA-NXX-X Holder SOA receives the M-ACTION Response from the NPAC SMS.





			5.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT objectCreation for the numberPoolBlockNPAC to the NPA-NXX-X Holder SOA.



The following attributes are sent in the objectCreation notification:



· numberPoolBlockId



· numberPoolBlockSOA-Origination



· numberPoolBlockCreationTimeStamp



· numberPoolBlockStatus



· numberPoolBlockNPA-NXX-X



· numberPoolBlockSPID



· numberPoolBlockLRN



· numberPoolBlockCLASS-DPC



· numberPoolBlockCLASS-SSN



· numberPoolBlockCNAM-DPC



· numberPoolBlockCNAM-SSN



· numberPoolBlockISVM-DPC



· numberPoolBlockISVM-SSN



· numberPoolBlockLIDB-DPC



· numberPoolBlockLIDB-SSN



· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA



· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA


			SP


			The NPA-NXX-X Holder SOA receives the M-EVENT-REPORT objectCreation and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			6.


			NPAC 


			1. The NPAC SMS issues an M-ACTION Request subscriptionVersionLocalSMS-Create to the non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX.



2. At the same time as step 6.1, the NPAC SMS issues an M-CREATE Request numberPoolBlock to the EDR LSMSs in the region that are accepting downloads for this NPA-NXX.


			NPAC


			1. The non-EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-ACTION Request, verify that the action is valid and return an M-ACTION Response subscriptionVersionLocalSMS-Create.



2. The EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-CREATE Request, and return an M-CREATE Response numberPoolBlock.



3. The non-EDR LSMSs proceed to execute all the creates specified by the M-ACTION Request and issue an M-EVENT-REPORT subscriptionVersionLocalSMS-CreateResults specifying the Subscription Versions were successfully created.



4. The NPAC SMS waits for all M-ACTION Responses from non-EDR LSMSs and all M-CREATE Responses from all EDR LSMSs.



5. The NPAC SMS automatically retries any LSMS who does not respond within a tunable amount of time.  If a non-EDR LSMS does not respond, the NPAC will retry with an M-ACTION Request.  If an EDR LSMS does not respond, the NPAC will retry with an M-CREATE Request.





			7.


			NPAC


			Upon the first successful response from an LSMS, the NPAC SMS sets the following timestamps to the current date and time:



· numberPoolBlockActivationCompleteTimeStamp



· subscriptionActivationCompleteTimeStamp



· numberPoolBlockModifiedTimeStamp



· subscriptionModifiedTimeStamp


			NPAC


			The NPAC SMS does not receive a response from one non-EDR LSMS and one EDR LSMS..





			8.


			NPAC


			1. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself and updates the following attributes for each Pooled Subscription Version within the 1K Block:



· Sets the subscriptionVersionStatus to ‘partial failure’.



· Sets the subscriptionFailedSP-List to reflect the EDR LSMS that failed the Number Pool Block Create Request. 



· On Subscription Version ‘A’, sets the subscriptionFailedSP-List to reflect the non-EDR LSMS that failed this TN.



· Sets the subscriptionModifiedTimeStamp is set to the current date and time.



2. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself and updates the following attributes:



· Sets the numberPoolBlockStatus to ‘partial failure’.



· Sets the numberPoolBlockFailedSP-List to reflect the EDR LSMS that failed the Number Pool Block Create Request, and the non-EDR LSMS that failed Subscription Version ‘A’.



· Sets the numberPoolBlockModifiedTimeStamp to the current date and time.


			NPAC


			1. The NPAC SMS issues an M-SET subscriptionVersionNPAC Response to itself.



2. The NPAC SMS issues an M-SET numberPoolBlockNPAC Response to itself.





			9.


			NPAC


			The NPAC SMS determines the SOA Origination Indicator is set to TRUE and issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange to the NPA-NXX-X Holder SOA to set the numberPoolBlockStatus to ‘partial failure’, and set the numberPoolBlockFailedSP-List to reflect the EDR LSMS and the non-EDR LSMS that did not successfully process the request.


			SP


			The  NPA-NXX-X Holder SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			10.


			NPAC


			NPAC Personnel perform a query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.


			NPAC


			1. Verify the Number Pool Block exists with a status of ‘partial failure’ and a Failed SP List. The Failed SP List contains the names of the non-EDR system that failed Subscription Version ‘A’ and the EDR system that failed the Number Pool Block create.



2. Verify the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ exist with a status of ‘partial failure’ and a Failed SP List. The Failed SP List for all Subscription Versions contain the name of the failed EDR system and for Subscription Version ‘A’ the name of the non-EDR system.





			11.


			SP - Optional


			Block Holder Service Provider Personnel perform a local query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.


			SP


			Verify the Number Pool Block exists with a status of ‘partial failure’ and a Failed SP List on the SOA. The Failed SP List contains the names of the non-EDR system that failed Subscription Version ‘A’ and the EDR system that failed the Number Pool Block create.









			15.


			SP – Conditional


			Block Holder Service Provider Personnel perform an NPAC SMS query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.


			SP


			1. Verify the Number Pool Block exists with a status of ‘partial failure’ and a Failed SP List on the NPAC SMS. The Failed SP List contains the names of the non-EDR system that failed Subscription Version ‘A’ and the EDR system that failed the Number Pool Block create.



2. Verify the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ exist with a status of ‘partial failure’ and a Failed SP List on the NPAC SMS. The Failed SP List for all Subscription Versions contain the name of the failed EDR system and for Subscription Version ‘A’ the name of the non-EDR system.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			4.1.14


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			SOA – Service Provider Personnel create a Number Pool Block (to at least 4 LSMSs - 2 non-EDR and 2 EDR) that results in a Partial Failure (1 non-EDR system fails one TN and 2 EDR systems fails) – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-132, Table RR3-137.2 (Row 12), RR3-138.1, Table RR3-138.2 (Row 12), RR3-153, RR5-100, RR5-101, RR5-95





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.1 Number Pool Block Create by SOA



2.5.1 Number Pool Block Create Partial-Failure Broadcast to all Local SMSs



2.5.2 Number Pool Block Create Broadcast Partially Failed NPAC SMS Updates





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that at least four LSMSs (2 non-EDR and 2 EDR) are configured to be associated with the NPAC SMS and receive downloads for this NPA-NXX. One of the non-EDR system shall be made to fail one TN within the 1K Block. Two EDR systems shall be made to fail the Number Pool Block Create request.  This will achieve a ‘partial failure’ download.



2. Verify that the respective NPA-NXX-X exists for which Service Provider Personnel will attempt to create the respective Number Pool Block during this Test Case.



3. Verify that the current date is equal to or greater than the NPA-NXX-X Effective Date.



4. Verify that no ‘pending-like, nor active-like’ Subscription Versions exist for the 1K Block so that a non-contaminated Number Pool Block may be created





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the SOA, Service Provider Personnel submit an M-ACTION numberPoolBlock – Create request to the NPAC SMS to create a Number Pool Block. The request must include the following attributes:



· numberPoolBlockNPA-NXX-X



· numberPoolBlockSPID



· numberPoolBlockLRN



· numberPoolBlockCLASS-DPC



· numberPoolBlockCLASS-SSN



· numberPoolBlockCNAM-DPC



· numberPoolBlockCNAM-SSN



· numberPoolBlockISVM-DPC



· numberPoolBlockISVM-SSN



· numberPoolBlockLIDB-DPC



· numberPoolBlockLIDB-SSN



· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA



· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA


			NPAC


			1. The NPAC SMS receives the M-ACTION numberPoolBlock – Create request.



2. The NPAC SMS verifies the following information:



· The requesting SOA is the NPA-NXX-X Holder SOA.



· The serviceProvNPA-NXX-X object exists for the NPA-NXX-X (respective NPA-NXX-X information).



· All attributes specified are valid



· A numberPoolBlockNPAC object does not already exist for the NPA-NXX-X (a duplicate Number Pool Block does not already exist) or if one exists it has a status of ‘old’ with an empty Failed SP List.



· The current date is greater than or equal to the NPA-NXX-X-EffectiveTimeStamp.



· There are not any ‘pending-like, no-active’ Subscription Version objects within the given TN range.





			2.


			NPAC


			1. The NPAC SMS issues an M-CREATE Request numberPoolBlockNPAC to itself.



2. The NPAC SMS sets the numberPoolBlockSOA-Origination Indicator to TRUE.



3. The NPAC SMS sets the numberPoolBlockStatus to ‘sending’.



4. The NPAC SMS sets the following timestamps to the current date and time:



· numberPoolBlockCreationTimeStamp



· numberPoolBlockActivationTimeStamp



· numberPoolBlockBroadcastTimeStamp



· numberPoolBlockModifiedTimeStamp


			NPAC


			The NPAC SMS issues an M-CREATE Response numberPoolBlockNPAC to itself.





			3.


			NPAC


			1. The NPAC SMS issues an M-CREATE Request subscriptionVersionNPAC to itself.



2. The NPAC SMS sets the LNP Type to ‘POOL’ for the Subscription Versions it creates within the 1K Block.



3. The NPAC SMS sets the Subscription Versions status to ‘sending’. 



4. The NPAC SMS sets the following timestamps to the current date and time for the Subscription Versions:



· subscriptionModifiedTimeStamp



· subscriptionActivationTimeStamp



· subscriptionBroadcastTimeStamp



· subscriptionCreationTimeStamp


			NPAC


			The NPAC SMS issues an M-CREATE Response subscriptionVersionNPAC to itself.





			4.


			NPAC


			The NPAC SMS issues an M-ACTION Response numberPoolBlock – Create to the respective NPA-NXX-X Holder SOA that initiated the Number Pool Block Create request.


			SP


			The NPA-NXX-X Holder SOA receives the M-ACTION Response from the NPAC SMS.





			5.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT objectCreation for the numberPoolBlockNPAC to the NPA-NXX-X Holder SOA.



The following attributes are sent in the objectCreation notification:



· numberPoolBlockId



· numberPoolBlockSOA-Origination



· numberPoolBlockCreationTimeStamp



· numberPoolBlockStatus



· numberPoolBlockNPA-NXX-X



· numberPoolBlockSPID



· numberPoolBlockLRN



· numberPoolBlockCLASS-DPC



· numberPoolBlockCLASS-SSN



· numberPoolBlockCNAM-DPC



· numberPoolBlockCNAM-SSN



· numberPoolBlockISVM-DPC



· numberPoolBlockISVM-SSN



· numberPoolBlockLIDB-DPC



· numberPoolBlockLIDB-SSN



· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA



· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA


			SP


			The NPA-NXX-X Holder SOA receives the M-EVENT-REPORT objectCreation and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			6.


			NPAC 


			1. The NPAC SMS issues an M-ACTION Request subscriptionVersionLocalSMS-Create to the non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX.



2. At the same time as step 6.1, the NPAC SMS issues an M-CREATE Request numberPoolBlock to the EDR LSMSs in the region that are accepting downloads for this NPA-NXX.


			NPAC


			1. The non-EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-ACTION Request, verify that the action is valid and return an M-ACTION Response subscriptionVersionLocalSMS-Create.



2. The EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-CREATE Request, and return an M-CREATE Response numberPoolBlock.



3. The non-EDR LSMSs proceed to execute all the creates specified by the M-ACTION Request and issue an M-EVENT-REPORT subscriptionVersionLocalSMS-CreateResults specifying the Subscription Versions were successfully created.



4. The NPAC SMS waits for all M-ACTION Responses from non-EDR LSMSs and all M-CREATE Responses from all EDR LSMSs.



5. The NPAC SMS automatically retries any LSMS who does not respond within a tunable amount of time.  If a non-EDR LSMS does not respond, the NPAC will retry with an M-ACTION Request.  If an EDR LSMS does not respond, the NPAC will retry with an M-CREATE Request.





			7.


			NPAC


			Upon the first successful response from an LSMS, the NPAC SMS sets the following timestamps to the current date and time:



· numberPoolBlockActivationCompleteTimeStamp



· subscriptionActivationCompleteTimeStamp



· numberPoolBlockModifiedTimeStamp



· subscriptionModifiedTimeStamp


			NPAC


			The NPAC SMS does not receive a response from one non-EDR LSMS and two EDR LSMSs.





			8.


			NPAC


			1. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself and updates the following attributes for each Pooled Subscription Version within the 1K Block:



· Sets the subscriptionVersionStatus to ‘partial failure’.



· Sets the subscriptionFailedSP-List to reflect the two EDR LSMSs that failed the Number Pool Block Create Request. 



· On Subscription Version ‘A’, sets the subscriptionFailedSP-List to reflect the non-EDR LSMS that failed this TN.



· Sets the subscriptionModifiedTimeStamp is set to the current date and time.



2. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself and updates the following attributes:



· Sets the numberPoolBlockStatus to ‘partial failure’.



· Sets the numberPoolBlockFailedSP-List to reflect the two EDR LSMSs that failed the Number Pool Block Create Request, and the non-EDR LSMS that failed Subscription Version ‘A’.



· Sets the numberPoolBlockModifiedTimeStamp to the current date and time.


			NPAC


			1. The NPAC SMS issues an M-SET subscriptionVersionNPAC Response to itself.



2. The NPAC SMS issues an M-SET numberPoolBlockNPAC Response to itself.





			9.


			NPAC


			The NPAC SMS determines the SOA Origination Indicator is set to TRUE and issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange to the NPA-NXX-X Holder SOA to set the numberPoolBlockStatus to ‘partial failure’, and set the numberPoolBlockFailedSP-List to reflect the two EDR LSMSs and the non-EDR LSMS that did not successfully process the request.


			SP


			The  NPA-NXX-X Holder SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			10.


			NPAC


			NPAC Personnel perform a query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.


			NPAC


			1. Verify the Number Pool Block exists with a status of ‘partial failure’ and a Failed SP List. The Failed SP List contains the names of the non-EDR system that failed Subscription Version ‘A’ and the two EDR systems that failed the Number Pool Block create.



2. Verify the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ exist with a status of ‘partial failure’ and a Failed SP List. The Failed SP List for all Subscription Versions contain the name of the two failed EDR systems and for Subscription Version ‘A’ the name of the non-EDR system.





			11.


			SP - Optional


			Block Holder Service Provider Personnel perform a local query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.


			SP


			Verify the Number Pool Block exists with a status of ‘partial failure’ and a Failed SP List on the SOA. The Failed SP List contains the names of the non-EDR system that failed Subscription Version ‘A’ and the two EDR systems that failed the Number Pool Block create.









			15.


			SP – Conditional


			Block Holder Service Provider Personnel perform an NPAC SMS query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.


			SP


			1. Verify the Number Pool Block exists with a status of ‘partial failure’ and a Failed SP List on the NPAC SMS. The Failed SP List contains the names of the non-EDR system that failed Subscription Version ‘A’ and the two EDR systems that failed the Number Pool Block create.



2. Verify the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ exist with a status of ‘partial failure’ and a Failed SP List on the NPAC SMS. The Failed SP List for all Subscription Versions contain the name of the two failed EDR systems and for Subscription Version ‘A’ the name of the non-EDR system.








6.5 Modify Number Pool Block Test Cases:



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			4.2.1


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			SOA- Service Provider Personnel modify an active Number Pool Block with the SOA Origination Indicator set to FALSE (and contains Subscription Versions with LNP Types of ‘POOL’, ‘LISP’ and ‘LSPP’) for at least 4 LSMSs (2 non-EDR and 2 EDR). - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-119, RR3-120, RR3-121, RR3-122, RR3-128, RR3-133, RR3-157, RR3-159, RR3-160, RR3-162, RR3-163, RR3-164, RR3-165, RR3-167, RR3-168, RR5-85, RR5-86, RR5-87, RR5-103, RR5-104, RR5-105





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.11 Number Pool Block Modify by Block Holder SOA



2.12.1 Number Pool Block modify Successful Broadcast to Local SMS



2.12.2 Number Pool Block Modify Successful Broadcast NPAC SMS Updates





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify the Number Pool Block to be modified exists on the NPAC SMS with a status of ‘active’ and an empty Failed SP List. 



2. Verify that at least two Service Providers are connected to the NPAC SMS and configured to receive data downloads for this NPA-NXX (one EDR and one non-EDR LSMS).



3. Verify that the Number Pool Block SOA-Origination Indicator is set to FALSE.



4. Verify that LISP and LSPP Subscription Versions exist for some TNs in the 1K Block.





			


			Prerequisite SP Setup:


			All Service Providers verify either the Number Pool Block or 1K Block of Subscription Versions with LNP Type set to ‘POOL’ to be modified exists locally.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC 


			Using the SOA, Service Provider Personnel submit an M-SET Request  numberPoolBlock to modify the LRN for a Number Pool Block. 



The following attributes may be modified:



· numberPoolBlockLRN



· numberPoolBlockCLASS-DPC



· numberPoolBlockCLASS-SSN



· numberPoolBlockCNAM-DPC



· numberPoolBlockCNAM-SSN



· numberPoolBlockLIDB-DPC



· numberPoolBlockLIDB-SSN



· numberPoolBlockISVM-DPC



· numberPoolBlockISVM-SSN



· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA



· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA


			NPAC


			1. The NPAC SMS receives the M-SET Request numberPoolBlock.



2. The NPAC SMS performs the following actions:



· Updates the modified attributes in the Number Pool Block object.



· Sets the numberPoolBlockStatus to 'sending'.



· Updates the numberPoolBlockBroadcastTimeStamp and numberPoolBlockModifiedTimeStamp to the current date and time.









			2.


			NPAC


			The NPAC SMS issues an M-SET Response numberPoolBlock to the Service Provider SOA.


			SP


			The Service Provider SOA receives the M-SET Response numberPoolBlock.





			3.


			NPAC


			The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself to modify the attribute data on the corresponding subscriptionVersionNPAC object(s).






			SP


			1. The NPAC SMS issues an M-SET Response subscriptionVersionNPAC to itself.



2. The NPAC SMS performs the following actions:



· Updates the modified attributes in the Subscription Versions within the 1K Block with LNP Type set to ‘POOL’.



· Sets the subscriptionVersionStatus to ‘sending’.



· Updates the subscriptionVersionBroadcastTimeStamp and the subscriptionVersionModifiedTimeStamp to the current date and time.





			4.


			NPAC


			1. The NPAC SMS issues an M-SET Request subscriptionVersion to update the attributes on all Subscription Versions in the 1K Block with LNP Type set to ‘POOL’ to the non-EDR LSMSs that are accepting downloads for this NPA-NXX.



2. At the same time as step 4.1, the NPAC SMS issues an M-SET Request numberPoolBlock to update the attributes on the Number Pool Block object to the EDR LSMSs that are accepting downloads for this NPA-NXX.


			SP


			1. All non-EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-SET Request, verify that the action is valid and return an M-SET Response subscriptionVersion back to the NPAC SMS.



2. All EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-SET Request, verify that the action is valid and return an M-SET Response numberPoolBlock back to the NPAC SMS.









			5.


			NPAC


			Once the first successful response is received from any LSMS, the following occurs:



1. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself to set the Subscription Version Status to 'active', update the Failed SP List to empty, and update the subscriptionModifiedTimeStamp to the current date and time.



2. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself to set the Number Pool Block status to 'active', update the Failed SP List to empty and update the numberPoolBlockModifiedTimeStamp to the current date and time.


			NPAC


			1. The NPAC SMS issues an M-SET Response subscriptionVersionNPAC. 



2. The NPAC SMS issues an M-SET Response numberPoolBlockNPAC.





			6.


			NPAC


			The NPAC SMS determines the numberPoolBlockSOA-Origination indicator is set to FALSE, and further processing is terminated here.


			


			





			7.


			NPAC


			NPAC Personnel perform a query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ as well as ‘LISP’ and ‘LSPP’.


			NPAC


			1. Verify the Number Pool Block was successfully modified and the status is set to ‘active’ with an empty Failed SP List.



2. Verify the Subscription Versions with LNP Type set to ‘POOL’ in the 1K Block were successfully modified and their status is set to ‘active’ with an empty Failed SP List.



3. Verify the Subscription Versions within the 1K Block with LNP Type set to ‘LISP’ and ‘LSPP’ have not been modified on any LSMS.



4. Verify the NPAC SMS generated a Number Pool Block with a unique ID, all attributes prior to modification, and the status is set to ‘old’ with an empty Failed SP List.





			8.


			NPAC


			NPAC Personnel verify that the ‘old’ Number Pool Block that was created as a result of the modification, did not get broadcast.


			NPAC


			Verify the NPAC SMS did not broadcast the ‘old’ Number Pool Block.





			9.


			SP – Optional


			Service Provider Personnel perform a local query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ as well as ‘LISP’ and ‘LSPP’.


			SP


			1. Verify the Service Providers that were receiving downloads for the NPA-NXX and have an EDR LSMS received the modification for Number Pool Block and that it was modified appropriately.



2. Verify the Service Providers that were receiving downloads for the NPA-NXX and have a non-EDR LSMS received the modifications for the Subscription Versions with LNP Type set to ‘POOL’ in the 1K Block, and that the Subscription Versions were modified appropriately.



3. Verify the Service Providers that were not receiving downloads for the NPA-NXX (whether EDR or non-EDR LSMSs) did not receive the modifications and the Number Pool Block as well as the 1K Block of Subscription Version with LNP Type set to ‘POOL’, remain unchanged.



4. Verify the Subscription Versions within the 1K Block with LNP Type set to ‘LISP’ and ‘LSPP’ have not been modified on any LSMS. 





			10.


			SP - Conditional


			Service Provider Personnel perform an NPAC SMS query for the Number Pool Block and 1K Block of Subscription Versions with LNP Type set to ‘POOL’ as well as ‘LISP’ and ‘LSPP’.


			SP


			1. Verify the Number Pool Block was successfully modified and the status is set to ‘active’ with an empty Failed SP List on the NPAC SMS.



2. Verify the Subscription Versions of LNP Type set to ‘POOL’ in the 1K Block were successfully modified and their status is set to ‘active’ with an empty Failed SP List on the NPAC SMS.



3. Verify the Subscription Versions within the 1K Block with LNP Type set to ‘LISP’ and ‘LSPP’ have not been modified on the NPAC SMS



4. Verify the Number Pool Block exists on the NPAC SMS with a unique ID, all attributes prior to modification, and the status is set to ‘old’ with an empty Failed SP List.





			11.


			SP – Conditional


			Service Provider Personnel verify that the ‘old’ Number Pool Block that was created as a result of the modification, did not get broadcast.


			SP


			Verify the ‘old’ Number Pool Block did not get broadcast.





			12.


			NPAC


			NPAC Personnel perform a full audit for the Number Pool Block and respective POOLed Subscription Versions modified during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were issued as a result of performing this audit.  If any updates were sent the LSMS fails this test case.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			4.2.2


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			SOA – Service Provider Personnel modify the LRN for an active Number Pool Block and broadcast to at least 4 LSMSs (2 EDR and 2 non-EDR systems) resulting in Full Failure – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-137.3, Table RR3-137.3 (Row 15), RR3-138.2, Table RR3-138.2 (Row 15), RR3-128, RR3-141.3, RR3-157, RR3-159, RR3-160, RR3-162, RR3-163, RR3-164, RR3-165, RR3-166, RR5-85, RR5-87, RR5-103, RR5-104, RR5-105, RR5-106





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.11 Number Pool Block Modify by Block Holder SOA



2.13 Number Pool Block Modify Broadcast to Local SMS Failure





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify the Number Pool Block to be modified exists on the NPAC SMS with a status of ‘active’, an empty Failed SP List and the SOA Origination Indicator set to TRUE. 



2. Verify that at least 4 LSMSs (2 EDR and 2 non-EDR) are configured such that they will be sent downloads for this NPA-NXX. Keep all 4 LSMSs disconnected from the NPAC SMS to create a full failure scenario.



3. Verify the LRN that is to be used exists on the NPAC SMS and is owned by the Number Pool Block Holder.





			


			Prerequisite SP Setup:


			All Service Providers verify that the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ to be modified exist locally.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC 


			Using the SOA, Service Provider Personnel submit an M-SET Request numberPoolBlock to the NPAC SMS to modify a Number Pool Block. 



The following attributes may be modified:



· numberPoolBlockLRN



· numberPoolBlockCLASS-DPC



· numberPoolBlockCLASS-SSN



· numberPoolBlockCNAM-DPC



· numberPoolBlockCNAM-SSN



· numberPoolBlockLIDB-DPC



· numberPoolBlockLIDB-SSN



· numberPoolBlockISVM-DPC



· numberPoolBlockISVM-SSN



· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA



· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA


			NPAC


			1. The NPAC SMS receives the M-SET Request numberPoolBlock



2. The NPAC SMS performs the following actions:



· Updates the LRN in the Number Pool Block object.



· Sets the numberPoolBlockStatus to 'sending'.



· Updates the numberPoolBlockBroadcastTimeStamp and numberPoolBlockModifiedTimeStamp to the current date and time.





			2.


			NPAC


			The NPAC SMS issues an M-SET Response numberPoolBlock to the Service Provider SOA


			NPAC


			The Service Provider SOA receives the M-SET Response numberPoolBlock.





			3.


			NPAC


			The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself.


			NPAC


			1. The NPAC SMS issues an M-SET Response subscriptionVersionNPAC to itself.



2. The NPAC SMS performs the following actions:



· Updates the LRN in the Subscription Versions within the 1K Block with LNP Type set to ‘POOL’.



· Sets the subscriptionVersionStatus to ‘sending’.



· Updates the subscriptionVersionBroadcastTimeStamp and the subscriptionVersionModifiedTimeStamp to the current date and time.





			4.


			NPAC


			1. The NPAC SMS issues an M-SET Request subscriptionVersion to update the attributes on the Subscription Version objects on all Subscription Versions of LNP Type set to ‘POOL’ to the non-EDR LSMSs that are accepting downloads for this NPA-NXX.



2. At the same time as step 4.1, the NPAC SMS issues an M-SET Request numberPoolBlock to update the attributes on the Number Pool Block object to the EDR LSMSs that are accepting downloads for this NPA-NXX.


			SP


			1. The NPAC SMS waits for a response from all LSMSs that are accepting downloads for this NPA-NXX.



2. The NPAC SMS retries any LSMS that does not respond within a tunable amount of time.



3. None of the LSMSs that are accepting downloads for this NPA-NXX respond to the M-SET Request. 





			5.


			NPAC


			After all retries have been exhausted, the NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself and performs the following actions: 



· updates the subscriptionVersionStatus to 'active' and the Failed SP List to empty for Subscription Versions within the 1K Block with LNP Type set to ‘POOL’.



· updates the Failed SP List to include all 4 of the Service Providers in the region that are accepting downloads for that NPA-NXX (2 EDR and 2 non-EDR systems) and did not respond to the NPAC SMS request.



· updates the subscriptionModifiedTimeStamp to the current date and time


			NPAC


			The NPAC SMS issues an M-SET Response to itself.





			6.


			NPAC 


			The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself and performs the following actions: 



· updates the numberPoolBlockStatus to 'active'.



· updates the numberPoolBlockFailedSP-List to include all 4 of the Service Providers in the region that are accepting downloads for that NPA-NXX (2 EDR and 2 non-EDR systems) and did not respond to the NPAC SMS request.



· updates the numberPoolBlockModifiedTimeStamp to the current date and time


			NPAC


			The NPAC SMS issues an M-SET Response to itself.





			7.


			NPAC


			The NPAC SMS determines the numberPoolBlockSOA-Origination Indicator is set to TRUE and issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange with the numberPoolBlockStatus set to ‘active’ and the numberPoolBlockFailedSP List reflecting the 4 Service Providers that failed to process the NPAC SMS request to the NPA-NXX-X Holder SOA.


			SP


			The NPA-NXX-X Holder SOA issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			8.


			NPAC


			NPAC Personnel perform a query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.


			NPAC


			1. Verify the Number Pool Block was successfully modified.



2. Verify the Number Pool Block has a status of ‘active’ with a Failed SP List. The Failed SP List contains the names of the 4 Service Providers that failed to receive the downloads.



3. Verify the Subscription Versions of LNP Type set to ‘POOL’ in the 1K Block were successfully modified.



4. Verify the Subscription Versions of LNP Type set to ‘POOL’ in the 1K Block have a status of ‘active’ with a Failed SP List. The Failed SP List contains the names of the 4 Service Providers that failed to receive the downloads. 





			9.


			SP – Optional


			Service Provider Personnel perform a local query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’


			SP


			1. Verify the Number Pool Block was not modified.



2. Verify the Subscription Versions of LNP Type set to ‘POOL’ in the 1K Block were not modified.





			10.


			SP – Conditional


			Service Provider Personnel perform an NPAC SMS query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’


			SP


			1. Verify the Number Pool Block was successfully modified on the NPAC SMS.



2. Verify the Number Pool Block has a status of ‘active’ with a Failed SP List on the NPAC SMS. The Failed SP List contains the names of the 4 Service Providers that failed to receive the downloads.



3. Verify the Subscription Versions of LNP Type set to ‘POOL’ in the 1K Block were successfully modified on the NPAC SMS.



4. Verify the Subscription Versions of LNP Type set to ‘POOL’ in the 1K Block have a status of ‘active’ with a Failed SP List on the NPAC SMS. The Failed SP List contains the names of the 4 Service Providers that failed to receive the downloads.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			4.2.3


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			SOA - Service Provider Personnel modify the routing data for an active Number Pool Block and broadcast to at least 4 LSMSs (2 EDR and 2 non-EDR systems). resulting in Partial Failure - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-137.3, Table RR3-137.3 (Row 9), RR3-138.2, Table RR3-138.2 (Row 9), RR3-128, RR3-157, RR3-159, RR3-160, RR3-162, RR3-163, RR3-164, RR3-165, RR3-166, RR5-85, RR5-87, RR5-103, RR5-104, RR5-105, RR5-106





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.11 Number Pool Block Modify by Block Holder SOA



2.14.1 Number Pool Block Modify Partial Failure Broadcast to Local SMSs



2.14.2 Number Pool Block Modify Partial Failure Broadcast NPAC SMS Updates





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify the Number Pool Block to be modified exists on the NPAC SMS with a status of ‘active’, an empty Failed SP List and the SOA Origination Indicator is set to TRUE. 



2. Verify that at least 4 LSMSs (2 EDR and 2 non-EDR) are configured such that they will be sent downloads for this NPA-NXX. 



3. Verify that only one LSMS (non-EDR) system that is accepting downloads for the NPA-NXX is associated with the NPAC SMS.





			


			Prerequisite SP Setup:


			All Service Providers verify the Number Pool Block and 1K Block of Pooled Subscription Versions with LNP Type set to ‘POOL’ to be modified exist locally.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC 


			Using the SOA, Service Provider Personnel submit an M-SET Request numberPoolBlock to the NPAC SMS to modify a Number Pool Block. 



The following attributes may be modified:



· numberPoolBlockLRN



· numberPoolBlockCLASS-DPC



· numberPoolBlockCLASS-SSN



· numberPoolBlockCNAM-DPC



· numberPoolBlockCNAM-SSN



· numberPoolBlockLIDB-DPC



· numberPoolBlockLIDB-SSN



· numberPoolBlockISVM-DPC



· numberPoolBlockISVM-SSN



· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA



· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA


			NPAC


			1. The NPAC SMS receives the M-SET Request numberPoolBlock



2. The NPAC SMS performs the following actions:



· Updates the LRN in the Number Pool Block object.



· Sets the numberPoolBlockStatus to 'sending'.



· Updates the numberPoolBlockBroadcastTimeStamp and numberPoolBlockModifiedTimeStamp to the current date and time.





			2.


			NPAC


			The NPAC SMS issues an M-SET Response numberPoolBlock to the Service Provider SOA


			NPAC


			The Service Provider SOA receives the M-SET Response numberPoolBlock.





			3.


			NPAC


			The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself.


			SP


			1. The NPAC SMS performs the following actions:



· Updates the LRN in the Subscription Versions within the 1K Block with LNP Type set to ‘POOL’.



· Sets the subscriptionVersionStatus to ‘sending’.



· Updates the subscriptionVersionBroadcastTimeStamp and the subscriptionVersionModifiedTimeStamp to the current date and time.



2. The NPAC SMS issues an M-SET Response subscriptionVersionNPAC to itself.





			4.


			NPAC


			1. The NPAC SMS issues an M-SET Request subscriptionVersion to update the attributes on the Subscription Version objects on all Subscription Versions of LNP Type set to ‘POOL’ to the non-EDR LSMSs that are accepting downloads for this NPA-NXX.



2. At the same time as step 4.1, the NPAC SMS issues an M-SET Request numberPoolBlock to update the attributes on the Number Pool Block object to the EDR LSMSs that are accepting downloads for this NPA-NXX.


			SP


			1. The NPAC SMS waits for a response from all LSMSs that are accepting downloads for this NPA-NXX.



2. One non-EDR LSMS that is accepting downloads for this NPA-NXX issues an M-SET Response indicating it successfully received the modify request.



3. The NPAC SMS retries any LSMS that does not respond within a tunable amount of time.





			5.


			NPAC


			After all retries have been exhausted, the NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself and performs the following actions: 



· updates the subscriptionVersionStatus to 'active' for Subscription Versions within the 1K Block with LNP Type set to ‘POOL’.



· updates the Failed SP List to include the Service Providers in the region that are accepting downloads for that NPA-NXX (2 EDR and 1 non-EDR systems) and did not successfully respond to the NPAC SMS request.



· updates the subscriptionModifiedTimeStamp to the current date and time.


			NPAC


			The NPAC SMS issues an M-SET Response to itself.





			6.


			NPAC


			The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself and performs the following actions: 



· updates the numberPoolBlockStatus to 'active'.



· updates the numberPoolBlockFailedSP-List to include the Service Providers in the region that are accepting downloads for that NPA-NXX (2 EDR and 1 non-EDR systems) and did not successfully respond to the NPAC SMS request.



· updates the numberPoolBlockModifiedTimeStamp to the current date and time.


			NPAC


			The NPAC SMS issues an M-SET Response to itself.





			7.


			NPAC


			The NPAC SMS determines the numberPoolBlockSOA-Origination Indicator is set to TRUE and issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange with the numberPoolBlockStatus set to ‘active’ and the numberPoolBlockFailedSP List reflecting the 3 Service Providers that failed to process the NPAC SMS request – to the NPA-NXX-X Holder SOA.


			SP


			The NPA-NXX-X Holder SOA issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			8.


			NPAC


			NPAC Personnel perform a query for the Number Pool Block and the 1K Block of Subscription Versions with a LNP Type set to ‘POOL’.


			NPAC


			1. Verify the Number Pool Block was successfully modified.



2. Verify the Number Pool Block has a status of ‘active’ with a Failed SP List. The Failed SP List contains the name of the EDR and non-EDR systems that failed.



3. Verify the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ were successfully modified. 



4. Verify all Subscription Versions in the 1K Block have a status of ‘active’ and the Failed SP List contains the name of the EDR and non-EDR systems that failed.





			9.


			SP – Optional


			Service Provider Personnel perform a local query for the Number Pool Block or the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.


			SP


			1. Verify the EDR LSMS does not reflect the modifications to the Number Pool Block.



2. Verify that one non-EDR LSMS does reflect the modifications to the 1K Block of Subscription Versions with LNP Type set to ‘POOL’, while the other non-EDR LSMS does not reflect these modifications.





			10.


			SP – Conditional


			Service Provider Personnel perform an NPAC SMS query for the Number Pool Block or the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.


			SP


			1. Verify the Number Pool Block was successfully modified on the NPAC SMS.



2. Verify the Number Pool Block has a status of ‘active’ with a Failed SP List on the NPAC SMS. The Failed SP List contains the name of the EDR and non-EDR systems that failed.



3. Verify the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ were successfully modified on the NPAC SMS. 



4. Verify all Subscription Versions in the 1K Block have a status of ‘active’ and a Failed SP List on the NPAC SMS.  The Failed SP List contains the name of the EDR and non-EDR systems that failed.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			4.2.4


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			O





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			NPAC OP GUI - NPAC Personnel re-send a failed Number Pool Block Modify Request for both EDR and non-EDR LSMSs – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-140, RR3-142.2, RR3-185, RR3-192, RR3-193, RR3-194, RR3-195, RR3-196, RR3-197, RR5-85, RR5-86, RR5-75, RR5-77, RR5-78, RR5-79





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.15 Number Pool Block Modify Resend Broadcast



2.16 Number Pool Block Modify Successful Resend updates





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			4.2.2 SOA – Service Provider Personnel modify the LRN for an active Number Pool Block and broadcast to at least 4 LSMSs (2 EDR and 2 non-EDR systems) resulting in Full Failure – Success





			


			Prerequisite NPAC Setup:


			1. Verify that all LSMSs that are listed in the Failed SP List (at least 1 EDR and 1 non-EDR system) for the Number Pool Block that NPAC Personnel will resend during this Test Case are connected to the NPAC SMS and configured to receive downloads for the NPA-NXX.



2. Verify the Number Pool Block and 1K Block of Subscription Versions with LNP Type set to ‘POOL’ exist with a status of ‘active’ and an empty Failed SP List.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			1. Using the NPAC OP GUI, NPAC Personnel submit a request to resend a failed Number Pool Block Modify Request to each Service Provider in the Failed SP List.



2. The NPAC SMS issues an M-SET Request numberPoolBlock to itself to set the numberPoolBlockStatus to ‘sending’ and update the numberPoolBlockModifiedTimeStamp and numberPoolBlockBroadcastTimeStamp to the current date and time.



3. The NPAC SMS issues an M-SET subscriptionVersionNPAC to itself to set the subscriptionVersionStatus to ‘sending’ and update the subscriptionModifiedTimeStamp and subscriptionBroadcastTimeStamp to the current date and time for each Subscription Version within the 1K Block with LNP Type set to ‘POOL’.


			NPAC


			1. The NPAC SMS issues an M-SET Response numberPoolBlockNPAC to itself.



2. The NPAC SMS issues an M-SET Response subscriptionVersionNPAC to itself.





			2.


			NPAC


			1. The NPAC SMS issues an M-SET Request subscriptionVersion to the non-EDR LSMS(s) that is on the Subscription Version Failed SP List.



2. At the same time as step 2.1, the NPAC SMS issues an M-SET Request numberPoolBlock to the EDR LSMS(s) that is on the Number Pool Block Failed SP List.


			SP


			1. All non-EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-SET Request and issue an M-SET Response back to the NPAC SMS.



2. All EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-SET Request and issue an M-SET Response back to the NPAC SMS.





			3.


			NPAC


			1. Upon the first successful response from an LSMS, the NPAC SMS sets the following timestamps to the current date and time:



· numberPoolBlockModifiedTimeStamp



· subscriptionModifiedTimeStamp



2. After a successful response from all LSMSs the resend request was sent to, the NPAC SMS issues an M-SET numberPoolBlockNPAC to itself and performs the following steps:



· updates the numberPoolBlock status to ‘active’ and the Failed SP List to empty.



· updates the numberPoolBlockModifiedTimeStamp to the current date and time.



3. At the same time as step 3.2, the NPAC SMS issues an M-SET subscriptionVersionNPAC to itself and performs the following steps for each Subscription Version within the 1K Block of LNP Type, ‘POOL’:



· updates the subscriptionVersionStatus to ‘active’ and the Failed SP List to empty.



· updates the subscriptionModifiedTimeStamp to the current date and time.


			NPAC


			The NPAC SMS issues an M-SET Response to itself.





			4.


			NPAC


			The NPAC SMS determines the numberPoolBlockSOA-Origination Indicator is set to TRUE and issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange with the numberPoolBlockStatus set to ‘active’ and the numberPoolBlockFailedSP List is set to empty.


			SP


			The NPA-NXX-X Holder SOA issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			5.


			NPAC


			NPAC Personnel perform a query for the Number Pool Block and the 1K Block of Subscription Versions with a LNP Type set to ‘POOL’.


			NPAC


			1. Verify the Number Pool Block was successfully modified.



2. Verify the Number Pool Block has a status of ‘active’ with an empty Failed SP List.



3. Verify the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ were successfully modified. 



4. Verify all Subscription Versions in the 1K Block have a status of ‘active’ and an empty Failed SP List.





			6.


			SP – Optional


			Service Provider Personnel perform a local query for the Number Pool Block and/or the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.


			SP


			1. Verify the Number Pool Block was successfully modified on the SOA and the EDR LSMS.



2. Verify the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ were successfully modified on the non-EDR LSMS. 





			7.


			SP – Conditional


			Service Provider Personnel perform an NPAC SMS query for the Number Pool Block and/or the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.


			SP


			1. Verify the Number Pool Block was successfully modified on the NPAC SMS.



2. Verify the Number Pool Block has a status of ‘active’ with an empty Failed SP List on the NPAC SMS.



3. Verify the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ were successfully modified on the NPAC SMS. 



4. Verify all Subscription Versions in the 1K Block have a status of ‘active’ and an empty Failed SP List on the NPAC SMS.





			8.


			NPAC


			NPAC Personnel perform a full audit for the Number Pool Block and respective POOLed Subscription Versions modified during test case 4.2.2 and resent during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were issued as a result of performing this audit.  If any updates were sent the LSMS fails this test case.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			4.2.9


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			SOA - Service Provider Personnel modify the routing data for an active Number Pool Block and broadcast to at least 4 LSMSs (1 EDR and 3 non-EDR systems) resulting in Partial Failure (2 non-EDR systems fail two different TNs, the EDR system and one non-EDR system is successful) – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-137.3, Table RR3-137.3 (Row 2), RR3-138.2, Table RR3-138.2 (Row 2), RR3-128, RR3-157, RR3-159, RR3-160, RR3-162, RR3-163, RR3-164, RR3-165, RR3-166, RR5-85, RR5-87, RR5-103, RR5-104, RR5-105, RR5-106





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.10 Number Pool Block Modify by NPAC SMS



2.14.1 Number Pool Block Modify Partial Failure Broadcast to Local SMSs



2.14.2 Number Pool Block Modify Partial Failure Broadcast NPAC SMS Updates





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the active Number Pool Block to be modified exists on the NPAC SMS with a status of ‘active’, an empty Failed SP List and the SOA Origination Indicator is set to TRUE.



2. Verify that at least 4 LSMSs (1 EDR and 3 non-EDR) are configured such that they will be sent downloads for this NPA-NXX. 



3. Verify that the EDR LSMS and that only one of the non-EDR LSMSs that are accepting downloads for the NPA-NXX are associated with the NPAC SMS.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC 


			Using the SOA, Service Provider Personnel submit an M-SET Request numberPoolBlock to the NPAC SMS to modify a Number Pool Block. 



The following attributes may be modified:



· numberPoolBlockLRN



· numberPoolBlockCLASS-DPC



· numberPoolBlockCLASS-SSN



· numberPoolBlockCNAM-DPC



· numberPoolBlockCNAM-SSN



· numberPoolBlockLIDB-DPC



· numberPoolBlockLIDB-SSN



· numberPoolBlockISVM-DPC



· numberPoolBlockISVM-SSN



· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA



· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA


			NPAC


			1. The NPAC SMS receives the M-SET Request numberPoolBlock



2. The NPAC SMS performs the following actions:



· Updates the LRN in the Number Pool Block object.



· Sets the numberPoolBlockStatus to 'sending'.



· Updates the numberPoolBlockBroadcastTimeStamp and numberPoolBlockModifiedTimeStamp to the current date and time.





			2.


			NPAC


			The NPAC SMS issues an M-SET Response numberPoolBlock to the Service Provider SOA


			NPAC


			The Service Provider SOA receives the M-SET Response numberPoolBlock.





			3.


			NPAC


			The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself.


			SP


			1. The NPAC SMS performs the following actions:



· Updates the LRN in the Subscription Versions within the 1K Block with LNP Type set to ‘POOL’.



· Sets the subscriptionVersionStatus to ‘sending’.



· Updates the subscriptionVersionBroadcastTimeStamp and the subscriptionVersionModifiedTimeStamp to the current date and time.



2. The NPAC SMS issues an M-SET Response subscriptionVersionNPAC to itself.





			4.


			NPAC


			1. The NPAC SMS issues an M-SET Request subscriptionVersion to update the attributes on the Subscription Version objects on all Subscription Versions of LNP Type set to ‘POOL’ to the non-EDR LSMSs that are accepting downloads for this NPA-NXX.



2. At the same time as step 4.1, the NPAC SMS issues an M-SET Request numberPoolBlock to update the attributes on the Number Pool Block object to the EDR LSMSs that are accepting downloads for this NPA-NXX.


			SP


			1. The NPAC SMS waits for a response from all LSMSs that are accepting downloads for this NPA-NXX.



2. One non-EDR LSMS that is accepting downloads for this NPA-NXX issues an M-SET Response indicating it successfully received the modify request.



3. The NPAC SMS retries any LSMS that does not respond within a tunable amount of time.





			5.


			NPAC


			After all retries have been exhausted, the NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself and performs the following actions: 



· updates the subscriptionVersionStatus to 'active' for Subscription Versions within the 1K Block with LNP Type set to ‘POOL’.



· updates the Failed SP List to include the Service Providers in the region that are accepting downloads for that NPA-NXX and did not successfully respond to the NPAC SMS request (2 non-EDR systems).



· updates the subscriptionModifiedTimeStamp to the current date and time.


			NPAC


			The NPAC SMS issues an M-SET Response to itself.





			6.


			NPAC


			The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself and performs the following actions:



· updates the numberPoolBlockStatus to 'active'.



· updates the numberPoolBlockFailedSP-List to include the Service Providers in the region that are accepting downloads for that NPA-NXX and did not successfully respond to the NPAC SMS request (2 non-EDR systems).



· updates the numberPoolBlockModifiedTimeStamp to the current date and time.


			NPAC


			The NPAC SMS issues an M-SET Response to itself.





			7.


			NPAC


			The NPAC SMS determines the numberPoolBlockSOA-Origination Indicator is set to TRUE and issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange with the numberPoolBlockStatus set to ‘active’ and the numberPoolBlockFailedSP List reflecting the 2 Service Providers that failed to process the NPAC SMS request – to the NPA-NXX-X Holder SOA.


			SP


			The NPA-NXX-X Holder SOA issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			8.


			NPAC


			NPAC Personnel perform a query for the Number Pool Block and the 1K Block of Subscription Versions with a LNP Type set to ‘POOL’.


			NPAC


			1. Verify the Number Pool Block was successfully modified.



2. Verify the Number Pool Block has a status of ‘active’ with a Failed SP List. The Failed SP List contains the name of the two non-EDR systems that failed.



3. Verify the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ were successfully modified. 



4. Verify all Subscription Versions in the 1K Block have a status of ‘active’ and the Failed SP List contains the name of the two non-EDR systems that failed.





			9.


			SP – Optional


			Service Provider Personnel perform a local query for the Number Pool Block or the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.


			SP


			1. Verify the EDR LSMS does not reflect the modifications to the Number Pool Block.



2. Verify that one non-EDR LSMS does reflect the modifications to the 1K Block of Subscription Versions with LNP Type set to ‘POOL’, while the other two non-EDR LSMS do not reflect these modifications.





			10.


			SP – Conditional


			Service Provider Personnel perform an NPAC SMS query for the Number Pool Block or the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.


			SP


			1. Verify the Number Pool Block was successfully modified on the NPAC SMS.



2. Verify the Number Pool Block has a status of ‘active’ with a Failed SP List on the NPAC SMS. The Failed SP List contains the name of the two non-EDR systems that failed.



3. Verify the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ were successfully modified on the NPAC SMS. 



4. Verify all Subscription Versions in the 1K Block have a status of ‘active’ and a Failed SP List on the NPAC SMS.  The Failed SP List contains the name of the two non-EDR systems that failed.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			4.2.10


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			SOA - Service Provider Personnel modify the routing data for an active Number Pool Block and broadcast to at least 4 LSMSs (2 EDR and 2 non-EDR systems) resulting in a Partial Failure (1 non-EDR systems fails one TN, and 1 EDR system fails) – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-137.3, Table RR3-137.3 (Row 9), RR3-138.2, Table RR3-138.2 (Row 9), RR3-128, RR3-157, RR3-159, RR3-160, RR3-162, RR3-163, RR3-164, RR3-165, RR3-166, RR5-85, RR5-87, RR5-103, RR5-104, RR5-105, RR5-106





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.10 Number Pool Block Modify by NPAC SMS



2.14.1 Number Pool Block Modify Partial Failure Broadcast to Local SMSs



2.14.2 Number Pool Block Modify Partial Failure Broadcast NPAC SMS Updates





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the active Number Pool Block to be modified exists on the NPAC SMS with a status of ‘active’, an empty Failed SP List and the SOA Origination Indicator is set to TRUE.



2. Verify that at least 4 LSMSs (2 EDR and 2 non-EDR) are configured such that they will be sent downloads for this NPA-NXX.



3. Verify that one of the EDR LSMS and one of the non-EDR LSMSs that are accepting downloads for the NPA-NXX are associated with the NPAC SMS.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC 


			Using the SOA, Service Provider Personnel submit an M-SET Request numberPoolBlock to the NPAC SMS to modify a Number Pool Block. 



The following attributes may be modified:



· numberPoolBlockLRN



· numberPoolBlockCLASS-DPC



· numberPoolBlockCLASS-SSN



· numberPoolBlockCNAM-DPC



· numberPoolBlockCNAM-SSN



· numberPoolBlockLIDB-DPC



· numberPoolBlockLIDB-SSN



· numberPoolBlockISVM-DPC



· numberPoolBlockISVM-SSN



· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA



· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA


			NPAC


			1. The NPAC SMS receives the M-SET Request numberPoolBlock



2. The NPAC SMS performs the following actions:



· Updates the LRN in the Number Pool Block object.



· Sets the numberPoolBlockStatus to 'sending'.



· Updates the numberPoolBlockBroadcastTimeStamp and numberPoolBlockModifiedTimeStamp to the current date and time.





			2.


			NPAC


			The NPAC SMS issues an M-SET Response numberPoolBlock to the Service Provider SOA


			NPAC


			The Service Provider SOA receives the M-SET Response numberPoolBlock.





			3.


			NPAC


			The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself.


			SP


			1. The NPAC SMS performs the following actions:



· Updates the LRN in the Subscription Versions within the 1K Block with LNP Type set to ‘POOL’.



· Sets the subscriptionVersionStatus to ‘sending’.



· Updates the subscriptionVersionBroadcastTimeStamp and the subscriptionVersionModifiedTimeStamp to the current date and time.



2. The NPAC SMS issues an M-SET Response subscriptionVersionNPAC to itself.





			4.


			NPAC


			1. The NPAC SMS issues an M-SET Request subscriptionVersion to update the attributes on the Subscription Version objects on all Subscription Versions of LNP Type set to ‘POOL’ to the non-EDR LSMSs that are accepting downloads for this NPA-NXX.



2. At the same time as step 4.1, the NPAC SMS issues an M-SET Request numberPoolBlock to update the attributes on the Number Pool Block object to the EDR LSMSs that are accepting downloads for this NPA-NXX.


			SP


			1. The NPAC SMS waits for a response from all LSMSs that are accepting downloads for this NPA-NXX.



2. One non-EDR LSMS that is accepting downloads for this NPA-NXX issues an M-SET Response indicating it successfully received the modify request.



3. The NPAC SMS retries any LSMS that does not respond within a tunable amount of time.





			5.


			NPAC


			After all retries have been exhausted, the NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself and performs the following actions: 



· updates the subscriptionVersionStatus to 'active' for Subscription Versions within the 1K Block with LNP Type set to ‘POOL’.



· updates the Failed SP List to include the Service Providers in the region that are accepting downloads for that NPA-NXX and did not successfully respond to the NPAC SMS request (1 EDR system and 1 non-EDR system).



· updates the subscriptionModifiedTimeStamp to the current date and time.


			NPAC


			The NPAC SMS issues an M-SET Response to itself.





			6.


			NPAC


			The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself and performs the following actions:



· updates the numberPoolBlockStatus to 'active'.



· updates the numberPoolBlockFailedSP-List to include the Service Providers in the region that are accepting downloads for that NPA-NXX and did not successfully respond to the NPAC SMS request (1 EDR system and 1 non-EDR system).



· updates the numberPoolBlockModifiedTimeStamp to the current date and time.


			NPAC


			The NPAC SMS issues an M-SET Response to itself.





			7.


			NPAC


			The NPAC SMS determines the numberPoolBlockSOA-Origination Indicator is set to TRUE and issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange with the numberPoolBlockStatus set to ‘active’ and the numberPoolBlockFailedSP List reflecting the 2 Service Providers that failed to process the NPAC SMS request – to the NPA-NXX-X Holder SOA.


			SP


			The NPA-NXX-X Holder SOA issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			8.


			NPAC


			NPAC Personnel perform a query for the Number Pool Block and the 1K Block of Subscription Versions with a LNP Type set to ‘POOL’.


			NPAC


			1. Verify the Number Pool Block was successfully modified.



2. Verify the Number Pool Block has a status of ‘active’ with a Failed SP List. The Failed SP List contains the name of the two LSMS systems that failed.



3. Verify the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ were successfully modified. 



4. Verify all Subscription Versions in the 1K Block have a status of ‘active’ and the Failed SP List contains the name of the two LSMS systems that failed.





			9.


			SP – Optional


			Service Provider Personnel perform a local query for the Number Pool Block or the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.


			SP


			1. Verify the EDR LSMS does not reflect the modifications to the Number Pool Block.



2. Verify that one non-EDR LSMS does reflect the modifications to the 1K Block of Subscription Versions with LNP Type set to ‘POOL’, while the other non-EDR LSMS does not reflect these modifications.





			10.


			SP – Conditional


			Service Provider Personnel perform an NPAC SMS query for the Number Pool Block or the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.


			SP


			1. Verify the Number Pool Block was successfully modified on the NPAC SMS.



2. Verify the Number Pool Block has a status of ‘active’ with a Failed SP List on the NPAC SMS. The Failed SP List contains the name of the two LSMS systems that failed.



3. Verify the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ were successfully modified on the NPAC SMS. 



4. Verify all Subscription Versions in the 1K Block have a status of ‘active’ and a Failed SP List on the NPAC SMS.  The Failed SP List contains the name of the two LSMS systems that failed.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			4.2.11


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			SOA - Service Provider Personnel modify the routing data for an active Number Pool Block and broadcast to at least 4 LSMSs (2 EDR and 2 non-EDR systems) resulting in a Partial Failure (1 non-EDR systems fails one TN, and 2 EDR systems fail) – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-137.3, Table RR3-137.3 (Row 12), RR3-138.2, Table RR3-138.2 (Row 12), RR3-128, RR3-157, RR3-159, RR3-160, RR3-162, RR3-163, RR3-164, RR3-165, RR3-166, RR5-85, RR5-87, RR5-103, RR5-104, RR5-105, RR5-106





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.10 Number Pool Block Modify by NPAC SMS



2.14.1 Number Pool Block Modify Partial Failure Broadcast to Local SMSs



2.14.2 Number Pool Block Modify Partial Failure Broadcast NPAC SMS Updates





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the active Number Pool Block to be modified exists on the NPAC SMS with a status of ‘active’, an empty Failed SP List and the SOA Origination Indicator is set to TRUE.



2. Verify that at least 4 LSMSs (2 EDR and 2 non-EDR) are configured such that they will be sent downloads for this NPA-NXX.



3. Verify that only one of the non-EDR LSMSs that are accepting downloads for the NPA-NXX are associated with the NPAC SMS.



4. Verify that the other two non-EDR LSMSs that are accepting downloads for the NPA-NXX will fail one TN in the 1K Block.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC 


			Using the SOA, Service Provider Personnel submit an M-SET Request numberPoolBlock to the NPAC SMS to modify a Number Pool Block. 



The following attributes may be modified:



· numberPoolBlockLRN



· numberPoolBlockCLASS-DPC



· numberPoolBlockCLASS-SSN



· numberPoolBlockCNAM-DPC



· numberPoolBlockCNAM-SSN



· numberPoolBlockLIDB-DPC



· numberPoolBlockLIDB-SSN



· numberPoolBlockISVM-DPC



· numberPoolBlockISVM-SSN



· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA



· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA


			NPAC


			1. The NPAC SMS receives the M-SET Request numberPoolBlock



2. The NPAC SMS performs the following actions:



· Updates the LRN in the Number Pool Block object.



· Sets the numberPoolBlockStatus to 'sending'.



· Updates the numberPoolBlockBroadcastTimeStamp and numberPoolBlockModifiedTimeStamp to the current date and time.





			2.


			NPAC


			The NPAC SMS issues an M-SET Response numberPoolBlock to the Service Provider SOA


			NPAC


			The Service Provider SOA receives the M-SET Response numberPoolBlock.





			3.


			NPAC


			The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself.


			SP


			1. The NPAC SMS performs the following actions:



· Updates the LRN in the Subscription Versions within the 1K Block with LNP Type set to ‘POOL’.



· Sets the subscriptionVersionStatus to ‘sending’.



· Updates the subscriptionVersionBroadcastTimeStamp and the subscriptionVersionModifiedTimeStamp to the current date and time.



2. The NPAC SMS issues an M-SET Response subscriptionVersionNPAC to itself.





			4.


			NPAC


			1. The NPAC SMS issues an M-SET Request subscriptionVersion to update the attributes on the Subscription Version objects on all Subscription Versions of LNP Type set to ‘POOL’ to the non-EDR LSMSs that are accepting downloads for this NPA-NXX.



2. At the same time as step 4.1, the NPAC SMS issues an M-SET Request numberPoolBlock to update the attributes on the Number Pool Block object to the EDR LSMSs that are accepting downloads for this NPA-NXX.


			SP


			1. The NPAC SMS waits for a response from all LSMSs that are accepting downloads for this NPA-NXX.



2. One non-EDR LSMS that is accepting downloads for this NPA-NXX issues an M-SET Response indicating it successfully received the modify request.



3. The NPAC SMS retries any LSMS that does not respond within a tunable amount of time.





			5.


			NPAC


			After all retries have been exhausted, the NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself and performs the following actions:



· updates the subscriptionVersionStatus to 'active' for Subscription Versions within the 1K Block with LNP Type set to ‘POOL’.



· updates the Failed SP List for the specific Subscription Versions to include the Service Providers in the region that are accepting downloads for that NPA-NXX and did not successfully respond to the NPAC SMS request (2 non-EDR systems that failed different Subscription Versions).



· updates the subscriptionModifiedTimeStamp to the current date and time.


			NPAC


			The NPAC SMS issues an M-SET Response to itself.





			6.


			NPAC


			The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself and performs the following actions:



· updates the numberPoolBlockStatus to 'active'.



· updates the numberPoolBlockFailedSP-List to include the Service Providers in the region that are accepting downloads for that NPA-NXX and did not successfully respond to the NPAC SMS request (2 non-EDR systems).



· updates the numberPoolBlockModifiedTimeStamp to the current date and time.


			NPAC


			The NPAC SMS issues an M-SET Response to itself.





			7.


			NPAC


			The NPAC SMS determines the numberPoolBlockSOA-Origination Indicator is set to TRUE and issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange with the numberPoolBlockStatus set to ‘active’ and the numberPoolBlockFailedSP List reflecting the 2 Service Providers that failed to process the NPAC SMS request – to the NPA-NXX-X Holder SOA.


			SP


			The NPA-NXX-X Holder SOA issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			8.


			NPAC


			NPAC Personnel perform a query for the Number Pool Block and the 1K Block of Subscription Versions with a LNP Type set to ‘POOL’.


			NPAC


			1. Verify the Number Pool Block was successfully modified.



2. Verify the Number Pool Block has a status of ‘active’ with a Failed SP List. The Failed SP List contains the name of the two LSMS systems that failed.



3. Verify the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ were successfully modified. 



4. Verify all Subscription Versions in the 1K Block have a status of ‘active’ and the Failed SP List is empty on all but the two Subscription Versions that the two non-EDR systems failed.  On one of those Subscription Versions it should have the name of one of the non-EDR systems and on the other Subscription Version it should have the name of the other non-EDR system.





			9.


			SP – Optional


			Service Provider Personnel perform a local query for the Number Pool Block or the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.


			SP


			1. Verify the EDR LSMS does not reflect the modifications to the Number Pool Block.



2. Verify that one non-EDR LSMS does reflect the modifications to the 1K Block of Subscription Versions with LNP Type set to ‘POOL’, while the other two non-EDR LSMS do not reflect these modifications.





			10.


			SP – Conditional


			Service Provider Personnel perform an NPAC SMS query for the Number Pool Block or the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.


			SP


			1. Verify the Number Pool Block was successfully modified on the NPAC SMS.



2. Verify the Number Pool Block has a status of ‘active’ with a Failed SP List on the NPAC SMS. The Failed SP List contains the name of the two LSMS systems that failed.



3. Verify the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ were successfully modified on the NPAC SMS. 



4. Verify all Subscription Versions in the 1K Block have a status of ‘active’ and the Failed SP List is empty on all but the two Subscription Versions that the two non-EDR systems failed.  On one of those Subscription Versions it should have the name of one of the non-EDR systems and on the other Subscription Version it should have the name of the other non-EDR system.








6.6 Mass Update Test Cases:



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			5.1


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			R





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			NPAC OP GUI - NPAC Personnel submit a Mass Update request to update the LRN, specifying no restriction on LNP Type, and a TN range of 10,000 numbers that contains: 



· one complete Number Pool Block owned by the requesting Service Provider with Subscription Versions of LNP Type ‘POOL’, as well as ‘LISP’ and ‘LSPP’ Subscription Versions  for another Service Provider



· one complete Number Pool Block owned by the requesting Service Provider with Subscription Versions of LNP Type ‘POOL’ only.



· one complete Number Pool Block which is not owned by the requesting Service Provider with Subscription Versions of LNP Type ‘POOL’, as well as ‘LISP’ and ‘LSPP’  Subscription Versions for the requesting Service Provider



· Subscription Versions owned by both the requesting Service Provider and another Service Provider that are in neither Number Pool Block. 



– Success 





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-208, RR3-210, RR3-213, RR3-214, RR3-215, RR3-216, RR3-217, RR5-86, RR5-87





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			8 – Mass Update





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			N/A





			


			Prerequisite NPAC Setup:


			1. Verify that at least two Number Pool Blocks owned by the requesting Service Provider with a status of ‘active’ and an empty Failed SP List completely exist within the TN range to be specified for Mass Update.  One 1K Block should contain Subscription Versions that are owned by the requesting Service Provider and Subscription Versions that are not owned by the requesting Service Provider.  The second 1K block should contain Subscription Versions that are only owned by the requesting Service Provider.



2. Verify that at least one Number Pool Block not owned by the requesting Service Provider with a status of ‘active’ and an empty Failed SP List completely exists within the TN range to be specified for Mass Update.  This 1K Block should contain Subscription Versions that are owned by the requesting Service Provider and Subscription Versions that are not owned by the requesting Service Provider.



3. Verify that there are Subscription Versions within the TN range to be specified for the Mass Update that are not in either of the 1K Blocks. 



4. Verify that the SOA Origination Indicator is set to TRUE, for the Number Pool Blocks that are owned by the requesting Service Provider.



5. Verify that the LRN to be used for the Mass Update exists on the NPAC SMS and is owned by the requesting Service Provider.



6. Verify that Service Provider EDR indicators are set to emulate their production environment.



7. Verify that the Mass Update request will touch enough TNs to result in ‘chunking’ processing – which should be accomplished if Prerequisite number one is fulfilled. 





			


			Prerequisite SP Setup:


			N/A





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OP GUI, NPAC Personnel submit a request for a Mass Update by specifying the following information:



·  SPID



· LNP Type of ‘none’



· TN range of more than 10,000 numbers that contains: 



· one complete Number Pool Block owned by the requesting Service Provider



· one complete Number Pool Block which is not owned by the requesting Service Provider



· additional Subscription Versions which are not in either 1K Block



· updated LRN value






			NPAC


			The NPAC SMS searches the Number Pool Block and Subscription Version databases for the objects that match the selection criteria. 





			2.


			NPAC


			1. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself.



2. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself.


			NPAC


			1. The NPAC SMS issues an M-SET Response numberPoolBlockNPAC to itself.



2. The NPAC SMS issues an M-SET Response subscriptionVersionNPAC to itself.





			3.


			NPAC


			1. The NPAC SMS issues an M-SET Request numberPoolBlock for the Number Pool Block that belongs to the requesting Service Provider to all EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX.



2. The NPAC SMS issues an M-SET Request subscriptionVersion for Subscription Versions not set to ‘POOL’ that belong to the requesting Service Provider to all EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX.



3. The NPAC SMS issues an M-SET Request subscriptionVersion for all the updates for the Subscription Versions that belong to the requesting Service Provider to the non-EDR LSMSs.



Note: this may result in multiple M-SET Requests based on NPAC SMS ‘chunking’ processing.


			SP


			1. All EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX receive the M-SET Requests numberPoolBlock and issue M-SET Responses numberPoolBlock back to the NPAC SMS. 



2. All EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX receive the M-SET Request(s) subscriptionVersion for Subscription Versions with the LNP Type not set to ‘POOL’ and issue an M-SET Response subscriptionVersion back to the NPAC SMS.  



3. All non-EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX receive the M-SET Requests subscriptionVersion for all the Subscription Version updates and issue M-SET Responses subscriptionVersion back to the NPAC SMS.



Note: step 2 above assumes there will only need to be one M-SET Request to the EDR LSMSs for Subscription Versions specified in the Mass Update request.  However step 3 assumes more than one M-SET Request/Response cycle since there will be enough Subscription Versions specified in the Mass Update request that are to go to non-EDR LSMSs that the NPAC SMS will have to use ‘chunking’ processing as described in the Test Step side of row 3.





			4.


			NPAC


			The NPAC SMS performs the following steps:



1. For any Subscription Version, not of LNP type set to ‘POOL’ that was updated to a status of ‘active’ with an empty Failed SP List, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the SOA of the Service Provider that requested the Mass Update.



2. Upon receipt of all M-SET Responses for Subscription Versions and M-SET Responses for the Number Pool Block (referenced in Row 3 of this Test Case), the Number Pool Block owned by the requesting Service Provider is updated to a status of ‘active’ with an empty Failed SP List and  the NPAC SMS issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange to the SOA of the Service Provider that requested the Mass Update.


			SP


			1. The SOA of the Service Provider that requested the Mass Update receives the M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.



2. The SOA of the Service Provider that requested the Mass Update receives the M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			5.


			NPAC


			NPAC Personnel perform a query for both of the Number Pool Blocks and Subscription Versions specified by the TN range for the Mass Update request.


			NPAC


			1. The Number Pool Blocks and Subscription Versions exist with a status of ‘active’ and an empty Failed SP List.



2. The Number Pool Blocks and Subscription Versions that are owned by the Service Provider that requested the Mass Update are updated with the new LRN.





			6.


			SP – Optional


			Service Provider Personnel perform a local query for both of the Number Pool Blocks and Subscription Versions specified by the TN range for the Mass Update request.


			SP


			1. From the SOA, verify that the Number Pool Blocks and Subscription Versions exist with a status of ‘active’ and an empty Failed SP List. 



2. From the non-EDR LSMS, verify that the Subscription Versions that are owned by the Service Provider that requested the Mass Update are updated with the new LRN.



3. From the EDR LSMS, verify that the Number Pool Blocks that are owned by the Service Provider that requested the Mass Update are updated with the new LRN.





			7.


			SP – Conditional


			Service Provider Personnel perform an NPAC SMS query for both of the Number Pool Blocks and Subscription Versions specified by the TN range for the Mass Update request.


			SP


			1. From the SOA, verify that the Number Pool Blocks and Subscription Versions exist with a status of ‘active’ and an empty Failed SP List and that they reflect the new LRN on the NPAC SMS.



2. From the non-EDR LSMS, verify that the Subscription Versions that are owned by the Service Provider that requested the Mass Update are updated with the new LRN on the NPAC SMS.



3. From the EDR LSMS, verify that the Number Pool Blocks that are owned by the Service Provider that requested the Mass Update are updated with the new LRN on the NPAC SMS.





			8.


			NPAC


			NPAC Personnel perform a full audit for the Number Pool Blocks and Subscription Versions updated during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were issued as a result of performing this audit.  If any updates were sent the LSMS fails this test case.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			5.2


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			R





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			NPAC OP GUI - NPAC Personnel submit a Mass Update request to update the CNAM DPC and SSN values, specifying no restriction on LNP Type, and a TN range that encompasses one complete block, using the Old NPA-NXX that is part of an NPA Split currently in Permissive Dialing Period (PDP). – Error  





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-49, RR3-50, RR3-208, RR3-210, RR3-213, RR3-214, RR3-215, RR5-86, RR5-87, RR3-218





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			8 – Mass Update





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			N/A





			


			Prerequisite NPAC Setup:


			1. Verify that the NPA Split is set up on the NPAC SMS and is currently in PDP.



2. Verify that at least one Number Pool Block owned by the requesting Service Provider with a status of ‘active’ and an empty Failed SP List completely exists within the TN range to be specified for Mass Update. 



3. Verify that the SOA Origination Indicator is set to TRUE for the Number Pool Block that is owned by the requesting Service Provider.



4. Verify that Service Provider EDR indicators are set to emulate their production environment.





			


			Prerequisite SP Setup:


			N/A





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1. 


			NPAC


			Using the NPAC OP GUI, NPAC Personnel submit a request for a Mass Update by specifying the following information:



· SPID



· LNP Type of ‘none’



· TN range (using the Old NPA-NXX value from the NPA Split) of one complete Number Pool Block owned by the requesting SP



· updated CNAM DPC and SSN values


			SP


			1. The NPAC SMS searches the Number Pool Block and Subscription Version databases for the objects that match the selection criteria. 



2. The NPAC SMS determines the mass update specified the old NPA-NXX so it does not find any ‘Active’ Subscription Versions to update.





			2. 


			NPAC


			The NPAC SMS fails the Mass Update request and generates an error message to the NPAC Personnel.


			NPAC


			The NPAC Personnel receive an error message indicating that no Subscription Version records will be updated.





			3. 


			NPAC


			NPAC Personnel perform a query to verify for the Number Pool Blocks and Subscription Versions specified by the TN range for the Mass Update request.


			NPAC


			Verify that the Number Pool Blocks and Subscription Versions were not changed.





			4. 


			SP - Optional


			Service Provider Personnel perform a local query for the Number Pool Blocks and Subscription Versions specified by the TN range for the Mass Update request.


			SP


			1. From the SOA, verify that the Number Pool Blocks and Subscription Versions were not changed.



2. From the non-EDR LSMS, verify that the Subscription Versions specified for the Mass Update were not changed.



3. From the EDR LSMS, verify that the Number Pool Blocks that specified for the Mass Update were not changed.





			5. 


			SP - Conditional


			Service Provider Personnel perform an NPAC SMS query for the Number Pool Blocks and Subscription Versions specified by the TN range for the Mass Update request.


			SP


			Verify that the Number Pool Blocks and Subscription Versions specified for the Mass Update were not changed on the NPAC SMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			5.5


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			R





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			NPAC OP GUI – NPAC Personnel submit a Mass Update request to update the CLASS DPC and SSN values, specifying no restriction on LNP Type, and a TN range that completely includes a Number Pool Block as well as Subscription Versions outside of the 1K Block, that are owned by the requesting Service Provider. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-208, RR3-210





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			8 – Mass Update





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			N/A





			


			Prerequisite NPAC Setup:


			1. Verify that within the TN range to be specified for Mass Update, at least one Subscription Version exists per each LNP Type where the requesting Service Provider is the current Service Provider.



2. Verify that at least one Number Pool Block owned by the requesting Service Provider with a status of ‘active’ and an empty Failed SP List completely exists within the TN range to be specified for the Mass Update.



3. Verify that the SOA Origination Indicator is set to ‘TRUE’ for the Number Pool Block that is owned by the requesting Service Provider.





			


			Prerequisite SP Setup:


			N/A





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OP GUI, NPAC Personnel submit a request for a Mass Update by specifying the following information:



· SPID



· LNP Type of ‘none’



· TN range that completely contains a Number Pool Block that is owned by the requesting Service Providers, as well as at least one Subscription Version for each LNP Type where the current Service Provider is the requesting Service Provider



· updated DPC and SSN values


			SP


			The NPAC SMS searches the Number Pool Block and Subscription Version databases for the objects that match the selection criteria.





			2.


			NPAC


			1. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself.



2. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself.


			NPAC


			1. The NPAC SMS issues an M-SET Response numberPoolBlockNPAC to itself.



2. NPAC SMS issues an M-SET Response subscriptionVersionNPAC to itself.





			3.


			NPAC


			1. The NPAC SMS issues an M-SET Request numberPoolBlock to all EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX.



2. The NPAC SMS issues an M-SET Request subscriptionVersion for Subscription Versions not set to ‘POOL’ that belong to the requesting Service Provider to all EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX.



3. The NPAC SMS issues an M-SET Request subscriptionVersion for all the Subscription Version updates to all non-EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX.


			SP


			1. All EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX receive the M-SET Request numberPoolBlock and issue an M-SET Response numberPoolBlock back to the NPAC SMS.



2. All EDR LSMSs in the region that are accepting download for the respective NPA-NXX receive the M-SET Request subscriptionVersion and issue an M-SET Response subscriptionVersion back to the NPAC SMS. 



3. All non-EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX receive the M-SET Request subscriptionVersion and issue an M-SET Response subscriptionVersion back to the NPAC SMS.





			4.


			NPAC


			The NPAC SMS performs the following steps:



1. For any Subscription Versions not of LNP Type set to ‘POOL’ that were updated to a status of ‘active’ with an empty Failed SP List, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the SOA of the Service Provider that requested the Mass Update.



2. Upon receipt of all M-SET Responses for Subscription Versions and M-SET Responses for the Number Pool Block (referenced in Row 3 of this Test Case), the Number Pool Block owned by the requesting Service Provider is updated to a status of ‘active’ with an empty Failed SP List and the NPAC SMS issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange to the SOA of the Service Provider that requested the Mass Update.


			SP


			1. The SOA of the Service Provider that requested the Mass Update receives the M-EVENT-REPORT subscriptionVersion and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.



2. The SOA of the Service Provider that requested the Mass Update receives the M-EVENT-REPORT numberPoolBlock and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			5.


			NPAC


			NPAC Personnel perform a query for the Number Pool Block and Subscription Versions specified by the TN range for the Mass update request.


			NPAC


			1. The Number Pool Block and Subscription Versions exist with a status of ‘active’ and an empty Failed SP List.



2. The Number Pool Block and Subscription Versions that are owned by the requesting Service Provider are updated with the new CLASS DPC and SSN values.





			6.


			NPAC


			NPAC Personnel perform a query for the Old Number Pool Block and Subscription Versions specified by the TN range for the Mass Update request.


			NPAC


			1. Verify that the Number Pool Block and Subscription Versions exist with a status of ‘old’ and an empty Failed SP List.



2. Verify that the Number Pool Block and Subscription Versions contain the original CLASS DPC and SSN values.





			7.


			SP – Optional


			Service Provider Personnel perform a local query for the Number Pool Block and Subscription Versions specified by the TN range for the Mass Update request.


			SP


			1. From the SOA, verify that the Number Pool Block and Subscription Versions exist with a status of ‘active’ and an empty Failed SP List.



2. From the non-EDR LSMS, verify that the Subscription Versions that are owned by the Service Provider that requested the Mass Update are updated with the new CLASS DPC/SSN values.



3. From the EDR LSMS, verify that the Number Pool Block that is owned by the Service Provider that requested the Mass Update is updated wit the new CLASS DPC/SSN values.





			8.


			SP – Conditional


			Service Provider Personnel perform an NPAC SMS query for the Number Pool Block and Subscription Versions specified by the TN range for the Mass Update request.


			SP


			1. From the SOA, verify that the Number Pool Block and Subscription Versions exist with a status of ‘active’ and an empty Failed SP List and that they reflect the new CLASS DPC/SSN values on the NPAC SMS.



2. From the non-EDR LSMS, verify that the Subscription Versions that are owned by the Service Provider that requested the Mass Update are updated with the new CLASS DPC/SSN values on the NPAC SMS.



3. From the EDR LSMS, verify that the Number Pool Block that is owned by the Service Provider that requested the Mass Update is updated wit the new CLASS DPC/SSN values on the NPAC SMS.





			9.


			NPAC


			NPAC Personnel perform a full audit for the Number Pool Block(s) and Subscription Versions updated during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were issued as a result of performing this audit.  If any updates were sent the LSMS fails this test case.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			5.6


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			R





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			NPAC OP GUI – NPAC Personnel submit a Mass Update request to update the ISVM DPC and SSN values, specifying an LNP Type of ‘POOL’, and a TN range that completely includes a Number Pool Block, at least one but not all EDR LSMS(s) fail the request. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-209, RR5-88





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			8 – Mass Update





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			N/A





			


			Prerequisite NPAC Setup:


			1. Verify that a Number Pool Block owned by the requesting Service Provider with a status of ‘active’ and an empty Failed SP List exists completely within the TN range to be specified in the Mass Update Request.



2. Verify that at least one EDR LSMS that the NPAC is going to attempt to send the modify information is disconnected from the NPAC SMS at the time of the Mass Update request. 



3. Verify that the SOA Origination Indicator is set to TRUE for the Number Pool Block that is owned by the requesting Service Provider.



4. Verify that some of the Subscription Versions in the requested TN range have an LNP Type of ‘LSPP’ or ‘LISP’, where the current Service Provider is the requesting Service Provider.





			


			Prerequisite SP Setup:


			N/A





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OP GUI, NPAC Personnel submit a request for a Mass Update by specifying the following information:



· SPID



· LNP Type of ‘POOL’



· TN range that completely contains a Number Pool Block that is owned by the requesting Service Provider



· Updated ISVM DPC and SSN values


			SP


			The NPAC SMS searches the Number Pool Block and Subscription Version databases for the objects that match the selection criteria.





			2.


			NPAC


			1. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself.



2. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself.


			NPAC


			1. The NPAC SMS issues an M-SET Response numberPoolBlockNPAC to itself.



2. The NPAC SMS issues an M-SET Response subscriptionVersionNPAC to itself.





			3.


			NPAC


			1. The NPAC SMS issues an M-SET Request numberPoolBlock for the Number Pool Block that belongs to the requesting Service Provider to all EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX.



2. The NPAC SMS issues an M-SET Request subscriptionVersion for Subscription Versions not set to ‘POOL’ that belong to the requesting Service Provider to all non-EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX.


			SP


			1. At least one but not all EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX receive the M-SET Request numberPoolBlock and issue an M-SET Response numberPoolBlock back to the NPAC SMS.



2. All non-EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX receive the Request M-SET subscriptionVersion and issue an M-SET Response subscriptionVersion back to the NPAC SMS. 



3. The NPAC SMS automatically retries any LSMS that does not respond in a tunable amount of time.





			4.


			NPAC


			After all retries are exhausted, the NPAC SMS performs the following steps:



1. Updates the Number Pool Block to a status of ‘active’ with at least one SPID in the numberPoolBlockFailedSP-List and issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange to the SOA of the Service Provider that requested the Mass Update to update the Number Pool Block status to ‘active’ and populate the Failed SP List with the respective Service Provider(s) .



2. Updates the Subscription Versions to a status of ‘active’ with at least one SPID in the Failed SP List.


			SP


			The SOA of the Service Provider that requested the Mass Update receives the M-EVENT-REPORT numberPoolBlock and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			5.


			NPAC


			NPAC Personnel perform a query for the Number Pool Block and Subscription Versions specified by the TN range for the Mass Update request.


			NPAC


			1. The Number Pool Block and Subscription Versions exist with a status of ‘active’ and a Failed SP List.



2. The Number Pool Block and Subscription Versions are updated with the new ISVM DPC and SSN values.



3. The Subscription Versions within the TN range with LNP type of ‘LSPP’ and ‘LISP’ were not updated.





			6.


			NPAC


			NPAC Personnel perform a query for the Old Number Pool Block and Subscription Versions specified by the TN range for the Mass Update request.


			NPAC


			1. Verify that the Number Pool Block and Subscription Versions exist with a status of ‘old’ and an empty Failed SP List.



2. Verify that the Number Pool Block and Subscription Versions contain the original ISVM DPC and SSN values.





			7.


			SP – Optional


			Service Provider Personnel perform a local query for the Number Pool Block and Subscription Versions specified by the TN range for the Mass Update request.


			SP


			1. From a SOA, verify that the Number Pool Block and Subscription Versions exist with a status of ‘active’ and a Failed SP List.



2. From the successful non-EDR LSMS, verify that the Subscription Versions of LNP Type ‘POOL’, owned by the Service Provider that requested the Mass Update are updated with the new ISVM DPC/SSN values.  Also, verify that the Subscription Versions of LNP Type ‘LISP’ and ‘LSPP’ that are owned by the Service Provider that requested the Mass Update and exist within the TN range specified are not modified.



3. From the successful EDR LSMS, verify the Number Pool Block that is owned by the Service Provider that requested the Mass Update is updated with the new ISVM DPC/SSN values.





			8.


			SP – Conditional


			Service Provider Personnel perform an NPAC SMS query for the Number Pool Block and Subscription Versions specified by the TN range for the Mass Update request.


			SP


			1. From a SOA, verify that the Number Pool Block and Subscription Versions exist with a status of ‘active’ and a Failed SP List and that they reflect the new ISVM DPC/SSN values on the NPAC SMS.



2. From the successful non-EDR LSMS, verify that the Subscription Versions of LNP Type ‘POOL’, owned by the Service Provider that requested the Mass Update are updated with the new ISVM DPC/SSN values on the NPAC SMS.  Also, verify that the Subscription Versions of LNP Type ‘LISP’ and ‘LSPP’ that are owned by the Service Provider that requested the Mass Update and exist within the TN range specified are not modified on the NPAC SMS.



3. From the successful EDR LSMS, verify the Number Pool Block that is owned by the Service Provider that requested the Mass Update is updated with the new ISVM DPC/SSN values on the NPAC SMS. 








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			5.7


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			R





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			NPAC OP GUI – NPAC Personnel submit a Mass Update request to update the LIDB DPC and SSN values, specifying an LNP Type of ‘POOL’, and a TN range that completely includes a Number Pool Block that is owned by the requesting Service Provider as well as intersects a subset of another Number Pool Block that is not owned by the requesting Service Provider.  – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-209





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			N/A





			


			Prerequisite NPAC Setup:


			1. Verify that at least one Number Pool Block (referred to as Block A in the Test Case steps) is owned by the requesting Service Provider with a status of ‘active’ and an empty Failed SP List and completely exists within the TN range to be specified for Mass Update.



2. Verify that a second Number Pool Block (referred to as Block B in the Test Case steps) that is not owned by the requesting Service Provider with a status of ‘active’ and an empty Failed SP List exists such that it intersects a subset of the TN range to be specified for Mass Update. 



3. Verify that none of the Subscription Versions in the requested TN range have an LNP Type of either ‘LSPP’ or ‘LISP’, where the current Service Provider is the requesting Service Provider.



4. Verify that the SOA Origination Indicator is set to ‘TRUE’ for the Number Pool Block that is owned by the requesting Service Provider.





			


			Prerequisite SP Setup:


			N/A





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OP GUI, NPAC Personnel submit a request for a Mass Update by specifying the following information



· SPID



· LNP Type of ‘POOL’



· TN range that completely contains a Number Pool Block owned by the requesting Service Provider and intersects the a Number Pool Block owned by another Service Provider



· updated LIDB DPC and SSN values


			NPAC


			The NPAC SMS searches the Number Pool Block and Subscription Version databases for the objects that match the selection criteria.





			2.


			NPAC


			1. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself (for Block A).



2. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC for the Subscription Version updates with the LNP Type equal to ‘POOL’ (respective to Block A) to itself.


			NPAC


			1. The NPAC SMS issues an M-SET Response numberPoolBlockNPAC to itself.



2. The NPAC SMS issues an M-SET Response subscriptionVersionNPAC to itself.





			3.


			NPAC


			1. The NPAC SMS issues an M-SET Request numberPoolBlock for the Number Pool Block that belongs to the requesting Service Provider (Block A) to all EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX.



2. The NPAC SMS issues an M-SET Request subscriptionVersion for the Subscription Versions that are owned by the requesting Service Provider (all have LNP Type of ‘POOL’ only) to update the LIDB DPC/SSN values to all non-EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX.


			SP


			1. All EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX receive the M-SET Request numberPoolBlock and issue an M-SET Response numberPoolBlock back to the NPAC SMS.



2. All non-EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX receive the M-SET Request subscriptionVersion and issue an M-SET Response subscriptionVersion back to the NPAC SMS.





			4.


			NPAC


			The NPAC SMS, upon receipt of all M-SET Responses for Subscription Versions with LNP Type set to ‘POOL’ and M-SET Responses for the Number Pool Block (referenced in Row 3 of this Test Case), updates the Number Pool Block owned by the requesting Service Provider to a status of ‘active’ with an empty Failed SP List and the NPAC SMS issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange to the SOA of the Service Provider that requested the Mass Update.


			SP


			The SOA of the Service Provider that requested the Mass Update receives the M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			5.


			NPAC


			NPAC Personnel perform a query for the Number Pool Block and Subscription Versions specified by the TN range for the Mass Update request.


			NPAC


			1. Verify the Number Pool Block and Subscription Versions exist with a status of ‘active’ and an empty Failed SP List.



2. Verify the Number Pool Block and Subscription Versions that are owned by the requesting Service Provider are updated with the new LIDB DPC and SSN.





			6.


			SP – Optional


			Service Provider Personnel perform an NPAC query for both the Number Pool Block and Subscription Versions specified by the TN range for the Mass Update request.


			SP


			1. From the SOA, verify that the Number Pool Block and Subscription Versions exist with a status of ‘active’ and an empty Failed SP List.



2. From the non-EDR LSMS, verify that the Subscription Versions that are owned by the Service Provider that requested the Mass Update are updated with the new LIDB DPC/SSN values.



3. From the EDR LSMS, verify that the Number Pool Blocks that are owned by the Service Provider that requested the Mass Update are updated with the new LIDB DPC/SSN values.





			7.


			SP – Conditional


			Service Provider Personnel perform an NPAC SMS query for both the Number Pool Block and Subscription Versions specified by the TN range for the Mass Update request.


			SP


			1. From the SOA, verify that the Number Pool Block and Subscription Versions exist with a status of ‘active’ and an empty Failed SP List on the NPAC SMS.



2. From the non-EDR LSMS, verify that the Subscription Versions that are owned by the Service Provider that requested the Mass Update are updated with the new LIDB DPC/SSN values on the NPAC SMS.



3. From the EDR LSMS, verify that the Number Pool Blocks that are owned by the Service Provider that requested the Mass Update are updated with the new LIDB DPC/SSN values on the NPAC SMS.





			8.


			NPAC


			NPAC Personnel perform a full audit for the Number Pool Block(s) and Subscription Versions specified in the prerequisites of this test case.


			NPAC


			Using the Audit Results Log verify that no updates were issued as a result of performing this audit.  If any updates were sent the LSMS fails this test case.








6.7 [Section Place Holder Only]



6.8 Subscription Version Create Test Cases:



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			6.2.10


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			SOA - Service Provider Personnel submit an Activate request for a ‘pending’ Intra-Service Provider Subscription Version by the Code Holder, prior to the NPA-NXX-X Effective Date – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR5-60





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			B.5.1.5 Subscription Version Activated by New Service Provider SOA



B.5.1.6 Active Subscription Version Create on Local SMS





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the NPA-NXX-X exists for the TN to be used to create a ‘pending’ Inter-Service Provider Subscription Version.



2. Verify that the Effective Date for the NPA-NXX-X is a future date.



3. Verify that a Subscription Version with a status of ‘active’ does not exist for the TN to be used in this Test Case.





			


			Prerequisite SP Setup:


			1. Verify that a ‘pending’, Intra-Service Provider Subscription Version exists for a TN within the 1K Block.



2. Verify that the respective Block is not yet ‘active’ in the NPAC SMS.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, New Service Provider Personnel submit a request to the NPAC to activate an Intra-Service Provider Subscription Version for a TN that is within a 1K Block.



2. SOA issues an M-ACTION Request subscriptionVersionActive to the NPAC SMS.  The request specifies the Subscription Version ID, and/or subscription TN.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the SOA.





			2.


			NPAC


			NPAC SMS locates the respective Subscription Versions, and issues an M-SET Request to itself to set the subscriptionVersionStatus to 'sending' and set the subscriptionVersionActivationTimeStamp and subscriptionModifiedTimeStamp to the current date and time for the Subscription Version.


			NPAC


			The NPAC SMS issues an M-SET Response to itself.





			3.


			NPAC


			The NPAC SMS issues an M-ACTION Response subscriptionVersionActive to the New Service Provider SOA.


			SP


			The New Service Provider SOA receives the M-ACTION Response from the NPAC SMS.





			4. 


			NPAC


			The NPAC SMS issues an M-SET Request to itself to set the subscriptionBroadcastTimeStamp to the current date and time for the Subscription Version.


			NPAC


			The NPAC SMS issues an M-SET Response to itself.





			5.


			NPAC


			The NPAC SMS issues an M-CREATE Request subscriptionVersion to all LSMSs in the region that are accepting downloads for this NPA-NXX.


			SP


			1. All LSMSs in the region accepting downloads for this NPA-NXX receive the M-CREATE Request and verify that the request is valid.



2. All LSMSs in the region issue an M-CREATE Response(s) subscriptionVersion back to the NPAC.



3. After each LSMS responds to the NPAC SMS, the LSMSs perform the Subscription Version create on the local system as specified in the request from the NPAC SMS.





			6. 


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Current Service Provider SOA to set the subscriptionVersionStatus to 'active'.


			SP


			The Current Service Provider SOA issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			7.


			NPAC


			NPAC Personnel perform a query for the Subscription Version.


			NPAC


			NPAC Personnel verify that the Subscription Version with status set to ‘active’ exists on the NPAC SMS.





			8.


			SP – Optional


			Service Provider Personnel perform a local query for the Subscription Version.


			SP


			1. On the SOA, verify that the Subscription Version exists with an empty Failed SP List.



2. On either the non-EDR or EDR LSMS, verify that the Subscription Version exists with a status of ‘active’.





			9.


			SP – Conditional


			Service Provider Personnel perform an NPAC SMS query for the Subscription Version.


			SP


			Verify that the Subscription Version exists with status set to ‘active’ and an empty Failed SP List on the NPAC SMS.





			10.


			NPAC


			NPAC Personnel perform a full audit for the Subscription Version activated during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were issued as a result of performing this audit.  If any updates were sent the LSMS fails this test case.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			6.2.11


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			SOA - Service Provider Personnel submit an Inter-Service Provider, Port-to-Original Activate request, after the Block existence – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-183, RR5-57, RR5-61, RR5-62, RR5-68.1, RR5-68.2, RR5-68.3, RR5-68.4





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			3.1.1 Port-To-Original Activation by SOA of a Pooled TN



3.1.2 Successful Broadcast of Port-To-Original Activation Request



3.1.3 Successful Broadcast Complete NPAC SMS Updates for a Port-To-Original Request





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			This TN needs to have originally had an LNP Type set to ‘POOL’, and must have been subsequently ported away from the Block Holder - so it is currently ‘active’ with an LNP Type equal to either ‘LISP’ or ‘LSPP’ for another Service Provider. 





			


			Prerequisite SP Setup:


			Verify that a ‘pending’, Port-to-Original request for this TN exists.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, the Block Holder Service Provider Personnel submit an Inter-Service Provider, Port-to-Original Activate request to the NPAC SMS for a pooled TN that has been subsequently ported away.



2. The Service Provider SOA submits an M-ACTION Request subscriptionVersionActivate to the NPAC SMS lnpSubscription object to activate the ‘pending’ Subscription Version by specifying the Subscription Version ID, and Subscription Version TN.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the SOA.





			2.


			NPAC


			The NPAC SMS issues an M-SET Request to itself to set the subscriptionVersionStatus for SV1 to 'sending' as well as set the subscriptionBroadcastTimeStamp and subscriptionModifiedTimeStamp to the current date and time.  (SV1 is the currently ‘active’ Subscription Version for this TN that exists on the NPAC SMS).


			NPAC


			The NPAC SMS receives the M-SET Request for SV1 and issues an M-SET Response for SV1 to itself.





			3.


			NPAC


			The NPAC SMS issues an M-SET Request to itself to set the subscriptionVersionStatus for SV2 to 'sending', as well as set the subscriptionBroadcastTimeStamp and subscriptionModifiedTimeStamp to the current date and time.   (SV2 is the currently ‘pending’ Subscription Version for this TN that exists on the NPAC SMS).


			NPAC


			NPAC SMS receives the M-SET Request for SV2 and issues an M-SET Response for SV2 to itself.





			4.


			NPAC


			1. The NPAC SMS issues an M-CREATE Request to itself in order to create a Subscription Version with LNP Type set to ‘POOL’ for the NPA-NXX-X Service Provider.



2. The NPAC SMS sets the subscriptionVersionStatus to 'sending' for this Subscription Version.  This Subscription Version is referred to as SV3.



3. The NPAC SMS also sets the subscriptionActivationTimeStamp, subscriptionCreationTimeStamp, subscriptionBroadcastTimeStamp and subscriptionModifiedTimeStamp to the current date and time for SV3.  All routing information is populated from the respective numberPoolBlock that exists on the NPAC SMS.


			NPAC


			The NPAC SMS receives the M-CREATE Request for SV3 and issues an M-CREATE Response for SV3 to itself.





			5.


			NPAC


			The NPAC SMS issues and M-ACTION Response subscriptionVersionActivate back to the Block Holder Service Provider (New Service Provider) SOA.


			SP


			The New Service Provider SOA receives the M-ACTION Response from the NPAC SMS.





			6.


			NPAC


			1. The NPAC SMS issues an M-DELETE Request subscriptionVersion SV1 to all EDR LSMSs in the region that are accepting downloads for this NPA-NXX.



2. At the same time as step 6.1, the NPAC SMS issues an M-CREATE Request subscriptionVersion SV3 to all non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX.


			SP


			1. The NPAC SMS will wait for all responses (M-DELETE from respective EDR LSMSs or M-CREATE from respective non-EDR LSMSs) for a tunable amount of time and will retry (with an appropriate message based on the SP EDR Indicator) within the tunable amount of time.



2. All but one EDR LSMSs in the region that are accepting downloads for this NPA-NXX receive the M-DELETE request from the NPAC SMS and issue a M-DELETE Response subscriptionVersion for SV1 back to the NPAC SMS.  One EDR LSMS does not respond or sends an M-DELETE Error Response.



3. All but one non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX receive the M-CREATE request from the NPAC SMS and issue an M-CREATE Response subscriptionVersion for SV3 back to the NPAC SMS.  One non-EDR LSMS does not respond or send an M-CREATE Error Response.



4. Upon the 1st successful response from an LSMS, the subscriptionModifiedTimeStamp and subscriptionDisconnectCompleteTimeStamp are set to the current date and time.





			7.


			NPAC


			The NPAC SMS issues an M-SET Request for SV3 to itself to set the  subscriptionVersionStatus to ‘active’ as well as set the subscriptionModifiedTimeStamp to the current date and time for SV3.


			NPAC


			NPAC SMS receives the M-SET Request for SV3 and issues an M-SET Response for SV3.





			8.


			NPAC


			The NPAC SMS issues an M-SET Request for SV1 to itself to set the subscriptionVersionStatus to ‘old’ as well as set the subscriptionModifiedTimeStamp to the current date and time for SV1.


			NPAC


			NPAC SMS receives the M-SET Request for SV1 and issues an M-SET Response for SV1.





			9.


			NPAC


			The NPAC SMS issues an M-SET Request for SV2 to itself to set the subscriptionVersionStatus to 'old' as well as set the subscriptionModifiedTimeStamp to the current date and time for SV2.


			NPAC


			NPAC SMS receives the M-SET Request for SV2 and issues an M-SET Response for SV2.





			10.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old Service Provider SOA to set the subscriptionVersionStatus to 'old' for SV1.


			SP


			The Old Service Provider SOA receives the M-EVENT-REPORT for SV1 and issues an M-EVENT-REPORT Confirmation for SV1.





			11.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old Service Provider SOA to set the subscriptionVersionStatus to 'old' for SV2.


			SP


			The Old Service Provider SOA receives the M-EVENT-REPORT for SV2 and issues an M-EVENT-REPORT Confirmation for SV2.





			12.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the New Service Provider (Block Holder) SOA to set the subscriptionVersionStatus to 'old'  and update the subscriptionVersionFailedSP-List to ‘empty’ for SV2.


			SP


			The New Service Provider SOA receives the M-EVENT-REPORT for SV2 and issues an M-EVENT-REPORT Confirmation for SV2.





			13.


			NPAC


			NPAC Personnel perform a query for the Subscription Version (SV2).


			NPAC


			NPAC Personnel verify that the Subscription Version with LNP Type set to ‘POOL’ and status set to ‘active’ with an empty Failed SP List exists on the NPAC SMS.





			14.


			SP – Optional


			Service Provider Personnel perform a local query for the Subscription Version (SV2).


			SP


			1. On the SOA, verify that SV2 exists with an empty Failed SP List.



2. On the non-EDR LSMS, verify that SV2 exists with a status of ‘active’.



3. On the EDR LSMS, verify that SV2 does not exist, but that the respective Number Pool Block does exist.





			15.


			SP – Conditional


			Service Provider Personnel perform an NPAC SMS query for the Subscription Version (SV2).


			SP


			Verify that SV2 exists with an LNP Type set to ‘POOL’, a status of ‘active’ and an empty Failed SP List on the NPAC SMS.





			16.


			NPAC


			NPAC Personnel perform a full audit for the Subscription Version activated during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were issued as a result of performing this audit.  If any updates were sent the LSMS fails this test case.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			6.2.12


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			SOA - Service Provider Personnel submit an Activate request for a ‘pending’, Inter-Service Provider, Port-to-Original Subscription Version, one or more of the LSMSs that are accepting downloads for that NPA-NXX do not respond resulting in a partial failure – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR5-68.1, RR5-68.2, RR5-68.3, RR5-68.4, RR5-69, RR5-70





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			3.1 Subscription Version Port-To-Original of a Ported Pool TN Activation by SOA



3.1.1 Port-To-Original Activation by SOA or a Pooled TN 



3.3 Subscription Version Create Port-To-Original of a Pool TN: Partial Failure to One or More Local SMSs



3.3.1 Port-To-Original Activation Partial Failure Broadcast of a Pooled TN



3.3.2 Partial failure Broadcast Complete NPAC SMS Updates of a Port-To-Original 





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that an ‘Active’ 1K Block exists that includes the TN in the ‘pending’ Port-to-Original Subscription Version.



2. Verify that at least 4 LSMSs are configured to accepted downloads for this NPA-NXX.



3. Configure/Connect one EDR and one non-EDR LSMS to the NPAC SMS such that they will fail to successfully process the NPAC SMS request.





			


			Prerequisite SP Setup:


			Verify that a ‘pending’ Port-to-Original Subscription Version exists for a Pooled, Ported TN, that can be activated.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, the Block Holder Service Provider Personnel submit an Inter-Service Provider, Port-to-Original Activate request to the NPAC SMS for a pooled TN that has been subsequently ported away.



2. The Service Provider SOA submits an M-ACTION Request subscriptionVersionActivate to the NPAC SMS lnpSubscription object to activate the ‘pending’ Subscription Version by specifying the Subscription Version ID, and Subscription Version TN.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the SOA.





			2.


			NPAC


			The NPAC SMS issues an M-SET Request to itself to set the subscriptionVersionStatus for SV1 to 'sending' as well as set the subscriptionBroadcastTimeStamp and subscriptionModifiedTimeStamp to the current date and time.  (SV1 is the currently ‘active’ Subscription Version for this TN that exists on the NPAC SMS).


			NPAC


			The NPAC SMS receives the M-SET Request for SV1 and issues an M-SET Response for SV1 to itself.





			3.


			NPAC


			The NPAC SMS issues an M-SET Request to itself to set the subscriptionVersionStatus for SV2 to 'sending', as well as set the subscriptionBroadcastTimeStamp and subscriptionModifiedTimeStamp to the current date and time.   (SV2 is the currently ‘pending’ Subscription Version for this TN that exists on the NPAC SMS).


			NPAC


			NPAC SMS receives the M-SET Request for SV2 and issues an M-SET Response for SV2 to itself.





			4.


			NPAC


			1. The NPAC SMS issues an M-CREATE Request to itself in order to create a Subscription Version with LNP Type set to ‘POOL’ for the NPA-NXX-X Service Provider.



2. The NPAC SMS sets the subscriptionVersionStatus to 'sending' for this Subscription Version.  This Subscription Version is referred to as SV3.



3. The NPAC SMS also sets the subscriptionActivationTimeStamp, subscriptionCreationTimeStamp, subscriptionBroadcastTimeStamp and subscriptionModifiedTimeStamp to the current date and time for SV3.  All routing information is populated from the respective numberPoolBlock that exists on the NPAC SMS.


			NPAC


			The NPAC SMS receives the M-CREATE Request for SV3 and issues an M-CREATE Response for SV3 to itself.





			5.


			NPAC


			The NPAC SMS issues an M-ACTION Response subscriptionVersionActivate back to the Block Holder Service Provider (New Service Provider) SOA.


			SP


			The New Service Provider SOA receives the M-ACTION Response from the NPAC SMS.





			6.


			NPAC


			1. The NPAC SMS issues an M-DELETE Request subscriptionVersion SV1 to all EDR LSMSs in the region that are accepting downloads for this NPA-NXX.



2. At the same time as step 6.1, the NPAC SMS issues an M-CREATE Request subscriptionVersion SV3 to all non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX.


			SP


			1. The NPAC SMS will wait for all responses (M-DELETE from respective EDR LSMSs or M-CREATE from respective non-EDR LSMSs) for a tunable amount of time and will retry (with an appropriate message based on the SP EDR Indicator) within the tunable amount of time.



2. All but one EDR LSMSs in the region that are accepting downloads for this NPA-NXX receive the M-DELETE request from the NPAC SMS and issue a M-DELETE Response subscriptionVersion for SV1 back to the NPAC SMS.  One EDR LSMS does not respond or sends an M-DELETE Error Response.



3. All but one non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX receive the M-CREATE request from the NPAC SMS and issue an M-CREATE Response subscriptionVersion for SV3 back to the NPAC SMS.  One non-EDR LSMS does not respond or send an M-CREATE Error Response.



4. Upon the 1st successful response from an LSMS, the subscriptionModifiedTimeStamp and subscriptionDisconnectCompleteTimeStamp are set to the current date and time.





			7.


			NPAC


			The NPAC SMS issues an M-SET Request for SV3 to itself to set the subscriptionVersionStatus to 'partial failure' as well as set the subscriptionModifiedTimeStamp to the current date and time for SV3.


			NPAC


			NPAC SMS receives the M-SET Request for SV3 and issues an M-SET Response for SV3.





			8.


			NPAC


			The NPAC SMS issues an M-SET Request for SV1 to itself to set the subscriptionVersionStatus to 'old’ as well as set the subscriptionDisconnectCompleteTimeStamp to the current date and time for SV1.


			NPAC


			NPAC SMS receives the M-SET Request for SV1 and issues an M-SET Response for SV1.





			9.


			NPAC


			The NPAC SMS issues an M-SET Request for SV2 to itself to set the subscriptionVersionStatus to 'partial failure' as well as update the subscriptionVersionFailedSP-List to contain the one EDR and one non-EDR LSMSs that failed to successfully respond to the NPAC requests) and set the subscriptionModifiedTimeStamp to the current date and time for SV2.


			NPAC


			NPAC SMS receives the M-SET Request for SV2 and issues an M-SET Response for SV2.





			10.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old Service Provider SOA to set the subscriptionVersionStatus to 'old’ for SV1.


			SP


			The Old Service Provider SOA receives the M-EVENT-REPORT for SV1 and issues an M-EVENT-REPORT Confirmation for SV1.





			11.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old Service Provider SOA to set the subscriptionVersionStatus to 'partial failure' for SV2.


			SP


			The Old Service Provider SOA receives the M-EVENT-REPORT for SV2 and issues an M-EVENT-REPORT Confirmation for SV2.





			12.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the New Service Provider (Block Holder) SOA to set the subscriptionVersionStatus to 'partial failure' and update the subscriptionVersionFailedSP-List to contain the EDR and non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX but did not respond successfully for SV2.


			SP


			The New Service Provider (Block Holder) SOA receives the M-EVENT-REPORT for SV2 and issues an M-EVENT-REPORT Confirmation for SV2.





			13.


			NPAC


			NPAC Personnel perform a query for the Subscription Version (SV2).


			NPAC


			NPAC Personnel verify that the Subscription Version with LNP Type set to ‘POOL’ and status set to ‘partial failure’ and a Failed SP List that contains the EDR and non-EDR LSMSs in the region that did not successfully respond to the request, exists on the NPAC SMS.





			14.


			SP – Optional


			Service Provider Personnel perform a local query for the Subscription Version (SV2).


			SP


			1. On the SOA, verify that SV2 exists with a Failed SP List that reflects the Service Providers that did not successfully process the Activate request for this Test Case.



2. On the successful non-EDR LSMS, verify that SV2 exists with a status of ‘active’.



3. On the successful EDR LSMS, verify that SV2 does not exist, but that the respective Number Pool Block does exist.





			15.


			SP – Conditional


			Service Provider Personnel perform an NPAC SMS query for the Subscription Version (SV2).


			SP


			Verify that with LNP Type set to ‘POOL’ status set to ‘partial failure’ on the NPAC SMS.








SV1 is the original ‘active’, pooled, ported Subscription Version.



SV2 is the ‘pending’ Subscription Version with the Port-to-Original flag set to ‘TRUE’.



SV3 is the pool reinstatement Subscription Version with LNP Type set to ‘POOL’, that reinstates default routing to the Block Holder.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			6.2.13


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			O





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			NPAC OP GUI - NPAC Personnel submit a resend for a ‘failed’ Port-to-Original Activate request and all LSMSs process the re-send – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR5-80, RR5-82.1, RR5-82.2





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			3.4 Subscription Version Create Port-To-Original of a Pool TN: Resend Successful to Local SMS



3.4.1 Port-To-Original NPAC SMS Initiates Resend



3.4.2 Successful Resend Broadcast of a Port-To-Original of a Pooled TN



3.4.3 Updates to NPAC SMS after Successful Resend of Port-To-Original Request of a Pooled TN





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that a ‘failed’ Port-to-Original Activate request exists on the NPAC SMS.  



2. Verify that all of the respective LSMSs are configured/connected to the NPAC SMS such that they should now successfully process the Activate request.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OP GUI, NPAC Personnel submit a resend request for a ‘failed’ Port-to-Original Activate.



The NPAC SMS issues an M-SET Request subscriptionVersionStatus to itself to set the subscriptionVersionStatus for SV2 to 'sending', and set the subscriptionBroadcastTimeStamp and the subscriptionModifiedTimeStamp to the current date and time.


			NPAC


			The NPAC SMS issues an M-SET Response for SV2 to itself.





			2.


			NPAC


			1. The NPAC SMS determines which LSMS failed the request (in this case all LSMSs failed, some are EDR and some are non-EDR).



2. The NPAC SMS issues an M-SET Request subscriptionVersionStatus to itself to set the subscriptionVersionStatus to 'sending', and set the subscriptionBroadcastTimeStamp and subscriptionModifiedTimeStamp to the current date and time for SV1.



3. The NPAC SMS issues an M-SET Request subscriptionVersionStatus to itself to set the subscriptionVersionStatus to 'sending' and set the subscriptionBroadcastTimeStamp and subscriptionModifiedTimeStamp to the current date and time for SV3.


			SP


			The NPAC SMS  receives the respective message(s) and issues respective M-SET Response(s) back to itself.



(Steps 2.2 and 2.3 can occur in any order)





			3.


			NPAC


			1. Since some of the LSMSs that failed the request are EDR LSMSs, the NPAC SMS issues an M-DELETE Request subscriptionVersion for SV1 to the EDR LSMSs that failed the request.



2. Since some or the LSMSs that failed the request are non-EDR LSMSs, the NPAC SMS issues an M-CREATE Request subscriptionVersion for SV3 to all non-EDR LSMSs that failed the request.


			SP


			1. The EDR LSMSs that failed the request, receive the M-DELETE for SV1 from the NPAC SMS, and issue an M-DELETE Response for SV1 back to the NPAC SMS.



2. The non-EDR LSMSs that failed the request, receives the M-CREATE for SV3 from the NPAC SMS, and issue an M-CREATE Response for SV3 back to the NPAC SMS. 



3. All previously failed LSMSs respond appropriately to the NPAC SMS.



4. Upon the 1st successful response from an LSMS, the NPAC SMS sets the subscriptionVersionDisconnectCompleteTimeStamp to the current date and time.





			4.


			NPAC


			The NPAC SMS issues an M-SET Request to itself to update the subscriptionVersionStatus to 'active’ and set the subscriptionModifiedTimeStamp to the current date and time for SV3.


			NPAC


			The NPAC SMS issues an M-SET Response for SV3 to itself.





			5.


			NPAC


			The NPAC SMS issues an M-SET Request to itself to update the subscriptionVersionStatus to 'old' and set the subscriptionDisconnectCompleteTimeStamp upon the first successful response from an LSMS as well as set the subscriptionModifiedTimeStamp to the current date and time for SV1.


			NPAC


			The NPAC SMS issues an M-SET Response for SV1 to itself.





			6.


			NPAC


			The NPAC SMS issues an M-SET Request to itself to update the subscriptionVersionStatus to 'old' and the subscriptionFailedSP-List to empty, as well as set the subscriptionModifiedTimeStamp to the current date and time for SV2.


			NPAC


			The NPAC SMS issues an M-SET Response for SV2 to itself.





			7.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old Service Provider SOA and updates the subscriptionVersionStatus to 'old' for SV1.


			SP


			The Old Service Provider SOA receives the M-EVENT-REPORT for SV1 and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			8.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old Service Provider SOA and updates the subscriptionVersionStatus to 'old' for SV2.


			SP


			The Old Service Provider SOA receives the M-EVENT-REPORT for SV2 and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			9.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the New Service Provider (Block Holder) SOA and updates the subscriptionVersionStatus to 'old' for SV2.


			SP


			The New Service Provider (Block Holder) SOA receives the M-EVENT-REPORT for SV2 and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			10.


			NPAC


			NPAC Personnel perform a query for the Subscription Version (SV2).


			NPAC


			NPAC Personnel verify that the Subscription Version with LNP Type set to ‘POOL’ and status set to ‘active’ exists on the NPAC SMS.





			11.


			SP – Optional


			Service Provider Personnel perform a local query for the Subscription Version (SV2).


			SP


			1. On the SOA, verify that SV2 exists with an empty Failed SP List.



2. On the non-EDR LSMS, verify that SV2 exists with a status of ‘active’.



3. On the EDR LSMS, verify that SV2 does not exist, but that the respective Number Pool Block does exist.





			12.


			SP – Conditional


			Service Provider Personnel  perform an NPAC SMS query for the Subscription Version (SV2).


			SP


			Verify that SV2 exists with an LNP Type set to ‘POOL’, a status of ‘active’ and an empty Failed SP List on the NPAC SMS.





			13.


			NPAC


			NPAC Personnel perform a full audit for the Subscription Version resent during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were issued as a result of performing this audit.  If any updates were sent the LSMS fails this test case.








SV1 is the ‘active’ Subscription Version.



SV2 is the ‘failed’ Subscription Version with the Port-to-Original flag set to ‘TRUE’.



SV3 is the pool reinstatement Subscription Version with LNP Type set to ‘POOL’ that reinstates default routing to the Block Holder.



After a tunable amount of days, the Subscription Versions SV1 and SV2 are purged by the NPAC SMS housekeeping process.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			6.2.15


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			O





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			NPAC OP GUI - NPAC Personnel create an Inter-Service Provider Subscription Version for the New Service Provider, where the currently active SV exists for another Service Provider, after the NPA-NXX-X Creation and prior to the NPA-NXX-X effective date – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			B.5.1.2 Subscription Version Create by the Initial SOA (New Service Provider)





			


			


			





			C.


			TIME ESTIMATE


			





			


			Estimated Execution Time:


			[15]


			Estimated Prerequisite Setup Time:


			[10]


			Estimated NPAC Setup Time:


			[10]


			Estimated SP Setup Time:


			[0]





			


			


			





			D.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the NPA-NXX-X exists for the TN you are going to create a pending Inter-SP Subscription Version.



2. Verify that the effective date for the NPA-NXX-X is a future date.



3. Verify that there is a currently active subscription version that exists for the TN you are going to use in this test case.





			


			Prerequisite SP Setup:


			





			


			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OP GUI, NPAC Personnel, submit an Inter-SP New Create on behalf of the Code Holder for a TN that is within a 1K Block and has a currently active SV that belongs to another Service Provider, after the NPA-NXX-X Creation, but prior to NPA-NXX-X Effective Date.



NPAC Personnel must specify the following attributes:



· subscriptionTN



· subscriptionNewCurrentSP



· subscriptionOldSP



· subscriptionNewSP-DueDate (seconds set to zeros)



· subscriptionLNPType



· subscriptionPortToOriginal-SPSwitch



· subscriptionLRN



· subscriptionCLASS-DPC



· subscriptionCLASS-SSN



· subscriptionLIDB-DPC



· subscriptionLIDB-SSN



· subscriptionCNAM-DPC



· subscriptionCNAM-SSN



· subscriptionISVM-DPC



· subscriptionISVM-SSN



· subscriptionWSMSC-DPC - if supported by the Service Provider SOA



· subscriptionWSMSC-SSN - if supported by the Service Provider SOA



· subscriptionEndUserLocationValue



· subscriptionEndUserLocationType



· subscriptionBillingId


			NPAC


			NPAC SMS receives the SV Create Request and performs the following validations:



· Verify that each attribute specified is valid according to system requirements.



· Verify that the Old Service Provider ID is the same as the SPID of the currently active SV.



· Verify that the current date is prior to the NPA-NXX-X effective date.





			2.


			NPAC


			NPAC SMS issues an M-CREATE Request to itself to create the subscriptionVersionNPAC object (subscription version):



· The subscription version status is set to 'pending'.



· The subscriptionCreationTimeStamp, and subscriptionModifiedTimeStamp are set.


			NPAC


			NPAC SMS issues an M-CREATE Response to itself.





			3.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT objectCreation to the Old Service Provider SOA including the following information:



· subscriptionTN



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionNewSP-CreationTimeStamp



· subscriptionNewSP-DueDate



· subscriptionVersionStatus



indicating this subscription version has been created on the NPAC SMS.


			SP


			Old Service Provider SOA receives the M-EVENT-REPORT objectCreation from the NPAC SMS.





			4.


			SP


			Old Service Provider SOA sends an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old Service Provider SOA.





			5.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT objectCreation to the New Service Provider SOA including the following information:



· subscriptionTN



· subscriptionOldSP



· subscriptionNewCurrentSP



· subscriptionNewSP-CreationTimeStamp



· subscriptionNewSP-DueDate



· subscriptionVersionStatus



indicating this subscription version has been created on the NPAC SMS.


			SP


			New Service Provider SOA receives the M-EVENT-REPORT objectCreation from the NPAC SMS.





			6.


			SP


			New Service Provider SOA sends an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New Service Provider SOA.





			7.


			NPAC


			NPAC Personnel perform a Subscription Version Query.


			NPAC


			NPAC Personnel verify that the Subscription Version exists on the NPAC SMS.





			8.


			SP – optional


			Service Provider Personnel perform a local query for the Subscription Version.


			SP


			1. On the SOA, verify that the Subscription Version exists with an empty Failed SP List.



2. On the non-EDR or the EDR LSMS, verify that the Subscription Version exists with a status of ‘active’.





			9.


			SP – conditional


			Service Provider Personnel perform an NPAC query for the Subscription Version.


			SP


			Verify that the Subscription Version exists with a status of ‘active’ and an empty Failed SP List on the NPAC SMS.





			10.


			NPAC


			NPAC Personnel perform a full audit for the Subscription Version activated during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were issued as a result of performing this audit.  If any updates were sent the LSMS fails this test case.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			6.2.16


			SUT Priority:


			SOA LTI


N/A



SOA



C



non-EDR LSMS


R



EDR LSMS


R









			


			Objective:


			SOA – Service Provider Personnel submit an Activate request for a ‘pending’, Inter-Service Provider, Port-to-Original Subscription Version, none of the LSMSs that are accepting downloads for that NPA-NXX respond resulting in a failure – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR5-68.1, RR5-68.2, RR5-68.3, RR5-68.4, RR5-69, RR5-70





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			3.1 Subscription Version Port-To-Original of a Ported Pooled TN Activation by SOA



3.1.1 Port-to-Original Activation by SOA of a Pooled TN



3.2 Subscription Version Create Port-To-Original of a Pool TN: Failure to All Local SMSs



3.2.1 Failure Broadcast of Port-To-Original Request



3.2.2 Updates to NPAC SMS after Failure of Port-To-Original Broadcast





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that all LSMSs are configured to accept downloads for this NPA-NXX.



2. Configure/connect all LSMSs to the NPAC SMS such that they will fail to successfully process the NPAC request.





			


			Prerequisite SP Setup:


			Verify that a ‘pending’ Port-to-Original Subscription Version exists for a Pooled, Ported TN, that can be activated.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, the Block Holder Service Provider Personnel submit an Inter-Service Provider, Port-To-Original Activate request to the NPAC SMS for a pooled TN that has been subsequently ported away.



2. The Service Provider SOA submits an M-ACTION Request subscriptionVersionActivate to the NPAC SMS lnpSubscription object to activate the ‘pending’ Subscription Version by specifying the subscription version ID, and subscription version TN.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the SOA.





			2.


			NPAC


			The NPAC SMS issues an M-SET Request to itself to set the subscriptionVersionStatus for SV1 to 'sending' as well as set the subscriptionBroadcastTimeStamp and subscriptionModifiedTimeStamp to the current date and time.  (SV1 is the currently ‘active’ subscription version for this TN that exists on the NPAC SMS).


			NPAC


			The NPAC SMS receives the M-SET Request for SV1 and issues an M-SET Response for SV1 to itself.





			3.


			NPAC


			The NPAC SMS issues an M-SET Request to itself to set the subscriptionVersionStatus for SV2 to 'sending', as well as set the subscriptionBroadcastTimeStamp and subscriptionModifiedTimeStamp to the current date and time.   (SV2 is the currently ‘pending’ subscription version for this TN that exists on the NPAC SMS).


			NPAC


			The NPAC SMS receives the M-SET Request for SV2 and issues an M-SET Response for SV2 to itself.





			4.


			NPAC


			1. The NPAC SMS issues an M-CREATE Request to itself in order to create a Subscription Version with LNP Type set to ‘POOL’ for the NPA-NXX-X Service Provider.



2. The NPAC SMS sets the subscriptionVersionStatus to 'sending' for this Subscription Version.  This Subscription Version is referred to as SV3.



3. The NPAC SMS also sets the subscriptionActivationTimeStamp, subscriptionCreationTimeStamp, subscriptionBroadcastTimeStamp and subscriptionModifiedTimeStamp to the current date and time for SV3.  All routing information is populated from the respective numberPoolBlock that exists on the NPAC SMS.


			NPAC


			The NPAC SMS receives the M-CREATE Request for SV3 and issues an M-CREATE Response for SV3 to itself.





			5.


			NPAC


			The NPAC SMS issues an M-ACTION Response subscriptionVersionActivate back to the Block Holder Service Provider (New Service Provider) SOA.


			SP


			The New Service Provider SOA receives the M-ACTION Response from the NPAC SMS.





			6.


			NPAC


			1. The NPAC SMS issues an M-DELETE Request subscriptionVersion SV1 to all EDR LSMSs in the region that are accepting downloads for this NPA-NXX.



2. At the same time as step 6.1, the NPAC SMS issues an M-CREATE Request subscriptionVersionSV3 to all non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX.


			SP


			1. The NPAC SMS will wait for all responses (M-DELETE from respective EDR LSMSs or M-CREATE from respective non-EDR LSMSs) for a tunable amount of time and will retry (with an appropriate message based on the SP EDR Indicator) within the tunable amount of time.



2. All EDR LSMSs in the region that are accepting downloads for this NPA-NXX receive the M-DELETE request from the NPAC and either do not respond or issue an M-DELETE Error Response subscriptionVersion for SV1 back to the NPAC SMS.



3. All non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX receive the M-CREATE request from the NPAC SMS and either do not respond or issue an M-CREATE Error Response subscriptionVersion for SV3 back to the NPAC SMS.





			7.


			NPAC


			The NPAC SMS issues an M-SET Request for SV3 to itself to set the subscriptionVersionStatus to 'failed' as well as set the subscriptionModifiedTimeStamp to the current date and time for SV3.


			NPAC


			The NPAC SMS receives the M-SET Request for SV3 and issues an M-SET Response for SV3.





			8.


			NPAC


			The NPAC SMS issues an M-SET Request for SV1 to itself to set the subscriptionVersionStatus to 'active' as well as set the subscriptionModifiedTimeStamp to the current date and time for SV1.


			NPAC


			The NPAC SMS receives the M-SET Request for SV1 and issues an M-SET Response for SV1.





			9.


			NPAC


			The NPAC SMS issues an M-SET Request for SV2 to itself to set the subscriptionVersionStatus to 'failed' as well as update the subscriptionVersionFailedSP-List to contain all the LSMSs in the region that are accepting downloads for this NPA-NXX (all EDR and non-EDR LSMSs that failed to successfully respond to the NPAC requests) and set the subscriptionModifiedTimeStamp to the current date and time for SV2.


			NPAC


			The NPAC SMS receives the M-SET Request for SV2 and issues an M-SET Response for SV2.





			10.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old Service Provider SOA to set the subscriptionVersionStatus to 'active' for SV1.


			SP


			The Old Service Provider SOA receives the M-EVENT-REPORT for SV1 and issues an M-EVENT-REPORT Confirmation for SV1.





			11.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old Service Provider SOA to set the subscriptionVersionStatus to 'failed' for SV2.


			SP


			The Old Service Provider SOA receives the M-EVENT-REPORT for SV2 and issues an M-EVENT-REPORT Confirmation for SV2.





			12.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the New Service Provider (Block Holder) SOA to set the subscriptionVersionStatus to 'failed' and update the subscriptionVersionFailedSP-List to contain all the LSMSs in the region that are accepting downloads for this NPA-NXX for SV2.


			SP


			The New Service Provider (Block Holder) SOA receives the M-EVENT-REPORT for SV2 and issues an M-EVENT-REPORT Confirmation for SV2.





			13.


			NPAC


			NPAC Personnel perform a query for the Subscription Version (SV2).


			NPAC


			NPAC Personnel verify that the Subscription Version with LNP Type set to ‘POOL’ and status set to ‘failed’ and a Failed SP List that contains all LSMSs in the region, exists on the NPAC SMS.





			14.


			SP – Optional


			Service Provider Personnel perform a local query for the Subscription Version (SV2).


			SP


			1. On the SOA, verify that SV2 exists with a Failed SP List that reflects the Service Providers that did not successfully process the Activate request for this Test Case.



2. On the successful non-EDR LSMS, verify that SV2 exists with a status of ‘active’.



3. On the successful EDR LSMS, verify that SV2 does not exist, but that the respective Number Pool Block does exist.





			15.


			SP – Conditional


			Service Provider Personnel perform an NPAC SMS query for the Subscription Version (SV2).


			SP


			Verify that  the Subscription Version with LNP Type set to ‘POOL’ has the status set to ‘failed’  on the NPAC SMS.








SV1 is the original ‘active’, pooled, ported Subscription Version.



SV2 is the ‘pending’ Subscription Version with the Port-to-Original flag set to ‘TRUE’.



SV3 is the pool reinstatement Subscription Version with LNP Type set to ‘POOL’, that reinstates default routing to the Block Holder.



6.9 [Section Place Holder Only]



6.10 [Section Place Holder Only]



6.11 Subscription Version Disconnect Test Cases:



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			6.5.1


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			SOA - Service Provider Personnel submit a Subscription Version Immediate Disconnect request for a TN that is part of a 1K Block, where the Subscription Version LNP Type is set to ‘LISP’, after the Block existence – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-183, RR3-184, RR5-63, RR5-64, RR5-65, RR5-66, RR5-67.1, RR5-67.2, RR5-67.3





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			4.1.1 SOA Initiates Disconnect Request of Pooled TN



4.1.2 Successful Broadcast of Disconnect of Pooled TN After Block Activation





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			





			


			Prerequisite SP Setup:


			Verify that the TN to be used to disconnect is part of a 1K Block (a pooled TN) and currently has is an ‘active’ Subscription Version with LNP Type is set to ‘LISP’.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, the Current Service Provider Personnel submit a Subscription Version Immediate Disconnect Request to the NPAC SMS.  The request specifies either the Subscription Version ID, or Subscription Version TN.



2. The Current Service Provider SOA issues an M-ACTION Request subscriptionVersionDisconnect for SV1 to the NPAC SMS. (SV1 is the currently ‘active’ Subscription Version that will be disconnected.)


			NPAC


			The NPAC SMS receives the M-ACTION Request for SV1.





			2.


			NPAC


			The NPAC SMS issues an M-SET Request for SV1 to itself to set the subscriptionCustomerDisconnectDate according to the disconnect action for SV1.  The NPAC SMS sets the subscriptionVersionStatus for SV1 to 'sending' and updates the subscriptionModifiedTimeStamp and the subscriptionBroadcastTimeStamp to the current date and time. 


			NPAC


			The NPAC SMS receives the M-SET Request for SV1 and issues an M-SET Response for SV1 back to itself.





			3.


			NPAC


			The NPAC SMS issues an M-CREATE Request for SV2 to itself and populates the default routing information from the numberPoolBlock object.  The subscriptionVersionStatus for SV2 is set to 'sending'.


			NPAC 


			The NPAC SMS receives the M-CREATE for SV2 and issues an M-CREATE Response for SV2 to itself.





			4.


			NPAC


			The NPAC SMS issues an M-ACTION Response to the Current Service Provider SOA.


			SP


			The Current Service Provider SOA receives the M-ACTION Response for SV1 from the NPAC SMS. 





			5.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionDonorSP-CustomerDisconnectDate on SV1 to the Block Holder SOA. 


			SP


			The Block Holder SOA receives the M-EVENT-REPORT for SV1 and issues an M-EVENT-REPORT Confirmation for SV1 back to the NPAC SMS.





			6.


			NPAC


			1. The NPAC SMS issues an M-DELETE Request for SV1 to all EDR LSMSs in the region that are accepting downloads for this NPA-NXX.



2. The NPAC SMS issues an M-CREATE Request for SV2 to all non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX.


			SP


			1. All EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-DELETE Request for SV1 from the NPAC SMS and issue an M-DELETE Response for SV1 back to the NPAC SMS.  These LSMSs will then proceed to process the delete for this Subscription Version and reinstate the default routing information contained in the respective numberPoolBlock object.



2. All non-EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-CREATE Request for SV2 from the NPAC SMS and issue an M-CREATE Response for SV2 back to the NPAC SMS.





			7.


			NPAC


			The NPAC SMS issues an M-SET Request for SV2 to itself to set the subscriptionVersionStatus to 'active' for SV2 and set the subscriptionModifiedTimeStamp and subscriptionActivateBroadcastSuccessTimeStamp (on the first successful non-EDR LSMS response) to the current date and time.


			NPAC


			The NPAC SMS receives the M-SET Request for SV2 and issues an M-SET Response for SV2 to itself.





			8.


			NPAC


			The NPAC SMS issues an M-SET Request for SV1 to itself to set the subscriptionVersionStatus to 'old' for SV1 and set the subscriptionModifiedTimeStamp and subscriptionDisconnectCompleteTimeStamp to the current date and time.


			NPAC


			The NPAC SMS receives the M-SET Request for SV1 and issues an M-SET Response for SV1 to itself.





			9.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Current Service Provider SOA to update the subscriptionVersionStatus for SV1 to 'old'.


			SP


			The Current Service Provider SOA receives the M-EVENT-REPORT and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			10.


			NPAC


			NPAC Personnel perform a query for the Subscription Version.


			NPAC


			NPAC Personnel verify that an ‘active’ Subscription Version with LNP Type set to ‘POOL’ and an empty Failed SP List exists on the NPAC SMS.





			11.


			SP – Optional


			Service Provider Personnel perform a local query for the Subscription Version.


			SP


			1. On the Block Holder SOA, verify that a Subscription Version with LNP Type ‘POOL’ exists with an empty Failed SP List.



2. On the non-EDR LSMS, verify that a Subscription Version with LNP Type ‘POOL’ exists.



3. On the EDR LSMS, verify that the Subscription Version exists as part of the 1K Block.





			12.


			SP – Conditional


			Service Provider Personnel perform an NPAC SMS query for the Subscription Version.


			SP


			1. From the Block Holder SOA, verify that a Subscription Version with LNP Type ‘POOL’ exists with an empty Failed SP List on the NPAC SMS.



2. From the non-EDR LSMS, verify that a Subscription Version with LNP Type ‘POOL’ exists on the NPAC SMS



3. From the EDR LSMS, verify that the Subscription Version exists as part of the 1K Block on the NPAC SMS.





			13.


			NPAC


			NPAC Personnel perform a full audit for the Subscription Version disconnected during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were issued as a result of performing this audit.  If any updates were sent the LSMS fails this test case.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			6.5.2


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			SOA - Service Provider Personnel submit a Subscription Version Deferred Disconnect request for a TN that is part of a 1K Block, where the Subscription Version LNP Type is set to ‘LSPP’, after the Block existence, and the NPAC SMS disconnects upon scheduled date and time - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-183, RR3-184, RR5-63, RR5-64, RR5-65, RR5-66, RR5-67.1, RR5-67.2, RR5-67.3





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			4.2 Subscription Version Disconnect With Effective Release



4.1.2 Successful Broadcast of Disconnect of Pooled TN After Block Activation.





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			





			


			Prerequisite SP Setup:


			Verify that the TN to be used to disconnect is part of a 1K Block (a pooled TN) and currently has an ‘active’ Subscription Version with LNP Type is set to ‘LSPP’.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, current Service Provider Personnel submit a Subscription Version Deferred Disconnect Request (a disconnect request with an Effective Release Date specified) to the NPAC SMS.
The request specifies either the Subscription Version ID, or the Subscription Version TN and also has future dated the subscriptionEffectiveReleaseDate and the subscriptionCustomerDisconnectDate.



2. The Current Service Provider SOA issues an M-ACTION Request subscriptionVersionDisconnect on SV1 to the NPAC SMS.
SV1 is the currently ‘active’ Subscription Version that will be disconnected.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the Current Service Provider SOA and determines the request is valid.





			2.


			NPAC


			1. The NPAC SMS issues an M-SET Request for SV1 to itself to set the subscriptionVersionStatus to 'disconnect-pending', update the subscription EffectiveReleaseDate and subscriptionCustomerDisconnectDate as specified by the request.



2. The NPAC SMS sets the subscriptionModifiedTimeStamp for SV1 to the current date and time.


			NPAC


			The NPAC SMS issues an M-SET Response to itself.





			3.


			NPAC


			The NPAC SMS issues an M-ACTION Response to the Current Service Provider SOA.


			SP


			The Current Service Provider SOA receives the M-ACTION Response from the NPAC SMS.





			4.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Current Service Provider SOA for SV1 to set the subscriptionVersionStatus to 'disconnect-pending' for SV1.


			SP


			The Current Service Provider SOA issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			5.


			NPAC 


			The NPAC SMS issues an M-EVENT-REPORT DonorDisconnectDate back to the Block Holder SOA.


			SP


			The Block Holder SOA receives the M-EVENT-REPORT from the NPAC SMS.





			6.


			NPAC


			When the subscriptionEffectiveReleaseDate arrives, the NPAC SMS:



1. Issues an M-DELETE Request for SV1 to all EDR LSMSs in the region that are accepting downloads for this NPA-NXX.



2. Issues an M-CREATE Request for SV2 to all non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX.  (SV2 is the pool reinstatement Subscription Version with LNP Type equal to POOL that reinstates the default routing back to the Block Holder).


			SP


			1. All EDR LSMSs in the region that are accepting downloads for this NPA-NXX, receive the M-DELETE Request from the NPAC SMS and issue an M-DELETE Response back to the NPAC SMS.  The EDR LSMSs then process the delete request on the local system.



2. All non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX, receive the M-CREATE Request from the NPAC SMS and issue an M-CREATE Response back to the NPAC SMS.





			7.


			NPAC


			The NPAC SMS issues an M-SET Request for SV2 to itself to set the subscriptionVersionStatus to 'active' and set the subscriptionVersionModifiedTimeStamp to the current date and time and the subscriptionActivateBroadcastSuccessTimeStamp (on the first successful LSMS response).


			NPAC


			The NPAC SMS issues an M-SET Response for SV2 to itself.





			8.


			NPAC


			The NPAC SMS issues an M-SET Request for SV1 to itself and updates the subscriptionVersionStatus to 'old' and set the subscriptionVersionModifiedTimeStamp and subscriptionDisconnectCompleteTimeStamp to the current date and time.


			NPAC


			The NPAC SMS issues an M-SET Response for SV1 to itself.





			9.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange for SV1 to the Current Service Provider SOA to set the Subscription Version Status to 'old'.


			SP


			The Current Service Provider SOA receives the M-EVENT-REPORT for SV1 and issues an M-EVENT-REPORT Confirmation for SV1 back to the NPAC SMS.





			10.


			NPAC


			NPAC Personnel perform a query for the Subscription Version.


			NPAC


			NPAC Personnel verify that an ‘active’ Subscription Version with LNP Type set to ‘POOL’ and an empty Failed SP List exists on the NPAC SMS.





			11.


			SP – Optional


			Service Provider Personnel perform a local query for the Subscription Version.


			SP


			1. On the Block Holder SOA, verify that a Subscription Version with LNP Type ‘POOL’ exists with an empty Failed SP List.



2. On the non-EDR LSMS, verify that a Subscription Version with LNP Type ‘POOL’ exists.



3. On the EDR LSMS, verify that the Subscription Version exists as part of the 1K Block.





			12.


			SP – Conditional


			Service Provider Personnel  perform an NPAC SMS query for the Subscription Version.


			SP


			1. From the Block Holder SOA, verify that a Subscription Version with LNP Type ‘POOL’ exists with an empty Failed SP List on the NPAC SMS.



2. From the non-EDR LSMS, verify that a Subscription Version with LNP Type ‘POOL’ exists on the NPAC SMS



3. From the EDR LSMS, verify that the Subscription Version exists as part of the 1K Block on the NPAC SMS.





			13.


			NPAC


			NPAC Personnel perform a full audit for the Subscription Version disconnected during this test case.


			NPAC


			4. Using the Audit Results Log verify that no updates were issued as a result of performing this audit.  If any updates were sent the LSMS fails this test case.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			6.5.3


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			SOA - Service Provider Personnel submit a Subscription Version Deferred Disconnect request for a TN that is part of a 1K Block, one or more of the LSMSs that are accepting downloads for that NPA-NXX do not respond resulting in a partial failure – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR5-69





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			4.2 Subscription Version Disconnect with Effective Release Date



4.4 Subscription Version Disconnect of a Ported Pooled TN: Partial Failure to Local SMS



4.4.1 Subscription Version Disconnect of a Ported Pooled TN: Partial Failure to Local SMS



4.4.2 Subscription Version Disconnect of a Ported Pooled TN Partial Failure Broadcast NPAC SMS Updates





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that at least 4 LSMSs are connected to the NPAC SMS (2 EDR and 2 non-EDR).



2. Configure all of them so that they should receive downloads for this NPA-NXX.



3. Verify that one EDR and one non-EDR will not successfully process the disconnect request.





			


			Prerequisite SP Setup:


			Verify that a ported, pooled Subscription Version exists that can be disconnected.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, Service Provider Personnel submit a Subscription Version Deferred Disconnect request on behalf of the Current Service Provider to the NPAC SMS.



2. The SOA issues an M-ACTION Request subscriptionVersionDisconnect for SV1 to the NPAC SMS.


			NPAC


			The NPAC SMS receives the Subscription Version Deferred Disconnect M-ACTION Request from the Current Service Provider SOA.





			2. 


			NPAC


			The NPAC SMS issues an M-SET Request for SV1 to itself to set the subscriptionCustomerDisconnectDate according to the disconnect action.  The NPAC SMS also sets the subscriptionVersionStatus for SV1 to 'sending' and updates the subscriptionModifiedTimeStamp and the subscriptionEffectiveReleaseTimeStamp accordingly.


			NPAC


			The NPAC SMS issues an M-SET Response for SV1 to itself.





			3.


			NPAC 


			The NPAC SMS issues an M-ACTION Response subscriptionVersionDisconnect for SV1 to the Current Service Provider SOA.


			SP


			The Current Service Provider SOA receives the Subscription Version Deferred Disconnect M-ACTION Response from the NPAC SMS.





			4.


			NPAC 


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Current Service Provider SOA to set the subscriptionVersionStatus to ‘disconnect-pending’.


			SP


			The Current Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			5.


			NPAC 


			The NPAC SMS issues an M-EVENT-REPORT DonorDisconnectDate back to the Block Holder SOA.


			SP


			The Block Holder SOA receives the M-EVENT-REPORT from the NPAC SMS.





			6.


			NPAC


			When the subscriptionEffectiveReleaseDate arrives, the NPAC SMS:



1. Issues an M-DELETE Request for SV1 to all EDR LSMSs in the region that are accepting downloads for this NPA-NXX.



2. Issues an M-CREATE Request for SV2 to all non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX.  (SV2 is the pool reinstatement Subscription Version with LNP Type equal to POOL that reinstates the default routing back to the Block Holder).


			SP/NPAC


			1. All EDR LSMSs in the region that are accepting downloads for this NPA-NXX receives the Subscription Version Delete Request (M-DELETE Request) for SV1.



2. All non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX receives a Subscription Version Create Request (M-CREATE Request) for SV2.



3. The NPAC SMS waits for response from all LSMSs accepting downloads for this NPA-NXX.



4. At least one of the EDR LSMSs issue a Subscription Version Delete Response (M-DELETE Response) for SV1 back to the NPAC SMS as well at least one of the non-EDR LSMSs issue a Subscription Version Create Response (M-CREATE Response) for SV2 back to the NPAC SMS.



5. The NPAC SMS retries any LSMS (M-DELETE SV1 to EDR LSMSs, or an M-CREATE SV2 to non-EDR LSMSs) if they have not responded within a tunable amount of time.



6. At least one of the EDR and one of the non-EDR LSMSs in the region DO NOT respond with a successful message (all LSMSs have failed the requests).





			7.


			NPAC


			The NPAC SMS issues an M-SET Request to itself for SV2 to set the subscriptionVersionStatus to 'partial failure', and set the subscriptionModifiedTimeStamp to the current date and time (upon first successful LSMS Response).


			NPAC


			The NPAC SMS receives the M-SET Request and issues an M-SET Response to itself for SV2.





			8.


			NPAC


			The NPAC SMS issues an M-SET Request to itself for SV1 to set the subscriptionVersionStatus to 'old', and update the subscriptionVersionFailedSP-List with the SPID and name of the LSMSs that failed the requests and set the subscriptionModifiedTimeStamp and subscriptionDisconnectCompleteTimeStamp to the current date and time. (The Service Providers listed in the FailedSP-List should those that failed SV1 and SV2.)


			NPAC


			The NPAC SMS issues an M-SET Response to itself for SV1.





			9.


			NPAC 


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Current Service Provider SOA or SOA LTI to set the subscriptionVersionStatus to 'old' along with the failedSP-List for SV1.


			SP


			The Current Service Provider SOA or SOA LTI receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			10.


			NPAC


			NPAC Personnel perform a query for the Subscription Version.


			NPAC


			NPAC Personnel verify that a Subscription Version with a status of ‘partial failure’ and a Failed SP List that reflects all Service Providers that did not successfully respond to the request exists on the NPAC SMS.





			11.


			SP – Optional


			Service Provider Personnel perform a local query for the Subscription Version.


			SP


			1. On the Block Holder SOA, verify that a Subscription Version with a status of ‘partial failure’ exists with a Failed SP List that reflects all Service Providers that did not successfully respond to the request.



2. On the successful non-EDR LSMS, verify that a Subscription Version with LNP Type ‘POOL’ exists.



3. On the successful EDR LSMS, verify that the Subscription Version exists as part of the 1K Block.





			12.


			SP – Conditional


			Service Provider Personnel  perform an NPAC SMS query for the Subscription Version.


			SP


			1. From the Block Holder SOA, verify that SV1 exists with a Failed SP List that reflects all Service Providers that did not successfully respond to the request on the NPAC SMS and the status of the Subscription Version is ‘old.’



2.    From the non-EDR LSMS, verify that SV2 exists on the NPAC SMS with a status of ‘‘partial failure’ and LNP Type ‘POOL’.



3.    From the EDR LSMS, verify that SV2 exists on the NPAC SMS with a status of ‘partial failure.’








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			6.5.5


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			O





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			NPAC OP GUI - NPAC Personnel resend a ‘partial failure’ disconnect request and all LSMSs respond – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR5-80, RR5-81.1, RR5-81.2





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			4.7 Subscription Version Disconnect of a Ported Pooled TN: Resend Partial Failure to Local SMS



4.7.1 NPAC SMS Initiates Resend of a Partial failure Disconnect of a Ported Pooled TN



4.7.2 Subscription Version Disconnect Resend Partial Failure Broadcast NPAC SMS Updates





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that a ported, pooled Subscription Version that partially failed a disconnect request exists.



2. Verify that at least 4 LSMSs are connected to the NPAC SMS (2 EDR and 2 non-EDR – and 1 EDR should be the one listed in the Failed SP List for this Subscription Version).



3. Configure the one discrepant EDR LSMS in order to receive downloads for this NPA-NXX.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			1. Using the NPAC OP GUI, NPAC Personnel resend a partial failure disconnect for a ported, pooled Subscription Version.



2. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself to set the Subscription Version status for SV1 to ‘sending’ and update the subscriptionModifiedTimeStamp to the current date and time.


			NPAC


			The NPAC SMS issues an M-SET Response back to itself.





			2. 


			NPAC


			The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself to set the Subscription Version status for SV2 to ‘sending’ and update the subscriptionModifiedTimeStamp to the current date and time.


			NPAC


			The NPAC SMS issues an M-SET Response back to itself.





			3.


			NPAC


			The NPAC SMS issues an M-DELETE Request for SV1 to the one EDR LSMS that was in the FailedSP-List (previously failed the disconnect request).


			SP


			1. The one discrepant EDR LSMS in the region that is accepting downloads for this NPA-NXX receives the Subscription Version Delete Request (M-DELETE Request) for SV1.



2. The one discrepant EDR LSMSs in the region responds with a successful message.





			4.


			NPAC


			The NPAC SMS issues an M-SET Request to itself to update the status of SV2 to ‘active’ and set the subscriptionModifiedTimeStamp to the current date and time.


			NPAC


			The NPAC SMS issues an M-SET Response back to itself.





			5.


			NPAC


			The NPAC SMS issues an M-SET Request to itself to update the status of SV1 to ‘old’ and set the subscriptionModifiedTimeStamp to the current date and time.


			NPAC


			The NPAC SMS issues an M-SET Response back to itself.





			6.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Current Service Provider SOA to set the status of SV1 to ‘old’.


			SP


			The Current Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			7.


			NPAC


			NPAC Personnel perform a query for the Subscription Version.


			NPAC


			NPAC Personnel verify that an ‘active’ Subscription Version with LNP Type set to ‘POOL’ exists on the NPAC SMS.





			8.


			SP – Optional


			Service Provider Personnel perform a local query for the Subscription Version.


			SP


			1. On the Block Holder SOA, verify that a Subscription Version with LNP Type ‘POOL’ exists with an empty Failed SP List.



2. On the non-EDR LSMS, verify that a Subscription Version with LNP Type ‘POOL’ exists.



3. On the EDR LSMS, verify that the Subscription Version exists as part of the 1K Block.





			9.


			SP – Conditional


			Service Provider Personnel  perform an NPAC SMS query for the Subscription Version.


			SP


			1. From the Block Holder SOA, verify that a Subscription Version with LNP Type ‘POOL’ exists with an empty Failed SP List on the NPAC SMS.



2. From the non-EDR LSMS, verify that a Subscription Version with LNP Type ‘POOL’ exists on the NPAC SMS



3. From the EDR LSMS, verify that the Subscription Version exists as part of the 1K Block on the NPAC SMS.





			10.


			NPAC


			NPAC Personnel perform a full audit for the Subscription Version resent during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were issued as a result of performing this audit.  If any updates were sent the LSMS fails this test case.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			6.5.6


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:


			SOA - Service Provider Personnel submit a Subscription Version Immediate Disconnect request for a TN that is part of a 1K Block, after the Block Activation Date, none of the LSMSs that are accepting downloads for that NPA-NXX respond resulting in a failure – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR5-69





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			4.1  Subscription Version Immediate Disconnect After the Activation of the Number Pool Block



4.1.1 SOA Initiates Successful Disconnect Request of Ported Pooled TN



4.3 Subscription Version Disconnect After Block Activation: Failure to Local SMS



4.3.1 Subscription Version Disconnect NPAC SMS Failure Broadcast to Local SMS



4.3.2 Subscription Version Disconnect Broadcast Failure NPAC SMS Updates





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			Verify that the LSMSs that are configured to accept downloads for this NPA-NXX, will not successfully process the disconnect request.





			


			Prerequisite SP Setup:


			Verify that a ported, pooled Subscription Version exists that can be disconnected.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, Service Provider Personnel submit a Subscription Version Immediate Disconnect request on behalf of the Current Service Provider to the NPAC SMS.



2. The SOA issues an M-ACTION Request subscriptionVersionDisconnect for SV1 to the NPAC SMS.


			NPAC


			The NPAC SMS receives the Subscription Version Immediate Disconnect M-ACTION Request from the Current Service Provider SOA.





			2. 


			NPAC


			The NPAC SMS issues an M-SET Request for SV1 to itself to set the subscriptionCustomerDisconnectDate according to the disconnect action.  The NPAC SMS also sets the subscriptionVersionStatus for SV1 to 'sending' and updates the subscriptionModifiedTimeStamp and the subscriptionBroadcastTimeStamp accordingly.


			NPAC


			The NPAC SMS issues an M-SET Response for SV1 to itself.





			3.


			NPAC


			The NPAC SMS issues an M-CREATE Request for SV2 to itself and populates the default routing information from the numberPoolBlock object.  The subscriptionVersionStatus for SV2 is set to 'sending'.


			NPAC 


			The NPAC SMS receives the M-CREATE for SV2 and issues an M-CREATE Response for SV2 to itself.





			4.


			NPAC 


			The NPAC SMS issues an M-ACTION Response for SV1 to the Current Service Provider SOA.


			SP


			The Current Service Provider SOA receives the Subscription Version Immediate Disconnect M-ACTION Response from the NPAC SMS.





			5.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionDonorSP-CustomerDisconnectDate on SV1 to the Block Holder SOA.


			SP


			The Block Holder SOA receives the M-EVENT-REPORT for SV1 and issues an M-EVENT-REPORT Confirmation for SV1 back to the NPAC SMS.





			6.


			NPAC


			1. The NPAC SMS issues an M-DELETE Request for SV1 to all EDR LSMSs in the region that are accepting downloads for this NPA-NXX.



2. The NPAC SMS issues an M-CREATE Request for SV2 to all non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX.


			SP


			1. All EDR LSMSs that are accepting downloads for this NPA-NXX receive the Subscription Version Delete Request (M-DELETE Request) for SV1.



2. All non-EDR LSMSs that are accepting downloads for this NPA-NXX receive a Subscription Version Create Request (M-CREATE Request) for SV2.



3. The NPAC SMS waits for a response from all LSMSs accepting downloads for this NPA-NXX.



4. The NPAC SMS retries any LSMS (M-DELETE SV1 to EDR LSMSs, or an M-CREATE SV2 to non-EDR LSMSs) if they have not responded within a tunable amount of time.



5. None of the LSMSs in the region respond with a successful message (all LSMSs have failed the requests).





			7.


			NPAC


			The NPAC SMS issues an M-SET Request to itself for SV2 to set the subscriptionVersionStatus to 'failed', and set the subscriptionModifiedTimeStamp to the current date and time.


			NPAC


			The NPAC SMS receives the M-SET Request and issues an M-SET Response to itself for SV2.





			8.


			NPAC


			The NPAC SMS issues an M-SET Request to itself for SV1 to set the subscriptionVersionStatus to 'active', and update the subscriptionVersionFailedSP-List with the SPID and name of all the LSMSs that failed the requests and set the subscriptionModifiedTimeStamp to the current date and time.


			NPAC


			The NPAC SMS receives the M-SET Request and issues an M-SET Response to itself for SV1.





			9.


			NPAC 


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Current Service Provider SOA to set the subscriptionVersionStatus to 'active' for SV1, along with the failedSP-List for SV1.


			SP


			The Current Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			10.


			NPAC


			NPAC Personnel perform a query for the Subscription Version.


			NPAC


			NPAC Personnel verify that a Subscription Version with a status of ‘failed’ and a Failed SP List that reflects all Service Providers that reflects all Service Providers that did not successfully respond to the request exists on the NPAC SMS.





			11.


			SP – Optional


			Service Provider Personnel perform a local query for the Subscription Version.


			SP


			1. On the Block Holder SOA, verify that a Subscription Version with a status of ‘partial failure’ exists with a Failed SP List that reflects all Service Providers that did not successfully respond to the request.



2. On the successful non-EDR LSMS, verify that a Subscription Version with LNP Type ‘POOL’ exists.



3. On the successful EDR LSMS, verify that the Subscription Version exists as part of the 1K Block.





			12.


			SP – Conditional


			Service Provider Personnel  perform an NPAC SMS query for the Subscription Version.


			SP


			1. From the Block Holder SOA, verify that a Subscription Version with LNP Type ‘POOL’ exists a Failed SP List that reflects all Service Providers that did not successfully respond to the request on the NPAC SMS.



2. From the non-EDR LSMS, verify that a Subscription Version with a status of ‘active’ and LNP Type ‘POOL’ exists on the NPAC SMS



3. From the EDR LSMS, verify that the Subscription Version exists as part of the 1K Block on the NPAC SMS.








6.12 Resynchronization



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			8.1


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			N/A





			


			


			


			


			non-EDR LSMS


			N/A





			


			


			


			


			EDR LSMS


			C





			


			Objective:






			LSMS - Service Provider Personnel for an EDR LSMS submit a resynchronization request for Network Data, Block Data, SV Data and Notification Data by time range, over the LSMS to NPAC SMS Interface, with the Service Provider’s NPAC Customer LSMS NPA-NXX-X Indicator set to TRUE.  – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR6-78, RR6-77, RR6-75, RR6-74, RR6-73, RR6-45, RR6-46, RR6-47, RR6-48, RR6-49, RR3-120, RR6-64, RR6-65, RR6-68, RR6-69, RR6-71, RR6-72





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			5.1 Sequencing of Events on Initialization/Resynchronization of EDR Local SMS





			


			


			








Test case procedures incorporated into test case 187-1 from Release 3.2.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			8.2


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			N/A





			


			


			


			


			non-EDR LSMS


			C





			


			


			


			


			EDR LSMS


			N/A





			


			Objective:






			LSMS - Service Provider Personnel for a non-EDR LSMS submit a resynchronization request for Network Data, Block Data, SV Data and Notification Data by time range, over the LSMS to NPAC SMS Interface, with the Service Provider’s NPAC Customer LSMS NPA-NXX-X Indicator set to TRUE.  – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR6-78, RR6-77, RR6-76, RR6-74, RR6-45, RR6-46, RR6-47, RR6-48, RR6-49, RR3-121, RR6-68, RR6-69





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			5.2 Sequencing of Events on Initialization/Resynchronization of Non-EDR Local SMS





			


			


			








Test case procedures incorporated into test case 187-1 from Release 3.2.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			8.3


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			N/A





			


			


			


			


			EDR LSMS


			N/A





			


			Objective:






			SOA - Service Provider Personnel submit a resynchronization request for Network Data and Notification Data by time range, over the SOA to NPAC SMS Interface, with the Service Provider’s NPAC Customer SOA NPA-NXX-X Indicator set to TRUE. - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR6-50, RR6-51, RR6-52, RR6-53, RR6-54





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			5.3  Sequencing of Events on Initialization/Resynchronization of SOA





			


			


			








Test case procedures incorporated into test case 187-4 from Release 3.2.



6.13 Audit Test Cases:



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			9.1


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			SOA - Service Provider Personnel initiate a full audit for a single TN, with LNP Type = POOL, for all Service Providers, no discrepancies exist. - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR8-6, RR8-11, RR8-12, RR8-14





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			6.1.1 SOA Creates and NPAC SMS Starts Audit



6.1.2 NPAC Performs Audit Comparisons



6.1.3 NPAC SMS Reports Audit Results





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that there are both EDR and non-EDR systems accepting downloads for the NPA-NXX of the TN being audited.



2. Verify that there are not any discrepancies between the NPAC SMS and the LSMSs for the TN being audited.



3. Verify that the TN being audited is part of a Number Pool Block and is of LNP Type 'POOL'.



4. Verify that one system (either EDR or non-EDR) has a filter for the NPA-NXX of the TN being audited.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using their SOA system, Service Provider Personnel submit a full Audit request (specifying all Subscription Version attributes for audit) for a single TN of LNP Type ‘POOL’ to the NPAC SMS for all Service Providers in the region.



2. The SOA issues an M-CREATE Request subscriptionAudit to the NPAC SMS specifying the following attributes:



· subscriptionAuditName - the English Audit Name



· subscriptionAuditRequestingSP - the service provider requesting the audit



· subscriptionAuditServiceProvIDRange - specifying all service providers for audit



· subscriptionAuditAttributeList - specifying all Subscription Version attributes to be audited


			NPAC


			The NPAC SMS receives the M-CREATE Request subscriptionAudit from the Service Provider SOA and determines the request is valid.





			2.


			NPAC


			The NPAC SMS creates the audit request object on the local database and issues an M-CREATE Response back to the Service Provider SOA that originated the audit request.


			SP


			The Service Provider SOA receives the M-CREATE Response subscriptionAudit from the NPAC SMS.





			3.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT objectCreation to the Service Provider SOA that originated the Audit Request indicating the subscriptionAudit creation.


			SP


			The Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT confirmation back to the NPAC SMS. 





			4.


			NPAC


			1. The NPAC SMS determines that this TN is within a 1K Block and begins the Audit to all Service Providers for the specified TN.



2. The NPAC SMS issues an M-GET Request (scoped and filtered) subscriptionVersion to the accepting non-EDR LSMSs in the region to retrieve the subscription data for audit processing. 


			NPAC


			The accepting non-EDR LSMSs in the region receive the M-GET Request subscriptionVersion from the NPAC SMS and return the specified Subscription Version object in an M-GET Response subscriptionVersion to the NPAC SMS.





			5.


			NPAC


			The NPAC SMS issues an M-GET Request numberPoolBlock to all accepting EDR LSMSs in the region to retrieve respective block information for audit processing.


			SP


			The accepting EDR LSMSs in the region receive the M-GET Request numberPoolBlock from the NPAC SMS and return the specified Number Pool Block object in an M-GET Response numberPoolBlock to the NPAC SMS.





			6.


			NPAC


			The NPAC SMS issues an M-GET Request (scoped and filtered) subscriptionVersion to all accepting EDR LSMSs in the region to retrieve subscription data for audit processing.


			SP


			The accepting EDR LSMSs in the region receive the M-GET Request subscriptionVersion from the NPAC SMS.  The EDR LSMSs do not locate a respective Subscription Version with LNP Type of 'POOL' and issue an M-GET Response subscriptionVersion message back to the NPAC SMS specifying an empty set (no TNs). 





			7.


			NPAC


			The NPAC SMS performs object comparisons.  


			NPAC


			The NPAC SMS completes the comparisons and no discrepancies are found.





			8.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionAuditResults to the Service Provider SOA that originated the Audit Request.


			SP


			The Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			9.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT objectDeletion for the subscriptionAuditObject to the Service Provider SOA that originated the Audit Request.


			SP


			The Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			10.


			NPAC


			The NPAC SMS issues an M-DELETE Request for the subscriptionAudit object to itself.


			NPAC


			The NPAC SMS deletes the audit object from its local database and issues an M-DELETE Response to itself indicating the audit object was successfully deleted.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			9.2


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			N/A





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			NPAC OP GUI - NPAC Personnel initiate a full audit for a single TN, with LNP Type = POOL, for all Service Providers, discrepancies exist. - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR8-6, RR8-7, RR8-8, RR8-9, RR8-10, RR8-11, RR8-13, RR8-14, RR8-15, RR8-16





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			6.1.2 NPAC Performs Audit Comparisons



6.1.3 NPAC SMS Reports Audit Results





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that there are both EDR and non-EDR systems accepting downloads for the NPA-NXX of the TN being audited.



2. Verify that the TN being audited is part of a Number Pool Block and is of LNP Type 'POOL'.



3. Create the following discrepancies for the TN being audited:



· A discrepancy for some of the GTT data between the Subscription Version on the NPAC SMS and one of the non-EDR LSMSs.



· A discrepancy where one of the EDR LSMSs does not have the respective Number Pool Block in its database.  This Number Pool Block should have the SOA Origination set to 'TRUE' and should have a status of ‘partial failure’ with a Failed SP List entry.



· A discrepancy where one of the non-EDR LSMSs does not have the Subscription Version in its database





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OP GUI, NPAC Personnel submit a full Audit request (specifying all Subscription Version attributes for audit) for a single TN of LNP Type 'POOL' to the NPAC SMS for all Service Providers in the region.


			NPAC


			The NPAC SMS receives the Audit Request from the NPAC Personnel, and determines the request is valid.





			2.


			NPAC


			1. The NPAC SMS determines that this TN is within a 1K Block and begins the Audit to all Service Providers for the specified TN.



2. The NPAC SMS issues an M-GET Request (scoped and filtered) subscriptionVersion to the non-EDR LSMSs in the region to retrieve the subscription data for audit processing.



3. The NPAC SMS issues an M-GET Request numberPoolBlock to all EDR LSMSs in the region to retrieve respective Number Pool Block information for audit processing.



4. The NPAC SMS issues an M-GET Request (scoped and filtered) subscriptionVersion to all EDR LSMSs in the region to retrieve subscription data for audit processing.


			SP


			1. All but one of the non-EDR LSMSs in the region receive the M-GET Request subscriptionVersion from the NPAC SMS and return the specified Subscription Version object in an M-GET Response subscriptionVersion to the NPAC SMS.



2. One of the non-EDR LSMSs in the region receive the M-GET Request subscriptionVersion from the NPAC SMS and DO NOT return the specified Subscription Version object in an M-GET Response subscriptionVersion to the NPAC SMS.



3. All but one of the EDR LSMSs in the region receive the M-GET Request numberPoolBlock from the NPAC SMS and return the specified Number Pool Block object in an M-GET Response numberPoolBlock to the NPAC SMS.



4. One of the EDR LSMSs in the region receive the M-GET Request numberPoolBlock from the NPAC SMS and DO NOT return the specified Block object in an M-GET Response numberPoolBlock to the NPAC SMS.



5. The EDR LSMSs in the region receive the M-GET Request subscriptionVersion from the NPAC SMS.  The EDR LSMSs do not locate a respective Subscription Version with LNP Type of  'POOL' and issue an M-GET Response subscriptionVersion message back to the NPAC SMS specifying an empty set (no TNs).





			3.


			NPAC


			The NPAC SMS performs object comparisons.


			


			The NPAC SMS completes the comparisons and finds the following discrepancies:



· The GTT data for the Subscription Version on the NPAC SMS and one of the non-EDR LSMSs is discrepant.



· One of the EDR LSMSs does not have the respective Number Pool Block in its database.



· One of the non-EDR LSMSs does not have the respective Subscription Version in its database.





			4.


			NPAC


			The NPAC SMS issues an M-SET Request subscriptionVersion to update the GTT attribute to equal the value on the NPAC SMS version of the Subscription Version to the discrepant, non-EDR LSMS system.


			SP


			The discrepant non-EDR LSMS receives the M-SET Request from the NPAC SMS, updates the Subscription Version appropriately and issues an M-SET Response back to the NPAC SMS.





			5.


			NPAC


			The NPAC SMS issues an M-CREATE Request numberPoolBlock to the discrepant EDR LSMS system.


			SP


			The discrepant EDR LSMS receives the M-CREATE Request from the NPAC SMS, and creates the respective Number Pool Block appropriately and issues an M-CREATE Response back to the NPAC SMS.





			6.


			NPAC


			The NPAC SMS issues an M-CREATE Request subscriptionVersion to the non-EDR LSMS that was missing the Subscription Version.


			SP


			The discrepant non-EDR LSMS receives the M-CREATE Request from the NPAC SMS, creates the Subscription Version and issues an M-CREATE Response back to the NPAC SMS.





			7.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange for the Number Pool Block and set the Number Pool Block status to 'active' and update the subscriptionFailedSP-List to exclude the Service Provider LSMSs that were corrected to the Block Holder SOA.


			SP


			The Block Holder SOA receives the M-EVENT-REPORT for the Number Pool Block, from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			8.


			NPAC


			The NPAC SMS issues an M-DELETE Request for the subscriptionAudit object to itself.


			NPAC


			The NPAC SMS deletes the audit object from its local database and issues an M-DELETE Response to itself indicating the audit object was successfully deleted.





			9.


			NPAC 


			NPAC Personnel perform a query for the audit discrepancy report.


			NPAC


			Verify the audit discrepancy report exists.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			9.3


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			SOA - Service Provider Personnel initiate a full audit for a range of TNs with LNP Type = POOL, LISP and LSPP for all Service Providers, no discrepancies exist. - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR8-6, RR8-11, RR8-12, RR8-14





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			6.1.1 SOA Creates and NPAC SMS Starts Audit



6.1.2 NPAC Performs Audit Comparisons



6.1.3 NPAC SMS Reports Audit Results





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that there are both EDR and non-EDR systems accepting downloads for the NPA-NXX of the TNs being audited.



2. Verify that the range of TNs to be audited have LNP Types of ‘POOL’ (part of a Number Pool Block) and ‘LISP’ and/or ‘LSPP’ (outside of a Number Pool Block).  



3. Verify that there are not any discrepancies between the NPAC SMS and the LSMSs for the TNs being audited.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using their SOA system, Service Provider Personnel submit a full Audit request (specifying all Subscription Version attributes for audit) for a range of TNs with LNP Types of  'POOL', 'LISP' and/or 'LSPP' to the NPAC SMS for all Service Providers in the region. The TN Range specified should include TNs that are included in a Number Pool Block, as well as TNs that are not part of a Number Pool Block.



2. The SOA issues an M-CREATE Request subscriptionAudit to the NPAC SMS specifying the following attributes:



· subscriptionAuditName - the English Audit Name



· subscriptionAuditRequestingSP - the service provider requesting the audit



· subscriptionAuditServiceProvIDRange - specifying all service providers for audit



· subscriptionAuditAttributeList - specifying all Subscription Version attributes to be audited


			NPAC


			The NPAC SMS receives the M-CREATE Request subscriptionAudit from the Service Provider SOA and determines the request is valid.





			2.


			NPAC


			The NPAC SMS creates the audit request object on the local database, and issues an M-CREATE Response back to the Service Provider SOA that originated the audit request.


			SP


			The Service Provider SOA receives the M-CREATE Response subscriptionAudit from the NPAC SMS.





			3.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT objectCreation to the Service Provider SOA that originated the Audit Request indicating the subscriptionAudit creation.


			SP


			The Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT confirmation back to the NPAC SMS. 





			4.


			NPAC


			1. The NPAC SMS determines that some of these TNs are within a 1K Block and begins the Audit to all Service Providers for the specified TNs.



2. The NPAC SMS issues an M-GET Request (scoped and filtered) subscriptionVersion for all TNs in the range specified by the Audit Request to the non-EDR LSMSs in the region to retrieve the subscription data for audit processing.



3. The NPAC SMS issues an M-GET Request numberPoolBlock to all EDR LSMSs in the region to retrieve the respective Number Pool Block for audit processing. This request will specify only the Number Pool Blocks that intersect with the TN range specified in the Audit request.



4. The NPAC SMS issues an M-GET Request (scoped and filtered) subscriptionVersion for all TNs in the range specified by the Audit Request to all EDR LSMSs in the region to retrieve subscription data for audit processing.


			SP


			1. The non-EDR LSMSs in the region receive the M-GET Request subscriptionVersion from the NPAC SMS and return the specified Subscription Version objects in an M-GET Response subscriptionVersion to the NPAC SMS.



2. The EDR LSMSs in the region receive the M-GET Request numberPoolBlock from the NPAC SMS and return the specified Number Pool Block object in an M-GET Response numberPoolBlock to the NPAC SMS.



3. The EDR LSMSs in the region receive the M-GET Request subscriptionVersion from the NPAC SMS.  The EDR LSMSs and return the specified Subscription Version objects in an M-GET Response subscriptionVersion message back to the NPAC SMS. The EDR LSMSs do not locate Subscription Version objects for Subscription Versions with LNP Type equal to 'POOL'.





			5.


			NPAC


			The NPAC SMS performs object comparisons.  


			NPAC


			The NPAC SMS completes the comparisons and no discrepancies are found.





			6.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionAuditResults to the Service Provider SOA that originated the Audit Request.


			SP


			The Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			7.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT objectDeletion for the subscriptionAuditObject to the Service Provider SOA that originated the Audit Request.


			SP


			The Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			8.


			NPAC


			The NPAC SMS issues an M-DELETE Request for the subscriptionAudit object to itself.


			NPAC


			The NPAC SMS deletes the audit object from its local database and issues an M-DELETE Response to itself indicating the audit object was successfully deleted.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			9.4


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			SOA – Service Provider Personnel initiate a full audit for a range TNs, with LNP Type = POOL, LISP, and LSPP, for all Service Providers, discrepancies exist. - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR8-6, RR8-7, RR8-8, RR8-9, RR8-10, RR8-11, RR8-13, RR8-14, RR8-15, RR8-16, RR8-17





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			6.2 NPAC SMS Audit Create



6.2.1 NPAC SMS Creates and Starts Audit





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that there are both EDR and non-EDR systems accepting downloads for the NPA-NXX of the TNs being audited.



2. Verify that within the range of TNs being audited some are part of a Number Pool Block and some are outside of a Number Pool Block.



3. Create the following discrepancies:



· A discrepancy for some of the GTT data between a Subscription Version of LNP Type, 'POOL' and one of the non-EDR LSMSs.



· A discrepancy for some of the GTT data between a Subscription Version of LNP Type, 'LSPP' and one of the EDR LSMSs.



· A discrepancy where one of the EDR LSMSs does not have the respective Number Pool Block in their database.  This Number Pool Block has the SOA ORIGINATION set to 'FALSE' and the status currently is ‘partial failure’ with a Failed SP-List.



· A discrepancy for some of the GTT data between the Subscription Version on the NPAC SMS and the GTT data in the Number Pool Block object on one of the non-EDR LSMSs.  This Number Pool Block has the SOA Origination set to ‘TRUE’ and the status is currently ‘active’ with a Failed SP-List.



· A discrepancy where one of the EDR LSMSs has a Block that has been de-pooled.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using their SOA system, Service Provider Personnel submit a full Audit request (specifying all Subscription Version attributes for audit) for a range of TNs (some with LNP Type equal to 'POOL', some with LNP Type of either 'LISP' or 'LSPP'.  Specify the smallest TN Range possible to include the 3 LNP Types.  DO NOT specify the entire TN Range for the Number Pool Block.



2. The SOA issues an M-CREATE Request subscriptionAudit to the NPAC SMS specifying the following attributes:



· subscriptionAuditName - the English Audit Name



· subscriptionAuditRequestingSP - the service provider requesting the audit



· subscriptionAuditServiceProvIDRange - specifying all service providers for audit



· subscriptionAuditAttributeList - specifying all Subscription Version attributes to be audited


			NPAC


			The NPAC SMS receives the M-CREATE Request subscriptionAudit from the Service Provider SOA and determines the request is valid.





			2.


			NPAC


			The NPAC SMS creates the audit request object on the local database, and issues an M-CREATE Response back to the Service Provider SOA that originated the audit request.


			SP


			The Service Provider SOA receives the M-CREATE Response subscriptionAudit from the NPAC SMS.





			3.


			NPAC


			1. The NPAC SMS determines that some of these TNs are within a 1K Block and begins the Audit to all Service Providers for the specified TNs.



2. The NPAC SMS issues an M-GET Request (scoped and filtered) subscriptionVersion for all TNs in the range specified by the Audit Request to the non-EDR LSMSs in the region to retrieve the subscription data for audit processing.



3. The NPAC SMS issues an M-GET Request numberPoolBlock to all EDR LSMSs in the region to retrieve the respective Number Pool Block for audit processing. This request will specify only the Number Pool Blocks that intersect with the TN range specified in the Audit request.



4. The NPAC SMS issues an M-GET Request (scoped and filtered) subscriptionVersion for all TNs in the range specified by the Audit Request to all EDR LSMSs in the region to retrieve subscription data for audit processing.


			SP


			1. The non-EDR LSMSs in the region receive the M-GET Request subscriptionVersion from the NPAC SMS and return the specified Subscription Version objects in an M-GET Response subscriptionVersion to the NPAC SMS.



2. The EDR LSMSs in the region receive the M-GET Request numberPoolBlock from the NPAC SMS and return the specified Number Pool Block object in an M-GET Response numberPoolBlock to the NPAC SMS.



3. The EDR LSMSs in the region receive the M-GET Request subscriptionVersion from the NPAC SMS.  The EDR LSMSs and return the specified Subscription Version objects in an M-GET Response subscriptionVersion message back to the NPAC SMS.
The EDR LSMSs do not locate Subscription Version objects for Subscription Versions with LNP Type equal to 'POOL'.





			4.


			NPAC


			The NPAC SMS performs object comparisons.


			NPAC


			The NPAC SMS finds the following discrepancies:



· A discrepancy for some of the GTT data between a Subscription Version of LNP Type, 'POOL' and one of the non-EDR LSMSs.



· A discrepancy for some of the GTT data between a Subscription Version of LNP Type, 'LSPP' and one of the EDR LSMSs.



· A discrepancy where one of the EDR LSMSs does not have the respective Number Pool Block in their database.  This Number Pool Block has the SOA ORIGINATION set to 'FALSE'.



· A discrepancy for some of the GTT data between the Subscription Version on the NPAC SMS and the GTT data in the Number Pool Block object on one of the non-EDR LSMSs.





			5.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionAuditDiscrepancyRpt to the Service Provider SOA that originated the Audit Request for each discrepancy found. 


			SP


			The Service Provider SOA receives the subscriptionAuditDiscrepancyRpt M-EVENT-REPORTs and issues an M-EVENT-REPORT Confirmations back to the NPAC SMS.





			6.


			NPAC


			The NPAC SMS issues an M-SET Request subscriptionVersion to update the GTT attribute to equal the value on the NPAC SMS version of the Subscription Version to the discrepant non-EDR LSMS system.


			SP


			The discrepant non-EDR LSMS receives the M-SET Request from the NPAC SMS, updates the Subscription Version appropriately and issues an M-SET Response back to the NPAC SMS.





			7.


			NPAC


			The NPAC SMS issues an M-SET Request subscriptionVersion to update the GTT attribute to equal the value on the NPAC SMS version of the Subscription Version to the discrepant EDR LSMS system.


			SP 


			The discrepant EDR LSMS receives the M-SET Request from the NPAC SMS, updates the Subscription Version appropriately and issues an M-SET Response back to the NAPC SMS.





			8.


			NPAC


			The NPAC SMS issues an M-CREATE Request numberPoolBlock to the discrepant EDR LSMS system.


			SP


			The discrepant EDR LSMS receives the M-CREATE Request from the NPAC SMS, and creates the respective Number Pool Block appropriately and issues an M-CREATE Response back to the NPAC SMS.





			9.


			NPAC


			The NPAC SMS issues an M-SET Request numberPoolBlock to the discrepant EDR LSMS system.


			SP


			The discrepant EDR LSMS receives the M-SET Request from the NPAC SMS, and updates the Number Pool Block appropriately and issues an M-SET Response back to the NPAC SMS.





			10.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Service Provider who owns the Subscription Version referred to in step 7 to set the subscriptionVersionStatus to 'active' and update the subscriptionFailedSP-List.


			SP


			The Current Service Provider SOA for the Subscription Version referred to in step 7 receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			11.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionAttributeValueChange to the Service Provider who owns the Subscription Version referred to in step 7 above to set the subscriptionVersionStatus to 'active' and update the subscriptionFailedSP-List.


			SP


			The Current Service Provider SOA for the Subscription Version referred to in step 7, receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			12.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange to the Block Holder SOA for the Number Pool Block referred to in step 8 and updates the Number Pool Block status to 'active' and updates the subscriptionFailedSP-List.


			SP


			The Block Holder SOA receives the M-EVENT-REPORT for the Number Pool Block referred to in step 8 from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			13.


			NPAC


			The NPAC SMS issues an M-DELETE Request for the subscriptionAudit object to itself.


			NPAC


			The NPAC SMS deletes the audit object from its local database and issues an M-DELETE Response to itself indicating the audit object was successfully deleted.





			14.


			NPAC 


			NPAC Personnel perform a query for the audit discrepancy report.


			NPAC


			Verify the audit discrepancy report exists.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			9.5


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			SOA - Service Provider Personnel initiate a full audit based on TN range for all Service Providers, (a Number Pool Block indicated by the TN Range entry has a status of ‘sending’) - no discrepancies exist -- Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR8-18





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			6.1.1 SOA Creates and NPAC SMS Starts Audit



6.1.3 NPAC SMS Reports Audit Results





			


			


			





			D.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Just prior to the SOA initiating this audit,  create a block in a ‘sending’ status.  The Audit should be performed on the same TN range as this Number Pool Block create.



2. Verify that there are both EDR and non-EDR systems accepting downloads for the NPA-NXX of the TN being audited.



3. Verify that the range of TNs being audited is part of a Number Pool Block and contains Subscription Versions of LNP Type 'POOL'.



4. Verify that there are not any discrepancies between the NPAC SMS and the LSMSs for the TNs being audited.





			


			Prerequisite SP Setup:


			





			


			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using their SOA system, Service Provider Personnel submit a Audit request (specifying at least one Subscription Version attribute for audit) for a range of TNs and an Activation Timestamp to the NPAC SMS for all Service Providers in the region.



2. The SOA issues an M-CREATE Request subscriptionAudit to the NPAC SMS specifying the following attributes:



· subscriptionAuditName - the English Audit Name



· subscriptionAuditRequestingSP - the service provider requesting the audit



· subscriptionAuditServiceProvIDRange - specifying all service providers for audit



· subscriptionAuditAttributeList - specifying all Subscription Version attributes to be audited


			NPAC


			The NPAC SMS receives the M-CREATE Request subscriptionAudit from the Service Provider SOA and determines the request is valid.





			2.


			NPAC


			The NPAC SMS creates the audit request object on the local database, and issues an M-CREATE Response back to the Service Provider SOA that originated the audit request.


			SP


			The Service Provider SOA receives the M-CREATE Response subscriptionAudit from the NPAC SMS.





			3.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT objectCreation to the Service Provider SOA that originated the Audit Request indicating the subscriptionAudit creation.


			SP


			The Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT confirmation back to the NPAC SMS. 





			4.


			NPAC


			1. The NPAC SMS determines that the TN Range is for a 1K Block and that this block has a status of ‘sending’.



2. The NPAC SMS issues an M-EVENT-REPORT subscriptionAuditResults to the Service Provider SOA that initiated the Audit Request, indicating no discrepancies were found.


			SP


			The Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC.





			5.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT objectDeletion to the Service Provider SOA that initiated the Audit Request.


			SP


			The Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC.





			6.


			NPAC


			The NPAC SMS issues an M-DELETE Request subscriptionAudit to itself to delete the subscriptionAudit object from the local database.


			NPAC


			The NPAC SMS receives the M-DELETE and issues an M-DELETE Response to itself.








7. Group Turn Up Test Scenarios related to NPAC Release 3.1.



This section contains all test cases written for group Service Provider Turn Up testing of Release 3.1.X of the NPAC software.  



From the NPAC SMS Release 3.1 Turn Up Test Plan, Version 1.2 November 20, 2001.



7.1 Performance Testing related to NPAC Release 3.1



The following section comes from the “NPAC Release 3.1 Performance and Volume Test Plan, FINAL, Version 1.1” dated October 15, 2001.



7.1.1 Purpose



The purpose of this document is to provide a guideline for the performance and volume testing of the NPAC SMS Release 3.1.  This performance and volume testing effort is specific for the NPAC SMS Release 3.1 and is different from the performance testing that Service Providers have performed in a group testing environment in the past.  This performance and volume testing is designed to specifically test the SOA-NPAC Interface issues that surfaced with the deployment of NPAC SMS Release 3.0 in the Northeast region.  The improved performance of NPAC SMS Release 3.0 and the faster hardware platform that this software is running on is resulting in transactions being processed for broadcast to the industry quicker than the SOA-NPAC Interface can transmit them.  During peak periods the interface cannot support the volumes of notifications that the NPAC SMS is generating, thus there is a long delay in notification delivery that results in operational issues.  At the current time it is the ILEC that is primarily affected by this problem because the ILEC receives the largest volume of SOA notifications but the problem has the potential of affecting any Service Provider.



NPAC SMS Release 3.1 is being developed as a short-term solution to the problem described above.  The testing described in this test plan will actually focus on the functionality that is contained in Change Order NANC 179, one of the five change orders incorporated into the NPAC SMS Release 3.1.  Change Order NANC 179 is perceived as being the key to alleviating throughput problems since the implementation of this change order in both the NPAC SMS and the Service Provider SOAs will result in fewer messages being sent over the interface.



7.1.2 Test Plan Approach



The SOA Throughput Analysis that was presented to the LNPA WG during its June 2001 meeting was used to help develop the activities that are necessary for this performance and volume testing.  The SOA Throughput Analysis was based on notification and request messages that were sent over the SOA-NPAC interface in a 24 hour period, 4/24/01 00:00 UTC – 4/23/01 23:59 UTC.  The data collected and analyzed indicated that, for the ILEC, there were two peak periods in the 24-hour period and that each lasted approximately two hours.  Activities in the remaining 20 hours of the analysis period was fairly low and for the most part, within the SOA-NPAC interfaces specifications.  For this performance and volume testing it was concluded that a volume of activity sufficient to generate in excess of 5000 messages to a particular SOA would be needed to recreate the SOA-NPAC Interface problem.



7.1.3 Testing Approach



The performance and volume testing will be performed in a group-testing environment using this test plan.  Service Providers will be assigned to work in pairs, one as the Old Service Provider and the other as the New Service Provider.  The Service Providers will work together for the complete testing cycle.  In the pairing of Service Providers, it is preferable that at least one Service Provider in the pair has a system that supports the new NPAC SMS Release 3.1 features and functionality.  Also one of the Service Providers needs to be able to create, modify, and activate subscription versions in ranges.  It is suggested that only two pairs of Service Providers perform this testing simultaneously.



All phases of this testing will be in the NPAC SMS Release 3.1 test environment.  The testing activities will first be executed with the Release 3.1 features and functionality turned OFF in the Service Provider SOAs and in their Service Provider Profile on the NPAC SMS.  The purpose of this is to recreate the problem being experienced in the Northeast production environment where NPAC SMS Release 3.0 has been deployed.  The testing activities will be executed a second time with the Release 3.1 features and functionality in the Service Provider SOAs and in their Service Provider Profile on the NPAC SMS turned ON.  The improvements seen in the second round of testing are the improvements that a Service Provider should expect in the production environment utilizing the Release 3.1 features and functionality.


Service Providers will submit large ranges of TNs (1000 at a time) when submitting requests to the NPAC SMS in order to generate large volumes of notifications.  If a Service Provider’s SOA system prevents them from submitting range requests to the NPAC SMS it has to be recognized that this Service Provider may not be able to build the notification queue necessary for this testing.  To build their queue, they will have to depend on notifications being sent to them as a result of activities involving them being generated by another Service Provider.  Also, if they can only enter their data into their SOA system on a single TN basis they may have to spend some time off hours doing setup so as to not impede testing.



A certain amount of planning and coordination will need to be done by the NPAC test engineer and all involved Service Providers in order to pair the participating Service Providers and prepare the data required.  Once test execution begins all activities need to be completed as efficiently and quickly as possible.  To that end, some of the activities that need to be done in advance consist of, but are not limited to:



1.  The NPAC test engineer needs to be identified in advance of the testing start date and this person needs to take the lead role in the testing preparations.  Some of the tasks that the NPAC test engineer needs to do in advance of the testing start date are:



a)  analyze the activities to be performed and determine the data and setup that is required for these activities



b)  ensure that the Service Provider pair assignments are made based on Service Provider system functionality (at least one Service Provider in the pair has a system that supports the new NPAC SMS Release 3.1 features and functionality and at least one of the Service Provider in the pair is able to create, modify, and activate subscription versions in ranges



c)  assign testing days for each group of 2 pairs of Service Providers



d)  ensure accurate set up of Service Provider’s Profile on the NPAC SMS



e)  ensure advance set up of the appropriate NPA-NXXs and LRNs
 by the respective Service Providers



f)  ensure SVs exist in the appropriate state for each pair of Service Providers for each run of the testing activities:



-     5000 “pending” subscription versions to be used for the ‘modify pending’ activities listed in item 3 of the Testing Activities section (both Service Providers have done their creates)



-     5000 “pending” subscription versions that are ready for activation listed in item 4 of the Testing Activities section. (either both T1 & T2 timers have expired or the Old Service Provider has concurred)



Note:  This is the prerequisite data setup required for each run of testing activities for items 3 and 4 listed in the Testing Activities section.  See the testing activities to determine the total set up required.


g)  an LSMS is available for successful activation of subscription versions



h)  appropriate filters have been set for the activation of the subscription versions



i)  ensure that Service Provider test engineers understand their roles in the testing activities, what testing scenarios will be executed, and in what order



j)  ensure that there is adequate NPAC support to monitor queues, logs, etc.



2.  Service Provider test engineers need to verify that they have the prerequisite test data in their system before the test run begins.



3.  Service Provider test engineers need to understand their role in the activities and be available for the complete testing period.



7.1.4 Test Execution



After all the testing prerequisites referenced in the Testing Approach section have been completed the Service Provider pairs should commence testing.  Ideally there will be three runs of the testing activities, divided into two parts.  Part one will be a trial run where each of the 4 activities listed below are executed sequentially.  Part two will consist of two runs, one with the 4 activities executed concurrently and a second with the same 4 activities executed concurrently but with the Service Provider roles reversed.  All activities should be executed as quickly as possible.  These three runs of the testing activities are to be executed using the NPAC Release 3.1 software with the Release 3.1 features and functionality turned OFF in the Service Providers’ SOAs to obtain baseline information and again using the NPAC Release 3.1 software with the Release 3.1 features and functionality turned ON in the Service Providers’ SOAs to measure the improvements.  There will be a total of six runs.  The following table lists the testing runs:



			


			Release 3.1 Features & Functionality





			


			OFF


			ON





			Both Service Providers participating


			Trial Run – Testing Activities executed sequentially


			Trial Run – Testing Activities executed sequentially





			SP A = New SP



SP B = Old SP


			Run Two


			Run Two





			SP A = Old SP



SP B = New SP



(Roles reversed)


			Run Three


			Run Three








During the baseline testing it is expected that overload may become apparent and/or aborts occur.  Overload is defined as the Service Provider SOA system waiting excessive amounts of time (more than 30 minutes) to receive a notification that is associated with a previously submitted request from the NPAC SMS.  An example would be waiting more than 30 minutes for an M-EVENT REPORT subscriptionVersionStatusAttributeValueChange notification associated with a subscription version create.  A SOA system abort could be the result of a CMIP departure time in excess of 5 minutes or not responding to a message within the retry timer tunable parameter (1 X 15 minutes) due to an overload condition.



7.1.5 Testing Activities



The testing activity needs to be of sufficient volume to ensure that requests will be queued at the NPAC SMS, waiting to be transmitted over the SOA-NPAC Interface when none of the NPAC SMS Release 3.1 features and functionality are being utilized by the Service Provider SOAs.  During the performance of all testing activities, NPAC SMS queues will need to be monitored to ensure that the size of the queues expand and contract according to the activity that is taking place.  Service Providers need to monitor their systems and note average response times or excessive waits for responses as well as issues/problems with congestion resulting from the volume of messages being transmitted.



The following activities are to be performed by each pair of Service Providers.  



1.
5000 New Service Provider Creates, submitted as 5 ranges of 1000 TNs each, if possible, otherwise submitted in the most efficient, fastest manner possible.



2.
5000 Old Service Providers Creates on the same TNs as used in Item 1, submitted as 5 ranges of 1000 TNs each, if possible, otherwise submitted in the most efficient, fastest manner possible. 



3.
Modification of 5000 existing “pending” subscription versions (the subscription versions created in Item 1 f, first bullet, of the Testing Approach section).  Each Service Provider (Old and New) should modify half of the subscription versions (2500 each).  They should each submit the modify requests as 2 ranges of 1000 and 1 range of 500, if possible, otherwise submitted in the most efficient, fastest manner possible.



4.
Activation of 5000 existing “pending” subscription versions (the subscription versions created in Item 1 f, second bullet, of the Testing Approach section), submitted as 5 ranges of 1000 TNs each, if possible, otherwise submitted in the most efficient, fastest manner possible.



7.1.6 Test Results Evaluation



Evaluation of the test results will primarily be a measurement of processing time of all testing activities.  This processing time will start when the Service Providers commence sending their requests to the NPAC SMS and end when they receive all responses from the NPAC SMS.  NPAC has tools that it can use to monitor queues and report times.  In addition to the NPAC tools, Service Providers should monitor their systems for response times, errors, congestion, and aborts.  It is expected that a Service Provider using a SOA system that has implemented the Release 3.1 features and functionality would see a significant improvement in overall end-to-end processing over the Release 3.1 baseline without the use of the Release 3.1 features and functionality.



It is anticipated that at some point during the baseline testing, using NPAC Release 3.1 software with the Release 3.1 features and functionality turned OFF in the Service Providers’ SOAs, overload and/or aborts will occur.  The point at which this becomes apparent during the baseline testing should be recorded with details.  If a Service Provider’s SOA system experiences overload or aborts during the trial run (the testing activities are being executed sequentially), using NPAC Release 3.1 software with the Release 3.1 features and functionality turned OFF, testing can be terminated for this phase.  A Service Provider that is in production, porting small volumes of TNs and not experiencing overload and/or aborts, but has it happen during this phase of the testing should be aware that it is expected behavior.



It is expected that during the phase two testing, using NPAC Release 3.1 software with the Release 3.1 features and functionality turned ON in the Service Provider’s SOA, considerable improvement will be seen over the Release 3.1 baseline without the use of the Release 3.1 features and functionality.



7.2 Functional Group Test Cases related to NPAC release 3.1



The group testing for the NPAC Release 3.1 software will be conducted slightly different than for previous releases. It is the desire of the service providers to emulate what actually happens in production.  Each service provider will execute the test cases that follow individually but all service providers will execute them simultaneously unless otherwise indicated. Each service provider will proceed through the test cases as quickly as possible. The objective is to have a lot of different activities happening at the same time.  Service Providers should have their Service Provider Profile flags set to production values.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			7.1


			SUT Priority:


			SOA 


			R





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA - Old SP Personnel create a range of Inter-Service Provider subscription versions. Their Customer TN Range Notification Indicator is set to the value they will use in production. New SP does not submit their create request. Initial and Final Concurrence Windows Expire. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR3-237, RR3-239, RR5-113, RR5-115, 



R4-8





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.1.1, B.5.1.6.4, B.5.1.6.5





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1.  Verify that the NPAC Customer No New SP Concurrence Notification Indicator is set to production value for the Service Providers under test.



2.  Verify that the Customer TN Range Notification Indicator is set to production value for the Service Providers under test.



3.  Verify that the SOA Notification Priority tunable parameters are set to production values for the Service Providers under test.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1.  Using the SOA, Old SP Personnel submit an Inter-Service Provider subscription version Create request to the NPAC for a range of at least three consecutive TNs.



2.  The SOA sends an M-ACTION subscriptionVersionOldSP-Create to the NPAC for the range of TNs they wish to create. 


			NPAC


			NPAC SMS receives the M-ACTION subscriptionVersionOldSP-Create request from the Old SP SOA and verifies that each attribute specified is valid according to system requirements.









			2.


			NPAC


			NPAC SMS issues an M-CREATE Request subscriptionVersionNPAC to itself for each TN in the range to create the respective subscription versions on the NPAC SMS.


			NPAC


			NPAC SMS receives each M-CREATE Request subscriptionVersionNPAC for each TN in the range and issues an M-CREATE Response subscriptionVersionNPAC to itself for each TN to set the subscription versions status to ‘pending’ and set the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp to the current date and time for each subscription version.





			3.


			NPAC


			NPAC SMS issues an M-ACTION subscriptionVersionOldSP-Create Response to the Old SP SOA indicating the subscription versions were successfully created.


			SP


			Old SP SOA receives the M-ACTION subscriptionVersionOldSP-Create Response from the NPAC SMS indicating the subscription versions were successfully created, the status is ‘pending’ and the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp were set appropriately.





			4


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator.



-  If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeObjectCreation notification for the range of 3 TNs.



-  If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT objectCreation notification for each TN in the range.


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS.





			5


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA.





			6


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



-  If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeObjectCreation notification for the range of 3 TNs.



-  If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT objectCreation notification for each TN in the range.


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.





			7.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			8.


			NPAC


			NPAC Personnel perform a query for the range of subscription versions created in this test case.


			NPAC


			The subscription versions exist with a status of ‘pending’.





			9.


			SP – Optional


			Via their SOA, Old SP Personnel perform a local query for the subscription versions created during this test case.


			SP


			The subscription versions exist with a status of ‘pending’.





			10.


			SP – Conditional


			Old SP Personnel perform an NPAC SMS query for the subscription versions created during this test case.


			SP


			The subscription versions exist with a status of ‘pending’ on the NPAC SMS.





			11.


			NPAC


			NPAC SMS waits for concurrence from the New SP for the range of TNs the Old SP created.


			SP


			New SP SOA does not respond to the create request and the Service Provider Concurrence Window tunable expires.





			12.


			NPAC


			Once the Initial Concurrence Window has expired, the NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



-  If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeNew SP-CreateRequest notification for the range of TNs. 



-  If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionNewSP-CreateRequest notification for each TN in the range. 


			SP


			New SP SOA receives the M-EVENT-REPORT(s) from the NPAC SMS.





			13.


			SP


			New SP SOA issues M-EVENT-REPORT Confirmation(s) to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation(s) from the New SP SOA.





			14.


			NPAC


			NPAC SMS waits for concurrence from the New SP for the range of TN’s the Old SP created.


			SP


			New SP SOA does not respond to the create request and the Final Concurrence Window expires.





			15.


			NPAC


			Once the Final Concurrence Window has expired, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeNewSP-FinalCreateWindowExpiration to the Old SP SOA according to their Final Create Window Expiration Notification. Indicator.



If the setting is TRUE, they will receive the notification.



If the setting is FALSE, no notification is sent. 


			SP


			Old SP SOA receives the M-EVENT-REPORT subscriptionVersionRangeNewSP- FinalCreateWindowExpiration notification from the NPAC SMS according to their Final Create Window Expiration Notification Indicator.





			16.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA.





			17.


			NPAC


			-  If the Final Create Window Expiration Notification Indicator is set to TRUE, NPAC SMS issues and M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



-  If the setting is TRUE, the NPAC SMS issues a subscriptionVersionRangeNewSP-FinalCreateWindowExpiration notification for the range of TNs.



-  If the setting is FALSE, NPAC SMS issues a subscriptionVersionNewSP-FinalCreateWindowExpiration notification for each TN in the range.  



-  If the Final Create Window Expiration Notification Indicator is set to FALSE, the NPAC SMS does not send the notification to the New SP SOA.


			SP


			New SP SOA receives the M-EVENT-REPORT(s) from the NPAC SMS according to the setting of their Final Create Window Expiration Notification Indicator. 





			18.


			SP


			New SP SOA issues M-EVENT-REPORT Confirmation(s) to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation(s) from the New SP SOA.





			19.


			NPAC


			NPAC Personnel perform a query for the range of subscription versions created in this test case.


			NPAC


			The subscription versions exist with a status of ‘pending’.





			20.


			SP – Optional


			Via their SOA, Old SP Personnel perform a local query for the subscription versions created during this test case.


			SP


			The subscription versions exist with a status of ‘pending’.





			21.


			SP – Conditional


			Old SP Personnel perform an NPAC SMS query for the subscription versions created during this test case.


			SP


			The subscription versions exist with a status of ‘pending’ on the NPAC SMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			7.2


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Service Provider Personnel activate a range of 1000 Inter-Service Provider subscription versions. Their Customer TN Range Notification Indicator is set to production value. In the pre-requisite create process the range is submitted as two smaller ranges, each with unique DPC/SSN data but the TNs used in the ranges are contiguous and the SVIDs assigned by the NPAC SMS are contiguous. The activate request is submitted as one range. At least one LSMS does not respond to the activate request, resulting in a partial failure. The re-send is successful. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-113, RR5-116, RR6-81





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.1.5, B.5.1.6





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1.  Verify that the NPAC Customer No New SP Concurrence Notification Indicator is set to production value for the Service Providers under test.



2.  Verify that the New SP Customer TN Range Notification Indicator is set to TRUE for the Service Providers under test.



3.  Verify that the SOA Notification Priority tunable parameters are set production values for the Service Providers under test.



4.  Verify that 1000 consecutive subscription versions exist with a status of ‘pending’ for the New SP under test.  The first 500 TNs should have one set of DPC/SSN data and the second set of TNs should have another unique set of DPC/SSN data.  The SVIDs should be consecutive for all 1000 TNs.



5.  Verify that ‘active’ subscription versions do not currently exist for the range of 1000 TNs to be used in this Test Case.



6.  Verify that the Old SP has concurred or the Concurrence Window for receiving the Old SP Create for the subscription versions to be activated during this test case has expired.



7.  Verify that that Due Date has been reached for activating these subscription versions.



8.  Verify that system setup and filters are set such that at least one LSMS in the region does not respond to the activate request.





			


			Prerequisite SP Setup:


			1.  Create one range of 500 Inter-Service Provider subscription versions using consecutive non-ported TNs, with one set of DPC/SSN data.



2.  Immediately create another range of 500 Inter-Service Provider subscription versions using the next 500 consecutive non-ported TNs with another unique set of DPC/SSN data.  For example, create 1000-1499 with one set of DPC/SSN data and then 1500-1999 with another set of DPC/SSN data.



3.  Verify that the SVIDs are consecutive for the full 1000 TNs.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1.  Using the SOA, New SP Personnel submit a request to the NPAC SMS to activate a range of 1000 Inter-Service Provider subscription versions.  Specify the range of 1000 consecutive TNs described in the prerequisites above.



2.  The SOA issues an M-ACTION subscriptionVersionActivate Request to the NPAC SMS and specifies the range of TNs.


			NPAC


			NPAC SMS receives the M-ACTION Request from the New SP SOA. 





			2.


			NPAC


			NPAC SMS locates the respective subscription versions and issues an M-SET Request subscriptionVersionNPAC to itself to set the subscription version status to ‘sending’ and set the subscriptionVersionActivationTimeStamp and subscriptionModifiedTimeStamp to the current date and time for each TN in the request.


			NPAC


			NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.





			3.


			NPAC


			NPAC SMS issues an M-ACTION Response to the New SP SOA.


			SP


			New SP SOA receives the M-ACTION Response from the NPAC SMS.





			4.


			NPAC


			NPAC SMS issues an M-SET Request to itself to set the subscription version status to ‘sending’ and set the subscriptionBroadcastTimeStamp to the current date and time for all TNs in the range.


			NPAC


			NPAC SMS receives the M-SET Request and issues an M-SET Response to itself.





			5.


			NPAC


			NPAC SMS issues two M-CREATE Requests subscriptionVersion to all LSMSs in the region accepting downloads for this NPA-NXX.



One M-CREATE Request is sent for the first 500 TNs with one set of DPC/SSN data and another M-CREATE Request is sent for the next range of 500 TNs with a different set of DPC/SSN data.


			SP


			1.  All LSMSs in the region accepting downloads for this NPA-NXX receive the M-CREATE Requests.



2.  At least one LSMS in the region issue respective M-CREATE Responses to the NPAC SMS.  One for the first 500 TNs and one set of DPC/SSN data and one for the second set of 500 TNs and another set of DPC/SSN data.



3.  At least one LSMS does not respond to the NPAC SMS.





			6.


			NPAC


			NPAC SMS issues M-EVENT-REPORTs to the Old SP SOA based on their Customer TN Range Notification Indicator.



-  If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification for the first set of 500 TNs and a second M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification for the second set of 500 TNs indicating that the subscription versions status is ‘partial-failed’ and the Failed SP-List contains a list of the LSMSs that did not respond to the activate request.



-  If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange notification for each TN in the range of 1000 that the subscription version status is ‘partial-failed’ and the Failed SP-List contains a list of the LSMSs that did not respond to the activate request.


			SP


			Old SP SOA receives the M-EVENT-REPORTs from the NPAC SMS according to their Customer TN Range Notification Indicator.





			7.


			SP


			Old SP SOA issues M-EVENT-REPORT Confirmations to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmations from the Old SP SOA.





			8.


			NPAC


			NPAC SMS issues M-EVENT-REPORTs to the New SP SOA based on their Customer TN Notification Indicator.



-  If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification for the first set of 500 TNs and a second M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification for the second set of 500 TNs indicating that the subscription versions status is ‘partial-failed’ and the Failed SP-List contains a list of the LSMSs that did not respond to the activate request.



-  If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange notification for each TN in the range of 1000 that the subscription version status is ‘partial-failed’ and the Failed SP-List contains a list of the LSMSs that did not respond to the activate request.


			SP


			New SP SOA receives the M-EVENT-REPORTs from the NPAC SMS according to their Customer TN Range Notification Indicator.





			9.


			SP


			New SP SOA issues M-EVENT-REPORT Confirmations to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmations





			10.


			NPAC


			NPAC Personnel perform a query for the range of subscription versions activated in this test case.


			NPAC


			The subscription versions exist with a status of ‘partial-failed’ and a FailedSP-List.





			11.


			SP – Optional


			Via their SOA &/or LSMS, New SP Personnel perform a local query for the subscription versions activated during this test case.


			SP


			1.  On the SOA, the subscription versions exist with a status of ‘partial-failed’ and a Failed SP List.



2.   On the LSMS, the subscription versions exist with a status of ‘active’.





			12.


			SP – Conditional


			New SP Personnel perform an NPAC SMS query for the subscription versions activated during this test case.


			SP


			The subscription versions exist with a status of ‘partial-failed’ and a Failed SP List on the NPAC SMS.









			13.


			NPAC


			Using the NPAC OpGUI, NPAC Personnel issue a re-send to the LSMSs listed in the Failed SP-List for the range of TNs


			


			





			14.


			NPAC


			NPAC SMSissues an M-CREATE Request to each LSMS that previously failed and is accepting downloads for the NPA-NXX of the subscription versions.


			SP


			1.  All LSMSs receive the M-CREATE Request and verify that the requests are valid.



2.  All LSMSs issue M-CREATE Responses to the NPAC SMS.



3.  After each LSMS responds to the NPAC SMS, the LSMSs perform the subscription version create on the local system as specified in the requests from the NPAC SMS.





			15.


			NPAC


			NPAC SMS issues M-EVENT-REPORTs to the Old SP SOA based on their Customer TN Range Notification Indicator.



-  If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification for the first set of 500 TNs and a second M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification for the second set of 500 TNs indicating that the subscription versions status is ‘active’.



-  If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange notification for each TN in the range of 1000 that the subscription version status is ‘active’.


			SP


			Old SP SOA receives the M-EVENT-REPORTs from the NPAC SMS according to their Customer TN Range Notification Indicator.





			16.


			SP


			Old SP SOA issues M-EVENT-REPORT Confirmations to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmations from the Old SP SOA.





			17.


			NPAC


			NPAC SMS issues M-EVENT-REPORTs to the New SP SOA based on their Customer TN Notification Indicator.



-  If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification for the first set of 500 TNs and a second M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification for the second set of 500 TNs indicating that the subscription versions status is ‘active’.



-  If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange notification for each TN in the range of 1000 that the subscription version status is ‘active’.


			SP


			New SP SOA receives the M-EVENT-REPORTs from the NPAC SMS according to their Customer TN Range Notification Indicator.





			18.


			SP


			New SP SOA issues M-EVENT-REPORT Confirmations to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmations.





			19.


			NPAC


			NPAC Personnel perform a query for the range of subscription versions activated in this test case.


			NPAC


			The subscription versions exist with a status of ‘active’.





			20.


			SP – Optional


			Via their SOA &/or LSMS, New SP Personnel perform a local query for the subscription versions activated during this test case.


			SP


			1.  On the SOA, the subscription versions exist with an empty Failed SP List.



2.  On the LSMS, the subscription versions exist with a status of ‘active’.





			21.


			SP – Conditional


			New SP Personnel perform an NPAC SMS query for the subscription versions activated during this test case.


			SP


			The subscription versions exist with a status of ‘active’ on the NPAC SMS.





			22.


			NPAC


			NPAC Personnel perform a full audit for the range of TNs activated during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were made as a result of performing this audit.  If updates were made, the LSMS fails this test case.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			7.3


			SUT Priority:


			SOA 


			R





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Service Provider Personnel activate a range of 500 SVs. Their Customer TN Range Notification Indicator is set to production value. In the prerequisite SV create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data but other create activities are submitted between the range create requests to ensure that the SVIDs for the TNs in the ranges are not contiguous. The activate request is submitted as one range. The activate request results in one notification containing a list of the SVIDs. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-113, RR5-116, RR6-81





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B5.1.6





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1.  Verify that the NPAC Customer No New SP Concurrence Notification Indicator is set to production value for the Service Providers under test.



2.  Verify that the New SP Customer TN Range Notification Indicator is set to production value for the Service Providers under test..



3.  Verify that the SOA Notification Priority tunable parameters are set to production values for the Service Providers under test.



4.  Verify that 500 consecutive subscription versions exist with a status of ‘pending’ for the New SP under test.  All 500 TNs should have one set of DPC/SSN data.  The SVIDs should NOT be consecutive for all 500 TNs.  The first 250 TNs in the range should be consecutive and then there should be a break between the SVIDs in the next 250 TNs.



5.  Verify that ‘active’ subscription versions do not currently exist for the range of 500 TNs to be used in this Test Case.



6.  Verify that the Old SP has concurred or the Concurrence Window for receiving the Old SP Create for the subscription versions to be activated during this test case has expired.



7.  Verify that that Due Date has been reached for activating these subscription versions.



8.  Verify that system setup and filters are set such that the subscription versions can be successfully activated.





			


			Prerequisite SP Setup:


			1.  Create one range of 250 Inter-Service Provider subscription versions using consecutive non-ported TNs, with one set of DPC/SSN data.



2.  Perform some other subscription version functions for other TNs that are not part of the range used in this test case to cause a break in SVIDs.



3.  Create another range of 250 Inter-Service Provider subscription versions using the next 250 consecutive non-ported TNs using the same set of DPC/SSN data as the first 250 TNs.



For example, create 1000-1249, then perform other subscription version activities to TNs outside of the consecutive 500 TNs to be used in this test case, then create 1250-1499 with the same set of DPC/SSN data as was used for TNs 1000-1249.



4.  Verify that the SVIDs are NOT consecutive for the full 500 TNs.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1.  Using the SOA, New SP Personnel submit a request to the NPAC to activate a range of 500 Inter-Service Provider subscription versions.  Specify the range of 500 consecutive TNs described in the prerequisites above.



2.  The SOA issues an M-ACTION subscriptionVersionActivate Request to the NPAC SMS and specifies the range of TNs.


			NPAC


			NPAC SMS receives the M-ACTION Request from the New SP SOA. 





			2.


			NPAC


			NPAC SMS locates the respective subscription versions, and issues an M-SET Request subscriptionVersionNPAC to itself to set the subscription version status to ‘sending’ and set the subscriptionVersionActivationTimeStamp and subscriptionModifiedTimeStamp to the current date and time for each TN in the request.


			NPAC


			NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.





			3.


			NPAC


			NPAC SMS issues an M-ACTION Response to the New SP SOA.


			SP


			New SP SOA receives the M-ACTION Response from the NPAC SMS.





			4.


			NPAC


			NPAC SMS issues an M-SET Request to itself to set the subscription version status to ‘sending’ and set the subscriptionBroadcastTimeStamp to the current date and time for all TNs in the range.


			NPAC


			NPAC SMS receives the M-SET Request and issues an M-SET Response to itself.





			5.


			NPAC


			NPAC SMS issues an M-CREATE Request subscriptionVersion to all LSMSs in the region accepting downloads for this NPA-NXX.



.


			SP


			1.  All LSMSs in the region accepting downloads for this NPA-NXX receive the M-CREATE Request and verify that the request is valid.



2.  All LSMSs in the region issue an M-CREATE Response back to the NPAC SMS.



3.  After each LSMS responds to the NPAC SMS, the LSMSs perform the subscription version create on the local system as specified in the requests from the NPAC SMS.





			6.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator.



-  If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange for the 500 TNs containing a list of the SVIDs and indicating their subscription version status is now ‘active’. 



-  If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange for each TN in the range of 500 indicating the status is ‘active’.


			SP


			The Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.









			7.


			SP


			Old SP SOA issues M-EVENT-REPORT Confirmations to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmations from the Old SP SOA





			8.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



-  If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange for the 500 TNs containing a list of the SVIDs and indicating their subscription version status is now ‘active’. 



-  If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange for each TN in the range of 500 indicating the status is ‘active’.


			SP


			New SP SOA receives the M-EVENT-REPORT(s) from the NPAC SMS.





			9.


			SP


			New SP SOA issues M-EVENT-REPORT Confirmation(s) to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation(s).





			10.


			NPAC


			NPAC Personnel perform a query for the range of subscription versions activated in this test case.


			NPAC


			The subscription versions exist with a status of ‘active’.





			11.


			SP – Optional


			Via their SOA &/or LSMS, New SP Personnel perform a local query for the subscription versions activated during this test case.


			SP


			1.  On the SOA, the subscription version exists with an empty Failed SP List.



2.  On the LSMS, the subscription version exists with a status of ‘active’.





			12.


			SP – Conditional


			New SP Personnel perform an NPAC SMS query for the subscription versions activated during this test case.


			SP


			The subscription versions exist with a status of ‘active’ on the NPAC SMS.





			13.


			NPAC


			NPAC Personnel perform a full audit for the range of TNs activated during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were made as a result of performing this audit.  If updates were made, the LSMS fails this test case.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			7.4


			SUT Priority:


			SOA 


			R





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Service Provider Personnel perform an immediate disconnect of a range of 500 active SVs. Their Customer TN Range Notification Indicator is set to production value. In the pre-requisite SV create process the range was submitted as two smaller range creates, each with the same feature data and, the SVIDs are contiguous within each range create. The immediate disconnect request is submitted as one range. The immediate disconnect request results in one notification containing a list of the SVIDs. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-113, RR5-116, RR6-81





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.4.1, B.5.4.1.1





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1.  Verify that the NPAC Customer No New SP Concurrence Notification Indicator is set to production value for the Service Providers under test.



2.  Verify that the New SP Customer TN Range Notification Indicator is set to production value for the Service Providers under test.



3.  Verify that the SOA Notification Priority tunable parameters are set to production values for the Service Providers under test.



4.  Verify that 500 subscription versions exist with a status of ‘active’ for the New SP under test.  All 500 TNs should have one set of DPC/SSN data.  The SVIDs should NOT be consecutive for all 500 TNs.  The first 250 TNs in the range should have consecutive SVIDs, then there should be a break in the SVIDs and the second 250 TNs should be consecutive. 





			


			Prerequisite SP Setup:


			1.  Create one range of 250 Inter-Service Provider subscription versions using consecutive non-ported TNs, with one set of DPS/SSN data.



2.  Perform some other subscription version functions for other TNs that are not part of the TN range being used in this test case to cause a break in SVIDS.



3.  Create another range of 250 Inter-Service Provider subscription versions using the next 250 consecutive non-ported TNs, with the same DPC/SSN data as in the previous range.



4.  Activate all 500 of these TNs



5.  Verify that the SVIDs are NOT consecutive for the full 500 TNs.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1.  Using the SOA, New SP Personnel submit a request to the NPAC SMS to disconnect a range of 500 active subscription versions.  Specify the range of 500 consecutive TNs described in the prerequisites above.



2.  The SOA issues an M-ACTION Request subscriptionVersionDisconnect to the NPAC SMS and specifies the range of TNs and the current date.


			NPAC


			NPAC SMS receives the M-ACTION Request from the New SP SOA. 





			2.


			NPAC


			NPAC SMS locates the respective subscription versions, and issues an M-SET Request subscriptionVersionNPAC to itself to set the subscription version status to ‘disconnect-pending’ for each TN in the range.


			NPAC


			NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.





			3.


			NPAC


			NPAC SMS issues an M-ACTION Response to the New SP SOA.


			SP


			New SP SOA receives the M-ACTION Response from the NPAC SMS.





			4.


			NPAC


			NPAC SMS issues an M-SET Request to itself to set the subscription version status to ‘sending’ and set the subscriptionCustomerDisconnectDate and subscriptionBroadcastTimeStamp to the current date and time for all TNs in the range.


			NPAC


			NPAC SMS receives the M-SET Request and issues an M-SET Response to itself.





			5.


			NPAC


			NPAC SMS issues an M-EVENT REPORT to the Donor SP based on their Customer TN Range Notification Indicator.



-  If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORT subscription VersionRangeDonorSP-CustomerDisconnectDate for the 500 TNs containing the disconnect date and a list of SVIDs.



-  If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionDonorSP-CustomerDisconnectDate for each TN in the range of 500 indicating the disconnect date.


			SP


			Donor SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.









			6.


			NPAC


			NPAC SMS issues two M-DELETE Requests subscriptionVersion to all LSMSs in the region accepting downloads for this NPA-NXX.



One M-DELETE Request is sent for the first 250 TNs, and another M-DELETE Request is sent for the next contiguous range of 250 since there is a break in the SVID sequence between the first and second sets of TNs.


			SP


			1.  All LSMSs in the region accepting downloads for this NPA-NXX receive the M-DELETE Requests and verify that the requests are valid.



2.  All LSMSs in the region issue M-DELETE Responses back to the NPAC SMS.  One for the first 250 TNs and another for the second set of 250 TNs due to the break in the SVID sequence between the two ranges of TNs.



3.  After each LSMS responds to the NPAC SMS, the LSMSs perform the subscription version delete on the local system as specified in the requests from the NPAC SMS.





			7.


			NPAC


			NPAC SMS issues an M-SET Request to itself to set the subscription version status to ‘old’ and set the subscriptionModifiedTimeStamp and subscriptionDisconnectCompleteTimeStamp to the current date and time for all TNs in the range.


			NPAC


			NPAC SMS receives the M-SET Request and issues an M-SET Response to itself.





			8.


			NPAC


			NPAC SMS issues one M-EVENT-REPORT based on their Customer TN Range Notification Indicator.



-  If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORT subscription VersionRangeStatusAttributeValueChange notification for the 500 TNs containing a list of the SVIDs and indicating their subscription version status is now ‘old’.



-  If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscription VersionRangeStatusAttributeValueChange notification for each of the 500 TNs indicating their subscription version status is now ‘old’. 


			SP


			New SP SOA receives the M-EVENT-REPORT(s) from the NPAC SMS.





			9.


			SP


			New SP SOA issues one M-EVENT-REPORT Confirmation to the NPAC SMS for the set of 500 TNs.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation.





			10.


			NPAC


			NPAC Personnel perform a query for the range of subscription versions disconnected in this test case.


			NPAC


			The subscription versions exist with a status of ‘old’.





			11.


			SP – Optional


			Via their SOA &/or LSMS, New SP Personnel perform a local query for the subscription versions disconnected during this test case.


			SP


			1.  On the SOA, the subscription versions are not found or they exist with a status of ‘old’.



2.  On the LSMS, the subscription versions no longer exist.





			12.


			SP – Conditional


			New SP Personnel perform an NPAC SMS query for the subscription versions disconnected during this test case.


			SP


			The subscription versions exist with a status of ‘old’ on the NPAC SMS.





			13.


			NPAC


			NPAC Personnel perform a full audit for the range of TNs disconnected during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were made as a result of performing this audit.  If updates were made, the LSMS fails this test case.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			7.5


			SUT Priority:


			SOA 


			R





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Current Service Provider Personnel issue a deferred disconnect for a range of 100 ‘active’ subscription versions. Their Customer TN Range Notification Indicator is set to production value. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data but other create activities are submitted between the range create requests to ensure that the SVIDs for the TNs in the ranges are not contiguous. The deferred disconnect request is submitted as one range. The disconnect-pending request results in one notification containing a list of the SVIDs. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-113, RR5-114, RR5-115, RR6-81





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B.5.4.2





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1.  Verify that the NPAC Customer No New SP Concurrence Notification Indicator is set to production value for the Service Providers under test.



2.  Verify that the New SP Customer TN Range Notification Indicator is set to production value for the Service Providers under test.



3.  Verify that the SOA Notification Priority tunable parameters are set to production values for the Service Providers under test.



4.  Verify that subscription versions exist for the 100 TNs with a status of ‘active’ where the current SP is the SP under test.  All 100 TNs should have one set of DPC/SSN data.  The SVIDs should NOT be consecutive for all 100 TNs.





			


			Prerequisite SP Setup:


			1.  Create one range of 50 Inter-Service Provider subscription versions using consecutive non-ported TNs, with one set of DPC/SSN data. For example, create 1000-1049 with one set of DPC/SSN data.



2.  Perform some other subscription version functions for other TNs that are not part of the TN range being used in this test case to cause a break in SVIDs.



3.  Create another range of 50 InterService Provider subscription versions using  the next 50 consecutive non-ported TNs, with the same DPC/SSN data as in the previous range. For example, create 1050-1099 with one set of DPC/SSN data.



4.  Activate all 100 of these TNs. 



5.  Verify that the SVIDs are NOT consecutive for the full 100 TNs.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1.  Using the SOA, Current SP Personnel submit a request to the NPAC SMS for a deferred disconnect a range of 100 Inter-Service Provider subscription versions.  Specify the range of 1000 consecutive TNs described in the prerequisites above and use an effective date of tomorrow.



2.  The SOA issues an M-ACTION subscriptionVersionDisconnect Request to the NPAC SMS with the subscriptionEffectiveReleaseDate set to tomorrow and specifies the range of TNs.


			NPAC


			NPAC SMS receives the M-ACTION Request from the Current SP SOA. 





			2.


			NPAC


			NPAC SMS locates the respective subscription versions, and issues an M-SET Request subscriptionVersionNPAC to itself to set the subscription version status to ‘disconnect-pending’, the subscriptionEffectiveReleaseDate to the date received, and set the subscriptionModifiedTimeStamp to the current date and time for each TN in the range.


			NPAC


			NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.





			3.


			NPAC


			NPAC SMS issues an M-ACTION Response to the Current SP SOA.


			SP


			Current SP SOA receives the M-ACTION Response from the NPAC SMS.





			4.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the Current SP SOA based on their Customer TN Notificaton Indicator.



-  If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification for the range of 100 TNs range containing a list of the SVIDs and indicating their subscription version status is now ‘disconnect-pending’.



-  If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange notification for each TN in the range of 100 indicating their subscription version status is now ‘disconnect-pending’.


			SP


			Current SP SOA receives the M-EVENT-REPORT(s) from the NPAC SMS.  





			5.


			SP


			Current SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmations.





			6.


			NPAC


			NPAC Personnel perform a query for the range of subscription versions disconnected in this test case.


			NPAC


			The subscription versions exist with a status of ‘disconnect-pending’.





			7.


			SP – Optional


			Via their SOA &/or LSMS, Current SP Personnel perform a local query for the subscription versions disconnected during this test case.


			SP


			1.  On the SOA, the subscription versions either do not exist or they exist with a status of ‘disconnect-pending’.



2.  On the LSMS, the subscription versions exist with a status of ‘active’.





			8.


			SP – Conditional


			Current SP Personnel perform an NPAC SMS query for the subscription versions disconnected during this test case.


			SP


			The subscription versions exist with a status of ‘disconnect-pending’ on the NPAC SMS.





			9.


			NPAC


			NPAC Personnel perform a full audit for the range of TNs disconnected during this test case.


			NPAC


			Using the Audit Results Log verify that no updates were made as a result of performing this audit.  If updates were made, the LSMS fails this test case.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			7.6


			SUT Priority:


			SOA 


			R





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – New Service Provider Personnel cancel a range of 5000 Inter-Service Provider subscription versions for which the Old Service Provider has not yet concurred to. Their Customer TN Range Notification Indicator is set to production value. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data but other create activities are submitted between the range create requests to ensure that the SVIDs for the TNs in the ranges are not contiguous. The cancel request is submitted as one range. The cancel request results in one notification containing a list SVIDs. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-113, RR5-115, RR6-81





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B5.3.3





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1.  Verify that the NPAC Customer No New SP Concurrence Notification Indicator is set to production value for the Service Providers under test.



2.  Verify that the New SP Customer TN Range Notification Indicator is set to production value for the Service Providers under test.



3.  Verify that the SOA Notification Priority tunable parameters are set to production values for the Service Providers under test.



4.  Verify that 5000 consecutive subscription versions exist with a status of ‘pending’ for the New SP under test.  All 5000 TNs should have one set of DPC/SSN data.  The SVIDs should NOT be consecutive for all 5000 TNs.  The first 2500 TNs in the range should be consecutive and then there should be a break between the SVIDs in the next 2500 TNs.



5.  Verify that ‘active’ subscription versions do not currently exist for the range of 5000 TNs to be used in this Test Case.



6.  Verify that the Old SP has not concurred to the subscription versions to be cancelled during this test case. 





			


			Prerequisite SP Setup:


			1.  Create one range of 2500 Inter-Service Provider subscription versions using consecutive non-ported TNs, with one set of DPC/SSN data.



2.  Perform some other subscription version functions for other TNs that are not part of the range used in this test case to cause a break in SVIDs.



3.  Create another range of 2500 Inter-Service Provider subscription versions using the next 2500 consecutive non-ported TNs using the same set of DPC/SSN data as the first 2500 TNs. For example, create 1000-2499, then perform other subscription version activities to TNs outside of the consecutive 5000 TNs used in this test case, then create 2500-4999 with the same set of DPC/SSN data as was used for TNs 1000-2499.



4.  Verify that the SVIDs are NOT consecutive for the full 5000 TNs.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1.  Using the SOA, New SP Personnel submit a request to the NPAC to cancel a range of 5000 Inter-Service Provider subscription versions for which the Old SP has not yet concurred.  Specify the range of 5000 consecutive TNs described in the prerequisites above.



2.  The SOA issues an M-ACTION subscriptionVersionCancel Request to the NPAC SMS and specifies the range of TNs.


			NPAC


			NPAC SMS receives the M-ACTION Request from the New SP SOA. 





			2.


			NPAC


			NPAC SMS locates the respective subscription versions, and issues an M-SET Request subscriptionVersionNPAC to itself to set the subscription version status to ‘cancelled’ and the subscriptionVersionModifiedTimeStamp to the current date and time for each TN in the request.


			NPAC


			NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.





			3.


			NPAC


			NPAC SMS issues an M-ACTION Response to the New SP SOA.


			SP


			New SP SOA receives the M-ACTION Response from the NPAC SMS.





			4.


			NPAC


			NPAC SMS issues M-EVENT-REPORTs to the Old SP SOA based on their Customer TN Range Notification Indicator.:



-  If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORTs subscriptionVersionRangeStatusAttributeValueChange is sent for the range of 5000 TNs containing a list of the SVIDs and indicating their subscription version status is now ‘cancelled’.



-  If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange for each TN in the range of 5000 indicating the status is ‘active’.


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.





			5.


			SP


			Old SP SOA issues M-EVENT-REPORT Confirmations to the NPAC SMS for the set of 5000 TNs.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmations from the Old SP SOA.





			6.


			NPAC


			NPAC SMS issues M-EVENT-REPORTs to the New SP SOA based on their Customer TN Range Notification Indicator.



-  If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORTs subscriptionVersionRangeStatusAttributeValueChange is sent for the range of 5000 TNs containing a list of the SVIDs and indicating their subscription version status is now ‘cancelled’.



-  If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange for each TN in the range of 5000 indicating the status is ‘active’.


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.





			7.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS. 


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA. 





			8.


			NPAC


			NPAC Personnel perform a query for the range of subscription versions cancelled in this test case.


			NPAC


			The subscription versions exist with a status of ‘cancelled’.





			9.


			SP – Optional


			Via their SOA, New SP Personnel perform a local query for the subscription versions cancelled during this test case.


			SP


			The subscription version exists with a status of ‘cancelled’.









			10.


			SP – Conditional


			New SP Personnel perform an NPAC SMS query for the subscription versions cancelled during this test case.


			SP


			The subscription versions exist with a status of ‘cancelled’ on the NPAC SMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			7.7


			SUT Priority:


			SOA 


			R





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Old Service Provider Personnel modify a range of 1000 ‘pending’ Inter-Service Provider subscription versions to change the authorization flag from TRUE to FALSE. Their Customer TN Range Notification Indicator is set to production value. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data but other create activities are submitted between the range create requests to ensure that the SVIDs for the TNs in the ranges are not contiguous. The modify request is submitted as one range. The modify request results in one notifications containing a list of the SVIDs. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR5-113, RR5-114, RR5-115, RR6-81





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			B5.5.1





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1.  Verify that the NPAC Customer No New SP Concurrence Notification Indicator is set to production value for the Service Providers under test.



2.  Verify that the Old SP Customer TN Range Notification Indicator is set to production value for the Service Providers under test.



3.  Verify that the SOA Notification Priority tunable parameters are set to production values for the Service Providers under test.



4.  Verify that 1000 consecutive subscription versions exist with a status of ‘pending’ and a future due date where the Old SP is the SP under test.  All 1000 TNs should have one set of DPC/SSN data.  The SVIDs should NOT be consecutive for all 1000 TNs.  The first 500 TNs in the range should be consecutive and then there should be a break between the SVIDs in the next 500 TNs.



5.  Verify that the New SP has concurred to the subscription versions to be modified during this test case. 





			


			Prerequisite SP Setup:


			1.  Create one range of 500 Inter-Service Provider subscription versions with a future due date using consecutive non-ported TNs, with one set of DPC/SSN data.



2.  Perform some other subscription version functions for other TNs that are not part of the range used in this test case to cause a break in SVIDs.



3.  Create another range of 500 Inter-Service Provider subscription versions with a future due date using the next 500 consecutive non-ported TNs and the same set of DPC/SSN data as the first 500 TNs.  For example, create 1000-1499, then perform other subscription version activities to TNs outside of the consecutive 1000 TNs used in this test case, then create 1500-1999 with the same set of DPC/SSN data as was used for TNs 1000-1499.



4.  Verify that the SVIDs are NOT consecutive for the full 1000 TNs.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1.  Using the SOA, Old SP Personnel submit a request to the NPAC SMS to modify the authorization flag from TRUE to FALSE for a range of 1000 Inter-Service Provider subscription versions.  Specify the range of 1000 consecutive TNs described in the pre-requisites above.



2.  The SOA issues an M-ACTION subscriptionVersionModifyRequest to the NPAC SMS for the range of TNs to set the subscriptionOldSP-Authorization to FALSE.


			NPAC


			NPAC SMS receives the M-ACTION Request from the Old SP SOA. 





			2.


			NPAC


			NPAC SMS locates the respective subscription versions, and issues an M-SET Request subscriptionVersionNPAC to itself to set the subscriptionModifiedTimeStamp to the current date and time for each TN in the request.


			NPAC


			NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.





			3.


			NPAC


			NPAC SMS issues an M-ACTION Response to the Old SP SOA.


			SP


			Old SP SOA receives the M-ACTION Response from the NPAC SMS.





			4.


			NPAC


			NPAC SMS issues an M-EVENT REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator.



-  If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification with subscriptionVersionStatus = ‘conflict’, a subscriptionStatusChangeCauseCode, and a list of the SVIDs for the range of 1000 TNs.



-  If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange notification with a subscription version status of ‘conflict’ and a subscriptionStatusCauseCode for each TN in the range (1000). 


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.





			5.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA. 





			6.


			NPAC


			NPAC SMS issues an M-EVENT REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



-  If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification with subscriptionVersionStatus = ‘conflict’, a subscriptionStatusChangeCauseCode, and a list of the SVIDs for the range of 1000 TNs.



-  If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange notification with a subscription version status of ‘conflict’ and a subscriptionStatusCauseCode for each TN in the range (1000). 


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.





			7.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA. 





			8.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator.



-  If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange for the range of 1000 TNs with subscriptionOldSP-Authorization=’false’. 



-  If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT attributeValueChange for each TN in the range of 1000 with subscriptionOldSP-Authorization=’false’.


			SP


			Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.





			9.


			SP


			Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation.





			10.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



-  If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange for the range of 1000 TNs with subscriptionOldSP-Authorization=’false’.  



-  If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT attributeValueChange for each TN in the range of 1000 with subscriptionOldSP-Authorization=’false’.


			SP


			New SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.





			11.


			SP


			New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS. 


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.





			12.


			NPAC


			NPAC Personnel perform a query for the range of subscription versions modified in this test case.


			NPAC


			The subscription versions exist with a status of ‘conflict’.





			13.


			SP – Optional


			Via their SOA, Old SP Personnel perform a local query for the subscription versions modified during this test case.


			SP


			The subscription versions exist with status of ‘conflict’.





			14.


			SP – Conditional


			Old SP Personnel perform an NPAC SMS query for the subscription versions modified during this test case.


			SP


			The subscription versions exist with a status of ‘conflict’ on the NPAC SMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			7.8


			SUT Priority:


			SOA 


			R





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Service Providers set their Customer TN Range Notification Indicator to the value they will use in production and perform a series of activities simultaneously, that emulate a period of time (15 – 30 minutes) in an actual production environment. NPAC SMS manages notifications accordingly. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 179





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			N/A





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			N/A





			


			


			








This test case deviates from the normal format of detailed test steps and expected results.  In order to emulate a period of “production-like” activity the follow will occur:



-   The lead NPAC test engineer will provide activities to each participating service provider



-   This test case is REQUIRED for all service providers that have a SOA association in production  



-   The service providers should use scripts that go through their SOA application and over the CMIP interface to the NPAC SMS whenever possible.  The reason for this is to get the data over the interface and to the NPAC SMS as quickly as possible.  Using simulators would not be an option unless they can be configured to send data through the SOA application and then over the CMIP interface to the NPAC SMS.



-   All service provider profile flags should be set to production values



-   All test activities should be executed before any validation of activity is performed



-   All validations will be performed after all test activities have been executed



-   Any problems that are uncovered during the validation of the test activities will be investigated by both service provider and NPAC test engineers



-   Testing activities shall consist of:



- Old SP Creates



- New SP Creates



- Old SP Modify-pending



- New SP Modify-pending



- Activate, Success



- Activate, Partial Failure



- Activate, Failure



- Modify active



- Cancel



- Immediate Disconnect



- Deferred Disconnect



- Activate Number Pool Block



- Delete Number Pool Block



- Audit of a single subscription version that results in LSMS updates



-   Verify activities by performing one or more audits to verify all systems are in synch.



Note: This test case is written as an example of what should happen.  Different Service Providers may want different priorities for their notifications than indicated and the test case will need to be adjusted accordingly.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			7.9


			SUT Priority:


			SOA 


			C





			


			


			


			


			LSMS


			N/A





			


			Objective:






			NPAC and SOA – Service Providers have NPAC Personnel modify their notification priorities to ensure that they have notifications with the three different priorities (LOW, MEDIUM, and HIGH). The Service Providers verify that they receive the notifications according to the priorities listed in their SP Profile. – Success 





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 329





			


			NANC FRS Version Number:


			3.1.0


			Relevant Requirement(s):


			RR3-245, RR3-246, RR3-247, RR3-248, RR3-249, RR3-250, RR3-251, RR3-253, R4-8





			


			NANC IIS Version Number:


			3.1.0


			Relevant Flow(s):


			N/A





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1.  Verify that all ‘SOA Notification Priority’ tunable parameters for the Service Provider under test are defaulted to MEDIUM.



2.  Verify that the Service Provider’s ‘Customer TN Range Notification Indicator’ is set to FALSE so that their SOAs will receive SOA Notifications on a TN basis. 



3.   Verify that there exists 500 “pending” subscription versions for which the Service Provider under test is the Old Service Provider and that they are ready to be activated.



4.  Verify that there exists 500 “active” subscription versions for which the Service Provider under test is the Donor Service Provider and that they are ready to be disconnected.



5.  Set the following ‘SOA Notification Priority’ tunable parameters to the values indicated for the Service Provider under test:



6.  Subscription Version Object Creation (S-1.00) = MEDIUM



7.  Subscription Version Status Attribute Value Change Notification – Activates  – To the New Service Provider (L-11.0 A1) = HIGH



8.  Subscription Version Status Attribute Value Change Notification – Activates  – To the Old Service Provider (L-11.0 A1.5) = LOW



9.  Subscription Version – Donor SP – Customer Disconnect Date Notification (L-6.0) – HIGH





			


			Prerequisite SP Setup:


			1.  Create 500 subscription versions for which you are the Old Service Provider.



2.  Create 500 subscription versions for which you are the New Service Provider and have them ready to be activated.



3.  Create and Activate 500 subscription versions and have them ready to be disconnected.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC & SP


			NPAC and SP Personnel perform the following activities simultaneously and in the order listed
Using the SOA, Service Provider Personnel:



-  Create 1000 subscription versions for which you are the New SP (will generate Subscription Version Object Create Notifications (S-1.00) to the Service Provider under test)



-  Activate the 500 subscription versions listed in Item 2 of the Prerequisite SP Setup (will generate Subscription Version Status Attribute Value Change– Activates – To the New Service Provider Notifications (L-11.0 A1) to the Service Provider under test)



Using the NPAC OpGUI, NPAC Personnel:



-  On behalf of the New SP activate the 500 subscription versions listed in Item 3 of the Prerequisite NPAC Setup (will generate Subscription Version Status Attribute Value Change– Activates – To the Old Service Provider Notifications (L-11.0 A1.5) to the Service Provider under test)



-  On behalf of the New SP, disconnect the 500 subscription versions listed in Item 4 of the Prerequisite NPAC Setup (will generate Subscription Version – Donor SP – Customer Disconnect Date Notifications (L-6.0) to the Service Provider under test)


			NPAC


			NPAC receives, validates, and starts processing all requests.





			2.


			NPAC


			NPAC SMS generates the appropriate notifications and sends them to the SOAs based on their SOA Notifications Priority Indicators. 


			SP


			All SP SOAs receive the notifications sent to them by the NPAC SMS.





			3.


			NPAC


			NPAC Personnel verify that all notifications were sent to the Service Provider under test according to the priorities that were set for the respective notifications.


			NPAC


			All notifications were sent according to the priorities that were set for the respective notifications.





			4.


			SP


			SP Personnel verify that all notifications were received according to the priorities that were set for the respective notifications.


			SP


			All notifications were received according to the priorities that were set for the respective notifications.








NOTE: There is significant timing involved in this test case.  Having the Customer TN Range Notification Indicator set to FALSE and both Service Provider and NPAC Personnel submitting all requests to the NPAC SMS simultaneously enough notifications should be generated to force a queue at the NPAC SMS which will, in turn, utilize the SOA Notification Priority settings. Service Providers also need to be aware that the NPAC SMS groups outbound messages in blocks of 100 and once dispatched the priority is not evaluated again until all 100 messages are sent.



8. Group Turn Up Test Scenarios related to NPAC Release 3.2.



Service Provider ID (SPID) Migration)



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 323-1


			SUT Priority:


			SOA 


			Required





			


			


			


			


			LSMS


			Required





			


			Objective:






			NPAC OP GUI – NPAC Personnel submit a request for a Partial SPID migration via Mass Update, where NPA-NXX, LRN, Subscription Version, NPA-NXX-X and Block Information exist for the migrating away from SPID.  Verification steps are performed to ensure the Service Provider system is now in synch with the NPAC SMS. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 323 





			


			NANC FRS Version Number:


			3.2.0


			Relevant Requirement(s):


			RR3-255, RR3-256, RR3-257, RR3-258, RR3-259, RR3-260, RR3-261, RR3-262, RR3-263, RR3-264, RR3-265, RR3-266, RR3-267, RR3-268, RR3-269, RR3-270, RR3-271, RR3-272, RR3-273, RR3-274, RR3-276, RR3-277





			


			NANC IIS Version Number:


			3.2.0


			Relevant Flow(s):


			





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			The “Migrating to” SPID for the Partial SPID Mass Update shall be the Service Provider under test. 



While all SOAs/LSMSs are associated with the NPAC SMS, create test data that includes NPA-NXX(s), LRN(s) and NPA-NXX-X(s) for a “Migrating Away From SPID” (SPID other than the Service Provider under test):



a)    Create three new NPA-NXX(s) for the ‘Migrating Away From’ SPID. (NPA-NXX a1, NPA-NXX a2, NPA-NXX a3)



b)    Create three new LRN(s) for the ‘Migrating Away From’ SPID, that would logically be associated with the NPA-NXX(s) created in (a) above. (LRN b1, LRN b2, LRN b3)



c)    Create two NPA-NXX-X(s) for the ‘Migrating Away From’ SPID respective to two of the NPA-NXX(s) that were created in (a) above. (NPA-NXX-X c1, NPA-NXX-X c2)



d)    Activate a Number Pool Block for one of the NPA-NXX-X(s) created in (c) above.  Verify this NPB has a status of ‘Active’ (NPB group d1) (SV group d1)



e)    Create and Activate Inter-SP Subscription Versions for a range of at least 100 TNs respective to the Number Pool Block activated in (d) above. (SV group e).  Verify this range of Subscription Versions has a range of ‘Active’.



f)    Create and Activate a range of at least 250 TNs respective to each of the NPA-NXXs created in (a) above. (SV group f1, SV group f2, SV group f3).  Verify this range of Subscription Version has a status of ‘Active’.



g)    Initiate a Deferred Disconnect for a range of 100 TNs respective to SV group f2 above.  Verify this range of Subscription Versions has a status of ‘Disconnect-Pending’.  (SV group g)



h)    Immediately Disconnect one range of 250 TNs that were activated in (f) above, (SV group f1).  Verify this range of Subscription Versions has a status of ‘Old’. (SV group h)



i)    Take at least one (but not all) of the LSMSs ‘off-line’ from the NPAC, that is accepting downloads for NPA-NXX a2 and create and Activate a range of 100 TNs for this NPA-NXX.  (SV group i)  Verify that this range of Subscription Versions exists with a status of ‘Partial-Fail’.



j)    Create and Activate a range of 100 TNs respective to NPA-NXX a3 above and then immediately ‘dis-associate’ all systems from the NPAC SMS to perform the Partial SPID Mass Update in this test case.  These Subscription Versions should then be in a state of ‘Sending’. (SV group j)









			


			Prerequisite SP Setup:


			Systems are disassociated while they update their local databases using the SIC-SMURF files from the NPAC SMS.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OP GUI, NPAC Personnel request a Partial SPID migration, specifying 



Migrating away from SPID



Migrating to SPID



NPA-NXX



LRN



NPA-NXX-X


			NPAC


			The NPAC SMS performs the request, generates the appropriate Selection Input Criteria SPID Mass Update Request Files (SIC-SMURF) for the specified criteria.









			2.


			SP


			Service Provider Personnel receive the SIC-SMURF files, take their systems ‘off-line’ from the NPAC SMS, and load the files into their LSMS system.


			SP


			Using the SOA/LSMS system, verify as applicable:



NPA-NXX a1, NPA-NXX a2, NPA-NXX a3 were updated to reflect the ‘Migrating to’ SPID



LRN b1, LRN b2, LRN b3 were updated to reflect the ‘Migrating to’ SPID



NPA-NXX-X c1, NPA-NXX-X c2 were updated to reflect the ‘Migrating to’ SPID



NPB group d1  was updated to reflect the ‘Migrating to’ SPID



SV group d1, SV group e, SV group f1, SV group f2, SV group f3, SV group g, SV group h*, SV group i, and SV group j were updated to reflect the ‘Migrating to’ SPID



* SV group h exists on the NPAC SMS with a status of ‘Old’ so verify on the local system as capable.





			3.


			NPAC


			At the same time as row 2 above, NPAC Personnel update the NPAC SMS database using the SIC-SMURF files.


			NPAC


			Verify the following on the NPAC SMS:



NPA-NXX a1, NPA-NXX a2, NPA-NXX a3 were updated to reflect the ‘Migrating to’ SPID



LRN b1, LRN b2, LRN b3 were updated to reflect the ‘Migrating to’ SPID



NPA-NXX-X c1, NPA-NXX-X c2 were updated to reflect the ‘Migrating to’ SPID



NPB group d1  was updated to reflect the ‘Migrating to’ SPID



SV group d1, SV group e, SV group f1, SV group f2, SV group f3, SV group g, SV group h, SV group i, and SV group j were updated to reflect the ‘Migrating to’ SPID





			4.


			SP


			After both the NPAC and Service Provider Personnel have successfully loaded the SIC-SMURF files into their respective databases, Service Provider Personnel re-associate their local systems with the NPAC SMS.


			SP


			The Service Provider local systems are associated with the NPAC SMS.





			5.


			NPAC


			NPAC Personnel perform a Full audit for the range of TNs respective to the Selection Input Criteria for the Partial SPID Migration request, to verify that all appropriate updates were processed from the SIC-SMURF File by the LSMS.


			NPAC


			Using the Audit Results Log, verify that there were no updates made.  If any updates were made as a result of running this audit, this test case fails.



Verify that



NPB group d1  was updated to reflect the ‘Migrating to’ SPID



SV group d1, SV group e, SV group f1, SV group f2, SV group f3, SV group g, SV group h, SV group i, and SV group j were updated to reflect the ‘Migrating to’ SPID





			E.


			Pass/Fail Analysis, NANC 323-1





			Pass


			Fail


			NPAC Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel were able to successfully process the SIC-SMURF file updates with their local databases in a timely fashion.








Linked Action Replies



NOTE:  Service Provider’s Local SMS Linked Replies Indicator, Service Provider’s SOA Linked Replies Indicator, NPAC Customer LSMS NPA-NXX-X Indicator, and NPAC Customer SOA NPA-NXX-X Indicator should be set to production values for testing NANC 187 functionality.



The Network Data, Block Data, Subscription Version Data and Notification Data Linked Replies Blocking Factors and Maximum Linked Recovered Objects should be set to predetermined values identified by the test team.  These parameters may not be set to ‘production or default’ values so as to be able to complete testing in an expeditious manner.



The test data identified in the prerequisites for these test cases are recommendations to achieve the test case objectives.  Many permutations of prerequisite data may create the appropriate test scenario and thus meet the test objective.  Test Engineers should consider each Service Provider’s capabilities and tailor the test data as is appropriate to meet the test objective and execute the test case expeditiously.  For example, consider whether the Service Provider supports NPA-NXX-X’s, Ranged Notifications and Linked Action Replies.  Based on this information, you may need to perform more or less activity to meet the test case objective.



This is a recovery test case written to cover both Service Provider systems that DO and DO NOT support Linked Replies, thus, this test case will supersede Test Case 8.1 from the NPAC SMS/Service Provider Certification & Regression Test Plan.


			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 187-1


			SUT Priority:


			SOA 


			N/A





			


			


			


			


			LSMS


			Required





			


			Objective:






			LSMS – Service Provider Personnel for either an EDR or non-EDR LSMS submit a resynchronization request for Network Data, Block Data, Subscription Version Data and Notification Data by time range, over the LSMS to NPAC SMS Interface, with the Service Provider’s Local SMS Linked Replies Indicator set to their production setting.  The recovery response includes a number of Network Data objects, Number Pool Block objects, Notifications and Subscription Versions less than or equal to their respective Linked Replies Blocking Factors. - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 187 and NANC 297





			


			NANC FRS Version Number:


			3.2.0


			Relevant Requirement(s):


			RR6-85, RR6-93, RR6-97, RR6-98, RR6-99, RR6-100, RR6-101, RR6-102, RR6-103, RR6-90, RR6-105





			


			NANC IIS Version Number:


			3.2.0


			Relevant Flow(s):


			B.7.1.1, B.7.1.2





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			Prerequisite data may be set up different depending on if this test case is being run during Individual testing versus Group Testing.  For example, during Individual Testing, if the service provider under test does not support NPA-NXX-X’s, don’t perform any of the related tasks or verify related data. 



During Group testing, need to create prerequisite data such that you meet the test case objective.  If service provider’s under test don’t support Ranged Notifications for example, you will either need to not perform the number pool block activities, or you may filter the NPA-NXX of the number pool block data for the service provider(s) that doesn’t support Range Notifications.



1.     While the EDR/non-EDR LSMS is disconnected from the NPAC SMS, NPAC Personnel should perform the following functions:



Create an LRN.



Delete an LRN for a different Service Provider.



Create an NPA-NXX.



Delete an NPA-NXX for a different Service Provider.



Activate a new Number Pool Block.



DePool an existing Number Pool Block.



Create NPA-NXX-X Information for different Service Providers.



Modify NPA-NXX-X Information for different Service Providers.



Delete NPA-NXX-X Information for different Service Providers.



Create an Inter-SP Subscription Version for a Pooled TN.



Disconnect a Pooled Ported TN.



Create an Inter-SP, Port-To-Original Subscription Version for a Pooled Ported TN.



Create a Subscription Version with the NPA-NXX created above.



Issue a Scheduled Downtime Notification.



Issue an activate request for an Inter-Service Provider Subscription Version.



Issue an Activate request for a range of two Inter-Service Provider Subscription Versions, where the broadcast to the LSMSs goes to a ‘partial failure’ state.



Create and concur to a range of 100 ‘Pending’ Subscription Versions where the Service Provider under test is the New Service Provider.  Put simulated SPID LSMS in recovery.  Use at least one simulator that is associated with the NPAC and is accepting downloads for this NPA-NXX.  Verify that the Service Provider under test is accepting downloads for this NPA-NXX.  Activate 50 ‘pending’ SVs from this group.  Verify that these subscription versions have a status of ‘Sending’.



Put simulated SPID LSMS in recovery.  Use at least one simulator that is associated with the NPAC and is accepting downloads for this NPA-NXX.  Verify that the Service Provider under test is accepting downloads for this NPA-NXX.  Activate an uncontaminated Number Pool Block on behalf of another Service Provider. Verify that the Pooled SVs and NPB have a status of ‘Sending’.



2.    While the EDR/non-EDR LSMS is in recovery, NPAC personnel should perform the following functions:



Create an NPA-NXX.



Activate a Subscription Version.





			


			Prerequisite SP Setup:


			The Service Provider LSMS should be ‘disassociated’ from the NPAC SMS while NPAC Personnel are performing the setup specified above.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			The Service Provider establishes an association from their LSMS to the NPAC SMS with the resynchronization flag set to TRUE.


			NPAC


			The NPAC SMS receives the association bind request from the LSMS. Once the association is established, the NPAC SMS queues all current updates.





			2.


			SP


			The LSMS issues an M-ACTION Request lnpDownload (network data) to the NPAC SMS and specifies the time range for the resync request.


			NPAC


			The NPAC SMS receives the M-ACTION.



1)    If the Service Provider’s Local SMS Linked Replies Indicator is set to FALSE, NPAC issues a single, normal M-ACTION Response lnpDownload message back to the LSMS with the Network Data.



2)    If the Service Provider’s Local SMS Linked Replies Indicator is set to TRUE, NPAC issues a single, normal M-ACTION Response lnpDownload message back to the LSMS with the Network Data updates.  The data does not exceed the Network Data Blocking factor, so there shall be only 1 normal message sent in this instance.









			3.


			NPAC


			As soon as the M-ACTION Request is received, NPAC Personnel issue an activate for an Intra or Inter Service Provider Subscription Version AND create a new NPA-NXX, belonging to any Service Provider.


			NPAC


			The NPAC SMS receives the M-ACTION Requests for the activate and NPA-NXX create.  It then sends an M-ACTION response to itself for the NPA-NXX create.





			4.


			NPAC


			NPAC SMS issues an M-SET Request to itself to set the subscriptionVersionNPAC object (subscription version).


			NPAC


			NPAC SMS issues an M-SET Response to itself.



The subscription version status is set to ‘sending.’



The subscriptionVersionActivationTimeStamp and subscriptionVersionModifiedTimeStamp are set.





			5.


			NPAC


			The NPAC SMS checks to see if the M-CREATE subscriptionVersion can be sent to the Service Provider LSMS


			NPAC


			The NPAC SMS does NOT send the M-CREATE subscriptionVersion to the Service Provider LSMS, since the LSMS is still in recovery mode.





			6.


			NPAC


			The NPAC SMS checks to see if the M-CREATE serviceProvNPA-NXX can be sent to the Service Provider LSMS


			NPAC


			The NPAC SMS does NOT send the M-CREATE seviceProvNPA-NXX to the Service Provider LSMS, since the LSMS is still in recovery mode.





			7.


			SP


			The LSMS Service Provider issues an M-ACTION Request lnpDownload (subscription data) to the NPAC SMS and specifies the start time for the resync request.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the LSMS.



1)    If the Service Provider’s Local SMS Linked Replies Indicator is set to FALSE, NPAC issues a single, normal M-ACTION Response lnpDownload message back to the LSMS with the Subscription Version Data.



2)    If the Service Provider’s Local SMS Linked Replies Indicator is set to TRUE, NPAC issues a single, normal M-ACTION Response lnpDownload message back to the LSMS with the Subscription Version data.  The data does not exceed the Subscription Version Data Blocking factor, so there shall be only 1 normal message sent in this instance.





			8. conditional


			SP


			The EDR LSMS Service Provider issues an M-ACTION Request lnpDownload (number pool block data) to the NPAC SMS and specifies the resync start time.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the EDR LSMS. 



1)    If the Service Provider’s Local SMS Linked Replies Indicator is set to FALSE, NPAC issues single, normal M-ACTION Response lnpDownload message back to the LSMS with the number pool block updates.



2)    If the Service Provider’s Local SMS Linked Replies Indicator is set to TRUE, NPAC issues a single, normal M-ACTION Response lnpDownload message back to the LSMS with the number pool block updates.  The data does not exceed the Number Pool Block Data Blocking factor, so there shall be only 1 normal message sent in this instance.









			9.


			SP


			The LSMS Service Provider issues an M-ACTION Request lnpNotificationRecovery (notification data) to the NPAC SMS and specifies a time range.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the LSMS:



1)    If the Service Provider’s Local SMS Linked Replies Indicator is set to FALSE, NPAC issues single, normal M-ACTION Response lnpDownload message back to the LSMS with the notification updates.



2)    If the Service Provider’s Local SMS Linked Replies Indicator is set to TRUE, NPAC issues a single, normal M-ACTION Response lnpDownload message back to the LSMS with the notification updates.  





			10.


			NPAC


			The NPAC SMS sends the M-EVENT-REPORT(s) to the Block Holder SOA for a number pool block with the SOA-Origination flag set to TRUE whose subscriptionFailedSP-List was just updated due to the number pool block download.  The status attribute value change contains the current status and the subscriptionFailedSP-List of the number pool block object.


			SP


			Block Holder SOA, to which the NPAC SMS issued an M-EVENT-REPORT, issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			11.


			SP


			The LSMS Service Provider issues an M-ACTION Request lnpRecoveryComplete to the NPAC SMS to set the resynchronization flag to FALSE.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the LSMS and sets the resynchronization flag to ‘off’. 





			12.


			NPAC


			NPAC SMS issues the following messages to the LSMS for the requests made while the LSMS was in recovery:



M-CREATE Request serviceProvNPA-NXX for the NPA-NXX that was created during recovery.



M-CREATE Request subscriptionVersion for the subscription version that was activated during recovery.






			SP


			The service provider’s LSMS receives the requests from the NPAC SMS for the requests that occurred during recovery and issues the following responses:



M-CREATE Response serviceProvNPA-NXX for the NPA-NXX that was created during recovery, indicating the LSMS successfully received/processed the request.



M-CREATE Response subscriptionVersion for the subscription version that was activated during recovery, indicating the LSMS successfully received/processed the request.





			13.


			SP 


			Service Provider Personnel, using the LSMS, perform a local query for the data updated in this test case.


			SP


			Verify that the following updates were sent:



1 LRN create.



1 LRN delete.



1 NPA-NXX create.



1 NPA-NXX delete.



1 Number Pool Block activate.



1 Number Pool Block depool.



1 NPA-NXX-X create – if supported by the Service Provider LSMS.



1 NPA-NXX-X modify – if supported by the Service Provider LSMS.



1 NPA-NXX-X delete – if supported by the Service Provider LSMS.



1 Pooled Ported TN disconnect.



1 First port of NPA-NXX notification.



1 Scheduled Downtime notification.



1 Single subscription version activate.



50 subscription versions that were activated.



1 Number Pool Block activate.



1 NPA-NXX create after recovery is complete



1 Subscription Version activate after recovery is complete





			14.


			NPAC


			NPAC Personnel perform a Full audit for the Subscription Versions that were activated during this test case. 


			NPAC


			Using the Audit Results Log, verify that there were no updates made.  If any updates were made as a result of running this audit, this test case fails.





			E.


			Pass/Fail Analysis, NANC 187-1





			Pass


			Fail


			NPAC Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel performed the test case as written.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 187-2


			SUT Priority:


			SOA 


			N/A





			


			


			


			


			LSMS


			Required





			


			Objective:






			LSMS – Service Provider Personnel for either an EDR or non-EDR LSMS submit a resynchronization request for Network Data, and Subscription Version Data by time range, over the LSMS to NPAC SMS Interface, with the Service Provider’s Local SMS Linked Replies Indicator set to their production setting.  The recovery response includes a number of Network Data objects greater than the Network Data Linked Replies Blocking Factor and less than the Network Data Maximum Linked Recovered Objects as well as a number of Subscription Version objects greater than the Subscription Data Linked Replies Blocking Factor and less than the Subscription Data Maximum Linked Recovered Objects. - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 187





			


			NANC FRS Version Number:


			3.2.0


			Relevant Requirement(s):


			RR6-87, RR6-88, RR6-93, RR6-103, RR6-90, RR6-95, RR6-104, RR6-96





			


			NANC IIS Version Number:


			3.2.0


			Relevant Flow(s):


			B.7.1.1, B.7.1.2





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:






			1.     While the EDR/non-EDR LSMS is disconnected from the NPAC SMS, NPAC Personnel should perform the following functions:



a)   Create 10 LRNs. (LRN group a)



b)   Delete 10 LRNs for a different Service Provider.  (LRN group b)



c)   Create 20 NPA-NXXs.  (NPA-NXX group c)



d)   Delete 10 NPA-NXXs for a different Service Provider.  (NPA-NXX group d)



e)   Activate 40 new Blocks.  (NPB group e)



f)   DePool 20 existing Blocks.  (NPB group f)



g)  Create 2 NPA-NXX-Xs for different Service Provider. (Dash X group g)



h)   Modify an NPA-NXX-X for different Service Provider. (Dash X group h)



i)   Delete an NPA-NXX-X for a different Service Provider. (Dash X group i)



j)  Create/Activate 20 Inter-SP Subscription Version for a Pooled TN. (SV group j)



k)   Disconnect 25 Pooled Ported TN. (SV group k)



l) Create/Activate 20 Inter-SP, Port-To-Original Subscription Version for a Pooled Ported TN. (SV group l)



m) Create 50 Subscription Version with the NPA-NXX created above. (SV group m)



n) Issue a Scheduled Downtime Notification.



o) Issue an activate request for 20 Inter-Service Provider Subscription Version. (SV group o)



p) Issue an Activate request for a range of 10 Inter-Service Provider Subscription Versions. (SV group p)



2.    While the EDR/non-EDR LSMS is in recovery, NPAC personnel should perform the following functions:



Create an NPA-NXX.



Activate a Subscription Version.





			


			Prerequisite SP Setup:


			The Service Provider LSMS should be ‘disassociated’ from the NPAC SMS while NPAC Personnel are performing the setup specified above.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			The Service Provider establishes an association from their LSMS to the NPAC SMS with the resynchronization flag set to TRUE.


			NPAC


			The NPAC SMS receives the association bind request from the LSMS. Once the association is established, the NPAC SMS queues all current updates.





			2.


			SP


			The LSMS issues an M-ACTION Request lnpDownload (network data) to the NPAC SMS and specifies the time range for the resync request.


			NPAC


			The NPAC SMS receives the M-ACTION.  



1)    If the Service Provider’s Local SMS Linked Replies Indicator is set to FALSE, NPAC issues a single M-ACTION Response lnpDownload message back to the LSMS with the Network Data updates for 



LRN group a



LRN group b



NPA-NXX group c



NPA-NXX group d



Dash X group g, if supported by the Service Provider under test



Dash X group h, if supported by the Service Provider under test



Dash X group i, if supported by the Service Provider under test



2)    If the Service Provider’s Local SMS Linked Replies Indicator is set to TRUE, NPAC issues multiple, linked M-ACTION replies, lnpDownload, followed by a non-linked, empty, normal response (indicating the end of the linked reply data) back to the LSMS with the Network Data updates.  These messages shall be linked for groups of (50) objects – there should be 2 linked replies.





			3.


			NPAC


			As soon as the M-ACTION Request is received, NPAC Personnel issue an activate for an Intra or Inter Service Provider Subscription Version (SV 3) AND create a new NPA-NXX, belonging to any Service Provider.


			NPAC


			The NPAC SMS receives the M-ACTION Requests for the activate and NPA-NXX create.  It then sends an M-ACTION response to itself for the NPA-NXX create.





			4.


			NPAC


			NPAC SMS issues an M-SET Request to itself to set the subscriptionVersionNPAC object (subscription version).


			NPAC


			NPAC SMS issues an M-SET Response to itself.



The subscription version status is set to ‘sending.’



The subscriptionVersionActivationTimeStamp and subscriptionVersionModifiedTimeStamp are set.





			5.


			NPAC


			The NPAC SMS checks to see if the M-CREATE subscriptionVersion can be sent to the Service Provider LSMS


			NPAC


			The NPAC SMS does NOT send the M-CREATE subscriptionVersion to the Service Provider LSMS, since the LSMS is still in recovery mode.





			6.


			NPAC


			The NPAC SMS checks to see if the M-CREATE serviceProvNPA-NXX can be sent to the Service Provider LSMS


			NPAC


			The NPAC SMS does NOT send the M-CREATE seviceProvNPA-NXX to the Service Provider LSMS, since the LSMS is still in recovery mode.





			7.


			SP


			The EDR and/or non-EDR LSMS Service Provider issues an M-ACTION Request lnpDownload (subscription data) to the NPAC SMS and specifies the start time for the resync request.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the LSMS Service Provider.



1)   If the Service Provider’s Local SMS Linked Replies Indicator is set to FALSE, NPAC issues a single M-ACTION Response lnpDownload messages back to the LSMS with the Subscription Version Data updates for:



If non-EDR LSMS, Pooled Subscription Versions associated with NPB group e



If non-EDR LSMS, Pooled Subscription Versions associated with NPB group f



SV group j



SV group k



SV group l



SV group o



SV group p



2)    If the Service Provider’s Local SMS Linked Replies Indicator is set to TRUE, NPAC issues multiple, linked M-ACTION replies, lnpDownload, followed by a non-linked, empty, normal response (indicating the end of the linked reply data) back to the LSMS with the ‘non-pooled’ Subscription Version Data updates.  This message shall be linked for groups of (50) objects – there should be at least 3 linked replies, if the Service Provider under test is non-EDR and does not support Ranged Notifications, there will be at least 43 linked replies.  If the service provider under test supports Ranged Notifications, there may be fewer than 43 linked replies based on the parameter setting. 





			8.



conditional


			SP


			The EDR LSMS Service Provider issues an M-ACTION Request lnpDownload (number pool block data) to the NPAC SMS and specifies a time range.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the EDR LSMS:



If the Service Provider’s Local SMS Linked Replies Indicator is set to FALSE, NPAC issues single, normal M-ACTION Response lnpDownload message back to the with the number pool block updates for:



NPB group e



NPB group f



2)    If the Service Provider’s Local SMS Linked Replies Indicator is set to TRUE, NPAC issues multiple, linked M-ACTION replies, lnpDownload, followed by a non-linked, empty, normal response (indicating the end of the linked reply data) back to the EDR LSMS with the number pool block updates. These messages shall be linked for groups of (50) objects – there should be 2 linked replies. 





			9.



conditional


			SP


			The LSMS Service Provider issues an M-ACTION Request lnpNotificationRecovery (notification data) to the NPAC SMS and specifies a time range.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the LSMS:



1)    If the Service Provider’s Local SMS Linked Replies Indicator is set to FALSE, NPAC issues single, normal M-ACTION Response lnpDownload message back to the LSMS with the notification updates for



Scheduled Downtime - lnpNPAC-SMS-Operational-Information



2)    If the Service Provider’s Local SMS Linked Replies Indicator is set to TRUE, NPAC issues a single, normal M-ACTION Response lnpDownload message back to the LSMS with the notification updates.  





			10.


			SP


			The LSMS Service Provider issues an M-ACTION Request lnpRecoveryComplete to the NPAC SMS to set the resynchronization flag to FALSE.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the LSMS and sets the resynchronization flag to ‘off’. 





			11.


			NPAC


			NPAC SMS issues the following messages to the LSMS for the request made while the LSMS was in recovery:



M-CREATE Request serviceProvNPA-NXX for the NPA-NXX that was created during recovery.



M-CREATE Request subscriptionVersion for the subscription version that was activated during recovery.


			SP


			The service provider’s LSMS receives the requests from the NPAC SMS for the requests that occurred during recovery and issues the following responses:



M-CREATE Response serviceProvNPA-NXX for the NPA-NXX that was created during recovery, indicating the LSMS successfully received/processed the request.



M-CREATE Response subscriptionVersion for the subscription version that was activated during recovery, indicating the LSMS successfully received/processed the request.





			12.


			SP 


			Service Provider Personnel, using the LSMS, perform a local query for the data updated in this test case.


			SP


			Verify that the following updates were sent:



LRN group a was created.



LRN group b was delete.



NPA-NXX group c was activated.



NPA-NXX group d was depooled.



On non-EDR LSMSs, Pooled Subscription Versions associated with NPB e were created.



On non-EDR LSMSs, Pooled Subscription Versions associated with NPB f were deleted.



NPA-NXX-X (Dash X group g) was created – if supported by the Service Provider LSMS.



NPA-NXX-X (Dash X group h) was modified – if supported by the Service Provider LSMS.



NPA-NXX-X (Dash X group i) was deleted – if supported by the Service Provider LSMS.



SV group j was created/activated.



SV group k was disconnected.



SV group l was created/activated.



First port of NPA-NXX notification associated with SV group m was sent.



Scheduled Downtime notification was sent.



SV group o was activated.



SV group p was activated.



1 NPA-NXX create after recovery is complete



SV3 was activated after recovery is complete.





			13.


			NPAC


			NPAC Personnel perform a Full audit for the Subscription Versions that were activated during this test case. 


			NPAC


			Using the Audit Results Log, verify that there were no updates made.  If any updates were made as a result of running this audit, this test case fails.





			E.


			Pass/Fail Analysis, NANC 187-2





			Pass


			Fail


			NPAC Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel performed the test case as written.








This is a recovery test case written to cover both Service Provider systems that DO and DO NOT support Linked Replies, thus, this test case will supersede TC 8.3 from the NPAC SMS/Service Provider Certification & Regression Test Plan



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			NANC 187-4


			SUT Priority:


			SOA 


			Required





			


			


			


			


			LSMS


			N/A





			


			Objective:






			SOA – Service Provider Personnel submit a resynchronization request for Network Data and Notification Data by time range, over the SOA to NPAC SMS Interface, with the Service Provider’s SOA Linked Replies Indicator set to their production setting.  The recovery response includes a number of Network Data objects less than or equal to the Network Data Linked Replies Blocking Factor and a number of Notifications less than or equal to the Notification Data Linked Replies Blocking Factor. - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 187





			


			NANC FRS Version Number:


			3.2.0


			Relevant Requirement(s):


			RR6-92, RR6-89





			


			NANC IIS Version Number:


			3.2.0


			Relevant Flow(s):


			B.7.2





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			Prerequisite data may be set up different depending on if this test case is being run during Individual testing versus Group Testing.  For example, during Individual Testing, if the service provider under test does not support NPA-NXX-X’s, don’t perform any of the related tasks or verify related data. 



1)    While the SOA is disconnected from the NPAC SMS, NPAC Personnel should perform the following functions for data within the time range to be resynced:



Create an LRN.



Delete an LRN for a different Service Provider.



Create an NPA-NXX.



Delete an NPA-NXX for a different Service Provider.



Create NPA-NXX-X Information for different Service Providers.



Modify NPA-NXX-X Information for different Service Providers.



Delete NPA-NXX-X Information for different Service Providers.



Activate a Block on behalf of the Service Provider that is ‘down’ with SOA Origination TRUE.



Create a Subscription Version with the NPA-NXX created above on behalf of the Old Service Provider and where the Service Provider Under Test is the New Service Provider; let the Initial and Final Concurrence timers expire.



Issue a Scheduled Downtime Notification.



Issue an immediate disconnect for a subscription version where the Service Provider Under Test is the Donor Service Provider.



Issue a Cancel request for a pending Inter-Service Provider Subscription Version for which both service providers have concurred to the pending port, on behalf of the Service Provider Under Test, let the Cancellation Initial Concurrence Timer expire.



Issue a Create request for a range of two pending subscription versions that were initially created by the New Service Provider, on behalf of the Old Service Provider, where the Authorization Flag is set to “False” and provide a Cause Code.



Issue an activate request for an Inter-Service Provider Subscription Version on behalf of the Service Provider Under Test.



Issue an Activate request for a range of two Inter-Service Provider Subscription Versions where a broadcast to the LSMSs goes into a Partial Failure status.



2)    While the SOA is in recovery, NPAC personnel should perform the following functions:



Create an NPA-NXX.



Activate a Subscription Version as the Service Provider Under Test.





			


			Prerequisite SP Setup:


			The service provider SOA should be ‘disassociated’ from the NPAC SMS while NPAC Personnel are performing the setup specified above





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			The Service Provider establishes an association from their SOA to the NPAC SMS with the resynchronization flag set to TRUE.


			NPAC


			The NPAC SMS receives the association bind request from the SOA. Once the association is established, the NPAC SMS queues all current updates.





			2.


			SP


			The SOA issues an M-ACTION Request lnpDownload (network data) to the NPAC SMS and specifies the time range for the resync request.


			NPAC


			The NPAC SMS receives the M-ACTION.



1)    If the Service Provider’s SOA Linked Replies Indicator is set to FALSE, NPAC issues a single, normal M-ACTION Response lnpDownload messages back to the SOA with the Network Data.



2)    If the Service Provider’s SOA Linked Replies Indicator is set to TRUE, NPAC issues a single, normal M-ACTION Response lnpDownload message back to the SOA with the Network Data updates.  The data does not exceed the Network Data Blocking factor, so there shall be only 1 message sent in this instance.









			3.


			NPAC


			As soon as the M-ACTION Request is received, NPAC Personnel issue a create for an NPA-NXX.


			NPAC


			The NPAC SMS receives the M-CREATE Request serviceProvNPA-NXX.





			4.


			NPAC


			The NPAC SMS checks to see if the M-CREATE servProvNPA-NXX can be sent to the SOA in recovery.


			NPAC


			The NPAC SMS does NOT issue the M-CREATE servProvNPA-NXX to the SOA since the SOA is still in recovery.





			5.


			NPAC


			NPAC Personnel issue an SV activate request.


			NPAC


			The NPAC SMS receives the M-ACTION Request.



The NPAC SMS issues an M-SET Request to itself and sets the SVs status to ‘sending.’



The NPAC SMS issues an M-SET Response to itself.





			6.


			NPAC


			The NPAC SMS checks to see if the M-ACTION subscriptionVersionActivate can be sent to the SOA in recovery.


			NPAC


			The NPAC SMS does NOT issue the M-ACTION subscriptionVersionActivate to the SOA since the SOA is still in recovery.





			7.


			NPAC


			The NPAC SMS checks to see if the M-EVENT-REPORT objectCreation can be sent to the SOA in recovery.


			NPAC


			The NPAC SMS does NOT issue the M-EVENT-REPORT objectCreation to the SOA since the SOA is still in recovery.





			8.


			SP


			The SOA Service Provider issues an M-ACTION Request lnpNotificationRecovery (notification data) to the NPAC SMS and specifies a time range.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the SOA.



1)    If the Service Provider’s SOA Linked Replies Indicator is set to FALSE, NPAC issues a single, normal M-ACTION Response lnpDownload messages back to the SOA with the Notification updates.



2)    If the Service Provider’s SOA Linked Replies Indicator is set to TRUE, NPAC issues a single, normal M-ACTION Response lnpDownload message back to the SOA with Notification updates.  The data does not exceed the Notification Data Blocking factor, so there shall be only 1 message sent in this instance.









			9.


			SP


			The SOA Service Provider issues an M-ACTION Request lnpRecovery to the NPAC SMS to set the resynchronization flag to FALSE.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the SOA and sets the resynchronization flag to ‘off’. 





			10.


			NPAC


			NPAC SMS issues the following messages to the SOA for the request made while the SOA was in recovery:



M-CREATE Request serviceProvNPA-NXX for the NPA-NXX that was created during recovery.



The NPAC SMS will issue, depending upon the new service provider’s TN Range Notification Indicator, a subscriptionVersionStatusAttributeValueChange or subscriptionVersionRangeStatusAttributeValueChange M-EVENT-REPORT notifications to the new service provider SOA of the status change using an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange






			SP


			The service provider’s SOA receives the requests from the NPAC SMS for the requests that occurred during recovery and issues the following responses:



M-CREATE Response serviceProvNPA-NXX for the NPA-NXX that was created during recovery, indicating the SOA successfully received/processed the request.



M-EVENT-REPORT Confirmation for the subscription version that NPAC personnel activated on behalf of the service provider during recovery, indicating the SOA successfully received the M-EVENT-REPORT.





			11.


			SP


			The SOA receives the M-ACTION Response from the NPAC SMS with the data updates since the association was re-established.


			


			





			12.


			NPAC


			NPAC Personnel verify the data was sent in the action response.


			NPAC


			Verify that the appropriate data was sent.





			13.


			SP


			Service Provider Personnel, using the SOA, perform a local query for the actions taken in this test case.


			SP


			Verify that the following updates were made:



1 LRN create.



1 LRN delete.



1 NPA-NXX create.



1 NPA-NXX delete.



1 NPA-NXX-X create – if supported by the Service Provider SOA.



1 NPA-NXX-X modify – if supported by the Service Provider SOA.



1 NPA-NXX-X delete – if supported by the Service Provider SOA.



1 First port of NPA-NXX notification.



1 Scheduled Downtime notification.



1 NPA-NXX create after recovery is complete



1 Subscription Version activate after recovery is complete









			E.


			Pass/Fail Analysis, NANC 187-4





			Pass


			Fail


			NPAC Personnel performed the test case as written.





			Pass


			Fail


			Service Provider Personnel performed the test case as written.
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10. Individual Turn Up Test Scenarios Related to NPAC Release 3.0.



Section 10 contains all test cases written for individual Service Provider Turn Up testing of Release 3.0.x of the NPAC software.  



10.1 Network Data Test Cases



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.1


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			O





			


			


			


			


			EDR LSMS


			O





			


			Objective:






			SOA - Service Provider Personnel attempt to delete an NPA-NXX that is part of NPA-NXX-X Information (Block Data does not exist). - Error





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RX3-3.1





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			B4.1.6 NPA-NXX Deletion by the SOA





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			N/A





			


			Prerequisite NPAC Setup:


			1. Verify that the NPA-NXX-X Information exists on the NPAC SMS respective to the NPA-NXX being deleted.



2. Verify that there are no Subscription Versions with LNP Type of LISP or LSPP and a status other than ‘old’ without a Failed SP List or ‘cancelled’ associated with the NPA-NXX to be deleted.



3. Verify that a Block respective to the NPA-NXX-X that will be used in this Test Case does not exist, nor does a Block Create Event exist.





			


			Prerequisite SP Setup:


			N/A





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using their SOA, Service Provider Personnel submit a request to the NPAC SMS to delete an NPA-NXX that they own and for which there is an associated NPA-NXX-X.



2. The SOA issues an M-DELETE Request serviceProvNPA-NXX to the NPAC.


			NPAC


			The NPAC SMS receives the M-DELETE Request from the SOA.





			2.


			NPAC


			1. The NPAC SMS verifies that the Service Provider requesting the NPA-NXX delete request is the same as the Service Provider that owns the NPA-NXX on the NPAC SMS.



2. The NPAC SMS checks the NPA-NXX-X information table to see if any NPA-NXX-X objects exist for this NPA-NXX.


			NPAC


			1. The NPAC SMS determines that an NPA-NXX-X object exists for this NPA-NXX  (this violates system requirements).



2. The NPAC SMS rejects the NPA-NXX delete request.



3. The NPAC SMS logs an error indicting that the NPA-NXX delete request failed due to the existence of NPA-NXX-X information.



4. The NPAC SMS issues an M-DELETE Error Response to the SOA indicating processingFailure.





			3.


			SP


			The SOA receives the M-DELETE Response from the NPAC SMS.


			SP


			The NPA-NXX is not deleted.





			4.


			NPAC


			NPAC Personnel perform a query for the NPA-NXX.


			NPAC


			Verify that the NPA-NXX was not deleted from the local database.





			5.


			SP – Optional


			Service Provider Personnel, using either the SOA or LSMS, perform a local query for the NPA-NXX.


			SP


			Verify that the NPA-NXX was not deleted from their local database.





			6.


			SP – Conditional


			Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the NPA-NXX.


			SP


			Verify that the NPA-NXX was not deleted from the NPAC database.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.3


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			O





			


			


			


			


			non-EDR LSMS


			C





			


			


			


			


			EDR LSMS


			C





			


			Objective:






			LSMS - Service Provider Personnel attempt to delete an NPA-NXX that is part of NPA-NXX-X Information (Block exists with status of ‘failed’ and a Failed SP List). - Error





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RX3-3.1





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			B4.1.5 NPA-NXX Deletion by the Local SMS





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			N/A





			


			Prerequisite NPAC Setup:


			1. Verify that the NPA-NXX-X Information exists on the NPAC SMS respective to the NPA-NXX being deleted. 



2. Verify that there are no Subscription Versions with LNP Type of LISP or LSPP and a status other than ‘old’ without a Failed SP List or ‘cancelled’ associated with the NPA-NXX to be deleted.



3. Verify that a Block exists with a status of ‘failed’ and a Failed SP List for this NPA-NXX.





			


			Prerequisite SP Setup:


			N/A





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using their LSMS, Service Provider Personnel submit a request to the NPAC SMS to delete an NPA-NXX that they own and for which there is a respective NPA-NXX-X associated.



2. The LSMS issues an M-DELETE Request serviceProvNPA-NXX to the NPAC.


			NPAC


			The NPAC SMS receives the M-DELETE Request from the LSMS.





			2.


			NPAC


			1. The NPAC SMS verifies that the Service Provider requesting the NPA-NXX delete request is the same as the Service Provider that owns the NPA-NXX on the NPAC SMS.



2. The NPAC SMS checks the NPA-NXX-X information table to see if any NPA-NXX-X objects exist for this NPA-NXX.


			NPAC


			1. The NPAC SMS determines that an NPA-NXX-X object or Block with a status other than ‘old’ and an empty Failed SP List, or Subscription Versions with a status other than ‘old’ and an empty Failed SP List exist for this NPA-NXX  (this violates system requirements).



2. The NPAC SMS rejects the NPA-NXX delete request.



3. The NPAC SMS logs an error indicting that the NPA-NXX delete request failed due to the existence of NPA-NXX-X information.



4. The NPAC SMS issues an M-DELETE Error Response to the LSMS.





			3.


			SP


			The LSMS receives the M-DELETE Response from the NPAC SMS.


			SP


			The NPA-NXX is not deleted.





			4.


			NPAC


			NPAC Personnel perform a query for the NPA-NXX.


			NPAC


			Verify that the NPA-NXX was not deleted from the local database.





			5.


			SP – Optional


			Service Provider Personnel, using either the SOA or LSMS, perform a local query for the NPA-NXX.


			SP


			Verify that the NPA-NXX was not deleted from their local database.





			6.


			SP – Conditional


			Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the NPA-NXX.


			SP


			Verify that the NPA-NXX was not deleted from the NPAC database.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.4


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			O





			


			


			


			


			EDR LSMS


			O





			


			Objective:






			SOA - Service Provider Personnel attempt to delete a LRN that is associated with a Block with a status of ‘old’ and a Failed SP List. – Error





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RX3-3.2





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			B.4.2.3 LRN Deletion by the SOA









			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			N/A





			


			Prerequisite NPAC Setup:


			1. Verify that NPA-NXX-X and Block Information exist on the NPAC SMS that uses the LRN being deleted.



2. Verify that there are no Subscription Versions with LNP Type of LISP or LSPP and a status other than ‘old’ without a Failed SP List or ‘cancelled’ associated with the LRN to be deleted.



3. Verify that a Block with the LRN that will be used in this Test Case exists with a status of ‘old’ with a Failed SP List.





			


			Prerequisite SP Setup:


			N/A





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using their SOA, Service Provider Personnel submit a request to delete an LRN that they own and for which there is an associated ‘Old’ with a FailedSP-List Block and NPA-NXX-X.



2. The SOA issues an M-DELETE Request serviceProvLRN to the NPAC.


			NPAC


			The NPAC SMS receives the M-DELETE Request from the SOA.





			2.


			NPAC


			1. The NPAC SMS verifies that the Service Provider that submitted the LRN delete request is the same as the Service Provider that owns the LRN on the NPAC SMS.



2. The NPAC SMS checks the Block Information table to see if any Block objects that exist on the NPAC SMS are using this LRN.


			NPAC


			1. The NPAC SMS determines that a Block object using this LRN exists on the NPAC SMS (this violates system requirements).



2. The NPAC SMS rejects the LRN delete request.



3. The NPAC SMS logs an error indicating that the LRN delete request failed due to the existence of an ‘active-like’ Block.



4. The NPAC SMS issues an M-DELETE Error  Response indicating processingFailure.









			3.


			SP


			The SOA receives the M-DELETE Response from the NPAC SMS.


			SP


			The LRN is not deleted.





			4.


			NPAC


			NPAC Personnel perform a query for the LRN.


			NPAC


			Verify that the LRN was not deleted from the local database.





			5.


			SP – Optional


			Service Provider Personnel, using either the SOA or LSMS, perform a local query for the LRN.


			SP


			Verify that the LRN was not deleted from their local database.





			6.


			SP – Conditional


			Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the LRN.


			SP


			Verify that the LRN was not deleted from the NPAC database.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			2.6


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			O





			


			


			


			


			EDR LSMS


			O





			


			Objective:






			LSMS - Service Provider Personnel attempt to delete a LRN that is associated with a Block that has a status of ‘partial-fail’ and a Failed SP List. – Error





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RX3-3.2





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			B.4.2.7 LRN Deletion by the Local SMS





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			N/A





			


			Prerequisite NPAC Setup:


			1. Verify that NPA-NXX-X and Block Information exist on the NPAC SMS that uses the LRN being deleted.



2. Verify that there are no Subscription Versions with LNP Type of LISP or LSPP and a status other than ‘old’ without a Failed SP List or ‘cancelled’ associated with the LRN to be deleted.



3. Verify that a Block with the LRN that will be used in this Test Case exists with a status of ‘partial fail’ and a Failed SP List.





			


			Prerequisite SP Setup:


			N/A





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using their LSMS, Service Provider Personnel submit a request to delete an LRN that they own and for which there is an associated ‘Partial-Failure’ Block (and NPA-NXX-X).



2. The LSMS issues an M-DELETE Request serviceProvLRN to the NPAC.


			NPAC


			The NPAC SMS receives the M-DELETE Request from the LSMS.





			2.


			NPAC


			1. The NPAC SMS verifies that the Service Provider that submitted the LRN delete request is the same as the Service Provider that owns the LRN on the NPAC SMS.



2. The NPAC SMS checks the Block Information table to see if any Block objects that exist on the NPAC SMS are using this LRN.


			NPAC


			1. The NPAC SMS determines that a Block object using this LRN exists on the NPAC SMS (this violates system requirements).



2. The NPAC SMS rejects the LRN delete request.



3. The NPAC SMS logs an error indicating that the LRN delete request failed due to the existence of an ‘active-like’ Block.



4. The NPAC SMS issues an M-DELETE error response to the LSMS.





			3.


			SP


			The LSMS receives the M-DELETE Response from the NPAC SMS.


			SP


			The LRN is not deleted.





			4.


			NPAC


			NPAC Personnel perform a query for the LRN.


			NPAC


			Verify that the LRN was not deleted from the local database.





			5.


			SP – Optional


			Service Provider Personnel, using either the SOA or LSMS, perform a local query for the LRN.


			SP


			Verify that the LRN was not deleted from their local database.





			6.


			SP – Conditional


			Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the LRN.


			SP


			Verify that the LRN was not deleted from the NPAC database.








10.2 NPA-NXX-X Test Cases



10.2.1   Create NPA-NXX-X Information Test Cases:



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			3.1.1


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			NPAC OP GUI - NPAC Personnel create NPA-NXX-X Information, where the Block Holder SPID is the same as the Code Holder SPID and must be neither a primary or secondary SPID and the NPAC SMS schedules the Number Pool Block create, and the NPAC SMS activates upon scheduled date and time. The following Service Provider configurations are in place:



1. 1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to receive the download.



2. 1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to receive the download.



3. 1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to NOT receive the download.



4. 1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to NOT receive the download).



 - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-61, RR3-63, RR3-64, RR3-65, RR3-66, RR3-67.1, RR67.2, RR3-68, RR3-69, RR3-70, RR3-71, RR3-72, RR3-73, RR3-75.1, RR3-75.3, RR3-76.1, RR3-76.2, RR3-78, RR3-79.1, RR3-79.2, RR3-84, RR3-85, RR3-92, RR3-93, RR3-94, RR3-119, RR3-120, RR3-121, RR3-122, RR3-123, RR3-128, RR3-129, RR3-130, RR3-149, RR3-151, RR5-85, RR5-86, RR5-87





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			1.1 Service Provider NPA-NXX-X Create by NPAC SMS



2.2 Number Pool Block Create by NPAC SMS



2.3 Number Pool Block Create Broadcast: Successful



2.3.1 Number Pool block Create Broadcast Successful to Local SMS



2.3.2 Number Pool Block Create: Successful Broadcast





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify the NPA-NXX exists on the NPAC SMS for the NPA-NXX-X Information to be created.



2. Verify that there are not any ‘pending-like, no-active’ Subscription Versions (Subscription Versions with a status of ‘pending’, ‘conflict’, ‘cancel-pending’, or ‘failure’) existing for TNs within the 1K Block.



3. Verify that there are no ‘active’ Subscription Versions for the TNs in the NPA-NXX-X. (The Number Pool Block and 1K Block of Subscription Versions to be created should not be contaminated.) 



4. Verify the following Service Provider configurations exist: 



· Service Provider (‘A’) has a filter set to receive the NPA-NXX, an EDR LSMS with the LSMS NPA-NXX-X Indicator of TRUE and a SOA NPA-NXX-X Indicator of FALSE. 



· Service Provider (‘B’) has a filter set to receive the NPA-NXX, an EDR LSMS with the LSMS NPA-NXX-X Indicator of FALSE and a SOA NPA-NXX-X Indicator of TRUE.



· Service Provider (‘C’) has a filter set to not receive the NPA-NXX, a non-EDR LSMS with the LSMS NPA-NXX-X Indicator of TRUE and a SOA NPA-NXX-X Indicator of FALSE.



· Service Provider (‘D’) has a filter set to not receive the NPA-NXX and a non-EDR LSMS with the LSMS NPA-NXX-X Indicator of FALSE and a SOA NPA-NXX-X Indicator of TRUE.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			1. Using the NPAC OP GUI, NPAC Personnel submit a request to create NPA-NXX-X Information, specifying the following:



· Service Provider ‘A’ as the Code Holder SPID and the Block Holder SPID



· an Effective Date that is valid based on the Effective Date Window Tunable



· the SOA Origination Indicator is set to FALSE



· the default value as the scheduled date/time



2. The following attributes are required for the Number Pool Block Create Event to be scheduled:



· numberPoolBlockNPA-NXX-X



· numberPoolBlockSPID



· numberPoolBlockLRN



· numberPoolBlockCLASS-DPC



· numberPoolBlockCLASS-SSN



· numberPoolBlockCNAM-DPC



· numberPoolBlockCNAM-SSN



· numberPoolBlockISVM-DPC



· numberPoolBlockISVM-SSN



· numberPoolBlockLIDB-DPC



· numberPoolBlockLIDB-SSN



· numberPoolBlockWSMSC-DPC - if supported by the Service Provider SOA



· numberPoolBlockWSMSC-SSN - if supported by the Service Provider SOA


			NPAC


			1. The NPAC SMS provides the serviceProvNPA-NXX-X Value, serviceProvNPA-NXX-X-EffectiveTimeStamp, and Block Holder SPID.



2. The NPAC SMS performs the following validations for the NPA-NXX-X Information:



· Verifies that the serviceProvNPA-NXX-X value is an existing NPA-NXX on the NPAC SMS.



· Verifies that the NPA-NXX-X Effective Date is greater than or equal to the Effective Date of the NPA-NXX



· Verifies that the NPA-NXX-X Effective Date is greater than or equal to the current date plus the Effective Date tunable number of days.



· Verifies that there is not a serviceProvNPA-NXX-X object that already exists with this NPA-NXX-X value.



· Verifies that the NPA-NXX-X Service Provider ID is an existing Service Provider on the NPAC SMS.



· Verifies there are not any Subscription Versions within the 1K Block with a status of ‘pending’, ‘conflict’, ‘cancel-pending’, or ‘failed’ without a respective ‘active’ Subscription Version.



3. The NPAC SMS performs the following validations for the Number Pool Block Create Information:



· Verifies the NPA-NXX-X exists for the respective Number Pool Block.



· Verifies all attributes specified are valid (performs field level validations, as well as verifies the scheduled date/time is a valid date and time and is greater than or equal to the Effective Date, and that the LRN specified is a valid LRN for the Block Holder SPID defined on the NPAC SMS).



· Verifies a numberPoolBlock object does not already exist for the NPA-NXX-X specified.



· Verifies there are not any Subscription Versions within the 1K Block with a status of ‘pending’, ‘conflict’, ‘cancel-pending’ or ‘failed’, without a respective ‘active’ Subscription Version.









			2.


			NPAC 


			1. The NPAC SMS issues an M-CREATE Request serviceProvNPA-NXX-X to itself.



2. The NPAC SMS sets the following attributes:



· serviceProvNPA-NXX-X-ID



· serviceProvNPA-NXX-X-Value



· serviceProvNPA-NXX-X-CreationTimeStamp



· serviceProvNPA-NXX-X-EffectiveTimeStamp



· serviceProvNPA-NXX-X-ModifiedTimeStamp



· serviceProvNPA-NXX-X-DownloadReason


			NPAC


			1. The NPAC SMS issues an M-CREATE Response serviceProvNPA-NXX-X to itself.



2. The NPAC SMS ‘schedules’ the Number Pool Block Create Event based on the GUI entry for NPA-NXX-X Effective Date.





			3.


			NPAC


			1. The NPAC SMS sends an M-CREATE request to all SOAs for the serviceProvNPA-NXX-X who support the object according to the ‘NPAC Customer SOA NPA-NXX-X’ Indicator in their Service Provider Profile, and are accepting downloads for this NPA-NXX. The following attributes are included:



· serviceProvNPA-NXX-X-ID



· serviceProvNPA-NXX-X-Value



· serviceProvNPA-NXX-X-CreationTimeStamp



· serviceProvNPA-NXX-X-EffectiveTimeStamp



· serviceProvNPA-NXX-X-ModifiedTimeStamp



· serviceProvNPA-NXX-X-DownloadReason



2. The NPAC SMS sends an M-CREATE Request to all LSMSs for the serviceProvNPA-NXX-X who support the object according to the ‘NPAC Customer LSMS NPA-NXX-X Indicator’ in their Service Provider Profile, and are accepting downloads for this NPA-NXX. The following attributes are included:



· serviceProvNPA-NXX-X-ID



· serviceProvNPA-NXX-X-Value



· serviceProvNPA-NXX-X-CreationTimeStamp



· serviceProvNPA-NXX-X-EffectiveTimeStamp



· serviceProvNPA-NXX-X-ModifiedTimeStamp



· serviceProvNPA-NXX-X-DownloadReason


			SP


			1. SOAs, accepting downloads for this NPA-NXX and have their ‘NPAC Customer SOA NPA-NXX-X’ Indicator set to TRUE, receive the M-CREATE Request for the serviceProvNPA-NXX-X object.



2. LSMSs accepting downloads for this NPA-NXX and have their ‘NPAC Customer LSMS NPA-NXX-X’ Indicator set to TRUE, receive the M-CREATE Request for the serviceProvNPA-NXX-X object.





			4.


			SP


			1. SOAs, who are accepting downloads for the NPA-NXX, send M-CREATE Response to the NPAC SMS indicating the serviceProvNPA-NXX-X object was successfully created.



2. LSMSs, who are accepting downloads for the NPA-NXX, send M-CREATE Response to the NPAC SMS indicating the serviceProvNPA-NXX-X object was successfully created.


			NPAC


			1. The NPAC SMS receives the serviceProvNPA-NXX-X Responses from the SOAs in the region.



2. The NPAC SMS receives the serviceProvNPA-NXX-X Responses from the LSMSs in the region.





			5.


			NPAC


			NPAC Personnel perform an NPA-NXX-X Query on the NPAC SMS.


			NPAC


			Verify that the NPA-NXX-X exists on the NPAC SMS.





			6.


			SP – Optional


			Service Provider Personnel perform an NPA-NXX-X Query on their local system.


			SP


			1. Service Provider 'A’ verifies that it has the NPA-NXX-X on its LSMS, but not its SOA (based on its NPA-NXX-X Indicators in its Service Provider Profile).



2. Service Provider ‘B’ verifies that it has the NPA-NXX-X on its SOA, but not its LSMS (Based on its NPA-NXX-X Indicators in its Service Provider Profile).



3. Service Providers ‘C’ and ‘D’ verify that they do not have the NPA-NXX-X on either system (this is based on the fact that they had a filter set to NOT receive downloads for this NPA-NXX regardless of their NPA-NXX-X Indicators in their Service Provider Profile).





			7.


			SP –Conditional


			Service Provider Personnel, using their local system perform an NPAC query for the NPA-NXX-X.


			SP


			Verify that the NPA-NXX-X exists on the NPAC SMS.





			8.


			NPAC


			NPAC Personnel query for the Number Pool Block Create Event.


			NPAC


			Verify that the Number Pool Block Create Event is scheduled according to the default, scheduled date/time.





			9.


			NPAC


			NPAC Personnel view the web bulletin board on the NPAC website for the respective region in which this NPA-NXX-X was created.


			NPAC


			Verify that the following attributes were added to the web bulletin board:



· NPAC Customer ID



· NPAC Customer Name



· NPA-NXX-X Value



· NPA-NXX-X Effective Date





			10.


			NPAC


			The NPA-NXX-X Effective Date is reached. 


			NPAC


			1. On the Effective Date (the scheduled date/time) the NPAC SMS issues an M-ACTION Request numberPoolBlock Create to itself.



2. The NPAC SMS verifies the following information:



· The serviceProvNPA-NXX-X object exists for the NPA-NXX-X (respective NPA-NXX-X information).



· All attributes specified are valid.



· A numberPoolBlockNPAC object does not already exist for the NPA-NXX-X (a duplicate Number Pool Block does not already exist), or if one exists it has a status of ‘old’ with an empty failed SP list.



· The current date is greater than or equal to the NPA-NXX-X Effective Timestamp.



· No Subscription Version objects exist within the Number Pool Block with a status of ‘pending’, ‘conflict’, ‘cancel-pending’ or ‘failed’, and no active Subscription Versions exist for those TNs.





			11.


			NPAC


			The NPAC SMS issues an M-CREATE Request numberPoolBlockNPAC to itself and sets the following attributes:



· The numberPoolBlockSOA-Origination Indicator is set to FALSE.



· The numberPoolBlockCreationTimeStamp, numberPoolBlockActivationTimeStamp, numberPoolBlockBroadcastTimeStamp and numberPoolBlockModifiedTimeStamp are set to the current date and time. 



· The numberPoolBlockStatus is set to ‘sending’.


			NPAC


			The NPAC SMS issues an M-CREATE Response numberPoolBlockNPAC to itself.





			12.


			NPAC


			1. The NPAC SMS issues an M-CREATE request to create the corresponding subscriptionVersionNPAC object(s).



2. The Subscription Versions that are created have an LNP Type set to ‘POOL’ and the status is set to ‘sending’. The subscriptionModifiedTimeStamp, subscriptionActivationTimeStamp, subscriptionBroadcastTimeStamp and subscriptionCreationTimeStamp are set to the current date and time.


			NPAC


			The NPAC SMS issues an M-CREATE Response subscriptionVersionNPAC to itself.





			13.


			NPAC


			The NPAC SMS issues an M-ACTION Response numberPoolBlock-Create to itself. 


			


			





			14.


			NPAC 


			1. The NPAC SMS issues an M-ACTION Request subscriptionVersionLocalSMS-Create to the non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX.



2. At the same time as step 14.1, the NPAC SMS issues an M-CREATE Request numberPoolBlock to the EDR LSMSs in the region that are accepting downloads for this NPA-NXX.


			SP


			1. The non-EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-ACTION Request, verify the action is valid and return an M-ACTION Response subscriptionVersionLocalSMS-Create.



2. The EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-CREATE Request, and return an M-CREATE Response numberPoolBlock.



3. Upon the first successful response from an LSMS, the NPAC SMS sets the following timestamps to the current date and time:



· numberPoolBlockActivationCompleteTimeStamp



· subscriptionActivationCompleteTimeStamp



· numberPoolBlockModifiedTimeStamp



· subscriptionModifiedTimeStamp



4. The non-EDR LSMSs proceed to execute all the creates specified by the M-ACTION Request and issue a subscriptionVersionLocalSMS-CreateResults M-EVENT-REPORT specifying the Subscription Versions were successfully created.









			15.


			NPAC


			The NPAC SMS receives the M-EVENT-REPORT subscriptionVersionLocalSMS-CreateResults from each non-EDR LSMS in the region that initiated this message.


			NPAC


			1. The NPAC SMS responds to each of the M-EVENT-REPORT subscriptionVersionLocalSMS-CreateResults as it receives these notifications with M-EVENT-REPORT Confirmations.



2. The NPAC SMS waits for all subscriptionVersionLocalSMS-CreateResults notification for a tunable amount of time.



3. The NPAC SMS receives all the M-EVENT-REPORT confirmations from the LSMSs. 





			16.


			NPAC


			1. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself.



2. The NPAC SMS updates all the subscriptionVersionNPAC objects (Subscription Versions) within the 1K Block that were broadcast by setting the subscriptionVersionStatus to 'active', and setting the subscriptionModifiedTimeStamp to the current date and time.


			NPAC


			The NPAC SMS issues an M-SET Response to itself.





			17.


			NPAC


			1. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself.



2. The NPAC SMS updates the numberPoolBlock by setting the numberPoolBlockStatus to 'active' and setting the numberPoolBlockModifiedTimeStamp to the current date and time.


			NPAC


			The NPAC SMS issues an M-SET Response to itself.





			18.


			NPAC


			NPAC Personnel perform a query for the Number Pool Block and the 1K Block of Subscription Versions of LNP Type ‘POOL’.


			NPAC


			1. Verify the Number Pool Block exists with a status of ‘active’ and an empty Failed SP List.



2. Verify the 1K Block of Subscription Versions exist with an LNP Type set to ‘POOL’, a status of ‘active’ and an empty Failed SP List.



3. Verify data integrity (LRN and GTT data) has been maintained between the 1K Block and the Subscription Versions of LNP Type set to ‘POOL’.





			19.


			SP – Optional


			Service Provider Personnel, perform a local query for the Number Pool Block and the 1K Block of Subscription Versions.


			SP


			1. Service Provider ‘A’ verifies that the Number Pool Block exists on its LSMS with a status of ‘active’ .



2. Service Provider ‘B’ verifies that the Number Pool Block exists on its SOA with a status of ‘active’ and an empty Failed SP List.



3. Service Provider ‘C’ verifies that the 1K Block of Subscription Versions exist on its LSMS with an LNP Type set to ‘POOL’.



4. Service Provider ‘D’ verifies that it does not have the 1K Block of Subscription Versions on its LSMS or the Number Pool Block on its SOA since it had a filter set to not receive downloads for the respective NPA-NXX.



5. Verify data integrity (LRN and GTT data) has been maintained between the 1K Block and the Subscription Versions of LNP Type set to ‘POOL’ on the SOA and/or LSMS.





			20.


			SP – Conditional


			Service Provider Personnel, using their local system, perform an NPAC query for the Number Pool Block and the 1K Block of Subscription Versions.


			SP


			1. Verify the Number Pool Block exists with a status of ‘active’ and an empty Failed SP List exists on the NPAC SMS.



2. Verify the 1K Block of Subscription Versions exist with an LNP Type set to ‘POOL’, a status of ‘active’ and an empty Failed SP List exists on the NPAC SMS.



3. Verify data integrity (LRN and GTT data) has been maintained between the 1K Block and the Subscription Versions of LNP Type set to ‘POOL’ on the NPAC SMS.








Note: When setting the ‘SOA Origination’ Indicator to FALSE in the NPA-NXX-X create, NPAC Personnel have to enter the Number Pool Block Default routing information.  This information is not sent with the NPA-NXX-X create it will be sent to LSMSs upon Number Pool Block creation/activation on the NPAC SMS.



10.2.2   Modify NPA-NXX-X Information Test Cases:



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			3.2.1


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			C





			


			


			


			


			EDR LSMS


			C





			


			Objective:






			NPAC OP GUI - NPAC Personnel modify the Effective Date of the NPA-NXX-X Information - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-61, RR3-95, RR3-96, RR3-97, RR3-99, RR3-100, RR3-101





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			1.2 Service Provider NPA-NXX-X Modification by NPAC SMS





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			3.1.1 NPAC OP GUI - NPAC Personnel create NPA-NXX-X Information, where the Block Holder SPID is the same as the Code Holder SPID and must be neither a primary or secondary SPID and the NPAC SMS schedules the Number Pool Block create. The following Service Provider configurations are in place:



1. 1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to receive the download.



2. 1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to receive the download.



3. 1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to NOT receive the download.



4. 1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to NOT receive the download).



 - Success





			


			Prerequisite NPAC Setup:


			1. Verify the NPA-NXX-X to be modified exists on the NPAC SMS, with a respective Number Pool Block Create Event scheduled to run.



2. Verify the current date is less than the current NPA-NXX-X Effective Date.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OP GUI, NPAC Personnel submit a request to modify the Effective Date of an existing NPA-NXX-X on the NPAC SMS with a respective Number Pool Block Create Event scheduled to run.  Service Provider Personnel modify the Effective Date to a date greater than the current date, as well as greater than the NPA-NXX-X Creation Date, plus the NPA-NXX-X Holder Effective Date Window tunable parameter.


			NPAC


			The NPAC SMS performs the following validations:



· Verifies that the modified Effective Date is equal to or greater than the current date.



· Verifies that the modified Effective Date for the NPA-NXX-X is equal to or greater than the NPA-NXX-X Creation Date plus the value of the NPA-NXX-X Holder Effective Date Window tunable parameter.



· Determines that there is a respective Number Pool Block Create Event associated with this NPA-NXX-X, and modifies the scheduled date/time to the new NPA-NXX-X Effective Date.





			2.


			NPAC


			The NPAC SMS issues an M-SET Request serviceProvNPA-NXX-X to itself, to update the serviceProvNPA-NXX-X-EffectiveTimeStamp and set the serviceProvNPA-NXX-X-ModifiedTimeStamp.


			


			The NPAC SMS issues an M-SET Response serviceProvNPA-NXX-X to itself.





			3.


			NPAC


			1. The NPAC SMS sends an M-SET Request to update the serviceProvNPA-NXX-X object to all SOAs that support the NPA-NXX-X object according to the ‘SOA NPA-NXX-X Indicator’ in their Service Provider profile on the NPAC SMS and are accepting downloads for the respective NPA-NXX.



2. The NPAC SMS sends an M-SET Request to update the serviceProvNPA-NXX-X object to all LSMSs that support the NPA-NXX-X object according to the ‘NPAC Customer LSMS NPA-NXX-X Indicator’ in their Service Provider profile on the NPAC SMS and are accepting downloads for the respective NPA-NXX.


			SP


			1. SOAs accepting downloads for this NPA-NXX receive the M-SET Request for the serviceProvNPA-NXX-X object.



2. LSMSs accepting downloads for this NPA-NXX receive the M-SET Request for the serviceProvNPA-NXX-X object.





			4.


			SP


			1. SOAs, who are accepting downloads for the NPA-NXX and support the NPA-NXX-X object according to the ‘NPAC Customer SOA NPA-NXX-X Indicator’, send an M-SET Response to the NPAC SMS indicating the modification was successful.



2. LSMSs, who are accepting downloads for the NPA-NXX and support the NPA-NXX-X object according to the ‘NPAC Customer SOA NPA-NXX-X Indicator’, send an M-SET Response to the NPAC SMS indicating the modification was successful.


			NPAC


			1. The NPAC SMS receives the serviceProvNPA-NXX-X Responses from the SOAs.



2. The NPAC SMS receives the serviceProvNPA-NXX-X Responses from the LSMSs.





			5.


			NPAC


			NPAC Personnel perform an NPA-NXX-X Query on the NPAC SMS.


			NPAC


			Verify that the NPA-NXX-X exists, and that the NPA-NXX-X Effective Date reflects the new, modified date.





			6.


			SP – Optional


			Service Provider Personnel perform an NPA-NXX-X Query on their SOA and/or LSMS.


			SP


			Verify the NPA-NXX-X exists on their local system and that it reflects the new, modified NPA-NXX-X Effective Date.





			7.


			SP - Conditional


			Service Provider Personnel,  perform an NPAC SMS query for the NPA-NXX-X which was used in this Test Case.


			SP


			Verify the NPA-NXX-X exists on the NPAC SMS and that it reflects the new, modified NPA-NXX-X Effective Date.





			8.


			NPAC


			NPAC Personnel perform a Number Pool Block Create Event Query.


			NPAC


			Verify that the respective Number Pool Block Create Event, to this NPA-NXX-X is scheduled to run on the new, modified NPA-NXX-X Effective Date.








10.2.3   Delete NPA-NXX-X Information Test Cases:



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			3.3.1


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			NPAC OP GUI - NPAC Personnel delete NPA-NXX-X Information when subordinate information (Number Pool Block and Subscription Versions) exist, post Effective Date, to 4 LSMSs with the following configurations:



1. 1 with LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to receive the download.



2. 1 with LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to NOT receive the download



3. 1 with LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to receive the download



4. 1 with LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to NOT receive the download



 - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-61, RR3-102, RR3-103, RR3-110, RR3-111, RR3-120, RR3-121, RR3-122, RR3-137.4 (row1), RR3-138.2 (row1), RR3-173, RR3-174, RR3-175, RR3-176, RR3-177, RR3-178, RR3-179, RR5-85, RR5-86, RR5-87, RR5-111





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.19 Number Pool Block De-Pool by NPAC SMS



2.20.1 Number Pool Block De-Pool Broadcast of Subscription Version and Number Pool Block Deletes



2.20.2 Number Pool Block De-Pool Broadcast Successful NPA-NXX-X Updates 





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			3.1.1 NPAC OP GUI - NPAC Personnel create NPA-NXX-X Information, where the Block Holder SPID is the same as the Code Holder SPID and must be neither a primary or secondary SPID and the NPAC SMS schedules the Number Pool Block create. The following Service Provider configurations are in place:



1. 1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to receive the download.



2. 1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to receive the download.



3. 1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to NOT receive the download.



4. 1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to NOT receive the download).



 - Success





			


			Prerequisite NPAC Setup:


			1. Verify the NPA-NXX-X and subordinate Number Pool Block to be deleted (in an ‘active’ status with an empty Failed-SP-List) exists on the NPAC SMS.  



2. Verify there are not any ‘Pending-Like, with Active Pool’ Subscription Versions (Subscription Versions with ‘pending’, ‘conflict’, ‘cancel-pending’, or ‘failure’) where the Old Service Provider is the Block Holder SPID and the current active Subscription Version is of LNP Type set to ‘POOL’.



3. Verify there are not any ‘Pending-Like, Port-to-Original’ Subscription Versions (Subscription Versions with ‘pending’, ‘conflict’, ‘cancel-pending’, or ‘failure’) where the Port-to-Original Indicator is TRUE.



4. Verify that at least two Service Providers have a filter set to receive data downloads for this NPA-NXX.  One Service Provider (‘A’) should have an LSMS NPA-NXX-X Indicator of TRUE and a SOA NPA-NXX-X Indicator of FALSE, and one Service Provider (‘B’) should have an LSMS NPA-NXX-X Indicator of FALSE and a SOA NPA-NXX-X Indicator of TRUE in their customer profiles on the NPAC SMS.



5. Verify that at least two Service Providers (known as Service Provider ‘C’ and ‘D’) have a filter set to NOT receive data downloads for this NPA-NXX.  One Service Provider should have an LSMS NPA-NXX-X Indicator of TRUE and a SOA NPA-NXX-X Indicator of FALSE, and one should have an LSMS NPA-NXX-X Indicator of FALSE and a SOA NPA-NXX-X Indicator of TRUE. 



6. Verify that the SOA Origination Indicator is set to TRUE, for the Number Pool Block that is being deleted.





			


			Prerequisite SP Setup:


			 





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1. 


			NPAC


			Using the NPAC OP GUI, NPAC Personnel submit a request to delete an NPA-NXX-X when the NPA-NXX-X, subordinate Number Pool Block (with an ‘active’ status and empty Failed-SP-List) and subordinate, pooled Subscription Version information exist on the NPAC SMS.


			NPAC


			The NPAC SMS verifies that for the subordinate, pooled Subscription Versions that exist for this NPA-NXX-X, there are not any:



· Subscription Versions with a status of ‘pending’, ‘conflict’, ‘cancel-pending’ or ‘failed’ where the Old Service Provider is Block Holder SPID and the current active Subscription Version is LNP Type of ‘POOL’.



· Subscription Versions with a status of ‘pending’, ‘conflict’, ‘cancel-pending’ or ‘failed’ where the Port-to-Original Indicator is TRUE.





			2.


			NPAC


			1. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself, and sets the status of the Number Pool Block information to sending as well as set the numberPoolBlockBroadcastTimeStamp to the current date and time.



2. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself, and sets the status of the Subscription Versions within the 1K Block to sending as well as set the subscriptionVersionModifiedTimeStamp to the current date and time.


			NPAC


			1. The NPAC SMS issues an M-SET Response numberPoolBlock to itself.



2. The NPAC SMS issues an M-SET Response subscriptionVersionNPAC to itself.





			3.


			NPAC


			1. The NPAC SMS sends the M-DELETE for the Subscription Version object(s) to the non-EDR LSMSs who are accepting downloads for the NPA-NXX. The Subscription Version TNs are within the 1K block and have the LNP Type set to 'POOL'.



2. The NPAC SMS sends the M-DELETE for the Number Pool Block object to the EDR LSMSs who are accepting downloads for the NPA-NXX.


			SP


			1. Non-EDR LSMSs in the region, accepting downloads for this NPA-NXX receive the M-DELETE Request for subscriptionVersion objects, and issue an M-DELETE Response subscriptionVersion back to the NPAC SMS.



2. EDR LSMSs in the region, accepting downloads for this NPA-NXX receive the M-DELETE Request for numberPoolBlock object and issue an M-DELETE Response numberPoolBlock back to the NPAC SMS.



3. Upon the first successful response from an LSMS, the NPAC SMS sets the following time stamps to the current date and time:



· subscriptionModifiedTimeStamp



· subscriptionDisconnectCompleteTimeStamp



· numberPoolBlockModifiedTimeStamp



· numberPoolBlockDisconnectCompleteTimeStamp



4. The NPAC SMS waits for all the successful responses and retries as necessary.





			4.


			NPAC


			Once all LSMSs have responded successfully:



1. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself, to update the subscriptionVersionStatus to ‘old’, and set the subscriptionModifiedTimeStamp to the current date and time.



2. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself, to update the numberPoolBlockStatus to ‘old’ and set the numberPoolBlockModifiedTimeStamp to the current date and time.


			NPAC


			1. The NPAC SMS issues an M-SET Response subscriptionVersionNPAC to itself.



2. The NPAC SMS issues an M-SET Response numberPoolBlockNPAC to itself.





			5.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange updating the numberPoolBlockStatus to ‘old’ and setting the Failed-SP-List to empty (no SPIDs) to the Block Holder SOA.


			SP


			The Block Holder SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			6.


			NPAC


			The NPAC SMS issues an M-DELETE serviceProvNPA-NXX-X to itself in order to delete the NPA-NXX-X object from its database.


			NPAC


			The NPAC SMS issues an M-DELETE Response to itself.





			7.


			NPAC


			The NPAC SMS sends an M-DELETE Request serviceProvNPA-NXX-X to all SOAs that support this object according to the ‘NPAC Customer SOA NPA-NXX-X Indicator’ in their Service Provider profile on the NPAC SMS and are accepting downloads for this NPA-NXX. 


			SP


			SOAs that are accepting downloads for this NPA-NXX and who support the NPA-NXX-X object receive the M-DELETE Request for the serviceProvNPA-NXX-X object.





			8.


			NPAC


			The NPAC SMS sends an M-DELETE Request serviceProvNPA-NXX-X to all LSMSs (EDR and non-EDR) that support this object according to the ‘NPAC Customer LSMS NPA-NXX-X Indicator’ in their Service Provider profile on the NPAC SMS and are accepting downloads for this NPA-NXX.


			SP


			Non-EDR and EDR LSMSs in the region, accepting downloads for this NPA-NXX and who support the NPA-NXX-X object receive the M-DELETE Request for serviceProvNPA-NXX-X object, and issue an M-DELETE Response serviceProvNPA-NXX-X back to the NPAC SMS.





			9. 


			SP


			1. SOAs send M-DELETE Response to the NPAC SMS indicating the serviceProvNPA-NXX-X object was successfully deleted.



2. LSMSs send M-DELETE Response to the NPAC SMS indicating the serviceProvNPA-NXX-X object was successfully deleted.


			NPAC


			1. The NPAC SMS receives the serviceProvNPA-NXX-X Responses from the SOAs.



2. The NPAC SMS receives the serviceProvNPA-NXX-X Responses from the LSMSs.





			10.


			NPAC


			NPAC Personnel perform an NPA-NXX-X Query on the NPAC SMS.


			NPAC


			Verify that the NPA-NXX-X does not exist on the NPAC SMS.





			11.


			SP – Optional


			Service Provider Personnel perform an NPA-NXX-X Query to their local systems.


			SP


			1. Service Provider 'A’ verifies that it does not have the NPA-NXX-X on its LSMS, nor its SOA (based on its NPA-NXX-X Indicators in its Service Provider Profile).



2. Service Provider ‘B’ verifies that it does not have the NPA-NXX-X on its SOA, nor its LSMS (Based on its NPA-NXX-X Indicators in its Service Provider Profile). 



3. Service Providers ‘C’ and ‘D’ verify that they do not have the NPA-NXX-X on either system (this is based on the fact that they had a filter set to NOT receive downloads for this NPA-NXX – regardless of their NPA-NXX-X Indicators in their Service Provider Profile).





			12.


			SP - Conditional


			Service Provider Personnel, perform an NPAC  SMS query for the NPA-NXX-X which was used in this Test Case.


			SP


			Verify that the NPA-NXX-X does not exist on the NPAC SMS.





			13.


			NPAC


			NPAC Personnel query for the Block.


			NPAC


			Verify that the Number Pool Block has a status of ‘old’ with an empty Failed-SP-List.





			14.


			SP – Optional


			Service Provider Personnel query for the Number Pool Block on their local system.


			SP


			Verify that the Number Pool Block was deleted from their SOA and/or (EDR) LSMS.





			15.


			SP - Conditional


			Service Provider Personnel, perform an NPAC SMS query for the Block which was used in this Test Case.


			SP


			Verify that the Number Pool Block does not exist on the NPAC SMS.





			16.


			NPAC


			NPAC Personnel query for pooled Subscription Versions within the 1K Block that was deleted in this Test Case.


			NPAC


			Verify that the pooled Subscription Versions have a status of ‘old’ with an empty Failed-SP-List.





			17.


			SP - Conditional


			Service Provider Personnel, perform an NPAC SMS query for pooled Subscription Versions within the 1K Block that were deleted in this Test Case.


			SP


			Verify that the pooled Subscription Versions do not exist on the NPAC SMS.





			18.


			SP – Optional


			Service Provider Personnel query for pooled Subscription Versions within the 1K Block that was deleted in this Test Case on their ‘non-EDR’ LSMS.


			SP


			Verify that the pooled Subscription Versions do not exist.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			3.3.8


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			C





			


			


			


			


			EDR LSMS


			C





			


			Objective:






			NPAC OP GUI – NPAC Personnel delete an NPA-NXX-X value that has a respective Number Pool Block Create Event scheduled – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-112





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			1.3 Service Provider NPA-NXX-X Deletion by NPAC SMS Prior to Number Pool Block Existence





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			Verify that the NPA-NXX-X value to be deleted, exist on the NPAC SMS, with respective Number Pool Block Create Event scheduled to run. 





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OP GUI, prior to the NPA-NXX-X Effective Date, submit a request to delete an NPA-NXX-X value that has a respective Number Pool Block Create Event scheduled to run.


			NPAC


			The NPAC SMS determines that there is a scheduled Number Pool Block Create Event respective to this NPA-NXX-X value – and deletes the event.





			2.


			NPAC


			The NPAC SMS issues an M-DELETE Request serviceProvNPA-NXX-X to itself.


			NPAC


			The NPAC SMS issues an M-DELETE Response numberPoolBlockNPAC to itself.





			3.


			NPAC


			1. The NPAC SMS issues an M-DELETE serviceProvNPA-NXX-X to each SOA in the region that support the NPA-NXX-X object according to their ‘NPAC Customer SOA NPA-NXX-X Indicator’ in their Service Provider Profile on the NPAC SMS and are accepting downloads for this respective NPA-NXX.



2. The NPAC SMS issues an M-DELETE serviceProvNPA-NXX-X to each LSMS in the region that support the NPA-NXX-X object according to their ‘NPAC Customer LSMS NPA-NXX-X Indicator’ in their Service Provider Profile on the NPAC SMS and are accepting downloads for this respective NPA-NXX. 


			SP


			1. Each SOA in the region that is accepting downloads for this NPA-NXX, and support the NPA-NXX-X object according to their Service Provider Profile, receive the M-DELETE Request from the NPAC SMS and issue an M-DELETE Response back to the NPAC SMS indicating the object was successfully deleted.



2. Each LSMS in the region that is accepting downloads for this NPA-NXX, and support the NPA-NXX-X object according to their Service Provider Profile, receive the M-DELETE Request from the NPAC SMS and issue an M-DELETE Response back to the NPAC SMS indicating the object was successfully deleted.





			4.


			NPAC


			NPAC Personnel perform an NPA-NXX-X Query on the NPAC SMS. for the NPA-NXX-X that was deleted during this Test Case.


			NPAC


			Verify that the NPA-NXX-X and the Block Create Event was deleted from the NPAC SMS.





			5.


			SP – Optional


			Service Provider Personnel query their local system for the NPA-NXX-X value that was deleted in this Test Case.


			SP


			Verify that the NPA-NXX-X that was deleted in this Test Case was deleted from their respective system that supports the NPA-NXX-X object.





			6.


			SP – Conditional


			Service Provider Personnel, , perform an NPAC SMS query for the NPA-NXX-X value that was deleted in this Test Case.


			SP


			Verify that the NPA-NXX-X that was deleted in this Test Case was deleted from the NPAC SMS.








10.2.4   Query NPA-NXX-X Information Test Cases:



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			3.4.1


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			N/A





			


			


			


			


			EDR LSMS


			N/A





			


			Objective:






			SOA - Service Provider Personnel send a Query NPA-NXX-X Information request over the Interface by specifying an NPA-NXX-X-ID - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-113, RR3-114





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			1.4 Service Provider NPA-NXX-X Query by SOA or LSMS





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			3.1.1 NPAC OP GUI - NPAC Personnel create NPA-NXX-X Information, where the Block Holder SPID is the same as the Code Holder SPID and must be neither a primary or secondary SPID and the NPAC SMS schedules the Number Pool Block create. The following Service Provider configurations are in place:



1. 1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to receive the download.



2. 1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to receive the download.



3. 1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to NOT receive the download.



4. 1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to NOT receive the download).



 - Success





			


			Prerequisite NPAC Setup:


			Verify that an NPA-NXX-X exists for the NPA-NXX-X ID that will be specified in this Test Case.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Service Provider Personnel using their SOA system, submit an NPA-NXX-X Query to the NPAC specifying an NPA-NXX-X-ID for which they are not the Block Holder.



2. SOA issues an M-GET Request serviceProvNPA-NXX-X for a single serviceProvNPA-NXX-X object by serviceProvNPA-NXX-X-ID to the NPAC.


			NPAC


			The NPAC SMS receives the M-GET Request from the SOA.





			2.


			NPAC


			The NPAC SMS finds the specified serviceProvNPA-NXX-X object that matches the input criteria, and issues an M-GET Response serviceProvNPA-NXX-X for the single serviceProvNPA-NXX-X object.


			SP


			SOA system receives the M-GET Response serviceProvNPA-NXX-X for the NPA-NXX-X query it initiated.





			3.


			SP


			Service Provider Personnel view the NPA-NXX-X that the NPAC SMS returned and verify the following NPA-NXX-X data attributes are provided:



· NPA-NXX-X-ID



· NPAC Customer ID (NPA-NXX-X Holder SPID)



· NPA-NXX-X



· NPA-NXX-X Effective Date



· Creation Time Stamp



· Last Modified Time Stamp



· Download Reason


			SP


			All attributes are returned to the SOA.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			3.4.3


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			N/A





			


			


			


			


			non-EDR LSMS


			C





			


			


			


			


			EDR LSMS


			C





			


			Objective:






			LSMS - Service Provider Personnel send a Query NPA-NXX-X Information request over the Interface by specifying an NPA-NXX-X-ID - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-113, RR3-114





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			1.4 Service Provider NPA-NXX-X Query by SOA or LSMS





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			3.1.1 NPAC OP GUI - NPAC Personnel create NPA-NXX-X Information, where the Block Holder SPID is the same as the Code Holder SPID and must be neither a primary or secondary SPID and the NPAC SMS schedules the Number Pool Block create. The following Service Provider configurations are in place:



1. 1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to receive the download.



2. 1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to receive the download.



3. 1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to NOT receive the download.



4. 1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to NOT receive the download).



 - Success





			


			Prerequisite NPAC Setup:


			





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Service Provider Personnel, using their LSMS system, submit an NPA-NXX-X Query to the NPAC specifying an NPA-NXX-X-ID for which they are not the Block Holder.



2. LSMS issues an M-GET Request serviceProvNPA-NXX-X for a single serviceProvNPA-NXX-X object by serviceProvNPA-NXX-X-ID for the specified object.


			SP


			The NPAC SMS receives the M-GET Request from the LSMS.





			2.


			NPAC


			The NPAC SMS finds the specified serviceProvNPA-NXX-X object that matches the input criteria, and issues an M-GET Response serviceProvNPA-NXX-X for the single serviceProvNPA-NXX-X object.


			SP


			LSMS system receives the M-GET Response serviceProvNPA-NXX-X for the NPA-NXX-X query it initiated.





			3.


			SP


			Service Provider Personnel view the NPA-NXX-X that the NPAC SMS returned and verify the following NPA-NXX-X data attributes are provided:



· NPA-NXX-X-ID



· NPAC Customer ID (NPA-NXX-X Holder SPID)



· NPA-NXX-X



· NPA-NXX-X Effective Date



· Creation Time Stamp



· Last Modified Time Stamp



· Download Reason


			SP


			All attributes are returned to the LSMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			3.4.4


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			N/A





			


			


			


			


			EDR LSMS


			N/A





			


			Objective:






			SOA  - Service Provider Personnel send a Query NPA-NXX-X Information request over the Interface, specifying an attribute that will return many objects – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-113, RR3-114





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			1.4 Service Provider NPA-NXX-X Query by SOA or LSMS





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			3.1.1 NPAC OP GUI - NPAC Personnel create NPA-NXX-X Information, where the Block Holder SPID is the same as the Code Holder SPID and must be neither a primary or secondary SPID and the NPAC SMS schedules the Number Pool Block create. The following Service Provider configurations are in place:



1. 1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to receive the download.



2. 1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to receive the download.



3. 1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to NOT receive the download.



4. 1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to NOT receive the download).



 - Success





			


			Prerequisite NPAC Setup:


			





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Service Provider Personnel, using their SOA system, submit an NPA-NXX-X Query to the NPAC by specifying an attribute that will return multiple NPA-NXX-Xs (e.g. SPID, a range of NPA-NXX-Xs).



2. SOA issues a scoped and filtered M-GET Request serviceProvNPA-NXX-X for more than one serviceProvNPA-NXX-X objects.


			SP


			The NPAC SMS receives the scoped and filtered M-GET Request from the SOA.





			2.


			NPAC


			The NPAC SMS finds all the specified serviceProvNPA-NXX-X objects that match the input criteria, and issues an M-GET Response serviceProvNPA-NXX-X linked reply, for all the serviceProvNPA-NXX-X objects.


			SP


			SOA system receives the M-GET Response serviceProvNPA-NXX-X for the NPA-NXX-X query it initiated.





			3.


			SP


			Service Provider Personnel view the NPA-NXX-X that the NPAC SMS returned and verify the following NPA-NXX-X data attributes are provided for each NPA-NXX-X:



· NPA-NXX-X-ID



· NPAC Customer ID (NPA-NXX-X Holder SPID)



· NPA-NXX-X



· NPA-NXX-X Effective Date



· Creation Time Stamp



· Last Modified Time Stamp



· Download Reason


			SP


			All attributes are returned to the SOA.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			3.4.6


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			N/A





			


			


			


			


			non-EDR LSMS


			C





			


			


			


			


			EDR LSMS


			C





			


			Objective:






			LSMS - Service Provider Personnel send a Query NPA-NXX-X Information request over the Interface, specifying an attribute that will return many objects – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-113, RR3-114





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			1.4 Service Provider NPA-NXX-X Query by SOA or LSMS





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			3.1.1 NPAC OP GUI - NPAC Personnel create NPA-NXX-X Information, where the Block Holder SPID is the same as the Code Holder SPID and must be neither a primary or secondary SPID and the NPAC SMS schedules the Number Pool Block create. The following Service Provider configurations are in place:



1. 1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to receive the download.



2. 1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to receive the download.



3. 1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to NOT receive the download.



4. 1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to NOT receive the download).



 - Success





			


			Prerequisite NPAC Setup:


			





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Service Provider Personnel, using their LSMS system, submit an NPA-NXX-X Query to the NPAC by specifying an attribute that will return multiple NPA-NXX-Xs (e.g., SPID, a range of NPA-NXX-Xs).



2. LSMS issues a scoped and filtered M-GET Request serviceProvNPA-NXX-X for more than one serviceProvNPA-NXX-X objects.


			NPAC


			The NPAC SMS receives the scoped and filtered M-GET Request from the SOA.





			2.


			NPAC


			The NPAC SMS finds all the specified serviceProvNPA-NXX-X objects that match the input criteria, and issues an M-GET Response serviceProvNPA-NXX-X linked reply, for all the serviceProvNPA-NXX-X objects.


			SP


			LSMS system receives the M-GET Response serviceProvNPA-NXX-X for the NPA-NXX-X query it initiated.





			3.


			SP


			Service Provider Personnel view the NPA-NXX-X that the NPAC SMS returned and verify the following NPA-NXX-X data attributes are provided for each NPA-NXX-X:



· NPA-NXX-X-ID



· NPAC Customer ID (NPA-NXX-X Holder SPID)



· NPA-NXX-X



· NPA-NXX-X Effective Date



· Creation Time Stamp



· Last Modified Time Stamp



· Download Reason


			SP


			All attributes are returned to the LSMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			3.4.7


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			N/A





			


			


			


			


			EDR LSMS


			N/A





			


			Objective:






			SOA - Service Provider Personnel send a Query NPA-NXX-X Information request over the Interface when the SOA NPA-NXX-X Indicator is set to ‘Off’ - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-113, RR3-114





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			 1.4 Service Provider NPA-NXX-X Query by SOA or LSMS





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			3.1.1 NPAC OP GUI - NPAC Personnel create NPA-NXX-X Information, where the Block Holder SPID is the same as the Code Holder SPID and must be neither a primary or secondary SPID and the NPAC SMS schedules the Number Pool Block create. The following Service Provider configurations are in place:



1. 1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to receive the download.



2. 1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to receive the download.



3. 1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to NOT receive the download.



4. 1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to NOT receive the download).



 - Success





			


			Prerequisite NPAC Setup:


			Verify that for the SOA sending the NPA-NXX-X Query, their SOA NPA-NXX-X Indicator is set to FALSE in their Service Provider Profile.









			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Service Provider Personnel, using the SOA system, submit an NPA-NXX-X Query to the NPAC by specifying a single NPA-NXX-X Value.



2. SOA issues an M-GET Request serviceProvNPA-NXX-X for a single serviceProvNPA-NXX-X object by serviceProvNPA-NXX-X value to the NPAC.


			NPAC


			The NPAC SMS receives the M-GET Request from the SOA.





			2.


			NPAC


			The NPAC SMS finds the specified serviceProvNPA-NXX-X object that matches the input criteria, and issues an M-GET Response serviceProvNPA-NXX-X for the serviceProvNPA-NXX-X object.


			SP


			SOA system receives the M-GET Response serviceProvNPA-NXX-X for the NPA-NXX-X query it initiated.





			3.


			SP


			Service Provider Personnel view the NPA-NXX-Xs that the NPAC SMS returned and verify the following NPA-NXX-X data attributes are provided:



· NPA-NXX-X-ID



· NPAC Customer ID (NPA-NXX-X Holder SPID)



· NPA-NXX-X



· NPA-NXX-X Effective Date



· Creation Time Stamp



· Last Modified Time Stamp



· Download Reason


			SP


			All attributes are returned to the SOA.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			3.4.8


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			N/A





			


			


			


			


			non-EDR LSMS


			C





			


			


			


			


			EDR LSMS


			C





			


			Objective:






			LSMS - Service Provider Personnel send a Query NPA-NXX-X Information request over the Interface when the LSMS NPA-NXX-X Indicator is set to ‘Off’ - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-113, RR3-114





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			1.4 Service Provider NPA-NXX-X Query by SOA or LSMS





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			3.1.1 NPAC OP GUI - NPAC Personnel create NPA-NXX-X Information, where the Block Holder SPID is the same as the Code Holder SPID and must be neither a primary or secondary SPID and the NPAC SMS schedules the Number Pool Block create. The following Service Provider configurations are in place:



1. 1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to receive the download.



2. 1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to receive the download.



3. 1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to NOT receive the download.



4. 1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to NOT receive the download).



 - Success





			


			Prerequisite NPAC Setup:


			Verify that for the LSMS sending the NPA-NXX-X Query, their LSMS NPA-NXX-X Indicator is set to FALSE in their Service Provider Profile.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Service Provider Personnel, using the LSMS system, submit an NPA-NXX-X Query to the NPAC by specifying a single NPA-NXX-X Value.



2. LSMS issues an M-GET Request serviceProvNPA-NXX-X for a single serviceProvNPA-NXX-X object.


			NPAC


			The NPAC SMS receives the M-GET Request from the LSMS.





			2.


			NPAC


			The NPAC SMS finds the specified serviceProvNPA-NXX-X object that matches the input criteria, and issues an M-GET Response serviceProvNPA-NXX-X for the serviceProvNPA-NXX-X object.


			SP


			LSMS system receives the M-GET Response serviceProvNPA-NXX-X for the NPA-NXX-X query it initiated.





			3.


			SP


			Service Provider Personnel view the NPA-NXX-Xs that the NPAC SMS returned and verify the following NPA-NXX-X data attributes are provided:



· NPA-NXX-X-ID



· NPAC Customer ID (NPA-NXX-X Holder SPID)



· NPA-NXX-X



· NPA-NXX-X Effective Date



· Creation Time Stamp



· Last Modified Time Stamp



· Download Reason


			SP


			All attributes are returned to the LSMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			3.4.9


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			N/A





			


			


			


			


			EDR LSMS


			N/A





			


			Objective:






			SOA - Service Provider Personnel send a Query NPA-NXX-X Information request over the Interface when a filter for the respective NPA-NXX is set for this Service Provider at the NPAC - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-113, RR3-114





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			 1.4 Service Provider NPA-NXX-X Query by SOA or LSMS





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			3.1.1 NPAC OP GUI - NPAC Personnel create NPA-NXX-X Information, where the Block Holder SPID is the same as the Code Holder SPID and must be neither a primary or secondary SPID and the NPAC SMS schedules the Number Pool Block create. The following Service Provider configurations are in place:



1. 1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to receive the download.



2. 1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to receive the download.



3. 1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to NOT receive the download.



4. 1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to NOT receive the download).



 - Success





			


			Prerequisite NPAC Setup:


			Verify that for the Service Provider sending the NPA-NXX-X Query, an NPA-NXX filter exists at the NPAC for the respective NPA-NXX-X value they are going to query for, such that Service Provider would not receive downloads for this value.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Service Provider Personnel, using the SOA system, submit an NPA-NXX-X Query to the NPAC by specifying a single NPA-NXX-X Value, when a respective NPA-NXX filter for this Service Provider exists at the NPAC.



2. SOA issues an M-GET Request serviceProvNPA-NXX-X for a single serviceProvNPA-NXX-X object.


			NPAC


			The NPAC SMS receives the M-GET Request from the SOA.





			2.


			NPAC


			The NPAC SMS finds the specified serviceProvNPA-NXX-X object that matches the input criteria, and issues an M-GET Response serviceProvNPA-NXX-X for the serviceProvNPA-NXX-X object.


			SP


			SOA system receives the M-GET Response serviceProvNPA-NXX-X for the NPA-NXX-X query it initiated.





			3.


			SP


			Service Provider Personnel view the NPA-NXX-Xs that the NPAC SMS returned and verify the following NPA-NXX-X data attributes are provided:



· NPA-NXX-X-ID



· NPAC Customer ID (NPA-NXX-X Holder SPID)



· NPA-NXX-X



· NPA-NXX-X Effective Date



· Creation Time Stamp



· Last Modified Time Stamp



· Download Reason


			SP


			All attributes are returned to the SOA.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			3.4.10


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			N/A





			


			


			


			


			non-EDR LSMS


			C





			


			


			


			


			EDR LSMS


			C





			


			Objective:






			LSMS - Service Provider Personnel send a Query NPA-NXX-X Information request over the Interface when a filter for the respective NPA-NXX is set for this Service Provider at the NPAC - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-113, RR3-114





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			 1.4 Service Provider NPA-NXX-X Query by SOA or LSMS





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			3.1.1 NPAC OP GUI - NPAC Personnel create NPA-NXX-X Information, where the Block Holder SPID is the same as the Code Holder SPID and must be neither a primary or secondary SPID and the NPAC SMS schedules the Number Pool Block create. The following Service Provider configurations are in place:



1. 1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to receive the download.



2. 1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to receive the download.



3. 1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to NOT receive the download.



4. 1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to NOT receive the download).



 - Success





			


			Prerequisite NPAC Setup:


			Verify that for the Service Provider sending the NPA-NXX-X Query, an NPA-NXX filter exists at the NPAC for the respective NPA-NXX-X value they are going to query for, such that Service Provider would not receive downloads for this value.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Service Provider Personnel using the LSMS system submit an NPA-NXX-X Query to the NPAC by specifying a single NPA-NXX-X Value, when a respective NPA-NXX filter for this Service Provider exists at the NPAC.



2. LSMS issues an M-GET Request serviceProvNPA-NXX-X for a single serviceProvNPA-NXX-X object.


			NPAC


			The NPAC SMS receives the M-GET Request from the LSMS.





			2.


			NPAC


			The NPAC SMS finds the specified serviceProvNPA-NXX-X object that matches the input criteria, and issues an M-GET Response serviceProvNPA-NXX-X for the serviceProvNPA-NXX-X object.


			SP


			LSMS system receives the M-GET Response serviceProvNPA-NXX-X for the NPA-NXX-X query it initiated.





			3.


			SP


			Service Provider Personnel view the NPA-NXX-Xs that the NPAC SMS returned and verify the following NPA-NXX-X data attributes are provided:



· NPA-NXX-X-ID



· NPAC Customer ID (NPA-NXX-X Holder SPID)



· NPA-NXX-X



· NPA-NXX-X Effective Date



· Creation Time Stamp



· Last Modified Time Stamp



· Download Reason


			SP


			All attributes are returned to the LSMS.








10.3 Block Information



10.3.1   Create Block Information Test Cases:



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			4.1.1


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:


			SOA - Service Provider Personnel create a non-contaminated Number Pool Block – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-124, RR3-125, RR3-126, RR3-130, RR3-132, RR3-144, RR3-146, RR3-150, RR3-151, RR3-152, RR3-143, RR3-180, RR5-85, RR5-86, RR5-87, RR5-89





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.1 Number Pool Block Create by SOA



2.3.1 Number Pool Block Create Broadcast to Local SMS



2.3.2 Number Pool Block Create: Successful Broadcast





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			Verify that there are no contaminated TNs or ‘pending-like’ Subscription Versions for the range of TNs in the NPA-NXX-X.





			


			Prerequisite SP Setup:


			1. Verify that the NPA-NXX-X exists for the Number Pool Block that Service Provider Personnel will create during this Test Case.



2. Verify that the current date is equal to or greater than the NPA-NXX-X Effective Date.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1. 


			SP


			Using the SOA, Service Provider Personnel, submit a M-ACTION numberPoolBlock-Create request to the NPAC SMS to create a Number Pool Block. 



The request must include the following attributes:



· numberPoolBlockNPA-NXX-X



· numberPoolBlockSPID



· numberPoolBlockLRN



· numberPoolBlockCLASS-DPC



· numberPoolBlockCLASS-SSN



· numberPoolBlockCNAM-DPC



· numberPoolBlockCNAM-SSN



· numberPoolBlockISVM-DPC



· numberPoolBlockISVM-SSN



· numberPoolBlockLIDB-DPC



· numberPoolBlockLIDB-SSN



· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA



· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA


			NPAC


			1. The NPAC SMS receives the M-ACTION numberPoolBlock-Create Request.



2. The NPAC SMS verifies the following information:



· The requesting SOA is the NPA-NXX-X Holder SOA.



· The serviceProvNPA-NXX-X object exists for the NPA-NXX-X (respective NPA-NXX-X information).



· All attributes specified are valid.



· A numberPoolBlockNPAC object does not already exist for the NPA-NXX-X (a duplicate Number Pool Block does not already exist).



· The current date is greater than or equal to the NPA-NXX-X-EffectiveTimeStamp.



· There are not any ‘pending-like, no-active’ Subscription Version objects within the given TN range.





			2.


			NPAC


			1. The NPAC SMS issues an M-CREATE Request numberPoolBlockNPAC to itself.



2. The NPAC SMS sets the numberPoolBlockSOA-Origination Indicator to TRUE.



3. The NPAC SMS sets the numberPoolBlockStatus to 'sending'.



4. The NPAC SMS sets the following timestamps to the current date and time:



· numberPoolBlockCreationTimeStamp



· numberPoolBlockActivationTimeStamp



· numberPoolBlockBroadcastTimeStamp



· numberPoolBlockModifiedTimeStamp


			NPAC


			The NPAC SMS issues an M-CREATE Response numberPoolBlockNPAC to itself.





			3.


			NPAC 


			1. The NPAC SMS issues an M-CREATE Request subscriptionVersionNPAC to itself.



2. The NPAC SMS sets the LNP Type to ‘POOL’ for the Subscription Versions it creates within the 1K Block.



3. The NPAC SMS sets the Subscription Versions to ‘sending’.



4. The NPAC SMS sets the following timestamps to the current date and time for the Subscription Versions:



· subscriptionModifiedTimeStamp



· subscriptionActivationTimeStamp



· subscriptionBroadcastTimeStamp



· subscriptionCreationTimeStamp


			NPAC


			The NPAC SMS issues an M-CREATE Response subscriptionVersionNPAC to itself.





			4.


			NPAC


			The NPAC SMS issues an M-ACTION Response numberPoolBlock-Create to the respective NPA-NXX-X Holder SOA that initiated the Number Pool Block Create request.


			SP


			The NPA-NXX-X Holder SOA receives the M-ACTION Response from the NPAC SMS.





			5.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT objectCreation for the numberPoolBlockNPAC to the NPA-NXX-X Holder SOA.



The following attributes are sent in the objectCreation notification:



· numberPoolBlockId



· numberPoolBlockSOA-Origination



· numberPoolBlockCreationTimeStamp



· numberPoolBlockStatus



· numberPoolBlockNPA-NXX-X



· numberPoolBlockSPID



· numberPoolBlockLRN



· numberPoolBlockCLASS-DPC



· numberPoolBlockCLASS-SSN



· numberPoolBlockCNAM-DPC



· numberPoolBlockCNAM-SSN



· numberPoolBlockISVM-DPC



· numberPoolBlockISVM-SSN



· numberPoolBlockLIDB-DPC



· numberPoolBlockLIDB-SSN



· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA



· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA


			SP


			The NPA-NXX-X Holder SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.





			6.


			NPAC 


			1. The NPAC SMS issues an M-ACTION Request subscriptionVersionLocalSMS-Create to the non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX.



2. At the same time as step 6.1, the NPAC SMS issues an M-CREATE Request numberPoolBlock to the EDR LSMSs in the region that are accepting downloads for this NPA-NXX.


			SP


			1. The non-EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-ACTION Request, verify that the action is valid and return an M-ACTION Response subscriptionVersionLocalSMS-Create.



2. The EDR LSMSs that are accepting downloads for this NPA-NXX receives the M-CREATE Request, and return an M-CREATE Response numberPoolBlock.



3. The non-EDR LSMSs proceed to execute all the creates specified by the M-ACTION Request and issues an M-EVENT-REPORT subscriptionVersionLocalSMS-CreateResults specifying the Subscription Versions were successfully created.



4. The NPAC SMS waits for all subscriptionVersionLocalSMS-CreateResults notifications for a tunable amount of time.





			7.


			NPAC


			Upon the first successful response from an LSMS, the NPAC SMS sets the following timestamps to the current date and time:



· numberPoolBlockActivationCompleteTimeStamp



· subscriptionActivationCompleteTimeStamp



· numberPoolBlockModifiedTimeStamp



· subscriptionModifiedTimeStamp


			NPAC


			The NPAC SMS responds to each of the M-EVENT-REPORT subscriptionVersionLocalSMS-CreateResults as it receives these notifications with M-EVENT-REPORT Confirmations.









			8.


			NPAC


			1. The NPAC SMS issues M-SET Request subscriptionVersionNPAC to itself.



2. The NPAC SMS updates the following attributes for each Subscription Version within the 1K Block with LNP Type set to ‘POOL’:



· sets the subscriptionVersionStatus to 'active'.



· sets the Subscription Version Failed SP List to empty.



· sets the subscriptionModifiedTimeStamp to the current date and time.



3. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself to update the following attributes:



· sets the numberPoolBlockStatus to 'active'.



· sets the Number Pool Block Failed SP List to empty.



· sets the numberPoolBlockModifiedTimeStamp to the current date and time.


			NPAC


			1. The NPAC SMS issues an M-SET subscriptionVersionNPAC Response to itself.



2. The NPAC SMS issues an M-SET numberPoolBlockNPAC Response to itself.





			9.


			NPAC


			The NPAC SMS determines the SOA Origination Indicator is set to TRUE and issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange to the NPA-NXX-X Holder SOA to set the Number Pool Block status to 'active' and the Failed SP List to empty.


			SP


			The NPA-NXX-X Holder SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS. 





			10.


			NPAC


			NPAC Personnel perform a query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that Service Provider Personnel created during this Test Case.


			NPAC


			1. Verify the Number Pool Block exists with status of ‘active’ and an empty Failed SP List.



2. Verify the 1K Block of Subscription Versions exist with LNP Type set to ‘POOL’, a status of ‘active’ and an empty Failed SP List.





			11.


			SP – Optional


			Service Provider Personnel perform a local query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that Service Provider Personnel created during this Test Case.


			SP


			1. Verify the Number Pool Block exists with status of ‘active’ and an empty Failed SP List on the SOA.



2. Verify the Number Pool Block exists on the EDR LSMS.



3. Verify the 1K Block of Subscription Versions exist with LNP Type set to ‘POOL’, a status of ‘active’ on the non-EDR LSMS.





			12.


			SP – Conditional


			Service Provider Personnel perform an NPAC SMS query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that Service Provider Personnel created during this Test Case.


			SP


			1. Using an EDR LSMS, verify the Number Pool Block exists on the NPAC SMS with status of ‘active’ and an empty Failed SP List.



2. Using a non-EDR LSMS, verify the 1K Block of Subscription Versions exist on the NPAC SMS with LNP Type set to ‘POOL’, a status of ‘active’ and an empty Failed SP List.





			13.


			NPAC


			NPAC Personnel perform a full audit for the Number Pool Block and respective POOLed Subscription Versions that were created during this test case.


			NPAC


			Using the Audit Results Log verify that there were no updates issued as a result of performing the audit.  If updates were made, the LSMS fails this test case.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			4.1.2


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			O





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			NPAC OP GUI - NPAC Personnel schedule a Number Pool Block Create for a contaminated Block to be run at a future date, and the NPAC SMS activates upon scheduled date and time – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-75.2, RR5-92





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.2 Number Pool Block Create by NPAC SMS



2.3 Number Pool Block Create Broadcast: Successful



2.3.1 Number Pool Block Create: Broadcast Successful to Local SMS



2.3.2 Number Pool Block Create: Successful Broadcast





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the NPA-NXX-X for the Number Pool Block Create Event to be scheduled exists and the Effective Date has passed.



2. Verify that a respective Number Pool Block Create Event does not yet exist on the NPAC SMS. (In the original NPA-NXX-X create the SOA Origination Flag was set to TRUE but the Service Provider did not submit the Number Pool Block Create and has requested the NPAC to do it on his behalf.)



3. Verify that all possible cases of ‘active-like’ Subscription Versions exist for the Number Pool Block to be scheduled.



4. Verify that there are not any ‘pending-like, no-active’ Subscription Versions for the Number Pool Block to be scheduled.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OP GUI, NPAC Personnel submit a request  to schedule the Number Pool Block Create for a future date.


			NPAC


			The NPAC SMS schedules the Number Pool Block Create Event.





			2.


			NPAC


			NPAC Personnel perform a query for the Number Pool Block Create Event that was scheduled during this Test Case.


			NPAC


			Verify the Number Pool Block Create Event has been scheduled to run on the date and time entered in Row 1 above.





			3.


			NPAC


			The Scheduled Date/Time of the Number Pool Block Create Event is reached.


			NPAC


			1. On the scheduled date specified in the Number Pool Block Create Event, the NPAC SMS issues an M-ACTION Request numberPoolBlock-Create to itself.



2. The NPAC SMS verifies the following information:



· The serviceProvNPA-NXX-X object exists for the NPA-NXX-X (respective NPA-NXX-X information).



· All attributes specified are valid.



· A numberPoolBlockNPAC object does not already exist for the NPA-NXX-X (a duplicate Number Pool Block does not already exist).



· The current date is greater than or equal to the NPA-NXX-X-EffectiveTimeStamp.



· There are not any ‘pending-like, no-active’ Subscription Version objects within the given TN range.





			4.


			NPAC


			1. The NPAC SMS issues an M-CREATE Request numberPoolBlockNPAC to itself.



2. The NPAC SMS sets the numberPoolBlockSOA-Origination Indicator to FALSE.



3. The NPAC SMS sets the numberPoolBlockStatus to ‘sending’.



4. The NPAC SMS sets the following timestamps to the current date and time:



· numberPoolBlockCreationTimeStamp



· numberPoolBlockActivationTimeStamp



· numberPoolBlockBroadcastTimeStamp



· numberPoolBlockModifiedTimeStamp are set to the current date and time.


			NPAC


			The NPAC SMS issues an M-CREATE Response numberPoolBlockNPAC to itself.





			5.


			NPAC


			1. For each non-ported TN within the 1K Block, the NPAC SMS issues an M-CREATE Request subscriptionVersionNPAC to itself.



2. The NPAC SMS sets the LNP Type to ‘POOL’ for the Subscription Versions it creates within the 1K Block.



3. The NPAC SMS sets the Subscription Version to ‘sending’.



4. The NPAC SMS sets the following timestamps to the current date and time for the Subscription Versions:



· subscriptionModifiedTimeStamp



· subscriptionActivationTimeStamp



· subscriptionBroadcastTimeStamp



· subscriptionCreationTimeStamp


			NPAC


			The NPAC SMS issues an M-CREATE Response subscriptionVersionNPAC to itself.





			6.


			NPAC


			The NPAC SMS issues an M-ACTION Response numberPoolBlock-Create to itself.


			


			





			7.


			NPAC 


			1. The NPAC SMS issues an M-ACTION Request subscriptionVersionLocalSMS-Create to the non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX.



2. At the same time as step 7.1, the NPAC SMS issues an M-CREATE Request numberPoolBlock to the EDR LSMSs in the region that are accepting downloads for this NPA-NXX.


			SP


			1. The non-EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-ACTION Request, verify that the action is valid and return an M-ACTION Response subscriptionVersionLocalSMS-Create.



2. The EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-CREATE Request, and return an M-CREATE Response numberPoolBlock.



3. The non-EDR LSMSs proceed to execute all the creates specified by the M-ACTION Request and issues an M-EVENT-REPORT subscriptionVersionLocalSMS-CreateResults specifying the Subscription Versions were successfully created. 



4. The NPAC SMS waits for all subscriptionVersionLocalSMS-CreateResults notification for a tunable amount of time.





			8.


			NPAC


			Upon the first successful response from an LSMS, the NPAC SMS sets the following timestamps to the current date and time:



· numberPoolBlockActivationCompleteTimeStamp



· subscriptionActivationCompleteTimeStamp



· numberPoolBlockModifiedTimeStamp



· subscriptionModifiedTimeStamp


			NPAC


			The NPAC SMS responds to each of the M-EVENT-REPORT subscriptionVersionLocalSMS-CreateResults as it receives these notifications with M-EVENT-REPORT Confirmations.









			9.


			NPAC


			1. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself and updates the following attributes for each Pooled Subscription Version within the 1K Block:



· sets the subscriptionVersionStatus to ‘active’.



· sets the Subscription Version Failed SP List to empty.



· sets the subscriptionModifiedTimeStamp to the current date and time.



2. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself and updates the following attributes:



· sets the numberPoolBlockStatus to 'active' 



· sets the Number Pool Block Failed SP List to empty.



· sets the numberPoolBlockModifiedTimeStamp to the current date and time.


			NPAC


			1. The NPAC SMS issues an M-SET subscriptionVersionNPAC Response to itself.



2. The NPAC SMS issues an M-SET numberPoolBlockNPAC Response to itself.





			10.


			NPAC


			The NPAC SMS determines the SOA Origination Indicator is set to FALSE and terminates processing here.


			


			





			11.


			NPAC


			NPAC Personnel perform a query for the Number Pool Block, the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that were created during this Test Case, and the ‘active-like’ Subscription Versions that do not have LNP Type set to ‘POOL’ but are within the 1K Block.


			NPAC


			1. Verify the Number Pool Block exists with a status of ‘active’ and an empty Failed SP List.



2. Verify the 1K Block of Subscription Versions exists with LNP Type set to ‘POOL’, an ‘active’ status and an empty Failed SP List.



3. Verify that the ‘active-like’ Subscription Versions do not have LNP Type set to ‘POOL’ and were not modified when the Number Pool Block was created during this Test Case.





			12.


			SP – Optional


			Service Provider Personnel perform a local query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that were created during this Test Case.


			SP


			1. Verify the Number Pool Block exists on the EDR LSMS.



2. Verify the 1K Block of Subscription Versions exists on the non-EDR LSMS. 





			13.


			SP – Conditional


			Service Provider Personnel perform an NPAC SMS query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that were created during this Test Case.


			SP


			1. Verify the Number Pool Block exists with a status of ‘active’ and an empty Failed SP List on the NPAC SMS.



2. Verify the 1K Block of Subscription Versions exists with LNP Type set to ‘POOL’, an ‘active’ status and an empty Failed SP List on the NPAC SMS.





			14.


			NPAC


			NPAC Personnel perform a full audit for the Number Pool Block and respective POOLed Subscription Versions that were created during this test case.  Include the ‘contaminated’ Subscription Versions respective to the Number Pool Block.


			NPAC


			Using the Audit Results Log verify that there were no updates issued as a result of performing the audit.  If updates were made, the LSMS fails this test case.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			4.1.3


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			O





			


			


			


			


			EDR LSMS


			O





			


			Objective:






			SOA - Service Provider Personnel create a Number Pool Block that already exists. - Error





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-129, RR3-131





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.1 Number Pool Block Create by SOA





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			





			


			Prerequisite SP Setup:


			1. Verify that the NPA-NXX-X exists for the Number Pool Block that Service Provider Personnel will create during this Test Case.



2. Verify that the current date is equal to or greater than the respective NPA-NXX-X Effective Date. 



3. Verify that a Number Pool Block with a status other than ‘old’ with an empty Failed SP List already exists for the NPA-NXX-X that Service Provider Personnel will specify in their Number Pool Block Create Request and make a note of the Block ID.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1. 


			SP


			Using the SOA, Service Provider Personnel, submit a M-ACTION numberPoolBlock-Create request to the NPAC SMS to create a Number Pool Block. 



The request must include the following attributes:



· numberPoolBlockNPA-NXX-X



· numberPoolBlockSPID



· numberPoolBlockLRN



· numberPoolBlockCLASS-DPC



· numberPoolBlockCLASS-SSN



· numberPoolBlockCNAM-DPC



· numberPoolBlockCNAM-SSN



· numberPoolBlockISVM-DPC



· numberPoolBlockISVM-SSN



· numberPoolBlockLIDB-DPC



· numberPoolBlockLIDB-SSN



· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA



· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA


			NPAC


			1. The NPAC SMS receives the M-ACTION numberPoolBlock-Create request. 



2. The NPAC SMS verifies the following information:



· The requesting SOA is the NPA-NXX-X Holder SOA.



· The serviceProvNPA-NXX-X object exists for the NPA-NXX-X (respective NPA-NXX-X information).



· All attributes specified are valid.



· A numberPoolBlockNPAC object already exists for the NPA-NXX-X (a duplicate Number Pool Block with a status of other than ‘old’ with an empty Failed SP List already exist). (This violates system requirements.)





			3.


			NPAC


			The NPAC SMS rejects the request and issues an M-ACTION Error Response to the NPA-NXX-X Holder SOA indicating the error and further processing is terminated. 


			SP


			The NPA-NXX-X Holder SOA receives the M-ACTION Error Response. 





			4.


			NPAC


			NPAC Personnel perform a query for the Number Pool Block and 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that Service Provider Personnel attempted to create during this Test Case.


			NPAC


			1. Verify the original Number Pool Block with the original Block ID is the only one that exists on the NPAC SMS and that it has not been modified.



2. Verify the original Subscription Versions with LNP Type set to ‘POOL’ are the only ones that exist on the NPAC SMS. 





			5.


			SP – Optional


			Service Provider Personnel perform a local query for the Number Pool Block and 1K Block of Subscription Versions of Subscription Versions with LNP Type set to ‘POOL’ that Service Provider Personnel attempted to create during this Test Case.


			SP


			1. Verify the original Number Pool Block with the original Block ID is the only one that exists on the SOA and/or EDR LSMS and that it has not been modified.



2. Verify the original Subscription Versions with LNP Type set to ‘POOL’ are the only ones that exist on the non-EDR LSMS.





			6.


			SP – Conditional


			Service Provider Personnel perform an NPAC SMS query for the Number Pool Block and 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that Service Provider Personnel attempted to create during this Test Case.


			SP


			1. Verify the original Number Pool Block with the original Block ID is the only one that exists on the NPAC SMS and that it has not been modified.



2. Verify the original Subscription Versions with LNP Type set to ‘POOL’ are the only ones that exist on the NPAC SMS 








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			4.1.4


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			O





			


			


			


			


			EDR LSMS


			O





			


			Objective:






			SOA – Service Provider Personnel create a Number Pool Block prior to the NPA-NXX-X Effective Date – Error





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-127





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.2 Number Pool Block Create by NPAC SMS





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify the NPA-NXX-X exists with the SOA Origination Indicator set to TRUE for the Number Pool Block that is to be created during this Test Case.



2. Verify the current date is less than the NPA-NXX-X Effective Date.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1. 


			SP


			Prior to the NPA-NXX-X Effective Date, using the SOA, Service Provider Personnel, submit a M-ACTION numberPoolBlock-Create request to the NPAC SMS to create a Number Pool Block. 



The request must include the following attributes:



· numberPoolBlockNPA-NXX-X



· numberPoolBlockSPID



· numberPoolBlockLRN



· numberPoolBlockCLASS-DPC



· numberPoolBlockCLASS-SSN



· numberPoolBlockCNAM-DPC



· numberPoolBlockCNAM-SSN



· numberPoolBlockISVM-DPC



· numberPoolBlockISVM-SSN



· numberPoolBlockLIDB-DPC



· numberPoolBlockLIDB-SSN



· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA



· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA


			NPAC


			1. The NPAC SMS receives the M-ACTION numberPoolBlock-Create request. 



2. The NPAC SMS verifies the following information:



· The requesting SOA is the NPA-NXX-X Holder SOA.



· The serviceProvNPA-NXX-X object exists for the NPA-NXX-X (respective NPA-NXX-X information).



· All attributes specified are valid.



· A numberPoolBlockNPAC object does not already exists for the NPA-NXX-X (a duplicate Number Pool Block does not already exist). 



· The scheduled date is prior to the NPA-NXX-X Effective Timestamp. (This violates system requirements.)





			2.


			NPAC


			The NPAC SMS rejects the request and issues an M-ACTION Error Response indicating the error.  Further processing is terminated. 


			SP


			The NPA-NXX-X Holder SOA receives the M-ACTION Error Response.





			3.


			NPAC


			NPAC Personnel perform a query for the Number Pool Block that Service Provider Personnel attempted to create during this Test Case.


			NPAC


			Verify the Number Pool Block was not created on the NPAC SMS.





			4.


			SP – Optional


			Service Provider Personnel perform a local query for the Number Pool Block that Service Provider Personnel attempted to create during this Test Case.


			SP 


			1. Verify the Number Pool Block does not exist on the SOA and/or EDR LSMS.



2. Verify that the 1K Block of Subscription Versions do not exist on the non-EDR LSMS.





			5.


			SP - Conditional


			Service Provider Personnel perform an NPAC SMS query for the Number Pool Block that Service Provider Personnel attempted to create during this Test Case.


			SP 


			1. Verify the Number Pool Block was not created on the NPAC SMS.



2. Verify that the 1K Block of Subscription Versions do not exist on the NPAC SMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			4.1.5


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			O





			


			


			


			


			EDR LSMS


			O





			


			Objective:






			SOA - Service Provider Personnel attempt to create a Number Pool Block when ‘pending-like, no-active’ Subscription Versions exist – Error





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-148





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.1 Number Pool Block Create by SOA





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the NPA-NXX-X for the Number Pool Block that Service Provider Personnel will attempt to create during this Test Case exists and the Effective Date has passed.



2. Verify that a respective Number Pool Block does not exist on the NPAC SMS.



3. Verify that all-possible cases of ‘pending-like, no-active’ Subscription Versions exist for the Number Pool Block to be created.









			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1. 


			SP


			Using the SOA, Service Provider Personnel, submit a M-ACTION numberPoolBlock-Create request to the NPAC SMS to create a Number Pool Block. 



The request must include the following attributes:



· numberPoolBlockNPA-NXX-X



· numberPoolBlockSPID



· numberPoolBlockLRN



· numberPoolBlockCLASS-DPC



· numberPoolBlockCLASS-SSN



· numberPoolBlockCNAM-DPC



· numberPoolBlockCNAM-SSN



· numberPoolBlockISVM-DPC



· numberPoolBlockISVM-SSN



· numberPoolBlockLIDB-DPC



· numberPoolBlockLIDB-SSN



· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA



· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA


			NPAC


			1. The NPAC SMS receives the M-ACTION numberPoolBlock-Create request. 



2. The NPAC SMS verifies the following information:



· The requesting SOA is the NPA-NXX-X Holder SOA.



· The serviceProvNPA-NXX-X object exists for the NPA-NXX-X (respective NPA-NXX-X information).



· All attributes specified are valid.



· A numberPoolBlockNPAC object does not already exist for the NPA-NXX-X (a duplicate Number Pool Block does not already exist).



· The current date is greater than or equal to the NPA-NXX-X-EffectiveTimeStamp.



· Determines there are ‘pending-like, no-active’ Subscription Version objects within the given TN range. (This violates system requirements.)





			2.


			NPAC


			The NPAC SMS issues an M-ACTION Error Response to the NPA-NXX-X Holder SOA indicating the error.  Further processing is terminated. 



(The Number Pool Block is not created on the NPAC SMS.)


			SP


			The NPA-NXX-X Holder SOA receives the M-ACTION Error Response. 





			3.


			NPAC


			NPAC Personnel perform a query for the Number Pool Block that Service Provider Personnel attempted to create during this Test Case.


			NPAC


			Verify the Number Pool Block was not created on the NPAC SMS





			4.


			SP – Optional


			Service Provider Personnel perform a local query for the Number Pool Block that Service Provider Personnel attempted to create during this Test Case.


			SP


			1. Verify the Number Pool Block does not exist on the SOA and/or EDR LSMS.



2. Verify that the 1K Block of Subscription Versions do not exist on the non-EDR LSMS.





			5.


			SP – Conditional


			Service Provider Personnel perform an NPAC SMS query for the Number Pool Block that Service Provider Personnel attempted to create during this Test Case.


			SP


			1. Verify the Number Pool Block was not created on the NPAC SMS.



2. Verify that the 1K Block of Subscription Versions do not exist on the NPAC SMS.








10.3.2   Modify Block Information Test Cases:



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			4.2.1


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			SOA- Service Provider Personnel modify an active Number Pool Block with the SOA Origination Indicator set to FALSE (and contains Subscription Versions with LNP Types of ‘POOL’, ‘LISP’ and ‘LSPP’) for at least 4 LSMSs (2 non-EDR and 2 EDR). - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-119, RR3-120, RR3-121, RR3-122, RR3-128, RR3-133, RR3-157, RR3-159, RR3-160, RR3-162, RR3-163, RR3-164, RR3-165, RR3-167, RR3-168, RR5-85, RR5-86, RR5-87, RR5-103, RR5-104, RR5-105





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.11 Number Pool Block Modify by Block Holder SOA



2.12.1 Number Pool Block modify Successful Broadcast to Local SMS



2.12.2 Number Pool Block Modify Successful Broadcast NPAC SMS Updates





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify the Number Pool Block to be modified exists on the NPAC SMS with a status of ‘active’ and an empty Failed SP List. 



2. Verify that at least two Service Providers are connected to the NPAC SMS and configured to receive data downloads for this NPA-NXX (one EDR and one non-EDR LSMS).



3. Verify that the Number Pool Block SOA-Origination Indicator is set to FALSE.



4. Verify that LISP and LSPP Subscription Versions exist for some TNs in the 1K Block.





			


			Prerequisite SP Setup:


			All Service Providers verify either the Number Pool Block or 1K Block of Subscription Versions with LNP Type set to ‘POOL’ to be modified exists locally.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC 


			Using the SOA, Service Provider Personnel submit an M-SET Request  numberPoolBlock to modify the LRN for a Number Pool Block. 



The following attributes may be modified:



· numberPoolBlockLRN



· numberPoolBlockCLASS-DPC



· numberPoolBlockCLASS-SSN



· numberPoolBlockCNAM-DPC



· numberPoolBlockCNAM-SSN



· numberPoolBlockLIDB-DPC



· numberPoolBlockLIDB-SSN



· numberPoolBlockISVM-DPC



· numberPoolBlockISVM-SSN



· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA



· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA


			NPAC


			1. The NPAC SMS receives the M-SET Request numberPoolBlock.



2. The NPAC SMS performs the following actions:



· Updates the modified attributes in the Number Pool Block object.



· Sets the numberPoolBlockStatus to 'sending'.



· Updates the numberPoolBlockBroadcastTimeStamp and numberPoolBlockModifiedTimeStamp to the current date and time.









			2.


			NPAC


			The NPAC SMS issues an M-SET Response numberPoolBlock to the Service Provider SOA.


			SP


			The Service Provider SOA receives the M-SET Response numberPoolBlock.





			3.


			NPAC


			The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself to modify the attribute data on the corresponding subscriptionVersionNPAC object(s).






			SP


			1. The NPAC SMS issues an M-SET Response subscriptionVersionNPAC to itself.



2. The NPAC SMS performs the following actions:



· Updates the modified attributes in the Subscription Versions within the 1K Block with LNP Type set to ‘POOL’.



· Sets the subscriptionVersionStatus to ‘sending’.



· Updates the subscriptionVersionBroadcastTimeStamp and the subscriptionVersionModifiedTimeStamp to the current date and time.





			4.


			NPAC


			1. The NPAC SMS issues an M-SET Request subscriptionVersion to update the attributes on all Subscription Versions in the 1K Block with LNP Type set to ‘POOL’ to the non-EDR LSMSs that are accepting downloads for this NPA-NXX.



2. At the same time as step 4.1, the NPAC SMS issues an M-SET Request numberPoolBlock to update the attributes on the Number Pool Block object to the EDR LSMSs that are accepting downloads for this NPA-NXX.


			SP


			1. All non-EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-SET Request, verify that the action is valid and return an M-SET Response subscriptionVersion back to the NPAC SMS.



2. All EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-SET Request, verify that the action is valid and return an M-SET Response numberPoolBlock back to the NPAC SMS.









			5.


			NPAC


			Once the first successful response is received from any LSMS, the following occurs:



1. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself to set the Subscription Version Status to 'active', update the Failed SP List to empty, and update the subscriptionModifiedTimeStamp to the current date and time.



2. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself to set the Number Pool Block status to 'active', update the Failed SP List to empty and update the numberPoolBlockModifiedTimeStamp to the current date and time.


			NPAC


			1. The NPAC SMS issues an M-SET Response subscriptionVersionNPAC. 



2. The NPAC SMS issues an M-SET Response numberPoolBlockNPAC.





			6.


			NPAC


			The NPAC SMS determines the numberPoolBlockSOA-Origination indicator is set to FALSE, and further processing is terminated here.


			


			





			7.


			NPAC


			NPAC Personnel perform a query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ as well as ‘LISP’ and ‘LSPP’.


			NPAC


			1. Verify the Number Pool Block was successfully modified and the status is set to ‘active’ with an empty Failed SP List.



2. Verify the Subscription Versions with LNP Type set to ‘POOL’ in the 1K Block were successfully modified and their status is set to ‘active’ with an empty Failed SP List.



3. Verify the Subscription Versions within the 1K Block with LNP Type set to ‘LISP’ and ‘LSPP’ have not been modified on any LSMS.



4. Verify the NPAC SMS generated a Number Pool Block with a unique ID, all attributes prior to modification, and the status is set to ‘old’ with an empty Failed SP List.





			8.


			NPAC


			NPAC Personnel verify that the ‘old’ Number Pool Block that was created as a result of the modification, did not get broadcast.


			NPAC


			Verify the NPAC SMS did not broadcast the ‘old’ Number Pool Block.





			9.


			SP – Optional


			Service Provider Personnel perform a local query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ as well as ‘LISP’ and ‘LSPP’.


			SP


			1. Verify the Service Providers that were receiving downloads for the NPA-NXX and have an EDR LSMS received the modification for Number Pool Block and that it was modified appropriately.



2. Verify the Service Providers that were receiving downloads for the NPA-NXX and have a non-EDR LSMS received the modifications for the Subscription Versions with LNP Type set to ‘POOL’ in the 1K Block, and that the Subscription Versions were modified appropriately.



3. Verify the Service Providers that were not receiving downloads for the NPA-NXX (whether EDR or non-EDR LSMSs) did not receive the modifications and the Number Pool Block as well as the 1K Block of Subscription Version with LNP Type set to ‘POOL’, remain unchanged.



4. Verify the Subscription Versions within the 1K Block with LNP Type set to ‘LISP’ and ‘LSPP’ have not been modified on any LSMS. 





			10.


			SP - Conditional


			Service Provider Personnel perform an NPAC SMS query for the Number Pool Block and 1K Block of Subscription Versions with LNP Type set to ‘POOL’ as well as ‘LISP’ and ‘LSPP’.


			SP


			1. Verify the Number Pool Block was successfully modified and the status is set to ‘active’ with an empty Failed SP List on the NPAC SMS.



2. Verify the Subscription Versions of LNP Type set to ‘POOL’ in the 1K Block were successfully modified and their status is set to ‘active’ with an empty Failed SP List on the NPAC SMS.



3. Verify the Subscription Versions within the 1K Block with LNP Type set to ‘LISP’ and ‘LSPP’ have not been modified on the NPAC SMS



4. Verify the Number Pool Block exists on the NPAC SMS with a unique ID, all attributes prior to modification, and the status is set to ‘old’ with an empty Failed SP List.





			11.


			SP – Conditional


			Service Provider Personnel verify that the ‘old’ Number Pool Block that was created as a result of the modification, did not get broadcast.


			SP


			Verify the ‘old’ Number Pool Block did not get broadcast.





			12.


			NPAC


			· NPAC Personnel perform a full audit for the Number Pool Block and respective POOLed Subscription Versions that were modified during this test case.



· NPAC Personnel perform a full audit for the non-POOLed Subscription Versions respective to the Number Pool Block used during this test case.


			NPAC


			· Using the Audit Results Log verify that there were no updates issued to the Number Pool Block or respective POOLed Subscription Versions as a result of performing the audit.  If updates were made, the LSMS fails this test case.



· Using the Audit Results Log verify that there were no updates issues as a result of performing the audit of the non-POOLed Subscription Versions. 








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			4.2.5


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			O





			


			


			


			


			EDR LSMS


			O





			


			Objective:






			SOA – Service Provider Personnel modify an active Number Pool Block with the SOA Origination Indicator set to TRUE, using an LRN that does not exist on the NPAC SMS for that Service Provider. – Error





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-131





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.11 Number Pool Block Modify by Block Holder SOA





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify the Number Pool Block to be modified exists on the NPAC SMS with a status of ‘active’ and an empty Failed SP List.



2. Verify the LRN to be used does not exist on the NPAC SMS.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC 


			Using the SOA, Service Provider Personnel submit an M-SET Request numberPoolBlock to modify a Number Pool Block, specifying an LRN that does not exist on the NPAC SMS. 


			NPAC


			1. The NPAC SMS receives the M-SET Request numberPoolBlock 



2. The NPAC SMS determines that the LRN value does not exist on the NPAC SMS. (This violates system requirements.)


3. The NPAC SMS does not modify the attribute on the numberPoolBlockNPAC object.





			2.


			NPAC


			The NPAC SMS issues an M-SET Error Response numberPoolBlockNPAC to the NPA-NXX-X Holder SOA indicating the error.


			SP


			The NPA-NXX-X Holder SOA receives the M-SET Error Response from the NPAC SMS.





			3.


			NPAC


			NPAC Personnel perform a local query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.


			NPAC


			1. Verify the Number Pool Block has not been modified.



2. Verify the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ has NOT been modified.





			4.


			SP –Optional


			Service Provider Personnel perform a local query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.


			SP


			1. Verify the Number Pool Block has not been modified.



2. Verify the 1K Block of Subscription Versions has NOT been modified.





			5.


			SP – Conditional


			Service Provider Personnel perform an NPAC SMS query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.


			SP


			1. Verify the Number Pool Block has not been modified on the NPAC SMS.



2. Verify the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ has NOT been modified on the NPAC SMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			4.2.6


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			SOA – Service Provider Personnel attempt to modify a Number Pool Block for a Number Pool Block that has a status of ‘active’ with a Failed SP List. – Error





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-161





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.11 Number Pool Block Modify by Block Holder SOA





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			Verify that the Number Pool Block to be modified exists on the NPAC SMS with a status of ‘active’ and a Failed SP List.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC 


			Using the SOA, Service Provider Personnel submit an M-SET Request numberPoolBlock to modify an ‘active’ Number Pool Block with a Failed SP List.


			NPAC


			1. The NPAC SMS receives the M-SET Request numberPoolBlock. 



2. The NPAC SMS determines that the Number Pool Block specified in the modify request exists on the NPAC SMS with a status of ‘active’ and a Failed SP List. (This violates system requirements.)


3. The NPAC SMS does not modify the attribute on the numberPoolBlockNPAC object. -





			2.


			NPAC


			The NPAC SMS issues an M-SET Error Response numberPoolBlockNPAC to the NPA-NXX-X Holder SOA indicating there was an error.


			SP


			The NPA-NXX-X Holder SOA receives the M-SET Error Response from the NPAC SMS.





			3.


			NPAC


			NPAC Personnel perform a local query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.


			NPAC


			1. Verify the Number Pool Block has not been modified. The status is ‘active’ with the same Failed SP List.



2. Verify the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ has not been modified. The status is ‘active’ with the same Failed SP List.





			4.


			SP – Optional


			Service Provider Personnel perform a local query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.


			SP


			1. Verify the Number Pool Block has not been modified. 



2. Verify the 1K of Subscription Versions with LNP Type set to ‘POOL’ has not been modified. 





			5.


			SP – Conditional


			Service Provider Personnel perform an NPAC SMS query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.


			SP


			1. Verify the Number Pool Block has not been modified on the NPAC SMS. The status is ‘active’ with the same Failed SP List.



2. Verify the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ has not been modified on the NPAC SMS. The status is ‘active’ with the same Failed SP List.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			4.2.7


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			N/A





			


			


			


			


			EDR LSMS


			N/A





			


			Objective:






			NPAC OP GUI – NPAC Personnel modify the SOA Origination Indicator for a Number Pool Block - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-154, RR3-155





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.18 Number Pool Block Modification of SOA-Origination Indicator





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			Verify the Number Pool Block to be modified exists on the NPAC SMS with a status of ‘active’, an empty Failed SP List and the SOA Origination Indicator is set to FALSE.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			1. Using the NPAC OP GUI, NPAC Personnel submit a request to modify the SOA Origination Indicator for a Number Pool Block that exists on the NPAC SMS.



2. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself to change the value of the numberPoolBlockSOA-Origination to TRUE.


			NPAC


			The NPAC SMS receives the M-SET Request and issues an M-SET Response to itself.





			2.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT numberPoolBlockAttributeValueChange to the NPA-NXX-X Holder SOA for the Number Pool Block that contains the numberPoolBlockSOA-Origination Indicator set to TRUE.


			SP


			The NPA-NXX-X Holder SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			3.


			NPAC


			NPAC Personnel perform a query for the Number Pool Block.


			NPAC


			Verify the Number Pool Block has the SOA Origination Indicator set to TRUE.








10.3.3   Delete Block Information Test Cases:



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			4.3.2


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			N/A





			


			


			


			


			non-EDR LSMS


			N/A





			


			


			


			


			EDR LSMS


			N/A





			


			Objective:






			SOA - Service Provider Personnel attempt to delete a Number Pool Block over the SOA to NPAC SMS interface - Error





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-170





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			Verify that an active Number Pool Block with an empty Failed SP List exists on the NPAC SMS.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			Using the SOA, Service Provider Personnel attempt to submit an M-DELETE Request numberPoolBlock for a Number Pool Block to the NPAC SMS.


			NPAC


			1. The NPAC SMS receives the M-DELETE Request numberPoolBlock from the Service Provider SOA. 



2. The NPAC SMS determines the request to delete the Number Pool Block is invalid. (This violates system requirements).





			2.


			NPAC


			The NPAC SMS issues an M-DELETE Error Response to the Service Provider SOA.


			SP


			The Service Provider SOA receives the M-DELETE Error Response.





			3.


			NPAC


			NPAC Personnel perform a query for the Number Pool Block and 1K Block of Subscription Versions with LNP Type set to ‘POOL’.


			NPAC


			1. Verify the Number Pool Block exists on the NPAC SMS with a status of ‘active’ and an empty Failed SP List.



2. Verify the 1K Block of Subscription Version with LNP Type set to ‘POOL’ exist on the NPAC SMS with a status of ‘active’ and an empty Failed SP List.





			4.


			SP - Optional


			Service Provider Personnel perform a local query for the Number Pool Block and 1K Block of Subscription Versions with LNP Type set to ‘POOL’.


			SP


			Verify the Number Pool Block exists with a status of ‘active’ and an empty Failed SP List. (Assuming that the Block existed on your SOA prior to attempting to delete it in this Test Case.  If the Block did not exist on your SOA, then you do not need to perform Row 4.)









			5.


			SP – Conditional


			Service Provider Personnel perform an NPAC SMS query for the Number Pool Block and 1K Block of Subscription Versions with LNP Type set to ‘POOL’.


			SP


			1. Verify the Number Pool Block exists on the NPAC SMS with a status of ‘active’ and an empty Failed SP List.



2. Verify the 1K Block of Subscription Version with LNP Type set to ‘POOL’ exist on the NPAC SMS with a status of ‘active’ and an empty Failed SP List.








* There is not a flow for this functionality – so this test case is based on the assumption that the Service Provider SOA would issue an M-DELETE numberPoolBlock in an attempt to delete a Number Pool Block.  Functional Requirements prohibit a Number Pool Block Delete Request (of any type) over the SOA to NPAC SMS Interface.



10.4   Query Block Information Test Cases:



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			4.4.1


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			N/A





			


			


			


			


			EDR LSMS


			N/A





			


			Objective:






			SOA - Service Provider Personnel submit a Query Number Pool Block Request to the NPAC SMS using an NPA-NXX-X value as filter criteria. - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-181, RR3-182 





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.27 Number Pool Number Pool Block Query by SOA/LSMS





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			Verify that more than one active Number Pool Block with an empty Failed SP List exist for a given Service Provider on the NPAC SMS.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, Service Provider Personnel submit a numberPoolBlock object query to the NPAC SMS for a Number Pool Block.  Filter criteria used for the query is the NPA-NXX-X value.



2. The SOA issues an M-GET Request numberPoolBlock requesting a single numberPoolBlock object by NPA-NXX-X value to the NPAC SMS.


			NPAC


			The NPAC SMS receives the M-GET Request over the SOA to NPAC SMS interface.





			2.


			NPAC


			1. The NPAC SMS locates the numberPoolBlock object that matched the query criteria submitted by the SOA.



2. The NPAC SMS issues an M-GET Response numberPoolBlock with a single M-GET reply with all the attributes associated with the numberPoolBlock. 


			SP


			The SOA receives the M-GET response for the numberPoolBlock query results:









			3.


			SP


			Service Provider personnel view the Number Pool Blocks that the NPAC SMS returned and verify the following Number Pool Block attributes are provided for each Number Pool Block:



· Block Id



· Block Holder SPID



· NPA-NXX-X



· LRN



· CLASS DPC



· CLASS SSN



· LIDB DPC



· LIDB SSN



· CNAM DPC



· CNAM SSN



· ISVM DPC



· ISVM SSN



· WSMSC DPC



· WSMSC SSN



· Creation Date



· Activation Start TimeStamp



· Activation Broadcast TimeStamp



· Last Modified TimeStamp



· Disconnect Request TimeStamp



· Disconnect Broadcast TimeStamp



· Disconnect Broadcast Complete TimeStamp



· Old Time Stamp



· Modify Request TimeStamp



· Modify Broadcast TimeStamp



· Modify Broadcast Complete TimeStamp



· SOA Origination Indicator



· Status



· Download Reason


			SP


			All attributes are returned to the SOA.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			4.4.2


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			N/A





			


			


			


			


			non-EDR LSMS


			C





			


			


			


			


			EDR LSMS


			C





			


			Objective:






			LSMS - Service Provider Personnel submit a Number Pool Block query request over the LSMS to NPAC SMS Interface using the Number Pool Block ID as filter criteria. – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-181, RR3-182





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.27 Number Pool Block Query by SOA/LSMS





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			Verify that more than one active Number Pool Block with an empty Failed SP List exist for the query criteria on the NPAC SMS.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the LSMS, Service Provider Personnel submit a numberPoolBlock object query to the NPAC SMS for a Number Pool Block.  Filter criteria used for the query is the Number Pool Block ID.



2. The LSMS issues an M-GET Request numberPoolBlock requesting a single numberPoolBlock object by numberPoolBlockId to the NPAC SMS.


			NPAC


			1. The NPAC SMS receives the M-GET Request over the LSMS to NPAC SMS interface.





			2.


			NPAC


			1. The NPAC SMS locates the numberPoolBlock object that matched the query criteria submitted by the LSMS.



2. The NPAC SMS issues an M-GET Response numberPoolBlock with a single M-GET reply with all the attributes associated with the numberPoolBlock. 


			SP


			The Service Provider Personnel, receives the M-GET response for the numberPoolBlock query results.





			3.


			SP


			Service Provider personnel view the Number Pool Blocks that the NPAC SMS returned and verify the following Number Pool Block attributes for each Number Pool Block:



· Block Id



· Block Holder SPID



· NPA-NXX-X



· LRN



· CLASS DPC



· CLASS SSN



· LIDB DPC



· LIDB SSN



· CNAM DPC



· CNAM SSN



· ISVM DPC



· ISVM SSN



· WSMSC DPC



· WSMSC SSN



· Creation Date



· Activation Start TimeStamp



· Activation Broadcast TimeStamp



· Last Modified TimeStamp



· Disconnect Request TimeStamp



· Disconnect Broadcast TimeStamp



· Disconnect Broadcast Complete TimeStamp



· Old Time Stamp



· Modify Request TimeStamp



· Modify Broadcast TimeStamp



· Modify Broadcast Complete TimeStamp



· SOA Origination Indicator



· Status



· Download Reason


			SP


			All attributes are returned to the LSMS.








10.5 [Section Place Holder Only]



10.6 Subscription Version Management Test Cases:



10.6.1   Query Subscription Version Test Cases:



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			6.1.1


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			N/A





			


			


			


			


			EDR LSMS


			N/A





			


			Objective:






			SOA – Service Provider Personnel query the NPAC for multiple Subscription Versions with LNP Type set to ‘POOL’ – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR5-83





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			B.5.6 Subscription Version Query





			


			


			








Test case procedures incorporated into test case 8.1.2.7.1.1 for Release 1.0.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			6.1.2


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			N/A





			


			


			


			


			non-EDR LSMS


			C





			


			


			


			


			EDR LSMS


			C





			


			Objective:






			LSMS – Service Provider Personnel query the NPAC for a single Subscription Version with LNP Type set to ‘POOL’ – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR5-83





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			B.5.6 Subscription Version Query





			


			


			








Test Case procedures incorporated into test case 8.1.2.7.2.1 for Release 1.0.



10.7   Subscription Version Create Test Cases:



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			6.2.2


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			N/A





			


			


			


			


			EDR LSMS


			N/A





			


			Objective:






			NPAC OP GUI - NPAC Personnel create an Intra-Service Provider Subscription Version where a previously ‘active’ Subscription Version does not exist, after the NPA-NXX-X Creation and prior to the NPA-NXX-X Effective Date - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR5-58





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			B.5.1.2 Subscription Version Create by the Initial SOA (New Service Provider)



B.5.1.11 Subscription Version Create for Intra-Service Provider Port





			


			


			





			D.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the NPA-NXX-X exists for the TN to be used to create a ‘pending’ Intra-Service Provider Subscription Version.



2. Verify that the Effective Date for the NPA-NXX-X is a future date.



3. Verify that there is not a currently ‘active’ Subscription Version that exists for the TN to be used in this test case.





			


			Prerequisite SP Setup:


			





			


			


			





			E.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OP GUI, NPAC Personnel submit an Intra-Service Provider Create on behalf of the Code Holder Service Provider for a TN that is within a 1K Block after the NPA-NXX-X Creation, but prior to NPA-NXX-X Effective Date.



NPAC Personnel must specify the following attributes:



· subscriptionTN or a valid subscriptionVersionTN-Range



· subscriptionNewCurrentSP



· subscriptionOldSP



· subscriptionNewSP-DueDate (seconds set to zero)



· subscriptionLNPType



· subscriptionLRN




· subscriptionCLASS-DPC



· subscriptionCLASS-SSN



· subscriptionLIDB-DPC



· subscriptionLIDB-SSN



· subscriptionCNAM-DPC



· subscriptionCNAM-SSN



· subscriptionISVM-DPC



· subscriptionISVM-SSN



· subscriptionWSMSC-DPC - if supported by the Service provider SOA



· subscriptionWSMSC-SSN - if supported by the Service Provider SOA




The following attributes are optional:




· subscriptionEndUser LocationValue



· subscriptionEndUser LocationType



· subscriptionBillingID


			NPAC


			NPAC SMS receives the Subscription Version Create Request and performs the following validations:



· Verify that each attribute specified is valid according to system requirements.



· Verify that the Old/New Service Provider ID is the same as the Code Holder SPID.



· Verify that the current date is prior to the NPA-NXX-X Effective Date.





			2.


			NPAC


			NPAC SMS issues an M-CREATE Request to itself to create the subscriptionVersionNPAC object (Subscription Version).



· The Subscription Version status is set to 'pending'.



· The subscriptionCreationTimeStamp, subscriptionNewSP-AuthorizationTimeStamp, subscriptionOldSP-AuthorizationTimeStamp, and subscriptionModifiedTimeStamp are set.


			NPAC


			NPAC SMS issues an M-CREATE Response to itself.





			3.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT objectCreation to the Intra-Service Provider SOA including the following information:



· subscriptionTN



· subscriptionNewCurrentSP



· subscriptionOldSP



· subscriptionNewSP-DueDate (seconds set to zeros)



· subscriptionVersionStatus 



indicating this Subscription Version has been created on the NPAC SMS.


			SP


			The Service Provider SOA receives the M-EVENT-REPORT objectCreation from the NPAC SMS.





			4.


			SP


			Service Provider SOA sends an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Service Provider SOA.





			5.


			NPAC


			NPAC Personnel perform a query for the Subscription Version.


			NPAC


			NPAC Personnel verify that the Subscription Version with LNP Type set to ‘LISP’ exists on the NPAC SMS.





			6.


			SP – Optional


			Service Provider Personnel perform a local query for the Subscription Version.


			SP


			On the SOA, verify that the Subscription Version with LNP Type set to ‘LISP’ exists.





			7.


			SP – Conditional


			Service Provider Personnel perform an NPAC SMS query for the Subscription Version.


			SP


			Verify that the Subscription Version with LNP Type set to ‘LISP’ exists on the NPAC SMS.





			8.


			SP – Optional


			Service Provider Personnel using the SOA LTI perform an NPAC SMS query for the Subscription Version notification.


			SP


			Verify that the objectCreation notification for the create of the Subscription Version with LNP Type set to ‘LISP’ exists on the NPAC SMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			6.2.3


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			N/A





			


			


			


			


			EDR LSMS


			N/A





			


			Objective:






			SOA - Service Provider Personnel submit an Intra-Service Provider Subscription Version create request where a previously ‘active’ Subscription Version does not exist, after the NPA-NXX-X Creation and prior to the NPA-NXX-X Effective Date - Error





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR5-59





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			B.5.1.2 Subscription Version Create by the Initial SOA (New Service Provider)



B.5.1.11 Subscription Version Create for Intra-Service Provider Port





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the NPA-NXX-X exists for the TN to be used to create a ‘pending’ Intra-Service Provider Subscription Version.



2. Verify that the Effective Date for the NPA-NXX-X is a future date.



3. Verify that there is not a currently ‘active’ Subscription Version that exists for the TN to be used in this test case.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, the Code Holder Service Provider submit an Intra-Service Provider, Subscription Version create request for a TN within a1K Block after NPA-NXX-X Creation, but prior to the NPA-NXX-X Effective Date.



2. The SOA system sends an M-ACTION Request subscriptionVersionNewSP-Create to the NPAC SMS to create the subscriptionVersionNPAC (Subscription Version) on the NPAC SMS.



3. The following attributes must be provided:



· subscriptionTN



· subscriptionNewCurrentSP



· subscriptionOldSP



· subscriptionNewSP-DueDate



· subscriptionLNPType



· subscriptionPortingToOriginal-SP Switch



· subscriptionLRN



· subscriptionCLASS-DPC



· subscriptionCLASS-SSN



· subscriptionLIDB-DPC



· subscriptionLIDB-SSC



· subscriptionCNAM-DPC



· subscriptionCNAM-SSN



· subscriptionISVM-DPC



· subscriptionISVM-SSN 



· subscriptionWSMSC-DPC– if supported by the Service Provider SOA



· subscriptionWSMSC-SSN– if supported by the Service Provider SOA



· subscriptionEndUserLocationValue



· subscriptionEndUserLocationType



· subscriptionBillingID


			NPAC


			The NPAC SMS receives the M-ACTION Request from the Code Holder SOA and determines the following:



· This TN is part of a 1K Block.



· The NPA-NXX-X object has been created - however, it is prior to the Effective Date.



· There is not a currently ‘active’ Subscription Version for this TN. (This violates system requirements.)





			2.


			NPAC


			The NPAC SMS issues an M-ACTION Response failure indicating an error with the request to the SOA.


			SP


			The Service Provider SOA receives the M-ACTION Response.





			3.


			NPAC


			NPAC Personnel perform a query for the Subscription Version.


			NPAC


			NPAC Personnel verify that the Subscription Version does not exist on the NPAC SMS.





			4.


			SP – Optional


			Service Provider Personnel, perform a local query for the Subscription Version.


			SP


			On the SOA, verify that the Subscription Version does not exist.





			5.


			SP – Conditional


			Service Provider Personnel, perform an NPAC SMS query for the Subscription Version.


			SP


			Verify that the Subscription Version does not exist on the NPAC SMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			6.2.4


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			N/A





			


			


			


			


			EDR LSMS


			N/A





			


			Objective:






			SOA - Service Provider Personnel submit an Inter-Service Provider, Port-to-Original Create request for the Code Holder after the NPA-NXX-X Creation and prior to NPA-NXX-X Effective Date – Error





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR5-56





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			3.7 Subscription Version Port-To-Original of a Pool TN-Creation Prior to NPA-NXX-X Effective Date





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the NPA-NXX-X exists respective to the TN that Service Provider Personnel are going to attempt to create a ‘pending’, PTO Subscription Version.



2. Verify that there is a currently ‘active’ Subscription Version that exists for the TN to be used in this test case.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, Service Provider Personnel submit an Inter-Service Provider, Port-to-Original Subscription Version Create Request to the NPAC SMS, (for a TN that is part of a 1K Block) after NPA-NXX-X Creation, and prior to the NPA-NXX-X Effective Date.

Service Provider Personnel must specify the following attributes:
(  subscriptionTN
(  subscriptionNewCurrentSP
(  subscriptionOldSP
(  subscriptionOldSP-DueDate
(  subscriptionOldSP-
    Authorization 
(  subscriptionPort-To-Original indicator
(  subscriptionLNPType



2. The SOA issues an M-ACTION subscriptionVersionNewSP-Create to the NPAC SMS, specifying all required attributes.


			NPAC


			The NPAC SMS receives the M-ACTION from the Service Provider SOA with the Port-to-Original flag set to ‘TRUE’.



The NPAC SMS determines that the TN specified is part of a 1K Block that has not yet been activated (the NPA-NXX-X exists, but the ‘active’ Block does not yet exist). – (This violates system requirements.)





			2.


			NPAC


			The NPAC SMS issues an M-ACTION Response back to the Service Provider specifying, ‘soa not authorized’.


			SP


			The Service Provider SOA receives the M-ACTION Response.





			3.


			NPAC


			NPAC Personnel perform a query for the Subscription Version.


			NPAC


			NPAC Personnel verify that the Subscription Version does not exist on the NPAC SMS.





			4.


			SP – Optional


			Service Provider Personnel perform a local query for the Subscription Version.


			SP


			On the SOA, verify that the Subscription Version does not exist.





			5.


			SP – Conditional


			Service Provider Personnel, perform an NPAC SMS query for the Subscription Version.


			SP


			Verify that the Subscription Version does not exist on the NPAC SMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			6.2.5


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			N/A





			


			


			


			


			EDR LSMS


			N/A





			


			Objective:






			NPAC OP GUI - NPAC Personnel create a range of Intra-Service Provider Subscription Versions both within and outside of the 1K Block, where previously ‘active’ SVs do not exist for the Code Holder after the NPA-NXX-X Creation and prior to the NPA-NXX-X Effective Date - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR5-58





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			B.5.1.2 Subscription Version Create by the Initial SOA (New Service Provider)



B.5.1.11 Subscription Version Create for Intra-Service Provider Port





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the NPA-NXX-X exists for some of the TNs to be used to create a ‘pending’ Intra-Service Provider Subscription Version.



2. Verify that the Effective Date for the NPA-NXX-X is a future date.



3. Verify that there are not currently ‘active’ Subscription Versions that exists for all of the TNs to be used in this test case.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			Using the NPAC OP GUI, NPAC Personnel submit an Intra-Service Provider Create on behalf of the Code Holder Service Provider for a range of TNs that are both within a 1K Block and outside of the 1K Block, after the NPA-NXX-X Creation, but prior to NPA-NXX-X Effective Date.



NPAC Personnel must specify the following attributes:



· valid subscriptionVersionTN-Range



· subscriptionNewCurrentSP



· subscriptionOldSP



· subscriptionNewSP-DueDate (seconds set to zeros)



· subscriptionLNPType



· subscriptionLRN



· subscriptionCLASS-DPC



· subscriptionCLASS-SSN



· subscriptionLIDB-DPC



· subscriptionLIDB-SSN



· subscriptionCNAM-DPC



· subscriptionCNAM-SSN



· subscriptionISVM-DPC



· subscriptionISVM-SSN



· subscriptionLNPType



· subscriptionWSMSC-DPC - if supported by the Service Provider SOA



· subscriptionWSMSC-SSN - if supported by the Service Provider SOA



The following attributes are optional:



· subscriptionEndUserLocationValue



· subscriptionEndUserLocationType



· subscriptionBillingID


			NPAC


			NPAC SMS receives the Subscription Version Create Request and performs the following validations:



· Verify that each attribute specified is valid according to system requirements.



· Verify that the Old/New Service Provider ID is the same as the Code Holder SPID.



· Verify that the current date is prior to the NPA-NXX-X Effective Date.





			2.


			NPAC


			NPAC SMS issues an M-CREATE Request to itself to create the subscriptionVersionNPAC object (Subscription Version).



· The Subscription Version status is set to 'pending'.



· The subscriptionCreationTimeStamp, subscriptionNewSP-AuthorizationTimeStamp, subscriptionOldSP-AuthorizationTimeStamp, and subscriptionModifiedTimeStamp are set.


			NPAC


			NPAC SMS issues an M-CREATE Response to itself.





			3.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT objectCreation to the Intra-Service Provider SOA including the following information:



· valid subscriptionVersionTN-Range



· subscriptionNewCurrentSP



· subscriptionOldSP



· subscriptionNewSP-DueDate (seconds set to zeros)



· subscriptionVersionStatus 



indicating this Subscription Version has been created on the NPAC SMS.


			SP


			The Service Provider SOA receives the M-EVENT-REPORT objectCreation from the NPAC SMS.





			4.


			SP


			Service Provider SOA sends an M-EVENT-REPORT Confirmation to the NPAC SMS.


			NPAC


			NPAC SMS receives the M-EVENT-REPORT Confirmation from the Service Provider SOA.





			5.


			NPAC


			NPAC Personnel perform a query for the Subscription Versions.


			NPAC


			1. NPAC Personnel verify that the Subscription Versions with LNP Type set to ‘LISP’ exist on the NPAC SMS.



2. The Subscription Versions created are both within and outside the TN range of the NPA-NXX-X.





			6.


			SP – Optional


			Service Provider Personnel perform a local query for the Subscription Versions.


			SP


			On the SOA, verify that the Subscription Versions with LNP Type set to ‘LISP’ both within and outside the TN range of the NPA-NXX-X exist.





			7.


			SP – Conditional


			Service Provider Personnel  perform an NPAC SMS query for the Subscription Versions.


			SP


			Verify that the Subscription Versions with LNP Type set to ‘LISP’ both within and outside the TN range of the NPA-NXX-X exist on the NPAC SMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			6.2.7


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			N/A





			


			


			


			


			EDR LSMS


			N/A





			


			Objective:






			SOA - Service Provider Personnel submit an Inter-Service Provider, Port-to-Original Create request for the Code Holder after the NPA-NXX-X Effective Date and prior to the Block existence – Error





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR5-56





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			3.7 Subscription Version Port-To-Original of a Pool TN-Creation Prior to NPA-NXX-X Effective Date





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the NPA-NXX-X exists with SOA Origination Flag set to TRUE respective to the TN that Service Provider Personnel are going to attempt to create a ‘pending’, PTO Subscription Version.



2. Verify that there is a currently ‘active’ Subscription Version that exists for the TN to be used in this test case.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Service Provider Personnel, using the SOA system as the Code Holder, submit an Inter-Service Provider, Port-to-Original Subscription Version Create Request to the NPAC SMS, (for a TN that is part of a 1K Block) after NPA-NXX-X Effective Date, and prior to the Block existence.

Service Provider Personnel must specify the following attributes:
(  subscriptionTN
(  subscriptionNewCurrentSP
(  subscriptionOldSP
(  subscriptionOldSP-DueDate
(  subscriptionOldSP-
    Authorization
(  subscriptionLNPType



2. The SOA issues an M-ACTION subscriptionVersionNewSP-Create to the NPAC SMS, specifying all required attributes.


			NPAC


			The NPAC SMS receives the M-ACTION from the Service Provider SOA with the Port-to-Original flag set to ‘TRUE’.



The NPAC SMS determines that the TN specified is part of a 1K Block that has not yet been activated (the NPA-NXX-X exists, but the ‘active’ Block does not yet exist). – (This violates system requirements).





			2.


			NPAC


			The NPAC SMS issues an M-ACTION Response back to the Service Provider specifying, ‘soa not authorized’.


			SP


			The Service Provider SOA receives the M-ACTION Response.





			3.


			NPAC


			NPAC Personnel perform a query for the Subscription Version.


			NPAC


			NPAC Personnel verify that the Subscription Version does not exist on the NPAC SMS.





			4.


			SP – Optional


			Service Provider Personnel perform a local query for the Subscription Version.


			SP


			On the SOA, verify that the Subscription Version does not exist.





			5.


			SP – Conditional


			Service Provider Personnel  perform an NPAC SMS query for the Subscription Version.


			SP


			Verify that the Subscription Version does not exist on the NPAC SMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			6.2.8


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			N/A





			


			


			


			


			EDR LSMS


			N/A





			


			Objective:






			SOA - Service Provider Personnel submit an Intra-Service Provider Create request after NPA-NXX-X Effective Date and Block Activation - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR5-55





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			B.5.1.2 Subscription Version Create by the Initial SOA (New Service Provider).





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			





			


			Prerequisite SP Setup:


			1. The Service Provider is the Block Holder.



2. Verify that the TN has a currently ‘active’ Subscription Version associated with it where the LNP Type is set to ‘POOL’.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, Block Holder Service Provider Personnel submit a request to Create a ‘pending’, Intra-Service Provider, Subscription Version specifying a TN that is part of an ‘active’ 1K Block.



2. The New Service Provider SOA sends an M-ACTION subscriptionVersionNewSP-Create to the NPAC SMS lnpSubscription object to create a new subscriptionVersionNPAC.  The New Service Provider must specify the following attributes:
(  subscriptionTN or a valid subscriptionVersionTN-Range
(  subscriptionNewCurrentSP
(  subscriptionOldSP
(  subscriptionNewSP-DueDate (seconds set to zero)
(  subscriptionLNPType
(  subscriptionLRN
(  subscriptionCLASS-DPC
(  subscriptionCLASS-SSN
(  subscriptionLIDB-DPC
(  subscriptionLIDB-SSN
(  subscriptionCNAM-DPC
(  subscriptionCNAM-SSN
(  subscriptionISVM-DPC
(  subscriptionISVM-SSN
(  subscriptionWSMSC-DPC - if supported by the Service provider SOA
(  subscriptionWSMSC-SSN - if supported by the Service Provider SOA

The following attributes are optional:
(  subscriptionEndUser LocationValue
(  subscriptionEndUser LocationType
(  subscriptionBillingID


			NPAC


			The NPAC SMS receives the M-ACTION Request from the Service Provider SOA and determines the request is valid.





			2.


			NPAC


			The NPAC SMS issues an M-CREATE subscriptionVersionNPAC to itself to create the Subscription Version and set the status to ‘pending’, as well as the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp to the current date and time.


			NPAC


			The NPAC SMS issues an M-CREATE Response to itself.





			3.


			NPAC


			The NPAC SMS issues a successful M-ACTION Response to the originating SOA.


			SP


			The Originating SOA receives the M-ACTION Response from the NPAC SMS.





			4.


			NPAC


			NPAC SMS issues an M-EVENT-REPORT objectCreation to the Intra-Service Provider SOA including the following information:



· subscriptionTN



· subscriptionNewCurrentSP



· subscriptionOldSP



· subscriptionNewSP-DueDate (seconds set to zeros)



· subscriptionVersionStatus



indicating this Subscription Version has been created on the NPAC SMS.


			SP


			The Service Provider SOA receives the M-EVENT-REPORT objectCreation from the NPAC SMS.





			5.


			NPAC


			NPAC Personnel perform a query for the Subscription Version.


			NPAC


			NPAC Personnel verify that the Subscription Version with LNP Type set to ‘LISP’ exists on the NPAC SMS.





			6.


			SP – Optional


			Service Provider Personnel perform a local query for the Subscription Version.


			SP


			On the SOA, verify that the Subscription Version with LNP Type set to ‘LISP’ exists.





			7.


			SP – Conditional


			Service Provider Personnel perform an NPAC SMS query for the Subscription Version.


			SP


			Verify that the Subscription Version with LNP Type set to ‘LISP’ exists on the NPAC SMS.








			A.


			TEST IDENTITY


			





			


			Test Case Number:


			6.2.9


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			N/A





			


			


			


			


			EDR LSMS


			N/A





			


			Objective:






			SOA - Service Provider Personnel submit an Inter-Service Provider, Port-to-Original Create request for the Code Holder after the Block existence - Error





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR5-57





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			B.5.1.2 Subscription Version Create by the Initial SOA (New Service Provider)





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that the NPA-NXX-X and the 1K Block exist respective to the TN that Service Provider Personnel are going to attempt to create a ‘pending’, PTO Subscription Version.



2. Verify that there is a currently ‘active’ Subscription Version with LNP Type is set to ‘LSPP’, which exists for the TN to be used in this test case.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, the Code Holder Service Provider Personnel submit an Inter-Service Provider, Port-to-Original Subscription Version Create Request to the NPAC SMS, (for a TN that is part of a 1K Block) after the Block existence.



2. Service Provider Personnel must specify the following attributes:



· subscriptionTN



· subscriptionNewCurrentSP



· subscriptionOldSP



· subscriptionOldSP-DueDate



· subscriptionOldSP-Authorization



· subscriptionLNPType



3. The SOA issues an M-ACTION subscriptionVersionNewSP-Create to the NPAC SMS, specifying all required attributes.


			NPAC


			The NPAC SMS receives the M-ACTION from the Service Provider SOA with the Port-to-Original flag set to ‘TRUE’.



The NPAC SMS determines that the TN specified is part of a 1K Block that is no longer owned by the Code Holder. – (This violates system requirements).





			2.


			NPAC


			The NPAC SMS issues an M-ACTION Response back to the Service Provider specifying, ‘soa not authorized’.


			SP


			The Service Provider SOA receives the M-ACTION Response.





			3.


			NPAC


			NPAC Personnel perform a query for the Subscription Version.


			NPAC


			NPAC Personnel verify that the Subscription Version does not exist on the NPAC SMS.





			4.


			SP – Optional


			Service Provider Personnel perform a local query for the Subscription Version.


			SP


			On the SOA, verify that the Subscription Version does not exist.





			5.


			SP – Conditional


			Service Provider Personnel  perform an NPAC SMS query for the Subscription Version.


			SP


			Verify that the Subscription Version does not exist on the NPAC SMS.








10.8   Subscription Version Modify Test Cases:



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			6.3.1


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			O





			


			


			


			


			EDR LSMS


			O





			


			Objective:






			SOA - Service Provider Personnel submit a request to modify a Subscription Version with LNP Type set to ‘POOL’ – Error





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR5-84





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			B.5.2.1 Subscription Version Modify Active Version Using M-ACTION by a Service Provider SOA





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			Verify that an ‘active’ Subscription Version exist with LNP Type set to ‘POOL’.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, the Block Holder Service Provider Personnel submit a request to the NPAC SMS to modify an ‘active’ Subscription Version of LNP Type set to ‘POOL’.
The request must specify the TN and the version status or the version ID of the Subscription Version to be modified and the data to be modified.



2. The following attributes must be specified:
(  subscriptionLRN
(  subscriptionCLASS-DPC
(  subscriptionCLASS-SSN
(  subscriptionLIDB-DPC
(  subscriptionLIDB-SSC
(  subscriptionCNAM-DPC
(  subscriptionCNAM-SSN
(  subscriptionISVM-DPC
(  subscriptionISVM-SSN
(  subscriptionWSMSC-DPC – if supported by the Service Provider SOA
(  subscriptionWSMSC-SSN – if supported by the Service Provider SOA



3. The Service Provider SOA submits an M-ACTION Request subscriptionVersionModify to the NPAC SMS lnpSubscription object to update the ‘active’ version.


			NPAC


			The NPAC SMS receives the M-ACTION Request and determines that the specified Subscription Version for modification is of LNP Type set to ‘POOL’. (This violates system requirements.)





			2.


			NPAC


			The NPAC SMS issues an M-ACTION Failure Response back to the Current Service Provider SOA indicating a request error.


			SP


			The Current Service Provider SOA receives the M-ACTION Failure Response from the NPAC SMS.





			3.


			NPAC


			NPAC Personnel perform a query for the Subscription Version.


			NPAC


			NPAC Personnel verify that the Subscription Version was not modified on the NPAC SMS.





			4.


			SP – Optional


			Service Provider Personnel perform a local query for the Subscription Version.


			SP


			1. From the SOA, verify that the Subscription Version was not modified on the NPAC SMS.



2. From either the non-EDR or EDR LSMS, verify that the Subscription Version was not modified on the NPAC SMS.





			5.


			SP – Conditional


			Service Provider Personnel perform an NPAC SMS query for the Subscription Version.


			SP


			1. From the SOA, verify that the Subscription Version was not modified on the NPAC SMS.



2. From either the non-EDR or EDR LSMS, verify that the Subscription Version was not modified on the NPAC SMS.








10.9   Subscription Version Delete Test Cases:



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			6.4.1


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			O





			


			


			


			


			EDR LSMS


			O





			


			Objective:






			SOA - Service Provider Personnel attempt to delete (submit a disconnect request) a Subscription Version with LNP Type set to ‘POOL’ - Error





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR5-84





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			B.5.4.1 Subscription Version Immediate Disconnect





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			Verify that an ‘active’ Subscription Version of LNP Type set to ‘POOL’ exists, Service Provider Personnel should attempt to delete this Subscription Version.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			1. Using the SOA, Block Holder Service Provider Personnel submit an Immediate Disconnect Request to the NPAC SMS for a Subscription Versions of LNP Type set to ‘POOL’.
The request must specify the Subscription Version ID, or Subscription Version TN and also has future dated the subscriptionEffectiveReleaseDate and the subscriptionCustomerDisconnectDate.



2. The Current Service Provider SOA system issues an M-ACTION Request subscriptionVersionDisconnect to the NPAC SMS.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the Current Service Provider SOA and determines this request is for a Subscription Version of LNP Type set to ‘POOL’. (This violates system requirements.)





			2.


			NPAC


			The NPAC SMS issues an M-ACTION Failure Response to the Current Service Provider SOA indicating a request error.


			SP


			The Block Holder Service Provider SOA receives the M-ACTION Failure Response from the NPAC SMS.





			3.


			NPAC


			NPAC Personnel perform a query for the Subscription Version.


			NPAC


			NPAC Personnel verify that the Subscription Version was not deleted on the NPAC SMS.





			4.


			SP – Optional


			Service Provider Personnel perform a local query for the Subscription Version.


			SP


			1. On the Block Holder SOA, verify that the Subscription Version was not deleted.



2. On the non-EDR LSMS, verify that the Subscription Version was not deleted.



3. On the EDR LSMS, verify that the Subscription Version is part exists as part of the 1K Block.





			5.


			SP – Conditional


			Service Provider Personnel  perform an NPAC SMS query for the Subscription Version.


			SP


			1.  From the Block Holder SOA, verify that the Subscription Version with LNP Type set to ‘POOL’ exists on the NPAC SMS.



2. From the non-EDR LSMS, verify that the Subscription Version with LNP Type set to ‘POOL’ exists on the NPAC SMS.



3. From the EDR LSMS, verify that the Subscription Version is part exists as part of the 1K Block, with LNP Type set to ‘POOL’ on the NPAC SMS.








10.10   Subscription Version Disconnect Test Cases:



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			6.5.4


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			O





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			NPAC OP GUI - NPAC Personnel resend a ‘failed’ disconnect request – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR5-80, RR5-81.1, RR5-81.2





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			4.5 Subscription Version Disconnect of a Ported Pooled TN: Resend Successful to Local SMS



4.5.1 Subscription Version Disconnect of a Ported Pooled TN NPAC SMS Broadcast Successful Resend



4.5.2 Subscription Version Disconnect of a Ported Pooled TN Resend Successful NPAC SMS Updates





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that a failed Disconnect request for a ported pooled TN exists.



2. Verify that the systems that caused the failure before, are configured/connected to the NPAC SMS in order to successfully process the resend request.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			NPAC


			1. Using the NPAC OP GUI, NPAC Personnel resend a failed disconnect for a ported, pooled Subscription Version.



2. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself to set the Subscription Version status for SV1 to ‘sending’ and update the subscriptionModifiedTimeStamp to the current date and time.


			NPAC


			The NPAC SMS issues an M-SET Response back to itself.





			2. 


			NPAC


			The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself to set the Subscription Version status for SV2 to ‘sending’ and update the subscriptionModifiedTimeStamp to the current date and time.


			NPAC


			The NPAC SMS issues an M-SET Response back to itself.





			3.


			NPAC


			1. The NPAC SMS issues an M-DELETE Request for SV1 to all EDR LSMSs that were in the FailedSP-List (previously failed the disconnect request).



2. The NPAC SMS issues an M-CREATE Request for SV2 to all non-EDR LSMSs that were in the FailedSP-List (previously failed the disconnect request).


			SP/ NPAC


			1. All EDR LSMSs in the region that are accepting downloads for this NPA-NXX receive the Subscription Version Delete Request (M-DELETE Request) for SV1.



2. All non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX receive a Subscription Version Create Request (M-CREATE Request) for SV2.



3. The NPAC SMS waits for response from all LSMSs accepting downloads for this NPA-NXX.



4. The NPAC SMS retries any LSMS (M-DELETE SV1 to EDR LSMSs, or an M-CREATE SV2 to non-EDR LSMSs) if they have not responded within a tunable amount of time.



5. All of the LSMSs in the region respond with a successful message (all LSMSs have failed the requests).





			4.


			NPAC


			The NPAC SMS issues an M-SET Request to itself to update the status of SV2 to ‘active’ and set the subscriptionModifiedTimeStamp to the current date and time.


			NPAC


			The NPAC SMS issues an M-SET Response back to itself.





			5.


			NPAC


			The NPAC SMS issues an M-SET Request to itself to update the status of SV1 to ‘old’ and set the failedSP-List to be empty, as well as set the subscriptionModifiedTimeStamp to the current date and time.


			NPAC


			The NPAC SMS issues an M-SET Response back to itself.





			6.


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Current Service Provider SOA to set the status of SV1 to ‘old’ with an empty FailedSP-List.


			SP


			The Current Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			7.


			NPAC


			NPAC Personnel perform a query for the Subscription Version.


			NPAC


			NPAC Personnel verify that an ‘active’ Subscription Version with LNP Type set to ‘POOL’ exists on the NPAC SMS.





			8.


			SP – Optional


			Service Provider Personnel perform a local query for the Subscription Version.


			SP


			1. On the Block Holder SOA, verify that a Subscription Version with LNP Type ‘POOL’ exists with an empty Failed SP List.



2. On the non-EDR LSMS, verify that a Subscription Version with LNP Type ‘POOL’ exists.



3. On the EDR LSMS, verify that the Subscription Version exists as part of the 1K Block.





			9.


			SP – Conditional


			Service Provider Personnel  perform an NPAC SMS query for the Subscription Version.


			SP


			1. From the Block Holder SOA, verify that a Subscription Version with LNP Type ‘POOL’ exists with an empty Failed SP List on the NPAC SMS.



2. From the non-EDR LSMS, verify that a Subscription Version with LNP Type ‘POOL’ exists on the NPAC SMS



3. From the EDR LSMS, verify that the Subscription Version exists as part of the 1K Block on the NPAC SMS.





			10.


			NPAC


			NPAC Personnel perform a full audit for the Subscription Version resent during this test case.


			NPAC


			Using the Audit Results Log verify that there were no updates issues as a result of performing this audit.  If updates were made, the LSMS fails this test case.








10.11 NPA Splits with Number Pooling



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			7.1


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			C





			


			


			


			


			EDR LSMS


			C





			


			Objective:






			NPAC OP GUI - NPAC Personnel schedule a future-dated NPA Split specifying the Old NPA-NXX as one that is part of an ‘active’ Number Pool Block - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109, NANC 244





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-31, RR3-33, RR3-34, RR3-39, RR3-40, RR3-41, RR3-51.1, RR3-51.2, RR3-219





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			7 – NPA Split





			


			


			








Test case procedures incorporated into test case 192-1 from Release 3.2.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			7.3


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			C





			


			


			


			


			EDR LSMS


			C





			


			Objective:






			NPAC OP GUI – NPAC Personnel remove an NPA-NXX from an NPA Split prior to the Permissive Dial Period (PDP) Start Date – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-35, RR3-39





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			7 – NPA-NXX Split





			


			


			








Test case procedures incorporated into test case 192-1 from Release 3.2.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			7.4


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			C





			


			


			


			


			EDR LSMS


			C





			


			Objective:






			NPAC OP GUI - NPAC Personnel remove an NPA-NXX from an NPA Split during the Permissive Dial Period (PDP), which has a respective ‘active’ Number Pool Block - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-35, RR3-39, RR3-42





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			





			


			


			





			


			


			








Test case procedures incorporated into test case 192-1 from Release 3.2.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			7.5


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			C





			


			


			


			


			EDR LSMS


			C





			


			Objective:






			NPAC OP GUI - NPAC Personnel create an NPA-NXX-X specifying the Old NPA-NXX that is scheduled for an NPA Split, prior to the Permissive Dial Period (PDP) Start Date resulting in an auto-generated NPA-NXX-X with the Effective Date set to PDP Start Date- Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-87, RR3-36.1





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			1.1 Service Provider NPA-NXX-X Create by NPAC SMS





			


			


			








Test case procedures incorporated into test case 192-1 from Release 3.2.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			7.6


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			C





			


			


			


			


			EDR LSMS


			C





			


			Objective:






			NPAC OP GUI - NPAC Personnel create an NPA-NXX-X specifying the Old NPA-NXX that is scheduled for an NPA Split, prior to the Permissive Dial Period (PDP) Start Date resulting in an auto-generated NPA-NXX-X with the Effective Date set to the Old NPA-NXX-X Effective Date- Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-87, RR3-36.1





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			1.1 Service Provider NPA-NXX-X Create by NPAC SMS





			


			


			








Test case procedures incorporated into test case 192-1 from Release 3.2.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			7.8


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			C





			


			


			


			


			EDR LSMS


			C





			


			Objective:






			NPAC OP GUI – NPAC Personnel create an NPA-NXX-X specifying the Old NPA-NXX that is involved in an NPA Split, during Permissive Dial Period (PDP)  - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-87, RR3-36.3





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			1.1 Service Provider NPA-NXX-X Create by NPAC SMS





			


			


			








Test case procedures incorporated into test case 192-1 from Release 3.2.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			7.9


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			C





			


			


			


			


			EDR LSMS


			C





			


			Objective:






			NPAC OP GUI - NPAC Personnel create an NPA-NXX-X specifying the New NPA-NXX, that is involved in an NPA Split, during Permissive Dial Period (PDP) – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-87, RR3-36.3





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			1.1 Service Provider NPA-NXX-X Create by NPAC SMS





			


			


			








Test case procedures incorporated into test case 192-1 from Release 3.2.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			7.10


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			C





			


			


			


			


			EDR LSMS


			C





			


			Objective:






			NPAC OP GUI – NPAC Personnel modify an NPA-NXX-X specifying the Old NPA-NXX, that is scheduled for an NPA Split, prior to Permissive Dial Period (PDP) Start Date – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-37.1





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			1.2 Service Provider NPA-NXX-X Modification by NPAC SMS





			


			


			








Test case procedures incorporated into test case 192-1 from Release 3.2.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			7.12


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			C





			


			


			


			


			EDR LSMS


			C





			


			Objective:






			NPAC OP GUI – NPAC Personnel modify an NPA-NXX-X specifying the Old NPA-NXX, that is involved in an NPA Split, during Permissive Dial Period (PDP) – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-37.3





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			1.2 Service Provider NPA-NXX-X Modification by NPAC SMS





			


			


			








Test case procedures incorporated into test case 192-1 from Release 3.2.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			7.13


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			C





			


			


			


			


			EDR LSMS


			C





			


			Objective:






			NPAC OP GUI – NPAC Personnel modify an NPA-NXX-X specifying the New NPA-NXX, that is involved in an NPA Split, during Permissive Dial Period (PDP) – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-37.3





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			





			


			


			








Test case procedures incorporated into test case 192-1 from Release 3.2.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			7.14


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			O





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			NPAC OP GUI - NPAC Personnel create a Number Pool Block using the Old NPA-NXX-X that is part of an NPA Split, during Permissive Dial Period (PDP) - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-87, RR3-43, RR3-44, RR3-45, RR3-218 





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.2 Number Pool Block Create by NPAC SMS



2.3 Number Pool Block Create Broadcast: Successful



2.3.1 Number Pool Block Create Broadcast Successful to Local SMS



2.3.2 Number Pool Block Create: Successful Broadcast





			


			


			








Test case procedures incorporated into test case 192-1 from Release 3.2.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			7.15


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			SOA – Service Provider Personnel create a Number Pool Block using the Old NPA-NXX-X that is part of an NPA Split, during Permissive Dial Period (PDP) - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-87, RR3-43, RR3-44, RR3-45, RR3-218





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.1 Number Pool Block Create by SOA



2.3 Number Pool Block Create Broadcast: Successful



2.3.1 Number Pool Block Create Broadcast to Local SMS



2.3.2 Number Pool Block Create: Successful Broadcast





			


			


			








Test case procedures incorporated into test case 192-1 from Release 3.2.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			7.17


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			O





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			NPAC OP GUI -NPAC Personnel create a Number Pool Block using the New NPA-NXX-X involved in an NPA Split, during Permissive Dial Period (PDP) – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-44, RR3-45





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.2 Number Pool Block Create by NPAC SMS



2.3 Number Pool Block Create Broadcast: Successful



2.3.2 Number Pool Block Create: Successful Broadcast





			


			


			








Test case procedures incorporated into test case 192-1 from Release 3.2.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			7.18


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			SOA – Service Provider Personnel create a Number Pool Block using the New NPA-NXX-X involved in an NPA Split, during Permissive Dial Period (PDP) - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-87, RR3-44, RR3-45





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.1 Number Pool Block Create by SOA



2.3 Number Pool Block Create Broadcast: Successful



2.3.1 Number Pool Block Create Broadcast to Local SMS



2.3.2 Number Pool Block Create: Successful Broadcast





			


			


			








Test case procedures incorporated into test case 192-1 from Release 3.2.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			7.20


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			NPAC OP GUI - NPAC Personnel modify a Number Pool Block using the Old NPA-NXX-X that is part of an NPA Split, during Permissive Dial Period (PDP) – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-46, RR3-47, RR3-218





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.10 Number Pool Block Modify by NPAC SMS



2.12.1 Number Pool Block Modify Successful Broadcast to Local SMS



2.12.2 Number Pool Block Modify Successful Broadcast NPAC SMS Updates





			


			


			








Test case procedures incorporated into test case 192-1 from Release 3.2.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			7.21


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			SOA – Service Provider Personnel modify a Number Pool Block using the Old NPA-NXX-X that is part of an NPA Split, during Permissive Dial Period (PDP) - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-46, RR3-47, RR3-218 





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.11 Number Pool Block Modify by Block Holder SOA



2.12 Number Pool Block Modify Broadcast to Local SMS Success



2.12.1 Number Pool Block Modify Successful Broadcast to Local SMS



2.12.2 Number Pool Block Modify Successful Broadcast NPAC SMS Updates





			


			


			








Test case procedures incorporated into test case 192-1 from Release 3.2.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			7.23


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			SOA – Service Provider Personnel modify a Number Pool Block using the New NPA-NXX-X that is part of an NPA Split, during Permissive Dial Period (PDP) - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-46, RR3-47





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.11 Number Pool Block Modify by Block Holder SOA



2.12.1 Number Pool Block Modify Successful Broadcast to Local SMS



2.12.2 Number Pool Block Modify Successful Broadcast NPAC SMS Updates





			


			


			








Test case procedures incorporated into test case 192-1 from Release 3.2.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			7.25


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			O





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			NPAC OP GUI – NPAC Personnel de-pool an NPA-NXX-X specifying the Old NPA-NXX-X that that has an ‘active’ Number Pool Block associated with it and is scheduled for an NPA Split, prior to Permissive Dial Period (PDP) Start Date – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-38.1





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.19Number Pool Block De-Pool by NPAC SMS



2.20.1 Number Pool Block De-Pool Successful Broadcast of Subscription Version and Number Pool Block Deletes



2.20.2 Number Pool Block De-Pool Broadcast Successful NPA-NXX-X Updates





			


			


			








Test case procedures incorporated into test case 192-1 from Release 3.2.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			7.27


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			NPAC OP GUI - NPAC Personnel de-pool an NPA-NXX-X specifying the Old NPA-NXX-X that has an ‘active’ Number Pool Block associated with it and is involved in an NPA Split, during Permissive Dial Period (PDP) – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-38.3, RR3-48, RR3-218





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.19Number Pool Block De-Pool by NPAC SMS



2.20.1 Number Pool Block De-Pool Successful Broadcast of Subscription Version and Number Pool Block Deletes



2.20.2 Number Pool Block De-Pool Broadcast Successful NPA-NXX-X Updates





			


			


			








Test case procedures incorporated into test case 192-1 from Release 3.2.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			7.28


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			NPAC OP GUI – NPAC Personnel de-pool an NPA-NXX-X specifying the New NPA-NXX-X that is involved in an NPA Split, during Permissive Dial Period (PDP) – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-38.3, RR3-48, RR3-218





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			2.19Number Pool Block De-Pool by NPAC SMS



2.20.1 Number Pool Block De-Pool Successful Broadcast of Subscription Version and Number Pool Block Deletes



2.20.2 Number Pool Block De-Pool Broadcast Successful NPA-NXX-X Updates





			


			


			








Test case procedures incorporated into test case 192-1 from Release 3.2.



10.12 Resynchronization



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			8.1


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			N/A





			


			


			


			


			non-EDR LSMS


			C





			


			


			


			


			EDR LSMS


			C





			


			Objective:






			LSMS - Service Provider Personnel for either an EDR or non-EDR LSMS submit a resynchronization request for Network Data, Block Data, SV Data and Notification Data by time range, over the LSMS to NPAC SMS Interface, with the Service Provider’s NPAC Customer LSMS NPA-NXX-X Indicator set to the value that they support.  – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR6-29, RR6-30, RR6-31, RR6-32, RR6-34, RR6-78, RR6-77, RR6-75, RR6-74, RR6-73, RR6-45, RR6-46, RR6-47, RR6-48, RR6-49, RR3-120, RR6-64, RR6-65, RR6-68, RR6-69, RR6-71, RR6-72





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			5.1 Sequencing of Events on Initialization/Resynchronization of EDR Local SMS



7.1.1 Sequencing of Events on Initialization/Resynchronization of Non-EDR Local SMS





			


			


			








Test case procedures incorporated into test case 187-1 from Release 3.2.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			8.2


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			N/A





			


			


			


			


			non-EDR LSMS


			C





			


			


			


			


			EDR LSMS


			N/A





			


			Objective:






			LSMS - Service Provider Personnel for a non-EDR LSMS submit a resynchronization request for Network Data, Block Data, SV Data and Notification Data by time range, over the LSMS to NPAC SMS Interface, with the Service Provider’s NPAC Customer LSMS NPA-NXX-X Indicator set to TRUE.  – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR6-78, RR6-77, RR6-76, RR6-74, RR6-45, RR6-46, RR6-47, RR6-48, RR6-49, RR3-121, RR6-68, RR6-69





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			5.2 Sequencing of Events on Initialization/Resynchronization of Non-EDR Local SMS





			


			


			








Test case procedures incorporated into test case 8.1 for release 3.0.  Test Case 8.1 has been superseded/incorporated into test case 187-1 from Release 3.2.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			8.3


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			C





			


			


			


			


			non-EDR LSMS


			N/A





			


			


			


			


			EDR LSMS


			N/A





			


			Objective:






			SOA - Service Provider Personnel submit a resynchronization request for Network Data and Notification Data by time range, over the SOA to NPAC SMS Interface, with the Service Provider’s NPAC Customer SOA NPA-NXX-X Indicator set to the value they support. - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR6-29, RR6-30, RR6-31, RR6-32, RR6-33, RR6-50, RR6-51, RR6-52, RR6-53, RR6-54





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			5.3  Sequencing of Events on Initialization/Resynchronization of SOA





			


			


			








Test case procedures incorporated into test case 187-4 from Release 3.2.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			8.4


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			N/A





			


			


			


			


			non-EDR LSMS


			C





			


			


			


			


			EDR LSMS


			C





			


			Objective:






			LSMS - Service Provider Personnel submit a resynchronization request for network data, Number Pool Block Data, subscription version data, and notifications by time range (time range exceeds ‘Maximum Download Duration’ tunable), over the LSMS to NPAC SMS Interface.  – Error





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR6-31, RR6-65, RR6-66, RR6-67





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			5.1 Sequencing of Events on Initialization/Resynchronization of non-EDR Local SMS



7.1.2 Sequencing of Events on Initialization/Resynchronization of EDR Local SMS





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Filter the data so that the LSMS under test and one other associated LSMS will accept messages from NPAC.



2. Verify the ‘Maximum Download Duration’ tunable is set to a value less than what the LSMS expects.



3. While the LSMS is disconnected from the NPAC SMS, NPAC Personnel should perform the following functions:



· Create an NPA-NXX.



· Add at least 1 Block for different Service Providers and let the retry timer expire before the Service Provider associates their LSMS.



· Delete at least 1 NPA-NXX-X for different Service Providers and let the retry timer expire before the Service Provider associates their LSMS.



· Modify at least 1 Block for different Service Providers and let the retry timer expire before the Service Provider associates their LSMS.



· Issue the first create for an Inter-Service Provider Subscription Version using an NPA-NXX that has never been ported before.



· Issue a Scheduled Downtime Notification.



· Issue an immediate disconnect for a subscription version and let the retry timer expire before the Service Provider associates their LSMS.



· Issue an activate request for an Inter-Service Provider Subscription Version and let the retry timer expire before the Service Provider associates their LSMS.





			


			Prerequisite SP Setup:


			The service provider LSMS should be ‘disassociated’ from the NPAC SMS while NPAC Personnel are performing the setup specified above.





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1. 


			SP


			The LSMS Service Provider establishes an association to the NPAC SMS with the resynchronization flag set to TRUE .


			NPAC


			The NPAC SMS receives the association bind request from the LSMS. Once the association is established, the NPAC SMS queues all current updates.





			2. 


			SP


			The LSMS issues an M-ACTION Request  for recovery to the NPAC SMS and specifies a time range.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the LSMS, verifies the duration exceeds the ‘Maximum Download Duration’ (this violates system requirements) and issues an M-ACTION Error Response indicating ‘time-range-invalid’.





			3. 


			NPAC


			NPAC Personnel query the NPAC SMS for the following information which NPAC Personnel manipulated in the prerequisites for this test case: 



1. The NPA-NXX that was created. 



2. The Number Pool Block that was created.



3. The Number Pool Block that was  modified.



4. The Number Pool Block that was de-pooled.



5. The NPA-NXX-X that was deleted.



6. The First Port Notification that was created.



7. The Scheduled Downtime Notification that was created.



8. The Subscription Version that was deleted. 



9. The Subscription Version that was activated.


			NPAC


			NPAC Personnel verify the following information:



1. The NPA-NXX that was created exists. 



2. The Number Pool Block that was created exists with a status of ‘partial failure’ and with a Failed SP List populated appropriately.



3. The Number Pool Block that was modified exists with a status of ‘active’, the appropriate attributes were modified, and the Failed SP List is populated appropriately.



4. The Number Pool Block that was de-pooled exists with a status of ‘old’ and the Failed SP List is populated appropriately.



5. The NPA-NXX-X still exists on the NPAC because a Failed SP List is not empty for the associated Number Pool Block.



6. The First Port Notification failed to the respective Service Provider in this test case.



7. The Scheduled Downtime Notification failed to the respective Service Provider in this test case.



8. The Subscription Version that was deleted exists with a status of ‘old’ and the Failed SP List is populated appropriately.



9. The Subscription Version that was activated exists with a status of ‘partial failure’ and the Failed SP List is populated appropriately.









			4. 


			SP - Optional


			Service Provider Personnel, attempt to locate the First Port and NPAC Scheduled Downtime notifications on their LSMS.


			SP - Optional


			Service Provider Personnel verify that neither notification was received from the NPAC SMS.





			5. 


			SP - Optional


			Service Provider Personnel, using the LSMS, perform a local query for the following data that NPAC Personnel manipulated in the prerequisites of this test case:



1. The NPA-NXX that was created.



2. The Number Pool Block that was created. 



3. The Number Pool Block that was modified.



4. The Number Pool Block that was de-pooled.



5. The NPA-NXX-X that was deleted – if supported by the Service Provider LSMS.



6. The Subscription Version that was deleted.



7. The Subscription Version that was activated.


			SP


			Service Provider Personnel verify the following:



1. The NPA-NXX does not exist on their LSMS.



2. The Number Pool Block that was created does not exist on their LSMS.



3. The Number Pool Block that was modified exists on their LSMS, but the attributes which NPAC Personnel modified do not reflect their changes.



4. The Number Pool Block that was de-pooled still exists on their LSMS.



5. The NPA-NXX-X that was deleted still exists on their LSMS – if supported by the Service Provider LSMS.



6. The Subscription Version that was deleted still exists on their LSMS.



7. The Subscription Version that was activated does not exist on their LSMS.





			6. 


			SP - Conditional


			Service Provider Personnel perform an NPAC SMS query for the following information manipulated by NPAC Personnel in the prerequisites of this test case:



1. The NPA-NXX that was created.



2. The Number Pool Block that was created.



3. The Number Pool Block that was modified.



4. The Number Pool Block that was de-pooled.



5. The NPA-NXX-X that was deleted.



6. The First Port Notification that was created.



7. The Scheduled Downtime Notification that was created.



8. The Subscription Version that was deleted. 



9. The Subscription Version that was activated.


			SP


			Service Provider Personnel verify the following information on the NPAC SMS:



1. The NPA-NXX that was created exists. 



2. The Number Pool Block that was created exists with a status of ‘partial failure’ and with a Failed SP List populated appropriately.



3. The Number Pool Block that was modified exists with a status of ‘active’, the appropriate attributes were modified, and the Failed SP List is populated appropriately.



4. The Number Pool Block that was de-pooled exists with a status of ‘old’ and the Failed SP List is populated appropriately.



5. The NPA-NXX-X still exists on the NPAC because a Failed SP List is not empty for the associated Number Pool Block.



6. The First Port Notification failed to the respective Service Provider in this test case.



7. The Scheduled Downtime Notification failed to the respective Service Provider in this test case.



8. The Subscription Version that was deleted exists with a status of ‘old’ and the Failed SP List is populated appropriately.



9. The Subscription Version that was activated exists with a status of ‘partial failure’ and the Failed SP List is populated appropriately.












			A.


			TEST IDENTITY


			





			


			Test Case Number:


			8.5


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			N/A





			


			


			


			


			non-EDR LSMS


			C





			


			


			


			


			EDR LSMS


			C





			


			Objective:






			LSMS - Service Provider Personnel submit a resynchronization request for a range of Number Pool Blocks (Number of Blocks exceeds the ‘Maximum Number of Download Records’ tunable), over the LSMS to NPAC SMS Interface.  – Error





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR6-65, RR6-66, RR6-67





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			5.1 Sequencing of Events on Initialization/Resynchronization of EDR Local SMS





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. No filters are applied to the data being tested.



2. Verify the ‘Maximum Number of Download Records’ tunable is set to a value less than what the LSMS expects.



3. While the LSMS is disconnected from the NPAC SMS, NPAC Personnel should perform the following functions:



· Add at least 2 Blocks for different Service Providers inside and outside of the requested Block range.



· Delete at least 2 Blocks for different Service Providers inside and outside of the requested Block range.



· Modify at least 2 Blocks for different Service Providers inside and outside of the requested Block range.





			


			Prerequisite SP Setup:


			





			


			


			








Test case procedures incorporated into test case 187-3 from Release 3.2.



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			8.6


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			N/A





			


			


			


			


			non-EDR LSMS


			C





			


			


			


			


			EDR LSMS


			C





			


			Objective:






			LSMS - Service Provider Personnel submit a resynchronization request for a range of Number Pool Blocks over the LSMS to NPAC SMS Interface. (Blocks exist inside and outside of the requested Number Pool Block range.) – Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR3-120, RR6-64, RR6-65, RR6-70, RR6-71, RR6-72





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			5.1 Sequencing of Events on Initialization/Resynchronization of EDR Local SMS





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. An NPA-NXX filter applies to the data being tested.



2. While the LSMS is disconnected from the NPAC SMS, NPAC Personnel should perform the following functions:



· Add at least 2 Blocks for different Service Providers inside and outside of the requested Block range.



· Delete at least 2 Blocks for different Service Providers inside and outside of the requested Block range.



· Modify at least 2 Blocks for different Service Providers inside and outside of the requested Block range.





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1.


			SP


			The LSMS Service Provider establishes an association to the NPAC SMS with the resynchronization flag set to TRUE.


			NPAC


			The NPAC SMS receives the association bind request from the LSMS. Once the association is established, the NPAC SMS queues all current updates.





			2.


			SP


			The LSMS issues an M-ACTION Request lnpDownload (Number Pool Block data) to the NPAC SMS and specifies a range of NPA-NXX-X values.


			NPAC


			The NPAC SMS receives the M-ACTION Request from the LSMS and issues an M-ACTION Response lnpDownload with the no data to the LSMS (the applicable blocks are not sent because of the NPA-NXX filter).





			3.


			NPAC


			NPAC Personnel query the Number Pool Block data that was not sent to the LSMS.


			NPAC


			Verify that the Number Pool Block data was updated appropriately.





			4.


			SP - Optional


			Service Provider Personnel, using the LSMS, perform a local query for the Number Pool Block data updated in this test case.


			SP


			Verify that the following updates were not sent:



· 1 Number Pool Block create



· 1 Number Pool Block modify



· 1 Number Pool Block delete





			5.


			SP - Conditional


			Service Provider Personnel, perform an NPAC SMS query for the updated Number Pool Block data.


			SP


			Verify that the following updates were made:



· 1 Number Pool Block create



· 1 Number Pool Block modify



· 1 Number Pool Block delete





			6.


			NPAC


			NPAC Personnel perform a full audit for the Number Pool Blocks that were manipulated during this test case.


			NPAC


			Using the Audit Results log verify that no updates were made.  .  If any updates were made as a result of running this audit, this test case fails.








10.13 Audit Test Cases:



			A.


			TEST IDENTITY


			





			


			Test Case Number:


			9.2


			SUT Priority:


			SOA LTI


			N/A





			


			


			


			


			SOA


			N/A





			


			


			


			


			non-EDR LSMS


			R





			


			


			


			


			EDR LSMS


			R





			


			Objective:






			NPAC OP GUI - NPAC Personnel initiate a full audit for a single  TN, with LNP Type = POOL, for all Service Providers, discrepancies exist. - Success





			


			


			





			B.


			REFERENCES


			





			 


			NANC Change Order Revision Number:


			


			Change Order Number(s):


			NANC 109





			


			NANC FRS Version Number:


			3.0.0


			Relevant Requirement(s):


			RR8-6, RR8-7, RR8-8, RR8-9, RR8-10, RR8-11, RR8-13, RR8-14, RR8-15, RR8-16





			


			NANC IIS Version Number:


			3.0.0


			Relevant Flow(s):


			6.1.2 NPAC Performs Audit Comparisons



6.1.3 NPAC SMS Reports Audit Results





			


			


			





			C.


			PREREQUISITE


			





			


			Prerequisite Test Cases:


			





			


			Prerequisite NPAC Setup:


			1. Verify that there are both EDR and non-EDR systems accepting downloads for the NPA-NXX of the TN being audited.



2. Verify that the  TN being audited is part of a Number Pool Block and is of LNP Type 'POOL'.  



3. Create the following discrepancies for the TN being audited:



· A discrepancy for some of the GTT data between the Subscription Version on the NPAC SMS and one of the non-EDR LSMSs.



· A discrepancy where one of the EDR LSMSs does not have the respective Number Pool Block in its database.  This Number Pool Block should have the SOA Origination set to 'TRUE' and should have a status of ‘partial failure’ with a Failed SP List entry.



· A discrepancy where one of the non-EDR LSMSs does not have the Subscription Version in its database





			


			Prerequisite SP Setup:


			





			


			


			





			D.


			TEST STEPS and EXPECTED RESULTS





			Row #


			NPAC or SP


			Test Step






			NPAC or SP


			Expected Result









			1. 


			NPAC


			Using the NPAC OP GUI, NPAC Personnel submit a full Audit request (specifying all Subscription Version attributes for audit) for a single TN of LNP Type 'POOL' to the NPAC SMS for all Service Providers in the region.


			NPAC


			The NPAC SMS receives the Audit Request from the NPAC Personnel, and determines the request is valid.





			2. 


			NPAC


			1. The NPAC SMS determines that this TN is within a 1K Block and begins the Audit to all Service Providers for the specified TN.



2. The NPAC SMS issues an M-GET Request (scoped and filtered) subscriptionVersion to the non-EDR LSMSs in the region to retrieve the subscription data for audit processing.



3. The NPAC SMS issues an M-GET Request numberPoolBlock to all EDR LSMSs in the region to retrieve respective Number Pool Block information for audit processing.



4. The NPAC SMS issues an M-GET Request (scoped and filtered) subscriptionVersion to all EDR LSMSs in the region to retrieve subscription data for audit processing.


			SP


			1. All but one of the non-EDR LSMSs in the region receive the M-GET Request subscriptionVersion from the NPAC SMS and return the specified Subscription Version object in an M-GET Response subscriptionVersion to the NPAC SMS.



2. One of the non-EDR LSMSs in the region receive the M-GET Request subscriptionVersion from the NPAC SMS and DO NOT return the specified Subscription Version object in an M-GET Response subscriptionVersion to the NPAC SMS.



3. All but one of the EDR LSMSs in the region receive the M-GET Request numberPoolBlock from the NPAC SMS and return the specified Number Pool Block object in an M-GET Response numberPoolBlock to the NPAC SMS.



4. One of the EDR LSMSs in the region receive the M-GET Request numberPoolBlock from the NPAC SMS and DO NOT return the specified Block object in an M-GET Response numberPoolBlock to the NPAC SMS.



5. The EDR LSMSs in the region receive the M-GET Request subscriptionVersion from the NPAC SMS.  The EDR LSMSs do not locate a respective Subscription Version with LNP Type of  'POOL' and issue an M-GET Response subscriptionVersion message back to the NPAC SMS specifying an empty set (no TNs).





			3. 3.


			NPAC


			The NPAC SMS performs object comparisons.


			


			The NPAC SMS completes the comparisons and finds the following discrepancies:



· The GTT data for the Subscription Version on the NPAC SMS and one of the non-EDR LSMSs is discrepant.



· One of the EDR LSMSs does not have the respective Number Pool Block in its database.



· One of the non-EDR LSMSs does not have the respective Subscription Version in its database.





			4. 


			NPAC


			The NPAC SMS issues an M-SET Request subscriptionVersion to update the GTT attribute to equal the value on the NPAC SMS version of the Subscription Version to the discrepant, non-EDR LSMS system.


			SP


			The discrepant non-EDR LSMS receives the M-SET Request from the NPAC SMS, updates the Subscription Version appropriately and issues an M-SET Response back to the NPAC SMS.





			5. 


			NPAC


			The NPAC SMS issues an M-CREATE Request numberPoolBlock to the discrepant EDR LSMS system.


			SP


			The discrepant EDR LSMS receives the M-CREATE Request from the NPAC SMS, and creates the respective Number Pool Block appropriately and issues an M-CREATE Response back to the NPAC SMS.





			6. 


			NPAC


			The NPAC SMS issues an M-CREATE Request subscriptionVersion to the non-EDR LSMS that was missing the Subscription Version.


			SP


			The discrepant non-EDR LSMS receives the M-CREATE Request from the NPAC SMS, creates the Subscription Version and issues an M-CREATE Response back to the NPAC SMS.





			7. 


			NPAC


			The NPAC SMS issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange for the Number Pool Block and set the Number Pool Block status to 'active' and update the subscriptionFailedSP-List to exclude the Service Provider LSMSs that were corrected to the Block Holder SOA.


			SP


			The Block Holder SOA receives the M-EVENT-REPORT for the Number Pool Block, from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.





			8. 


			NPAC


			The NPAC SMS issues an M-DELETE Request for the subscriptionAudit object to itself.


			NPAC


			The NPAC SMS deletes the audit object from its local database and issues an M-DELETE Response to itself indicating the audit object was successfully deleted.





			9. 


			NPAC 


			NPAC Personnel perform a query for the audit discrepancy report.


			NPAC


			Verify the audit discrepancy report exists.








End of Chapter
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Task Name


Duration


Start


Finish


Predecessors


Resource Names


1


2


Industry Communication Plan


72 days


Thu 12/18/03


Fri 3/26/04


3


Inform NAPM of Oracle and IBM rollout


0 days


Thu 12/18/03


Thu 12/18/03


Business Unit


4


Discuss with LNPAWG in January


2 days


Wed 1/7/04


Thu 1/8/04


3


Program Mgmnt.


5


Produce and circulate Regression test plan to LNPAWG


0 days


Mon 1/19/04


Mon 1/19/04


4,26


CMA


6


Review testing plan with LNPAWG in February


4 days


Wed 2/4/04


Mon 2/9/04


5


CMA


7


Finalize testing plan with LNPAWG in March


0 days


Wed 3/10/04


Wed 3/10/04


6


CMA


8


Discuss actual rollout sequence with NAPM in Febreuary


0 days


Tue 2/10/04


Tue 2/10/04


Business Unit


9


Review rollout sequence with LNPAWG in March


4 days


Wed 3/10/04


Mon 3/15/04


8


Program Mgmnt.


10


SPs to decide if they are participating in Regression testing


0 days


Thu 3/4/04


Thu 3/4/04


SPs


11


Participating SPs to sign up for testing slots


17 days


Thu 3/4/04


Fri 3/26/04


10


SPs


12


13


Final NPAC System Release


230 days


Tue 8/26/03


Mon 6/28/04


14


Complete Code and Unit Testing


65 days


Tue 8/26/03


Mon 11/24/03


Development Team


15


Complete Integration Testing


64 days


Tue 11/25/03


Mon 4/12/04


14


Development Team


16


Complete System Testing


20 days


Mon 4/12/04


Mon 5/10/04


15


Development Team


17


Produce Release Notes and Conversion tools


20 days


Mon 4/12/04


Mon 5/10/04


15


Development Team


18


Complete Internal Acceptance Testing


146 days


Mon 12/22/03


Mon 6/28/04


19


Develop Internal Acceptance Test Plan (WinRunner and Manual Test cases)


50 days


Mon 12/22/03


Fri 2/27/04


Apps Support


20


Develop Database Acceptance Test Plan


50 days


Mon 12/22/03


Fri 2/27/04


Apps Support


21


Prepare Test Environment H/w


9 days


Mon 2/23/04


Thu 3/4/04


Apps Support


22


Install O Software on internal test bed


0 days


Fri 3/5/04


Fri 3/5/04


21


Apps Support


23


Perform Internal Acceptance Tests - Phase 1 (Prep for industry testing)


42 days


Fri 3/5/04


Mon 5/3/04


22


Apps Support


24


Perform Internal Acceptance Tests - Phase 2 (Housekeeping and Operational functions)


50 days


Tue 5/4/04


Mon 6/28/04


23


Apps Support


25


Complete Industry Testing


110 days


Mon 12/15/03


Fri 5/14/04


26


Develop Industry Regression Test Suite


25 days


Mon 12/15/03


Fri 1/16/04


CMA


27


Perform Industry Testing


30 days


Mon 4/5/04


Fri 5/14/04


28


Regression Testing


20 days


Mon 4/5/04


Fri 4/30/04


SPs,Apps Support


29


Group and Performance Testing


8 days


Mon 5/3/04


Wed 5/12/04


28


SPs,Apps Support


30


Prepare failover Apps server in Charlotte


3 days


Mon 5/10/04


Wed 5/12/04


Apps Support


31


Failover Testing


2 days


Thu 5/13/04


Fri 5/14/04


30


SPs,Apps Support


T


W


Aug 17, '03
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Task Name


Duration


Start


Finish


Predecessors


Resource Names


32


33


Deployment of Oracle/IBM Release - US Regions


51 days


Sun 5/16/04


Sun 7/11/04


34


Roll-out Region 1


1 day


Sun 5/16/04


Sun 5/16/04


31


Apps Support


35


Region 1 Burn-in


15 days


Mon 5/17/04


Fri 6/4/04


34


36


Roll-out regions 2 and 3


1 day


Sun 6/6/04


Sun 6/6/04


35


Apps Support


37


Roll-out regions 4 and 5


1 day


Sun 6/27/04


Sun 6/27/04


36


Apps Support


38


Roll-out regions 6 and 7


1 day


Sun 7/11/04


Sun 7/11/04


37


Apps Support


39


40


Canada Deployment of Oracle/IBM Release


137 days


Mon 1/26/04


Sun 7/18/04


41


Get agreement of Configuration, Date and Duration of Maint window


0 days


Mon 1/26/04


Mon 1/26/04


Business Unit


42


Install into Production


0 days


Sun 7/18/04


Sun 7/18/04


Apps Support


43


44


SOW 34 Upgrade to Oracle/IBM Release


0 days


Sun 7/18/04


Sun 7/18/04


Apps Support


T


W


Aug 17, '03







_1139331987.doc
N-1 Architecture Cites


Extracted from Third Report and Order, FCC 98-82, ¶¶ 16, (1998):

If it is an NXX for which portability is available, the originating local service provider


will add the NPA, for instance "123," to the dialed number and query "(123) 456-7890" to an SCP containing the LRNs downloaded from the relevant regional database. The SCP will return the LRN for "(123) 456-7890" (which would be "(123) 456-XXXX" if the customer has not changed carriers, or something like "(123) 789-XXXX" if the customer has changed carriers), and use the LRN to route the call to the appropriate switch with an SS7 message indicating that it has performed the query.  The terminating


carrier will then complete the call.  To route an interexchange call, the originating local service provider will hand the call off to the IXC and the IXC will undertake the same procedure.


Third Report and Order, FCC 98-82, ¶¶ 21, (1998):

In the Second Report and Order, the Commission determined that if an N-1 carrier


arranges with another entity to perform queries on the carrier's behalf, that other entity may charge the N-1 carrier in accordance with requirements to be established in this Third Report and Order.  The Commission also noted that when an N-1 carrier fails to ensure that a call is queried, the call might inadvertently be routed by default to the LEC that originally served the telephone number.  If the number was ported, the LEC incurs costs in redirecting the call.  This could happen, for example, if there is a technical failure in the N-1 carrier's ability to query, or if the N-1 carrier fails to ensure that its calls are


queried, either through its own query capability or through an arrangement with another carrier or third-party.  The Commission determined in the Second Report and Order that if a LEC performs queries on default-routed calls, the LEC may charge the N-1 carrier in accordance with requirements to be established in this Third Report and Order.  The Commission determined further that it would "allow LECs to block default-routed calls, but only in specific circumstances when failure to do so is likely to impair network


reliability."  The Commission also said that it would "require LECs to apply this blocking standard to calls from all carriers on a nondiscriminatory basis."


Second Report and Order, FCC 97-289, ¶¶71-76 (1997)

71.  The NANC indicates that the recommendations derived from the Architecture Task Force Report were the result of extensive debate in the Architecture Task Force and represent industry consensus.  With one exception discussed more fully below, no parties have specifically challenged the local number portability architectural specifications and assumptions as set forth in the Architecture Task Force Report.  We conclude that these recommendations set forth reasonable Number Portability Administration Center standards to manage local number portability.  Thus, we adopt the NANC's recommendations, as presented in the Architecture Task Force Report.


72.  The Architecture Task Force Report considered and made recommendations on several issues which were not otherwise addressed in the Technical & Operational Task Force Report, including the following:  (1) what entity shall be required to make the query to determine the service provider of the called party (N-1 Call Routing); and (2) whether carriers may block default routed calls (Default Routing).  Because these two specific issues will have a significant impact on the efficiency and effectiveness of local number portability, each will be discussed more fully below.


73.  N-1 Call Routing.  The NANC recommends that the carrier in the call routing process immediately preceding the terminating carrier, designated the "N-1" carrier, be responsible for ensuring that database queries are performed.  None of the parties commenting on the NANC's recommendations addresses this issue.  We adopt the NANC's recommendation that the N-1 carrier be responsible for ensuring that databases are queried, as necessary, to effectuate number portability.  The N-1 carrier can meet this obligation by either querying the number portability database itself or by arranging with another entity to perform database queries on behalf of the N-1 carrier.


74.  In the First Order on Reconsideration, the Commission recognized that queries would most likely be performed by the N-1 carrier if the industry adopted the Location Routing Number solution.  Industry consensus is that the Location Routing Number system is the best method to satisfy the Commission's performance criteria for long-term local number portability.  The efficient provisioning of number portability requires that all carriers know who bears responsibility for performing queries, so that calls are not dropped because the carrier is uncertain who should perform the database query, and so that carriers can design their networks accordingly or arrange to have database queries performed by another entity.  Consistent with our finding in the First Order on Reconsideration, we conclude that the Location Routing Number system functions best if the N-1 carrier bears responsibility for ensuring that the call routing query is performed. Under the Location Routing Number system, requiring call-terminating carriers to perform all queries may impose too great a burden on terminating LECs.  In addition, obligating incumbent LECs to perform all call routing queries could impair network reliability.


75.  We note, however, that the requirement that the N-1 carrier be responsible for ensuring completion of the database query applies only in the context of Location Routing Number as the long-term number portability solution.  In the event that Location Routing Number is supplanted by another method of providing long-term number portability, we may modify the call routing process as necessary.  We note further that if the N-1 carrier does not perform the query, but rather relies on some other entity to perform the query, that other entity may charge the N-1 carrier, in accordance with guidelines the Commission will establish to govern long-term number portability cost allocation and recovery.


76.  Default Routing.  The NANC recommends that we permit carriers to block "default routed calls" coming into their networks.  A "default routed call" situation would occur in a Location Routing Number system as follows:  when a call is made to a telephone number in an exchange with any ported numbers, the N-1 carrier (or its contracted entity) queries a local Service Management System database to determine if the called number has been ported.  If the N-1 carrier fails to perform the query, the call is routed, by default, to the LEC that originally serviced the telephone number.  The original LEC, which may or may not still be serving the called number, can either query the local Service Management System and complete the call, or "block" the call, sending a message back to the caller that the call cannot be delivered.  The NANC found that compelling LECs to query all default routed calls could impair network reliability, and that allowing carriers to block default routed calls coming into their networks is necessary to protect against overload or congestion that could result from an inordinate number of calls being routed by default to the original LEC.  In light of these network reliability concerns, we will allow LECs to block default routed calls, but only in specific circumstances when failure to do so is likely to impair network reliability.
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1.0 
Purpose and Scope 


This document specifies guidelines for the administration and assignment of thousands-blocks (NXX-Xs) to Local Number Portability (LNP)-capable service providers (SPs) in rate areas where thousands-block number pooling has been ordered or implemented. All thousands-block requests and necessary forms will be submitted by SPs to the Pooling Administrator (PA) by filling out the appropriate request and/or form provided on the PA Web Site.
 No requests and/or form submissions will be accepted via fax, paper, voice, or email, except in extraordinary circumstances, semi-annual Appendix 1, and/or if previously agreed to by the PA. An industry database (see 5.1.1) will verify the password and access level of the user.  All electronic submissions from an authorized user will be considered as an electronic signature and will be verified for authenticity utilizing criteria maintained in the PA database. In addition, these guidelines outline the processes used between the PA and:


· Code Holders


· Telcordia™ LERG™ Routing Guide
) Assignees


· Block Holders


· The CO Code Administrator


· Number Portability Administration Centers (NPAC)


· North American Numbering Plan Administrator (NANPA)


· Regulatory Agencies


Thousands-block number pooling, in the context of these guidelines, allows for sharing of Central Office (CO) Codes (NXX Codes) among multiple SPs serving the same rate area.  All ten thousand telephone numbers (TNs) within each NXX Code continue to be associated with the same rate area designation (i.e., V&H coordinates), but can be distributed among multiple SPs at the thousands-block (NXX-X) level.  Examples of uses for thousands-blocks for which these guidelines apply include plain old telephone service (POTS), Centrex, Direct Inward Dialing (DID), wireless service, facsimile, and coin phones.


Where thousands-block number pooling has not been implemented, or is not in use by a SP, the SP shall continue to apply directly to the CO Code Administrator for numbering resources. Guidelines addressing the assignment of Central Office Codes (NXXs) are covered under the Central Office Code (NXX) Assignment Guidelines (INC 95-0407-008).  Six to nine months (see Section 6.0 below) prior to thousands-block number pooling participation, SPs that do not currently participate in thousands-block number pooling, will be required to utilize these guidelines.  In addition, non-pooling SPs are obliged to provide forecast and other data pursuant to regulatory request.


These guidelines do not supersede appropriate North American Numbering Plan (NANP) area governmental or regulatory principles, procedures, and requirements.


2.0 
Assumptions and Constraints


The development of these thousands-block number pooling administration guidelines is based on the following assumptions and constraints:


2.1
NANP resources, including those covered in these guidelines, are collectively managed by the telecommunications industry with oversight by the regulatory authorities in areas served by the NANP.  The decision to establish an industry inventory pool in any given location is a regulatory responsibility.  


2.2 
The PA will obtain the necessary SP documentation to establish and administer the industry inventory pool.


2.3
The NANP resources are considered a public resource and are not owned by the assignees or the PA.  Consequently, the resources cannot be sold, brokered, bartered, or leased by the assignee for a fee or other consideration. If a resource is sold, brokered, bartered, or leased for a fee, the resource is subject to reclamation by the PA or by the PA under direction of the applicable regulatory authority.


2.4
These administration guidelines apply only to the assignment of thousands-blocks to Block Applicants providing service within specific rate areas:


a) where SP Location Routing Number (LRN) Local Number Portability (LNP) has been implemented; 


b) where thousands-block number pooling has been mandated by the appropriate regulatory body; and


c) where SPs have chosen to participate in thousands-block number pooling in a voluntary rate center outside of the top 100 MSAs.  SPs only can withdraw their participation prior to the “PA Assessment of Industry Inventory Pool Surplus/Deficiency” date.


2.5
These administration guidelines were prepared by the industry to be followed on a voluntary basis. However, the FCC has implemented a number of orders and rules referenced by footnote to the appropriate order associated with thousands-block number pooling administration. Should the rules change, the associated text in the guidelines and references would change accordingly. In these guidelines INC changed the term “NANPA” to “PA”, as appropriate.  The FCC orders and rules incorporated in these Guidelines are included in 15.0. 


2.6 
NANP numbering resources shall be assigned to facilitate the most effective and efficient use of a finite numbering resource in order to prevent premature exhaust of an NPA and delay the need to develop and implement costly new numbering plans.  Efficient resource management and code conservation are necessary to stay the industry impacts of expanding the numbering resource (e.g., expansion from 10 to 11 or 12 digits).  Impacts of NANP expansion include:


a)
customer impacts (e.g., dialing, telephone number (TN) changes to advertising and stationery, security systems, etc.);


b)
Customer Premise Equipment (CPE) modifications;


c)
domestic and international switching hardware and software modifications;


d)
operational support systems (OSS) modifications and/or upgrades; and


e)
reprogramming of non-telecommunications databases that contain TNs.


2.7
Block Applicants requesting resources from the industry inventory pool:


a) service providers must provide, as part of their applications for initial numbering resources, evidence (e.g., state commission order or state certificate to operate as a carrier) demonstrating that they are licensed and/or certified to provide service in the area in which they seek numbering resource;


b) are required to provide appropriate evidence (e.g., contracts for unbundled network elements, network information showing that equipment has been purchased and is operational or will be operational, business plans, or interconnection agreements) to the PA that demonstrates they have or will have facilities in place to provide service within 60 calendar days of the numbering resources activation date for initial numbering resources.
  Self-certification will not be acceptable.

c) shall donate numbering resources to the industry inventory pool, in accordance with these guidelines and any regulatory directives; 


d) shall establish internal policies and practices that provide for the efficient use and assignment of TNs to end users.  These policies and practices shall balance product specifications, market strategies and customer needs with conservation principles to ensure “best practices” in TN utilization;


e) before assigning TNs from an uncontaminated thousands-block, unless the available numbers in the opened thousands-block are not sufficient to meet a specific customer request
.  This requirement shall apply to a service provider’s existing numbering resources as well as any new numbering resources it obtains in the future.
  The exceptions to the sequential numbering requirement are intended to address a customer’s specific need for TNs that cannot be filled from the service provider’s opened thousands-blocks, rather than requests for specific individual numbers (such as vanity numbers); 


f) shall minimize the use of TNs within thousands-blocks for purposes other than subscriber assignments (e.g., Administrative Numbers); and 


g) will have a choice to initiate pooled block activation through Service Order Activation (SOA) interface to NPAC Service Management System (SMS) or through NPAC personnel.



2.8 
The schedule of holidays recognized by the PA will affect the administration of these guidelines.  Holidays will not be considered a “calendar day” as a part of any timing of thousands-block allocations in association with these guidelines. 


2.9 SPs and numbering resource administrators are responsible for managing numbering resources in accordance with these guidelines and the orders of applicable regulatory authorities.  Both SPs and numbering resource administrators are subject to audits.  Further information may be found in FCC 00-104¶62, FCC 00-429¶81-99, FCC 01-362 ¶95-111 and 47CFR§52.15(k). 

2.10 Audits of the PA and Block Applicants/Holders will be performed by the Audits Branch of the Accounting Safeguards Division in the FCC Common Carrier Bureau or other designated agents to: 


a) ensure uniformity in application of these guidelines by the PA to all thousands-block requests received by the PA;


b) ensure compliance with these guidelines by Block Applicants and the PA; and 


c) ensure the efficient and effective use of numbering resources by Block Applicants/Holders and efficient and effective management of numbering resources by the PA.


2.11 
These guidelines were developed assuming pre-porting with Efficient Data    Representation (EDR) as the preferred method of implementation.


2.12 
 It is assumed from a wireline perspective that CO Codes/blocks allocated to a wireline Service Provider are to be utilized to provide service to a customer’s premise physically located in the same rate center that the CO Codes/blocks are assigned. Exceptions exist, for example tariffed services such as foreign exchange service.


2.13
For the purposes of these guidelines, it is assumed that blocks donated to a pool from wireless grandfathered NXXs
 cannot be assigned to SPs until regulatory authorities direct how to handle these unique numbering resources.   Additionally, because these blocks of grandfathered numbers have been donated to the pool, they are excluded from months to exhaust and utilization calculations on the Thousands-Block Months to Exhaust and Utilization Certification Worksheet – TN level  (Appendix 3) when a service provider requests additional thousands-blocks for growth.


2.14
At any time during or after pool establishment, a Code Holder has the option to donate all 10 thousands-blocks to the industry inventory pool if it is still able to maintain the LERG assignee responsibilities outlined in section 4.2. 


3.0 
Thousands-Block Assignment Principles


The following assignment principles apply to all aspects of these guidelines:


3.1
Where thousands-block number pooling has been implemented, the PA will assign numbering resources in thousands-block increments.  Resources will be available for assignment from both contaminated and uncontaminated thousands-blocks contained in the industry inventory pool.  Contamination occurs when at least one telephone number within a thousands-block of telephone numbers is not available for assignment to end users or customers.  For purposes of this provision, a telephone number is “not available for assignment” if it is classified as:


a) Administrative 


b) Aging 


c) Assigned 


d) Intermediate


e) Reserved 


as defined in the Glossary. 


3.2
A pooling SP’s requirement for an entire NXX Code (i.e., 10,000 TNs) to satisfy the numbering needs for a single customer
 shall be obtained from the PA, not the CO Code Administrator (see Section 7.5.3).  


3.3 
Numbering resources in the industry inventory pool shall be available and allocated to SPs in a fair and non-discriminatory manner (i.e., on a first come, first served basis).


3.4
The information required of applicants for thousands-block assignments shall be kept to a minimum and shall be uniform for all applicants.  All information provided on the Thousands-Block Application Forms, Part 1A and Part 1B will be considered confidential, except for selected information made available publicly, only for those fields that must be input to the Telcordia( Business Integrated Routig and Routing Database System (BIRRDS).  The information placed in BIRRDS becomes public upon assignment of the thousands-block in the appropriate BIRRDS output [e.g., LERG Routing Guide and/or Telcordia( TPM( Data Source
]. 


3.5
The PA will allocate a thousands-block to a SP's single switch.  The SP will be allowed to use intra-service provider ports to share that thousands-block across their multiple switches in a rate area.  The actual distribution of TNs from a shared thousands-block will not be captured in the LERG Routing Guide.


3.6 
Thousands-block assignments will be made from NXX codes assigned and utilized within a single rate area.  All SP switch rate area boundaries, which cover the same geographic area, will participate in a single industry inventory pool.  If a single SP has a rate area with boundaries that cover a unique geographic area different than any other SP, that SP will participate in a separate industry inventory pool.


3.7 
Any SP that is denied the assignment of one or more thousands-blocks under these guidelines has the right to appeal that decision per Section 11.0.


3.8 The PA should accept and fulfill requests for specific thousands-blocks of TNs if they are currently available for assignment from the industry inventory pool, subject to the criteria identified in Section 8.3.4, Item d).


3.9 
SPs may not trade thousands-blocks between themselves.


3.10
Thousands-block assignment may be transferred between SPs if all of the following conditions are met:


a) all one thousand TNs are assigned and/or reserved for a single customer;


b) the customer has ported all one thousand TNs to another SP that is not the Block Holder; and


c) both SPs involved must mutually agree to the transfer of the thousands-block assignment (see Section 8.4).


In lieu of the above, it is acceptable if the thousands-block is a Type 1 number block where both SPs involved mutually agree to the transfer of the thousands-block assignment.


3.11   A block with more than10 percent contamination that is donated/returned in error to the PA is retrievable by the SP, provided the block is still in the industry inventory pool.  This is accomplished via e-mail between the SP and the PA in order to establish an audit trail.  

4.0
Service Provider Responsibilities


SPs have many responsibilities in a thousands-block number pooling environment.  These responsibilities vary depending on whether the SP is acting as a Code Holder, a LERG Assignee
, a Block Applicant, or a Block Holder.  These responsibilities are outlined below:


4.1 
Code Holder Responsibilities


A Central Office (CO) Code Holder is an assignee of a full NXX code.  CO Code Holders can either be thousands-block pool participants or not.  CO Code Holders who are thousands-block pool participants shall:


a) identify eligible thousands-blocks for donation to the industry inventory pool upon initial establishment of the industry inventory pool pursuant to Section 7.2.5; 



b) make required updates to BIRRDS with the switch information as appropriate (i.e., ongoing switching entity/POI changes) after creation of the Block Code record (BCD), for their assigned thousands-blocks within pooled NXX codes (See Section 8.5.2) and;



c) submit changes or disconnects for pooled NXXs to the PA.  Changes or disconnects for non-pooled NXXs in a pooling rate area should be sent to NANPA. 


d)  confirm, prior to donating the thousands-block to the industry inventory pool,  that:


1) all unavailable TNs within contaminated thousands-blocks have been intra-service provider ported; 


2) the associated NPA/NXX is currently available for call routing, is flagged as LNP capable in the LERG Routing Guide and the NPAC, and the NPA-NXX query triggers are applied in all switches and reflected in the appropriate network databases (e.g., STP routing tables);


3) the NXX-assigned switch is currently LNP-capable and will process terminating traffic appropriately; and


4)
interconnection facilities have been established between the NXX-assigned switch and other interconnecting networks.


e)  become a LERG Assignee at the Block Donation Date (see Section 7.1).


4.2 
LERG Assignee Responsibilities


4.2.1 A LERG Assignee is the SP listed as the entity associated at the NXX code level with a pooled NXX Code in the LERG Routing Guide and is responsible for default routing functions associated with the pooled NXX Code. A LERG Assignee may be designated by the PA as outlined in Section 7.4.4, Step 2 The LERG Assignee shall:


a) submit the appropriate CO Code request forms to the PA filled out as if the LERG assignee were requesting the CO code from the CO Code Administrator,  with the appropriate information populated (e.g., Tandem Homing CLLI TM, Switching Entity/POI, etc.);


b) submit the Part 1B-NPAC Block Holder Data form to the PA if the SP is retaining multiple blocks and the routing information is different for those blocks. The PA then forwards the Part 1B to the NPAC;


c) verify and test that the NXX Code is open prior to the NXX Code Effective Date; 


d) provide blank and vacant code announcements for unallocated thousands-blocks;


e) maintain sufficient and auditable data to demonstrate compliance with these guidelines; and


f) notify the PA if the LERG Assignee is no longer able to perform default LERG Assignee functions (e.g., the SP is no longer providing service in the area served by that NXX Code).


g) ensure the following:


1) assigned NPA/NXX(s) is currently available for call routing, is flagged as LNP capable in the LERG Routing Guide and the NPAC, and the NPA-NXX query triggers are applied in all switches and reflected in the appropriate network databases (e.g., STP routing tables);


2) the NXX-assigned switch is currently LNP-capable and will process terminating traffic appropriately; and


3) interconnection  facilities have been established between the NXX-assigned switch and other interconnecting networks. 


h) 
be responsible for providing to the PA the CO Code Part 4 that confirms a full NXX that was obtained to meet a SP’s single customer request has been placed in service. 


4.2.2  
LERG Assignees cannot abdicate their responsibilities unless they can demonstrate to the PA that a technical or other inability to perform this function exists.


4.3 
Block Applicant Responsibilities



Block Applicants, requesting resources from the industry inventory pool, shall:


a) be licensed or certified to operate in the rate area. Applications for initial numbering resources will include documented proof that (1) the applicant is authorized to provide service in the area for which the numbering resources are requested and (2) the applicant is or will be capable of providing service within 60 calendar days of the numbering resources activation date.
 


Specifically, carriers must provide, as part of their applications for initial numbering resources, evidence (e.g., state commission order or state certificate to operate as a carrier) demonstrating that they are licensed and/or certified to provide service in the area in which they seek numbering resources. Carriers requesting initial numbering resources must also provide the PA appropriate evidence (e.g., contracts for unbundled network elements, network information showing that equipment has been purchased and is operational or will be operational, business plans, or interconnection agreements) that its facilities are in place or will be in place to provide service within 60 calendar days of the numbering resources activation date,
 and 

b) complete the Thousands-Block Application Forms per these guidelines;



c) provide evidence that, given their current utilization and recent historical growth, they need additional numbering resources.



SPs disputing the PA’s decision to withhold initial numbering resources upon a finding of noncompliance may appeal the PA’s decision to the appropriate state commission for resolution.
  The state commission may affirm or overturn the PA’s decision to withhold numbering resources from the carrier based on its determination of compliance with the reporting and numbering resource application requirements.
 


All applicants for growth numbering resources shall achieve a 60% utilization threshold for the rate center in which they are requesting growth numbering resources. This 60% utilization threshold shall increase by 5% on June 30, 2002, and annually thereafter until the utilization threshold reaches 75%
.  

4.3.1 Block Assignment Criteria for Initial Blocks


Block Applicants, requesting initial resources from the industry inventory pool, shall be licensed or certified to operate in the rate area. Applications for initial numbering resources will include documented proof that (1) the applicant is authorized to provide service in the area for which the numbering resources are requested and (2) the applicant is or will be capable of providing service within 60 calendar days of the numbering resources activation date.
  Specifically, carriers must provide, as part of their applications for initial numbering resources, evidence (e.g., state commission order or state certificate to operate as a carrier) demonstrating that they are licensed and/or certified to provide service in the area in which they seek numbering resources. Carriers requesting initial numbering resources must also provide the PA appropriate evidence (e.g., contracts for unbundled network elements, network information showing that equipment has been purchased and is operational or will be operational, business plans, or interconnection agreements) that its facilities are in place or will be in place to provide service within 60 calendar days of the numbering resources activation date,


For an initial block request, a block applicant must provide one form of documentation from both Sections 4.3.1.1 and 4.3.1.2 below:


4.3.1.1
License and/or Certification


Evidence that demonstrates the SP has a license or authority issued by the FCC or a Certificate of Public Convenience and Necessity (CPCN) issued by a State Regulatory Body to provide service in the city and state/rate center/MSA#/RSA#/MTA#/BTA#/national /LATA.  The SP may attach a copy of the FCC license or authority or CPCN to the application.


4.3.1.2
Facilities Readiness


Appropriate evidence that facilities are in place or will be in place to provide service within 60 days of the numbering resources activation date (LERG Routing Guide effective date).  Evidence may be provided via a copy of any one of the following document(s)
 the SP selects:


1. An executed interconnection agreement between a Local Exchange Carrier and the service provider requesting numbering resources. The relevant pages are the cover page, area covered and the signature page from the interconnection agreement.

2. Service Provider developed business plans to provide service in this area.  Relevant excerpts from the Business Plan to include planned coverage area and in service dates.
  


3. A letter from the SP indicating the scheduled switch installation complete date (month/day/year), including the address location, as well as Point of Interconnection or CLLI.


4. The service order request, pre-planning checklist, or the equivalent to show that facilities for origination or termination for calls being used specifically for the requested block(s)/code(s) have been requested and are anticipated to be completed prior to the effective date of the block/block/code (See Appendix 6 for an example of a pre-planning checklist showing the identified fields which must be completed).    


5. A confirmation letter or letter of intent provided by the entity with which the requesting SP will interconnect.  Interconnecting carriers are encouraged, but not required, to provide such letters.  


6. The construction schedule including the following information: site identifier, latitude and longitude of the cell site, and its construction start or complete date.  The numbers assigned to the facilities identified must serve subscribers in the geographic area corresponding with the rate center requested.    



7. A letter from the requesting carrier identifying a block/code in service in another rate center that already uses the same facilities that will be used to serve the new rate center where the initial block/code is being requested.

a)  All documentation submitted will be held confidential pursuant to FCC confidentiality rules.


b) complete the Thousands-Block Application Forms per these guidelines;

4.4
Block Holder Responsibilities



A Block Holder (or selected designee) shall:


a) enter any necessary information into BIRRDS; 


b) notify the PA via Part 1A of any changes (e.g. switch, CLLI) made to blocks retained or assigned; 


c) make required updates to BIRRDS with the switch information as appropriate (i.e., ongoing switching entity/POI changes) after creation of the BCD for assigned thousands-blocks within pooled NXX codes (see Section 8.5.2);


d) arrange for the entry of any information to the Line Information Data Base (LIDB) or other carrier-specific databases due to receipt of a new thousands-block;  



e) remove records from the LIDB, or other carrier-specific databases, for thousands-blocks returned/donated to the industry inventory pool upon relinquishment of the thousands-block (SPs that do not currently subscribe to LIDB need not add interfaces to or arrange for access to such databases);


f) abide by the thousands-block allocation and reclamation procedures outlined in Sections 8.0 and 9.0;


g) provide forecasted and utilization data at the thousands-block per rate center level for pooling carriers for projecting rate area exhaust and for input to the NPA code relief planning process;
 


Any carrier whose forecast data and utilization have not changed from the previous reporting period and the submission form has not been updated may simply re-file the prior submission and indicate that there has been no change since the last reporting, or to report “no change.”
 

h) maintain sufficient and auditable data to demonstrate compliance with these guidelines;


i) verify in the NPAC which TNs are assigned in any contaminated thousands-block received from the PA to avoid duplicate TN assignments.  The preferred method of contaminated TN verification relies on NPAC, but use of one's own LSMS (Local Service Management System) is also acceptable.

j) complete and return the Part 4 (Confirmation of NXX-X Block In Service) to the PA.


k) concerning NRUF (formerly known as COCUS), for intermediate numbers controlled by non-carriers (such as retailers or unified messaging service providers), the carrier that provides intermediate numbers to such entities must report utilization and forecast data to the NANPA for these numbers.
 

l) concerning sequential number assignment, please refer to the TN Administration Guidelines.


m) submit the Thousands-Block Months to Exhaust and Utilization Certification Worksheet – TN level  (Appendix 3) when requesting additional thousands-blocks for growth. 


4.5
User Profile Application Responsibilities 


Each SP participating in pooling is responsible for submitting individual applications for authorized user(s) to access the industry database.  SPs determine the level of access for each user (e.g., view data only, submit applications, make changes).  Users will have a unique password for access to the database.  Appendix 5 is the User Profile Application.  This completed application should be submitted to the PA.  The PA has up to five business days to assign a password and notify the applicant.

5.0 
Pooling Administrator Responsibilities



The following describes the high level responsibilities of the PA in:


1) General Administration Duties


2) Forecasting and Planning Processes


3) Assignment Processes


4) Reporting Processes


5) Block Reclamation Processes


6) Audits


Detailed PA responsibilities are described in the appropriate process sections of these guidelines. 


5.1 
General Administration Duties 


5.1.1  The PA, upon request, shall provide information and answer questions for clarification regarding thousands-block number pooling administration processes, procedures, interfaces, and services.  Additionally, the PA shall provide, upon request of the thousands-block number pooling participant, information on how to obtain documents related to thousands-block number pooling administration.  This can be accomplished by either referring the SP to web sites where it will be possible to download electronic copies, or by providing electronic copies via e-mail.


The PA shall:


a) be responsible for activities associated with industry inventory pool establishment;


b) assure the availability, based upon industry established criteria, of numbering resources within the industry inventory pool for a given rate area;


c) add to the resources in the industry inventory pool when necessary by requesting additional CO Codes from the CO Code Administrator using Months to Exhaust Certifications Worksheet-1000 Block Level (Appendix 4); 


d) work with the CO Code Administrator in the planning and implementation of NPA code relief (e.g., update the PA's industry database to reflect any changes resulting from NPA relief activity).  For specific details, see NPA Code Relief Planning & Notification Guidelines (INC 97-0404-016); 


e) provide copies of the Thousands-Block Number (NXX-X) Pooling Administration Guidelines (INC 99-0127-023) when requested by Block Applicants, including timely notification of changes; 


f) assist the CO Code Administrator in analyzing and helping to resolve problems related to misrouted calls and calls that cannot be completed; 


g) track reported switch cut-overs and thousands-block reassignments and perform other operational functions (e.g., thousands-block reclamation); 


h) make available on their web site the PA-recognized holidays and distribute as necessary; 


i) log and track all thousands-block applications using a tracking mechanism which will enable the PA and Block Applicant to identify a specific thousands-block request; and


j) build and maintain an industry data base which includes appropriate security for confidential data.  The database will be accessible through an appropriate mechanism and, at a minimum, include the following information: 


1) all pooled thousands-blocks in the industry inventory pool (i.e., NPA-NXX-X level information displayed),


2) status of the thousands-blocks, i.e., allocated/assigned, available,


3) identification of the SP to which the thousands-block has been allocated whether or not a thousands-block is contaminated,


4) user profile(s)that contain the SP contact information, OCN, and level of access permitted.  An SP may need multiple individual profiles and passwords (See Appendix 5 - User Profile Application). 


k) set the “Pool Indicator”  on the CO Code ACD screen in BIRRDS for those NXX codes from which thousands-blocks have been donated to the pool after Block Donation Date. 


5.2 
Forecasting and Planning Processes



The PA shall:


a) compile demand forecasts of all SPs participating in thousands-block number pooling and generate a total forecast for the industry inventory pool;


b) perform statistical analysis of the SP’s forecasts to assure adequate numbering resources are available for the industry’s use through timely replenishment of the industry inventory pool; and


c) work cooperatively with the CO Code Administrator in determining when the numbering resources appear to be nearing exhaust. 


5.3 
Assignment Processes



The PA shall:


a)
Using the Pooling Administration System (PAS), receive all applications for thousands-blocks from SPs and validate each field as data is entered to ensure each applicant meets the criteria to be a Block Holder; 


b)
Verify that the applicant has completed the appropriate forms containing all of the pertinent information such as OCN (Operating Company Number), parent company OCN, AOCN (Administrative Operating Company Number), switch ID, Block Effective Date and Tandem Homing ID;


c)
If a paper Part 1a submission has one or more errors identified, the PA will notify the applicant with a list of all errors on the application.  Upon notification, the application is suspended and the applicant has up to two business days to respond with the corrections back to the PA. If the application is returned within the two business days with all errors corrected, the PA will lift the suspension and proceed with the assignment process.  If the errors identified by the PA are not corrected by the applicant within two business days, the PA will issue a Part 3 denial;


d) assist industry inventory pool participants, as necessary, with the completion of all thousands-block number pooling forms;


e) attempt to satisfy all SP requests for specific thousands-block(s) whenever possible, subject to the criteria identified in Section 8.3.4, item c);


f) select the specific thousands-block(s) for assignment, or provide the reason to the SP why the assignment cannot be made;


g) be responsible for inputting necessary information into BIRRDS; 


h) respond to the applicant's request(s) within 7 calendar days following receipt of the request by issuing the Part 3 - Pooling Administrator’s Response/Confirmation form to the applicant; and


i) request new NXX Codes from the CO Code Administrator by completing the Months to Exhaust Certifications Worksheet-1000 Block Level (Appendix 4) to replenish the industry inventory pool in order to meet a SP’s request for a specific thousands-block due to technical reasons.  This includes processing of expedited requests when needed. 


j) complete and return one CO Code Part 4-PA Form (See CO Code Guidelines) to the CO Code Administrator to confirm that the NXX obtained to replenish the industry inventory pool has been placed in service upon receipt of a Thousands-Block Part 4 Form from any Block Holder. 


5.4 
Reporting Processes



The PA shall:


a) prepare and publish reports as required by the industry, the North American Numbering Plan Administrator (NANPA), and regulatory authorities using forecast reports for projected future number resource usage;


b) provide state commissions with disaggregated forecast and utilization data in a single report, if requested 30 days following the submission deadline up to the next deadline;
 


c) treat SP specific data submitted to them as confidential;


d) aggregate Block Holder forecast data and submit the aggregated data to the CO Code Administrator(s) and to the NANPA for use in applicable forecast studies; and only publish data that has been aggregated.


5.5 
Block Reclamation Processes


The PA is responsible for ensuring that thousands-blocks are reclaimed when necessary (see Section 9.0).


5.6
Audits



In the performance of its duties and in meeting its responsibilities, the PA may encounter situations that may alert them to a possible noncompliance with the industry guidelines which warrants the need for a for cause audit. In these situations, the PA will inform and forward relevant information which contains the details of the possible infraction to the designated auditor or appropriate regulatory agency for disposition.


In addition, the PA may be required to provide SP specific data to an auditor in order to facilitate the audit process.


6.0 
Forecast & Utilization Reporting Process


SPs are required to submit their NRUF to the NANPA on a semi-annual basis on or before February1 for the period ending December 31 and on or before August 1 for the period ending on June 30 of each year. 
  Additionally, under these same semi-annual reporting deadlines, SPs shall submit to the PA the Thousands-Block Forecast Report (Appendix 1).  All individual SP data will be treated by the PA in a confidential manner. The data provided in these reports will allow the PA to aggregate the data at the rate area level and will be used by the PA to provide a rate area NRUF to NANPA and to determine if a critical industry inventory insufficiency (see Section 10.2) exists within a rate area. The PA will forward its aggregated NRUF forecast data to the NANPA within 14 calendar days of the February 1st date or within 14 calendar days of the August 1st date.



All SPs are expected to provide these Appendix 1 reports for each pooling area to the PA in a reasonable amount of time (e.g., 6 to 9 months) prior to when they are required to participate in thousands-block number pooling in a rate area. 


6.1 
Forecast Process


6.1.1
NRUF forecast data needs to be supplemented in areas where thousands-block pooling has been implemented, and all thousands-block number pooling SPs shall provide a Thousands-Block Forecast Report  (Appendix 1), on a semi-annual basis, by rate area to the PA in addition to the NRUF. The Thousands-Block Forecast Report is based on a 12-month interval.  A Thousands-Block Forecast Report will be sent by SPs to the PA for all number resource requirements in thousands-block number pooling rate areas, including full NXX Codes as well as thousands-blocks. The forecast submitted is incremental above the quantity of thousands-blocks already allocated in the SP inventory.  The SP inventory consists of all geographic NANP TNs allocated by the CO Code Administrator/PA to the Code/Block Holder.  The PA will size each industry inventory pool as necessary based on forecasts received.  The PA shall maintain no more than a six-month inventory of TNs in each rate center.
  The exception to the six-month inventory maximum is when thousands-block donations exceed the six month supply and there are no full NXX Codes for the PA to return to NANPA. 


6.1.2
If SPs identify a significant change in their thousands-block forecast for a rate area, they should provide an updated Thousands-Block Forecast Report (Appendix 1) for that rate area as soon as possible to the PA. The updated forecast should also identify a SP’s need for an entire NXX code(s) (identified in thousands-blocks) to satisfy the need of a single customer. This updated forecast will completely replace the previous thousands-block forecast for a given rate area. 


6.1.3
A separate Thousands-Block Forecast Report (Appendix 1) will be required to establish an industry inventory pool. At the pool implementation meeting, the PA will notify all SPs participating in the thousands-block number pooling area of the request and provide a reasonable length of time for SP responses (i.e., one month or more). 


6.1.4
If a SP submits a Thousand Block Application Form Part 1A for additional thousands-blocks greater than that which had been previously forecasted, the SP could be temporarily restricted to their original forecasted amount to allow the PA sufficient time to replenish the industry inventory pool, when necessary, before the SP’s application can be fulfilled.  If satisfying these particular requests would result in a critical industry inventory insufficiency (see Section 10.2) in the industry inventory pool for a rate area, the PA may not be able to meet the entire request.


6.1.5 A SP that has not submitted an NRUF and Thousands-Block Forecast 



Report (Appendix 1) will be denied thousands-blocks from the industry inventory pool until the SP submits both reports.  In the event that the industry inventory pool has more than sufficient resources to meet the forecasts of other SPs, the PA may assign thousands-blocks to a SP who has just submitted the required forecast and utilization reports.  In the event that the industry inventory pool does not have more than sufficient resources to meet the forecasts of other SPs, the SP just now submitting the forecast and utilization reports will not be provided thousands-blocks for a period of up to sixty-six (66) calendar days from the time the SP submitted their reports..  This 66 calendar day interval will allow the PA sufficient time to replenish the industry inventory pool when necessary.  This process for addressing a SP that has not submitted  forecast and utilization reports is different in NPA jeopardy situations (see Section 10.0). 



When an industry inventory pool is not adequate to meet participating SPs’ forecasted thousands-block demands, the PA will request additional NXX codes from the CO Code Administrator as outlined in Section 7.4.


6.2.
Service Provider Forecast and Utilization Reporting Requirements


The following are the SP reporting requirements for thousands-block number pooling:


a) provide Thousands-Block Forecast data as specified in the form in Appendix 1 when applicable;


b) provide NRUF data in accordance with NRUF guidelines (INC 00-0619-026) by the Feb 1ST and August 1st dates; and


c) SPs providing service in multiple rate areas must submit an NRUF and Thousands-Block Forecast Report (Appendix 1) incorporating each rate area.


d) when requesting additional blocks for growth. 


7.0 
Industry Inventory Pool



The objective of an industry inventory pool is to maintain sufficient thousands-blocks for a 6-month inventory.
  The quantity of these thousands-blocks should be determined by the PA based upon:


a) the number of SPs participating in a given rate area;


b) the individual forecasts provided by each of the thousands-block number pooling participants; and


c) the anticipated rate of assignment of the thousands-blocks within the industry inventory pool.


7.1
Outline of the Milestones in Establishing Thousands-block Number Pooling (Table 1).



Upon regulatory direction, based on the pooling rollout schedule, the PA will obtain a list of SPs that have LNP capable switches in the geographic area where thousands-block number pooling is to be implemented.
  The PA will then schedule a First Implementation Meeting and assure that the SPs are aware of their requirement to participate in thousands-block number pooling and encourage their attendance and participation.



The PA will present a template of the Milestones in Establishing Thousands-Block Pooling (Table 1) which identifies the milestones that SPs will be required to meet in order to implement thousands-block number pooling by the Mandated Implementation Date. 



The PA and participating SPs determine the dates of the milestones on Table 1.  These dates should be based on the directives provided by the regulatory body and input from participating SPs.  The milestones should include the following: 


a) Regulatory Mandate - The date that thousands-block number pooling was ordered.


b) First Implementation Meeting - The meeting held by the PA for all participating SPs to develop the specific dates for the milestones.


c) Forecast Report Date – The deadline for SPs to report their forecasted thousands-block demand using the Thousands-Block Forecast Report (Appendix 1) to the PA. 


d) Block Protection Date - The deadline for SPs to “protect” specified thousands-blocks (those with up to and including 10% contamination) from further contamination. 


e) Block Donation Identification Date - The deadline for SPs to report their surplus of thousands-blocks to the PA.  This is also the date when SPs may begin to port all TNs in contaminated thousand blocks that they are donating to the pool. All blocks to be donated must be portable in the NPAC and LERG Routing Guide. 


f) PA Assessment of Industry Inventory Pool Surplus/Deficiency - The deadline for the PA to aggregate and evaluate SP thousands-block donation information and determine, on a rate area basis, whether there is a surplus of thousands-blocks or whether an additional NXX code(s) is required to establish the 6-month inventory. The time interval for this activity should be established at the First Implementation Meeting. This is also the date when the assessment will be posted to the PA website.


g) Block Donation Date – The deadline for SPs to donate their thousands-blocks. This is also the date by which all providers participating in thousands-block number pooling in the NPA must have all their Intra Service provider ports completed. Five business days later, Telcordia will update the LERG Routing Guide with thousands-blocks SPs are retaining.


h) Pool Start/Allocation Date - The date the PA may start allocating thousands-blocks from the industry inventory pool to SPs.  This is also the start date for SPs to send requests for thousands-blocks to the PA.


i) Mandated Implementation Date - The date identified by the appropriate regulatory body by which thousands-block number pooling is to be implemented.


Table 1


MILESTONES IN ESTABLISHING THOUSANDS-BLOCK NUMBER POOLING


#

MILESTONES

DATE



1

Regulatory Mandate 





2

First Implementation Meeting


· Discuss any restrictions on CO Code applications 





3

Forecast Report Date (based on Mandated Implementation Date )





4

Block Protection Date





5

Block Donation Identification Date to Pool Administrator (based on Pool Start/Allocation date)


· NXX’s must be portable in LERG Routing Guide and NPAC


· Begin Intra-Service Provider Porting





6

PA Assessment of Industry Inventory Surplus/Deficiency 


· Posted on PA website








7

Block Donation Date 


· Confirmation letter by SPs to PA


· End Intra- Service Provider Porting


Note: 5 business days later – LERG Routing Guide update completed by Telcordia with blocks SP’s are retaining





8

Pool Start/Allocation Date 


· 1st Day to Request Thousands-Blocks








9

Mandated Implementation Date





7.2
Details of Thousands-block number pooling Milestones  



7.2.1
Regulatory Mandate


The date that thousands-block number pooling was ordered.


7.2.2.
First Implementation Meeting


The PA is required to hold one public meeting with all SPs expected to participate in thousands-block number pooling.  Additional meetings may be scheduled if necessary.  The purpose of this meeting is to develop, by industry consensus, the intervals between the milestones in order to finalize the Milestones in Establishing Thousands-Block Pooling (Table 1).  SPs will be informed of the requirements for thousands-block number pooling (including both initial and subsequent forecast reports, thousands-block protection, thousands-block donation, etc.) and will have the opportunity to ask clarification questions regarding this process. 



First Implementation Meetings are to be scheduled by the PA with the understanding that the dates should be consistent with the yet to be established national thousands-block number pooling implementation roll out process. First Implementation Meetings could be scheduled, for example, on the following basis:


· multiple NPAs/multiple industry inventory pools with the same rollout schedule,


· multiple NPAs/single industry inventory pool,


· single NPA/multiple industry inventory pools with the same rollout schedule,


· single NPA/single industry inventory pool.



The PA will arrange for the First Implementation Meeting location and date, and notify potential attendees of the arrangements.  This notification will also include the required meeting fee, if necessary, to cover meeting costs.  If a SP in the designated area wishes to host the meeting, they should contact the PA and meeting costs may be optional.  The PA will be exempt from paying meeting fees to attend First Implementation Meetings, but will be responsible for meeting notification, arrangements, facilitation, and documenting and distribution of meeting summaries.  


7.2.3
 Forecast Report Date

The Forecast Report Date is the deadline for SPs to report their forecasted thousands-block demand to the PA using the Thousands-Block Forecast Report (Appendix 1). The Thousands-Block Forecast Report will be used by the PA  to establish the industry inventory pool. 


7.2.4   Block Protection Date



SPs are required to protect thousands-blocks with 0% up to and including 10% contamination from further contamination after the Block Protection Date, unless the SP does not have adequate supply in their inventory to fill customer requests (this does not include a request by a customer for a vanity number).  The time interval from when SPs protect thousands-blocks (Block Protection Date) to when they identify thousands-blocks for donation to the PA (Block Donation Identification Date) requires considerable verification work by SPs so that all available TNs are identified (see Section 7.2.6).  The length of this interval should depend upon the quantity of contaminated thousands-blocks to be donated.


7.2.5    Block Donation Identification Date

SPs will use the Appendix 2 form to identify all thousands-blocks that will be donated to the industry inventory pool. 


SPs may retain a thousands-block if they can demonstrate that: 


a) the thousands-blocks are required to meet the SP’s 6-month projected forecast beyond the Pool Start /Allocation Date, or


b) there are technical reasons which justify retaining the thousand-blocks such as TNs that are assigned to non-portable services, e.g. packet switched service. 



c) this is their initial block or “footprint” block even if the thousands-block is less than ten percent contaminated
.


Subsequent to the Block Donation Identification date but prior to the Block Donation date, the SP may discover an error on Appendix 2 that was submitted to the PA.  If so, the SP should contact the PA and indicate the necessary correction. 


Retention of these thousands-blocks is subject to an audit(s) by the designated auditor and to appropriate appeal procedures (see Section 11.0). 


7.2.6   PA Assessment of Industry Inventory Surplus/Deficiency


For each thousands-block number pooling area, the PA will evaluate whether there will be enough thousands-blocks donated to create an industry inventory pool with enough supply to meet the aggregate forecasted demand for TNs for 6 months beyond the Pool Start/Allocation Date.  If the PA believes there will be insufficient supply to meet this demand, the PA will request additional NXX codes from the CO Code Administrator in an expedited manner to assure adequate supply exists prior to the Pool Start/Allocation Date (see Section 7.4.4, Step 2 for the process to select a LERG Assignee).  If the PA determines there is an excess supply beyond the 6-month inventory level, any full NXX Codes in excess will be returned to the CO Code Administrator.  Any excess individual thousands-blocks will be kept in the industry inventory pool.


The PA will post the assessment of the pool to the PA website for SP’s to view the results of the surplus/deficiency determination. 


SPs are required to verify available TNs in thousands-blocks which they intend to donate to assure they are not assigned in switches, billing systems, etc.  The SP will complete intra-service provider ports on unavailable TNs in contaminated blocks which they are donating, including TNs assigned to resellers, Type 1 providers, etc., by the Block Donation Date.  The porting of unavailable TNs in contaminated blocks in advance of the Pool Start/Allocation Date will allow the recipient Block Holder the ability to determine which TNs are unavailable upon allocation of the thousands-block.



In addition, SPs will ensure that all donated thousands-blocks are within NXXs that have been flagged as LNP capable in the LERG Routing Guide and the NPAC, and that the associated (donor) switch(es) are LNP-capable and ready to process terminating traffic.  The donated thousands-blocks shall be ready for allocation and use on the Pool Start/Allocation Date.


The normal interval between the PA Assessment of Industry Inventory Surplus/Deficiency Date and the Block Donation Date is 66 calendar days which allows for CO Code activation to populate the industry inventory pool if needed. 


7.2.7  Block Donation Date


SPs are required to donate protected thousands-blocks (see Section 7.2.4) at the Block Donation Date.  Intra-SP porting of all unavailable TNs within all thousands-blocks that are being donated to the industry inventory pool by SPs is to be completed by the Block Donation Date.  SPs should notify the PA in writing if the activities required in the thousands-block donation phase have not occurred by the Block Donation date. SPs should not donate any thousands-blocks that will be required to maintain their inventory for 6 months beyond the Pool Start/Allocation Date.  Thousands-blocks donated by SPs to the PA to initialize the industry inventory pool will be summarized by the PA, per NPA.  The PA will provide this summarized data
 to Telcordia™ Routing Administration (TRA), in a format agreed upon between the PA and TRA after the Block Donation Date and prior to Pool Start/Allocation Date that takes into consideration a time frame requirement for the PA to compile the data. This data should be provided within 2 business days.


After the Block Donation Date:


· If block donations are submitted using Appendix 2 via PAS, the PA shall process the donation within 7 calendar days.  If donations are submitted by any other method, the PA has an additional two business days for processing.


· For any donations from a non-pooled NXX, the AOCN is responsible for entering its specified routing and rating information for those retained thousands-blocks.  The retained thousands-block will not appear in the LERG Routing Guide until the AOCN has performed this task.


· For any subsequent donations of previously retained blocks from a pooled NXX, the block(s) to be donated must be disconnected by the AOCN in BIRRDS before donation. (Issue 386)



Prior to donating the thousands-block(s)/NXX code(s) to the industry inventory pool, SPs must confirm that:


a) a)  all unavailable TNs within contaminated thousands-block(s)/NXX(s) have   been intra-service provider ported; 


b) the associated NPA/NXX is currently available for call routing and is flagged as LNP capable in the LERG Routing Guide and the NPAC, and the NPA-NXX query triggers are applied in all switches and reflected in the appropriate network databases (e.g., STP routing tables);


c) the NXX-assigned switch is currently LNP-capable and will process terminating traffic appropriately; and


d) interconnection  facilities have been established between the NXX-assigned switch and other interconnecting networks. 


e) a Part 4 is returned to the same administrator (NANPA or PA) with whom the SP initiated the Part 1 request.  


 
The interval between the Block Donation Identification Date and the Block Donation Date will be determined by industry consensus.  However in no case will the interval be less than 30 calendar days. 


Subsequent to the Block Donation date, the SP may have a need to retrieve a block they had previously donated to the pool.  Likely reasons could be errors in reported block contamination levels, assignments made after block protection, customer request, etc.   Via email with the PA, the SP may exchange its own blocks.  If this cannot be accommodated, then the SP must apply for the block via a Part 1A. In the case where the SP needs one of its own blocks back but cannot meet the MTE/utilization, the PA may agree to hold the block until requirements are met or the SP may seek appropriate regulatory intervention. 


If a pending LNP port exists for an unavailable TN(s) within a contaminated thousands-block that is being donated, the two SPs involved in the LNP port must work cooperatively to resolve the pending port.  This process could be accomplished by having the recipient SP of the LNP port, cancel the pending LNP port so that the donating SP can perform the intra-SP port for thousands-block donation purposes.  Afterwards, the recipient SP of the LNP port, would then re-establish the pending LNP port.  Another alternative would be to have the SPs involved attempt to advance the pending LNP port through contact with the NPAC. 


The quantity of pending LNP ports (not intra-SP ports) that must be addressed should be considered by the industry when establishing the overall schedule for thousands-block donation.  A large quantity of pending LNP ports may require a longer interval between the Block Donation Identification Date and Block Donation Date.  This information may not be available at the First Implementation Meeting. 


Failure to address all pending ports at the time of thousands-block donation will result in a rejection of the NPAC activation when that thousands-block is subsequently allocated to an SP following industry inventory pool establishment.  See Section 8.3.8


7.2.8   Pool Start/Allocation Date


The Pool Start/Allocation Date is the date that the PA may start allocating thousands-blocks from the industry inventory pool to SPs. This is also the start date for SPs to send requests for thousands-blocks to the PA. The Pool Start/Allocation Date may be as few as 5 business days following the Block Donation Date: two days are necessary to allow the NPAC download of intra-SP ports to occur and to allow the PA to compile the necessary data; the additional three days are for the initialization of the data in BIRRDS. The Pool Start/Allocation Date may also be established beyond 5 business days following the Block Donation Date, depending on local circumstances.  


7.2.9  Mandated Implementation Date


The date identified by the appropriate regulatory body by which thousands-block number pooling is to be implemented.


7.3
Ongoing Industry Inventory Pool Administration 



Should a rate area be altered (e.g., consolidated, boundary change) after a thousands-block number pooling environment has been established, the PA will select the necessary implementation milestones from those outlined in the Establishment of the Thousands-block number pooling Implementation Timeline (see Section 7.1) to effect the required change to the industry inventory pool.



The size of the industry inventory pool will be a 6-month supply for each rate area.  The SP’s inventory for each rate area may be up to a 6-month supply.



Examples:


· If an NPA Overlay conforms exactly to the existing NPAs geographic area, the existing industry inventory pools should not require that any additional thousands-block number pooling implementation milestones be identified by the PA, nor should it be treated as a separate industry inventory pool from the existing industry inventory pool.


· Rate Center Consolidation (RCC) may require that some milestones outlined in Section 7.1 be identified to re-size the industry inventory pool.  The necessary milestones for the PA to identify will be dependent on the specific characteristics of each thousands-block number pooling area and the requirements needed to modify the existing industry inventory pool.


7.4 
Replenishment of the Industry Inventory Pool


7.4.1  The PA shall monitor the supply of available thousands-blocks in the industry inventory pool for each of the rate areas being administered.  This includes, but is not limited to, anticipating the demand upon the industry inventory pool, replenishing the supply based on thousands-block forecasts, and meeting SP requests for thousands-blocks that cannot be filled from available thousands-blocks in the industry inventory pool.



SPs will not be required to donate contaminated thousands-blocks for ongoing replenishment of the industry inventory pool.


7.4.2
New NXX codes will be used to replenish the industry inventory pool after the initial industry inventory pool has been established.  Thousands-blocks reclaimed by the PA will also be used to replenish the industry inventory pool. SPs may also voluntarily return any resources to assist in the replenishment of the industry inventory pool, including any resources in SP’s inventory within thousands-block number pooling rate areas, from both embedded resources as well as thousands-blocks allocated to an SP by the PA. SPs should first return all uncontaminated thousands-blocks before returning any contaminated thousands-blocks for industry inventory pool replenishment.  For reclamation procedures, see Section 9.0.


7.4.3
Prior to requesting a new NXX code(s) from the CO Code Administrator to replenish the industry inventory pool, the PA could request SPs to voluntarily return any uncontaminated thousands-blocks or uncontaminated NXX Codes within their SP inventories which are not required based on their 6 month inventory forecast.



Prior to donating the thousands-block(s)/NXX code(s) to the industry inventory pool, SPs must confirm that:


a)  all unavailable TNs within contaminated thousands-block(s)/NXX(s) have   been intra-service provider ported; 


b)  the associated NPA/NXX is currently available for call routing and is flagged as LNP capable in the LERG Routing Guide and the NPAC, and the NPA-NXX query triggers are applied in all switches and reflected in the appropriate network databases (e.g., STP routing tables);


c)  the NXX-assigned switch is currently LNP-capable and will process terminating traffic appropriately; and


d)  interconnection facilities have been established between the NXX-assigned switch and other interconnecting networks. 


7.4.4  
The following steps provide the process flow and activation procedures for the addition of central office codes in order to provide additional thousands-blocks to the industry inventory pool to meet immediate or forecast demand:  



Step 1 - The PA utilizes SPs’ forecasts to determine that additional thousands-blocks are required to maintain a 6-month supply for the industry inventory pool for a specific rate area.  Additionally, the PA may require new NXX Codes to replenish the industry inventory pool to meet an SP’s request that cannot be filled from thousands-blocks available in the industry inventory pool.



Step 2 - The PA selects a LERG Assignee for growth codes to be added to the industry inventory pool from a list of SPs that have a forecasted need. The LERG Assignee receives a thousands-block(s) from the NXX assigned to ensure that responsibilities in 4.2.1 are maintained. However, once the responsibilities of the SP outlined in 4.2.1 of the TBPAG are fulfilled and the SP determines that the block is not needed, the SP does have the option of returning the block to the PA. If the LERG Assignee requires the assignment of an LRN, the LERG Assignee shall select the LRN from its assigned thousands-block(s).  If a request is for a customer dedicated NXX code, the requesting SP will be the LERG Assignee.   The PA will follow the order below to select a LERG Assignee:


1.  A SP requiring an LRN.


2. A SP volunteering to be the LERG Assignee who meets the MTE and utilization threshold requirements. 


3. Participating SPs with a forecasted need that also meet the MTE and utilization threshold requirements will be selected on a rotational basis.  An SP with a forecasted need cannot refuse to become a LERG Assignee, except for technical limitations, or if any SP is a LERG Assignee for greater than 50% of the pooled NXX Codes within that rate area. 


Step 3 - The LERG Assignee, designated in Step 2, is responsible for completing the Central Office Code (NXX) Assignment Request - Part 1 form and submitting it to the PA.  The PA will then forward that Part 1 to the CO Code Administrator.   The LERG Assignee is also responsible for submitting the Thousands-Block Application Forms – Part 1A to the PA for the thousands-block(s) retained. If the SP is retaining multiple blocks and the routing information is different for those blocks, then a Part 1B must be submitted.


Where the LERG Assignee has requested a dedicated NXX Code to meet a specific customer request, the LERG Assignee is responsible for completing the Thousands-Block Months to Exhaust and Utilization Certification Worksheet - TN Level (Appendix 3) and submitting it to the PA. In this instance, the LERG Assignee should not be required to submit Thousands-Blocks Forms Part 1A or Part 1B. 


The LERG Assignee shall also include the names of both the PA and the LERG Assignee on the Central Office Code (NXX) Assignment Request - Part 1 form  (Code Applicant section) so that the CO Code Administrator can provide a Part 3 response directly to both the PA and the LERG Assignee.  The LERG Assignee, or its designate, is also responsible for inputting the BIRRDSinformation for the NXX Code assigned. 


When the PA is unable to fill a SP thousands-block application, the PA will select a LERG Assignee per Step 2, request the LERG Assignee to fill out a Central Office Code (NXX) Assignment Request - Part 1 form and return it to the PA  who will forward it to the CO Code Administrator. The selected LERG assignee must complete the Central Office Code (NXX) Assignment Request - Part 1 form and return it to the PA within two business days.  The Central Office Code (NXX) Assignment Request - Part 1 form will include the selected LERG Assignee and  a proposed Code Effective Date that should allow for the industry standard activation interval of  66 calendar days. 


Step 4 - The CO Code Administrator reviews the Central Office Code (NXX) Assignment Request - Part 1 form and, within 14 calendar days, notifies the PA and the LERG Assignee of the NXX Code(s) assignment.


Step 5 - The CO Code Administrator inputs LERG Assignee information into the ACD record of BIRRDS, using Central Office Code (NXX) Assignment Request - Part 1 form data (NPA, NXX, OCN, and Effective Date.).


Step 6 - Within seven (7) calendar days upon receipt of the NXX Code assignment from the CO Code Administrator, the PA informs the LERG Assignee of the NXX Code and thousands-block(s) assigned using  the Thousands-Block Application Forms, Part 3 – Pooling Administrator’s Response/Confirmation.  During this step, the PA will also build the BCD record for thousands-block(s) being allocated to the LERG Assignee.  The information entered on the BCD record will include OCN of the Block Holder, AOCN for switch update, the thousands-block range, switch ID and thousands-block Effective Date.  The Effective Date for all thousands-block(s) assigned to the LERG Assignee will be the same as the Effective Date of the CO Code. All other thousands-blocks from the CO code used to replenish the industry inventory pool can not become effective until 1 business day after the Effective Date of the CO code. 


Step 7 - Within seven (7) calendar days of notification by the CO Code Administrator, the LERG Assignee, or its designee, inputs Part 2 information from the Central Office Code (NXX) Assignment Request into BIRRDS.


7.5
Pooling Administrator’s Responsibilities When Requesting CO Codes


7.5.1  The PA, when applying to the CO Code Administrator for additional NXX Codes for industry inventory pool growth, demonstrates that existing thousands-blocks for the rate area will exhaust within 6 months with the Months to Exhaust Certifications Worksheet-1000 Block Level (Appendix 4).
   The PA, when applying to the CO Code Administrator to meet a SP’s request for a specific thousands-block due to technical reasons, will provide supporting documentation as to the technical constraint as provided by the SP. 


7.5.2 The PA, when forwarding the LERG Assignee’s application to the CO Code Administrator for additional NXX Codes for the industry inventory pool, will complete and attach aggregated industry inventory pool data supporting the application in order to meet the Months to Exhaust Worksheet requirement for a CO Code assignment.  This data will be supplied on the Thousand Block Pooling Months To Exhaust Certification Worksheet - 1000 Block Level form (Appendix 4).  The aggregated data should include: 



· thousands-blocks available for assignment;



· growth history of thousands-blocks, or equivalent information, for the past 6 months; and


· projected demand for thousands-blocks in the next 12 months.


7.5.3  
The PA, when applying to the CO Code Administrator for an NXX Code to a) satisfy the needs of a SP’s single customer requiring 10,000 consecutive TNs or b) be assigned for LRN purposes, will forward the Thousands-Block Months to Exhaust and Utilization Certification Worksheet - TN Level (Appendix 3) that is supplied to the PA by the requesting SP and covers: 


a) TNs available for assignment;


b) incremental growth history of new TNs for the past 6 months (does not include ported-in TNs); and


c) projected incremental demand for TNs in the next 12 months.


The PA must forward this Thousands-Block Months to Exhaust and Utilization Certification Worksheet – TN Level (Appendix 3) information to the CO Code Administrator.  


The PA will forward the CO Code Part 4 form to the CO Code Administrator.  The SP to whom the NXX has been assigned is responsible for providing the CO Code Part 4 (Assignment Request and Confirmation of Code In Service) to the PA that confirms that the NXX obtained to meet a SP’s single customer request for a full NXX Code has been placed in service.


7.5.4
Before allocating blocks from a new NXX that was assigned for use in an industry pool, the PA must verify with the LERG Assignee that the code has been activated in the PSTN.  This step ensures that blocks allocated to other SPs will be viable.


8.0   
Allocation of Thousands-Blocks 


8.1 
Criteria for Thousands-Block Allocation



The following criteria shall be used by the PA in reviewing a thousands-block request from a SP:


a) requests for thousands-block assignments shall not be made more than 6 months prior to the requested Effective Date;


b) the applicant must be licensed or certified to operate in the rate area, if required, and must demonstrate that all applicable regulatory approvals required to provide the service for which the thousands-block is required have been obtained;
 



c) the applicant must be able to provide documented proof that they are or will be capable of providing service within 60 calendar days of the numbering resource activation date for initial codes.  Self certification will not be acceptable.
 



d) the applicant must demonstrate a need for a thousands-block(s);
  


e) multiple thousands-blocks may be requested on one Thousands-Block Applications Forms - Part 1A - General Application Information form. The Part 1A application form is structured per switch, per rate area;


f) a separate Thousands-Block Applications Form - Part 1B - NPAC Block Holder Data form must be submitted for each thousands-block requested;



g) the applicant should have requested their own contaminated thousands-block from the industry inventory pool;


h) the SP could have refused the assignment of a  thousands-block when it did not meet their technical limitations and/or administrative constraints;


i) thousands-blocks shall not be allocated to satisfy requests for vanity TNs; 


j) the applicant has provided the required semi-annual forecast and utilization information to the PA in order to be assigned a thousands-block (see Section 6.0);
 


k) the applicant must record the following categories of telephone numbers for reporting utilization: 1.administrative; 2. Aging; 3. Assigned;  4. Available; 5. Intermediate; and 6. Reserved, for purposes of the forecast and utilization reporting required above.
 


8.2
Application Process


8.2.1  The applicants for thousands-block assignments shall submit their requests to the PA using the electronic Thousands-Block Application Forms found on the PA Web site or via an interface by Electronic File Transfer (EFT) . No requests and/or form submission will be accepted via fax, paper, voice, or e-mail, except in extraordinary circumstances and/or previously agreed to by the PA.  Where the applicant requires the assignment of a full NXX code, the applicant should so indicate on the Thousands-Block Application Forms, Part 1A.  Electronic transfer or e-mail will be accepted as “official signature.”


8.2.2
The applicant should indicate on the Thousands-Block Application Forms – Part 1A – General Application Information form, if any thousands-block (i.e., 0-9) is acceptable or whether for technical limitations and/or administrative reasons, only certain thousands-blocks may be assigned to them.  Specific thousands-blocks may be requested on the application.  The applicant may also indicate a requirement, or a preference, for sequential numbering resources.


8.2.3  The PA receives the thousands-block request (Thousands-Block Application Forms, Parts 1A and 1B) from the SP and the Thousands-Block Months to Exhaust and Utilization Certification Worksheet – TN Level (Appendix 3).  Additional information and/or dialogue may be required by the PA with the applicant to facilitate application processing.  The PA is required to respond to the applicant within seven (7) calendar days of receipt of the request.  


8.2.4
Applicants requiring an Effective Date more than 28 calendar days after the date the PA receives the application should specify their desired Effective Date.  An application without an Effective Date will be assigned the standard PA-assigned minimum Effective Date of 19 calendar days after the Allocation Date.   The PA shall always assure a minimum of 19 calendar days between the Allocation Date and the Effective Date, unless requested otherwise through the expedite process (see Section 8.6). 


SPs must allow at least two calendar days beyond the Effective Date prior to activating TNs within the assigned thousands-block.  For example, if the Effective Date is October 28, XXXX, a SP can start assigning TNs on October 30, XXXX.  This is necessary in order to allow for NPAC processing and downloading to occur.


This 21 calendar day interval (i.e., from thousands-block allocation through completion of NPAC processing) is necessary because of some SP’s internal company notification processes, etc.   It should be noted that interconnection arrangements and facilities need to be in place prior to activation of a thousands-block.  Such arrangements are outside the scope of these guidelines.


8.2.5 A SP may exchange an assigned thousands-block with the PA only if the desired thousands-block and the assigned thousands-block are in the same rate area, are uncontaminated, and the desired thousands-block is available for assignment.  The request for the exchange must be made prior to the effective date of the assigned thousands-block being exchanged.  The PA will assign a new effective date to the desired block that still must be placed into service within six months of the original effective date provided on the Part 3 of the originally-assigned block. 


8.3 
Processes for Allocation of Thousands-Blocks


8.3.1  One process involves the initial allocation of thousands-block(s) to a SP without numbering resources in a rate area.



A SP entering an established industry inventory pool with no numbering resources within the rate area is required to provide the PA a thousands-block forecast prior to the allocation of a thousands-block(s) as detailed in Section 6.0. The PA will allocate the appropriate quantity of thousands-blocks to the new SP based on its request as detailed in Section 5.2 and Section 5.3.  The PA may review any application for reasonableness and request additional information from the applicant as necessary.


8.3.2  Another process involves the initial allocation of thousands-blocks from the industry inventory pool to a SP with numbering resources in a rate area



A SP entering an established industry inventory pool, who has numbering resources within the rate area will, prior to requesting numbering resources from the industry inventory pool:


a) provide a thousands-block forecast; and


b) donate thousands-blocks to the industry inventory pool as outlined in Section 7.0.


8.3.3 The need for an initial thousands-block assignment occurs only when a SP initiates service in a rate area. 


If the applicant is deploying a new switching entity/POI in that rate area which requires the assignment of an LRN, the Block Applicant will indicate on the Thousands-Block Application Forms - Part 1A - General Application Information form, the need for assignment of a new NXX Code.
  In this case, the requesting SP becomes the LERG Assignee.  In instances where the applicant does not designate a particular rate area for LRN assignment purposes, the PA should recommend and gain the SP's concurrence regarding which rate area should be used for assignment of an NXX Code and ensure efficient utilization of numbering resources.


8.3.4   For growth thousands-block allocations, the following applicable criteria shall be used by the PA in reviewing a thousands-block request from a SP:  


a) The applicants must demonstrate that existing numbering resources for the rate center will exhaust within 6 months.
 


b) The applicants must meet the following utilization thresholds 


c) Unless the applicant requests a specific thousands-block, the PA should select the thousands-block for assignment based upon the following order:


1) SP’s own donated contaminated thousands-blocks;


2) SP’s own donated, uncontaminated thousands-blocks (first attempting to use the 0,1,8 and 9 thousands-blocks);


3) uncontaminated thousands-blocks from other SPs (first attempting to use the 0,1,8 and 9 thousands-blocks); and


4) contaminated blocks from other SPs.


d)  When the applicant requests a specific thousands-block, the PA should assign the block if available in the industry inventory pool.  If not, the PA should follow the procedure outlined above. 


There is an exception for state commissions that are currently using a utilization threshold pursuant to delegated authority that exceeds 60%. These state commissions may continue to use their alternate utilization threshold in those rate areas as long as it does not exceed the FCC’s established ceiling of 75%;
 


The quantitative information required to meet the utilization threshold and Months To Exhaust (MTE) for a growth thousands-block(s) request is on the Thousands-Blocks Months to Exhaust and Utilization Certification Worksheet - TN Level (Appendix 3).  The thousands-block applicant should retain a copy in the event of an audit or regulatory initiative.  The SP will supply additional supporting information to the PA including: 


1) TNs available for assignment,


2) incremental growth history of new TNs for the past 6 months, 


3) projected incremental demand for new TNs in the next 12 months; and


4) utilization threshold. 


8.3.5 The PA is responsible for creating the BCD record in BIRRDS with the required thousands-block information. The BCD record must be created within seven (7) calendar days from receipt of the block application.  Required thousands-block information includes the following data elements: OCN of the Block Holder, AOCN for switch update, the thousands-block line range, switch ID and block Effective Date.  The BCD record will also display the rate area of the assigned NXX code as shown on the NXX ACD record.  The rate area information is for informational purposes only for the PA.  


As of November 8, 2002, the AOCN is responsible for entering its specified routing and rating information for the thousands-block with the issuance of the Part 3.
  The thousands-block assignment will not appear in the LERG Routing Guide until the AOCN has performed this task. If the AOCN does not enter the information in sufficient time to allow for a 19-day notification interval prior to the thousands-block effective date, the effective date will be automatically changed in the appropriate TRA databases to ensure a minimum 19-day notification interval.


8.3.6 
The PA issues the Part 3 - Pooling Administrator’s Response/Confirmation form to the SP and issues the Part 1B, NPAC Block Holder Data form, to the NPAC as confirmation of thousands-block allocation, except when the thousands-block is being allocated back to the LERG Assignee and is going back to the donating switch.  The NPAC will create the NPA-NXX-X Holder Information Table within seven (7) calendar days of notification for all thousands-blocks allocated to SPs, except when the thousands-block is being allocated back to the LERG Assignee and it is going back to the donating switch.


8.3.7 
When a contaminated thousands-block is allocated, the PA will notify the thousands-block applicant that the allocated thousands-block(s) is contaminated.  The thousands-block applicant is responsible for obtaining a list from the LNP data bases of unavailable TNs within the contaminated thousands-block that are not available for the thousands-block applicant's use. 


8.3.8
Should the NPAC experience any problem with the initial activation of an allocated thousands-block (e.g., if all pending ports have not been addressed), the NPAC will notify the PA before attempting to perform subsequent thousands-block creation.  In the event all pending ports have not been addressed and is the cause for rejection, the PA will contact the LERG Assignee (i.e., the Block Donor) to take steps to resolve any pending ports that were not addressed during thousands-block donation.  The LERG Assignee will resolve the issue and provide notification back to the PA within five (5) business days of being contacted by the PA.


8.3.9
In instances where a pooled unavailable TN is assigned to more than one customer served by different SPs (i.e., Block Holder and LERG Assignee) due to an error made by the LERG Assignee in the population of unavailable TNs in the LNP data base at the time of donation, the customer of the original SP (i.e., the customer to whom the TN was originally assigned) shall retain assignment of the TN.  The Block Holder shall assign their customer a new TN.


8.3.10 A thousands-block assigned to a SP should be placed in service by the applicable activation deadline, that is, six months after the original effective date returned on the Part 3 and entered on the BCD/BCR screen in BIRRDS. Confirmation that the block has been placed in service is mandatory.  If the PA does not receive the Part 4 – Confirmation of NXX-X Block In Service, the PA will start the reclamation process within 60 calendar days of the expiration of the applicable activation deadline by referring   instances of unactivated thousands-blocks to the relevant state commission (see Section 9.1.3) 
.  If the SP identifies that it will not meet the activation deadline, due to circumstances beyond its control, the SP may request an extension from the state commission. 


8.4
Thousands-Block Transfer Process



The criteria below will apply when the transfer of a thousands-block has been made from one SP to another SP, the full thousands-block is assigned and/or reserved to a single end user customer, or the thousands-block is being migrated from a Type 1 (wireless) interconnection arrangement.



All time intervals applicable to the assignment of a new thousands-block apply in the case of a thousands-block transfer.  These intervals do not address the time intervals needed to perform the network and other rearrangements associated with the thousands-block transfer.


8.4.1 
The following criteria will be used by the PA in reviewing a thousands-block transfer request:


a)
The applicant (SP receiving the thousands-block to be transferred) must submit a complete Thousands-Block Application Forms - Part 1A and Part 1B.  In addition, the applicant requesting the thousands-block transfer must also provide written confirmation that the current Block Holder agrees to the transfer.  The PA should ensure that the transfer is mutually acceptable. 


b)
Upon confirmation from both parties, the PA will modify the BCD record in BIRRDS for the thousands-block to be transferred to reflect the OCN, Effective Date and AOCN for switch update of the SP to which the thousands-block will be transferred.  To the extent necessary, the PA will coordinate the change with TRA. 


c)
The PA will notify the recipient SP when the BCD record has been successfully modified. It is the responsibility of the SP receiving the thousands-block to enter, or arrange for the entry of, any changes to BIRRDS data (e.g., switch ID) associated with transferring the thousands-block.


8.5 
Ongoing Administration of Allocated Thousands-Blocks and Notification of LERG Routing Guide Changes


8.5.1 The information associated with a thousands-block assignment or thousands-block(s) being retained may change over time.  The PA must be notified of an OCN or Block Effective Date change for thousand-blocks which have already been assigned.  Changes should be made as  submitted by SPs on the Thousands-Block Application Forms, Part 1A & Part 1B, to indicate the information to be updated.   For data integrity reasons, the PA must be informed of these types of changes to ensure that the record of the entity responsible for the thousands-block and the data associated with the thousands-block is accurate. 


8.5.2 SPs participating in number pooling must submit changes or disconnects for pooled NXXs to the PA.  Changes or disconnects for non-pooled NXXs in a pooling rate area should be sent to NANPA. 


8.5.3

After the PA has created the thousands-block record on the BCD screen, but prior to the thousands-block Effective Date, the PA, upon notification by the SP, as noted in 8.5.1, is responsible for making changes to any fields on the BCD screen, including Switch ID.  If changes are made to the Switch ID field after the thousands-block Effective Date, the Block Holder must update the Switch ID in the BIRRDS.


SPs are not able to update thousands-block number pooling data in BIRRDS until the BCD is created for the thousands-block and the Effective Date of the thousands-block has passed.  SPs are limited as to the information they can update on the BCD.  SPs can only update the Switch ID field; the PA can only update all other fields.


8.5.4  The resulting SP in a merger/acquisition must revise and provide a new, consolidated forecast for numbering resources.  The holder of a thousands-block assigned by the PA or acquired by other means such as transfer (e.g., by merger or acquisition), must use the thousands-block consistent with these guidelines.  Additionally, the new Block Holder must participate in an audit process as necessary.  


8.6
Expedite Process for Thousands-Block Allocation



A SP request for an expedited thousands-block allocation will occur on an exception basis.  The following procedures enable a SP to request an expedited allocation of a thousands-block(s).  The expedite procedures below do not eliminate the Block Holder and PA responsibilities described in Section 8.5.


a) A SP may send a request to the PA requesting an expedited allocation of a thousands-block(s).  


b) The requesting SP will indicate on the Thousands-Block Application Forms – Part 1A that this is an expedited request for an allocation with its desired Effective Date.  


c) The PA will process the application if the request meets the criteria for the allocation of the thousands-block(s) and will make every effort to process the application in fewer than the current maximum 7-calendar days. The PA will expedite such requests when it can do so without failing to meet its 7-calendar day allocation interval for other SPs. The PA will determine the minimum Effective Date for an expedited request based upon the following considerations:


1) If the thousands-block applicant is the LERG Assignee, the Effective Date must be at least nine calendar days after the Part 3 Allocation Date.  This allows for the PA and AOCN to update BIRRDS for LERG Routing Guide daily updates.  The AOCN must agree to perform the BIRRDS update in two calendar days rather than the standard five calendar days.
 


2) If the thousand block allocated requires NPAC notification, the Effective Date will be no earlier than eight business days after allocation:  three business days to build the thousand block ownership table and five business days for a potential first 'port' notification.


d) The SP will activate the thousands-block and can begin customer assignments as soon as all NPAC processing and notification has occurred.


NOTE:  SPs requesting an expedited assignment of thousands-block(s) should be aware that there are potential impacts to other SPs and customers. This may affect customer service to the extent that a SP is unable to identify the SP to whom a thousands-block has been assigned when responding to a customer trouble report.


9.0
Reclamation and Return of Thousands-Blocks


This section outlines the various responsibilities of the Block Holder and the PA with respect to the reclamation and return of thousands-blocks under a thousands-block number pooling arrangement.  In addition, the various circumstances under which reclamation and return of thousands-blocks can be initiated are enumerated in this section.


Reclamation refers to the process by which service providers are required to return numbering resources to the Pooling Administrator under the direction of state regulators. 
 


If a state commission declines to exercise the authority delegated to it, the entity designated by the FCC to serve as the PA shall exercise this authority with respect to NXX code reclamation. The PA shall consult with the Common Carrier Bureau prior to exercising the authority delegated to it in this provision and shall provide service providers an opportunity to explain the circumstances causing the delay in activating and commencing assignment of their numbering resources prior to initiating reclamation. This does not imply that the PA has the independent authority to grant block extensions


9.1
LERG Assignee/Block Holder Responsibility


9.1.1  If the LERG Assignee no longer provides service  in the rate area associated with the NXX code, they must notify the PA. SPs should not change routing information in appropriate databases until the PA has processed the application and responded with a Part 3. Appendix 7 outlines the process to be followed. 


9.1.2 The Block Holder to which a thousands-block(s) has been assigned from the industry inventory pool shall return the thousands-block(s) to the PA if:


a) it is no longer needed by the entity for the purpose for which it was originally assigned;


b) the service it was assigned for is disconnected; or


c) the thousands-block(s) was not placed in service within six months of the original block effective date


9.1.3   If the thousands-block(s) was not placed in service within six months of the block effective date, the assignee may apply to the appropriate State Commission point of contact
 for an extension date.  Such an extension request must include the reason for the delay and a new in service time commitment (i.e. applicable activation deadline).
  The assignee must apply to the appropriate FCC point of contact if the appropriate state commission has declined to exercise its delegated reclamation authority.  If an extension is approved, the regulator will notify the assignee and the PA of the new in service deadline and indicate to whom the Part 4 should be sent.   A list of appropriate state commission contacts and the FCC point of contact for those state commissions who decline to exercise their authority can be located at the PA website. 


9.2
Pooling Administrator Responsibility


9.2.1 
The PA as directed by the appropriate state commission point of contact, or by the FCC point of contact, will reclaim resources in the inventory of pool participants from both embedded resources as well as thousands-blocks allocated to a SP by the PA.


9.2.2 
The PA will contact any thousands-block assignee identified as not having returned to the administrator for reassignment any thousands-block(s) that were:


a) allocated, but no longer in use by the assignee(s);


b) allocated for a service no longer offered;


c)
allocated, but not placed in service within six months of the block effective date; 

d)
allocated, but not used in conformance with these guidelines.


9.2.3 If the PA has not received a Part 4 during the first five months following the block effective date, then the PA will send, via facsimile/electronic mail, a reminder notice to the block assignee.  The notice will be sent during the first ten calendar days of the sixth month, and will direct the assignee to do one of the following by the end of the sixth month after the block effective date:


· If the block is in service, submit a Part 4 to the PA.


· If the block is no longer needed or not in service, return the block by submitting a Part 1A.


· Or request an extension per Section 9.1.4.



During the first ten calendar days of each calendar month, the PA will prepare and forward a spreadsheet of all existing and newly identified delinquent blocks to the appropriate state commission.  Spreadsheets for those states that have declined to exercise their reclamation authority will be forwarded to the FCC. The PA must await further direction from the FCC or appropriate state commission for further action.  If the FCC or appropriate state commission directs the PA to reclaim the block, the PA will notify the block holder advising them of the effective date of the disconnect of the block. 


If a Part 4 is returned to the PA for a block appearing on the delinquent list and an extension has not been granted, the Part 4 will be returned to the SP and marked as “refused” or “denied” with a reminder for the block holder to return the Part 4 to the appropriate state commission or to the FCC.


9.2.4 
The PA must also notify and coordinate with the LERG Assignee in advance of the thousands-block return Effective Date to allow sufficient time for the LERG Assignee to update switch translations in order to provide blank number treatment for the returned thousands-block(s).  The thousands-block will be made available by the PA for re-assignment after 90 calendar days.


9.2.5 
Whether a thousands-block is reclaimed or voluntarily returned, the PA is responsible for entering a disconnect in the BIRRDS(BCD record).  This information includes the following data elements: OCN of the Block Holder, AOCN for switch update, the thousands-block line range, switch ID and thousands-block reclamation Effective Date.


9.2.6 
If the reclaimed or returned thousands-blocks have been entered into the NPAC, the PA must also notify the NPAC of those thousands-blocks by completing the NPAC Thousands-Block Reclamation form, Part 5, Sections A and B.  Notification should include the thousands-block range and the effective date of the return.  Upon completion of reclamation at the NPAC, the NPAC will notify the PA, LERG Assignee and Block Holder that the thousands-block has been removed from the NPAC by completing, Part 5, Section C of the NPAC Thousands-Block Reclamation form.


10.0 
Jeopardy Situations


10.1
NPA Jeopardy Situations



When it is determined by the CO Code Administrator(s) based on the NPA Code Relief Planning & Notification Guidelines (INC 97-0404-016) that an NPA is in jeopardy
, the PA will participate in the NPA jeopardy activities. The industry inventory pool participants are encouraged to also participate. 


The PA and SPs will follow the jeopardy procedures outlined in the CO Code Assignment Guidelines (INC 95-0407-008).  It is understood that the PA will continue to assign blocks on a first come, first served basis if pool inventory is available.  


10.2
Critical Industry Inventory Insufficiency 



A critical industry inventory insufficiency exists for a rate area when the available resources in the industry inventory pool for a particular rate area fall below the actual and/or forecasted demand for the next 66 calendar days. The PA:


a) will continue to assign thousands-blocks on a first come, first served basis;


b) should request that SPs voluntarily return thousands-block(s); and


c) should not reduce SP inventories to replenish the industry inventory pool.


11.0 Appeals and Safety Valve Process


11.1 
Appeals Process

Disagreements may arise between the PA and Block Holders/Applicants in the context of the administration of these guidelines.  In all cases, the PA and Block Holders/Applicants will make reasonable, good faith efforts to resolve such disagreements amongst themselves, consistent with these guidelines, prior to pursuing any appeal.  Appeals may include, but are not limited to, one or more of the following options:


a) The Block Holder/Applicant will have the opportunity to resubmit the matter to the PA for reconsideration with or without additional input.


b) Guidelines interpretation/clarification questions may be referred to the body responsible for maintenance of these guidelines, currently the INC.  Unless otherwise mutually agreed to by the parties, these questions will be submitted in a generic manner protecting the identity of the appellant. 


c) The PA and Block Holders/Applicant may pursue the disagreement with the appropriate regulatory authorities or their designate.


11.2 
Safety Valve Process


SPs disputing the NANPA/PA’s decision to withhold initial numbering resources upon a finding of noncompliance may appeal the NANPA/PA’s decision to the appropriate state commission for resolution. 


The state commission may affirm, or may overturn, the NANPA/PA’s decision to withhold numbering resources from the SP based on its determination that the SP has complied with the reporting and numbering resource application requirements.  


The state commission also may overturn the NANPA/PA’s decision to withhold numbering resources from the SP based on its determination that the SP has demonstrated a verifiable need for numbering resources and has exhausted all other available remedies. 


If a state does not reach a decision on a safety valve request within a reasonable timeframe, SPs may submit such requests to the FCC for resolution.  In addition, SPs may appeal to the FCC safety valve decisions made by states. 

12.0
Intra Service Provider Block Porting


Within the same rate center, Intra SP Porting can be used to port a thousands block of numbers from one switch to another using a port type of “pool”.  This can be used in an area where pooling has or has not been established. It should be noted that with NPAC release 2.0 a carrier must have two SPIDS because the code holder cannot equal the block holder.  A Service Provider has the option of selecting from two methods: Option 1 dealing with the PA, Option 2 dealing directly with the NPAC. 


· Option 1 is described in Section 12.1 below


· Since Option 2 does not have PA involvement, Option 2 is not described in these guidelines. Details on Option 2 can be found in the NPAC Methods and Procedures. 


12.1 
Option 1-PA


SP initiates intra SP block porting request (port type of "pool") by filling out the Part 1B form and submits request to the Pooling Administrator.


1. PA checks the form to make sure it has been filled out completely. In a pooling area for non-pooled NXXs when the pooling indicator is set to N, the PA will change the indicator to I.  In a non-pooling NPA, the PA will not be responsible for making any LERG changes. If requested, the PA updates the BCD screen with the switch ID. The PA checks to see whether the block has been donated to the pool.  If the block has been donated to the pool, the PA will deny the request.  The PA will update the tracking database if necessary. 


2. PA sends the Part 3 form to the SP. 


3. PA forwards the completed Part 1B form to the NPAC.


4. NPAC negotiates a different effective date if necessary with the PA.  This will be done if the NPAC cannot meet the effective date on the Part 1B.


5. NPAC builds block table for pooled and non-pooled NXXs.


6. On effective date NPAC downloads designated block with a port type of “pool”.


7. NPAC completes the Part 1B form reflecting completion.


8. NPAC forwards the completed Part 1B form to the SP and PA.


12.2 
Option 2-NPAC


Since Option 2 does not have PA involvement, Option 2 is not described in these guidelines. Details on Option 2 can be found in the NPAC Methods and Procedures.

13.0
Maintenance of These Guidelines 


These guidelines are periodically updated to reflect changes in industry practices or national regulatory directives.  When a national Pool Administrator is selected the contact information will be noted here.  Until then, questions regarding these guidelines may be directed to:



INC Moderator



c/o Alliance for Telecommunications Industry Solutions



1200 G Street NW, Suite 500



Washington DC 20005



202-628-6380



www.atis.org 


14.0    Glossary











Activation Deadline




Six months from the original effective date returned on the Part 3 and entered on the BCR/BCD screen in BIRRDS.  A Part 4 should be returned to the Pooling Administrator by this date. 






Active Block

A thousands-block assigned by the PA and implemented in the PSTN for specific routing requirements as of the block effective date.






Administrative Constraint/Reason

A limitation of the Point of Interconnection or Switching Entity where an existing block and/or TNs cannot be used for designated network routing and/or rating of PSTN calls.  An example of a constraint would be the limitation in the administration of a thousands-block across multiple switches in a rate area and would require a waiver from the FCC Commission.






Administrative Numbers

Administrative numbers are numbers used by telecommunications carriers to perform internal administrative or operational functions necessary to maintain reasonable quality of service standards.  FCC 00-104 §52.15 (f)(1) (i). 


Subcategories of administrative numbers are: test numbers, employee/official numbers, Location Routing Numbers, Temporary Local Directory Numbers (TLDN), soft dial tone numbers and wireless E911 emergency service routing digit/key (ESRD/ESRK) numbers. (FCC 00-104 ¶ 36).






Administrative Operating Company Number (AOCN)




A four character numeric or alphanumeric that identifies the administrator of one (or more) data record contained in (BIRRDS). AOCNs are determined by Operating Company Number (OCN) assignment. The AOCN further identifies the entity authorized by the Code Holder to input and maintain data into BIRRDS.






Affected Parties

Affected parties are a) those entities that have applied for and/or received thousands-block (NXX-X) assignments within the NXX code b) administrative entities involved in number administration, number portability or number pooling. 






Aging Numbers

Aging numbers are disconnected numbers that are not available for assignment to another end user or customer for a specified period of time. Numbers previously assigned to residential customers may be aged for no more than 90 calendar days.  Numbers previously assigned to business customers may be aged for no more than 365 calendar days. (FCC 00-104 §52.15 (f)(1) (ii) See Erratum in CC Docket 99-200, released July 11, 2000).


An aging interval includes any announcement treatment period, as well as the vacant telephone number intercept period.  A number is disconnected when it is no longer used to route calls to equipment owned or leased by the disconnecting subscriber of record.






Allocated/Assigned Block

A thousands-block is allocated/assigned to an SP when the block information has been entered into BIRRDS by the PA.






Allocation Date

The Allocation Date is the date established by the PA when the PA officially makes the block assignment to an SP.






Applicant

SPs who submit a block request to the PA for the purpose of being assigned a thousands-block for their use.






Assigned Numbers

Assigned numbers are numbers working in the PSTN under an agreement such as a contract or tariff at the request of specific end users or customers for their use, or numbers not yet working but having a customer service order pending.  Numbers that are not yet working and have a service order pending for more than five calendar days shall not be classified as assigned numbers. (FCC 00-104 §52.15 (f)(1) (iii))


Ported-out numbers should be included as a subcategory of assigned numbers. (FCC 00-104 ¶ 36).






Audit




The accumulation and evaluation of evidence about documented information of an auditee to determine and report on the degree of compliance with INC industry guidelines.






Auditee




The SP/NANPA/PA that is the subject of an audit.



Auditor




The FCC Common Carrier Bureau’s Audits Branch of the Accounting Safeguards Division or its other designated agents perform audits of US numbering resources. (FCC 00-429 ¶ 90). State Commissions also may conduct audits. (FCC 01-362 ¶101.






Authorized Representative of an Applicant

A person from an applicant's organization or its agent that has the legal authority to take action on behalf of the applicant.






Available Numbers

Available numbers are numbers that are available for assignment to subscriber access lines, or their equivalents, within a rate area and are not classified as assigned, intermediate, administrative, aging, or reserved.  Available numbers is a residual category that can be calculated by subtracting a sum of numbers in the assigned, reserved, intermediate, aged, and administrative primary categories from the total of numbers in the inventory of a code or block holder  (FCC 00-104 §52.15 (f)(1) (iv)).



Block Applicant

See “Applicant.”






Blocks Available for Assignment




Thousands-blocks (NXX-X) within the industry inventory pool rate area which are within an NPA/NXX that is flagged as LNP capable in the LERG Routing Guide and the NPAC, and which are available for assignment within the SP’s rate area.






Block Donation Date

The deadline for SPs to donate their thousands-block(s).






Block Donation Identification Date

The deadline for SPs to report their surplus of thousands-blocks to the PA.  This is also the date when SPs may begin to port all TNs in contaminated thousand blocks that they are donating to the pool. All blocks to be donated must be portable in the NPAC and LERG Routing Guide.






Block Exhaust

a) When used by the Block Holder in applying for additional thousands-blocks, a point in time at which the quantity of TN's within existing thousands-block(s) which have been assigned to the Block Holder equals zero for a rate area. 


b) When used by the PA in applying for additional NXX codes, block exhaust is defined as a point in time at which the quantity of thousands-blocks within the rate area which are “available for assignment” equals zero.  






Block Holder

The entity to which a thousands-block (NXX-X) has been assigned for use.






Block Protection Date

The deadline for SPs to donate their thousands-blocks. This is also the date by which all providers participating in thousands-block number pooling in the NPA must have all their Intra Service provider ports completed. Five business days later, Telcordia will update the LERG Routing Guide with thousands-blocks SPs are retaining.






BIRRDS

The Telcordia( Business Integrated Routing and Rating Database System contains data in the routing and rating of calls.  Contains a complete description of all Local Exchange Companies’ networks in the NANP Area and pertinent information relating to the networks of other code holders.  This provides information for, (1) message routing, (2) common channel signaling call setup routing, and (3) operator service access routing.  Data supports all CO Codes assigned through these Guidelines, as well as all CO Codes in place prior to the existence of these Guidelines, and covers all Numbering Plan Areas (NPAs) administered under the North American Numbering Plan (NANP).  






Central Office (CO) Code

The sub-NPA code in a TN, i.e., digits D-E-F of a 10-digit NANP Area address.  Central office codes are in the form "NXX", where N is a number from 2 to 9 and X is a number from 0 to 9.  Central office codes may also be referred to as "NXX codes" (47 C.F.R. § 52.7(c)).






Certify

 The authorization of a carrier by a regulator to provide a telecommunications service in the relevant geographic area.   FCC 00-104 § 52.15 (g) requires that applications for initial numbering resources include evidence that the applicant is authorized to provide service in the area for which numbering resources are being requested.






CLLI™

A CLLI Location Identification Code is an eleven-character alphanumeric descriptor used to identify switches, points of interconnection, and other categories of telephony network elements and their locations.  Companies that are licensees of Telcordia( COMMON LANGUAGE( Products can refer questions to their company's COMMON LANGUAGE Coordinator.  If you do not know if you are a licensee, do not know your Coordinator, or are a licensee with questions regarding CLLIs, call the COMMON LANGUAGE Hotline, 877-699-5577.  Alternatively, or if you are not a licensee, obtain further information at www.commonlanguage.com.  (COMMON LANGUAGE is a registered trademark and CLLI is a trademark of Telcordia Technologies, Inc.)





CO Code Administrator




Entity(ies) responsible for the administration of the NXX codes within an NPA.



Code Holder

An assignee of a full NXX code which was allocated by the CO Code Administrator.  Where the Code Holder is participating in thousands-block number pooling, the Code Holder becomes a LERG Assignee at the Block Donation Date.






Company Code




See “OCN” (Operating Company Number).






Conservation

Consideration given to the efficient and effective use of a finite numbering resource in order to minimize the cost and need to expand its availability in the introduction of new services, capabilities and features.






Contamination

Contamination occurs when at least one telephone number within a thousands-block of telephone numbers is not available for assignment to end users or customers. Blocks contaminated up to and including 10 percent are eligible for donation.  For purposes of this provision, a telephone number is “not available for assignment” if it is classified as administrative, aging, assigned, intermediate, or reserved as defined in FCC rules (FCC 00-104, §52.7 (h)).






Critical Industry Inventory Insufficiency

Critical industry inventory insufficiency exists for a rate area when the available resources in the industry inventory pool for a particular rate area fall below the actual and/or forecasted demand for the next 66 calendar days.






Dealer Numbering Pools

Numbers allocated by a service provider to a retail dealer for use in the sale and establishment of service on behalf of that service provider.  See the definition of “Intermediate Numbers” below. (FCC 00-104 ¶20)






Donation




The term “donation” refers to the process by which carriers are required to contribute telephone numbers to a thousands-block number pool (FCC 00-104, §52.7(i)).






Effective Date

The date by which routing and rating changes within the PSTN must be complete for the assigned thousands-block or the assigned CO Code.  Also, the date by which the thousands-block becomes an active block. (Also referred to as “the LERG Routing Guide effective date.”)






Employee/Official Number

A number assigned by a service provider for its own internal business purposes.  See “Administrative Numbers” definition.






Forecast Report Date

The deadline for SPs to report their forecasted thousands-block demand using the Thousands-Block Forecast Report (Appendix 1) to the PA. 






INC 




Industry Numbering Committee, a standing forum of the Carrier Liaison Committee (CLC) that provides an open forum to address and resolve industry-wide issues associated with the planning, administration, allocation, assignment and use of numbering resources and related dialing considerations for public telecommunications within the North American Numbering Plan (NANP) area.






Initial Block

or “footprint” block is the first NXX-X block assigned in a rate area to a Service Provider (FCC 00-104, ¶ 191, §52.50 (C) (2)).


QUESTION:  Is ¶ 191 the correct reference here?  191 covers contamination threshold and the ability to retain an initial block to keep your footprint.






In Service

A code or block for which local routing information has been input to the LERG Routing Guide and the carrier has begun to activate and assign numbers within the NXX code or NXX-X block to end users (FCC 00-104, ¶240). 






Intermediate Numbers

Intermediate numbers are numbers that are made available for use by another telecommunications carrier or non-carrier entity for the purpose of providing telecommunications service to an end user or customer.  Numbers ported for the purpose of transferring an established customer’s service to another service provider shall not be classified as intermediate numbers (FCC 00-104, §52.15 (f) (1) (v)).Numbers such as dealer number pools should be included as a subcategory of intermediate numbers. (FCC 00-104 ¶ 36).






Intra-service Provider Port

An intra-service provider port allows an SP to retain unavailable TNs in contaminated thousands-blocks that are being donated to an industry inventory pool.  Specifically, numbers assigned to customers from donated thousands-blocks that are contaminated will be ported back to the donating carrier to enable it to continue to provide service to those customers.  An intra-service provider port can also be used to move a TN(s) from one switch serving a rate area to another switch serving the same rate area where LRN-LNP technology is in use.  






Inventory

The term “inventory” refers to all telephone numbers distributed, assigned or allocated:


(1) To a service provider, or


(2) To a Pooling Administrator for the purpose of establishing or maintaining a thousands-block number pool (FCC 00-104, §52.7 (j)).






(Industry) Inventory Pool

Used in thousands-block number pooling to describe a reservoir of unallocated thousands-blocks administered by the PA for purposes of assignment to SPs participating in thousands-block number pooling.






Jeopardy 

A jeopardy condition exists when the forecasted and/or actual demand for NXX code resources will exceed the known supply during the planning/implementation interval for relief.  






LATA (Local Access and Transport Area)

Also referred to as service areas by some BOCs, a LATA serves two basic purposes:  to provide a method for delineating the area within which the BOCs may offer services and, to provide a basis for determining how the assets of the former Bell System were to be divided between the BOCs and AT&T at divestiture.






LERG( Routing Guide 

The Telcordia( LERG( Routing Guide contains information about the local routing data obtained from the BIRRDS.  This information reflects the current network configuration and scheduled network changes for all entities originating or terminating PSTN calls within the NANP.






LERG Assignee

The SP responsible for default routing functions associated with a pooled NXX code.  












LNP Port




The process of moving a TN from one SP to another SP using LRN-LNP technology.  See also “Intra-Service Provider Port” definition.






Location Routing Number (LRN)

The ten-digit (NPA-NXX-XXXX) number assigned to a switch/POI used for routing in a permanent local number portability environment.  See “Administrative Numbers” definition.






Mandated Implementation Date

The date identified by the appropriate regulatory body by which thousands-block number pooling is to be implemented.






Months to Exhaust

When used by SPs to document the need for an additional block:


=               TNs Available for Assignment


          ________________________________


                Average Monthly Growth Rate 


When used by the PA to document the need for an additional CO Code:


=                Blocks Available for Assignment


           _________________________________


                  Average Monthly Growth Rate






NANP (North American Numbering Plan)

A numbering architecture in which every station in the NANP Area is identified by a unique ten-digit address consisting of a three-digit NPA code, a three digit central office code of the form NXX, and a four-digit line number of the form XXXX.






NANPA (North American Numbering Plan Administration)

With divestiture, key responsibilities for coordination and administration of the North American Numbering/Dialing Plans were assigned to NANPA.  These central administration functions are exercised in an impartial manner toward all industry segments while balancing the utilization of a limited resource.






NANP Area

Consists of the United States, Canada and the Caribbean countries. (Anguilla, Antigua, Bahamas, Barbados, British Virgin Islands, Canada, Cayman Islands, Dominica, Dominican Republic, Grenada, Jamaica, Montserrat, St. Kitts & Nevis, St. Lucia, St. Vincent, Turks & Caicos Islands, Trinidad & Tobago, and the United States (including Puerto Rico, the U.S. Virgin Islands, Guam and the Commonwealth of the Northern Mariana Islands).  






North American Numbering Plan, Numbering Resource Utilization/Forecasting Report (NRUF Report)

The NANPA gathers forecast and utilization information to monitor and project exhaust in individual NPAs/area codes as well as in the NANP overall.   This semi-annual report includes number utilization information as well as a five year forecast of demand by year.  Pooling carriers report at the thousands-block level per rate center.  Non-pooling carriers report at the Central Office Code level per rate center.  For more detailed information, see the NRUF Report Guidelines.






NPA

Numbering Plan Area, also called area code.  An NPA is the 3-digit code that occupies the A, B, and C positions in the 10-digit NANP format that applies throughout the NANP Area.  NPAs are of the form NXX, where N represents the digits 2-9 and X represents any digit 0-9.  In the NANP, NPAs are classified as either geographic or non-geographic.


a) Geographic NPAs are NPAs which correspond to discrete geographic areas within the NANP Area.


b) Non-geographic NPAs are NPAs that do not correspond to discrete geographic areas, but which are instead assigned for services with attributes, functionalities, or requirements that transcend specific geographic boundaries.  The common examples are NPAs in the N00 format, e.g., 800.






NPAC SMS

The NPAC Service Management System is a database which contains all necessary routing information on ported TNs and facilitates the updating of the


routing databases of all subtending SPs in the portability area.






NPA Code Relief

NPA code relief refers to an activity that must be performed when an NPA nears exhaust of its 792 NXX capacity.   Options for relief are described in Section 6.0 of the NPA Code Relief Planning & Notification Guidelines.






NPA Relief Date

The date by which the NPA is introduced and routing of normal commercial traffic begins.






OCN (Operating Company Number)




An Operating Company Number (OCN) is a four place alphanumeric code that uniquely identifies providers of local telecommunications service. OCN assignments are required of all SPs in their submission of utilization and forecast data (FCC 00-104 ¶ 41 and Public Notice DA 00-1549).  Relative to CO Code assignments, NECA-assigned Company Codes may be used as OCNs.  Companies with no prior CO Code or Company Code assignments contact NECA (800 524-1020) to be assigned a Company Code(s).  Since multiple OCNs and/or Company Codes may be associated with a given company, companies with prior assignments should direct questions regarding appropriate OCN usage to Telcordia( Routing Administration TRA on 732-699-6700. 






Point of Interconnection (POI) 

The physical location where an SP's connecting circuits interconnect for the purpose of interchanging traffic on the PSTN.






Pooling Administrator


(PA)

The term Pooling Administrator refers to the entity or entities responsible for administering a thousands-block number pool (FCC 00-104, §52.7 (g)).






Pool Start/Allocation Date

The date the PA may start allocating thousands-blocks from the industry inventory pool to SPs.  This is also the start date for SPs to send requests for thousands-blocks to the PA.






Premature Exhaust

When referring to NANP:  Premature exhaust means the exhaust of NANP resources (i.e., requires expansion beyond the 10-digit format) much sooner than the best industry projections.  The NANP is expected to meet the numbering needs of the telecommunications industry well into the 21st century (i.e., a minimum of 25 years).


When referring to NPA:  Premature exhaust is when a specific date for NPA relief has been established and the NPA is projected to exhaust prior to that date.






Public Switched Telephone Network (PSTN)

Public Switched Telephone Network.  The PSTN is composed of all transmission and switching facilities and signal processors supplied and operated by all telecommunications common carriers for use by the public.  Every station on the PSTN is capable of being accessed from every other station on the PSTN via the use of NANP E.164 numbers.






Rate Area

Denotes the smallest geographic area used to distinguish rate boundaries.












Reassignment

The process of reestablishing the assignment of a thousands-block, which was previously assigned to another SP or to a new SP. 






Reporting Carrier

Refers to a telecommunications carrier that receives numbering resources from the NANPA, a Pooling Administrator or another telecommunications carrier.  





Reseller

An SP which purchases facilities and/or services from another SP for resale.  Also see “Intermediate Numbers” above.






Reserved Numbers




Reserved numbers are numbers that are held by service providers at the request of specific end users or customers for their future use.  Numbers held for specific end users or customers for more than 45 calendar days shall not be classified as reserved numbers (FCC 00-104, §52.15 (f) (1) (vi).






Service Provider (SP)




The term “service provider” refers to a telecommunications carrier or other entity that receives numbering resources from the NANPA, a Pooling Administrator or a telecommunications carrier for the purpose of providing or establishing telecommunications service (FCC 00-104, §52.5 (i)).






Service Provider Inventory




The inventory of all geographic NANP TNs allocated by the CO Code Administrator/PA to a Code/Block Holder.






Soft Dial Tone Numbers

Numbers that permit restricted dialing, such as calling emergency services and sometimes receive incoming calls (FCC 00-104 ¶33). See  “Administrative Numbers” definition.






Switching Entity




An electromechanical or electronic system for connecting lines to lines, lines to trunks, or trunks to trunks for the purpose of originating/terminating PSTN calls.  A single switching system may handle several central office codes.






Technical Requirement, Reason, Limitation or


Constraint




A limitation of the Point of Interconnection or Switching Entity where an existing thousands-block and/or TNs cannot be used for designated network routing and/or rating of PSTN calls.   Examples that constitute “technical constraint” include limitations on a switch, network element or planning constraint, CPE limitations or unique AIN Triggers.






Test Number

A TN(s) assigned for inter- and intra-network testing purposes.  See “Administrative Numbers” definition.






Temporary Local Directory Number (TLDN)

A number dynamically assigned on a per call basis by the serving wireless service provider to a roaming subscriber for the purpose of incoming call setup.  See “Administrative Numbers” definition.






Thousands-Block




A range of one thousand TNs within an NPA-NXX beginning with X000 and ending with X999, where X is a value from 0 to 9. 






Thousands-Block Number Pooling




Thousands-block number pooling is a process by which the 10,000 numbers in a central office code (NXX) are separated into ten sequential blocks of 1,000 numbers each (thousands-blocks), and allocated separately within a rate center (FCC 00-104, §52.20 (a)).






Type 1 Interconnection Service Provider




A wireless SP that utilizes Type 1 (trunk side with line treatment) interconnection with another SP’s end office switch.






Utilization Threshold

The Service Provider’s current numbering resource (Indigenous Telephone Numbers) utilization level for the rate center in which it is seeking growth numbering resources.


The numbering resource utilization level shall be calculated by dividing all assigned numbers by the total numbering resources in the applicant’s inventory and multiplying the result by 100.  Numbering resources activated in the LERG Routing Guide (within the preceding 90 days of reporting utilization levels may be excluded from the utilization threshold calculation.


All applicants for growth numbering resources shall achieve a 60% utilization threshold, calculated in accordance with FCC 00 429 § 52.15 (g)(3)(ii), for the rate center in which they are requesting growth numbering resources. 


The initial utilization threshold of 60% shall be effective May 2001.  The utilization threshold shall be increased by 5% on June 30, 2002, and annually thereafter until the utilization threshold reaches 75%. (FCC 00 429 § 52.15 (h))



Wireless E911 ESRD/ESRK Number




A 10-digit number used for the purpose of routing an E911 call to the appropriate Public Service Answering Point (PSAP) when that call is originating from wireless equipment.  The Emergency Services Routing Digit (ESRD) identifies the cell site and sector of the call origination in a wireless call scenario.  The Emergency Services Routing Key (ESRK) uniquely identifies the call in a given cell site/sector and correlates data that is provided to a PSAP by different paths, such as the voice path and the Automatic Location Identification (ALI) data path.  Both the ESRD and ESRK define a route to the proper PSAP.  The ESRK alone, or the ESRD and/or Mobile Identification Number (MIN), is signaled to the PSAP where it can be used to retrieve from the ALI database, the mobile caller’s call-back number, position and the emergency service agencies (e.g., police, fire, medical, etc.) associated with the caller’s location.  If a NANP TN is used as an ESRD or ESRK, this number cannot be assigned to a customer.  See “Administrative Numbers” definition.






15.0
Reference 


The following “rules” have been incorporated into this document.


a) FCC 00-104 - Report and Order and Further Notice of Proposed Rule Making, released March 31, 2000 are referenced by footnote in the format “FCC 00-104 …….”. 


b) FCC DA 00-1549 - Common Carrier Bureau Responses to Questions in the Numbering Resource Optimization Proceeding, released July 11, 2000 are referenced in the format “FCC DA 00-1549 ……”.


c) FCC 00-280 – Order, released July 31, 2000 are referenced by the footnote in the format “FCC 00-280 …….”.


d) FCC 204771 – Erratum, released August 3, 2000 are referenced by the footnote in the format “FCC 204771 …….”.


e) FCC 00-333 – Order, released August 31, 2000 are referenced by the footnote in the format “FCC 00-333 …….”.


f) FCC 00-429 –Second Report and Order, Order on Reconsideration in CC Docket No. 96-98 and CC Docket No. 99-200, and Second Further Notice of Proposed Rulemaking in Cc Docket No. 99-200, released December 29, 2000 are referenced by footnote in the format “FCC 00-429…….”. 


g) FCC 209297 – Errata, released January 24, 2001 are referenced by footnote in the format “FCC 209297…….”. 


� A profile for each authorized user will be contained in the industry database, as documented in Section 5.1.1.  Only those users with a valid profile will be permitted to submit applications or changes on behalf of a SP. (See Appendix 5)



� Telcordia and LERG Routing Guide are trademarks of Telcordia Technologies, Inc.



� FCC 00 104 ¶ 97, FCC 00 104, §52.15; (g), (2), (i)



� FCC 00 104 ¶ 97, §52.15; (g), (2), (ii)



� FCC 00 104, §52.15; (j), (1)



� FCC 00 104, §52.15; (j), (1)



7 Refer to NANC Meeting Record, August 1998.



� “Grandfathered” wireless NXXs exist in states where the regulatory agency has allowed wireless carriers to maintain their existing (old) NPA-NXXs in geographic areas (and rate centers) that were assigned a new NPA.  Equivalent circumstances occur in some states where the term “grandfathered” is not used, e.g., CO codes not in a correct geographic NPA.



� FCC 00-104, §52.7; (h)



� Single customer is defined as one customer requiring 10,000 consecutive TNs from one NXX.



� TPM Data Source is a trademark of Telcordia Technologies, Inc.



� LERG in the phrase LERG Assignee refers to the Telcordia( LERG( Routing Guide.



� FCC 00-104, ¶ 96



� FCC 00-104, ¶ 97



� FCC 00-104, ¶ 103



� FCC 00-104, ¶ 98



� FCC 01-362, ¶ 52.15 (g)(4)



� FCC 00-429, ¶ 10



� FCC 00-104, ¶ 96



� FCC 00-104, ¶ 97



� There may be additional or different criteria requested by state regulators.  See FCC 00-104 ¶ 98.



� Provision of business plans may not be sufficient proof of facilities readiness in some serving areas.



� 47 CFR, § 52.13 (c) (7)



� FCC 00-104, ¶ 73



� FCC 00-104, ¶ 42



� FCC 00-104, ¶ 40



� FCC 00-429 ¶ 118



� FCC 00-104, §52.15 (f)(6)



� FCC 00-104,¶ 189, §52.20



� FCC 00-104, ¶73, §52.15 (4)(i)  



� FCC 00-104, ¶ 189



� FCC 00-104, ¶161



� FCC 00-104 ¶191



� From this data, the identification of thousands-blocks that have been retained by the Code Holders can be determined.  TRA will then initialize the data for the retained thousands-blocks in BIRRDS resulting in creation of the BCD records.  Within this process, the LERG Assignee is the CO Code Holder donating the thousands-blocks. All appropriate data associated with the CO Code Holder will be used to build the BCD records for those thousands-blocks retained by the SP. The Effective Date for all thousands-block(s) retained by the LERG Assignee will be the same as the Block Donation Date.



� FCC 00-104, §52.15 (g) (3) (i) (A)



� FCC 00-104, ¶96



� FCC 00-104, ¶ 96-97 § 52.15 (g) (2) (ii)



� FCC 00-104, ¶ 104 & 105 §52.15 (g) (3) (ii)



� FCC 00-014, §52.15 (f)(6)(i) 



� Section 9.1 (i); FCC 00-014, ¶14, ¶16



� FCC 00 429 ¶ 33



� FCC 00 429 ¶ 29



� FCC 00 429 §52.15 (h)



� FCC 00 429 ¶ 23



� The interval for AOCN entry of this information will change to five calendar days when the FCC approves PA Change Order 17 that will result in INC Issue 335 being incorporated into these guidelines.



� FCC 00-104, § 52.15 (i)(6)



� The standard interval for the AOCN to update BIRRDS will be five calendar days when the FCC approves PA Change Order 17 that will result in the resolution of INC Issue 335 being incorporated into these guidelines.



� FCC 00-104, § 52.15 (i) (1). If state commissions do not make decisions on NXX-X reclamations the FCC can order the PA to be responsible for reclamation activities. In such instances, the  PA should consult with the FCC before conducting this activity: FCC 00-104, ¶ 237.



� FCC 00-104, § 52.15 (i) 2,4,5,& 6



� FCC 00-104, §52.15 (i) 6



�  A jeopardy NPA condition exists when the forecasted and/or actual demand for NXX resources will exceed the known supply during the planning/implementation interval for relief.  



�  FCC 01-362 §52.15 (g) (5)



�  NPAC M&P will not be available until release of NPAC 3.1 is implemented in March 2002. Until then, SPs should make inquiries directly with NPAC.







54

64



_987331292.doc

[image: image1.png]










_1139388927/NANC 323 Flows and Narratives ver 04 012104.zip


SPID Migration Process Verbiage ver04 012104.doc

SPID Migration Flows – Narratives

version 0.4, January 21, 2004





Narratives:
Following are the textual descriptions of the SPID Migration Flows.  These narratives provide a detailed description of the step-by-step flows.



Legend:



SPID A:  SPID A is the Service Provider losing the code in a SPID migration, also the Migrating-From SPID.



SPID B:  SPID B is the Service Provider acquiring the code in the SPID migration, also the Migrating-To SPID.



Service Providers (SPs):  Service Providers (SPs) refers to all NPAC users in an LNP region affected by a SPID migration.






NANPA:  North American Numbering Plan Administrator.



INC:  Industry Numbering Committee.


Maintenance Window:  Refers to the regularly scheduled Service Provider and NPAC Maintenance Windows.  This is also when SPID migrations will be scheduled:


Regular Service Provider Maintenance Window:  Regularly scheduled Maintenance Window in each LNP region, occurring once a week (Sunday) from 02:00:00 – 08:00:00 Central Time.  


Regular NPAC Maintenance Window:  Regularly scheduled Maintenance Window in each LNP region, occurring once a week (Sunday) from 02:00:00 – 07:00:00 Central Time.    


Extended Maintenance Window:  The regularly scheduled Extended Maintenance Windows:



Extended Service Provider Maintenance Window:  Regularly scheduled Maintenance Window in each LNP region, occurs once a month on the first Sunday of the month from 00:00:00 – 08:00:00 Central Time.


Extended NPAC Maintenance Window:  Regularly scheduled Maintenance Window in each LNP region, occurs once a month on the first Sunday of the month from 00:00:00 – 07:00:00 Central Time.  One exception is on the first Sunday of each calendar quarter the regularly scheduled Extended NPAC Maintenance Window is from 00:00:00 – 08:00:00 Central Time.


LERG:  Local Exchange Routing Guide.


LERG Effective Date:  The date an NPX-NXX code is ‘effective’ or available for use published in the Local Exchange Routing Guide (LERG).  Also, the date a code is made active in the network (can be dialed).


Primary SPID Contact: The individual primarily responsible for coordinating SPID migration activities within a Service Provider organization.


Secondary SPID Contact:  A second individual with responsibilities for coordinating SPID migration activities within a Service Provider organization.


SPID Migration Date:  The date that the SPID migration processing is scheduled to occur.  


Assumptions:  


· The Maintenance Window during which the SMURF files containing the migration data are processed will occur on or after the LERG Effective Date of the code transfer.


Prerequisites:



· Prior to any SPID migration processing it shall be determined if SPID A (Migrating-From SPID in the migration request) is operational and capable of performing necessary tasks to reliably complete the SPID migration in the LNP network.  If SPID A is not operational, the appropriate NPAC personnel will work with NANPA to verify the status of the migrating codes.  Once NPAC personnel have verified the status of the migrating codes they can delete the code (NPA-NXX) on behalf of SPID A, as long as subtending information (LRNs, subscription versions, etc.) does not exist on the NPAC SMS for the NPA-NXX.  



SPID Migration



Industry Migration Process



Main Flow, Figure 1



Prerequisites:



· SPID B has issued a Part I form to NANPA requesting a code transfer (or in the event the NPA-NXX is in Pooling, the Part I form is submitted to the Pooling Administrator).



· The LERG Effective Date shall be a minimum of 66 calendar days from the date of the receipt of the Part I request to NANPA (or when the NPA-NXX is in Pooling, to the Pooling Administrator) from SPID B (or the AOCN).



Question: If the LERG Effective Date changes, should a new form be submitted, or just be able to modify existing form
?



			Flow Step


			Description





			1.  START: Notify NPAC w/migration request


			· The process begins with the Migrating-To Service Provider e-mailing a SPID Migration Request form to (TBD)@NeuStar.biz.  This form shall be downloadable from the NPAC secure website in a standard format yet to be determined.



· The request shall include the Migrating-To SPID, Migrating-From SPID, NPA-NXXs, LERG Effective Date, the migrating NPA-NXXs, NPA-NXX-Xs and LRNs in the SPID migration, and contact information where questions regarding the SPID migration should be directed.   See the form for the full set of attributes.



· NPAC personnel will confirm the SPID migration request with the Migrating-From Service Provider.  


· If SPID A is no longer operational, then NPAC personnel will verify the status of the migrating codes with NANPA.  Once NPAC personnel have verified with NANPA that the migrating code has been recovered from SPID A, NPAC personnel may delete the NPA-NXX on behalf of SPID A as long as subtending information (LRNs, subscription versions, etc.) does not exist in the NPAC SMS for the NPA-NXX.  



NOTE: Each SPID migration request should be limited to the same LERG Effective Date for the codes that are migrating in that request.  If the LERG Effective Date is different, then multiple requests should be submitted (for each LERG Effective Date).


NOTE: INC Code Recovery Guidelines may be changed to allow NPAC personnel to delete subtending LNP information (LRNs, subscription versions, etc.) in the NPAC SMS when the code can be verified as ‘recovered’ and SPID A is no longer operational.
  If these guidelines are modified to grant NPAC personnel the ability to delete subtending information in the NPAC SMS when the code is verified as ‘recovered’, this code transfer would not require NANC 323 SPID migration capabilities.  The code transfer would be accomplished when NPAC personnel delete the subtending information and respective NPA-NXX, and then SPID B would add the code.





			2.  Determine timeframe


			· NPAC personnel receive the SPID migration request and determine a required timeframe to complete the SPID migration.  The estimate shall be based on the number of migrating codes, ported records affected and LERG Effective Date (of the migrating codes).



· This timeframe includes the estimated amount of time it will take to process the SIC-SMURF files as well as a specific scheduled Maintenance Window (calendar date) in which the SPID migration may occur.



· NPAC personnel must consider the LERG Effective Date of the migrating codes.  Ideally the SPID migration would occur on the LERG Effective Date however, this is not always possible.  Alternatively, the SPID migration should occur on the earliest day (after) the LERG Effective Date as possible.  The SPID migration should occur no later than one week after the LERG Effective Date.


· 


· SPID A (when operational) and SPID B and NPAC personnel will meet to discuss the SPID migration and answer questions about the migrating data.





			3.  Notify all SPs w/ migration timeframe


			· NPAC personnel notify all Service Providers in the region with an estimated timeframe required to process the SPID migration.



· The notification is made to Primary and Secondary SPID Migration Contacts at each Service Provider in the affected NPAC Region.  The notification will include the following information: 



· Migrating-From SPID, and Migrating-To SPID, NPA-NXXs, NPA-NXX-Xs, LRNs, approximate number of subscription version and number pool block records affected, estimated timeframe to create/process the migration files, calendar date for the SPID migration and Maintenance Window, proposed date/time for the readiness call, LERG Effective Date specified in the SPID migration request



AI: NPAC personnel will send e-mail 3/2004 to the Cross-Regional e-mail list to collect these Primary and Secondary contacts. 



NOTE:  If a Primary or Secondary SPID Migration Contact is not available for the Service Provider, NPAC personnel will use the existing contact information (Primary/Secondary on the list of people authorized to interact with the NPAC Help Desk) to notify Service Providers of the SPID migration request/timeframe estimate.





			4.  Respond with timeframe


			· All Service Providers in the region receive the timeframe estimate from NPAC personnel and respond  with their estimate, etc.



· Service Providers will be given 7 calendar days to respond via e-mail back to NPAC personnel.  Responses received within this timeframe will be considered in the final scheduling of this specific SPID migration request. 



· The e-mail response is required to come back from one of the two Service Provider SPID Migration Contacts (Primary or Secondary) to the (TBD) e-mail alias/mailbox at NPAC for SPID migration responses.  The response shall indicate how long they anticipate it will take them to complete the migration. 





			5.  Process SP Response


			· NPAC personnel receive Service Provider responses to the SPID migration timeframe estimates and process.



· 


· SPID B has the ability to decide to move forward with a planned SPID migration in the absence of response from Service Providers in the affected region as well as in instances where Service Providers estimate they are unable to complete the Migration process within the proposed Maintenance Window
.





			6.  Make final notification


			· NPAC personnel make a final notification to Service Providers in the region regarding the logistics of the SPID migration.



· The notification is made via a cross-regional and LNPA e-mail notification including the following information:



· Migrating-From SPID, and Migrating-To SPID, NPA-NXXs, NPA-NXX-Xs, LRNs, approximate number of subscription version and number pool block records affected, estimated timeframe to create/process the migration files, calendar date for the SPID migration and Maintenance Window, proposed date/time for the readiness call, LERG Effective Date specified in the SPID migration request, etc.





			7.  Readiness Call with Industry


			· NPAC personnel and all Service Providers in the region participate in a SPID Migration Readiness call.  If SPID B or the NPAC SMS
 is not prepared to follow through with the SPID migration, then reschedule (go back to box 2).



· This call is approximately 7 days prior to the scheduled SPID migration weekend.



· Pre-Migration SMURF files will be created and made available to Service Providers in the affected region at the following intervals:



· 1 week prior to the scheduled migration



· 1 day prior to the scheduled migration



NOTE: These are preliminary files and subject to change.  The content of these files is based on the LNP database at the time of creation and therefore may be different in content from the actual SMURF files used during the migration.


· NPAC personnel will run the SPID migration pre-process and provide a list of pending-like subscription versions that still exist within the migrating code where SPID A is either the Old or New SP specified in the port, to all Service Providers who are party to these subscription versions at the following intervals:



· 1 week prior to the scheduled migration



· 1 day prior to the scheduled migration


NOTE: These pending-like subscription versions must be addressed prior to the generation of the actual SMURF files to be used for the migration, or the migration cannot occur.








			8.  Migration Weekend


			· End of the Industry Migration Process – Main Flow.



· This is the actual weekend when the process of migrating SPIDs occurs.  Start Migration Weekend flow, Figure 5.



· If pending-like subscription versions exist, the SPID migration cannot occur.









			9.  Contact LLC


			· If NPAC personnel determine that they may need to exceed agreed upon NPAC Maintenance downtime in order to accommodate a SPID migration request they will  contact the LLC in the region.   



· NPAC personnel will e-mail the LLCs including the following information:



· Migrating-From SPID, and Migrating-To SPID, NPA-NXXs, NPA-NXX-Xs, LRNs, approximate number of subscription version and number pool block records affected, estimated timeframe to create/process the migration files, calendar date for the SPID migration/ Maintenance Window,   proposed date/time for the readiness call, LERG Effective Date specified in the SPID migration request












			10.  (Conditional) Process extended maint request


			· (Conditional) If NPAC personnel notified the LLC indicating they may need to exceed agreed upon NPAC Maintenance downtime to accommodate a SPID migration , the LLC will review the request. 





			11.  (Conditional) Respond back to NPAC


			· (Conditional) If NPAC personnel notified the LLC indicating they may need to exceed agreed upon NPAC Maintenance downtime to accommodate a SPID migration, the LLC will respond back to NPAC personnel.


· LLC will contact NPAC personnel with their response.





			12.  (Conditional) Process LLC Response


			· (Conditional) If NPAC personnel notified the LLC indicating they may need to exceed agreed upon NPAC Maintenance downtime to accommodate a SPID migration, NPAC personnel will process the response from the LLC. 


· 








Pre-SPID Migration



Decision Tree



Figure 2



Assumptions:



· SPID B has completed a SPID Migration Request Form.



			Flow Step


			Description





			1.  START: Is SPID A retaining customers with numbers assigned in the code to be transferred?


			· If SPID A is still operational, they should identify native, working numbers being retained that are contained within the code being migrated.





			2.  SPID A may perform Intra-SP ports on the numbers to be retained prior to the LERG Effective Date.


			· If SPID A is to retain any native, working numbers in the code that is migrating, they may want to create Intra-SP ports prior to the LERG Effective Date and Migration Weekend, and specify an LRN that is not in the migrating code.  









			3.  Is SPID A retaining any ported numbers that use an LRN within the code that is migrating?


			If SPID A is still operational, and based on the purpose/scope of the migration, SPID A may maintain some ported numbers from other codes that currently use an LRN within the code that is migrating. 









			4.  Modify LRN for SVs and NPB that use an LRN within the migrating code.


			· If SPID A is to retain any ported-in or pooled numbers that use an LRN within the code that is migrating, they must modify the LRN for these numbers prior to the LERG Effective Date and Migration Weekend.



· These modifies must specify an LRN that is not in the migrating code.  









			5.  (Optional Step) SPID A and SPID B may decide to create Inter-SP ports for ported/pooled numbers that are changing ownership from SPID A to SPID B.


			· If SPID A is not retaining any ported-in or pooled numbers, SPID B may create Inter-SP ports for these numbers to eliminate the need to migrate them during the Migration Weekend.  



· If SPID B creates Inter-SP ports, they must specify an LRN from a code that is not migrating.



NOTE: SPID B has the option of allowing the ownership of the ported/pooled records to change as part of the Migration Weekend and processing the SMURF files.  If they choose this approach, then they may need/want to perform modifications (or submit a Mass Update request) to modify the routing data of these subscription versions and number pool blocks appropriately.  Refer to Figure 6, decision 5. 





			6.  End


			After the Pre-SPID migration tasks have been addresses/completed, you are ready for the Migration Weekend, proceed to Figure 4, SPID Migration with Pooling/Porting.








Code Transfer



No Pooling/Porting



Figure 3



			Flow Step


			Description





			1.  START: Is SPID A Operational?


			· Once it is determined that pooling/porting has not occurred in the NPA-NXX that is being migrated, the first step is to determine whether or not SPID A (the Migrating-From SPID of the Migration) is still operational.  If SPID A is not still operational or able to perform LNP tasks (go to box 3), if SPID A is still operational and able to perform LNP tasks (go to box 2).





			2.  SPID A deletes code from NPAC


			· If SPID A is operational, prior to the LERG Effective Date (for the migration), SPID A will delete the migrating code(s) from the NPAC SMS.





			3.  NPAC deletes code from NPAC


			· If SPID A is not operational or able to perform LNP tasks, prior to the LERG Effective Date (for the migration), NPAC personnel can delete a code based on authority from NANPA.  If NANPA doesn’t proactively send a notification to NPAC personnel to delete the code based on the exiting INC process, NPAC personnel will request a code history from NANPA in order to validate it is appropriate to delete the code from the NPAC SMS.





			4.  SPID B adds code to NPAC


			· After NPAC personnel have deleted the code(s) in the NPAC SMS, SPID B will add the migrating code(s) in the NPAC SMS with an Effective Date on or after the LERG Effective Date.





			5.  End


			








NOTE: This is not a scenario that requires the use of NANC 323, SPID migration functionality on the NPAC SMS.


SPID Migration



With Pooling/Porting 



Figure 4



Assumption:



· If SPID A is no longer operational or able to perform LNP tasks, NPAC personnel will work with appropriate NANPA personnel to verify the status of the migrating code.  Once NPAC personnel have verified with NANPA that the migrating code has been recovered from SPID A, NPAC personnel may delete the NPA-NXX on behalf of SPID A as long as subtending information (LRNs, subscription versions, etc.) does not exist in the NPAC SMS for the NPA-NXX. 



NOTE:  INC Code Recovery Guidelines may be changed to allow NPAC personnel to delete subtending LNP information (LRNs, subscription versions, etc.) in the NPAC SMS when the code can be verified as recovered and SPID A is no longer operational.  If these guidelines are modified to grant NPAC personnel the ability to delete subtending information in the NPAC SMS when the code is verified as recovered, this code transfer would not require NANC 323 SPID migration capabilities.  The code transfer would be accomplished when NPAC personnel delete the subtending information and respective NPA-NXX, and then SPID B would add the code.  Refer to Figure 3, Code Transfer no Pooling/Porting.


			Flow Step


			Description





			1.  START: Does SPID A exist?


			· Once it is determined that Pooling/Porting has occurred in an NPA-NXX that is being migrated, the first step is to determine whether or not SPID A (the Migrating-From SPID of the Migration) is still operational.  If SPID A is not still operational or able to perform LNP tasks (go to box 4), if SPID A is still operational and able to perform LNP tasks (go to box 2).



 





			2.  SPID A determines: Are there affected records that need to be modified?


			· SPID A and SPID B need to determine what pre-migration preparation tasks need to be completed in terms of subscription versions, number pool blocks and LRNs.  These steps will depend on the ‘reason’ for the migration.  Refer to Figure 2, Pre SPID Migration Decision Tree.









			3.  (Conditional) SPID A and SPID B take care of affected pooled/ported records as agreed


			· Prior to the SPID Migration Weekend, the tasks identified in Box 2 above should be completed by SPID A and SPID B. 








			4.  SPID B determines: Are there affected TNs that need to be modified?


			· If SPID A does not exist, SPID B will need to determine what pre-migration tasks they may be able to completed in terms of affected TNs prior to the Migration Weekend in order to handle the SPID Migration most efficiently.  These steps will depend on the ‘reason’ for the migration.  Refer to Figure 2, Pre SPID Migration Decision Tree. 









			5.  SPID B takes care of affected TNs


			· Prior to the SPID Migration Weekend, SPID B should complete any tasks identified in Box 4 above.  









			6.  Migration Weekend – Migration


			· This is an entry point for the SPID Migration Weekend process, Figure 5.  This is the actual process by which NPAC personnel and Service Providers update their systems to actually migrate the SPID.





			7.  Do records affected by migration need to be addressed?


			· This is a re-entry point after the Migration Weekend has passed.



· If SPID B has acquired ported/pooled records as a result of the migration, further processing may be required.  The need and extent of further processing depends on the ‘reason’ for the migration and whether all pre-migration tasks were identified and successfully completed prior to the migration.  Refer to Figure 6, Post SPID Migration Decision Tree.





			8.  (Conditional) Take care of affected pooled/ported records


			· After the SPID migration is complete SPID B may need to perform additional tasks identified in step 7 (above) so that the migrated data is appropriately configured in their network.  


















SPID Migration



Migration Weekend 



Figure 5



Prerequisites:



· Pooled/Ported records exist.



· Pre-Migration clean-up has occurred (refer to boxes 3, and 5 in Figure 4)



			Flow Step


			Description





			1.  START: SPID Migration Pre-Process


			· NPAC personnel will run the SPID migration pre-process to determine if any pending-like subscription versions affected by the SPID migration exist where SPID A is the Old or New SP in the port.  


· If any pending-like subscription versions exist, the SPID migration cannot occur.  





			2.  START: Generate SIC-SMURF files


			· This process begins with the generation of the SIC-SMURF files for the SPID migration on the NPAC SMS.



· The relevant files are placed in the FTP sub-directory for each Service Provider





			3.  Maintenance Window Start


			· The Maintenance Window starts based on the published schedule.



· All systems, NPAC SMS and Service Provider SOA and LSMS systems go off-line.





			4.  Process SIC-SMURF files


			· NPAC SMS processes the SIC-SMURF files for the SPID migration(s) in parallel with Service Providers (see box 4).





			5.  Process SIC-SMURF files


			· Service Provider systems process the SIC-SMURF files for the SPID migration(s) in parallel with the NPAC SMS (see box 3).





			6.  Maintenance Window Ends


			· NPAC SMS will come back up based on the scheduled Maintenance Window end (and not before).



· NPAC personnel will open a conference bridge upon reaching the completion of the scheduled Maintenance Window.  Service Providers have the option to dial in to discuss the migration including their current status of processing.












Post-SPID Migration



Decision Tree



Figure 6



Assumptions:



· This narrative and associated flow refer to considerations for SPID B only. 



			Flow Step


			Description





			1.  START:  Migration Weekend Process Complete


			· The Maintenance Window for the SPID migration has ended and the NPAC SMS is back on-line and available.





			2.   Do new SVs/NPBs exist in SPID Bs LSMS as a result of the migration process?


			· If SPID B has new subscription versions and/or number pool blocks that exist on their LSMS as a result of the SMURF file processing, further post-migration tasks may be required.





			3.  Do any of these SVs have an NPA-NXX that is native to SPID B’s switch?


			





			4.  (Optional Step) SPID B may want to do a port-to-original for these ports. 


			If SPID B acquired subscription versions as a result of the SMURF file processing that have an NPA-NXX that is now native to their switch, they may want to perform Port-to-Originals for these subscription versions so that they do not use LRN-routing in the network.









			5.  Are changes required to routing data?


			If SPID B acquired subscription versions and/or number pool blocks as a result of the SMURF file processing, they should determine if these records are using the correct routing data. 









			6.  SPID B may perform modifications for LRNs and/or DPC/SSN data.


			SPID B may want to perform modifications or submit a Mass Update request for the subscription versions and number pool blocks acquired during the SMURF file processing that require updated routing information.





			7.  End


			








� LNPAWG has drafted a letter to INC requesting this change to the INC Code Recovery Guidelines. 









�PAGE \# "'Page: '#'�'"  ��This question is a placeholder for documentation in the actual M&P.  




�PAGE \# "'Page: '#'�'"  ��This is meant to encompass SP responses with estimated processing time outside the normal range of Service Provider responses, as well as cases where a Service Provider may say they are unable to process the migration request at the scheduled date/time, etc.




�




�PAGE \# "'Page: '#'�'"  ��During December meeting after evaluating the SPID Migration scenarios in more detail steps have been identified that significantly reduce the number of SV records that would need to be processed during the actual SMURF file processing in the Migration Weekend.  The likelihood that the SPID Migration processing would need to go beyond an extended Maintenance Window could be significantly reduced.  Can we delete this comment from the narratives?
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NPAC/SMS SPID Migration Request Form



Please return this Form via e-mail to TBD@neustar.biz to process your SPID Migration request.


			Control Number


			








(Assigned by NPAC personnel)




Section A: Service Provider Migration Contact Information



This section is to be completed by the Migrating-To Service Provider.  



All correspondence regarding this SPID Migration will be coordinated between the Migrating-To Service Provider and the Migrating-From Service Provider with the following contact information.



			Migrating-To Service Provider


			Today’s Date:


			





			1.  Migrating-To NPAC Service Provider Name
:


			





			2.  Migrating-To NPAC Service Provider ID
:


			





			Migrating-To Service Provider Requestor Contact Information





			


			Primary Contact


			Secondary Contact





			3.  Name and Title


			


			





			4.  Address


			


			





			5.  Phone Number


			


			





			5.  Fax Number


			


			





			6.  Pager Number


			


			





			7.  Mobile Number


			


			





			8.  E-mail Address


			


			





			








			Migrating-From Service Provider





			1.  Migrating-From NPAC Service Provider Name
:


			





			2.  Migrating-From NPAC Service Provider ID
:


			





			Migrating-From Service Provider Contact Information





			


			Primary Contact


			Secondary Contact





			3.  Name and Title


			


			





			4.  Address


			


			





			5.  Phone Number


			


			





			5.  Fax Number


			


			





			6.  Pager Number


			


			





			7.  Mobile Number


			


			





			8.  E-mail Address


			


			





			








			Will the Migrating-From Service Provider be operational and able to perform necessary network data and/or subscription version modifications that may be required PRIOR TO the SPID Migration?


			YES ______      NO________



Check one.





			Comments:





			





			Will the Migrating-From Service Provider be operational and able to perform necessary network data and/or subscription version modifications that may be required AFTER the SPID Migration?


			YES ______     NO________



Check one.





			Comments:





			








Section B: Migrating Code Information



This section is to be completed by the Migrating-To Service Provider and contains information about the Network Data to be migrated.  Please specify the LERG Effective Date for the code migration as well as all NPA-NXXs, associated NPA-NXX-Xs, and associated LRNs to be migrated. 



			LERG Effective Date for Code Migration:






			





			NPA-NXXs



List all NPA-NXXs that are involved in this SPID Migration request.


			Associated NPA-NXX-Xs



List all NPA-NXX-Xs that exist on the NPAC that use this NPA-NXX


			Associated LRNs



List all LRNs that exist on the NPAC that use this NPA-NXX





			


			


			





			


			


			





			


			


			





			


			


			





			


			


			





			


			


			





			


			


			





			


			


			





			


			


			





			


			


			





			


			


			





			


			


			





			


			


			





			


			


			





			


			


			





			


			


			





			


			


			





			


			


			








Section C –NPAC Internal SPID Migration Estimation



This section is completed by NPAC Personnel.



When the SPID Migration request is received, the data in this section is then completed by NPAC Personnel to determine the estimate for processing SPID Migration files (SMURF).  A completed copy is e-mailed to the SPID Migration contacts in the affected LNP Region. 



			Today’s Date


			








			NPA-NXXs



Copy from section B above.  Confirm with SPID A.


			Associated NPA-NXX-Xs



List all NPA-NXX-Xs that exist on the NPAC that use this NPA-NXX


			Associated LRNs



List all LRNs that exist on the NPAC that use this NPA-NXX


			Approximate number of subscription versions affected by the migration





			


			


			


			





			


			


			


			





			


			


			


			





			


			


			


			





			


			


			


			





			


			


			


			





			


			


			


			





			


			


			


			





			


			


			


			





			


			


			


			





			


			


			


			





			


			


			


			





			


			


			


			





			


			


			


			





			


			


			


			





			


			


			


			





			


			


			


			





			


			


			


			





			





			Total # of NPA-NXXs:


			


			Total # of NPA-NXX-Xs:


			


			Total # of LRNs:


			


			Total # of SVs:


			





			





			Scheduled SPID Migration Date 


			





			LERG Effective Date


			





			Scheduled Start and End Times of NPAC Maintenance Window


			





			Estimated duration of SPID Migration


			





			








Section D –Service Provider SPID Migration Estimation



This section is to be completed by each Service Provider in the LNP Region affected by this SPID Migration and returned via e-mail to TBD @Neustar.biz for consideration in the final scheduling logistics for this SPID Migration.  The original recipient of this notification is the only person from which NeuStar will accept correspondence regarding this SPID Migration.  



			Responding Service Provider


			Today’s Date:


			





			1.  Responding Service Provider Company Name:


			





			2.  Responding Service Provider ID:


			





			Responding Service Provider Contact Information:





			3.  Name and Title


			





			4.  Address


			





			5.  Phone Number


			





			6.  Fax Number


			





			7.  Pager Number


			





			8.  Mobile Number


			





			9.  E-mail Address


			





			





			10. How much total time do you estimate you will need to complete this SPID Migration?


			








� Migrating- To NPAC Service Provider Name MUST reflect your Company/Service Provider Name in the NPAC SMS.




� Migrating- To NPAC Service Provider ID MUST reflect your SPID in the NPAC SMS.  The SPID which that will be associated with the NPA-NXX, usually a SOA SPID.




� Migrating- From NPAC Service Provider NAME MUST reflect the Company/Service Provider Name of the company from which you are acquiring (a) new code(s) as they are named in the NPAC SMS.




� Migrating -From NPAC Service Provider ID Name MUST reflect the Company/Service Provider ID of the company from which you are acquiring (a) new code(s) as they exist in the NPAC SMS.
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Attachment A.........N-1 Call Scenarios


LOCAL NUMBER PORTABILITY OVERVIEW


On June 27, 1996, the FCC ordered the phased implementation of Local Number Portability (LNP).  A subsequent First Memorandum Opinion And Order On Reconsideration was adopted on March 6, 1997 and released on March 11, 1997.


LNP is defined in the Telecommunications Act of 1996 as “the ability of users of telecommunications services to retain, at the same location, existing telecommunications numbers without impairment of quality, reliability, or convenience when switching from one telecommunications carrier to another.”  The primary elements of the order are as follows:


All LECs are required to begin the implementation of a long term LNP solution in the 100 largest Metropolitan Statistical Areas (MSAs).  Implementation of a LNP trial will begin in the Chicago, Illinois MSA, with the implementation in remaining MSAs beginning October 1, 1997.  The FCC has mandated that implementation in the top 100 MSAs will be complete by December 31, 1998.


After December 31, 1998, each LEC must make long term number portability available in smaller MSAs within six months after a bona fide request by another telecommunications carrier.


All cellular, broadband PCS, and covered SMR (Specialized Mobile Radio) providers are required to have the capability of delivering calls to ported numbers anywhere in the country by December 31, 1998, and to offer number portability including support for roaming, throughout their networks by June 30, 1999.


1. SERVICE PROVIDER BUSINESS DOMAIN IMPACT


LNP touches every aspect of a Service Provider’s business domain.  Changes in business processes and their support systems are required to implement LNP.  Also, major changes in call processing are required in the network.  Figure 1 is a high level illustrative view of the business and network systems that are impacted.


This specification was developed primarily from a wireline number portability perspective.  Unique wireless number portability requirements have not yet been considered in the development of this document.  Modifications to this document may be required to support wireless number portability.


2. IXC BUSINESS DOMAIN IMPACT


The Interexchange Carriers (IXCs) will have many of the same change impacts that the Service Provider business entities have.  Impacts to call processing, their business processes and their support systems are required to implement LNP.


3. HIGH LEVEL LNP PROCESS VIEW (for Illustration)




                                                             Figure 1


4. LNP HISTORY


The Illinois Commerce Commission (ICC) took the lead in July, 1995 as the first state to address LNP.  Four different LNP architectures were being reviewed by the ICC LNP workshop.  The workshop selected AT&T’s LRN solution for LNP during September 1995.


In the main ICC LNP workshop on November 16, 1995, all switch vendors present indicated that they could provide LNP software capabilities based upon the Illinois specifications by 2Q97.  The switch vendors present were AT&T Network Systems (now Lucent), Nortel, Siemens, and Ericsson.  The issue of vendors being able to provide LNP was resolved and the planned date for LNP implementation in Chicago was established for 2Q97.  This date was changed by the FCC Order which called for LNP testing during 3Q97 leading to full implementation in 4Q97.


5. LNP PERFORMANCE CRITERIA


The FCC adopted in its original order the following minimum performance criteria.  Any long-term number portability method, including call processing scenarios or triggering, must:


support existing networking services, features, and capabilities;


efficiently use numbering resources;


not require end users to change their telecommunications numbers;


Deleted



not result in unreasonable degradation in service quality or network reliability when implemented;


not result in any degradation of service quality or network reliability when customers switch carriers;


not result in a carrier having a proprietary interest;


be able to accommodate location and service portability in the future; and


have no significant adverse impact outside the areas where number portability is deployed.


6. LNP ASSUMPTIONS (Wireline Only)


6.1 Service Provider Definition


In the context of LNP, a Service Provider is a facility (switched) based
 local telecommunications provider certified by the appropriate regulatory body or bodies.


6.2 LRN -- Location Routing Number


LRNs are 10 digit numbers that are assigned to the network switching elements (Central Office - Host and Remotes as required) for routing of calls in the network.  The first six digits of the LRN will be one of the assigned NPA NXX of the switching element.


The purpose and functionality of the last four digits of the LRN have not yet been defined, but are passed across the network to the terminating switch.

6.3 LNP Portability Boundary


If location portability is ordered by a state commission in the context of Phase I implementation of LRN, location portability is technically limited to rate center/rate district boundaries of the incumbent LEC due to rating/routing concerns.  Additional boundary limitations, such as the wire center boundaries of the incumbent LEC may be required due to E911 or NPA serving restrictions and/or regulatory decisions.


6.4 NPAC LNP Databases Content


The NPAC LNP database contains only ported numbers and the associated routing and service provider information.


6.5 Line Information Data Base (LIDB) And Custom Local Access Signaling Services (CLASS)


The new service provider has the responsibility to populate the appropriate LIDB and CLASS information associated with the ported telephone number.


6.6 Line Based Calling Cards


When a telephone number is ported the nonproprietary line based calling card number will be deactivated by the old service provider and may be activated by the new service provider if the new service provider offers a line based calling card service.  There are currently billing fraud and other technical concerns with nonproprietary line based credit cards which limit their provision to the new service provider.  If the new service provider does not offer a nonproprietary line based calling card, the customer is not precluded from obtaining a proprietary line based calling card from another service provider.


6.7 Porting of Reserved & Unassigned Numbers
 


6.7.1 Reserved Numbers


Telephone numbers that are reserved for a customer under a legally enforceable written agreement should be ported when the customer changes service providers.


1) Reserved numbers that have been ported must be treated as disconnected telephone numbers when the customer is disconnected or when the service is moved to another service provider and the reserved numbers are not ported to subsequent service providers;


2) Reserved numbers that are ported may not be used by another customer;


3)  Implementation of the capability to port reserved numbers may require modifications to operation support systems and may not be available initially.


6.7.2 Unassigned number/Unreserved


Service Providers will not port unassigned numbers unless and until there is an explicit authorization for such porting from a regulator with appropriate jurisdiction.

N-1 Call Routing


Each designated N-1 carrier is responsible for ensuring queries are performed on an N-1 basis where “N” is the entity terminating the call to the end user, or a network provider contracted by the entity to provide tandem access.  Examples of N-1 routing are found in Attachment A.


6.8 Disconnected Telephone Numbers (Snap-back)


When a ported number is disconnected, that telephone line number will be released (Snap-back), after appropriate aging, back to the original Service Provider assigned the NXX in the LERG.


6.9 Default Routing Overload and Failures


Unless specified in business arrangements, carriers may block default routed calls incoming to their network in order to protect against overload, congestion, or failure propagation that are caused by the defaulted calls.


6.10 Number Pooling


The FCC Order on LNP provided no explicit guidance on number pooling.  Various industry activities are underway addressing this issue and Number Pooling is outside the scope of this Task Force.


6.11 NPAC to LSMS Architectural Restrictions

All networks will rely on the NPAC database as the ultimate source of porting data.  Synchronization of networks to a single set of routing data is paramount to network operations.  Therefore appropriate restrictions must be placed upon how these network elements may interconnect from an architectural perspective.


Specifically, the NPAC shall download relevant porting data required by participating carriers or their agents for the specific subset of network nodes.  Consequently, the NPAC system shall be the source of all porting data for all carriers or agents of those carriers, thereby being the sole originator of all downloads.


As a result of these restrictions, the LSMS must operate as the intermediate database management system which receives downloads from the NPAC, and then further downloads directly to the appropriate SCP functionality in its associated network(s). 


Through this architecture, it is intended that if a systems provider is performing a service management functionality, then this systems provider is responsible for contributing its appropriate share of the economic support (as determined via regulatory actions on cost allocation) to the NPAC.  The local SMS architecture must not allow service providers to avoid their allocation of the shared NPAC costs.  Such architecture does not preclude the implementation of the LSMS functionality in a distributed manner in an individual service provider’s network.


High Volume Call In Numbers (Choke Network)(Further study req.)

An area of concern regarding LNP is High Volume Call In (HVCI) networks.  When a carrier determines that a customer regularly generates large volumes of terminating traffic, the customer may be moved over to an HVCI network. Examples of these types of customers could be radio stations that regularly hold contests that require many participants to call in a short period of time. An HVCI network allows all such customers to be assigned numbers in an NPA-NXX (e.g., 213-520) dedicated for HVCI.  This HVCI number is the number that is announced for any high call in event. Switches in the area can be designed to segregate traffic for HVCI numbers and route it via trunk groups that are dedicated to the network and do not overflow to other trunk groups. The dedicated trunks are engineered to handle limited traffic and, in this way traffic is throttled and cannot congest the network. Such networks has proven to be effective in limiting the effects of large call in events.


However, with LNP before route selection takes place a database query is performed on calls to portable NPA-NXXs.  If HVCI numbers are portable, they can generate large volumes of queries that can congest the signaling links and SCPs. Also if the HVCI number is ported and an LRN is returned in the database response, the call will not be routed via HVCI-dedicated trunks. This congestion can in turn effect other POTS type services which compromises the design of HVCI networks. One way to avoid this is to not perform queries on NPA-NXXs dedicated for HVCI networks.  Further study is required in order to determine the proper network arrangements.


LNP Call Scenarios - Local to Local View


Example LNP call scenarios on Service Provider Portability are shown in Figure 2.  See additional example scenarios in Attachment A for N-1 Call Routing.





                                                                  Figure 2


NPAC Regions


The following number of Number Portability Administration Center (NPAC) regions, their geographic coverage areas, and the NPAC assignment of Canada and the U.S. Caribbean are shown in Figure 3 and Chart 1:





                                                                   Figure 3


Factors considered in developing the NPAC regions were:


Economic efficiency and administrative simplicity -- On these factors, having multi-state NPACs is clearly superior to either an NPAC for each state or a single NPAC for the entire country.


Existing LLCs -- Each proposed region has an LLC which has chosen an NPAC vendor.  The work at the state level should be built upon rather than re-invented.


Uniform sizes -- The number of access lines in the proposed regions are roughly comparable.


Existing regulatory structures -- State PUCs have formed regional associations that correspond to the proposed NPAC regions.  These associations were formed to allow the PUCs to deal jointly with a Regional Bell Operating Company. 


National responsibilities -- The NANC Architecture Task Force recognizes that Canada intends to create its own NPAC to serve all of Canada.


GEOGRAPHIC COVERAGE CHART


RECOMMENDED NPAC REGIONS

SPECIFIC STATES per NPAC REGION






Region # 1:  WESTERN

Washington, Oregon, Montana, Wyoming, North Dakota, South Dakota, Minnesota, Iowa, Nebraska, Colorado, Utah, Arizona, New Mexico, Idaho, and Alaska



Region # 2:  WEST COAST

California, Nevada, and Hawaii



Region # 3:  MID-WEST

Illinois, Wisconsin, Indiana, Michigan, and Ohio



Region # 4:  SOUTHEAST

Florida, Georgia, North Carolina, South Carolina, Tennessee, Kentucky, Alabama, Mississippi,  and Louisiana



Region # 5:  MID-ATLANTIC

New Jersey, Pennsylvania, Delaware, Maryland, West Virginia, Virginia, and Washington, D.C.



Region # 6:  SOUTHWEST

Texas, Oklahoma, Kansas, Arkansas, and Missouri



Region # 7:  NORTHEAST

Vermont, New Hampshire, Maine, New York, Connecticut, Rhode Island, and Massachusetts



Region # 8:  CANADA





                                                                 Chart 1


The NANC Architecture Task Force recommends seven (7) NPACs to cover the 50 United States and the U.S. territories in the North American Numbering Plan Area (e.g. U.S. Virgin Islands and Puerto Rico).  Refer to the Chart 1 for specifics.


The NANC Architecture Task Force recommends that the U.S. territories choose from one of the seven (7) U.S. NPACs.


The NANC Architecture Task Force recognizes that Canada intends to create its own NPAC to serve all of Canada.


7. NPA NXX Assignments - Ported Numbers


The NPA NXX XXXX’s (Ten Digit Phone Numbers) for ported numbers are assigned to their respective NPAC regions.  Uploads and downloads via the SOA and LSMS interfaces, respectively, are transmitted to and from their assigned NPAC platforms.


8. Virtual NPACs


Virtual NPACs are not precluded.  If an NPAC vendor wins two or more regions, that vendor is not precluded from serving one or more of the regions on the same platform as long as the vendor meets all service requirements as specified in the contract or in End User Agreements.


8.1 NPAC SOA and LSMS Link(s)


Under the Virtual NPAC arrangement, Service Providers are not precluded from accessing the vendor’s one NPAC platform for SOA and LSMS functionality via one or more physical links.  Link capacity limitations such as reliability and performance requirements will determine the quantity of physical SOA and LSMS link(s).


The service provider is responsible for contributing its appropriate share of the economic support to the NPAC vendor for each region in which it operates.


8.2 Point of Presence (POP)


The NPAC vendor will provide the physical links (SOA/LSMS) from the NPAC platform to each respective POP (Physical Facility) as identified by each regional LLC.  Each service provider or its agent that directly connects to the NPAC shall be required to provide SOA and/or LSMS connectivity to the POP.


9. NPAC CERTIFICATION PROCESS


9.1 TECHNICAL REQUIREMENTS


9.1.1 IIS


The NPAC vendor(s) and any entity directly connecting to the NPAC platform are required to use the current NPAC SMS Interoperable Interface Specification (IIS) as adopted by NANC.


9.1.2 FRS


The NPAC vendor(s) and any entity directly connecting to the NPAC platform are required to use the current NPAC SMS Functional Requirement Specification (FRS) as adopted by NANC.


9.2 BUSINESS & ARCHITECTURE REQUIREMENTS


9.2.1 LLC (Limited Liability Company)


Each NPAC vendor has to be established under the Regional LLC.  At a minimum, each respective Regional LLC has to keep its respective vendor in compliance with the Architecture requirements identified by NANC.


The sole purpose of the formation of a Limited Liability Corporation (LLC) is to create an entity to select and manage a neutral third party number portability administrator.  Example activities of the LLC are the negotiation of the third party contract, prioritization of platform/software upgrades and on going direction of the third party’s activities as described in the master contract.  Membership of the LLC is not required for service providers to receive services from the neutral third party.


9.2.2 Competitively Neutral Pricing


The NPAC vendors have to be competitively neutral in pricing.  It is the responsibility of each respective Regional LLC to ensure that competitively neutral pricing is consistent with FCC and state regulatory mandates.


9.2.3 Competitive Neutral Service


The NPAC vendor shall provide non-discriminatory service to all users.

9.2.4 NPAC User Criteria


NPAC Users are required to be telecommunications Service Providers or facilities-based
 interexchange carriers that have been certified by the FCC or a State Public Utility Commission or are under contract to a Service Provider or facilities-based interexchange carrier to provide billing, routing, and/or rating for that respective Service Provider or interexchange carrier.  The above criteria limits NPAC access to those with an operational need for NPAC service in order to provide local number portability.  These limitations are necessary to protect security of information and to minimize NPAC costs.


9.3 NANC


9.3.1 Architectural Change Approval Process


All NPAC/SMS architecture changes will be approved by NANC.  Implementation of these changes will be managed via each respective Regional LLC with its respective NPAC vendor. If NANC is dissolved, an oversight body should be identified or established to support/approve NPAC/SMS architecture changes.


9.3.2 Conflict Resolution


Any conflicts between Service Providers in relation to NANC architecture will be escalated to NANC for conflict resolution.


9.4 LLC Merger Process


The merging of Regional LLC’s is not precluded.

9.5 NPAC Business Roles and Responsibilities


9.5.1 Neutral Third Party


The NPAC will be staffed by a neutral third party vendor.


9.5.2 NPAC Role


The primary role of the NPAC will be to assist users in obtaining access to the NPAC SMS.  To perform this duty, the NPAC must support the following functional areas:  administration, user support, and system support.


9.5.3 NPAC Administrative Functions


The administrative functions of the NPAC will include all management tasks required to run the NPAC.


The NPAC will work with the users to update data tables required to route calls for ported local numbers or required for administration.


The NPAC will be responsible for NPAC SMS logon administration, user access, data security, user notifications, and management.


The NPAC will be the primary contact for users that encounter problems with NPAC system features.


The user support function should also provide the users with a central point of contact for reporting and resolution of NPAC problems.


The system support function will provide coordination/resolution of problems associated with system availability, communications and related capabilities.  


The NPAC hours of operation will be 24 hours a day, seven days a week.


The NPACs must meet the service level requirements as established by their respective LLCs.


The NPAC will provide reports to regulatory bodies as required.


9.5.4 Transition Guidelines


The NPAC will provide the same level of quality service during the period of transition to a new NPAC.


Transition to a new NPAC will be transparent to users.


Sufficient time will need to be established to allow each user to operate in a dual mode during transition to allow for installation of new NPAC links, testing of new NPAC links, problem resolution, installation at disaster recovery site, and de-installation of access links from old NPAC.


REFERENCE DOCUMENTS


Illinois Commerce Commission Order 96-0089 dated March 13, 1996. 


FCC First Report and Order and Further Notice of Proposed Rulemaking; FCC 96-286;  CC Docket 95-116, RM 8535;   Adopted:  June 27, 1996;  Released:  July 2, 1996.


FCC First Memorandum Opinion And Order On Reconsideration; CC Docket No. 95-116, RM-8935;  Adopted:  March 6, 1997;  Released:  March 11, 1997.


Attachment A


EXAMPLE N-1 CALL SCENARIOS

Refer to Paragraph 7.8 of the main document for the definition of N-1 carrier.  Also refer to Section 8 of the main document for the local to local view of LNP call scenarios.  


Refer to the figure on the last page of this attachment to help understand the call processing and routing described in the following call scenarios.  


All Scenarios:


1. 816-724-2245 has changed service providers from LEC-1 to LEC-2.


2. NXX's 724 and 662 are considered ported NXX's.


WIRELINE LONG DISTANCE CALLS

SCENARIO A1 (Long Distance - LNP/LRN Capable IXC):

1. 507-863-2112 calls long distance to 816-724-2245 from outside the ported area.


2. LEC-3 routes the call to the caller's pre-subscribed carrier without any requirement to determine the LRN.


3. The pre-subscribed IXC (IXC-1) is the N-1 carrier, determines the LRN by performing a database dip, and routes the call to LEC-2.  If IXC-1 does not have a direct connection to LEC-2, calls may be terminated through tandem agreement with LEC-1.


SCENARIO A2 (Long Distance - IXC without LNP/LRN capability):

1. 507-863-2112 calls long distance to 816-724-2245 from outside the ported area.


2. LEC-3 routes the call to the caller's pre-subscribed carrier without any requirement to determine the LRN.


3. The pre-subscribed IXC (IXC-2) is the N-1 carrier. Because IXC-2 does not have LNP/LRN capability, IXC-2 should have an agreement with LEC​-1 (or LEC-2) to terminate default routed traffic, and LEC-1 (or LEC-2) becomes the carrier actually performing the LNP/LRN function to determine proper routing.


WIRELINE LOCAL CALLS FROM OUTSIDE THE PORTED AREA

SCENARIO A3 (Local call outside ported area - LNP/LRN Capable LEC):


1. 816-845-1221 makes a call within her local calling area, but from outside the ported area to 816-724-2245.


2. LEC-4 is the N-1 carrier and performs the database dip to determine the LRN and then routes the call to LEC-2.  If no direct connection exists between LEC-4 and LEC-2, calls may be terminated through tandem agreement with LEC-1.


SCENARIO A4 (Local call outside ported area - LEC without LNP/LRN capability):

1. 816-845-1221 makes a call within her local calling area, but from outside the MSA and ported area to 816-724-2245.


2. LEC-4 is the N-1 carrier and at some time may be required to perform the database dip to determine the LRN to route the call to LEC-2.  Until that time, LEC-4 should arrange with LEC-1 (or LEC-2) to terminate default routed calls.


Simplified Trunking  and SS7 Diagram for Connections to Ported Area





Figure A-1


� Item (4) was deleted in the First memorandum Opinion And Order On Reconsideration adopted March 6, 1997 and released on March 11, 1997.



�The term facility based is used in this document to describe carriers who own or lease switching equipment. 



�  It will be the responsibility of the service provider receiving the ported reserved telephone numbers to provision their switches so that appropriate treatment by the recipient switch is provided which suppresses cause code 26 release messages for the ported reserved telephone numbers only.







� The term facility based is used in this document to describe carriers who own or lease switching equipment.
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  01/23/2004


Company(s) Submitting Issue: ALLTEL


Contact(s):  Charlie Case   


         501-905-5503   



         charles.case@alltel.com   


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


There is differing interpretation of N-1 Number Portability Querying responsibilities, and whether wireless carriers are obligated to perform default NP Queries when the N-1 carrier fails to dip the call.  

2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue:   When the N-1 carrier fails to perform the Number Portability Query, calls will be misrouted to the ported customer’s OSP.  If the OSP does not perform a “Default NP Query” then the call is failed and typically given treatment for a non-working number.


B. Frequency of Occurrence:  We’ve received complaints from Ported-In and Ported-Out customers that they are not receiving all of their calls on an almost daily basis.  As the number of ports grows, the impact will balloon if not addressed. 


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL X


D. Rationale why existing process is deficient:  Failed calls to Ported numbers.


E. Identify action taken in other committees / forums:   This issue has been raised at CTIA and WNPO, then referred to LNPA-WG.


F. Any other descriptive items:   There are multiple competitive impacts.  Disagreement over N-1 responsibility is typically centered around facility costs or costs associated with interconnection agreements (or lack of) that change the rating of calls to LRN routed numbers often due to the fact that wireless LRNs are not RateCenter specific.  


G. The impact of not performing default queries is that a Carrier A will fail calls to customers that have ported away to Carriers B, C, or D.   Carriers B, C, and D will also be affected by the same N-1 problem, but may elect to perform Default Queries, and therefore complete calls that have ported away from them and to Carrier A.  If everyone elects not to Default Query then ported customers will fail to receive many of their calls.  


H. Default NP Queries are not a long term solution that can replace N-1 Queries.  These misrouted calls utilize facilities of the OSP needlessly at a cost that will far exceed dip charges that can be billed back to the N-1 carrier who failed to perform the NP Query.  As the number of ports increases the result will be blocked calls due to over-utilized trunks.


3. Suggested Resolution: 


· LECs need to be given clear direction/interpretation of their obligations for performing N-1 NP Queries.  


· Wireless carriers must agree to perform Default Queries when the N-1 does not occur.  These queries can be set up as a matter of course, and should not require trouble ticket resolution which can take a matter of days.


LNPA WG: (only)


Item Number: 



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________


1

1

This contribution includes proposals which were prepared to assist the LNPA Working Group. This document is submitted for discussion only, and is not to be construed as binding on Verizon.  Subsequent study may lead to a revision of this document, both in numerical value and/or form, and, after continuing study and analysis, Verizon specifically reserves the right to change the contents of this contribution


* CONTACT: Gary Sacra; email: gary.m.sacra@verizon.com; Tel: 410-736-7756
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FCC ORDERS REGARDING N-1 CALL ROUTING


· First Memorandum Opinion and Order, FCC 97-74, ¶¶  125-126 (1997): 


The FCC clarified, “…if an N-1 carrier is designated to perform the query, and that N-1 carrier requires the original terminating LEC to perform the query, then the LEC may charge the N-1 carrier for performing the query, pursuant to guidelines the Commission will establish…”


· Second Report and Order, FCC 97-289, ¶¶70-78 (1997):  The FCC adopted the 


NANC technical documents containing its recommendations on call processing.  In discussing N-1 call routing, the FCC stated, “We adopt the NANC’s recommendation that the N-1 carrier be responsible for ensuring that databases are queried, as necessary, to effectuate number portability.  The N-1 carrier can meet this obligation by either querying the number portability database itself or by arranging with another entity to perform database queries on behalf of the N-1 carrier.”  The FCC acknowledged that under the LRN method, requiring call-terminating carriers to perform all queries may impose too great a burden on terminating LECs and impair network reliability.  The FCC also stated that if the N-1 carrier does not perform the query, but relies on some other entity to do so, that other entity may charge the N-1 carrier.  


· Third Report and Order, FCC 98-82, ¶¶ 15-16, (1998):  The Order states 


that the industry proposed and the FCC endorsed the N-1 querying protocol.  The Order states that under this protocol, the N-1 carrier will be responsible for the query, where “N” is the terminating the call to the end-user, or a network provider contracted by the entity to provide tandem access (citing Appendix D of the NANC documents).  The N-1 carrier for a local call will usually be the calling customer’s local service provider; for an interexchange call, it will likely be the calling customer’s IXC.  The FCC stated, “An N-1 carrier may perform its own querying, or it may arrange for other carriers or third parties to provide querying services on its behalf.” 
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2003 Variance, NFG Forecast to Actual







December 2003 Variance, NFG Forecast to Actual











January 2004 Variance, NFG Forecast to Actual









monthly


												June			June			June %			June			July			July			July %			July			August			August			August %			August			September			September			September %			September			October			October			October %			October			November			November			November %			November			December			December			December %			December


												Forecast			Actual			of Forecast			Variance			Forecast			Actual			of Forecast			Variance			Forecast			Actual			of Forecast			Variance			Forecast			Actual			of Forecast			Variance			Forecast			Actual			of Forecast			Variance			Forecast			Actual			of Forecast			Variance			Forecast			Actual			of Forecast			Variance


			Wireline			Non-Pooled			Non-Pooled Activates			836.0			827.7			99.0%			-1.0%			839.4			873.3			104.0%			4.0%			842.3			841.6			99.9%			-0.1%			840.8			837.4			99.6%			-0.4%			866.2			934.1			107.8%			7.8%			870.5			740.8			85.1%			-14.9%			875.8			795.8			90.9%			-9.1%


									Non-Pooled Disconnects			189.0			172.7			91.4%			-8.6%			207.2			215.6			104.1%			4.1%			201.1			192.7			95.8%			-4.2%			194.7			187.0			96.1%			-3.9%			227.6			184.9			81.2%			-18.8%			172.8			128.9			74.6%			-25.4%			204.6			154.0			75.3%			-24.7%


									Non-Pooled Modifies			744.6			634.5			85.2%			-14.8%			831.2			804.0			96.7%			-3.3%			731.7			741.3			101.3%			1.3%			485.2			768.7			158.4%			58.4%			541.4			539.9			99.7%			-0.3%			529.8			268.5			50.7%			-49.3%			535.9			559.1			104.3%			4.3%


									Total			1,769.6			1,634.9			92.4%			-7.6%			1,877.9			1,892.9			100.8%			0.8%			1,775.0			1,775.5			100.0%			0.0%			1,520.7			1,793.1			117.9%			17.9%			1,635.2			1,658.8			101.4%			1.4%			1,573.1			1,138.2			72.4%			-27.6%			1,616.4			1,508.9			93.3%			-6.7%


						Pooled			Pooled Activates			597.7			837.7			140.2%			40.2%			630.0			772.9			122.7%			22.7%			630.0			806.8			128.1%			28.1%			630.0			1,068.3			169.6%			69.6%			630.0			840.1			133.3%			33.3%			630.0			1,039.1			164.9%			64.9%			630.0			1,237.1			196.4%			96.4%


									Pooled Disconnects			139.3			104.7			75.1%			-24.9%			156.1			128.3			82.2%			-17.8%			154.5			143.4			92.8%			-7.2%			152.6			161.3			105.7%			5.7%			184.1			218.3			118.6%			18.6%			141.4			128.3			90.7%			-9.3%			172.6			238.4			138.2%			38.2%


									Pooled Modifies			238.2			385.1			161.7%			61.7%			229.8			331.3			144.2%			44.2%			228.6			473.1			206.9%			106.9%			227.5			284.3			124.9%			24.9%			269.8			314.5			116.6%			16.6%			248.8			123.4			49.6%			-50.4%			291.5			508.3			174.4%			74.4%


									Total			975.2			1,327.5			136.1%			36.1%			1,015.9			1,232.5			121.3%			21.3%			1,013.2			1,423.3			140.5%			40.5%			1,010.1			1,513.8			149.9%			49.9%			1,083.9			1,372.9			126.7%			26.7%			1,020.2			1,290.7			126.5%			26.5%			1,094.0			1,983.8			181.3%			81.3%


			Wireless			Non-Pooled			Non-Pooled Activates			210.0			602.0			286.7%			186.7%			303.3			656.6			216.5%			116.5%			353.3			830.4			235.0%			135.0%			303.3			858.5			283.0%			183.0%			303.3			1,053.8			347.4%			247.4%			2,870.4			1,012.1			35.3%			-64.7%			10,268.1			2,269.1			22.1%			-77.9%


									Non-Pooled Disconnects			8.1			5.4			66.1%			-33.9%			13.8			4.1			30.0%			-70.0%			17.9			6.1			34.1%			-65.9%			22.1			12.6			56.8%			-43.2%			31.7			25.1			79.2%			-20.8%			43.3			27.0			62.4%			-37.6%			103.3			39.9			38.6%			-61.4%


									Non-Pooled Modifies			2.5			46.7			1875.1%			1775.1%			44.3			46.2			104.2%			4.2%			60.5			60.7			100.4%			0.4%			78.3			58.0			74.1%			-25.9%			97.7			785.1			803.7%			703.7%			178.9			1,207.1			674.8%			574.8%			365.5			297.7			81.5%			-18.5%


									Total			220.6			654.1			296.5%			196.5%			361.4			706.9			195.6%			95.6%			431.8			897.3			207.8%			107.8%			403.8			929.1			230.1%			130.1%			432.8			1,864.1			430.7%			330.7%			3,092.6			2,246.3			72.6%			-27.4%			10,736.9			2,606.7			24.3%			-75.7%


						Pooled			Pooled Activates			600.0			1,125.2			187.5%			87.5%			800.0			972.5			121.6%			21.6%			800.0			1,037.2			129.6%			29.6%			800.0			1,305.6			163.2%			63.2%			800.0			1,510.8			188.8%			88.8%			800.0			1,719.2			214.9%			114.9%			800.0			1,274.3			159.3%			59.3%


									Pooled Disconnects			46.8			119.0			254.2%			154.2%			62.4			86.8			139.0%			39.0%			67.1			233.7			348.4%			248.4%			70.2			96.6			137.6%			37.6%			91.7			105.8			115.4%			15.4%			77.8			112.0			144.1%			44.1%			103.1			114.6			111.1%			11.1%


									Pooled Modifies			483.3			854.0			176.7%			76.7%			552.4			381.5			69.1%			-30.9%			567.9			319.9			56.3%			-43.7%			123.1			978.3			794.5%			694.5%			158.1			810.0			512.2%			412.2%			160.9			1,930.6			1199.9%			1099.9%			204.9			72.3			35.3%			-64.7%


									Total			1,130.1			2,098.2			185.7%			85.7%			1,414.8			1,440.7			101.8%			1.8%			1,435.0			1,590.7			110.9%			10.9%			993.3			2,380.4			239.6%			139.6%			1,049.8			2,426.5			231.1%			131.1%			1,038.7			3,761.8			362.2%			262.2%			1,108.1			1,461.3			131.9%			31.9%


									Unidentified/New Uses			-			-									-			-												-									-			-									-			-									-			-									-			-


									Total Wireline			2,744.8			2,962.4			107.9%			7.9%			2,893.7			3,125.4			108.0%			8.0%			2,788.2			3,198.9			114.7%			14.7%			2,530.8			3,306.9			130.7%			30.7%			2,719.0			3,031.7			111.5%			11.5%			2,593.3			2,428.8			93.7%			-6.3%			2,710.4			3,492.7			128.9%			28.9%


									Total Wireless			1,350.7			2,752.3			203.8%			103.8%			1,776.2			2,147.6			120.9%			20.9%			1,866.8			2,488.0			133.3%			33.3%			1,397.1			3,309.5			236.9%			136.9%			1,482.6			4,290.6			289.4%			189.4%			4,131.2			6,008.1			145.4%			45.4%			11,845.0			4,068.0			34.3%			-65.7%


									Total Transactions			4,095.5			5,714.7			139.5%			39.5%			4,670.0			5,273.1			112.9%			12.9%			4,655.0			5,686.9			122.2%			22.2%			3,927.8			6,616.4			168.4%			68.4%			4,201.6			7,322.3			174.3%			74.3%			6,724.5			8,437.0			125.5%			25.5%			14,555.4			7,560.7			51.9%			-48.1%








2003full year


																					June			June						July			July						August			August						September			September						October			October			NFG (Nov. Full Year Forecast)			November			November						December			December


												2003 Actual			Actual %			June			%of Actual			Variance			July			%of Actual			Variance			August			%of Actual			Variance			September			%of Actual			Variance			October			%of Actual			Variance			November			%of Actual			Variance			December			%of Actual			Variance


			Wireline			Non-Pooled			Non-Pooled Activates			9,887.5			100%			9,997.5			101.1%			1.1%			9,989.2			101.0%			1.0%			10,023.0			101.4%			1.4%			10,022.4			101.4%			1.4%			10,018.9			101.3%			1.3%			10,086.8			102.0%			2.0%			9,957.1			100.7%			0.7%


									Non-Pooled Disconnects			2,118.8			100%			2,306.5			108.9%			8.9%			2,261.8			106.8%			6.8%			2,270.9			107.2%			7.2%			2,262.6			106.8%			6.8%			2,255.1			106.4%			6.4%			2,213.6			104.5%			4.5%			2,169.3			102.4%			2.4%


									Non-Pooled Modifies			7,954.3			100%			8,117.8			102.1%			2.1%			7,922.4			99.6%			-0.4%			7,897.1			99.3%			-0.7%			7,907.4			99.4%			-0.6%			8,191.3			103.0%			3.0%			8,193.2			103.0%			3.0%			7,931.0			99.7%			-0.3%


									Total			19,960.6			100%			20,421.8			102.3%			2.3%			20,173.4			101.1%			1.1%			20,191.0			101.2%			1.2%			20,192.4			101.2%			1.2%			20,465.3			102.5%			2.5%			20,493.6			102.7%			2.7%			20,057.4			100.5%			0.5%


						Pooled			Pooled Activates			10,103.7			100%			8,006.4			79.2%			-20.8%			8,109.6			80.3%			-19.7%			8,252.5			81.7%			-18.3%			8,429.3			83.4%			-16.6%			8,867.5			87.8%			-12.2%			9,077.6			89.8%			-10.2%			9,486.7			93.9%			-6.1%


									Pooled Disconnects			2,330.7			100%			2,311.7			99.2%			-0.8%			2,293.2			98.4%			-1.6%			2,269.4			97.4%			-2.6%			2,260.6			97.0%			-3.0%			2,276.0			97.7%			-2.3%			2,305.8			98.9%			-1.1%			2,290.3			98.3%			-1.7%


									Pooled Modifies			3,677.6			100%			2,968.5			80.7%			-19.3%			3,140.8			85.4%			-14.6%			3,248.9			88.3%			-11.7%			3,497.5			95.1%			-4.9%			3,565.9			97.0%			-3.0%			3,604.9			98.0%			-2.0%			3,475.1			94.5%			-5.5%


									Total			16,112.0			100%			13,286.6			82.5%			-17.5%			13,543.6			84.1%			-15.9%			13,770.8			85.5%			-14.5%			14,187.3			88.1%			-11.9%			14,709.4			91.3%			-8.7%			14,988.4			93.0%			-7.0%			15,252.1			94.7%			-5.3%


			Wireless			Non-Pooled			Non-Pooled Activates			8,114.4			100%			15,454.1			190.5%			90.5%			15,846.1			195.3%			95.3%			16,199.4			199.6%			99.6%			16,676.5			205.5%			105.5%			17,231.6			212.4%			112.4%			17,982.1			221.6%			121.6%			16,123.9			198.7%			98.7%


									Non-Pooled Disconnects			152.9			100%			225.1			147.3%			47.3%			237.9			155.6%			55.6%			240.0			157.0%			57.0%			240.7			157.4%			57.4%			242.1			158.3%			58.3%			244.4			159.9%			59.9%			216.3			141.5%			41.5%


									Non-Pooled Modifies			2,620.6			100%			178.2			6.8%			-93.2%			874.7			33.4%			-66.6%			917.5			35.0%			-65.0%			962.1			36.7%			-63.3%			980.4			37.4%			-62.6%			1,702.0			64.9%			-35.1%			2,688.5			102.6%			2.6%


									Total			10,887.8			100%			15,857.4			145.6%			45.6%			16,958.7			155.8%			55.8%			17,356.9			159.4%			59.4%			17,879.3			164.2%			64.2%			18,454.0			169.5%			69.5%			19,928.5			183.0%			83.0%			19,028.7			174.8%			74.8%


						Pooled			Pooled Activates			12,671.9			100%			7,909.4			62.4%			-37.6%			9,662.4			76.3%			-23.7%			9,834.9			77.6%			-22.4%			10,072.1			79.5%			-20.5%			10,577.6			83.5%			-16.5%			11,288.4			89.1%			-10.9%			12,207.6			96.3%			-3.7%


									Pooled Disconnects			1,037.1			100%			578.7			55.8%			-44.2%			700.0			67.5%			-32.5%			731.6			70.5%			-29.5%			901.5			86.9%			-13.1%			940.6			90.7%			-9.3%			966.3			93.2%			-6.8%			1,008.3			97.2%			-2.8%


									Pooled Modifies			5,915.1			100%			2,538.2			42.9%			-57.1%			3,079.6			52.1%			-47.9%			2,940.5			49.7%			-50.3%			2,707.8			45.8%			-54.2%			3,587.0			60.6%			-39.4%			4,262.0			72.1%			-27.9%			6,047.2			102.2%			2.2%


									Total			19,624.1			100%			11,026.3			56.2%			-43.8%			13,441.9			68.5%			-31.5%			13,506.9			68.8%			-31.2%			13,681.3			69.7%			-30.3%			15,105.2			77.0%			-23.0%			16,516.7			84.2%			-15.8%			19,263.1			98.2%			-1.8%


									Unidentified/New Uses			-						-									-									-									-									-									-									-


									Wireline Tranasactions			36,072.6			100%			33,708.5			93%			-6.6%			33,717.0			93.5%			-6.5%			33,961.7			94.1%			-5.9%			34,379.8			95.3%			-4.7%			35,174.8			97.5%			-2.5%			35,482.0			98.4%			-1.6%			35,309.6			97.9%			-2.1%


									Wireless Transactions			30,511.9			100%			26,883.7			88%			-11.9%			30,400.6			99.6%			-0.4%			30,863.8			101.2%			1.2%			31,560.6			103.4%			3.4%			33,559.3			110.0%			10.0%			36,445.2			119.4%			19.4%			38,291.8			125.5%			25.5%


									Total Transactions			66,584.5			100%			60,592.2			91.0%			-9.0%			64,117.6			96.3%			-3.7%			64,825.5			97.4%			-2.6%			65,940.3			99.0%			-1.0%			68,734.0			103.2%			3.2%			71,927.1			108.0%			8.0%			73,601.4			110.5%			10.5%


																											64,117.6








nfg vs actual


			NFG (Nov. Full Year Forecast)			NFG (Nov. Full Year Forecast)			NFG (Nov. Full Year Forecast)			NFG (Nov. Full Year Forecast)


			2003 Actual			2003 Actual			2003 Actual			2003 Actual





Wirless Non-Pooled


Wireless Pooled


Wireline Non-Pooled


Wireline Pooled


Millions


NFG vs. Actual
Full Year


19928500.0711038


16516661.3330547


20493622.3063423


14988362.1750756


10887817


19624070


19960607


16111995





2003 variance


												NFG			2003			Absolute			% of Total


												Forecast			Actual			Variance			Variance


									Wireless Non-Pooled			19,928.5			10,887.8			9,040.7			65%


									Wireless Pooled			16,516.7			19,624.1			3,107.4			23%


									Wireline Non-Pooled			20,493.6			19,960.6			533.0			4%


									Wireline Pooled			14,988.4			16,112.0			1,123.6			8%


									Total			71,927.1			66,584.5			13,804.7			100%








2003 variance pie


			Wireless Non-Pooled


			Wireless Pooled


			Wireline Non-Pooled


			Wireline Pooled





2003 % Variance from Actual


0.654897025


0.2250972272


0.0386110359


0.0813947119





Dec variance


												December			December			Absolute			% of Total


												Forecast			Actual			Variance			Variance


									Wireless Non-Pooled			10,736.9			2,606.7			8,130.2			86%


									Wireless Pooled			1,108.1			1,461.3			353.2			4%


									Wireline Non-Pooled			1,616.4			1,508.9			107.5			1%


									Wireline Pooled			1,094.0			1,983.8			889.8			9%


									Total			14,555.4			7,560.7			9,480.7			100%








Dec variance pie


			Wireless Non-Pooled


			Wireless Pooled


			Wireline Non-Pooled


			Wireline Pooled





December % Variance from Actual


0.8575468015


0.0372566128


0.0113425566


0.093854029





January Variance


									January			January			Absolute			% of Total


									Forecast			Actual			Variance			Variance


						Wireless Non-Pooled			4,032.9			2,239.7			1,793.1			51%


						Wireless Pooled			1,130.3			1,526.9			396.6			11%


						Wireline Non-Pooled			1,681.9			2,383.2			701.3			20%


						Wireline Pooled			1,143.9			1,757.1			613.2			17%


						Total			7,989.0			7,907.0			3,504.3			100%


						Service Subelement			Wireless vs. Wireline			Total			Estimate


						NP Activate			Wireless			1,926,656			2,059,529


						NP Billable Modify (Active)			Wireless			96,617			103,280


						NP Disconnect			Wireless			42,851			45,806


						Non Pooled Total						2,066,124			2,208,615


						SV Pooled Activate			Wireless			927,515			991,482


						SV Pooled Billable Modify			Wireless			196,184			209,714


						SV Pooled Disconnect			Wireless			279,054			298,299


						Pooled Total						1,402,753			1,499,495


						NP Activate			Wireline			901,676			963,861


						NP Billable Modify (Active)			Wireline			1,125,242			1,202,845


						NP Disconnect			Wireline			159,915			170,944


						Non Pooled Total						2,186,833			2,337,649


						SV Pooled Activate			Wireline			806,707			862,342


						SV Pooled Billable Modify			Wireline			734,854			785,534


						SV Pooled Disconnect			Wireline			177,487			189,727


						Pooled Total						1,719,048			1,837,603








January variance pie


			Wireless Non-Pooled


			Wireless Pooled


			Wireline Non-Pooled


			Wireline Pooled





January % Variance from Actual


0.5116986538


0.1131759968


0.2001280052


0.1749973442





2004 variance


												2004			2004			Absolute			% of Total


												Forecast			Actual/Fcast*			Variance			Variance


									Wireless Non-Pooled			75,078.9			26,876.7			48,202.2			75%


									Wireless Pooled			14,999.1			18,323.3			3,324.2			5%


									Wireline Non-Pooled			21,588.8			28,598.3			7,009.5			11%


									Wireline Pooled			14,939.4			21,085.3			6,146.0			10%


									Total			126,606.2			94,883.6			64,681.8			100%


									*Assumes January actuals x 12 months.








2004 variance pie


			Wireless Non-Pooled


			Wireless Pooled


			Wireline Non-Pooled


			Wireline Pooled





2004 % of Actual Variance


0.7452199459


0.0513929831


0.1083687937


0.0950182772





Sheet1


			


			Key WNPO Model Assumptions			NFG Model Forecast			Revised Model*			Comments


			Subscription Growth Rate			8%			8%			Actual rate for 2003 was ~10%.


			Churn Rate			50%			?			Prior to implementation of WNP, industry churn was ~30%.  Was the increase to 50% overstated?  (Suggested revised value, 35%)


			Aggregate Port %			80%			?			This is the percentage of churning subscribers that will use WNP.  Is this number too high? (Suggested revised value, 50%)


			Total Ports			75,078.9			26,876.7			Includes all non-pooled activates, disconnects, and modifies.


			*Assumes total number of ports is equal to January actuals x 12 months.










monthly


												June			June			June %			June			July			July			July %			July			August			August			August %			August			September			September			September %			September			October			October			October %			October			November			November			November %			November			December			December			December %			December


												Forecast			Actual			of Forecast			Variance			Forecast			Actual			of Forecast			Variance			Forecast			Actual			of Forecast			Variance			Forecast			Actual			of Forecast			Variance			Forecast			Actual			of Forecast			Variance			Forecast			Actual			of Forecast			Variance			Forecast			Actual			of Forecast			Variance


			Wireline			Non-Pooled			Non-Pooled Activates			836.0			827.7			99.0%			-1.0%			839.4			873.3			104.0%			4.0%			842.3			841.6			99.9%			-0.1%			840.8			837.4			99.6%			-0.4%			866.2			934.1			107.8%			7.8%			870.5			740.8			85.1%			-14.9%			875.8			795.8			90.9%			-9.1%


									Non-Pooled Disconnects			189.0			172.7			91.4%			-8.6%			207.2			215.6			104.1%			4.1%			201.1			192.7			95.8%			-4.2%			194.7			187.0			96.1%			-3.9%			227.6			184.9			81.2%			-18.8%			172.8			128.9			74.6%			-25.4%			204.6			154.0			75.3%			-24.7%


									Non-Pooled Modifies			744.6			634.5			85.2%			-14.8%			831.2			804.0			96.7%			-3.3%			731.7			741.3			101.3%			1.3%			485.2			768.7			158.4%			58.4%			541.4			539.9			99.7%			-0.3%			529.8			268.5			50.7%			-49.3%			535.9			559.1			104.3%			4.3%


									Total			1,769.6			1,634.9			92.4%			-7.6%			1,877.9			1,892.9			100.8%			0.8%			1,775.0			1,775.5			100.0%			0.0%			1,520.7			1,793.1			117.9%			17.9%			1,635.2			1,658.8			101.4%			1.4%			1,573.1			1,138.2			72.4%			-27.6%			1,616.4			1,508.9			93.3%			-6.7%


						Pooled			Pooled Activates			597.7			837.7			140.2%			40.2%			630.0			772.9			122.7%			22.7%			630.0			806.8			128.1%			28.1%			630.0			1,068.3			169.6%			69.6%			630.0			840.1			133.3%			33.3%			630.0			1,039.1			164.9%			64.9%			630.0			1,237.1			196.4%			96.4%


									Pooled Disconnects			139.3			104.7			75.1%			-24.9%			156.1			128.3			82.2%			-17.8%			154.5			143.4			92.8%			-7.2%			152.6			161.3			105.7%			5.7%			184.1			218.3			118.6%			18.6%			141.4			128.3			90.7%			-9.3%			172.6			238.4			138.2%			38.2%


									Pooled Modifies			238.2			385.1			161.7%			61.7%			229.8			331.3			144.2%			44.2%			228.6			473.1			206.9%			106.9%			227.5			284.3			124.9%			24.9%			269.8			314.5			116.6%			16.6%			248.8			123.4			49.6%			-50.4%			291.5			508.3			174.4%			74.4%


									Total			975.2			1,327.5			136.1%			36.1%			1,015.9			1,232.5			121.3%			21.3%			1,013.2			1,423.3			140.5%			40.5%			1,010.1			1,513.8			149.9%			49.9%			1,083.9			1,372.9			126.7%			26.7%			1,020.2			1,290.7			126.5%			26.5%			1,094.0			1,983.8			181.3%			81.3%


			Wireless			Non-Pooled			Non-Pooled Activates			210.0			602.0			286.7%			186.7%			303.3			656.6			216.5%			116.5%			353.3			830.4			235.0%			135.0%			303.3			858.5			283.0%			183.0%			303.3			1,053.8			347.4%			247.4%			2,870.4			1,012.1			35.3%			-64.7%			10,268.1			2,269.1			22.1%			-77.9%


									Non-Pooled Disconnects			8.1			5.4			66.1%			-33.9%			13.8			4.1			30.0%			-70.0%			17.9			6.1			34.1%			-65.9%			22.1			12.6			56.8%			-43.2%			31.7			25.1			79.2%			-20.8%			43.3			27.0			62.4%			-37.6%			103.3			39.9			38.6%			-61.4%


									Non-Pooled Modifies			2.5			46.7			1875.1%			1775.1%			44.3			46.2			104.2%			4.2%			60.5			60.7			100.4%			0.4%			78.3			58.0			74.1%			-25.9%			97.7			785.1			803.7%			703.7%			178.9			1,207.1			674.8%			574.8%			365.5			297.7			81.5%			-18.5%


									Total			220.6			654.1			296.5%			196.5%			361.4			706.9			195.6%			95.6%			431.8			897.3			207.8%			107.8%			403.8			929.1			230.1%			130.1%			432.8			1,864.1			430.7%			330.7%			3,092.6			2,246.3			72.6%			-27.4%			10,736.9			2,606.7			24.3%			-75.7%


						Pooled			Pooled Activates			600.0			1,125.2			187.5%			87.5%			800.0			972.5			121.6%			21.6%			800.0			1,037.2			129.6%			29.6%			800.0			1,305.6			163.2%			63.2%			800.0			1,510.8			188.8%			88.8%			800.0			1,719.2			214.9%			114.9%			800.0			1,274.3			159.3%			59.3%


									Pooled Disconnects			46.8			119.0			254.2%			154.2%			62.4			86.8			139.0%			39.0%			67.1			233.7			348.4%			248.4%			70.2			96.6			137.6%			37.6%			91.7			105.8			115.4%			15.4%			77.8			112.0			144.1%			44.1%			103.1			114.6			111.1%			11.1%


									Pooled Modifies			483.3			854.0			176.7%			76.7%			552.4			381.5			69.1%			-30.9%			567.9			319.9			56.3%			-43.7%			123.1			978.3			794.5%			694.5%			158.1			810.0			512.2%			412.2%			160.9			1,930.6			1199.9%			1099.9%			204.9			72.3			35.3%			-64.7%


									Total			1,130.1			2,098.2			185.7%			85.7%			1,414.8			1,440.7			101.8%			1.8%			1,435.0			1,590.7			110.9%			10.9%			993.3			2,380.4			239.6%			139.6%			1,049.8			2,426.5			231.1%			131.1%			1,038.7			3,761.8			362.2%			262.2%			1,108.1			1,461.3			131.9%			31.9%


									Unidentified/New Uses			-			-									-			-												-									-			-									-			-									-			-									-			-


									Total Wireline			2,744.8			2,962.4			107.9%			7.9%			2,893.7			3,125.4			108.0%			8.0%			2,788.2			3,198.9			114.7%			14.7%			2,530.8			3,306.9			130.7%			30.7%			2,719.0			3,031.7			111.5%			11.5%			2,593.3			2,428.8			93.7%			-6.3%			2,710.4			3,492.7			128.9%			28.9%


									Total Wireless			1,350.7			2,752.3			203.8%			103.8%			1,776.2			2,147.6			120.9%			20.9%			1,866.8			2,488.0			133.3%			33.3%			1,397.1			3,309.5			236.9%			136.9%			1,482.6			4,290.6			289.4%			189.4%			4,131.2			6,008.1			145.4%			45.4%			11,845.0			4,068.0			34.3%			-65.7%


									Total Transactions			4,095.5			5,714.7			139.5%			39.5%			4,670.0			5,273.1			112.9%			12.9%			4,655.0			5,686.9			122.2%			22.2%			3,927.8			6,616.4			168.4%			68.4%			4,201.6			7,322.3			174.3%			74.3%			6,724.5			8,437.0			125.5%			25.5%			14,555.4			7,560.7			51.9%			-48.1%








2003full year


																					June			June						July			July						August			August						September			September						October			October			NFG (Nov. Full Year Forecast)			November			November						December			December


												2003 Actual			Actual %			June			%of Actual			Variance			July			%of Actual			Variance			August			%of Actual			Variance			September			%of Actual			Variance			October			%of Actual			Variance			November			%of Actual			Variance			December			%of Actual			Variance


			Wireline			Non-Pooled			Non-Pooled Activates			9,887.5			100%			9,997.5			101.1%			1.1%			9,989.2			101.0%			1.0%			10,023.0			101.4%			1.4%			10,022.4			101.4%			1.4%			10,018.9			101.3%			1.3%			10,086.8			102.0%			2.0%			9,957.1			100.7%			0.7%


									Non-Pooled Disconnects			2,118.8			100%			2,306.5			108.9%			8.9%			2,261.8			106.8%			6.8%			2,270.9			107.2%			7.2%			2,262.6			106.8%			6.8%			2,255.1			106.4%			6.4%			2,213.6			104.5%			4.5%			2,169.3			102.4%			2.4%


									Non-Pooled Modifies			7,954.3			100%			8,117.8			102.1%			2.1%			7,922.4			99.6%			-0.4%			7,897.1			99.3%			-0.7%			7,907.4			99.4%			-0.6%			8,191.3			103.0%			3.0%			8,193.2			103.0%			3.0%			7,931.0			99.7%			-0.3%


									Total			19,960.6			100%			20,421.8			102.3%			2.3%			20,173.4			101.1%			1.1%			20,191.0			101.2%			1.2%			20,192.4			101.2%			1.2%			20,465.3			102.5%			2.5%			20,493.6			102.7%			2.7%			20,057.4			100.5%			0.5%


						Pooled			Pooled Activates			10,103.7			100%			8,006.4			79.2%			-20.8%			8,109.6			80.3%			-19.7%			8,252.5			81.7%			-18.3%			8,429.3			83.4%			-16.6%			8,867.5			87.8%			-12.2%			9,077.6			89.8%			-10.2%			9,486.7			93.9%			-6.1%


									Pooled Disconnects			2,330.7			100%			2,311.7			99.2%			-0.8%			2,293.2			98.4%			-1.6%			2,269.4			97.4%			-2.6%			2,260.6			97.0%			-3.0%			2,276.0			97.7%			-2.3%			2,305.8			98.9%			-1.1%			2,290.3			98.3%			-1.7%


									Pooled Modifies			3,677.6			100%			2,968.5			80.7%			-19.3%			3,140.8			85.4%			-14.6%			3,248.9			88.3%			-11.7%			3,497.5			95.1%			-4.9%			3,565.9			97.0%			-3.0%			3,604.9			98.0%			-2.0%			3,475.1			94.5%			-5.5%


									Total			16,112.0			100%			13,286.6			82.5%			-17.5%			13,543.6			84.1%			-15.9%			13,770.8			85.5%			-14.5%			14,187.3			88.1%			-11.9%			14,709.4			91.3%			-8.7%			14,988.4			93.0%			-7.0%			15,252.1			94.7%			-5.3%


			Wireless			Non-Pooled			Non-Pooled Activates			8,114.4			100%			15,454.1			190.5%			90.5%			15,846.1			195.3%			95.3%			16,199.4			199.6%			99.6%			16,676.5			205.5%			105.5%			17,231.6			212.4%			112.4%			17,982.1			221.6%			121.6%			16,123.9			198.7%			98.7%


									Non-Pooled Disconnects			152.9			100%			225.1			147.3%			47.3%			237.9			155.6%			55.6%			240.0			157.0%			57.0%			240.7			157.4%			57.4%			242.1			158.3%			58.3%			244.4			159.9%			59.9%			216.3			141.5%			41.5%


									Non-Pooled Modifies			2,620.6			100%			178.2			6.8%			-93.2%			874.7			33.4%			-66.6%			917.5			35.0%			-65.0%			962.1			36.7%			-63.3%			980.4			37.4%			-62.6%			1,702.0			64.9%			-35.1%			2,688.5			102.6%			2.6%


									Total			10,887.8			100%			15,857.4			145.6%			45.6%			16,958.7			155.8%			55.8%			17,356.9			159.4%			59.4%			17,879.3			164.2%			64.2%			18,454.0			169.5%			69.5%			19,928.5			183.0%			83.0%			19,028.7			174.8%			74.8%


						Pooled			Pooled Activates			12,671.9			100%			7,909.4			62.4%			-37.6%			9,662.4			76.3%			-23.7%			9,834.9			77.6%			-22.4%			10,072.1			79.5%			-20.5%			10,577.6			83.5%			-16.5%			11,288.4			89.1%			-10.9%			12,207.6			96.3%			-3.7%


									Pooled Disconnects			1,037.1			100%			578.7			55.8%			-44.2%			700.0			67.5%			-32.5%			731.6			70.5%			-29.5%			901.5			86.9%			-13.1%			940.6			90.7%			-9.3%			966.3			93.2%			-6.8%			1,008.3			97.2%			-2.8%


									Pooled Modifies			5,915.1			100%			2,538.2			42.9%			-57.1%			3,079.6			52.1%			-47.9%			2,940.5			49.7%			-50.3%			2,707.8			45.8%			-54.2%			3,587.0			60.6%			-39.4%			4,262.0			72.1%			-27.9%			6,047.2			102.2%			2.2%


									Total			19,624.1			100%			11,026.3			56.2%			-43.8%			13,441.9			68.5%			-31.5%			13,506.9			68.8%			-31.2%			13,681.3			69.7%			-30.3%			15,105.2			77.0%			-23.0%			16,516.7			84.2%			-15.8%			19,263.1			98.2%			-1.8%


									Unidentified/New Uses			-						-									-									-									-									-									-									-


									Wireline Tranasactions			36,072.6			100%			33,708.5			93%			-6.6%			33,717.0			93.5%			-6.5%			33,961.7			94.1%			-5.9%			34,379.8			95.3%			-4.7%			35,174.8			97.5%			-2.5%			35,482.0			98.4%			-1.6%			35,309.6			97.9%			-2.1%


									Wireless Transactions			30,511.9			100%			26,883.7			88%			-11.9%			30,400.6			99.6%			-0.4%			30,863.8			101.2%			1.2%			31,560.6			103.4%			3.4%			33,559.3			110.0%			10.0%			36,445.2			119.4%			19.4%			38,291.8			125.5%			25.5%


									Total Transactions			66,584.5			100%			60,592.2			91.0%			-9.0%			64,117.6			96.3%			-3.7%			64,825.5			97.4%			-2.6%			65,940.3			99.0%			-1.0%			68,734.0			103.2%			3.2%			71,927.1			108.0%			8.0%			73,601.4			110.5%			10.5%


																											64,117.6








nfg vs actual


			NFG (Nov. Full Year Forecast)			NFG (Nov. Full Year Forecast)			NFG (Nov. Full Year Forecast)			NFG (Nov. Full Year Forecast)


			2003 Actual			2003 Actual			2003 Actual			2003 Actual





Wirless Non-Pooled


Wireless Pooled


Wireline Non-Pooled


Wireline Pooled


Millions


NFG vs. Actual
Full Year


19928500.0711038


16516661.3330547


20493622.3063423


14988362.1750756


10887817


19624070


19960607


16111995





2003 variance


												NFG			2003			Absolute			% of Total


												Forecast			Actual			Variance			Variance


									Wireless Non-Pooled			19,928.5			10,887.8			9,040.7			65%


									Wireless Pooled			16,516.7			19,624.1			3,107.4			23%


									Wireline Non-Pooled			20,493.6			19,960.6			533.0			4%


									Wireline Pooled			14,988.4			16,112.0			1,123.6			8%


									Total			71,927.1			66,584.5			13,804.7			100%








2003 variance pie


			Wireless Non-Pooled


			Wireless Pooled


			Wireline Non-Pooled


			Wireline Pooled





2003 % Variance from Actual


0.654897025


0.2250972272


0.0386110359


0.0813947119





Dec variance


												December			December			Absolute			% of Total


												Forecast			Actual			Variance			Variance


									Wireless Non-Pooled			10,736.9			2,606.7			8,130.2			86%


									Wireless Pooled			1,108.1			1,461.3			353.2			4%


									Wireline Non-Pooled			1,616.4			1,508.9			107.5			1%


									Wireline Pooled			1,094.0			1,983.8			889.8			9%


									Total			14,555.4			7,560.7			9,480.7			100%








Dec variance pie


			Wireless Non-Pooled


			Wireless Pooled


			Wireline Non-Pooled


			Wireline Pooled





December % Variance from Actual


0.8575468015


0.0372566128


0.0113425566


0.093854029





January Variance


									January			January			Absolute			% of Total


									Forecast			Actual			Variance			Variance


						Wireless Non-Pooled			4,032.9			2,239.7			1,793.1			51%


						Wireless Pooled			1,130.3			1,526.9			396.6			11%


						Wireline Non-Pooled			1,681.9			2,383.2			701.3			20%


						Wireline Pooled			1,143.9			1,757.1			613.2			17%


						Total			7,989.0			7,907.0			3,504.3			100%


						Service Subelement			Wireless vs. Wireline			Total			Estimate


						NP Activate			Wireless			1,926,656			2,059,529


						NP Billable Modify (Active)			Wireless			96,617			103,280


						NP Disconnect			Wireless			42,851			45,806


						Non Pooled Total						2,066,124			2,208,615


						SV Pooled Activate			Wireless			927,515			991,482


						SV Pooled Billable Modify			Wireless			196,184			209,714


						SV Pooled Disconnect			Wireless			279,054			298,299


						Pooled Total						1,402,753			1,499,495


						NP Activate			Wireline			901,676			963,861


						NP Billable Modify (Active)			Wireline			1,125,242			1,202,845


						NP Disconnect			Wireline			159,915			170,944


						Non Pooled Total						2,186,833			2,337,649


						SV Pooled Activate			Wireline			806,707			862,342


						SV Pooled Billable Modify			Wireline			734,854			785,534


						SV Pooled Disconnect			Wireline			177,487			189,727


						Pooled Total						1,719,048			1,837,603








January variance pie


			Wireless Non-Pooled


			Wireless Pooled


			Wireline Non-Pooled


			Wireline Pooled





0.5116986538


0.1131759968


0.2001280052


0.1749973442





2004 variance


												2004			2004			Absolute			% of Total


												Forecast			Actual/Fcast*			Variance			Variance


									Wireless Non-Pooled			75,078.9			26,876.7			48,202.2			75%


									Wireless Pooled			14,999.1			18,323.3			3,324.2			5%


									Wireline Non-Pooled			21,588.8			28,598.3			7,009.5			11%


									Wireline Pooled			14,939.4			21,085.3			6,146.0			10%


									Total			126,606.2			94,883.6			64,681.8			100%


									*Assumes January actuals x 12 months.








2004 variance pie


			Wireless Non-Pooled


			Wireless Pooled


			Wireline Non-Pooled


			Wireline Pooled





2004 % of Actual Variance


0.7452199459


0.0513929831


0.1083687937


0.0950182772





Sheet1


			


			Key WNPO Model Assumptions			NFG Model Forecast			Revised Model*			Comments


			Subscription Growth Rate			8%			8%			Actual rate for 2003 was ~10%.


			Churn Rate			50%			?			Prior to implementation of WNP, industry churn was ~30%.  Was the increase to 50% overstated?  (Suggested revised value, 35%)


			Aggregate Port %			80%			?			This is the percentage of churning subscribers that will use WNP.  Is this number too high? (Suggested revised value, 50%)


			Total Ports			75,078.9			26,876.7			Includes all non-pooled activates, disconnects, and modifies.


			*Assumes total number of ports is equal to January actuals x 12 months.












Full Year 2004 Variance, NFG Forecast vs. January x 12 projection









monthly


												June			June			June %			June			July			July			July %			July			August			August			August %			August			September			September			September %			September			October			October			October %			October			November			November			November %			November			December			December			December %			December


												Forecast			Actual			of Forecast			Variance			Forecast			Actual			of Forecast			Variance			Forecast			Actual			of Forecast			Variance			Forecast			Actual			of Forecast			Variance			Forecast			Actual			of Forecast			Variance			Forecast			Actual			of Forecast			Variance			Forecast			Actual			of Forecast			Variance


			Wireline			Non-Pooled			Non-Pooled Activates			836.0			827.7			99.0%			-1.0%			839.4			873.3			104.0%			4.0%			842.3			841.6			99.9%			-0.1%			840.8			837.4			99.6%			-0.4%			866.2			934.1			107.8%			7.8%			870.5			740.8			85.1%			-14.9%			875.8			795.8			90.9%			-9.1%


									Non-Pooled Disconnects			189.0			172.7			91.4%			-8.6%			207.2			215.6			104.1%			4.1%			201.1			192.7			95.8%			-4.2%			194.7			187.0			96.1%			-3.9%			227.6			184.9			81.2%			-18.8%			172.8			128.9			74.6%			-25.4%			204.6			154.0			75.3%			-24.7%


									Non-Pooled Modifies			744.6			634.5			85.2%			-14.8%			831.2			804.0			96.7%			-3.3%			731.7			741.3			101.3%			1.3%			485.2			768.7			158.4%			58.4%			541.4			539.9			99.7%			-0.3%			529.8			268.5			50.7%			-49.3%			535.9			559.1			104.3%			4.3%


									Total			1,769.6			1,634.9			92.4%			-7.6%			1,877.9			1,892.9			100.8%			0.8%			1,775.0			1,775.5			100.0%			0.0%			1,520.7			1,793.1			117.9%			17.9%			1,635.2			1,658.8			101.4%			1.4%			1,573.1			1,138.2			72.4%			-27.6%			1,616.4			1,508.9			93.3%			-6.7%


						Pooled			Pooled Activates			597.7			837.7			140.2%			40.2%			630.0			772.9			122.7%			22.7%			630.0			806.8			128.1%			28.1%			630.0			1,068.3			169.6%			69.6%			630.0			840.1			133.3%			33.3%			630.0			1,039.1			164.9%			64.9%			630.0			1,237.1			196.4%			96.4%


									Pooled Disconnects			139.3			104.7			75.1%			-24.9%			156.1			128.3			82.2%			-17.8%			154.5			143.4			92.8%			-7.2%			152.6			161.3			105.7%			5.7%			184.1			218.3			118.6%			18.6%			141.4			128.3			90.7%			-9.3%			172.6			238.4			138.2%			38.2%


									Pooled Modifies			238.2			385.1			161.7%			61.7%			229.8			331.3			144.2%			44.2%			228.6			473.1			206.9%			106.9%			227.5			284.3			124.9%			24.9%			269.8			314.5			116.6%			16.6%			248.8			123.4			49.6%			-50.4%			291.5			508.3			174.4%			74.4%


									Total			975.2			1,327.5			136.1%			36.1%			1,015.9			1,232.5			121.3%			21.3%			1,013.2			1,423.3			140.5%			40.5%			1,010.1			1,513.8			149.9%			49.9%			1,083.9			1,372.9			126.7%			26.7%			1,020.2			1,290.7			126.5%			26.5%			1,094.0			1,983.8			181.3%			81.3%


			Wireless			Non-Pooled			Non-Pooled Activates			210.0			602.0			286.7%			186.7%			303.3			656.6			216.5%			116.5%			353.3			830.4			235.0%			135.0%			303.3			858.5			283.0%			183.0%			303.3			1,053.8			347.4%			247.4%			2,870.4			1,012.1			35.3%			-64.7%			10,268.1			2,269.1			22.1%			-77.9%


									Non-Pooled Disconnects			8.1			5.4			66.1%			-33.9%			13.8			4.1			30.0%			-70.0%			17.9			6.1			34.1%			-65.9%			22.1			12.6			56.8%			-43.2%			31.7			25.1			79.2%			-20.8%			43.3			27.0			62.4%			-37.6%			103.3			39.9			38.6%			-61.4%


									Non-Pooled Modifies			2.5			46.7			1875.1%			1775.1%			44.3			46.2			104.2%			4.2%			60.5			60.7			100.4%			0.4%			78.3			58.0			74.1%			-25.9%			97.7			785.1			803.7%			703.7%			178.9			1,207.1			674.8%			574.8%			365.5			297.7			81.5%			-18.5%


									Total			220.6			654.1			296.5%			196.5%			361.4			706.9			195.6%			95.6%			431.8			897.3			207.8%			107.8%			403.8			929.1			230.1%			130.1%			432.8			1,864.1			430.7%			330.7%			3,092.6			2,246.3			72.6%			-27.4%			10,736.9			2,606.7			24.3%			-75.7%


						Pooled			Pooled Activates			600.0			1,125.2			187.5%			87.5%			800.0			972.5			121.6%			21.6%			800.0			1,037.2			129.6%			29.6%			800.0			1,305.6			163.2%			63.2%			800.0			1,510.8			188.8%			88.8%			800.0			1,719.2			214.9%			114.9%			800.0			1,274.3			159.3%			59.3%


									Pooled Disconnects			46.8			119.0			254.2%			154.2%			62.4			86.8			139.0%			39.0%			67.1			233.7			348.4%			248.4%			70.2			96.6			137.6%			37.6%			91.7			105.8			115.4%			15.4%			77.8			112.0			144.1%			44.1%			103.1			114.6			111.1%			11.1%


									Pooled Modifies			483.3			854.0			176.7%			76.7%			552.4			381.5			69.1%			-30.9%			567.9			319.9			56.3%			-43.7%			123.1			978.3			794.5%			694.5%			158.1			810.0			512.2%			412.2%			160.9			1,930.6			1199.9%			1099.9%			204.9			72.3			35.3%			-64.7%


									Total			1,130.1			2,098.2			185.7%			85.7%			1,414.8			1,440.7			101.8%			1.8%			1,435.0			1,590.7			110.9%			10.9%			993.3			2,380.4			239.6%			139.6%			1,049.8			2,426.5			231.1%			131.1%			1,038.7			3,761.8			362.2%			262.2%			1,108.1			1,461.3			131.9%			31.9%


									Unidentified/New Uses			-			-									-			-												-									-			-									-			-									-			-									-			-


									Total Wireline			2,744.8			2,962.4			107.9%			7.9%			2,893.7			3,125.4			108.0%			8.0%			2,788.2			3,198.9			114.7%			14.7%			2,530.8			3,306.9			130.7%			30.7%			2,719.0			3,031.7			111.5%			11.5%			2,593.3			2,428.8			93.7%			-6.3%			2,710.4			3,492.7			128.9%			28.9%


									Total Wireless			1,350.7			2,752.3			203.8%			103.8%			1,776.2			2,147.6			120.9%			20.9%			1,866.8			2,488.0			133.3%			33.3%			1,397.1			3,309.5			236.9%			136.9%			1,482.6			4,290.6			289.4%			189.4%			4,131.2			6,008.1			145.4%			45.4%			11,845.0			4,068.0			34.3%			-65.7%


									Total Transactions			4,095.5			5,714.7			139.5%			39.5%			4,670.0			5,273.1			112.9%			12.9%			4,655.0			5,686.9			122.2%			22.2%			3,927.8			6,616.4			168.4%			68.4%			4,201.6			7,322.3			174.3%			74.3%			6,724.5			8,437.0			125.5%			25.5%			14,555.4			7,560.7			51.9%			-48.1%








2003full year


																					June			June						July			July						August			August						September			September						October			October			NFG (Nov. Full Year Forecast)			November			November						December			December


												2003 Actual			Actual %			June			%of Actual			Variance			July			%of Actual			Variance			August			%of Actual			Variance			September			%of Actual			Variance			October			%of Actual			Variance			November			%of Actual			Variance			December			%of Actual			Variance


			Wireline			Non-Pooled			Non-Pooled Activates			9,887.5			100%			9,997.5			101.1%			1.1%			9,989.2			101.0%			1.0%			10,023.0			101.4%			1.4%			10,022.4			101.4%			1.4%			10,018.9			101.3%			1.3%			10,086.8			102.0%			2.0%			9,957.1			100.7%			0.7%


									Non-Pooled Disconnects			2,118.8			100%			2,306.5			108.9%			8.9%			2,261.8			106.8%			6.8%			2,270.9			107.2%			7.2%			2,262.6			106.8%			6.8%			2,255.1			106.4%			6.4%			2,213.6			104.5%			4.5%			2,169.3			102.4%			2.4%


									Non-Pooled Modifies			7,954.3			100%			8,117.8			102.1%			2.1%			7,922.4			99.6%			-0.4%			7,897.1			99.3%			-0.7%			7,907.4			99.4%			-0.6%			8,191.3			103.0%			3.0%			8,193.2			103.0%			3.0%			7,931.0			99.7%			-0.3%


									Total			19,960.6			100%			20,421.8			102.3%			2.3%			20,173.4			101.1%			1.1%			20,191.0			101.2%			1.2%			20,192.4			101.2%			1.2%			20,465.3			102.5%			2.5%			20,493.6			102.7%			2.7%			20,057.4			100.5%			0.5%


						Pooled			Pooled Activates			10,103.7			100%			8,006.4			79.2%			-20.8%			8,109.6			80.3%			-19.7%			8,252.5			81.7%			-18.3%			8,429.3			83.4%			-16.6%			8,867.5			87.8%			-12.2%			9,077.6			89.8%			-10.2%			9,486.7			93.9%			-6.1%


									Pooled Disconnects			2,330.7			100%			2,311.7			99.2%			-0.8%			2,293.2			98.4%			-1.6%			2,269.4			97.4%			-2.6%			2,260.6			97.0%			-3.0%			2,276.0			97.7%			-2.3%			2,305.8			98.9%			-1.1%			2,290.3			98.3%			-1.7%


									Pooled Modifies			3,677.6			100%			2,968.5			80.7%			-19.3%			3,140.8			85.4%			-14.6%			3,248.9			88.3%			-11.7%			3,497.5			95.1%			-4.9%			3,565.9			97.0%			-3.0%			3,604.9			98.0%			-2.0%			3,475.1			94.5%			-5.5%


									Total			16,112.0			100%			13,286.6			82.5%			-17.5%			13,543.6			84.1%			-15.9%			13,770.8			85.5%			-14.5%			14,187.3			88.1%			-11.9%			14,709.4			91.3%			-8.7%			14,988.4			93.0%			-7.0%			15,252.1			94.7%			-5.3%


			Wireless			Non-Pooled			Non-Pooled Activates			8,114.4			100%			15,454.1			190.5%			90.5%			15,846.1			195.3%			95.3%			16,199.4			199.6%			99.6%			16,676.5			205.5%			105.5%			17,231.6			212.4%			112.4%			17,982.1			221.6%			121.6%			16,123.9			198.7%			98.7%


									Non-Pooled Disconnects			152.9			100%			225.1			147.3%			47.3%			237.9			155.6%			55.6%			240.0			157.0%			57.0%			240.7			157.4%			57.4%			242.1			158.3%			58.3%			244.4			159.9%			59.9%			216.3			141.5%			41.5%


									Non-Pooled Modifies			2,620.6			100%			178.2			6.8%			-93.2%			874.7			33.4%			-66.6%			917.5			35.0%			-65.0%			962.1			36.7%			-63.3%			980.4			37.4%			-62.6%			1,702.0			64.9%			-35.1%			2,688.5			102.6%			2.6%


									Total			10,887.8			100%			15,857.4			145.6%			45.6%			16,958.7			155.8%			55.8%			17,356.9			159.4%			59.4%			17,879.3			164.2%			64.2%			18,454.0			169.5%			69.5%			19,928.5			183.0%			83.0%			19,028.7			174.8%			74.8%


						Pooled			Pooled Activates			12,671.9			100%			7,909.4			62.4%			-37.6%			9,662.4			76.3%			-23.7%			9,834.9			77.6%			-22.4%			10,072.1			79.5%			-20.5%			10,577.6			83.5%			-16.5%			11,288.4			89.1%			-10.9%			12,207.6			96.3%			-3.7%


									Pooled Disconnects			1,037.1			100%			578.7			55.8%			-44.2%			700.0			67.5%			-32.5%			731.6			70.5%			-29.5%			901.5			86.9%			-13.1%			940.6			90.7%			-9.3%			966.3			93.2%			-6.8%			1,008.3			97.2%			-2.8%


									Pooled Modifies			5,915.1			100%			2,538.2			42.9%			-57.1%			3,079.6			52.1%			-47.9%			2,940.5			49.7%			-50.3%			2,707.8			45.8%			-54.2%			3,587.0			60.6%			-39.4%			4,262.0			72.1%			-27.9%			6,047.2			102.2%			2.2%


									Total			19,624.1			100%			11,026.3			56.2%			-43.8%			13,441.9			68.5%			-31.5%			13,506.9			68.8%			-31.2%			13,681.3			69.7%			-30.3%			15,105.2			77.0%			-23.0%			16,516.7			84.2%			-15.8%			19,263.1			98.2%			-1.8%


									Unidentified/New Uses			-						-									-									-									-									-									-									-


									Wireline Tranasactions			36,072.6			100%			33,708.5			93%			-6.6%			33,717.0			93.5%			-6.5%			33,961.7			94.1%			-5.9%			34,379.8			95.3%			-4.7%			35,174.8			97.5%			-2.5%			35,482.0			98.4%			-1.6%			35,309.6			97.9%			-2.1%


									Wireless Transactions			30,511.9			100%			26,883.7			88%			-11.9%			30,400.6			99.6%			-0.4%			30,863.8			101.2%			1.2%			31,560.6			103.4%			3.4%			33,559.3			110.0%			10.0%			36,445.2			119.4%			19.4%			38,291.8			125.5%			25.5%


									Total Transactions			66,584.5			100%			60,592.2			91.0%			-9.0%			64,117.6			96.3%			-3.7%			64,825.5			97.4%			-2.6%			65,940.3			99.0%			-1.0%			68,734.0			103.2%			3.2%			71,927.1			108.0%			8.0%			73,601.4			110.5%			10.5%


																											64,117.6








nfg vs actual


			NFG (Nov. Full Year Forecast)			NFG (Nov. Full Year Forecast)			NFG (Nov. Full Year Forecast)			NFG (Nov. Full Year Forecast)


			2003 Actual			2003 Actual			2003 Actual			2003 Actual





Wirless Non-Pooled


Wireless Pooled


Wireline Non-Pooled


Wireline Pooled


Millions


NFG vs. Actual
Full Year


19928500.0711038


16516661.3330547


20493622.3063423


14988362.1750756


10887817


19624070


19960607


16111995





2003 variance


												NFG			2003			Absolute			% of Total


												Forecast			Actual			Variance			Variance


									Wireless Non-Pooled			19,928.5			10,887.8			9,040.7			65%


									Wireless Pooled			16,516.7			19,624.1			3,107.4			23%


									Wireline Non-Pooled			20,493.6			19,960.6			533.0			4%


									Wireline Pooled			14,988.4			16,112.0			1,123.6			8%


									Total			71,927.1			66,584.5			13,804.7			100%








2003 variance pie


			Wireless Non-Pooled


			Wireless Pooled


			Wireline Non-Pooled


			Wireline Pooled





2003 % Variance from Actual


0.654897025


0.2250972272


0.0386110359


0.0813947119





Dec variance


												December			December			Absolute			% of Total


												Forecast			Actual			Variance			Variance


									Wireless Non-Pooled			10,736.9			2,606.7			8,130.2			86%


									Wireless Pooled			1,108.1			1,461.3			353.2			4%


									Wireline Non-Pooled			1,616.4			1,508.9			107.5			1%


									Wireline Pooled			1,094.0			1,983.8			889.8			9%


									Total			14,555.4			7,560.7			9,480.7			100%








Dec variance pie


			Wireless Non-Pooled


			Wireless Pooled


			Wireline Non-Pooled


			Wireline Pooled





December % Variance from Actual


0.8575468015


0.0372566128


0.0113425566


0.093854029





January Variance


									January			January			Absolute			% of Total


									Forecast			Actual			Variance			Variance


						Wireless Non-Pooled			4,032.9			2,239.7			1,793.1			51%


						Wireless Pooled			1,130.3			1,526.9			396.6			11%


						Wireline Non-Pooled			1,681.9			2,383.2			701.3			20%


						Wireline Pooled			1,143.9			1,757.1			613.2			17%


						Total			7,989.0			7,907.0			3,504.3			100%


						Service Subelement			Wireless vs. Wireline			Total			Estimate


						NP Activate			Wireless			1,926,656			2,059,529


						NP Billable Modify (Active)			Wireless			96,617			103,280


						NP Disconnect			Wireless			42,851			45,806


						Non Pooled Total						2,066,124			2,208,615


						SV Pooled Activate			Wireless			927,515			991,482


						SV Pooled Billable Modify			Wireless			196,184			209,714


						SV Pooled Disconnect			Wireless			279,054			298,299


						Pooled Total						1,402,753			1,499,495


						NP Activate			Wireline			901,676			963,861


						NP Billable Modify (Active)			Wireline			1,125,242			1,202,845


						NP Disconnect			Wireline			159,915			170,944


						Non Pooled Total						2,186,833			2,337,649


						SV Pooled Activate			Wireline			806,707			862,342


						SV Pooled Billable Modify			Wireline			734,854			785,534


						SV Pooled Disconnect			Wireline			177,487			189,727


						Pooled Total						1,719,048			1,837,603








January variance pie


			Wireless Non-Pooled


			Wireless Pooled


			Wireline Non-Pooled


			Wireline Pooled





January % Variance from Actual


0.5116986538


0.1131759968


0.2001280052


0.1749973442





2004 variance


												2004			2004			Absolute			% of Total


												Forecast			Actual/Fcast*			Variance			Variance


									Wireless Non-Pooled			75,078.9			26,876.7			48,202.2			75%


									Wireless Pooled			14,999.1			18,323.3			3,324.2			5%


									Wireline Non-Pooled			21,588.8			28,598.3			7,009.5			11%


									Wireline Pooled			14,939.4			21,085.3			6,146.0			10%


									Total			126,606.2			94,883.6			64,681.8			100%


									*Assumes January actuals x 12 months.








2004 variance pie


			Wireless Non-Pooled


			Wireless Pooled


			Wireline Non-Pooled


			Wireline Pooled





2004 % of Actual Variance


0.7452199459


0.0513929831


0.1083687937


0.0950182772





Sheet1


			


			Key WNPO Model Assumptions			NFG Model Forecast			Revised Model*			Comments


			Subscription Growth Rate			8%			8%			Actual rate for 2003 was ~10%.


			Churn Rate			50%			?			Prior to implementation of WNP, industry churn was ~30%.  Was the increase to 50% overstated?  (Suggested revised value, 35%)


			Aggregate Port %			80%			?			This is the percentage of churning subscribers that will use WNP.  Is this number too high? (Suggested revised value, 50%)


			Total Ports			75,078.9			26,876.7			Includes all non-pooled activates, disconnects, and modifies.


			*Assumes total number of ports is equal to January actuals x 12 months.










monthly


												June			June			June %			June			July			July			July %			July			August			August			August %			August			September			September			September %			September			October			October			October %			October			November			November			November %			November			December			December			December %			December


												Forecast			Actual			of Forecast			Variance			Forecast			Actual			of Forecast			Variance			Forecast			Actual			of Forecast			Variance			Forecast			Actual			of Forecast			Variance			Forecast			Actual			of Forecast			Variance			Forecast			Actual			of Forecast			Variance			Forecast			Actual			of Forecast			Variance


			Wireline			Non-Pooled			Non-Pooled Activates			836.0			827.7			99.0%			-1.0%			839.4			873.3			104.0%			4.0%			842.3			841.6			99.9%			-0.1%			840.8			837.4			99.6%			-0.4%			866.2			934.1			107.8%			7.8%			870.5			740.8			85.1%			-14.9%			875.8			795.8			90.9%			-9.1%


									Non-Pooled Disconnects			189.0			172.7			91.4%			-8.6%			207.2			215.6			104.1%			4.1%			201.1			192.7			95.8%			-4.2%			194.7			187.0			96.1%			-3.9%			227.6			184.9			81.2%			-18.8%			172.8			128.9			74.6%			-25.4%			204.6			154.0			75.3%			-24.7%


									Non-Pooled Modifies			744.6			634.5			85.2%			-14.8%			831.2			804.0			96.7%			-3.3%			731.7			741.3			101.3%			1.3%			485.2			768.7			158.4%			58.4%			541.4			539.9			99.7%			-0.3%			529.8			268.5			50.7%			-49.3%			535.9			559.1			104.3%			4.3%


									Total			1,769.6			1,634.9			92.4%			-7.6%			1,877.9			1,892.9			100.8%			0.8%			1,775.0			1,775.5			100.0%			0.0%			1,520.7			1,793.1			117.9%			17.9%			1,635.2			1,658.8			101.4%			1.4%			1,573.1			1,138.2			72.4%			-27.6%			1,616.4			1,508.9			93.3%			-6.7%


						Pooled			Pooled Activates			597.7			837.7			140.2%			40.2%			630.0			772.9			122.7%			22.7%			630.0			806.8			128.1%			28.1%			630.0			1,068.3			169.6%			69.6%			630.0			840.1			133.3%			33.3%			630.0			1,039.1			164.9%			64.9%			630.0			1,237.1			196.4%			96.4%


									Pooled Disconnects			139.3			104.7			75.1%			-24.9%			156.1			128.3			82.2%			-17.8%			154.5			143.4			92.8%			-7.2%			152.6			161.3			105.7%			5.7%			184.1			218.3			118.6%			18.6%			141.4			128.3			90.7%			-9.3%			172.6			238.4			138.2%			38.2%


									Pooled Modifies			238.2			385.1			161.7%			61.7%			229.8			331.3			144.2%			44.2%			228.6			473.1			206.9%			106.9%			227.5			284.3			124.9%			24.9%			269.8			314.5			116.6%			16.6%			248.8			123.4			49.6%			-50.4%			291.5			508.3			174.4%			74.4%


									Total			975.2			1,327.5			136.1%			36.1%			1,015.9			1,232.5			121.3%			21.3%			1,013.2			1,423.3			140.5%			40.5%			1,010.1			1,513.8			149.9%			49.9%			1,083.9			1,372.9			126.7%			26.7%			1,020.2			1,290.7			126.5%			26.5%			1,094.0			1,983.8			181.3%			81.3%


			Wireless			Non-Pooled			Non-Pooled Activates			210.0			602.0			286.7%			186.7%			303.3			656.6			216.5%			116.5%			353.3			830.4			235.0%			135.0%			303.3			858.5			283.0%			183.0%			303.3			1,053.8			347.4%			247.4%			2,870.4			1,012.1			35.3%			-64.7%			10,268.1			2,269.1			22.1%			-77.9%


									Non-Pooled Disconnects			8.1			5.4			66.1%			-33.9%			13.8			4.1			30.0%			-70.0%			17.9			6.1			34.1%			-65.9%			22.1			12.6			56.8%			-43.2%			31.7			25.1			79.2%			-20.8%			43.3			27.0			62.4%			-37.6%			103.3			39.9			38.6%			-61.4%


									Non-Pooled Modifies			2.5			46.7			1875.1%			1775.1%			44.3			46.2			104.2%			4.2%			60.5			60.7			100.4%			0.4%			78.3			58.0			74.1%			-25.9%			97.7			785.1			803.7%			703.7%			178.9			1,207.1			674.8%			574.8%			365.5			297.7			81.5%			-18.5%


									Total			220.6			654.1			296.5%			196.5%			361.4			706.9			195.6%			95.6%			431.8			897.3			207.8%			107.8%			403.8			929.1			230.1%			130.1%			432.8			1,864.1			430.7%			330.7%			3,092.6			2,246.3			72.6%			-27.4%			10,736.9			2,606.7			24.3%			-75.7%


						Pooled			Pooled Activates			600.0			1,125.2			187.5%			87.5%			800.0			972.5			121.6%			21.6%			800.0			1,037.2			129.6%			29.6%			800.0			1,305.6			163.2%			63.2%			800.0			1,510.8			188.8%			88.8%			800.0			1,719.2			214.9%			114.9%			800.0			1,274.3			159.3%			59.3%


									Pooled Disconnects			46.8			119.0			254.2%			154.2%			62.4			86.8			139.0%			39.0%			67.1			233.7			348.4%			248.4%			70.2			96.6			137.6%			37.6%			91.7			105.8			115.4%			15.4%			77.8			112.0			144.1%			44.1%			103.1			114.6			111.1%			11.1%


									Pooled Modifies			483.3			854.0			176.7%			76.7%			552.4			381.5			69.1%			-30.9%			567.9			319.9			56.3%			-43.7%			123.1			978.3			794.5%			694.5%			158.1			810.0			512.2%			412.2%			160.9			1,930.6			1199.9%			1099.9%			204.9			72.3			35.3%			-64.7%


									Total			1,130.1			2,098.2			185.7%			85.7%			1,414.8			1,440.7			101.8%			1.8%			1,435.0			1,590.7			110.9%			10.9%			993.3			2,380.4			239.6%			139.6%			1,049.8			2,426.5			231.1%			131.1%			1,038.7			3,761.8			362.2%			262.2%			1,108.1			1,461.3			131.9%			31.9%


									Unidentified/New Uses			-			-									-			-												-									-			-									-			-									-			-									-			-


									Total Wireline			2,744.8			2,962.4			107.9%			7.9%			2,893.7			3,125.4			108.0%			8.0%			2,788.2			3,198.9			114.7%			14.7%			2,530.8			3,306.9			130.7%			30.7%			2,719.0			3,031.7			111.5%			11.5%			2,593.3			2,428.8			93.7%			-6.3%			2,710.4			3,492.7			128.9%			28.9%


									Total Wireless			1,350.7			2,752.3			203.8%			103.8%			1,776.2			2,147.6			120.9%			20.9%			1,866.8			2,488.0			133.3%			33.3%			1,397.1			3,309.5			236.9%			136.9%			1,482.6			4,290.6			289.4%			189.4%			4,131.2			6,008.1			145.4%			45.4%			11,845.0			4,068.0			34.3%			-65.7%


									Total Transactions			4,095.5			5,714.7			139.5%			39.5%			4,670.0			5,273.1			112.9%			12.9%			4,655.0			5,686.9			122.2%			22.2%			3,927.8			6,616.4			168.4%			68.4%			4,201.6			7,322.3			174.3%			74.3%			6,724.5			8,437.0			125.5%			25.5%			14,555.4			7,560.7			51.9%			-48.1%








2003full year


																					June			June						July			July						August			August						September			September						October			October			NFG (Nov. Full Year Forecast)			November			November						December			December


												2003 Actual			Actual %			June			%of Actual			Variance			July			%of Actual			Variance			August			%of Actual			Variance			September			%of Actual			Variance			October			%of Actual			Variance			November			%of Actual			Variance			December			%of Actual			Variance


			Wireline			Non-Pooled			Non-Pooled Activates			9,887.5			100%			9,997.5			101.1%			1.1%			9,989.2			101.0%			1.0%			10,023.0			101.4%			1.4%			10,022.4			101.4%			1.4%			10,018.9			101.3%			1.3%			10,086.8			102.0%			2.0%			9,957.1			100.7%			0.7%


									Non-Pooled Disconnects			2,118.8			100%			2,306.5			108.9%			8.9%			2,261.8			106.8%			6.8%			2,270.9			107.2%			7.2%			2,262.6			106.8%			6.8%			2,255.1			106.4%			6.4%			2,213.6			104.5%			4.5%			2,169.3			102.4%			2.4%


									Non-Pooled Modifies			7,954.3			100%			8,117.8			102.1%			2.1%			7,922.4			99.6%			-0.4%			7,897.1			99.3%			-0.7%			7,907.4			99.4%			-0.6%			8,191.3			103.0%			3.0%			8,193.2			103.0%			3.0%			7,931.0			99.7%			-0.3%


									Total			19,960.6			100%			20,421.8			102.3%			2.3%			20,173.4			101.1%			1.1%			20,191.0			101.2%			1.2%			20,192.4			101.2%			1.2%			20,465.3			102.5%			2.5%			20,493.6			102.7%			2.7%			20,057.4			100.5%			0.5%


						Pooled			Pooled Activates			10,103.7			100%			8,006.4			79.2%			-20.8%			8,109.6			80.3%			-19.7%			8,252.5			81.7%			-18.3%			8,429.3			83.4%			-16.6%			8,867.5			87.8%			-12.2%			9,077.6			89.8%			-10.2%			9,486.7			93.9%			-6.1%


									Pooled Disconnects			2,330.7			100%			2,311.7			99.2%			-0.8%			2,293.2			98.4%			-1.6%			2,269.4			97.4%			-2.6%			2,260.6			97.0%			-3.0%			2,276.0			97.7%			-2.3%			2,305.8			98.9%			-1.1%			2,290.3			98.3%			-1.7%


									Pooled Modifies			3,677.6			100%			2,968.5			80.7%			-19.3%			3,140.8			85.4%			-14.6%			3,248.9			88.3%			-11.7%			3,497.5			95.1%			-4.9%			3,565.9			97.0%			-3.0%			3,604.9			98.0%			-2.0%			3,475.1			94.5%			-5.5%


									Total			16,112.0			100%			13,286.6			82.5%			-17.5%			13,543.6			84.1%			-15.9%			13,770.8			85.5%			-14.5%			14,187.3			88.1%			-11.9%			14,709.4			91.3%			-8.7%			14,988.4			93.0%			-7.0%			15,252.1			94.7%			-5.3%


			Wireless			Non-Pooled			Non-Pooled Activates			8,114.4			100%			15,454.1			190.5%			90.5%			15,846.1			195.3%			95.3%			16,199.4			199.6%			99.6%			16,676.5			205.5%			105.5%			17,231.6			212.4%			112.4%			17,982.1			221.6%			121.6%			16,123.9			198.7%			98.7%


									Non-Pooled Disconnects			152.9			100%			225.1			147.3%			47.3%			237.9			155.6%			55.6%			240.0			157.0%			57.0%			240.7			157.4%			57.4%			242.1			158.3%			58.3%			244.4			159.9%			59.9%			216.3			141.5%			41.5%


									Non-Pooled Modifies			2,620.6			100%			178.2			6.8%			-93.2%			874.7			33.4%			-66.6%			917.5			35.0%			-65.0%			962.1			36.7%			-63.3%			980.4			37.4%			-62.6%			1,702.0			64.9%			-35.1%			2,688.5			102.6%			2.6%


									Total			10,887.8			100%			15,857.4			145.6%			45.6%			16,958.7			155.8%			55.8%			17,356.9			159.4%			59.4%			17,879.3			164.2%			64.2%			18,454.0			169.5%			69.5%			19,928.5			183.0%			83.0%			19,028.7			174.8%			74.8%


						Pooled			Pooled Activates			12,671.9			100%			7,909.4			62.4%			-37.6%			9,662.4			76.3%			-23.7%			9,834.9			77.6%			-22.4%			10,072.1			79.5%			-20.5%			10,577.6			83.5%			-16.5%			11,288.4			89.1%			-10.9%			12,207.6			96.3%			-3.7%


									Pooled Disconnects			1,037.1			100%			578.7			55.8%			-44.2%			700.0			67.5%			-32.5%			731.6			70.5%			-29.5%			901.5			86.9%			-13.1%			940.6			90.7%			-9.3%			966.3			93.2%			-6.8%			1,008.3			97.2%			-2.8%


									Pooled Modifies			5,915.1			100%			2,538.2			42.9%			-57.1%			3,079.6			52.1%			-47.9%			2,940.5			49.7%			-50.3%			2,707.8			45.8%			-54.2%			3,587.0			60.6%			-39.4%			4,262.0			72.1%			-27.9%			6,047.2			102.2%			2.2%


									Total			19,624.1			100%			11,026.3			56.2%			-43.8%			13,441.9			68.5%			-31.5%			13,506.9			68.8%			-31.2%			13,681.3			69.7%			-30.3%			15,105.2			77.0%			-23.0%			16,516.7			84.2%			-15.8%			19,263.1			98.2%			-1.8%


									Unidentified/New Uses			-						-									-									-									-									-									-									-


									Wireline Tranasactions			36,072.6			100%			33,708.5			93%			-6.6%			33,717.0			93.5%			-6.5%			33,961.7			94.1%			-5.9%			34,379.8			95.3%			-4.7%			35,174.8			97.5%			-2.5%			35,482.0			98.4%			-1.6%			35,309.6			97.9%			-2.1%


									Wireless Transactions			30,511.9			100%			26,883.7			88%			-11.9%			30,400.6			99.6%			-0.4%			30,863.8			101.2%			1.2%			31,560.6			103.4%			3.4%			33,559.3			110.0%			10.0%			36,445.2			119.4%			19.4%			38,291.8			125.5%			25.5%


									Total Transactions			66,584.5			100%			60,592.2			91.0%			-9.0%			64,117.6			96.3%			-3.7%			64,825.5			97.4%			-2.6%			65,940.3			99.0%			-1.0%			68,734.0			103.2%			3.2%			71,927.1			108.0%			8.0%			73,601.4			110.5%			10.5%


																											64,117.6








nfg vs actual


			NFG (Nov. Full Year Forecast)			NFG (Nov. Full Year Forecast)			NFG (Nov. Full Year Forecast)			NFG (Nov. Full Year Forecast)


			2003 Actual			2003 Actual			2003 Actual			2003 Actual





Wirless Non-Pooled


Wireless Pooled


Wireline Non-Pooled


Wireline Pooled


Millions


NFG vs. Actual
Full Year


19928500.0711038


16516661.3330547


20493622.3063423


14988362.1750756


10887817


19624070


19960607


16111995





2003 variance


												NFG			2003			Absolute			% of Total


												Forecast			Actual			Variance			Variance


									Wireless Non-Pooled			19,928.5			10,887.8			9,040.7			65%


									Wireless Pooled			16,516.7			19,624.1			3,107.4			23%


									Wireline Non-Pooled			20,493.6			19,960.6			533.0			4%


									Wireline Pooled			14,988.4			16,112.0			1,123.6			8%


									Total			71,927.1			66,584.5			13,804.7			100%








2003 variance pie


			Wireless Non-Pooled


			Wireless Pooled


			Wireline Non-Pooled


			Wireline Pooled





2003 % Variance from Actual


0.654897025


0.2250972272


0.0386110359


0.0813947119





Dec variance


												December			December			Absolute			% of Total


												Forecast			Actual			Variance			Variance


									Wireless Non-Pooled			10,736.9			2,606.7			8,130.2			86%


									Wireless Pooled			1,108.1			1,461.3			353.2			4%


									Wireline Non-Pooled			1,616.4			1,508.9			107.5			1%


									Wireline Pooled			1,094.0			1,983.8			889.8			9%


									Total			14,555.4			7,560.7			9,480.7			100%








Dec variance pie


			Wireless Non-Pooled


			Wireless Pooled


			Wireline Non-Pooled


			Wireline Pooled





December % Variance from Actual


0.8575468015


0.0372566128


0.0113425566


0.093854029





January Variance


									January			January			Absolute			% of Total


									Forecast			Actual			Variance			Variance


						Wireless Non-Pooled			4,032.9			2,239.7			1,793.1			51%


						Wireless Pooled			1,130.3			1,526.9			396.6			11%


						Wireline Non-Pooled			1,681.9			2,383.2			701.3			20%


						Wireline Pooled			1,143.9			1,757.1			613.2			17%


						Total			7,989.0			7,907.0			3,504.3			100%


						Service Subelement			Wireless vs. Wireline			Total			Estimate


						NP Activate			Wireless			1,926,656			2,059,529


						NP Billable Modify (Active)			Wireless			96,617			103,280


						NP Disconnect			Wireless			42,851			45,806


						Non Pooled Total						2,066,124			2,208,615


						SV Pooled Activate			Wireless			927,515			991,482


						SV Pooled Billable Modify			Wireless			196,184			209,714


						SV Pooled Disconnect			Wireless			279,054			298,299


						Pooled Total						1,402,753			1,499,495


						NP Activate			Wireline			901,676			963,861


						NP Billable Modify (Active)			Wireline			1,125,242			1,202,845


						NP Disconnect			Wireline			159,915			170,944


						Non Pooled Total						2,186,833			2,337,649


						SV Pooled Activate			Wireline			806,707			862,342


						SV Pooled Billable Modify			Wireline			734,854			785,534


						SV Pooled Disconnect			Wireline			177,487			189,727


						Pooled Total						1,719,048			1,837,603








January variance pie


			Wireless Non-Pooled


			Wireless Pooled


			Wireline Non-Pooled


			Wireline Pooled





January % Variance from Actual


0.5116986538


0.1131759968


0.2001280052


0.1749973442





2004 variance


												2004			2004			Absolute			% of Total


												Forecast			Actual/Fcast*			Variance			Variance


									Wireless Non-Pooled			75,078.9			26,876.7			48,202.2			75%


									Wireless Pooled			14,999.1			18,323.3			3,324.2			5%


									Wireline Non-Pooled			21,588.8			28,598.3			7,009.5			11%


									Wireline Pooled			14,939.4			21,085.3			6,146.0			10%


									Total			126,606.2			94,883.6			64,681.8			100%


									*Assumes January actuals x 12 months.








2004 variance pie


			Wireless Non-Pooled


			Wireless Pooled


			Wireline Non-Pooled


			Wireline Pooled





0.7452199459


0.0513929831


0.1083687937


0.0950182772
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			Key WNPO Model Assumptions			NFG Model Forecast			Revised Model*			Comments


			Subscription Growth Rate			8%			8%			Actual rate for 2003 was ~10%.


			Churn Rate			50%			?			Prior to implementation of WNP, industry churn was ~30%.  Was the increase to 50% overstated?  (Suggested revised value, 35%)


			Aggregate Port %			80%			?			This is the percentage of churning subscribers that will use WNP.  Is this number too high? (Suggested revised value, 50%)


			Total Ports			75,078.9			26,876.7			Includes all non-pooled activates, disconnects, and modifies.


			*Assumes total number of ports is equal to January actuals x 12 months.












Key WNP Assumptions for 2004









monthly


												June			June			June %			June			July			July			July %			July			August			August			August %			August			September			September			September %			September			October			October			October %			October			November			November			November %			November			December			December			December %			December


												Forecast			Actual			of Forecast			Variance			Forecast			Actual			of Forecast			Variance			Forecast			Actual			of Forecast			Variance			Forecast			Actual			of Forecast			Variance			Forecast			Actual			of Forecast			Variance			Forecast			Actual			of Forecast			Variance			Forecast			Actual			of Forecast			Variance


			Wireline			Non-Pooled			Non-Pooled Activates			836.0			827.7			99.0%			-1.0%			839.4			873.3			104.0%			4.0%			842.3			841.6			99.9%			-0.1%			840.8			837.4			99.6%			-0.4%			866.2			934.1			107.8%			7.8%			870.5			740.8			85.1%			-14.9%			875.8			795.8			90.9%			-9.1%


									Non-Pooled Disconnects			189.0			172.7			91.4%			-8.6%			207.2			215.6			104.1%			4.1%			201.1			192.7			95.8%			-4.2%			194.7			187.0			96.1%			-3.9%			227.6			184.9			81.2%			-18.8%			172.8			128.9			74.6%			-25.4%			204.6			154.0			75.3%			-24.7%


									Non-Pooled Modifies			744.6			634.5			85.2%			-14.8%			831.2			804.0			96.7%			-3.3%			731.7			741.3			101.3%			1.3%			485.2			768.7			158.4%			58.4%			541.4			539.9			99.7%			-0.3%			529.8			268.5			50.7%			-49.3%			535.9			559.1			104.3%			4.3%


									Total			1,769.6			1,634.9			92.4%			-7.6%			1,877.9			1,892.9			100.8%			0.8%			1,775.0			1,775.5			100.0%			0.0%			1,520.7			1,793.1			117.9%			17.9%			1,635.2			1,658.8			101.4%			1.4%			1,573.1			1,138.2			72.4%			-27.6%			1,616.4			1,508.9			93.3%			-6.7%


						Pooled			Pooled Activates			597.7			837.7			140.2%			40.2%			630.0			772.9			122.7%			22.7%			630.0			806.8			128.1%			28.1%			630.0			1,068.3			169.6%			69.6%			630.0			840.1			133.3%			33.3%			630.0			1,039.1			164.9%			64.9%			630.0			1,237.1			196.4%			96.4%


									Pooled Disconnects			139.3			104.7			75.1%			-24.9%			156.1			128.3			82.2%			-17.8%			154.5			143.4			92.8%			-7.2%			152.6			161.3			105.7%			5.7%			184.1			218.3			118.6%			18.6%			141.4			128.3			90.7%			-9.3%			172.6			238.4			138.2%			38.2%


									Pooled Modifies			238.2			385.1			161.7%			61.7%			229.8			331.3			144.2%			44.2%			228.6			473.1			206.9%			106.9%			227.5			284.3			124.9%			24.9%			269.8			314.5			116.6%			16.6%			248.8			123.4			49.6%			-50.4%			291.5			508.3			174.4%			74.4%


									Total			975.2			1,327.5			136.1%			36.1%			1,015.9			1,232.5			121.3%			21.3%			1,013.2			1,423.3			140.5%			40.5%			1,010.1			1,513.8			149.9%			49.9%			1,083.9			1,372.9			126.7%			26.7%			1,020.2			1,290.7			126.5%			26.5%			1,094.0			1,983.8			181.3%			81.3%


			Wireless			Non-Pooled			Non-Pooled Activates			210.0			602.0			286.7%			186.7%			303.3			656.6			216.5%			116.5%			353.3			830.4			235.0%			135.0%			303.3			858.5			283.0%			183.0%			303.3			1,053.8			347.4%			247.4%			2,870.4			1,012.1			35.3%			-64.7%			10,268.1			2,269.1			22.1%			-77.9%


									Non-Pooled Disconnects			8.1			5.4			66.1%			-33.9%			13.8			4.1			30.0%			-70.0%			17.9			6.1			34.1%			-65.9%			22.1			12.6			56.8%			-43.2%			31.7			25.1			79.2%			-20.8%			43.3			27.0			62.4%			-37.6%			103.3			39.9			38.6%			-61.4%


									Non-Pooled Modifies			2.5			46.7			1875.1%			1775.1%			44.3			46.2			104.2%			4.2%			60.5			60.7			100.4%			0.4%			78.3			58.0			74.1%			-25.9%			97.7			785.1			803.7%			703.7%			178.9			1,207.1			674.8%			574.8%			365.5			297.7			81.5%			-18.5%


									Total			220.6			654.1			296.5%			196.5%			361.4			706.9			195.6%			95.6%			431.8			897.3			207.8%			107.8%			403.8			929.1			230.1%			130.1%			432.8			1,864.1			430.7%			330.7%			3,092.6			2,246.3			72.6%			-27.4%			10,736.9			2,606.7			24.3%			-75.7%


						Pooled			Pooled Activates			600.0			1,125.2			187.5%			87.5%			800.0			972.5			121.6%			21.6%			800.0			1,037.2			129.6%			29.6%			800.0			1,305.6			163.2%			63.2%			800.0			1,510.8			188.8%			88.8%			800.0			1,719.2			214.9%			114.9%			800.0			1,274.3			159.3%			59.3%


									Pooled Disconnects			46.8			119.0			254.2%			154.2%			62.4			86.8			139.0%			39.0%			67.1			233.7			348.4%			248.4%			70.2			96.6			137.6%			37.6%			91.7			105.8			115.4%			15.4%			77.8			112.0			144.1%			44.1%			103.1			114.6			111.1%			11.1%


									Pooled Modifies			483.3			854.0			176.7%			76.7%			552.4			381.5			69.1%			-30.9%			567.9			319.9			56.3%			-43.7%			123.1			978.3			794.5%			694.5%			158.1			810.0			512.2%			412.2%			160.9			1,930.6			1199.9%			1099.9%			204.9			72.3			35.3%			-64.7%


									Total			1,130.1			2,098.2			185.7%			85.7%			1,414.8			1,440.7			101.8%			1.8%			1,435.0			1,590.7			110.9%			10.9%			993.3			2,380.4			239.6%			139.6%			1,049.8			2,426.5			231.1%			131.1%			1,038.7			3,761.8			362.2%			262.2%			1,108.1			1,461.3			131.9%			31.9%


									Unidentified/New Uses			-			-									-			-												-									-			-									-			-									-			-									-			-


									Total Wireline			2,744.8			2,962.4			107.9%			7.9%			2,893.7			3,125.4			108.0%			8.0%			2,788.2			3,198.9			114.7%			14.7%			2,530.8			3,306.9			130.7%			30.7%			2,719.0			3,031.7			111.5%			11.5%			2,593.3			2,428.8			93.7%			-6.3%			2,710.4			3,492.7			128.9%			28.9%


									Total Wireless			1,350.7			2,752.3			203.8%			103.8%			1,776.2			2,147.6			120.9%			20.9%			1,866.8			2,488.0			133.3%			33.3%			1,397.1			3,309.5			236.9%			136.9%			1,482.6			4,290.6			289.4%			189.4%			4,131.2			6,008.1			145.4%			45.4%			11,845.0			4,068.0			34.3%			-65.7%


									Total Transactions			4,095.5			5,714.7			139.5%			39.5%			4,670.0			5,273.1			112.9%			12.9%			4,655.0			5,686.9			122.2%			22.2%			3,927.8			6,616.4			168.4%			68.4%			4,201.6			7,322.3			174.3%			74.3%			6,724.5			8,437.0			125.5%			25.5%			14,555.4			7,560.7			51.9%			-48.1%








2003full year


																					June			June						July			July						August			August						September			September						October			October			NFG (Nov. Full Year Forecast)			November			November						December			December


												2003 Actual			Actual %			June			%of Actual			Variance			July			%of Actual			Variance			August			%of Actual			Variance			September			%of Actual			Variance			October			%of Actual			Variance			November			%of Actual			Variance			December			%of Actual			Variance


			Wireline			Non-Pooled			Non-Pooled Activates			9,887.5			100%			9,997.5			101.1%			1.1%			9,989.2			101.0%			1.0%			10,023.0			101.4%			1.4%			10,022.4			101.4%			1.4%			10,018.9			101.3%			1.3%			10,086.8			102.0%			2.0%			9,957.1			100.7%			0.7%


									Non-Pooled Disconnects			2,118.8			100%			2,306.5			108.9%			8.9%			2,261.8			106.8%			6.8%			2,270.9			107.2%			7.2%			2,262.6			106.8%			6.8%			2,255.1			106.4%			6.4%			2,213.6			104.5%			4.5%			2,169.3			102.4%			2.4%


									Non-Pooled Modifies			7,954.3			100%			8,117.8			102.1%			2.1%			7,922.4			99.6%			-0.4%			7,897.1			99.3%			-0.7%			7,907.4			99.4%			-0.6%			8,191.3			103.0%			3.0%			8,193.2			103.0%			3.0%			7,931.0			99.7%			-0.3%


									Total			19,960.6			100%			20,421.8			102.3%			2.3%			20,173.4			101.1%			1.1%			20,191.0			101.2%			1.2%			20,192.4			101.2%			1.2%			20,465.3			102.5%			2.5%			20,493.6			102.7%			2.7%			20,057.4			100.5%			0.5%


						Pooled			Pooled Activates			10,103.7			100%			8,006.4			79.2%			-20.8%			8,109.6			80.3%			-19.7%			8,252.5			81.7%			-18.3%			8,429.3			83.4%			-16.6%			8,867.5			87.8%			-12.2%			9,077.6			89.8%			-10.2%			9,486.7			93.9%			-6.1%


									Pooled Disconnects			2,330.7			100%			2,311.7			99.2%			-0.8%			2,293.2			98.4%			-1.6%			2,269.4			97.4%			-2.6%			2,260.6			97.0%			-3.0%			2,276.0			97.7%			-2.3%			2,305.8			98.9%			-1.1%			2,290.3			98.3%			-1.7%


									Pooled Modifies			3,677.6			100%			2,968.5			80.7%			-19.3%			3,140.8			85.4%			-14.6%			3,248.9			88.3%			-11.7%			3,497.5			95.1%			-4.9%			3,565.9			97.0%			-3.0%			3,604.9			98.0%			-2.0%			3,475.1			94.5%			-5.5%


									Total			16,112.0			100%			13,286.6			82.5%			-17.5%			13,543.6			84.1%			-15.9%			13,770.8			85.5%			-14.5%			14,187.3			88.1%			-11.9%			14,709.4			91.3%			-8.7%			14,988.4			93.0%			-7.0%			15,252.1			94.7%			-5.3%


			Wireless			Non-Pooled			Non-Pooled Activates			8,114.4			100%			15,454.1			190.5%			90.5%			15,846.1			195.3%			95.3%			16,199.4			199.6%			99.6%			16,676.5			205.5%			105.5%			17,231.6			212.4%			112.4%			17,982.1			221.6%			121.6%			16,123.9			198.7%			98.7%


									Non-Pooled Disconnects			152.9			100%			225.1			147.3%			47.3%			237.9			155.6%			55.6%			240.0			157.0%			57.0%			240.7			157.4%			57.4%			242.1			158.3%			58.3%			244.4			159.9%			59.9%			216.3			141.5%			41.5%


									Non-Pooled Modifies			2,620.6			100%			178.2			6.8%			-93.2%			874.7			33.4%			-66.6%			917.5			35.0%			-65.0%			962.1			36.7%			-63.3%			980.4			37.4%			-62.6%			1,702.0			64.9%			-35.1%			2,688.5			102.6%			2.6%


									Total			10,887.8			100%			15,857.4			145.6%			45.6%			16,958.7			155.8%			55.8%			17,356.9			159.4%			59.4%			17,879.3			164.2%			64.2%			18,454.0			169.5%			69.5%			19,928.5			183.0%			83.0%			19,028.7			174.8%			74.8%


						Pooled			Pooled Activates			12,671.9			100%			7,909.4			62.4%			-37.6%			9,662.4			76.3%			-23.7%			9,834.9			77.6%			-22.4%			10,072.1			79.5%			-20.5%			10,577.6			83.5%			-16.5%			11,288.4			89.1%			-10.9%			12,207.6			96.3%			-3.7%


									Pooled Disconnects			1,037.1			100%			578.7			55.8%			-44.2%			700.0			67.5%			-32.5%			731.6			70.5%			-29.5%			901.5			86.9%			-13.1%			940.6			90.7%			-9.3%			966.3			93.2%			-6.8%			1,008.3			97.2%			-2.8%


									Pooled Modifies			5,915.1			100%			2,538.2			42.9%			-57.1%			3,079.6			52.1%			-47.9%			2,940.5			49.7%			-50.3%			2,707.8			45.8%			-54.2%			3,587.0			60.6%			-39.4%			4,262.0			72.1%			-27.9%			6,047.2			102.2%			2.2%


									Total			19,624.1			100%			11,026.3			56.2%			-43.8%			13,441.9			68.5%			-31.5%			13,506.9			68.8%			-31.2%			13,681.3			69.7%			-30.3%			15,105.2			77.0%			-23.0%			16,516.7			84.2%			-15.8%			19,263.1			98.2%			-1.8%


									Unidentified/New Uses			-						-									-									-									-									-									-									-


									Wireline Tranasactions			36,072.6			100%			33,708.5			93%			-6.6%			33,717.0			93.5%			-6.5%			33,961.7			94.1%			-5.9%			34,379.8			95.3%			-4.7%			35,174.8			97.5%			-2.5%			35,482.0			98.4%			-1.6%			35,309.6			97.9%			-2.1%


									Wireless Transactions			30,511.9			100%			26,883.7			88%			-11.9%			30,400.6			99.6%			-0.4%			30,863.8			101.2%			1.2%			31,560.6			103.4%			3.4%			33,559.3			110.0%			10.0%			36,445.2			119.4%			19.4%			38,291.8			125.5%			25.5%


									Total Transactions			66,584.5			100%			60,592.2			91.0%			-9.0%			64,117.6			96.3%			-3.7%			64,825.5			97.4%			-2.6%			65,940.3			99.0%			-1.0%			68,734.0			103.2%			3.2%			71,927.1			108.0%			8.0%			73,601.4			110.5%			10.5%


																											64,117.6








nfg vs actual


			NFG (Nov. Full Year Forecast)			NFG (Nov. Full Year Forecast)			NFG (Nov. Full Year Forecast)			NFG (Nov. Full Year Forecast)


			2003 Actual			2003 Actual			2003 Actual			2003 Actual





Wirless Non-Pooled


Wireless Pooled


Wireline Non-Pooled


Wireline Pooled


Millions


NFG vs. Actual
Full Year


19928500.0711038


16516661.3330547


20493622.3063423


14988362.1750756


10887817


19624070


19960607


16111995





2003 variance


												NFG			2003			Absolute			% of Total


												Forecast			Actual			Variance			Variance


									Wireless Non-Pooled			19,928.5			10,887.8			9,040.7			65%


									Wireless Pooled			16,516.7			19,624.1			3,107.4			23%


									Wireline Non-Pooled			20,493.6			19,960.6			533.0			4%


									Wireline Pooled			14,988.4			16,112.0			1,123.6			8%


									Total			71,927.1			66,584.5			13,804.7			100%








2003 variance pie


			Wireless Non-Pooled


			Wireless Pooled


			Wireline Non-Pooled


			Wireline Pooled





2003 % Variance from Actual


0.654897025


0.2250972272


0.0386110359


0.0813947119





Dec variance


												December			December			Absolute			% of Total


												Forecast			Actual			Variance			Variance


									Wireless Non-Pooled			10,736.9			2,606.7			8,130.2			86%


									Wireless Pooled			1,108.1			1,461.3			353.2			4%


									Wireline Non-Pooled			1,616.4			1,508.9			107.5			1%


									Wireline Pooled			1,094.0			1,983.8			889.8			9%


									Total			14,555.4			7,560.7			9,480.7			100%








Dec variance pie


			Wireless Non-Pooled


			Wireless Pooled


			Wireline Non-Pooled


			Wireline Pooled





December % Variance from Actual


0.8575468015


0.0372566128


0.0113425566


0.093854029





January Variance


									January			January			Absolute			% of Total


									Forecast			Actual			Variance			Variance


						Wireless Non-Pooled			4,032.9			2,239.7			1,793.1			51%


						Wireless Pooled			1,130.3			1,526.9			396.6			11%


						Wireline Non-Pooled			1,681.9			2,383.2			701.3			20%


						Wireline Pooled			1,143.9			1,757.1			613.2			17%


						Total			7,989.0			7,907.0			3,504.3			100%


						Service Subelement			Wireless vs. Wireline			Total			Estimate


						NP Activate			Wireless			1,926,656			2,059,529


						NP Billable Modify (Active)			Wireless			96,617			103,280


						NP Disconnect			Wireless			42,851			45,806


						Non Pooled Total						2,066,124			2,208,615


						SV Pooled Activate			Wireless			927,515			991,482


						SV Pooled Billable Modify			Wireless			196,184			209,714


						SV Pooled Disconnect			Wireless			279,054			298,299


						Pooled Total						1,402,753			1,499,495


						NP Activate			Wireline			901,676			963,861


						NP Billable Modify (Active)			Wireline			1,125,242			1,202,845


						NP Disconnect			Wireline			159,915			170,944


						Non Pooled Total						2,186,833			2,337,649


						SV Pooled Activate			Wireline			806,707			862,342


						SV Pooled Billable Modify			Wireline			734,854			785,534


						SV Pooled Disconnect			Wireline			177,487			189,727


						Pooled Total						1,719,048			1,837,603








January variance pie


			Wireless Non-Pooled


			Wireless Pooled


			Wireline Non-Pooled


			Wireline Pooled





January % Variance from Actual


0.5116986538


0.1131759968


0.2001280052


0.1749973442





2004 variance


												2004			2004			Absolute			% of Total


												Forecast			Actual/Fcast*			Variance			Variance


									Wireless Non-Pooled			75,078.9			26,876.7			48,202.2			75%


									Wireless Pooled			14,999.1			18,323.3			3,324.2			5%


									Wireline Non-Pooled			21,588.8			28,598.3			7,009.5			11%


									Wireline Pooled			14,939.4			21,085.3			6,146.0			10%


									Total			126,606.2			94,883.6			64,681.8			100%


									*Assumes January actuals x 12 months.








2004 variance pie


			Wireless Non-Pooled


			Wireless Pooled


			Wireline Non-Pooled


			Wireline Pooled





2004 % of Actual Variance


0.7452199459


0.0513929831


0.1083687937


0.0950182772
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			Key WNPO Model Assumptions			NFG Model Forecast			Revised Model*			Comments


			Subscription Growth Rate			8%			8%			Actual rate for 2003 was ~10%.


			Churn Rate			50%			?			Prior to implementation of WNP, industry churn was ~30%.  Was the increase to 50% overstated?  (Suggested revised value, 35%)


			Aggregate Port %			80%			?			This is the percentage of churning subscribers that will use WNP.  Is this number too high? (Suggested revised value, 50%)


			Total Ports			75,078.9			26,876.7			Includes all non-pooled activates, disconnects, and modifies.


			*Assumes total number of ports is equal to January actuals x 12 months.










January January Absolute % of Total


Forecast Actual Variance Variance


Wireless Non-Pooled  4,032.9                     2,239.7                1,793.1              51%


Wireless Pooled  1,130.3                     1,526.9                396.6                 11%


Wireline Non-Pooled 1,681.9                     2,383.2                701.3                 20%


Wireline Pooled 1,143.9                     1,757.1                613.2                 17%


Total 7,989.0                     7,907.0                3,504.3              100%


2003 % Variance from Actual


Wireless Non-Pooled 


65%


Wireline Pooled


8%


Wireline Non-Pooled


4%


Wireless Pooled 


23%


December % Variance from Actual


Wireless Non-Pooled 


86%


Wireline Pooled


9%


Wireline Non-Pooled


1%


Wireless Pooled 


4%


Wireless Non-Pooled 


74%


Wireless Pooled 


5%


Wireline Non-Pooled


11%


Wireline Pooled


10%


Key WNPO Model Assumptions


NFG Model 


Forecast


Revised 


Model* Comments


Subscription Growth Rate 8% 8%Actual rate for 2003 was ~10%.


Churn Rate 50% ?


Prior to implementation of WNP, industry churn 


was ~30%.  Was the increase to 50% 


overstated?  (Suggested revised value, 35%)


Aggregate Port % 80% ?


This is the percentage of churning subscribers 


that will use WNP.  Is this number too high? 


(Suggested revised value, 50%)


Total Ports 75,078.9           26,876.7           


Includes all non-pooled activates, disconnects, 


and modifies.


*Assumes total number of ports is equal to January actuals x 12 months.


Wireless Non-Pooled 
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Wireless Non-Pooled 


10,736.9
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1,094.0
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14,555.4
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NFG


2003


Absolute


% of Total


Forecast


Actual


Variance


Variance


Wireless Non-Pooled 


19,928.5


   


 


10,887.8


        


 


9,040.7


             


 


65%


Wireless Pooled 


16,516.7


   


 


19,624.1


        


 


3,107.4


             


 


23%


Wireline Non-Pooled


20,493.6


   


 


19,960.6


        


 


533.0


                


 


4%


Wireline Pooled


14,988.4


   


 


16,112.0


        


 


1,123.6


             


 


8%


Total


71,927.1


   


 


66,584.5


        


 


13,804.7


           


 


100%


2004 2004 Absolute % of Total


Forecast Actual/Fcast* Variance Variance


Wireless Non-Pooled  75,078.9     26,876.7             48,202.2            75%


Wireless Pooled  14,999.1     18,323.3             3,324.2              5%


Wireline Non-Pooled 21,588.8     28,598.3             7,009.5              11%


Wireline Pooled 14,939.4     21,085.3             6,146.0              10%


Total 126,606.2   94,883.6             64,681.8            100%


*Assumes January actuals x 12 months.
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CONTRIBUTION TITLE:  

If this contribution relates to an existing open issue or PIM, FORT, OBF issue please identify that issue or PIM number: _______
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Phone number
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e-mail address
 

CONTACT:
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:
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ABSTRACT:


CONTRIBUTION: 



Detailed description of the issue, alternative solutions, and recommended solution.


I    Introduction:


II   Discussion & Alternative Solutions:

III Recommendation:

Notice: This contribution includes information that has been prepared to assist the WNPO.  This document is submitted as a


basis for discussion and is not a binding proposal on the Source or the Contact.  The aforementioned carrier(s) specifically
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PIC Freeze Questionaire


Information for Industry Matrix for LNP


December 18, 2003


1. Company Name, Address, and Contact Number

________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________




2. Will your company stop a port request for a PIC Freeze?  Yes       No

3. If Yes, which PIC Freeze will stop a port, check all that apply?


a. InterLATA Freeze  


b. IntraLATA Freeze


c. Local Freeze


4. If yes, what is the procedure to remove the PIC Freeze from the customer’s account when the customer wishes to port to a new service provider and indicate if there is a different procedure for the different PIC Freeze options checked?


________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


5. Contact number for questions regarding PIC Freeze removal questions.

________________________________________________________________________________________________________________________________



_1139235851.doc
WIRELESS NUMBER PORTABILITY OPERATIONS TEAM (WNPO)


CONTRIBUTION FORM


CONTRIBUTION TITLE:  Wireless Carriers’ Provider Port Protection Removal

If this contribution relates to an existing open issue, please identify the issue number: _______


SOURCE:

Name

:Sue Tiffany 




Company
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Address
:6160 Sprint Prkwy, Overland Park, KS 66251




Phone number
:913- 762-8024




e-mail address
:stiffa01@sprintspectrum.com

CONTACT:

Name

: same as above





Company
:


Address
:





Phone number
:





e-mail address
:
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December 18, 2003

ABSTRACT:

Brief (one sentence) description of contribution 


When and If a wireless carrier decides to offer their customers port protection services, there is the risk that those carriers will identify various methods and procedures to remove the port protection service when the customer wants to port to a new service provider.  The FCC has given the wireline companies guidance on removing a PIC Freeze because of problems encountered when wireline carriers developed their own PIC Freeze removal procedures that were a burden to the consumer.  Sprint is recommending that the wireless industry create a guideline for the wireless industry to follow to remove port protection services from a customer’s account.

CONTRIBUTION: 



Detailed description of the issue, alternative solutions, and recommended solution.


I    Introduction:

As more wireless companies choose to offer their customers a form of port protection, the wireless carriers will increasingly encounter customers that cannot port until that customer removes the port protection service from their account.  With no industry agreement or guidelines on how to remove the port protection service from the customer’s account, the new service provider could have to keep track of numerous methods and procedures to advise their new customer on how to remove port protection from their old service provider account. 

The wireline industry has a Local PIC Freeze service that prevents a customer’s local service from being slammed, or inadvertently ported without the customer’s knowledge.  Many of the wireline carriers will not port a customer that has a Local PIC Freeze on their account without the customer whose name is on the account giving permission to remove the Local PIC Freeze.  The Local PIC Freeze is similar to the wireless port protection service.


The FCC has given the wireline companies guidance on methods and procedures for removing a PIC Freeze.  One of the recommended procedures is for the customer and the new service provider to call the old service provider on a three way call where the customer requests the PIC Freeze be removed.  This method greatly reduces the opportunity for the old service provider to ‘win back’ the customer on the call, and has FCC approval.


Sprint is proposing that the wireless industry create a procedure for removing a wireless service provider’s port protection service from a customer’s account in a manner that will reduce the old service provider’s opportunity to ‘win back’ the customer.  Sprint is also proposing an industry guideline for removing a customer from a port protection service that can be accomplished quickly to enable the port to be completed in 2 ½ hours.

II   Discussion & Alternative Solutions:

Discuss impact of wireless port protection on wireless porting timers and process.


Alternatives:


1. Provide the customer with a password/pin number they can use to remove the port protection service from their account.  The new service provider would then send the password/pin number in the WPR to the old service provider authorizing the removal of the port protection service and the port to the new service provider.

2. Provide the customer with a password/pin number they can use to remove the port protection service from their account.  The old service provider would accept a three way call from the customer and new service provider where the customer would remove the port protection service prior to the port request being sent. 

3. Provide the customer with a password/pin number they can use to remove the port protection service from their account.  The old service provider would also provide an IVR system that the customer could call using their password/pin number to remove the port protection service.

III Recommendation:


Sprint recommends that the wireless industry work together to create a guideline to use that will allow the customer to quickly remove the port protection service from their account if they wish to port to a new service provider.  The guideline should be a procedure that complies with the FCC Order that prohibits the old service provider from trying to ‘win back’ a customer that wishes to port to a new service provider.  Sprint prefers the first option of sending the password/pin number along with the port request in the WPR.  That would increase the chances of the port being completed in 2 ½ hours, and would eliminate any opportunity for ‘win back’.


This contribution is submitted for discussion and working purposes only, and is not to be construed as binding on Sprint Corporation.  Sprint reserves the right to supplement, amend, or withdraw the contents herein at any time.


Notice: This contribution includes information that has been prepared to assist the WNPO.  This document is submitted as a


basis for discussion and is not a binding proposal on the Source or the Contact.  The aforementioned carrier(s) specifically


reserve the right to add to, amend, or withdraw its contents.
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NPAC HELP DESK 



		NPAC Help Desk Hours of Operation

		NeuStar Proposes:

		Return to pre-11/24/2003 Hours of Operation:

		M-F 7a-7p CT

		On-call all other hours, excluding contractual Holidays



Waive $100 On-call fee for non-service affecting calls:

		M-F 7p - 11p CT

		S-S  8a - 11p CT
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DRAFT Change Order Submitted by Verizon to Address PIM 22 – Limiting Ability to  Remove Conflict Status with Certain Cause Values




Origination Date:  12/31/03


Originator:  Verizon


Change Order Number:  375

Description:  Limiting Ability to Remove Conflict Status with Certain Cause Values


Pure Backwards Compatible:  TBD


IMPACT/CHANGE ASSESSMENT


FRS

IIS

GDMO

ASN.1

NPAC

SOA

LSMS



TBD

TBD

TBD

TBD

TBD

TBD

TBD



Business Need:

Customers have been taken out of service inadvertently due to the New Service Provider continuing with a port that had been placed into Conflict by the Old Service Provider after the 6 hour timer had expired, instead of investigating why the port was placed into Conflict.


When the Old Service Provider receives a SOA notification from NPAC that another service provider has issued a CREATE message to NPAC in order to schedule a port-in of the Old Service Provider’s customer, the Old Service Provider should check to see that a matching Local Service Request (LSR) has been received from that service provider regarding that specific TN.  If no matching LSR is found, the Old Service Provider may place the port into Conflict status with a Cause Value set to “LSR Not Received” (Cause Value 50).  In some instances, the New Service Provider is waiting for the 6 hour Conflict Resolution New Service Provider Restriction Tunable Parameter timer to expire, and is proceeding with porting the number.  This has led to a number of customers being inadvertently ported and taken out of service from a terminating call perspective because the wrong TN was entered in the original CREATE message sent by the New Service Provider to NPAC.


This proposed Change Order, as did PIM 22 accepted by the LNPA, seeks to prevent instances where customers are taken out of service inadvertently after the New Service Provider continues with a port that had been placed into Conflict by the Old Service Provider.  In these cases, the port was placed into Conflict Status by the Old Service Provider because of indications that the New Service Provider may possibly be porting the wrong TNs.


Description of Change:


The current Cause Values indicating why the Old Service Provider has placed a port into Conflict are as follows:


50 - LSR Not Received


51 - FOC Not Issued


52 - Due Date Mismatch


53 - Vacant Number Port


54 – General Conflict


This Change Order proposes that the LNPA revisit the philosophy that led to enabling the New Service Provider to remove a Subscription Version from Conflict status after a specified period of time without first resolving the original conflict with the Old Service Provider.  NPAC requirements and functionality should be modified such that only the Old Service Provider is able to remove Conflict status and move a Subscription Version to Pending status when the Conflict Cause Value is set to 50, which signifies that the Old Service Provider has not received a matching Local Service Request (LSR) or Wireless Porting Request (WPR) for the telephone number received in the New Service Provider CREATE notification from NPAC, or when the Conflict Cause Value is set to 51 (Firm Order Confirmation Not Issued).


Subscription Versions should only be placed into Conflict with a Cause Value set to 50 when the Old Service Provider cannot match an LSR or WPR with the New Service Provider CREATE notification and is reasonably confident that the wrong number is about to be ported.  Also, Subscription Versions should only be placed into Conflict with a Cause Value set to 51 when the Old Service Provider has a legitimate reason for withholding the Firm Order Confirmation.  A Cause Value of 50 or 51 should not be used in lieu of any other appropriate Conflict Cause Value in order to inappropriately prevent the New Service Provider’s ability to remove Conflict status.


PAGE  
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This contribution includes proposals which were prepared to assist the LNPA Working Group. This document is submitted for discussion only, and is not to be construed as binding on Verizon.  Subsequent study may lead to a revision of this document, both in numerical value and/or form, and, after continuing study and analysis, Verizon specifically reserves the right to change the contents of this contribution


* CONTACT: Gary Sacra; email: gary.m.sacra@verizon.com; Tel: 410-736-7756
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  01/20/04

PIM # 


Company(s) Submitting Issue:  Sprint 

Contact(s):    Name  Rick Dressner


         Contact Number   913-859-3772 / 954-401-5454


         Email Address   rdress01@sprintspectrum.com

(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


		      Due to inconsistent inter-modal processes some customers are experiencing loss of service between disconnects and activations.





2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue:  The wireless process flows are based on near real time processing due to the short porting interval.  As a result most wireless providers do not disconnect until a confirmation has been received from the NPAC that the new service provider has activated the port.  The Wireline practice is to disconnect based on a due date and a firm order confirmation from the new service provider.   

B. Frequency of Occurrence: 3,000 customers have been identified by Sprint PCS since the deployment of wireless local number portability.

C. NPAC Regions Impacted: All

D. Rationale why existing process is deficient: Inter-modal porting processes were not clearly defined or developed by the industry prior to wireless local number portability implementation.

E.   Identify action taken in other committees / forums:  

F    Any other descriptive items: 


3. Suggested Resolution: 


Define requirements that could be utilized by wireline and wireless carriers for inter-modal porting. 

Develop procedures for the OSP to disconnect  once the NSP has activated.  Consideration for NPAC SOA and/or LSMS notification as triggers.   

LNPA WG: (only)


Item Number: __ __ __ __



Issue Resolution Referred to: _________________________________________________________


Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________


1

2
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FEBRUARY, 2004 LNPA WG ACTION ITEMS ASSIGNED:


NOTE:  THE ACTION ITEM NUMBERING SCHEME IS AS FOLLOWS:


· FIRST TWO DIGITS DESIGNATE THE MONTH OF THE LNPA MEETING


· SECOND TWO DIGITS DESIGNATE THE YEAR OF THE LNPA MEETING


· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER


NEUSTAR ACTION ITEMS:


0204-01:  NeuStar will determine whether they can have a first pass of the NANC 323, 


SPID Migration, User Method & Procedures (User M&Ps) for review at the April meeting.


0204-02:  At the January meeting, an LNPA member stated that there are two versions of 


 
the GDMO in documentation.  NeuStar will open up a Document Only Change 


 
Order to change the GDMO and ASN.1 Header sections of the IIS Part I.


0204-03:  Related to Action Item 0204-19, NeuStar will determine if any changes to the 


IIS are required for the rewording changes to the definitions of Conflict Cause Values 50 and 51.


0204-04:  From the 02/04 Architecture meeting:  NeuStar will distribute the Change 


Order Matrix under development in the APT containing the High, Medium, and Low priorities assigned by the group in the February meeting.


0204-05:  From the 02/04 Architecture meeting:  NeuStar will develop a requirements 


document for the proposed new performance and volume test bed to be reviewed in the WNPO and LNPA.


CRAIG BARTELL (SPRINT AND FORT CHAIR) ACTION ITEMS:


0204-06:  At the February 2004 LNPA Working Group meeting, a discussion took place 


regarding the attached PIM 29, which seeks to address instances of customer disconnect before the NPAC activation on intermodal ports.
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The group agreed that the next step is to identify the issues that are causing this scenario in order to determine the appropriate action for each.  PIM 29 will be discussed on the next FORT conference call on Friday, February 13th.  Craig Bartell took an action to send the 2/13 FORT call logistics to Gary Sacra, LNPA Co-Chair, for distribution to the LNPA and WNPO members.  See related Action Items 0204-08 and 0204-16.


NOTE:  This action item was completed on 2/3/04.  The call logistics are as follows:
Start 10:00am Central Time, February 13, 2004


Bridge: 816-650-7804 or 866-846-6195  PIN 74943

RICK DRESSNER (SPRINT PCS) ACTION ITEMS:

0204-07:  Rick Dressner stated that Sprint PCS is experiencing a 100% fallout rate when 


attempting to port in Type 1 Cellular and reseller numbers from wireline carriers.  Rick will submit this as a PIM for the March LNPA meeting.  See related Action Items 0204-11 and 0204-17.


GARY SACRA (VERIZON AND LNPA CO-CHAIR) ACTION ITEMS:


0204-08:  Regarding PIM 29, which seeks to address instances of customer disconnect 


 
before the NPAC activation on intermodal ports, the LNPA agreed that this issue 


 
will be discussed on the 2/13/04 FORT call.  Gary Sacra took an action to send 


 
the FORT call logistics to the LNPA and WNPO distribution lists, with a call for 


 
contributions describing scenarios causing this issue, to be sent to Craig Bartell, 


 
FORT Chairperson.  See related Action Items 0204-06 and 0204-16.


NOTE:  This action item was completed on 2/6/04.  The call logistics are as follows:
Start 10:00am Central Time, February 13, 2004


Bridge: 816-650-7804 or 866-846-6195  PIN 74943

0204-09:  Related to Action Item 0204-15, Gary Sacra will forward contributions sent to 


him by LNPA members defining the N-1 Local Number Portability architecture to the LNPA and WNPO distribution list by February 13th.  A copy of PIM 30, submitted by Alltel, will be included.  This will be discussed at the March LNPA meeting.


0204-10:  Regarding NANC Change Order 323, SPID Migration, NeuStar stated that they 


need authority to delete pending-like SVs if they exist at the time of migration.  Gary Sacra and Ron Steen will raise this in their Project Executive (PE) Report at the February LLC meeting and send a confirming e-mail to NeuStar once LLC approval is obtained.


0204-11:  Related to Action Items 0204-07 and 0204-17, Gary Sacra will send a copy of 


the latest NANC Provisioning Flows to the LNPA and WNPO distribution lists as a reminder that they contain the industry-accepted procedures for porting Type 1 Cellular and reseller numbers.


0204-12:  Related to Action Item 0204-18, Gary Sacra, LNPA Co-Chair, will send an 


e-mail to the LNPA and WNPO, describing the issue and reminding all service 


providers that the NANC LNP Provisioning Flows and processes need to be followed.  


SUE TIFFANY (SPRINT PCS AND WNPO CO-CHAIR) ACTION ITEMS:


0204-13:  Sue Tiffany will create a new Top 100 Metropolitan Statistical Area (MSA) 


spreadsheet with a single list incorporating the 11 additional rate centers identified in the November 2003 list.

ARCHITECTURE PLANNING TEAM (APT) ACTION ITEMS:

0204-14:  Related to Action Item 0204-04, the APT team will come to the March 2004 


APT meeting prepared to assign a numerical ranking to each of the Change Orders contained in the Change Order Matrix under development by the team.  The Change Orders are to be ranked from 1 to 14, with 1 being the highest priority.  No two Change Orders will have the same ranking. 


LNPA WORKING GROUP ACTION ITEMS:

0204-15:  Regarding newly accepted PIM 30 (attached), LNPA members have an action 


to send to Gary Sacra, LNPA Co-Chair, by February 11th, any relevant cites from industry documentation or Regulatory Orders defining the N-1 Local Number Portability architecture.  See related Action Item 0204-09.
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SERVICE PROVIDER ACTION ITEMS:


0204-16:  Regarding PIM 29, which seeks to address instances of customer disconnect 


 
before the NPAC activation on intermodal ports, an action item was assigned to 


 
both Wireless and Wireline carriers to submit any contributions identifying where 


 
the fallout is occurring, and the cause, in order that they may be explored as a 


 
team.  These contributions should be submitted to Craig Bartell, the Chair of the 


Fallout Reduction Taskforce (FORT) team.  Craig's e-mail address is


craig.j.bartell@mail.sprint.com.  PIM 29 will be discussed on the next FORT conference call on Friday, February 13th.  Participation from both Wireless and Wireline carriers is welcomed and encouraged.  See related Action Items 0204-06 and 0204-08.


0204-17:  Related to Action Items 0204-07 and 0204-11, Service Providers are to 


investigate internally if they are having issues with porting Type 1 Cellular or reseller numbers in or out.


0204-18:  At the February LNPA meeting, Gary Sacra, Verizon, raised an issue related to 


some wireless carriers activating ports without transmitting a Local Service Request (LSR) to Verizon or waiting for receipt of the Firm Order Confirmation (FOC) from Verizon.  Wireless and Wireline Service Providers are to ensure internally that they follow the NANC LNP Provisioning Flows.  See related Action Item 0204-12.


0204-19:  Regarding NANC Change Order 391, Service Providers are to come to the 


March LNPA meeting prepared to vote on their preferred wording for Conflict Cause Value 51 (currently “FOC Not Issued”).  The two suggested rewordings are “A Port-Authorizing FOC/WPRR Not Issued” or “A Non-rejected FOC/WPRR Not Issued.”


WIRELESS NUMBER PORTABILITY OPERATIONS ACTION ITEMS:


0204-20:  The Wireless Number Portability Operations (WNPO) team took an action to 


 
review at their July 2004 meeting the transition of combining the LNPA 


 
and WNPO into one group and one meeting.


ACTION ITEMS REMAINING OPEN FROM PREVIOUS LNPA MEETINGS:

1103-03:  With respect to NANC 323 – SPID Migration, NeuStar took an action to 


 
determine how many Subscription Versions (SVs) can be processed in NPAC 


 
within an 8 hour window.  Because this benchmarking is greatly dependent on the 


 
size of the database, it was agreed that this Action Item should be completed after 


 
the implementation of Wireless Number Portability, but prior to the 6/30/04 


 
industry support date of NANC 323.  (See related Action Item 1103-15.)



February meeting update:  Item remains open and will be addressed at a future 


 
LNPA meeting.


1103-05:  With respect to NANC 323 – SPID Migration, NeuStar took an action to send a 


 
request out to service providers via the X-Regional distribution by March, 2004 


 
to identify their primary and secondary contacts for NeuStar to send the SPID 


 
migration notifications.  Based on the current DRAFT NANC 323 timeline, 


 
service providers will have 7 calendar days to respond to these notifications.



February meeting update:  Item remains open.


1103-14:  With respect to NANC Change Order 388 – Change a “Cancel Pending” SV –


SOA Vendors have an action to determine if there is any SOA development required.


February meeting update:  Item remains open.  This will be discussed in the Architecture team.


1103-15:  With respect to NANC 323 – SPID Migration, SOA and LSMS Vendors took 


 
an action to determine how many Subscription Versions (SVs) can be processed 


 
in their respective systems within an 8 hour window.  Because this benchmarking 


 
is greatly dependent on the size of the database, it was agreed that this Action 


 
Item should be completed after the implementation of Wireless Number 


 
Portability, but prior to the 6/30/04 industry support date of NANC 323.  (See 


 
related Action Item 1103-03.)



February meeting update:  Item remains open and will be addressed at a future 


 
LNPA meeting.


1203-09:  From the 12/03 Architecture meeting:  NeuStar stated that some provider 


 
systems have timeouts and if they don’t receive a notification from NPAC as a 


 
result of the requested action within the timeout period, the system resends the 


 
request.  NeuStar has seen a request resent as many as 10 times.  This is causing 


 
major SOA throughput problems at times.  Service Providers have an action to 


 
check to make sure that their systems are not resending requests after receiving a 


 
positive response to the request from NPAC.



February meeting update:  Item remains open.  To be discussed at March 


 
Architecture team meeting.


1203-11:  From the 12/03 Architecture meeting:  NeuStar asked if providers are using 


historical copies of data stored in NPAC?  Do historical copies of data need to be 


stored in the NPAC database so they can be queried or could they be spooled off-line and stored for possible access.  NeuStar stated that these operations are not without NPAC processing cost.  Service Providers took an action to answer the following question:  Are providers querying NPAC for an SVid for a TN other than the current active version of the TN?

February meeting update:  Item remains open.  At the February APT meeting, NeuStar walked the group through the process for creating and maintaining historical copies of SVs in the NPAC database.  Some providers stated that they use historical copies of the current/known versions of SVs to determine service provider ownership for activities such as billing dispute settlements.  To be discussed at March Architecture team meeting.


0104-07:  From the 01/04 Architecture meeting:  The APT has an action to determine 


 
how much throughput is needed on the SOA interface.


February meeting update:  Item remains open and is ongoing.  The APT continues to analyze the data necessary to determine future SOA interface throughput requirements.  January actual data was incorporated into the analysis.


0104-09:  Service Providers are to come to the February LNPA meeting prepared to 


provide their respective company’s position on the following policy questions that need to be answered regarding NANC Change Order 382 – Port Protection.  The responses provided will be compiled to ascertain where we stand as a group on these policy questions.


1. What types of numbers can be placed on the protection list?


· Any number?


· Only those slammed previously? 


· Service Provider Administration numbers?


· Homeland Security numbers?


· Emergency numbers?


· Telco-defined essential lines (e.g. payphones, police, fire)?


2. Who can put a number on the list and remove a number from the list (authorization)?


3. What is the process for putting numbers on and taking numbers off the list?


4. Who can have access to the list? 


5. What is the process to access the list? 


· Ping the list? 


· View the list?

February meeting update:  Item remains open and will be on the agenda for the March LNPA meeting.


0104-11:  The WNPO will encourage wireless service providers to provide porting data 


projections to the NPAC Forecasting Group (NFG) model for the 4Q04 Busy Season.


February meeting update:  At the request of the NFG, the WNPO has agreed to revisit the porting data projections for the 4Q04 Busy Season.  Item remains open. 
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy):  01/23/2004



Company(s) Submitting Issue: ALLTEL



Contact(s):  Charlie Case   



         501-905-5503   




         charles.case@alltel.com   



(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



There is differing interpretation of N-1 Number Portability Querying responsibilities, and whether wireless carriers are obligated to perform default NP Queries when the N-1 carrier fails to dip the call.  


2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A. Examples & Impacts of Problem/Issue:   When the N-1 carrier fails to perform the Number Portability Query, calls will be misrouted to the ported customer’s OSP.  If the OSP does not perform a “Default NP Query” then the call is failed and typically given treatment for a non-working number.



B. Frequency of Occurrence:  We’ve received complaints from Ported-In and Ported-Out customers that they are not receiving all of their calls on an almost daily basis.  As the number of ports grows, the impact will balloon if not addressed. 



C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     



 West Coast___  ALL X



D. Rationale why existing process is deficient:  Failed calls to Ported numbers.



E. Identify action taken in other committees / forums:   This issue has been raised at CTIA and WNPO, then referred to LNPA-WG.



F. Any other descriptive items:   There are multiple competitive impacts.  Disagreement over N-1 responsibility is typically centered around facility costs or costs associated with interconnection agreements (or lack of) that change the rating of calls to LRN routed numbers often due to the fact that wireless LRNs are not RateCenter specific.  



G. The impact of not performing default queries is that a Carrier A will fail calls to customers that have ported away to Carriers B, C, or D.   Carriers B, C, and D will also be affected by the same N-1 problem, but may elect to perform Default Queries, and therefore complete calls that have ported away from them and to Carrier A.  If everyone elects not to Default Query then ported customers will fail to receive many of their calls.  



H. Default NP Queries are not a long term solution that can replace N-1 Queries.  These misrouted calls utilize facilities of the OSP needlessly at a cost that will far exceed dip charges that can be billed back to the N-1 carrier who failed to perform the NP Query.  As the number of ports increases the result will be blocked calls due to over-utilized trunks.



3. Suggested Resolution: 



· LECs need to be given clear direction/interpretation of their obligations for performing N-1 NP Queries.  



· Wireless carriers must agree to perform Default Queries when the N-1 does not occur.  These queries can be set up as a matter of course, and should not require trouble ticket resolution which can take a matter of days.



LNPA WG: (only)



Item Number: 




Issue Resolution Referred to: _________________________________________________________


Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________



1


1


This contribution includes proposals which were prepared to assist the LNPA Working Group. This document is submitted for discussion only, and is not to be construed as binding on Verizon.  Subsequent study may lead to a revision of this document, both in numerical value and/or form, and, after continuing study and analysis, Verizon specifically reserves the right to change the contents of this contribution



* CONTACT: Gary Sacra; email: gary.m.sacra@verizon.com; Tel: 410-736-7756
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy):  01/20/04

PIM # 



Company(s) Submitting Issue:  Sprint 


Contact(s):    Name  Rick Dressner



         Contact Number   913-859-3772 / 954-401-5454



         Email Address   rdress01@sprintspectrum.com


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



			      Due to inconsistent inter-modal processes some customers are experiencing loss of service between disconnects and activations.








2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A. Examples & Impacts of Problem/Issue:  The wireless process flows are based on near real time processing due to the short porting interval.  As a result most wireless providers do not disconnect until a confirmation has been received from the NPAC that the new service provider has activated the port.  The Wireline practice is to disconnect based on a due date and a firm order confirmation from the new service provider.   


B. Frequency of Occurrence: 3,000 customers have been identified by Sprint PCS since the deployment of wireless local number portability.


C. NPAC Regions Impacted: All


D. Rationale why existing process is deficient: Inter-modal porting processes were not clearly defined or developed by the industry prior to wireless local number portability implementation.


E.   Identify action taken in other committees / forums:  


F    Any other descriptive items: 



3. Suggested Resolution: 



Define requirements that could be utilized by wireline and wireless carriers for inter-modal porting. 


Develop procedures for the OSP to disconnect  once the NSP has activated.  Consideration for NPAC SOA and/or LSMS notification as triggers.   


LNPA WG: (only)



Item Number: __ __ __ __




Issue Resolution Referred to: _________________________________________________________



Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________



1


2
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  01/02/04

PIM # 


Company(s) Submitting Issue:  Sprint 

Contact(s):  Name    Rick Dressner


         Contact Number   913-859-3772 or 954-401-5454


         Email Address   rdress01@sprintspectrum.com

(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)

1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


When porting between wireless and wireline there is an interface difference between WPRR (wireless) and FOC (wireline). FOC allows for a due date and time change on confirms. WPRR does not allow a due date and time change on confirms. When wireline send a FOC with DDT change on a confirm the wireless carrier’s  cannot process the change and does not allow port to complete.

2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue:  

Wireline providers are submitting a confirmed FOC with a due date and time change. Wireless providers have developed our process to interpret a confirmed response to mean that everything in the LSR sent is confirmed. When a wireline provider changes a field and still confirms the port, it creates confusion in our systems and prevents the SV create and activation on our networks from completing.


B. Frequency of Occurrence: 


Since 11/24/03 this company has had over 1000 of these transactions.


C. NPAC Regions Impacted: All

D. Rationale why existing process is deficient: There is a fundamental difference between wireless WICIS and wireline LSOG. 

E. Identify action taken in other committees / forums:  This issue should be submitted to the OBF wireless workshop as well and LSOP to come to an agreement on this issue. Which ever process is agreed to both industry group have to agree

F. Any other descriptive items:  The reason this issue is so impacting is that wireline providers a re disconnecting service based on the new DDT they input into FOC. However the wireless carrier was unable to recognize the change and was not able to do the activations systematically. Until a provider identifies the transaction and manually does their create and activate on the network the customer is taken out of service. There is an additional PIM being submitted concerning wireline disconnect process.

3. Suggested Resolution: 


LNPA WG: (only)


Item Number: __ __ __ __



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________


1

1
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Recommendation on National Pooling Administration Change Order Proposal


Prepared by the Numbering Oversight Working Group (NOWG)


DATE: September 19, 2003


PA Change Order Identification


Change Order Proposal:
# 24


Proposal Name:
LNPA WG PIM #24 and INC CO/NXX Issue #364 – “Modification to Procedures for Code Holder/LERG Assignee Exit”


PA Proposal Date: 

August 26, 2003

NOWG Description:


This proposal is related to customer service disruptions associated with PA block assignments.  Disruptions occur when a service provider’s assigned block contains unrecorded customer assignments from the donating carrier.  They are caused when either (1) assignments are not identified by the donating/returning SP at time of block donation/return or (2) the donating/returning SP continues to assign TNs associated with a previously donated/returned block. Note that the TN assignments in question may not be shown as ported in the NPAC and therefore the associated blocks appear to be pristine or lightly contamination at the time of block return/donation. Blocks containing unidentified TN assignments negatively impact both the receiving and donating/returning service provider.  


Analysis Checklist (If underlined “NO”, see Analysis and Comments Section)

Yes / No - The change order proposal meets the desired outcome, e.g., INC resolution.


Yes / No - The change order sufficiently describes the impact upon PA processes and systems.


Yes / No - The NOWG agrees that no known industry activities could impact this change order.


Yes / No - The NOWG has enough information in order to make a recommendation.


Yes / No - The NOWG can recommend approval of this change order without reservation.


Recommendation


The NOWG recommends that this change order should __ __ be approved __X__ not be approved as written.  


However, the NOWG recommends that the proposal be accepted WITH THE MODIFIED SOLUTION IDENTIFIED IN THE “ANALYSIS AND COMMENTS” SECTION BELOW.


Analysis and Comments


Checking blocks at the time of donation/return to the pool may not completely resolve the issue. There may be continued contamination due to human error while the block resides in the rate center pool inventory.  The new block holder or donating service provider would only discover this after the PA has made the block assignment. 


If a donating/returning SP either (1) continues to assign TNs from a donated/returned block or (2) does not intra-service provider port (ISPP) all TNs prior to block donation/return, there will be no record of those working TNs in the NPAC.  Thus, the proposed value in getting the NPAC report is lost since it will not reflect these working (but not ported) TNs.


The NOWG does not recommend Solutions A, B or C, but recommends the following solution discussed with the PA on September 12, 2003:


The NOWG recommends that the PA select one NPA from each U.S. NPAC region and perform an audit of embedded block inventory. The criteria used by the PA to select the best NPA candidates are to be determined by the PA. By using the proposed NPAC report to ascertain the type and frequency of error within the PAS embedded base, the PA will assess the problem. These results will then be shared with the NOWG to assist in determining if there is value in proceeding with a one-time scrub of the entire PAS embedded base. 


The NOWG recommends that the FCC authorize the PA to obtain such NPAC reports for a one-time evaluation as described above.


In addition, the NOWG recommends the PA implement the following two steps as soon as possible, namely, (1) create an informational bulletin on its web site reminding SPs of their obligations to (a) pre-port all working TNs and to (b) protect blocks from future assignment activity once the block has been donated/returned to the pool and (2) introduce a new issue at INC to add text to the TBPAG reminding SPs of their obligation to contact the PA immediately upon discovering that the original contamination information was not accurate or has changed. 
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  12/31/2003


Company(s) Submitting Issue:  Verizon


Contact(s):  Name   Gary Sacra



         Contact Number   410-736-7756



         Email Address   gary.m.sacra@verizon.com


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


Customers have been taken out of service inadvertently in some cases when the New Service Provider continues with a port, that has been placed into Conflict by the Old Service Provider, after the 6 hour Conflict Resolution Timer has expired, instead of investigating why the port was placed into Conflict.                                                        


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue: 


When Verizon receives a SOA notification from NPAC that another service provider has issued a CREATE message to NPAC in order to schedule a port-in of a Verizon customer, Verizon checks to see that a matching Local Service Request (LSR) has been received from that service provider regarding that specific TN.  If no matching LSR is found, Verizon places the port into Conflict status with a Cause Value set to “LSR Not Received” (Cause Value 50).  We are seeing an increasing rate of instances where the New Service Provider is waiting for the 6 hour Conflict Resolution New Service Provider Restriction Tunable Parameter timer to expire, and proceeding with porting the number.  This has led to Verizon customers being inadvertently ported and taken out of service from a terminating call perspective because the wrong TN was entered in the original CREATE message sent by the New Service Provider to NPAC. 


B. Frequency of Occurrence:


In the MA and NE Regions, approximately 20 customers are taken out of service per month on average as a result of this problem.  Some of these customers have multiple TNs taken out of service.


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL_X_


D. Rationale why existing process is deficient: 


Section 1.2.4 of the FRS document states, “If Service Providers disagree on who will serve a particular line number, the NPAC SMS will place the request in the “conflict” state and notify both Service Providers of the conflict status and the Status Change Cause Code.  The Service Providers will determine who will serve the customer via internal processes.  When a resolution is reached, the NPAC will be notified and will 


remove the request from the “conflict” state by the new Service Provider.  The new Service Provider can cancel the Subscription Version.”  In addition, Section 2.4.2 of the FRS states that the New Service Provider coordinates conflict resolution activities, and further states, “The New and Old Service Providers use internal and inter-company processes to resolve the conflict.  If the conflict is resolved, the new Service Provider sets the Subscription Version status to pending.  If the conflict is not resolved with the tunable maximum number of days, the NPAC SMS cancels the Subscription Version, and sets the Cause Code for the Subscription Version.”


Clearly, the intent here is to resolve the conflict before the port takes place.  Allowing the New Service Provider to remove the Conflict status after the 6 hour Conflict Resolution Timer expires bypasses the need to resolve the conflict.


E. Identify action taken in other committees / forums: 


N/A


F. Any other descriptive items: __


__________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


The LNPA should revisit the philosophy that led to enabling the New Service Provider to remove a Subscription Version from Conflict status after a specified period of time without first resolving the original conflict with the Old Service Provider.  NPAC requirements and functionality should be modified such that only the Old Service Provider is able to remove Conflict status and move a Subscription Version to Pending status when the Conflict Cause Value is set to 50, which signifies that the Old Service Provider has not received a matching Local Service Request (LSR) or Wireless Porting Request (WPR) for the telephone number received in the New Service Provider CREATE notification from NPAC, or when the Conflict Cause Value is set to 51 (Firm Order Confirmation Not Issued).


Subscription Versions should only be placed into Conflict with a Cause Value set to 50 when the Old Service Provider cannot match an LSR or WPR with the New Service Provider CREATE notification and is reasonably confident that the wrong number is about to be ported.  Also, Subscription Versions should only be placed into Conflict with a Cause Value set to 51 when the Old Service Provider has a legitimate reason for withholding the Firm Order Confirmation.  A Cause Value of 50 or 51 should not be used in lieu of any other appropriate Conflict Cause Value in order to inappropriately prevent the New Service Provider’s ability to remove Conflict status.


LNPA WG: (only)


Item Number: 0022



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________


1

2

This contribution includes proposals which were prepared to assist the LNPA Working Group. This document is submitted for discussion only, and is not to be construed as binding on Verizon.  Subsequent study may lead to a revision of this document, both in numerical value and/or form, and, after continuing study and analysis, Verizon specifically reserves the right to change the contents of this contribution


* CONTACT: Gary Sacra; email: gary.m.sacra@verizon.com; Tel: 410-736-7756
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  03/07/03


PIM # 


Company(s) Submitting Issue:  NeuStar Pooling,  AT& T Wireless


Contact(s):  Name    Barry Bishop, Stephen Sanchez



         Contact Number   847-698-6167, 425-288-7051



         Email Address   barry.bishop@neustar.biz, stephen.sanchez@attws.com 


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


Blocks that are being assigned to Service Providers are either contaminated when they are donated as a non-contaminated block or the blocks have been contaminated over 10%.  This is causing customers to be out of service or blocks being exchanged for a less contaminated or non-contaminated block.     


In addition when the PA has assigned a block, at times the block is being rejected in the NPAC for not having the NXX as opened in the NPAC as portable.                                                     


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue: 


When a SP donates a block they mark the block as either contaminated or not contaminated.  They do not indicate how many TN’s are contaminated.  SP’s are suppose to do a Intra SP port on their contaminated TN’s prior to donating a block so that the block can be ported to the new SP and they can begin using the block on the effective date.  The new SP should query the NPAC prior to assigning any TNs to determine which TN’s are contaminated and exclude those from their inventory assignment. 


 In one situation what is happening is that a block is assigned, the new SP goes to put those numbers in service, the old SP has not done their Intra SP ports causing their customers to be out of service.  To resolve this, the 1000 block has to be deported, so that the old SP can Intra SP port their numbers then the 1000 block is reported to the new SP.  


In another situation a block has been assigned either uncontaminated or contaminated and it is discovered the block has over 10% contamination.  In this case the block has to be deported and a new block has to be assigned to the SP.  


When a block is assigned and the NXX is not opened for porting in the NPAC, the block is rejected.  The SP of the code then has to go into the NPAC and add their code as portable so that the block can be then ported.  Even though this may take a matter of minutes to add, getting a hold of the correct person at a company to do this may take some time.


B. Frequency of Occurrence: 


Ongoing


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western_ _     


 West Coast___  ALL_X__


D. Rationale why existing process is deficient:


It is up to the SP’s to do their INTRA SP ports and make sure they take the 1000 block out of their inventories when donating the block.  This is not always happening.


It is up to the SP to add their NXX to the NPAC as a portable NXX prior to donating blocks.  They indicate so on their donation form.  However, this has not been the case in many situations.


E. Identify action taken in other committees / forums: 


Issue raised at INC on two different occasions, they felt the guidelines already addressed the issue by leaving the responsibility to the SP to do the necessary work when they donated the blocks.


F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


The following actions are proposed to resolve this issue:


Provide the PA access to the NPAC to check for contamination prior to the assignment of a thousands block.


Provide the PA access to the NPAC to check if the code is opened as portable.


LNPA WG: (only)


Item Number: __ __ __ __



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________


1

1
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NANC 382, “Port-Protection” System




Origination Date:  4/28/03 (revised 7-24-03)


Originator:  NeuStar


Change Order Number:  382

Description:  “Port Protection” System

Pure Backwards Compatible:  TBD


IMPACT/CHANGE ASSESSMENT


		FRS

		IIS

		GDMO

		ASN.1

		NPAC

		SOA

		LSMS



		TBD

		TBD

		TBD

		TBD

		TBD

		TBD

		N/A





Overview:


The “Port Protection” system is a competitively neutral approach to preventing inadvertent ports.  The system makes it possible for end-users to define their portable telephone numbers as “not-portable.”  The NPAC SMS prevents the port of a “not-portable” telephone number (TN) through its automated validation processes.  A Local Service Provider (LSP) can invoke or revoke “port protection” for a working TN, but only at the end-user’s request.


Business Need:

Inadvertent porting of working TNs is a concern to both Local Service Providers (LSPs) and their customers.  In today’s LNP environment, an LSP cannot absolutely assure its customers that their terminating service will not be interrupted, even if it can insure that the physical plant is operated without failure.  This is because another LSP by mistake may port a TN away from that number’s current serving switch. 


The inadvertent port can occur in a number of ways, but the most common occurrences appear to be caused by two errors: (1.) the wrong TN is submitted to the NPAC SMS for a conventional inter-SP port, and (2.) intra-SP ports are not done before a thousands-block is created. There are similar inadvertent port scenarios for non-working TNs, but erroneous moves of non-working TNs are not immediately service-affecting and are not addressed here.


NeuStar suggests the following competitively neutral method to prevent inadvertent ports of working TNs.


Description of Change:


System Architecture


Changes to the NPAC SMS are required to establish a table of “Port Protected” TNs, in which portable numbers that no longer can be ported are listed, and to add a validation step that rejects attempts to port a TN that is on the list.  The validation is performed on the new-SP’s Create message for an inter-SP port, when a thousands block is created, and, optionally, for an intra-SP port.  (The optional intra-SP port validation is invoked on a SPID-specific basis.)   The rejection notification sent when a request fails this NPAC SMS validation will indicate that the TN is on the Port Protection list.  No interface change is required for this rejection message, since a new optional attribute will be added to accommodate the new error text.


LSP requests to add TNs to the Port Protection table are made to the NPAC Help Desk via e-mail (the TNs involved are shown on an Excel attachment to the e-mail message).  LSPs use the same approach to delete TNs from the table.


System Operation


A TN is added to the NPAC’s Port Protection table when an LSP requests this action.  The same process applies when an LSP requests the removal of a TN from the table.


The NPAC Help Desk accepts requests to change Port Protection table entries only from pre-authorized representatives of an LSP.  (The LSP need not be a facility-based provider.)  A TN may be added to or removed from the “Port Protection” list as often as required.


When the NPAC SMS receives the new SP’s Create request, it will check the Port Protection table during the Pending SV Create validation process for inter-SP ports (including Port-to-Original SV deletes). Optionally
, the validation is performed for intra-SP ports.


The NPAC SMS also will make this validation check in connection with “-X” create requests.
 

The validation is not applied to Modify requests


In the disconnect scenario, the NPAC SMS will check the Port Protection list and, if the TN is found, will remove the involved disconnected ported TN from the list.  This automatic removal of a disconnected TN from the Port Protection list can occur only in the case of a disconnected TN that was ported.  A non-ported TN that is disconnected must be removed from the list by the LSP having the disconnected non-ported TN in its inventory.


Process Flow


NPAC Help Desk


· The end-user contacts an LSP (or an LSP contacts the end-user). 


· End-user indicates to LSP his desire to invoke (or revoke) “Port Protection.”


· LSP contacts NPAC Help Desk via e-mail to request change.


· The NPAC Help Desk updates the Port Protection table.


NPAC SMS


· NPAC SMS applies the Port Protection validation (1.) to the new-SP Create request of an inter-SP port, (2.) to a Block Creation request, and (3.) optionally at the individual SPID level, to an intra-SP port request.  If the TN is found on the Port Protection list, NPAC SMS rejects the request and indicates that a Port Protection validation failure is the reason for the request’s rejection.


· Disconnect of a ported TN results in automatic removal of the TN from the Port Protection list; disconnect of a non-ported TN requires owning LSP to request the disconnected TN’s removal from the list.


· An LSP’s regional NPAC SMS Profile indicates whether the Port Protection validation should be applied also to its intra-SP port requests.


� The validation of intra-SP ports occurs only if the involved SP has indicated in its NPAC SMS profile that this validation is desired.



� It is appropriate to prevent the creation of a pooled block if any non-ported number in the block is on the Port Protection list, since to allow the block’s creation would result in an inadvertent port of these numbers when (if) the block eventually is assigned to another switch.  But the intra-SP porting activity, necessary before creating a contaminated block, is allowed to occur without requiring that the port restrictions be lifted from TNs in the block.  This exception to the Port Protection validation is provided in order to allow a TN to be intra-SP ported even if the TN is on the Port Protection list.  The option to include intra-SP ports in the Port Protection validation process is provided at the individual LSP’s request.



� A modify of the LRN in an active SV or block record also can result in the move of a telephone number to a different switch and thus could result in an inadvertent port.  However, NeuStar is not proposing the Port Protection validation be applied to Modify actions because of the complexity of such a validation.
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