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Attached are the Action Items assigned at the April, 2003 LNPA meeting.  Also included are the remaining open Action Items from previous meetings.
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NOTE:  ALL ACTION ITEMS REFERENCED IN THE MINUTES BELOW HAVE BEEN CAPTURED IN THE “APRIL 2003 LNPA ACTION ITEMS” FILE ATTACHED ABOVE.

03/03 Minutes Review:
The following changes were made to the DRAFT March, 2003 LNPA Minutes during the April meeting and will be reflected in the FINAL March, 2003 version.

· Under New Business on page 13:  Release 3.2 backout – Modify the second sentence to read, “Backout of the release is possible and the procedure, if necessary, would require an additional 24 hour maintenance window.”

· Add Rosemary Emmer – Nextel to the attendance list for the March meeting.

Wireless Number Portability Operations (WNPO) Committee Report as reported by Sean Hawkins, WNPO Co-Chairperson:
· Inter-carrier testing update:

· The WNPO reported that the test schedule is being updated and slots are filling up through September.

· Verizon Wireless submitted two new cases for ICP testing.  It takes about two weeks to do ICP testing.  

· Sprint and US Cellular have completed inter-carrier testing.

· OBF Issue No. 2529, which addresses ICP transaction hours and what happens outside those hours, was discussed.  There was no resolution reached.

· NENA report – At the request of the FCC Staff, an ex parte meeting was held last week with selected members of ATIS’ Emergency Services Interconnection Forum (ESIF).  The discussion topic concerned what to deliver as a callback number to a PSAP for a non-registered phone placing a 911 call.  ESIF had previously submitted a letter to the FCC detailing its position on this issue.  The letter supported the J36, Annex C standard as part of phase II PSAP delivery.  It supported invoking this solution as part of the migration to phase II by carriers, rather than by FCC mandate.  At the meeting, ESIF reiterated this position.
· US Cellular presented the attached two contributions in support of the need for multiple LRNs, in some circumstances, in a LATA with multiple tandems, either with the same LEC or different LECs.
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· OnStar, which provides emergency services to their customers such as roadside assistance, stolen vehicle tracking, driving directions, and remote diagnostics via a device embedded in their vehicle, presented the attached contribution.  The embedded vehicle devices are connected to the PSTN and are called by OnStar, and call out to OnStar, using PSTN numbers.  OnStar is requesting that the porting of these numbers be considered a complex port in order to give them sufficient time to make any necessary number changes and validations in these devices.
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· OBF JIP issue – The OBF has sent an invitation to the WNPO to participate on a conference call to continue discussions on how to address the issue of identifying the call origination of wireless roaming customers for intra-state vs. inter-state settlements.  The WNPO will send a letter back to the OBF with their preferred date for the call.  See attached for OBF invitation, issue description, and call flows.
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· The WNPO reviewed the WTSC letter encouraging industry participation in inter-carrier testing.  Plans are to issue the letter to various industry groups by 4/18.  As added incentive for participation in testing, the letter will also cite the potential problem recently discovered during testing where port activation was prevented because the CNAM database was not updated for the number.  In addition to encouraging wireline testing participation, the WTSC is urging scheduling as soon as possible to ensure slots are available.
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· Porting and pooling of Type 1 Cellular numbers – Some migration of Type 1 Cellular numbers has been completed between providers.  It is the recommendation of the WNPO that the NXX code should be opened in NPAC by the wireline carrier if any  porting of Type 1 numbers within the code is to take place before migration.  If full code migration will take place before any porting, then the code should not be opened at all in NPAC.

· NeuStar report -  28 wireless service providers are currently performing turn-up testing.  Others are scheduled for future dates.

· NeuStar is developing a Number Portability Database (NPDB) capacity planning model that includes wireless porting volume projections.

· The WNPO reviewed the LNP Provisioning Flows and made modifications.  Porting of Type 1 Cellular numbers is still being worked into the flows.

· WNPO Action Items/Issues List and Decision/Recommendation Matrix were updated (current versions attached).
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· The current wireless porting Implementation Guideline and Narrative are attached.
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Architecture Planning Team (APT) Report (Jim Rooks, NeuStar):
· Mission Statement:  To assess Number Portability industry production technical issues within the purview of the LNPA Working Group and develop recommendations for the strategic direction of the Number Portability architecture.
· The APT met on 4/8/03.  Attached is the meeting agenda.
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· NeuStar presented the attached revised team working document to serve as a framework for the APT’s continued discussions on the strategic direction of the LNP architecture. 
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· Discussion of Current Issues:

· Production Issues: 

· NeuStar is gathering data to present to the LLC to show the number of queries initiated by service providers and their impact on performance. for discussion of any potential future changes architecturally  NeuStar stated that  NPAC is a finite resource and 40-60% of current monthly operations are queries.  On average, there are 5 TNs per query.

· NeuStar provided a readout of the issue experienced with the disk array rearrangement.  A bug in a driver was encountered and has since been fixed.  A significant improvement in throughput has now been realized as a result of the rearrangement.
· It was requested by a service provider that congestion, its causes, and what can be done to prevent its severity, be put on next month’s agenda.  The requester stated it is largely a SOA issue, with large numbers of notifications going to a provider.
· Analysis of Provider Use and/or Efficiency of Past Change Orders:

· NeuStar presented the attached feature utilization spreadsheet.  It reflects that the majority of service providers support Efficient Data Representation (EDR).


[image: image13.wmf]"NPAC Feature 

Usage 4-03.xls"


NeuStar took an action to put a paragraph together on each feature describing the benefits.  Some service providers may be able to cost justify these now if they are having throughput issues.  NeuStar will also add 3.2 performance-related enhancements to list.  The APT will discuss next month how to quantify the benefits of these enhancements.

· Non-critical LSMSs (those not required for call processing updates):  A discussion took place as to whether they should appear on the Partial Fail list.  It’s the expectation of the group that all LSMSs meet performance and availability requirements.

· Sunset policy for features/functionality:  This will be addressed on a case-by-case basis.  The next FRS release will have a table addressing individual Change Orders and what point in time we want to enforce a sunset period.

Any sunsetted features in a package will be agreed upon in the LNPA before going into the release package and placed in the FRS table.

· Discussion of Interface Requirements:

· Business Principals:

· There was discussion of the possible benefits of batching notifications.  This could reduce traffic over the interface during peak activity periods.

· Further discussion on any CMIP alternative is still on the back burner at this time.

· Discussion of Interface Improvements:

· The following Change Orders were reviewed during the APT meeting:

· Outbound Flow Control discussion:  The Audit portion requires additional work.

· NANC 351 - Send Me What I Missed – NPAC will send a SWIM response with linked replies each with an embedded Action ID.  The service provider will  respond to the embedded Action ID which indicates to NPAC that the SWIM response was successfully processed and to take the service provider off the Partial Fail list for those TNs.  NeuStar will develop flows detailing the process.  

· NANC 352 – Recovery of SPID – No further comments.  Detailed requirements discussion to begin next month.

· NANC 348 – BDD for Notifications – No further comments.  Detailed requirements discussion to begin next month.

· NANC 347/350 – 15/60 Minute Abort Changes – No further comments. Detailed requirements discussion to begin next month.

· Discussion of Performance Requirements:

· A revised Exhibit N is currently in the hands of NeuStar and the LLC for review.  

· NeuStar will provide a framework for discussion at next month’s APT meeting.

Reseller Flows:
· NeuStar walked the group through the LNP provisioning process flow narratives.  A number of revisions were made.  The review will also continue at the May, 2003 LNPA meeting.
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· In the narrative for Figure 2, Box 8, it will state that if the OLSP is a reseller or a Type 1 number is involved, then the LSR/FOC timeframe could be longer than 24 hours.

· A Task Force will be formed to discuss issues related to the porting of non-migrated Type 1 Cellular numbers.  Any process flow recommendations resulting from this Task Force will be fed into the overall discussion that is taking place in the LNPA.

NANC Multiple LRN Issue:
· This issue was raised by the Pool Administrator at the January NANC meeting.  It addresses service providers requesting additional CO Codes for LRN assignments in LATAs where they already have an assigned LRN.  At the January meeting, NANC requested the LNPA Working Group investigate the issue and any appropriate resolution(s).

· At the April LNPA, the group discussed the attached working document, which summarizes the issue and the contributions received to date explaining the need for multiple LRNs in a LATA.  The matrix in the document will be used to identify potential solutions for each contributed scenario, and what industry group should address each, if applicable.
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· The group agreed that this is not strictly a wireless carrier issue.  Wireline carriers also have a need for additional LRNs in some instances in sectorized LATAs.  The next iteration of the working document will state this.

· The next iteration of the DRAFT matrix will reflect as a potential resolution that the INC review their guidelines for LRN assignment to ensure they are clear that a service provider may assign an LRN per Point of Interconnection (POI) per LATA.  The matrix will also identify possible mitigators discussed during the April meeting that could possibly alleviate the need for additional new code assignments in some instances.  It is recognized that it may not be always possible to accommodate any of these.  The possible mitigators discussed include: 

· Assign any new code needed for an LRN to a rate center needing additional number inventory.  The LERG-assignee returns unneeded blocks

· The service provider uses an existing code already homed to the tandem where the LRN is needed for the POI.

· Rehome an existing code from the other tandem to the tandem where the LRN is needed for the POI.

· Inter-tandem trunking in lieu of assigning an additional LRN for the second POI.  This could, however, result in tandem capacity issues that drove the LATA sectorization initially.  Proper billing may also be an issue.

· Rehome an existing code that does not contain an LRN from the old LERG-assignee to the service provider needing a new LRN, and then pool all ten 1K blocks to the old LERG-assignee.  The new LERG-assignee then uses an available 10-digit number from the code for their new LRN. 

· This issue will continue to be discussed at the May LNPA meeting.  The LNPA  continues to solicit contributions detailing requirements for additional LRNs and any potential resolutions.

PIMs:
· PIMs 14, 15, 20, and 21 – The LNPA reviewed the attached INC DRAFT Procedures for Code Holder/LERG Assignee Exit.
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Gary Sacra will send a liaison to INC, prior to their 4/15/03 conference call, with the following LNPA comments:

Sections 2.15 and 3.0 state, "If there are no active or pending ports on the returned NXX code pending disconnect, the NPAC will use the Part 3 disconnect report posted on the NANPA web site in order to remove the capability to port numbers from the returned NXX code 15 business days prior to the effective date of the disconnect.  This removal will cause any new port attempts against the returned NXX code to fail at the user interface, thus avoiding additional impediments to the code return process."

In lieu of NPAC monitoring the NANPA web site for Part 3 disconnect reports, the LNPA proposes that the process in these paragraphs be modified to reflect the following:

1. NANPA will send the Part 3 disconnect to NPAC when they send the Part 3 disconnect to the outgoing Codeholder/LERG Assignee.  

2. NPAC will flag the code for removal in NPAC 15 business days prior to the LERG-effective disconnect date.

3. If any pending or active ports take place before the 15 day cut-off, NPAC notifies NANPA, disregards the Part 3 disconnect, and does not remove the code in NPAC. 

In addition, NeuStar, at the request of the NAPM/LLC, is investigating if they have any contractual or legal concerns with making a code non-portable in NPAC.  Once this investigation is completed, the LNPA will immediately inform INC of the outcome.

NOTE:  This Action Item was completed on 4/15/03.  INC responded that sending a Part 3 disconnect to NPAC would require an FCC-approved Change Order to the Code Administration System (CAS).  NPAC will accept an e-mail from NANPA with the necessary disconnect information that is on the Part 3.  NPAC requires that this overall process have appropriate regulatory approval in order to make a code non-portable.  The LNPA has asked if the INC will present this process to the NANC.
· PIM 18 - Review of the Reseller Flows continues in the LNPA.  The porting of non-migrated Type 1 Cellular numbers is now being incorporated into the flows.  The addition of Type 1 porting, which is a port between a wireline and wireless network, has not yet been completed.  Upon completion of the LNPA review of the entire NANC LNP Provisioning Flows, service providers will have an additional opportunity to review them internally prior to submission to NANC for approval.

· PIM 22 – No additional input was provided for the April LNPA meeting.  PIM remains open.  Verizon continues to request that the LNPA explore ways to satisfactorily resolve this issue.  Service Providers have an open action item to investigate internally how often the scenario described in PIM 22 occurs for further discussion at the LNPA.




[image: image17.wmf]"PIM 0022.doc"


· NEW PIM 23 – This PIM, submitted by the Common Interest Group on Rating and Routing (CIGRR), addresses inconsistencies between data in the LERG and NPAC.  CIGRR is seeking data validation between the LERG and NPAC for LRN, NXX, NXX-X, effective date, and Service Provider ID data that is entered into the two databases.  There was no consensus to accept this PIM at the April meeting.  It was reported in the LNPA by some members that this PIM was not unanimously supported at CIGRR.  Adam Newman, Telcordia, will report this back to CIGRR.  To be discussed on next agenda.
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· NEW PIM 24 – This PIM, submitted by the Pool Administrator and AT&T Wireless, addresses instances where service providers are not following guidelines for block donation.  For example, in some instances, contaminated blocks are being donated as non-contaminated blocks, or blocks with greater than 10% contamination are being donated.  This is causing customers to be taken out of service or blocks to be exchanged for a less contaminated or non-contaminated block.  It was mentioned during the discussion that this is already addressed in the INC PA Guidelines.  There was consensus to accept this PIM.  Although the PIM proposes providing the PA access to the NPAC to check for contamination prior to the assignment of a thousands block, and to check if the code is opened as portable, the PA stated that he is not advocating any particular solution.  Additional solution proposals were requested.
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NANC 323 (Migration of SPID) Discussion:  

The LNPA reviewed and made modifications to the proposed SPID migration timeline.  Following is the modified timeline.



 







1. Service provider notifies NPAC. 

2. NPAC reviews form, determines a time estimate to complete migration at the NPAC level.  NPAC then notifies all service providers of request.

3. Service providers respond with objections/agreements to NPAC notification in Step 2 with an estimate on how long it will take to migrate in their systems.  The maintenance window will be timed to accommodate the longest estimate.

4. NPAC submits request to LLC for approval of the SPID Migration Maintenance Window if extension to maintenance window is needed.  (Note:  This step is conditional on requiring LLC approval of a maintenance window extension to perform migration.)

5. LLC responds with approval or denial if they are involved in a decision to approve any extension to the maintenance window.

6. NPAC sends out Final notification to all service providers. 

7. Service providers and NPAC hold a migration readiness call 1 week prior to scheduled migration weekend.

8. Migration weekend. 

Timeframe – point 1 to point 6 is 45 days ; Timeframe from point 6 to point 8 is 60 days; Total timeframe from point 1 to 8 is 105 days.  Multiple migration requests over time should be accommodated, if possible, in the same window.  This would be dependent on factors such as when additional requests are submitted in relation to the timeline, and the amount of data to be migrated.
============================================================================

Questions previously raised regarding the migration process were then discussed by the group:

1. SPID Migration will be coordinated and agreed upon in an industry forum.

Do we want to establish a minimum timeframe for which notification of an upcoming SPID Migration must be published - or is this a case-by-case basis? 

The timeline above was tentatively approved.  The first 45 days could be flexible for possibly accommodating additional migration requests made during that period in the same maintenance window.

2. What form of validation must occur in order to determine service provider production-readiness after performing (local system) SPID Migration, e.g. a “go/no-go” call?  

It was agreed that we need a go/no go call, but we need to establish what the go criteria is vs. the no go criteria (Question 3).

3. What is the criteria that must be met in order for a service provider to go to production after performing SPID Migration?  Scenario:  If one service provider in the region hasn't completed SPID Migration and all other service providers have successfully completed it - previous Working Group discussions covered the unsuccessful service provider taking a Bulk Data Download (BDD).

Still an open question.  What do we do if 18 are ready to go and 2 are not?  ACTION for group for May agenda.  Service providers are to determine the impacts in their systems, including back-office, of: 

a. backing out of SMURF files, and 

b. allowing migration to go into production in the region when they could not successfully migrate.

4. Do we need to tie the migration date with the LERG-effective date?  

The group tentatively agreed that they should be tied together.  There was discussion of the impact on new LERG-assignee’s customers ability to port if NPAC migration has not yet taken place.
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Reseller Flows (continuation of discussion):
· The group continued to work on the flow narratives.  It was agreed that when we reach the final version, all providers will have an opportunity to do an internal review before they are sent to NANC.

· With regard to the NANC Flows for port cancellation, Service Providers are to 

come to the May LNPA meeting with answers to the following questions:
1. What is the process followed by service providers when they are the Old SP and the end user contacts them to cancel a port?

2. Assuming the current process flow does not change with regard to end user contacting the Old SP to cancel the port, what is the “inter-company interface” process to contact the New SP of the cancellation, e.g. is it a FOC Supp?

Change Order Discussion:
· NANC 323 – NeuStar reported that during internal testing of NANC 323, they discovered an issue with two of the requirements.

· RR3-259 SPID Mass Update - NPAC SMS Processing of Requested Data based on status

· RR3-275 SPID Mass Update - Rejection for 'pending-like' Number Pool blocks or Subscription Versions

Both indicate that the SPID Migration will be affected by the presence of

"pending-like" Number Pool Blocks or Pooled SVs.  NeuStar proposed modifying the two requirements such that the Number Pool Blocks and Pooled SVs will also be migrated.  This proposal was approved by the group.

NS Capacity Planning Model:

· NeuStar presented an updated DRAFT wireless pooling/porting demand model through 2007, extrapolated from the original WNPO model, for Number Portability DataBase (NPDB) capacity planning purposes.  NeuStar will continue to develop the model and will also develop wireline projections.
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NANC 191/291 Change Order Edits Discussion:

· The default setting for the NANC 291 flag in NPAC Release 3.2 is “on.”  A setting of “on” means that New SP Create messages must contain intermediate Destination Point Code (DPC) data (Subsystem Number = 000), and any existing Subscription Version (SV) violating this edit must be corrected before any other modification to the SV can take place.  NeuStar reported that some providers have sent up final DPC data and the services such as CLASS and ISVM MWI are working for their customers within their networks.  Having the 291 flag set to “on” initially will prevent these services from working properly within their networks for their new port-ins and modifies.  NeuStar is working with these service providers to get the SVs  cleaned up.  It was agreed that the initial setting for the NANC 291 edit flag will be set to “off.”  The LNPA will need to get LLC approval to change the initial setting.  Charles Ryburn took an action to send a request to the NAPM/LLC to change the initial setting of the Release 3.2 NANC 291 flag to “off” in all regions until such time that the LNPA determines it is appropriate to change it to “on.”


NOTE:  This item has been completed.  The NAPM/LLC approved this request at 

their 4/16/03 meeting. 

      NeuStar will provide monthly reports of cleanup progress.  This will be placed on 

      each LNPA agenda until the cleanup is complete and the NANC 291 edit flag is 

      set to “on” in each region.

      Attached is the NeuStar presentation used to discuss this issue.
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Review of March Action Items:
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· Item 0303-01:  This item was completed and is Closed.

· Item 0303-02:  This item was completed and is Closed.  NeuStar has responded that they have no issue with the proposed process for suspending the ability to port in a code in NPAC if the appropriate regulatory authority is obtained.  The LNPA has sent a request to the INC asking if they will present this proposed process to the NANC. 

· Item 0303-03:  This item was completed and is Closed.  Gary Sacra will send a status request to the Pool Administrator.  (NOTE:  The follow-up status request was sent to the Pool Administrator on 4/28/03.)
· Item 0303-04:  This item was completed and is Closed.

· Item 0303-05:  This item was completed and is Closed.

· Item 0303-06:  This item was completed and is Closed.

· Item 0103-11:  Item remains Open.

· Item 0203-07:  Charles Ryburn, SBC, is working with Randy Buffenbarger, NeuStar, to develop the appropriate text.  Action Item remains open.

· Item 0203-09:  The DRAFT User M&P for the CO Code Reallocation Process was accepted at the last Project Executive meeting.  This item is Closed.

· Item 0203-10:  This item has been Closed, but any additional contributions on the NANC Multiple LRN issue are welcomed.

· Item 0203-11:  Item remains Open and will be discussed at a future LNPA meeting.

New Business:

· No new business was presented at the April LNPA meeting.

Remaining 2003 Meeting Schedule:

· Wireless will meet on Mondays and Tuesdays, the Architecture Planning Team will meet on Tuesdays from 1pm-5pm local time, and the LNPA will meet on Wednesdays and Thursdays.
· May  Week of 5/5.  NANC meets on 5/13.  Hosted by Sprint in Kansas City.
· Jun.  Week of 6/9.  No NANC meeting.  Hosted by AT&T in New York.
· Jul.  Week of 7/7.  NANC meets on 7/15.  Hosted by Cingular in Chicago.
· Aug.  Week of 8/11.  No NANC meeting.  Hosted by AT&T Wireless in Seattle.
· Sep.  Week of 9/15.  NANC meets on 9/25.  Hosted by Verizon in Portland, Maine.
· Oct.  Week of 10/13.  No NANC meeting.  Hosted by Canadian Consortium in Banff, Alberta, Canada.
· Nov.  Week of 11/10.  NANC meets on 11/5.  Hosted by VeriSign in Overland Park, Kansas.
· Dec.  Week of 12/8.  No NANC meeting.  Hosted by Telcordia in San Diego.
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ABSTRACT:
To date, Resellers and Telematics providers have not been considered as a complex port.  Due to the emergency services OnStar provides our customers, OnStar requires more time, more validation effort, and more coordination (due to timing) between the new and old service providers in order to retain the customer’s safety and security service.  

CONTRIBUTION: 



I    Introduction:

In addition to having access to the PSTN (OnStar Personal Calling), OnStar customers receive safety and security services from OnStar that relies on the connectivity between the OnStar device embedded in the vehicle and the PSTN.  Onstar Safety & Security services include:


		

		




		Air Bag Deployment Notification

		

		



		Remote Diagnostics



		

		



		Emergency Services

		

		



		Information/Convenience



		

		



		Stolen Vehicle Tracking

		

		



		Remote Horn & Lights



		

		



		Remote Door Unlock

		

		



		AccidentAssist



		

		



		Driving Directions

		

		



		RideAssist



		

		



		Roadside Assistance

		

		

		





To provide our customers these safety and security services, OnStar must be able to call into and allow the vehicle to call OnStar at all times.  The current time frames provided to resellers do not give OnStar enough time to call into the vehicle, change the number and validate the change.  


Over the past 3 months, OnStar has delivered on average (per month) the following emergency services:


		Service

		Avg per month 


Dec. 2002-Feb. 2003



		Routing calls

		220,559 (220,000)



		Remote unlocks

		27,710 (about 27,000)



		Roadside assistance calls

		13,973 (about 14,000)



		Remote vehicle diagnostics

		15,198 (about 15,000)



		Stolen vehicle locations

		364



		Airbag deployments

		668



		Emergency calls

		6,000





II   Discussion & Alternative Solutions:

OnStar has reviewed alternative solutions, but due to the safety and security services our customers have paid for we must remain connected to the vehicle at all times.  This requirement is especially crucial in the Emergency Services we provide to over 2,000,000 customers nationwide.


III Recommendation:


· OnStar request that it be considered a complex port so we have sufficient time to make the necessary changes to our embedded device in order to provide our core services to our customer base.  


Benefit:

· Provides OnStar the time to change the number in the vehicle and provide the customer continuous safety and security services


· Increases customer satisfaction for all parties


· Reduces the need to rework ports that customers will want modified in order to receive the OnStar services they paid for.


· Reduces the risk that the a number will be incorrectly or inadvertently ported


Notice: This contribution includes information that has been prepared to assist the WNPO.  This document is submitted as a


basis for discussion and is not a binding proposal on the Source or the Contact.  The aforementioned carrier(s) specifically


reserve the right to add to, amend, or withdraw its contents.
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WNPO DECISION/RECOMMENDATION MATRIX


3/10/2003

		Item #

		Date Logged

		Recommend Chg to Reqs

		Major Topic

		Decisions/Recommendations



		0001




		10/9/01

		Yes

		Time Stamp on SV Create

		The WNPO decided that for an inter-species port (between wireless and wireline) the time stamp on an SV create sent to the NPAC must be set to zero.  For wireless-to-wireless SV creates, specific times can be set.  There are still some operational problems associated with the time stamps today, and they may be exacerbated with the introduction of wireless porting.



		0002

		10/9/01

		Yes

		Type 1 Trunk Conversion

		Recommend that project management processes be put in place for Type 1 trunk conversions.



		0003

		12/10/01

		Yes

		BFR Contact Information

		Sending the BFR form to the recipient contact information in the WNPO BFR Matrix or the LERG contact information guarantees that you have made the request for another service provider to support long-term Local Number Portability (LNP) and open ALL codes for porting within specified Metropolitan Statistical Areas (MSAs) and the specified wireline switch CLLI (Common Language Location Identifier) codes.  The intended recipient is responsible for opening the necessary codes for porting.  It is the recipient’s responsibility for ensuring that the contact information in the WNPO BFR Matrix and/or the LERG is correct.  



		0004

		12/10/01

		Yes

		N-1 Carrier Methodology Clarification

		The N-1 carrier (i.e. company) is responsible for performing the dip, not the N-1 switch.  If there is a locally terminated call then the originating carrier needs to perform the dip, because they cannot be sure whether the tandem switch belongs to the N-1 carrier or the N carrier (terminating carrier).  For all local terminations the originating carrier needs to perform the dip, however, for any calls going through an IXC the IXC must perform the dip.  Following are examples that were discussed:  


a) Wireless to a ported local wireless – the originating wireless carrier should perform the dip (unless they intend to default route and pay the terminating carrier to perform the dip for them).


b) Wireless to a ported local wireline – the originating wireless carrier should perform the dip, since they cannot be sure whether a tandem switch belongs to a different carrier than the terminating switch (unless they intend to default route and pay the terminating carrier to perform the dip for them).



		0005

		1/7/02

		Yes

		BFR Requirements

		The NRO 3rd Report & Order, released on 12/28/01, clarified that BFRs (Bonafide Requests) are not needed within top 100 MSAs – all codes within the top 100 MSAs must be open for porting by 11/24/02.  This applies to both wireline and wireless SPs.



		0006

		1/9/02

		Yes

		Sufficient Testing Prior to Turn-Up

		Service providers must sufficiently test all equipment prior to turning it up in production.  If service providers are unable to complete sufficient testing they should not turn up equipment that is not ready for production use. 



		0007

		2/4/02

		Yes

		Database Query Priority

		Number portability queries should be performed prior to HLR queries for call originations on a wireless MSC.



		

		3/10/03

		

		

		Team concensus was to remove this issue. 



		0009

		3/4/02

		Yes

		Ensuring Timely Updates to Network Element Subsequent to NPAC Broadcasts

		The appropriate network elements should be updated with the routing information broadcast from the NPAC SMS within 15 minutes of the receipt of the broadcast.



		0010

		3/4/02

		Yes

		No NPAC Porting Activities During the SP Maintenance Windows

		NPAC porting activities should not be carried out during the service provider maintenance window timeframes.



		0011

		3/4/02

		Yes

		NeuStar Application Process

		At a minimum, NeuStar recommends that all SPs start the application process with NeuStar no later than July 1, 2002 to secure the necessary NeuStar resources in order to comply with the mandated dates.  A carrier cannot begin participation in intercarrier testing until the application process is completed.  



		0012

		4/8/02

		Yes

		Wireless Reseller Flows

		The WNPO took a vote on 4/8/02 and decided that Option B (as described in a contribution from Sprint), an alternative wireless reseller flow, would be used instead of those documented in the Technical, Operational and Implementation Requirements document (Option A).  The flows and narratives for Option B will be documented in upcoming WNPO meetings. 



		0013

		4/9/02

		Yes

		FCC 3rd Order on Reconsideration and NPRM (FF 02-73)

		The issuance of the FCC 3rd Order on Reconsideration and NPRM (FCC 02-73) in March 2002 has caused uncertainty within the wireless industry.  The WNPO has agreed upon the assumptions below in an effort to minimize the uncertainty and effectively manage the implementation of WLNP and pooling.

1) Wireless service providers participating at the WNPO are agreeing to open all their codes within the Top 100 MSAs prior to 11/24/02 (without receiving a BFR), regardless of whether BFRs are required in the future.  The original mandate specifies that BFRs must be submitted no less than nine months prior to implementation.


2) Wireless service providers participating at the WNPO will assume the Top 100 MSAs are those defined in the 3rd NRO Report and Order – FCC 01-362 issued in December 2001 (including CMSAs).


Note: Participating service providers are defined as those in attendance at the 4/8/02 WNPO meeting.



		0014

		4/23/02

		Yes

		Paging Codes

		Paging Codes should not be marked as portable in the LERG.  Refer to the Telcordia™ Routing Administration (TRA) Central Office Code Assignment Guidelines (COCAG) Forms Part 2 Job Aid for additional information.



		0015

		5/14/02

		Yes

		Staggered Approach to Opening Codes in the LERG & NPAC

		The WNPO has published a schedule for opening codes in the LERG and the NPAC.  It is recommended that this staggered schedule be followed by wireless carriers in order to manage workload for pooling and porting implementation.



		0016

		5/14/02

		Yes

		LRN Assignments

		Wireless carriers should define their LRNs per switch, per LATA, per wireless point of interconnect (in the case of multiple points of interconnect to multiple LECs in the same LATA).



		0017

		5/14/02

		Yes

		Troubleshooting Contacts

		Carriers should update their troubleshooting contact information on the NIIF (Network Interconnection & Interoperability Forum) website under www.atis.org.



		0018

		5/14/02

		Yes

		LSOG Version

		Wireless and wireline carriers should support at least LSOG 5.0.  



		0019

		6/10/02

		Yes

		Clearinghouse Maintenance Windows

		Maintenance on all systems used exclusively for LNP should be scheduled to occur during the regular Service Provider Maintenance Window that occurs each Sunday morning.



		0020

		08/13/02

		Yes

		NPDI Field on LSR

		In a wireline to wireless port, wireless service providers will always populate the NPDI field on the LSR with a value of ‘’C’’.



		0021

		11/25/02

		Yes

		Permissive Dialing Periods

		Due to the face that wireless and wireline service providers will be sharing codes in the pooling/porting environment, extended Permissive Dialing Periods for wireless service providers can no longer be supported.



		0022

		11/25/02

		No

		Porting/Pooling and Telemarketing

		In a pooling or porting environment, there will be a potential impact from telemarketers after November 24, 2002 on the wireless customer.  As required by current law, it remains the responsibility of the Telemarketing Industry to ensure that wireless customers are not adversely impacted (see Rules and Regulations for Implementing the Telephone Consumer Protection Act of 1991, CG Docket No. 02-278 and CC Docket No. 92-90.  



		0023

		2/25/03 

		No 

		Vertical Services Database Updates 

		The recommendation is that all Service Providers analyze their internal processes by which the various databases are updated with their individual database provider to assess timing requirements and determine potential issues.  This will be placed on the decision recommendation matrix.



		0024 

		3/10/03

		Yes

		WICIS 2.0

		Carriers will use ICP systems that are OBF WICIS 2.0 compliant for production on 11/24/2003. Letter from OBF dated 2/14/03 to industry. 
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Inter-Service Provider LNP Operations Flows - Narratives
version 0.8





Narratives:  Following are the textual descriptions of the Inter-Service Provider LNP Operations Flows.  These narratives provide a detailed description of the step-by-step flows.



Legend:



NLSP = New Local Service Provider



NNSP = New Network Service Provider



OLSP = Old Local Service Provider



ONSP = Old Network Service Provider



SV = Subscription Version



SP = Service Provider



FRS = Functional Requirements Specification



IIS = Interoperability Interface Specifications



LSR = Local Service Request



FOC = Firm Order Confirmation



WPR = Wireless Porting Request



WPRR = Wireless Porting Request Response 



CSR = Customer Service Record



TN / MDN = Telephone Number/Mobile Directory Number



NOTES:



1. This list of acronyms is not meant to be comprehensive, but represent the commonly used abbreviations in this document.



2. The text descriptions are based on default/current tunable settings.



3. For Apr ’03 LNPAWG meeting, Figures 1 and 4 were substantially modified.  Change Bars were turned OFF for readability.


Provisioning With LRN



Main Flow, Figure 1



			Flow Step


			Description





			1. START: End User Contact with NLSP


			
The process begins with an end-user requesting service from the NLSP.



· It is assumed that prior to entering the provisioning process the involved NPA/NXX was opened for porting.





			2. End User agrees to change to NLSP


			
End-user agrees to change to NLSP and requests retention of current telephone number/mobile directory number (TN/MDN).





			3. NLSP obtains end user authorization


			
NLSP obtains authority (Letter of Authorization - LOA) from end-user to act as the official agent on behalf of the end-user.  The NLSP is responsible for demonstrating necessary authority.





			4. (Optional) NLSP requests CSR from OLSP


			· As an optional step, the NSLP requests a Customer Service Record (CSR) from the OLSP.  No service agreement between the NLSP and OLSP should be required for CSR.





			5. Are both NNSP and ONSP wireless?


			· If yes, go to Step 7.



· If no, go to Step 6.





			6. LSR/FOC – Service Provider Communication


			· Inter-Service Provider LNP Operations Flows – Wireline LSR/FOC Process, Figure 2.





			7. ICP – Service Provider Communication


			· Inter-Service Provider LNP Operations Flows – Wireless ICP Process, Figure 3.





			8. Are NNSP and ONSP the same SP?


			· If yes, go to Step 10.



· If no, go to Step 9.





			9. NNSP coordinates all porting activities


			
The NNSP must coordinate porting timeframes with the ONSP, and both provide appropriate messages to the NPAC.





			10. Is NPAC processing required?


			· If yes, go to Step 11.



· If no, go to Step 20.





			11. Perform intra-provider port or modify existing SV


			
SP enters intra-provider SV create data into the NPAC via SOA interface (i.e., the SOA association, LTI, or contacting the NPAC personnel) for porting of end-user in accordance with the NANC FRS and the NANC IIS.  Upon completion of intra-provider port, go to Step 20.





			12. NNSP and ONSP create and process service orders


			
Upon completion of the LSR/FOC or ICP Process, the NNSP and ONSP create and process service orders through their internal service order systems, based on information provided in the LSR/FOC or WPR/WPRR.





			13. Create – Service Provider Port Request


			· Inter-Service Provider LNP Operations Flows – Service Provider Create Process, Figure 4.





			14. Was port request canceled?


			
The port was canceled by the ONSP, the NNSP, or automatically by an NPAC process.




If yes, go to Step 17.




If no, go to Step 15.





			15. Did ONSP place the order in Conflict?


			
If yes, go to Step 16.




If no, go to Step 18.




Check Concurrence Flag, Yes or No.  If No, a conflict cause code as defined in the FRS, is designated.  ONSP makes a concerted effort to contact NNSP prior to placing SV in conflict.  The latest time by which the ONSP could place an SV into conflict would be the later of 12:00pm noon (Conflict Restriction Window) the day before the due date or the expiration of the T2 Timer (Final Concurrence Window tunable parameter).





			NPAC logs request to place the order in conflict, including cause code


			
Go to Inter-Service Provider LNP Operations Flows - Conflict Flow for the Service Creation Provisioning Process - tie point B, Figure 8.





			16. Notify Reseller – NPAC notifies NNSP and ONSP that port is canceled


			
Upon cancellation, NPAC logs this information, and changes the subscription status to canceled.  Both SPs are notified of the change in the subscription status via the SOA interface.




For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.




Both SPs take appropriate action related to internal work orders.





			17. NNSP coordinates physical changes with ONSP


			
The NNSP has the option of requesting a coordinated order.  This is also the re-entry point from the Inter-Service Provider LNP Operations Flows – Conflict Flow for the Service Creation Provisioning Process, tie point BB, Figure 8.




If coordination is requested on the LSR, an indication of Yes or No for the application of a 10-digit trigger is required.  If no coordination indication is given, then by default, the 10-digit trigger is applied as defined by inter-company agreements.  If the NNSP requests a coordinated order and specifies ‘no’ on the application of the 10-digit trigger, the ONSP uses the 10-digit trigger at its discretion.





			Is the unconditional 10 digit trigger being used?


			
If yes, go to Inter-Service Provider LNP Operations Flows - Provisioning with Unconditional 10-Digit Trigger - tie point AA, Figure 7.




If no, go to Inter-Service Provider LNP Operations Flows - Provisioning without Unconditional 10-digit Trigger - tie point A, Figure 6.




The unconditional 10-digit trigger is an option assigned to a number on a donor switch during the transition period when the number is physically moved from donor switch to recipient switch.  During this period it is possible for the TN/MDN to reside in both donor and recipient switches at the same time.




The unconditional 10-digit trigger may be applied by the NNSP.  A 10-digit trigger is applied by the ONSP one day before the due date.





			18. END


			· End of the Inter-Service Provider LNP Operations Flows – Main Flow.


· This is also the re-entry point from various flows, tie point Z.








Wireline LSR/FOC Service Provider Communication



Flow LSR/FOC, Figure 2



			Flow Step


			Description





			1. Is end user porting all TNs/MDNs?


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, LSR/FOC Process, Step 6, Figure 1.




The NLSP determines if customer is porting all TN/MDN(s).



· If yes, go to Step 3.



· If no, go to Step 2.





			2. NLSP notes “Not all TNs/MDNs are being ported” in the remarks field of LSR


			
The NLSP makes a note in the remarks section of the LSR to identify that the end-user is not porting all TN/MDN(s). This can affect the due date interval due to account rearrangements necessary prior to service order issuance.





			3. Is NLSP a Reseller?


			· If yes, go to Step 4.



· If no, go to Step 5.





			4. NLSP sends LSR or LSR information to NNSP for resale service


			· NLSP (Reseller) sends an LSR or LSR Information to the NNSP fulfilling all requirements of any service agreement.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the LSR may vary based on the carriers involved.





			5. NNSP sends LSR to ONSP


			
The NNSP notifies the ONSP of the port using the LSR and sends the information via an electronic gateway, FAX, or manual means.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the LSR may vary based on the carriers involved.





			6. Is OLSP a Reseller or is a Type 1 number involved?


			· If yes, go to Step 7.



· If no, go to Step 8.





			7. ONSP sends LSR or LSR information to OLSP


			· ONSP sends an LSR or LSR Information to the OLSP (Reseller) fulfilling all requirements of any service agreement.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the LSR may vary based on the carriers involved.





			8. ONSP sends FOC to NNSP


			
ONSP sends the firm order confirmation (FOC, local response) to the NNSP for the porting LSR.



· For wireline to wireline service providers, and wireline to wireless service providers, the LSR/FOC process time frame is 24 hours.




The due date of the first TN/MDN ported in an NPA-NXX is no earlier than five (5) business days after FOC receipt date.  Any subsequent port in that NPA NXX will have a due date no earlier than three (3) business days after FOC receipt.  It is assumed that the porting interval is not in addition to intervals for other requested services (e.g., unbundled loops) related to the porting request.  The interval becomes the longest single interval required for the services requested.




The FOC process is defined by the OBF and the electronic interface by the TCIF.





			9. OLSP sends FOC or FOC information to ONSP


			· The OLSP notifies the ONSP of the porting using the FOC and sends the information via an electronic gateway, FAX, or other manual means.  The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved.





			10. Is NLSP a Reseller?


			· If yes, go to Step 11.



· If no, go to Step 12.





			11. NNSP forwards FOC or FOC Information to NLSP


			· NNSP forwards FOC or FOC Information to NLSP.





			12. Return to Figure 1


			· Return to main flow, LSR/FOC Process, Step 6.








Wireless ICP Service Provider Communication



Flow ICP, Figure 3



			Flow Step


			Description





			1. Is NLSP a Reseller?


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, ICP Process, Step 7.




The NLSP determines if customer is porting all TN/MDN(s).



· If yes, go to Step 2.



· If no, go to Step 3.





			2. NLSP sends WPR or WPR information to NNSP for resale service


			· NLSP (Reseller) sends a WPR or WPR information to the NNSP (may vary slightly depending on provider agreement).



· For wireless to wireless service providers the WPR/WPRR time frame is 30 minutes.



· The due date of the first TN ported in an NPA-NXX is no earlier than 5 business days after a confirming WPRR receipt date.



· The due date for a TN ported in an NPA-NXX which has TNs already ported is no earlier than 2 business hours after a confirming WPRR receipt date/time or as currently determined by NANC.





			3. NNSP sends WPR to ONSP


			· The NNSP notifies the ONSP of the port request using the WPR and sends the information via CORBA or FAX.



· IC begins from acknowledgment being received by NNSP from ONSP, and not at the time the WPR is sent from the NNSP to the ONSP.





			4. Is OLSP a reseller or is a Type 1 number involved?


			· If yes, go to Step 5


· If no, go to Step 7.





			5. ONSP sends WPR or WPR information to OLSP


			· The ONSP notifies the OLSP of the port request using the WPR or WPR information.





			6. OLSP sends WPRR or WPRR information to ONSP


			· The OLSP sends the ONSP the WPRR or WPRR information.





			7. ONSP sends WPRR to NNSP


			· ONSP sends the Wireless Port Request Response to the NNSP.



· IC terminates upon receipt of WPRR by NNSP.





			8. Is NLSP a reseller?


			· If yes, go to Step 9.



· If no, go to Step 10.





			9. NNSP forwards WPRR or WPRR information to NLSP


			· The NNSP sends the WPRR to the NLSP.





			10. Is WPRR a Delay?


			· If yes, go to Step 11.


· If no, go to Step 12.





			11. Is OLSP a reseller?


			· If yes, go to Step 6.



· If no, go to Step 7.





			12. Is WPRR confirmed?


			· If yes, Return to Figure 1.


· If no, go to Step 13 – WPRR must be a Resolution Required.





			13. WPRR is a resolution response


			· Return to Step 1.





			14. Return to Figure 1


			· Return to main flow Figure 1, ICP Process, Step 7.








Service Provider Port Request


Flow Create, Figure 4



			Flow Step


			Description





			1. NNSP and (optionally) ONSP notify NPAC with Create message


			
Due date of the create message is the due date on the FOC, where wireline due date equals date and wireless due date equals date and time.  For porting between wireless and wireline, the wireline due date applies.  Any change of due date to the NPAC is usually the result of a change in the FOC due date.




SPs enter SV data into the NPAC via SOA interface (i.e., the SOA association, LTI, or contacting the NPAC personnel) for porting of end-user in accordance with the NANC FRS and the NANC IIS.





			2. Is Create message valid?


			
NPAC validates data to ensure value formats and consistency as defined in the FRS.  This is not a comparison between NNSP and ONSP messages.




If yes, go to Step 4.  If this is the first valid create message, the T1 Timer (Initial Concurrence Window tunable parameter) is started.  SV Create notifications are sent to both the ONSP and NNSP.




If no, go to Step 3.





			3. NPAC notifies appropriate Service Provider that create message is invalid


			
If the data is not valid, the NPAC sends error notification to the SP for correction.




The SP, upon notification from the NPAC, corrects the data and resubmits to the NPAC.  Re-enter at Step 1.





			4. NPAC starts T1 timer


			
Upon receipt of the first valid create message, the NPAC starts the T1 Timer (Initial Concurrence Window tunable parameter).  The value for the T1 Timer is configurable (one of two values) for SPs.  SPs will use either long or short timers.  The current default for the long timer is nine (9) business hours.  The current default for the short timer is one (1) business hour.





			5. T1 expired?


			
If yes, go to Step 10.




If no, go to Step 6.




NPAC timers include business hours only, except where otherwise specified.  Regular business hours are defined as 7a-7p (12 hours).  Extended business hours are defined as 6a-9p (15 hours).  Short Business Days are defaulted to Monday through Friday, except holidays, and Long Business Days are defaulted to Monday through Saturday, except holidays.  Holidays and business hours are defined for each NPAC Region.





			6. Received Second Create?


			
If yes, go to Step 7.




If no, return to Step 5.





			7. Is Create message valid?


			
If yes, go to Step 8.




If no, go to Step 9.





			8. Return to Figure 1


			
The porting process continues.




Return to main flow Figure 1, Create Process, Step 13.





			9. NPAC notifies appropriate Service Provider that Create message is invalid


			
The NPAC informs the SP of an invalid create.  If necessary, the Service Provider notified coordinates the correction.





			10. NPAC notifies both NNSP and ONSP that T1 has expired, and then starts T2 Timer


			
The NPAC informs both the NNSP and ONSP of the expiration of the T1 Timer.




Upon expiration, the NPAC starts the T2 Timer (Final Concurrence Window tunable parameter).





			11. T2 Expired?


			
The NPAC provides a T2 Timer (Final Concurrence Window tunable parameter) that is defined as the number of hours after the expiration of the T1 Timer.




The value for the T2 Timer (Final Concurrence Window tunable parameter) is configurable (one of two values) for Service Providers.  Service Providers will use either long or short timers.  The current default for the long timer is nine (9) hours.  The current default for the short timer is one (1) hour.




NPAC timers include business hours only, except where otherwise specified.  Local business hours are defined as 12 hours.  Short Business Days are defaulted to Monday through Friday, except holidays, and Long Business Days are defaulted to Monday through Saturday, except holidays.  Holidays and business hours are defined for each NPAC Region.




If yes, go to Step 15.




If no, return to Step 12.





			12. Receives Second Create?


			
If yes, go to Step 13.




If no, return to Step 11.









			13. Is Create message valid?


			
If yes, go to Step 21.




If no, go to Step 14.





			14. NPAC notifies appropriate service provider that Create message is invalid


			
The NPAC notifies the service provider that errors were encountered during the validation process.




Return to Step 11.





			15. Did NNSP send Create?


			
If yes, go to Step 20.




If no, go to Step 16.





			16. NPAC notifies NNSP and ONSP that T2 has expired


			
The NPAC notifies both NNSP and ONSP of T2 expiration.





			17. Has cancel window for pending SVs expired?


			
If yes, go to Step 18.




If no, return to Step 12.





			18. NPAC notifies NNSP and ONSP that port is canceled 


			
The SV is canceled by NPAC by tunable parameter (3 days).  Both SPs take appropriate action related to internal work orders.




For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.





			19. Return to Figure 1


			
Return to main flow Figure 1, Create Process, Step 13.





			20. NPAC notifies ONSP that porting proceeds under the control of the NNSP


			
A notification message is sent to the ONSP noting that the porting is proceeding in the absence of any message from the ONSP.





			21. Return to Figure 1


			
Return to main flow Figure 1, Create Process, Step 13.








Reseller Notification Process



Reseller Notification Flow, Figure 5


			Flow Step


			Description





			1. Is OLSP a reseller?


			
If yes, go to Step 2.




If no, go to Step 4.





			2. Does OLSP need message?


			
If yes, go to Step 3.




If no, go to Step 4.





			3. ONSP sends information and/or message to OLSP


			
NSP (Network Provider) sends an information and/or message to the OLSP (Reseller) fulfilling all requirements of any service agreement.





			4. Is NLSP a reseller?


			
If yes, go to Step 5.




If no, go to Step 7.





			5. Does NLSP need message?


			
If yes, go to Step 6.




If no, go to Step 7.





			6. NNSP sends information and/or message to NLSP


			
NSP (Network Provider) sends an information and/or message to the NLSP (Reseller) fulfilling all requirements of any service agreement.





			7. Return


			Return to previous flow.








Provisioning Without Unconditional 10-Digit Trigger



Flow A, Figure 6


			Flow Step


			Description





			NOTE:  Steps 1 and 2 are worked concurrently.





			1.
NNSP activates port (locally)


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, tie point A, Figure 1.




The Wireline NNSP activates its own Central Office translations.




The Wireless NNSP activates its own switch/HLR configuration including assignment of Mobile Station Identifier (MSID).





			NOTE:  Steps 2 and 3 may be worked concurrently.





			2.  NNSP and ONSP make physical changes (where necessary)


			
Wireline physical changes may or may not be coordinated.  Coordinated physical changes are based on inter-connection agreements.




Mobile Station (handset) changes are completed.




The NNSP is now providing dial tone to ported end user.





			3.  NNSP notifies NPAC to activate the port


			
The NNSP sends an activate message to the NPAC via the SOA.




No NPAC SV may activate before the SV due date/time.





			NOTE:  Steps 4, 5, 6, and 7 may be concurrent, but at a minimum should be completed ASAP.





			4.  NPAC downloads (real time) to all Service Providers


			
The NPAC broadcasts new SV data to all SP LSMSs in the serving area in accordance with the NANC FRS and NANC IIS.  The Service Control Point (SCP) Applications and GTT Function for Number Portability requirements are defined by T1S1.6.





			5.  NPAC records date and time in history file


			
The NPAC records the current date and time as the Activation Date and Time stamp, at the start of the broadcast.  The Activation Complete Timestamp is based on the first LSMS that successfully acknowledged receipt of new SV.





			6.  Wireline ONSP removes translations in Central Office.  Wireless ONSP removes subscriber from switch/HLR


			
The Wireline ONSP initiates the removal of translation either at designated Due Date and Time, or if the order was designated as coordinated, upon receipt of a call from the NNSP.




The Wireless ONSP initiates the removal of the subscriber record from the switch/HLR after the activation of the port.




As an optional step, if the OLSP is a reseller, the ONSP should send a lost notification to the OLSP (indicator to start billing).  (dennis, 3/19, change this to “stop billing”)





			7.  NPAC logs failures and non-responses and notifies the NNSP and ONSP


			
The NPAC resends the activation to an LSMS that did not acknowledge receipt of the request, based on the retry tunable and retry interval.  The number of NPAC SMS attempts to send is a tunable parameter for which the current setting is one (1) attempt, in which case no retry attempts are performed.  Once this cycle is completed, NPAC personnel, when requested, investigate possible problems.  In addition, the NPAC sends a notification via SOA interface to both NNSP and ONSP with a list of LSMSs that failed activation.





			8.  All service providers update routing databases (real time download)


			
This is an internal process and is performed in accordance with the Service Control Point (SCP) Applications and GTT Function for Number Portability requirements as defined by T1S1.6 (within 15 minutes).





			9.  NNSP may verify completion


			
The NNSP may make test calls to verify that calls to ported numbers complete as expected.





			Z.  END


			
Return to main flow, tie point Z, Figure 1.








Provisioning With Unconditional 10-Digit Trigger



Flow AA, Figure 7


			Flow Step


			Description





			1. ONSP activates unconditional 10 digit trigger in the central office


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, tie point AA, Figure 1.




The actual time for trigger activation is defined on a regional basis.




The unconditional 10-digit trigger may optionally be applied by the NNSP.





			NOTE:  Steps 2 and 3 may be worked concurrently.





			2.  NNSP activates central office translations


			
The NNSP activates its own Central Office translations.





			3. NNSP and ONSP make physical changes (where necessary)


			
Any physical work or changes are made by either NNSP or ONSP, as necessary.




Physical changes may or may not be coordinated.  Coordinated physical changes are based on inter-connection agreements.



· The NNSP is now providing dial-tone to ported in user





			4. NNSP notifies NPAC to activate the port


			
The NNSP sends an activate message via the SOA interface to the NPAC.




No NPAC SV may activate before the SV due date/time.





			NOTE:  Steps 5, 6, and 7 may be concurrent, but at a minimum should be completed ASAP.





			5.  NPAC downloads (real time) to all service providers


			
The NPAC broadcasts new SV data to all SPs in the serving area in accordance with the NANC FRS and NANC IIS. The Service Control Point (SCP) Applications and GTT Function for Number Portability requirements are defined by T1S1.6.





			6.  NPAC records date and time in history file


			
The NPAC records the current date and time as the Activation Date and Time stamp, at the start of the broadcast.  The Activation Complete Timestamp is based on the first LSMS that successfully acknowledged receipt of new subscription version.





			7.  NPAC logs failures and non-responses and notifies the NNSP and ONSP


			
The NPAC resends the activation to a Local SMS that did not acknowledge receipt of the request, based on the retry tunable and retry interval.  The number of NPAC attempts to send is a tunable parameter for which the current setting is one (1) attempt, in which case no retry attempts are performed.  Once this cycle is completed NPAC personnel, when requested, investigate possible problems.  In addition, the NPAC sends a notification via SOA interface to both the NNSP and ONSP with a list of LSMSs that failed activation.





			8.  All service providers update routing data (real time download)


			
This is an internal process and is performed in accordance with the Service Control Point (SCP) Applications and GTT Function for Number Portability requirements as defined by T1S1.6 (within 15 minutes).





			9.  ONSP removes appropriate translations


			
After update of its databases the ONSP removes translations associated with the ported TN/MDN(s).  The removal of these translations (1.) will not be done until the old Service Provider has evidence that the port has occurred, or (2.) will not be scheduled earlier than 11:59 PM one day after the due date, or (3.) will be scheduled for 11:59 PM on the due date, but can be changed by an LSR supplement received no later than 9:00 PM local time on the due date.  This LSR supplement must be submitted in accordance with local practices governing LSR exchange, including such communications by telephone, fax, etc.




As an optional step, if the OLSP is a reseller, the ONSP should send a lost notification to the OLSP (indicator to start billing).  (dennis, 3/19, change this to “stop billing”)





			10.  NNSP may verify completion


			
The NNSP may make test calls to verify that calls to ported numbers complete as expected.





			Z.  END


			
Return to main flow, tie point Z, Figure 1.








Conflict Flow for the Service Creation Provisioning Process



Flow B, Figure 8


			Flow Step


			Description





			1. Is conflict restricted?


			
The conflict flow is entered through the Provisioning process flow (Main Flow) through tie point (B), Figure 1, when the ONSP enters a concurrence flag of “No”, and designates a conflict cause code.




Conflict is restricted (i.e., SV may not be placed into conflict by the ONSP) if either:




The ONSP has previously placed the subscription into conflict, or




For wireline SPs the request was initiated after the tunable time (Conflict Restriction Window, defaulted to 12:00) one business day before the Due Date and T2 Timer (Final Concurrence Window tunable parameter) has expired.




For wireless SPs using short timers for this SV, the request was initiated after the T2 Timer (Final Concurrence Window tunable parameter) has expired.




If yes, go to Step 2.




If no, go to Step 3.





			2. NPAC rejects the conflict request


			
NPAC notifies SP of rejection.




The porting process resumes as normal, proceeding to the Provisioning process flow (Main Flow) at tie point BB, Figure 1.





			3. NPAC changes the subscription status to conflict and notifies NNSP and ONSP


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.




Both SPs take appropriate action related to internal work orders.




SVs may be modified while in the conflict state (e.g., due date), by either the NNSP or ONSP.





			4. NNSP contacts ONSP to resolve conflict.  If no agreement is reached, begin normal escalation


			
The escalation process is defined in the inter-company agreements.





			5. Was conflict resolved within conflict expiration window?


			
From the time an SV is placed in conflict, there is a tunable window (Conflict Expiration Window, defaulted to 30-calendar day limit after the due date) after which it is removed from the NPAC database.  If it is resolved within the tunable window, go to Step 7; if not, the subscription request will “time out” and go to Step 6.





			NPAC initiates cancellation and notifies both NNSP and ONSP


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.




Both SPs take appropriate action related to internal work orders.





			6. Was the port request canceled to resolve the conflict?


			
Conflict resolution initiates one of two actions:  1) cancellation of the subscription, or 2) resumption of the service creation provisioning process.  If the conflict is resolved by cancellation of the subscription, then proceed to the Cancellation Flows for Provisioning Process through tie point C, Figure 9.  If the conflict is otherwise resolved, go to Step 8.





			7. Was resolution message from ONSP?


			
If yes, go to Step 9.




If no, go to Step 10.





			8. NPAC notifies both NNSP and ONSP of ‘conflict off’ via SOA


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.




NPAC notifies both SPs of the change in SV status.  The porting process resumes as normal, proceeding to the Provisioning process flow (Main Flow) at tie point BB, Figure 1.





			9. Did the NNSP send the resolution message during the restriction window?


			
If conflict was resolved within tunable business hours (default of six hours for wireline [Long Conflict Resolution New Service Provider Restriction], and six hours for wireless [Short Conflict Resolution New Service Provider Restriction] ), only the ONSP may notify NPAC of “conflict off”.  If conflict was resolved after tunable hours, either the NNSP or ONSP may notify NPAC of “conflict off”.



In order for the porting process to continue at least one SP must remove the SV from conflict.




If yes, go to Step 11.




If no, go to Step 9.





			10. NPAC rejects the conflict resolution request from NNSP


			
NPAC sends an error to the NNSP indicating conflict resolution is not valid at this point in time.





			Z.  END


			
Return to main flow, tie point Z, Figure 1.








Cancellation Flows for Provisioning Process



Cancel Flow, Figure 9


Introduction



A service order and/or subscription may be canceled through the following processes:



· The end-user contacts the NLSP or OLSP and requests cancellation of their porting request.



· Conflict Flow for the Service Creation Provisioning Process – Flow B, Figure 8:  As a result of the Conflict Resolution process (at tie-point C) the NLSP and OLSP agree to cancel the SV and applicable service orders.



			Flow Step


			Description





			End-user request to cancel


			
The Cancellation Process may begin with an end-user requesting cancellation of their pending port.  The Cancellation process flow applies only to that period of time between SV creation, and either activation or cancellation of the porting request.  If activation completed and the end-user wishes to revert back to the former SP, it is accomplished via the Provisioning Process.





			1. Did end-user contact NLSP?


			
The end-user contacts either the NLSP or OLSP to cancel the porting request.  Only the NLSP or OLSP can initiate this transaction, not another SP.




The contacted SP gathers information necessary for sending the LSR to the other SP noting cancellation, and for sending the cancellation request to NPAC.




If yes, go to Step 3.




If no, go to Step 7.





			2. Is NLSP a Reseller?


			· If yes, go to Step 4.



· If no, go to Step 6.





			3. NLSP sends cancel request to NNSP


			
The NLSP notifies the NNSP, via their inter-company interface, indicating that the porting request is to be canceled.





			4. NNSP sends SUPP to ONSP noting cancellation as soon as possible and prior to activation


			
The end-user contacts the NLSP to cancel the porting request.  The NNSP fills out and sends the LSR form to the ONSP via their inter-company interface, indicating cancellation of the porting request.





			5. NNSP sends cancel request to the NPAC


			
The NNSP notifies the NPAC, via their SOA interface, indicating that the porting request is to be canceled.





			6. OLSP obtains end-user authorization


			
The OLSP obtains actual authority from the end-user to act as the official agent on behalf of the end-user to cancel the porting request.  The OLSP is responsible for demonstrating such authority as necessary.





			7. Is OLSP a Reseller?


			· If yes, go to Step 9.



· If no, go to Step 10.





			8. OLSP sends cancel request to ONSP


			
The OLSP notifies the ONSP, via their inter-company interface, indicating that the porting request is to be canceled.





			9. ONSP sends cancel request to NPAC


			· The OLSP, contacted directly by the end-user or notified by the NNSP via their inter-company interface, sends a cancellation message to the ONSP, via their inter-company interface.




The ONSP notifies the NPAC, via their SOA interface, indicating that the porting request is to be canceled.








The ONSP takes appropriate action related to internal work orders.





			10. Did the provider requesting cancel send a Create message to NPAC?


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Conflict Flow, tie point C, Figure 8.



This cancellation message is accepted by the NPAC only if the ONSP had previously created during the SV creation.  If the ONSP does not send a create message to the NPAC for this SV, it cannot subsequently send a cancellation message.


· If yes, go to Step 13.



· If no, go to Step 12.





			11. NPAC rejects the cancel request


			· NPAC sends an error via the SOA interface indicating that a cancel request cannot be sent for an SV that did not have a matching create from that SP.





			Did both NNSP and ONSP send Create message to NPAC?


			
The NPAC tests for receipt of cancellation messages from the two SPs based on which SP had previously sent a message into the NPAC.  Since the ONSP create is optional for SV creation, if the ONSP did not send a message during the creation process, the ONSP input during cancellation is not accepted by the NPAC.  Similarly, if during the SV creation process only the ONSP sent a message, and not the NNSP, only the ONSP input is accepted when canceling an order.



· If yes, go to Step 15.



· If no, go to Step 14.





			12. NPAC cancels subscription, logs cancel, and notifies both NNSP and ONSP


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.



· For a “non-concurred” SV, when the first cancellation message is received, the NPAC sets the SV status directly to cancel, and proceeds to tie point Z.  Both NNSP and ONSP are notified of this change in status via the SOA interface.





			13. NPAC updates subscription to cancel-pending, logs cancel-pending, and notifies both NNSP and ONSP


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.




For a “concurred” SV, when the first cancellation message is received, the NPAC sets the SV status to cancel-pending.  Both NNSP and ONSP are notified of this change in status via the SOA interface.









			14. Did NNSP send cancel to NPAC?


			






If yes, go to Step 17.




If no, go to Step 21.









			15. Did NPAC receive cancel ACK from ONSP within first cancel window timer?


			· The NPAC applies a nine (9)-business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both SPs.  This is referred to as the Cancellation-Initial Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.



NPAC timers include business hours only, except where otherwise specified.  Local business hours are defined as 12 hours.  Short Business Days are defaulted to Monday through Friday, except holidays, and Long Business Days are defaulted to Monday through Saturday, except holidays.  Holidays and business hours are defined for each NPAC Region.



· If yes, go to Step 20.



· If no, go to Step 18.





			16. NPAC notifies ONSP that cancel ACK is missing


			
The Cancellation-Initial Concurrence Window starts with receipt of the first cancellation message at NPAC.  When this timer expires, the NPAC requests the missing information from ONSP via the SOA interface.  Only “concurred” subscriptions reach this point in the process flow.





			17. NPAC waits for either cancel ACK from ONSP or expiration of second cancel window timer


			
The NPAC applies a nine (9) business hours [tunable parameter] time limit on receiving cancellation messages from both Service Providers.  This is referred to as the Cancellation-Final Concurrence Window.




NPAC SMS processing timers include business hours only, except where otherwise specified. Local business hours are defined as 12 hours.  Monday through Friday is the default for Short Business Days and Monday through Saturday is the default for Long Business Days, except holidays. Holidays and business hours are defined for each NPAC Region.




Either upon receipt of the concurring ACK notification or the expiration of the second cancel window timer, go to Step 20.









			18. NPAC cancels subscription, logs cancel and notifies both NNSP and ONSP


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.




The porting request is canceled by changing the subscription status to canceled.  Both Service Providers are notified of the cancellation via the SOA interface.





			19. Did NPAC receive cancel ACK from NNSP within first cancel window?


			· The NPAC applies a nine (9)-business hour [tunable parameter] time limit on receiving cancellation acknowledgment messages from both SPs.  This is referred to as the Cancellation-Initial Concurrence Window.  The ACK is optional for the SP that initiated the cancel request.



NPAC timers include business hours only, except where otherwise specified.  Local business hours are defined as 12 hours.  Short Business Days are defaulted to Monday through Friday, except holidays, and Long Business Days are defaulted to Monday through Saturday, except holidays.  Holidays and business hours are defined for each NPAC Region.



· If yes, go to Step 20.



· If no, go to Step 22.





			20. NPAC notifies NNSP that cancel ACK is missing


			
The Cancellation-Initial Concurrence Window starts with receipt of the first cancellation message at NPAC.  When this timer expires, the NPAC requests the missing information from NNSP via the SOA interface.  Only “concurred” subscriptions reach this point in the process flow.





			21. Did NPAC receive cancel ACK from NNSP within second cancel window timer?


			The NPAC applies a nine (9)-business hour [tunable parameter] time limit on receiving cancellation messages either both SPs.  This is referred to as the Cancellation-Initial Concurrence Window.




NPAC timers include business hours only, except where otherwise specified.  Local business hours are defined as 12 hours.  Short Business Days are defaulted to Monday through Friday, except holidays, and Long Business Days are defaulted to Monday through Saturday, except holidays.  Holidays and business hours are defined for each NPAC Region.



· If yes, go to Step 20.



· If no notification is received prior to second cancel window timer expiration, proceed to tie-point CC, “Cancellation Conflict Process Flow”, Figure 8.





			Z.
END


			
Return to main flow, tie point Z, Figure 1.








Cancellation Conflict Flow for Provisioning Process



Cancel-Conflict Flow due to missing Cancellation ACK from New SP, Figure 10


			Flow Step


			Description





			


			














			Note that the Cancellation Conflict process flow is reached only for “concurred” subscriptions.





			


			


canceledcanceled








			1. NPAC places subscription in conflict, logs conflict, and notifies both NNSP and ONSP


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Cancellation Flow, tie point CC, Figure 8.




If the NNSP does not provide a cancellation notification message to NPAC, in spite of a Cancellation LSR from the ONSP and a reminder message from NPAC, the subscription is placed in a conflict state.  NPAC also writes the proper conflict cause code to the subscription record, and notifies both SPs, with proper conflict cause code, of the change in status via the SOA interface.




For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.




Both SPs take appropriate action related to internal work orders.





			2. Did NPAC receive cancel message from NNSP?


			
Only “missing cancellation ACK from New SP” subscriptions reach this point in the process flow.  The subscription will transition to pending or cancel.



With the subscription in conflict, it is only the NNSP who controls the transaction.  The NNSP makes a concerted effort to contact the ONSP prior to proceeding.




If yes, go to Step 3.




If no, go to Step 6.





			3. NNSP notifies NPAC to cancel subscription


			
The NNSP may decide to cancel the subscription.  If so, they notify NPAC of this decision via the SOA interface.





			4. NPAC cancels subscription, logs cancel, and notifies NNSP and ONSP


			
Following notification by the NNSP to cancel the subscription, NPAC logs this information, and changes the subscription status to canceled.  Both SPs are notified of the change in the subscription status via the SOA interface.




For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.




Both SPs take appropriate action related to internal work orders.





			5. Has conflict expiration window expired?


			
At this point in the process flow, the subscription status is conflict, and is awaiting conflict resolution or the expiration of the tunable window (Conflict Expiration Window, defaulted to 30 days).




If yes, go to Step 6.




If no, go to Step 7.





			6. NPAC cancels the subscription, and notifies both NNSP and ONSP


			
After no response from the NNSP for 30 calendar days regarding this particular subscription, NPAC changes the status to canceled and notifies both SPs of the change in status via the SOA interface.




For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.




Both SPs take appropriate action related to internal work orders.





			7. Did NPAC receive resolve conflict message from NNSP


			
The NNSP may choose to proceed with the porting process, in spite of a cancellation message from the ONSP.  As both SPs are presumably basing their actions on the end-user’s request, and each is apparently getting a different request from that end-user, each should ensure the accuracy of the request.




If the NNSP decides to proceed with the porting, they send a resolved conflict message via the SOA interface.




It is the responsibility of the NNSP to contact the ONSP, to request that related work orders which support the porting process are performed.  The ONSP must support the porting process.




If yes, go to Step 8.




If no, return to Step 2.





			8. Has NNSP conflict resolution restriction expired?


			
At this point in the process flow, the subscription status is conflict, and is awaiting conflict resolution or the expiration of the tunable window (Conflict Resolution Restriction Window, defaulted to 6 hours).




The conflict resolution restriction window is only applicable the first time a subscription is placed into conflict, whether the conflict is invoked by the NPAC due to this process, or placed into conflict by the ONSP.




If yes, go to Step 9.




If no, go to Step 10.





			9. NPAC notifies NNSP and ONSP of ‘conflict off’ via SOA


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 5.




NPAC notifies both SPs of the change in subscription status.  The porting process resumes as normal, at tie-point BB, Figure 1.





			10. NPAC rejects the resolve conflict request from NNSP


			
The NNSP has sent the resolve conflict message before the expiration of the conflict resolution restriction window.  NPAC returns an error message back via the SOA interface.





			Z.
END


			
Return to main flow, tie point Z, Figure 1.








Disconnect Process for Ported TN/MDN(s)



Disconnect Flow, Figure 11


			Flow Step


			Description





			1. End-user initiates disconnect


			
The end-user provides disconnect date and negotiates intercept treatment with current SP.





			2. Is NLSP a reseller?


			
If yes, go to Step 3.




If no, go to Step 4.





			3. NLSP sends disconnect request to NNSP


			
Current Local SP sends disconnect request to current Network SP, per inter-company processes.





			4. NNSP initiated disconnect


			
NNSP initiates disconnect of service based on request from NLSP or end-user.




NNSP initiates disconnect of service based on regulatory authority(s).





			5. NNSP arranges intercept treatment when applicable


			
NNSP arranges intercept treatment as negotiated with the end user, or, when the disconnect is SP initiated, per internal processes.





			6. NNSP creates and processes service order


			
NNSP follows existing internal process flows to ensure the disconnect within its own systems.





			7. NNSP notifies NPAC of disconnect date1 and indicates effective release date2


			
NNSP notifies NPAC of disconnect date via the SOA interface and indicates effective release date, which defines when the broadcast occurs.  If no effective release date is given, the broadcast from the NPAC is immediate.  The maximum interval between disconnect date and effective release date is 18 months.





			8. Has disconnect effective release date been reached?


			
If yes, go to Step 9.




If no, repeat Step 8.





			9. NPAC broadcasts subscription deletion to all applicable SPs


			
On effective release date, the NPAC broadcasts SV deletion to all applicable SPs via LSMS.





			10. NPAC notifies code/block holder of disconnected TN/MDN(s) disconnect and release dates


			
On effective release date, the NPAC notifies code/block holder of the disconnected TN/MDN(s), effective release and disconnect dates via the SOA.





			11. NPAC deletes TN/MDN(s) from active database 


			
On effective release date, the NPAC removes telephone number from NPAC database.





			12. END


			








Audit Process



Audit Flow, Figure12


			Flow Step


			Description





			1. Service Provider requests NPAC for audit


			
An SP may request an audit to assist in resolution of a repair problem reported by an end-user.  Prior to the audit request, the SP completes internal analysis as defined by company procedures and, if another SP is involved, attempts to jointly resolve the trouble in accordance with inter-company agreements.  Failing to resolve the trouble following these activities, the SP requests an audit.





			2. NPAC issues queries to appropriate LSMSs


			
The NPAC issues queries to the LSMSs involved in the customer port.





			3. NPAC compares own SV to LSMS SV


			
Upon receipt of the LSMS SV, the comparison of the NPAC and LSMS SVs is made to determine if there are discrepancies between the two databases.




If an LSMS does not respond, it is excluded from the audit.





			4. NPAC downloads updates to LSMSs with SV differences


			
If inaccurate routing data is found, the NPAC broadcasts the correct SV data to any involved SPs networks to correct inaccuracies.





			5. Are all audits completed?


			
If no, return to Step 4.




If yes, go to Step 6.





			6. NPAC reports audit completion and discrepancies to requestor


			
The NPAC reports to the requesting SP following completion of the audit to allow the SP to close the trouble ticket.




 Upon request, the NPAC provides ad hoc reports to SPs that wish to determine which SPs are launching audit queries to their LSMS.





			7. END


			








Code Opening Processes



NPA-NXX Code Opening, Figure 13


			Flow Step


			Description





			1.
NPA-NXX holder notifies NPAC of NPA-NXX Code(s) being opened for porting


			
The SP responsible for the NPA-NXX being opened must notify the NPAC via the SOA or LSMS interface within a regionally agreed upon time frame.





			2.
NPAC updates its NPA-NXX database


			
The NPAC updates its databases to indicate that the NPA-NXX has been opened for porting.





			3.
NPAC sends notice of code opening to all SPs


			
The NPAC provides advance notice via the object creation message of the scheduled opening of NPA-NXX code(s) via the SOA and LSMS interface. Currently the NPAC vendor is also posting the NPA-NXX openings to the secure website.





			4.
End


			








Code Opening Processes



First TN/MDN Ported in NPA-NXX, Figure 14


			Flow Step


			Description





			1. NPAC successfully processes create request for TN/MDN subscription version


			
SP notifies the NPAC of SV creation for a TN/MDN in an NPA-NXX.





			2. NPAC successfully processes create request for NPA-NXX-X


			
NPAC successfully processes an NPA-NXX-X for a Number Pool Block.





			3. First SV activity in NPA-NXX?


			
If yes, go to Step 4.




If no, go to Step 5.





			4. NPAC sends notification of first TN/MDN ported to all SPs via SOA and LSMS


			
When the NPAC receives the first SV create request in an NPA-NXX, it will broadcast a “heads-up” notification to all SPs via the SOA and LSMS interfaces.  Upon receipt of the NPAC message, all SPs, within five (5) business days, will complete the opening for the NPA-NXX code for porting in all switches.





			5. End


			








			Tunable Name


			Current Tunable Value





			T1, Short Initial Concurrence Window


			1 hour





			T1, Long Initial Concurrence Window


			9 hour





			T2, Short Final Concurrence Window


			1 hour





			T2, Long  Final Concurrence Window


			9 hour





			Conflict Restriction Window


			12:00pm (noon)





			Conflict Expiration Window


			30 days





			Long Conflict Resolution New Service Provider Restriction


			6 hours





			Short Conflict Resolution New Service Provider Restriction


			24 hours





			Long Cancellation-Initial Concurrence Window


			9 hours





			Short Cancellation-Initial Concurrence Window


			9 hours





			Long Cancellation-Final Concurrence Window


			9 hours





			Short Cancellation-Final Concurrence Window


			9 hours
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  03/07/03


PIM # 


Company(s) Submitting Issue:  NeuStar Pooling,  AT& T Wireless


Contact(s):  Name    Barry Bishop, Stephen Sanchez



         Contact Number   847-698-6167, 425-288-7051



         Email Address   barry.bishop@neustar.biz, stephen.sanchez@attws.com 


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


Blocks that are being assigned to Service Providers are either contaminated when they are donated as a non-contaminated block or the blocks have been contaminated over 10%.  This is causing customers to be out of service or blocks being exchanged for a less contaminated or non-contaminated block.     


In addition when the PA has assigned a block, at times the block is being rejected in the NPAC for not having the NXX as opened in the NPAC as portable.                                                     


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue: 


When a SP donates a block they mark the block as either contaminated or not contaminated.  They do not indicate how many TN’s are contaminated.  SP’s are suppose to do a Intra SP port on their contaminated TN’s prior to donating a block so that the block can be ported to the new SP and they can begin using the block on the effective date.  The new SP should query the NPAC prior to assigning any TNs to determine which TN’s are contaminated and exclude those from their inventory assignment. 


 In one situation what is happening is that a block is assigned, the new SP goes to put those numbers in service, the old SP has not done their Intra SP ports causing their customers to be out of service.  To resolve this, the 1000 block has to be deported, so that the old SP can Intra SP port their numbers then the 1000 block is reported to the new SP.  


In another situation a block has been assigned either uncontaminated or contaminated and it is discovered the block has over 10% contamination.  In this case the block has to be deported and a new block has to be assigned to the SP.  


When a block is assigned and the NXX is not opened for porting in the NPAC, the block is rejected.  The SP of the code then has to go into the NPAC and add their code as portable so that the block can be then ported.  Even though this may take a matter of minutes to add, getting a hold of the correct person at a company to do this may take some time.


B. Frequency of Occurrence: 


Ongoing


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western_ _     


 West Coast___  ALL_X__


D. Rationale why existing process is deficient:


It is up to the SP’s to do their INTRA SP ports and make sure they take the 1000 block out of their inventories when donating the block.  This is not always happening.


It is up to the SP to add their NXX to the NPAC as a portable NXX prior to donating blocks.  They indicate so on their donation form.  However, this has not been the case in many situations.


E. Identify action taken in other committees / forums: 


Issue raised at INC on two different occasions, they felt the guidelines already addressed the issue by leaving the responsibility to the SP to do the necessary work when they donated the blocks.


F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


The following actions are proposed to resolve this issue:


Provide the PA access to the NPAC to check for contamination prior to the assignment of a thousands block.


Provide the PA access to the NPAC to check if the code is opened as portable.


LNPA WG: (only)


Item Number: __ __ __ __



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________


1
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NANC CHANGE ORDER 191

		The SV edit provided by Change Order 191 requires that both the SSN be entered when the DPC is entered, and vice versa.  The edit also specifies what ranges  these DPC and SSN values must fall within.  





		This edit is automatically invoked on all DPC/SSN fields when an SV modification is performed, regardless of whether any DPC field even is being modified





		The change does not affect existing SVs until they are modified or until the telephone number is ported again







*



NANC CHANGE ORDER 191



		This applies to CLASS, CNAM, LIDB, ISVM and WSMS





		The DPC/SSN values must fall into the following ranges





		DPC = 001-255, 000-255, 000-255



		SSN = 000-255





*



NANC CHANGE ORDER 291

		The SV edit provided by Change Order 291 requires that the value of any SSN entered be 000.  However, this edit will be turned off until any SVs that have SSN values other than 000 have been corrected



 

		NPAC has prepared a list by Service Provider of any SVs and 1K Blocks that have SSN values other than 000





		Gene Johnston is the the lead person to work with all NPAC Users to assist in resolving issues associated with this change order – contact at 817-690-7895









*



NANC CHANGE ORDER 291

		The introduction of the edit provided by Change Order 291 will occur on a region-by-region basis and, within a region, on an SS7-based service-by-service basis



		A SS-7 service-specific flag will be activated in the NPAC when SSN values in all SVs of a region are equal to 000 for a given SS7-based service (CLASS, CNAM, LIDB, ISVM, and WSMS)



		NeuStar will be working with SPs to assist in performing the necessary updates in the NPAC in conjunction with any network changes the SPs may need to perform











NEUSTAR"
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MARCH, 2003 LNPA WG ACTION ITEMS ASSIGNED:


NOTE:  THE ACTION ITEM NUMBERING SCHEME IS AS FOLLOWS:


· FIRST TWO DIGITS DESIGNATE THE MONTH OF THE LNPA MEETING


· SECOND TWO DIGITS DESIGNATE THE YEAR OF THE LNPA MEETING


· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER


NEUSTAR ACTION ITEMS:


No new Action Items were assigned to NeuStar at the March, 2003 LNPA meeting.


GARY SACRA (VERIZON AND LNPA CO-CHAIR) ACTION ITEMS:

0303-01:  With regard to the issue of service providers requesting additional NXX codes


      for LRN assignments raised during January NANC meeting, the LNPA is in the


      process of soliciting contributions from those service providers detailing their


      requirements.  Gary Sacra will develop a matrix containing each scenario, identifying


      any potential solution, and which industry forum, if applicable, should address a


      scenario.  He will also develop a call flow diagram.


0303-02:  The INC has revised their Procedures for Code Holder/LERG Assignee Exit,


      based on input from the LNPA.  Per the LNPA’s request, the INC has provided the


      attached draft document for review.  Gary Sacra will send the draft document to the


      NAPM/LLC and ask to have it placed on the agenda for the March LLC meeting for


      their review to determine if there are any contractual issues between NPAC and the


      End User regarding the removal of codes from NPAC.
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0303-03:  An issue was raised at the LNPA involving providers donating 1K blocks to


      the industry pool, and not enabling LNP functionality in their donor switch.  This


      prevents their performing the “query-of-last-resort.”  It was determined that INC’s


      Pooling Administration Guidelines address this service provider responsibility.  Gary


      Sacra took an action to discuss this issue in his LNPA Report to the March NANC


      meeting and send a request to the Pool Administrator to distribute an appropriate


      advisory to service providers recapping LERG-assignee responsibilities when


      donating 1K blocks.


LNPA ACTION ITEMS:

0303-04:  Related to Action Item 0303-02, the LNPA Team took an action to review the


      INC’s draft Procedures for Code Holder/LERG Assignee Exit and come prepared to


      the April LNPA meeting to provide any final comments.


0303-05:  The LNPA Team has an action to provide any comments to NeuStar on the attached NANC LNP Provisioning Flow Narratives prior to the April LNPA meeting.
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SERVICE PROVIDER ACTION ITEMS:

0303-06:  Regarding the attached newly proposed PIM from the Common Interest


      Group on Rating and Routing (CIGRR), service providers took an action to discuss


      the need for this data cross-check between NPAC and the LERG with their respective


      CIGRR representatives.
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ACTION ITEMS REMAINING OPEN FROM PREVIOUS LNPA MEETINGS:

0103-11:  Service Providers took an ACTION to investigate internally how often the 


scenario described in PIM 22 occurs for further discussion at the LNPA.
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March meeting update:  PIM 22 remains open.  To be placed on the April, 2003 agenda.


0203-07:  SBC raised an issue regarding certain service providers doing a large number 


      of mass updates during business hours.  Charles Ryburn took an action to contact  


      Randy Buffenbarger, NeuStar, to develop a process whereby service providers would


      notify NeuStar when they are scheduling large mass updates.  Similar to the current


      Large Port Notification, the industry would in turn be notified of this planned activity.

      March meeting update:  Action Item remains open.


0203-09:  Service Providers are to review the attached DRAFT User M&P for the CO 


Code Reallocation Process, and provide any comments to the Project Executives, H. L. Gowda (hlgowda@att.com) and Gary Sacra (gary.m.sacra@verizon.com) by 3/10, for discussion at the next Project Executive meeting with NeuStar.
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      March meeting update:  No comments received to date from service providers.  This


      M&P will be discussed at the March Project Executive (PE) meeting.


0203-10:  Regarding the LRN issue described in the attached letter to the LNPA, Service 


Providers are asked to provide contributions to Charles Ryburn, LNPA Co-Chair, by close of business 3/3, detailing their reasons for requiring these additional LRNs, and any suggested solutions to the issue.
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      March meeting update:  Some contributions have been submitted and were further


      encouraged at the March LNPA meeting (see related Action Item 0303-01).


0203-11:  Service Providers are to come to the March LNPA meeting prepared to identify


      a specific date in 2Q04 when they will be ready to implement NANC 323 (Mass


      Update of SPID) functionality in their production systems.  Based on the latest date


      provided, the LNPA will use the date of the next Sunday Maintenance Window as the


      scheduled production implementation date of NANC 323.


      March meeting update:  Discussion has been deferred to a subsequent LNPA meeting.
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116 S. Cumberland



Park Ridge, Illinois



60068



(847) 698-6167 (Office)



(847) 274-5125 (Cell)



February 25, 2003










Dear LNPA-WG members:


The PA has been receiving an increasing number of requests from Service Providers that are requiring multiple LRNs. The reasons for such requests have been varied and are legitimate requests per the INC guidelines, but are in many cases exacerbating the need to open new CO codes.  



Several examples have been forwarded to yourself and the LNPA-WG by Mr. Greg Pattenaude (NY-DPS), showing several situations that exist in large metropolitan areas where there are multiple tandems serving an area, and the tandem switches may not do inter-tandem routing. Further complicating this in some areas, the tandems may serve areas that cross LATA boundaries. In these situations a service provider wanting to serve an area may setup a “POI” (Point of Interconnection) in each serving tandem.  According to the INC guidelines it is permissible to assign an LRN to each POI. The examples cited are by no means the only instances where LRNs need to be assigned, nor is this issue only limited to large metropolitan areas.



Per the Thousands-Block Number (NXX-X) Pooling Administration Guidelines (TBPAG), an LRN is defined as “The ten-digit (NPA-NXX-XXXX) number assigned to a switch/POI used for routing in a permanent local number portability environment.”  



According to the INC LRN Assignment Practices, “A unique LRN may be assigned to every LNP equipped switch (and potentially to each CLLI listed in the LERG).  A service provider should select and assign one (1) LRN per LATA within their switch coverage area.  Any other LRN use would be for internal purposes.  Additional LRNs should not be used to identify US wireline rate centers.”  



Consequently, a new NXX would need to be opened for each LRN request for each “switch/POI”.  In some cases this causes a surplus of blocks in an industry inventory pool and can accelerate the exhaust of an NPA.



As a result, the PA brought an issue to INC 68 (attached) to revisit the LRN Assignment Practices to see if there are any possible alternatives to how LRNs may be assigned that would not require a new NXX to be opened.  Part of the suggested resolution was for the INC participants to go back to their companies and investigate possible alternatives for LRN assignments.  



Since this issue was not accepted at INC, the PA felt (and still feels) that this is still a valid issue that needs further investigation. The PA currently works with service providers and regulators in an attempt to minimize the opening of new codes, and where it is necessary to open codes to have the code assigned where 1K blocks may be utilized in the PA inventory. Unfortunately in many cases the PA inventory does not need additional blocks and in actuality may have enough blocks to last a substantial period of time before replenishment may be necessary. Opening codes in these situations just to provide an LRN strands numbers and is not an effective use of numbering resources.  



The PA is not advocating a position in this matter, nor suggesting that the INC guidelines be changed to prevent the legitimate use of LRNs. The PA is only requesting that the industry review how LRN assignments are made and what criteria may be used that designates an LRN. 



For example, an LRN is a 10 digit number, but does it have to be related to a NPA-NXX-XXXX or can it be any 10 digit number.  Does an LRN have to be assigned only from a NPA-NXX where the LRN assignee is the Code holder?



We look forward to discussion (and potential resolution) of this issue by the LNPA-WG.



Sincerely,


Barry W. Bishop



Senior Director Number Pooling Services



 Attachment 1 – NY DPS Email



-----Original Message-----
From: greg_pattenaude@dps.state.ny.us [mailto:greg_pattenaude@dps.state.ny.us]
Sent: Tuesday, February 04, 2003 4:08 PM
To: La Gattuta, Paul F, ALABS
Cc: christine_kelly@dps.state.ny.us
Subject: Re: LRN Action Item FW: NANC - Action Assignments



Paul - here is our experience.  The names have been deleted.   Our preference, and I'm sure most other states and carriers, too,  would be to minimize the number of new NXXs that have to be opened to support LRN requests.  And this assumes that the LRNs are truly needed.  If you have any questions, let either Christine or myself know. 

Greg 

-------------------------------------------------------------------------------------------------------------------------------------------- 
The typical situations in which carriers have requested more than one LRN per switch (under their control) within a LATA occur when there is more than one LEC tandem with which they interconnect.   There are differences between wireless and wireline carriers in these situations.   

Example 1-  NY Metro Lata 132  -  Verizon has multiple tandems to which the CLECs interconnect.   With only one LRN,  all of the CLEC's traffic is pointed to one tandem.  The CLEC may want the traffic at another tandem and POI,  so they have to incur costs to have the traffic hauled (or haul it itself) to the other tandem.  The use of multiple LRN's to remedy this situation has been denied under current NANPA guidelines (as wasteful of numbering resources) as it is using LRN routing in place of switch translations and transport services. 

Example 2-  NY Metro LATA 132 - A CLEC claimed it needed multiple LRNs as the number of service provider ports from the LEC would strain one tandem's resources and had the potential to  impair traffic flow.  The LEC was not able to substantiate this concern.  Again, the request was denied under the guidelines. 

Example 3-  845 NPA/LATA 133.  A wireless carrier intended to interconnect with 3 incumbents, each with their own tandem, in rate centers in the 845 NPA   The traffic was to be hauled to a switch outside the LATA.   Because the wireless carrier had Type 2 interconnection, it was determined that the wireless carrier needed an LRN per POI at each LEC's tandem.   The wireless carrier was able to obtain multiple LRNs.   Barry Bishop confirmed their need under this scenario. 

Christine Sealock Kelly
NY Department of Public Service
518-486-5619
fax 518-474-5616


Attachment 2 – Proposed INC Issue 



INDUSTRY NUMBERING COMMITTEE (INC) ISSUE IDENTIFICATION FORM



ISSUE TITLE:



Review LRN Assignment Practices 



_____________________________________________________________________________



ISSUE ORIGINATOR: Florence Weber
ISSUE #: 


COMPANY: NeuStar
DATE SUBMITTED: 1/7/03


TELEPHONE #: 925-363-8730
DATE ACCEPTED:


REQUESTED RESOLUTION DATE: ASAP
WORKSHOP ASSIGNED:



CURRENT STATUS:



RESOLUTION DATE:


1.
ISSUE STATEMENT: There are cases where SP’s are requiring multiple LRNs.  The INC needs to explore how LRNs can be established with out opening additional CO Codes.  


2.
SUGGESTED RESOLUTION OR OUTPUT/SERVICE DESIRED: INC particpants should take this issue back to their companies to see if  there are any possible solutions.    



3. OTHER IMPACTS (If any):



Committee T-1



4. CONTRIBUTIONS WORKED AGAINST ISSUE:



5. CURRENT ACTIVITY:



6. RESOLUTION:



UPDATED:



    Attachment 3 – Excerpt of INC 68 General Session Meeting Records



INC 68 General Session



Washington, DC



January 7, 2003



Proposed Issue #8 Review LRN Assignment Practices (NeuStar-PA)



Florence Weber, NeuStar-PA, reviewed the proposed new issue.



Points Noted:



1. It was asked if the LNP architecture was considered. The answer was no.



2. A participant noted that NANC made the decision to have one LRN per switch per LATA.



3. It was noted that if there is an existing LRN then the PA will deny the request.



4. It was noted that it is not under INC’s purview to modify NANC LNP architecture and Committee T1 technical requirements documents.



5. The Moderator asked if there were any objections to accepting the proposed issue “Review LRN Assignment Practices”.  There were several objections and there was no consensus to accept the issue.
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Procedures for Code Holder/LERG Assignee Exit



1.0
Purpose



This appendix describes the responsibilities of NANPA, service providers, and the PA in situations when a service provider (SP) is returning or abandoning NXX codes/blocks that contain ported telephone numbers and a new code holder/LERG assignee must be selected with minimal impact on ported customers.  The specific circumstances addressed cover: 



· Voluntary Return of NXX Codes Containing Ported Numbers 



· Abandoned NXX Codes Containing Ported Numbers



· Voluntary Return of Thousands Blocks Containing Ported Numbers  



· Abandoned Thousands Blocks Containing Ported Numbers



2.0
Assumptions



2.1
Reasonable efforts should be taken to re-establish a code holder/LERG assignee in order to maintain default routing.  Should the code holder/LERG assignee vacate their responsibilities, calls to the donor switch will not be processed.



2.2 The SP returning an NXX code will coordinate with NANPA to ensure that the code is not removed from the LERG as an active code until the Part 3 with the effective date of the disconnect is received.  This is to prevent an adverse effect on ported-out customers.



2.3 A code holder/LERG assignee must be LNP capable, may put the code/block on any switch in the rate center, and should already be providing service in the rate center.  This should eliminate any potential problems with facilities readiness.   



2.4
It is desirable to avoid having to designate a new code holder/LERG assignee in the NPAC because all ported customers will experience a temporary interruption of incoming service during transition to the new assignee while the Service Provider Identification (SPID) is updated in the Number Portability Administration Center (NPAC).  However, it is a regulatory requirement to allow continued porting of any number in the NXX, a process that requires correct SPID/number association at NPAC for NPAC's message validation process. 



2.5 NANPA and/or the PA shall work closely with regulatory authorities to obtain timely information about SPs abandoning service or filing bankruptcy.  Such circumstances are under the direction of a regulatory authority or court.



2.6 When an NXX code is re-allocated to another SP, the NXX code is considered to be re-allocated rather than re-assigned; therefore, the SP does not have to meet the MTE and utilization criteria for this NXX code. 



2.7
A SP has the option to refuse a NXX code re-allocation. Refusal will not adversely impact any pending NXX code/block assignment request because it is unrelated to the re-allocation.



2.8    
These guidelines also apply in jeopardy/rationing situations.



2.9   
It is the responsibility of each SP to provide an accurate E911 record for each of its customers to the E911 Service Provider.  It is essential that the outgoing SP unlock its E911 records in the regional E911 database, and the new SP must transition the affected customers records to its own company ID in the E911 database.



2.10 
It is the responsibility of the new code holder/LERG assignee and new block holder to notify Telcordia™ to update the AOCN responsibility in BIRRDS for the reallocated NXX code/block(s). 



2.11 
The SP returning the NXX code has the responsibility to assure that affected parties, especially any end-users, are notified consistent with state or regulatory requirements.



2.12 It is the responsibility of the SP returning the NXX code/block to disconnect and remove all records related to the LRN and NXX code, including intra-SP ported TNs, from the NPAC database. If a NXX code/block is reassigned and there are still old records in NPAC, the new code holder/LERG assignee will encounter problems with the affected numbers from the reassigned NXX code/block, e.g., porting records on TNs not in service.



2.13 When an NXX code is re-allocated and there are no active or pending ported numbers in the NPAC, the NPAC, via receipt of the LNP NXX LERG Assignee Transfer Form, should ensure that any existing NXX records of the code are deleted from its database.  



2.14 In certain situations the decision to actually change the NPAC code ownership record (i.e., by deleting and subsequently re-creating records for all ported numbers in the returned NXX code and accepting the likely adverse customer service impact) may be acceptable.  This decision should be based on the quantity and type of customers involved, and the agreement of the involved SPs that would have to coordinate the change.



2.15 If there are no active or pending ports on the returned NXX code pending disconnect, the NPAC will use the Part 3 disconnect report posted on the NANPA web site in order to remove the capability to port numbers from the returned NXX code 15 business days prior to the effective date of the disconnect.  This removal will cause any new port attempts against the returned NXX code to fail at the user interface, thus avoiding additional impediments to the code return process..



2.16 It is the responsibility of the new code holder/LERG assignee or block holder to notify NECA to update the NECA Tariff FCC No. 4 database with the new OCN for the reallocated NXX code/block(s).  NECA currently requires a copy of the new Part 3 form.



3.0       Notification Procedures for Returned NXX Codes/Blocks



NANPA will request that the NPAC produce an ad hoc report, generated during off-peak hours, that identifies the SPs and associated quantities of ported TNs in a returned NXX code.  This information will assist NANPA in re-allocating the NXX code.  The NPAC will charge NANPA for the ad hoc report per the existing contract.  The reports are to be provided to the NANPA pursuant to a non-disclosure agreement. The NANPA may use these reports to provide each potential LERG-assignee with the total number of ported TNs it has, number of SPs with ported TNs, and the total number of ported TNs overall.



NANPA is required to post the effective dates of pending NXX code disconnects on the NANPA website in order for SPs to be aware of approved NXX code disconnects.  In addition, NANPA should periodically (every six months) send an electronic reminder to code holders/LERG assignees of their responsibility, per the Central Office Code Assignment Guidelines, to submit a Part 1 form to NANPA in order to return a NXX code.  In addition, the reminder should direct SPs to not change routing information in appropriate databases until NANPA has processed the application and responded with a Part 3.   Code holders/LERG assignees should notify NANPA/PA if they are no longer able to perform default routing functions (e.g., the SP is no longer providing service in the area served by that NXX code).  NANPA must inform the outgoing code holder/LERG assignee of their responsibility to update the appropriate routing databases upon receipt of the Part 3.   



There are specific actions related to LNP processes to be taken by SPs, the PA, NANPA, and NPAC during the NXX code reallocation process.  An overall description, including a required form, can be found at: (http://www.nationalpooling.com/guidelines/index.htm). 
 



In addition, it is the responsibility of the SP returning the code/block to remove any LRN record it has associated with the returned NXX code and all ported in TNs associated with that LRN, including intra-SP ports.   In addition, if the NXX is being disconnected, the NXX should be disconnected in the NPAC as well. If a code is being reallocated, the SP returning the block should not attempt to disconnect the NXX in the NPAC; it should only remove its LRN and any ported in TNs associated with that LRN, including any intra-SP ports.



If there are no active or pending ports on the NXX code, a Part 3 disconnect should be issued by NANPA to the SP.  The Part 3 disconnect information shall be entered into BIRRDS by the SP’s AOCN. The NXX code should be included in the Part 3 disconnect report posted on the NANPA web site.



If there are no active or pending ports on the returned NXX code pending disconnect, the NPAC will use the Part 3 disconnect report posted on the NANPA web site in order to remove the capability to port numbers from the returned NXX code 15 business days prior to the effective date of the disconnect.  This removal will cause any new port attempts against the returned NXX code to fail at the user interface, thus avoiding additional impediments to the code return process.



If porting of TNs occurs on a returned NXX code after NANPA has issued a Part 3 disconnect but prior to the 15 business days before the effective date of the disconnect, NPAC should notify NANPA that a port has occurred.  NPAC also will disregard the Part 3 disconnect information and not suspend porting at 15 business day timeframe. 



4.0
 Voluntary Return of NXX Codes Containing Ported Numbers



In the case where NXX codes are voluntarily returned and contain ported numbers or pending ports, NANPA should request that the incumbent code holder maintain the default routing function.  NANPA will re-allocate the NXX code as soon as possible to avoid disconnects of NXX or disruption of service.  


If any expedite is requested by the outgoing or incoming code holder, the applicant shall so indicate on the Part 1.  Expedite procedures are found in Section 6 of the Central Office Code (NXX) Assignment Guidelines.



Within 5 business days of being informed by a SP that it is discontinuing service in a given rate center, the NANPA shall request an ad hoc report from the NPAC that will identify active and pending ports on the returned NXX code.  This information will assist NANPA in re-allocating the NXX code. 



If there are active or pending ports on the NXX code, NANPA shall:



a) Contact all SPs shown on the NPAC report with ported TNs from the identified NXX code at the same time, informing them of the code holder’s intention to disconnect.  The outgoing SP also will be included in this notification for verification purposes.  NANPA will provide each potential LERG-assignee with the total number of ported TNs it has, the number of SPs with ported TNs, and the total number of ported TNs overall.  NANPA will use the latest contact information that NANPA Code Administration has on file for the impacted SP(s).  SPs may designate a special contact for this purpose by providing contact information to NANPA.  SPs with ported TNs will have 10 business days to respond with a complete and correct Part 1.  NANPA will provide a specific date and hour as the deadline for responses. 


b) Include in its contact document, language that states that the current SP is seeking to expedite the return of the NXX code. This shall be done only if the SP returning the NXX code has indicated an expedite process on its Part 1.


c) Suspend the Part 1 pending identification of a new code holder and so inform the applicant via a Part 3.  NANPA will request the incumbent code holder to maintain default routing.


d) The first SP to respond with a completed and correct Part 1 will become the new code holder.
  Only the receipt of a Part 1 by NANPA will be accepted as an official request for the NXX code.  NANPA will process the Part 1 as a NXX code reassignment and provide a Part 3 to the new code holder.
  NANPA will provide a Part 3 Denial to the SP returning the NXX code, indicating that a new code holder has been found and provide the effective date of the reassignment to the new OCN.
  NANPA also will notify all the SPs on the original distribution that a new code holder has been selected.



NANPA will include in the Part 3 to the new code holder the contact name, telephone number, and e-mail address of the carrier returning the code.  NANPA also will include in the Part 3 contact information of the new code holder to the SP returning the code.  In either case, an SP may decline to have their information included, and must indicate as such on the Part 1.



e) If an SP agrees to assume responsibility for the NXX code and to expedite
 its activation, the SP should indicate the latter by providing accompanying written documentation with the Part 1 agreeing to a shortened activation interval date. The documentation should also indicate that the activation interval shall not be less than 30 days. The code administrator will deny the Part 1 application if there is no accompanying written documentation.



f) If after ten days from the issuance of the e-mail there are no volunteers, NANPA will notify the appropriate regulatory authority and the SPs with ported TNs that no SP has submitted a valid Part 1 to become the code holder and therefore, the NXX code will be disconnected. NANPA will issue a Part 3 Approval to the incumbent SP approving the NXX code return and the disconnect effective date. NANPA will update and post to the NANPA web page a report titled “Part 3 Disconnects.”  This report shall contain all disconnects processed by NANPA.



NANPA should provide the NPAC with written notification that the SP has terminated service in order for NPAC to remove all records in its database related to the reclaimed NXX code after the effective disconnect date.



Should the above situation occur, an SP originally contacted by NANPA because it had active or pending ports on the returned NXX code per the NPAC report may decide it wants to become the new code holder after NANPA has processed the Part 3 Disconnect.  NANPA then will reassign the NXX code to the SP, provided the SP submits a completed and correct Part 1 no less than fifteen (15) business days prior to the effective date of the disconnect.
 NPAC, upon the receipt of the LNP NXX LERG Assignee Transfer Form, will remove the LRN and all ported in TNs of the LRN (including intra-SP ports) in its database associated with the returned code after the effective disconnect date.


g) If an SP requests to become the code holder but has no ported TNs and cannot meet MTE and utilization, NANPA will direct the SP to make its request to the appropriate regulatory authority.  Upon receiving both written confirmation (email or fax) from the regulatory authority and a valid Part 1 from the SP no less than fifteen (15) business days prior to the effective date of the disconnect,
 NANPA will make the SP the new LERG-assignee.  This process only applies to NXX codes with active or pending ports.



h) If the porting of TNs occurs on a returned NXX code after NANPA has issued a Part 3 Disconnect, NANPA will after having received and processed a valid Part 1, designate the SP applicant as the new code holder.  Any such porting must occur 15 business days prior to the effective date of the disconnect (see Section 2.15).



An SP should not be obligated to maintain default routing more than 66 days after filing a valid Part 1 indicating its intent to return the NXX code.


5.0
Abandoned NXX Codes Containing Ported Numbers



In the case where an NXX code is abandoned, NANPA may not have prior knowledge of the situation or know if there are active or pending ported TNs on the NXX code.  Further, NANPA may be unable to contact the incumbent code holder concerning the status of the NXX code or to request that it maintain default routing function if there are ported TNs.  Situations may also occur where an SP fails to submit a Part 1 to NANPA and proceeds with disconnecting the NXX code.  Often, customer complaints or information provided by SPs are the way that NANPA learns of these abandoned NXX code situations.  



NANPA shall work closely with regulatory authorities to obtain timely information about SPs abandoning service or filing bankruptcy.  Such circumstances are under the direction of a regulatory authority or court. 



NANPA will request a report from the NPAC on the abandoned NXX code to determine if there are any active or pending ported TNs.  



NANPA will then contact the appropriate regulatory authority and seek guidance concerning the return or reassignment of the abandoned NXX code.
  NANPA will include information about whether there are active or pending ports on the abandoned NXX code. 




a. In those instances where there is porting on the abandoned NXX code, NANPA will, unless otherwise directed by the regulatory authority, contact those SPs with ported TNs to determine if they want to become the new code holder, NANPA will follow the same process as outlined in Section 4.0 [specifically (b) through (f)].  



b. If a new code holder cannot be established for NXX codes with active or pending ports, NANPA will process the disconnect request of the NXX code after receiving written confirmation (email or fax) from the involved regulatory authority. NANPA then will provide the NPAC written notice from the regulatory authority that the SP has terminated service in order for  NPAC to remove all records in its database related to the LRN and NXX code, including intra-SP ported TNs.




NANPA will direct any customer complaints concerning the disruption of service to the involved SP or appropriate regulatory authority.  In the case of an abandoned NXX code, NANPA will not act independent of regulatory authority direction with regard to the reassignment of a NXX code to a SP with ported TNs.



6.0
Returned Thousands-Blocks Containing Ported Numbers



6.1     When Block Holder is not the LERG Assignee



In a pooled area where thousands-blocks are voluntarily returned and there are ported numbers or pending ports contained in those returned blocks, the SP will return the blocks to the PA and the ported customers are not affected.  



The PA shall request an ad hoc report from the NPAC to determine if there are any ported TNs or pending ports on the block(s) being returned.  This information will assist the PA in re-allocating the block.  If the block is 10% or less contaminated the PA will process the block return. This will effectively be a contaminated block donation to the pool inventory.   If the contamination level is greater than 10%, the PA will follow the order below to select a new block holder: 



a) The PA will notify SPs with ported TNs, the LERG assignee, SPs with a forecasted need, and the outgoing block holder within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due. The first SP to respond with a completed and correct Part 1A and LNP NXX LERG Assignee Transfer Form will become the new block holder.  MTE and utilization requirements are waived for SPs with ported TNs.  



b)  If no SPs respond within ten business days or all refuse the block holder functions, the PA will contact the appropriate regulatory authority and seek guidance concerning the return or reassignment of the contaminated block. Should a new block holder be designated, regulatory authorities may waive MTE and utilization requirements. 



The PA will work with the new block holder to determine if a Part 4 submission is necessary. 



6.2     When Block Holder is also the LERG Assignee



The PA shall request an ad hoc report from the NPAC to determine if there are any ported TNs or pending ports on the block(s) being returned.  The PA will follow the order below to select a new LERG assignee: 


a) The PA will contact SPs with blocks assigned from the affected NXX, SPs with ported TNs and SPs with a forecasted need within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due.  



· The first SP with blocks assigned from the affected NXX to respond with a Part 1 and LNP NXX LERG Assignee Transfer Form will become the new LERG assignee.  MTE and utilization requirements are waived.



· If no SPs with blocks assigned from the affected NXX respond or all refuse the LERG assignee functions, the first SP with ported TNs to respond with a Part 1 and LNP NXX LERG Assignee Transfer Form will become the new LERG assignee.  MTE and utilization requirements are waived.



· If no SPs with ported TNs respond or all refuse the LERG assignee functions, the first SP with a forecasted need with a Part 1 and LNP NXX LERG Assignee Transfer Form that meets the MTE and utilization requirements will become the new LERG assignee.



NPAC, upon the receipt of the LNP NXX LERG Assignee Transfer Form, will remove the LRN and all ported in TNs of the LRN (including intra-SP ports) in its database associated with the reallocated code after the effective date.



The PA will automatically update the BCD record in BIRRDS with the new LERG assignee’s information upon receipt of the Part 3 from NANPA. 


The new LERG assignee shall:



 notify the PA via email which blocks assigned to the original LERG assignee are to be reallocated to the new LERG assignee because the contamination level is over 10%.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation. 



 notify the PA via email which blocks assigned to the original LERG assignee are to be donated by the new LERG assignee because the contamination level is 10% or less.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation.



· work with the PA to determine if any Part 4 submissions are necessary. 



Blocks that were previously donated by the original LERG assignee will remain in the pool.



It is recommended that the new LERG assignee retain at least one block to ensure that responsibilities in section 4.2.1 of the Thousands-Block Number (NXX-X) Pooling Administration Guidelines (TBPAG) are maintained. However, once the responsibilities of the SP outlined in section 4.2.1 are fulfilled and the SP determines that the block is not needed, the SP does have the option of returning the block to the PA.  



b) If no SPs respond within ten business days or all refuse to become the new LERG assignee, the PA will proceed with the NXX return, notify those SPs with ported TNs and/or pooled blocks from the affected NXX.  Further, the PA will request that NANPA notify the appropriate regulatory authorities that a NXX code is going to be disconnected and that some working customers will lose service. NANPA will follow the disconnect process as outlined in section 4.0 f) through 4.0 h).



7.0
Abandoned Thousands-Blocks Containing Ported Numbers



The difference between an abandoned block and a returned block is that if abandoned, the PA is unable to reach the incumbent block holder to ask it to maintain default routing functions.



7.1     When Block Holder is not the LERG Assignee



In the case when the block holder is not the LERG assignee and blocks containing ported numbers or pending ports are abandoned, the ported customers are not affected.  Typically, customer complaints are the catalyst for initiating the steps that follow. The PA shall request an ad hoc report from the NPAC to determine if there are any pending or completed TN ports.  The PA will contact the appropriate regulatory authority and seek guidance concerning the return or reassignment of the abandoned block.  If the block contamination level is 10% or less, the block is returned to the pool once written confirmation (email or fax) is received from the  regulatory authority to reclaim the block.  If the block contamination level is greater than 10%, the PA will follow the order below to select a new block holder unless otherwise directed by the  regulatory authority: 



a) The PA will notify SPs with ported TNs, the LERG assignee, SPs with a forecasted need, and the outgoing block holder within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due. The first SP to respond with a completed and correct Part 1A and LNP NXX LERG Assignee Transfer Form will become the new block holder.  MTE and utilization requirements are waived for SPs with ported TNs.  



b)  If no SPs respond within ten business days or all refuse the block holder functions, the PA will contact the appropriate regulatory authority and seek guidance concerning the return or reassignment of the contaminated block. Should a new block holder be designated, regulatory authorities may waive MTE and utilization requirements.



The PA will work with the new block holder to determine if a Part 4 submission is necessary. 



7.2     When Block Holder is also the LERG Assignee



In the case when the block holder is the LERG assignee and blocks containing ported numbers or pending ports are abandoned, the PA may not have prior knowledge of the situation.  Typically, customer complaints are the catalyst for initiating the steps that follow.  The PA shall work closely with the appropriate regulatory authority to obtain timely information about SPs abandoning service or filing bankruptcy.  Such circumstances are under the direction of a regulatory authority or court. 



The PA shall request the ad hoc report from the NPAC to determine if there are any pending or completed TN ports.  This information will assist the PA in re-allocating the NXX code/blocks.  The PA will follow the order below to select a new LERG assignee unless otherwise directed by the appropriate regulatory authority: 


a) The PA will contact SPs with blocks assigned from the affected NXX, SPs with ported TNs, and SPs with a forecasted need within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due.  



· The first SP with blocks assigned from the affected NXX to respond with a Part 1 and LNP NXX LERG Assignee Transfer Form will become the new LERG assignee.  MTE and utilization requirements are waived.



· If no SPs with blocks assigned from the affected NXX respond or all refuse the LERG assignee functions, the first SP with ported TNs to respond with a Part 1 and LNP NXX LERG Assignee Transfer Form will become the new LERG assignee.  MTE and utilization requirements are waived.



· If no SPs with ported TNs respond or all refuse the LERG assignee functions, the first SP with a forecasted need with a Part 1 and LNP NXX LERG Assignee Transfer Form that meets the MTE and utilization requirements will become the new LERG assignee.



NPAC, upon the receipt of the LNP NXX LERG Assignee Transfer Form, will remove the LRN and all ported in TNs of the LRN (including intra-SP ports) in its database associated with the reallocated code after the effective date.



The PA will automatically update the BCD record in BIRRDS with the new LERG assignee’s information upon receipt of the Part 3 from NANPA. 


The new LERG assignee shall:



 notify the PA via email which blocks assigned to the original LERG assignee are to be reallocated to the new LERG assignee because the contamination level is over 10%.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation. 



 notify the PA via email which blocks assigned to the original LERG assignee are to be donated by the new LERG assignee because the contamination level is 10% or less.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation.



· work with the PA to determine if any Part 4 submissions are necessary. 



Blocks that were previously donated by the original LERG assignee will remain in the pool.



It is recommended that the new LERG assignee retain at least one block to ensure that responsibilities in section 4.2.1 of the TBPAG are maintained. However, once the responsibilities of the SP outlined in section 4.2.1 are fulfilled and the SP determines that the block is not needed, the SP does have the option of returning the block to the PA.  



b) If no SPs respond within ten business days or all refuse to become the new LERG assignee, the PA will proceed with the NXX return, notify those SPs with ported TNs and/or pooled blocks from the affected NXX. Further NANPA will follow the disconnect process as outlined in section 5.0 b).



�  The LNP CO Code Reallocation Process, implemented on August 30, 2001, eliminates the necessity of maintaining the original LERG assignee in the NPAC because it eliminates service disruption that would be caused by changing the SPID in the NPAC. The process involves porting the code in thousands-blocks to the LERG assignee.  In this way, the NPAC's block-ownership tables override the NPAC's NXX-ownership tables, allowing continued porting of any number in the NXX. The LNP CO Code Reallocation Process allows numbers to snap back to the new LERG assignee, the same as if the SPID had been changed in the NPAC without ported numbers having been taken out of service .









The LNPA WG has developed requirements for the ability to mass update the SPID associated with an NXX code without taking ported customers out of service.  This functionality has been assigned NANC Change Orders 217 and 323 which is expected to be available in Release 3.2.




.




� See footnote 1.




� Months to Exhaust (MTE) and utilization requirements are waived.




� NANPA will work with the new code holder to determine if a Part 4 is necessary.  




� It is the responsibility of the new code holder to contact the original code holder if the code transfer does not occur on the effective date originally indicated on the Part 3 denial so that the original code holder can continue to maintain default routing until the new effective date. 




� See Section 6 of the Central Office Code (NXX) Assignment Guidelines (COCAG). 




� All new code holders must follow the standard code activation process in the COCAG.   In order to stop the disconnect and re-assign a code, a minimum of five (5) business days is needed to notify Telcordia to reverse the disconnect and send an emergency notification to service providers.  Adding this time interval to the ten (10) business day requirement for NANPA to process code applications results in the requirement for service providers to provide a Part 1 no less than fifteen (15) business days prior to the effective date of the disconnect.  




� See previous footnote.




� There are differing requirements among state commissions/regulatory authorities relating to bankruptcies and the treatment of NPA-NXXs as carrier assets as well as carrier of last resort obligations that may affect the disposition of an abandoned code.  State commission/regulatory authority involvement is needed to ensure these requirements are addressed.
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy):  02/18/2003



Company(s) Submitting Issue:  1) Telcordia; 2) Company Name2?; 3) Company Name 3?; 4)etc.



Contact(s):  Name   1) Adam Newman; 2)?; 3)?; 4) etc




         Contact Number   1) 732-758-4962; 2)




         Email Address   1) anewman@telcordia.com; 2)



(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



The LRNs and other data (e.g., portable NXXs, pooled NXX-Xs) in the NPAC are not always in synch with those in the Telcordia Business Integrated Routing and Rating Database System (BIRRDS).                                                          



2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A. Examples & Impacts of Problem/Issue: 



It was brought to Telcordia’s and CIGRR’s attention that in at least one region (Western) that there were several hundred LRNs in the NPAC which were not in the LERG Routing Guide.



The LRN Assignment Practices require that SPs record their LRNs in the LERG Routing Guide.



Not having the LRN published in the Telcordia™ LERG Routing Guide makes trouble shooting of routing problems and administrative validations significantly more difficult to perform.  The LERG Routing Guide is used by many service providers to provision many of their back office systems.  H



aving accurate data in the LERG Routing Guide is important to the industry.



Due to variations in the definition of portability there are inconsistencies in various industry databases (e.g., an NXX marked as portable in the LERG Routing Guide may not mean that there are ported out customers in that NXX nor does it mean necessarily that customers can be ported out of that NXX).  In addition with all the activity surrounding returns of portable NXXs and NXX-Xs, there is a need to line up the processes the industry uses.  Comparing databases allows for determination of the extent of the problem and allows for root cause analysis and process improvement.



B. Frequency of Occurrence: 



Ongoing



C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western_X_     



 West Coast___  ALL_X__



D. Rationale why existing process is deficient:



There is no current process for synchronizing the LRNs and other BIRRDS data provisioned manually by service providers in the NPAC SMS and in the Telcordia Business Integrated Routing and Rating Database System (BIRRDS) by separate groups.  



E. Identify action taken in other committees / forums: 



Issue raised a Telcordia Common Interest Group on Rating and Routing.



F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution: 



The following actions are proposed to resolve this issue:



· Similar to the data exchange Telcordia Routing Administration performs with NECA, have a data file, in an agreed to format, sent from NPAC to Telcordia Routing Administration (TRA) with all relevant data that is separately entered in both databases.  This format should be able to be processed for data validations e.g., fixed text format.  Telcordia Routing Administration will validate that all the relevant data is consistent.  When any data is inconsistent, TRA will provide a report on the inconsistencies to the AOCN of the company associated with the NXX, NXX-X, or LRN.  This information could be copied (by either TRA or the AOCN) to the LNP contact of the company on request to facilitate communication between the routing group and the portability group.



LNPA WG: (only)



Item Number: __ __ __ __




Issue Resolution Referred to: _________________________________________________________


Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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Inter-Service Provider LNP Operations Flows - Narratives
version 0.7






Narratives:  Following are the textual descriptions of the Inter-Service Provider LNP Operations Flows.  These narratives provide a detailed description of the step-by-step flows.



Legend:



NLSP = New Local Service Provider



NNSP = New Network Service Provider



OLSP = Old Local Service Provider



ONSP = Old Network Service Provider



SV = Subscription Version



SP = Service Provider



FRS = Functional Requirements Specification



IIS = Interoperability Interface Specifications



LSR = Local Service Request



FOC = Firm Order Confirmation



WPR = Wireless Porting Request



WPRR = Wireless Porting Request Response 



CSR = Customer Service Record



TN / MDN = Telephone Number/Mobile Directory Number



NOTES:


1. This list of acronyms is not meant to be comprehensive, but represent the commonly used abbreviations in this document.


2. The text descriptions are based on default/current tunable settings.



Provisioning With LRN



Main Flow, Figure 1



			Flow Step


			Description





			1. START: End User Contact with NLSP


			
The process begins with an end-user requesting service from the NLSP.



· It is assumed that prior to entering the provisioning process the involved NPA/NXX was opened for porting.





			2. End User agrees to change to NLSP


			
End-user agrees to change to NLSP and requests retention of current telephone number/mobile directory number (TN/MDN).





			3. NLSP obtains end user authorization


			
NLSP obtains authority (Letter of Authorization - LOA) from end-user to act as the official agent on behalf of the end-user.  The NLSP is responsible for demonstrating necessary authority.





			4. (Optional) NLSP requests CSR from OLSP


			· As an optional step, the NSLP requests a Customer Service Record (CSR) from the OLSP.  No service agreement between the NLSP and OLSP should be required for CSR.





			5. Are NNSP and ONSP both wireless?


			· If yes, go to Step 7.



· If no, go to Step 6.





			6. LSR/FOC – Service Provider Communication


			· Inter-Service Provider LNP Operations Flows – Wireline LSR/FOC Process, Figure 2.





			7. ICP – Service Provider Communication


			· Inter-Service Provider LNP Operations Flows – Wireless ICP Process, Figure 3.





			8. Are NNSP and ONSP the same SP?


			· If yes, go to Step 10.



· If no, go to Step 9.





			9. NNSP coordinates all porting activities


			
The NNSP must coordinate porting timeframes with the ONSP, and both provide appropriate messages to the NPAC.





			10. Is NPAC processing required?


			· If yes, go to Step 11.



· If no, go to Step 32.





			11. Perform intra-provider port or modify existing SV


			
SP enters intra-provider SV create data into the NPAC via SOA interface (i.e., the SOA association, LTI, or contacting the NPAC personnel) for porting of end-user in accordance with the NANC FRS and the NANC IIS.  Upon completion of intra-provider port, go to Step 32.





			12. NNSP and ONSP create and process service orders


			
Upon completion of the LSR/FOC or ICP Process, the NNSP and ONSP create and process service orders through their internal service order systems, based on information provided in the LSR/FOC or WPR/WPRR.





			13. NNSP and (optionally) ONSP notify NPAC with Create message


			
Due date of the create message is the due date on the FOC, where wireline due date equals date and wireless due date equals date and time.  For porting between wireless and wireline, the wireline due date applies.  Any change of due date to the NPAC is usually the result of a change in the FOC due date.




SPs enter SV data into the NPAC via SOA interface (i.e., the SOA association, LTI, or contacting the NPAC personnel) for porting of end-user in accordance with the NANC FRS and the NANC IIS.





			14. NPAC performs data validation on each Create message


			
NPAC validates data to ensure value formats and consistency as defined in the FRS.  This is not a comparison between NNSP and ONSP messages.





			15. Is Create message valid?


			
If yes, go to Step 18.  If this is the first valid create message, the T1 Timer (Initial Concurrence Window tunable parameter) is started.  SV Create notifications are sent to both the ONSP and NNSP.



If no, go to Step 16.





			16.  NPAC notifies appropriate Service Provider that create message is invalid


			
If the data is not valid, the NPAC sends error notification to the SP for correction.





			17. Service Provider Data corrected and forwarded


			
The SP, upon notification from the NPAC, corrects the data and resubmits to the NPAC.  Re-enter at Step 14.





			18. Did NPAC receive create from NNSP and ONSP before T1 expired?


			
The value for the T1 Timer (Initial Concurrence Window tunable parameter) is configurable (one of two values) for SPs.  SPs will use either long or short timers.  The current default for the long timer is nine (9) hours.  The current default for the short timer is one (1) hour.




If yes, go to Step 19.




If no, go to Step 20.




NPAC timers include business hours only, except where otherwise specified.  Local business hours are defined as 12 hours.  Short Business Days are defaulted to Monday through Friday, except holidays, and Long Business Days are defaulted to Monday through Saturday, except holidays.  Holidays and business hours are defined for each NPAC Region.





			19. Is Create message valid and matching?


			
If yes, go to Step 27.




If no, go to Step 16.





			20. NPAC notifies appropriate Service Provider that Create message is missing.


			
The NPAC informs the SP of a missing create.  If necessary, the Service Provider notified coordinates the correction.





			21. Did NPAC receive matching create message?


			
If create messages match, go to Step 22.




If no, go to Step 24.





			22. Is matching Create message valid?


			
If yes, go to Step 27.




If no, go to Step 23.





			23. Has T2 Timer Expired?


			
The NPAC provides a T2 Timer (Final Concurrence Window tunable parameter) that is defined as the number of hours after the concurrence request is sent by the NPAC.




The value for the T2 Timer (Final Concurrence Window tunable parameter) is configurable (one of two values) for Service Providers.  Service Providers will use either long or short timers.  The current default for the long timer is nine (9) hours.  The current default for the short timer is one (1) hour.




NPAC timers include business hours only, except where otherwise specified.  Local business hours are defined as 12 hours.  Short Business Days are defaulted to Monday through Friday, except holidays, and Long Business Days are defaulted to Monday through Saturday, except holidays.  Holidays and business hours are defined for each NPAC Region.




If yes, go to Step 24.




If no, return to Step 21.





			24. Is the Create message missing from ONSP?


			
If yes, go to Step 28.




If no, go to Step 25.





			25. Has cancel window for pending SVs expired?


			
If yes, go to Step 26.




If no, return to Step 21.





			26. NPAC notifies NNSP and ONSP that port is cancelled 


			
The SV is cancelled by NPAC by tunable parameter (3 days).  Both SPs take appropriate action related to internal work orders.




For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.





			27. Did ONSP place the order in Conflict?


			
If yes, go to Step 28.




If no, go to Step 30.




Check Concurrence Flag, Yes or No.  If No, a conflict cause code as defined in the FRS, is designated.  ONSP makes a concerted effort to contact NNSP prior to placing SV in conflict.  The latest time by which the ONSP could place an SV into conflict would be the later of 12:00 noon the date before the due date or the expiration of the T2 Timer (Final Concurrence Window tunable parameter).





			28. NPAC logs request to place order in conflict, including cause code


			
Go to Inter-Service Provider LNP Operations Flows - Conflict Flow for the Service Creation Provisioning Process - tie point B, Figure 6.





			29. NPAC notifies ONSP that porting proceeds under the control of the NNSP


			
A notification message is sent to the ONSP noting that the porting is proceeding in the absence of any message from the ONSP.





			30. NNSP coordinates physical changes with ONSP


			
The NNSP has the option of requesting a coordinated order.  This is also the re-entry point from the Inter-Service Provider LNP Operations Flows – Conflict Flow for the Service Creation Provisioning Process, tie point BB, Figure 6.




If coordination is requested on the LSR, an indication of Yes or No for the application of a 10-digit trigger is required.  If no coordination indication is given, then by default, the 10-digit trigger is applied as defined by inter-company agreements.  If the NNSP requests a coordinated order and specifies ‘no’ on the application of the 10-digit trigger, the ONSP uses the 10-digit trigger at its discretion.





			Is the unconditional 10 digit trigger being used?


			
If yes, go to Inter-Service Provider LNP Operations Flows - Provisioning with Unconditional 10-Digit Trigger - tie point AA, Figure 5.




If no, go to Inter-Service Provider LNP Operations Flows - Provisioning without Unconditional 10-digit Trigger - tie point A, Figure 4.




The unconditional 10-digit trigger is an option assigned to a number on a donor switch during the transition period when the number is physically moved from donor switch to recipient switch.  During this period it is possible for the TN/MDN to reside in both donor and recipient switches at the same time.




The unconditional 10-digit trigger may be applied by the NNSP.  A 10-digit trigger is applied by the ONSP one day before the due date.





			31. END


			· End of the Inter-Service Provider LNP Operations Flows – Main Flow.


· This is also the re-entry point from various flows, tie point Z.








Wireline LSR/FOC Service Provider Communication



Flow LSR/FOC, Figure 2



			Flow Step


			Description





			1. Is end user porting all TNs/MDNs?


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, LSR/FOC Process, Step 6, Figure 1.




The NLSP determines if customer is porting all TN/MDN(s).



· If yes, go to Step 3.



· If no, go to Step 2.





			2. NLSP notes “Not all TNs/MDNs are being ported” in the remarks field on the LSR


			
The NLSP makes a note in the remarks section of the LSR to identify that the end-user is not porting all TN/MDN(s). This can affect the due date interval due to account rearrangements necessary prior to service order issuance.





			3. Is NLSP a Reseller?


			· If yes, go to Step 4.



· If no, go to Step 5.





			4. NLSP sends LSR or LSR information to NNSP for resale service


			· NLSP (Reseller) sends an LSR or LSR Information to the NNSP fulfilling all requirements of any service agreement.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the LSR may vary based on the carriers involved.





			5. NNSP sends LSR to ONSP


			
The NNSP notifies the ONSP of the port using the LSR and sends the information via an electronic gateway, FAX, or manual means.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the LSR may vary based on the carriers involved.





			6. Is OLSP a Reseller?


			· If yes, go to Step 7.



· If no, go to Step 8.





			7. ONSP sends LSR or LSR information to OLSP


			· ONSP (Old Network Provider) sends an LSR or LSR Information to the OLSP (Reseller) fulfilling all requirements of any service agreement.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the LSR may vary based on the carriers involved.





			8. ONSP sends FOC to NNSP


			
ONSP sends the firm order confirmation (FOC, local response) to the NNSP for the porting LSR.



· Between wireline to wireline, and wireline to wireless, the LSR/FOC process time frame is 24 hours.




The due date of the first TN/MDN ported in an NPA-NXX is no earlier than five (5) business days after FOC receipt date.  Any subsequent port in that NPA NXX will have a due date no earlier than three (3) business days after FOC receipt.  It is assumed that the porting interval is not in addition to intervals for other requested services related to the porting (e.g., unbundled loops).  The interval becomes the longest single interval required for the services requested.




The FOC process is defined by the OBF and the electronic interface by the TCIF.





			9. OLSP sends FOC or FOC information to ONSP


			· The OLSP notifies the ONSP of the porting using the FOC and sends the information via an electronic gateway, FAX, or other manual means.  The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved





			10. Is NLSP a Reseller?


			· If yes, go to Step 11.



· If no, go to Step 12.





			11. NNSP forwards FOC or FOC Information to NLSP


			· NNSP forwards FOC or FOC Information to NLSP.





			12. Return to Figure 1


			· Return to main flow, LSR/FOC Process, Step 6.








Wireless ICP Service Provider Communication



Flow ICP, Figure 3



			Flow Step


			Description





			1. Is NLSP a Reseller?


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, ICP Process, Step 7.




The NLSP determines if customer is porting all TN/MDN(s).



· If yes, go to Step 2.



· If no, go to Step 3.





			2. NLSP sends WPR* or WPR information to NNSP for resale service


			· NLSP (Reseller) sends a WPR* or WPR information to the NNSP (may vary slightly depending on provider agreement).



· For wireless to wireless the WPR/WPRR* time frame is 30 minutes.



· The due date of the first TN ported in an NPA-NXX is no earlier than 5 business days after a confirming WPRR* receipt date.



· The due date for a TN ported in an NPA-NXX which has TNs already ported is no earlier than 2 business hours after a confirming WPRR receipt date/time or as currently determined by NANC.





			3. NNSP sends WPR to ONSP


			· The NNSP notifies the ONSP of the port request using the WPR and sends the information via CORBA or FAX*.



· IC begins from acknowledgment being received by NNSP from ONSP, and not at the time the WPR is sent from the NNSP to the ONSP.





			4. Is OLSP a reseller?


			· If yes, go to Step 5


· If no, go to Step 7.





			5. ONSP sends WPR or WPR information to OLSP


			· The ONSP notifies the OLSP of the port request using the WPR or WPR information.





			6. OLSP sends WPRR or WPRR information to ONSP


			· The OLSP sends the ONSP the WPRR or WPRR information.





			7. ONSP sends WPRR to NNSP


			· ONSP sends the Wireless Port Request Response to the NNSP.



· IC terminates upon receipt of WPRR by NNSP.





			8. Is NLSP a reseller?


			· If yes, go to Step 9.



· If no, go to Step 10.





			9. NNSP forwards WPRR or WPRR information to NLSP


			· The NNSP sends the WPRR to the NLSP.





			10. Is WPRR a Delay?


			· If yes, go to Step 11.


· If no, go to Step 12.





			11. Is OLSP a reseller?


			· If yes, go to Step 6.



· If no, go to Step 7.





			12. Is WPRR confirmed?


			· If yes, Return to Figure 1.


· If no, go to Step 13 – WPRR must be a Resolution Required.





			13. WPRR is a resolution response


			· Return to Step 1.





			14. Return to Figure 1


			· Return to main flow Figure 1, ICP Process, Step 7.








Provisioning Without Unconditional 10-Digit Trigger



Flow A, Figure 4



			Flow Step


			Description





			NOTE:  Steps 1 and 2 are worked concurrently.





			1.
NNSP activates port (locally)


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, tie point A, Figure 1.




The Wireline NNSP activates its own Central Office translations.




The Wireless NNSP activates its own switch/HLR configuration including assignment of Mobile Station Identifier (MSID).





			NOTE:  Steps 2 and 3 may be worked concurrently.





			2.  NNSP and ONSP make physical changes (where necessary).


			
Wireline physical changes may or may not be coordinated.  Coordinated physical changes are based on inter-connection agreements.




Mobile Station (handset) changes are completed.




The NNSP is now providing dial tone to ported end user.





			3.  NNSP notifies NPAC to activate the port


			
The NNSP sends an activate message to the NPAC via the SOA.




No NPAC SV may activate before the SV due date/time.





			NOTE:  Steps 4, 5, 6, and 7 may be concurrent, but at a minimum should be completed ASAP.





			4.  NPAC downloads (real time) to all Service Providers.


			
The NPAC broadcasts new SV data to all SP LSMSs in the serving area in accordance with the NANC FRS and NANC IIS.  The Service Control Point (SCP) Applications and GTT Function for Number Portability requirements are defined by T1S1.6.





			5.  NPAC records date and time in history file.


			
The NPAC records the current date and time as the Activation Date and Time stamp, after all LSMSs have successfully acknowledged receipt of new SV.





			6.  Wireline ONSP removes translations in Central Office. Wireless ONSP removes subscriber from switch/HLR.


			
The Wireline ONSP initiates the removal of translation either at designated Due Date and Time or, if the order was designated as coordinated, upon receipt of a call from the NNSP.




The Wireless ONSP initiates the removal of the subscriber record from the switch/HLR after the activation of the port.



As an optional step, if the OLSP is a reseller, the ONSP should send a lost notification to the OLSP (indicator to start billing).





			7.  NPAC logs failures and non-responses and notifies the NNSP and ONSP


			
The NPAC resends the activation to an LSMS that did not acknowledge receipt of the request, based on the retry tunable.  The number of NPAC SMS attempts to send is a tunable parameter for which the current default is one (1) attempt, in which case no retry attempts are performed.  Once this cycle is completed, NPAC personnel investigate possible problems.  In addition, the NPAC sends a notification via SOA interface to both NNSP and ONSP with a list of LSMSs that failed activation.





			8.  All service providers update routing databases (real time download)


			
This is an internal process and is performed in accordance with the Service Control Point (SCP) Applications and GTT Function for Number Portability requirements as defined by T1S1.6 (within 15 minutes).





			9.  NNSP may verify completion


			
The NNSP may make test calls to verify that calls to ported numbers complete as expected.





			Z.  END


			
Return to main flow, tie point Z, Figure 1.








Provisioning With Unconditional 10-Digit Trigger



Flow AA, Figure 5



			Flow Step


			Description





			1. ONSP activates unconditional 10 digit trigger in the central office


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, tie point AA, Figure 1.




The actual time for trigger activation is defined on a regional basis.




The unconditional 10-digit trigger may optionally be applied by the NNSP.





			NOTE:  Steps 2 and 3 may be worked concurrently.





			2.  NNSP activates central office translations


			
The NNSP activates its own Central Office translations.





			3. NNSP and ONSP make physical changes (where necessary).


			
Any physical work or changes are made by either NNSP or ONSP, as necessary.




Physical changes may or may not be coordinated.  Coordinated physical changes are based on inter-connection agreements.



· The NNSP is now providing dial-tone to ported in user





			4. NNSP notifies NPAC to activate port


			
The NNSP sends an activate message via the SOA interface to the NPAC.




No NPAC SV may activate before the SV due date/time.





			NOTE:  Steps 5, 6, and 7 may be concurrent, but at a minimum should be completed ASAP.





			5.  NPAC downloads (real time) to all service providers


			
The NPAC broadcasts new SV data to all SPs in the serving area in accordance with the NANC FRS and NANC IIS. The Service Control Point (SCP) Applications and GTT Function for Number Portability requirements are defined by T1S1.6.





			6.  NPAC records date and time in history file


			
The NPAC records the current date and time as the Activation Date and Time stamp, after all LSMSs successfully acknowledged receipt of new subscription version.





			7.  NPAC logs failures and non-responses and notifies the NNSP and ONSP


			
The NPAC resends the activation to a Local SMS that did not acknowledge receipt of the request, based on the retry tunable.  The number of NPAC attempts to send is a tunable parameter for which the current default is one (1) attempt, in which case no retry attempts are performed.  Once this cycle is completed NPAC personnel investigate possible problems.  In addition, the NPAC sends a notification via SOA interface to both the NNSP and ONSP with a list of LSMSs that failed activation.





			8.  All service providers update routing data (real time download)


			
This is an internal process and is performed in accordance with the Service Control Point (SCP) Applications and GTT Function for Number Portability requirements as defined by T1S1.6 (within 15 minutes).





			9.  ONSP removes appropriate translations


			
After update of its databases the ONSP removes translations associated with the ported TN/MDN.  The removal of these translations (1.) will not be done until the old Service Provider has evidence that the port has occurred, or (2.) will not be scheduled earlier than 11:59 PM of the day after the due date, or (3.) will be scheduled for 11:59 PM on the due date, but can be changed by an LSR supplement received no later than 9:00 PM local time on the due date.  This LSR supplement must be submitted in accordance with local practices governing LSR exchange, including such communications by telephone, fax, etc.



As an optional step, if the OLSP is a reseller, the ONSP should send a lost notification to the OLSP (indicator to start billing).





			10.  NNSP may verify completion


			
The NNSP may make test calls to verify that calls to ported numbers complete as expected.





			Z.  END


			
Return to main flow, tie point Z, Figure 1.








Conflict Flow for the Service Creation Provisioning Process



Flow B, Figure 6



			Flow Step


			Description





			1. Has conflict restriction window expired?


			
The conflict flow is entered through the Provisioning process flow (Main Flow) through tie point (B), Figure 1, when the ONSP enters a concurrence flag of “No”, and designates a conflict cause code.




Conflict is restricted (i.e., SV may not be placed into conflict) if either:




The ONSP has previously placed the subscription into conflict, or




The request was initiated after the tunable time (Conflict Restriction Window, defaulted to 12:00) on the business day before Due Date and T2 Timer (Final Concurrence Window tunable parameter) has expired.




If yes, go to Step 2.




If no, go to Step 3.





			2. NPAC rejects the conflict request


			
NPAC notifies SP of rejection.




The porting process resumes as normal, proceeding to the Provisioning process flow (Main Flow) at tie point BB, Figure 1.





			3. NPAC changes the subscription status to conflict and notifies NNSP and ONSP


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.




Both SPs take appropriate action related to internal work orders.




SVs may be modified while in the conflict state (e.g., due date), by either the NNSP or ONSP.





			4. NNSP contacts ONSP to resolve conflict.  If no agreement is reached, begin normal escalation


			
The escalation process is defined in the inter-company agreements.





			5. Was conflict resolved within conflict expiration window?


			
From the time an SV is placed in conflict, there is a tunable window (Conflict Expiration Window, defaulted to 30-calendar day limit) after which it is removed from the NPAC database.  If it is resolved within the tunable window, go to Step 7; if not, the subscription request will “time out” and go to Step 6.





			NPAC initiates cancellation and notifies both NNSP and ONSP


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.




Both SPs take appropriate action related to internal work orders.





			6. Was the port request cancelled to resolve the conflict?


			
Conflict resolution initiates one of two actions:  1) cancellation of the subscription, or 2) resumption of the service creation provisioning process.  If the conflict is resolved by cancellation of the subscription, then proceed to the Cancellation Flows for Provisioning Process through tie point G, Figure 7.  If the conflict is otherwise resolved, go to Step 8.





			7. Was resolution message from ONSP?


			
If yes, go to Step 9.




If no, go to Step 10.





			8. NPAC notifies both NNSP and ONSP of ‘conflict off’ via SOA


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.




NPAC notifies both SPs of the change in SV status.  The porting process resumes as normal, proceeding to the Provisioning process flow (Main Flow) at tie point BB, Figure 1.





			9. Did the NNSP send the resolution message during the restriction window?


			
If conflict was resolved within tunable business hours (default of six hours for wireline [Long Conflict Resolution New Service Provider Restriction], and six hours for wireless [Short Conflict Resolution New Service Provider Restriction] ), only the ONSP may notify NPAC of “conflict off”.  If conflict was resolved after tunable hours, either the NNSP or ONSP may notify NPAC of “conflict off”.



In order for the porting process to continue at least one SP must remove the SV from conflict.




If yes, go to Step 11.




If no, go to Step 9.





			10. NPAC rejects the conflict resolution request from NNSP


			
NPAC sends an error to the NNSP indicating conflict resolution is not valid at this point in time.





			Z.  END


			
Return to main flow, tie point Z, Figure 1.








Cancellation Flows for Provisioning Process



Cancel Flow, Figure 7



Introduction



A service order and/or subscription may be cancelled through the following processes:



· The end-user contacts the NLSP or OLSP and requests cancellation of their porting request.



· Conflict Flow for the Service Creation Provisioning Process – Flow B, Figure 6:  As a result of the Conflict Resolution process (at tie-point C) the NLSP and OLSP agree to cancel the SV and applicable service orders.



			Flow Step


			Description





			End-user request to cancel


			
The Cancellation Process may begin with an end-user requesting cancellation of their pending port.  The Cancellation process flow applies only to that period of time between SV creation, and either activation or cancellation of the porting request.  If activation completed and the end-user wishes to revert back to the former SP, it is accomplished via the Provisioning Process.





			1. Did end-user contact NLSP?


			
The end-user contacts either the NLSP or OLSP to cancel the porting request.  Only the NLSP of OLSP can initiate this transaction, not another SP.




The contacted SP gathers information necessary for sending the LSR to the other SP noting cancellation, and for sending the cancellation request to NPAC.




Ifno, go to Step 7.




If yes, go to Step 3.





			2. Is NLSP a Reseller?


			· If yes, go to Step 4.



· If no, go to Step 16.





			3. NLSP sends cancel request to NNSP


			
The NLSP notifies the NNSP, via their inter-company interface, indicating that the porting request is to be cancelled.





			4. NNSP sends SUPP to ONSP noting cancellation as soon as possible prior to activation


			
The end-user contacts the NLSP to cancel the porting request.  The NNSP fills out and sends the LSR form to the ONSP via their inter-company interface, indicating cancellation of the porting request.





			5. NNSP sends cancel request to the NPAC


			
The NNSP notifies the NPAC, via their SOA interface, indicating that the porting request is to be cancelled.





			6. OLSP obtains end-user authorization


			
The OLSP obtains actual authority from the end-user to act as the official agent on behalf of the end-user to cancel the porting request.  The OLSP is responsible for demonstrating such authority as necessary.





			7. Is OLSP a Reseller?


			· If yes, go to Step 9.



· If no, go to Step 10.





			8. OLSP sends cancel request to ONSP


			
The OLSP notifies the ONSP, via their inter-company interface, indicating that the porting request is to be cancelled.





			9. ONSP sends cancel request to NPAC


			The OLSP, contacted directly by the end-user or notified by the NNSP via their inter-company interface, sends a cancellation message to the ONSP, via their inter-company interface.




The ONSP notifies the NPAC, via their SOA interface, indicating that the porting request is to be cancelled.




This cancellation message is accepted by the NPAC only if the ONSP had previously created during the SV creation.  If the ONSP sends a cancellation message and a create message was not previously sent, the NPAC responds with a reject message.  If the ONSP does not send a create message to the NPAC for this SV, it cannot subsequently send a cancellation message.




The ONSP takes appropriate action related to internal work orders.





			


			








			10. Did the provider requesting cancel send a Create message to NPAC?


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Conflict Flow, tie point G, Figure 8.



· If yes, go to Step 17.



· If no, go to Step 17.





			11. NPAC rejects the cancel request


			· NPAC sends an error via the SOA interface indicating that a cancel request cannot be sent for an SV that did not have a matching create from that SP.





			12. Did both NNSP and ONSP send Create message to NPAC?


			· If yes, go to Step 17.



· If no, go to Step 18.





			13. NPAC cancels subscription, logs cancel, and notifies both NNSP and ONSP of cancel


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.




The porting request is cancelled by changing the subscription status to cancelled.  Both Service Providers are notified of the cancellation via the SOA interface.





			14. NPAC updates subscription to cancel-pending, logs cancel-pending, and notifies both NNSP and ONSP of cancel-pending


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.




The porting request is set to cancel-pending by changing the subscription status to cancel-pending.  Both Service Providers are notified of the cancel-pending via the SOA interface.





			15. Did NNSP send cancel to NPAC?


			



The NPAC tests for receipt of cancellation messages from the two SPs based on which SP had previously sent a message into the NPAC.  Since the ONSP create is optional for SV creation, if the ONSP did not send a message during the creation process, the ONSP input during cancellation is not accepted by the NPAC.  Similarly, if during the SV creation process only the ONSP sent a message, and not the NNSP, only the ONSP input is accepted when canceling an order.  However, if the timers expire, the system will automatically cancel.




For a “concurred” SV, when the first cancellation message is received, the NPAC sets the SV status to cancel-pending.  Both NNSP and ONSP are notified of this change in status via the SOA interface.




If the second cancellation notification, from the other SP, is received within tunable window (Long Cancellation-Initial Concurrence Window, default of nine (9) business hours; or Short Cancellation-Initial Concurrence Window, default of nine (9) business hours), go to Step 18.




If the second cancellation notification from the other Service Provider is not received within tunable window (Long Cancellation-Initial Concurrence Window, default of nine (9) business hours; or Short Cancellation-Initial Concurrence Window, default of nine (9) business hours), go to Step 20.



· For a “non-concurred” SV, when the first cancellation message is received, the NPAC sets the SV status directly to cancel, and proceeds to Step 0.  Both NNSP and ONSP are notified of this change in status via the SOA interface.





			16. Did NPAC receive cancel ACK from ONSP within first cancel window timer?


			· The NPAC applies a nine (9)-business hour [tunable parameter] time limit on receiving cancellation messages from both SPs.  This is referred to as the Cancellation-Initial Concurrence Window.




NPAC timers include business hours only, except where otherwise specified.  Local business hours are defined as 12 hours.  Short Business Days are defaulted to Monday through Friday, except holidays, and Long Business Days are defaulted to Monday through Saturday, except holidays.  Holidays and business hours are defined for each NPAC Region.


· If yes, go to Step 19.



· If no, go to Step 19.





			17. NPAC notifies ONSP that cancel ACK is missing


			
The Cancellation-Initial Concurrence Window starts with receipt of the first cancellation message at NPAC.  When this timer times out, the NPAC requests the missing information from ONSP since they did not provide the cancellation message via the SOA interface.  Only “concurred” subscriptions reach this point in the process flow.





			18. Did NPAC receive cancel ACK from ONSP within the second cancel window timer?


			
The NPAC applies a nine (9) business hours [tunable parameter] time limit on receiving cancellation messages from both Service Providers.  This is referred to as the Cancellation-Final Concurrence Window.




NPAC SMS processing timers include business hours only, except where otherwise specified. Local business hours are defined as 12 hours.  Monday through Friday is the default for Short Business Days and Monday through Saturday is the default for Long Business Days, except holidays. Holidays and business hours are defined for each NPAC Region.




Upon receipt of the concurring ACK notification, go to Step 19.




If no notification is received by the time this timer times out, proceed to tie-point H, “Cancellation Conflict Process Flow”, Figure 8.





			19. NPAC logs information, cancels subscription, and notifies both Service Providers of cancellation


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.




The porting request is cancelled by changing the subscription status to cancelled.  Both Service Providers are notified of the cancellation via the SOA interface.





			


			











· 





			20. Did NPAC receive cancel ACK from NNSP within first cancel window?


			· The NPAC applies a nine (9)-business hour [tunable parameter] time limit on receiving cancellation messages from both SPs.  This is referred to as the Cancellation-Initial Concurrence Window.




NPAC timers include business hours only, except where otherwise specified.  Local business hours are defined as 12 hours.  Short Business Days are defaulted to Monday through Friday, except holidays, and Long Business Days are defaulted to Monday through Saturday, except holidays.  Holidays and business hours are defined for each NPAC Region.


· If yes, go to Step 19.



· If no, go to Step 20.





			21. NPAC notifies NNSP that cancel ACK is missing


			
The Cancellation-Initial Concurrence Window starts with receipt of the first cancellation message at NPAC.  When this timer times out, the NPAC requests the missing information from the SP who did not provide the cancellation message via the SOA interface.  Only “concurred” subscriptions reach this point in the process flow.





			22. Did NPAC receive cancel ACK from NNSP within second cancel window timer?


			· The NPAC applies a nine (9)-business hour [tunable parameter] time limit on receiving cancellation messages either both SPs.  This is referred to as the Cancellation-Initial Concurrence Window.




NPAC timers include business hours only, except where otherwise specified.  Local business hours are defined as 12 hours.  Short Business Days are defaulted to Monday through Friday, except holidays, and Long Business Days are defaulted to Monday through Saturday, except holidays.  Holidays and business hours are defined for each NPAC Region.


· If yes, go to Step 19.



· If no notification is received by the time this timer times out, proceed to tie-point H, “Cancellation Conflict Process Flow”, Figure 8.





			


			





			


			














			


			








			Z.
END


			
Return to main flow, tie point Z, Figure 1.








Cancellation Conflict Flow for Provisioning Process



Cancel-Conflict Flow, Figure 8



			Flow Step


			Description





			1. Is cancel ACK missing from ONSP?


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Cancellation Flow, tie point H, Figure 7.




At this point in the process flow, the subscription status is cancel pending, because either the NNSP or ONSP cancellation notification is missing or inaccurate (i.e., mismatched).




If no, go to Step 2.




If yes, go to Step 3.





			Note that the Cancellation Conflict process flow is reached only for “concurred” subscriptions.





			2. NPAC cancels subscription, logs cancel, and notifies both NNSP and ONSP of cancel with cause code


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.




If the ONSP does not provide a cancellation notification message to NPAC, in spite of a Cancellation LSR from the NNSP and two reminder messages from NPAC, the subscription is cancelled.  NPAC notifies both SPs via the SOA interface, that the subscription status is updated to cancelled, and places the proper cause code on the subscription record.




Both SPs take appropriate action related to internal work orders.





			3. NPAC places subscription in conflict, logs conflict, and notifies NNSP and ONSP


			
If the NNSP does not provide a cancellation notification message to NPAC, in spite of a Cancellation LSR from the ONSP and a reminder message from NPAC, the subscription is placed in a conflict state.  NPAC also writes the proper conflict cause code to the subscription record, and notifies both SPs, with proper conflict cause code, of the change in status via the SOA interface.




For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.




Both SPs take appropriate action related to internal work orders.





			4. Did NPAC receive cancel message from NNSP?


			
With the subscription in conflict, it is only the NNSP who controls the transaction.  The NNSP makes a concerted effort to contact the ONSP prior to proceeding.




If yes, go to Step 5.







If no, go to Step 8.





			5. NNSP notifies NPAC to cancel subscription


			
The NNSP may decide to cancel the subscription.  If so, they notify NPAC of this decision via the SOA interface.





			6. NPAC cancels subscription, logs cancel, and notifies NNSP and ONSP of cancel


			
Following notification by the NNSP to cancel the subscription, NPAC logs this information, and changes the subscription status to cancelled.  Both SPs are notified of the change in the subscription status via the SOA interface.




For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.




Both SPs take appropriate action related to internal work orders





			7. Has conflict expiration window expired?


			
At this point in the process flow, the subscription status is conflict, and is awaiting conflict resolution or the expiration of the tunable window (Conflict Expiration Window, defaulted to 30 days).




If yes, go to Step 23.




If no, go to Step 23.





			8. NPAC waits 30 calendar days, cancels subscription, and notifies NNSP and ONSP


			
After no response from the NNSP for 30 calendar days regarding this particular subscription, NPAC changes the status to cancelled and notifies both SPs of the change in status via the SOA interface.




For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.




Both SPs take appropriate action related to internal work orders.





			9. Did NPAC receive resolve conflict message from NNSP


			
The NNSP may choose to proceed with the porting process, in spite of a cancellation message from the ONSP.  As both SPs are presumably basing their actions on the end-user’s request, and each is apparently getting a different request from that end-user, each should ensure the accuracy of the request.




If the NNSP decides to proceed with the porting, they send a resolved conflict message via the SOA interface.




It is the responsibility of the NNSP to contact the ONSP, to request that related work orders which support the porting process are performed.  The ONSP must support the porting process.



If yes, go to Step 23.




If no, return to Step 22.





			10. Has conflict restriction window expired?


			
At this point in the process flow, the subscription status is conflict, and is awaiting conflict resolution or the expiration of the tunable window (Conflict Resolution Restriction Window, defaulted to 6 hours).




If yes, go to Step 23.




If no, go to Step 23.





			11. NPAC notifies NNSP and ONSP of ‘conflict off’ via SOA


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.




NPAC notifies both SPs of the change in subscription status.  The porting process resumes as normal, at tie-point BB, Figure 1.





			12. NPAC rejects the resolve conflict request from NNSP


			
The NNSP has sent the resolve conflict message before the expiration of the the restriction window.  NPAC returns an error message back via the SOA interface.





			Z.
END


			
Return to main flow, tie point Z, Figure 1.








Disconnect Process for Ported TN/MDN(s)



Disconnect Flow, Figure 9



			Flow Step


			Description





			1. End-user initiates disconnect


			
The end-user provides disconnect date and negotiates intercept treatment with current SP.





			2. Is NLSP a reseller?


			
If yes, go to Step 3.




If no, go to Step 4.





			3. NLSP sends disconnect request to NNSP


			
Current Local SP sends disconnect request to current Network SP, per inter-company processes.





			4. NNSP initiated disconnect


			
Current Network SP initiates disconnect of service based on request from current Local SP or end-user.




Current Network SP initiates disconnect of service based on regulatory authority(s).





			5. NNSP arranges intercept treatment when applicable


			
Current Network SP arranges intercept treatment as negotiated with the end user, or, when the disconnect is SP initiated, per internal processes.





			6. NNSP creates and processes service order


			
Current Network SP follows existing internal process flows to ensure the disconnect within its own systems.





			7. NNSP notifies NPAC of disconnect date1 and indicates effective release date2


			
Current Network SP notifies NPAC of disconnect date via the SOA interface and indicates effective release date, which defines when the broadcast occurs.  If no effective release date is given, the broadcast from the NPAC is immediate.  The maximum interval between disconnect date and effective release date is 18 months.





			8. Has disconnect effective date been reached?


			
If yes, go to Step 9.




If no, repeat Step 8.





			9. NPAC broadcasts subscription deletion to all applicable SPs


			
On effective release date, the NPAC broadcasts SV deletion to all applicable SPs via LSMS.





			10. NPAC notifies code/block holder of disconnected TN/MDNs disconnect and release dates


			
On effective release date, the NPAC notifies code/block holder of the disconnected TN/MDN(s), effective release and disconnect dates via the SOA.





			11. NPAC deletes TN/MDN(s) from active database on effective release date


			
On effective release date, the NPAC removes telephone number from NPAC database.





			12. END


			








Audit Process



Audit Flow, Figure10



			Flow Step


			Description





			1. Service Provider requests NPAC for audit


			
An SP may request an audit to assist in resolution of a repair problem reported by an end-user.  Prior to the audit request, the SP completes internal analysis as defined by company procedures and, if another SP is involved, attempts to jointly resolve the trouble in accordance with inter-company agreements.  Failing to resolve the trouble following these activities, the SP requests an audit.





			2. NPAC issues queries to appropriate LSMSs


			
The NPAC issues queries to the LSMSs involved in the customer port.





			3. NPAC compares own SV to LSMS SV


			
Upon receipt of the LSMS SV, the comparison of the NPAC and LSMS SVs is made to determine if there are discrepancies between the two databases.




If an LSMS does not respond, it is excluded from the audit.





			4. NPAC downloads updates to LSMSs with SV differences


			
If inaccurate routing data is found, the NPAC broadcasts the correct SV data to any involved SPs networks to correct inaccuracies.





			5. Are all audits completed?


			
If no, return to Step 4.




If yes, go to Step 6.





			6. NPAC reports audit completion and discrepancies to requestor


			
The NPAC reports to the requesting SP following completion of the audit to allow the SP to close the trouble ticket.




 Upon request, the NPAC provides ad hoc reports to SPs that wish to determine which SPs are launching audit queries to their LSMS.





			7. END


			








Code Opening Processes



NPA-NXX Code Opening, Figure 11


			Flow Step


			Description





			1.
NPA-NXX holder notifies NPAC of NPA-NXX Code(s) being opened for porting


			
The SP responsible for the NPA-NXX being opened must notify the NPAC via the SOA or LSMS interface within a regionally agreed upon time frame.





			2.
NPAC updates its NPA-NXX database


			
The NPAC updates its databases to indicate that the NPA-NXX has been opened for porting.





			3.
NPAC sends notice of code opening to all SPs


			
The NPAC provides advance notice via the object creation message of the scheduled opening of NPA-NXX code(s) via the SOA and LSMS interface. Currently the NPAC vendor is also posting the NPA-NXX openings to the secure website.





			4.
End


			








Code Opening Processes



First TN/MDN Ported in NPA-NXX, Figure 12


			Flow Step


			Description





			1. NPAC successfully processes create request for TN/MDN subscription version


			
SP notifies the NPAC of SV creation for a TN/MDN in an NPA-NXX.





			2. NPAC successfully processes create request for NPA-NXX-X


			
NPAC successfully processes an NPA-NXX-X for a Number Pool Block.





			3. First SV activity in NPA-NXX?


			
If yes, go to Step 4.




If no, go to Step 5.





			4. NPAC sends notification of first TN/MDN ported to all SPs via SOA and LSMS


			
When the NPAC receives the first SV create request in an NPA-NXX, it will broadcast a “heads-up” notification to all SPs via the SOA and LSMS interfaces.  Upon receipt of the NPAC message, all SPs, within five (5) business days, will complete the opening for the NPA-NXX code for porting in all switches.





			5. End


			








Reseller Notification Process



Reseller Notification Flow, Figure 13


			Flow Step


			Description





			1. Is OLSP a reseller?


			
If yes, go to Step 2.




If no, go to Step 4.





			2. Does OLSP need message?


			
If yes, go to Step 3.




If no, go to Step 4.





			3. ONSP sends information and/or message to OLSP


			
NSP (Network Provider) sends an information and/or message to the OLSP (Reseller) fulfilling all requirements of any service agreement.





			4. Is NLSP a reseller?


			
If yes, go to Step 5.




If no, go to Step 7.





			5. Does NLSP need message?


			
If yes, go to Step 6.




If no, go to Step 7.





			6. ONSP sends information and/or message to OLSP


			
NSP (Network Provider) sends an information and/or message to the OLSP (Reseller) fulfilling all requirements of any service agreement.





			7. Return


			Return to previous flow.








			Tunable Name


			Current Tunable Value





			T1, Short Initial Concurrence Window


			1 hour





			T1, Long Initial Concurrence Window


			9 hour





			T2, Short Final Concurrence Window


			1 hour





			T2, Long  Final Concurrence Window


			9 hour





			Conflict Expiration Window


			30 days





			Long Conflict Resolution New Service Provider Restriction


			6 hours





			Short Conflict Resolution New Service Provider Restriction


			24 hours





			Long Cancellation-Initial Concurrence Window


			9 hours





			Short Cancellation-Initial Concurrence Window


			9 hours





			Long Cancellation-Final Concurrence Window


			9 hours





			Short Cancellation-Final Concurrence Window


			9 hours
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy):  08/28/2002



Company(s) Submitting Issue:  Verizon



Contact(s):  Name   Gary Sacra




         Contact Number   410-736-7756




         Email Address   gary.m.sacra@verizon.com



(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



Customers have been taken out of service inadvertently due to the New Service Provider continuing with a port that has been placed into Conflict by the Old Service Provider after the 6 hour timer has expired, instead of investigating why the port was placed into Conflict.                                                        



2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A. Examples & Impacts of Problem/Issue: 



When Verizon receives a SOA notification from NPAC that another service provider has issued a CREATE message to NPAC in order to schedule a port-in of a Verizon customer, Verizon checks to see that a matching Local Service Request (LSR) has been received from that service provider regarding that specific TN.  If no matching LSR is found, Verizon places the port into Conflict status with a Cause Code set to “LSR Not Received.”  We are seeing an increasing rate of instances where the New Service Provider is waiting for the 6 hour Conflict Resolution New Service Provider Restriction Tunable Parameter timer to expire, and proceeding with porting the number.  This has led to Verizon customers being inadvertently ported and taken out of service from a terminating call perspective because the wrong TN was entered in the original CREATE message sent by the New Service Provider to NPAC. 



B. Frequency of Occurrence:



In the MA and NE Regions, 15-20 customers have been taken out of service per month on average as a result of this problem.  Some of these customers have had multiple TNs taken out of service.



C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     



 West Coast___  ALL_X_



D. Rationale why existing process is deficient: 



Section 1.2.4 of the FRS document states, “If Service Providers disagree on who will serve a particular line number, the NPAC SMS will place the request in the “conflict” state and notify both Service Providers of the conflict status and the Status Change Cause Code.  The Service Providers will determine who will serve the customer via internal processes.  When a resolution is reached, the NPAC will be notified and will remove the request from the “conflict” state by the new Service Provider.  The new Service Provider can cancel the Subscription Version.”  In addition, Section 2.4.2 of the FRS states that the New Service Provider coordinates conflict resolution activities, and further states, “The New and Old Service Providers use internal and inter-company processes to resolve the conflict.  If the conflict is resolved, the new Service Provider sets the Subscription Version status to pending.  If the conflict is not resolved with the tunable maximum number of days, the NPAC SMS cancels the Subscription Version, and sets the Cause Code for the Subscription Version.”



Clearly, the intent here is to resolve the conflict before the port takes place.  Allowing the New Service Provider to remove the Conflict status after the 6 hour timer expires bypasses the need to resolve the conflict.



E. Identify action taken in other committees / forums: 



N/A



F. Any other descriptive items: __



__________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution: 



The LNPA should revisit the philosophy that led to enabling the New Service Provider to remove a Subscription Version from Conflict status after a specified period of time without first resolving the original conflict with the Old Service Provider.  NPAC requirements should be modified to require both service providers to concur before a Subscription Version can be moved from Conflict status to Pending.



LNPA WG: (only)



Item Number: 0022




Issue Resolution Referred to: _________________________________________________________


Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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Purpose and Scope



The CO Code (NXX) Re-Allocation Process is a method to override NPAC CO Code (NXX) ownership data in order to reflect a new “LERG Assignee” event and to do so without impacting ported customers whose TN (or associated LRN) contains the NXX code.  This is done by converting the NXX code to ten pooled blocks and porting the blocks desired to the new LERG assignee.  This M&P provides a set of procedures for NPAC Users to use when they are becoming a new LERG Assignee for a portable NXX and where it is not feasible to use the conventional approach of deleting (and later re-creating) all of the SVs involving the NXX code.  


This document applies for both Non-Pooling NXXs and Pooling NXXs.  A “Non-Pooling NXX” is one that has not been acted upon by the Pool Administrator and thus is not marked in the LERG as a pooled NXX; this would include all NXXs in non-pooling areas and possibly some NXXs in pooling areas.  A “Pooling NXX” is one that has been acted upon by the Pool Administrator and thus is marked in the LERG as a pooled NXX.



Procedure Summary



1. CO Code (NXX) Re-Allocation Procedure


a. For Non-Pooling NXXs


b. For Pooling NXXs


2. CO Code Re-Allocation Process Points of Contact


a. North American Numbering Plan Administration (NANPA)


b. Number Pool Administration (PA)


c. Number Portability Administration Center (NPAC)


3. Flowchart


4. 


a. 


b. 


c. 


5. 


a. 


Procedure Detail



Note:  NANPA CO Code Administration and NeuStar Number Pool Administration will follow Appendix C & 7, Procedures for Code Holder/LERG Assignee Exit of the INC Guidelines for NXX / Thousands-Block Reallocation.


1.   Non-Pooling NXX Flow 


Note:  The NANPA CO Code Administrator sends CO Code Part 3 to the new LERG assignee.


1.1 The new LERG Assignee completes the LNP NXX LERG Assignee Transfer form (LERG Assignee Part 1B) for those thousands-blocks that have ported numbers and any other additional thousands-blocks they need to port.  Then forwards the form and CO Code Part 3 form to the NPAC Administrator.


1.2 The NPAC Administrator receives the CO Code Part 3 and the LNP NXX LERG Assignee Transfer forms from the new LERG assignee. 


1.3 If for some reason the thousands-blocks cannot be ported on the effective date, the NPAC Administrator will contact the new LERG assignee to negotiate a date to port the numbers. 


1.4 The NPAC Administrator builds the individual Block tables for the thousands-blocks indicated on the LNP NXX LERG Assignee Transfer form.


1.5 On the effective date (or the date negotiated with the new LERG Assignee), NPAC will download the thousands-blocks with a port type of “Pool”. 


1.6 Upon completion of the download, the NPAC administrator completes the LNP NXX LERG Assignee Transfer form and forwards a completed copy to the new LERG assignee.


1.7 The NPAC administrator shall update the NPAC tracking database.


Note:  The NPAC tracking database has been created to track LERG assignee changes to carriers who are not the original SPID holder in the NPAC database. This will facilitate changes to the NPAC’s network data once NANC change order 323 has been implemented at the NPAC and all NPAC Users are able to implement the corresponding changes in their systems. Until that time, this database will track the current LERG assignees at the NPAC.



2.   Pooling NXX Flow 


Note:  The new LERG assignee completes the LNP NXX LERG Assignee Transfer form for those thousands-blocks that have not been assigned to another carrier and are being retained by the new LERG assignee.  The new LERG assignee submits the form to the Pooling Administrator.  In a pooling NXX, the new LERG assignee must retain all thousands-blocks contaminated in excess of 10%. 


2.1 The Pooling Administrator forwards the LNP NXX LERG Assignee Transfer form (LERG Assignee Part 1B) to the NPAC Administrator and returns the PA Part 3 form to the new LERG assignee.  


2.2 The NPAC Administrator receives the LNP NXX LERG Assignee Transfer form from the Pooling Administrator.


2.3 If for some reason the thousands-blocks cannot be ported on the effective date, the NPAC Administrator will contact the new LERG assignee to negotiate a date to port the numbers.


2.4 The NPAC Administrator builds the individual Block tables for the thousands-blocks indicated on the LNP NXX LERG Assignee Transfer form.


2.5 On the effective date (or date negotiated with the new LERG Assignee), NPAC downloads the thousands-blocks with a port type of “Pool”.


2.6 Upon completion of the download, the NPAC administrator completes the LNP NXX LERG Assignee Transfer form and forwards a completed copy to the new LERG assignee and Pooling Administrator. 


2.7 The NPAC Administrator shall update the NPAC tracking database.


Note:  The NPAC tracking database has been created to track LERG assignee changes to carriers who are not the original SPID holder in the NPAC database. This will facilitate changes to the NPAC’s network data once NANC change order 323 has been implemented at the NPAC and all NPAC Users are able to implement the corresponding changes in their systems. Until that time, this database will track the current LERG assignees at the NPAC.


Points of Contact


North American Numbering Plan Administration (NANPA)


For questions regarding non-pooling NXXs relating to the CO Code (NXX) Re-Allocation Process, contact the appropriate NANPA Code Administrator.  To view the list of NANPA Code Administrators by State, go to www.nanpa.com and select the Central Office Code Administrators link under the Frequently Visited Pages section.


NeuStar Number Pool Administration (PA) 


For questions regarding pooling NXXs relating to the CO Code (NXX) Re-Allocation Process, contact the appropriate Pooling Administrator.  To view the list of Pooling Administrators, go to www.nationalpooling.com and select the “Contact Us” link located at the bottom of the page.


Number Portability Administration Center  (NPAC)


For NPAC related questions regarding the CO Code (NXX) Re-Allocation Process, the primary contact is cocodenpac@neustar.biz.
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Flowchart


CO Code (NXX) Re-Allocation Process (w/ Active Ported Numbers)


      Non-pooling NXX
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CONTRIBUTOR

REASON FOR MULTIPLE LRN


REQUESTS

POTENTIAL RESOLUTION

POTENTIAL INDUSTRY GROUP REFERRAL



NEXTEL

Connecting to single LEC with multiple Tandems in sectorized LATA.  Need to split traffic between Tandems.







NY PSC

1. Connecting to single LEC with multiple Tandems in sectorized LATA.  Need to split traffic between Tandems.


2. Connecting to multiple LECs, each with a Tandem in LATA.







T-MOBILE

1. Connecting to single LEC with multiple Tandems in sectorized LATA.  Need to split traffic between Tandems.


2. Connecting to multiple LECs, each with a Tandem in LATA.







US LEC

To resolve LRN routing and rating issues
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ABSTRACT:
Need to discuss the need for multiple LRNs assigned per POI/Switch



CONTRIBUTION: 




I    Introduction:



Unlike Wireline Service Providers, the standard Wireless Service Provider architecture for call-delivery connects to the Local Exchange Companies (LEC) at the LEC Tandem Office.  This Wireless interconnection has long been a product offering of the Wireline LEC, which includes and allows the Wireless Service Provider originating and terminating call-delivery to the wire-centers that sub-tend  the LEC Tandem.  This Wireline product offering is generally termed a “Type2A” Point of Interconnection (POI) and requires the use of an LRN for other Service Providers to deliver calls to it.  If only one LRN is available per wireless switch, with a minimum of one LRN per LATA, conflicts may occur, resulting in call-failure.  The functional call-delivery conflict just described, demands that more than one LRN-per-POI/Tandem Switch be assigned to maintain service to the Customer.     



II   Discussion & Alternative Solutions:



There are situations where multiple LRNs are required.  In areas where the LEC has multiple Tandem 



Switches in the LATA, NPA, etc., and the wireless service provider has numerous NPA-NXXs homed out 



of several tandem switches, there is a need for an LRN assignment for each POI/Tandem Switch.  



            For example:  The wireless service provider has 10 NPA-NXXs, the LEC has three tandem switches 



(Tandem Switch A, B and C) in this particular area.  Three NPA-NXXs are assigned from Tandem Switch



A, 3 NPA-NXXs are assigned from Tandem Switch B, and 4 NPA-NXXs are assigned from Tandem Switch



C.  This situation would require an LRN assigned to each POI/Tandem Switch in order for the calls to route



Via the appropriate Tandem Switch.




The situation described above is prevalent in many areas of the country. 



III Recommendation:



It is T-Mobile’s recommendation that the LNPAWG request the NANC to have the INC Guidelines



changed to allow an LRN for each Point-Of-Interconnection/Tandem Switch in a LATA/NPA/etc. as 



required.



Notice: This contribution includes information that has been prepared to assist the WNPO.  This document is submitted as a



basis for discussion and is not a binding proposal on the Source or the Contact.  The aforementioned carrier(s) specifically



reserve the right to add to, amend, or withdraw its contents.
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116 S. Cumberland



Park Ridge, Illinois



60068



(847) 698-6167 (Office)



(847) 274-5125 (Cell)



March 31, 2003










Dear LNPA-WG members:


The PA has been receiving an increasing number of requests from Service Providers that are requiring multiple LRNs. The reasons for such requests have been varied and are legitimate requests per the INC guidelines, but are in many cases exacerbating the need to open new CO codes.  



Several examples have been forwarded to yourself and the LNPA-WG by Mr. Greg Pattenaude (NY-DPS), showing several situations that exist in large metropolitan areas where there are multiple tandems serving an area, and the tandem switches may not do inter-tandem routing. Further complicating this in some areas, the tandems may serve areas that cross LATA boundaries. In these situations a service provider wanting to serve an area may setup a “POI” (Point of Interconnection) in each serving tandem.  According to the INC guidelines it is permissible to assign an LRN to each POI. The examples cited are by no means the only instances where LRNs need to be assigned, nor is this issue only limited to large metropolitan areas.



Per the Thousands-Block Number (NXX-X) Pooling Administration Guidelines (TBPAG), an LRN is defined as “The ten-digit (NPA-NXX-XXXX) number assigned to a switch/POI used for routing in a permanent local number portability environment.”  



According to the INC LRN Assignment Practices, “A unique LRN may be assigned to every LNP equipped switch (and potentially to each CLLI listed in the LERG).  A service provider should select and assign one (1) LRN per LATA within their switch coverage area.  Any other LRN use would be for internal purposes.  Additional LRNs should not be used to identify US wireline rate centers.”  



Consequently, a new NXX would need to be opened for each LRN request for each “switch/POI”.  In some cases this causes a surplus of blocks in an industry inventory pool and can accelerate the exhaust of an NPA.



As a result, the PA brought an issue to INC 68 (attached) to revisit the LRN Assignment Practices to see if there are any possible alternatives to how LRNs may be assigned that would not require a new NXX to be opened.  Part of the suggested resolution was for the INC participants to go back to their companies and investigate possible alternatives for LRN assignments.  



Since this issue was not accepted at INC, the PA felt (and still feels) that this is still a valid issue that needs further investigation. The PA currently works with service providers and regulators in an attempt to minimize the opening of new codes, and where it is necessary to open codes to have the code assigned where 1K blocks may be utilized in the PA inventory. Unfortunately in many cases the PA inventory does not need additional blocks and in actuality may have enough blocks to last a substantial period of time before replenishment may be necessary. Opening codes in these situations just to provide an LRN strands numbers and is not an effective use of numbering resources.  



The PA is not advocating a position in this matter, nor suggesting that the INC guidelines be changed to prevent the legitimate use of LRNs. The PA is only requesting that the industry review how LRN assignments are made and what criteria may be used that designates an LRN. 



For example, an LRN is a 10 digit number, but does it have to be related to a NPA-NXX-XXXX or can it be any 10 digit number.  Does an LRN have to be assigned only from a NPA-NXX where the LRN assignee is the Code holder?



We look forward to discussion (and potential resolution) of this issue by the LNPA-WG.



Sincerely,


Barry W. Bishop



Senior Director Number Pooling Services



 Attachment 1 – NY DPS Email



-----Original Message-----
From: greg_pattenaude@dps.state.ny.us [mailto:greg_pattenaude@dps.state.ny.us]
Sent: Tuesday, February 04, 2003 4:08 PM
To: La Gattuta, Paul F, ALABS
Cc: christine_kelly@dps.state.ny.us
Subject: Re: LRN Action Item FW: NANC - Action Assignments



Paul - here is our experience.  The names have been deleted.   Our preference, and I'm sure most other states and carriers, too,  would be to minimize the number of new NXXs that have to be opened to support LRN requests.  And this assumes that the LRNs are truly needed.  If you have any questions, let either Christine or myself know. 

Greg 

-------------------------------------------------------------------------------------------------------------------------------------------- 
The typical situations in which carriers have requested more than one LRN per switch (under their control) within a LATA occur when there is more than one LEC tandem with which they interconnect.   There are differences between wireless and wireline carriers in these situations.   

Example 1-  NY Metro Lata 132  -  Verizon has multiple tandems to which the CLECs interconnect.   With only one LRN,  all of the CLEC's traffic is pointed to one tandem.  The CLEC may want the traffic at another tandem and POI,  so they have to incur costs to have the traffic hauled (or haul it itself) to the other tandem.  The use of multiple LRN's to remedy this situation has been denied under current NANPA guidelines (as wasteful of numbering resources) as it is using LRN routing in place of switch translations and transport services. 

Example 2-  NY Metro LATA 132 - A CLEC claimed it needed multiple LRNs as the number of service provider ports from the LEC would strain one tandem's resources and had the potential to  impair traffic flow.  The LEC was not able to substantiate this concern.  Again, the request was denied under the guidelines. 

Example 3-  845 NPA/LATA 133.  A wireless carrier intended to interconnect with 3 incumbents, each with their own tandem, in rate centers in the 845 NPA   The traffic was to be hauled to a switch outside the LATA.   Because the wireless carrier had Type 2 interconnection, it was determined that the wireless carrier needed an LRN per POI at each LEC's tandem.   The wireless carrier was able to obtain multiple LRNs.   Barry Bishop confirmed their need under this scenario. 

Christine Sealock Kelly
NY Department of Public Service
518-486-5619
fax 518-474-5616


Attachment 2 – Proposed INC Issue 



INDUSTRY NUMBERING COMMITTEE (INC) ISSUE IDENTIFICATION FORM



ISSUE TITLE:



Review LRN Assignment Practices 



_____________________________________________________________________________



ISSUE ORIGINATOR: Florence Weber
ISSUE #: 


COMPANY: NeuStar
DATE SUBMITTED: 1/7/03


TELEPHONE #: 925-363-8730
DATE ACCEPTED:


REQUESTED RESOLUTION DATE: ASAP
WORKSHOP ASSIGNED:



CURRENT STATUS:



RESOLUTION DATE:


1.
ISSUE STATEMENT: There are cases where SP’s are requiring multiple LRNs.  The INC needs to explore how LRNs can be established with out opening additional CO Codes.  


2.
SUGGESTED RESOLUTION OR OUTPUT/SERVICE DESIRED: INC particpants should take this issue back to their companies to see if  there are any possible solutions.    



3. OTHER IMPACTS (If any):



Committee T-1



4. CONTRIBUTIONS WORKED AGAINST ISSUE:



5. CURRENT ACTIVITY:



6. RESOLUTION:



UPDATED:



    Attachment 3 – Excerpt of INC 68 General Session Meeting Records



INC 68 General Session



Washington, DC



January 7, 2003



Proposed Issue #8 Review LRN Assignment Practices (NeuStar-PA)



Florence Weber, NeuStar-PA, reviewed the proposed new issue.



Points Noted:



1. It was asked if the LNP architecture was considered. The answer was no.



2. A participant noted that NANC made the decision to have one LRN per switch per LATA.



3. It was noted that if there is an existing LRN then the PA will deny the request.



4. It was noted that it is not under INC’s purview to modify NANC LNP architecture and Committee T1 technical requirements documents.



5. The Moderator asked if there were any objections to accepting the proposed issue “Review LRN Assignment Practices”.  There were several objections and there was no consensus to accept the issue.
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March 31, 2003



To:

WNPO and LNPA Working Group



From:

R. T. Jones; USCC (773/399-4392; rtjones@uscellular.com)



Subject:
Splitting NPA/NXX number ranges across two access tandems



Carrier numbering strategies pose potential network problems.  The following circumstances lead to an uncompleted call that never enters the intended (terminating) carrier’s network:
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The combined effects of industry guidelines and regulation lead to the following asymmetry:



1) The terminating carrier must “over-provision” its network with NPA/NXX codes to avoid splitting ranges among tandems, decreasing efficiency and raising costs, or



2) To avoid (1), N-1 carriers must install Inter-Machine Trunks (IMTs) across access tandems, elevating their costs, and causing termination attempts to take longer to complete when the call is initially pointed to the incorrect access tandem, or



3) To avoid (1) and/or (2), IXCs must “dip” every call, elevating their costs, or



4) To avoid (1), (2), and (3), originating carriers must “dip” every call, elevating their costs.



CONCLUSION:  As described, (1) appears to be contrary to the FCC’s efforts to conserve numbering resources; (2) may violate existing guidelines and practices; (3) and (4) appear to be outside the FCC’s current rules concerning Local Number Portability call routing.  



WNPO and LNPA WG should seek immediate NANC action to eliminate these inconsistencies.
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March 31, 2003



To:

WNPO and LNPA Working Group



From:

R. T. Jones; USCC (773/399-4392; rtjones@uscellular.com)



Subject:
Wireless carriers require multiple Location Routing Numbers (LRNs) when their service includes two ILEC Service Areas



Where the wireless carrier’s Service Area includes more than one ILEC Service Area, the need for multiple Location Routing Numbers (LRNs) seems clear.  The following illustrates why this is so:
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CONCLUSION:  WNPO and LNPA WG should seek to amend industry guidelines to permit wireless carriers to employ multiple LRNs per MSC.
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WNPO ISSUE IDENTIFICATION FORM




ISSUE TITLE: LRN /POI /LATA vs LRN /TANDEM (SHA)/LATA 




____________________________________________________________________









ISSUE ORIGINATOR: Andrew Crofton & Sam Jha	ISSUE #: 




COMPANY: Nextel Communications 	DATE SUBMITTED: 2/28/03




TELEPHONE #: 703-264-4540	DATE ACCEPTED:




REQUESTED RESOLUTION DATE: ASAP	WORKSHOP ASSIGNED:




CURRENT STATUS:	RESOLUTION DATE:














1.	ISSUE STATEMENT: Recently when activating new 1K Blocks, a LEC advised that the LRN that was used for these Specific 1K blocks would not work.  The LEC stated that the LRN was pointed to a Tandem (SHA) that had capacity issues.  The LEC advised that they could not guarentee the call completion on the current LRN and its POI/SHA combination.  The LEC would not route the traffic over their Inter Machine Trunks to the Tandem that could handle the capacity.  At this time the LRN Assignment Guidelines does not allow to have more than 1 LRN/POI/LATA.  We have existing subcribers on the current LRN, we will not be able to delete/change this LRN.  We will need to create a 2nd LRN for the POI/LATA combination, therefore breaking the LRN Assignment guidelines.              









2.	SUGGESTED RESOLUTION OR OUTPUT/SERVICE DESIRED:  Is the LEC’s refusal to adhere to the LRN Assignement Guidles acceptable?  Does the industry need to change or modify the existing guidelines?









OTHER IMPACTS (If any):














CONTRIBUTIONS WORKED AGAINST ISSUE:














CURRENT ACTIVITY:














RESOLUTION:
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Sent by:
lnpa-admin@lists.neustar.biz



To:
"'lnpa@lists.neustar.com'" <lnpa@lists.neustar.com>



cc:
 



Subject:
FW: [lnpa] FW: [wireless_ops] February LNPA Action Items



Please see the following contribution from Stephanie Simons, US LEC.  You



are welcome to respond to Stephanie's contribution via email or voice them



during the discussion in San Antonio.  If you respond via email, please send



your comments to me at cr1551@sbc.com.  A reply to the "list" will not work.



Thanks,



Charles Ryburn



Area Manager - NPAC Inter-Industry Management



Co-Chair LNPA Working Group



-----Original Message-----



From: Simons, Stephanie [mailto:ssimons@uslec.com]



Sent: Monday, March 03, 2003 10:47 AM



To: RYBURN, CHARLES S (SBC-MSI)



Subject: RE: [lnpa] FW: [wireless_ops] February LNPA Action Items



Response to multiple LRNs:



US LEC discovered some time ago that it was not beneficial to have only 1



LRN per switch, although we agree that it is technically possible and in



most cases more simple.  We found that by having only 1 LRN, we were



constantly arguing with the ILEC over routing -vs- rating issues.  For



example, we have a switch that physically resides in Charlotte, NC.  Off of



this switch we service customers that reside in Asheville, NC.  Asheville to



Charlotte is a long distance call and therefore when ILEC customers in



Asheville were placing local calls to US LEC ported customers in Asheville



(with a Charlotte LRN), those customers would either receive an error



message stating that the call is long distance or would see LD charges on



their bills.  This caused multiple complaints from our customers as they



could not understand why someone right down the street from them could not



call them locally.



As I understand it, a call is to be routed based on the LRN, but rated based



on the NPA/NXX of the originating and terminating numbers.  The experience



in most of our service areas was that ILECs were rating based on the LRN



which is why we have decided to create an LRN for every local tandem we



connect to.



Stephanie Simons



Switched Services Engineer



USLEC Corp.



704-319-6865 (work)



704-409-6865 (fax)



ssimons@uslec.com



-----Original Message-----



From: RYBURN, CHARLES S (SBC-MSI) [mailto:cr1551@sbc.com]



Sent: Monday, March 03, 2003 11:15 AM



To: 'lnpa@lists.neustar.com'



Subject: [lnpa] FW: [wireless_ops] February LNPA Action Items



This is a resend of the February action items.  Anyone wishing to submit a



contribution regarding the NANC action item on Multiple LRNs was asked to



submit by COB today, March 3.  We will accept contributions through COB



Wednesday, March 5.



Thanks,



Charles Ryburn



Area Manager - NPAC Inter-Industry Management



Co-Chair LNPA Working Group



-----Original Message-----



From: gary.m.sacra@verizon.com [mailto:gary.m.sacra@verizon.com]



Sent: Wednesday, February 26, 2003 7:21 PM



To: lnpa@lists.neustar.biz; wireless_ops@lists.neustar.biz



Subject: [wireless_ops] February LNPA Action Items



Attached please find the Actions Items assigned at the February, 2003 LNPA



Working Group meeting held in Tampa.  Please let me know if you have any



comments and/or changes to these items.



Thanks,



Gary Sacra



Co-Chair - LNPA Working Group



(See attached file: FEBRUARY 2003 LNPA ACTION ITEMS.doc)



***************************************************************************



This e-mail was generated by the LNPA e-mail list.  Questions should be



sent to lnpa-admin@lists.neustar.biz.



***************************************************************************



TO UNSUBSCRIBE OR UPDATE YOUR E-MAIL ADDRESS



You have received this e-mail because you subscribed to the LNPA mail



list.  To unsubscribe or change the e-mail preferences in your profile,



please click on the link below:



http://lists.neustar.biz/mailman/listinfo.cgi/lnpa



***************************************************************************
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I. Mission Statement



To assess Number Portability industry production technical issues within the purview of the LNPA Working Group and develop recommendations for the strategic direction of the Number Portability architecture.



II. Discussion Topic Categories for April 2003 Meeting



(items highlighted in yellow are considered higher priority and will be discussed):



Current Issues (45 minutes discussion during each meeting)



· Making EDR required for pooling



· Production issues


a. Mar ’03 APT: An SP wants to discuss current issue (experience, congestion at the NPAC, multiple regions).  Response, until root-cause analysis is completed, no details available.



· Enforcing a sunset policy, removing SP flags, performance impacts



· Non-critical LSMSs and avoiding partial failures (receive only LSMSs, not used for routing)



· Third party product issues



· NPAC Maintenance Mode – allowed requests? (NANC 370)



· Analysis of provider use and/or efficiency of past NPAC changes


a. Feb ’03 APT:



i. Lively discussion on collecting NPAC data, which of the past NPAC changes to collect, identification of top 5, collecting meaningful data, is the issue with new performance needs or lack of previous changes not implemented on SP side, need for systematic approach of taking previous performance related change orders – listing expected improvements, then capturing data to identify which SPs implemented the changes and what were the positive impacts, negative impact of SP queries on production system.



ii. The final agreement was a NeuStar ACTION ITEM:  Build a list of the top five performance change orders (or changes), and provide a couple of sentences on the description of the problem, and the expected improvement.  See Appendix A.



Interface Requirements (30 minutes discussion during each meeting) 



· Defining base assumptions



· Business principles


a. Feb ’03 APT:



i. Need to discuss/define the basis for the basic principals of the interface, and the requirements that we’re driving towards for the future interface.  Real time versus batch/FTP.



ii. Need to understand the requirements or the assumption of the interface.  Maybe need to reverse engineer the current interface to understand what needs to be supported.  Look at what were the initial requirements that needed to be met, and this would help us when we look at alternatives.



iii. Some of the initial needs included:  real-time capability, 15 minute download response, security - digital signature vs. encrypted messages, private network, confirmed mode, recovery capability, throughput, having a local copy of the NPAC data on the SP side (managed object model, network element management), TMN principals, multiple versions of the interface (maybe not initially, but has evolved into this) for backwards compatibility.



iv. Look at the current requirements, extract out the principles, see if we still need it, then see how that applies to both CMIP and an alternative.



iii. ACTION ITEM:  look for original RFP that would contain the original requirements.  Once we get this, we can provide more detail to the list.



b. Mar ’03 APT:  Need to determine next step.



· Protocol alternatives (NANC 372).  Sub-tasks still need to be prioritized.  Need to discuss business drivers.



a. Feb ’03 APT:  need list of business drivers.



b. Mar ’03 APT:  group agreed to put this on back-burner until better understand what we have today and why we have it today.



· Interface OID changes



Interface Improvements (2 hours discussion during each meeting)



· Outbound flow control


· Recovery changes


· 15/60 minute abort changes


· Round-Robin Broadcasts (ILL 5, NANC 353)



· Batch processing for LSMS/SOA Requests and Notifications



· Enhanced Error Messaging, e.g., application level errors (NANC 130)



· NPAC and SOA/LSMS data integrity, syncing up all SPs and their DBs (why seeing lots of audits)



Performance Requirements (30 minutes discussion during each meeting)



· NPAC/SOA/LSMS performance/availability requirements, measurements (testing), enforcement (compliance)


a. Feb ’03 APT:



i. Lively discussion reminiscing about the slow horse days.  We did have requirements for availability, but nothing for performance.  NeuStar is currently working on a revamped exhibit N, using three months of production data and industry forecasts to get to new numbers for future.  Need to identify performance metrics, build in the business drivers, and get to the performance requirements.  In the past, the big stumbling block was identifying the volumes.  What is the importance of the requirements if we don’t have a biz need/driver?  This topic will be continued at the March ’03 APT meeting.



· Efficient Data Gathering (e.g., vendor metrics, LLC requests) (NANC 362)



III. Outbound Flow Control (NANC 368)



A. Business Need:



During the Oct ’02 LNPAWG meeting, a discussion took place surrounding outbound flow control, and the merits of changing the flow control of messages from the receiving end to the sending end.  The current implementation of flow control between the NPAC and SOA/LSMS systems is completely determined by the receiving end of the CMIP connection.  This approach works, but it allows the large buffers between the sender and the receiver to act as a queue when the receiver can’t keep up with the sender.  These buffers allow for, in some cases, hundreds of messages to be backed up between the sender and the receiver before the sender gets a congestion indication.  In some cases, the queue that builds up cannot be processed in 5 minutes, thereby causing departure times to expire and the association to be aborted.



Another negative impact of the current flow control approach is the lack of ability to correctly prioritize outbound messages.   In the LNP systems, the sender, not the OSI stack, manages the priority that is assigned to a message.  Once a large backlog of low priority messages is built up, any subsequent high priority message must wait for all those messages ahead of it in the queue.  If the sender carefully manages the outbound queue, then high priority messages won’t have to wait as long to be sent to the receiving system.



B. Description of Change:



By implementing outbound flow control on the sender system, the various buffers in the OSI stack would not fill up as done currently.  It would be the sender’s responsibility to detect that (n) number of messages have been sent without receiving a response.  In this case, the sender should stop sending until the number of non-responsive messages drops below a threshold (t).  If implemented on both ends (NPAC and SP), outbound flow control would prevent congestion because neither side would fill the buffers between the two systems.



As stated during the Oct ’02 LNPAWG meeting, outbound flow control could be implemented at the NPAC without impacting Service Provider systems.  Service Providers are not required to implement this feature concurrently with NPAC.



Nov ‘02 LNPAWG, Outbound Flow Control would be set up for every connection to the NPAC.  Message processing speed and message prioritization for each SP is independent of other SPs (just like today, where one slow SP doesn't mean others are directly affected), regardless of each SP's setting.



Feb ’03 APT meeting, need to consider how the implementation of Outbound Flow Control would affect SLRs 2, 3, 4, and 5.  It was the agreement of the APT to review the redlines of this change order at the March meeting before proceeding to the new change order.



C. Major points/processing flow/high-level requirements:



1) Flow Control will be implemented on the NPAC side of the CMIP interface, no action or modification is required by the SOA/LSMS.



2) The implementation of Flow Control by the sending system is independent of any implementation by the receiving system.  However, there is a clear benefit to having both sides implement this functionality.


3) Flow Control is applicable on a per association basis.


4) Flow Control activity and behavior applies to both normal mode and recovery mode.



5) Flow Control activity is applicable for the following types of data:  SP, network, NPB, SV, notification.



6) No reports are required for Flow Control.



7) NPAC tunables for Flow Control include:



a) Flow Control Upper Threshold Tunable, unit = messages, range = 50-500, default = 100, definition = Number of non-responsive messages sent to a SOA/LSMS before Flow Control is invoked, on a per association basis.



b) Flow Control Lower Threshold Tunable, unit = messages, range = 1-500, default = 10, definition = Number of non-responsive messages sent to a SOA/LSMS that is in a Flow Control state before normal processing is resumed, on a per association basis.



8) The NPAC sends messages to the associated SOA/LSMS.



a) Under normal conditions where the SOA/LSMS is able to keep up with the NPAC, Flow Control is not encountered.



b) Under some load conditions, the SOA/LSMS is not able to keep up with the messages sent from the NPAC.  In this situation, Flow Control is encountered.



i) NPAC implements a real-time flag indicating whether a SOA/LSMS is in a Flow Control state.



ii) When getting ready to send a message to a SOA/LSMS, NPAC checks this flag to determine if it’s OK to send this message.



(1) If the flag is false, the message is sent.



(2) If the flag is true, the message is held/queued.



9) For a SOA/LSMS that is currently in a normal state (not in Flow Control), the NPAC monitors the number of outstanding non-responsive messages sent to that SOA/LSMS.



a) If the number of outstanding non-responsive messages is equal to the Flow Control Upper Threshold, the NPAC sends the current message it is handling, and sets the Flow Control flag to true.  Since the check is performed on a per message basis, the Upper Threshold number will not be exceeded, just equaled.



b) If the number of outstanding non-responsive messages is less than the Flow Control Upper Threshold, NPAC sends the current message it is handling, and continues with normal processing.



10) For a SOA/LSMS that is currently in a Flow Control state, the NPAC monitors the number of outstanding non-responsive messages sent to that SOA/LSMS.



a) If the number of outstanding non-responsive messages is greater than the Flow Control Lower Threshold, no action is taken.



b) If the number of outstanding non-responsive messages is less than or equal to the Flow Control Lower Threshold, the NPAC resumes sending messages (whether queued or normal).



11) A SOA/LSMS that is in a Flow Control state will have outstanding non-responsive messages.



a) For all outstanding non-responsive messages that were sent, NPAC response timers and abort behavior will apply.



b) For all messages not sent but held because the Flow Control flag is set to true, NPAC response timers and abort behavior will NOT apply.



12) An audit to an LSMS that is in a Flow Control state will behave as it currently does for a congestion situation (i.e., the audit would be initiated, queries would be generated, and the message would timeout after 15 minutes).  The audit will continue to be serial, and will only move to the next step once the current step is completed.


a) 


b) For messages still in the queue during an abort/recovery, the behavior will be the same as today (i.e., an SP won’t lose messages, but should be included in a recovery request for that time range).  Specific to an audit, the query would be sent to the LSMS after the recovery is complete.


c) Question about priority of messages already in the queue, and new ones that come up.  In the current queue we have 80 with 10 high priority.  Does the next high priority one become the 11th or 81st?.  The answer is that it would be the 11th.  The stack of messages in queue are reprioritized as a result of new messages coming into the queue.


d) Queue depth is not an issue since the queue is handled in the database.



D. Requirements/Message Flows:



Refer to Appendix B in this document.



IV. Recovery Changes – “Send What I Missed” recovery message (NANC 351)



E. Business Need:



The NPAC SMS and Service Provider SOA/LSMS exchange messages and a response is required for each message.  The current NPAC architecture requires a response to every message within a 15-minute window, or the requestor will abort the association.



If a Service Provider fails to respond to an NPAC message, the NPAC aborts that specific association and the Service Provider must re-associate in recovery mode, request a “best guess” time range of missed messages from the NPAC, receive and process all missed messages, then start processing in normal mode until they are totally caught up with the backlog of messages.



One problem of the current “best guess” approach is the trial-and-error recovery processing that a Service Provider must perform in certain circumstances (e.g., when there is too much data to send in a response to a single request).  This can create unnecessary workload on both the NPAC and the Service Provider.



A better method is to implement the “Send What I Missed” approach (SWIM).  Service Providers can optionally use this new message to perform the recovery function.  This improves the efficiency of recovery processing for the NPAC and Service Providers because guesswork is eliminated.



F. Description of Change:



Create a new process that incorporates the ability for a Service Provider to request that the NPAC send missed messages.  In order to accomplish this, the NPAC will need to keep track of messages that were both “not sent” and “not responded to” from the NPAC to the SOA/LSMS.



The behavior of the “Send What I Missed” message (SWIM) which will be initiated by a SOA/LSMS, is the same as the current recovery process (i.e., request from the SP, response from the NPAC includes the recoverable data).  The implementation would use the existing recovery message, and incorporate a new attribute (SWIM, to go along with time range and TN range).  When this is received, the NPAC would send back a SWIM Response which contains the missed messages.  With the new SWIM attribute, the NPAC would use the same Blocking Factor tunables as used in 187-Linked Replies in order to send data to the SOA/LSMS in “chunks”.


G. Major points/processing flow/high-level requirements:



1) This recovery enhancement will use the current recovery process and ASN.1 definitions.  Any exceptions will be noted.


2) This recovery enhancement will implement a new attribute in the current recovery ACTION messages (lnpDownload, lnpNotificationRecovery).  Both of these are optional functionality.



a) Add a new Send What I Missed criteria (SWIM).  This new criteria is initiated by a recovering SOA/LSMS, and allows for the recovery of network, subscription, number pool block, and notification data.  SWIM will be sent by the recovering SOA/LSMS as part of their association bind request.  The NPAC will reply back to the originating SOA/LSMS with the missed data, by using linked replies.



b)  The recovering SP will be required to submit SWIM requests for the different types of data, e.g., SWIM for network data, then SWIM for SV data, then SWIM for notification data.


3) No reports are required for this recovery enhancement.



4) NPAC regional tunables for the SWIM criteria will use 187 Blocking Factor tunables.  Additionally, a new “SWIM Maximum” tunable will be added that will allow a larger number of missed messages than the current 187 Maximums.


5) A new SP profile flag is added to define whether or not an SP supports the SWIM message set.  Once the flag is set to TRUE, history data will be stored that allows for the implementation of SWIM.


6) Service Providers can continue to use the existing recovery mechanism/messages (lnpDownload, lnpNotificationRecovery) to recover missed data between the SOA/LSMS and the NPAC, using the current Time Range or TN Range criteria.



7) 


8) The NPAC will keep track of messages destined for a SOA/LSMS that were NOT successfully responded to by the SOA/LSMS, once the SP Profile Flag is set to TRUE, and as long as it remains TRUE.  If modified from TRUE to FALSE, the NPAC will no longer maintain a “missed messages” list for that SOA/LSMS.


9) SOA/LSMS associates to the NPAC and uses SWIM criteria.  The NPAC:



a) Determines the messages missed by the requesting SOA/LSMS



b) Uses SP Profile flags for ranges, notification types, EDR


c) Applies appropriate NPA-NXX filters



d) Packages up and sends the maximum data given the different variables and tunable settings (NPAC SWIM Response to SOA/LSMS Recovery Request message).  The recovering SOA/LSMS processes each SWIM Response message (separate messages by type of data, and possibly multiple messages for any given type of data).  This process continues until all missed data has been sent to the requesting SOA/LSMS.



e) Updates status/failed SP list, and sends notifications to SOAs



10) Upon completion of recovery, SOA/LSMS sends an lnpRecoveryComplete message (current functionality) indicating the end of the missed data.  At this point in time, processing between SOA/LSMS and NPAC continues in normal mode.



11) If implemented in conjunction with or after NANC 352 (Recovery of SPID), then that functionality will also be included in this change order.


H. Requirements/Message Flows:



Refer to Appendix C in this document.



V. Recovery Changes – Recovery of SPID (NANC 352)



I. Business Need:



The NPAC SMS allows for the recovery of missed messages for network data, block data, and SV data.  However, the NPAC functionality based on current requirements does not allow recovery of customer information (SPIDs).  So, if customer information is downloaded, and the Service Provider misses it, it is not recoverable.



This new functionality would improve the recovery process by adding customer (i.e., header data) to the list of recoverable messages, so that subordinate network/block/SV data does not cause rejects or errors.



J. Description of Change:



Implement a new optional recovery request (using the existing recovery mechanism) that allows the Service Provider to recover customer information (SPIDs).  This new optional feature would send missed customer adds, modifies, or deletes to the Service Provider during the recovery process.



A Service Provider could implement this optional feature at any time, and would send this request during the recovery process similar to the requests sent for network, block, and SV data today.



K. Major points/processing flow/high-level requirements:



1) This recovery of SPID enhancement will implement a new recovery request type.  This will be used with the lnpDownload message.  This is optional functionality.



2) This recovery of SPID enhancement only applies to recovery mode, not normal mode.



3) No reports are required for this recovery enhancement.



4) The data representation would include, SPID, SP name, and download reason.



5) NPAC regional tunables will be added for 187-Linked Replies capable Service Providers (maximum recoverable data, Blocking Factor).



6) No NPAC SPIDables are required for this recovery enhancement.



7) This new request type can be used by both 187-Service Providers (linked replies will be sent), and non-187-Service Providers (regular non-linked reply will be sent).



8) SOA/LSMS associates to the NPAC and uses the new request type with the lnpDownload message.  The NPAC:



a) Validates the message by the requesting SOA/LSMS



b) Validates maximum recovery size (if over the max size, an error message is returned)



c) Uses SP Profile flags for linked replies



d) Skips checks for SP Profile flags for ranges, notification types, EDR, and skips check for NPA-NXX filters



e) Packages up and sends the maximum data given the different variables and tunable settings.  This process continues until all requested recoverable data has been sent to the requesting SOA/LSMS.



9) Upon completion of recovery, SOA/LSMS sends existing recovery complete message (lnpRecoveryComplete), and processing between SOA/LSMS and NPAC continues in normal mode.



L. Requirements/Message Flows:



Refer to Appendix D in this document.



VI. Recovery Changes – BDD for Notifications (NANC 348)



M. Business Need:



Service Providers use Bulk Data Download (BDD) files to recover customer, network, block, and subscription data in file format.  This occurs when automated recovery functionality is either not available or not practical (e.g., too large of time range) for the data that needs to be recovered.



The current requirements do not address BDD files for notifications.  In order to provide more complete functionality for a Service Provider to “replay” messages sent by the NPAC, the ability for the NPAC to generate a BDD file for a time range of notifications would potentially reduce operational issues and the work effort required for a Service Provider to get back in sync with the NPAC, by providing the Service Provider with all information that they would have received had they been associated with the NPAC.  Additionally, this would be needed for LTI users transitioning to a SOA, or SOA users that need to recover notifications for more than the industry-recommended timeframe of 24 hours.



With this change order, the NPAC would have the capability to generate a BDD file of notifications for a Service Provider within a certain date and time range.



N. Description of Change:



The NPAC would provide the functionality for NPAC Help Desk personnel to generate a BDD file of notifications for a requesting Service Provider.



Selection criteria would be any single SPID, date and time range (notification attempt timestamp), and include all types of notifications.  The sort criteria will be chronologically by date and time.  The file name will contain an indication that this is a notification file, along with the requested date and time range.  The output file would be placed in that Service Provider’s ftp site directory.



O. Major points/processing flow/high-level requirements:



1) The request for a BDD is originated by an SP, and follows M&P steps on contacting NPAC personnel, and providing required information.


2) The GUI allows:


a) NPAC personnel to generate a BDD for notifications for a requesting Service Provider.



b) Only time-based delta BDD files to be generated.



3) Selection criteria include requesting Service Provider, time range based on notification attempt timestamp (available data based on retention/aging interval).



4) The BDD file:



a) Contains results based on the selection criteria.



b) Sorted in date/time/notification type order.



c) Uses SP Profile flags for ranges, and notification types (at the time the notification was created).



d) Uses NPA-NXX filters (at the time the notification was created).



e) File name indicates notification file and requested date and time.



f) Uses variable length records to accommodate the various notifications that are of different lengths.


5) The results file is put in the requesting Service Provider’s FTP sub-directory.


6) The amount of historical data available for the results file will be based on housekeeping processes, and the notification purge tunable value.


Mar ’03 APT:  Other than the need to capture the variable length records, the rest of the text captures the desired functionality.



P. Requirements/Message Flows:



Refer to Appendix E in this document.


VII. 15/60 Minute Abort Changes (NANC 347/350)



Q. Business Need:



Note:  During the Nov ‘02 LNPAWG meeting, it was decided by the industry to consolidate NANC 347 and 350 into a single change order that would capture abort behavior.  All parties will also consider how these changes relate to the elimination of aborts (all aborts or just time-related aborts) and outbound flow control.  The expectation is that Service Providers would implement similar abort processes/procedures on their systems, such that “sender” and “receiver” can be used to indicate either NPAC or SOA/LSMS for abort behavior.



15 minute abort behavior



The NPAC SMS and Service Provider SOA/LSMS exchange messages and a response is required for each message.  The current NPAC architecture requires a response to every message within a 15-minute window, or the requestor will abort the association.  This is based on the “X by Y” formula of retry attempts multiplied by retry interval.



If a Service Provider fails to respond to an NPAC message, the NPAC aborts that specific association and the Service Provider must re-associate in recovery mode, request, receive and process all missed messages, then start processing in normal mode until they are totally caught up with any backlog of messages.  During the recovery timeframe, the NPAC must “hold” all messages destined for that Service Provider, and only send them once the Service Provider has completed the recovery process.  This only further delays the desired processing of messages by both the NPAC and the Service Provider.  Additionally, any SV operations except range activate will remain in a sending status until the Service Provider has competed recovery.



With the NPAC implementation, especially during periods of high demand with large porting activity, as defined by the current requirements a Service Provider that falls more than 15 minutes behind will get aborted by the NPAC, thus exacerbating the problem of timely processing of messages.  This occurs even though that Service Provider is still processing messages from the NPAC, albeit more than 15 minutes later.



With this change order, the audit behavior in the 15-minute window of the NPAC would not adversely impact a Service Provider that falls behind, but is still processing messages.



The business need for efficient transmission of messages will only increase as porting volumes increase.



60 minute abort behavior



With the changes described above, the audit behavior in the 60 minute window of the NPAC would allow a Service Provider to fall behind, but put a cap on how far behind (i.e., 60 minutes).  This enhancement could assist a Service Provider in the area of timeliness of updating network data due to a lessening of aborts, customer service, and fewer audits for troubleshooting purposes.



R. Description of Change:



15 minute abort behavior



Change the 15-minute abort timer (tunable by region, currently set to 1 by 15 minutes) to “credit” the Service Provider for responding to some traffic, even if they don’t respond to a specific message within the 15-minute window.



1. This would allow Service Providers that have fallen behind to keep processing the backlog, instead of getting aborted and having to re-associate to the NPAC in recovery mode, which in turn increases workload for both the NPAC and the Service Provider.



2. If the Service Provider fails to respond to ANY of the outstanding message during that 15-minute window, the NPAC would abort the association as is currently done (i.e., at the end of the 15 minute window).



3. If the SP is responding to messages at a slower pace, the NPAC using new timers, would “roll-up” the downloaded data (e.g., SV activate to LSMS with a slow SP) at the end of 15 minutes (tunable by region, defaulted to 15 minutes), to obtain closure on this porting activity.  In this example, the SV would be in partial-failure status, and a notification would be sent to both the activating SOA and old SOA.  The new timer allows the NPAC to separate association abort/monitoring and event completion.


This 15-minute abort behavior change applies to a single SV broadcast.  The flow for SV ranges is a response to the range event (M-EVENT-REPORT response) within 60 minutes (same as today).



60 minute abort behavior



Create a new “60” minute window (tunable by region, defaulted to 60 minutes).  Use this new window the same way that the 15-minute window is used in Release 3.1 (i.e., abort the association for a lack of a response to an individual message from the NPAC).



1. This would allow Service Providers that have fallen behind to keep processing the backlog, instead of getting aborted and having to re-associate to the NPAC in recovery mode, but would put a limit on the amount of time allotted for slower Service Providers.



2. If the Service Provider fails to respond to a given outstanding message during that new 60-minute window, the NPAC would abort the association.  So with this change the Service Provider gets an additional 45 minutes to respond beyond the current 15-minute window.



This change applies to both single and range SV broadcasts.  The SP will have 60 minutes to respond to the LSMS download message from NPAC, and in the case of an ACTION, the response to the event (M-EVENT-REPORT response) as well, or rollup at the NPAC will occur.  This new timer will separate the activities, but they will both be defaulted to 60 minutes.  This would allow changes to the either the roll-up activity or the abort behavior independent of the tunable value of each.



S. Major points/processing flow/high-level requirements:



1) The NPAC exchanges messages with the SOA/LSMS.  For every request from the NPAC, a response is required from the SOA/LSMS.



2) A SOA/LSMS that fails to respond to a message is subject to Abort Processing Behavior (APB).



3) A new Roll-Up Activity Timer (RAT) allows for the separation between the completion of events and association abort/monitoring.  There will be separate timers for single SV broadcasts versus range broadcasts.



4) APB applies to normal mode, not recovery mode.



5) RAT applies to both normal mode and recovery mode.



6) APB is applicable for the following types of data: SP, network, NPB, SV, notification.



7) No reports are required for APB.



8) NPAC tunables for APB allow for the separation between the completion of events and association abort/monitoring.  Separate timers apply to singles versus ranges.



a) RAT tunable for SV singles, unit = minutes, range = 5-60, default = 15, definition = Number of minutes before roll-up activity is initiated for an event involving a single SV.



b) RAT tunable for SV ranges, unit = minutes, range = 5-60, default = 60, definition = Number of minutes before roll-up activity is initiated for an event involving a range of SVs.



c) APB Upper Threshold Tunable, unit = minutes, range = 10-1440, default = 60, definition = Number of minutes before an NPAC abort will occur for a SOA/LSMS that has at least one outstanding message with a delta between the origination time and the current time that is equal to or greater than the tunable window, regardless of whether the SOA/LSMS has incurred any other activity (request or response).



9) No SP specific tunables are required for APB or RAT.



10) SV broadcast information from NPAC to LSMS.



a) For a single SV broadcast:



i) The existing retry functionality applies.  This is designed to perform existing retry behavior, and to provide the initial check for invoking an association abort of the LSMS.  At the completion of the “X by Y” window, a failure to either initiate a request, or respond to any outstanding messages, results in an abort.



ii) The single SV RAT Tunable applies.  This is designed to capture roll-up activity.



iii) The Upper Threshold Tunable applies.  This will provide the secondary check for invoking an association abort of the LSMS.



b) For a range SV broadcast:



i) The existing retry functionality applies.  This is designed to perform existing retry behavior, as abort processing does NOT apply because the LSMS has 15 minutes to respond to the LSMS download message from the NPAC, and in the case of an ACTION, the response to the event (M-EVENT-REPORT response) within 60 minutes as well.  Therefore, range activate broadcasts will only perform abort behavior checks based on the Upper Threshold window. The response to the download message (confirmed mode) from the NPAC will still be required.



ii) The range SV RAT Tunable applies.  This is designed to capture roll-up activity.



iii) The Upper Threshold Tunable applies.  This new timer will separate the activities, but it is defaulted to 60 minutes, same as the current response window for the event.  The response to the download message (confirmed mode) from the NPAC, will still be required.



11) The NPAC sends messages to the associated SOA/LSMS.  For every message sent, abort behavior is initiated, and a RAT (response timer or event timer) is started.  The initial abort timer is based on the existing retry functionality.  The RAT uses either the single SV RAT tunable value or range SV RAT tunable value based on 10a and 10b above.  The secondary abort timer is a new timer and it uses the Upper Threshold tunable window.  The NPAC allows a SOA/LSMS to fall behind in processing messages.  However, the limit is defined by this new abort timer.  The response from the SOA/LSMS is one or more of the options below, based on the tunable settings:



a) All SOAs/LSMSs responds before the end of the retry window and RAT window.



i) The NPAC expires the RAT for that event.



ii) With a successful response, the NPAC considers the responding SOA/LSMS as “successful” to the request (i.e., not on failed SP list).



b) All SOAs/LSMSs do NOT respond before the end of the retry window (i.e., end of the “X by Y” window).



i) The retry timer has expired based on the applicable retry value.



ii) If the event was for a single SV, NPAC determines if any messages/responses were received from this SOA/LSMS during the retry window.  The NPAC allows a SOA/LSMS to fall behind in processing messages.  Only in the case, where NO activity is registered during the retry window, will abort processing be invoked.



(1) If at least one message/response received, processing continues.



(2) If no message/response received, the SOA/LSMS association is aborted.



iii) If the event was for a range of SVs, NPAC does NOT take any action.



c) All SOAs/LSMSs do NOT respond before the end of the RAT window.



i) The RAT has expired based on the applicable value (either single or range).



ii) The NPAC performs “roll-up” activities for all messages sent to SOAs/LSMSs on this event (status is set, notifications to SOAs).



d) SOA/LSMS responds to request AFTER the expiration of the RAT window.



i) The NPAC updates status/failed SP list, and sends notifications to SOAs.



e) SOA/LSMS does NOT respond before the end of the secondary abort window.



i) The NPAC aborts the association to the SOA/LSMS.



ii) SOA/LSMS must re-associate to the NPAC.



iii) SOA/LSMS goes through recovery processing (recovery based on SOA/LSMS linked replies indicator).



iv) The NPAC updates status/failed SP list, and sends notifications to SOAs.



T. Requirements/Message Flows:



Refer to Appendix F in this document.



VIII. Appendix A – Change Order Efficiency Analysis



U. Impact on Aborts: Retry Timer Change (3x2, 1x15)



The NPAC’s initial retry behavior (three attempts using two minute intervals) was adequate for the initial rollout, but as porting volumes increased and response time increased, the industry agreed to a five minute interval, still using three attempts.  The current setting of one attempt using a fifteen minute interval was designed to alleviate the problem associated with a slow response such that additional retry attempts only exacerbated the problem, and the additional work needed by the recipient for retry attempts.  Anecdotal evidence indicated that a SOA/LSMS that failed to respond to the initial broadcast message from the NPAC, would likely fail the second and third attempt as well.  The expected improvement was a decreased load on both the SOA/LSMS and the NPAC, by eliminating the additional work with sending and/or processing retry attempts.  Mar ’03 APT:  SP action item to look at their settings internally, and see if they changed from 3x2 to 1x15 (or some other change), and what impact that changed made.  Both A and B go hand-in-hand because of race condition on the SP aborting for retry before the invalid departure time response comes back.


V. Impact on Aborts: Invalid Departure Time Change (5 to 15)



The NPAC’s initial invalid departure time edit behavior (five minute differential) was adequate for the initial rollout, but for SOA/LSMSs that have a system clock that is out of sync with the NPAC, it was causing unnecessary invalid departure time aborts.  The current setting of a fifteen minute differential was designed to alleviate the problem associated with an out-of-sync SOA/LSMS.  The expected improvement was a decreased number of invalid departure time aborts.  Mar ’03 APT: Data presented in the Feb ’03 meeting showed a 90% reduction in aborts from the NPAC side due to this specific reason.  SP action item to look at their settings internally, and see if they changed from 5 to 15, and what impact that changed made.  Both A and B go hand-in-hand because of race condition on the SP aborting for retry before the invalid departure time response comes back.


W. LSMS Support of EDR (Efficient Data Representation)



With the implementation of National Number Pooling in R3.0, LSMSs had an option of supporting either individual SVs of type POOL (1000 per 1K block), or a Number Pool Block (“NPB”, 1 per 1K Block representing all 1000 TNs in the block).  Hence the name “EDR” was developed to indicate that a single object (one NPB) could represent the same thing as 1000 objects (1000 SVs of type POOL).  The expected improvement was twofold:  the primary expected improvement was for SCP capacity, and the second areas was for an LSMS that supported EDR could easily handle a single message containing a single NPB object, whenever a pooled block was activated, rather than the large message that contained a list of every TN-to-SVID pair within the block.  Mar ’03 APT:  NeuStar action item on EDR settings.  NeuStar provided the SP numbers several months ago, need to provide current values.


X. SOA Support of Range Notifications



With the implementation of range notifications in R3.1, SOAs had an option of supporting either individual SV notifications (one notification for each SV within the range), or a single SV range notification (one notification representing all SVs within the range).  Range notifications were incorporated for the following types of notifications (ObjectCreation, AttributeValueChange, StatusAttributeValueChange, ReturnToDonor, SVCancellationResolution, SVNewSPCreate, SVOldSPConcurrence, SVOldSPFinalConcurrenceTimerExpiration).  The expected improvement was a SOA that supported range notifications could easily handle a single message containing a single notification object, whenever a range activity was performed, since the number of messages received and the time required by the SOA to process these messages would be greatly reduced.  Mar ’03 APT: NeuStar action item, provide numbers for how many SOAs have implemented this.  Also SP action item to provide any input to help the discussion.


Y. NPAC Prioritization of Notifications



With the implementation of prioritization of notifications in R3.1, the NPAC implemented a four category assignment of all notifications in a given NPAC region.  The four categories included: high, medium, low, none (all of these settable on an individual SP basis).  Notifications were processed in a “first-in, first-out” basis within each of the categories.  For example, all high priority notifications would be processed before any of the medium notifications, even if the medium notifications were older based on the creation timestamp.  The expected improvement was a SOA that received the most important notifications before receiving less important notifications.  Mar ’03 APT: NeuStar action item, provide data on how many SPs have turned off notifications versus just changing the priority.


IX. Appendix B – NANC 368


Z. Requirements


TBD.


AA. Message Flows



TBD.



X. Appendix C – NANC 351


AB. Requirements



TBD.



AC. Message Flows



TBD.



XI. Appendix D – NANC 352


AD. Requirements



1. Modification of existing requirements – The words of the requirements (approximately dozen) in the Network Data Recovery section, will be modified to include SPID.



2. Linked Replies – The words of the linked replies requirements will be modified to include SPID.


AE. Message Flows



3. Modification of existing IIS Flows – The flow pictures for recovery remain the same, i.e., M-ACTION Response (network data).  The words of the flow descriptions will be changed to include SPID.



XII. Appendix E– NANC 348


AF. Requirements



1. File Creation – NPAC SMS shall provide a mechanism that allows a Service Provider to recovery notification data in file format.


2. Selection Criteria Fields – NPAC SMS shall include the requesting Service Provider and a time range, as selection criteria fields for the Notification bulk data download file, via the NPAC Administrative Interface.


3. Required Selection Criteria – NPAC SMS shall require, as selection criteria for notification bulk data download file generation, a requesting Service Provider ID and a time range.



4. File Name – NPAC SMS shall provide a bulk data download file for notification data, use a file name that indicates the Notification data and requested time range.



5. Time Range – NPAC SMS shall use the Start Time Range entry field as an exclusive start range, and the End Time Range entry field as an inclusive end range, for Notification data that were broadcast during the specified time range, based on notification attempt timestamp.


6. Results – NPAC SMS shall provide a bulk data download file, based on selection criteria, that contains all Notification data in the NPAC SMS.



7. Sort Order – NPAC SMS shall sort the Notification bulk data download file, in ascending order based on the value for data/time/notification type.


8. Filters – NPAC SMS shall apply SP Profile Flags for ranges and notification type (based on the settings at the time the notification was created).


9. FTP Sub-Directory – NPAC SMS shall automatically put the Notification bulk data download file into the FTP sub-directory of the Service Provider, based on the SPID value of the requesting Service Provider.


AG. Message Flows



None.



XIII. Appendix F – NANC 347/350


AH. Requirements



1. Roll-Up Activity-Single Tunable – NPAC SMS shall provide a Roll-Up Activity Timer – Single tunable parameter which is defined as the number of minutes before roll-up activity is initiated for an event involving a single SV.



2. Roll-Up Activity-Single Tunable Default – NPAC SMS shall default the Roll-Up Activity Timer – Single tunable parameter to 15 minutes.



3. Roll-Up Activity-Single Tunable Modification – NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Roll-Up Activity Timer – Single tunable parameter.



4. Roll-Up Activity-Range Tunable – NPAC SMS shall provide a Roll-Up Activity Timer – Range tunable parameter which is defined as the number of minutes before roll-up activity is initiated for an event involving a range of SVs.



5. Roll-Up Activity- Range Tunable Default – NPAC SMS shall default the Roll-Up Activity Timer – Range tunable parameter to 60 minutes.



6. Roll-Up Activity- Range Tunable Modification – NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Roll-Up Activity Timer – Range tunable parameter.



7. Abort Processing Behavior Upper Threshold Tunable – NPAC SMS shall provide an Abort Processing Behavior Upper Threshold tunable parameter which is defined as the number of minutes before an NPAC abort will occur for a SOA/LSMS that has at least one outstanding message with a delta between the origination time and the current time that is equal to or greater than the tunable window, regardless of whether the SOA/LSMS has incurred any other activity (request or response).


8. Abort Processing Behavior Upper Threshold Tunable Default – NPAC SMS shall default the Abort Processing Behavior Upper Threshold tunable parameter to 60 minutes.



9. Abort Processing Behavior Upper Threshold Tunable Modification – NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Abort Processing Behavior Upper Threshold tunable parameter.



AI. Message Flows



None.  This change order does not impact interface messaging, just behavior.


Other IIS Updates.



The behavior description listed in this document Chapter VII, Section C, will be added to the IIS Part I, Chapter 5 – Secure Association Establishment, new section 5.5 – Abort Processing Behavior.
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LNPA Working Group Meeting Schedule


April 8, 2003


NeuStar


45980 Center Oak Plaza


Lobby Conference Rooms


Sterling, VA

Agenda


Architecture Planning Team


Tuesday, April 8, 1:00 PM – 5:15 PM


Conference Bridge – 888-490-6950, passcode 8242948


1:00 – 1:15 
Introductions/Agenda Review/Minutes Review


1:15 – 2:00
Current Issues

· Queries to the NPAC




Production Issues


· NPAC disk upgrades




Analysis of provider use and/or efficiency of past NPAC changes


· NeuStar contribution on feature usage


· Service provider contributions?




Making EDR required for pooling


· Would this be beneficial?


Non-critical LSMSs and the SV failed lists


· Should there be an option for an LSMS that keeps it from be put in the failed list?


Enforcing a sunset policy on NPAC changes


2:00 – 2:30
Interface Requirements

Defining business principles and base assumptions


2:30 - 2:45
break

2:45 – 4:45
CMIP Interface Improvements

· Outbound Flow Control


· Recovery Changes


· 15/60 minute abort changes


4:45 – 5:15
Performance Requirements

· Please think about where we want to go with this topic. 


· Exhibit N is not finalized yet.
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 The WNPO & WTSC requests that carriers and industry forums distribute the following information: 


A potential problem was discovered during testing on a wireless to wireline port.  The wireline provider could not complete activation of the port because the update to the CNAM database for the specific number to be ported in was not completed.   The wireline validation of the CNAM database indicated the ported in number was still an active wireless number, preventing complete activation.  


Due to concerns that this may not be an isolated problem, the WTSC & WNPO committees are urging wireline and wireless carriers to examine current database update procedures (e.g., CNAM, LIDB, ALI or others) with their respective vendors, and include database update validation during Inter-Carrier testing.


In addition, WNPO participants would like to reiterate their interest in testing with wireline trading partners.  Information for testing can be found at www.NPAC.com (Wireless button left side of screen, then select WTSC in center of screen)?  This site contains all WTSC information regarding test planning, schedules, points of contact, etc.  


All wireless and wireline carriers not currently participating are urged to join with WNPO’s & WTSC’s preparations for WNP.  For any questions or concerns, please contact the WNPO & WTSC co-chairs listed below. Thank you in advance for consideration of the above mentioned concerns. 


Sean Hawkins


WNPO co-chair


Gary Eads 


WTSC co-chair


Gary.Eads@uscellular.com

(608) 441-4432
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WNPO ISSUES/ACTION ITEM LIST


3/10/03

		Issue #

		Date Open

		Date Closed

		Status

		Owner

		Issue Description

		Update / Resolution



		0007




		04/16/01

		

		Closed 

		OBF / WNPO

		Impact of wireless number portability on directory assistance and directory listings




		Will be worked at OBF 75.


6/11/01 – ACTION: SPs to indicate which directory listing requirements they cannot support.  7/9/01 - Completed – Jim Grasser received input from one SP, and is passing that information along.


6/11/01 – ACTION: Jim Grasser to email softcopy of the Directory Listings presentation to the WNPO team. – Completed before 7/9/01.

8/13/01 – This will be discussed in the next 2 weeks at the OBF in Seattle. 


11/13/01 – Still ongoing at OBF.


3/4/02 – Still ongoing at OBF.


3/5/02 – ACTION: Jim G. to send out notification for the next OBF wireless meeting.


5/14/02 – still ongoing


5/14/02 – ACTION: Jim Grasser to send out meeting notifications for the interim OBF meeting scheduled for June 25th and 26th in Washington, DC and for the next OBF meeting on August 19 – 23 in Scottsdale, AZ.

3/10/03 Issue has been closed at OBF Jim Grasser will provide resolution text.



		0010

		06/11/01

		

		Open

		WNPO

		Vendor Readiness

		6/12/01 – Approved letters to be mailed to vendors.


6/12/01 – ACTION: SPs to provide a list of vendors by 6/18/01, and co-chairs to mail letters. – Completed prior to 7/9/01. As of 7/9/01 heard back from one switch vendor (Motorola).


7/9/01 - ACTION: J. Grasser to request confirmation from Motorola on timing. – canceled.

6/12/01 – ACTION: Co-chairs to invite the standard bodies to attend & present at future WNPO meetings. – completed (T1S1 & TR45 presentation at 4/9/02 WNPO mtg)

8/13/01 – Letters were sent in July to vendors about readiness and three responses returned so far from Motorola, Tekelec, and Sema Telecoms. Group asked that the entire list of vendors that the original requests went to be published in the minutes. The team will be issuing a second letter to those non-responding vendors with a conference call to Bob Atkinson, the NANC Chairperson. 


11/13/01 - ACTION: Jim G. to request guidance from Mike Alshul at CTIA as to which vendor types the WNPO can contact without causing any anti-trust concerns. Completed – Mike did not see any issues with the letter of the vendors.

11/13/01 - ACTION: Team to email to Brigitte B. (at bbrown@telecorp1.com) by noon eastern on Friday November 16th, vendor name, product type, vendor contact name, and vendor address for initial letters to additional vendors. Closed 


11/13/01 - ACTION: Brigitte B. to send out a blank vendor list matrix so that service providers can input their vendor - Closed

11/13/01 - ACTION: Brigitte B. to send letters on 11/19/01 to the vendors specified by the WNPO team that have been approved by Mike Alshul at CTIA.Closed – NANC did not approve of the letter being sent.

11/13/01 - WNPO approved letter to the FCC requesting a mailing to the vendors.  NANC did not approve of the letter being sent.


3/4/02 - ACTION: Brigitte Brown to email Holly Hendersen & Rick Dressner Motorola’s response to the WNPO vendor letters that were sent in 2001.

3/4/02 - ACTION: Invite standards bodies (T1S1.3 and TR-45) via email to the April 2002 WNPO meeting. – completed (T1S1 & TR45 presentation at 4/9/02 WNPO mtg)

5/14/02 - CTIA is monitoring vendor readiness for critical network elements.


6/11/02 – continue to track until implementation

3/10/03 – Team will continue to track until implementation



		0011

		06/11/01

		

		Closed

		WNPO

		Only a small number of companies have communicated their intent to test with the NPAC.

		6/11/01 – ACTION: Anne Cummins will check with CTIA regarding future mailings to wireless carriers.  As of 7/9/01 no response from CTIA, Anne to resend request.


8/13/01 & 11/13/01 Still no response received as of yet. 


5/14/02 - Through the end of April 2002 a total of 27 wireless service providers/bureaus have filed applications with NeuStar.  In addition, seven service providers submitted applications to NeuStar in the month of April. 


UPDATE WITH MAY DATA ! ! !

3/10/03 February 2003 NeuStar report shows that 56 out of the approximate 59 carriers have at least signed NDAs and User Agreements with NPAC. As these two numbers are so close team decided to close the issue. 



		0013

		06/12/01

		

		Closed 

		WNPO

		Inter-Carrier Testing

		6/12/01 – ACTION: Gene Perez to solicit involvement in Testing Subcommittee from carriers.  7/9//01 – TSI is preparing a letter to be sent out. Closed 


6/12/01 – ACTION: Rick Dressner to submit issues with new tests to Testing Subcommittee. Closed. 


8/13/01 – TSI determined they would not send out any letter. Instead the test team will draft a letter and send it out to encourage intercarrier testing.


8/13/01 – Changes have been made to the test plan for action item number 2.  


8/13/01 –ACTION – Testing sub-committee to incorporate into their meeting minutes carrier test and participation, updated monthly, provide dates for testing within the MSAs based on carrier input. – ongoing request. – closed.

10/13/01 – ACTION: WNPO to send letter to LLC requesting that 3.1 roll-out order not be changed. Closed – Letter need not be sent – Dave Garner confirmed that the LLC will not change the rollout schedule.

11/13/01 -  ACTION: Draft a letter to the LLC on behalf of the WNPO to request that they not change the order of the NPAC release 3.1 regional rollout schedule.  A conference call will be setup to review this letter before it is sent out. (Jim Grasser)  Closed – Letter need not be sent – Dave Garner confirmed that the LLC will not change the rollout schedule.

1/7/02 – ACTION: The WNPO asked that the WTSC confirm with its members whether wireline SPs need to be involved in inter-carrier testing for pooling, even if porting is no longer required. – 3/4/02 Update – WTSC confirmed that testing with wireline for pooling is needed.

1/7/02 – ACTION: WNPO and WTSC members to review the call completion tests in the intercarrier test plan and provide contributions if there any further pooling tests that are needed. –3/4/02: Jim G. to check. – 5/14/02 no further pooling tests are needed.

5/13/02 - ACTION: Mark Wood to add definitions for “out of the box”, “closet phone” and “unregistered” to the test plan for 911 tests.  See draft definitions below:


1) Out of the box – no MIN programmed in the phone


2) Closet – has a MIN programmed but service has expired


3) Unregistered


3/10/03 WNPO will check with WTSC but would like to close this issue as testing schedules, test plans etc are worked at WTSC. Both test cases and schedules are accessible via www.npac.com under the wireless bubble.  

3/11/03 WTSC has agreed the issue can be closed. 



		0016

		07/09/01

		

		Closed

		WNPO

		Defining a Wireless Bonafide Request Form (BFR) and Process

		7/9/01 - ACTION: Patrick Locket to provide a Bonafide Request Form and/or process contribution. Closed.

8/13/01 – ACTION: each company needs to review the BFR form and what their internal requirements are such as will your company need just the NPANXXs on the form or will a CLLI be needed or both. Completed. 


11/13/01 - ACTION: Setup a conf. call to create a checklist for requesting codes to be opened then submit to team for comments.  This doc will then be posted on NPAC website & sent to CTIA to be posted on website & for distribution to their members.  (Jim Grasser, Anne Cummins, Jeff Adrien, Patrick Locket, & Brigitte Brown).Completed

12/10/01 - ACTION: All service providers to email Jim Grasser their contact information for BFR requests by COB Wednesday 12/19/01 (include company name, contact name, contact’s address, contact’s phone number, contact’s fax number, contact’s email address). 4/8/02 - ACTION: Team members to provide the appropriate contact information for the WNPO BFR contact list.  5/14/02 – still awaiting information from SPs.


12/10/01 - ACTION: Jim Grasser to compile the WNPO BFR Contact Matrix and post it on the NPAC website (under WNPO). – completed. 


12/10/01 - ACTION: Sending the BFR form to the recipient contact info in the WNPO BFR Matrix or the LERG contact info guarantees that you have made the request, and the intended recipient is responsible for opening the necessary codes for porting.  It is the recipient’s responsibility for ensuring that the contact information in the WNPO BFR Matrix and/or the LERG is correct.  Add the preceding information to the WNPO Decision/Recommendation matrix. (Brigitte Brown)

12/10/01 - ACTION: All service providers to ensure that their contact information in the LERG is up to date.  


2/4/02 -ACTION: Post the BFR Checklist & Form (v.04) on the NPAC website. (Jim Grasser & Gene Johnston)

5/14/02 - ACTION: SPs to update LERG contacts and WNPO BFR Contact List before the June meeting.

3/10/03 The wireless date for BFR has passed, closing issue by default



		0017

		07/09/01

		

		Open

		WNPO

		A) NPAC maintenance windows


B) Renegotiate when maintenance window should be 


C) Whether timers should run during the SP maintenance window




		7/9/01 - ACTION:  All WNPO members to be prepared at Aug. mtg to vote on standard maint. window - from 3am to 9am central time or midnight to 6am central time.

7/9/01 - ACTION: J. Grasser to mention at the LNPAWG in July so they are prepared to discuss this in Aug.

7/9/01 - ACTION:  J. Grasser to draft a letter to the LLC re: standard maint. window & wireless business day start time  & duration. 


8/13/01 – On hold until 21 is resolved. How much overlap in Hawaii and on the East Coast and how much porting will occur on Sunday morning. 


11/13/01 – On Hold until the tuneables issue is resolved. Must discuss in December.


12/10/01 – ACTION: WNPO will propose a standard maintenance window of midnight to 6am (central) on Sunday mornings to the LNPA WG (Jim G.)


12/10/01 – ACTION: WNPO will propose midnight to 11am central the first Sunday of every month to the LNPA WG for the extended SP maintenance window (Jim G).  


12/10/01 – ACTION: Need a contribution documenting the regional time zones for discussion in January. (Jim Grasser & Brigitte Brown)  


12/10/01 – ACTION: SPs to be prepared to discuss having the business timers differ by region, regardless of what the time zone for an area within the region might be.


12/10/01 - ACTION: All team members to determine what the effective date should be for the maintenance window changes.

12/10/01 - ACTION:  WNPO to write a letter to the LLC indicating the recommendation for the maintenance windows and Tuneables.  Before the letter can be sent effective dates must be finalized and there must be agreement at the LNPA WG on the settings and dates. (Jim Grasser)

1/7/02 - ACTION: Wireless SPs to go back to their companies and discuss whether they could support a 3am to 9am (central) standard maintenance window.


1/7/02 - ACTION: Discussion of the maintenance windows effective date is on hold until after the window timeframes have been agreed upon with the LNPA WG.  This item will be added back to the agenda at the appropriate time. 


3/4/02 - ACTION: Jim Grasser and Brigitte Brown to send a letter to the LLC proposing that the timers, help desk hours, and maintenance windows identified in the matrix be supported by the NPAC.  – sent in April 2002.

 3/4/02 - ACTION: Add the following statement to the WNPO decision/recommendation matrix “NPAC porting activities should not be carried out during the maintenance window timeframes.” – completed.

4/8/02 - ACTION: Letter and matrix listing the proposed help desk hours, wireless business days, and maintenance windows need to be sent to the LLC. (Jim Grasser) – completed in April 2002.

5/14/02 - ACTION: Brigitte Brown to check for the decision on timers running during the maintenance window.


6/11/02 – Jim to review meeting minutes and draft item for decision/recommendation matrix


08/13/02 - Jim to revise the matrix sent to LLC for review at September WNPO

.3/10/03 Item D will be moved to issue 18 of this list.  



		0018

		07/10/01

		

		Open

		WNPO

		A contract revision is necessary to provide for NPAC personnel working on Sundays, including 

Help desk days and hours of operation which need adjustments for wireless

		8/13/01 - This will be addressed with NeuStar and the LLC at a future date. JG will be attending a Sept. meeting to answer some questions about volumes etc for staffing and such.  


11/13/01 - On Hold until the tuneables issue is resolved.  Must discuss in December.


5/14/02 - ACTION: Steve Addicks to provide an update at the June meeting.


6/11/02 – LLC forwarded request to NeuStar – continue to track pending response.

8/12/02 -  In Vancouver WNPO agreed on the following - Help Desk Hours - Support from 9:00AM-9:00PM until 11/24/2002 and 7:00AM-11:00PM until 11/24/2003.  

3/10/03 – Maggie to check VC & Vegas minutes for references. And find letter to LLC. 





		0027

		10/9/01

		

		Closed

		WNPO

		Call Forwarding to a Ported Number

		10/9/01 - ACTION: Wireless carriers need to plan to test call forwarding to a ported number during inter-carrier testing.  Further, it is recommended that wireless carriers test every service and feature they offer during their internal testing and/or during inter-carrier testing. 


10/9/01 - ACTION: Need a contribution on the call forwarding issue for discussion at the next meeting (Gary Sacra).


5/14/02 - ACTION: Jim Grasser to check the test plan to ensure appropriate tests are included for Call Fwding to a Ported Number.

3/10/03 Per Jim Grasser – this issue has not been included in the test plan as this can be tested internally and does not necessarily require inter-carrier testing. Team agreed to review with WTSC before closing. 

3/11/03 WTSC has agreed to close this issue.



		0029

		10/9/01

		

		Open

		WNPO

		WNPO Decision/Recommendation Matrix

Part A Decisions matrix would be created. (I would propose we close as there is now a matrix) 

Part B: NeuStar would set up a separate section at the website for WNPO. This section will have two sub-sections for 1. Minutes and agendas and 2. Additional docs. 

		10/9/01 - ACTION: Create a WNPO Decision/Recommendation Matrix to capture the decisions that are made in the meetings which may affect the Technical, Operational, and Implementation Requirements document.  Include the need to populate the time stamp with zeros in an SV create for an inter-species port.  (Brigitte Brown)

11/13/01 - ACTION: Patrick L. to write up the different problem scenarios with setting the SV create timestamp to 00:00 for inter-species porting for discussion at the December meeting.


17/02 - ACTION: Sprint PCS to take the inter-species SV create timestamp concerns back for further consideration and determine if further discussion is needed at the February meeting.  If further discussion is needed, Sprint PCS will send in a contribution. (Rick Dressner)

11/13/01 - ACTION: Brigitte B. to note on the WNPO Decision/Recommendation Matrix under item 0001 that Sprint has raised some concerns that need to be addressed.

11/13/01 - ACTION: Jim G. to post the updated WNPO Decision/Recommendation Matrix on the NPAC website.


11/13/01 - ACTION: Team to review past meeting minutes and determine which past decisions need to be included in the Decisions/Recommendations Matrix.


3/4/02 - ACTION: Present the WNPO Decisions/Recommendation Matrix at the upcoming CTIA Critical Issues forum in May 2002. (Brigitte Brown)


3/4/02 
- ACTION: Separate sections will be created on the NPAC website for


             WNPO items: one section will contain the WNPO minutes and agendas;


             another will contain any additional WNPO documentation. (Jim Grasser)


6/11/02 – Gene Johnston asked that request be forwarded to him


9/11/02 – Gene Johnston noted that NeuStar would be contacting Jim G regarding


             this request



		0030

		10/9/01

		

		Closed

		WNPO

		Roll-Out Plans/Timeframes for WLNP Launch


And


Schedule for Opening Codes in the LERG & NPAC

		10/9/01 - ACTION: Add a new agenda item for the November meeting to discuss roll-out plans for the launch of WLNP.  Team members wanted to address specifically the timing of the changes to be made to production systems to ensure that advanced activities do not negatively impact roaming.  (Brigitte Brown)


1/8/02 - ACTION: Gene Johnston to submit a contribution on a phased approach for SPs to submit code creation requests to NPAC. – closed.

1/8/02 -  ACTION: Gary Sacra to submit a contribution for a) the effective date for codes SPs are not using for testing and b) sending requests to open codes for porting to the LERG no later than mid-May. – closed.

1/8/02 - ACTION: Upon reaching an agreement on a phased approach for SPs to submit code creation requests to NPAC, an effective date for codes SPs are not using for testing, and reaching an agreement on sending requests to open codes for porting to the LERG no later than mid-May; add the agreements to the WNPO Decision/Recommendation matrix.


3/5/02 - ACTION: John Malyar to confirm whether or not there is an additional cost for opening the codes in the LERG.  


3/5/02 - ACTION: The WNPO needs to ensure that agreement is reached with the Pooling Task Force (PTF) with respect to a phased approach for opening codes for porting.  A joint conference call between the WNPO and PTF conference call has been scheduled for April 5th from 1:00 to 3:00 (eastern).  The dial in information is 800-503-2899, Passcode 6046644. (Team) - completed

3/5/02 - ACTION: Need to submit a contribution to the WNPO for a potential INC contribution for a modification to the INC Guidelines to address LRNs being defined per NPAC region, in addition to per switch / per LATA [Gene Johnston].


3/5/02 - ACTION: Telcordia to provide a contribution indicating LERG update timelines.- completed.

4/9/02 - ACTION: By 4/10/02, Jim Grasser & Brigitte Brown will develop a document clarifying the staggered approach for the NPAC notification dates and LERG effective dates, along with the associated NPAs – and propose that the Pooling Task Force include it in their Pooling Transition Plan.  - completed

4/9/02 - ACTION: A Conference Call is scheduled for 11:00am – 12:00 eastern Tuesday April 23rd  (Bridge information is as follows: 800-503-2899; PIN 6046644) to finalize the schedule for NPAC notification and LERG effective dates.

4/9/02 - ACTION: What are the limitations, if any, to the amount of time over which carriers can notify NPAC about opening codes in the NPAC.  How restrictive is the NPAC notification process? (Gene Johnston)

4/23/02 - ACTION: Landline carriers to identify their high-level processes for ensuring the necessary work is performed once a code has been opened for porting in the LERG.

4/23/02 - ACTION: Need to add more clarity around the “NPAC Notification Date” in the “WNPO - Schedule for Opening Codes in the NPAC and the LERG”.  (Jim Grasser & Brigitte Brown)

4/23/02 - ACTION: Anne Cummins will provide a contribution to add to the WNPO Decision/Recommendation Matrix with respect to not opening any “Public Mobile Carrier” codes in the LERG.


4/23/02 - ACTION: Jim Grasser will perform a reconciliation effort / audit and update the NPA groups for pooling as needed by 4/24/02 (based on discrepancy information provided by Jeff Adrian).

4/23/02 - ACTION: As soon as the next FCC national pooling rollout schedule is available, those NPAs will be included in the WNPO Schedule for Opening Codes in the LERG and NPAC. (Jim Grasser)

4/23/02 - ACTION: Sprint will check with Patrick Lockett by 4/26/02 to determine whether he can provide the list of NPAs in the Top 100 MSAs (including the CMSAs).


4/23/02 - ACTION: The effective dates for the NPAs not affected by pooling, but in the Top 100 MSAs for porting will be put into groups with LERG Effective Dates of 10/15/02, 11/1/02, and 11/15/02. (Jim Grasser)

4/23/02 - ACTION: SPs to send an email to anewman@telcordia.com to indicate whether they plan to use Telcordia’s mass update utility to that Telcordia can perform the necessary resource planning. 


4/23/02 - ACTION: SP were requested to submit their request to Telcordia by 5/1/02, however, the drop-date date is 5/8/02.


4/23/02 - ACTION: Adam Newman will confirm that if a code has already been requested to be opened for porting sooner than the date in the WNPO Schedule and the effective date has not yet passed Telcordia will NOT request to change the effective date.


5/13/02 - ACTION: Telcordia is planning to run the mass update utility later this week (week of 5/13/02).


5/13/02 - ACTION: Jim Grasser to provide a list of the Porting NPAs that need to be divided into Groups 8 – 10.


5/13/02 - ACTION: Telcordia to indicate what their preference is – if it would like carriers to re-send their list of OCNs for the porting NPAs (groups 8 – 10), or whether it would prefer to use the existing OCNs that were already provided for Groups 1 – 7(if the carrier did not have any OCN changes).


6/11/02 – Up to each service provider as to whether or not  they use original list or send in a new one.

3/10/03 Part 1:  This is currently being tracked on the Implementation Guidelines/Narratives supplied to NANC each month. 


3/10/03 Part 2:  Individual providers will work code openings internally. Telcordia will do if a specific request from a SP is received ([provided there are at least 100 records affected) or the industry requests additional assistance at a later date.  



		

		

		

		

		

		

		



		0032

		10/9/01

		

		Open

		WNPO

		Type 1 Trunk Conversions

		10/9/01 - ACTION: Type 1 trunk conversion project management will be added to the recommendation matrix for addendums to the Technical, Operational & Implementation Guidelines. (Brigitte Brown)

10/9/01 - ACTION: Ron Steen to draft the project management process for Type 1 trunk conversions for the Nov mtg.

10/9/01 - ACTION: All team members to discuss the concept of a Type 1 trunk conversion project management approach with their company to determine whether this should become a recommendation to all carriers.


11/13/01 - ACTION: Modify the document to cover the need to open codes as portable. (Ron Steen).  


11/13/01 - ACTION: Team to email Ron Steen with any further questions or new items that need to be considered.


11/13/01 - ACTION: Ron Steen will take back questions and comments discussed at the meeting, or provided via email, and come back with responses and revise the process accordingly.


11/13/01 - ACTION: Ron Steen will add a narrative to accompany the diagram and touch on more of the details. – completed.

11/13/01 - Alltel brought up an issue related to snapbacks.  It was indicated that the numbers should be pooled, not ported, otherwise the numbers would snapback to the wireline carrier.  However, pooling can only take place for a full 1,000 block.  If there is not a full 1,000 block, the numbers would have to be ported and the wireless carriers would lose the numbers over time due to snapbacks.  This issue needs to be addressed further and consider the options for going about the conversion using pooling.  INC is looking into whether the numbers can be marked in the LERG without going through the Pooling Administrator.  ACTION: Track this as a WNPO issue since it is an operations issue. 


12/10/01 - ACTION: SPs to provide contributions on how to address the Snapback issue and addressing any other issues with the project management approach for Type 1 trunk conversions for discussion at the January meeting.


1/7/02 - ACTION: Ron Steen to update the Project Management Approach for Type 1 Trunk Conversions to address removing numbers from the ALI database before donating them to the pool.  


1/7/02 - ACTION: Conference call will be held to discuss issues related to Type 1 Trunk Conversion (including snapback issues) in order to put together an outline for a recommendation document for SPs.  The call will be held on January 25th at 11:00am (eastern) for 2 hours.


1/25/02 - ISSUE – if one of the 60 numbers (originally belonging to the wireline company #1, type 1 number assigned to a customer of wireless carrier #2) ports to another carrier (company #3) and then the customer disconnects, then they would snapback to the wireline carrier because they are the code holder.  ACTION: Need to have further discussion on this issue at the February meeting.


1/25/02 - QUESTION: If the 1K block is not in an NPA that is in pooling yet, can this transfer of ownership still take place?


1/25/02 - ACTION: Ron Steen will put together an outline with bullet points. -completed

1/25/02 - ACTION: At the 2/5/02 WNPO meeting, work on a draft contribution to the INC.

1/25/02 - ACTION: Everyone to document their company’s thoughts on this issue and bring them to the February meeting.


3/5/02 - ACTION: Ron Steen’s INC representative will take a contribution to INC to propose that the guidelines be adjusted to include this as a reason to allow for “transfer of ownership” of a 1K block.


3/5/02 - ACTION: Ron Steen to provide a draft report outlining the situation, issues, and proposed resolutions for discussion the April 2002 meeting.  The following issues should be considered:


a) ACTION: Need to address tariff issues related to Type 1 Trunk conversions. (Ron Steen)


b) ACTION: Need to address snapback issues related to Type 1 Trunk conversions. (Ron Steen)


c) ACTION: Determine whether all numbers must be assigned in order to perform a “transfer of ownership”. (Ron Steen)


d) ACTION: Determine if Type 1 trunk conversions are only possible where WLNP is supported. (Ron Steen)


3/5/02 - ACTION: Team members to review Type 1 Trunk Conversion conversations and discuss them with your companies so that feedback can be provided at the April 2002 meeting. (Team)


4/8/02 - ACTION: Ron Steen to put together final version of the Type 1 Migration document for the May meeting then pass it along to the LNPAWG.


4/8/02 - ACTION: Ron Steen will clarify the 5th paragraph in section 2.1 addressing MF vs. SS7 for Type 1, and how advanced services are supported (using ISDN arrangements).


4/8/02 - ACTION:  Team members should send comments on Ron Steen’s Type 1 Migration document to Jim Grasser no later than April 19th.  Ron has requested that any comments be typed into the Word document with the tracking utility turned on.  Based on the scope of the comments, it will be determined if we want to have a conference call to discuss the input further.  


4/8/02 - ACTION:  Carriers outside of the Top 100 MSAs to put together a paragraph to add to Ron Steen’s Type 1 Migration document to address their unique situation.  


5/14/02 - ACTION: Ron Steen will submit v.04 of the Type 1 Migration document (approved by the WNPO) to the LNPAWG.  Once the LNPAWG approves the document, 


5/14/02 - ACTION: Ron Steen’s team will work on a contribution to INC to broaden the definition of transfer of ownership to accommodate the recommendations in the Type 1 Migration document.  The INC contribution does not need WNPO approval, however Ron Steen will provide updates.  This will not be submitted until the LNPAWG approves the Type 1 Document.



		0040

		2/4/02

		

		Closed 

		WNPO

		Revised WLNP & Pooling Implementation Guideline (Timeline)

		2/4/02 - ACTION: Jim Grasser to revise the timeline and narrative and send it to the team on 2/6/02. - Completed


2/4/02 - ACTION: Team to review the revised timeline and narrative and provide any comments to Jim Grasser by COB 2/7/02. - Completed


2/4/02 - ACTION: Jim Grasser to send the updated timeline and narrative to NANC. – Completed.

2/4/02 - ACTION: The WTSC will split up the intercarrier testing checklist requirements, so that it is clear what items need to be addressed before entering the first phase of intercarrier testing to address the critical network elements at the call completion level.

3/10/03 Updates are made on the Implementation Guideline/Narrative for the NANC report and no longer a need to track here. 





		0043

		3/4/02

		

		Open

		NENA

		Impact of WLNP & Pooling on E911

		3/4/02  - NENA is tracking the impacts related to E911.


3/4/02  - ACTION: Jim G. to forward the current NENA E911 issues list to the


     WNPO.


4/9/02  - ACTION: Mark Wood to request that WTSC participants look into their


    state requirements related to 911 so that it can be reviewed at the May


    meeting.


8/13/02  - All SPs are to ensure that they execute all 911 test cases in the test


    plan.

3/10/03 NENA continues to report to the WNP on updates on a monthly basis. Particular updates can be located in the WNPO meeting minutes and no lon ger a need to track here. 



		0045

		3/4/02

		

		Closed

		WNPO

		Ensuring Timely Updates to Network Elements Subsequent to NPAC Broadcasts

		3/4/02  - ACTION:  Add the following statement in the minutes and in the WNPO


     Decision/Recommendation Matrix: “The appropriate network elements should


     be updated with the routing information broadcast from the NPAC SMS within


     15 minutes of the receipt of the broadcast.”

3/4/02  -  ACTION: Maggie Lee to provide a reference to an industry document for


     the statement regarding the guideline for updating LSMSs/NPDBs subsequent


     to an NPAC broadcast.  Any other team members with further references (e.g.


     LNPA working group letter to NANC in 1997, or ATIS document). (Maggie Lee


     and Team)

3/10/03 This issue has previously been documented on the WNPO  Reference to guidelines for updates 
include: 






		0047

		3/5/02

		

		Open

		WTSC

		ICP Clearinghouse Issue #1 – Clearinghouse connectivity testing needed prior to intercarrier testing.




		3/5/02  - ACTION: Maggie Lee to provide a contribution on ICP Clearinghouse


     Interoperability Testing” for discussion at the April 2002 meeting. – completed.

5/14/02  - ACTION: Maggie Lee will introduce all of these ICP Clearinghouse


    issues at the appropriate group.


5/14/02  - WNPO decided this issue should be handled at the WTSC.


8/13/02  - Clearinghouse testing plans have been established for September


     2002.

3/10/03 WNPO agreed to review issue with WTSC for status. 



		0051

		4/8/02

		

		Closed

		WNPO

		SPID & OCN Concerns

		4/8/02 - ACTION: Add the SPID & OCN concerns to the WNPO Issues list for tracking purposes. (Brigitte Brown) – completed.

3/10/03 Closed. FYI the WICIS 2.0 document de-emphasizes this issue. 





		0058

		5/13/02

		

		Closed

		WNPO

		Staggered Schedule for NPAC Creates/Activates Between 9/1/02 to 11/1/02

		5/13/02 - ACTION: The Pooling Administrator will look at all the blocks that have


     been donated thus far during Native Block Pooling and determine the number


     of blocks that are contaminated, and the percent of numbers that are


     contaminated within those blocks.  This snapshot should be taken after the 5/24/02 FIM and should be provided to the WNPO by COB 5/31/02 for discussion


     at the June WNPO meeting. (Barry Bishop)


5/13/02 - ACTION: NeuStar to perform the necessary analysis and indicate at the


     June meeting if the NPAC will have any problems supporting the anticipated


     volume of Intra-service Provider ports.  With this analysis the WNPO can


     determine is a contingency plan is needed.


8/13/02  - WNPO will not develop a contingency plan, but will continue to track


     this issue.

3/10/03 This has completed. 



		0059

		3/10/03

		

		OPEN

		LNPA

		Block Donation Multiple Issues

		3/07/03 Joint contribution by AWS and the PA on several problems occurring in the Block donation process. This has been submitted to the LNPA-WG as PIM #     and will be worked there. This team will participate in discussions through the LNPA forum and track the issue here. 
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		NEW - This is the WNPO model, updated with more current industry statistics.  This data is not to be construed as NeuStar's position or official projection.

				Wireless Pooling and Porting Demand for the NPDB With FCC Data

								DRAFT - DRAFT - DRAFT

				NATIONAL				2001		2002		2003		2004		2005		2006		2007

				growth rate				27		109.3		109.8		108.2		106.4		106.4		106.4

				Subscribers				128,500,000		140,500,000		154,269,000		166,919,058		177,601,878		188,968,398		201,062,375

				West Coast		0.1347		17308950		18925350		20780034		22483997		23922973		25454043		27083102

				Mid Atlantic		0.1345		17283250		18897250		20749181		22450613		23887453		25416250		27042889

				Western		0.1283		16486550		18026150		19792713		21415715		22786321		24244645		25796303

				North East		0.1117		14353450		15693850		17231847		18644859		19838130		21107770		22458667

				South East		0.2161		27768850		30362050		33337531		36071208		38379766		40836071		43449579

				Mid West		0.1536		19737600		21580800		23695718		25638767		27279648		29025546		30883181

				South West		0.1211		15561350		17014550		18681976		20213898		21507587		22884073		24348654

						1		128500000		140500000		154269000		166919058		177601878		188968398		201062375

												6739000

		National Annual Blocks						0		1379		6739		7292		7758		8255		8783

		growth rate						27.00		9.30		9.80		8.20		6.40		6.40		6.40

		% with LRN total 1K blocks in NPDB										100.00		100.00		100.00		100.00		100.00

		total 1K blocks in NPDB				50%		0		276		6,739		7,292		7,758		8,255		8,783

		Total Pooling and Ported #s in NPDB without EDR								1,604,666		19,543,535		46,876,663		68,718,041		84,401,195		93,048,409

		Total Pooling and Ported #s in NPDB with EDR								225,942		11,800,424		38,498,617		59,803,800		74,916,442		82,956,632

		% of Intra-SP ports (blocks *1000*.15)								15		15		15		15		15		15

		Total Intra-SP ports								225,666		1,010,850		1,093,740		1,163,739		1,238,218		1,317,464

		NPAC Wireless Porting Demand		West Coast				2001		2002		2003		2004		2005		2006		2007

		Portable TN's						17,308,950		18,918,682		20,772,713		22,476,076		23,914,545		25,445,075		27,073,560

		Growth Rate %						27.2		9.3		9.8		8.2		6.4		6.4		6.4

		Churn Rate %						0		0		10.4		50		50		50		50

		Assumption port %						0		0		80		80		80		80		80

		% new ported numbers						0		0		100		40		30		20		10

										0		691,316		3,596,172		2,869,745		2,035,606		1,082,942

		Total Annual Ports						0		0		691,316		4,287,488		7,157,233		9,192,839		10,275,782

		Portable TN - (D5) Total TNs Based upon the actual subscriber based posted on the CTIA wowcom.com web site.

		Portable TNs per region (D25, D54, D63, D72, D81,  and D90)  is % of total wireless numbers per region times D5.

		Growth Rate - for 2002 was Actual Growth and '03 Extrapolated from 1st QTR '03  Remainder from previous Yankee Study

		Churn Rate % -  provided by CTIA taken from data collected from wireless carriers,

		and international studies for wireless number portability

		Assumption port % - percent of total churn that will also port

		Total Annual Ports - Portable TN  * % churn * % porting

				Mid-West				2001		2002		2003		2004		2005		2006		2007

								19,737,600		21,573,197		23,687,370		25,629,734		27,270,037		29,015,320		30,872,300

								27.2		9.3		9.8		8.2		6.4		6.4		6.4

								0		0		10.4		50		50		50		50

								0		0		80		80		80		80		80

												100		40		30		20		10

										0		1,970,789		4,100,758		3,272,404		2,321,226		1,234,892

								0		0		1,970,789		6,071,547		9,343,951		11,665,177		12,900,069

				Mid-Atlantic				2001		2002		2003		2004		2005		2006		2007

								17,283,250		18,890,592		20,741,870		22,442,704		23,879,037		25,407,295		27,033,362

								27.2		9.3		9.8		8.2		6.4		6.4		6.4

								0		0		10.4		50		50		50		50

								0		0		80		80		80		80		80

								0		0		100		40		30		20		10

										0		1,725,724		3,590,833		2,865,484		2,032,584		1,081,334

								0		0		1,725,724		5,316,556		8,182,041		10,214,624		11,295,959

				Northeast				2001		2002		2003		2004		2005		2006		2007

								14,353,450		15,688,321		17,225,776		18,638,290		19,831,141		21,100,333		22,450,755

								27.2		9.3		9.8		8.2		6.4		6.4		6.4

								0		0		10.4		50		50		50		50

								0		0		80		80		80		80		80

								0		0		100		40		30		20		10

										0		1,433,185		2,982,126		2,379,737		1,688,027		898,030

								0		0		1,433,185		4,415,311		6,795,048		8,483,075		9,381,105

				Southeast				2001		2002		2003		2004		2005		2006		2007

								27,768,850		30,351,353		33,325,786		36,058,500		38,366,244		40,821,684		43,434,271

								27.2		9.3		9.8		8.2		6.4		6.4		6.4

								0		0		10.4		50		50		50		50

								0		0		80		80		80		80		80

								0		0		100		40		30		20		10

										0		2,772,705		5,769,360		4,603,949		3,265,735		1,737,371

								0		0		2,772,705		8,542,065		13,146,015		16,411,749		18,149,120

				Southwest				2001		2002		2003		2004		2005		2006		2007

								15,561,350		17,008,556		18,675,394		20,206,776		21,500,010		22,876,011		24,340,075

								27.2		9.3		9.8		8.2		6.4		6.4		6.4

								0		0		10.4		50		50		50		50

								0		0		80		80		80		80		80

								0		0		100		40		30		20		10

										0		1,553,793		3,233,084		2,580,001		1,830,081		973,603

								0		0		1,553,793		4,786,877		7,366,878		9,196,959		10,170,562

				Western				2001		2002		2003		2004		2005		2006		2007

								16,486,550		18,019,799		19,785,739		21,408,170		22,778,293		24,236,104		25,787,214

								27.2		9.3		9.8		8.2		6.4		6.4		6.4

								0		0		10.4		50		50		50		50

								0		0		80		80		80		80		80

								0		0		100		40		30		20		10

										0		1,646,174		3,425,307		2,733,395		1,938,888		1,031,489

								0		0		1,646,174		5,071,481		7,804,876		9,743,764		10,775,253
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STATE BB 



LATA 111



STATE AA 



LATA 111



Mobile Switching Center



To PSTN



NPA-NXX  STATE  LATA  RC   JIP           (BS)



111-111      AA        111      1     111-111      1, 2, 3, MSC



222-222      AA        111      2     111-111      1, 2, 3  MSC



333-333      AA        111      3     111-111      1, 2, 3, MSC



444-444      BB        111      4     444-444      4



One JIP value provides sufficient geographic significance for all Cell Sites residing within the same State and LATA (I.e., MSC and Cell Sites 1, 2, and 3). 



A unique JIP is required for any Cell Site that resides in a different State and/or LATA (e.g., Cell Site 4). 



Proposed Solution



Wireless Tower/ Base Station 4







Wireless Tower/ Base Station 1







Wireless Tower/ Base Station 2







Wireless Tower/ Base Station 3



























STATE BB 



LATA 111



STATE AA 



LATA 111



Mobile Switching Center



To PSTN



NPA-NXX  STATE  LATA  RC   JIP           (BS)



111-111      AA        111      1     111-111      1, 2, 3, MSC



222-222      AA        111      2     111-111      1, 2, 3  MSC



333-333      AA        111      3     111-111      1, 2, 3, MSC



???-???     BB        111      4 	???-??? 	4	



If no Numbering Resources are available for JIP assignment for a unique State/LATA, the wireless provider should obtain a LATA/State specific NXX per INC LRN guidelines: LRN Assignment Practices INC 98-0713-021
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Wireless Tower/ Base Station 4







Wireless Tower/ Base Station 1







Wireless Tower/ Base Station 2







Wireless Tower/ Base Station 3























STATE BB 



LATA 111



STATE AA 



LATA 111



Mobile 



Switching Center



(CLLI A)



To PSTN



Calls from handsets located in State BB LATA 111 but accessing Cell Site in State AA LATA 111 will reflect the JIP value of State AA (location of the serving Cell Site) instead of State BB(location of the handset).
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Wireless Tower/ Base Station 1







Wireless Tower/ Base Station 2







Wireless Tower/ Base Station 3























STATE AA 



LATA 111



Mobile 



Switching Center



(CLLI A)



To PSTN



NPA-NXX  STATE  LATA  RC   JIP           (BS)                 LERG CLLI 



111-111      AA        111      1     111-111      1, 2 ,3, MSC         A



222-222      AA        111      1     111-111      1, 2, 3, MSC         A



333-333      AA        111      3     111-111      1, 2, 3. MSC         A



444-444      AA        222      4     444-444      4, 5, POI               B



555-555      AA        222      5     444-444      4, 5, POI               B



STATE AA 



LATA 222



Calls from handsets accessing any of the Cell Sites residing in State AA LATA 111 (I.e., Cell Sites 1, 2, and 3) may reflect same JIP value.   



Calls from handsets accessing Cell Sites residing in LATA 222 (I.e., Cell Sites 4, 5) will reflect reflect a unique JIP for that State/LATA combination. 
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To PSTN



Wireless Tower/ Base Station 5







Wireless Tower/ Base Station 1







Wireless Tower/ Base Station 2







Wireless Tower/ Base Station 3











POI



(CLLI  B)



Wireless Tower/ Base Station 4
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Issue 2308 Call Flow Example



Long Distance Call from a Wireless phone to a Wireline phone - Traveling Originated



Calling Party Number Does Not Reflect Accurate Jurisdiction



(This call was billed Intrastate and should have been billed Interstate)



North Carolina Originating Number calling from out of state



North Carolina Terminating Number







LEC



SWC







LEC



SWC



IXC



POP







IXC



POP











EO











LEC



Tandem 



Switch























MSO















State Boundary















Issue 2308 Call Flow Example



Long Distance Call from a Wireless phone to a Wireline phone - Traveling Originated



Calling Party Number Does Not Reflect Accurate Jurisdiction



(This call was billed Interstate and should have been billed Intrastate)



Florida Originating Number calling from North Carolina



North Carolina Terminating Number







LEC



SWC







LEC



SWC



IXC



POP







IXC



POP











EO











LEC



Tandem 



Switch























MSO























Issue 2349 Call Flow Example



Local Call from Mobile to Wireline – where the Mobile number is ported



JIP provided by the MSO should show that the WSP originated the call. 



Donor 



Switch







NPA-NXX-1523 



(DN ported to WSP)



Recipient



Switch











LEC



Tandem 



Switch







MSO







EO







EO



































UNKNOWN-0







UNKNOWN-1







UNKNOWN-2







UNKNOWN-3







UNKNOWN-4







UNKNOWN-5







UNKNOWN-6







UNKNOWN-7







UNKNOWN-8
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WIRELESS NUMBER PORTABILITY/POOLING





Areas of potential impact to Wireline Service Providers:





Scenario 1:
a directory number currently associated with wireline service is ported to wireless





service;





one or more, but not all, of the directory numbers of a multi-line account





port to wireless service.





Potential impacts:  entire code (NPA-NXX) may be associated with wireline service within the





MPS/Pricing/Billing systems of the donor (and other wireline) service provder(s);





- a line range is associated with a specific account or with wireline service; 





Scenario 2:
a directory number currently associated with wireless service is ported to





wireline service.





Potential impacts:  code is not “open” in MPS and/or Billing systems – not recognized as





wireline code – there are some cases where codes for cellular service are used





to identify “mobile orig” calls.







Code is not assigned to a bill period.







There may be tables / logic in existing MPS / Billing programs that need to be







updated.  These tables can be very large or very small with varying amounts







of information, but they all need to be reviewed.  There may also be a new need







for tables where no tables currently exist.  These tables may be NPA specific,







NPA-NXX specific, NPA-NXX-L (where “L” is the first digit of the line number)







Specific;  OCN specific, RAO specific, etc.







Industry tables (such as TPM) may not have accurate information for wireless







codes.





For any port:







A new Mobile Identification Number (MIN) is assigned to every directory number





that ports into wireless service after 11/24/02.  In addition, for every directory number that is assigned from a pooled block, a non-matching MIN will be assigned.  As of 11/24/02, all wireless service providers who are participating in





porting and/or poling will get MIN resources from the MIN Block Identifier





Administrator.  The MBI Admin will have a pool of MINs to assign to wireless





Service providers and those MINs will be assigned in full codes (NPA-NXXs).





The only numbers that will reside in this pool will be those NPA-NXXs that





correspond to wireline directory numbers. 





This will cause problems when these customers “roam” on networks that are





not compliant with the separation of the MDN and MIN.  These problems can





range from customer inconvenience, to customers not being billed for charges





for which they are responsible, to customers who are billed for charges for which they are not responsible.





Some of these issues are:  a) the MIN, instead of the MDN, is provided as a “call-back” number;  b) the MIN, instead of the MDN, is sent to the PSAP as a call-back number for emergency calls;  c) the MIN, instead of the MDN, is used as





ANI for various types of calls such as long distance.





In addition,  
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Issue Title: Impact of Wireless Number Portability on Wireline Service Providers









Issue Statement/Business Need: Identify impact(s) of wireless number portability / pooling on wireline service providers.




Impact on Other Issues or Procedures: As of November 24, 2002, wireless service providers will begin to participate in number portability and number pooling within the top 100 MSAs.  This means that central office codes will no longer be dedicated entirely to wireline or wireless service.  Instead, wireline and wireless service providers will be assigned blocks of 1000 numbers within any given code on an as needed basis.  In addition, customers will be able to port their directory numbers from wireless service to wireline service and vice versa.  In addition, at this same time, wireline numbers will also be used as the Mobile Registration Number for wireless customers.





Desired Results: Identify and resolve any wireline and wireless billing issues related to participation by wireless service providers in number portability and number pooling.





Committee Assignment: Billing Committee




Associated Committee: Message Processing




Issue Champion(s):   Kelly Anderson



    Jim Grasser
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6280 Lookout Rd.





Boulder, CO
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2000 W. Ameritech Center Dr





Hoffman Estates, IL
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James.n.grasser@cingular.com














Resolution:  





OBF #76, NOVEMBER 5-7, 2001





Kelly Anderson (Intrado) and Jim Grasser (Cingular Wireless) presented this Issue regarding the Impact of Wireless Number Portability on Wireline Service Providers.  Mr. Grasser stated that this Issue would also be introduced to the Message Processing Committee.





Mr. Grasser stated that this Issue would identify impact(s) of wireless number portability/pooling on wireline service providers.





As of November 24, 2002, wireless service providers will begin to participate in number portability and number pooling within the top 100 MSAs.  This means that central office codes will no longer be dedicated entirely to wireline or wireless service.  Instead, wireline and wireless service providers will be assigned blocks of 1000 numbers within any given code on an as needed basis.  In addition, customers will be able to port their directory numbers from wireless service to wireline service and vice versa.  In addition, at this same time, wireline numbers will also be used as the registration number (MIN) for wireless customers.





Ms. Lois Fries (Intermedia) asked for clarification regarding the MIN.  Mr. Grasser explained there are 2 numbers related to mobile service, one is the Mobile Directory Number (MDN) and the other is the Mobile Identification Number (MIN). The MIN is the registration number, which transmits to the cell site and is programmed into the switch.  When the customer changes service providers the MIN stays with the switch owner, but the directory (dialed) number (MDN) is taken with the client.  The MIN and MDN are split and the MIN is the number that is being put in the Wireless Number Portability (WNP) pool.  However, there are not enough MINs in existence.  




OBF #76, NOVEMBER 5-7, 2001 (CONTINUED)





Ms. Webber (Sprint) asked if they actually know if there is a problem or if there is a need to identify if there is an impact.  Ms. Anderson explained that they would like to open this Issue at this OBF and then schedule a conference call to bring out concerns related to WNP billing and then work the Issue at OBF #77.  




Mr. Reeves stated that the Committee needed to identify call flows in regards to when you get a wireless number and how it would flow through current processes to be sure they are accounted for.  




Ms. Webber suggested that Desired Results be changed to appropriately denote the intent of the Issue.  For example, identify the billing impacts to wireline services with the porting of wireless to wireless and wireless to wireline.  





It was agreed that the Desired Results would be changed to state Identify and resolve any wireline and wireless billing issues related to participation by wireless service providers in number portability and number pooling.  




Ms. Webber also suggested that MIN and MDN be spelled out in the Impact on Other Issues or Procedures section of the Issue Statement. 




Ms. Fries asked for clarification regarding moving numbers from the wireline side to the wireless side.  Mr. Grasser stated that as this Issue would not be worked at this OBF, the Issue champions requested to schedule a conference call.  





Mr. Makara (WorldCom) asked where he could find further information.  Mr. Grasser suggested visiting the following Web Site: www.npac.com for information.  





OBF #76, NOVEMBER 5-7, 2001 (CONTINUED)





After review of the revised Issue Statement and Desired Results with the Committee, the Committee reviewed the New Issue Acceptance Criteria and accepted the Issue.





The Committee agreed to set up a conference call for interested parties on December 6, 2001 from 11:00 a.m. – 2:00 p.m. Eastern Time. Intrado volunteered to host this conference call.  A Signup sheet was sent around for email notification of meeting information.  Mr. Reeves recommended that an exploder be created for participants.  This meeting will have administrative support.





Conference Call Number 888-742-8686





Participant Code: 4238999




This Issue will remain in OPEN status and worked within the Billing Committee.   





BILLING COMMITTEE CONFERENCE CALL, DECEMBER 6, 2001





Jim Grasser, Cingular Wireless, opened the conference call by giving a brief overview of the Wireless Number Portability changes that will be effective November 24, 2002 per an FCC Order, in order to determine if the changes may impact wireline.  Mr. Grasser stated that after his brief overview, he would be available for questions or comments that the participants might have in order to determine if there may be any impacts to wireline that need to be addressed.  





BILLING COMMITTEE CONFERENCE CALL, DECEMBER 6, 2001 (CONTINUED)





Mr. Grasser advised the participants that number pooling is like porting on a larger scale. Pooling usually involves porting blocks of 1000 numbers at a time as opposed to just one or two. Although there have been occasions when as many as 10,000 numbers have been ported, typically less than 1000 numbers are involved in ports.  The other difference between pooling and porting is that when you pool a number there is no end user associated with the number you are pooling, instead the numbers are all unassigned.  In a porting situation, there is an end user associated with each number being ported.  The carrier expects that the end user’s service will remain consistent, with the exception of a short period of interruption.





Mr. Grasser further stated that the wireless industry determined a number of years ago that companies would de-couple the two numbers that are associated with every wireless phone number.  The two numbers are the Mobile Identification Number (MIN), which is the number that the phone uses to communicate with the switch via the cell site, and the Mobile Directory Number (MDN), which is the number that people dial to reach the handset.  The MDN corresponds with the Telephone Number (TN) on the wireline side.  In de-coupling, the industry will gain preservation of all the wireless industry roaming tables.  Currently, the MINs and MDNs are the same, however, in the future, with wireless number portability, this will be less likely.  In keeping the preservation of a full code, companies keep some of the databases and switches at a six-digit vs. changing to a ten-digit line level.  Companies can also maintain relationships with the industry tables housed in back office systems in order to identify the service provider.  Because the MDN is portable for the customer, and the MIN remains assigned to the wireless service provider, the carriers strongly benefit from the separating of the MDN and MIN. 





BILLING COMMITTEE CONFERENCE CALL, DECEMBER 6, 2001 (CONTINUED)





Mr. Grasser explained that Wireless MINs would be administered by a separate entity similar to how Directory Numbers are administered by NANPA.   Mr. Grasser explained examples of the switch and service provider complications that contribute to the difficulty of identifying usable MINs.  He noted that wireline directory numbers are the only remaining numbers that can be added to the wireless number pool for MINs. 





Mr. Grasser gave an example of number portability where a customer takes the dialed number with them to another service provider.  If porting an MDN from a wireless service to a wireline service, the new service provider will only receive the dialed number (MDN) and the MIN stays with the current service provider.  





Mr. Grasser further explained a situation where digits of a directory number and a MIN are the same.  In this scenario, the directory number is moved to a wireline provider and the wireless provider is then able to assign the MIN to another wireless customer. 





Mr. Grasser explained that when a company requests a block of numbers from the number pool, they must also request MINs to go along with the MDNs.  He further noted that the MIN does not provide geographic significance.





He noted that there are particular problems when a customer is roaming and the roaming carrier is not compliant with the MIN and the MDN separation.  In these situations, the MIN and MDN can be reported incorrectly to carriers causing incorrect billing and usage as a result of recognizing a MIN as an MDN. 





Mr. Stan Raaker of Cincinnati Bell asked how a company could not be compliant with the MIN/MDA separation.





Mr. Grasser stated that because separation is in accordance with a Federal mandate, everyone should be compliant.  However, there are cases, particularly with rural wireless 





BILLING COMMITTEE CONFERENCE CALL, DECEMBER 6, 2001 (CONTINUED)




service providers, where the provider has a very old switch that has never been upgraded.  The companies have a small customer base and cannot afford to replace or upgrade the switch.  These providers may choose to risk the penalties of the FCC vs. going out of business with the upgrade expense. 





Ms. Kelly Anderson asked for confirmation that the initial roll-out of the FCC mandate in November 2002 only applied to the top 100 MSAs.  Mr. Grasser stated that Ms. Anderson was correct.  However, he further clarified that the FCC Order also stated that the industry must preserve nationwide roaming.  In order to preserve nationwide roaming, rural providers do not have to make any provisioning changes, but are required to upgrade switches to recognize and correctly record the difference between the MIN and MDN.  Rural providers are also required to upgrade their databases and be in compliance with IS-41 Rev C, which provides the passing of the MDN, as well as the MIN.  Additionally, this will require companies to upgrade back office systems to be able to accept the MIN and MDN from the switch call detail record, as well as populate the correct numbers in the output records for roaming.  There is a lot of expensive work involved.





Mr. Grasser stated that there may be one other thing that may cause confusion.  Wireline MSAs and the Census Bureau MSAs do not correspond with Wireless MSAs.  Some companies may not recognize that they are not in compliance. 





The other major issue is that starting on November 24, 2002, companies will have to use the LRN or JIP to determine the type of wireless service.





BILLING COMMITTEE CONFERENCE CALL, DECEMBER 6, 2001 (CONTINUED)




Mr. Grasser reminded the participants that the purpose of this call was to help participants understand the situation and answer questions, in order to make sure there were no issues or concerns that would impact the Billing Committee.  Mr. Grasser recommended that the participants further investigate this issue and bring any issues or concerns or questions to OBF #77.  If there are no issues or concerns identified by OBF#77, Mr. Grasser agreed to withdraw the issue. 





Mr. Grasser recommended that participants go to the following Web Site for further information:





WWW.npac.com 





Once in the NPAC site, go to the main menu (left side) and click on wireless.  A screen will appear with options. Click on WNP operations, and then the CTIA Second Wireless Number Portability Report for more information.





Then scroll up just above the beginning of the Wireless Number Portability Operations Box to the Wireless Number Portability Technical, Operational, and Implementation Requirements Documents.  Below this box are the Cover Letter,  Report and Appendices.  





Scrolling up to Wireless/Wireline Integration Subcommittee, there are the second and third reports on the Wireless/Wireline Integration, which have been forwarded to NANC and FCC for approval.  It has been requested that the FCC make these industry documents.





BILLING COMMITTEE CONFERENCE CALL, DECEMBER 6, 2001 (CONTINUED)




Ms. Celeste Faucet of Verizon pointed out that number portability for wireless will affect one of their products (Reverse Billing).  Verizon has already started notifying their customers that reverse billing will no longer be available in November.  This issue also affects Verizon’s honor distribution product.





It was clarified that reverse billing is different from calling party pays.  Rather than assessing the landline subscriber that dials the wireless number a toll charge, in reverse billing the toll is charged back to the wireless provider, thus making the call look local.  Some RBOCs call this a LATA Wide product. 





Mr. Grasser stated that these products could remain if necessary, but Ms. Faucet noted that Verizon has decided against this, as there is no cost recovery for the service.





There were no further questions.  Mr. Grasser asked participants to continue to investigate this issue and bring up any concerns or comments at OBF#77.





OBF #77, FEBRUARY 11-13, 2002





Mr. Jim Grasser (Cingular Wireless) presented this issue regarding impact of wireless number portability on wireline service providers.  Mr. Grasser read the issue statement including the desired results.





Mr. Grasser advised the group that a conference call was held on December 6, 2002 to help participants understand the situation and answer any questions in order to make sure there were no issues or concerns that would impact the Billing Committee. 





Mr. Grasser moved forward by confirming the planned process for Wireless LNP would not change from the process used for wireline today.





Mr. Grasser went over some of the impacts from the FCC for NRO.





In order to move forward, Mr. Grasser agreed to create scenarios and forward the same to the Billing Committee for review by February 22, 2002.





Mr. Grasser asked the participants to review the scenarios in order to determine if there could be any billing impacts.  Mr. Grasser had a concern with closing the issue if concerns should arise.





OBF #77, FEBRUARY 11-13, 2002 (CONTINUED)





HOMEWORK ITEM





ESTABLISHED AT: OBF #77





ISSUE # 2349 
DATE: 02/11/02





DUE DATE: OBF #78





RESPONSIBLE:  BILLING COMMITTEE





1.  Review the scenarios provided by Mr. Grasser and determine if there are any impacts, if so provide at OBF #78.





This issue will remain in OPEN status and worked within the Billing Committee.   





OBF #78, MAY 6-7, 2002





Mr. Jim Grasser (Cingular Wireless) presented this issue regarding impact of wireless number portability on wireline service providers.  Mr. Grasser read the issue statement including the desired results.





Mr. Grasser reviewed homework responses to the items created at OBF#77.  





HOMEWORK ITEM





ESTABLISHED AT: OBF #77





ISSUE # 2349 
DATE: 02/11/02





DUE DATE: OBF #78





RESPONSIBLE:  BILLING COMMITTEE





1.  Review the scenarios (Attachment 2349a1) provided by Mr. Grasser and determine if there are any impacts, if so provide at OBF #78.





Responses:





BellSouth believes we are caring for the impacts of the scenarios outlined in the homework item.  We have established internal teams that are addressing various call flow scenarios.  In homework scenario #1, we are anticipating that an LRN would be present on the record if the wireline number were ported to wireless.  If a company behind us records a call and we do not receive the LRN, we will be able to look it up based on a download of the LNP database into our billing system.  As long as the number is within BellSouth territory, we will be able to obtain the LRN and route the message accordingly.  





OBF #78, MAY 6-7, 2002 (CONTINUED)




In homework scenario #2, we have identified and made changes within our systems to be able to recognize a wireless number that has ported to our wireline service and perform appropriate billing.





Additionally, we have established a list of needs and concerns, which will be communicated with the wireless companies that are interconnected to us.  If any of those issues require national guidelines to be established, we will bring them to the OBF as appropriate.





AT&T: No impacts identified at this time.  Further development of the scenarios would be helpful.  





SBC: Although the order is to implement within the top 100 msas, we are experiencing some difficulty in defining the exact NPA/NXXs that will be eligible for porting as it pertains to billing.  We have been able to identify by region and State, the wireless NPA/NXXs in existence but not down to the MSA level.  A resolution to this might be to ensure all existing wireless NPA/NXXs per region would be billing eligible in the required tables, granted of course that they are type 2 cellular, and those that would qualify within the same rate centers





Ms. Barbara Vrahnos (NECA) asked if the wireless industry determined if they would still be using the LRN process consistent with landline LRN processes.  Mr. Grasser stated that the wireless industry would be using the LRN process.





Mr. Grasser clarified that the registration number is the MIN.  Currently the MIN and the Mobile Directory Number (MDN) are the same.





OBF #78, MAY 6-7, 2002 (CONTINUED)





Mr. Grasser stated that in their testing process, they will identify where the incorrect number (MIN vs. MDN) may be present.





It was stated that if everyone was populating properly, there should not be any impacts and if it is the same landline LRN logic as today, than there should be no issues identified.





It was stated that the FCC direction is wireless to wireless and wireless to wireline portability targeted for implementation by November 24, 2002.





Participants stated that if the landline LRN logic were not used there would be impacts.  





Mr. Grasser stated that they would use LRN.  However, it was questioned as to whether they would use LRN on the originating side.  Mr. Grasser stated that LRN is routing and you do not have to do a query on the originating side, you are performing a query on the terminating number for determination of routing.





Mr. Grasser stated that they needed to abide by the same rules as wireline.  





Mr. Grasser asked if the group wanted to create impact scenarios.   





It was suggested to draw how Jurisdictional Informational Parameter (JIP) would be used in a landline scenario.





Mr. Andy Plummer (BellSouth) had questions regarding the information on TPM (Terminating Point Master).  The TPM is used in a lot of companies’ billing processes.  Mr. Plummer felt that there might be a potential impact for companies using the TPM in identifying the wireless company when trying to port numbers.  





OBF #78, MAY 6-7, 2002 (CONTINUED)





Ms. Jill Blakeley (Time Warner) stated that the LERG, which is also used in several companies billing processes is populated with the information to identify when wireless companies participate in 1000 block number pooling.   The LERG 6 indicates whether the NPA/NXX is pooled and then you would use LERG 13 to identify which 1000 number block assigned to each company.   The 1000 block number assignment is identified at the OCN level.   To identify the owner of a telephone number that is ported, the LERG 6 would indicate whether the NPA/NXX is portable.  Then a query into the NPAC would need to be conducted to identify the company OCN/SPID that has ported that number. 





Mr. Tom Makara (WorldCom) questioned whether the wireless company and block pooled numbers would be in the NECA 4 tariff.   Mr. Grasser indicated that he was not sure.  Ms Blakeley stated that for landline companies, the population of the NECA tariff information is generally required through the negotiated local interconnection agreements.   





It was anticipated that unless this was a contractual requirement for the wireless companies, their information would probably not be reflected in the NECA 4 Tariff. 





Ms. Vrahnos stated that if a company provided the information it could be reflected in the tariff. 





Ms Blakeley provided a diagram reflecting how JIP is currently used in the landline network.   She identified the billing impacts that would exist if the wireless providers did not send JIP in the signaling path from wireless to landline.
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OBF #78, MAY 6-7, 2002 (CONTINUED)





Ms. Blakeley explained, the landline originating call, the end office will launch an LNP query based on the dialed NPA/NXX being ported.  The LRN is obtained from the query.  Where the terminating end office is recording, the originating end office can be identified from the JIP that is signaled.  (This assumes that the terminating switch has the feature that allows for the recording of JIP).





From a wireless originating call that is routed through a tandem and terminates to a landline end office, the terminating company will not be able to identify the originating wireless company if they do not send the JIP in the signaling path.





Some companies may launch a query on their own originating number, which would provide an LRN for the terminating company.  However, there is no requirement to perform this from the landline perspective.  In addition, this generally adds costs to the company with little benefit to them and it is likely that a query will not be performed.   





Mr. Grasser asked why you could not use the trunk group to identify the originating company?   Ms Blakeley stated that the trunk group between the tandem company and the terminating end office carries multiple company’s traffic.  Therefore, you would still need a means to identify which traffic belongs to each originating company.





Basically, if there is no JIP, there is no way to identify the originating wireless provider.  





An option would be for the tandem company would provide EMI records to the terminating company that would identify the originating wireless provider.  It was noted that some companies are already providing these records.  In addition, it was noted that this would not allow for companies to use their own terminating recordings for billing. 





OBF #78, MAY 6-7, 2002 (CONTINUED)





It was also noted that additional costs might be incurred by the tandem company and the terminating end office company to be able to receive these records.





Currently, the landline networks have issues in identifying the originating switch owner when you have MF (multi-frequency) trunking.





Mr. Larry Martin (TXU) stated that technically in the SS7 signaling standards, JIP is not a required parameter.  In the landline networks, the originating company that ports numbers has to be SS7 capable. In most cases, the switch will provide the JIP as a matter of course even though it is not a required signaling parameter.  





It was questioned whether the wireless switches would also provide the JIP regardless if it is not required in the SS7 standard.   





Mr. Grasser was not sure if it would be the same on the wireless side.





Mr. Grasser agreed to make an inquiry to the Wireless Workshop participants. 





Another concern was identified regarding wireless service providers that would have switches that have not been upgraded to be LNP compliant.





A question was raised as to what percent of the wireless switches would not have the LNP capability?  Mr. Grasser was unsure as of this time.  





Mr. Grasser stated that there are a lot of cases where small wireless companies do not have customers and rely on roaming for there revenue.  In these cases, the registration number may be present versus the directory number.





OBF #78, MAY 6-7, 2002 (CONTINUED)





Mr. Grasser stated that they would look at the call detail records in implementation testing to identify these situations.





In order to move forward, the participants created the following homework item:





HOMEWORK ITEM





ESTABLISHED AT: OBF #78





ISSUE # 2349 
DATE: 05/08/02





DUE DATE: OBF #79





1. Verify that the wireless switch vendors will populate the Jurisdictional Information Parameter (JIP) as a matter of course with implementation of the LNP package. (Responsible party: Jim Grasser)





2. Where a wireless company interconnects to a Tandem Company and traffic terminates to another LEC’s end office; will the Tandem company provide an EMI record to the terminating end office company that identifies the originating company as a Wireless provider? (Responsible party: Billing Committee)





OBF #78, MAY 6-7, 2002 (CONTINUED)





Example:





Wireless Company with ported in number originates a call that is routed through an ILEC’s tandem and terminates to a LEC’s end office.





EMI Category 11-01-01 with orig/term (pos. 40) populated with  “2”, and orig. OCN (pos. 167-170) is populated with the Wireless Co.’s OCN.





3. Where companies are already providing EMI records to the terminating end office company where they have wireless interconnections, will these records continue to be provided?  Will the EMI record reflect the correct identification (OCN) of the Wireless Provider due to wireless portability? 





4. Validate that wireless providers will be compliant with landline processes for NPAC population and obtain an OCN/SPID.  (Jim Grasser)





5. Participants to review the T1S1 documentation in order to identify any other problems associated with the lack of JIP being provided by wireless providers in the LNP environment.  (Jill Blakeley, Ken Babcock, Barbara Vrahnos, Chris Sullivan, Janice Gallagher)  





The following issues were identified.
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ISSUES IDENTIFIED: 





· Without the JIP, companies cannot identify the originating switch company.  





· Mobile Identification Number (MIN) is used as ANI instead of the Mobile Directory Number (MDN).  Today, coincidentally, the MIN and MDN are the same number.  In the future, LNP and number pooling could/will allow these numbers to be different.  Also, the MIN could be identical to an existing landline number. 





This issue will remain in OPEN status and worked within the Billing Committee.   





OBF #79, AUGUST 19-21, 2002





Mr. Jim Grasser (Cingular Wireless) presented this issue regarding impact of wireless number portability on wireline service providers.  Mr. Grasser read the issue statement, including the desired results.





Mr. Grasser stated that there was some discussion regarding JIP at OBF # 78.  Mr. Grasser asked why Jurisdictional Information Parameter (JIP) was necessary.  Participants stated that JIP was needed for billing purposes, especially for roaming customers, in order to identify the “jurisdiction” of the call.   Knowing the jurisdiction will allow the wire-line carriers to assess the proper charges (reciprocal compensation or access).   





Mr. Grasser stated that JIP field is optional and not required in accordance with current wireless standards.    Even if the standards required this information, it could not be provided unless the (switch) vendors make the necessary changes.  He also suggested 
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that if the originating company does not populate the JIP, an intermediate company could.  This would mean that the JIP received by the terminating company could be incorrect.





Participants questioned how they would go about making the field required.  Mr. Grasser stated that the group could contact TR45.2 or T1S1.3.





Based on discussion, it was suggested sending a letter to the TR45.2 or T1S1 requesting JIP becoming a required field for wireless.





Mr. Grasser further stated that impacts to wireless could come forth this fall and with the number porting having been delayed and number pooling to be effective this fall, it is possible that companies will not see the impacts until early spring of 2003.  (The LNP implementation date has been extended by one year until 11/24/03, reference to FCC 02-215 for specific information.)   Mr. Grasser believed that there may be some “fall out” because, with pooling, numbers will simply be assigned by “thousands blocks” (with no distinction made between wireless and wire-line numbers).     Wireless carriers will donate their numbers to the pool, which could be reassigned to a wire-line carrier.  Wire-line carriers may key on NPA-NXX, and since these reassigned numbers could “look like a wireless codes”, they may be rejected.  (This could result in customers not being billed correctly, or at all.)  When questioned, Mr. Grasser explained that this issue, along with others, is contained in a Risk Assessment document posted on the NPAC website (www.npac.com).





OBF #79, AUGUST 19-21, 2002 (CONTINUED)





Mr. Grasser advised the committee that Inter-carrier testing was going on.  The first testing is being conducted in Las Vegas and involves one wire-line and one wireless carrier.  During the test, some “interesting” issues, involving emergency services, have been identified.  There is essentially no difference between pooling and porting for emergency services.   It is being tested as early as possible to ensure that emergency services will work in a ported and/or pooled environment).  Mr. Grasser explained that a total of seven areas are to be tested prior to November.  When questioned, he explained that these seven test sites are not geographically situated around the country.   Four NPAC regions (including the North East, Mid-Atlantic, and Pacific regions) are not being tested; Minneapolis is being tested.   





Mr. Grasser moved forward by reviewing homework items created at OBF #78.  





HOMEWORK ITEM





ESTABLISHED AT: OBF #78





ISSUE # 2349 
DATE: 05/08/02





DUE DATE: OBF #79





1. Verify that the wireless switch vendors will populate the Jurisdictional Information Parameter (JIP) as a matter of course with implementation of the LNP package. (Responsible party: Jim Grasser)





OBF #79, AUGUST 19-21, 2002 (CONTINUED)





Answer:  Not required for wireless providers.





2. Where a wireless company interconnects to a Tandem Company and traffic terminates to another LEC’s end office; will the Tandem company provide an EMI record to the terminating end office company that identifies the originating company as a Wireless provider? (Responsible party: Billing Committee)





Example: Wireless Company with ported in number originates a call that is routed through an ILEC’s tandem and terminates to a LEC’s end office.





EMI Category 11-01-01 with orig/term (pos. 40) populated with  “2”, and orig. OCN (pos. 167-170) is populated with the Wireless Co.’s OCN.





BellSouth, Sprint and Verizon Response: BellSouth will only do this if they have a Meet Point Billing arrangement in place with the wireless carrier.





AT&T Response: No response necessary.  AT&T is not Tandem Company





SBC- Will only exchange data on IXC traffic with wireless carriers if the two companies were contractually involved in a Meet Point Agreement.  Insofar as providing information identifying the originating company as a wireless provider, SBC would provide assuming the originating company forwarded the LRN information.  (LRN is used to obtain OCN information). 
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It was further stated that some companies are using the LRN to identify for billing function to see where traffic is coming from.




3. Where companies are already providing EMI records to the terminating end office company where they have wireless interconnections, will these records continue to be provided?  Will the EMI record reflect the correct identification (OCN) of the Wireless Provider due to wireless portability? 





BellSouth, SBC, Sprint & Verizon Response: Yes, BellSouth will continue to provide these records.  The records will reflect the OCN of the Wireless Provider if the LRN is present in the recording.





AT&T Response: N/A for AT&T/AT&T Local




4. Validate that wireless providers will be compliant with landline processes for NPAC population and obtain an OCN/SPID.  (Jim Grasser)





Response:  Yes,





5. Participants to review the T1S1 documentation in order to identify any other problems associated with the lack of JIP being provided by wireless providers in the LNP environment.  (Jill Blakeley, Ken Babcock, Barbara Vrahnos, Chris Sullivan, Janice Gallagher)  





Response:  No other problems identified.  With regard to previously identified issues, JIP is viewed as a crucial element for accurate billing.





OBF #79, AUGUST 19-21, 2002 (CONTINUED)





Mr. Ken Babcock (ATS) advised the Committee that he and a representative from T1 advised Mr. Grasser that TR45.2 needed to revise their guidelines/procedures to reflect that JIP is no longer optional for wireless carriers once they go to LNP.   





This issue will remain in OPEN status and worked within the Billing Committee.   





OBF #80, NOVEMBER 18-20, 2002





Mr. Jim Grasser (Cingular Wireless) presented this issue regarding impact of wireless number portability on wireline service providers.  Mr. Grasser read the Issue Statement, including the Desired Results.





Mr. Grasser stated that that Wireless Number Portability Operations (WNPO) met last week.





Mr. Grasser asked if there were any concerns or impacts for billing at this time.





Participants stated that there was a concern with the Jurisdiction Indicator Parameter (JIP) not being a requirement and expressed their need for the same.





Companies cannot jurisdictionalize wireless roaming calls because they don’t know where the call originated.  It was stated that there are companies that do support JIP.  However, it is optional.  





OBF #80, NOVEMBER 18-20, 2002 (CONTINUED)





A question was raised as to whether Billing Issue 2308 (Need for Accurate Jurisdictional Information for Accurate Billing) would address the JIP issue.  It was agreed that Issue 2308 would not entirely address the need. It was further agreed that the wireless industry needed to know that the JIP must be populated in order to accurately jurisdictionalize and bill.  





A question was raised as to whether JIP was needed for specific cell site locations.  In order to know how to jurisdicationalize, the cell site location would need to be known. It was stated that TRQ’s 1-4 have been adopted by TR 45.2.  and there is an issue at T1P1 that deals with the Global System for Mobile Communication (GSM) side.  The JIP requirements developed by T1S1 are wireline only and there is no requirement that wireless adopt those standards.  





It was agreed to move forward with this issue and to send an email to Mr. Grasser, Co-Chair of WNPO regarding making the population of JIP a requirement.   This letter will be sent to Mr. Grasser from the OBF Moderator, Mike Norris.  





The following homework item was created:





HOMEWORK ITEM





ESTABLISHED AT: OBF #80





ISSUE # 2349 
DATE: 11/19/02





DUE DATE: OBF #81





RESPONSIBLE:  MS. THOMPSON, MS. WEBBER & MS. HUIZENGA 




OBF #80, NOVEMBER 18-20, 2002 (CONTINUED)





1) Ms. Thompson, Ms. Webber and Ms. Huizenga will draft the email letter to be forwarded to Mr. Grasser.





This issue will remain in OPEN status and worked within the Billing Committee.   





OBF #81, FEBRUARY 10-11, 2003 





Mr. Jim Grasser (Cingular Wireless) Issue Champion, reviewed the Issue Statement.





Mr. Grasser stated that an email was forwarded to Wireless Number Portability Operations (WNPO) regarding making the population of Jurisdiction Indicator Parameter (JIP) a requirement. 





Mr. Grasser stated that the WNPO held a conference call on February 5, 2003 to discuss the population of the JIP as a requirement and it was determined that clarification of the difference between the proposed JIP solution and the proposed Local Routing Number (LRN) solution was needed.  It was in the WNPO’s opinion difficult to discern the difference between the two proposed solutions.  Either change appears to require changes in standards for wireless switches (JIP parameter mandatory vs optional, dynamic assignment of JIP based on originating cell site of a call), and switch vendor software modifications to accommodate assignment and population of JIP in the ISUP message at the cell site level.





The WNPO would also like to confirm that identification of originating location at the State/LATA level is sufficient and that finer granularity is not required.





Mr. Grasser advised the group that the WNPO would re-address this issue as soon as they are in receipt of the requested clarification. 





It was stated that the Billing Committee needed an industry standard in order to bill properly for jurisdiction.





It was agreed that clarification could be discussed during the conference call scheduled for Issue 2308 with the WNPO, NIIF, INC and the wireless switching standards body. 





OBF #81, FEBRUARY 10-11, 2003 (CONTINUED)





A question was raised as to what the Billing Committee needed to do in preparation for a conference call with the WNPO.  The Billing Committee feels as though they have provided the information needed.  Mr. Grasser stated that a conference call would be helpful, but that the objective should be clear and concise.





When asked the question on who sets the standards for wireless, Mr. Grasser informed the committee that the T1P1 sets the standards for GSM, and the TR45.2 sets the standards for other technologies (TDMA, CDMA, etc)  





Do theses bodies require JIP today?  Mr. Grasser stated that T1P1 does not require JIP, TR45.2 requires JIP only when switches become fully portable.





For clarification purposes, the request was summarized as: the Billing Committee requests a unique JIP to be populated to represent the wireless carrier/state/LATA of the cellsite from which the call originates.





Mr. Grasser stated that this may be possible, but it would not be 100% correct in that: a cellsite may cover multiple state/LATA combinations or that a lone cellsite may not be represented by an NPA-NXX designating the state/LATA.  The committee agreed, but stated that “an 85 percent solution would be 80 percent better than we have today.”





Further discussion on what should be populated: to be consistent with wireline would imply use of the first 6 characters of the LRN.  However, each POI in a wireless switch will have a specific LRN, so there may be multiple LRNs for each MSC, and possible multiple LRNs for each state/LATA combination.





OBF #81, FEBRUARY 10-11, 2003 (CONTINUED)




It was agreed that the committee would clarify their request to the WNPO and provide the information in a letter requesting a joint conference call among all of the associated forums. 





Mr. Derek Canfield (Sprint) and Ms. Martha Huizenga (Vibrant Solutions) volunteered to draft the letter.





This issue will remain in OPEN status and worked within the Billing Committee.   
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Ordering and Billing Forum





Issue Identification Form





OBF Issue Number

2308

 




Date Submitted  
08/10/01




Date Accepted  
08/27/01
at OBF # 75




Initial Closure  


at OBF #




Final Closure  


at OBF #




Issue Category

    
ACTIVE




Document Name:________





Industry Segment:_________ 





 Part A, Page 






Issue Title: Need for Accurate Jurisdictional Information for Accurate Billing









Issue Statement/Business Need:  In the evolving telecommunications industry, it is becoming difficult to determine the correct jurisdiction for billing and some taxing processes.  





One example:  A wireless customer based in North Carolina, goes on vacation to Orlando.  In Orlando, the wireless customer goes off hook placing a call back home to North Carolina which is a different MTA, the wireless call goes to the Orlando MTSO and the call is carried by a network to North Carolina and is terminated to the local exchange company wireline network.  To the local exchange company in North Carolina, the originating number is the North Carolina cellular number and the call appears to be local.  Since the call appears to be a local call, the interconnection billing is billed as local causing incorrect billing and potentially incorrect taxing.   





Due to the evolving telecommunications industry, there is a need for something to give us the ability to identify and bill the correct jurisdiction.  There needs to be a method to identify the office where the call originated.  This jurisdictional information needs to identify the switch and should be carried through the network to the terminating office and captured in a terminating recording. 




Impact on Other Issues or Procedures:  





Desired Results:  To provide a way to identify the correct jurisdiction to be used in billing and taxing of a call.  The most preferable solution is that information in the recording can be used to determine the real jurisdiction of the call.




Committee Assignment: Billing Committee




Associated Committee:   




Issue Champion(s): Randall Reeves





 





Company Name:




BellSouth Billing Inc.




Company Name:














Address:




600 North 19th Street 28th Floor




Address:














Telephone Number:




205-321-4016




Telephone Number:














Email:




Randall.Reeves@BellSouth.com




Email:















Resolution:  





OBF #75, AUGUST 27-29, 2001





Mr. Randall Reeves (BellSouth) presented this Issue regarding a need for accurate jurisdictional information for accurate billing.





Mr. Reeves stated that in the evolving telecommunications industry, it is becoming difficult to determine the correct jurisdiction for billing and some taxing processes.  





One example: A wireless customer based in North Carolina goes on vacation to Orlando.  In Orlando, the wireless customer goes off hook placing a call back home to North Carolina which is a different MTA, the wireless call goes to the Orlando MTSO and the call is carried by a network to North Carolina and is terminated to the local exchange company wireline network.  To the local Exchange Company in North Carolina, the originating number is the North Carolina cellular number and the call appears to be local.  Since the call appears to be a local call, the interconnection billing is billed as local causing incorrect billing and potentially incorrect taxing.   





Due to the evolving telecommunications industry, there is a need for something to give us the ability to identify and bill the correct jurisdiction.  There needs to be a method to identify the office where the call originated.  This jurisdictional information needs to identify the switch and should be carried through the network to the terminating office and captured in a terminating recording.





Ms. Tami Spocogee (McLeod) asked if this would be a situation where the billing company would use PIU.  Mr. Reeves explained that under normal circumstances they would, but the information is not being received correctly.  He further explained that his company desires to use actuals vs. factors.





Ms. Jill Blakeley indicated that a solution exists, but is dependent on the switch.
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Mr. Reeves further stated that the desired result would be to provide a way to identify the correct jurisdiction to be used in billing and taxing of a call.  The most preferable solution is that information in the recording can be used to determine the real jurisdiction of the call.





After review of the revised Issue Statement and Desired Results with the Committee, the Committee reviewed the new Issue acceptance criteria and accepted the Issue.





This Issue will remain in OPEN status and worked within the Billing Committee.




Mr. Reeves reviewed the Issue and Desired Results.  He explained that he thought the next step would be to draft a letter to the T1 Committee explaining this situation and the industry need.  Mr. Reeves asked if everyone understood the Issue.  A participant expressed that she did not understand the Issue being presented.  Mr. Reeves drew a picture depicting the example explained in the Issue, and walked through the diagram.





Ms. Lois Fries stated that there appear to be similarities between this issue and her new Issue 2.  She questioned if the situation explained, using the originating and terminating number to determine jurisdiction, is in compliance with correct process.  Ms. Fries felt that this would be in conflict with a prior Resolution to Issue 1918.   Mr. Reeves explained that people who monitor traffic in his company have seen a large amount of the traffic shown in the example coming through as local traffic.  This then gets billed as local traffic, which is incorrect.  There continued to be discussion regarding the assumptions necessary for using factors, along with the appropriate way to bill this usage.  Mr. Reeves clarified that the desire is to use actuals vs. factors.
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Mr. Augie Lindsay (PaeTec) asked to add a CLEC to the example in order to address his company’s situation.  He stated his company depends on BellSouth to report the correct trunk group.  Ms. Fries added some additional criteria with regard to intrastate/interstate to the example to further understand the situation being discussed.  Mr. Larry Martin (Citizens Communications) explained how Citizens is in the same situation with contracts that they have with carriers.





Mr. Lindsay asked if companies have different OCNs for local vs. IXC traffic.  Mr. Reeves explained that the situation is complicated by the use of the CIC rather than or in addition to OCN.  Mr. Reeves further explained that the problem would be resolved if they could identify the originating end office.





Ms. Fries expressed that she felt this Issue was in direct contradiction to her Issue.  Mr. Martin interpreted new Issue 2309 as a means to facilitate a solution to new Issue 2308.  Ms. Fries was concerned that the Committee may need to readdress 1918.  Mr. Reeves stated that 1918 would stand and would be the preferred way to handle traffic.  Mr. Ken Babcock (Advanced Technologies) noted that there are still intrastate and interstate issues, and Mr. Reeves agreed this was still an Issue.  Mr. Lindsay felt that most companies are faced with this Issue and there is a need for a Resolution.  Mr. Leonard Boone (Focal Communications Corp.) explained the problem his company is currently experiencing and felt that a Resolution would solve his problems.  He further explained calls disputed by his company.





Mr. Mike Browning (Verizon) explained his situation goes one step further and drops the call as an intraoffice call.
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Ms. Sue Kriebel (Qwest) clarified that Mr. Reeves is asking that the Committee ask T1 if there is anything in the network or switch that would help the industry with this determination.  Mr. Reeves stated that BellSouth would like something captured in the signaling path that can be passed through the network and captured in the recording to identify the correct jurisdiction.  Mr. Reeves explained that he wanted to see if other companies were having this problem or if they had found a way to solve it.  Through these discussions it seems that this is a problem in the industry, and that there is not currently a solution.  He recognized that one option would be to say that calls would never be billed as local traffic if they come on an IXC trunk, but would be billed as Interstate or Intrastate.  Mr. Reeves stated that his intent is not to change the Resolution of Issue 1918.  Mr. Browning asked about the regulatory policy on this.  Ms. Kriebel said there are no regulatory guidelines, but that these situations are addressed in the contracts.  





Mr. Reeves explained the example based on criteria that Mr. Lindsay placed on the example.  Mr. Reeves further explained that cellular MTAs could span over several states.  There was further discussion about varied criteria for the given example.  There was discussion around the difference in cellular local and long distance.  A participant stated the cellular MTA is local, otherwise it is considered Inter/Intrastate.    Another participant expressed that this is not limited to cellular, but also to CLECs.  Mr. Reeves suggested that in the CLEC situation, this traffic would be recognized by the TN.  A participant clarified they do not get the TN if they are behind the ILEC.





Mr. Reeves asked if the Committee was in agreement.  Ms. Fries again expressed that she felt the Committee needed to readdress Issue 1918, otherwise there will be more than one solution.  It was further clarified that this is a problem with Supertrunks.  Mr. 
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Reeves stated that he felt the Committee should review 1918 and see how it relates to this Issue.





Ms. Thompson reviewed Issue 1918 and its final Resolution summary.





Ms. Nancy Webber (Sprint) stated that she felt Issue 1918 did not address Mr. Reeves concern.  Ms. Fries and Ms. Webber conversed about Issue 1918 and its intent.  The group continued to discuss the relationship between the new Issue and Issue 1918.  In the end, several companies agreed that it was their desire to use actuals vs. factors.





Qwest, Sprint, PaeTec, AT&T, Verizon, WorldCom and ALLTEL would support sending a letter to the T1 Network group to request assistance with being able to bill these records correctly.





Mr. Martin stated that he thought Indicator 9, as currently in EMI, might work for this Issue.  Mr. Reeves thought this Indicator was only recorded on the end user side, not access.





To summarize, Ms. Thompson thought there was consensus to send a letter requesting the T1 Committee evaluate a possible solution that would provide Billing Committee members the information needed in the recording.  Mr. Babcock and Ms. Jami Larson (Qwest) volunteered to assist the Co-Leaders in writing a letter to T1.





Ms. Jill Fust (SBC) was concerned that T1 would request companies upgrade their switches and that would be a burden on some companies.  Mr. Reeves explained that usually for T1 upgrades they are included in the next generic upgrade if it’s a financially 
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feasible upgrade.  Ms. Fust recommended that the Committee assign some homework to talk with their T1 people and see if the request was feasible.





Mr. Walter Wilson (Intec Telecom Systems) requested clarification that the need was to take (the MTSO) information and pass it further down the line than is currently passed.  Mr. Reeves concurred.





Ms. Fries questioned the use of a temporary number for a roaming wireless call.  Mr. Martin clarified that this would be the WTN.  Mr. Reeves concurred that there were 2 numbers, but it was not the temporary number.  Mr. Wilson also thought that in some scenarios, you might not get the appropriate jurisdiction.





Ms. Thompson summarized that a small group will draft a letter to T1 and present the draft to the Committee this afternoon.  Participants would take this letter to their network people for review and submit comments for OBF #76. 





A draft letter was presented to the Committee for review.  Minor revisions were made and a homework item was established.  (The draft letter has been provided as Attachment 21-2308a1.)
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HOMEWORK ITEM





ESTABLISHED AT: OBF #75





ISSUE # 2308 
DATE: 8/26/01





DUE DATE: OBF #76





RESPONSIBLE:  BILLING COMMITTEE





1. Participants are to take the draft T1 letter to their company’s T1 representative and/or Network People for review and submit comments for OBF #76.





This Issue will remain in OPEN status and worked within the Billing Committee.   





OBF #76, NOVEMBER 5-7, 2001





Ms. Thompson, Billing Co-Leader, presented this Issue regarding a need for accurate jurisdictional information for accurate billing.





Ms. Thompson reviewed the letter, written to the T1 Committee that was previously drafted at OBF #75.





Ms. Fust (SBC) stated that after review of the letter and conversations with her T1 Representative, they felt as though a possible solution would be the Jurisdiction Indicator Parameter (JIP), which is not currently being used properly.  





Ms. Blakeley (Time Warner) stated that Nortel and Lucent switches could record the JIP, but other vendor switches could not.  It was further stated that companies would need to have SS7 capability to get the JIP.  There was discussion regarding how the JIP recording is packaged amongst vendors.





There was discussion regarding the JIP as a solution and how it would be accomplished. 





Mr. Reeves, Billing Co-Leader, confirmed that his T1 representatives also noted JIP as a possible solution.





Ms. Thompson called for questions.





Ms. Fries (Intermedia) asked if MTAs are defined by LATAs?  A participant stated the FCC defined MTAs in the Telecom Act of 1996.  Mr. Reeves explained the Issue in more detail, with special regard to IntraLATA/InterLATA and Interstate/Intrastate. 





OBF #76, NOVEMBER 5-7, 2001 (CONTINUED)





Ms. Webber (Sprint) pointed out that the correct rate could be higher or lower and Mr. Reeves pointed out that the correct taxing is also an Issue.





Ms. Blakeley (Time Warner) asked if the Committee was going to ask T1 to fix JIP.  Mr. Reeves clarified that the Committee would not tell them to fix JIP, but rather that Billing is asking for a solution from T1.  If the Billing Committee is not comfortable with the T1 recommended solution, then the Issue will remain in Open status and correspondence will continue.





Mr. Reeves asked for consensus to forward the drafted letter to the T1 Committee.  Consensus was reached to forward the letter to T1.





This Issue will remain in OPEN status and be worked within the full Billing Committee.





OBF #77, FEBRUARY 11-13, 2002





Mr. Andy Plummer, BellSouth, presented this issue regarding a need for accurate jurisdictional information for accurate billing.





Mr. Plummer reminded the committee that a letter was forwarded to the T1 Committee following OBF #76.





Mr. Plummer advised the committee that the T1 Committee had responded to the Billing Committee’s correspondence. (020206-001).





Mr. Plummer moved forward by reviewing the response letter.





After review of the T1 correspondence, Mr. Plummer suggested moving forward by drafting a response letter for further clarification to the T1 Committee.





Several participants volunteered to draft the response letter.





Mr. Plummer reviewed the drafted correspondence with the committee.  After review, consensus was met to forward the letter to T1.





This issue will remain in OPEN status and be worked within the full Billing Committee.





OBF #78, MAY 6-7, 2002




Mr. Andy Plummer, BellSouth, presented this issue regarding a need for accurate jurisdictional information for accurate billing.





Mr. Plummer reminded the committee that a letter was forwarded for further clarification to the T1P1 (020304-001)  and TR45.2 (020304-002) Committees.





There has been no response from either committee at this time.  Therefore, this issue will be deferred until OBF #79.





This issue will remain in OPEN status and be worked within the full Billing Committee.





OBF #79, AUGUST 19-23, 2002





Mr. Randall Reeves, BellSouth, presented this issue regarding a need for accurate jurisdictional information for accurate billing.





Mr. Reeves reminded the committee that a letter was forwarded for further clarification to the T1P1 and TR45.2 Committees (020304-002




 / 020304-001) and there had been no response from either committee at the time. However, with Mr. Stuart Goldman, T1S1.3 Chair, being present, Mr. Reeves requested Mr. Goldman’s assistance with this issue. 





Mr. Reeves questioned whether or not JIP could be a potential solution.  





Mr. Reeves stated that JIP might be recorded on the originating side.  However, on the terminating side some companies have had difficulties receiving the JIP.  





Mr. Goldman stated that JIP should be populated at the originating office and signaled through the network.  Therefore, the JIP should be able to be populated on the terminating side.  





A question was raised as to whether JIP would be passed through the SS7 protocol.  Mr. Goldman responded, yes.  





Since the JIP is being signaled, participants asked how this would be populated in the AMA recording.  





Qwest did not feel that JIP was the correct solution because they felt as though the documentation around the population of JIP was not as strong as it should be.
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Mr. Goldman indicated that the LNP Specifications state that the JIP should be populated to communicate the geographic location. 





It was further defined that multiple JIPs could be signaled (the originating, transiting and terminating).  





It was identified that the JIP is part of the modular 720-Structure Code and furthermore, you could have more than two 720 modules.  





Ms. DiAnne Nichol (Alltel) stated that in a traffic study they have only seen 10 percent of the usage traffic with JIP signaled. Ms. Nichol requested help in getting a higher percentage of population and emphasized again that if JIP is not signaled, it will not resolve this issue.





It was stated that if JIP were to be the solution, the committee would need help in increasing the population of JIP.  





The following homework items were created in order to move forward with this issue:
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HOMEWORK ITEM





ESTABLISHED AT: OBF #79





ISSUE # 2308 
DATE: 08/20/02





DUE DATE: OBF #80





RESPONSIBLE:  BILLING COMMITTEE





1. Work with wireless workshop to help them understand the need of signaling the JIP 





     for correct billing to occur. (Ms. Webber & Ms. Thompson)





2. Work with Telcordia AMA Technical Review Group in order to determine what could be done to assist with the population of the JIP in the AMA recordings. (Ms. Elshamy & Ken Babcock)





3. Follow up on lack of response to previous letter sent/escalate the response through ATIS leadership. (Ms. Webber & Ms. Thompson)





This issue will remain in OPEN status and be worked within the full Billing Committee.





OBF #80, NOVEMBER 18-20, 2002





Mr. Bill Krall (Telcordia) reviewed a presentation for clarification purposes in regard to this issue.  (The presentation has been provided as Attachment 2308a2.)





Based on information provided by Mr. Krall, the committee agreed to send a letter to Co-Chair, Bob Hall at T1S1 and Co-Chair, Dana Smith, at the Industry Numbering Committee (INC) explaining the issue problem and asking for a solution.





The letter will summarize the following:





· Business problem -
The Jurisdiction Indicator Parameter (JIP) does not provide the jurisdiction of the call.





· Clarify Guidelines for JIP population 





· Clarify INC Guidelines on Local Routing Number (LRN) assignment to assign LRNs at a level that provides all of the jurisdictional information we need.  





· Information Needed: 





· Ability to use the first six digits of LRN to derive State and LATA uniqueness. 





· Spoke with co-chair, Stuart Goldman, T1S1.3





Ms. DiAnne Nichol (Alltel) will send a draft letter to Larry Martin (TXU Communications), Chris Sullivan (Verizon), Nancy Webber (Sprint) and Mer Thompson (AT&T) for review.  A conference call was scheduled in order to discuss the draft letter on December 9, 2002 at 2:00 p.m. – 3:00 p.m. Eastern Time.  Ms. Webber will provide the conference call information.  No administration is required for the call.





This issue will remain in OPEN status and be worked within the full Billing Committee.





OBF #81, FEBRUARY 10-11, 2003





Ms. Thompson reviewed the Issue Statement as well as the Desired Results of this issue.





Based on information provided by Mr. Bill Krall (Telcordia) at OBF #80, the committee agreed to send a letter to Co-Chair, Bob Hall at T1S1, Co-Chair, Dana Smith, at the Industry Numbering Committee (INC) and Chair, James Grasser at the Wireless Number Portability Operations (WNPO) requesting additional information to determine Jurisdiction for Billing and Taxing.  





The correspondence has been logged and posted to the OBF Correspondence Page as Reference Number 021216-001 and is also accessible via the following URL: 





http://www.atis.org/ATIS/CLC/OBF/obf_corr.htm




Ms. Thompson advised the participants that response letters were received from Co-Chair, Dana Smith, at the INC, Co-Chair, Bob Hall of T1S1 as well as Co-Chair, Mr. Sean Hawkins, of WNPO.  Ms. Thompson continued by reviewing the letters.





The correspondence has been logged and posted to the OBF Correspondence Page as Reference Numbers 030123-001, 030206-001030114-001

 and  .  These letters are also accessible via the following URL: 





http://www.atis.org/ATIS/CLC/OBF/obf_corr.htm




After review of the correspondence, it appeared that Network Interconnection Interoperability Forum (NIIF) might be addressing the issue of populating Jurisdiction Indicator Parameter (JIP).  Therefore, the participants reviewed proposed resolutions from NIIF Issues 208 and 215.
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A question was raised as to whether the wireless industry was required to provide the JIP.  It was clarified that wireless providers were not required to populate JIP.  In addition, it did not appear that there is anything in the works requiring JIP to be populated by all types of providers.





In order to move forward with this issue, it was agreed that a conference call would be scheduled with the WNPO, NIIF, INC and the Wireless Switching Standards body in order to identify current concerns and specific needs of this issue.  





A letter will be drafted and be sent to all parties requesting a conference call.  The letter will include issue background and proposed dates for the conference call.





The following participants volunteered to help draft the proposed letter:





Chris Sullivan, Verizon





DiAnne Nichol, Alltel





Martha Huizenga, Vibrant Solutions





Ramona Price, Price Waterhouse Coopers





Doug Mabie, Verizon





Janice Gallagher, AT&T





This issue will remain in OPEN status and be worked within the full Billing Committee.
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OBF Issue 2241 (CIC in ISUP) 





						Recording changes to support billing due to changes in MECAB Issue 7





						This issue has [at least] two separate aspects





						 Recording [originating] calls bound for an IXC at a tandem switch incoming on a [super] trunk group provisioned as CNA 





						 Recording incoming access calls at an end office switch [on a CNA trunk group] that have transited a tandem 











Challenge is to identify the incoming calls as access calls [from an IC] vs. intraLATA/local calls
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OBF Issue 2241 





Originating Recording at Access Tandem





						Pending Generic Requirements Change 
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OBF Issue 2241 





Originating Recording at Access Tandem 





						Recording [originating] calls at a tandem switch incoming on a CNA [super] trunk group that are bound for an IXC, the tandem provider could request that the switch vendors capture the routing CIC contained in the TNS parameter in incoming signaling





						Would not require changes to SS7 protocol





						Would require an AMA changes at the tandem





						This AMA change would allow the tandem provider to record the equivalent of an originating end office FGD record at the tandem and eliminate the need to rely on end office recordings from end offices that do not belong to the tandem company





						Proposal will work with Equal Access MF signaling 
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OBF Issue 2241 





Terminating Recording at End Office





						Potential Requirements Change 
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OBF Issue 2241





Terminating Recording at End Office





						Recording incoming access calls at an end office switch [on a CNA trunk group] that have transited a tandem requires changes that are more significant





						ISUP parameter is needed to convey the CIC of the incoming IXC to the EO





						The CIP is not present in the signaling from an IXC on a terminating call 





						Call processing at the tandem switch would have to be modified to do the following:





						Modify call set-up to populate the IAM in forward signaling with the CIC provisioned on the incoming TG from the IXC





						Add a parameter [e.g., CIP] to the incoming ISUP IAM to pass the newly generated CIC information





						End office call processing would then have to be programmed to recognize the CIP [and perhaps another indicator denoting] on calls incoming over a CNA TG, and either





						Generate a CTC 720 populated with CIP plus some indication that this is an access call, or





						Add the capability to generate a CTC 119 on a CNA trunk group incoming from a tandem when the CIP [and probably an indicator] is present





						Proposal does NOT work for MF trunking arrangements
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OBF Issue 2241 





Summary 





						From Telcordia’s perspective, recording originating calls at an Access Tandem that are being routed from an End Office to an IXC can be addressed by AMA generic requirements independent of other call processing considerations (e.g., SS7 changes) 





						Recording terminating calls at a terminating end office with the proper CIC that have come from an IXC POP and have been routed through an Access Tandem requires changes to call processing and signaling beyond AMA. 





						Signaling changes need to precede any AMA requirements update
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OBF Issue 2241 (CIC in ISUP)





Telcordia’s Plan  





						Telcordia is in the process of developing Issue 4 of GR-1083-CORE, Generic Requirements for Exchange Access Automatic Message Accounting (AMA) (FSD 20-25-0000) 





						Due out January 2003





						Issue 4 will include generic requirements that address originating recording at the tandem for calls to IXCs





						Issue 4 will not address the terminating end office recording requirements for calls that have transited a tandem





						The GR can only be modified after the industry adopts whatever SS7 protocol change is developed by T1S1.3 to address sending the CIC of the IXC from an Access Tandem to an End Office for a terminating call
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OBF Issue 2308 (JIP)





Discussion





						Telcordia representative (Maria Elshamy) and ATS representative (Ken Babcock) agreed to approach the AMATSG for assistance in populating JIP in the AMA recordings





						At the last OBF some questions were posed that Telcordia AMA would like to comment on:





						Can both the originating and terminating JIP be passed through the network?





						How can JIP be captured in the AMA recordings?





						Are additional fields available (to include intermediate JIPs)?





						Is the lack of specific guidelines part of the problem?
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OBF Issue 2308 (JIP)





Telcordia AMA’s Perspective





						Considerations on JIP





						JIP is incapable of handling both a jurisdictional role and a switch identification role given the way LRNs are assigned. 





						To work the way OBF wants it to work, at least one LRN per state [per LATA] served must be assigned in each switch and the switch must be programmed to use the appropriate LRN to populate the 6-digit JIP in the IAM for each call.





						Given the LRN assignment guidelines, JIP cannot do both roles and, in our opinion, is presently suited to only one, namely the one it was designed and named for – identifying jurisdiction.





						To identify the switch, a separate parameter is needed
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November 19, 2001






Mr. E. Raymond Hapeman






Chairman, Standards Committee T1






Telcordia Technologies






331 Newman Springs Rd, Room 2C-405






Red Bank, NJ 07701-5699






Email: rhapeman@telcordia.com





Re: OBF Issue 2308 – Recording and Signaling Changes
      Required to Support Billing






Mr. Hapeman:






The Ordering and Billing Forum’s Billing Committee has accepted an issue for resolution that draws attention to the need for change in the manner in which jurisdiction for billing and taxing is determined.  This involves both local and interexchange call detail records that are produced for either a terminating access tandem or end office switch.






The following is one example of several different call type scenarios that can be cited to support this need.






Example:  A wireless customer based in North Carolina, goes on vacation to Orlando, FL.  In Orlando, the wireless customer goes off hook and places a call back home to a North Carolina fixed-line telephone number that is part of a different MTA. The wireless call that originated at the Orlando, FL MTSO is carried by an interexchange carrier network to North Carolina and is terminated to the local exchange company wireline network generally via an access tandem connection.






The access tandem switch is capable of producing a terminating interexchange switched access call detail record in which the originating or calling number is the North Carolina cellular number and the terminating or called number in the call record that is for a North Carolina fixed-line. This causes the users of such records, when they look up the calling and called NPANXX’s to see the call jurisdiction as local exchange rather than terminating interstate switched access.  If the call detail record user bills such calls as local exchange, incorrect billing and potentially incorrect taxing will result.






Therefore, there needs to be a method to identify the switch location where such call detail records actually originated.  This jurisdictional information needs to be carried through the network to the terminating recording office and captured in a terminating switch recording.






It is understood that there is nothing in today’s industry signaling and recording requirements that will cause the needed call origination information to be populated in terminating interexchange call detail records.


















As a result, the OBF Billing Committee requests that the T1S1 assist us in ensuring that the appropriate signaling and recording capability is documented as a requirement in the appropriate network documentation at the earliest possible date.  If possible a response by OBF #77 (February 8, 2002) would be appreciated.






Your feedback may be directed to the Billing Committee Co-Leaders, Mer Thompson on 770.750.3926 or via e-mail: mlthompson@att.com or Randall Reeves on 205.321.4016 or via e-mail: Randall.Reeves@Bellsouth.Com.





Sincerely,
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Mer Thompson, Billing Committee Co-Lead
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April 4, 2003



Mr. David Bench, NIIF Co-Moderator



Nortel Networks



Via Email: dbench@nortelnetworks.com


Mr. Stu Goldman, NIIF Co-Moderator



AGCS



Via Email: goldmans@agcs.com


Ms. Dana Smith, INC Moderator



Verizon



Via Email: dana.smith@verizonwireless.com


Mr. Asok Chatterjee, T1P1 Chair



Ericsson, Inc.



Via Email: asok.chatterjee@ericsson.com


Mr. Ron Ryan, TR 45.2 Chair
Nortel Networks



Via Email: rryan@nortelnetworks.com 



Mr. Sean Hawkins, WNPO Chair



AT&T Wireless



Via Email: Sean.Hawkins@attws.com


Re: OBF Issue 2308 & 2349 – Recording and Signaling Changes 
Required to Support Billing



To All:



The Ordering and Billing Forum requests your participation on a conference call encompassing several industry forums to discuss OBF Billing Issue 2308 - Need for Accurate Jurisdictional Information for Accurate Billing (provided as Attachment 1- 2308.zip) and Issue 2349 - Impact of Wireless Number Portability on Wireline Providers (provided as Attachment 2 – 2349.zip).  



Both Issues center on the impact of access billing when the wireless jurisdiction cannot be identified due to the limited population of JIP.  In addition, Issue 2349 raises a concern of how the appropriate customer to bill would be identified. We have included call flows to help explain the situations where there is incorrect billing.  (The call flow examples have been provided as Attachment 3 - Call Flow Examples.ppt).



To address these issues, the Billing Committee would like to discuss the feasibility of establishing a guideline that requires the population of JIP dynamically in that it represents the Carrier/State/LATA combination of the cell site. We have included diagrams depicting a JIP assignment convention that would enable downstream billing systems to derive STATE + LATA of the originating cell site using the NPA-NXX digits conveyed in the JIP. (The proposed solution diagrams have been provided as Attachment 4 – Proposed Solution.ppt.)









We have invited several industry forums because we feel that many industry guidelines are impacted and will need to be revised based on the resolution to this issue.  The proposed dates for the conference call are:



April 16, 2003 – 11:00 AM – 1:00 PM (ET)



April 17, 2003 –  1:00 PM – 3:00 PM (ET)



April 21, 2003 – 11:00 AM – 1:00 PM (ET)



April 22, 2003 – 11:00 AM – 1:00 PM (ET)



Please respond by April 11, 2003, so that we may send out a notice of the conference call in advance.


Thank you.



[image: image1.png]3





Sincerely,



Mike Norris



OBF Moderator



Attachments – 4 (zip file)



Cc:
Chris Read, OBF Assistant Moderator




Toni Haddix, ATIS Staff Attorney




John Pautlitz, ATIS Director, OBF




Maria Estefania, ATIS Sr. Director, NIIF




Veronica Lancaster, NIIF Committee Administrator




Jean-Paul Emard, ATIS Director, INC




Charles Pyott, INC Administrator




Jim Crandall, ATIS Director, T1




Nicole Butler, T1 Committee Administrator




Meri-Louise Thompson, Billing Committee Co-Leader



Nancy Webber, Billing Committee Co-Leader



Khristine Manzoli, Billing Committee Administrator
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  08/28/2002


Company(s) Submitting Issue:  Verizon


Contact(s):  Name   Gary Sacra



         Contact Number   410-736-7756



         Email Address   gary.m.sacra@verizon.com


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


Customers have been taken out of service inadvertently due to the New Service Provider continuing with a port that has been placed into Conflict by the Old Service Provider after the 6 hour timer has expired, instead of investigating why the port was placed into Conflict.                                                        


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue: 


When Verizon receives a SOA notification from NPAC that another service provider has issued a CREATE message to NPAC in order to schedule a port-in of a Verizon customer, Verizon checks to see that a matching Local Service Request (LSR) has been received from that service provider regarding that specific TN.  If no matching LSR is found, Verizon places the port into Conflict status with a Cause Code set to “LSR Not Received.”  We are seeing an increasing rate of instances where the New Service Provider is waiting for the 6 hour Conflict Resolution New Service Provider Restriction Tunable Parameter timer to expire, and proceeding with porting the number.  This has led to Verizon customers being inadvertently ported and taken out of service from a terminating call perspective because the wrong TN was entered in the original CREATE message sent by the New Service Provider to NPAC. 


B. Frequency of Occurrence:


In the MA and NE Regions, 15-20 customers have been taken out of service per month on average as a result of this problem.  Some of these customers have had multiple TNs taken out of service.


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL_X_


D. Rationale why existing process is deficient: 


Section 1.2.4 of the FRS document states, “If Service Providers disagree on who will serve a particular line number, the NPAC SMS will place the request in the “conflict” state and notify both Service Providers of the conflict status and the Status Change Cause Code.  The Service Providers will determine who will serve the customer via internal processes.  When a resolution is reached, the NPAC will be notified and will remove the request from the “conflict” state by the new Service Provider.  The new Service Provider can cancel the Subscription Version.”  In addition, Section 2.4.2 of the FRS states that the New Service Provider coordinates conflict resolution activities, and further states, “The New and Old Service Providers use internal and inter-company processes to resolve the conflict.  If the conflict is resolved, the new Service Provider sets the Subscription Version status to pending.  If the conflict is not resolved with the tunable maximum number of days, the NPAC SMS cancels the Subscription Version, and sets the Cause Code for the Subscription Version.”


Clearly, the intent here is to resolve the conflict before the port takes place.  Allowing the New Service Provider to remove the Conflict status after the 6 hour timer expires bypasses the need to resolve the conflict.


E. Identify action taken in other committees / forums: 


N/A


F. Any other descriptive items: __


__________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


The LNPA should revisit the philosophy that led to enabling the New Service Provider to remove a Subscription Version from Conflict status after a specified period of time without first resolving the original conflict with the Old Service Provider.  NPAC requirements should be modified to require both service providers to concur before a Subscription Version can be moved from Conflict status to Pending.


LNPA WG: (only)


Item Number: 0022



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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March 31, 2003


To:

WNPO and LNPA Working Group


From:

R. T. Jones; USCC (773/399-4392; rtjones@uscellular.com)


Subject:
Splitting NPA/NXX number ranges across two access tandems


Carrier numbering strategies pose potential network problems.  The following circumstances lead to an uncompleted call that never enters the intended (terminating) carrier’s network:
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The combined effects of industry guidelines and regulation lead to the following asymmetry:


1) The terminating carrier must “over-provision” its network with NPA/NXX codes to avoid splitting ranges among tandems, decreasing efficiency and raising costs, or


2) To avoid (1), N-1 carriers must install Inter-Machine Trunks (IMTs) across access tandems, elevating their costs, and causing termination attempts to take longer to complete when the call is initially pointed to the incorrect access tandem, or


3) To avoid (1) and/or (2), IXCs must “dip” every call, elevating their costs, or


4) To avoid (1), (2), and (3), originating carriers must “dip” every call, elevating their costs.


CONCLUSION:  As described, (1) appears to be contrary to the FCC’s efforts to conserve numbering resources; (2) may violate existing guidelines and practices; (3) and (4) appear to be outside the FCC’s current rules concerning Local Number Portability call routing.  


WNPO and LNPA WG should seek immediate NANC action to eliminate these inconsistencies.
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March 31, 2003


To:

WNPO and LNPA Working Group


From:

R. T. Jones; USCC (773/399-4392; rtjones@uscellular.com)


Subject:
Wireless carriers require multiple Location Routing Numbers (LRNs) when their service includes two ILEC Service Areas


Where the wireless carrier’s Service Area includes more than one ILEC Service Area, the need for multiple Location Routing Numbers (LRNs) seems clear.  The following illustrates why this is so:
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CONCLUSION:  WNPO and LNPA WG should seek to amend industry guidelines to permit wireless carriers to employ multiple LRNs per MSC.
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APRIL, 2003 LNPA WG ACTION ITEMS ASSIGNED:


NOTE:  THE ACTION ITEM NUMBERING SCHEME IS AS FOLLOWS:


· FIRST TWO DIGITS DESIGNATE THE MONTH OF THE LNPA MEETING


· SECOND TWO DIGITS DESIGNATE THE YEAR OF THE LNPA MEETING


· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER


NEUSTAR ACTION ITEMS:


No new Action Items were assigned to NeuStar at the April, 2003 LNPA meeting.


CHARLES RYBURN (SBC AND LNPA CO-CHAIR) ACTION ITEMS:

0403-01:  Charles Ryburn took an action to send a request to the NAPM/LLC to change 


the initial setting of the Release 3.2 NANC 291 flag to “off” in all regions until such time that the LNPA determines it is appropriate to change it to “on.”



NOTE:  This item has been completed.  The NAPM/LLC approved this request at 


their 4/16/03 meeting.

GARY SACRA (VERIZON AND LNPA CO-CHAIR) ACTION ITEMS:

0403-02:  Gary Sacra will send a liaison to INC with the following LNPA comments on 


 the attached INC Procedures for Code Holder/LERG Assignee Exit.
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Sections 2.15 and 3.0 state, "If there are no active or pending ports on the returned NXX code pending disconnect, the NPAC will use the Part 3 disconnect report posted on the NANPA web site in order to remove the capability to port numbers from the returned NXX code 15 business days prior to the effective date of the disconnect.  This removal will cause any new port attempts against the returned NXX code to fail at the user interface, thus avoiding additional impediments to the code return process."


In lieu of NPAC monitoring the NANPA web site for Part 3 disconnect reports, the LNPA proposes that the process in these paragraphs be modified to reflect the following:


1. NANPA will send the Part 3 disconnect to NPAC when they send the Part 3 disconnect to the outgoing Codeholder/LERG Assignee.  


2. NPAC will flag the code for removal in NPAC 15 business days prior to the LERG-effective disconnect date.


3. If any pending or active ports take place before the 15 day cut-off, NPAC notifies NANPA, disregards the Part 3 disconnect, and does not remove the code in NPAC. 


In addition, NeuStar, at the request of the NAPM/LLC, is investigating if they have any contractual or legal concerns with making a code non-portable in NPAC.  Once this investigation is completed, the LNPA will immediately inform INC of the outcome.


NOTE:  This Action Item was completed on 4/15/03.  INC responded that sending a Part 3 disconnect to NPAC would require an FCC-approved Change Order to the Code Administration System (CAS).  NPAC will accept an e-mail from NANPA with the necessary disconnect information that is on the Part 3.  NPAC requires that this overall process have appropriate regulatory approval in order to make a code non-portable.  The LNPA has asked if the INC will present this process to the NANC.

0403-03:  Regarding the timeline under development in the LNPA for planning a SPID 


migration using NANC 323, Gary Sacra will add text to the proposed timeline stating that multiple migration requests over time should be accommodated, if possible, in the same window.  This would be dependent on factors such as when additional requests come in, amount of data, etc.


SERVICE PROVIDER ACTION ITEMS:

0403-04:  Service Providers have an action to determine the criteria that must be met in 


order for a region to go to production after performing SPID Migration?  Discussion scenario:  One or two service providers in the region haven't completed SPID Migration and all other service providers have successfully completed it.


As part of this Action Item,  service providers are to determine the impacts in their systems, including back-office, of: 


1. backing out of SMURF files, and 


2. allowing migration to go into production in the region when they could not successfully migrate.


0403-05:  With regard to the NANC Flows for port cancellation, Service Providers are to 


 come to the May LNPA meeting with answers to the following questions:

1. What is the process followed by service providers when they are the Old SP and the end user contacts them to cancel a port?


2. Assuming the current process flow does not change with regard to end user contacting the Old SP to cancel the port, what is the “inter-company interface” process to contact the New SP of the cancellation, e.g. is it a FOC Supp?

ACTION ITEMS REMAINING OPEN FROM PREVIOUS LNPA MEETINGS:

0103-11:  Service Providers took an ACTION to investigate internally how often the 


 scenario described in PIM 22 occurs for further discussion at the LNPA.
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April meeting update:  PIM 22 remains open.  To be placed on the May, 2003 agenda.


0203-07:  SBC raised an issue regarding certain service providers doing a large number 


      
 of mass updates during business hours.  Charles Ryburn took an action to contact  


 Randy Buffenbarger, NeuStar, to develop a process whereby service providers 


 would notify NeuStar when they are scheduling large mass updates.  Similar to 


 the current Large Port Notification, the industry would in turn be notified of this 


 planned activity.

April meeting update:  Charles is working with Randy to develop the appropriate text.  Action Item remains open.


0203-11:  Service Providers are to come to the March LNPA meeting prepared to identify


      
 a specific date in 2Q04 when they will be ready to implement NANC 323 (Mass


 Update of SPID) functionality in their production systems.  Based on the latest 


 date provided, the LNPA will use the date of the next Sunday Maintenance 


 Window as the scheduled production implementation date of NANC 323.


April meeting update:  Discussion has been deferred to a subsequent LNPA 


meeting.
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy):  08/28/2002



Company(s) Submitting Issue:  Verizon



Contact(s):  Name   Gary Sacra




         Contact Number   410-736-7756




         Email Address   gary.m.sacra@verizon.com



(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



Customers have been taken out of service inadvertently due to the New Service Provider continuing with a port that has been placed into Conflict by the Old Service Provider after the 6 hour timer has expired, instead of investigating why the port was placed into Conflict.                                                        



2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A. Examples & Impacts of Problem/Issue: 



When Verizon receives a SOA notification from NPAC that another service provider has issued a CREATE message to NPAC in order to schedule a port-in of a Verizon customer, Verizon checks to see that a matching Local Service Request (LSR) has been received from that service provider regarding that specific TN.  If no matching LSR is found, Verizon places the port into Conflict status with a Cause Code set to “LSR Not Received.”  We are seeing an increasing rate of instances where the New Service Provider is waiting for the 6 hour Conflict Resolution New Service Provider Restriction Tunable Parameter timer to expire, and proceeding with porting the number.  This has led to Verizon customers being inadvertently ported and taken out of service from a terminating call perspective because the wrong TN was entered in the original CREATE message sent by the New Service Provider to NPAC. 



B. Frequency of Occurrence:



In the MA and NE Regions, 15-20 customers have been taken out of service per month on average as a result of this problem.  Some of these customers have had multiple TNs taken out of service.



C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     



 West Coast___  ALL_X_



D. Rationale why existing process is deficient: 



Section 1.2.4 of the FRS document states, “If Service Providers disagree on who will serve a particular line number, the NPAC SMS will place the request in the “conflict” state and notify both Service Providers of the conflict status and the Status Change Cause Code.  The Service Providers will determine who will serve the customer via internal processes.  When a resolution is reached, the NPAC will be notified and will remove the request from the “conflict” state by the new Service Provider.  The new Service Provider can cancel the Subscription Version.”  In addition, Section 2.4.2 of the FRS states that the New Service Provider coordinates conflict resolution activities, and further states, “The New and Old Service Providers use internal and inter-company processes to resolve the conflict.  If the conflict is resolved, the new Service Provider sets the Subscription Version status to pending.  If the conflict is not resolved with the tunable maximum number of days, the NPAC SMS cancels the Subscription Version, and sets the Cause Code for the Subscription Version.”



Clearly, the intent here is to resolve the conflict before the port takes place.  Allowing the New Service Provider to remove the Conflict status after the 6 hour timer expires bypasses the need to resolve the conflict.



E. Identify action taken in other committees / forums: 



N/A



F. Any other descriptive items: __



__________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution: 



The LNPA should revisit the philosophy that led to enabling the New Service Provider to remove a Subscription Version from Conflict status after a specified period of time without first resolving the original conflict with the Old Service Provider.  NPAC requirements should be modified to require both service providers to concur before a Subscription Version can be moved from Conflict status to Pending.



LNPA WG: (only)



Item Number: 0022




Issue Resolution Referred to: _________________________________________________________


Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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Procedures for Code Holder/LERG Assignee Exit



1.0
Purpose



This appendix describes the responsibilities of NANPA, service providers, and the PA in situations when a service provider (SP) is returning or abandoning NXX codes/blocks that contain ported telephone numbers and a new code holder/LERG assignee must be selected with minimal impact on ported customers.  The specific circumstances addressed cover: 



· Voluntary Return of NXX Codes Containing Ported Numbers 



· Abandoned NXX Codes Containing Ported Numbers



· Voluntary Return of Thousands Blocks Containing Ported Numbers  



· Abandoned Thousands Blocks Containing Ported Numbers



2.0
Assumptions



2.1
Reasonable efforts should be taken to re-establish a code holder/LERG assignee in order to maintain default routing.  Should the code holder/LERG assignee vacate their responsibilities, calls to the donor switch will not be processed.



2.2 The SP returning an NXX code will coordinate with NANPA to ensure that the code is not removed from the LERG as an active code until the Part 3 with the effective date of the disconnect is received.  This is to prevent an adverse effect on ported-out customers.



2.3 A code holder/LERG assignee must be LNP capable, may put the code/block on any switch in the rate center, and should already be providing service in the rate center.  This should eliminate any potential problems with facilities readiness.   



2.4
It is desirable to avoid having to designate a new code holder/LERG assignee in the NPAC because all ported customers will experience a temporary interruption of incoming service during transition to the new assignee while the Service Provider Identification (SPID) is updated in the Number Portability Administration Center (NPAC).  However, it is a regulatory requirement to allow continued porting of any number in the NXX, a process that requires correct SPID/number association at NPAC for NPAC's message validation process. 



2.5 NANPA and/or the PA shall work closely with regulatory authorities to obtain timely information about SPs abandoning service or filing bankruptcy.  Such circumstances are under the direction of a regulatory authority or court.



2.6 When an NXX code is re-allocated to another SP, the NXX code is considered to be re-allocated rather than re-assigned; therefore, the SP does not have to meet the MTE and utilization criteria for this NXX code. 



2.7
A SP has the option to refuse a NXX code re-allocation. Refusal will not adversely impact any pending NXX code/block assignment request because it is unrelated to the re-allocation.



2.8    
These guidelines also apply in jeopardy/rationing situations.



2.9   
It is the responsibility of each SP to provide an accurate E911 record for each of its customers to the E911 Service Provider.  It is essential that the outgoing SP unlock its E911 records in the regional E911 database, and the new SP must transition the affected customers records to its own company ID in the E911 database.



2.10 
It is the responsibility of the new code holder/LERG assignee and new block holder to notify Telcordia™ to update the AOCN responsibility in BIRRDS for the reallocated NXX code/block(s). 



2.11 
The SP returning the NXX code has the responsibility to assure that affected parties, especially any end-users, are notified consistent with state or regulatory requirements.



2.12 It is the responsibility of the SP returning the NXX code/block to disconnect and remove all records related to the LRN and NXX code, including intra-SP ported TNs, from the NPAC database. If a NXX code/block is reassigned and there are still old records in NPAC, the new code holder/LERG assignee will encounter problems with the affected numbers from the reassigned NXX code/block, e.g., porting records on TNs not in service.



2.13 When an NXX code is re-allocated and there are no active or pending ported numbers in the NPAC, the NPAC, via receipt of the LNP NXX LERG Assignee Transfer Form, should ensure that any existing NXX records of the code are deleted from its database.  



2.14 In certain situations the decision to actually change the NPAC code ownership record (i.e., by deleting and subsequently re-creating records for all ported numbers in the returned NXX code and accepting the likely adverse customer service impact) may be acceptable.  This decision should be based on the quantity and type of customers involved, and the agreement of the involved SPs that would have to coordinate the change.



2.15 If there are no active or pending ports on the returned NXX code pending disconnect, the NPAC will use the Part 3 disconnect report posted on the NANPA web site in order to remove the capability to port numbers from the returned NXX code 15 business days prior to the effective date of the disconnect.  This removal will cause any new port attempts against the returned NXX code to fail at the user interface, thus avoiding additional impediments to the code return process..



2.16 It is the responsibility of the new code holder/LERG assignee or block holder to notify NECA to update the NECA Tariff FCC No. 4 database with the new OCN for the reallocated NXX code/block(s).  NECA currently requires a copy of the new Part 3 form.



3.0       Notification Procedures for Returned NXX Codes/Blocks



NANPA will request that the NPAC produce an ad hoc report, generated during off-peak hours, that identifies the SPs and associated quantities of ported TNs in a returned NXX code.  This information will assist NANPA in re-allocating the NXX code.  The NPAC will charge NANPA for the ad hoc report per the existing contract.  The reports are to be provided to the NANPA pursuant to a non-disclosure agreement. The NANPA may use these reports to provide each potential LERG-assignee with the total number of ported TNs it has, number of SPs with ported TNs, and the total number of ported TNs overall.



NANPA is required to post the effective dates of pending NXX code disconnects on the NANPA website in order for SPs to be aware of approved NXX code disconnects.  In addition, NANPA should periodically (every six months) send an electronic reminder to code holders/LERG assignees of their responsibility, per the Central Office Code Assignment Guidelines, to submit a Part 1 form to NANPA in order to return a NXX code.  In addition, the reminder should direct SPs to not change routing information in appropriate databases until NANPA has processed the application and responded with a Part 3.   Code holders/LERG assignees should notify NANPA/PA if they are no longer able to perform default routing functions (e.g., the SP is no longer providing service in the area served by that NXX code).  NANPA must inform the outgoing code holder/LERG assignee of their responsibility to update the appropriate routing databases upon receipt of the Part 3.   



There are specific actions related to LNP processes to be taken by SPs, the PA, NANPA, and NPAC during the NXX code reallocation process.  An overall description, including a required form, can be found at: (http://www.nationalpooling.com/guidelines/index.htm). 
 



In addition, it is the responsibility of the SP returning the code/block to remove any LRN record it has associated with the returned NXX code and all ported in TNs associated with that LRN, including intra-SP ports.   In addition, if the NXX is being disconnected, the NXX should be disconnected in the NPAC as well. If a code is being reallocated, the SP returning the block should not attempt to disconnect the NXX in the NPAC; it should only remove its LRN and any ported in TNs associated with that LRN, including any intra-SP ports.



If there are no active or pending ports on the NXX code, a Part 3 disconnect should be issued by NANPA to the SP.  The Part 3 disconnect information shall be entered into BIRRDS by the SP’s AOCN. The NXX code should be included in the Part 3 disconnect report posted on the NANPA web site.



If there are no active or pending ports on the returned NXX code pending disconnect, the NPAC will use the Part 3 disconnect report posted on the NANPA web site in order to remove the capability to port numbers from the returned NXX code 15 business days prior to the effective date of the disconnect.  This removal will cause any new port attempts against the returned NXX code to fail at the user interface, thus avoiding additional impediments to the code return process.



If porting of TNs occurs on a returned NXX code after NANPA has issued a Part 3 disconnect but prior to the 15 business days before the effective date of the disconnect, NPAC should notify NANPA that a port has occurred.  NPAC also will disregard the Part 3 disconnect information and not suspend porting at 15 business day timeframe. 



4.0
 Voluntary Return of NXX Codes Containing Ported Numbers



In the case where NXX codes are voluntarily returned and contain ported numbers or pending ports, NANPA should request that the incumbent code holder maintain the default routing function.  NANPA will re-allocate the NXX code as soon as possible to avoid disconnects of NXX or disruption of service.  


If any expedite is requested by the outgoing or incoming code holder, the applicant shall so indicate on the Part 1.  Expedite procedures are found in Section 6 of the Central Office Code (NXX) Assignment Guidelines.



Within 5 business days of being informed by a SP that it is discontinuing service in a given rate center, the NANPA shall request an ad hoc report from the NPAC that will identify active and pending ports on the returned NXX code.  This information will assist NANPA in re-allocating the NXX code. 



If there are active or pending ports on the NXX code, NANPA shall:



a) Contact all SPs shown on the NPAC report with ported TNs from the identified NXX code at the same time, informing them of the code holder’s intention to disconnect.  The outgoing SP also will be included in this notification for verification purposes.  NANPA will provide each potential LERG-assignee with the total number of ported TNs it has, the number of SPs with ported TNs, and the total number of ported TNs overall.  NANPA will use the latest contact information that NANPA Code Administration has on file for the impacted SP(s).  SPs may designate a special contact for this purpose by providing contact information to NANPA.  SPs with ported TNs will have 10 business days to respond with a complete and correct Part 1.  NANPA will provide a specific date and hour as the deadline for responses. 


b) Include in its contact document, language that states that the current SP is seeking to expedite the return of the NXX code. This shall be done only if the SP returning the NXX code has indicated an expedite process on its Part 1.


c) Suspend the Part 1 pending identification of a new code holder and so inform the applicant via a Part 3.  NANPA will request the incumbent code holder to maintain default routing.


d) The first SP to respond with a completed and correct Part 1 will become the new code holder.
  Only the receipt of a Part 1 by NANPA will be accepted as an official request for the NXX code.  NANPA will process the Part 1 as a NXX code reassignment and provide a Part 3 to the new code holder.
  NANPA will provide a Part 3 Denial to the SP returning the NXX code, indicating that a new code holder has been found and provide the effective date of the reassignment to the new OCN.
  NANPA also will notify all the SPs on the original distribution that a new code holder has been selected.



NANPA will include in the Part 3 to the new code holder the contact name, telephone number, and e-mail address of the carrier returning the code.  NANPA also will include in the Part 3 contact information of the new code holder to the SP returning the code.  In either case, an SP may decline to have their information included, and must indicate as such on the Part 1.



e) If an SP agrees to assume responsibility for the NXX code and to expedite
 its activation, the SP should indicate the latter by providing accompanying written documentation with the Part 1 agreeing to a shortened activation interval date. The documentation should also indicate that the activation interval shall not be less than 30 days. The code administrator will deny the Part 1 application if there is no accompanying written documentation.



f) If after ten days from the issuance of the e-mail there are no volunteers, NANPA will notify the appropriate regulatory authority and the SPs with ported TNs that no SP has submitted a valid Part 1 to become the code holder and therefore, the NXX code will be disconnected. NANPA will issue a Part 3 Approval to the incumbent SP approving the NXX code return and the disconnect effective date. NANPA will update and post to the NANPA web page a report titled “Part 3 Disconnects.”  This report shall contain all disconnects processed by NANPA.



NANPA should provide the NPAC with written notification that the SP has terminated service in order for NPAC to remove all records in its database related to the reclaimed NXX code after the effective disconnect date.



Should the above situation occur, an SP originally contacted by NANPA because it had active or pending ports on the returned NXX code per the NPAC report may decide it wants to become the new code holder after NANPA has processed the Part 3 Disconnect.  NANPA then will reassign the NXX code to the SP, provided the SP submits a completed and correct Part 1 no less than fifteen (15) business days prior to the effective date of the disconnect.
 NPAC, upon the receipt of the LNP NXX LERG Assignee Transfer Form, will remove the LRN and all ported in TNs of the LRN (including intra-SP ports) in its database associated with the returned code after the effective disconnect date.


g) If an SP requests to become the code holder but has no ported TNs and cannot meet MTE and utilization, NANPA will direct the SP to make its request to the appropriate regulatory authority.  Upon receiving both written confirmation (email or fax) from the regulatory authority and a valid Part 1 from the SP no less than fifteen (15) business days prior to the effective date of the disconnect,
 NANPA will make the SP the new LERG-assignee.  This process only applies to NXX codes with active or pending ports.



h) If the porting of TNs occurs on a returned NXX code after NANPA has issued a Part 3 Disconnect, NANPA will after having received and processed a valid Part 1, designate the SP applicant as the new code holder.  Any such porting must occur 15 business days prior to the effective date of the disconnect (see Section 2.15).



An SP should not be obligated to maintain default routing more than 66 days after filing a valid Part 1 indicating its intent to return the NXX code.


5.0
Abandoned NXX Codes Containing Ported Numbers



In the case where an NXX code is abandoned, NANPA may not have prior knowledge of the situation or know if there are active or pending ported TNs on the NXX code.  Further, NANPA may be unable to contact the incumbent code holder concerning the status of the NXX code or to request that it maintain default routing function if there are ported TNs.  Situations may also occur where an SP fails to submit a Part 1 to NANPA and proceeds with disconnecting the NXX code.  Often, customer complaints or information provided by SPs are the way that NANPA learns of these abandoned NXX code situations.  



NANPA shall work closely with regulatory authorities to obtain timely information about SPs abandoning service or filing bankruptcy.  Such circumstances are under the direction of a regulatory authority or court. 



NANPA will request a report from the NPAC on the abandoned NXX code to determine if there are any active or pending ported TNs.  



NANPA will then contact the appropriate regulatory authority and seek guidance concerning the return or reassignment of the abandoned NXX code.
  NANPA will include information about whether there are active or pending ports on the abandoned NXX code. 




a. In those instances where there is porting on the abandoned NXX code, NANPA will, unless otherwise directed by the regulatory authority, contact those SPs with ported TNs to determine if they want to become the new code holder, NANPA will follow the same process as outlined in Section 4.0 [specifically (b) through (f)].  



b. If a new code holder cannot be established for NXX codes with active or pending ports, NANPA will process the disconnect request of the NXX code after receiving written confirmation (email or fax) from the involved regulatory authority. NANPA then will provide the NPAC written notice from the regulatory authority that the SP has terminated service in order for  NPAC to remove all records in its database related to the LRN and NXX code, including intra-SP ported TNs.




NANPA will direct any customer complaints concerning the disruption of service to the involved SP or appropriate regulatory authority.  In the case of an abandoned NXX code, NANPA will not act independent of regulatory authority direction with regard to the reassignment of a NXX code to a SP with ported TNs.



6.0
Returned Thousands-Blocks Containing Ported Numbers



6.1     When Block Holder is not the LERG Assignee



In a pooled area where thousands-blocks are voluntarily returned and there are ported numbers or pending ports contained in those returned blocks, the SP will return the blocks to the PA and the ported customers are not affected.  



The PA shall request an ad hoc report from the NPAC to determine if there are any ported TNs or pending ports on the block(s) being returned.  This information will assist the PA in re-allocating the block.  If the block is 10% or less contaminated the PA will process the block return. This will effectively be a contaminated block donation to the pool inventory.   If the contamination level is greater than 10%, the PA will follow the order below to select a new block holder: 



a) The PA will notify SPs with ported TNs, the LERG assignee, SPs with a forecasted need, and the outgoing block holder within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due. The first SP to respond with a completed and correct Part 1A and LNP NXX LERG Assignee Transfer Form will become the new block holder.  MTE and utilization requirements are waived for SPs with ported TNs.  



b)  If no SPs respond within ten business days or all refuse the block holder functions, the PA will contact the appropriate regulatory authority and seek guidance concerning the return or reassignment of the contaminated block. Should a new block holder be designated, regulatory authorities may waive MTE and utilization requirements. 



The PA will work with the new block holder to determine if a Part 4 submission is necessary. 



6.2     When Block Holder is also the LERG Assignee



The PA shall request an ad hoc report from the NPAC to determine if there are any ported TNs or pending ports on the block(s) being returned.  The PA will follow the order below to select a new LERG assignee: 


a) The PA will contact SPs with blocks assigned from the affected NXX, SPs with ported TNs and SPs with a forecasted need within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due.  



· The first SP with blocks assigned from the affected NXX to respond with a Part 1 and LNP NXX LERG Assignee Transfer Form will become the new LERG assignee.  MTE and utilization requirements are waived.



· If no SPs with blocks assigned from the affected NXX respond or all refuse the LERG assignee functions, the first SP with ported TNs to respond with a Part 1 and LNP NXX LERG Assignee Transfer Form will become the new LERG assignee.  MTE and utilization requirements are waived.



· If no SPs with ported TNs respond or all refuse the LERG assignee functions, the first SP with a forecasted need with a Part 1 and LNP NXX LERG Assignee Transfer Form that meets the MTE and utilization requirements will become the new LERG assignee.



NPAC, upon the receipt of the LNP NXX LERG Assignee Transfer Form, will remove the LRN and all ported in TNs of the LRN (including intra-SP ports) in its database associated with the reallocated code after the effective date.



The PA will automatically update the BCD record in BIRRDS with the new LERG assignee’s information upon receipt of the Part 3 from NANPA. 


The new LERG assignee shall:



 notify the PA via email which blocks assigned to the original LERG assignee are to be reallocated to the new LERG assignee because the contamination level is over 10%.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation. 



 notify the PA via email which blocks assigned to the original LERG assignee are to be donated by the new LERG assignee because the contamination level is 10% or less.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation.



· work with the PA to determine if any Part 4 submissions are necessary. 



Blocks that were previously donated by the original LERG assignee will remain in the pool.



It is recommended that the new LERG assignee retain at least one block to ensure that responsibilities in section 4.2.1 of the Thousands-Block Number (NXX-X) Pooling Administration Guidelines (TBPAG) are maintained. However, once the responsibilities of the SP outlined in section 4.2.1 are fulfilled and the SP determines that the block is not needed, the SP does have the option of returning the block to the PA.  



b) If no SPs respond within ten business days or all refuse to become the new LERG assignee, the PA will proceed with the NXX return, notify those SPs with ported TNs and/or pooled blocks from the affected NXX.  Further, the PA will request that NANPA notify the appropriate regulatory authorities that a NXX code is going to be disconnected and that some working customers will lose service. NANPA will follow the disconnect process as outlined in section 4.0 f) through 4.0 h).



7.0
Abandoned Thousands-Blocks Containing Ported Numbers



The difference between an abandoned block and a returned block is that if abandoned, the PA is unable to reach the incumbent block holder to ask it to maintain default routing functions.



7.1     When Block Holder is not the LERG Assignee



In the case when the block holder is not the LERG assignee and blocks containing ported numbers or pending ports are abandoned, the ported customers are not affected.  Typically, customer complaints are the catalyst for initiating the steps that follow. The PA shall request an ad hoc report from the NPAC to determine if there are any pending or completed TN ports.  The PA will contact the appropriate regulatory authority and seek guidance concerning the return or reassignment of the abandoned block.  If the block contamination level is 10% or less, the block is returned to the pool once written confirmation (email or fax) is received from the  regulatory authority to reclaim the block.  If the block contamination level is greater than 10%, the PA will follow the order below to select a new block holder unless otherwise directed by the  regulatory authority: 



a) The PA will notify SPs with ported TNs, the LERG assignee, SPs with a forecasted need, and the outgoing block holder within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due. The first SP to respond with a completed and correct Part 1A and LNP NXX LERG Assignee Transfer Form will become the new block holder.  MTE and utilization requirements are waived for SPs with ported TNs.  



b)  If no SPs respond within ten business days or all refuse the block holder functions, the PA will contact the appropriate regulatory authority and seek guidance concerning the return or reassignment of the contaminated block. Should a new block holder be designated, regulatory authorities may waive MTE and utilization requirements.



The PA will work with the new block holder to determine if a Part 4 submission is necessary. 



7.2     When Block Holder is also the LERG Assignee



In the case when the block holder is the LERG assignee and blocks containing ported numbers or pending ports are abandoned, the PA may not have prior knowledge of the situation.  Typically, customer complaints are the catalyst for initiating the steps that follow.  The PA shall work closely with the appropriate regulatory authority to obtain timely information about SPs abandoning service or filing bankruptcy.  Such circumstances are under the direction of a regulatory authority or court. 



The PA shall request the ad hoc report from the NPAC to determine if there are any pending or completed TN ports.  This information will assist the PA in re-allocating the NXX code/blocks.  The PA will follow the order below to select a new LERG assignee unless otherwise directed by the appropriate regulatory authority: 


a) The PA will contact SPs with blocks assigned from the affected NXX, SPs with ported TNs, and SPs with a forecasted need within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due.  



· The first SP with blocks assigned from the affected NXX to respond with a Part 1 and LNP NXX LERG Assignee Transfer Form will become the new LERG assignee.  MTE and utilization requirements are waived.



· If no SPs with blocks assigned from the affected NXX respond or all refuse the LERG assignee functions, the first SP with ported TNs to respond with a Part 1 and LNP NXX LERG Assignee Transfer Form will become the new LERG assignee.  MTE and utilization requirements are waived.



· If no SPs with ported TNs respond or all refuse the LERG assignee functions, the first SP with a forecasted need with a Part 1 and LNP NXX LERG Assignee Transfer Form that meets the MTE and utilization requirements will become the new LERG assignee.



NPAC, upon the receipt of the LNP NXX LERG Assignee Transfer Form, will remove the LRN and all ported in TNs of the LRN (including intra-SP ports) in its database associated with the reallocated code after the effective date.



The PA will automatically update the BCD record in BIRRDS with the new LERG assignee’s information upon receipt of the Part 3 from NANPA. 


The new LERG assignee shall:



 notify the PA via email which blocks assigned to the original LERG assignee are to be reallocated to the new LERG assignee because the contamination level is over 10%.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation. 



 notify the PA via email which blocks assigned to the original LERG assignee are to be donated by the new LERG assignee because the contamination level is 10% or less.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation.



· work with the PA to determine if any Part 4 submissions are necessary. 



Blocks that were previously donated by the original LERG assignee will remain in the pool.



It is recommended that the new LERG assignee retain at least one block to ensure that responsibilities in section 4.2.1 of the TBPAG are maintained. However, once the responsibilities of the SP outlined in section 4.2.1 are fulfilled and the SP determines that the block is not needed, the SP does have the option of returning the block to the PA.  



b) If no SPs respond within ten business days or all refuse to become the new LERG assignee, the PA will proceed with the NXX return, notify those SPs with ported TNs and/or pooled blocks from the affected NXX. Further NANPA will follow the disconnect process as outlined in section 5.0 b).



�  The LNP CO Code Reallocation Process, implemented on August 30, 2001, eliminates the necessity of maintaining the original LERG assignee in the NPAC because it eliminates service disruption that would be caused by changing the SPID in the NPAC. The process involves porting the code in thousands-blocks to the LERG assignee.  In this way, the NPAC's block-ownership tables override the NPAC's NXX-ownership tables, allowing continued porting of any number in the NXX. The LNP CO Code Reallocation Process allows numbers to snap back to the new LERG assignee, the same as if the SPID had been changed in the NPAC without ported numbers having been taken out of service .









The LNPA WG has developed requirements for the ability to mass update the SPID associated with an NXX code without taking ported customers out of service.  This functionality has been assigned NANC Change Orders 217 and 323 which is expected to be available in Release 3.2.




.




� See footnote 1.




� Months to Exhaust (MTE) and utilization requirements are waived.




� NANPA will work with the new code holder to determine if a Part 4 is necessary.  




� It is the responsibility of the new code holder to contact the original code holder if the code transfer does not occur on the effective date originally indicated on the Part 3 denial so that the original code holder can continue to maintain default routing until the new effective date. 




� See Section 6 of the Central Office Code (NXX) Assignment Guidelines (COCAG). 




� All new code holders must follow the standard code activation process in the COCAG.   In order to stop the disconnect and re-assign a code, a minimum of five (5) business days is needed to notify Telcordia to reverse the disconnect and send an emergency notification to service providers.  Adding this time interval to the ten (10) business day requirement for NANPA to process code applications results in the requirement for service providers to provide a Part 1 no less than fifteen (15) business days prior to the effective date of the disconnect.  




� See previous footnote.




� There are differing requirements among state commissions/regulatory authorities relating to bankruptcies and the treatment of NPA-NXXs as carrier assets as well as carrier of last resort obligations that may affect the disposition of an abandoned code.  State commission/regulatory authority involvement is needed to ensure these requirements are addressed.









3


Page 13








_1110014159.doc
NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  02/18/2003


Company(s) Submitting Issue:  1) Telcordia; 2) Company Name2?; 3) Company Name 3?; 4)etc.


Contact(s):  Name   1) Adam Newman; 2)?; 3)?; 4) etc



         Contact Number   1) 732-758-4962; 2)



         Email Address   1) anewman@telcordia.com; 2)


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


The LRNs and other data (e.g., portable NXXs, pooled NXX-Xs) in the NPAC are not always in synch with those in the Telcordia Business Integrated Routing and Rating Database System (BIRRDS).                                                          


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue: 


It was brought to Telcordia’s and CIGRR’s attention that in at least one region (Western) that there were several hundred LRNs in the NPAC which were not in the LERG Routing Guide.


The LRN Assignment Practices require that SPs record their LRNs in the LERG Routing Guide.


Not having the LRN published in the Telcordia™ LERG Routing Guide makes trouble shooting of routing problems and administrative validations significantly more difficult to perform.  The LERG Routing Guide is used by many service providers to provision many of their back office systems.  H


aving accurate data in the LERG Routing Guide is important to the industry.


Due to variations in the definition of portability there are inconsistencies in various industry databases (e.g., an NXX marked as portable in the LERG Routing Guide may not mean that there are ported out customers in that NXX nor does it mean necessarily that customers can be ported out of that NXX).  In addition with all the activity surrounding returns of portable NXXs and NXX-Xs, there is a need to line up the processes the industry uses.  Comparing databases allows for determination of the extent of the problem and allows for root cause analysis and process improvement.


B. Frequency of Occurrence: 


Ongoing


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western_X_     


 West Coast___  ALL_X__


D. Rationale why existing process is deficient:


There is no current process for synchronizing the LRNs and other BIRRDS data provisioned manually by service providers in the NPAC SMS and in the Telcordia Business Integrated Routing and Rating Database System (BIRRDS) by separate groups.  


E. Identify action taken in other committees / forums: 


Issue raised a Telcordia Common Interest Group on Rating and Routing.


F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


The following actions are proposed to resolve this issue:


· Similar to the data exchange Telcordia Routing Administration performs with NECA, have a data file, in an agreed to format, sent from NPAC to Telcordia Routing Administration (TRA) with all relevant data that is separately entered in both databases.  This format should be able to be processed for data validations e.g., fixed text format.  Telcordia Routing Administration will validate that all the relevant data is consistent.  When any data is inconsistent, TRA will provide a report on the inconsistencies to the AOCN of the company associated with the NXX, NXX-X, or LRN.  This information could be copied (by either TRA or the AOCN) to the LNP contact of the company on request to facilitate communication between the routing group and the portability group.


LNPA WG: (only)


Item Number: __ __ __ __



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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Procedures for Code Holder/LERG Assignee Exit


1.0
Purpose


This appendix describes the responsibilities of NANPA, service providers, and the PA in situations when a service provider (SP) is returning or abandoning NXX codes/blocks that contain ported telephone numbers and a new code holder/LERG assignee must be selected with minimal impact on ported customers.  The specific circumstances addressed cover: 


· Voluntary Return of NXX Codes Containing Ported Numbers 


· Abandoned NXX Codes Containing Ported Numbers


· Voluntary Return of Thousands Blocks Containing Ported Numbers  


· Abandoned Thousands Blocks Containing Ported Numbers


2.0
Assumptions


2.1
Reasonable efforts should be taken to re-establish a code holder/LERG assignee in order to maintain default routing.  Should the code holder/LERG assignee vacate their responsibilities, calls to the donor switch will not be processed.


2.2 The SP returning an NXX code will coordinate with NANPA to ensure that the code is not removed from the LERG as an active code until the Part 3 with the effective date of the disconnect is received.  This is to prevent an adverse effect on ported-out customers.


2.3 A code holder/LERG assignee must be LNP capable, may put the code/block on any switch in the rate center, and should already be providing service in the rate center.  This should eliminate any potential problems with facilities readiness.   


2.4
It is desirable to avoid having to designate a new code holder/LERG assignee in the NPAC because all ported customers will experience a temporary interruption of incoming service during transition to the new assignee while the Service Provider Identification (SPID) is updated in the Number Portability Administration Center (NPAC).  However, it is a regulatory requirement to allow continued porting of any number in the NXX, a process that requires correct SPID/number association at NPAC for NPAC's message validation process. 


2.5 NANPA and/or the PA shall work closely with regulatory authorities to obtain timely information about SPs abandoning service or filing bankruptcy.  Such circumstances are under the direction of a regulatory authority or court.


2.6 When an NXX code is re-allocated to another SP, the NXX code is considered to be re-allocated rather than re-assigned; therefore, the SP does not have to meet the MTE and utilization criteria for this NXX code. 


2.7
A SP has the option to refuse a NXX code re-allocation. Refusal will not adversely impact any pending NXX code/block assignment request because it is unrelated to the re-allocation.


2.8    
These guidelines also apply in jeopardy/rationing situations.


2.9   
It is the responsibility of each SP to provide an accurate E911 record for each of its customers to the E911 Service Provider.  It is essential that the outgoing SP unlock its E911 records in the regional E911 database, and the new SP must transition the affected customers records to its own company ID in the E911 database.


2.10 
It is the responsibility of the new code holder/LERG assignee and new block holder to notify Telcordia™ to update the AOCN responsibility in BIRRDS for the reallocated NXX code/block(s). 


2.11 
The SP returning the NXX code has the responsibility to assure that affected parties, especially any end-users, are notified consistent with state or regulatory requirements.


2.12 It is the responsibility of the SP returning the NXX code/block to disconnect and remove all records related to the LRN and NXX code, including intra-SP ported TNs, from the NPAC database. If a NXX code/block is reassigned and there are still old records in NPAC, the new code holder/LERG assignee will encounter problems with the affected numbers from the reassigned NXX code/block, e.g., porting records on TNs not in service.


2.13 When an NXX code is re-allocated and there are no active or pending ported numbers in the NPAC, the NPAC, via receipt of the LNP NXX LERG Assignee Transfer Form, should ensure that any existing NXX records of the code are deleted from its database.  


2.14 In certain situations the decision to actually change the NPAC code ownership record (i.e., by deleting and subsequently re-creating records for all ported numbers in the returned NXX code and accepting the likely adverse customer service impact) may be acceptable.  This decision should be based on the quantity and type of customers involved, and the agreement of the involved SPs that would have to coordinate the change.


2.15 If there are no active or pending ports on the returned NXX code pending disconnect, the NPAC will use the Part 3 disconnect report posted on the NANPA web site in order to remove the capability to port numbers from the returned NXX code 15 business days prior to the effective date of the disconnect.  This removal will cause any new port attempts against the returned NXX code to fail at the user interface, thus avoiding additional impediments to the code return process..


2.16 It is the responsibility of the new code holder/LERG assignee or block holder to notify NECA to update the NECA Tariff FCC No. 4 database with the new OCN for the reallocated NXX code/block(s).  NECA currently requires a copy of the new Part 3 form.


3.0       Notification Procedures for Returned NXX Codes/Blocks


NANPA will request that the NPAC produce an ad hoc report, generated during off-peak hours, that identifies the SPs and associated quantities of ported TNs in a returned NXX code.  This information will assist NANPA in re-allocating the NXX code.  The NPAC will charge NANPA for the ad hoc report per the existing contract.  The reports are to be provided to the NANPA pursuant to a non-disclosure agreement. The NANPA may use these reports to provide each potential LERG-assignee with the total number of ported TNs it has, number of SPs with ported TNs, and the total number of ported TNs overall.


NANPA is required to post the effective dates of pending NXX code disconnects on the NANPA website in order for SPs to be aware of approved NXX code disconnects.  In addition, NANPA should periodically (every six months) send an electronic reminder to code holders/LERG assignees of their responsibility, per the Central Office Code Assignment Guidelines, to submit a Part 1 form to NANPA in order to return a NXX code.  In addition, the reminder should direct SPs to not change routing information in appropriate databases until NANPA has processed the application and responded with a Part 3.   Code holders/LERG assignees should notify NANPA/PA if they are no longer able to perform default routing functions (e.g., the SP is no longer providing service in the area served by that NXX code).  NANPA must inform the outgoing code holder/LERG assignee of their responsibility to update the appropriate routing databases upon receipt of the Part 3.   


There are specific actions related to LNP processes to be taken by SPs, the PA, NANPA, and NPAC during the NXX code reallocation process.  An overall description, including a required form, can be found at: (http://www.nationalpooling.com/guidelines/index.htm). 
 


In addition, it is the responsibility of the SP returning the code/block to remove any LRN record it has associated with the returned NXX code and all ported in TNs associated with that LRN, including intra-SP ports.   In addition, if the NXX is being disconnected, the NXX should be disconnected in the NPAC as well. If a code is being reallocated, the SP returning the block should not attempt to disconnect the NXX in the NPAC; it should only remove its LRN and any ported in TNs associated with that LRN, including any intra-SP ports.


If there are no active or pending ports on the NXX code, a Part 3 disconnect should be issued by NANPA to the SP.  The Part 3 disconnect information shall be entered into BIRRDS by the SP’s AOCN. The NXX code should be included in the Part 3 disconnect report posted on the NANPA web site.


If there are no active or pending ports on the returned NXX code pending disconnect, the NPAC will use the Part 3 disconnect report posted on the NANPA web site in order to remove the capability to port numbers from the returned NXX code 15 business days prior to the effective date of the disconnect.  This removal will cause any new port attempts against the returned NXX code to fail at the user interface, thus avoiding additional impediments to the code return process.


If porting of TNs occurs on a returned NXX code after NANPA has issued a Part 3 disconnect but prior to the 15 business days before the effective date of the disconnect, NPAC should notify NANPA that a port has occurred.  NPAC also will disregard the Part 3 disconnect information and not suspend porting at 15 business day timeframe. 


4.0
 Voluntary Return of NXX Codes Containing Ported Numbers


In the case where NXX codes are voluntarily returned and contain ported numbers or pending ports, NANPA should request that the incumbent code holder maintain the default routing function.  NANPA will re-allocate the NXX code as soon as possible to avoid disconnects of NXX or disruption of service.  

If any expedite is requested by the outgoing or incoming code holder, the applicant shall so indicate on the Part 1.  Expedite procedures are found in Section 6 of the Central Office Code (NXX) Assignment Guidelines.


Within 5 business days of being informed by a SP that it is discontinuing service in a given rate center, the NANPA shall request an ad hoc report from the NPAC that will identify active and pending ports on the returned NXX code.  This information will assist NANPA in re-allocating the NXX code. 


If there are active or pending ports on the NXX code, NANPA shall:


a) Contact all SPs shown on the NPAC report with ported TNs from the identified NXX code at the same time, informing them of the code holder’s intention to disconnect.  The outgoing SP also will be included in this notification for verification purposes.  NANPA will provide each potential LERG-assignee with the total number of ported TNs it has, the number of SPs with ported TNs, and the total number of ported TNs overall.  NANPA will use the latest contact information that NANPA Code Administration has on file for the impacted SP(s).  SPs may designate a special contact for this purpose by providing contact information to NANPA.  SPs with ported TNs will have 10 business days to respond with a complete and correct Part 1.  NANPA will provide a specific date and hour as the deadline for responses. 

b) Include in its contact document, language that states that the current SP is seeking to expedite the return of the NXX code. This shall be done only if the SP returning the NXX code has indicated an expedite process on its Part 1.

c) Suspend the Part 1 pending identification of a new code holder and so inform the applicant via a Part 3.  NANPA will request the incumbent code holder to maintain default routing.

d) The first SP to respond with a completed and correct Part 1 will become the new code holder.
  Only the receipt of a Part 1 by NANPA will be accepted as an official request for the NXX code.  NANPA will process the Part 1 as a NXX code reassignment and provide a Part 3 to the new code holder.
  NANPA will provide a Part 3 Denial to the SP returning the NXX code, indicating that a new code holder has been found and provide the effective date of the reassignment to the new OCN.
  NANPA also will notify all the SPs on the original distribution that a new code holder has been selected.


NANPA will include in the Part 3 to the new code holder the contact name, telephone number, and e-mail address of the carrier returning the code.  NANPA also will include in the Part 3 contact information of the new code holder to the SP returning the code.  In either case, an SP may decline to have their information included, and must indicate as such on the Part 1.


e) If an SP agrees to assume responsibility for the NXX code and to expedite
 its activation, the SP should indicate the latter by providing accompanying written documentation with the Part 1 agreeing to a shortened activation interval date. The documentation should also indicate that the activation interval shall not be less than 30 days. The code administrator will deny the Part 1 application if there is no accompanying written documentation.


f) If after ten days from the issuance of the e-mail there are no volunteers, NANPA will notify the appropriate regulatory authority and the SPs with ported TNs that no SP has submitted a valid Part 1 to become the code holder and therefore, the NXX code will be disconnected. NANPA will issue a Part 3 Approval to the incumbent SP approving the NXX code return and the disconnect effective date. NANPA will update and post to the NANPA web page a report titled “Part 3 Disconnects.”  This report shall contain all disconnects processed by NANPA.


NANPA should provide the NPAC with written notification that the SP has terminated service in order for NPAC to remove all records in its database related to the reclaimed NXX code after the effective disconnect date.


Should the above situation occur, an SP originally contacted by NANPA because it had active or pending ports on the returned NXX code per the NPAC report may decide it wants to become the new code holder after NANPA has processed the Part 3 Disconnect.  NANPA then will reassign the NXX code to the SP, provided the SP submits a completed and correct Part 1 no less than fifteen (15) business days prior to the effective date of the disconnect.
 NPAC, upon the receipt of the LNP NXX LERG Assignee Transfer Form, will remove the LRN and all ported in TNs of the LRN (including intra-SP ports) in its database associated with the returned code after the effective disconnect date.

g) If an SP requests to become the code holder but has no ported TNs and cannot meet MTE and utilization, NANPA will direct the SP to make its request to the appropriate regulatory authority.  Upon receiving both written confirmation (email or fax) from the regulatory authority and a valid Part 1 from the SP no less than fifteen (15) business days prior to the effective date of the disconnect,
 NANPA will make the SP the new LERG-assignee.  This process only applies to NXX codes with active or pending ports.


h) If the porting of TNs occurs on a returned NXX code after NANPA has issued a Part 3 Disconnect, NANPA will after having received and processed a valid Part 1, designate the SP applicant as the new code holder.  Any such porting must occur 15 business days prior to the effective date of the disconnect (see Section 2.15).


An SP should not be obligated to maintain default routing more than 66 days after filing a valid Part 1 indicating its intent to return the NXX code.

5.0
Abandoned NXX Codes Containing Ported Numbers


In the case where an NXX code is abandoned, NANPA may not have prior knowledge of the situation or know if there are active or pending ported TNs on the NXX code.  Further, NANPA may be unable to contact the incumbent code holder concerning the status of the NXX code or to request that it maintain default routing function if there are ported TNs.  Situations may also occur where an SP fails to submit a Part 1 to NANPA and proceeds with disconnecting the NXX code.  Often, customer complaints or information provided by SPs are the way that NANPA learns of these abandoned NXX code situations.  


NANPA shall work closely with regulatory authorities to obtain timely information about SPs abandoning service or filing bankruptcy.  Such circumstances are under the direction of a regulatory authority or court. 


NANPA will request a report from the NPAC on the abandoned NXX code to determine if there are any active or pending ported TNs.  


NANPA will then contact the appropriate regulatory authority and seek guidance concerning the return or reassignment of the abandoned NXX code.
  NANPA will include information about whether there are active or pending ports on the abandoned NXX code. 



a. In those instances where there is porting on the abandoned NXX code, NANPA will, unless otherwise directed by the regulatory authority, contact those SPs with ported TNs to determine if they want to become the new code holder, NANPA will follow the same process as outlined in Section 4.0 [specifically (b) through (f)].  


b. If a new code holder cannot be established for NXX codes with active or pending ports, NANPA will process the disconnect request of the NXX code after receiving written confirmation (email or fax) from the involved regulatory authority. NANPA then will provide the NPAC written notice from the regulatory authority that the SP has terminated service in order for  NPAC to remove all records in its database related to the LRN and NXX code, including intra-SP ported TNs.



NANPA will direct any customer complaints concerning the disruption of service to the involved SP or appropriate regulatory authority.  In the case of an abandoned NXX code, NANPA will not act independent of regulatory authority direction with regard to the reassignment of a NXX code to a SP with ported TNs.


6.0
Returned Thousands-Blocks Containing Ported Numbers


6.1     When Block Holder is not the LERG Assignee


In a pooled area where thousands-blocks are voluntarily returned and there are ported numbers or pending ports contained in those returned blocks, the SP will return the blocks to the PA and the ported customers are not affected.  


The PA shall request an ad hoc report from the NPAC to determine if there are any ported TNs or pending ports on the block(s) being returned.  This information will assist the PA in re-allocating the block.  If the block is 10% or less contaminated the PA will process the block return. This will effectively be a contaminated block donation to the pool inventory.   If the contamination level is greater than 10%, the PA will follow the order below to select a new block holder: 


a) The PA will notify SPs with ported TNs, the LERG assignee, SPs with a forecasted need, and the outgoing block holder within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due. The first SP to respond with a completed and correct Part 1A and LNP NXX LERG Assignee Transfer Form will become the new block holder.  MTE and utilization requirements are waived for SPs with ported TNs.  


b)  If no SPs respond within ten business days or all refuse the block holder functions, the PA will contact the appropriate regulatory authority and seek guidance concerning the return or reassignment of the contaminated block. Should a new block holder be designated, regulatory authorities may waive MTE and utilization requirements. 


The PA will work with the new block holder to determine if a Part 4 submission is necessary. 


6.2     When Block Holder is also the LERG Assignee


The PA shall request an ad hoc report from the NPAC to determine if there are any ported TNs or pending ports on the block(s) being returned.  The PA will follow the order below to select a new LERG assignee: 

a) The PA will contact SPs with blocks assigned from the affected NXX, SPs with ported TNs and SPs with a forecasted need within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due.  


· The first SP with blocks assigned from the affected NXX to respond with a Part 1 and LNP NXX LERG Assignee Transfer Form will become the new LERG assignee.  MTE and utilization requirements are waived.


· If no SPs with blocks assigned from the affected NXX respond or all refuse the LERG assignee functions, the first SP with ported TNs to respond with a Part 1 and LNP NXX LERG Assignee Transfer Form will become the new LERG assignee.  MTE and utilization requirements are waived.


· If no SPs with ported TNs respond or all refuse the LERG assignee functions, the first SP with a forecasted need with a Part 1 and LNP NXX LERG Assignee Transfer Form that meets the MTE and utilization requirements will become the new LERG assignee.


NPAC, upon the receipt of the LNP NXX LERG Assignee Transfer Form, will remove the LRN and all ported in TNs of the LRN (including intra-SP ports) in its database associated with the reallocated code after the effective date.


The PA will automatically update the BCD record in BIRRDS with the new LERG assignee’s information upon receipt of the Part 3 from NANPA. 

The new LERG assignee shall:


 notify the PA via email which blocks assigned to the original LERG assignee are to be reallocated to the new LERG assignee because the contamination level is over 10%.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation. 


 notify the PA via email which blocks assigned to the original LERG assignee are to be donated by the new LERG assignee because the contamination level is 10% or less.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation.


· work with the PA to determine if any Part 4 submissions are necessary. 


Blocks that were previously donated by the original LERG assignee will remain in the pool.


It is recommended that the new LERG assignee retain at least one block to ensure that responsibilities in section 4.2.1 of the Thousands-Block Number (NXX-X) Pooling Administration Guidelines (TBPAG) are maintained. However, once the responsibilities of the SP outlined in section 4.2.1 are fulfilled and the SP determines that the block is not needed, the SP does have the option of returning the block to the PA.  


b) If no SPs respond within ten business days or all refuse to become the new LERG assignee, the PA will proceed with the NXX return, notify those SPs with ported TNs and/or pooled blocks from the affected NXX.  Further, the PA will request that NANPA notify the appropriate regulatory authorities that a NXX code is going to be disconnected and that some working customers will lose service. NANPA will follow the disconnect process as outlined in section 4.0 f) through 4.0 h).


7.0
Abandoned Thousands-Blocks Containing Ported Numbers


The difference between an abandoned block and a returned block is that if abandoned, the PA is unable to reach the incumbent block holder to ask it to maintain default routing functions.


7.1     When Block Holder is not the LERG Assignee


In the case when the block holder is not the LERG assignee and blocks containing ported numbers or pending ports are abandoned, the ported customers are not affected.  Typically, customer complaints are the catalyst for initiating the steps that follow. The PA shall request an ad hoc report from the NPAC to determine if there are any pending or completed TN ports.  The PA will contact the appropriate regulatory authority and seek guidance concerning the return or reassignment of the abandoned block.  If the block contamination level is 10% or less, the block is returned to the pool once written confirmation (email or fax) is received from the  regulatory authority to reclaim the block.  If the block contamination level is greater than 10%, the PA will follow the order below to select a new block holder unless otherwise directed by the  regulatory authority: 


a) The PA will notify SPs with ported TNs, the LERG assignee, SPs with a forecasted need, and the outgoing block holder within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due. The first SP to respond with a completed and correct Part 1A and LNP NXX LERG Assignee Transfer Form will become the new block holder.  MTE and utilization requirements are waived for SPs with ported TNs.  


b)  If no SPs respond within ten business days or all refuse the block holder functions, the PA will contact the appropriate regulatory authority and seek guidance concerning the return or reassignment of the contaminated block. Should a new block holder be designated, regulatory authorities may waive MTE and utilization requirements.


The PA will work with the new block holder to determine if a Part 4 submission is necessary. 


7.2     When Block Holder is also the LERG Assignee


In the case when the block holder is the LERG assignee and blocks containing ported numbers or pending ports are abandoned, the PA may not have prior knowledge of the situation.  Typically, customer complaints are the catalyst for initiating the steps that follow.  The PA shall work closely with the appropriate regulatory authority to obtain timely information about SPs abandoning service or filing bankruptcy.  Such circumstances are under the direction of a regulatory authority or court. 


The PA shall request the ad hoc report from the NPAC to determine if there are any pending or completed TN ports.  This information will assist the PA in re-allocating the NXX code/blocks.  The PA will follow the order below to select a new LERG assignee unless otherwise directed by the appropriate regulatory authority: 

a) The PA will contact SPs with blocks assigned from the affected NXX, SPs with ported TNs, and SPs with a forecasted need within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due.  


· The first SP with blocks assigned from the affected NXX to respond with a Part 1 and LNP NXX LERG Assignee Transfer Form will become the new LERG assignee.  MTE and utilization requirements are waived.


· If no SPs with blocks assigned from the affected NXX respond or all refuse the LERG assignee functions, the first SP with ported TNs to respond with a Part 1 and LNP NXX LERG Assignee Transfer Form will become the new LERG assignee.  MTE and utilization requirements are waived.


· If no SPs with ported TNs respond or all refuse the LERG assignee functions, the first SP with a forecasted need with a Part 1 and LNP NXX LERG Assignee Transfer Form that meets the MTE and utilization requirements will become the new LERG assignee.


NPAC, upon the receipt of the LNP NXX LERG Assignee Transfer Form, will remove the LRN and all ported in TNs of the LRN (including intra-SP ports) in its database associated with the reallocated code after the effective date.


The PA will automatically update the BCD record in BIRRDS with the new LERG assignee’s information upon receipt of the Part 3 from NANPA. 

The new LERG assignee shall:


 notify the PA via email which blocks assigned to the original LERG assignee are to be reallocated to the new LERG assignee because the contamination level is over 10%.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation. 


 notify the PA via email which blocks assigned to the original LERG assignee are to be donated by the new LERG assignee because the contamination level is 10% or less.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation.


· work with the PA to determine if any Part 4 submissions are necessary. 


Blocks that were previously donated by the original LERG assignee will remain in the pool.


It is recommended that the new LERG assignee retain at least one block to ensure that responsibilities in section 4.2.1 of the TBPAG are maintained. However, once the responsibilities of the SP outlined in section 4.2.1 are fulfilled and the SP determines that the block is not needed, the SP does have the option of returning the block to the PA.  


b) If no SPs respond within ten business days or all refuse to become the new LERG assignee, the PA will proceed with the NXX return, notify those SPs with ported TNs and/or pooled blocks from the affected NXX. Further NANPA will follow the disconnect process as outlined in section 5.0 b).


�  The LNP CO Code Reallocation Process, implemented on August 30, 2001, eliminates the necessity of maintaining the original LERG assignee in the NPAC because it eliminates service disruption that would be caused by changing the SPID in the NPAC. The process involves porting the code in thousands-blocks to the LERG assignee.  In this way, the NPAC's block-ownership tables override the NPAC's NXX-ownership tables, allowing continued porting of any number in the NXX. The LNP CO Code Reallocation Process allows numbers to snap back to the new LERG assignee, the same as if the SPID had been changed in the NPAC without ported numbers having been taken out of service .







The LNPA WG has developed requirements for the ability to mass update the SPID associated with an NXX code without taking ported customers out of service.  This functionality has been assigned NANC Change Orders 217 and 323 which is expected to be available in Release 3.2.



.



� See footnote 1.



� Months to Exhaust (MTE) and utilization requirements are waived.



� NANPA will work with the new code holder to determine if a Part 4 is necessary.  



� It is the responsibility of the new code holder to contact the original code holder if the code transfer does not occur on the effective date originally indicated on the Part 3 denial so that the original code holder can continue to maintain default routing until the new effective date. 



� See Section 6 of the Central Office Code (NXX) Assignment Guidelines (COCAG). 



� All new code holders must follow the standard code activation process in the COCAG.   In order to stop the disconnect and re-assign a code, a minimum of five (5) business days is needed to notify Telcordia to reverse the disconnect and send an emergency notification to service providers.  Adding this time interval to the ten (10) business day requirement for NANPA to process code applications results in the requirement for service providers to provide a Part 1 no less than fifteen (15) business days prior to the effective date of the disconnect.  



� See previous footnote.



� There are differing requirements among state commissions/regulatory authorities relating to bankruptcies and the treatment of NPA-NXXs as carrier assets as well as carrier of last resort obligations that may affect the disposition of an abandoned code.  State commission/regulatory authority involvement is needed to ensure these requirements are addressed.
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WIRELESS NUMBER PORTABILITY 


IMPLEMENTATION GUIDELINE


Update as of 01/14/03


It is now assumed that all milestones that had end dates in 2002 have been met.  These milestones include Critical Network Elements Available, All Other Vendor Products Available, and NPAC Agreement Complete.  It is assumed that for any new service providers, those milestones which had end dates in 2002 would be met as quickly as possible.  It is further assumed that each service provider has access to a test bed for the purpose of testing with the NPAC.


Milestone: Internal Development and Testing – targeted for completion 09/03


Status: 


· Development and testing to implement Version 2.0 of the WICIS maintained by OBF


· Development and testing to support NPAC Version 3.2


· Development and testing of back-office software


· Development and testing of vendor patches and upgrades


Milestone: Final Adjustments – targeted for completion 11/24/03


Status: 


· Start date of 09/03


· Development and testing of vendor patches and upgrades will occur during this time


· Porting deployment – includes, but is not limited to OSS upgrades, Port Center implementation, final training, final network upgrades


Milestone: Intercarrier Test Logistics – targeted for completion 08/03 with contingency to extend to 10/03


Status: 


· There are eight wireless carriers and three wireline carriers represented on the testing schedule.  


· Intercarrier testing is currently planned within 7 CMSAs/MSAs for 2002.  


· The Wireless Testing Subcommittee met on November 11-12, 2002 to continue the coordination of testing logistics.


· Inter-carrier test logistics have been extended due to FCC 02-215.


· Service providers need to remain aware of the impacts of testing and implementation of NPAC Release 3.2 and changes included in WICIS 2.0


Milestone: Intercarrier Testing – targeted for completion 09/03 with contingency to extend to 11/03


Status:  


· Intercarrier network testing and call validation has been completed in 6 MSAs.


· Full end-to-end will start in 2003.


· Problems/issues identified during testing have been referred to appropriate vendors for the development


of patches and upgrades.



