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Attached are the Action Items assigned at the March, 2003 LNPA meeting.  Also included are the remaining open Action Items from previous meetings.
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NOTE:  ALL ACTION ITEMS REFERENCED IN THE MINUTES BELOW HAVE BEEN CAPTURED IN THE “MARCH 2003 LNPA ACTION ITEMS” FILE ATTACHED ABOVE.

02/03 Minutes Review:
The following changes were made to the DRAFT February, 2003 LNPA Minutes during the March meeting and will be reflected in the FINAL February, 2003 version.

· Remove reference to cost of Ad Hoc Report in 4th bullet on page 6.

Wireless Number Portability Operations (WNPO) Committee Report as reported by Maggie Lee, WNPO Co-Chairperson:
· The January and February WNPO Minutes were approved.

· The inter-carrier network testing schedule was updated.  Test cases are being developed in the Wireless Testing Subcommittee (WTSC) for Inter-carrier Communications Process (ICP), end-to-end, and round-robin testing.  New schedules will be placed on the NPAC wireless website.  The WTSC will continue to encourage more wireline carrier involvement and will continue to coordinate inter-carrier testing.  They will send a letter to the OBF, WNPO, LNPA-WG, Rural Cellular Association (RCA), and CTIA, encouraging carrier involvement in testing (see attached DRAFT).
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· The WNPO had a brief discussion regarding wireless to wireless porting from a Rate Center perspective and any impacts on testing.  The team agreed that the discussion centering around Rate Centers was inappropriate for this forum, due to interpretation differences, but agreed to post the following statement:

“The FCC order applies to geographic codes with vertical and horizontal

(V&H) coordinates, which identify the Rate Center.  Only geographic codes are

portable.  Litmus test - When a customer ports a number (in a geographic

code), once the port is complete, the telephone number must still be associated with the same, original V&H coordinates.”
· OBF Issue No. 2529, which addresses ICP transaction hours and what happens outside those hours, was discussed on a March 4th conference call.  There was no resolution reached.  The next OBF meeting to discuss this issue will be April 4th.

· The NENA representative urged continuation of inter-carrier network testing, including the 911 test scenarios contained in the national test plan.  He also reminded that the ALI database must be updated within 1 business day of port activation.

· Cingular Wireless discussed the attached contribution to raise awareness of potential individual State legislation governing the porting of numbers from ILECs to CLECs.  If ILECs treat wireless carriers as CLECs in the context of porting, wireless carriers may have to comply with multiple porting implementations.  Members were advised to take this back internally for possible action.
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· The attached Sprint contribution seeks development of an accurate LNP Trouble Contact List to prevent inadvertent ports before they occur.  All agreed it had merit.  NeuStar will investigate if the Help Desk could, at the request of the old service provider, contact the new service provider to ask that they contact the old service provider in the case that an inadvertent port is pending.  The WNPO concluded that it would be of little value to send out regular reminders to service providers to update the NIIF Contact List referred to in PIM 5.
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· The Pool Administrator (PA) and AT&T Wireless raised an issue regarding service providers not adhering to the pooling guidelines upon block donation.  Issues include:

1. Failure to perform intra-SP ports on contaminated TNs prior to donation,

2. Contaminated blocks donated as non-contaminated,

3. Donated blocks exceeding 10% contamination,

4. Donated blocks within NXX codes not yet opened to portability in NPAC.

The PA and AT&T Wireless has submitted a PIM to the LNPA that will be discussed in the April meeting.  This issue will also be tracked on WNPO Action Item list.
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· Jim Grasser, former WNPO Chairperson, sent out the attached draft list of licensed wireless carriers in the top 100 MSAs.
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· The WNPO continued discussion of the NANC LNP Provisioning Flows.  The overall NANC provisioning flows will no longer be discussed in the WNPO unless any change directly impacts wireless carriers.  The WNPO requested that the LNPA discussion of the flows take place on Wednesday of LNPA week, so the WNPO can have more participation.

· NeuStar report:  There were no new Non-Disclosure Agreements (NDAs)/User Applications and Interconnect Plans from wireless service providers since the last WNPO (total is still 56 wireless providers).

· WNPO Action Items/Issues List and Decision/Recommendation Matrix were updated (current versions attached).
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· Porting of non-migrated Type 1 Cellular numbers:  Conclusion was reached in the WNPO that they will be treated like reseller numbers from a porting perspective.  This will be discussed further during the ongoing LNPA flow discussion.  Attached is the original problem statement submitted by BellSouth, and a contribution from SBC with proposed changes to the LNP Provisioning Flows to accommodate the porting of non-migrated Type 1 Cellular numbers.  Also attached are the minutes of an interim conference call to discuss these changes to the flows.
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· The current wireless porting Implementation Guideline and Narrative are attached.
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Architecture Planning Team (APT) Report (Jim Rooks, NeuStar):
· The APT met for the third time on 3/11/03.  Attached is the meeting agenda.
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· NeuStar presented the attached revised team working document to serve as a framework for the APT’s continued discussions on the strategic direction of the LNP architecture. 
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· Discussion of Current Issues:

· Production Issues: There was a request to add NPAC performance as a production issue.  NeuStar responded that the final root cause analysis on the recent outages has not yet been completed and they should be ready to discuss at next month’s meeting.

· Analysis of Provider Use and/or Efficiency of Past Change Orders:

· Impact of aborts on production (covers several Change Orders)
Service providers have an action item to report back if they have the capability of raising, and have they raised, the CMIP Departure Time Validation Check timer from 5 to 15 minutes in their SOA and LSMS systems, and what their resend scheme is, has it changed recently, and any improvement achieved.
· EDR vs. non-EDR

NeuStar stated that approximately 50% of LSMSs are EDR-capable.  AT&T suggested collecting data on aborts for EDR vs. non-EDR LSMSs.  NeuStar to investigate.

· Range notifications
NeuStar to obtain percentage of SOAs that support range notifications.

· SOA Notification prioritization

Neustar to provide statistics on the number of service providers who are prioritizing or turning off notifications vs. not at all.
· Discussion of Interface Requirements:

· Business Principals:

· Gary Sacra will check with LLC Co-Chairs to see if it’s ok to send the original Chicago LATA NPAC RFP out to the LNPA distribution in order to research the business principals that drove the selection of CMIP.

· Discussion of Interface Improvements:

· The following Change Orders were reviewed during the APT meeting:

· Outbound Flow Control discussion.  NPAC should see benefit even if the service provider doesn’t implement Outbound Flow Control from their end.  By throttling messages from the NPAC end using Outbound Flow Control, this should help mitigate the bursting of responses coming back from the service providers’ local systems.  The local systems do not have to encrypt the responses, so there is an inequity between the overhead for NPAC to send a message vs. the local system response, thus leading to response bursts.

· NANC 351 - Send Me What I Missed (SWIM) – The group discussed the need for NPAC to support both the existing recovery process and the new SWIM process.  Recovery of SPID (NANC 352) must also be included in the new SWIM process.  For SWIM, NeuStar will investigate the prevention of the large PDU problem and take advantage of linked replies capability.

· NANC 352 – Recovery of SPID – No additional comments from the team.  NeuStar will begin work on the detailed requirements for this Change Order.

· NANC 348 (Bulk Data Download for Notifications) and NANC 347/350 (15/60 Minute Abort Changes) were also reviewed and discussed by the team.

· Discussion of Performance Requirements:

· A revised Exhibit N is currently in the hands of the LLC for review.  The APT will proceed with the performance requirements discussion after that is addressed.

NANC Multiple LRN Issue:
· This issue was raised by the Pool Administrator at the January NANC meeting.  It addresses service providers requesting additional CO Codes for LRN assignments in LATAs where they already have an assigned LRN.  At the January meeting, NANC requested the LNPA Working Group to investigate the issue and any appropriate resolution(s).

· At the request of the LNPA for contributions from members, T-Mobile, US LEC, and Nextel submitted the attached contributions describing their need for multiple LRNs within a LATA.
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· In addition to the contributions above, US Cellular stated at the March LNPA that they require additional LRNs to distinguish certain services, such as pre-paid.  Their pre-paid box has a separate point code and routing to it is based on NPA-NXX.

· The LNPA will continue to solicit contributions from those service providers detailing their requirements.  Gary Sacra, LNPA Co-Chair, will develop a matrix containing each submitted scenario, identifying any potential solution, and which industry forum, if applicable, should address a scenario.  He will also develop a call flow diagram.

PIMs:
PIMs 14, 15, 20, and 21 – INC has submitted their DRAFT Procedures for Code Holder/LERG Assignee Exit to the LNPA for review (attached).  The LNPA took an action to review the document and come prepared to the April LNPA meeting to provide any final comments.  This will be placed on the April agenda for final comments before the scheduled 4/15 INC call to discuss the document.
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INC requested that the LNPA also review the procedures for any possible NPAC changes.  It was stated during the LNPA meeting that it appeared no NPAC changes were necessary, only M&Ps.  

It was suggested to have the NAPM/LLC look at the procedure to see if there are any contractual issues between NPAC and the End User regarding removing codes from NPAC.  A concern was raised that NPAC is placed in the position of removing codes. Gary Sacra will send the draft document to the NAPM/LLC and ask to have it placed on the agenda for the March LLC meeting for their review to determine if there are any contractual issues between NPAC and the End User regarding the removal of codes from NPAC.

Based on a preliminary review, it was suggested that rather than have NPAC monitor the NANPA website for Part 3 Disconnect Reports, NANPA should send the Part 3 to NPAC when they send it to the service provider (reference Paragraph 2.15).  NPAC would then flag the code for 15 business days prior to the LERG-effective disconnect date for removal in NPAC.  If any pending or active ports take place before the 15 day cut-off, NPAC would notify NANPA, and would not delete the code in NPAC.  NANPA would then notify the TRA to cancel the LERG disconnect and NANPA would initiate the search for a new codeholder.

· PIM 18 - Review of the Reseller Flows continues in the LNPA.  The porting of non-migrated Type 1 Cellular numbers is now being incorporated into the flows.  The addition of Type 1 porting, which is a port between a wireline and wireless network, has not yet been completed.  Upon completion of the review of the entire NANC LNP Provisioning Flows, they will be submitted to NANC for approval.

· PIM 22 - PIM remains open.  Verizon requested that the LNPA continue to explore ways to satisfactorily resolve this issue.  Service Providers have an open action item to investigate internally how often the scenario described in PIM 22 occurs for further discussion at the LNPA.
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NEW PIM Submission - Adam Newman, Telcordia, presented a new PIM submitted by the Common Interest Group on Rating and Routing (CIGRR), addressing inconsistencies between data in the LERG and NPAC.  This PIM is seeking data validation between the LERG and NPAC for LRN, NXX, NXX-X, effective date, and Service Provider ID data that is entered into the two databases.  Some questions were asked during the discussion regarding the LERG’s need for LRN data and the problems caused by the discrepancies.  It was recognized that LRN discrepancies do not necessarily mean an error.  Service providers took an action to discuss the need for this data cross-check between NPAC and the LERG with their respective CIGRR representatives.  This PIM was not accepted at this meeting, but will be on the agenda for discussion again at the April LNPA.

· 
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Thursday, March 13, 2003
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Change Management Discussion:

· NANC 323 (Migration of SPID):  The LNPA reviewed the following timeline, extracted from a previous LNPA discussion captured in the April, 2001 LNPA minutes, in the context of these questions:

1. SPID Migration will be coordinated and agreed upon in an industry forum.

Do we want to establish a minimum timeframe for which notification of an

upcoming SPID Migration must be published - or is this a case-by-case

basis?

2. What form of validation must occur in order to determine service provider

production-readiness after performing (local system) SPID Migration, e.g. a “go/no-go” call?

3. What is the criteria that must be met in order for a service provider to go to

production after performing SPID Migration?  Scenario:  If one service provider in the region hasn't completed SPID Migration and all other service providers have successfully completed it - previous Working Group discussions covered the unsuccessful service provider taking a Bulk Data Download (BDD).

4. Do we need to tie the migration date with the LERG-effective date?
============================================================================

 






1. Service provider notifies NPAC. 

2. NPAC reviews form, determines a time estimate to complete migration at the NPAC level.  NPAC then notifies all service providers of request.

3. NPAC submits request to LLC for approval of the SPID Migration Maintenance Window if extension to maintenance window is needed.

4. Service providers respond with objections/agreements to NPAC notification in Step 2 with an estimate on how long it will take to migrate in their systems.  The maintenance window will be timed to accommodate the longest estimate. 

5. LLC responds with approval or denial if they are involved in a decision to approve any extension to the maintenance window.

6. NPAC sends out Final notification to all service providers. 

7. Migration weekend. 

Timeframe – point 1 to point 6 is 45 days; Timeframe from point 6 to point 7 is 60 days; Total timeframe from point 1 to 7 is 105 days. 

============================================================================

NOTE:  The text in red in the above steps was added during the discussion at the March, 2003 LNPA.  Also at the March, 2003 LNPA, it was suggested to swap the sequence of Steps 3 and 4 because it won’t be known if LLC involvement is required until after the service providers respond with time estimates. 

On Monday, 3/24, a subsequent conference call will be held to discuss the change bars on the overall 3.2 M&P package (attached).  The final M&P package is scheduled to be  distributed on 3/28.  The NANC 323 M&P will be removed from the 3.2 package at this time and worked on a different path.  The NANC 323 M&P will be placed on the  April LNPA agenda.
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· NANC 370:  This Change Order introduces a new notification over the interface that will be utilized in addition to an e-mail notification.  Possible use of the OP:INFO message will be investigated by NeuStar.

· NANC 380:  This is a Documentation Only change.

· NANC 381:  This is a Documentation Only change.

· NANC 363:  This Change Order is currently not backwards compatible.  NeuStar will  investigate if it can be made backwards compatible.  If not, this could require SOA/LSMS systems to support both Lockheed and NeuStar enterprise numbers if all Regions are not flash cut at the same time.  NeuStar will investigate NPAC continuing support of the Lockheed number for a brief sunset period.
Reseller Flows:
· NeuStar walked the group through the latest draft of the incorporated LNP provisioning process flows.  A number of revisions were made.  The review will also continue at the April, 2003 LNPA meeting.
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· For the porting of non-migrated Type 1 Cellular numbers, it was proposed to add “or a Type 1 Cellular number,” in Flow 2, Box 6.  A similar change is proposed in Figure 3, Box 4.  There is continuing discussion over whether Type 1 numbers and reseller numbers should be treated the same in the Flows.  This will be discussed in the April WNPO. 

· The LNPA made a decision to go with the proposed Alternate Main Flow with Figure 14 (see attached Flows above).  NeuStar will renumber the Flows so they make sense sequentially.  Figure 14 will become Figure 4.

· The LNPA has an action to review the Flow Narratives and get any comments back to NeuStar prior to the April LNPA meeting.  The Process Flows will be placed on Wednesday’s agenda for the April meeting.

NPAC Release 3.2 Project Plan:
Attached is the latest version of the Release 3.2 Project Plan.
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Review of February Action Items:
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· Item 0203-01:  This item was completed by NeuStar and is Closed.

· Item 0203-02:  This item was completed by NeuStar and is Closed.

· Item 0203-03:  This item was completed by NeuStar and is Closed.

· Item 0203-04:  This item was completed by NeuStar and is Closed.

· Item 0203-05:  Charles Ryburn, SBC, reported that it is true in Texas only that SBC is restricted on deleting numbers from LIDB for a client.  LIDB customers can complete a ballot authorizing SBC-Southwest to delete their number from the SBC LIDB database.  Item is Closed.

· Item 0203-06:  Item completed and is Closed.

· Item 0203-07:  Item remains Open.

· Item 0203-08:  Item is Closed.  Gary Sacra, LNPA Co-Chair, took a new action to discuss this issue in the LNPA Report to the March NANC meeting and send a request to the Pool Administrator to distribute an appropriate advisory to service providers recapping LERG-assignee responsibilities when donating 1K blocks.

· Item 0203-09:  Item remains Open until the March Projective Executive (PE) meeting.  The PEs will provide feedback to the LNPA.

· Item 0203-10:  Item remains Open.  The LNPA continues to solicit contributions from service providers regarding the NANC LRN issue.

· Item 0203-11:  Item remains Open.

· Item 0902-17:  Item is Closed.

· Item 1202-10:  Item is Closed.  INC has provided the draft document to the LNPA for review.

· Item 1202-17:  Item is Closed.  See NANC 363 readout in Change Management section of these minutes.

· Item 0103-10:  Item is Closed.  The LNPA decided to use the proposed Alternate Main Flow with new Figure 14.  

· Item 0103-11:  Item remains Open.

New Business:

· At the February LNPA meeting, Verizon raised an issue regarding certain providers donating 1K blocks to the industry pool, and not taking the necessary steps to make their donor switch LNP-capable in order to perform the query-of-last-resort.  At the March LNPA, Gary Sacra reported that the INC Thousands Block Number Pooling Administration Guidelines contain sufficient text requiring service providers who donate blocks to the pool to provision their network and switches, thus enabling

them to perform the query-of-last-resort.

Section 4.1 (d), entitled "Code Holder Responsibilities," states the following:

"confirm, prior to donating the thousands-block to the industry inventory

pool, that:

1) all unavailable TNs within contaminated thousands-blocks have

been intra-service provider ported;

2) the associated NPA/NXX is currently available for call

routing, is flagged as LNP capable in the LERG Routing Guide and the NPAC, and the NPA-NXX query triggers are applied in all switches and reflected in the appropriate network databases (e.g., STP routing tables);

3) the NXX-assigned switch is currently LNP-capable and will

process terminating traffic appropriately; and

4) interconnection facilities have been established between the NXX-assigned switch and other interconnecting networks." 

Gary Sacra, LNPA Co-Chair, took a new action to discuss this issue in the LNPA Report to the March NANC meeting and send a request to the Pool Administrator to distribute an appropriate advisory to service providers recapping LERG-assignee responsibilities when donating 1K blocks.

· Release 3.2 backout:  NeuStar reported that no NPAC hardware changes are necessary related to Release 3.2.  Backout of the release is possible and the procedure, if necessary, would require an additional 24 hour maintenance window.

Remaining 2003 Meeting Schedule:

· Wireless will meet on Mondays and Tuesdays, the Architecture Planning Team will meet on Tuesdays from 1pm-5pm local time, and the LNPA will meet on Wednesdays and Thursdays.
· Apr.  Week of 4/7.  No NANC meeting.  Hosted by NeuStar in Sterling, Va.
NOTE that for the April meeting, attendees should fly into Dulles Airport.   The NeuStar building is 5 miles north of Dulles Airport.
· May  Week of 5/5.  NANC meets on 5/13.  Hosted by Sprint in Kansas City.
· Jun.  Week of 6/9.  No NANC meeting.  Hosted by AT&T in New York.
· Jul.  Week of 7/7.  NANC meets on 7/15.  Hosted by Cingular in Chicago.
· Aug.  Week of 8/11.  No NANC meeting.  Hosted by AT&T Wireless in Seattle.
· Sep.  Week of 9/15.  NANC meets on 9/25.  Hosted by Verizon in Portland, Maine.
· Oct.  Week of 10/13.  No NANC meeting.  Hosted by Canadian Consortium in Banff, Alberta, Canada.
· Nov.  Week of 11/10.  NANC meets on 11/5.  Hosted by VeriSign in Overland Park, Kansas.
· Dec.  Week of 12/8.  No NANC meeting.  Hosted by Telcordia in San Diego.

6. NPAC to SP final notification 


To LLC 





2. NPAC identifies timeframe  & notifies SPs





4. SPs respond





3. NPAC goes to LLC 





5. LLC responds


    to NPAC





1. SP notifies NPAC








7. Migration  











1
1

_1109686684.doc


WNPO DECISION/RECOMMENDATION MATRIX


2/27/03

		Item #

		Date Logged

		Recommend Chg to Reqs

		Major Topic

		Decisions/Recommendations



		0001




		10/9/01

		Yes

		Time Stamp on SV Create

		The WNPO decided that for an inter-species port (between wireless and wireline) the time stamp on an SV create sent to the NPAC must be set to zero.  For wireless-to-wireless SV creates, specific times can be set.  There are still some operational problems associated with the time stamps today, and they may be exacerbated with the introduction of wireless porting.



		0002

		10/9/01

		Yes

		Type 1 Trunk Conversion

		Recommend that project management processes be put in place for Type 1 trunk conversions.



		0003

		12/10/01

		Yes

		BFR Contact Information

		Sending the BFR form to the recipient contact information in the WNPO BFR Matrix or the LERG contact information guarantees that you have made the request for another service provider to support long-term Local Number Portability (LNP) and open ALL codes for porting within specified Metropolitan Statistical Areas (MSAs) and the specified wireline switch CLLI (Common Language Location Identifier) codes.  The intended recipient is responsible for opening the necessary codes for porting.  It is the recipient’s responsibility for ensuring that the contact information in the WNPO BFR Matrix and/or the LERG is correct.  



		0004

		12/10/01

		Yes

		N-1 Carrier Methodology Clarification

		The N-1 carrier (i.e. company) is responsible for performing the dip, not the N-1 switch.  If there is a locally terminated call then the originating carrier needs to perform the dip, because they cannot be sure whether the tandem switch belongs to the N-1 carrier or the N carrier (terminating carrier).  For all local terminations the originating carrier needs to perform the dip, however, for any calls going through an IXC the IXC must perform the dip.  Following are examples that were discussed:  


a) Wireless to a ported local wireless – the originating wireless carrier should perform the dip (unless they intend to default route and pay the terminating carrier to perform the dip for them).


b) Wireless to a ported local wireline – the originating wireless carrier should perform the dip, since they cannot be sure whether a tandem switch belongs to a different carrier than the terminating switch (unless they intend to default route and pay the terminating carrier to perform the dip for them).



		0005

		1/7/02

		Yes

		BFR Requirements

		The NRO 3rd Report & Order, released on 12/28/01, clarified that BFRs (Bonafide Requests) are not needed within top 100 MSAs – all codes within the top 100 MSAs must be open for porting by 11/24/02.  This applies to both wireline and wireless SPs.



		0006

		1/9/02

		Yes

		Sufficient Testing Prior to Turn-Up

		Service providers must sufficiently test all equipment prior to turning it up in production.  If service providers are unable to complete sufficient testing they should not turn up equipment that is not ready for production use. 



		0007

		2/4/02

		Yes

		Database Query Priority

		Number portability queries should be performed prior to HLR queries for call originations on a wireless MSC.



		0008

		

		

		Major Recommendations from CTIA Report on WNP Version 2.0

		(Will be added at a later date)



		0009

		3/4/02

		Yes

		Ensuring Timely Updates to Network Element Subsequent to NPAC Broadcasts

		The appropriate network elements should be updated with the routing information broadcast from the NPAC SMS within 15 minutes of the receipt of the broadcast.



		0010

		3/4/02

		Yes

		No NPAC Porting Activities During the SP Maintenance Windows

		NPAC porting activities should not be carried out during the service provider maintenance window timeframes.



		0011

		3/4/02

		Yes

		NeuStar Application Process

		At a minimum, NeuStar recommends that all SPs start the application process with NeuStar no later than July 1, 2002 to secure the necessary NeuStar resources in order to comply with the mandated dates.  A carrier cannot begin participation in intercarrier testing until the application process is completed.  



		0012

		4/8/02

		Yes

		Wireless Reseller Flows

		The WNPO took a vote on 4/8/02 and decided that Option B (as described in a contribution from Sprint), an alternative wireless reseller flow, would be used instead of those documented in the Technical, Operational and Implementation Requirements document (Option A).  The flows and narratives for Option B will be documented in upcoming WNPO meetings. 



		0013

		4/9/02

		Yes

		FCC 3rd Order on Reconsideration and NPRM (FF 02-73)

		The issuance of the FCC 3rd Order on Reconsideration and NPRM (FCC 02-73) in March 2002 has caused uncertainty within the wireless industry.  The WNPO has agreed upon the assumptions below in an effort to minimize the uncertainty and effectively manage the implementation of WLNP and pooling.

1) Wireless service providers participating at the WNPO are agreeing to open all their codes within the Top 100 MSAs prior to 11/24/02 (without receiving a BFR), regardless of whether BFRs are required in the future.  The original mandate specifies that BFRs must be submitted no less than nine months prior to implementation.


2) Wireless service providers participating at the WNPO will assume the Top 100 MSAs are those defined in the 3rd NRO Report and Order – FCC 01-362 issued in December 2001 (including CMSAs).


Note: Participating service providers are defined as those in attendance at the 4/8/02 WNPO meeting.



		0014

		4/23/02

		Yes

		Paging Codes

		Paging Codes should not be marked as portable in the LERG.  Refer to the Telcordia™ Routing Administration (TRA) Central Office Code Assignment Guidelines (COCAG) Forms Part 2 Job Aid for additional information.



		0015

		5/14/02

		Yes

		Staggered Approach to Opening Codes in the LERG & NPAC

		The WNPO has published a schedule for opening codes in the LERG and the NPAC.  It is recommended that this staggered schedule be followed by wireless carriers in order to manage workload for pooling and porting implementation.



		0016

		5/14/02

		Yes

		LRN Assignments

		Wireless carriers should define their LRNs per switch, per LATA, per wireless point of interconnect (in the case of multiple points of interconnect to multiple LECs in the same LATA).



		0017

		5/14/02

		Yes

		Troubleshooting Contacts

		Carriers should update their troubleshooting contact information on the NIIF (Network Interconnection & Interoperability Forum) website under www.atis.org.



		0018

		5/14/02

		Yes

		LSOG Version

		Wireless and wireline carriers should support at least LSOG 5.0.  



		0019

		6/10/02

		Yes

		Clearinghouse Maintenance Windows

		Maintenance on all systems used exclusively for LNP should be scheduled to occur during the regular Service Provider Maintenance Window that occurs each Sunday morning.



		0020

		08/13/02

		Yes

		NPDI Field on LSR

		In a wireline to wireless port, wireless service providers will always populate the NPDI field on the LSR with a value of ‘’C’’.



		0021

		11/25/02

		Yes

		Permissive Dialing Periods

		Due to the face that wireless and wireline service providers will be sharing codes in the pooling/porting environment, extended Permissive Dialing Periods for wireless service providers can no longer be supported.



		0022

		11/25/02

		No

		Porting/Pooling and Telemarketing

		In a pooling or porting environment, there will be a potential impact from telemarketers after November 24, 2002 on the wireless customer.  As required by current law, it remains the responsibility of the Telemarketing Industry to ensure that wireless customers are not adversely impacted (see Rules and Regulations for Implementing the Telephone Consumer Protection Act of 1991, CG Docket No. 02-278 and CC Docket No. 92-90.  



		0023

		2/25/03 

		No 

		Vertical Services Database Updates 

		The recommendation is that all Service Providers analyze their internal processes by which the various databases are updated with their individual database provider to assess timing requirements and determine potential issues.  This will be placed on the decision recommendation matrix.
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NPAC Release 3.2 Implementation


284 days
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3


Effective Start Date
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4


Release Package to NAPM LLC
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FRS Draft #1 review period by Industry


5 days


Mon 8/12/02


Fri 8/16/02


20


FRS Draft #2 Integrated Document distributed to Industry


1 day


Tue 9/3/02


Tue 9/3/02


21


FRS Draft #2 review period by Industry


11 days


Wed 9/4/02


Wed 9/18/02


22


FRS Proposed Final Integrated Document


1 day


Mon 9/23/02


Mon 9/23/02


23


FRS Final Integrated Document (3.2.0a)


1 day


Thu 10/3/02


Thu 10/3/02


24


IIS Integrated Document Completion


33 days


Fri 9/6/02


Tue 10/22/02


25


IIS Draft #1 Integrated Document distributed to Industry


1 day


Fri 9/6/02


Fri 9/6/02


26


IIS Draft #1 review period by Industry


8 days


Mon 9/9/02


Wed 9/18/02


27


IIS Draft #2 Integrated Document distributed to Industry (3.2.0a)


1 day


Thu 10/3/02


Thu 10/3/02


28


IIS Draft #2 review period by Industry (3.2.0a)


9 days


Fri 10/4/02


Wed 10/16/02


29


IIS Final Integrated Document (3.2.0a)  Review produced no changes.


1 day


Tue 10/22/02


Tue 10/22/02


6/1


LNPA Co Chair


5/26


6/2


May


June
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30


M&P Development Completion


26 days


Fri 2/21/03


Fri 3/28/03


31


M&Ps Draft #1 distributed to Industry


1 day


Fri 2/21/03


Fri 2/21/03


32


M&Ps Draft #1 review period by Industry


5 days


Mon 2/24/03


Fri 2/28/03


33


M&Ps Draft #2 distributed to Industry


1 day


Thu 3/13/03


Thu 3/13/03


34


M&Ps Draft #2 review period by Industry


5 days


Fri 3/14/03


Thu 3/20/03


35


FINAL Publishing of M&Ps  (SLR 26)


1 day


Fri 3/28/03


Fri 3/28/03


36


Delta Change Order document completed


19 days


Mon 9/9/02


Thu 10/3/02


37


Release 3.2 Development Completed


162 days


Mon 6/3/02


Fri 1/10/03


38


Phase 1.3  IT&S Testing of the Enhancement


121 days


Mon 9/16/02


Mon 3/3/03


39


Develop Test Cases


65 days


Mon 9/16/02


Fri 12/13/02


40


Execute Internal testing


35 days


Mon 1/13/03


Fri 2/28/03


41


NeuStar Software Certification and install on Test bed


1 day


Mon 3/3/03


Mon 3/3/03


42


Notification of requirements to pass edits to 191, 291, and 319


1 day


Mon 1/13/03


Mon 1/13/03


43


Phase 1.4 Interoperability Testing


164 days


Mon 7/15/02


Thu 2/27/03


44


Interoperability and Test Cases Completion


80 days


Thu 8/8/02


Wed 11/27/02


45


ITP Test Case List Draft #1 distributed to Industry


1 day


Thu 8/8/02


Thu 8/8/02


46


ITP Test Case List Draft #1 review period by Industry


21 days


Fri 8/9/02


Fri 9/6/02


47


ITP Test Case List Draft #2 distributed to Industry


1 day


Thu 9/19/02


Thu 9/19/02


48


ITP Test Case List Draft #2 review period by Industry


10 days


Fri 9/20/02


Thu 10/3/02


49


ITP Test Cases - Draft #1 - distributed to Industry


1 day


Wed 10/16/02


Wed 10/16/02


50


ITP Test Cases - Draft #1 - review period by Industry


11 days


Thu 10/17/02


Thu 10/31/02


51


ITP Test Cases - Draft #2 - distributed to Industry


1 day


Tue 11/12/02


Tue 11/12/02


52


ITP Test Cases - Draft #2 review period by Industry


9 days


Wed 11/13/02


Mon 11/25/02


53


FINAL Publishing of ITP Test Case


1 day


Wed 11/27/02


Wed 11/27/02


54


ITP Simulator Upgrade


160 days


Mon 7/15/02


Fri 2/21/03


55


Analyze and Design changes to GDMO and ASN.1


25 days


Mon 7/15/02


Fri 8/16/02


NeuStar


5/26


6/2


May


June
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56


Coding of changes


22 days


Fri 8/16/02


Mon 9/16/02


57


Testing Modified ITP


20 days


Mon 9/16/02


Fri 10/11/02


58


Training to NeuStar


1 day


Fri 11/1/02


Fri 11/1/02


59


Interoperability Test Execution with Vendors


60 days


Mon 12/2/02


Fri 2/21/03


60


ITP Testing Communication Plan


61 days


Thu 12/5/02


Thu 2/27/03


61


Weekly SP/Vendor ITP Conference call


1 day


Thu 12/5/02


Thu 12/5/02


62


Weekly SP/Vendor ITP Conference Call


1 day


Thu 12/12/02


Thu 12/12/02


63


Weekly SP/Vendor ITP Conference call


1 day


Thu 12/19/02


Thu 12/19/02


64


Weekly SP/Vendor ITP Conference call


1 day


Thu 12/26/02


Thu 12/26/02


65


Weekly SP/Vendor ITP Conference call


1 day


Thu 1/2/03


Thu 1/2/03


66


Weekly SP/Vendor ITP Conference call


1 day


Thu 1/9/03


Thu 1/9/03


67


Weekly SP/Vendor ITP Conference Call


1 day


Thu 1/16/03


Thu 1/16/03


68


Weekly SP/Vendor ITP Conference Call


1 day


Thu 1/30/03


Thu 1/30/03


69


Weekly SP/Vendor ITP Conference Call


1 day


Thu 1/30/03


Thu 1/30/03


70


Weekly SP/Vendor ITP Conference Call


1 day


Thu 2/6/03


Thu 2/6/03


71


Weekly SP/Vendor ITP Conference Call


1 day


Thu 2/13/03


Thu 2/13/03


72


Weekly SP/Vendor ITP Conference Call


1 day


Thu 2/20/03


Thu 2/20/03


73


Weekly SP/Vendor ITP Conference Call


1 day


Thu 2/27/03


Thu 2/27/03


74


Phase 2.0 Turn Up Testing Of Enhancement


206 days


Fri 8/9/02


Fri 5/16/03


75


Phase 2.1 Turn Up Test Plan and Test Case Completion


147 days


Fri 8/9/02


Mon 3/3/03


76


Turn Up Test Case List Draft #1 distributed to Industry


1 day


Fri 8/9/02


Fri 8/9/02


77


Turn Up Test Case List review period by Industry


27 days


Tue 8/13/02


Wed 9/18/02


78


Turn Up Test Case List Draft #2 distributed to Industry


1 day


Tue 10/8/02


Tue 10/8/02


79


Turn Up Test Case List Draft #2 review period by Industry


10 days


Wed 10/9/02


Tue 10/22/02


80


Turn Up Test Cases - Draft #1 distributed to Industry


1 day


Fri 11/22/02


Fri 11/22/02


81


Turn Up Test Cases - Draft #1 review period by Industry


16 days


Mon 11/25/02


Mon 12/16/02


82


Turn UP Test Cases - Review Conf call


2 days


Tue 12/17/02


Wed 12/18/02


83


Turn Up Test Cases - Draft #2 distributed to Industry


1 day


Fri 1/17/03


Fri 1/17/03


5/26


6/2


May


June





[image: image4.wmf]ID


Task Name


Duration


Start


Finish


Predecessors


84


Turn Up Test Cases - Draft #2 review period by Industry


15 days


Mon 1/20/03


Fri 2/7/03


85


FINAL Publishing of Turn Up Test Plan for R3.2


1 day


Fri 2/14/03


Fri 2/14/03


86


SP Certification & Regression Test Plan with mods for R3.2, distributed to Industry


1 day


Tue 2/18/03


Tue 2/18/03


87


SP Certification & Regression Test Plan with mods for R3.2, review period by Industry


10 days


Tue 2/18/03


Mon 3/3/03


88


FINAL Publishing of Turn Up Test Plan (3.2.0a).  Review produced no changes.


1 day


Mon 3/3/03


Mon 3/3/03


89


Phase 2.2 Turn Up Test Execution


69 days


Tue 2/18/03


Fri 5/16/03


90


Sample BDD and SMURF files distributed for NANC 169, 354, and 323


1 day


Tue 2/18/03


Tue 2/18/03


91


Turn Up Testing Communication Plan


57 days


Wed 3/5/03


Thu 5/15/03


92


Daily TUT Status reports


40 days


Wed 3/5/03


Fri 4/25/03


93


Weekly SP TUT Conference call


1 day


Thu 3/6/03


Thu 3/6/03


94


Weekly SP TUT Conference call


1 day


Thu 3/13/03


Thu 3/13/03


95


Weekly SP TUT Conference call


1 day


Thu 3/20/03


Thu 3/20/03


96


Weekly SP TUT Conference call


1 day


Thu 3/27/03


Thu 3/27/03


97


Weekly SP TUT Conference call


1 day


Thu 4/3/03


Thu 4/3/03


98


Weekly SP  TUT Conference call


1 day


Thu 4/10/03


Thu 4/10/03


99


Weekly SP  TUT Conference call


1 day


Thu 4/17/03


Thu 4/17/03


100


Weekly SP TUT Conference call


1 day


Thu 4/24/03


Thu 4/24/03


101


Weekly SP TUT Conference call


1 day


Thu 5/1/03


Thu 5/1/03


102


Weekly SP TUT Conference call


1 day


Thu 5/8/03


Thu 5/8/03


103


Weekly SP TUT Conference call


1 day


Thu 5/15/03


Thu 5/15/03


104


SP Release  3.2 Testing


60 days


Mon 3/3/03


Fri 5/16/03


105


SP Individual Testing Session 


42 days


Mon 3/3/03


Fri 4/25/03


106


SP Group and Performance Testing


14 days


Mon 4/28/03


Wed 5/14/03


105


107


SP Failover Testing


2 days


Thu 5/15/03


Fri 5/16/03


108


Phase 3.0 Roll Out of Enhancement


128 days


Fri 1/3/03


Wed 6/18/03


109


EMW (Enhanced Maintenance Window) Blanket Request Completion


1 day


Fri 1/3/03


Fri 1/3/03


110


Notification of completion of IT&S Acceptance


1 day


Thu 3/6/03


Thu 3/6/03


5/26


6/2


May


June
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111


LLC/PEs Identify sequence of region installation


1 day


Fri 1/31/03


Fri 1/31/03


112


Region 1 (Mid West)  Install 3.2 Release


36 days


Fri 4/18/03


Fri 5/30/03


113


Provide 30 day notification (SLR 24)


1 day


Fri 4/18/03


Fri 4/18/03


114


Send out SP Profile Questionaire


1 day


Mon 4/28/03


Mon 4/28/03


115


Preliminary Go/No Go Decision


1 day


Fri 5/2/03


Fri 5/2/03


116


SPs profile information due to NeuStar


1 day


Mon 5/5/03


Mon 5/5/03


117


NPAC Taken down for H/w S/w install


1 day


Sun 5/18/03


Sun 5/18/03


118


Region 1 Final Go-NoGo decision


0 days


Sun 5/18/03


Sun 5/18/03


119


Install Rel 3.2 Production Software


1 day


Sun 5/18/03


Sun 5/18/03


120


Region 1 General Availability


0 days


Mon 5/19/03


Mon 5/19/03


121


Region 1 Contigency Plan conference call 


0 days


Mon 5/19/03


Mon 5/19/03


122


Region 1 Soak Period


11 days


Mon 5/19/03


Fri 5/30/03


123


124


Regions 2,3 and 4 (MAtlantic, S East and S West)  Install 3.2 Release


35 days


Fri 5/2/03


Fri 6/13/03


125


Provide 30 day notification


1 day


Fri 5/2/03


Fri 5/2/03


126


Send out SP Profile Questionaire


1 day


Mon 5/12/03


Mon 5/12/03


127


Preliminary Go/No Go decision


1 day


Fri 5/16/03


Fri 5/16/03


128


SPs profile information due to NeuStar


1 day


Mon 5/19/03


Mon 5/19/03


129


NPAC Taken down for H/w S/w install


1 day


Sun 6/1/03


Sun 6/1/03


130


Regions 2,3 and 4  Final Go-NoGo decision


0 days


Sun 6/1/03


Sun 6/1/03


131


Install Rel 3.2 Production Software


0 days


Sun 6/1/03


Sun 6/1/03


132


Regions 2,3 and 4 General Availability


0 days


Mon 6/2/03


Mon 6/2/03


133


Regions 2,3 and 4 Contigency Plan conference call 


0 days


Mon 6/2/03


Mon 6/2/03


134


Regions 2,3 and 4 Soak Period


10 days


Mon 6/2/03


Fri 6/13/03


135


5/26


6/2


May


June
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136


Regions 5,6 and 7 (N East, W Coast and Western) Install 3.2 Release


26 days


Fri 5/16/03


Mon 6/16/03


137


Provide 30 day notification


1 day


Fri 5/16/03


Fri 5/16/03


138


Send out SP Profile Questionaire


1 day


Mon 5/26/03


Mon 5/26/03


139


Preliminary Go/No Go decision


1 day


Fri 5/30/03


Fri 5/30/03


140


SPs profile information due to NeuStar


1 day


Mon 6/2/03


Mon 6/2/03


141


NPAC Taken down for H/w S/w install


1 day


Sun 6/15/03


Sun 6/15/03


142


Regions 5,6 and 7 Final Go-NoGo decision


0 days


Sun 6/15/03


Sun 6/15/03


143


Install Rel 3.2 Production Software


1 day


Sun 6/15/03


Sun 6/15/03


144


Regions 5,6 and 7 General Availability


0 days


Mon 6/16/03


Mon 6/16/03


145


Regions 5,6 and 7 Contigency Plan conference call 


1 day


Mon 6/16/03


Mon 6/16/03


146


147


Send Notice to clean up DPC and LRN data in existing SVs 


1 day


Wed 6/18/03


Wed 6/18/03


148


149


SOW Close out


0 days


Mon 6/16/03


Mon 6/16/03


150


Issue letter to PEs Results of Installation


0 days


Mon 6/16/03


Mon 6/16/03


151


Post Mortem Conference Call


0 days


Mon 6/16/03


Mon 6/16/03


5/26


6/2


May


June
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1 General Notes



This Methods and Procedures document is developed for the NPAC SMS Release 3.2 and contains information that pertains only to the fifteen change orders that are being implemented in that release.  



The following list of change orders include Methods and Procedures impacts:



· NANC 169: Delta Download File Creation by Time Range for SVs



· NANC 187: Linked Action Replies



· NANC 191: DPC/SSN Value Edits



· NANC 192: NPA Split NPAC SMS Load File



· NANC 230: Donor SOA Port-to-Original of an Intra-Service Provider Port



· NANC 291: SSN Edits in the NPAC SMS



· NANC 319: NPAC Edit to Ensure NPA-NXX of LRN is in Same LATA as NPA-NXX of Ported TN



· NANC 322: Clean Up of Failed SP List based on Service Provider BDD Response File



· NANC 323: Partial Migration of a SPID via Mass Update



· NANC 354: Delta Download File Creation by Time Range for Network Data



The following list of change orders DO NOT include Methods and Procedures impacts:



· NANC 218: Conflict Timestamp Broadcast to SOA



· NANC 249: Modification of Dates for a Disconnect Pending SV



· NANC 287: ASN.1 Change for Required Field in VersionNewNPA-NXX and VersionNewNPA-NXX Recovery Notification



· NANC 297: Sending SV Problem During Recovery



· NANC 316: Change the NSAP Field Size Declaration in ASN.1 – ASN.1 Recompile



Methods and Procedures developed related to the functionality of these change orders shall be integrated into the master NPAC Methods and Procedures for Service Providers document.



2 M&Ps for NPAC SMS Release 3.2



2.1 Delta Download File Creation by Time Range for SVs (NANC 169)



The current section describing database downloads is 4.15 Initial Database Downloads.  Update this section as follows:


Database downloads tapes for initial loading of the Service Provider system must be requested.  The Service Providers prohibit downloading of database information from the NPAC SMS for initial database creation on agreement.  Once a Service Provider registers and before connection to the NPAC has been established, the Service Provider will need to request a Bulk Data Download from the NPAC.  NPAC database queries are not used for initial database creation.  A Bulk Data Download also should be requested if a Service Provider’s system experiences a large data loss.  Delta Bulk Data Downloads can be requested when data recovery for a limited time-interval is required.  To request a Bulk Data Download contact NPAC Personnel.  In the event of an error with a Service Provider’s systems causing large database losses, database downloads requests can and should be requested.  To request a download please contact NPAC personnel.  After a Service Provider registers and before connection to the NPAC, the Service Provider will need download their files via FTP or Tape.  A Service Provider cannot download to the live system.


Update Section 4.16 - “Resynchronizing of SMS Data/Network Data Downloads” as follows.


Rename the section to “Resynchronizing of SMS Data, Mechanized Recovery and Bulk Data Downloads”



It may be necessary to download network or subscription version data from the NPAC SMS database to files for the local SMSs.  The SMS downloads the data in bulk, (all at one time). The Service Provider accesses the data using a file transfer protocol (FTP), and enters the current NPAC SMS data into the local SMS.  Please note:  The SP and NPAC’s time must be within 5 minutes of each other.  The purpose of a bulk data download is to keep the Service Provider’s LSMS synchronized with the NPAC SMS. A bulk download consists of one or both of the following:



· Service Provider network data



· Subscription version data



If the time frame that the user needs to synchronize for is a time frame less than one-day then on-line synchronization can be done over the CMIP mechanized interface for both service provider network data and subscription data.



The following verbiage is inappropriate within 4.16; it’s an unrelated topic and would typically be found in section 4.13.13.  This verbiage should be deleted from here, refer to further suggestions related to section 4.13.13 below (section 2.2 of this document).  


To set/modify the “SOA/LSMS Network Data Download” parameter in a Service Provider Profile the following steps must be followed:



1. Service Provider Personnel will contact NPAC Personnel with a request to set/modify their “SOA/LSMS Network Data Download” parameter. Valid values for this parameter are “ON” or “OFF”. If the SOA/LSMS Network Data Download parameter is set to “ON” the Service Provider will receive data downloads from the NPAC SMS to their respective systems. Service Providers that have had their profile established prior to the implementation of this functionality will need to have the parameter set.  Service Providers that have established their profile since the implementation of this functionality will have the value set according to the instructions contained in their profile paperwork. If the Service Provider requests a parameter that falls outside the valid range, the request will be denied.



2. NPAC Personnel shall validate the caller’s name and authorization code against a list of authorized Service Provider Personnel. If the caller cannot be validated the request is denied. If the caller is validated the request is processed.



3. NPAC Personnel, using the NPAC Administrative Interface, shall navigate to the appropriate Service Provider Profile and set the SOA/LSMS Supports Timer Type functionality indicator to the value requested by the Service Provider. The NPAC SMS will generate a confirmation message to the screen indicating the change has been made successfully.


Replace the existing verbiage in section 4.16 with the following paragraphs/and additional subsection:


When a Service Provider system goes out of service, the local system(s) must be ‘synchronized’ with the NPAC SMS to ensure data reliability across all production LNP systems.  If the time frame that the local Service Provider system needs to recover information is less than one day, then mechanized recovery can be done over the CMIP mechanized interface for Service Provider Network Data, Notifications, Subscription Versions and Number Pool Blocks based on the capabilities of the local Service Provider system.



If the time frame for which the local Service Provider system needs to recover information is greater than one day, or if the Service Provider does not want to resynchronize over the interface (for whatever reason), the Service Provider may request a Bulk Data Download from the NPAC SMS in order to manually update their local system(s).  The NPAC SMS downloads requested data and places the files on the Service Provider’s file transfer protocol (FTP) site.  The Service Provider then accesses the Bulk Data Download at their FTP site, then uses it to update their local system(s) with the current NPAC SMS data.



4.16.1 Mechanized Recovery



Mechanized recovery allows a local Service Provider system (SOAs and LSMSs) to synchronize with the ‘live’ NPAC SMS without having to disassociate from the NPAC SMS.  The SOAs and LSMSs are able to request Network Data, Subscription Version, Number Pool Block, and Notification data that had been sent previously to the Service Provider.  The recovery request is sent from a SOA or LSMS across the CMIP interface.  The NPAC responds by sending the requested data back across the CMIP interface to the SOA or LSMS that made the request.



Prior to the implementation of NPAC Release 3.2.0, during mechanized recovery, the Service Provider local system recovered ‘normal’, non-linked replies from the NPAC SMS.  If there was a large volume of data for the recovery criteria specified in the request, then in some cases recovery was impeded because there may have been too many ‘objects’ to recover.  If a Service Provider’s local system supports receiving linked action replies with the implementation of NPAC Release 3.2.0, then recovery may be expedited because the NPAC can send fewer total messages over the interface by ‘grouping’ the messages based on certain NPAC SMS tunables.



The ‘NPAC Customer SOA Linked Replies Indicator’ is a Service Provider parameter that controls whether the Service Provider receives linked action replies or ‘normal’, non-linked replies to their SOA system from the NPAC during recovery.  If the parameter is set to TRUE, the Service Provider’s SOA will receive linked action replies in groups based on the requested data type blocking factor (NPAC tunables) during recovery.  If the parameter is set to FALSE, the Service Provider’s SOA will receive ‘normal’, non-linked action replies during recovery.  For more information about this Service Provider parameter please refer to section 4.13.13 Modifying the Parameters in a Service Provider Profile and/or Appendix U: Service Provider Tunable Parameters. (this is a recommendation to add this Appendix to the M&P document – see more information in section 2.2 below)


The ‘NPAC Customer Local SMS Linked Replies Indicator’ is a Service Provider parameter that controls whether a Service Provider receives linked action replies or ‘normal’, non-linked replies to their LSMS system from the NPAC during recovery.  If the parameter is set to TRUE, the Service Provider’s LSMS will receive linked action replies in groups based on the requested data type blocking factor (NPAC tunables) during recovery. If the parameter is set to FALSE, the Service Provider’s LSMS will receive ‘normal’, non-linked action replies during recovery.  For more information about this Service Provider parameter please refer to section 4.13.13 Modifying the Parameters in a Service Provider Profile and/or Appendix U: Service Provider Tunable Parameters. (this is a recommendation to add this Appendix to the M&P document – see more information in section 2.2 below)


If the Service Provider does not support linked replies from the NPAC SMS during recovery, then the recovery request is limited by an NPAC tunable, ‘Maximum Download Duration’.  Thus, a request that exceeds the allowable timeframe defined by this tunable is rejected and the Service Provider’s system may request a smaller timeframe that does not exceed the tunable.



If the Service Provider does support linked replies from the NPAC SMS during recovery, then the recovery is limited by the NPAC tunables, ‘Maximum Linked Recovered Objects’.  There is a ‘Maximum Linked Recovered Objects’ tunable for each type of recoverable data;  Network Data, Subscription Versions, Number Pool Blocks and Notifications.  When the number of objects for the requested recovery data exceeds the respective tunable, then the request is rejected and the Service Provider’s system may request a smaller timeframe that results in a smaller volume of ‘objects’.   



4.16.2 Bulk Data Download



Bulk Data Download files may be requested from the NPAC by authorized Service Provider Personnel.  Service Providers may use these files for various purposes including initializing their local system prior to entry into the production LNP environment or to synchronize their local system database after a prolonged outage.  If a Service Provider system has been out of service for more than 24 hours, the Service Provider must request a Bulk Data Download to resynchronize with the NPAC SMS.  Mechanized recovery is not allowed for a timeframe greater than 24 hours.  Bulk Data Download files may include Subscription Versions, Network Data, and Number Pool Block information (or any combination of such data).  



To generate a Bulk Data Download File the following steps must be followed.



1. Service Provider Personnel will contact NPAC Personnel with a request to create a Bulk Data Download File.  Service Provider Personnel are responsible for specifying the data criteria to be included in the file:



· Data To Export



Subscription: Subscription Version Data (LISP and LSPP and POOL – for non-EDR LSMSs)



Network: Network Data



Number Pool Block: Number Pool Block Data 



NPAC Personnel have the ability to specify any combination of Subscription, Network and/or Number Pool Block data in a single request.



· View to Export



Active Like – 



In addition to Subscription data, includes only subscription versions with a status of Active, Disconnect Pending, Partial Failure or Sending that are being downloaded for either an activate or modify request.



In addition to Network, includes all Network Data.  If the Service Provider’s profile is set such that they support NPA-NXX-Xs, these objects will be included.



In addition to Number Pool Block, includes Number Pool Blocks with a status of Active, Partial Failure or Sending that are being downloaded for either an activate or modify request.



Latest View of Activity – when this is selected, the Broadcast Date/Time is required.



In addition to Subscription data, includes subscription versions regardless of status, in order to capture activation, modification and deletion requests, but only includes the latest instance of the TN when the TN has more than one activity within the specified time range.



In addition to Network, includes all Network Data to capture creation, modification (NPA-NXX-X only), and deletion requests, but only includes the latest instance of the network data when the network data has had more than one activity within the specified time range.



In addition to Number Pool Block, includes Number Pool Blocks regardless of their status in order to capture activation, modification and depool requests, but only includes the latest instance of the block for a given NPA-NXX-X when a block has more than one activity within the specified time range.



· Requesting Service Provider



· Subscription TN Range



· Block Range



· Broadcast Date/Time Range – this is required if the View to Export is ‘Latest View of Activity’.



NOTE: NPAC Personnel shall work with Service Provider personnel to accurately determine the required timeframe criteria.  When a Service Provider provides the timeframe, NPAC Personnel will ascertain whether the timeframe is in the context of the local Service Provider time zone and if it is, NPAC Personnel shall use the Time Conversion Chart found in Appendix O to convert the timeframe to local NPAC user time.  This will ensure that the Bulk Data Download file results meet the Service Provider’s precise needs.



2. NPAC Personnel shall validate the caller’s name and authorization code against a list of authorized Service Provider Personnel.  If the caller cannot be validated, the request is denied.  If the caller is validated the request is processed.



3. NPAC Personnel, using the NPAC Administrative Interface, and operating in the appropriate region for the service provider request, shall navigate to the Network Data, Bulk Data Download Window and specify the appropriate Bulk Data Download criteria based on Service Provider input (refer to step 1 above).  The NPAC SMS will generate a confirmation message to the screen indicating the BDD file is being/has been generated.  When this file is created it will automatically be placed in the correct directory for the Requesting Service Provider on the NPAC SMS server.  NPAC Personnel DO NOT have to take further action to FTP the file to the Service Provider’s directory.



4. NPAC Personnel will notify the Requesting Service Provider when the file is ready to be sent using FTP.



NOTE:  Bulk Data Download files are prepared based on the criteria provided by the Service Provider.  NPAC Personnel, using the NPAC Administrative Interface and based on the Service Provider parameter settings for the requesting Service Provider in their Service Provider profile, enter the criteria for generating the BDD file(s).  If a Service Provider’s profile indicates that certain types of data are not supported, and the Service Provider has requested a Bulk Data Download file that includes data the Service Provider is not configured to receive, the requested data will not be included in the Bulk Data Download file.  For example, if a Service Provider Profile indicates that their system does not support NPA-NXX-Xs (-X data), this information is not included in the Network Data Bulk Data Download file.  



NOTE:  If NPA-NXX filters are set for the Service Provider, then Bulk Data Download data will be ‘filtered’ in the same way.  For example, the network data, subscription version and number pool block files will only contain data based on the NPA-NXX filters (filters = excluded, no filter = included).



NOTE:  If a Service Provider’s profile indicates it is EDR-enabled, and if the Service Provider requests a Bulk Data Download for Subscription Version data, then the BDD file will contain only non-POOLed Subscription Versions.  To get Number Pool Block information, a Bulk Data Download file for Number Pool Blocks must be requested.  



2.2 Linked Action Replies (NANC 187)



Add the new subsection to 4.16 called 4.16.1 Mechanized Recovery which can be found in section 2.1 of this document for readability purposes. 


I recommend a change in approach to sections 4.13.13 and 4.14 in the M&P document.  Rather than having a unique procedure written for modifying each SP and/or System Tunable parameter, I recommend ‘generic’ procedures written for modifying Service Provider parameters and modifying System Tunables and documenting all of the Service Provider parameters in an appendix at the back.  The system tunables are currently defined in Appendix I.  The recommended verbiage changes are as follows: 



Modify Section 4.13.13 – Modifying the Parameters in a Service Provider Profile in the master NPAC Methods and Procedures for Service Providers document.


To modify any of the Service Provider Parameters the following steps must be followed:



1. Service Provider Personnel will contact NPAC Personnel with a request to modify one or more of their Service Provider parameter(s). A list of Service Provider parameters, valid and default values may be found in Appendix U: Service Provider Tunable Parameters of this document.  If the Service Provider requests a parameter value that falls outside the valid range, the request will be denied.



2. NPAC Personnel shall validate the caller’s name and authorization code against a list of authorized Service Provider Personnel. If the caller cannot be validated the request is denied. If the caller is validated the request is processed.



3. NPAC Personnel, using the NPAC Administrative Interface, shall navigate to the appropriate Service Provider Profile and set the requested Service Provider parameter to the value requested by the Service Provider. The NPAC SMS will generate a confirmation message to the screen indicating the change has been made successfully. 



NOTE:
Use caution when requesting changes to certain Service Provider parameters as the modification may result in an adverse impact to other operations currently in progress.  For example, consider requesting parameter modifications take effect during scheduled maintenance or downtime.  


Add an Appendix U: Service Provider Tunable Parameters.  :


			NPAC CUSTOMER DATA MODEL





			Attribute Name


			Type (Size) 


			Required


			Description





			NPAC Customer ID


			C (4)


			(


			An alphanumeric code which uniquely identifies an NPAC Customer.





			NPAC Customer Name


			C (40)


			(


			A unique NPAC Customer Name.  Last two characters indicate SP Type, /1 (wireline), /2 (wireless), /3 (other).





			NPAC Customer Allowable Functions


			M


			(


			Each bit in the mask represents a Boolean indicator for the following functional options:



· SOA Management



· SOA Network Data Management



· SOA Data Download



· LSMS Network Data Management



· LSMS Data Download



· LSMS Queries/Audits





			NPAC New Functionality Support


			B


			(


			Each value represents a Boolean indicator is set to true if a service provider supports the functionality defined below.  This Boolean is used to support backward compatibility.  All values default to FALSE.



· Timer Type – True if the SOA supports timer type over the interface.



· Business Hours – True if the SOA supports business days/hours over the interface.



· LSMS WSMSC DPC SSN Data – True if the LSMS system supports WSMSC DPC and SSN Data in subscription versions.



· SOA WSMSC DPC SSN Data – True if the SOA system supports WSMSC DPC and SSN Data in subscription versions.





			Port In Timer Type


			E


			(


			Timer type supported by the Service Provider for porting where they are the New Service Provider:



S – Short Timers  



L – Long Timers  





			Port Out Timer Type


			E


			(


			Timer type supported by the Service Provider for porting where they are the Old Service Provider:



S – Short Timers  



L – Long Timers  





			Business Hour/Days


			E


			(


			Business Hours supported by the Service Provider:



S – Short Business Hours



L – Long Business Hours





			NPAC Customer SOA NPA-NXX-X Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer accepts NPA-NXX-X downloads from the NPAC SMS to their SOA.  This would be used in conjunction with the SOA Data Download bit mask value.



The default value is False.





			NPAC Customer LSMS NPA-NXX-X Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer accepts NPA-NXX-X downloads from the NPAC SMS to their LSMS.  This would be used in conjunction with the LSMS Data Download bit mask value.



The default value is False.





			NPAC Customer LSMS EDR Indicator


			B


			(


			A Boolean that indicates whether the NPAC Customer utilizes Efficient Data Representation (EDR) on the LSMS.  This would be used in conjunction with the LSMS Data Download bit mask value.



The default value is False.





			TN Range Notification Indicator


			B


			(


			A Boolean that indicates whether or not the NPAC Customer supports receiving the range format for SOA Notifications.



The default value is False.





			No New SP Concurrence Notification Indicator


			B


			(


			A Boolean that indicates whether or not the NPAC Customer supports receiving the SOA Notification “No New SP Concurrence Notification.



The default value is False.





			SOA Notification Priority Tunable Parameters


			C


			(


			Allows a NPAC Customer to establish the priority to be used for transmitting the notifications listed in Appendix C, Table C-7 to his SOA.  Valid priority values for these notifications are HIGH, MEDIUM, LOW, and NONE.  A priority of NONE indicates that the NPAC Customer does NOT wish to receive that particular notification.



The default value is MEDIUM.





			NPAC Customer SOA Linked Replies Indicator


			B


			(


			A Boolean that indicates whether or not the NPAC Customer supports receiving Linked Reply recovery responses over the NPAC SMS to SOA interface.



The default value is FALSE.





			NPAC Customer Local SMS Linked Replies Indicator


			B


			(


			A Boolean that indicates whether or not the NPAC Customer supports receiving Linked Reply recovery responses over the NPAC SMS to Local SMS interface.



The default value is FALSE.








Add to Section 4.14 Tunable Administration in the master NPAC Methods and Procedures for Service Providers document.


To modify a System Tunable, the following steps must be followed:



5. The LLC/PE will contact NPAC Project Executives with a request to modify one or more System Tunables.  A list of System Tunables, valid and default values may be found in the table in Appendix (I): System Tunables of this document.  If the LLC/PE request a parameter value that falls outside the valid range, the request will be denied.



6. The NPAC Project Executives will disseminate the change to NPAC Personnel.



7. At the agreed upon time NPAC Personnel, using the NPAC Administrative Interface, shall navigate to the System Tunable Parameters, and set the tunable value as requested.  The NPAC SMS will generate a confirmation message to the screen indicating the change has been made successfully.



Update the Communications Tunables Table in Appendix I – add the following rows.


			Communciations Tunables





			Tunable Name


			Default Value


			Units


			Valid Range





			Network Data Linked Replies Blocking Factor


			50


			objects


			1-2000





			The maximum number of objects in a single network data recovery linked reply response.





			Subscription Data Linked Replies Blocking Factor


			50


			objects


			1-2000





			The maximum number of objects in a single subscription data recovery linked reply response.





			Notification Data Linked Replies Blocking Factor


			50


			notifications


			1-2000





			The maximum number of notifications in a single notifications recovery linked reply response.





			Number Pool Block Data Linked Replies Blocking Factor


			50


			Objects


			1-2000





			The maximum number of objects in a single number pool block data recovery linked reply response.





			Network Data Maximum Linked Recovered Objects


			10000


			objects


			1-10000





			The maximum number of objects sent in a network data recovery response, when the SOA/LSMS supports Linked Replies.





			Subscription Data Maximum Linked Recovered Objects


			10000


			objects


			1-10000





			The maximum number of objects sent in a subscription data recovery response, when the LSMS supports Linked Replies.





			Notification Data Maximum Linked Recovered Notifications


			2000


			notifications


			1-10000





			The maximum number of notifications sent in a notification recovery response, when the SOA/LSMS supports Linked Replies.





			Number Pool Block Data Maximum Linked Recovered Objects


			10000


			objects


			1-10000





			The maximum number of objects sent in a number pool block data recovery response, when the LSMS supports Linked Replies.








The following section should be moved to a subsection of 4.16.1 Mechanized Recovery.  The following updates should be made as indicated where strikethrough indicates deletions and underlined text indicates additions:


4.13.3 4.16.1.1 Notification Recovery 



SOA and LSMS systems are able to request recovery of all notifications sent to them during a time range limited by the ‘Maximum Download Duration’ tunable (for Service Provider systems that don’t support Linked Replies) or the ‘Maximum Linked Recovered Notifications’ tunable (for Service Provider systems that do support Linked Replies).  The request for notification recovery is sent across the CMIP interface in a Network Notification Recovery Action.  The response to the notification recovery request is sent across the CMIP interface in a Network Notification Recovery Reply, a non-linked response.  



Refer to the NANC IIS for a list of all notifications that are subject to notification recovery.  



Refer to section 4.16.1 Mechanized Recovery for more information on this process.



2.3 DPC/SSN Value Edits (NANC 191)



Perform the following updates indicated with strikethrough for deletes and underline for additions to section 9.2 Procedures of the 3.0 M&P Document.  :


To initiate a Mass Update for Subscription Versions, the following actions will be taken:



1. Service Provider personnel will contact NPAC Personnel with a request for a Mass Update to a set of Subscription Versions.  Service Provider Personnel must provide the appropriate selection criteria for the Mass Update to NPAC Personnel at the time of the request.  The following selection criteria is available:



· Single TN



· TNs 


· Service Provider ID 



· LNP Type



· LRN



· DPC Values



· SSN Values



· Billing ID



· End User Location Type



· End User Location Value



Note: The Service Provider ID is a mandatory field, which must be populated with the requestor’s Service Provider ID.



2. NPAC Personnel shall validate the caller’s’ names and authorization codes against a list of authorized Service Provider Personnel. If the caller cannot be validated the request is denied. If the caller is validated the request is processed.



3. Using the NPAC OP GUI, NPAC Personnel will navigate to the Mass Update window and enter the appropriate information as specified by the Service Provider.  The NPAC SMS will initiate a confirmation message to the NPAC Personnel indicating that the Mass Update was performed successfully.  



3.a. The NPAC SMS will initiate the change to all matching Subscription Version and Number Pool Block records except in the following situations which result in an entry to the Mass Update Exception report:


· Subscription versions that match the update criteria exist for those with a status of old, partial failure, disconnect-pending, sending or cancelled.  



· The mass update request specifies WSMS data however the Service Provider does not support WSMSC data.



· Subscription Versions and Number Pool Blocks that match the update criteria exist with invalid DPC/SSN data that is not corrected by the data specified in the update request.



· An LRN specified for update exists with a LATA ID that is different than the LATA ID of the NPA-NXX for the Subscription Versions and/or Number Pool Blocks specified to be updated. The NPAC SMS will initiate a confirmation message to the NPAC Personnel indicating that the Mass Update was performed successfully.


3.b. .  In this event, proceed to the M&P titled, ‘Mass Update Exception Processing’.



3. The NPAC SMS will reject the Mass Update request and issue an error message in the following scenarios: 



· The TN Range specified overlaps a portion of an existing 1K Block, other than Blocks with a status of old.  In this case, NPAC Personnel must contact the Mass Update Requesting Service Provider of the problem, and wait for their direction before attempting another Mass Update.



· The TN Range specified includes a Block that has a status other than ‘Active’ with an empty Failed SP-List.  In this case, NPAC Personnel should ‘monitor’ the block (Query) and when the Block reaches an ‘Active’ Status with an empty Failed SP-List, attempt the Mass Update again.  If the Block has a status of partial failure, or failed, or has at least one SPID in the Failed SP-List, NPAC Personnel will identify the discrepant Service Providers, and work with them to re-send whatever action caused the ‘failed’ status or entry to the Failed SP-List.  Once this is resolved, NPAC Personnel can then attempt the Mass Update again.



If there are matching Subscription Versions for the Mass Update that are currently in a status of sending, partial failure, disconnect-pending or cancelled, the NPAC SMS shall create a log entry.  In this event, proceed to the M&P titled, ‘M&P for Mass Update Exception’.


9.2.1 Mass Update Exception Processing



Assumption: A Mass Update was initiated/processed and some subscription versions and/or number pool blocks could not be updated due to any of the bulleted reasons in step 3a of section 9.2 Procedures, above.  .in a state of sending, partial failure, disconnect-pending or cancelled existed.


To complete Mass Update Exception Processing the following steps must be followed:



1. NPAC Personnel, using the NPAC Administrative Interface, will navigate to the Mass Update Main Menu, select Reports, Network Management window and select the Mass Update Exception Report.  NPAC Personnel enter a time range that includes the log entry generated by the NPAC SMS indicating subscription version exceptions to the Mass Update.  This report can be scheduled just like any other report and includes the following information: 



· Subscription Version ID



· Telephone NumberCurrent 


· Service Provider ID



· Event ID of the Mass Update 



· Request CreationTimestamp of the Mass Update 



· ExceptionSubscription Version status at the time of exception Reason Code 


2. For Subscription Versions that were in a status of ‘sending’ upon Mass Update Processing, monitor these records subscription versions (Query) and when they reach an appropriate status, issue a modify request for those subscription versions.



3. For Subscription Versions that were in a status of ‘partial failure’ upon Mass Update Processing, working with the discrepant Service Provider(s), take the necessary steps to clear the ‘partial failure’ status.  When these subscription versions reach an appropriate status, issue the modify request for those subscription versions.



4. For Subscription Versions that were in a status of ‘disconnect-pending’ upon Mass Update Processing, monitor these subscription versions (Query) on a daily basis. If they reach a status of ‘Active’ issue a modify request for those subscription versions.  If they reach a status of ‘Old’, no further processing is required. In the case of Subscription Versions for ‘pooled’ TNs, with a status of ‘Old’ and no new ‘Active’ Subscription Version, the ‘snap-back’ feature associated with pooled numbers will take care of any updates that are necessary.



5. For Subscription Versions that were in a status of ‘cancelled’ upon Mass Update Processing no modifications are made and no further processing is required.  In the case of Subscription Versions for ‘pooled’ TNs, the ‘snap-back’ feature associated with pooled numbers will take care of any updates that are necessary.



6. For Subscription Versions and Number Pool Blocks that couldn’t be updated because the update request included WSMSC data and the Service Provider Profile is not configured indicating that they support WSMSC data, work with the Service Provider to see if the WSMSC data was provided incorrectly.  If it was provided incorrectly, modify the update information and attempt the Mass Update again.  If the data was given correctly and the Service Provider intends to support WSMSC data, modify the WSMSC DPC SSN Data parameter in the Service Provider’s profile and then attempt the Mass Update again.  See section 4.13.13 for further instruction on ‘Modifying the Parameters in a Service Provider Profile”.


7. For Subscription Versions and Number Pool Blocks that exist with invalid DPC and/or SSN data that are not corrected by the Mass Update information, work with the Service Provider to identify and correct these records with valid DPC and/or SSN data.  Identify the Subscription Versions and/or Number Pool Blocks on the Mass Update Exception Report, go over the records with the Service Provider and either modify the Subscription Versions and/or Number Pool Blocks or perform a Mass Update to update these objects so that all respective DPC and/or SSN data is valid.


8. For mass update requests where the LRN is modified and Subscription Versions and Number Pool Blocks exist with an NPA-NXX having a LATA ID different from the LATA ID of the NPA-NXX of the LRN specified for the Mass Update, work with the Service Provider to identify an appropriate LRN value for the Subscription Versions and/or Number Pool Blocks.  If necessary, perform the Mass Update to indicate a new LRN with a LATA ID the same as that of the NPA-NXXs of the Subscription Versions and/or Number Pool Blocks being updated.


---------------------------------



Consider adding the following Section to the current M&P Document–


4.13.14  DPC/SSN Data



NPAC SMS shall enforce DPC/SSN value edits to ensure that GTT data is formatted consistent with SS7 signaling standards and contains only non-final DPCs in accordance with recommendations documented in T1S1.6 standards for Local Number Portability.  DPC/SSN value edits are performed during Subscription Version creation, Subscription Version modification, Subscription Version activation, NPA-NXX-X creation, NPA-NXX-X modification, Number Pool Block creation, Number Pool Block activation, and Mass Update requests.  If a DPC value is supplied, then an SSN value must also be supplied and vice versa. If a DPC value is not supplied, then an SSN value may not be supplied either, and vice versa.



The regional SSN Edit Flag indicator specifies whether or not additional DPC/SSN value edits are enforced.  When the setting is ‘TRUE’ the DPC value must contain valid values (network 001-255, cluster 000-255, and member 000-255) and the corresponding SSN must contain a valid value of (000).  When the setting is ‘FALSE’ the DPC value must contain valid values (network 001-255, cluster 000-255, and member 000-255) and the corresponding SSN must contain a valid value of (000-255).  If the “request” does not contain these valid values, then the “request” will be rejected.  



----------------------------------------------



2.4 NPA Split NPAC SMS Load File (NANC 192)



The following changes should be made to the sections found within the 3.0 M&P Document.  Strikethrough indicates deletions and underline indicates additions.


7.1 NPA Splits



No changes to this section.


7.2 Notice of Split to NPAC


The NPAC will regularly process TelcordiaTM LERGTM Routing Guide
 files that contain industry information pertaining to NPA Splits (“NPA Split Load Files”).  These files will contain relevant NPA Split information such as Service Provider, Old NPA-NXX, New NPA-NXX and Permissive Dial Period Start and End dates.  Using this information the NPAC SMS will automatically be made aware of all NPA/NXXS that will be split by the Service Provider. NPAC requires 30 Days notice from the Service Provider for an up and coming split. The NPAC requires 30 days notice of the NPA that is Splitting, the actual NXX’s of that split can be sent to the NPAC two weeks prior to the start of the permissive dialing period.   PLEASE NOTE – if the official permissive dialing period is to start on a date that has already passed – i.e. NPAC cannot input a split that is to begin PDP on 7/1 on 7/14. The NPAC would need to use 7/15 as the start of PDP.  In this case NPAC and the Service Providers involved in that split would need to all agree on the date the NPAC will use for the Permissive dialing period and all involved in the split will need to enter in the same dates.   These situations will be discussed on the Cross Regional calls and agreed upon as an industry.  The NPAC will modify all of the Ssubscription Vversions and Number Pool Blocks associated with the NPA Split to associate the new TN NPA-NXX with the Subscription Versions and Number Pool Blocks to support the permissive dialing period.   It is up to the Service Provider to enter the data on their side as well as, clean up their network data and delete the old NPAs. 



This function of the NPAC interface is only available to NPAC Operations personnel. (A Service Provider cannot perform a Split without the help of NPAC personnel.).  No updates or information will be sent over the SOA interface or LSMS interface to indicate that a NPA Split is occurring.  NPA Split information will be accessible to Service Providers via the NPAC web site. 



The NPAC SMS requires the following data for entry of NPA split information into the NPAC:



· The old and new NPA



· The affected NXX(s)



· The start date of the permissive dialing period



· The end date of the permissive dialing period



· The agreed upon date to install the split into the systems



· The Service Provider ID



Split information input will not be allowed if there are any partially failed or sending subscription versions associated with the old NPA-NXXs.   All SVs must be in an active state or the split will not occur. 



The NPAC modifies all of the subscription versions associated with the split to associate the new TN with the subscription version to support the permissive dialing period.


Add the following note to the end of 7.2 Notice of Split to NPAC:


Note:  NPAC SMS will receive and process monthly and emergency versions of the TelcordiaTM LERGTM Routing Guide files containing NPA Split information.


7.2.1 NPAC Notice of Splits to Service Providers/Split Information



The following changes should be made to section 7.2.1; strikethough indicates deletions and underline indicates additions:


All the relief letters from the Public Utilities Commission are on the NANPA website, www. nanpa.com.  Also on this website are the planning letters.  There is a link from NPAC’s public website to NANPA’s website.












To view the relief letters:



· Go to NANPA web site (www.nanpa.com) or use the link from the public NPAC.com web site to NANPA.



· Go into the "Planning Letters" section 



· Check bulletin board for the NPAs in Jeopardy 



· Check the planning letters for the up and coming splits



NPAC processes NPA Split information based on TelcordiaTM LERGTM Routing Guide files that contain NPA Split information.  The most recent file name information and processing date will be posted on the NPAC website.


7.3 NPA Split Process



Through a regular, housekeeping process the NPAC SMS will process the “NPA Split Load Files”.  Upon processing the “NPA Split Load Files” the NPAC SMS will verify that the Old NPA-NXX specified for an NPA Split exists in the NPAC SMS and is not involved in another NPA Split, and at the same time automatically create the respective New NPA-NXX and broadcast this to all SOA and LSMS Service Providers in the region that are accepting downloads for the NPA-NXX.  If an Old NPA-NXX-X exists in the NPAC SMS respective to the NPA Split specified in the “NPA Split Load File”, when the NPAC processes the “NPA Split Load Files” and creates the NPA Split a New NPA-NXX-X will also be created and broadcast to all SOA and LSMS Service Providers in the region that are accepting downloads for the NPA-NXX and support NPA-NXX-Xs.  The NPAC SMS will associate the New NPA-NXX with any Subscription Versions and/or Number Pool Blocks that are affected by an NPA Split at the start of the Permissive Dial Period.  There will not be any broadcasts over the interface to any SOA or LSMS systems updating Subscription Versions and/or Number Pool Blocks as a result of an NPA Split.



The NPAC SMS will inevitably process “NPA Split Load Files” that contain NPA Split information that has already been created on the NPAC SMS,  If a file contains ‘modified’ information for an NPA Split the NPAC SMS will perform the following steps:



· If it is prior to the original NPA Split Permissive Dial Period Start Date, and if the “NPA Split Load File” indicates a new Permissive Dial Period Start Date and no ‘Pending’ Subscription Versions exist for the New NPA-NXX, the NPAC SMS will automatically update the Effective Date of the New NPA-NXX and the Permissive Dial Period Start Date to the New modified date indicated.  This will results in a delete broadcast (for the previous New NPA-NXX) to all SOA and LSMSs that are accepting downloads for the NPA-NXX as well as a create broadcast to all SOA and LSMSs for the New NPA-NXX with the new Effective Date.



· If it is prior to the original NPA Split Permissive Dial Period Start Date, and if the “NPA Split Load File” indicates a new Permissive Dial Period Start Date and Subscription Versions with a status other than ‘Old’ or ‘Active’ exist for the New NPA-NXX, reject the NPA Split modify request, and log an error for the NPA Split Exception report.



· If it is after the original NPA Split Permissive Dial Period Start Date, in other words, if the NPA Split is currently in Permissive Dial Period, and the LERG file indicates a new Permissive Dial Period Start Date, the NPAC SMS will reject the NPA Split modify request.



· If it is prior to the Permissive Dial Period End Date and the “NPA Split Load File” indicates a new Permissive Dial Period End Date, the NPAC SMS will modify the Permissive Dial Period End Date accordingly. 



· If the LERG file indicates an NPA Split delete, the NPAC SMS will delete the respective NPA Split, New Network Data associated with the split and re-associate respective Subscription Versions and/or Number Pool Blocks with the Old NPA-NXX only.



· If the LERG File indicates additional NPA-NXXs for an NPA Split, and they meet NPA Split requirements, the NPAC SMS will automatically add the NPA-NXXs to the NPA Split and create and broadcast the ‘New’ Network Data (NPA-NXX and NPA-NXX-X – if applicable) to all SOAs and LSMSs in the region accepting downloads for the NPA-NXX.



Service Provider(s) responsible for the NPA split will call, email or fax the NPA split information into NPAC.   NPAC personnel will enter the split information into the GUI.  The NPA split will reflect Midnight Central Daylight savings time (Chicago Time) and will be loaded into the GUI as Greenwich Mean time (UTC Time).  Therefore, the Service Provider must convert the time from their time zone to Central Daylight savings time (Chicago Time), when speaking to NPAC.  



NOTE – Appendix O contains a time zone converter.



NPAC will verify that the new and the old NPA-NXX(s) involved in an NPA Split exist and are not currently involved in another NPA Split.  New NPA-NXX(s) will be opened via normal processing prior to the NPA Split.   NPAC will verify that the NPA Split has an effective date equal to the start date of permissive dialing.  



NPAC will post this information about “NPA Split Load Files” that have been processed by the NPAC SMS out on the web site.  The Service Providers are responsible for adding, changing and removing old NPA NXX’s from their networks as a result of the Permissive Dial Period.  If needed, a mass update will may be completed requested to update LRN information for a LSMS only not SOA.  NPAC SMS can leave filters for NPA-NXX(s) involved in an NPA split unchanged if the Service Provider wants - this is up to the SP.  Service Providers are responsible for setting NPA-NXX filters appropriately.



Please note-  NPAC SMS shall complete any needed NPA Split processing or activities by 00:01 CST on the start date of permissive dialing.



NPAC will reject a NPA Split if:



· Determining that the old NPA-NXX involved in an NPA Split does not exist when the split information is entered. 



· Determining that a new NPA-NXX involved in an NPA split has an effective date not equal to the start date of permissive dialing.



· Determining that a new NPA-NXX involved in an NPA split is currently involved in another NPA Split.



· Determining that there are Subscription Versions with a status other than pending, old, conflict, canceled, or cancel pending in the new NPA-NXX split.


7.4 Permissive Dialing Period


No changes to this section.


7.4.1 Creating an NPA-NXX-X during NPA Split, Permissive Dial Period
No changes to this section.


7.4.2 NPA Split Creation containing Pooled Block(s)



delete this section as the functionality is covered in section 7.3 above


A Service Provider (Code Holder) may contact NPAC Personnel and request the creation of an NPA Split on the NPAC SMS specifying an NPA-NXX that contains Number Pool Block(s).



In this case, if an NPA-NXX-X entry already exists for the ‘Old’ NPA-NXX, the NPAC SMS will automatically create an NPA-NXX-X entry for the ‘New’ NPA-NXX-X, and NPA Split processing will continue.



Note: At the end of the Permissive Dialing Period, the NPAC SMS will automatically delete the ‘Old’ NPA-NXX-X Value and clean up the respective Block and Pooled SVs to reflect only the ‘New’ NPA-NXX-X Value.


7.4.3 7.4.2  NPA Split Error Processing  (the subsection number is changing since the previous section will be deleted)


Upon NPAC SMS automated processing of the “NPA Split Load Files” certain processing errors may occur that result in an entry to the NPA Split Exception report.  Such processing errors may include:



· The Old NPA-NXX does not exist in the NPAC SMS at the time of “NPA Split Load File” processing.



· NPA splits that cannot be added to the NPAC SMS because the new NPA-NXX already exists in the NPAC SMS at the time the “NPA Split Load File” is processed by the NPAC SMS, and that NPA-NXX is NOT already scheduled for an NPA Split in the NPAC SMS.



· An NPA-NXX-X exists in the NPAC SMS for the New NPA-NXX at the time of the “NPA Split Load File” processing.



· NPA splits already scheduled in the NPAC SMS where the PDP start date is modified to a closer in date.



· NPA splits already scheduled in the NPAC SMS where the PDP start date is modified, and pending SVs exist in the new NPA-NXX.



Upon entry of the NPA Split, if the NPAC SMS determines an NPA-NXX-X entry already exists for the ‘New’ NPA-NXX, the NPAC SMS will reject the NPA Split request.  The NPAC SMS will generate an error message to NPAC Personnel indicating the NPA Split cannot be processed.  



When these processing errors occur, NPAC Personnel will perform the following steps to get to a resolution and be able to process the NPA Split request:



· If the Old NPA-NXX does not exist in the NPAC SMS at the time of NPA Split LERG file processing, NPAC Personnel will work with the respective Service Provider to confirm that the NPA-NXX is supposed to be open for porting and if so, work with the Service Provider to get the Old NPA-NXX created.  Once the Old NPA-NXX has been created on the NPAC SMS, NPAC Personnel will ensure that the NPA Split request is re-processed.



· If the NPA Split request specifies a New NPA-NXX that already exists in the NPAC SMS at the time the NPA Split Load Flat File from the LERG Routing Guide is processed by the NPAC SMS, and that NPA-NXX is NOT already scheduled for an NPA Split in the NPAC SMS, NPAC Personnel will work with the respective Service Provider to delete the NPA-NXX from the NPAC SMS.  Once the NPA-NXX has been successfully deleted, NPAC Personnel will ensure that the NPA Split request is re-processed.



· If an NPA-NXX-X exists in the NPAC SMS for the New NPA-NXX specified in an NPA Split request, NPAC Personnel will NPAC Personnel will notify the Code Holder Service Provider that the NPA Split could not be processed because an Active Number Pool Block already exists within the ‘New’ NPA-NXX.  Furthermore, NPAC Personnel will contact the Pooling Administrator and Block Holder Personnel to notify them of the NPA-NXX-X that caused the error.  It is the joint responsibility of the Pooling Administrator, Block Holder and Code Holder to resolve the error. Once the issue has been addressed, NPAC Personnel will ensure that the NPA Split request is re-processed.  



· If the Permissive Dial Period Start date for an NPA Split is modified and pending subscription versions exist in the new NPA-NXX, NPAC Personnel will work with the respective Service Provider to cancel the subscription versions in question and then re-process the NPA Split request.



The following changes should be made to section 8.1.1.1 Approach, found within the 3.0 M&P Document.  Strikethrough indicates deletions and underline indicates additions.



36.  For NPA Split processing, the NPAC will reject the NPA Split request in the TelcordiaTM LERGTM Routing Guide files that contain industry information pertaining to NPA Splits (“NPA Split Load Files”), if the New NPA-NXX-X already exists in the NPAC SMS at the time of “NPA Split Load File” processing. at the start of the Split, If an Old NPA-NXX-X exists in the NPAC SMS respective to an NPA Split at the time the NPAC processes the “NPA Split Load File” the NPAC SMS will automatically create a respective, New NPA-NXX-X with an Effective Date equal to the later date of either the Permissive Dial Period Start Date or the Effective Date of the Old NPA-NXX-X. to correspond to the Old NPA-NXX-X, and will reject the NPA Split request if the New NPA-NXX-X already exists at the time of the NPA Split entry.  The NPAC SMS will remove the New NPA-NXX-X and convert the Block and SVs back to the Old NPA-NXX, if the New NPA-NXX is removed from the NPA Split, prior to the end of PDP.  When adding an NPA-NXX-X during an NPA Split, the NPAC SMS will automatically add a corresponding New/Old NPA-NXX-X for an NPA-NXX involved in a Split.  During PDP, the NPAC SMS will treat Block data similar to the treatment of SV data (i.e., either the Old or New NPA-NXX can be sent to the NPAC SMS, but the NPAC SMS will broadcast the New NPA-NXX).



The following changes should be made to section 9.3 Things to Remember – Mass Update after NPA SPLIT, found within the 3.0 M&P Document.  Strikethrough indicates deletions and underline indicates additions.


9.3 Things to Remember – Mass Update after a NPA SPLIT Split


At the end of the permissive dial period (PDP), the Old NPA-NXX is to be deleted by the Service Provider.  As such, the Service Provider should be taking steps during PDP to make appropriate changes to their LRNs and ported subscription version data so that at the end of PDP any LRNs using the Old NPA-NXX can be removed.  The Service Provider may request a Mass Update in order to modify the ported subscription versions and/or number pool blocks affected by an NPA Split to a different LRN.



The Service Provider should be adding a new LRN based on the NPA-NXX, and should be doing a Mass Update of all active SVs that currently have the old NPA to change to the new NPA, and in turn must delete the old LRN at the end of the permissive dialing period.   This will alleviate any potential problems with the old NPA-NXX when it eventually gets re-allocated to a new Service Provider.  



Note: For mass changes, please consult with the appropriate NPAC personnel with details and general questions.



The following changes should be made to section 11. Reports, found within the 3.0 M&P Document.  Strikethrough indicates deletions and underline indicates additions.  


Add the following table entries to section 11.2:


			Report Types


			Report Name


			Party who can access


			Function









			Service and Network Data


			System Tunables


			Service Provider 


			Allows the inspection of the tunable parameters in the NPAC SMS. The administrator can view the current values of all tunable parameters. Tunables are broken into five categories: subscriptions, communication, audits, logs and security.





			


			NPA Split Exception Report


			NPAC Only


			List information about NPA Split processing errors.





			


			Mass Update Exception Report


			NPAC Only


			List information about Mass Update processing errors.








11.5.10  NPA Split Exception Report 
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NPA Split Exception Report Overview



The NPA Split Exception Report allows the NPAC Personnel User to generate a report, that provides information regarding NPA Split Load File processing errors.


Date/Time Range



NPAC Personnel specify a Start Date/Time and End Date/Time for which NPA Split processing errors occurred. The date range is a filter to allow reports only on a specific range of dates. A message is generated if there is an error or warning condition that arises from the entered dates.



Destination



NPAC Personnel select an output destination. For any of the Destination fields, errors or warnings may occur (such as too many characters entered, invalid destination name or number, etc.). In the occurrence of an error or warning, an appropriate message displays.



Sample Report



Create actual report output here.
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11.5.11 Mass Update Exception Report 
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Mass Update Exception Report Overview



The Mass Update Exception Report allows the NPAC Personnel User to generate a report, that provides information regarding Mass Update processing errors.


Date/Time Range



NPAC Personnel specify a Start Date/Time and End Date/Time for which Mass Update processing errors occurred. The date range is a filter to allow reports only on a specific range of dates. A message is generated if there is an error or warning condition that arises from the entered dates.



Destination



NPAC Personnel select an output destination. For any of the Destination fields, errors or warnings may occur (such as too many characters entered, invalid destination name or number, etc.). In the occurrence of an error or warning, an appropriate message displays.



Sample Report



Create actual report output here.
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The following changes should be made to Appendix T: Service Provider Quick Reference Guide for dealing with NPAC:


NPA Splits and Mass Updates 


NPA Splits are initiated through regular NPAC processing of TelcordiaTM LERGTM Routing Guide files that contain industry information pertaining to NPA Splits (“NPA Split Load Files”). At the end of the permissive dial period (PDP), the Old NPA-NXX may need to be deleted by the Service Provider.  As such, the Service Provider should be taking steps during PDP to make appropriate changes to their LRNs and ported subscription version data so that at the end of PDP any LRNs using the Old NPA-NXX can be removed if necessary.  The Service Provider may request a Mass Update in order to modify the ported subscription versions and/or number pool blocks affected by an NPA Split to a different LRN.


and Mass Updates are coordinated by the Service Providers.  The Service Providers are responsible for informing the NPAC of an up and coming split 30 days in advance.  The Service Providers that are involved in the split must coordinate with NPAC personnel and NPA and NXX information involved with the split.  



Service Providers are responsible for adding, changing and removing old NPA NXX information from their networks. 



The NPAC becomes involved after receiving a request for a Mass Update notification of the mass change from a Service Provider.  The goal of the NPAC is to transform affected records in the NPAC SMS database to reflect the new information via a mass update.  Service Providers must supply the NPAC with the range for mass updates changes.   The Mass Updates Changes are intended for ranges only not one or two TNS.   The TNs must be in a range, NPAC does not accept single TNs for mass updates.



For more information on NPA Splits and Mass Update, please contact NPAC personnel at 888-NPAC-HEL(P).      Also, there is a full description of both NPA Splits and Mass changes in the M&P document.



Please note NPAC does not support Line-level splits (some NPA-NXX some NPAs change and some remain the same.)   There is a document posted to the secure web site regarding this.



2.5 Conflict Timestamp Broadcast to SOA (NANC 218) 



No change necessary.


2.6 Donor SOA Port-To-Original of an Intra-Service Provider Port (NANC 230)



Consider adding a new sub-section in Section 4.13.X Provisioning in the master NPAC Methods and Procedures for Service Providers document, Release 3.0.


4.13.X Port To Original Subscription Versions



Port to Original refers to a Subscription Version that is ported to the original switch within the original Service Provider’s network.  When the Subscription Version is going back to the original Service Provider’s switch and the current Service Provider is different than the original Service Provider, this is an Inter-Service Provider, Port to Original Subscription Version.  When the Subscription Version is going back to the original Service Provider’s switch and the current Service Provider is the same as the original Service Provider, this is an Intra-Service Provider, Port to Original Subscription Version.  In the case of the Intra-Service Provider, Port to Original Subscription Version, the telephone number has been previously ported away from the original switch.



2.7 Modification of Dates for a Disconnect Pending SV (NANC 249)



No changes necessary.


2.8 ASN.1 Change for Required Field in VersionNewNPA-NXX and VersionNewNPA-NXX Recovery Notification (NANC 287)



No changes necessary.


2.9 SSN Edits in the NPAC SMS (NANC 291)



Suggested changes are documented in section 2.3 DPC/SSN Value Edits above.


2.10 Sending SV Problem During Recovery (NANC 297)



No changes necessary.


2.11 Change the NSAP Field Size Declaration in ASN.1 – ASN.1 Recompile (NANC 316)



No changes necessary.


2.12 NPAC Edit to Ensure NPA-NXX of LRN is in Same LATA as NPA-NXX of Ported TN (NANC 319)



Consider adding the following Section to the current M&P Document–


4.13.X  LATA ID Validation



LNP Call Processing that occurs in the LNP network switches requires that the NPA-NXX of the ported telephone number must have the same LATA ID as the LRN associated with the ported telephone number.  Prior to the implementation of NPAC Release 3.2.0, there was no assurance these LATA IDs would match.  With the implementation of NPAC Release 3.2.0 and new LATA ID validation functionality, Subscription Version and Number Pool Block requests specifying a LRN with a different LATA ID than the respective NPA-NXX of the (TN or NPA-NXX-X of the Number Pool Block) are denied.  



Other changes to the Mass Update procedures are documented above in section 2.3 DPC/SSN Value Edits.


2.13 Clean Up of Failed SP List based on Service Provider BDD Response File (NANC 322)



Add the following subsection to 4.16.2 Bulk Data Download which is described above in section 2.1 Delta Download File Creation by Time Range for SVs (NANC 169) 



4.16.2.1 Bulk Data Download Response File Processing



Bulk Data Download Response Files may be generated by Service Provider Personnel and/or their local systems after they have successfully processed a Bulk Data Download file containing Subscription Version or Number Pool Block data to indicate to the NPAC SMS which objects they successfully processed.  When the NPAC SMS processes this Bulk Data Download Response File from the Service Provider, the Failed SP Lists for respective Subscription Versions and Number Pool Blocks are appropriately updated based on the Service Provider’s indication of successfully processing the partially failed or failed object.



To process a Bulk Data Download Response File the following steps must be followed:



4. Service Provider Personnel will contact NPAC Personnel with a request to process a Bulk Data Download File.  Service Provider Personnel are responsible for ensuring that the Bulk Data Download Response File follows the required naming convention and is located in the correct directory for the Requesting Service Provider on the NPAC SMS server.



5. NPAC Personnel shall validate the caller’s name and authorization code against a list of authorized Service Provider Personnel.  If the caller cannot be validated, the request is denied. If the caller is validated the request is processed.



6. NPAC Personnel, using the NPAC Administrative Interface, and operating in the appropriate region for the service provider request navigate to the Bulk Data Download Response Window, specify the Service Provider Name and/or ID for whom they are to process the file from, and Bulk Data Download Response file name.  The NPAC SMS will generate a confirmation message to the screen indicating the request was successful.



2.14 Migration of a SPID via Mass Update (NANC 323)



3/13/03 – per discussion during the March LNPAWG meeting it was decided to pull NANC 323 related M&Ps from this document and work as a separate task.  The remained of this document will be developed per the existing tasks on the current project plan.
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2.15 Delta Download File Creation by Time Range for Network Data (NANC 354)



M&P for this functionality is included in section 2.1 – Delta Download File Creation by Time Range for SVs (NANC 169) above.


Appendix A:
Methods and Procedures Issues



Following are issues related to the NPAC Release 3.2 Methods and Procedures:



			#


			Date


			Issue


			Status





			1.


			3/7/03


			SPID Migration will be coordinated and agreed upon in an industry forum.



Do we want to establish a minimum timeframe for which notification of an



upcoming SPID Migration must be 'published' - or is this a 'case-by-case'



basis?


3/13/03 – This issue was discussed during the March LNPAWG meeting.  Resolution could not be reached.  It was decided to pull the NANC 323 related M&Ps out of the R3.2 M&P document and work as a separate task.  





			Working





			2.


			3/7/03


			 What form of 'validation' must occur in order to determine SP production-readiness after performing (local system) SPID Migration?  Today there was discussion of a possible 'go/no-go' call - which brings us to the next issue . . .


3/13/03 – This issue was discussed during the March LNPAWG meeting.  Resolution could not be reached.  It was decided to pull the NANC 323 related M&Ps out of the R3.2 M&P document and work as a separate task.  






			Working





			3.


			3/7/03


			What is the criteria that must be met in order for a SP to go to



production after performing SPID Migration?  Scenario:  If one SP in the



region hasn't completed SPID Migration and all other SPs have successfully



completed it - previous WG discussions covered the unsuccessful SP taking a



BDD.


3/13/03 – This issue was discussed during the March LNPAWG meeting.  Resolution could not be reached.  It was decided to pull the NANC 323 related M&Ps out of the R3.2 M&P document and work as a separate task.  






			Working





			4.


			3/7/03


			Need actual report output for the NPA Split Exception Report and Mass Update Exception Report.



This will be in the ‘rolled’ up M&P document – up to and including R3.2


			Working





			5.
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FEBRUARY, 2003 LNPA WG ACTION ITEMS ASSIGNED:


NOTE:  THE ACTION ITEM NUMBERING SCHEME IS AS FOLLOWS:


· FIRST TWO DIGITS DESIGNATE THE MONTH OF THE LNPA MEETING


· SECOND TWO DIGITS DESIGNATE THE YEAR OF THE LNPA MEETING


· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER


NEUSTAR ACTION ITEMS:


0203-01:  LNP Provisioning Flows: NeuStar will update the attached Figure 14 and 


      Alternative Main Flow to reflect the changes agreed to at the February LNPA 


      meeting and provide the revised flows to the group prior to the March meeting. 
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0203-02:  NeuStar took an action to send notifications of NANC 356 (Service Provider 


      Name Field Change) implementation in the 3/23 and 3/30 Sunday Maintenance 


      Window notifications, with an advisory that service providers are encouraged to 


      validate their name and correct any errors themselves or contact the Help Desk if 


      assistance is required.  This Action Item replaces closed Action Item 0103-01.


0203-03:  NeuStar will send the attached CO Code Reallocation Process to the Cross-


Regional distribution, advising of its approval during the February LNPA meeting, after the LNPA distribution is notified (see related Action Item 0203-06).  As in 0203-06, the advisory will also state that the process became effective on 2/24 and will be uploaded to the national pooling website.  
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0203-04:  NeuStar will develop a schedule for LNPA review of the attached DRAFT 


      Release 3.2 M&Ps.  
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NUVOX ACTION ITEMS:

0203-05:  NuVox raised an issue at the February LNPA regarding a Texas PUC 


      regulation restricting the deletion of numbers in LIDB.  NuVox took an action to 


      submit the issue to Charles Ryburn, SBC and LNPA Co-Chair, for investigation and 


      inclusion in the February meeting minutes.


CHARLES RYBURN (SBC AND LNPA CO-CHAIR) ACTION ITEMS:

0203-06:  Charles Ryburn will send the attached CO Code Reallocation Process to the 


LNPA distribution, advising of its approval during the February LNPA meeting.  The advisory will also state that the process became effective on 2/24 and will be uploaded to the national pooling website.  See related Action Item 0203-03.
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0203-07:  SBC raised an issue regarding certain service providers doing a large number 


of mass updates during business hours.  Charles Ryburn took an action to contact Randy Buffenbarger, NeuStar, to develop a process whereby service providers would notify NeuStar when they are scheduling large mass updates.  Similar to the current Large Port Notification, the industry would in turn be notified of this planned activity.


GARY SACRA (VERIZON AND LNPA CO-CHAIR) ACTION ITEMS:

0203-08:  Verizon raised an issue regarding certain providers donating 1K blocks to the 


industry pool, and not taking the necessary steps to make their donor switch LNP-capable in order to perform the query-of-last-resort.  Gary Sacra will submit a PIM addressing this issue.  If applicable, the PIM will suggest possible text for consideration in the INC Thousands Block Assignment Guidelines (TBAG).


SERVICE PROVIDER ACTION ITEMS:

0203-09:  Service Providers are to review the attached DRAFT User M&P for the CO 


Code Reallocation Process, and provide any comments to the Project Executives, H. L. Gowda (hlgowda@att.com) and Gary Sacra (gary.m.sacra@verizon.com) by 3/10, for discussion at the next Project Executive meeting with NeuStar.
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0203-10:  Regarding the LRN issue described in the attached letter to the LNPA, Service 


Providers are asked to provide contributions to Charles Ryburn, LNPA Co-Chair, by close of business 3/3, detailing their reasons for requiring these additional LRNs, and any suggested solutions to the issue.
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0203-11:  Service Providers are to come to the March LNPA meeting prepared to identify 


a specific date in 2Q04 when they will be ready to implement NANC 323 (Mass Update of SPID) functionality in their production systems.  Based on the latest date provided, the LNPA will use the date of the next Sunday Maintenance Window as the scheduled production implementation date of NANC 323. 


ACTION ITEMS REMAINING OPEN FROM PREVIOUS LNPA MEETINGS:

0902-17:  SPID Migration Notification:  OP:INFO can be used for NPAC to send


notifications to all users.  


ACTION ITEM: Question for all Service Providers as to what their systems will do with it and how they will react.  


ACTION ITEM: NeuStar  to address in M&P how the determination is made that all Service Providers successfully migrated, e.g. go-no go conference call.


February meeting update:  The possible use of OP:INFO was investigated and deemed not feasible.  This portion of the Action Item will be removed.  Subsequent to the February LNPA meeting, NeuStar issued the DRAFT Release 3.2 M&Ps on 2/21, which include the M&P for NANC 323.  This M&P must be reviewed to determine if it satisfies this Action Item.


1202-10:  Adam Newman will request that INC provide a draft of their Procedures for


      Code Holder/LERG Assignee Exit to the LNPA for their review prior to going to


      initial closure.


February meeting update:  Adam Newman has made the request of INC.  This item remains open awaiting INC’s response.


1202-17:  SOA/LSMS Vendors are to assess the impact of NANC 363 and provide


      feedback at the January LNPA meeting.


February meeting update:  Further discussion to be placed on the March, 2003 agenda.

0103-10:  The LNPA Working Group is to review Figure 14 of the draft NANC LNP 


Provisioning Flows, proposed to replace boxes 13 through 25 in the Figure 1 main flow, and come prepared to the February LNPA meeting to accept, modify, or reject the proposal.


February meeting update:  To be placed on the March, 2003 agenda.  See related Action Item 0203-01.


0103-11:  Service Providers took an ACTION to investigate internally how often the 


scenario described in PIM 22 occurs for further discussion at the LNPA.
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February meeting update:  PIM 22 remains open.  To be placed on the March, 2003 agenda.
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CO Code Re-Allocation Process – User MP DRAFT 0-3


Purpose and Scope



The CO Code (NXX) Re-Allocation Process is a method to override NPAC CO Code (NXX) ownership data in order to reflect a new “LERG Assignee” event and to do so without impacting ported customers whose TN (or associated LRN) contains the NXX code.  This is done by converting the NXX code to ten pooled blocks and porting the blocks desired to the new LERG assignee.  This M&P provides a set of procedures for NPAC Users to use when they are becoming a new LERG Assignee for a portable NXX and where it is not feasible to use the conventional approach of deleting (and later re-creating) all of the SVs involving the NXX code.  


This document applies for both Non-Pooling NXXs and Pooling NXXs.  A “Non-Pooling NXX” is one that has not been acted upon by the Pool Administrator and thus is not marked in the LERG as a pooled NXX; this would include all NXXs in non-pooling areas and possibly some NXXs in pooling areas.  A “Pooling NXX” is one that has been acted upon by the Pool Administrator and thus is marked in the LERG as a pooled NXX.



Procedure Summary



1. CO Code (NXX) Re-Allocation Procedure


a. For Non-Pooling NXXs


b. For Pooling NXXs


2. CO Code Re-Allocation Process Points of Contact


a. North American Numbering Plan Administration (NANPA)


b. Number Pool Administration (PA)


c. Number Portability Administration Center (NPAC)


3. Flowchart


4. 


a. 


b. 


c. 


5. 


a. 


Procedure Detail



Note:  NANPA CO Code Administration and NeuStar Number Pool Administration will follow Appendix C & 7, Procedures for Code Holder/LERG Assignee Exit of the INC Guidelines for NXX / Thousands-Block Reallocation.


1.   Non-Pooling NXX Flow 


Note:  The NANPA CO Code Administrator sends CO Code Part 3 to the new LERG assignee.


1.1 The new LERG Assignee completes the LNP NXX LERG Assignee Transfer form (LERG Assignee Part 1B) for those thousands-blocks that have ported numbers and any other additional thousands-blocks they need to port.  Then forwards the form and CO Code Part 3 form to the NPAC Administrator.


1.2 The NPAC Administrator receives the CO Code Part 3 and the LNP NXX LERG Assignee Transfer forms from the new LERG assignee. 


1.3 If for some reason the thousands-blocks cannot be ported on the effective date, the NPAC Administrator will contact the new LERG assignee to negotiate a date to port the numbers. 


1.4 The NPAC Administrator builds the individual Block tables for the thousands-blocks indicated on the LNP NXX LERG Assignee Transfer form.


1.5 On the effective date (or the date negotiated with the new LERG Assignee), NPAC will download the thousands-blocks with a port type of “Pool”. 


1.6 Upon completion of the download, the NPAC administrator completes the LNP NXX LERG Assignee Transfer form and forwards a completed copy to the new LERG assignee.


1.7 The NPAC administrator shall update the NPAC tracking database.


Note:  The NPAC tracking database has been created to track LERG assignee changes to carriers who are not the original SPID holder in the NPAC database. This will facilitate changes to the NPAC’s network data once NANC change order 323 has been implemented at the NPAC and all NPAC Users are able to implement the corresponding changes in their systems. Until that time, this database will track the current LERG assignees at the NPAC.



2.   Pooling NXX Flow 


Note:  The new LERG assignee completes the LNP NXX LERG Assignee Transfer form for those thousands-blocks that have not been assigned to another carrier and are being retained by the new LERG assignee.  The new LERG assignee submits the form to the Pooling Administrator.  In a pooling NXX, the new LERG assignee must retain all thousands-blocks contaminated in excess of 10%. 


2.1 The Pooling Administrator forwards the LNP NXX LERG Assignee Transfer form (LERG Assignee Part 1B) to the NPAC Administrator and returns the PA Part 3 form to the new LERG assignee.  


2.2 The NPAC Administrator receives the LNP NXX LERG Assignee Transfer form from the Pooling Administrator.


2.3 If for some reason the thousands-blocks cannot be ported on the effective date, the NPAC Administrator will contact the new LERG assignee to negotiate a date to port the numbers.


2.4 The NPAC Administrator builds the individual Block tables for the thousands-blocks indicated on the LNP NXX LERG Assignee Transfer form.


2.5 On the effective date (or date negotiated with the new LERG Assignee), NPAC downloads the thousands-blocks with a port type of “Pool”.


2.6 Upon completion of the download, the NPAC administrator completes the LNP NXX LERG Assignee Transfer form and forwards a completed copy to the new LERG assignee and Pooling Administrator. 


2.7 The NPAC Administrator shall update the NPAC tracking database.


Note:  The NPAC tracking database has been created to track LERG assignee changes to carriers who are not the original SPID holder in the NPAC database. This will facilitate changes to the NPAC’s network data once NANC change order 323 has been implemented at the NPAC and all NPAC Users are able to implement the corresponding changes in their systems. Until that time, this database will track the current LERG assignees at the NPAC.


Points of Contact


North American Numbering Plan Administration (NANPA)


For questions regarding non-pooling NXXs relating to the CO Code (NXX) Re-Allocation Process, contact the appropriate NANPA Code Administrator.  To view the list of NANPA Code Administrators by State, go to www.nanpa.com and select the Central Office Code Administrators link under the Frequently Visited Pages section.


NeuStar Number Pool Administration (PA) 


For questions regarding pooling NXXs relating to the CO Code (NXX) Re-Allocation Process, contact the appropriate Pooling Administrator.  To view the list of Pooling Administrators, go to www.nationalpooling.com and select the “Contact Us” link located at the bottom of the page.


Number Portability Administration Center  (NPAC)


For NPAC related questions regarding the CO Code (NXX) Re-Allocation Process, the primary contact is cocodenpac@neustar.biz.
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3.2 Functional Impacts to M&Ps.doc


NPAC R3.2 Functional Impacts Affecting Methods and Procedures








This document provides an overview by change order, and functional component of the procedural impacts for NPAC Release 3.2.




NANC 169: Delta Download File Creation by Time Range for SVs




Functional Component




· Bulk Data Download Processing




New functionality allows NPAC Personnel to create a BDD for a snapshot of the current SV database (Active-Like), or a delta of SV activity within a specified time range (Latest-View of Activity).




NANC 187: Linked Action Replies




Functional Component




· Mechanized Recovery




· New Service Provider Parameters




· New System Tunables




New functionality allows a Service Provider to receive linked replies during recovery.  Based on Service Provider Parameter setting of ‘NPAC Customer Local SMS Linked Replies Indicator’ – NPAC will issue either non-linked/normal replies or linked action replies during recovery.  If the Service Provider system supports linked action replies, NPAC issues linked action replies based on System tunables, ‘Linked Replies Blocking Factors’ for the specific data type requested, up to the ‘Maximum Linked Recovered Object’ tunable for the specific data type requested.  If the Service Provider system does not support linked action replies, NPAC issues normal replies based on the System tunable, ‘Maximum Download Duration’.




NANC 191: DPC/SSN Value Edits and NANC 291 SSN Edits in the NPAC SMS




Functional Component




· Subscription Version Create




· Modify and Activate Processing




· Number Pool Block Activate and Modify Processing




· Mass Update Processing




· Mass Update Exception Report




· New System Tunables




New functionality enforces additional DPC/SSN edits.  If a DPC value is supplied, then an SSN value must also be supplied and vice versa. If a DPC value is not supplied, then an SSN value may not be supplied either, and vice versa.




The new regional SSN Edit Flag indicator specifies whether or not additional DPC/SSN value edits are enforced for the following, DPC value must contain valid values (network 001-255, cluster 000-255, and member 000-255) and the corresponding SSN must contain a valid value of (000). If the “request” does not contain these valid values, then the “request” will be rejected.




NANC 192: NPA Split NPAC SMS Load File




Functional Component




· NPA Split Processing




· NPA Split Exception Report




New functionality allows LERG Routing Guide to be used to load NPA Split information into the NPAC SMS.  Upon processing the NPA Split file, only the Old NPA-NXX (and if applicable only the Old NPA-NXX-X) may exist.  NPAC SMS will automatically create the respective New NPA-NXX and other subtending Network Data (if applicable).  No other changes are made to existing NPA Split processing.




NANC 218: Conflict Timestamp Broadcast to SOA




Functional Component




· Subscription Version Processing




New functionality provides conflict timestamp.  When a subscription gets placed in conflict, the time that the subscription version was placed into conflict is now broadcast in the attribute value change notification to the SOA.




NANC 230: Donor SOA Port-to-Original of an Intra-Service Provider Port




Functional Component




· Subscription Version Processing




New functionality allows code holder Service Provider to perform an Intra-Service Provider, Port-to-Original Subscription Version.




NANC 249: Modification of Dates for a Disconnect Pending SV




Functional Component




· Subscription Version Modification/Disconnect Processing




New functionality allows the disconnect dates for a ‘disconnect-pending’ subscription version to be modified.




NANC 287: ASN.1 Change for Required Field in VersionNewNPA-NXX and VersionNewNPA-NXX Recovery Notification




Functional Component




· (Recompile only)




NO PROCEDURAL IMPACT.




NANC 297: Sending SV problem During Recovery




Functional Component




· Mechanized Recovery Processing




NO PROCEDURAL IMPACT.




NANC 316: Change to the NSAP Field Size Declaration in ASN.1 – ASN.1 Recompile




Functional Component–




· (Recompile Only)




NO PROCEDURAL IMPACT.




NANC 319: NPAC Edit to Ensure NPA-NXX of LRN is in Same LATA as NPA-NXX of Ported TN




Functional Component




· Subscription Version Create




· Modify and Activate Processing




· Number Pool Block Activate and Modify Processing




· Mass Update Processing




· Mass Update Exception Report




New functionality enforces additional SV and Number Pool Block edits.  The LATA ID of the NPA-NXX of the LRN must match the LATA ID of the NPA-NXX of the TNs associated with the “request”.




NANC 322: Clean Up of Failed SP List based on Service Provider BDD Response File




Functional Component




· Bulk Data Download Response File Processing




New functionality allows the NPAC SMS to process Service Provider Bulk Data Download Response File(s) based on original Bulk Data Download File(s) originally created by the NPAC SMS.  As a result of processing the Bulk Data Download Response File, NPAC SMS automatically cleans up the Failed SP Lists associated with Subscription Versions and Number Pool Blocks contained in the Bulk Data Download Response File.




NANC 323: Partial Migration of a SPID via Mass Update




Functional Component




· Service Provider ID (SPID) Migration Processing




New functionality whereby the NPAC SMS creates files to be used by NPAC and Service Provider personnel in order to update local system databases to reflect Service Provider LNP data Migration.




NANC 354: Delta Download File Creation by Time Range for Network Data




Functional Component




· Bulk Data Download Processing




New functionality allows NPAC Personnel to create a BDD for a snapshot of the current Network database (Active-Like for NPA-NXX, NPA-NXX-X, LRN), or a delta of network data activity within a specified time range (Latest-View of Activity).
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General Notes




This Methods and Procedures document is developed for the NPAC SMS Release 3.2 and contains information that pertains only to the fifteen change orders that are being implemented in that release.  




The following list of change orders include Methods and Procedures impacts:




· NANC 169: Delta Download File Creation by Time Range for SVs




· NANC 187: Linked Action Replies




· NANC 191: DPC/SSN Value Edits




· NANC 192: NPA Split NPAC SMS Load File




· NANC 230: Donor SOA Port-to-Original of an Intra-Service Provider Port




· NANC 291: SSN Edits in the NPAC SMS




· NANC 319: NPAC Edit to Ensure NPA-NXX of LRN is in Same LATA as NPA-NXX of Ported TN




· NANC 322: Clean Up of Failed SP List based on Service Provider BDD Response File




· NANC 323: Partial Migration of a SPID via Mass Update




· NANC 354: Delta Download File Creation by Time Range for Network Data




The following list of change orders DO NOT include Methods and Procedures impacts:




· NANC 218: Conflict Timestamp Broadcast to SOA




· NANC 249: Modification of Dates for a Disconnect Pending SV




· NANC 287: ASN.1 Change for Required Field in VersionNewNPA-NXX and VersionNewNPA-NXX Recovery Notification




· NANC 297: Sending SV Problem During Recovery




· NANC 316: Change the NSAP Field Size Declaration in ASN.1 – ASN.1 Recompile




Methods and Procedures developed related to the functionality of these change order shall be integrated into the master NPAC Methods and Procedures for Service Providers document.




1 M&Ps for NPAC SMS Release 3.2




1.1 Delta Download File Creation by Time Range for SVs (NANC 169)




The current section describing database downloads is 4.15 Initial Database Downloads.  Update this section as follows:



Database downloads tapes for initial loading of the Service Provider system must be requested.  The Service Providers prohibit downloading of database information from the NPAC SMS for initial database creation on agreement.  Once a Service Provider registers and before connection to the NPAC has been established, the Service Provider will need to request a Bulk Data Download from the NPAC.  NPAC database queries are not used for initial database creation.  A Bulk Data Download also should be requested if a Service Provider’s system experiences a large data loss.  Delta Bulk Data Downloads can be requested when data recovery for a limited time-interval is required.  To request a Bulk Data Download contact NPAC Personnel.  In the event of an error with a Service Provider’s systems causing large database losses, database downloads requests can and should be requested.  To request a download please contact NPAC personnel.  After a Service Provider registers and before connection to the NPAC, the Service Provider will need download their files via FTP or Tape.  A Service Provider cannot download to the live system.



Update Section 4.16 - “Resynchronizing of SMS Data/Network Data Downloads” as follows.



Rename the section to “Resynchronizing of SMS Data, Mechanized Recovery and Bulk Data Downloads”




It may be necessary to download network or subscription version data from the NPAC SMS database to files for the local SMSs.  The SMS downloads the data in bulk, (all at one time). The Service Provider accesses the data using a file transfer protocol (FTP), and enters the current NPAC SMS data into the local SMS.  Please note:  The SP and NPAC’s time must be within 5 minutes of each other.  The purpose of a bulk data download is to keep the Service Provider’s LSMS synchronized with the NPAC SMS. A bulk download consists of one or both of the following:




· Service Provider network data




· Subscription version data




If the time frame that the user needs to synchronize for is a time frame less than one-day then on-line synchronization can be done over the CMIP mechanized interface for both service provider network data and subscription data.




The following verbiage is inappropriate within 4.16; it’s an unrelated topic and would typically be found in section 4.13.13.  This verbiage should be deleted from here, refer to further suggestions related to section 4.13.13 below (section 2.2 of this document).  



To set/modify the “SOA/LSMS Network Data Download” parameter in a Service Provider Profile the following steps must be followed:




1. Service Provider Personnel will contact NPAC Personnel with a request to set/modify their “SOA/LSMS Network Data Download” parameter. Valid values for this parameter are “ON” or “OFF”. If the SOA/LSMS Network Data Download parameter is set to “ON” the Service Provider will receive data downloads from the NPAC SMS to their respective systems. Service Providers that have had their profile established prior to the implementation of this functionality will need to have the parameter set.  Service Providers that have established their profile since the implementation of this functionality will have the value set according to the instructions contained in their profile paperwork. If the Service Provider requests a parameter that falls outside the valid range, the request will be denied.




2. NPAC Personnel shall validate the caller’s name and authorization code against a list of authorized Service Provider Personnel. If the caller cannot be validated the request is denied. If the caller is validated the request is processed.




3. NPAC Personnel, using the NPAC Administrative Interface, shall navigate to the appropriate Service Provider Profile and set the SOA/LSMS Supports Timer Type functionality indicator to the value requested by the Service Provider. The NPAC SMS will generate a confirmation message to the screen indicating the change has been made successfully.



Replace the existing verbiage in section 4.16 with the following paragraphs/and additional subsection:



When a Service Provider system goes out of service, the local system(s) must be ‘synchronized’ with the NPAC SMS to ensure data reliability across all production LNP systems.  If the time frame that the local Service Provider system needs to recover information is less than one day, then mechanized recovery can be done over the CMIP mechanized interface for Service Provider Network Data, Notifications, Subscription Versions and Number Pool Blocks based on the capabilities of the local Service Provider system.




If the time frame for which the local Service Provider system needs to recover information is greater than one day, or if the Service Provider does not want to resynchronize over the interface (for whatever reason), the Service Provider may request a Bulk Data Download from the NPAC SMS in order to manually update their local system(s).  The NPAC SMS downloads requested data and places the files on the Service Provider’s file transfer protocol (FTP) site.  The Service Provider then accesses the Bulk Data Download at their FTP site, then uses it to update their local system(s) with the current NPAC SMS data.




4.16.1 Mechanized Recovery




Mechanized recovery allows a local Service Provider system (SOAs and LSMSs) to synchronize with the ‘live’ NPAC SMS without having to disassociate from the NPAC SMS.  The SOAs and LSMSs are able to request Network Data, Subscription Version, Number Pool Block, and Notification data that had been sent previously to the Service Provider.  The recovery request is sent from a SOA or LSMS across the CMIP interface.  The NPAC responds by sending the requested data back across the CMIP interface to the SOA or LSMS that made the request.




Prior to the implementation of NPAC Release 3.2.0, during mechanized recovery, the Service Provider local system recovered ‘normal’, non-linked replies from the NPAC SMS.  If there was a large volume of data for the recovery criteria specified in the request, then in some cases recovery was impeded because there may have been too many ‘objects’ to recover.  If a Service Provider’s local system supports receiving linked action replies with the implementation of NPAC Release 3.2.0, then recovery may be expedited because the NPAC can send fewer total messages over the interface by ‘grouping’ the messages based on certain NPAC SMS tunables.




The ‘NPAC Customer SOA Linked Replies Indicator’ is a Service Provider parameter that controls whether the Service Provider receives linked action replies or ‘normal’, non-linked replies to their SOA system from the NPAC during recovery.  If the parameter is set to TRUE, the Service Provider’s SOA will receive linked action replies in groups based on the requested data type blocking factor (NPAC tunables) during recovery.  If the parameter is set to FALSE, the Service Provider’s SOA will receive ‘normal’, non-linked action replies during recovery.  For more information about this Service Provider parameter please refer to section 4.13.13 Modifying the Parameters in a Service Provider Profile and/or Appendix U: Service Provider Tunable Parameters. (this is a recommendation to add this Appendix to the M&P document – see more information in section 2.2 below)



The NPAC Customer Local SMS Linked Replies Indicator’ is a Service Provider parameter that controls whether a Service Provider receives linked action replies or ‘normal’, non-linked replies to their LSMS system from the NPAC during recovery.  If the parameter is set to TRUE, the Service Provider’s LSMS will receive linked action replies in groups based on the requested data type blocking factor (NPAC tunables) during recovery. If the parameter is set to FALSE, the Service Provider’s LSMS will receive ‘normal’, non-linked action replies during recovery.  For more information about this Service Provider parameter please refer to section 4.13.13 Modifying the Parameters in a Service Provider Profile and/or Appendix U: Service Provider Tunable Parameters. (this is a recommendation to add this Appendix to the M&P document – see more information in section 2.2 below)



If the Service Provider does not support linked replies from the NPAC SMS during recovery, then the recovery request is limited by an NPAC tunable, ‘Maximum Download Duration’.  Thus, a request that exceeds the allowable timeframe defined by this tunable is rejected and the Service Provider’s system may request a smaller timeframe that does not exceed the tunable.




If the Service Provider does support linked replies from the NPAC SMS during recovery, then the recovery is limited by the NPAC tunables, ‘Maximum Linked Recovered Objects’.  There is a ‘Maximum Linked Recovered Objects’ tunable for each type of recoverable data;  Network Data, Subscription Versions, Number Pool Blocks and Notifications.  When the number of objects for the requested recovery data exceeds the respective tunable, then the request is rejected and the Service Provider’s system may request a smaller timeframe that results in a smaller volume of ‘objects’.   




4.16.2 Bulk Data Download




Bulk Data Download files may be requested from the NPAC by authorized Service Provider Personnel.  Service Providers may use these files for various purposes including initializing their local system prior to entry into the production LNP environment or to synchronize their local system database after a prolonged outage.  If a Service Provider system has been out of service for more than 24 hours, the Service Provider must request a Bulk Data Download to resynchronize with the NPAC SMS.  Mechanized recovery is not allowed for a timeframe greater than 24 hours.  Bulk Data Download files may include Subscription Versions, Network Data, and Number Pool Block information (or any combination of such data).  




To generate a Bulk Data Download File the following steps must be followed.




1. Service Provider Personnel will contact NPAC Personnel with a request to create a Bulk Data Download File.  Service Provider Personnel are responsible for specifying the data criteria to be included in the file:




· Data To Export




Subscription: Subscription Version Data (LISP and LSPP and POOL – for non-EDR LSMSs)




Network: Network Data




Number Pool Block: Number Pool Block Data 




NPAC Personnel have the ability to specify any combination of Subscription, Network and/or Number Pool Block data in a single request.




· View to Export




Active Like – 




In addition to Subscription data, includes only subscription versions with a status of Active, Disconnect Pending, Partial Failure or Sending that are being downloaded for either an activate or modify request.




In addition to Network, includes all Network Data.  If the Service Provider’s profile is set such that they support NPA-NXX-Xs, these objects will be included.




In addition to Number Pool Block, includes Number Pool Blocks with a status of Active, Partial Failure or Sending that are being downloaded for either an activate or modify request.




Latest View of Activity – when this is selected, the Broadcast Date/Time is required.




In addition to Subscription data, includes subscription versions regardless of status, in order to capture activation, modification and deletion requests, but only includes the latest instance of the TN when the TN has more than one activity within the specified time range.




In addition to Network, includes all Network Data to capture creation, modification (NPA-NXX-X only), and deletion requests, but only includes the latest instance of the network data when the network data has had more than one activity within the specified time range.




In addition to Number Pool Block, includes Number Pool Blocks regardless of their status in order to capture activation, modification and depool requests, but only includes the latest instance of the block for a given NPA-NXX-X when a block has more than one activity within the specified time range.




· Requesting Service Provider




· Subscription TN Range




· Block Range




· Broadcast Date/Time Range – this is required if the View to Export is ‘Latest View of Activity’.




NOTE: NPAC Personnel shall work with Service Provider personnel to accurately determine the required timeframe criteria.  When a Service Provider provides the timeframe, NPAC Personnel will ascertain whether the timeframe is in the context of the local Service Provider time zone and if it is, NPAC Personnel shall use the Time Conversion Chart found in Appendix O to convert the timeframe to local NPAC user time.  This will ensure that the Bulk Data Download file results meet the Service Provider’s precise needs.




2. NPAC Personnel shall validate the caller’s name and authorization code against a list of authorized Service Provider Personnel.  If the caller cannot be validated, the request is denied.  If the caller is validated the request is processed.




3. NPAC Personnel, using the NPAC Administrative Interface, and operating in the appropriate region for the service provider request, shall navigate to the Network Data, Bulk Data Download Window and specify the appropriate Bulk Data Download criteria based on Service Provider input (refer to step 1 above).  The NPAC SMS will generate a confirmation message to the screen indicating the BDD file is being/has been generated.  When this file is created it will automatically be placed in the correct directory for the Requesting Service Provider on the NPAC SMS server.  NPAC Personnel DO NOT have to take further action to FTP the file to the Service Provider’s directory.




4. NPAC Personnel will notify the Requesting Service Provider when the file is ready to be sent using FTP.




NOTE:  Bulk Data Download files are prepared based on the criteria provided by the Service Provider.  NPAC Personnel, using the NPAC Administrative Interface and based on the Service Provider parameter settings for the requesting Service Provider in their Service Provider profile, enter the criteria for generating the BDD file(s).  If a Service Provider’s profile indicates that certain types of data are not supported, and the Service Provider has requested a Bulk Data Download file that includes data the Service Provider is not configured to receive, the requested data will not be included in the Bulk Data Download file.  For example, if a Service Provider Profile indicates that their system does not support NPA-NXX-Xs (-X data), this information is not included in the Network Data Bulk Data Download file.  




NOTE:  If NPA-NXX filters are set for the Service Provider, then Bulk Data Download data will be ‘filtered’ in the same way.  For example, the network data, subscription version and number pool block files will only contain data based on the NPA-NXX filters (filters = excluded, no filter = included).




NOTE:  If a Service Provider’s profile indicates it is EDR-enabled, and if the Service Provider requests a Bulk Data Download for Subscription Version data, then the BDD file will contain only non-POOLed Subscription Versions.  To get Number Pool Block information, a Bulk Data Download file for Number Pool Blocks must be requested.  




1.2 Linked Action Replies (NANC 187)




Add the new subsection to 4.16 called 4.16.1 Mechanized Recovery which can be found in section 2.1 of this document for readability purposes. 



I recommend a change in approach to sections 4.13.13 and 4.14 in the M&P document.  Rather than having a unique procedure written for modifying each SP and/or System Tunable parameter, I recommend ‘generic’ procedures written for modifying Service Provider parameters and modifying System Tunables and documenting all of the Service Provider parameters in an appendix at the back.  The system tunables are currently defined in Appendix I.  The recommended verbiage changes are as follows: 




Modify Section 4.13.13 – Modifying the Parameters in a Service Provider Profile in the master NPAC Methods and Procedures for Service Providers document.



To modify any of the Service Provider Parameters the following steps must be followed:




1. Service Provider Personnel will contact NPAC Personnel with a request to modify one or more of their Service Provider parameter(s). A list of Service Provider parameters, valid and default values may be found in Appendix U: Service Provider Tunable Parameters of this document.  If the Service Provider requests a parameter value that falls outside the valid range, the request will be denied.




2. NPAC Personnel shall validate the caller’s name and authorization code against a list of authorized Service Provider Personnel. If the caller cannot be validated the request is denied. If the caller is validated the request is processed.




3. NPAC Personnel, using the NPAC Administrative Interface, shall navigate to the appropriate Service Provider Profile and set the requested Service Provider parameter to the value requested by the Service Provider. The NPAC SMS will generate a confirmation message to the screen indicating the change has been made successfully. 




Add an Appendix U: Service Provider Tunable Parameters.  :



				NPAC CUSTOMER DATA MODEL







				Attribute Name



				Type (Size) 



				Required



				Description







				NPAC Customer ID



				C (4)



				(



				An alphanumeric code which uniquely identifies an NPAC Customer.







				NPAC Customer Name



				C (40)



				(



				A unique NPAC Customer Name.







				NPAC Customer Allowable Functions



				M



				(



				Each bit in the mask represents a Boolean indicator for the following functional options:




· SOA Management




· SOA Network Data Management




· SOA Data Download




· LSMS Network Data Management




· LSMS Data Download




· LSMS Queries/Audits







				NPAC New Functionality Support



				B



				(



				Each value represents a Boolean indicator is set to true if a service provider supports the functionality defined below.  This Boolean is used to support backward compatibility.  All values default to FALSE.




· Timer Type – True if the SOA supports timer type over the interface.




· Business Hours – True if the SOA supports business days/hours over the interface.




· LSMS WSMSC DPC SSN Data – True if the LSMS system supports WSMSC DPC and SSN Data in subscription versions.




· SOA WSMSC DPC SSN Data – True if the SOA system supports WSMSC DPC and SSN Data in subscription versions.







				Port In Timer Type



				E



				(



				Timer type supported by the Service Provider for porting were they are the New Service Provider:




S – Short Timers  




L – Long Timers  







				Port Out Timer Type



				E



				(



				Timer type supported by the Service Provider for porting were they are the Old Service Provider:




S – Short Timers  




L – Long Timers  







				Business Hour/Days



				E



				(



				Business Hours supported by the Service Provider:




S – Short Business Hours




L – Long Business Hours







				NPAC Customer SOA NPA-NXX-X Indicator



				B



				(



				A Boolean that indicates whether the NPAC Customer accepts NPA-NXX-X downloads from the NPAC SMS to their SOA.  This would be used in conjunction with the SOA Data Download bit mask value.




The default value is False.







				NPAC Customer LSMS NPA-NXX-X Indicator



				B



				(



				A Boolean that indicates whether the NPAC Customer accepts NPA-NXX-X downloads from the NPAC SMS to their LSMS.  This would be used in conjunction with the LSMS Data Download bit mask value.




The default value is False.







				NPAC Customer LSMS EDR Indicator



				B



				(



				A Boolean that indicates whether the NPAC Customer utilizes Efficient Data Representation (EDR) on the LSMS.  This would be used in conjunction with the LSMS Data Download bit mask value.




The default value is False.







				TN Range Notification Indicator



				B



				(



				A Boolean that indicates whether or not the NPAC Customer supports receiving the range format for SOA Notifications.




The default value is False.







				No New SP Concurrence Notification Indicator



				B



				(



				A Boolean that indicates whether or not the NPAC Customer supports receiving the SOA Notification “No New SP Concurrence Notification.




The default value is False.







				SOA Notification Priority Tunable Parameters



				C



				(



				Allows a NPAC Customer to establish the priority to be used for transmitting the notifications listed in Appendix C, Table C-7 to his SOA.  Valid priority values for these notifications are HIGH, MEDIUM, LOW, and NONE.  A priority of NONE indicates that the NPAC Customer does NOT wish to receive that particular notification.




The default value is MEDIUM.







				NPAC Customer SOA Linked Replies Indicator



				B



				(



				A Boolean that indicates whether or not the NPAC Customer supports receiving Linked Reply recovery responses over the NPAC SMS to SOA interface.




The default value is FALSE.







				NPAC Customer Local SMS Linked Replies Indicator



				B



				(



				A Boolean that indicates whether or not the NPAC Customer supports receiving Linked Reply recovery responses over the NPAC SMS to Local SMS interface.




The default value is FALSE.











Add to Section 4.14 Tunable Administration in the master NPAC Methods and Procedures for Service Providers document.



To modify a System Tunable, the following steps must be followed:




5. The LLC/PE will contact NPAC Project Executives with a request to modify one or more System Tunables.  A list of System Tunables, valid and default values may be found in the table in Appendix (I): System Tunables of this document.  If the LLC/PE request a parameter value that falls outside the valid range, the request will be denied.




6. The NPAC Project Executives will disseminate the change to NPAC Personnel.




7. At the agreed upon time NPAC Personnel, using the NPAC Administrative Interface, shall navigate to the System Tunable Parameters, and set the tunable value as requested.  The NPAC SMS will generate a confirmation message to the screen indicating the change has been made successfully.




Update the Communications Tunables Table in Appendix I – add the following rows.



				Communciations Tunables







				Tunable Name



				Default Value



				Units



				Valid Range







				Network Data Linked Replies Blocking Factor



				50



				objects



				1-2000







				The maximum number of objects in a single network data recovery linked reply response.







				Subscription Data Linked Replies Blocking Factor



				50



				objects



				1-2000







				The maximum number of objects in a single subscription data recovery linked reply response.







				Notification Data Linked Replies Blocking Factor



				50



				notifications



				1-2000







				The maximum number of notifications in a single notifications recovery linked reply response.







				Number Pool Block Data Linked Replies Blocking Factor



				50



				Objects



				1-2000







				The maximum number of objects in a single number pool block data recovery linked reply response.







				Network Data Maximum Linked Recovered Objects



				10000



				objects



				1-10000







				The maximum number of objects sent in a network data recovery response, when the SOA/LSMS supports Linked Replies.







				Subscription Data Maximum Linked Recovered Objects



				10000



				objects



				1-10000







				The maximum number of objects sent in a subscription data recovery response, when the LSMS supports Linked Replies.







				Notification Data Maximum Linked Recovered Notifications



				2000



				notifications



				1-10000







				The maximum number of notifications sent in a notification recovery response, when the SOA/LSMS supports Linked Replies.







				Number Pool Block Data Maximum Linked Recovered Objects



				10000



				objects



				1-10000







				The maximum number of objects sent in a number pool block data recovery response, when the LSMS supports Linked Replies.











The following section should be moved to a subsection of 4.16.1 Mechanized Recovery.  The following updates should be made as indicated where strikethrough indicates deletions and underlined text indicates additions:



4.13.3 4.16.1.1 Notification Recovery 




SOA and LSMS systems are able to request recovery of all notifications sent to them during a time range limited by the ‘Maximum Download Duration’ tunable (for Service Provider systems that don’t support Linked Replies) or the ‘Maximum Linked Recovered Notifications’ tunable (for Service Provider systems that do support Linked Replies).  The request for notification recovery is sent across the CMIP interface in a Network Notification Recovery Action.  The response to the notification recovery request is sent across the CMIP interface in a Network Notification Recovery Reply, a non-linked response.  




Refer to the NANC IIS for a list of all notifications that are subject to notification recovery.  




Refer to section 4.16.1 Mechanized Recovery for more information on this process.




1.3 DPC/SSN Value Edits (NANC 191)




Perform the following updates indicated with strikethrough for deletes and underline for additions to section 9.2 Procedures of the 3.0 M&P Document.  :



To initiate a Mass Update for Subscription Versions, the following actions will be taken:




1. Service Provider personnel will contact NPAC Personnel with a request for a Mass Update to a set of Subscription Versions.  Service Provider Personnel must provide the appropriate selection criteria for the Mass Update to NPAC Personnel at the time of the request.  The following selection criteria is available:




· Single TN




· TN Range




· Service Provider ID 




· LNP Type




· LRN




· DPC Values




· SSN Values




· Billing ID




· End User Location Type




· End User Location Value




Note: The Service Provider ID is a mandatory field, which must be populated with the requestor’s Service Provider ID.




2. NPAC Personnel shall validate the caller’s’ names and authorization codes against a list of authorized Service Provider Personnel. If the caller cannot be validated the request is denied. If the caller is validated the request is processed.




3. Using the NPAC OP GUI, NPAC Personnel will navigate to the Mass Update window and enter the appropriate information as specified by the Service Provider.  The NPAC SMS will initiate a confirmation message to the NPAC Personnel indicating that the Mass Update was performed successfully.  




3.a. The NPAC SMS will initiate the change to all matching Subscription Version and Number Pool Block records except in the following situations which result in an entry to the Mass Update Exception report:



· Subscription versions that match the update criteria exist for those with a status of old, partial failure, disconnect-pending, sending or cancelled.  




· The mass update request specifies WSMS data however the Service Provider does not support WSMSC data.




· Subscription Versions and Number Pool Blocks that match the update criteria exist with invalid DPC/SSN data that is not corrected by the data specified in the update request.




· An LRN specified for update exists with a LATA ID that is different than the LATA ID of the NPA-NXX for the Subscription Versions and/or Number Pool Blocks specified to be updated. The NPAC SMS will initiate a confirmation message to the NPAC Personnel indicating that the Mass Update was performed successfully.



3.b. .  In this event, proceed to the M&P titled, ‘M&P for Mass Update Exception Processing’.




3. The NPAC SMS will reject the Mass Update request and issue an error message in the following scenarios: 




· The TN Range specified overlaps a portion of an existing 1K Block, other than Blocks with a status of old.  In this case, NPAC Personnel must contact the Mass Update Requesting Service Provider of the problem, and wait for their direction before attempting another Mass Update.




· The TN Range specified includes a Block that has a status other than ‘Active’ with an empty Failed SP-List.  In this case, NPAC Personnel should ‘monitor’ the block (Query) and when the Block reaches an ‘Active’ Status with an empty Failed SP-List, attempt the Mass Update again.  If the Block has a status of partial failure, or failed, or has at least one SPID in the Failed SP-List, NPAC Personnel will identify the discrepant Service Providers, and work with them to re-send whatever action caused the ‘failed’ status or entry to the Failed SP-List.  Once this is resolved, NPAC Personnel can then attempt the Mass Update again.




If there are matching Subscription Versions for the Mass Update that are currently in a status of sending, partial failure, disconnect-pending or cancelled, the NPAC SMS shall create a log entry.  In this event, proceed to the M&P titled, ‘M&P for Mass Update Exception’.



9.2.1 Mass Update Exception Processing




Assumption: A Mass Update was initiated/processed and some subscription versions and/or number pool blocks could not be updated due any of the bulleted reasons in step 3a of section 9.2 Procedures, above.  .in a state of sending, partial failure, disconnect-pending or cancelled existed.



To complete Mass Update Exception Processing the following steps must be followed:




1. NPAC Personnel, using the NPAC Administrative Interface, will navigate to the Mass Update Main Menu, select Reports, Network Management window and select the Mass Update Exception Report.  NPAC Personnel enter a time range that includes the log entry generated by the NPAC SMS indicating subscription version exceptions to the Mass Update.  This report can be scheduled just like any other report and includes the following information: 




· Subscription Version ID




· Telephone NumberCurrent 



· Service Provider ID




· Event ID of the Mass Update 




· Request CreationTimestamp of the Mass Update 




· ExceptionSubscription Version status at the time of exception Reason Code 



2. For Subscription Versions that were in a status of ‘sending’ upon Mass Update Processing, monitor these records subscription versions (Query) and when they reach an appropriate status, issue a modify request for those subscription versions.




3. For Subscription Versions that were in a status of ‘partial failure’ upon Mass Update Processing, working with the discrepant Service Provider(s), take the necessary steps to clear the ‘partial failure’ status.  When these subscription versions reach an appropriate status, issue the modify request for those subscription versions.




4. For Subscription Versions that were in a status of ‘disconnect-pending’ upon Mass Update Processing, monitor these subscription versions (Query) on a daily basis. If they reach a status of ‘Active’ issue a modify request for those subscription versions.  If they reach a status of ‘Old’, no further processing is required. In the case of Subscription Versions for ‘pooled’ TNs, with a status of ‘Old’ and no new ‘Active’ Subscription Version, the ‘snap-back’ feature associated with pooled numbers will take care of any updates that are necessary.




5. For Subscription Versions that were in a status of ‘cancelled’ upon Mass Update Processing no modifications are made and no further processing is required.  In the case of Subscription Versions for ‘pooled’ TNs, the ‘snap-back’ feature associated with pooled numbers will take care of any updates that are necessary.




6. For Subscription Versions and Number Pool Blocks that couldn’t be updated because the update request included WSMSC data and the Service Provider Profile is not configured indicating that they support WSMSC data, work with the Service Provider to see if the WSMSC data was provided incorrectly.  If it was provided incorrectly, modify the update information and attempt the Mass Update again.  If the data was given correctly and the Service Provider intends to support WSMSC data, modify the WSMSC DPC SSN Data parameter in the Service Provider’s profile and then attempt the Mass Update again.  See section 4.13.13 for further instruction on ‘Modifying the Parameters in a Service Provider Profile”.



7. For Subscription Versions and Number Pool Blocks that exist with invalid DPC and/or SSN data that are not corrected by the Mass Update information, work with the Service Provider to identify and correct these records with valid DPC and/or SSN data.  Identify the Subscription Versions and/or Number Pool Blocks on the Mass Update Exception Report, go over the records with the Service Provider and either modify the Subscription Versions and/or Number Pool Blocks or perform a Mass Update to update these objects so that all respective DPC and/or SSN data is valid.



8. For Subscription Versions and Number Pool Blocks that exist with an NPA-NXX having a LATA ID different from the LATA ID of the LRN specified for the Mass Update, work with the Service Provider to identify an appropriate LRN value for the Subscription Versions and/or Number Pool Blocks.  If necessary, perform the Mass Update to indicate a new LRN with a LATA ID the same as that of the NPA-NXXs of the Subscription Versions and/or Number Pool Blocks being updated.



---------------------------------




Consider adding the following Section to the current M&P Document–



4.13.14  DPC/SSN Data




NPAC SMS shall enforce DPC/SSN value edits to ensure that GTT data is formatted consistent with SS7 signaling standards and contains only non-final DPCs in accordance with recommendations documented in T1S1.6 standards for Local Number Portability.  DPC/SSN value edits are performed during Subscription Version creation, Subscription Version modification, Subscription Version activation, NPA-NXX-X creation, NPA-NXX-X modification, Number Pool Block creation, Number Pool Block activation, and Mass Update requests.  If a DPC value is supplied, then an SSN value must also be supplied and vice versa. If a DPC value is not supplied, then an SSN value may not be supplied either, and vice versa.




The regional SSN Edit Flag indicator specifies whether or not additional DPC/SSN value edits are enforced.  When the setting is ‘TRUE’ the DPC value must contain valid values (network 001-255, cluster 000-255, and member 000-255) and the corresponding SSN must contain a valid value of (000).  When the setting is ‘FALSE’ the DPC value must contain valid values (network 001-255, cluster 000-255, and member 000-255) and the corresponding SSN must contain a valid value of (000-255).  If the “request” does not contain these valid values, then the “request” will be rejected.  




----------------------------------------------




1.4 NPA Split NPAC SMS Load File (NANC 192)




The following changes should be made to the sections found within the 3.0 M&P Document.  Strikethrough indicates deletions and underline indicates additions.



7.1 NPA Splits




No changes to this section.



7.2 Notice of Split to NPAC



The NPAC will regularly process TelcordiaTM LERGTM Routing Guide
 files that contain industry information pertaining to NPA Splits (“NPA Split Load Files”).  These files will contain relevant NPA Split information such as Service Provider, Old NPA-NXX, New NPA-NXX and Permissive Dial Period Start and End dates.  Using this information the NPAC SMS will automatically be made aware of all NPA/NXXS that will be split by the Service Provider. NPAC requires 30 Days notice from the Service Provider for an up and coming split. The NPAC requires 30 days notice of the NPA that is Splitting, the actual NXX’s of that split can be sent to the NPAC two weeks prior to the start of the permissive dialing period.   PLEASE NOTE – if the official permissive dialing period is to start on a date that has already passed – i.e. NPAC cannot input a split that is to begin PDP on 7/1 on 7/14. The NPAC would need to use 7/15 as the start of PDP.  In this case NPAC and the Service Providers involved in that split would need to all agree on the date the NPAC will use for the Permissive dialing period and all involved in the split will need to enter in the same dates.   These situations will be discussed on the Cross Regional calls and agreed upon as an industry.  The NPAC will modify all of the Ssubscription Vversions and Number Pool Blocks associated with the NPA Split to associate the new TN NPA-NXX with the Subscription Versions and Number Pool Blocks to support the permissive dialing period.   It is up to the Service Provider to enter the data on their side as well as, clean up their network data and delete the old NPAs. 




This function of the NPAC interface is only available to NPAC Operations personnel. (A Service Provider cannot perform a Split without the help of NPAC personnel.).  No updates or information will be sent over the SOA interface or LSMS interface to indicate that a NPA Split is occurring.  NPA Split information will be accessible to Service Providers via the NPAC web site. 




The NPAC SMS requires the following data for entry of NPA split information into the NPAC:




· The old and new NPA




· The affected NXX(s)




· The start date of the permissive dialing period




· The end date of the permissive dialing period




· The agreed upon date to install the split into the systems




· The Service Provider ID




Split information input will not be allowed if there are any partially failed or sending subscription versions associated with the old NPA-NXXs.   All SVs must be in an active state or the split will not occur. 




The NPAC modifies all of the subscription versions associated with the split to associate the new TN with the subscription version to support the permissive dialing period.



7.2.1 NPAC Notice of Splits to Service Providers/Split Information




No changes to this section.



7.3 NPA Split Process




Through a regular, housekeeping process the NPAC SMS will process the “NPA Split Load Files”.  The NPAC SMS will verify that the Old NPA-NXX specified for an NPA Split exists on the NPAC SMS and is not involved in another NPA Split, and then automatically create the respective New NPA-NXX and broadcast this to all SOA and LSMS Service Providers in the region that are accepting downloads for the NPA-NXX.  If an Old NPA-NXX-X exists respective to the NPA Split specified in the “NPA Split Load File”, a New NPA-NXX-X will be created and broadcast to all SOA and LSMS Service Providers in the region that are accepting downloads for the NPA-NXX and support NPA-NXX-Xs.  The NPAC SMS will associate the New NPA-NXX with any Subscription Versions and/or Number Pool Blocks that are affected by an NPA Split at the start of the Permissive Dial Period.  There will not be any broadcasts over the interface to any SOA or LSMS systems updating Subscription Versions and/or Number Pool Blocks as a result of an NPA Split.




The NPAC SMS will inevitably process “NPA Split Load Files” that contain NPA Split information that has already been created on the NPAC SMS,  If a file contains ‘modified’ information for an NPA Split the NPAC SMS will perform the following steps:




· If it is prior to the original NPA Split Permissive Dial Period Start Date, and if the “NPA Split Load File” indicates a new Permissive Dial Period Start Date and no ‘Pending’ Subscription Versions exist for the New NPA-NXX, the NPAC SMS will automatically update the Effective Date of the New NPA-NXX and the Permissive Dial Period Start Date to the New modified date indicated.  This will results in a delete broadcast (for the previous New NPA-NXX) to all SOA and LSMSs that are accepting downloads for the NPA-NXX as well as a create broadcast to all SOA and LSMSs for the New NPA-NXX with the new Effective Date.




· If it is prior to the original NPA Split Permissive Dial Period Start Date, and if the “NPA Split Load File” indicates a new Permissive Dial Period Start Date and Subscription Versions with a status other than ‘Old’ or ‘Active’ exist for the New NPA-NXX, reject the NPA Split modify request, and log an error for the NPA Split Exception report.




· If it is after the original NPA Split Permissive Dial Period Start Date, in other words, if the NPA Split is currently in Permissive Dial Period, and the LERG file indicates a new Permissive Dial Period Start Date, the NPAC SMS will reject the NPA Split modify request.




· If it is prior to the Permissive Dial Period End Date and the “NPA Split Load File” indicates a new Permissive Dial Period End Date, the NPAC SMS will modify the Permissive Dial Period End Date accordingly. 




· If the LERG file indicates an NPA Split delete, the NPAC SMS will delete the respective NPA Split, New Network Data associated with the split and re-associate respective Subscription Versions and/or Number Pool Blocks with the Old NPA-NXX only.




· If the LERG File indicates additional NPA-NXXs for an NPA Split, and they meet NPA Split requirements, the NPAC SMS will automatically add the NPA-NXXs to the NPA Split and create and broadcast the ‘New’ Network Data (NPA-NXX and NPA-NXX-X – if applicable) to all SOAs and LSMSs in the region accepting downloads for the NPA-NXX.




Service Provider(s) responsible for the NPA split will call, email or fax the NPA split information into NPAC.   NPAC personnel will enter the split information into the GUI.  The NPA split will reflect Midnight Central Daylight savings time (Chicago Time) and will be loaded into the GUI as Greenwich Mean time (UTC Time).  Therefore, the Service Provider must convert the time from their time zone to Central Daylight savings time (Chicago Time), when speaking to NPAC.  




NOTE – Appendix O contains a time zone converter.




NPAC will verify that the new and the old NPA-NXX(s) involved in an NPA Split exist and are not currently involved in another NPA Split.  New NPA-NXX(s) will be opened via normal processing prior to the NPA Split.   NPAC will verify that the NPA Split has an effective date equal to the start date of permissive dialing.  




NPAC will post this information about “NPA Split Load Files” that have been processed by the NPAC SMS out on the web site.  The Service Providers are responsible for adding, changing and removing old NPA NXX’s from their networks upon reaching the Permissive Dial Period End Date.  If needed, a mass update will may be completed requested to update LRN information for a LSMS only not SOA.  NPAC SMS can leave filters for NPA-NXX(s) involved in an NPA split unchanged if the Service Provider wants - this is up to the SP.  Service Providers are responsible for setting NPA-NXX filters appropriately.




Please note-  NPAC SMS shall complete any needed NPA Split processing or activities by 00:01 CST on the start date of permissive dialing.




NPAC will reject a NPA Split if:




· Determining that the old NPA-NXX involved in an NPA Split does not exist when the split information is entered. 




· Determining that a new NPA-NXX involved in an NPA split has an effective date not equal to the start date of permissive dialing.




· Determining that a new NPA-NXX involved in an NPA split is currently involved in another NPA Split.




· Determining that there are Subscription Versions with a status other than pending, old, conflict, canceled, or cancel pending in the new NPA-NXX split.



7.4 Permissive Dialing Period



No changes to this section.



7.4.1 Creating an NPA-NXX-X during NPA Split, Permissive Dial Period
No changes to this section.



7.4.2 NPA Split Creation containing Pooled Block(s)




delete this section as the functionality is covered in section 7.3 above



A Service Provider (Code Holder) may contact NPAC Personnel and request the creation of an NPA Split on the NPAC SMS specifying an NPA-NXX that contains Number Pool Block(s).




In this case, if an NPA-NXX-X entry already exists for the ‘Old’ NPA-NXX, the NPAC SMS will automatically create an NPA-NXX-X entry for the ‘New’ NPA-NXX-X, and NPA Split processing will continue.




Note: At the end of the Permissive Dialing Period, the NPAC SMS will automatically delete the ‘Old’ NPA-NXX-X Value and clean up the respective Block and Pooled SVs to reflect only the ‘New’ NPA-NXX-X Value.



7.4.3 7.4.2  NPA Split Error Processing  (the subsection number is changing since the previous section will be deleted)



Upon NPAC SMS automated processing of the “NPA Split Load Files” certain processing errors may occur that result in an entry to the NPA Split Exception report.  Such processing errors may include:




· The Old NPA-NXX does not exist at the time of “NPA Split Load File” processing.




· NPA splits that cannot be added to the NPAC SMS because the new NPA-NXX already exists in the NPAC SMS at the time the “NPA Split Load File” is processed by the NPAC SMS, and that NPA-NXX is NOT already scheduled for an NPA Split in the NPAC SMS.




· An NPA-NXX-X exists for the New NPA-NXX at the time of the “NPA Split Load File” processing.




· NPA splits already scheduled in the NPAC SMS where the PDP start date is modified to a closer in date.




· NPA splits already scheduled in the NPAC SMS where the PDP start date is modified, and pending SVs exist in the new NPA-NXX.




Upon entry of the NPA Split, if the NPAC SMS determines an NPA-NXX-X entry already exists for the ‘New’ NPA-NXX, the NPAC SMS will reject the NPA Split request.  The NPAC SMS will generate an error message to NPAC Personnel indicating the NPA Split cannot be processed.  




When these processing errors occur, NPAC Personnel will perform the following steps to get to a resolution and be able to process the NPA Split request:




· If the Old NPA-NXX does not exist at the time of NPA Split LERG file processing, NPAC Personnel will work with the respective Service Provider to confirm that the NPA-NXX is supposed to be open for porting and if so, work with the Service Provider to get the Old NPA-NXX created.  Once the Old NPA-NXX has been created on the NPAC SMS, NPAC Personnel will ensure that the NPA Split request is re-processed.




· If the NPA Split request specifies a New NPA-NXX that already exists in the NPAC SMS at the time the NPA Split Load Flat File from the LERG Routing Guide is processed by the NPAC SMS, and that NPA-NXX is NOT already scheduled for an NPA Split in the NPAC SMS, NPAC Personnel will work with the respective Service Provider to delete the NPA-NXX.  Once the NPA-NXX has been successfully deleted, NPAC Personnel will ensure that the NPA Split request is re-processed.




· If an NPA-NXX-X exists for the New NPA-NXX specified in an NPA Split request, NPAC Personnel will NPAC Personnel will notify the Code Holder Service Provider that the NPA Split could not be processed because an Active Number Pool Block already exists within the ‘New’ NPA-NXX.  Furthermore, NPAC Personnel will contact the Pooling Administrator and Block Holder Personnel to notify them of the NPA-NXX-X that caused the error.  It is the joint responsibility of the Pooling Administrator, Block Holder and Code Holder to resolve the error. Once the issue has been addressed, NPAC Personnel will ensure that the NPA Split request is re-processed.  




· If the Permissive Dial Period Start date for an NPA Split is modified and pending subscription versions exist in the new NPA-NXX, NPAC Personnel will work with the respective Service Provider to cancel the subscription versions in question and then re-process the NPA Split request.




The following changes should be made to section 8.1.1.1 Approach, found within the 3.0 M&P Document.  Strikethrough indicates deletions and underline indicates additions.




36.  For NPA Split processing, the NPAC will reject the NPA Split request in the TelcordiaTM LERGTM Routing Guide files that contain industry information pertaining to NPA Splits (“NPA Split Load Files”), if the New NPA-NXX-X already exists at the time of “NPA Split Load File” processing. at the start of the Split, If an Old NPA-NXX-X exists respective to an NPA Split at the time the NPAC processes the “NPA Split Load File” the NPAC SMS will automatically create a respective, New NPA-NXX-X with an Effective Date equal to the later date of either the Permissive Dial Period Start Date or the Effective Date of the Old NPA-NXX-X. to correspond to the Old NPA-NXX-X, and will reject the NPA Split request if the New NPA-NXX-X already exists at the time of the NPA Split entry.  The NPAC SMS will remove the New NPA-NXX-X and convert the Block and SVs back to the Old NPA-NXX, if the New NPA-NXX is removed from the NPA Split, prior to the end of PDP.  When adding an NPA-NXX-X during an NPA Split, the NPAC SMS will automatically add a corresponding New/Old NPA-NXX-X for an NPA-NXX involved in a Split.  During PDP, the NPAC SMS will treat Block data similar to the treatment of SV data (i.e., either the Old or New NPA-NXX can be sent to the NPAC SMS, but the NPAC SMS will broadcast the New NPA-NXX).




The following changes should be made to section 9.3 Things to Remember – Mass Update after NPA SPLIT, found within the 3.0 M&P Document.  Strikethrough indicates deletions and underline indicates additions.



9.3 Things to Remember – Mass Update after a NPA SPLIT Split



At the end of the permissive dial period (PDP), the Old NPA-NXX is to be deleted by the Service Provider.  As such, the Service Provider should be taking steps during PDP to make appropriate changes to their LRNs and ported subscription version data so that at the end of PDP any LRNs using the Old NPA-NXX can be removed.  The Service Provider may request a Mass Update in order to modify the ported subscription versions and/or number pool blocks affected by an NPA Split to a different LRN.




The Service Provider should be adding a new LRN based on the NPA-NXX, and should be doing a Mass Update of all active SVs that currently have the old NPA to change to the new NPA, and in turn must delete the old LRN at the end of the permissive dialing period.   This will alleviate any potential problems with the old NPA-NXX when it eventually gets re-allocated to a new Service Provider.  




Note: For mass changes, please consult with the appropriate NPAC personnel with details and general questions.




The following changes should be made to section 11. Reports, found within the 3.0 M&P Document.  Strikethrough indicates deletions and underline indicates additions.  



Add the following table entries to section 11.2:



				Report Types



				Report Name



				Party who can access



				Function












				Service and Network Data



				System Tunables



				Service Provider 



				Allows the inspection of the tunable parameters in the NPAC SMS. The administrator can view the current values of all tunable parameters. Tunables are broken into five categories: subscriptions, communication, audits, logs and security.







				



				NPA Split Exception Report



				NPAC Only



				List information about NPA Split processing errors.







				



				Mass Update Exception Report



				NPAC Only



				List information about Mass Update processing errors.











11.5.10  NPA Split Exception Report 
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NPA Split Exception Report Overview




The NPA Split Exception Report allows the NPAC Personnel User to generate a report, that provides information regarding NPA Split Load File processing errors.



Date/Time Range




NPAC Personnel specify a Start Date/Time and End Date/Time for which NPA Split processing errors occurred. The date range is a filter to allow reports only on a specific range of dates. A message is generated if there is an error or warning condition that arises from the entered dates.




Destination




NPAC Personnel select an output destination. For any of the Destination fields, errors or warnings may occur (such as too many characters entered, invalid destination name or number, etc.). In the occurrence of an error or warning, an appropriate message displays.




Sample Report




Create actual report output here.
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11.5.11 Mass Update Exception Report 
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Mass Update Exception Report Overview




The Mass Update Exception Report allows the NPAC Personnel User to generate a report, that provides information regarding Mass Update processing errors.



Date/Time Range




NPAC Personnel specify a Start Date/Time and End Date/Time for which Mass Update processing errors occurred. The date range is a filter to allow reports only on a specific range of dates. A message is generated if there is an error or warning condition that arises from the entered dates.




Destination




NPAC Personnel select an output destination. For any of the Destination fields, errors or warnings may occur (such as too many characters entered, invalid destination name or number, etc.). In the occurrence of an error or warning, an appropriate message displays.




Sample Report




Create actual report output here.



[image: image4.png]02/21/2003
20142

Legend for

New Service

Provider

Mass Update Exception Report Page 1 of 1

Report Parameters: 02/01/2003 06:00 Through 02/21/2003 20:40

Exception Reason:
S = Sending Subscription Version Status
PF = Partial Failure Susscription Version Status

DP = Disconnect Pending Subscription Version Status
U = S04 does mot support USHSC data

DS = Invalid DPC or SN data

L = NPANXX and LRN are not in the seme LTA

U = Unknown Reason

New creation
SPID Version Id Phone NMmmber Event Id Timestemp Reason











NPA Splits and Mass Updates 



NPA Splits are initiated through regular NPAC processing of TelcordiaTM LERGTM Routing Guide files that contain industry information pertaining to NPA Splits (“NPA Split Load Files”). At the end of the permissive dial period (PDP), the Old NPA-NXX is to be deleted by the Service Provider.  As such, the Service Provider should be taking steps during PDP to make appropriate changes to their LRNs and ported subscription version data so that at the end of PDP any LRNs using the Old NPA-NXX can be removed.  The Service Provider may request a Mass Update in order to modify the ported subscription versions and/or number pool blocks affected by an NPA Split to a different LRN.



and Mass Updates are coordinated by the Service Providers.  The Service Providers are responsible for informing the NPAC of an up and coming split 30 days in advance.  The Service Providers that are involved in the split must coordinate with NPAC personnel and NPA and NXX information involved with the split.  




Service Providers are responsible for adding, changing and removing old NPA NXX information from their networks. 




The NPAC becomes involved after receiving a request for a Mass Update notification of the mass change from a Service Provider.  The goal of the NPAC is to transform affected records in the NPAC SMS database to reflect the new information via a mass update.  Service Providers must supply the NPAC with the range for mass updates changes.   The Mass Updates Changes are intended for ranges only not one or two TNS.   The TNs must be in a range, NPAC does not accept single TNs for mass updates.




For more information on NPA Splits and Mass Update, please contact NPAC personnel at 888-NPAC-HEL(P).      Also, there is a full description of both NPA Splits and Mass changes in the M&P document.




Please note NPAC does not support Line-level splits (some NPA-NXX some NPAs change and some remain the same.)   There is a document posted to the secure web site regarding this.




1.5 Conflict Timestamp Broadcast to SOA (NANC 218) 




No change necessary.



1.6 Donor SOA Port-To-Original of an Intra-Service Provider Port (NANC 230)




Consider adding a new sub-section in Section 4.13.X Provisioning in the master NPAC Methods and Procedures for Service Providers document, Release 3.0.



4.13.X Port To Original Subscription Versions




Port to Original refers to a Subscription Version that is ported to the original switch within the original Service Provider’s network.  When the Subscription Version is going back to the original Service Provider’s switch and the current Service Provider is different than the original Service Provider, this is an Inter-Service Provider, Port to Original Subscription Version.  When the Subscription Version is going back to the original Service Provider’s switch and the current Service Provider is the same as the original Service Provider, this is an Intra-Service Provider, Port to Original Subscription Version.  In the case of the Intra-Service Provider, Port to Original Subscription Version, the telephone number has been previously ported away from the original switch.




1.7 Modification of Dates for a Disconnect Pending SV (NANC 249)




No changes necessary.



1.8 ASN.1 Change for Required Field in VersionNewNPA-NXX and VersionNewNPA-NXX Recovery Notification (NANC 287)




No changes necessary.



1.9 SSN Edits in the NPAC SMS (NANC 291)




Suggested changes are documented in section 2.3 DPC/SSN Value Edits above.



1.10 Sending SV Problem During Recovery (NANC 297)




No changes necessary.



1.11 Change the NSAP Field Size Declaration in ASN.1 – ASN.1 Recompile (NANC 316)




No changes necessary.



1.12 NPAC Edit to Ensure NPA-NXX of LRN is in Same LATA as NPA-NXX of Ported TN (NANC 319)




Consider adding the following Section to the current M&P Document–



4.13.X  LATA ID Validation




LNP Call Processing that occurs in the LNP network switches requires that the NPA-NXX of the ported telephone number must have the same LATA ID as the LRN associated with the ported telephone number.  Prior to the implementation of NPAC Release 3.2.0, there was no assurance these LATA IDs would match.  With the implementation of NPAC Release 3.2.0 and new LATA ID validation functionality, Subscription Version and Number Pool Block requests specifying a LRN with a different LATA ID than the respective NPA-NXX of the (TN or NPA-NXX-X of the Number Pool Block) are denied.  




Other changes to the Mass Update procedures are documented above in section 2.3 DPC/SSN Value Edits.



1.13 Clean Up of Failed SP List based on Service Provider BDD Response File (NANC 322)




Add the following subsection to 4.16.2 Bulk Data Download which is described above in section 2.1 Delta Download File Creation by Time Range for SVs (NANC 169) 




4.16.2.1 Bulk Data Download Response File Processing




Bulk Data Download Response Files may be generated by Service Provider Personnel and/or their local systems after they have successfully processed a Bulk Data Download file containing Subscription Version or Number Pool Block data to indicate to the NPAC SMS which objects they successfully processed.  When the NPAC SMS processes this Bulk Data Download Response File from the Service Provider, the Failed SP Lists for respective Subscription Versions and Number Pool Blocks are appropriately updated based on the Service Provider’s indication of successfully processing the partially failed or failed object.




To process a Bulk Data Download Response File the following steps must be followed:




4. Service Provider Personnel will contact NPAC Personnel with a request to process a Bulk Data Download File.  Service Provider Personnel are responsible for ensuring that the Bulk Data Download Response File follows the required naming convention and is located in the correct directory for the Requesting Service Provider on the NPAC SMS server.




5. NPAC Personnel shall validate the caller’s name and authorization code against a list of authorized Service Provider Personnel.  If the caller cannot be validated, the request is denied. If the caller is validated the request is processed.




6. NPAC Personnel, using the NPAC Administrative Interface, and operating in the appropriate region for the service provider request navigate to the Bulk Data Download Response Window, specify the Service Provider Name and/or ID for whom they are to process the file from, and Bulk Data Download Response file name.  The NPAC SMS will generate a confirmation message to the screen indicating the request was successful.




1.14 Partial Migration of a SPID via Mass Update (NANC 323)




Add the following sub-section in Section 9 Mass Updates and Changes in the master NPAC Methods and Procedures for Service Providers document, Release 3.0.



9.4 Service Provider ID (SPID) Migration




Situations arise that require a change to the Service Provider associated with LNP data such as NPA-NXXs, NPA-NXX-Xs, LRNs and respective sub-tending information (subscription versions and/or number pool blocks).  These situations may include service provider mergers, service area trading, data system consolidations, etc.




Service Provider’s may migrate all of their data to one Service Provider, or portions of their data to multiple Service Providers.  If a Service Provider’s data is being migrated to more than one Service Provider, NPAC Personnel will have to perform this process as many times as there are Service Providers that are receiving data.  For example, if Service Provider (A) is migrating their data to Service Providers (B), (C) and (D) – then NPAC Personnel will perform the SPID Migration process three times since there are three Service Providers receiving data.




When a Service Provider (ID) Migration is required, a coordinated effort is required of all Service Provider’s participating in the affected NPAC Region.  An agreed upon time whereby all systems are disassociated from the NPAC SMS will be determined.  At the scheduled time, NPAC Personnel will use the NPAC OPGui to specify the SPID Migration request which results in the creation of Selection Input Criteria SPID Mass Update Request Files (SIC-SMURF) which are used by NPAC Personnel and all Service Provider’s in the region to update their systems appropriately.  




The following steps must be performed to initiate the SPID Migration process:




1. All Service Provider systems in the affected region are disassociated from the NPAC SMS.




2. Service Provider personnel will contact NPAC Personnel with a request for SPID Migration.  Service Provider must provide the appropriate selection criteria for the data being migrated to the new Service Provider at the time of the request.  The following information must be provided:




· From Service Provider Name and ID




· To Service Provider Name and ID 




· LRN (list of or all in the case of a full migration)




· NPA-NXX (list of or all in the case of a full migration)




· NPA-NXX-X (list of or all in the case of a full migration)




3. NPAC Personnel shall validate the caller’s name and authorization code against a list of authorized Service Provider Personnel. If the caller cannot be validated the request is denied. If the caller is validated the request is processed.




4. Using the NPAC OP Gui, NPAC Personnel will navigate to the Service Provider Migration Management window and enter the appropriate information as specified by the Service Provider.  The NPAC SMS will initiate a confirmation message to the NPAC Personnel indicating that the request was successful. 




4.a If ‘Pending-Like, No Active’ Subscription Versions and/or Number Pool Blocks exist for the Service Provider who is requesting the SPID Migration, the request will not be successfully processed.  NPAC Personnel will have to work with the Service Provider to either activate or cancel these objects.




4.b NPAC Personnel will pull the “Pending-Like, No Active” Report and forward the report to the requesting Service Provider.  The Service Provider must have their own M&P outside of NPAC Personnel for cleaning up these Subscription Versions.




4.c NPAC Personnel will await notification from the requesting Service Provider prior to attempting to request the SPID Migration files again.




5. When the Service Provider Migration request is successfully entered in the NPAC OPGui, the NPAC SMS then generates files that are to be used by all Service Provider’s in the region and NPAC Personnel to implement the required updates in all local LNP systems.  NPAC Personnel will notify all Service Providers in the region when the SIC-SMURF files are available on the FTP site.




6. The (From) Service Provider who has requested the data migrated from them to one or more other Service Providers will verify the files generated by the NPAC SMS and authorize the migration.  




7. NPAC Personnel and Service Provider personnel perform their own migration process.




8. When all Service Providers in the region and NPAC Personnel have successfully updated their local systems for the SPID Migration, all local systems may re-associated with the NPAC SMS.  NPAC Personnel will initiate Audits to spot check Service Provider systems in the region to ensure all data is represented appropriately




NOTE:  If ‘Pending-Like’ Subscription Versions exist for the requesting Service Provider, the SPID Migration request will fail in the NPAC OPGui.  NPAC Personnel will work with the requesting Service Provider to either activate or cancel these objects before they generate the SIC-SMURF files for the SPID Migration.




1.15 Delta Download File Creation by Time Range for Network Data (NANC 354)




M&P for this functionality is included in section 2.1 – Delta Download File Creation by Time Range for SVs (NANC 169) above.



Appendix A:
Methods and Procedures Issues




Following are issues related to the NPAC Release 3.2 Methods and Procedures:




				#



				Date



				Issue



				Status







				1.



				



				



				







				2.
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116 S. Cumberland



Park Ridge, Illinois



60068



(847) 698-6167 (Office)



(847) 274-5125 (Cell)



February 25, 2003










Dear LNPA-WG members:


The PA has been receiving an increasing number of requests from Service Providers that are requiring multiple LRNs. The reasons for such requests have been varied and are legitimate requests per the INC guidelines, but are in many cases exacerbating the need to open new CO codes.  



Several examples have been forwarded to yourself and the LNPA-WG by Mr. Greg Pattenaude (NY-DPS), showing several situations that exist in large metropolitan areas where there are multiple tandems serving an area, and the tandem switches may not do inter-tandem routing. Further complicating this in some areas, the tandems may serve areas that cross LATA boundaries. In these situations a service provider wanting to serve an area may setup a “POI” (Point of Interconnection) in each serving tandem.  According to the INC guidelines it is permissible to assign an LRN to each POI. The examples cited are by no means the only instances where LRNs need to be assigned, nor is this issue only limited to large metropolitan areas.



Per the Thousands-Block Number (NXX-X) Pooling Administration Guidelines (TBPAG), an LRN is defined as “The ten-digit (NPA-NXX-XXXX) number assigned to a switch/POI used for routing in a permanent local number portability environment.”  



According to the INC LRN Assignment Practices, “A unique LRN may be assigned to every LNP equipped switch (and potentially to each CLLI listed in the LERG).  A service provider should select and assign one (1) LRN per LATA within their switch coverage area.  Any other LRN use would be for internal purposes.  Additional LRNs should not be used to identify US wireline rate centers.”  



Consequently, a new NXX would need to be opened for each LRN request for each “switch/POI”.  In some cases this causes a surplus of blocks in an industry inventory pool and can accelerate the exhaust of an NPA.



As a result, the PA brought an issue to INC 68 (attached) to revisit the LRN Assignment Practices to see if there are any possible alternatives to how LRNs may be assigned that would not require a new NXX to be opened.  Part of the suggested resolution was for the INC participants to go back to their companies and investigate possible alternatives for LRN assignments.  



Since this issue was not accepted at INC, the PA felt (and still feels) that this is still a valid issue that needs further investigation. The PA currently works with service providers and regulators in an attempt to minimize the opening of new codes, and where it is necessary to open codes to have the code assigned where 1K blocks may be utilized in the PA inventory. Unfortunately in many cases the PA inventory does not need additional blocks and in actuality may have enough blocks to last a substantial period of time before replenishment may be necessary. Opening codes in these situations just to provide an LRN strands numbers and is not an effective use of numbering resources.  



The PA is not advocating a position in this matter, nor suggesting that the INC guidelines be changed to prevent the legitimate use of LRNs. The PA is only requesting that the industry review how LRN assignments are made and what criteria may be used that designates an LRN. 



For example, an LRN is a 10 digit number, but does it have to be related to a NPA-NXX-XXXX or can it be any 10 digit number.  Does an LRN have to be assigned only from a NPA-NXX where the LRN assignee is the Code holder?



We look forward to discussion (and potential resolution) of this issue by the LNPA-WG.



Sincerely,


Barry W. Bishop



Senior Director Number Pooling Services



 Attachment 1 – NY DPS Email



-----Original Message-----
From: greg_pattenaude@dps.state.ny.us [mailto:greg_pattenaude@dps.state.ny.us]
Sent: Tuesday, February 04, 2003 4:08 PM
To: La Gattuta, Paul F, ALABS
Cc: christine_kelly@dps.state.ny.us
Subject: Re: LRN Action Item FW: NANC - Action Assignments



Paul - here is our experience.  The names have been deleted.   Our preference, and I'm sure most other states and carriers, too,  would be to minimize the number of new NXXs that have to be opened to support LRN requests.  And this assumes that the LRNs are truly needed.  If you have any questions, let either Christine or myself know. 

Greg 

-------------------------------------------------------------------------------------------------------------------------------------------- 
The typical situations in which carriers have requested more than one LRN per switch (under their control) within a LATA occur when there is more than one LEC tandem with which they interconnect.   There are differences between wireless and wireline carriers in these situations.   

Example 1-  NY Metro Lata 132  -  Verizon has multiple tandems to which the CLECs interconnect.   With only one LRN,  all of the CLEC's traffic is pointed to one tandem.  The CLEC may want the traffic at another tandem and POI,  so they have to incur costs to have the traffic hauled (or haul it itself) to the other tandem.  The use of multiple LRN's to remedy this situation has been denied under current NANPA guidelines (as wasteful of numbering resources) as it is using LRN routing in place of switch translations and transport services. 

Example 2-  NY Metro LATA 132 - A CLEC claimed it needed multiple LRNs as the number of service provider ports from the LEC would strain one tandem's resources and had the potential to  impair traffic flow.  The LEC was not able to substantiate this concern.  Again, the request was denied under the guidelines. 

Example 3-  845 NPA/LATA 133.  A wireless carrier intended to interconnect with 3 incumbents, each with their own tandem, in rate centers in the 845 NPA   The traffic was to be hauled to a switch outside the LATA.   Because the wireless carrier had Type 2 interconnection, it was determined that the wireless carrier needed an LRN per POI at each LEC's tandem.   The wireless carrier was able to obtain multiple LRNs.   Barry Bishop confirmed their need under this scenario. 

Christine Sealock Kelly
NY Department of Public Service
518-486-5619
fax 518-474-5616


Attachment 2 – Proposed INC Issue 



INDUSTRY NUMBERING COMMITTEE (INC) ISSUE IDENTIFICATION FORM



ISSUE TITLE:



Review LRN Assignment Practices 



_____________________________________________________________________________



ISSUE ORIGINATOR: Florence Weber
ISSUE #: 


COMPANY: NeuStar
DATE SUBMITTED: 1/7/03


TELEPHONE #: 925-363-8730
DATE ACCEPTED:


REQUESTED RESOLUTION DATE: ASAP
WORKSHOP ASSIGNED:



CURRENT STATUS:



RESOLUTION DATE:


1.
ISSUE STATEMENT: There are cases where SP’s are requiring multiple LRNs.  The INC needs to explore how LRNs can be established with out opening additional CO Codes.  


2.
SUGGESTED RESOLUTION OR OUTPUT/SERVICE DESIRED: INC particpants should take this issue back to their companies to see if  there are any possible solutions.    



3. OTHER IMPACTS (If any):



Committee T-1



4. CONTRIBUTIONS WORKED AGAINST ISSUE:



5. CURRENT ACTIVITY:



6. RESOLUTION:



UPDATED:



    Attachment 3 – Excerpt of INC 68 General Session Meeting Records



INC 68 General Session



Washington, DC



January 7, 2003



Proposed Issue #8 Review LRN Assignment Practices (NeuStar-PA)



Florence Weber, NeuStar-PA, reviewed the proposed new issue.



Points Noted:



1. It was asked if the LNP architecture was considered. The answer was no.



2. A participant noted that NANC made the decision to have one LRN per switch per LATA.



3. It was noted that if there is an existing LRN then the PA will deny the request.



4. It was noted that it is not under INC’s purview to modify NANC LNP architecture and Committee T1 technical requirements documents.



5. The Moderator asked if there were any objections to accepting the proposed issue “Review LRN Assignment Practices”.  There were several objections and there was no consensus to accept the issue.
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy):  08/28/2002



Company(s) Submitting Issue:  Verizon



Contact(s):  Name   Gary Sacra




         Contact Number   410-736-7756




         Email Address   gary.m.sacra@verizon.com



(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



Customers have been taken out of service inadvertently due to the New Service Provider continuing with a port that has been placed into Conflict by the Old Service Provider after the 6 hour timer has expired, instead of investigating why the port was placed into Conflict.                                                        



2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A. Examples & Impacts of Problem/Issue: 



When Verizon receives a SOA notification from NPAC that another service provider has issued a CREATE message to NPAC in order to schedule a port-in of a Verizon customer, Verizon checks to see that a matching Local Service Request (LSR) has been received from that service provider regarding that specific TN.  If no matching LSR is found, Verizon places the port into Conflict status with a Cause Code set to “LSR Not Received.”  We are seeing an increasing rate of instances where the New Service Provider is waiting for the 6 hour Conflict Resolution New Service Provider Restriction Tunable Parameter timer to expire, and proceeding with porting the number.  This has led to Verizon customers being inadvertently ported and taken out of service from a terminating call perspective because the wrong TN was entered in the original CREATE message sent by the New Service Provider to NPAC. 



B. Frequency of Occurrence:



In the MA and NE Regions, 15-20 customers have been taken out of service per month on average as a result of this problem.  Some of these customers have had multiple TNs taken out of service.



C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     



 West Coast___  ALL_X_



D. Rationale why existing process is deficient: 



Section 1.2.4 of the FRS document states, “If Service Providers disagree on who will serve a particular line number, the NPAC SMS will place the request in the “conflict” state and notify both Service Providers of the conflict status and the Status Change Cause Code.  The Service Providers will determine who will serve the customer via internal processes.  When a resolution is reached, the NPAC will be notified and will remove the request from the “conflict” state by the new Service Provider.  The new Service Provider can cancel the Subscription Version.”  In addition, Section 2.4.2 of the FRS states that the New Service Provider coordinates conflict resolution activities, and further states, “The New and Old Service Providers use internal and inter-company processes to resolve the conflict.  If the conflict is resolved, the new Service Provider sets the Subscription Version status to pending.  If the conflict is not resolved with the tunable maximum number of days, the NPAC SMS cancels the Subscription Version, and sets the Cause Code for the Subscription Version.”



Clearly, the intent here is to resolve the conflict before the port takes place.  Allowing the New Service Provider to remove the Conflict status after the 6 hour timer expires bypasses the need to resolve the conflict.



E. Identify action taken in other committees / forums: 



N/A



F. Any other descriptive items: __



__________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution: 



The LNPA should revisit the philosophy that led to enabling the New Service Provider to remove a Subscription Version from Conflict status after a specified period of time without first resolving the original conflict with the Old Service Provider.  NPAC requirements should be modified to require both service providers to concur before a Subscription Version can be moved from Conflict status to Pending.



LNPA WG: (only)



Item Number: 0022




Issue Resolution Referred to: _________________________________________________________


Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________



1


1







_1107696461.doc







CO Code (NXX) Re-Allocation Process
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1. NANPA CO Code Administration and NeuStar Number Pool Administration will follow Appendix C & 7, Procedures for Code Holder/LERG Assignee Exit of the INC Guidelines for NXX/Thousands-Block Reallocation.



2. Non-pooling NXX Flow (Note: Last digit of paragraphs below correspond to numbers on flow chart)


2.1. The NANPA CO Code Administrator sends CO Code Part 3 to the new LERG assignee.



2.2. The new LERG Assignee completes the LNP NXX LERG Assignee Transfer form for those thousands-blocks that have ported numbers and any additional thousands-blocks they need to port.  Then forwards the form and CO Code Part 3 to the NPAC Administrator.



2.3. The NPAC Administrator receives the CO Code Part 3 and the LNP NXX LERG Assignee Transfer form from the new LERG assignee. 



2.4. If for some reason the thousands-blocks cannot be ported on the effective date, the NPAC Administrator will contact the new LERG assignee to negotiate a date to port the numbers. 



2.5. The NPAC Administrator builds the individual Block tables for the thousands-blocks indicated on the LNP NXX LERG Assignee Transfer form.



2.6. On the effective date (or the date negotiated with the new LERG Assignee), NPAC will download the thousands-blocks with a port type of “Pool”. 



2.7. Upon completion of the download, the NPAC administrator completes the LNP NXX LERG Assignee Transfer form and forwards a completed copy to the new LERG assignee.



2.8. The NPAC administrator shall update the NPAC tracking database.



2.8.1. The NPAC tracking database has been created to track LERG assignee changes to carriers who are not the original SPID holder in the NPAC database. This will facilitate corrections to the NPAC database once a SOW (Statement Of Work) has been developed and implemented which will allow the SPID (Service Provider ID) to be changed in the NPAC database. Until such time as a SOW has been developed and implemented, this database will track the current LERG assignee at the NPAC.



3. Pooling NXX Flow (Note: Last digit of paragraphs below correspond to numbers on flow chart)


3.1. The new LERG assignee completes the LNP NXX LERG Assignee Transfer form for those thousands-blocks that have not been assigned to another carrier and are being retained by the new LERG assignee.  The new LERG assignee submits the form to the Pooling Administrator.  



3.2. The Pooling Administrator forwards the LNP NXX LERG Assignee Transfer form to the NPAC Administrator and returns the PA Part 3 to the new LERG assignee.



3.3. The NPAC Administrator receives the LNP NXX LERG Assignee Transfer form from the Pooling Administrator.



3.4. If for some reason the thousands-blocks cannot be ported on the effective date, the NPAC Administrator will contact the new LERG assignee to negotiate a date to port the numbers.



3.5. The NPAC Administrator builds the individual Block tables for the thousands-blocks indicated on the LNP NXX LERG Assignee Transfer form.



3.6. On the effective date (or date negotiated with the new LERG Assignee), NPAC downloads the thousands-blocks with a port type of “Pool”.



3.7. Upon completion of the download, the NPAC administrator completes the LNP NXX LERG Assignee Transfer form and forwards a completed copy to the new LERG assignee and Pooling Administrator. 



3.8. The NPAC Administrator shall update the NPAC tracking database.



3.8.1. The NPAC tracking database has been created to track LERG assignee changes to carriers who are not the original SPID holder in the NPAC database. This will facilitate corrections to the NPAC database once a SOW (Statement Of Work) has been developed and implemented which will allow the SPID (Service Provider ID) to be changed in the NPAC database. Until such time as a SOW has been developed and implemented, this database will track the current LERG assignee at the NPAC.



Note: For a Pooling NXX, the new LERG assignee must retain all thousands-blocks contaminated in excess of 10%.



CO Code (NXX) Re-Allocation Process



 (with active Ported Numbers) 



NANPA, PA & NPAC



Point of Contacts



North American Numbering Plan Administration (NANPA)



For questions regarding non-pooling NXXs relating to the CO Code (NXX) Re-Allocation Process, contact the appropriate NANPA Code Administrator.  To view the list of NANPA Code Administrators by State, go to www.nanpa.com and select the Central Office Code Administrators link under the Frequently Visited Pages section.



NeuStar Number Pool Administration (PA) 



For questions regarding pooling NXXs relating to the CO Code (NXX) Re-Allocation Process, contact the appropriate Pooling Administrator.  To view the list of Pooling Administrators, go to www.nationalpooling.com and select the Contact Us link located at the bottom of the page.



Number Portability Administration Center  (NPAC)



For NPAC related questions regarding the CO Code (NXX) Re-Allocation Process, send an email to cocodenpac@neustar.biz.



1 A "Non-pooling NXX" is one that has not been acted upon by the Pool Administrator and thus is not marked in the LERG as a pooled NXX; this would include all NXXs in non-pooling areas and possibly some NXXs in pooling areas.  




2 A "Pooling NXX" is one that has been acted upon by the Pool Administrator and thus is marked in the LERG as a pooled NXX.
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Narratives:  Following are the textual descriptions of the Inter-Service Provider LNP Operations Flows.  These narratives provide a detailed description of the step-by-step flows.


Legend:


NLSP = New Local Service Provider


NNSP = New Network Service Provider


OLSP = Old Local Service Provider


ONSP = Old Network Service Provider


SV = Subscription Version


SP = Service Provider


FRS = Functional Requirements Specification


IIS = Interoperability Interface Specifications


LSR = Local Service Request


FOC = Firm Order Confirmation


WPR = Wireless Porting Request


WPRR = Wireless Porting Request Response 


CSR = Customer Service Record


TN / MDN = Telephone Number/Mobile Directory Number


NOTES:

1. This list of acronyms is not meant to be comprehensive, but represent the commonly used abbreviations in this document.

2. The text descriptions are based on default/current tunable settings.


Provisioning With LRN


Main Flow, Figure 1


		Flow Step

		Description



		1. START: End User Contact with NLSP

		
The process begins with an end-user requesting service from the NLSP.


· It is assumed that prior to entering the provisioning process the involved NPA/NXX was opened for porting.



		2. End User agrees to change to NLSP

		
End-user agrees to change to NLSP and requests retention of current telephone number/mobile directory number (TN/MDN).



		3. NLSP obtains end user authorization

		
NLSP obtains authority (Letter of Authorization - LOA) from end-user to act as the official agent on behalf of the end-user.  The NLSP is responsible for demonstrating necessary authority.



		4. (Optional) NLSP requests CSR from OLSP

		· As an optional step, the NSLP requests a Customer Service Record (CSR) from the OLSP.  No service agreement between the NLSP and OLSP should be required for CSR.



		5. Are NNSP and ONSP both wireless?

		· If yes, go to Step 7.


· If no, go to Step 6.



		6. LSR/FOC – Service Provider Communication

		· Inter-Service Provider LNP Operations Flows – Wireline LSR/FOC Process, Figure 2.



		7. ICP – Service Provider Communication

		· Inter-Service Provider LNP Operations Flows – Wireless ICP Process, Figure 3.



		8. Are NNSP and ONSP the same SP?

		· If yes, go to Step 10.


· If no, go to Step 9.



		9. NNSP coordinates all porting activities

		
The NNSP must coordinate porting timeframes with the ONSP, and both provide appropriate messages to the NPAC.



		10. Is NPAC processing required?

		· If yes, go to Step 11.


· If no, go to Step 32.



		11. Perform intra-provider port or modify existing SV

		
SP enters intra-provider SV create data into the NPAC via SOA interface (i.e., the SOA association, LTI, or contacting the NPAC personnel) for porting of end-user in accordance with the NANC FRS and the NANC IIS.  Upon completion of intra-provider port, go to Step 32.



		12. NNSP and ONSP create and process service orders

		
Upon completion of the LSR/FOC or ICP Process, the NNSP and ONSP create and process service orders through their internal service order systems, based on information provided in the LSR/FOC or WPR/WPRR.



		13. NNSP and (optionally) ONSP notify NPAC with Create message

		
Due date of the create message is the due date on the FOC, where wireline due date equals date and wireless due date equals date and time.  For porting between wireless and wireline, the wireline due date applies.  Any change of due date to the NPAC is usually the result of a change in the FOC due date.



SPs enter SV data into the NPAC via SOA interface (i.e., the SOA association, LTI, or contacting the NPAC personnel) for porting of end-user in accordance with the NANC FRS and the NANC IIS.



		14. NPAC performs data validation on each Create message

		
NPAC validates data to ensure value formats and consistency as defined in the FRS.  This is not a comparison between NNSP and ONSP messages.



		15. Is Create message valid?

		
If yes, go to Step 18.  If this is the first valid create message, the T1 Timer (Initial Concurrence Window tunable parameter) is started.  SV Create notifications are sent to both the ONSP and NNSP.


If no, go to Step 16.



		16.  NPAC notifies appropriate Service Provider that create message is invalid

		
If the data is not valid, the NPAC sends error notification to the SP for correction.



		17. Service Provider Data corrected and forwarded

		
The SP, upon notification from the NPAC, corrects the data and resubmits to the NPAC.  Re-enter at Step 14.



		18. Did NPAC receive create from NNSP and ONSP before T1 expired?

		
The value for the T1 Timer (Initial Concurrence Window tunable parameter) is configurable (one of two values) for SPs.  SPs will use either long or short timers.  The current default for the long timer is nine (9) hours.  The current default for the short timer is one (1) hour.



If yes, go to Step 19.



If no, go to Step 20.



NPAC timers include business hours only, except where otherwise specified.  Local business hours are defined as 12 hours.  Short Business Days are defaulted to Monday through Friday, except holidays, and Long Business Days are defaulted to Monday through Saturday, except holidays.  Holidays and business hours are defined for each NPAC Region.



		19. Is Create message valid and matching?

		
If yes, go to Step 27.



If no, go to Step 16.



		20. NPAC notifies appropriate Service Provider that Create message is missing.

		
The NPAC informs the SP of a missing create.  If necessary, the Service Provider notified coordinates the correction.



		21. Did NPAC receive matching create message?

		
If create messages match, go to Step 22.



If no, go to Step 24.



		22. Is matching Create message valid?

		
If yes, go to Step 27.



If no, go to Step 23.



		23. Has T2 Timer Expired?

		
The NPAC provides a T2 Timer (Final Concurrence Window tunable parameter) that is defined as the number of hours after the concurrence request is sent by the NPAC.



The value for the T2 Timer (Final Concurrence Window tunable parameter) is configurable (one of two values) for Service Providers.  Service Providers will use either long or short timers.  The current default for the long timer is nine (9) hours.  The current default for the short timer is one (1) hour.



NPAC timers include business hours only, except where otherwise specified.  Local business hours are defined as 12 hours.  Short Business Days are defaulted to Monday through Friday, except holidays, and Long Business Days are defaulted to Monday through Saturday, except holidays.  Holidays and business hours are defined for each NPAC Region.



If yes, go to Step 24.



If no, return to Step 21.



		24. Is the Create message missing from ONSP?

		
If yes, go to Step 28.



If no, go to Step 25.



		25. Has cancel window for pending SVs expired?

		
If yes, go to Step 26.



If no, return to Step 21.



		26. NPAC notifies NNSP and ONSP that port is cancelled 

		
The SV is cancelled by NPAC by tunable parameter (3 days).  Both SPs take appropriate action related to internal work orders.



For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.



		27. Did ONSP place the order in Conflict?

		
If yes, go to Step 28.



If no, go to Step 30.



Check Concurrence Flag, Yes or No.  If No, a conflict cause code as defined in the FRS, is designated.  ONSP makes a concerted effort to contact NNSP prior to placing SV in conflict.  The latest time by which the ONSP could place an SV into conflict would be the later of 12:00 noon the date before the due date or the expiration of the T2 Timer (Final Concurrence Window tunable parameter).



		28. NPAC logs request to place order in conflict, including cause code

		
Go to Inter-Service Provider LNP Operations Flows - Conflict Flow for the Service Creation Provisioning Process - tie point B, Figure 6.



		29. NPAC notifies ONSP that porting proceeds under the control of the NNSP

		
A notification message is sent to the ONSP noting that the porting is proceeding in the absence of any message from the ONSP.



		30. NNSP coordinates physical changes with ONSP

		
The NNSP has the option of requesting a coordinated order.  This is also the re-entry point from the Inter-Service Provider LNP Operations Flows – Conflict Flow for the Service Creation Provisioning Process, tie point BB, Figure 6.



If coordination is requested on the LSR, an indication of Yes or No for the application of a 10-digit trigger is required.  If no coordination indication is given, then by default, the 10-digit trigger is applied as defined by inter-company agreements.  If the NNSP requests a coordinated order and specifies ‘no’ on the application of the 10-digit trigger, the ONSP uses the 10-digit trigger at its discretion.



		Is the unconditional 10 digit trigger being used?

		
If yes, go to Inter-Service Provider LNP Operations Flows - Provisioning with Unconditional 10-Digit Trigger - tie point AA, Figure 5.



If no, go to Inter-Service Provider LNP Operations Flows - Provisioning without Unconditional 10-digit Trigger - tie point A, Figure 4.



The unconditional 10-digit trigger is an option assigned to a number on a donor switch during the transition period when the number is physically moved from donor switch to recipient switch.  During this period it is possible for the TN/MDN to reside in both donor and recipient switches at the same time.



The unconditional 10-digit trigger may be applied by the NNSP.  A 10-digit trigger is applied by the ONSP one day before the due date.



		31. END

		· End of the Inter-Service Provider LNP Operations Flows – Main Flow.

· This is also the re-entry point from various flows, tie point Z.





Wireline LSR/FOC Service Provider Communication


Flow LSR/FOC, Figure 2


		Flow Step

		Description



		1. Is end user porting all TNs/MDNs?

		
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, LSR/FOC Process, Step 6, Figure 1.



The NLSP determines if customer is porting all TN/MDN(s).


· If yes, go to Step 3.


· If no, go to Step 2.



		2. NLSP notes “Not all TNs/MDNs are being ported” in the remarks field on the LSR

		
The NLSP makes a note in the remarks section of the LSR to identify that the end-user is not porting all TN/MDN(s). This can affect the due date interval due to account rearrangements necessary prior to service order issuance.



		3. Is NLSP a Reseller?

		· If yes, go to Step 4.


· If no, go to Step 5.



		4. NLSP sends LSR or LSR information to NNSP for resale service

		· NLSP (Reseller) sends an LSR or LSR Information to the NNSP fulfilling all requirements of any service agreement.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the LSR may vary based on the carriers involved.



		5. NNSP sends LSR to ONSP

		
The NNSP notifies the ONSP of the port using the LSR and sends the information via an electronic gateway, FAX, or manual means.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the LSR may vary based on the carriers involved.



		6. Is OLSP a Reseller?

		· If yes, go to Step 7.


· If no, go to Step 8.



		7. ONSP sends LSR or LSR information to OLSP

		· ONSP (Old Network Provider) sends an LSR or LSR Information to the OLSP (Reseller) fulfilling all requirements of any service agreement.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the LSR may vary based on the carriers involved.



		8. ONSP sends FOC to NNSP

		
ONSP sends the firm order confirmation (FOC, local response) to the NNSP for the porting LSR.


· Between wireline to wireline, and wireline to wireless, the LSR/FOC process time frame is 24 hours.



The due date of the first TN/MDN ported in an NPA-NXX is no earlier than five (5) business days after FOC receipt date.  Any subsequent port in that NPA NXX will have a due date no earlier than three (3) business days after FOC receipt.  It is assumed that the porting interval is not in addition to intervals for other requested services related to the porting (e.g., unbundled loops).  The interval becomes the longest single interval required for the services requested.



The FOC process is defined by the OBF and the electronic interface by the TCIF.



		9. OLSP sends FOC or FOC information to ONSP

		· The OLSP notifies the ONSP of the porting using the FOC and sends the information via an electronic gateway, FAX, or other manual means.  The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved



		10. Is NLSP a Reseller?

		· If yes, go to Step 11.


· If no, go to Step 12.



		11. NNSP forwards FOC or FOC Information to NLSP

		· NNSP forwards FOC or FOC Information to NLSP.



		12. Return to Figure 1

		· Return to main flow, LSR/FOC Process, Step 6.





Wireless ICP Service Provider Communication


Flow ICP, Figure 3


		Flow Step

		Description



		1. Is NLSP a Reseller?

		
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, ICP Process, Step 7.



The NLSP determines if customer is porting all TN/MDN(s).


· If yes, go to Step 2.


· If no, go to Step 3.



		2. NLSP sends WPR* or WPR information to NNSP for resale service

		· NLSP (Reseller) sends a WPR* or WPR information to the NNSP (may vary slightly depending on provider agreement).


· For wireless to wireless the WPR/WPRR* time frame is 30 minutes.


· The due date of the first TN ported in an NPA-NXX is no earlier than 5 business days after a confirming WPRR* receipt date.


· The due date for a TN ported in an NPA-NXX which has TNs already ported is no earlier than 2 business hours after a confirming WPRR receipt date/time or as currently determined by NANC.



		3. NNSP sends WPR to ONSP

		· The NNSP notifies the ONSP of the port request using the WPR and sends the information via CORBA or FAX*.


· IC begins from acknowledgment being received by NNSP from ONSP, and not at the time the WPR is sent from the NNSP to the ONSP.



		4. Is OLSP a reseller?

		· If yes, go to Step 5

· If no, go to Step 7.



		5. ONSP sends WPR or WPR information to OLSP

		· The ONSP notifies the OLSP of the port request using the WPR or WPR information.



		6. OLSP sends WPRR or WPRR information to ONSP

		· The OLSP sends the ONSP the WPRR or WPRR information.



		7. ONSP sends WPRR to NNSP

		· ONSP sends the Wireless Port Request Response to the NNSP.


· IC terminates upon receipt of WPRR by NNSP.



		8. Is NLSP a reseller?

		· If yes, go to Step 9.


· If no, go to Step 10.



		9. NNSP forwards WPRR or WPRR information to NLSP

		· The NNSP sends the WPRR to the NLSP.



		10. Is WPRR a Delay?

		· If yes, go to Step 11.

· If no, go to Step 12.



		11. Is OLSP a reseller?

		· If yes, go to Step 6.


· If no, go to Step 7.



		12. Is WPRR confirmed?

		· If yes, Return to Figure 1.

· If no, go to Step 13 – WPRR must be a Resolution Required.



		13. WPRR is a resolution response

		· Return to Step 1.



		14. Return to Figure 1

		· Return to main flow Figure 1, ICP Process, Step 7.





Provisioning Without Unconditional 10-Digit Trigger


Flow A, Figure 4


		Flow Step

		Description



		NOTE:  Steps 1 and 2 are worked concurrently.



		1.
NNSP activates port (locally)

		
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, tie point A, Figure 1.



The Wireline NNSP activates its own Central Office translations.



The Wireless NNSP activates its own switch/HLR configuration including assignment of Mobile Station Identifier (MSID).



		NOTE:  Steps 2 and 3 may be worked concurrently.



		2.  NNSP and ONSP make physical changes (where necessary).

		
Wireline physical changes may or may not be coordinated.  Coordinated physical changes are based on inter-connection agreements.



Mobile Station (handset) changes are completed.



The NNSP is now providing dial tone to ported end user.



		3.  NNSP notifies NPAC to activate the port

		
The NNSP sends an activate message to the NPAC via the SOA.



No NPAC SV may activate before the SV due date/time.



		NOTE:  Steps 4, 5, 6, and 7 may be concurrent, but at a minimum should be completed ASAP.



		4.  NPAC downloads (real time) to all Service Providers.

		
The NPAC broadcasts new SV data to all SP LSMSs in the serving area in accordance with the NANC FRS and NANC IIS.  The Service Control Point (SCP) Applications and GTT Function for Number Portability requirements are defined by T1S1.6.



		5.  NPAC records date and time in history file.

		
The NPAC records the current date and time as the Activation Date and Time stamp, after all LSMSs have successfully acknowledged receipt of new SV.



		6.  Wireline ONSP removes translations in Central Office. Wireless ONSP removes subscriber from switch/HLR.

		
The Wireline ONSP initiates the removal of translation either at designated Due Date and Time or, if the order was designated as coordinated, upon receipt of a call from the NNSP.



The Wireless ONSP initiates the removal of the subscriber record from the switch/HLR after the activation of the port.


As an optional step, if the OLSP is a reseller, the ONSP should send a lost notification to the OLSP (indicator to start billing).



		7.  NPAC logs failures and non-responses and notifies the NNSP and ONSP

		
The NPAC resends the activation to an LSMS that did not acknowledge receipt of the request, based on the retry tunable.  The number of NPAC SMS attempts to send is a tunable parameter for which the current default is one (1) attempt, in which case no retry attempts are performed.  Once this cycle is completed, NPAC personnel investigate possible problems.  In addition, the NPAC sends a notification via SOA interface to both NNSP and ONSP with a list of LSMSs that failed activation.



		8.  All service providers update routing databases (real time download)

		
This is an internal process and is performed in accordance with the Service Control Point (SCP) Applications and GTT Function for Number Portability requirements as defined by T1S1.6 (within 15 minutes).



		9.  NNSP may verify completion

		
The NNSP may make test calls to verify that calls to ported numbers complete as expected.



		Z.  END

		
Return to main flow, tie point Z, Figure 1.





Provisioning With Unconditional 10-Digit Trigger


Flow AA, Figure 5


		Flow Step

		Description



		1. ONSP activates unconditional 10 digit trigger in the central office

		
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, tie point AA, Figure 1.



The actual time for trigger activation is defined on a regional basis.



The unconditional 10-digit trigger may optionally be applied by the NNSP.



		NOTE:  Steps 2 and 3 may be worked concurrently.



		2.  NNSP activates central office translations

		
The NNSP activates its own Central Office translations.



		3. NNSP and ONSP make physical changes (where necessary).

		
Any physical work or changes are made by either NNSP or ONSP, as necessary.



Physical changes may or may not be coordinated.  Coordinated physical changes are based on inter-connection agreements.


· The NNSP is now providing dial-tone to ported in user



		4. NNSP notifies NPAC to activate port

		
The NNSP sends an activate message via the SOA interface to the NPAC.



No NPAC SV may activate before the SV due date/time.



		NOTE:  Steps 5, 6, and 7 may be concurrent, but at a minimum should be completed ASAP.



		5.  NPAC downloads (real time) to all service providers

		
The NPAC broadcasts new SV data to all SPs in the serving area in accordance with the NANC FRS and NANC IIS. The Service Control Point (SCP) Applications and GTT Function for Number Portability requirements are defined by T1S1.6.



		6.  NPAC records date and time in history file

		
The NPAC records the current date and time as the Activation Date and Time stamp, after all LSMSs successfully acknowledged receipt of new subscription version.



		7.  NPAC logs failures and non-responses and notifies the NNSP and ONSP

		
The NPAC resends the activation to a Local SMS that did not acknowledge receipt of the request, based on the retry tunable.  The number of NPAC attempts to send is a tunable parameter for which the current default is one (1) attempt, in which case no retry attempts are performed.  Once this cycle is completed NPAC personnel investigate possible problems.  In addition, the NPAC sends a notification via SOA interface to both the NNSP and ONSP with a list of LSMSs that failed activation.



		8.  All service providers update routing data (real time download)

		
This is an internal process and is performed in accordance with the Service Control Point (SCP) Applications and GTT Function for Number Portability requirements as defined by T1S1.6 (within 15 minutes).



		9.  ONSP removes appropriate translations

		
After update of its databases the ONSP removes translations associated with the ported TN/MDN.  The removal of these translations (1.) will not be done until the old Service Provider has evidence that the port has occurred, or (2.) will not be scheduled earlier than 11:59 PM of the day after the due date, or (3.) will be scheduled for 11:59 PM on the due date, but can be changed by an LSR supplement received no later than 9:00 PM local time on the due date.  This LSR supplement must be submitted in accordance with local practices governing LSR exchange, including such communications by telephone, fax, etc.


As an optional step, if the OLSP is a reseller, the ONSP should send a lost notification to the OLSP (indicator to start billing).



		10.  NNSP may verify completion

		
The NNSP may make test calls to verify that calls to ported numbers complete as expected.



		Z.  END

		
Return to main flow, tie point Z, Figure 1.





Conflict Flow for the Service Creation Provisioning Process


Flow B, Figure 6


		Flow Step

		Description



		1. Has conflict restriction window expired?

		
The conflict flow is entered through the Provisioning process flow (Main Flow) through tie point (B), Figure 1, when the ONSP enters a concurrence flag of “No”, and designates a conflict cause code.



Conflict is restricted (i.e., SV may not be placed into conflict) if either:



The ONSP has previously placed the subscription into conflict, or



The request was initiated after the tunable time (Conflict Restriction Window, defaulted to 12:00) on the business day before Due Date and T2 Timer (Final Concurrence Window tunable parameter) has expired.



If yes, go to Step 2.



If no, go to Step 3.



		2. NPAC rejects the conflict request

		
NPAC notifies SP of rejection.



The porting process resumes as normal, proceeding to the Provisioning process flow (Main Flow) at tie point BB, Figure 1.



		3. NPAC changes the subscription status to conflict and notifies NNSP and ONSP

		
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.



Both SPs take appropriate action related to internal work orders.



SVs may be modified while in the conflict state (e.g., due date), by either the NNSP or ONSP.



		4. NNSP contacts ONSP to resolve conflict.  If no agreement is reached, begin normal escalation

		
The escalation process is defined in the inter-company agreements.



		5. Was conflict resolved within conflict expiration window?

		
From the time an SV is placed in conflict, there is a tunable window (Conflict Expiration Window, defaulted to 30-calendar day limit) after which it is removed from the NPAC database.  If it is resolved within the tunable window, go to Step 7; if not, the subscription request will “time out” and go to Step 6.



		NPAC initiates cancellation and notifies both NNSP and ONSP

		
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.



Both SPs take appropriate action related to internal work orders.



		6. Was the port request cancelled to resolve the conflict?

		
Conflict resolution initiates one of two actions:  1) cancellation of the subscription, or 2) resumption of the service creation provisioning process.  If the conflict is resolved by cancellation of the subscription, then proceed to the Cancellation Flows for Provisioning Process through tie point G, Figure 7.  If the conflict is otherwise resolved, go to Step 8.



		7. Was resolution message from ONSP?

		
If yes, go to Step 9.



If no, go to Step 10.



		8. NPAC notifies both NNSP and ONSP of ‘conflict off’ via SOA

		
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.



NPAC notifies both SPs of the change in SV status.  The porting process resumes as normal, proceeding to the Provisioning process flow (Main Flow) at tie point BB, Figure 1.



		9. Did the NNSP send the resolution message during the restriction window?

		
If conflict was resolved within tunable business hours (default of six hours for wireline [Long Conflict Resolution New Service Provider Restriction], and six hours for wireless [Short Conflict Resolution New Service Provider Restriction] ), only the ONSP may notify NPAC of “conflict off”.  If conflict was resolved after tunable hours, either the NNSP or ONSP may notify NPAC of “conflict off”.


In order for the porting process to continue at least one SP must remove the SV from conflict.



If yes, go to Step 11.



If no, go to Step 9.



		10. NPAC rejects the conflict resolution request from NNSP

		
NPAC sends an error to the NNSP indicating conflict resolution is not valid at this point in time.



		Z.  END

		
Return to main flow, tie point Z, Figure 1.





Cancellation Flows for Provisioning Process


Cancel Flow, Figure 7


Introduction


A service order and/or subscription may be cancelled through the following processes:


· The end-user contacts the NLSP or OLSP and requests cancellation of their porting request.


· Conflict Flow for the Service Creation Provisioning Process – Flow B, Figure 6:  As a result of the Conflict Resolution process (at tie-point C) the NLSP and OLSP agree to cancel the SV and applicable service orders.


		Flow Step

		Description



		End-user request to cancel

		
The Cancellation Process may begin with an end-user requesting cancellation of their pending port.  The Cancellation process flow applies only to that period of time between SV creation, and either activation or cancellation of the porting request.  If activation completed and the end-user wishes to revert back to the former SP, it is accomplished via the Provisioning Process.



		1. Did end-user contact NLSP?

		
The end-user contacts either the NLSP or OLSP to cancel the porting request.  Only the NLSP of OLSP can initiate this transaction, not another SP.



The contacted SP gathers information necessary for sending the LSR to the other SP noting cancellation, and for sending the cancellation request to NPAC.



Ifno, go to Step 7.



If yes, go to Step 3.



		2. Is NLSP a Reseller?

		· If yes, go to Step 4.


· If no, go to Step 16.



		3. NLSP sends cancel request to NNSP

		
The NLSP notifies the NNSP, via their inter-company interface, indicating that the porting request is to be cancelled.



		4. NNSP sends SUPP to ONSP noting cancellation as soon as possible prior to activation

		
The end-user contacts the NLSP to cancel the porting request.  The NNSP fills out and sends the LSR form to the ONSP via their inter-company interface, indicating cancellation of the porting request.



		5. NNSP sends cancel request to the NPAC

		
The NNSP notifies the NPAC, via their SOA interface, indicating that the porting request is to be cancelled.



		6. OLSP obtains end-user authorization

		
The OLSP obtains actual authority from the end-user to act as the official agent on behalf of the end-user to cancel the porting request.  The OLSP is responsible for demonstrating such authority as necessary.



		7. Is OLSP a Reseller?

		· If yes, go to Step 9.


· If no, go to Step 10.



		8. OLSP sends cancel request to ONSP

		
The OLSP notifies the ONSP, via their inter-company interface, indicating that the porting request is to be cancelled.



		9. ONSP sends cancel request to NPAC

		The OLSP, contacted directly by the end-user or notified by the NNSP via their inter-company interface, sends a cancellation message to the ONSP, via their inter-company interface.



The ONSP notifies the NPAC, via their SOA interface, indicating that the porting request is to be cancelled.



This cancellation message is accepted by the NPAC only if the ONSP had previously created during the SV creation.  If the ONSP sends a cancellation message and a create message was not previously sent, the NPAC responds with a reject message.  If the ONSP does not send a create message to the NPAC for this SV, it cannot subsequently send a cancellation message.



The ONSP takes appropriate action related to internal work orders.



		

		





		10. Did the provider requesting cancel send a Create message to NPAC?

		
This is the entry point from the Inter-Service Provider LNP Operations Flows – Conflict Flow, tie point G, Figure 8.


· If yes, go to Step 17.


· If no, go to Step 17.



		11. NPAC rejects the cancel request

		· NPAC sends an error via the SOA interface indicating that a cancel request cannot be sent for an SV that did not have a matching create from that SP.



		12. Did both NNSP and ONSP send Create message to NPAC?

		· If yes, go to Step 17.


· If no, go to Step 18.



		13. NPAC cancels subscription, logs cancel, and notifies both NNSP and ONSP of cancel

		
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.



The porting request is cancelled by changing the subscription status to cancelled.  Both Service Providers are notified of the cancellation via the SOA interface.



		14. NPAC updates subscription to cancel-pending, logs cancel-pending, and notifies both NNSP and ONSP of cancel-pending

		
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.



The porting request is set to cancel-pending by changing the subscription status to cancel-pending.  Both Service Providers are notified of the cancel-pending via the SOA interface.



		15. Did NNSP send cancel to NPAC?

		


The NPAC tests for receipt of cancellation messages from the two SPs based on which SP had previously sent a message into the NPAC.  Since the ONSP create is optional for SV creation, if the ONSP did not send a message during the creation process, the ONSP input during cancellation is not accepted by the NPAC.  Similarly, if during the SV creation process only the ONSP sent a message, and not the NNSP, only the ONSP input is accepted when canceling an order.  However, if the timers expire, the system will automatically cancel.



For a “concurred” SV, when the first cancellation message is received, the NPAC sets the SV status to cancel-pending.  Both NNSP and ONSP are notified of this change in status via the SOA interface.



If the second cancellation notification, from the other SP, is received within tunable window (Long Cancellation-Initial Concurrence Window, default of nine (9) business hours; or Short Cancellation-Initial Concurrence Window, default of nine (9) business hours), go to Step 18.



If the second cancellation notification from the other Service Provider is not received within tunable window (Long Cancellation-Initial Concurrence Window, default of nine (9) business hours; or Short Cancellation-Initial Concurrence Window, default of nine (9) business hours), go to Step 20.


· For a “non-concurred” SV, when the first cancellation message is received, the NPAC sets the SV status directly to cancel, and proceeds to Step 0.  Both NNSP and ONSP are notified of this change in status via the SOA interface.



		16. Did NPAC receive cancel ACK from ONSP within first cancel window timer?

		· The NPAC applies a nine (9)-business hour [tunable parameter] time limit on receiving cancellation messages from both SPs.  This is referred to as the Cancellation-Initial Concurrence Window.



NPAC timers include business hours only, except where otherwise specified.  Local business hours are defined as 12 hours.  Short Business Days are defaulted to Monday through Friday, except holidays, and Long Business Days are defaulted to Monday through Saturday, except holidays.  Holidays and business hours are defined for each NPAC Region.

· If yes, go to Step 19.


· If no, go to Step 19.



		17. NPAC notifies ONSP that cancel ACK is missing

		
The Cancellation-Initial Concurrence Window starts with receipt of the first cancellation message at NPAC.  When this timer times out, the NPAC requests the missing information from ONSP since they did not provide the cancellation message via the SOA interface.  Only “concurred” subscriptions reach this point in the process flow.



		18. Did NPAC receive cancel ACK from ONSP within the second cancel window timer?

		
The NPAC applies a nine (9) business hours [tunable parameter] time limit on receiving cancellation messages from both Service Providers.  This is referred to as the Cancellation-Final Concurrence Window.



NPAC SMS processing timers include business hours only, except where otherwise specified. Local business hours are defined as 12 hours.  Monday through Friday is the default for Short Business Days and Monday through Saturday is the default for Long Business Days, except holidays. Holidays and business hours are defined for each NPAC Region.



Upon receipt of the concurring ACK notification, go to Step 19.



If no notification is received by the time this timer times out, proceed to tie-point H, “Cancellation Conflict Process Flow”, Figure 8.



		19. NPAC logs information, cancels subscription, and notifies both Service Providers of cancellation

		
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.



The porting request is cancelled by changing the subscription status to cancelled.  Both Service Providers are notified of the cancellation via the SOA interface.



		

		







· 



		20. Did NPAC receive cancel ACK from NNSP within first cancel window?

		· The NPAC applies a nine (9)-business hour [tunable parameter] time limit on receiving cancellation messages from both SPs.  This is referred to as the Cancellation-Initial Concurrence Window.



NPAC timers include business hours only, except where otherwise specified.  Local business hours are defined as 12 hours.  Short Business Days are defaulted to Monday through Friday, except holidays, and Long Business Days are defaulted to Monday through Saturday, except holidays.  Holidays and business hours are defined for each NPAC Region.

· If yes, go to Step 19.


· If no, go to Step 20.



		21. NPAC notifies NNSP that cancel ACK is missing

		
The Cancellation-Initial Concurrence Window starts with receipt of the first cancellation message at NPAC.  When this timer times out, the NPAC requests the missing information from the SP who did not provide the cancellation message via the SOA interface.  Only “concurred” subscriptions reach this point in the process flow.



		22. Did NPAC receive cancel ACK from NNSP within second cancel window timer?

		· The NPAC applies a nine (9)-business hour [tunable parameter] time limit on receiving cancellation messages either both SPs.  This is referred to as the Cancellation-Initial Concurrence Window.



NPAC timers include business hours only, except where otherwise specified.  Local business hours are defined as 12 hours.  Short Business Days are defaulted to Monday through Friday, except holidays, and Long Business Days are defaulted to Monday through Saturday, except holidays.  Holidays and business hours are defined for each NPAC Region.

· If yes, go to Step 19.


· If no notification is received by the time this timer times out, proceed to tie-point H, “Cancellation Conflict Process Flow”, Figure 8.



		

		



		

		









		

		





		Z.
END

		
Return to main flow, tie point Z, Figure 1.





Cancellation Conflict Flow for Provisioning Process


Cancel-Conflict Flow, Figure 8


		Flow Step

		Description



		1. Is cancel ACK missing from ONSP?

		
This is the entry point from the Inter-Service Provider LNP Operations Flows – Cancellation Flow, tie point H, Figure 7.



At this point in the process flow, the subscription status is cancel pending, because either the NNSP or ONSP cancellation notification is missing or inaccurate (i.e., mismatched).



If no, go to Step 2.



If yes, go to Step 3.



		Note that the Cancellation Conflict process flow is reached only for “concurred” subscriptions.



		2. NPAC cancels subscription, logs cancel, and notifies both NNSP and ONSP of cancel with cause code

		
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.



If the ONSP does not provide a cancellation notification message to NPAC, in spite of a Cancellation LSR from the NNSP and two reminder messages from NPAC, the subscription is cancelled.  NPAC notifies both SPs via the SOA interface, that the subscription status is updated to cancelled, and places the proper cause code on the subscription record.



Both SPs take appropriate action related to internal work orders.



		3. NPAC places subscription in conflict, logs conflict, and notifies NNSP and ONSP

		
If the NNSP does not provide a cancellation notification message to NPAC, in spite of a Cancellation LSR from the ONSP and a reminder message from NPAC, the subscription is placed in a conflict state.  NPAC also writes the proper conflict cause code to the subscription record, and notifies both SPs, with proper conflict cause code, of the change in status via the SOA interface.



For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.



Both SPs take appropriate action related to internal work orders.



		4. Did NPAC receive cancel message from NNSP?

		
With the subscription in conflict, it is only the NNSP who controls the transaction.  The NNSP makes a concerted effort to contact the ONSP prior to proceeding.



If yes, go to Step 5.





If no, go to Step 8.



		5. NNSP notifies NPAC to cancel subscription

		
The NNSP may decide to cancel the subscription.  If so, they notify NPAC of this decision via the SOA interface.



		6. NPAC cancels subscription, logs cancel, and notifies NNSP and ONSP of cancel

		
Following notification by the NNSP to cancel the subscription, NPAC logs this information, and changes the subscription status to cancelled.  Both SPs are notified of the change in the subscription status via the SOA interface.



For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.



Both SPs take appropriate action related to internal work orders



		7. Has conflict expiration window expired?

		
At this point in the process flow, the subscription status is conflict, and is awaiting conflict resolution or the expiration of the tunable window (Conflict Expiration Window, defaulted to 30 days).



If yes, go to Step 23.



If no, go to Step 23.



		8. NPAC waits 30 calendar days, cancels subscription, and notifies NNSP and ONSP

		
After no response from the NNSP for 30 calendar days regarding this particular subscription, NPAC changes the status to cancelled and notifies both SPs of the change in status via the SOA interface.



For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.



Both SPs take appropriate action related to internal work orders.



		9. Did NPAC receive resolve conflict message from NNSP

		
The NNSP may choose to proceed with the porting process, in spite of a cancellation message from the ONSP.  As both SPs are presumably basing their actions on the end-user’s request, and each is apparently getting a different request from that end-user, each should ensure the accuracy of the request.



If the NNSP decides to proceed with the porting, they send a resolved conflict message via the SOA interface.



It is the responsibility of the NNSP to contact the ONSP, to request that related work orders which support the porting process are performed.  The ONSP must support the porting process.


If yes, go to Step 23.



If no, return to Step 22.



		10. Has conflict restriction window expired?

		
At this point in the process flow, the subscription status is conflict, and is awaiting conflict resolution or the expiration of the tunable window (Conflict Resolution Restriction Window, defaulted to 6 hours).



If yes, go to Step 23.



If no, go to Step 23.



		11. NPAC notifies NNSP and ONSP of ‘conflict off’ via SOA

		
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.



NPAC notifies both SPs of the change in subscription status.  The porting process resumes as normal, at tie-point BB, Figure 1.



		12. NPAC rejects the resolve conflict request from NNSP

		
The NNSP has sent the resolve conflict message before the expiration of the the restriction window.  NPAC returns an error message back via the SOA interface.



		Z.
END

		
Return to main flow, tie point Z, Figure 1.





Disconnect Process for Ported TN/MDN(s)


Disconnect Flow, Figure 9


		Flow Step

		Description



		1. End-user initiates disconnect

		
The end-user provides disconnect date and negotiates intercept treatment with current SP.



		2. Is NLSP a reseller?

		
If yes, go to Step 3.



If no, go to Step 4.



		3. NLSP sends disconnect request to NNSP

		
Current Local SP sends disconnect request to current Network SP, per inter-company processes.



		4. NNSP initiated disconnect

		
Current Network SP initiates disconnect of service based on request from current Local SP or end-user.



Current Network SP initiates disconnect of service based on regulatory authority(s).



		5. NNSP arranges intercept treatment when applicable

		
Current Network SP arranges intercept treatment as negotiated with the end user, or, when the disconnect is SP initiated, per internal processes.



		6. NNSP creates and processes service order

		
Current Network SP follows existing internal process flows to ensure the disconnect within its own systems.



		7. NNSP notifies NPAC of disconnect date1 and indicates effective release date2

		
Current Network SP notifies NPAC of disconnect date via the SOA interface and indicates effective release date, which defines when the broadcast occurs.  If no effective release date is given, the broadcast from the NPAC is immediate.  The maximum interval between disconnect date and effective release date is 18 months.



		8. Has disconnect effective date been reached?

		
If yes, go to Step 9.



If no, repeat Step 8.



		9. NPAC broadcasts subscription deletion to all applicable SPs

		
On effective release date, the NPAC broadcasts SV deletion to all applicable SPs via LSMS.



		10. NPAC notifies code/block holder of disconnected TN/MDNs disconnect and release dates

		
On effective release date, the NPAC notifies code/block holder of the disconnected TN/MDN(s), effective release and disconnect dates via the SOA.



		11. NPAC deletes TN/MDN(s) from active database on effective release date

		
On effective release date, the NPAC removes telephone number from NPAC database.



		12. END

		





Audit Process


Audit Flow, Figure10


		Flow Step

		Description



		1. Service Provider requests NPAC for audit

		
An SP may request an audit to assist in resolution of a repair problem reported by an end-user.  Prior to the audit request, the SP completes internal analysis as defined by company procedures and, if another SP is involved, attempts to jointly resolve the trouble in accordance with inter-company agreements.  Failing to resolve the trouble following these activities, the SP requests an audit.



		2. NPAC issues queries to appropriate LSMSs

		
The NPAC issues queries to the LSMSs involved in the customer port.



		3. NPAC compares own SV to LSMS SV

		
Upon receipt of the LSMS SV, the comparison of the NPAC and LSMS SVs is made to determine if there are discrepancies between the two databases.



If an LSMS does not respond, it is excluded from the audit.



		4. NPAC downloads updates to LSMSs with SV differences

		
If inaccurate routing data is found, the NPAC broadcasts the correct SV data to any involved SPs networks to correct inaccuracies.



		5. Are all audits completed?

		
If no, return to Step 4.



If yes, go to Step 6.



		6. NPAC reports audit completion and discrepancies to requestor

		
The NPAC reports to the requesting SP following completion of the audit to allow the SP to close the trouble ticket.



 Upon request, the NPAC provides ad hoc reports to SPs that wish to determine which SPs are launching audit queries to their LSMS.



		7. END

		





Code Opening Processes


NPA-NXX Code Opening, Figure 11

		Flow Step

		Description



		1.
NPA-NXX holder notifies NPAC of NPA-NXX Code(s) being opened for porting

		
The SP responsible for the NPA-NXX being opened must notify the NPAC via the SOA or LSMS interface within a regionally agreed upon time frame.



		2.
NPAC updates its NPA-NXX database

		
The NPAC updates its databases to indicate that the NPA-NXX has been opened for porting.



		3.
NPAC sends notice of code opening to all SPs

		
The NPAC provides advance notice via the object creation message of the scheduled opening of NPA-NXX code(s) via the SOA and LSMS interface. Currently the NPAC vendor is also posting the NPA-NXX openings to the secure website.



		4.
End

		





Code Opening Processes


First TN/MDN Ported in NPA-NXX, Figure 12

		Flow Step

		Description



		1. NPAC successfully processes create request for TN/MDN subscription version

		
SP notifies the NPAC of SV creation for a TN/MDN in an NPA-NXX.



		2. NPAC successfully processes create request for NPA-NXX-X

		
NPAC successfully processes an NPA-NXX-X for a Number Pool Block.



		3. First SV activity in NPA-NXX?

		
If yes, go to Step 4.



If no, go to Step 5.



		4. NPAC sends notification of first TN/MDN ported to all SPs via SOA and LSMS

		
When the NPAC receives the first SV create request in an NPA-NXX, it will broadcast a “heads-up” notification to all SPs via the SOA and LSMS interfaces.  Upon receipt of the NPAC message, all SPs, within five (5) business days, will complete the opening for the NPA-NXX code for porting in all switches.



		5. End

		





Reseller Notification Process


Reseller Notification Flow, Figure 13

		Flow Step

		Description



		1. Is OLSP a reseller?

		
If yes, go to Step 2.



If no, go to Step 4.



		2. Does OLSP need message?

		
If yes, go to Step 3.



If no, go to Step 4.



		3. ONSP sends information and/or message to OLSP

		
NSP (Network Provider) sends an information and/or message to the OLSP (Reseller) fulfilling all requirements of any service agreement.



		4. Is NLSP a reseller?

		
If yes, go to Step 5.



If no, go to Step 7.



		5. Does NLSP need message?

		
If yes, go to Step 6.



If no, go to Step 7.



		6. ONSP sends information and/or message to OLSP

		
NSP (Network Provider) sends an information and/or message to the OLSP (Reseller) fulfilling all requirements of any service agreement.



		7. Return

		Return to previous flow.





		Tunable Name

		Current Tunable Value



		T1, Short Initial Concurrence Window

		1 hour



		T1, Long Initial Concurrence Window

		9 hour



		T2, Short Final Concurrence Window

		1 hour



		T2, Long  Final Concurrence Window

		9 hour



		Conflict Expiration Window

		30 days



		Long Conflict Resolution New Service Provider Restriction

		6 hours



		Short Conflict Resolution New Service Provider Restriction

		24 hours



		Long Cancellation-Initial Concurrence Window

		9 hours



		Short Cancellation-Initial Concurrence Window

		9 hours



		Long Cancellation-Final Concurrence Window

		9 hours



		Short Cancellation-Final Concurrence Window

		9 hours
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Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  08/28/2002


Company(s) Submitting Issue:  Verizon


Contact(s):  Name   Gary Sacra



         Contact Number   410-736-7756



         Email Address   gary.m.sacra@verizon.com


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


Customers have been taken out of service inadvertently due to the New Service Provider continuing with a port that has been placed into Conflict by the Old Service Provider after the 6 hour timer has expired, instead of investigating why the port was placed into Conflict.                                                        


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue: 


When Verizon receives a SOA notification from NPAC that another service provider has issued a CREATE message to NPAC in order to schedule a port-in of a Verizon customer, Verizon checks to see that a matching Local Service Request (LSR) has been received from that service provider regarding that specific TN.  If no matching LSR is found, Verizon places the port into Conflict status with a Cause Code set to “LSR Not Received.”  We are seeing an increasing rate of instances where the New Service Provider is waiting for the 6 hour Conflict Resolution New Service Provider Restriction Tunable Parameter timer to expire, and proceeding with porting the number.  This has led to Verizon customers being inadvertently ported and taken out of service from a terminating call perspective because the wrong TN was entered in the original CREATE message sent by the New Service Provider to NPAC. 


B. Frequency of Occurrence:


In the MA and NE Regions, 15-20 customers have been taken out of service per month on average as a result of this problem.  Some of these customers have had multiple TNs taken out of service.


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL_X_


D. Rationale why existing process is deficient: 


Section 1.2.4 of the FRS document states, “If Service Providers disagree on who will serve a particular line number, the NPAC SMS will place the request in the “conflict” state and notify both Service Providers of the conflict status and the Status Change Cause Code.  The Service Providers will determine who will serve the customer via internal processes.  When a resolution is reached, the NPAC will be notified and will remove the request from the “conflict” state by the new Service Provider.  The new Service Provider can cancel the Subscription Version.”  In addition, Section 2.4.2 of the FRS states that the New Service Provider coordinates conflict resolution activities, and further states, “The New and Old Service Providers use internal and inter-company processes to resolve the conflict.  If the conflict is resolved, the new Service Provider sets the Subscription Version status to pending.  If the conflict is not resolved with the tunable maximum number of days, the NPAC SMS cancels the Subscription Version, and sets the Cause Code for the Subscription Version.”


Clearly, the intent here is to resolve the conflict before the port takes place.  Allowing the New Service Provider to remove the Conflict status after the 6 hour timer expires bypasses the need to resolve the conflict.


E. Identify action taken in other committees / forums: 


N/A


F. Any other descriptive items: __


__________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


The LNPA should revisit the philosophy that led to enabling the New Service Provider to remove a Subscription Version from Conflict status after a specified period of time without first resolving the original conflict with the Old Service Provider.  NPAC requirements should be modified to require both service providers to concur before a Subscription Version can be moved from Conflict status to Pending.


LNPA WG: (only)


Item Number: 0022



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________


1

1




_1110014159.doc
NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  02/18/2003


Company(s) Submitting Issue:  1) Telcordia; 2) Company Name2?; 3) Company Name 3?; 4)etc.


Contact(s):  Name   1) Adam Newman; 2)?; 3)?; 4) etc



         Contact Number   1) 732-758-4962; 2)



         Email Address   1) anewman@telcordia.com; 2)


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


The LRNs and other data (e.g., portable NXXs, pooled NXX-Xs) in the NPAC are not always in synch with those in the Telcordia Business Integrated Routing and Rating Database System (BIRRDS).                                                          


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue: 


It was brought to Telcordia’s and CIGRR’s attention that in at least one region (Western) that there were several hundred LRNs in the NPAC which were not in the LERG Routing Guide.


The LRN Assignment Practices require that SPs record their LRNs in the LERG Routing Guide.


Not having the LRN published in the Telcordia™ LERG Routing Guide makes trouble shooting of routing problems and administrative validations significantly more difficult to perform.  The LERG Routing Guide is used by many service providers to provision many of their back office systems.  H


aving accurate data in the LERG Routing Guide is important to the industry.


Due to variations in the definition of portability there are inconsistencies in various industry databases (e.g., an NXX marked as portable in the LERG Routing Guide may not mean that there are ported out customers in that NXX nor does it mean necessarily that customers can be ported out of that NXX).  In addition with all the activity surrounding returns of portable NXXs and NXX-Xs, there is a need to line up the processes the industry uses.  Comparing databases allows for determination of the extent of the problem and allows for root cause analysis and process improvement.


B. Frequency of Occurrence: 


Ongoing


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western_X_     


 West Coast___  ALL_X__


D. Rationale why existing process is deficient:


There is no current process for synchronizing the LRNs and other BIRRDS data provisioned manually by service providers in the NPAC SMS and in the Telcordia Business Integrated Routing and Rating Database System (BIRRDS) by separate groups.  


E. Identify action taken in other committees / forums: 


Issue raised a Telcordia Common Interest Group on Rating and Routing.


F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


The following actions are proposed to resolve this issue:


· Similar to the data exchange Telcordia Routing Administration performs with NECA, have a data file, in an agreed to format, sent from NPAC to Telcordia Routing Administration (TRA) with all relevant data that is separately entered in both databases.  This format should be able to be processed for data validations e.g., fixed text format.  Telcordia Routing Administration will validate that all the relevant data is consistent.  When any data is inconsistent, TRA will provide a report on the inconsistencies to the AOCN of the company associated with the NXX, NXX-X, or LRN.  This information could be copied (by either TRA or the AOCN) to the LNP contact of the company on request to facilitate communication between the routing group and the portability group.


LNPA WG: (only)


Item Number: __ __ __ __



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________


1

1
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Procedures for Code Holder/LERG Assignee Exit


1.0
Purpose


This appendix describes the responsibilities of NANPA, service providers, and the PA in situations when a service provider (SP) is returning or abandoning NXX codes/blocks that contain ported telephone numbers and a new code holder/LERG assignee must be selected with minimal impact on ported customers.  The specific circumstances addressed cover: 


· Voluntary Return of NXX Codes Containing Ported Numbers 


· Abandoned NXX Codes Containing Ported Numbers


· Voluntary Return of Thousands Blocks Containing Ported Numbers  


· Abandoned Thousands Blocks Containing Ported Numbers


2.0
Assumptions


2.1
Reasonable efforts should be taken to re-establish a code holder/LERG assignee in order to maintain default routing.  Should the code holder/LERG assignee vacate their responsibilities, calls to the donor switch will not be processed.


2.2 The SP returning an NXX code will coordinate with NANPA to ensure that the code is not removed from the LERG as an active code until the Part 3 with the effective date of the disconnect is received.  This is to prevent an adverse effect on ported-out customers.


2.3 A code holder/LERG assignee must be LNP capable, may put the code/block on any switch in the rate center, and should already be providing service in the rate center.  This should eliminate any potential problems with facilities readiness.   


2.4
It is desirable to avoid having to designate a new code holder/LERG assignee in the NPAC because all ported customers will experience a temporary interruption of incoming service during transition to the new assignee while the Service Provider Identification (SPID) is updated in the Number Portability Administration Center (NPAC).  However, it is a regulatory requirement to allow continued porting of any number in the NXX, a process that requires correct SPID/number association at NPAC for NPAC's message validation process. 


2.5 NANPA and/or the PA shall work closely with regulatory authorities to obtain timely information about SPs abandoning service or filing bankruptcy.  Such circumstances are under the direction of a regulatory authority or court.


2.6 When an NXX code is re-allocated to another SP, the NXX code is considered to be re-allocated rather than re-assigned; therefore, the SP does not have to meet the MTE and utilization criteria for this NXX code. 


2.7
A SP has the option to refuse a NXX code re-allocation. Refusal will not adversely impact any pending NXX code/block assignment request because it is unrelated to the re-allocation.


2.8    
These guidelines also apply in jeopardy/rationing situations.


2.9   
It is the responsibility of each SP to provide an accurate E911 record for each of its customers to the E911 Service Provider.  It is essential that the outgoing SP unlock its E911 records in the regional E911 database, and the new SP must transition the affected customers records to its own company ID in the E911 database.


2.10 
It is the responsibility of the new code holder/LERG assignee and new block holder to notify Telcordia™ to update the AOCN responsibility in BIRRDS for the reallocated NXX code/block(s). 


2.11 
The SP returning the NXX code has the responsibility to assure that affected parties, especially any end-users, are notified consistent with state or regulatory requirements.


2.12 It is the responsibility of the SP returning the NXX code/block to disconnect and remove all records related to the LRN and NXX code, including intra-SP ported TNs, from the NPAC database. If a NXX code/block is reassigned and there are still old records in NPAC, the new code holder/LERG assignee will encounter problems with the affected numbers from the reassigned NXX code/block, e.g., porting records on TNs not in service.


2.13 When an NXX code is re-allocated and there are no active or pending ported numbers in the NPAC, the NPAC, via receipt of the LNP NXX LERG Assignee Transfer Form, should ensure that any existing NXX records of the code are deleted from its database.  


2.14 In certain situations the decision to actually change the NPAC code ownership record (i.e., by deleting and subsequently re-creating records for all ported numbers in the returned NXX code and accepting the likely adverse customer service impact) may be acceptable.  This decision should be based on the quantity and type of customers involved, and the agreement of the involved SPs that would have to coordinate the change.


2.15 If there are no active or pending ports on the returned NXX code pending disconnect, the NPAC will use the Part 3 disconnect report posted on the NANPA web site in order to remove the capability to port numbers from the returned NXX code 15 business days prior to the effective date of the disconnect.  This removal will cause any new port attempts against the returned NXX code to fail at the user interface, thus avoiding additional impediments to the code return process..


2.16 It is the responsibility of the new code holder/LERG assignee or block holder to notify NECA to update the NECA Tariff FCC No. 4 database with the new OCN for the reallocated NXX code/block(s).  NECA currently requires a copy of the new Part 3 form.


3.0       Notification Procedures for Returned NXX Codes/Blocks


NANPA will request that the NPAC produce an ad hoc report, generated during off-peak hours, that identifies the SPs and associated quantities of ported TNs in a returned NXX code.  This information will assist NANPA in re-allocating the NXX code.  The NPAC will charge NANPA for the ad hoc report per the existing contract.  The reports are to be provided to the NANPA pursuant to a non-disclosure agreement. The NANPA may use these reports to provide each potential LERG-assignee with the total number of ported TNs it has, number of SPs with ported TNs, and the total number of ported TNs overall.


NANPA is required to post the effective dates of pending NXX code disconnects on the NANPA website in order for SPs to be aware of approved NXX code disconnects.  In addition, NANPA should periodically (every six months) send an electronic reminder to code holders/LERG assignees of their responsibility, per the Central Office Code Assignment Guidelines, to submit a Part 1 form to NANPA in order to return a NXX code.  In addition, the reminder should direct SPs to not change routing information in appropriate databases until NANPA has processed the application and responded with a Part 3.   Code holders/LERG assignees should notify NANPA/PA if they are no longer able to perform default routing functions (e.g., the SP is no longer providing service in the area served by that NXX code).  NANPA must inform the outgoing code holder/LERG assignee of their responsibility to update the appropriate routing databases upon receipt of the Part 3.   


There are specific actions related to LNP processes to be taken by SPs, the PA, NANPA, and NPAC during the NXX code reallocation process.  An overall description, including a required form, can be found at: (http://www.nationalpooling.com/guidelines/index.htm). 
 


In addition, it is the responsibility of the SP returning the code/block to remove any LRN record it has associated with the returned NXX code and all ported in TNs associated with that LRN, including intra-SP ports.   In addition, if the NXX is being disconnected, the NXX should be disconnected in the NPAC as well. If a code is being reallocated, the SP returning the block should not attempt to disconnect the NXX in the NPAC; it should only remove its LRN and any ported in TNs associated with that LRN, including any intra-SP ports.


If there are no active or pending ports on the NXX code, a Part 3 disconnect should be issued by NANPA to the SP.  The Part 3 disconnect information shall be entered into BIRRDS by the SP’s AOCN. The NXX code should be included in the Part 3 disconnect report posted on the NANPA web site.


If there are no active or pending ports on the returned NXX code pending disconnect, the NPAC will use the Part 3 disconnect report posted on the NANPA web site in order to remove the capability to port numbers from the returned NXX code 15 business days prior to the effective date of the disconnect.  This removal will cause any new port attempts against the returned NXX code to fail at the user interface, thus avoiding additional impediments to the code return process.


If porting of TNs occurs on a returned NXX code after NANPA has issued a Part 3 disconnect but prior to the 15 business days before the effective date of the disconnect, NPAC should notify NANPA that a port has occurred.  NPAC also will disregard the Part 3 disconnect information and not suspend porting at 15 business day timeframe. 


4.0
 Voluntary Return of NXX Codes Containing Ported Numbers


In the case where NXX codes are voluntarily returned and contain ported numbers or pending ports, NANPA should request that the incumbent code holder maintain the default routing function.  NANPA will re-allocate the NXX code as soon as possible to avoid disconnects of NXX or disruption of service.  

If any expedite is requested by the outgoing or incoming code holder, the applicant shall so indicate on the Part 1.  Expedite procedures are found in Section 6 of the Central Office Code (NXX) Assignment Guidelines.


Within 5 business days of being informed by a SP that it is discontinuing service in a given rate center, the NANPA shall request an ad hoc report from the NPAC that will identify active and pending ports on the returned NXX code.  This information will assist NANPA in re-allocating the NXX code. 


If there are active or pending ports on the NXX code, NANPA shall:


a) Contact all SPs shown on the NPAC report with ported TNs from the identified NXX code at the same time, informing them of the code holder’s intention to disconnect.  The outgoing SP also will be included in this notification for verification purposes.  NANPA will provide each potential LERG-assignee with the total number of ported TNs it has, the number of SPs with ported TNs, and the total number of ported TNs overall.  NANPA will use the latest contact information that NANPA Code Administration has on file for the impacted SP(s).  SPs may designate a special contact for this purpose by providing contact information to NANPA.  SPs with ported TNs will have 10 business days to respond with a complete and correct Part 1.  NANPA will provide a specific date and hour as the deadline for responses. 

b) Include in its contact document, language that states that the current SP is seeking to expedite the return of the NXX code. This shall be done only if the SP returning the NXX code has indicated an expedite process on its Part 1.

c) Suspend the Part 1 pending identification of a new code holder and so inform the applicant via a Part 3.  NANPA will request the incumbent code holder to maintain default routing.

d) The first SP to respond with a completed and correct Part 1 will become the new code holder.
  Only the receipt of a Part 1 by NANPA will be accepted as an official request for the NXX code.  NANPA will process the Part 1 as a NXX code reassignment and provide a Part 3 to the new code holder.
  NANPA will provide a Part 3 Denial to the SP returning the NXX code, indicating that a new code holder has been found and provide the effective date of the reassignment to the new OCN.
  NANPA also will notify all the SPs on the original distribution that a new code holder has been selected.


NANPA will include in the Part 3 to the new code holder the contact name, telephone number, and e-mail address of the carrier returning the code.  NANPA also will include in the Part 3 contact information of the new code holder to the SP returning the code.  In either case, an SP may decline to have their information included, and must indicate as such on the Part 1.


e) If an SP agrees to assume responsibility for the NXX code and to expedite
 its activation, the SP should indicate the latter by providing accompanying written documentation with the Part 1 agreeing to a shortened activation interval date. The documentation should also indicate that the activation interval shall not be less than 30 days. The code administrator will deny the Part 1 application if there is no accompanying written documentation.


f) If after ten days from the issuance of the e-mail there are no volunteers, NANPA will notify the appropriate regulatory authority and the SPs with ported TNs that no SP has submitted a valid Part 1 to become the code holder and therefore, the NXX code will be disconnected. NANPA will issue a Part 3 Approval to the incumbent SP approving the NXX code return and the disconnect effective date. NANPA will update and post to the NANPA web page a report titled “Part 3 Disconnects.”  This report shall contain all disconnects processed by NANPA.


NANPA should provide the NPAC with written notification that the SP has terminated service in order for NPAC to remove all records in its database related to the reclaimed NXX code after the effective disconnect date.


Should the above situation occur, an SP originally contacted by NANPA because it had active or pending ports on the returned NXX code per the NPAC report may decide it wants to become the new code holder after NANPA has processed the Part 3 Disconnect.  NANPA then will reassign the NXX code to the SP, provided the SP submits a completed and correct Part 1 no less than fifteen (15) business days prior to the effective date of the disconnect.
 NPAC, upon the receipt of the LNP NXX LERG Assignee Transfer Form, will remove the LRN and all ported in TNs of the LRN (including intra-SP ports) in its database associated with the returned code after the effective disconnect date.

g) If an SP requests to become the code holder but has no ported TNs and cannot meet MTE and utilization, NANPA will direct the SP to make its request to the appropriate regulatory authority.  Upon receiving both written confirmation (email or fax) from the regulatory authority and a valid Part 1 from the SP no less than fifteen (15) business days prior to the effective date of the disconnect,
 NANPA will make the SP the new LERG-assignee.  This process only applies to NXX codes with active or pending ports.


h) If the porting of TNs occurs on a returned NXX code after NANPA has issued a Part 3 Disconnect, NANPA will after having received and processed a valid Part 1, designate the SP applicant as the new code holder.  Any such porting must occur 15 business days prior to the effective date of the disconnect (see Section 2.15).


An SP should not be obligated to maintain default routing more than 66 days after filing a valid Part 1 indicating its intent to return the NXX code.

5.0
Abandoned NXX Codes Containing Ported Numbers


In the case where an NXX code is abandoned, NANPA may not have prior knowledge of the situation or know if there are active or pending ported TNs on the NXX code.  Further, NANPA may be unable to contact the incumbent code holder concerning the status of the NXX code or to request that it maintain default routing function if there are ported TNs.  Situations may also occur where an SP fails to submit a Part 1 to NANPA and proceeds with disconnecting the NXX code.  Often, customer complaints or information provided by SPs are the way that NANPA learns of these abandoned NXX code situations.  


NANPA shall work closely with regulatory authorities to obtain timely information about SPs abandoning service or filing bankruptcy.  Such circumstances are under the direction of a regulatory authority or court. 


NANPA will request a report from the NPAC on the abandoned NXX code to determine if there are any active or pending ported TNs.  


NANPA will then contact the appropriate regulatory authority and seek guidance concerning the return or reassignment of the abandoned NXX code.
  NANPA will include information about whether there are active or pending ports on the abandoned NXX code. 



a. In those instances where there is porting on the abandoned NXX code, NANPA will, unless otherwise directed by the regulatory authority, contact those SPs with ported TNs to determine if they want to become the new code holder, NANPA will follow the same process as outlined in Section 4.0 [specifically (b) through (f)].  


b. If a new code holder cannot be established for NXX codes with active or pending ports, NANPA will process the disconnect request of the NXX code after receiving written confirmation (email or fax) from the involved regulatory authority. NANPA then will provide the NPAC written notice from the regulatory authority that the SP has terminated service in order for  NPAC to remove all records in its database related to the LRN and NXX code, including intra-SP ported TNs.



NANPA will direct any customer complaints concerning the disruption of service to the involved SP or appropriate regulatory authority.  In the case of an abandoned NXX code, NANPA will not act independent of regulatory authority direction with regard to the reassignment of a NXX code to a SP with ported TNs.


6.0
Returned Thousands-Blocks Containing Ported Numbers


6.1     When Block Holder is not the LERG Assignee


In a pooled area where thousands-blocks are voluntarily returned and there are ported numbers or pending ports contained in those returned blocks, the SP will return the blocks to the PA and the ported customers are not affected.  


The PA shall request an ad hoc report from the NPAC to determine if there are any ported TNs or pending ports on the block(s) being returned.  This information will assist the PA in re-allocating the block.  If the block is 10% or less contaminated the PA will process the block return. This will effectively be a contaminated block donation to the pool inventory.   If the contamination level is greater than 10%, the PA will follow the order below to select a new block holder: 


a) The PA will notify SPs with ported TNs, the LERG assignee, SPs with a forecasted need, and the outgoing block holder within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due. The first SP to respond with a completed and correct Part 1A and LNP NXX LERG Assignee Transfer Form will become the new block holder.  MTE and utilization requirements are waived for SPs with ported TNs.  


b)  If no SPs respond within ten business days or all refuse the block holder functions, the PA will contact the appropriate regulatory authority and seek guidance concerning the return or reassignment of the contaminated block. Should a new block holder be designated, regulatory authorities may waive MTE and utilization requirements. 


The PA will work with the new block holder to determine if a Part 4 submission is necessary. 


6.2     When Block Holder is also the LERG Assignee


The PA shall request an ad hoc report from the NPAC to determine if there are any ported TNs or pending ports on the block(s) being returned.  The PA will follow the order below to select a new LERG assignee: 

a) The PA will contact SPs with blocks assigned from the affected NXX, SPs with ported TNs and SPs with a forecasted need within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due.  


· The first SP with blocks assigned from the affected NXX to respond with a Part 1 and LNP NXX LERG Assignee Transfer Form will become the new LERG assignee.  MTE and utilization requirements are waived.


· If no SPs with blocks assigned from the affected NXX respond or all refuse the LERG assignee functions, the first SP with ported TNs to respond with a Part 1 and LNP NXX LERG Assignee Transfer Form will become the new LERG assignee.  MTE and utilization requirements are waived.


· If no SPs with ported TNs respond or all refuse the LERG assignee functions, the first SP with a forecasted need with a Part 1 and LNP NXX LERG Assignee Transfer Form that meets the MTE and utilization requirements will become the new LERG assignee.


NPAC, upon the receipt of the LNP NXX LERG Assignee Transfer Form, will remove the LRN and all ported in TNs of the LRN (including intra-SP ports) in its database associated with the reallocated code after the effective date.


The PA will automatically update the BCD record in BIRRDS with the new LERG assignee’s information upon receipt of the Part 3 from NANPA. 

The new LERG assignee shall:


 notify the PA via email which blocks assigned to the original LERG assignee are to be reallocated to the new LERG assignee because the contamination level is over 10%.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation. 


 notify the PA via email which blocks assigned to the original LERG assignee are to be donated by the new LERG assignee because the contamination level is 10% or less.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation.


· work with the PA to determine if any Part 4 submissions are necessary. 


Blocks that were previously donated by the original LERG assignee will remain in the pool.


It is recommended that the new LERG assignee retain at least one block to ensure that responsibilities in section 4.2.1 of the Thousands-Block Number (NXX-X) Pooling Administration Guidelines (TBPAG) are maintained. However, once the responsibilities of the SP outlined in section 4.2.1 are fulfilled and the SP determines that the block is not needed, the SP does have the option of returning the block to the PA.  


b) If no SPs respond within ten business days or all refuse to become the new LERG assignee, the PA will proceed with the NXX return, notify those SPs with ported TNs and/or pooled blocks from the affected NXX.  Further, the PA will request that NANPA notify the appropriate regulatory authorities that a NXX code is going to be disconnected and that some working customers will lose service. NANPA will follow the disconnect process as outlined in section 4.0 f) through 4.0 h).


7.0
Abandoned Thousands-Blocks Containing Ported Numbers


The difference between an abandoned block and a returned block is that if abandoned, the PA is unable to reach the incumbent block holder to ask it to maintain default routing functions.


7.1     When Block Holder is not the LERG Assignee


In the case when the block holder is not the LERG assignee and blocks containing ported numbers or pending ports are abandoned, the ported customers are not affected.  Typically, customer complaints are the catalyst for initiating the steps that follow. The PA shall request an ad hoc report from the NPAC to determine if there are any pending or completed TN ports.  The PA will contact the appropriate regulatory authority and seek guidance concerning the return or reassignment of the abandoned block.  If the block contamination level is 10% or less, the block is returned to the pool once written confirmation (email or fax) is received from the  regulatory authority to reclaim the block.  If the block contamination level is greater than 10%, the PA will follow the order below to select a new block holder unless otherwise directed by the  regulatory authority: 


a) The PA will notify SPs with ported TNs, the LERG assignee, SPs with a forecasted need, and the outgoing block holder within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due. The first SP to respond with a completed and correct Part 1A and LNP NXX LERG Assignee Transfer Form will become the new block holder.  MTE and utilization requirements are waived for SPs with ported TNs.  


b)  If no SPs respond within ten business days or all refuse the block holder functions, the PA will contact the appropriate regulatory authority and seek guidance concerning the return or reassignment of the contaminated block. Should a new block holder be designated, regulatory authorities may waive MTE and utilization requirements.


The PA will work with the new block holder to determine if a Part 4 submission is necessary. 


7.2     When Block Holder is also the LERG Assignee


In the case when the block holder is the LERG assignee and blocks containing ported numbers or pending ports are abandoned, the PA may not have prior knowledge of the situation.  Typically, customer complaints are the catalyst for initiating the steps that follow.  The PA shall work closely with the appropriate regulatory authority to obtain timely information about SPs abandoning service or filing bankruptcy.  Such circumstances are under the direction of a regulatory authority or court. 


The PA shall request the ad hoc report from the NPAC to determine if there are any pending or completed TN ports.  This information will assist the PA in re-allocating the NXX code/blocks.  The PA will follow the order below to select a new LERG assignee unless otherwise directed by the appropriate regulatory authority: 

a) The PA will contact SPs with blocks assigned from the affected NXX, SPs with ported TNs, and SPs with a forecasted need within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due.  


· The first SP with blocks assigned from the affected NXX to respond with a Part 1 and LNP NXX LERG Assignee Transfer Form will become the new LERG assignee.  MTE and utilization requirements are waived.


· If no SPs with blocks assigned from the affected NXX respond or all refuse the LERG assignee functions, the first SP with ported TNs to respond with a Part 1 and LNP NXX LERG Assignee Transfer Form will become the new LERG assignee.  MTE and utilization requirements are waived.


· If no SPs with ported TNs respond or all refuse the LERG assignee functions, the first SP with a forecasted need with a Part 1 and LNP NXX LERG Assignee Transfer Form that meets the MTE and utilization requirements will become the new LERG assignee.


NPAC, upon the receipt of the LNP NXX LERG Assignee Transfer Form, will remove the LRN and all ported in TNs of the LRN (including intra-SP ports) in its database associated with the reallocated code after the effective date.


The PA will automatically update the BCD record in BIRRDS with the new LERG assignee’s information upon receipt of the Part 3 from NANPA. 

The new LERG assignee shall:


 notify the PA via email which blocks assigned to the original LERG assignee are to be reallocated to the new LERG assignee because the contamination level is over 10%.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation. 


 notify the PA via email which blocks assigned to the original LERG assignee are to be donated by the new LERG assignee because the contamination level is 10% or less.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation.


· work with the PA to determine if any Part 4 submissions are necessary. 


Blocks that were previously donated by the original LERG assignee will remain in the pool.


It is recommended that the new LERG assignee retain at least one block to ensure that responsibilities in section 4.2.1 of the TBPAG are maintained. However, once the responsibilities of the SP outlined in section 4.2.1 are fulfilled and the SP determines that the block is not needed, the SP does have the option of returning the block to the PA.  


b) If no SPs respond within ten business days or all refuse to become the new LERG assignee, the PA will proceed with the NXX return, notify those SPs with ported TNs and/or pooled blocks from the affected NXX. Further NANPA will follow the disconnect process as outlined in section 5.0 b).


�  The LNP CO Code Reallocation Process, implemented on August 30, 2001, eliminates the necessity of maintaining the original LERG assignee in the NPAC because it eliminates service disruption that would be caused by changing the SPID in the NPAC. The process involves porting the code in thousands-blocks to the LERG assignee.  In this way, the NPAC's block-ownership tables override the NPAC's NXX-ownership tables, allowing continued porting of any number in the NXX. The LNP CO Code Reallocation Process allows numbers to snap back to the new LERG assignee, the same as if the SPID had been changed in the NPAC without ported numbers having been taken out of service .







The LNPA WG has developed requirements for the ability to mass update the SPID associated with an NXX code without taking ported customers out of service.  This functionality has been assigned NANC Change Orders 217 and 323 which is expected to be available in Release 3.2.



.



� See footnote 1.



� Months to Exhaust (MTE) and utilization requirements are waived.



� NANPA will work with the new code holder to determine if a Part 4 is necessary.  



� It is the responsibility of the new code holder to contact the original code holder if the code transfer does not occur on the effective date originally indicated on the Part 3 denial so that the original code holder can continue to maintain default routing until the new effective date. 



� See Section 6 of the Central Office Code (NXX) Assignment Guidelines (COCAG). 



� All new code holders must follow the standard code activation process in the COCAG.   In order to stop the disconnect and re-assign a code, a minimum of five (5) business days is needed to notify Telcordia to reverse the disconnect and send an emergency notification to service providers.  Adding this time interval to the ten (10) business day requirement for NANPA to process code applications results in the requirement for service providers to provide a Part 1 no less than fifteen (15) business days prior to the effective date of the disconnect.  



� See previous footnote.



� There are differing requirements among state commissions/regulatory authorities relating to bankruptcies and the treatment of NPA-NXXs as carrier assets as well as carrier of last resort obligations that may affect the disposition of an abandoned code.  State commission/regulatory authority involvement is needed to ensure these requirements are addressed.
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Sent by:
lnpa-admin@lists.neustar.biz


To:
"'lnpa@lists.neustar.com'" <lnpa@lists.neustar.com>


cc:
 


Subject:
FW: [lnpa] FW: [wireless_ops] February LNPA Action Items


Please see the following contribution from Stephanie Simons, US LEC.  You


are welcome to respond to Stephanie's contribution via email or voice them


during the discussion in San Antonio.  If you respond via email, please send


your comments to me at cr1551@sbc.com.  A reply to the "list" will not work.


Thanks,


Charles Ryburn


Area Manager - NPAC Inter-Industry Management


Co-Chair LNPA Working Group


-----Original Message-----


From: Simons, Stephanie [mailto:ssimons@uslec.com]


Sent: Monday, March 03, 2003 10:47 AM


To: RYBURN, CHARLES S (SBC-MSI)


Subject: RE: [lnpa] FW: [wireless_ops] February LNPA Action Items


Response to multiple LRNs:


US LEC discovered some time ago that it was not beneficial to have only 1


LRN per switch, although we agree that it is technically possible and in


most cases more simple.  We found that by having only 1 LRN, we were


constantly arguing with the ILEC over routing -vs- rating issues.  For


example, we have a switch that physically resides in Charlotte, NC.  Off of


this switch we service customers that reside in Asheville, NC.  Asheville to


Charlotte is a long distance call and therefore when ILEC customers in


Asheville were placing local calls to US LEC ported customers in Asheville


(with a Charlotte LRN), those customers would either receive an error


message stating that the call is long distance or would see LD charges on


their bills.  This caused multiple complaints from our customers as they


could not understand why someone right down the street from them could not


call them locally.


As I understand it, a call is to be routed based on the LRN, but rated based


on the NPA/NXX of the originating and terminating numbers.  The experience


in most of our service areas was that ILECs were rating based on the LRN


which is why we have decided to create an LRN for every local tandem we


connect to.


Stephanie Simons


Switched Services Engineer


USLEC Corp.


704-319-6865 (work)


704-409-6865 (fax)


ssimons@uslec.com


-----Original Message-----


From: RYBURN, CHARLES S (SBC-MSI) [mailto:cr1551@sbc.com]


Sent: Monday, March 03, 2003 11:15 AM


To: 'lnpa@lists.neustar.com'


Subject: [lnpa] FW: [wireless_ops] February LNPA Action Items


This is a resend of the February action items.  Anyone wishing to submit a


contribution regarding the NANC action item on Multiple LRNs was asked to


submit by COB today, March 3.  We will accept contributions through COB


Wednesday, March 5.


Thanks,


Charles Ryburn


Area Manager - NPAC Inter-Industry Management


Co-Chair LNPA Working Group


-----Original Message-----


From: gary.m.sacra@verizon.com [mailto:gary.m.sacra@verizon.com]


Sent: Wednesday, February 26, 2003 7:21 PM


To: lnpa@lists.neustar.biz; wireless_ops@lists.neustar.biz


Subject: [wireless_ops] February LNPA Action Items


Attached please find the Actions Items assigned at the February, 2003 LNPA


Working Group meeting held in Tampa.  Please let me know if you have any


comments and/or changes to these items.


Thanks,


Gary Sacra


Co-Chair - LNPA Working Group


(See attached file: FEBRUARY 2003 LNPA ACTION ITEMS.doc)


***************************************************************************


This e-mail was generated by the LNPA e-mail list.  Questions should be


sent to lnpa-admin@lists.neustar.biz.


***************************************************************************


TO UNSUBSCRIBE OR UPDATE YOUR E-MAIL ADDRESS


You have received this e-mail because you subscribed to the LNPA mail


list.  To unsubscribe or change the e-mail preferences in your profile,


please click on the link below:


http://lists.neustar.biz/mailman/listinfo.cgi/lnpa


***************************************************************************
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ABSTRACT:
Need to discuss the need for multiple LRNs assigned per POI/Switch


CONTRIBUTION: 



I    Introduction:


Unlike Wireline Service Providers, the standard Wireless Service Provider architecture for call-delivery connects to the Local Exchange Companies (LEC) at the LEC Tandem Office.  This Wireless interconnection has long been a product offering of the Wireline LEC, which includes and allows the Wireless Service Provider originating and terminating call-delivery to the wire-centers that sub-tend  the LEC Tandem.  This Wireline product offering is generally termed a “Type2A” Point of Interconnection (POI) and requires the use of an LRN for other Service Providers to deliver calls to it.  If only one LRN is available per wireless switch, with a minimum of one LRN per LATA, conflicts may occur, resulting in call-failure.  The functional call-delivery conflict just described, demands that more than one LRN-per-POI/Tandem Switch be assigned to maintain service to the Customer.     


II   Discussion & Alternative Solutions:


There are situations where multiple LRNs are required.  In areas where the LEC has multiple Tandem 


Switches in the LATA, NPA, etc., and the wireless service provider has numerous NPA-NXXs homed out 


of several tandem switches, there is a need for an LRN assignment for each POI/Tandem Switch.  


            For example:  The wireless service provider has 10 NPA-NXXs, the LEC has three tandem switches 


(Tandem Switch A, B and C) in this particular area.  Three NPA-NXXs are assigned from Tandem Switch


A, 3 NPA-NXXs are assigned from Tandem Switch B, and 4 NPA-NXXs are assigned from Tandem Switch


C.  This situation would require an LRN assigned to each POI/Tandem Switch in order for the calls to route


Via the appropriate Tandem Switch.



The situation described above is prevalent in many areas of the country. 


III Recommendation:


It is T-Mobile’s recommendation that the LNPAWG request the NANC to have the INC Guidelines


changed to allow an LRN for each Point-Of-Interconnection/Tandem Switch in a LATA/NPA/etc. as 


required.


Notice: This contribution includes information that has been prepared to assist the WNPO.  This document is submitted as a


basis for discussion and is not a binding proposal on the Source or the Contact.  The aforementioned carrier(s) specifically


reserve the right to add to, amend, or withdraw its contents.
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I. Mission Statement


To assess Number Portability industry production technical issues within the purview of the LNPA Working Group and develop recommendations for the strategic direction of the Number Portability architecture.


II. Discussion Topic Categories for March 2003 Meeting


(items highlighted in yellow are considered higher priority and will be discussed):


Current Issues (45 minutes discussion during each meeting)


· Making EDR required for pooling


· Production issues

· Enforcing a sunset policy, removing SP flags, performance impacts


· Non-critical LSMSs and avoiding partial failures (receive only LSMSs, not used for routing)


· Third party product issues


· NPAC Maintenance Mode – allowed requests? (NANC 370)


· Analysis of provider use and/or efficiency of past NPAC changes

a. Feb ’03 APT:


i. Lively discussion on collecting NPAC data, which of the past NPAC changes to collect, identification of top 5, collecting meaningful data, is the issue with new performance needs or lack of previous changes not implemented on SP side, need for systematic approach of taking previous performance related change orders – listing expected improvements, then capturing data to identify which SPs implemented the changes and what were the postive impacts, negative impact of SP queries on production system.

ii. The final agreement was a NeuStar action item:  Build a list of the top five performance change orders (or changes), and provide a couple of sentences on the description of the problem, and the expected improvement.  See Appendix A.

Interface Requirements (30 minutes discussion during each meeting) 


· Defining base assumptions


· Business principles

a. Feb ’03 APT:


i. Dave Cochran, BellSouth, need to discuss/define the basis for the basic principals of the interface, and the requirements that we’re driving towards for the future interface.  Real time versus batch/FTP.

ii. John Malyar, Telcordia, need to understand the requirements or the assumption of the interface.  Maybe need to reverse engineer the current interface to understand what needs to be supported.  Look at what were the initial requirements that needed to be met, and this would help us when we look at alternatives.

iii. Jim Rooks, NeuStar, some of the initial needs included:  real-time capability, 15 minute download response, security - digital signature vs encrypted messages, private network, confirmed mode, recovery capability, throughput, having a local copy of the NPAC data on the SP side (managed object model, network element management), TMN principals, multiple versions of the interface (maybe not initially, but has evolved into this) for backwards compatibility.

iv. Marian Hearn, CLNPC, look at the current requirements, extract out the principles, see if we still need it, then see how that applies to both CMIP and an alternative.

iii. Gary Sacra, Verizon, ACTION ITEM:  to look for original RFP that would contain the original requirements.  Once we get this, we can provide more detail to the list.

· Protocol alternatives (NANC 372).  Sub-tasks still need to be prioritized.  Dave Cochran to discuss business drivers.


a. Feb ’03 APT:


i. Dave Cochran, BellSouth, to provide list of business drivers.


· Interface OID changes


Interface Improvements (2 hours discussion during each meeting)


· Outbound flow control

· Recovery changes

· 15/60 minute abort changes

· Round-Robin Broadcasts (ILL 5, NANC 353)


· Batch processing for LSMS/SOA Requests and Notifications


· Enhanced Error Messaging, e.g., application level errors (NANC 130)


· NPAC and SOA/LSMS data integrity, syncing up all SPs and their DBs (why seeing lots of audits)


Performance Requirements (30 minutes discussion during each meeting)


· NPAC/SOA/LSMS performance/availability requirements, measurements (testing), enforcement (compliance)

a. Feb ’03 APT:


i. Lively discussion reminiscing about the slow horse days.  We did have requirements for availability, but nothing for performance.  HL Gowda, AT&T, stated that NeuStar is currently working on a revamped exhibit N, using three months of production data and industry forecasts to get to new numbers for future.  Dave Cochran, Bellsouth, stated that we need to identify performance metrics, build in the business drivers, and get to the performance requirements.  In the past, the big stumbling block was identifying the volumes.  What is the importance of the requirements if we don’t have a biz need/driver?  This topic will be continued at the March ’03 APT meeting.

· Efficient Data Gathering (e.g., vendor metrics, LLC requests) (NANC 362)


III. Outbound Flow Control (NANC 368)


A. Business Need:


During the Oct ’02 LNPAWG meeting, a discussion took place surrounding outbound flow control, and the merits of changing the flow control of messages from the receiving end to the sending end.  The current implementation of flow control between the NPAC and SOA/LSMS systems is completely determined by the receiving end of the CMIP connection.  This approach works, but it allows the large buffers between the sender and the receiver to act as a queue when the receiver can’t keep up with the sender.  These buffers allow for, in some cases, hundreds of messages to be backed up between the sender and the receiver before the sender gets a congestion indication.  In some cases, the queue that builds up cannot be processed in 5 minutes, thereby causing departure times to expire and the association to be aborted.


Another negative impact of the current flow control approach is the lack of ability to correctly prioritize outbound messages.   In the LNP systems, the sender, not the OSI stack, manages the priority that is assigned to a message.  Once a large backlog of low priority messages is built up, any subsequent high priority message must wait for all those messages ahead of it in the queue.  If the sender carefully manages the outbound queue, then high priority messages won’t have to wait as long to be sent to the receiving system.


B. Description of Change:


By implementing outbound flow control on the sender system, the various buffers in the OSI stack would not fill up as done currently.  It would be the sender’s responsibility to detect that (n) number of messages have been sent without receiving a response.  In this case, the sender should stop sending until the number of non-responsive messages drops below a threshold (t).  If implemented on both ends (NPAC and SP), outbound flow control would prevent congestion because neither side would fill the buffers between the two systems.


As stated by Jim Rooks during the Oct ’02 LNPAWG meeting, outbound flow control could be implemented at the NPAC without impacting Service Provider systems.  Service Providers are not required to implement this feature concurrently with NPAC.


Nov ‘02 LNPAWG, Outbound Flow Control would be set up for every connection to the NPAC.  Message processing speed and message prioritization for each SP is independent of other SPs (just like today, where one slow SP doesn't mean others are directly affected), regardless of each SP's setting.

Feb ’03 APT meeting, HL Gowda stated that we need to consider how the implementation of Outbound Flow Control would affect SLRs 2, 3, 4, and 5.  It was the agreement of the APT to review the redlines of this change order at the March meeting before proceeding to the new change order.

C. Major points/processing flow/high-level requirements:


1) Flow Control will be implemented on the NPAC side of the CMIP interface, no action or modification is required by the SOA/LSMS.


2) The implementation of Flow Control by the sending system is independent of any implementation by the receiving system.  However, there is a clear benefit to having both sides implement this functionality.

3) Flow Control is applicable on a per association basis.

4) Flow Control activity and behavior applies to both normal mode and recovery mode.


5) Flow Control activity is applicable for the following types of data:  SP, network, NPB, SV, notification.


6) No reports are required for Flow Control.


7) NPAC tunables for Flow Control include:


a) Flow Control Upper Threshold Tunable, unit = messages, range = 50-500, default = 100, definition = Number of non-responsive messages sent to a SOA/LSMS before Flow Control is invoked, on a per association basis.


b) Flow Control Lower Threshold Tunable, unit = messages, range = 1-500, default = 10, definition = Number of non-responsive messages sent to a SOA/LSMS that is in a Flow Control state before normal processing is resumed, on a per association basis.


8) The NPAC sends messages to the associated SOA/LSMS.


a) Under normal conditions where the SOA/LSMS is able to keep up with the NPAC, Flow Control is not encountered.


b) Under some load conditions, the SOA/LSMS is not able to keep up with the messages sent from the NPAC.  In this situation, Flow Control is encountered.


i) NPAC implements a real-time flag indicating whether a SOA/LSMS is in a Flow Control state.


ii) When getting ready to send a message to a SOA/LSMS, NPAC checks this flag to determine if it’s OK to send this message.


(1) If the flag is false, the message is sent.


(2) If the flag is true, the message is held/queued.


9) For a SOA/LSMS that is currently in a normal state (not in Flow Control), the NPAC monitors the number of outstanding non-responsive messages sent to that SOA/LSMS.


a) If the number of outstanding non-responsive messages is equal to the Flow Control Upper Threshold, the NPAC sends the current message it is handling, and sets the Flow Control flag to true.  Since the check is performed on a per message basis, the Upper Threshold number will not be exceeded, just equaled.

b) If the number of outstanding non-responsive messages is less than the Flow Control Upper Threshold, NPAC sends the current message it is handling, and continues with normal processing.


10) For a SOA/LSMS that is currently in a Flow Control state, the NPAC monitors the number of outstanding non-responsive messages sent to that SOA/LSMS.


a) If the number of outstanding non-responsive messages is greater than the Flow Control Lower Threshold, no action is taken.


b) If the number of outstanding non-responsive messages is less than or equal to the Flow Control Lower Threshold, the NPAC resumes sending messages (whether queued or normal).


11) A SOA/LSMS that is in a Flow Control state will have outstanding non-responsive messages.


a) For all outstanding non-responsive messages that were sent, NPAC response timers and abort behavior will apply.


b) For all messages not sent but held because the Flow Control flag is set to true, NPAC response timers and abort behavior will NOT apply.


12) An audit to an LSMS that is in a Flow Control state will behave as it currently does for a congestion situation.

a) For messages sent to an LSMS, there is no issue with the LSMS responding back AFTER the 15 minute interval because the association will be aborted.


b) For messages still in the queue during an abort/recovery, the behavior will be the same as today (i.e., an SP won’t lose messages, but should be included in a recovery request for that time range).

c) Question about priority of messages already in the queue, and new ones that come up.  In the current queue we have 80 with 10 high priority.  Does the next high priority one become the 11th or 81st?.  The answer is that it would be the 11th.


d) Queue depth is not an issue since the queue is handled in the database.


IV. Recovery Changes – “Send What I Missed” recovery message (NANC 351)


D. Business Need:


The NPAC SMS and Service Provider SOA/LSMS exchange messages and a response is required for each message.  The current NPAC architecture requires a response to every message within a 15-minute window, or the requestor will abort the association.


If a Service Provider fails to respond to an NPAC message, the NPAC aborts that specific association and the Service Provider must re-associate in recovery mode, request a “best guess” time range of missed messages from the NPAC, receive and process all missed messages, then start processing in normal mode until they are totally caught up with the backlog of messages.


One problem of the current “best guess” approach is the trial-and-error recovery processing that a Service Provider must perform in certain circumstances (e.g., when there is too much data to send in a response to a single request).  This can create unnecessary workload on both the NPAC and the Service Provider.


A better method is to implement the “Send What I Missed” approach (SWIM).  Service Providers can optionally use this new message to perform the recovery function.  This improves the efficiency of recovery processing for the NPAC and Service Providers because guesswork is eliminated.


E. Description of Change:


Create a new process that incorporates the ability for a Service Provider to request that the NPAC send missed messages.  In order to accomplish this, the NPAC will need to keep track of messages that were not sent.


For the “Send What I Missed” message (SWIM) initiated by a SOA/LSMS, the NPAC would send back a confirmation that the message was received, then begin the process of returning the missed messages.  This would be accomplished through a new NPAC message “Sending Updates Needed” (SUN).  The NPAC behavior using SUN would be different than the current recovery process for the maximum amount of time (e.g., 60 minutes) and data (e.g., TNs).  With SUN, the NPAC would use Blocking Factor tunables (similar to 187-Linked Replies) and send data to the SOA/LSMS in “chunks”.  This alleviates the problems associated with single, large messages.  This also allows incremental roll-up activity to occur if needed within the NPAC.  The data in SUN would be sent by type of data (e.g., no mixing of network data with SV data).  The SOA/LSMS will “respond” in one of three ways: confirm, deny/error, non-response.


F. Major points/processing flow/high-level requirements:


1) This recovery enhancement will implement two new recovery ACTION messages.  Both of these are optional functionality, but are co-requisites of each other.


a) Add a new Send What I Missed message (SWIM).  This message is initiated by a recovering SOA/LSMS, and allows for the recovery of network, subscription, number pool block, and notification data.  SWIM will be sent by the recovering SOA/LSMS as part of their association bind request.  The NPAC will return a confirmation message back to the originating SOA/LSMS.


b) Add a new Sending Updates Needed message (SUN).  This message is initiated by the NPAC.  It is sent, along with applicable data, after receiving and confirming a SWIM message from a recovering SOA/LSMS.


2) No reports are required for this recovery enhancement.


3) NPAC regional tunables are TBD for this recovery enhancement.  (re-use 187 Blocking Factor tunables)


4) A new SP profile flag is added to define whether or not an SP supports the SWIM/SUN message set.  Once the flag is set to TRUE, history data will be stored that allows for the implementation of SWIM/SUN.

5) Service Providers can continue to use the existing recovery mechanism/messages (lnpDownload, lnpNotificationRecovery) to recover missed data between the SOA/LSMS and the NPAC.


6) SWIM can be used by both 187-Service Providers (linked replies will be sent), and non-187-Service Providers (regular non-linked reply will be sent).


7) The NPAC will keep track of messages destined for a SOA/LSMS that were NOT successfully responded to by the SOA/LSMS.


8) SOA/LSMS associates to the NPAC and uses SWIM.  The NPAC:


a) Determines the messages missed by the requesting SOA/LSMS


b) Uses SP Profile flags for ranges, notification types, EDR, linked replies


c) Applies appropriate NPA-NXX filters


d) Packages up and sends the maximum data given the different variables and tunable settings (NPAC initiated SUN message).  The recovering SOA/LSMS confirms each SUN message (separate messages by type of data, and possibly multiple messages for any given type of data).  This process continues until all missed data has been sent to the requesting SOA/LSMS.


e) Updates status/failed SP list, and sends notifications to SOAs


9) Upon completion of recovery, NPAC sends an empty SUN message indicating the end of the missed data.  At this point in time, processing between SOA/LSMS and NPAC continues in normal mode.


V. Recovery Changes – Recovery of SPID (NANC 352)


G. Business Need:


The NPAC SMS allows for the recovery of missed messages for network data, block data, and SV data.  However, the NPAC functionality based on current requirements does not allow recovery of customer information (SPIDs).  So, if customer information is downloaded, and the Service Provider misses it, it is not recoverable.


This new functionality would improve the recovery process by adding customer (i.e., header data) to the list of recoverable messages, so that subordinate network/block/SV data does not cause rejects or errors.


H. Description of Change:


Implement a new optional recovery request that allows the Service Provider to recover customer information (SPIDs).  This new optional feature would send missed customer adds, modifies, or deletes to the Service Provider during the recovery process.


A Service Provider could implement this optional feature at any time, and would send this request during the recovery process similar to the requests sent for network, block, and SV data today.


I. Major points/processing flow/high-level requirements:


1) This recovery of SPID enhancement will implement a new recovery request type.  This will be used with the lnpDownload message.  This is optional functionality.


2) This recovery of SPID enhancement only applies to recovery mode, not normal mode.


3) No reports are required for this recovery enhancement.


4) The data representation would include, SPID, SP name, and download reason.


5) NPAC regional tunables will be added for 187-Linked Replies capable Service Providers (maximum recoverable data, Blocking Factor).


6) No NPAC SPIDables are required for this recovery enhancement.


7) This new request type can be used by both 187-Service Providers (linked replies will be sent), and non-187-Service Providers (regular non-linked reply will be sent).


8) SOA/LSMS associates to the NPAC and uses the new request type with the lnpDownload message.  The NPAC:


a) Validates the message by the requesting SOA/LSMS


b) Validates maximum recovery size (if over the max size, an error message is returned)


c) Uses SP Profile flags for linked replies


d) Skips checks for SP Profile flags for ranges, notification types, EDR, and skips check for NPA-NXX filters


e) Packages up and sends the maximum data given the different variables and tunable settings.  This process continues until all requested recoverable data has been sent to the requesting SOA/LSMS.


9) Upon completion of recovery, SOA/LSMS sends existing recovery complete message (lnpRecoveryComplete), and processing between SOA/LSMS and NPAC continues in normal mode.


VI. Recovery Changes – BDD for Notifications (NANC 348)


J. Business Need:


Service Providers use Bulk Data Download (BDD) files to recover customer, network, block, and subscription data in file format.  This occurs when automated recovery functionality is either not available or not practical (e.g., too large of time range) for the data that needs to be recovered.


The current requirements do not address BDD files for notifications.  In order to provide more complete functionality for a Service Provider to “replay” messages sent by the NPAC, the ability for the NPAC to generate a BDD file for a time range of notifications would potentially reduce operational issues and the work effort required for a Service Provider to get back in sync with the NPAC, by providing the Service Provider with all information that they would have received had they been associated with the NPAC.  Additionally, this would be needed for LTI users transitioning to a SOA, or SOA users that need to recover notifications for more than the industry-recommended timeframe of 24 hours.


With this change order, the NPAC would have the capability to generate a BDD file of notifications for a Service Provider within a certain date and time range.


K. Description of Change:


The NPAC would provide the functionality for NPAC Help Desk personnel to generate a BDD file of notifications for a requesting Service Provider.


Selection criteria would be any single SPID, date and time range (notification attempt timestamp), and include all types of notifications.  The sort criteria will be chronologically by date and time.  The file name will contain an indication that this is a notification file, along with the requested date and time range.  The output file would be placed in that Service Provider’s ftp site directory.


L. Major points/processing flow/high-level requirements:


1) The request for a BDD is originated by an SP, and follows M&P steps on contacting NPAC personnel, and providing required information.

2) The GUI allows:

a) NPAC personnel to generate a BDD for notifications for a requesting Service Provider.


b) Time-based delta BDD files to be generated.


3) Selection criteria include requesting Service Provider, time range based on notification attempt timestamp (available data based on retention/aging interval).


4) The BDD file:


a) Contains results based on the selection criteria.


b) Sorted in date/time/notification type order.


c) Uses SP Profile flags for ranges, and notification types (at the time the notification was created).


d) Uses NPA-NXX filters (at the time the notification was created).


e) File name indicates notification file and requested date and time.


5) The results file is put in the requesting Service Provider’s FTP sub-directory.

6) The amount of historical data available for the results file will be based on housekeeping processes, and the notification purge tunable value.

VII. 15/60 Minute Abort Changes (NANC 347/350)


M. Business Need:


Note:  During the Nov ‘02 LNPAWG meeting, it was decided by the industry to consolidate NANC 347 and 350 into a single change order that would capture abort behavior.  All parties will also consider how these changes relate to the elimination of aborts (all aborts or just time-related aborts) and outbound flow control.  The expectation is that Service Providers would implement similar abort processes/procedures on their systems, such that “sender” and “receiver” can be used to indicate either NPAC or SOA/LSMS for abort behavior.


15 minute abort behavior


The NPAC SMS and Service Provider SOA/LSMS exchange messages and a response is required for each message.  The current NPAC architecture requires a response to every message within a 15-minute window, or the requestor will abort the association.  This is based on the “X by Y” formula of retry attempts multiplied by retry interval.


If a Service Provider fails to respond to an NPAC message, the NPAC aborts that specific association and the Service Provider must re-associate in recovery mode, request, receive and process all missed messages, then start processing in normal mode until they are totally caught up with any backlog of messages.  During the recovery timeframe, the NPAC must “hold” all messages destined for that Service Provider, and only send them once the Service Provider has completed the recovery process.  This only further delays the desired processing of messages by both the NPAC and the Service Provider.  Additionally, any SV operations except range activate will remain in a sending status until the Service Provider has competed recovery.


With the NPAC implementation, especially during periods of high demand with large porting activity, as defined by the current requirements a Service Provider that falls more than 15 minutes behind will get aborted by the NPAC, thus exacerbating the problem of timely processing of messages.  This occurs even though that Service Provider is still processing messages from the NPAC, albeit more than 15 minutes later.


With this change order, the audit behavior in the 15-minute window of the NPAC would not adversely impact a Service Provider that falls behind, but is still processing messages.


The business need for efficient transmission of messages will only increase as porting volumes increase.


60 minute abort behavior


With the changes described above, the audit behavior in the 60 minute window of the NPAC would allow a Service Provider to fall behind, but put a cap on how far behind (i.e., 60 minutes).  This enhancement could assist a Service Provider in the area of timeliness of updating network data due to a lessening of aborts, customer service, and fewer audits for troubleshooting purposes.


N. Description of Change:


15 minute abort behavior


Change the 15-minute abort timer (tunable by region, currently set to 1 by 15 minutes) to “credit” the Service Provider for responding to some traffic, even if they don’t respond to a specific message within the 15-minute window.


1. This would allow Service Providers that have fallen behind to keep processing the backlog, instead of getting aborted and having to re-associate to the NPAC in recovery mode, which in turn increases workload for both the NPAC and the Service Provider.


2. If the Service Provider fails to respond to ANY of the outstanding message during that 15-minute window, the NPAC would abort the association as is currently done (i.e., at the end of the 15 minute window).


3. If the SP is responding to messages at a slower pace, the NPAC using new timers, would “roll-up” the downloaded data (e.g., SV activate to LSMS with a slow SP) at the end of 15 minutes (tunable by region, defaulted to 15 minutes), to obtain closure on this porting activity.  In this example, the SV would be in partial-failure status, and a notification would be sent to both the activating SOA and old SOA.  The new timer allows the NPAC to separate association abort/monitoring and event completion.

This 15-minute abort behavior change applies to a single SV broadcast.  The flow for SV ranges is a response to the range event (M-EVENT-REPORT response) within 60 minutes (same as today).


60 minute abort behavior


Create a new “60” minute window (tunable by region, defaulted to 60 minutes).  Use this new window the same way that the 15-minute window is used in Release 3.1 (i.e., abort the association for a lack of a response to an individual message from the NPAC).


1. This would allow Service Providers that have fallen behind to keep processing the backlog, instead of getting aborted and having to re-associate to the NPAC in recovery mode, but would put a limit on the amount of time allotted for slower Service Providers.


2. If the Service Provider fails to respond to a given outstanding message during that new 60-minute window, the NPAC would abort the association.  So with this change the Service Provider gets an additional 45 minutes to respond beyond the current 15-minute window.


This change applies to both single and range SV broadcasts.  The SP will have 60 minutes to respond to the LSMS download message from NPAC, and in the case of an ACTION, the response to the event (M-EVENT-REPORT response) as well, or rollup at the NPAC will occur.  This new timer will separate the activities, but they will both be defaulted to 60 minutes.  This would allow changes to the either the roll-up activity or the abort behavior independent of the tunable value of each.


O. Major points/processing flow/high-level requirements:


1) The NPAC exchanges messages with the SOA/LSMS.  For every request from the NPAC, a response is required from the SOA/LSMS.


2) A SOA/LSMS that fails to respond to a message is subject to Abort Processing Behavior (APB).


3) A new Roll-Up Activity Timer (RAT) allows for the separation between the completion of events and association abort/monitoring.  There will be separate timers for single SV broadcasts versus range broadcasts.


4) APB applies to normal mode, not recovery mode.


5) RAT applies to both normal mode and recovery mode.


6) APB is applicable for the following types of data: SP, network, NPB, SV, notification.


7) No reports are required for APB.


8) NPAC tunables for APB allow for the separation between the completion of events and association abort/monitoring.  Separate timers apply to singles versus ranges.


a) RAT tunable for SV singles, unit = minutes, range = 5-60, default = 15, definition = Number of minutes before roll-up activity is initiated for an event involving a single SV.


b) RAT tunable for SV ranges, unit = minutes, range = 5-60, default = 60, definition = Number of minutes before roll-up activity is initiated for an event involving a range of SVs.


c) APB Upper Threshold Tunable, unit = minutes, range = 10-1440, default = 60, definition = Number of minutes before an NPAC abort will occur for a SOA/LSMS that has at least one outstanding message with a delta between the origination time and the current time that is equal to or greater than the tunable window, regardless of whether the SOA/LSMS has incurred any other activity (request or response).


9) No SP specific tunables are required for APB or RAT.


10) SV broadcast information from NPAC to LSMS.


a) For a single SV broadcast:


i) The existing retry functionality applies.  This is designed to perform existing retry behavior, and to provide the initial check for invoking an association abort of the LSMS.  At the completion of the “X by Y” window, a failure to either initiate a request, or respond to any outstanding messages, results in an abort.


ii) The single SV RAT Tunable applies.  This is designed to capture roll-up activity.


iii) The Upper Threshold Tunable applies.  This will provide the secondary check for invoking an association abort of the LSMS.


b) For a range SV broadcast:


i) The existing retry functionality applies.  This is designed to perform existing retry behavior, as abort processing does NOT apply because the LSMS has 60 minutes to respond to the LSMS download message from the NPAC, and in the case of an ACTION, the response to the event (M-EVENT-REPORT response) within 60 minutes as well.  Therefore, range activate broadcasts will only perform abort behavior checks based on the Upper Threshold window. The response to the download message (confirmed mode) from the NPAC will still be required.


ii) The range SV RAT Tunable applies.  This is designed to capture roll-up activity.


iii) The Upper Threshold Tunable applies.  This new timer will separate the activities, but it is defaulted to 60 minutes, same as the current response window for the event.  The response to the download message (confirmed mode) from the NPAC, will still be required.


11) The NPAC sends messages to the associated SOA/LSMS.  For every message sent, abort behavior is initiated, and a RAT (response timer or event timer) is started.  The initial abort timer is based on the existing retry functionality.  The RAT uses either the single SV RAT tunable value or range SV RAT tunable value based on 10a and 10b above.  The secondary abort timer is a new timer and it uses the Upper Threshold tunable window.  The NPAC allows a SOA/LSMS to fall behind in processing messages.  However, the limit is defined by this new abort timer.  The response from the SOA/LSMS is one or more of the options below, based on the tunable settings:


a) All SOAs/LSMSs responds before the end of the retry window and RAT window.


i) The NPAC expires the RAT for that event.


ii) With a successful response, the NPAC considers the responding SOA/LSMS as “successful” to the request (i.e., not on failed SP list).


b) All SOAs/LSMSs do NOT respond before the end of the retry window (i.e., end of the “X by Y” window).


i) The retry timer has expired based on the applicable retry value.


ii) If the event was for a single SV, NPAC determines if any messages/responses were received from this SOA/LSMS during the retry window.  The NPAC allows a SOA/LSMS to fall behind in processing messages.  Only in the case, where NO activity is registered during the retry window, will abort processing be invoked.


(1) If at least one message/response received, processing continues.


(2) If no message/response received, the SOA/LSMS association is aborted.


iii) If the event was for a range of SVs, NPAC does NOT take any action.


c) All SOAs/LSMSs do NOT respond before the end of the RAT window.


i) The RAT has expired based on the applicable value (either single or range).


ii) The NPAC performs “roll-up” activities for all messages sent to SOAs/LSMSs on this event (status is set, notifications to SOAs).


d) SOA/LSMS responds to request AFTER the expiration of the RAT window.


i) The NPAC updates status/failed SP list, and sends notifications to SOAs.


e) SOA/LSMS does NOT respond before the end of the secondary abort window.


i) The NPAC aborts the association to the SOA/LSMS.


ii) SOA/LSMS must re-associate to the NPAC.


iii) SOA/LSMS goes through recovery processing (recovery based on SOA/LSMS linked replies indicator).


iv) The NPAC updates status/failed SP list, and sends notifications to SOAs.


VIII. Appendix A – Change Order Efficiency Analysis

P. Impact on Aborts: Retry Timer Change (3x2, 1x15)

The NPAC’s initial retry behavior (three attempts using two minute intervals) was adequate for the initial rollout, but as porting volumes increased and response time increased, the industry agreed to a five minute interval, still using three attempts.  The current setting of one attempt using a fifteen minute interval was designed to alleviate the problem associated with a slow response such that additional retry attempts only exacerbated the problem, and the additional work needed by the recipient for retry attempts.  Anecdotal evidence indicated that a SOA/LSMS that failed to respond to the initial broadcast message from the NPAC, would likely fail the second and third attempt as well.  The expected improvement was a decreased load on both the SOA/LSMS and the NPAC, by eliminating the additional work with sending and/or processing retry attempts.

Q. Impact on Aborts: Invalid Departure Time Change (5 to 15)


The NPAC’s initial invalid departure time edit behavior (five minute differential) was adequate for the initial rollout, but for SOA/LSMSs that have a system clock that is out of sync with the NPAC, it was causing unnecessary invalid departure time aborts.  The current setting of a fifteen minute differential was designed to alleviate the problem associated with an out-of-sync SOA/LSMS.  The expected improvement was a decreased number of invalid departure time aborts.


R. LSMS Support of EDR (Efficient Data Representation)


With the implementation of National Number Pooling in R3.0, LSMSs had an option of supporting either individual SVs of type POOL (1000 per 1K block), or a Number Pool Block (“NPB”, 1 per 1K Block representing all 1000 TNs in the block).  Hence the name “EDR” was developed to indicate that a single object (one NPB) could represent the same thing as 1000 objects (1000 SVs of type POOL).  The expected improvement was twofold:  the primary expected improvement was for SCP capacity, and the second areas was for an LSMS that supported EDR could easily handle a single message containing a single NPB object, whenever a pooled block was activated, rather than the large message that contained a list of every TN-to-SVID pair within the block.

S. SOA Support of Range Notifications

With the implementation of range notifications in R3.1, SOAs had an option of supporting either individual SV notifications (one notification for each SV within the range), or a single SV range notification (one notification representing all SVs within the range).  Range notifications were incorporated for the following types of notifications (ObjectCreation, AttributeValueChange, StatusAttributeValueChange, ReturnToDonor, SVCancellationResolution, SVNewSPCreate, SVOldSPConcurrence, SVOldSPFinalConcurrenceTimerExpiration).  The expected improvement was a SOA that supported range notifications could easily handle a single message containing a single notification object, whenever a range activity was performed, since the number of messages received and the time required by the SOA to process these messages would be greatly reduced.

T. NPAC Prioritization of Notifications


With the implementation of prioritization of notifications in R3.1, the NPAC implemented a four category assignment of all notifications in a given NPAC region.  The four categories included: high, medium, low, none (all of these settable on an individual SP basis).  Notifications were processed in a “first-in, first-out” basis within each of the categories.  For example, all high priority notifications would be processed before any of the medium notifications, even if the medium notifications were older based on the creation timestamp.  The expected improvement was a SOA that received the most important notifications before receiving less important notifications.
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TOPIC: 3/3/03 CC on Porting/pooling of Non-Migrated Type 1 Numbers


Attendees: 


Alltel:        Cheryl Gordan, Jennifer Gory, Brad Jackson, Scott Parish


BellSouth:  Ron Steen, Dave Cockran, Mike Donze, Mel Clay


SBC:          David Taylor, Charles Ryburn, Liz Coakley


Nextel:       Jason Loyer, Rosemary Emmer,


Nextel 
       


Partners:    Melissa Flicek


ATW:        Steve Sanchez, Sean Hawkins, Nancy Kiota, Julie Neuman, 


NeuStar:    Steve Addicks, Gene Johnston, Amy Putnam, Shannon Collins, Barry Bishop


Sprint:        Rick Dressner, Jeff Adrian, Sue Tiffany, 


Qwest:       Dave Garner, Joe Lord, John Weekly


USCELL:  Chuck Boehl, Bob Jones, Charlotte Holden, 


T-Mobile:  Chris Joul, Gary Williams, Paula Jordan, 


Cingular 


Wireless:   Jim Grasser, Nhan Tran 


USLEC:    Stephanie Simons, Chris Duda 


CTIA:       Brittany Bowen


RCC:        Kathy McGinn


ATT:        HL Gouda

Verizon:   Gary Sacra


VeriSign:  Maggie Lee


Preface:  The basis of the discussion, around non-migrated Type 1 numbers is:


1. Who will/should get a port request from the new SP for a non-migrated Type 1 number 


2. How does the new SP determine who the port request should be delivered to. For instance - is the delivery based on the LERG code holder or the NPAC SPID? 


3. If the port request is sent to the old wireless SP how does the OSP communicate with the old facilities (network) based SP


4. If the port request is sent to the ONSP how does the ONSP communicate with the OSP 


5. Two related open issues (NRIC 210 and INC 397) were briefly discussed and are attached for review. 







 EMBED Word.Document.8 \s [image: image1.wmf]iss397.doc




6. Other miscellaneous issues were discussed and are identified within 


7. Homework assignments were given for the next meeting. 


This call was a continuation of the WNPO discussion from our last meeting in Tampa. The agenda for the march WNPO meeting will set aside time to continue discussion. 


Fact #1:  Non-dedicated, shared code wireline has the OCN on code in LERG and SPID in NPAC


Fact #2:  SBC contribution is for non-dedicated, shared codes only. 


Fact #3:  If not numbers have been ported and it is a shared code, the LEC is the code holder and the LEC is listed as the SPID at the NPAC and the LSR is generated to go to the LEC. 


Fact #4: Dedicated, non-shared codes should be migrated using the previously defined “Code Transfer Process.” 


Fact #5: From an NRUF perspective wireline carrier shows Type 1 numbers as ‘intermediate numbers’


Sprint Position: Type 1 should be no different then the reseller flow. 


ATT offered up two possible solutions:


1. Wireline company should work with wireless SP on who/how to communicate the code opening at NPAC. 


2. Wireless company will always opens the code 


Homework: How do know if a number is a Type 1 and when will we know it?


Homework: How would we know the Type 1 account number?


Homework – How do carriers determine the old network SP in order to send the port request. Some of the suggested processes include:


1. Check the NPDB to determine the current SPID for the ported record (10-digit level)


2. Absent a record at NPAC check the 6-digit entry at the LERG for the code holder


3. Use the customer provided data i.e. a bill 


OPEN ISSUES requiring further discussion include:


1. Identification of appropriate OBF fields. Once we have come to an agreement we will need to agree upon the data exchange format. Alternative to this would be to leave this up to the SLA’s. 


2. What happens when the Type 1 numbers, given to a wireless carrier proceeds to give them to a reseller. 


3. Pooled blocks:


a. Dedicated NXX shown in LERG as wireless and in NPAC as wireless


b. Per the PA there are currently no Type 1 blocks donated yet. But what happens if they need to pool a block or so from the Type 1 code.  


c. What happens if non-migrated numbers are first pooled and later migrated 


4. NPA Splits:   


a. Decision on who opens the code in the LERG and who has it in the NPAC are complicated by the NPA split process.


b. Depending on who the LERG owner of record is, that is the carrier that will control the split process and whether or not the code will be part of the split or not 


c. Communication between the 2 must be very keen. Implications for NPAC CO order # ____ need to be considered. 


3/6/2003
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NRRIC ISSUE IDENTIFICATION FORM



ISSUE TITLE:
Embedded Wireless NPA-NXX Codes using Incumbent LEC’s OCN



____________________________________________________________________________



ISSUE ORIGINATOR: Mary Ann Palmisano/Ken Hartman
ISSUE #: 210



COMPANY: BellSouth Telecommunications Inc.
 



TELEPHONE #:  404-927-8655/404-927-8670

DATE ACCEPTED: June 11, 2002



FAX#: 404-524-2918

COMMITTEE ASSIGNED: NRRIC



E-MAIL ADDRESS: maryann.palmisano@bridge.bellsouth.com  
CURRENT STATUS: Active


                                 Kenneth.Hartman@bellsouth.com

RESOLUTION DATE:




ISSUE CHAMPIONS:



REQUESTED RESOLUTION DATE:




ISSUE STATEMENT: Historically, wireless NPA-NXX codes were entered into the Telcordia – TRA database using the incumbent LEC’s Company Code/OCN.  As the telecommunications industry continued to evolve and NPA-NXX code assignment requirements changed, most of the wireless companies secured their own Company Code/OCNs.  However, there are a number of wireless NPA-NXX codes in the TRA database that still reflect the Company Code/OCN of an incumbent LEC.



In some instances these wireless companies have refused to obtain their own Company Code/OCN or the wireless company can no longer be found.  


The FCC Numbering Resource Optimization (NRO) Order requires Months to Exhaust (MTE) to be calculated at a Rate Center level, by OCN, and a percent utilization of 60% or higher to qualify for a new NPA NXX growth code.  Although the wireless company is the real code holder, it is the incumbent LEC who is held accountable for reporting the utilization for each NPA-NXX assigned to the incumbent LEC’s OCN.  The incumbent LEC has no way of knowing what the utilization is, and this may preclude the incumbent LEC from acquiring a new growth code when needed.  



INCUMBENT LEC’S COURSE OF ACTION/INVESTIGATION:



1- Check for billing records to identify Type 1 carrier and if found



2- Check the CNT for an OCN and if found contact customer and advise of OCN          correction in BIRRDS. 



3- If no billing records are found, verify with Network organization for traffic on the code and carrier identification.



4- If no traffic is on the code, return or reassign the code to meet customer needs.



5- Once identified, contact the customer and obtain his OCN if one is not found on the CNT or request the carrier obtain an OCN, if one is not already assigned.



6- If the carrier refuses to obtain and OCN for their respective codes, utilize the suggested resolution below:



SUGGESTED RESOLUTION: 



1.  
Incumbent LEC sends certified letter to "embedded" companies and copy to the FCC and NECA, directing them to NECA to get a Company Code. 



The letter will reference the FCC rules, NRUF and code/pooling assignment requirements and TRA AOCN needs.  Sample letter attached.  It is recommended that all incumbent LEC’s seek internal legal approval prior to using the attached letter.



2. 
Response time for the embedded companies is 90 days from the date of the letter.



3. 
For those companies who do not respond, incumbent LEC will provide a request to NECA for the assignment of a Company Code for the "embedded" company.   The incumbent LEC will provide NECA with the following: 



      a. 
Copy of certified letter sent to the "embedded" company



      b. 
“Embedded" company information: company name, contact name, contact address, telephone, fax.



      c. 
Assurance that the Company Code is for an "embedded" company. (This would be a one time clean-up of "embedded" data and only applies to codes in service prior to the FCC’s NRO Order dated March 31, 2000.)



OTHER IMPACTS (if any): NECA assignments



CURRENT ACTIVITY:  



NRRIC #18, June 10-11, 2002



Agreements Reached:



1. Participants agreed to accept this issue as Issue #210, Embedded Wireless NPA-NXX Codes using Incumbent LEC’s OCN.  NECA has provided a contribution to this issue (Attachment #30)



2. A working group has been established for further work on Issue #210, Embedded Wireless NPA-NXX Codes using Incumbent LEC’s OCN.  The following participants have volunteered to be members of this work group: Ken Hartman (Chair of work group), Courtney Spears, Linda Richardson, Karen Hoffman, Tony Martin, Dena Hunter, Mary Ann Southard, Barb Green, Godfrey Chisanga, Mary Ann Palmisano, and Joanne Edelman.



Action Item:



1. A conference call will be scheduled for Issue #0210, Embedded Wireless NPA-NXX Codes using Incumbent LEC’s OCN, on July 10, 2002 from 2:00 pm- 4:00 pm Eastern Time.  ATIS will provide administrative support.  



2. Ken will forward the Issue #0210, Embedded Wireless NPA-NXX Codes using Incumbent LEC’s OCN, conference call bridge information to ATIS to be posted on the NIIF Calendar.  ATIS will further notify NRRIC participants of this information via the NRRIC Exploder. 


During minutes review, Ken provided the conference call bridge for this meeting.  The bridge is 205-970-3743 and passcode is 1159#.


NIIF General Session #34, June 14, 2002



Agreement Reached



The NIIF agreed to accept NIIF Issue #0210.



NRRIC #20, January 13-14, 2003



Agreement Reached:


7. It was agreed that Issue #0210, Embedded Wireless NPA-NXX Codes Using Incumbent LEC's OCN, will remain in Open status.
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INDUSTRY NUMBERING COMMITTEE (INC) ISSUE IDENTIFICATION FORM



ISSUE TITLE:



Reinforcement of Unique OCN Requirement in COCAG Section 6.3.2



ISSUE ORIGINATOR: Dana Smith

ISSUE #: 397


COMPANY: Verizon Wireless

DATE SUBMITTED: 12/27/2002



TELEPHONE #: 817-258-1036

DATE ACCEPTED: 1/7/2003


E-MAIL:  Dana.Smith@VerizonWireless.com

WORKSHOP ASSIGNED: CO/NXX



REQUESTED RESOLUTION DATE:  03/2003

CURRENT STATUS: Active




RESOLUTION DATE:


1.
ISSUE STATEMENT:  Verizon Wireless brings this issue to the INC on behalf of several service providers that attend the ATIS NRRIC forum.  The NRRIC is working related issue #0210 - Embedded Wireless NPA-NXX Codes using Incumbent LEC's OCN.



Prior to the FCC requirement (FCC 01-362) 52.15 (g)(4) that all service providers have an Operating Company Number (OCN) which uniquely identifies them, many wireless service providers used the OCN of the local exchange carrier (LEC).  Although the LEC and wireless service providers have worked together to change many of the embedded OCNs to correctly reflect the true “ownership” of the NXX, there are still embedded records that incorrectly identify the true code holder.  Despite an aggressive effort on the part of the LECs, many wireless service providers will not change the embedded records to reflect their own OCN.   Thus, the LECs’ NRUF Reports may not reflect the correct ownership and utilization of the NXXs assigned to the wireless service providers.  Additionally, the LECs are continuing to pay Telcordia for the maintenance of these records in BIRRDS.



INC should add language to the CO Code Assignment Guidelines that requires wireless companies to update their embedded records with their own unique OCNs.  This will assist the industry companies dealing with this issue by providing specific instructions to refer to when attempting to influence this change.   



2. SUGGESTED RESOLUTION OR OUTPUT/SERVICE DESIRED:



Modify section 6.3.2 of the COCAG to 1) include a requirement that a code holder must obtain its own OCN and maintain that OCN information in BIRRDS; and 2) reinforce the requirement that OCNs cannot be shared among SPs. 



3.
OTHER IMPACTS (if any):  NIIF Issue #0210


4.
CONTRIBUTIONS WORKED AGAINST ISSUE:  GS-347



5. CURRENT ACTIVITY:



· INC68:  Accepted for work.  Reviewed and discussed GS-347, letter from T1M1.  Action item for workshop co-chairs to respond to T1M1 acknowledging receipt of letter and indicating that this issue has been accepted to address the NRRIC’s and T1M1’s concerns.



6. RESOLUTION:



UPDATED:   01/14/2003
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POOLING AND PORTING OF TYPE 1 NMBERS


During the January WNPO, Ron Steen, BellSouth, brought up an issue relating to problems that may be experienced if there is less than 100% migration of Type 1 numbers.  Most problems seem to center around the lack of defined communications between the wireline service provider who owns the switch on which the Type 1 numbers are homed and the wireless service provider who has assigned the Type 1 numbers to end-users.


It seems as though there are four scenarios that we need to consider:



EVENT

CODE HOLDER



Pooling

Wireline






Wireless



Porting


Wireline






Wireless



To put these four scenarios into words, they would read as follows:


1) What steps need to be followed when a wireline service provider donates a “Type 1” thousands


block to the pool administrator (wireline service provider is the code holder):  a) for a pristine block;


b) for a contaminated block?


2) What steps need to be followed when a wireless service provider donates a “Type 1” thousands


block to the pool administrator (wireless service provider is the code holder):  a) for a pristine block;


b) for a contaminated block?


3) What steps need to be followed when a wireless end-user, who has been assigned a “Type 1” number, wishes to port their number and the wireline service provider is the code holder?


4) What steps need to be followed when a wireless end-user, who has been assigned a “Type 1” number, wishes to port their number and the wireless service provider is the code holder?


This seems to be the beginning of a self-defining outline for a procedure guideline.  It would be extremely beneficial if everyone could give this some thought and be prepared to work through this at the February WNPO.  We particularly need input from the wireline service providers on the distribution list.  Please provide any written contributions by February 10, 2003.


Thank you very much for your input and help.


Jim Grasser


Cingular Wireless


WNPO Co-chair
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WIRELESS NUMBER PORTABILITY OPERATIONS TEAM (WNPO)


Porting Trouble Contact List

CONTRIBUTION TITLE:


Porting Trouble Contact List 


SOURCE:
Name

:  Jeff Adrian, Rick Dressner, Kathleen Tedrick




Company
:  [image: image1.png]Sprint.






Address
:  630 N. Wymore Road, Suite 300, Maitland, FL  32751




Phone number
:  407-622-4170


E-mail address  :  jadria01@sprintspectrum.com, rdress01@sprintspectrum.com, Kathleen.l.tedrick@mail.sprint.com 

CONTACT:
Same as Source




DATE:

3/4/2003


ABSTRACT:
To date, there has been no solution identified to prevent inadvertent porting from occurring.  There is still a risk of loss of service for a customer that has had their number ported without their permission.  Service Providers need an accurate list of contacts to help resolve an inadvertent port issue before the port completes so as to avoid the risk of a loss of service and customer dissatisfaction.

CONTRIBUTION: 



I    Introduction:

Two major entities exist today where service provider information is available (there may be many more but these are the two most popular for LNP contact information): Neustar (NPAC) and ATIS (NIIF).  Both of these entities have contact lists for service providers that are populated on a VOLUNTARY basis.


II   Discussion & Alternative Solutions:

The wireless community has already adopted an extended conflict timer which will give service providers more time to resolve an inadvertent port, but the wireline conflict timer remains at 6hrs.  Current contact lists (i.e. NIIF contact list, NPAC contact lists) are voluntarily updated by service providers and are outdated and inaccurate.  The service provider who has had their customer(s) inadvertently ported from them, may not have enough time or the tools they need (i.e. an accurate list of contacts) to correct the problem in time, especially if the service provider of the customer is wireless because many wireless service providers have not completely ramped up for the porting initiative.

III Recommendation:

Request the LLCs to change the rules for service providers that contract with Neustar.  All service providers that contract with Neustar who have established a SPID for LNP, and all new service providers that are applying for SPIDs will provide the following information that will be populated on a PUBLIC Service Provider LNP Contact List (maintained and published (website) by Neustar):


· Name of Company (as identified at NPAC)


· SPID of Company (as identified at NPAC)

· Primary Intercarrier Communications Contact



Name (of department or person)



Telephone number (of department or person)



Email address (of department or person)


· Primary contact for LNP SOA knowledgeable group



Name (of department or person)



Telephone number (of department or person)



Email address (of department or person)


· Primary contact for LNP LSMS knowledgeable group




Name (of department or person)



Telephone number (of department or person)



Email address (of department or person)


NOTE:


· Service providers could provide additional (multiple) contacts, but a minimum of ONE would be required from all service providers contracted with Neustar.


· Service Bureau providers would need to supply a valid contact for their contracted service providers.  This would allow other service providers to have a knowledgeable contact.  Today, at least one Service Bureau provider does not allow service providers other than those that contract with them to be involved in direct communication with them.  Many times, the service providers are NOT knowledgeable enough to provide assistance and often, do not know that they must communicate to a Service Bureau provider b/c other service providers can not directly communicate to them regarding LNP issues.


· Neustar should send out monthly emails to make updates to the information similar to the cross regional email distribution reminder that is distributed at the first of each month.


· It is important the primary contact understands the basics of LNP and groups within a company that support LNP.

· Not all service providers have SOA and LSMS components (in-house), so separate contact requirements would be preferred.

Benefit:

· Since Neustar populates the primary fields, the list is updated for accuracy.


· All service providers that are involved with LNP are required to work through Neustar 


· Service Bureau providers are required to work through Neustar, and these Service Bureau providers could provide contact information for public use.


· Neustar is already very well positioned to be a SINGLE POINT OF CONTACT (information) for LNP service provider information


· Neustar already supports publishing contact information that has been voluntarily given to Neustar.


· Neustar maintains rules and regulations regarding neutrality and therefore, would serve the industry needs unbiased.

Notice: This contribution includes information that has been prepared to assist the WNPO.  This document is submitted as a


basis for discussion and is not a binding proposal on the Source or the Contact.  The aforementioned carrier(s) specifically


reserve the right to add to, amend, or withdraw its contents.
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  03/07/03


PIM # 


Company(s) Submitting Issue:  NeuStar Pooling,  AT& T Wireless


Contact(s):  Name    Barry Bishop, Stephen Sanchez



         Contact Number   847-698-6167, 425-288-7051



         Email Address   barry.bishop@neustar.biz, stephen.sanchez@attws.com 


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


Blocks that are being assigned to Service Providers are either contaminated when they are donated as a non-contaminated block or the blocks have been contaminated over 10%.  This is causing customers to be out of service or blocks being exchanged for a less contaminated or non-contaminated block.     


In addition when the PA has assigned a block, at times the block is being rejected in the NPAC for not having the NXX as opened in the NPAC as portable.                                                     


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue: 


When a SP donates a block they mark the block as either contaminated or not contaminated.  They do not indicate how many TN’s are contaminated.  SP’s are suppose to do a Intra SP port on their contaminated TN’s prior to donating a block so that the block can be ported to the new SP and they can begin using the block on the effective date.  The new SP should query the NPAC prior to assigning any TNs to determine which TN’s are contaminated and exclude those from their inventory assignment. 


 In one situation what is happening is that a block is assigned, the new SP goes to put those numbers in service, the old SP has not done their Intra SP ports causing their customers to be out of service.  To resolve this, the 1000 block has to be deported, so that the old SP can Intra SP port their numbers then the 1000 block is reported to the new SP.  


In another situation a block has been assigned either uncontaminated or contaminated and it is discovered the block has over 10% contamination.  In this case the block has to be deported and a new block has to be assigned to the SP.  


When a block is assigned and the NXX is not opened for porting in the NPAC, the block is rejected.  The SP of the code then has to go into the NPAC and add their code as portable so that the block can be then ported.  Even though this may take a matter of minutes to add, getting a hold of the correct person at a company to do this may take some time.


B. Frequency of Occurrence: 


Ongoing


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western_ _     


 West Coast___  ALL_X__


D. Rationale why existing process is deficient:


It is up to the SP’s to do their INTRA SP ports and make sure they take the 1000 block out of their inventories when donating the block.  This is not always happening.


It is up to the SP to add their NXX to the NPAC as a portable NXX prior to donating blocks.  They indicate so on their donation form.  However, this has not been the case in many situations.


E. Identify action taken in other committees / forums: 


Issue raised at INC on two different occasions, they felt the guidelines already addressed the issue by leaving the responsibility to the SP to do the necessary work when they donated the blocks.


F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


The following actions are proposed to resolve this issue:


Provide the PA access to the NPAC to check for contamination prior to the assignment of a thousands block.


Provide the PA access to the NPAC to check if the code is opened as portable.


LNPA WG: (only)


Item Number: __ __ __ __



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________


1
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WNPO ISSUES/ACTION ITEM LIST


5/17/02

Issue #

Date Open

Date Closed

Status

Owner

Issue Description

Update / Resolution



0007




04/16/01



Open

OBF / WNPO

Impact of wireless number portability on directory assistance and directory listings




Will be worked at OBF 75.


6/11/01 – ACTION: SPs to indicate which directory listing requirements they cannot support.  7/9/01 - Completed – Jim Grasser received input from one SP, and is passing that information along.


6/11/01 – ACTION: Jim Grasser to email softcopy of the Directory Listings presentation to the WNPO team. – Completed before 7/9/01.

8/13/01 – This will be discussed in the next 2 weeks at the OBF in Seattle. 


11/13/01 – Still ongoing at OBF.


3/4/02 – Still ongoing at OBF.


3/5/02 – ACTION: Jim G. to send out notification for the next OBF wireless meeting.


5/14/02 – still ongoing


5/14/02 – ACTION: Jim Grasser to send out meeting notifications for the interim OBF meeting scheduled for June 25th and 26th in Washington, DC and for the next OBF meeting on August 19 – 23 in Scottsdale, AZ.



0010

06/11/01



Open

WNPO

Vendor Readiness

6/12/01 – Approved letters to be mailed to vendors.


6/12/01 – ACTION: SPs to provide a list of vendors by 6/18/01, and co-chairs to mail letters. – Completed prior to 7/9/01. As of 7/9/01 heard back from one switch vendor (Motorola).


7/9/01 - ACTION: J. Grasser to request confirmation from Motorola on timing. – canceled.

6/12/01 – ACTION: Co-chairs to invite the standard bodies to attend & present at future WNPO meetings. – completed (T1S1 & TR45 presentation at 4/9/02 WNPO mtg)

8/13/01 – Letters were sent in July to vendors about readiness and three responses returned so far from Motorola, Tekelec, and Sema Telecoms. Group asked that the entire list of vendors that the original requests went to be published in the minutes. The team will be issuing a second letter to those non-responding vendors with a conference call to Bob Atkinson, the NANC Chairperson. 


11/13/01 - ACTION: Jim G. to request guidance from Mike Alshul at CTIA as to which vendor types the WNPO can contact without causing any anti-trust concerns. Completed – Mike did not see any issues with the letter of the vendors.

11/13/01 - ACTION: Team to email to Brigitte B. (at bbrown@telecorp1.com) by noon eastern on Friday November 16th, vendor name, product type, vendor contact name, and vendor address for initial letters to additional vendors. Closed 


11/13/01 - ACTION: Brigitte B. to send out a blank vendor list matrix so that service providers can input their vendor - Closed

11/13/01 - ACTION: Brigitte B. to send letters on 11/19/01 to the vendors specified by the WNPO team that have been approved by Mike Alshul at CTIA.Closed – NANC did not approve of the letter being sent.

11/13/01 - WNPO approved letter to the FCC requesting a mailing to the vendors.  NANC did not approve of the letter being sent.


3/4/02 - ACTION: Brigitte Brown to email Holly Hendersen & Rick Dressner Motorola’s response to the WNPO vendor letters that were sent in 2001.

3/4/02 - ACTION: Invite standards bodies (T1S1.3 and TR-45) via email to the April 2002 WNPO meeting. – completed (T1S1 & TR45 presentation at 4/9/02 WNPO mtg)

5/14/02 - CTIA is monitoring vendor readiness for critical network elements.


6/11/02 – continue to track until implementation



0011

06/11/01



Open

WNPO

Only a small number of companies have communicated their intent to test with the NPAC.

6/11/01 – ACTION: Anne Cummins will check with CTIA regarding future mailings to wireless carriers.  As of 7/9/01 no response from CTIA, Anne to resend request.


8/13/01 & 11/13/01 Still no response received as of yet. 


5/14/02 - Through the end of April 2002 a total of 27 wireless service providers/bureaus have filed applications with NeuStar.  In addition, seven service providers submitted applications to NeuStar in the month of April. 


UPDATE WITH MAY DATA ! ! !



0013

06/12/01



Open

WNPO

Inter-Carrier Testing

6/12/01 – ACTION: Gene Perez to solicit involvement in Testing Subcommittee from carriers.  7/9//01 – TSI is preparing a letter to be sent out. Closed 


6/12/01 – ACTION: Rick Dressner to submit issues with new tests to Testing Subcommittee. Closed. 


8/13/01 – TSI determined they would not send out any letter. Instead the test team will draft a letter and send it out to encourage intercarrier testing.


8/13/01 – Changes have been made to the test plan for action item number 2.  


8/13/01 –ACTION – Testing sub-committee to incorporate into their meeting minutes carrier test and participation, updated monthly, provide dates for testing within the MSAs based on carrier input. – ongoing request. – closed.

10/13/01 – ACTION: WNPO to send letter to LLC requesting that 3.1 roll-out order not be changed. Closed – Letter need not be sent – Dave Garner confirmed that the LLC will not change the rollout schedule.

11/13/01 -  ACTION: Draft a letter to the LLC on behalf of the WNPO to request that they not change the order of the NPAC release 3.1 regional rollout schedule.  A conference call will be setup to review this letter before it is sent out. (Jim Grasser)  Closed – Letter need not be sent – Dave Garner confirmed that the LLC will not change the rollout schedule.

1/7/02 – ACTION: The WNPO asked that the WTSC confirm with its members whether wireline SPs need to be involved in inter-carrier testing for pooling, even if porting is no longer required. – 3/4/02 Update – WTSC confirmed that testing with wireline for pooling is needed.

1/7/02 – ACTION: WNPO and WTSC members to review the call completion tests in the intercarrier test plan and provide contributions if there any further pooling tests that are needed. –3/4/02: Jim G. to check. – 5/14/02 no further pooling tests are needed.

5/13/02 - ACTION: Mark Wood to add definitions for “out of the box”, “closet phone” and “unregistered” to the test plan for 911 tests.  See draft definitions below:


1) Out of the box – no MIN programmed in the phone


2) Closet – has a MIN programmed but service has expired


3) Unregistered



0016

07/09/01



Open

WNPO

Defining a Wireless Bonafide Request Form (BFR) and Process

7/9/01 - ACTION: Patrick Locket to provide a Bonafide Request Form and/or process contribution. Closed.

8/13/01 – ACTION: each company needs to review the BFR form and what their internal requirements are such as will your company need just the NPANXXs on the form or will a CLLI be needed or both. Completed. 


11/13/01 - ACTION: Setup a conf. call to create a checklist for requesting codes to be opened then submit to team for comments.  This doc will then be posted on NPAC website & sent to CTIA to be posted on website & for distribution to their members.  (Jim Grasser, Anne Cummins, Jeff Adrien, Patrick Locket, & Brigitte Brown).Completed

12/10/01 - ACTION: All service providers to email Jim Grasser their contact information for BFR requests by COB Wednesday 12/19/01 (include company name, contact name, contact’s address, contact’s phone number, contact’s fax number, contact’s email address). 4/8/02 - ACTION: Team members to provide the appropriate contact information for the WNPO BFR contact list.  5/14/02 – still awaiting information from SPs.


12/10/01 - ACTION: Jim Grasser to compile the WNPO BFR Contact Matrix and post it on the NPAC website (under WNPO). – completed. 


12/10/01 - ACTION: Sending the BFR form to the recipient contact info in the WNPO BFR Matrix or the LERG contact info guarantees that you have made the request, and the intended recipient is responsible for opening the necessary codes for porting.  It is the recipient’s responsibility for ensuring that the contact information in the WNPO BFR Matrix and/or the LERG is correct.  Add the preceding information to the WNPO Decision/Recommendation matrix. (Brigitte Brown)

12/10/01 - ACTION: All service providers to ensure that their contact information in the LERG is up to date.  


2/4/02 -ACTION: Post the BFR Checklist & Form (v.04) on the NPAC website. (Jim Grasser & Gene Johnston)

5/14/02 - ACTION: SPs to update LERG contacts and WNPO BFR Contact List before the June meeting.



0017

07/09/01



Open

WNPO

A) NPAC maintenance windows


B) Renegotiate when maintenance window should be 


C) Whether timers should run during the SP maintenance window


D) Help desk days and hours of operation need adjustment for wireless

7/9/01 - ACTION:  All WNPO members to be prepared at Aug. mtg to vote on standard maint. window - from 3am to 9am central time or midnight to 6am central time.

7/9/01 - ACTION: J. Grasser to mention at the LNPAWG in July so they are prepared to discuss this in Aug.

7/9/01 - ACTION:  J. Grasser to draft a letter to the LLC re: standard maint. window & wireless business day start time  & duration. 


8/13/01 – On hold until 21 is resolved. How much overlap in Hawaii and on the East Coast and how much porting will occur on Sunday morning. 


11/13/01 – On Hold until the tuneables issue is resolved. Must discuss in December.


12/10/01 – ACTION: WNPO will propose a standard maintenance window of midnight to 6am (central) on Sunday mornings to the LNPA WG (Jim G.)


12/10/01 – ACTION: WNPO will propose midnight to 11am central the first Sunday of every month to the LNPA WG for the extended SP maintenance window (Jim G).  


12/10/01 – ACTION: Need a contribution documenting the regional time zones for discussion in January. (Jim Grasser & Brigitte Brown)  


12/10/01 – ACTION: SPs to be prepared to discuss having the business timers differ by region, regardless of what the time zone for an area within the region might be.


12/10/01 - ACTION: All team members to determine what the effective date should be for the maintenance window changes.

12/10/01 - ACTION:  WNPO to write a letter to the LLC indicating the recommendation for the maintenance windows and Tuneables.  Before the letter can be sent effective dates must be finalized and there must be agreement at the LNPA WG on the settings and dates. (Jim Grasser)

1/7/02 - ACTION: Wireless SPs to go back to their companies and discuss whether they could support a 3am to 9am (central) standard maintenance window.


1/7/02 - ACTION: Discussion of the maintenance windows effective date is on hold until after the window timeframes have been agreed upon with the LNPA WG.  This item will be added back to the agenda at the appropriate time. 


3/4/02 - ACTION: Jim Grasser and Brigitte Brown to send a letter to the LLC proposing that the timers, help desk hours, and maintenance windows identified in the matrix be supported by the NPAC.  – sent in April 2002.

 3/4/02 - ACTION: Add the following statement to the WNPO decision/recommendation matrix “NPAC porting activities should not be carried out during the maintenance window timeframes.” – completed.

4/8/02 - ACTION: Letter and matrix listing the proposed help desk hours, wireless business days, and maintenance windows need to be sent to the LLC. (Jim Grasser) – completed in April 2002.

5/14/02 - ACTION: Brigitte Brown to check for the decision on timers running during the maintenance window.


6/11/02 – Jim to review meeting minutes and draft item for decision/recommendation matrix


08/13/02 - Jim to revise the matrix sent to LLC for review at September WNPO



0018

07/10/01



Open

WNPO

A contract revision is necessary to provide for NPAC personnel working on Sundays.

8/13/01 - This will be addressed with NeuStar and the LLC at a future date. JG will be attending a Sept. meeting to answer some questions about volumes etc for staffing and such.  


11/13/01 - On Hold until the tuneables issue is resolved.  Must discuss in December.


5/14/02 - ACTION: Steve Addicks to provide an update at the June meeting.


6/11/02 – LLC forwarded request to NeuStar – continue to track pending response.



0027

10/9/01



Open

WNPO

Call Forwarding to a Ported Number

10/9/01 - ACTION: Wireless carriers need to plan to test call forwarding to a ported number during inter-carrier testing.  Further, it is recommended that wireless carriers test every service and feature they offer during their internal testing and/or during inter-carrier testing. 


10/9/01 - ACTION: Need a contribution on the call forwarding issue for discussion at the next meeting (Gary Sacra).


5/14/02 - ACTION: Jim Grasser to check the test plan to ensure appropriate tests are included for Call Fwding to a Ported Number.



0029

10/9/01



Open

WNPO

WNPO Decision/Recommendation Matrix

10/9/01 - ACTION: Create a WNPO Decision/Recommendation Matrix to capture the decisions that are made in the meetings which may affect the Technical, Operational, and Implementation Requirements document.  Include the need to populate the time stamp with zeros in an SV create for an inter-species port.  (Brigitte Brown)

11/13/01 - ACTION: Patrick L. to write up the different problem scenarios with setting the SV create timestamp to 00:00 for inter-species porting for discussion at the December meeting.


17/02 - ACTION: Sprint PCS to take the inter-species SV create timestamp concerns back for further consideration and determine if further discussion is needed at the February meeting.  If further discussion is needed, Sprint PCS will send in a contribution. (Rick Dressner)

11/13/01 - ACTION: Brigitte B. to note on the WNPO Decision/Recommendation Matrix under item 0001 that Sprint has raised some concerns that need to be addressed.

11/13/01 - ACTION: Jim G. to post the updated WNPO Decision/Recommendation Matrix on the NPAC website.


11/13/01 - ACTION: Team to review past meeting minutes and determine which past decisions need to be included in the Decisions/Recommendations Matrix.


3/4/02 - ACTION: Present the WNPO Decisions/Recommendation Matrix at the upcoming CTIA Critical Issues forum in May 2002. (Brigitte Brown)


3/4/02 - ACTION: Separate sections will be created on the NPAC website for


             WNPO items: one section will contain the WNPO minutes and agendas;


             another will contain any additional WNPO documentation. (Jim Grasser)


6/11/02 – Gene Johnston asked that request be forwarded to him


9/11/02 – Gene Johnston noted that NeuStar would be contacting Jim G regarding


             this request



0030

10/9/01



Open

WNPO

Roll-Out Plans/Timeframes for WLNP Launch


And


Schedule for Opening Codes in the LERG & NPAC

10/9/01 - ACTION: Add a new agenda item for the November meeting to discuss roll-out plans for the launch of WLNP.  Team members wanted to address specifically the timing of the changes to be made to production systems to ensure that advanced activities do not negatively impact roaming.  (Brigitte Brown)


1/8/02 - ACTION: Gene Johnston to submit a contribution on a phased approach for SPs to submit code creation requests to NPAC. – closed.

1/8/02 -  ACTION: Gary Sacra to submit a contribution for a) the effective date for codes SPs are not using for testing and b) sending requests to open codes for porting to the LERG no later than mid-May. – closed.

1/8/02 - ACTION: Upon reaching an agreement on a phased approach for SPs to submit code creation requests to NPAC, an effective date for codes SPs are not using for testing, and reaching an agreement on sending requests to open codes for porting to the LERG no later than mid-May; add the agreements to the WNPO Decision/Recommendation matrix.


3/5/02 - ACTION: John Malyar to confirm whether or not there is an additional cost for opening the codes in the LERG.  


3/5/02 - ACTION: The WNPO needs to ensure that agreement is reached with the Pooling Task Force (PTF) with respect to a phased approach for opening codes for porting.  A joint conference call between the WNPO and PTF conference call has been scheduled for April 5th from 1:00 to 3:00 (eastern).  The dial in information is 800-503-2899, Passcode 6046644. (Team) - completed

3/5/02 - ACTION: Need to submit a contribution to the WNPO for a potential INC contribution for a modification to the INC Guidelines to address LRNs being defined per NPAC region, in addition to per switch / per LATA [Gene Johnston].


3/5/02 - ACTION: Telcordia to provide a contribution indicating LERG update timelines.- completed.

4/9/02 - ACTION: By 4/10/02, Jim Grasser & Brigitte Brown will develop a document clarifying the staggered approach for the NPAC notification dates and LERG effective dates, along with the associated NPAs – and propose that the Pooling Task Force include it in their Pooling Transition Plan.  - completed

4/9/02 - ACTION: A Conference Call is scheduled for 11:00am – 12:00 eastern Tuesday April 23rd  (Bridge information is as follows: 800-503-2899; PIN 6046644) to finalize the schedule for NPAC notification and LERG effective dates.

4/9/02 - ACTION: What are the limitations, if any, to the amount of time over which carriers can notify NPAC about opening codes in the NPAC.  How restrictive is the NPAC notification process? (Gene Johnston)

4/23/02 - ACTION: Landline carriers to identify their high-level processes for ensuring the necessary work is performed once a code has been opened for porting in the LERG.

4/23/02 - ACTION: Need to add more clarity around the “NPAC Notification Date” in the “WNPO - Schedule for Opening Codes in the NPAC and the LERG”.  (Jim Grasser & Brigitte Brown)

4/23/02 - ACTION: Anne Cummins will provide a contribution to add to the WNPO Decision/Recommendation Matrix with respect to not opening any “Public Mobile Carrier” codes in the LERG.


4/23/02 - ACTION: Jim Grasser will perform a reconciliation effort / audit and update the NPA groups for pooling as needed by 4/24/02 (based on discrepancy information provided by Jeff Adrian).

4/23/02 - ACTION: As soon as the next FCC national pooling rollout schedule is available, those NPAs will be included in the WNPO Schedule for Opening Codes in the LERG and NPAC. (Jim Grasser)

4/23/02 - ACTION: Sprint will check with Patrick Lockett by 4/26/02 to determine whether he can provide the list of NPAs in the Top 100 MSAs (including the CMSAs).


4/23/02 - ACTION: The effective dates for the NPAs not affected by pooling, but in the Top 100 MSAs for porting will be put into groups with LERG Effective Dates of 10/15/02, 11/1/02, and 11/15/02. (Jim Grasser)

4/23/02 - ACTION: SPs to send an email to anewman@telcordia.com to indicate whether they plan to use Telcordia’s mass update utility to that Telcordia can perform the necessary resource planning. 


4/23/02 - ACTION: SP were requested to submit their request to Telcordia by 5/1/02, however, the drop-date date is 5/8/02.


4/23/02 - ACTION: Adam Newman will confirm that if a code has already been requested to be opened for porting sooner than the date in the WNPO Schedule and the effective date has not yet passed Telcordia will NOT request to change the effective date.


5/13/02 - ACTION: Telcordia is planning to run the mass update utility later this week (week of 5/13/02).


5/13/02 - ACTION: Jim Grasser to provide a list of the Porting NPAs that need to be divided into Groups 8 – 10.


5/13/02 - ACTION: Telcordia to indicate what their preference is – if it would like carriers to re-send their list of OCNs for the porting NPAs (groups 8 – 10), or whether it would prefer to use the existing OCNs that were already provided for Groups 1 – 7(if the carrier did not have any OCN changes).


6/11/02 – Up to each service provider as to whether or not  they use original list or send in a new one.



0031

10/9/01



Open

WNPO

Definition of Top 100 MSAs for Porting & Pooling

10/9/01 - ACTION: Check with Barry Bishop on his findings from discussion with the FCC on the definition of the Top 100 MSAs for pooling and porting. (NeuStar)

11/13/01 - ACTION: Gustavo will check with Barry.  For discussion at December mtg.


12/10/01 ACTION:  (Gene J. indicated that 102 MSAs will participate in pooling as of 11/24/02) Gene Johnston will provide the additional two MSAs required for pooling and Jim Grasser will distribute the information to the team.

1/7/02 - ACTION: Ask NANC/FCC whether the FCC’s new definition of “top 100 MSAs” as specified in the 3rd NRO Report & Order also applies to portability. (Jim Grasser) – answer is yes – it applies to both.

1/7/02 - ACTION: Add the following clarification to the WNPO Decision /Recommendation Matrix: “The NRO 3rd Report & Order, released on 12/28/01, clarified that BFRs (Bonafide Requests) are not needed within top 100 MSAs – all codes within the top 100 MSAs must be open for porting by 11/24/02.  This applies to both wireline and wireless SPs.” (Brigitte Brown)  - completed



0032

10/9/01



Open

WNPO

Type 1 Trunk Conversions

10/9/01 - ACTION: Type 1 trunk conversion project management will be added to the recommendation matrix for addendums to the Technical, Operational & Implementation Guidelines. (Brigitte Brown)

10/9/01 - ACTION: Ron Steen to draft the project management process for Type 1 trunk conversions for the Nov mtg.

10/9/01 - ACTION: All team members to discuss the concept of a Type 1 trunk conversion project management approach with their company to determine whether this should become a recommendation to all carriers.


11/13/01 - ACTION: Modify the document to cover the need to open codes as portable. (Ron Steen).  


11/13/01 - ACTION: Team to email Ron Steen with any further questions or new items that need to be considered.


11/13/01 - ACTION: Ron Steen will take back questions and comments discussed at the meeting, or provided via email, and come back with responses and revise the process accordingly.


11/13/01 - ACTION: Ron Steen will add a narrative to accompany the diagram and touch on more of the details. – completed.

11/13/01 - Alltel brought up an issue related to snapbacks.  It was indicated that the numbers should be pooled, not ported, otherwise the numbers would snapback to the wireline carrier.  However, pooling can only take place for a full 1,000 block.  If there is not a full 1,000 block, the numbers would have to be ported and the wireless carriers would lose the numbers over time due to snapbacks.  This issue needs to be addressed further and consider the options for going about the conversion using pooling.  INC is looking into whether the numbers can be marked in the LERG without going through the Pooling Administrator.  ACTION: Track this as a WNPO issue since it is an operations issue. 


12/10/01 - ACTION: SPs to provide contributions on how to address the Snapback issue and addressing any other issues with the project management approach for Type 1 trunk conversions for discussion at the January meeting.


1/7/02 - ACTION: Ron Steen to update the Project Management Approach for Type 1 Trunk Conversions to address removing numbers from the ALI database before donating them to the pool.  


1/7/02 - ACTION: Conference call will be held to discuss issues related to Type 1 Trunk Conversion (including snapback issues) in order to put together an outline for a recommendation document for SPs.  The call will be held on January 25th at 11:00am (eastern) for 2 hours.


1/25/02 - ISSUE – if one of the 60 numbers (originally belonging to the wireline company #1, type 1 number assigned to a customer of wireless carrier #2) ports to another carrier (company #3) and then the customer disconnects, then they would snapback to the wireline carrier because they are the code holder.  ACTION: Need to have further discussion on this issue at the February meeting.


1/25/02 - QUESTION: If the 1K block is not in an NPA that is in pooling yet, can this transfer of ownership still take place?


1/25/02 - ACTION: Ron Steen will put together an outline with bullet points. -completed

1/25/02 - ACTION: At the 2/5/02 WNPO meeting, work on a draft contribution to the INC.

1/25/02 - ACTION: Everyone to document their company’s thoughts on this issue and bring them to the February meeting.


3/5/02 - ACTION: Ron Steen’s INC representative will take a contribution to INC to propose that the guidelines be adjusted to include this as a reason to allow for “transfer of ownership” of a 1K block.


3/5/02 - ACTION: Ron Steen to provide a draft report outlining the situation, issues, and proposed resolutions for discussion the April 2002 meeting.  The following issues should be considered:


a) ACTION: Need to address tariff issues related to Type 1 Trunk conversions. (Ron Steen)


b) ACTION: Need to address snapback issues related to Type 1 Trunk conversions. (Ron Steen)


c) ACTION: Determine whether all numbers must be assigned in order to perform a “transfer of ownership”. (Ron Steen)


d) ACTION: Determine if Type 1 trunk conversions are only possible where WLNP is supported. (Ron Steen)


3/5/02 - ACTION: Team members to review Type 1 Trunk Conversion conversations and discuss them with your companies so that feedback can be provided at the April 2002 meeting. (Team)


4/8/02 - ACTION: Ron Steen to put together final version of the Type 1 Migration document for the May meeting then pass it along to the LNPAWG.


4/8/02 - ACTION: Ron Steen will clarify the 5th paragraph in section 2.1 addressing MF vs. SS7 for Type 1, and how advanced services are supported (using ISDN arrangements).


4/8/02 - ACTION:  Team members should send comments on Ron Steen’s Type 1 Migration document to Jim Grasser no later than April 19th.  Ron has requested that any comments be typed into the Word document with the tracking utility turned on.  Based on the scope of the comments, it will be determined if we want to have a conference call to discuss the input further.  


4/8/02 - ACTION:  Carriers outside of the Top 100 MSAs to put together a paragraph to add to Ron Steen’s Type 1 Migration document to address their unique situation.  


5/14/02 - ACTION: Ron Steen will submit v.04 of the Type 1 Migration document (approved by the WNPO) to the LNPAWG.  Once the LNPAWG approves the document, 


5/14/02 - ACTION: Ron Steen’s team will work on a contribution to INC to broaden the definition of transfer of ownership to accommodate the recommendations in the Type 1 Migration document.  The INC contribution does not need WNPO approval, however Ron Steen will provide updates.  This will not be submitted until the LNPAWG approves the Type 1 Document.



0040

2/4/02



Open

WNPO

Revised WLNP & Pooling Implementation Guideline (Timeline)

2/4/02 - ACTION: Jim Grasser to revise the timeline and narrative and send it to the team on 2/6/02. - Completed


2/4/02 - ACTION: Team to review the revised timeline and narrative and provide any comments to Jim Grasser by COB 2/7/02. - Completed


2/4/02 - ACTION: Jim Grasser to send the updated timeline and narrative to NANC. – Completed.

2/4/02 - ACTION: The WTSC will split up the intercarrier testing checklist requirements, so that it is clear what items need to be addressed before entering the first phase of intercarrier testing to address the critical network elements at the call completion level.



0043

3/4/02



Open

NENA

Impact of WLNP & Pooling on E911

3/4/02  - NENA is tracking the impacts related to E911.


3/4/02  - ACTION: Jim G. to forward the current NENA E911 issues list to the


     WNPO.


4/9/02  - ACTION: Mark Wood to request that WTSC participants look into their


    state requirements related to 911 so that it can be reviewed at the May


    meeting.


8/13/02  - All SPs are to ensure that they execute all 911 test cases in the test


    plan.



0045

3/4/02



Open

WNPO

Ensuring Timely Updates to Network Elements Subsequent to NPAC Broadcasts

3/4/02  - ACTION:  Add the following statement in the minutes and in the WNPO


     Decision/Recommendation Matrix: “The appropriate network elements should


     be updated with the routing information broadcast from the NPAC SMS within


     15 minutes of the receipt of the broadcast.”

3/4/02  -  ACTION: Maggie Lee to provide a reference to an industry document for


     the statement regarding the guideline for updating LSMSs/NPDBs subsequent


     to an NPAC broadcast.  Any other team members with further references (e.g.


     LNPA working group letter to NANC in 1997, or ATIS document). (Maggie Lee


     and Team)



0047

3/5/02



Open

WTSC

ICP Clearinghouse Issue #1 – Clearinghouse connectivity testing needed prior to intercarrier testing.




3/5/02  - ACTION: Maggie Lee to provide a contribution on ICP Clearinghouse


     Interoperability Testing” for discussion at the April 2002 meeting. – completed.

5/14/02  - ACTION: Maggie Lee will introduce all of these ICP Clearinghouse


    issues at the appropriate group.


5/14/02  - WNPO decided this issue should be handled at the WTSC.


8/13/02  - Clearinghouse testing plans have been established for September


     2002.



0051

4/8/02



Open

WNPO

SPID & OCN Concerns

4/8/02 - ACTION: Add the SPID & OCN concerns to the WNPO Issues list for tracking purposes. (Brigitte Brown) – completed.



0058

5/13/02



Open

WNPO

Staggered Schedule for NPAC Creates/Activates Between 9/1/02 to 11/1/02

5/13/02 - ACTION: The Pooling Administrator will look at all the blocks that have


     been donated thus far during Native Block Pooling and determine the number


     of blocks that are contaminated, and the percent of numbers that are


     contaminated within those blocks.  This snapshot should be taken after the 5/24/02 FIM and should be provided to the WNPO by COB 5/31/02 for discussion


     at the June WNPO meeting. (Barry Bishop)


5/13/02 - ACTION: NeuStar to perform the necessary analysis and indicate at the


     June meeting if the NPAC will have any problems supporting the anticipated


     volume of Intra-service Provider ports.  With this analysis the WNPO can


     determine is a contingency plan is needed.


8/13/02  - WNPO will not develop a contingency plan, but will continue to track


     this issue.



Closed Items













      0001




04/16/01

11/13/01

Closed

WNPO / LNPA WG

NANC Change order 328 for Sunday NPAC business hours 

6/11/01 – Accepted at LNPA WG


8/13/01 – CO Approved for 3.1 but will keep open until the 3.1 SOW has been approved.  


Closed – included in release 3.1 to be implemented in 1H02.



      0002




04/16/01




2/02

Closed

WNPO

Identify group for ongoing maintenance of ICP document

7/9/01 - ACTION: Jim Grasser to ask OBF to maintain. Until long-term owner is identified, ICP team will maintain it.


8/13/01 JG provided CTIA with information to inquire if the OBF would be willing to maintain this document.  No response from CTIA yet. 


11/13/01 – working on getting it included in OBF.


2/02 - OBF will maintain the ICP document beginning with the February 2002 OBF meeting (last CTIA doc version 2.1.3).






      0003




04/16/01

07/09/01

Closed

ICP

Verizon “clearinghouse” contribution

07/09/01 – Included in version 2.1.3 of the ICP document, and is being handled by the ICP subcommittee.



      0004




04/16/01



Closed

LNPA WG

PIM 0012 – Operator Services

7/9/01 – To be discussed at the LNPA WG on 7/10/01. 


8/13/01 - Open issue at MP Committee (TOPS +) at OBF. Responses from that group were read – it was unclear what the email was really saying and we probably need clarification. A copy of the email will be distributed to the group. This will also be discussed at the OBF again as well as the LNPA-WG. 


11/13/01 – T1S1.3 to modify the standards for Op. Svcs.  Jim G. to present at OBF in  February 02.


1/6/02 – T1S1.3 accepted the contribution with the proposed changes to operator services.



      0005




04/16/01

8/13/01

Closed

WNPO

Letter to LLCs requesting support of NPAC business hours for Sunday porting

7/9/01 - LLC responded to the letter and requested the write up to be incorporated in the change orders for release 3.1.






0006

04/16/01

6/11/01

Closed

OBF / WNPO

Impact of wireless number portability on Operator Services

Same as issue 0004



0009




05/15/01

5/14/02

Closed

PTF

Generate a Wireless Pooling document based on 99-200 and review of existing industry documents

7/9/01 - ACTION: All SPs determine if anything is lacking from INC pooling guidelines for wireless.  If modifications can be made to existing docs, a separate doc may not be needed. - closed


7/9/01 - ACTION: Anne Cummins to continue to work with CTIA to obtain the number pooling data. - closed

10/9/01 – This has been referred to the Pooling Task Force.


3/4/02 – PTF developed procedures for Native Block Pooling and developing Transition Plan to Traditional Pooling.



0014

06/12/01

3/4/02

Closed

WNPO

Vendor (Clearinghouse) for Receiving/Submitting Requests for Opening codes for Porting

6/12/01 – ACTION: All WNPO team members to determine the number of NPAs that are in the Top 100 MSAs (not NXXs). 7/9/01 – one carrier estimated 386; team determined that all team members need to revisit this action item for the August mtg.


6/12/01 – ACTION: Patrick Locket to bring list of NPAs that currently have at least one code open. 7/9/01 – in both non-Top 100 and Top 100 MSAs, 275 NPAs are open for porting.


7/9/01 - ACTION: Jim G. to check with CTIA regarding the cost for a vendor to serve as a universal website for communicating requests to open codes for porting.


8/13/01 JG reports has not heard back from CTIA. A copy of the wireline BFR process was distributed & discussion on whether there was the need to keep this item open. Anna Miller will check for the original CTIA requirements prepared some time ago. 


11/13/01 – Vendor solution is on hold for future discussions to begin in March 2002. Not enough time for implementation prior to 2/24/01.  See interim solution in item 0016.


3/4/02 – All codes covered by the mandate within the new Top 100 MSAs (121 MSAs)  will be opened as of 11/24/02, therefore the WNPO determined that there is no need for a vendor to handle BFR requests outside the new Top 100 MSAs. 



0015

06/12/01

5/14/02

Closed

WNPO

Model for Forecasting Porting Activity (NPDB storage capacity)

6/12/01 – ACTION: All WNPO team members to review Illuminet’s contribution and provide feedback to Maggie Lee for discussion in July.

7/9/01 - ACTION: Illuminet will prepare revisions, per the July minutes, for discussion at the August meeting.

8/13/01 – This will be carried over to next month in the absence of time. 


10/9/01 - ACTION: Maggie Lee to ask Illuminet to provide a better explanation of page 4 of the contribution.  The total column of pooled and non-pooled, does not equal the totals on page 2.


10/9/01 - ACTION: Maggie Lee to check the formulas to fix the drop in the total wireless numbers between 1Q03 and 2Q03 from 13.3M down to 10.4M.


10/9/01 - ACTION: Maggie Lee to add an annual growth rate for 2003 for wireline on page 2 and set it to 30%.


10/9/01 - ACTION: Maggie Lee to modify the model to cover only through 2003.

10/9/01 - ACTION: On page 2, 4Q02 and 4Q03 – greater than 100% change needs to be addressed. (Maggie Lee)


10/9/01 - ACTION: Maggie Lee to add a list of assumptions on first page of model.


12/10/01 – ACTION: Maggie Lee to add Anne Cummin’s wireless pooling data to the totals derived from her model for appropriate NPDB sizing assumptions.  To be reviewed in January.


12/10/01 – ACTION: Maggie Lee to go back and revise the capacity model to try to sync up with Anne’s numbers.  Maggie will also verify the assumptions of the model (e.g. whether the numbers include new adds).  For discussion at January meeting.

1/7/02 – Maggie Lee provided a final presentation on the model and transitioned the forecasting to Anne Cummins.


1/7/02 - ACTION: Anne Cummins to change the percent of new ports in her model to 100% for 2002; 90% for 2003 (since they may port multiple times that year); 60% for 2004; 40% for 2005; 20% for 2006.


1/7/02 - ACTION: Add intra-service provider ports to the new NPDB capacity model (Anne Cummins).


1/7/02 - ACTION: Break out pooling only data and show what the numbers would be if porting were excluded (Anne Cummins).

3/4/02 – ACTION: Maggie will email the final version of her NPDB model (updated in January 2002) to Brigitte Brown so that it can be distributed to the team.





0020

07/10/01

11/13/01

Closed

WNPO

Impacts of WLNP on WIN Services

8/13/01 ACTION: All SPs should review what new services may be impacted by NP that have yet to be identified. 


11/13/01 – Issue closed until a contribution is provided.



0021

07/09/01

5/14/02

Closed

WNPO

NPAC Tunables for Wireless

7/9/01 - ACTION: All team members to provide input at the August meeting on what the values should be for each of the eight tunable settings for inter-carrier testing.  Closed.

8/13/01 ACTION: Discussion delayed until the Sept. meeting when NeuStar is available. SPs should review the July minutes to understand the tunables and be ready to discuss. In addition Jean  Anthony from TSE will provide the exact sections in the FRS where timers are mentioned - completed.

ACTION: An action will be forwarded to the WTSC to determine what the timers will be set for inter-carrier testing.


11/13/01 – Must discuss at December meeting.  ACTION: All wireless service providers to determine what type of activities occur from 7pm to 7am and on Sundays.

12/10/01 - ACTION: All team members to determine what the effective date should be for the tuneables changes.

12/10/01 - ACTION:  (Same as action in 0017) WNPO to write a letter to the LLC indicating the recommendation for the maintenance windows and Tuneables.  Before the letter can be sent effective dates must be finalized and there must be agreement at the LNPA WG on the settings and dates. (Jim Grasser)


1/7/02 - ACTION:  Write a letter to the LLC proposing March 1, 2002 as the effective date for tuneables changes required for intercarrier testing. (Jim Grasser & Brigitte Brown)

1/7/02 - ACTION: Team to determine at a future date the effective date for the production long business day tuneables.



0022

07/09/01

8/13/01

 Closed

WNPO

Industry WLNP Schedule & Wireless Progress

7/9/01 - ACTION: Patrick Locket, Maggie Lee, Jim Grasser, Dave Garner, & Jason Lee to determine who the facilities-based wireless carriers are within the Top 100 MSAs by using wirelessadvisor.com.  


7/9/01 - ACTION: Jim Grasser to email how the efforts should be split up between the five volunteers.


8/13/01 List was provided identifying the top 100 MSAs based on the original FCC order and the carriers with licenses.   


ACTION: Forward list to the WTSC who will use this to notify carriers that have not been participating thus far in the testing committee.






0023

07/10/01

5/14/02

Closed

WNPO

Meeting Hosts

7/9/01 - ACTION: All WNPO members (esp. wireless SPs) to determine which months they are available to host meetings next year.

8/13/01 – JG reiterated the need for wireless carriers to volunteer to host the LNPA-WG meetings next year


11/13/01 - ACTION: Jim Grasser will request that the LNPAWG move the February meetings back to the week of February 4th.  No objections by the WNPO.  The WTSC will be meeting that week on Tuesday afternoon and Wednesday morning.



0025

10/9/01

5/14/02

Closed

WNPO

N-1 Carrier Methodology

10/9/01 - ACTION: Gary Sacra to document any further concerns related to performing number portability database dips, and submit them for inclusion on a future agenda.

11/13/01 – Need to discuss Gary Sacra’s contribution at the December meeting.


12/10/01 - ACTION:  Add proposed wording in the WNPO Decision/Recommendation matrix to clarify the N-1 methodology for review at the January meeting (Brigitte Brown & Jim Grasser).





0026

10/9/01

5/14/02

Closed

WNPO

Process Clarification for Carrier Updates Based Upon NPAC Downloads

10/9/01 - ACTION: H.L. Gowda to document details of the problems being experienced with LRN/GT updates in the West Coast region and a recommended solution. - canceled

10/9/01 - ACTION: All wireless service providers to determine what their current practices are for updating their systems from the NPAC download, and determine how quickly the practices are followed. - canceled  


11/13/01- ACTION: HL Gowda to site document that states the goals for the LSMS (e.g. 15 minutes for NPAC download). - canceled

3/4/02 - ACTION:  Add the following statement in the minutes and in the WNPO Decision/Recommendation Matrix: “The appropriate network elements should be updated with the routing information broadcast from the NPAC SMS within 15 minutes of the receipt of the broadcast.” – completed.



0008




05/15/01

06/11/02

Open


CLOSED

WNPO

Generate a Risk Assessment Document to be forwarded to the NANC; outline risks of implementing porting/pooling w/o every WS SP MIN-MDN split compliant

6/12/01 – ACTION: Designated team members to prepare contributions for July mtg.-C


7/9/01 - ACTION:  B. Brown to consolidate contributions and put them in a report format.-C

7/9/01 - ACTION: Gene Perez will check on who has tested with the CIBER X2 record, and what is required in terms of testing. – this cannot be disclosed. 


7/9/01 - ACTION: Gene Perez will ask his CIBER managers to review the Risk Assessment contributions and minutes in order to provide additional input. 


7/9/01 - ACTION: J. Grasser & B. Brown to update Section 2. - Closed

7/9/01 - ACTION: J. Grasser & B. Brown to include prepay billing in Section 2 - Closed.

7/9/01 - ACTION: A. Cummins to note that section 3.2 is an example of a serving switch that is not MIN/MDN compliant.   Another note should be made that switches must also be IS41 Rev C compliant as well - Closed.

7/9/01 - ACTION: A. Cummins to further develop section 3.2.3. - c


7/9/01 - ACTION: A. Cummins to provide qualifications on section 3.2.4. - C


7/9/01 - ACTION: Jason Lee to provide percentage information.


7/9/01 - ACTION: H.L. Gouda to provide contribution for IXC impacts in section 4 .- C  


7/9/01 - ACTION: Gene Perez to provide a contribution on section 4.

7/9/01 - ACTION: J. Grasser & B. Brown to refine section 5. - C

8/13/01 – Updates have been provided but a merged document has not been completed. Next month we should have a better document to discuss. All contributions should be submitted to JG by August 31. Gene Perez advised he cannot disclose who his company has tested CIBER records but did say testing was completed satisfactorily.  


ACTION: Brigitte Brown to email out the modified document (v.08) to the team. - C

ACTION: WNPO team members to read over version .08 of the Risk Assessment document and be prepared to discuss it on Friday, October 19th from 1:00 to 4:00 eastern. - C  


11/13/01 - Accepted reorganization of the document.  Work still ongoing. 


11/13/01 - ACTION: Brigitte B. to send out doc with the revisions made on 11/12/01.- C  


11/13/01 - ACTION: Team to review doc & send contributions for any missing items.


1/8/02 - ACTION: Team members to review the Risk Assessment document (v.19) and submit any final contributions before COB on January 25th in order for them to be considered at the WNPO meeting on February 4th.  


2/11/02 - Jim Grasser provided version 1.0 of the Risk Assessment Doc to NANC.


5/14/02 -  Awaiting NANC feedback. 


06/11  - Issue closed - complete



0012

06/12/01

08/13/02

Open


CLOSED

WNPO

Monitoring & Recording Wireless NPAC Turn-Up Testing Status

6/11/01 – ACTION: NeuStar to make specified changes to status report.

8/13/01 – Is provided every month and will be reviewed until completed. 


12/10/01 - ACTION:  Team member asked that NeuStar look into how many providers requested a test date that NeuStar could not support due to release 3.1 activities.  – only 1 SP had an issue in February – non-issue as of 5/14/02(Gene Johnston)  3/4/02 - ACTION: NeuStar will continue to monitor this and provide status updates in its monthly reports. -  just one provider as of 3/4/02. – closed.  


12/10/01 - ACTION:  NeuStar to provide the number of SPs who have established a profile with NeuStar. (Gene Johnston)

1/7/02 - ACTION: Gene Johnston to provide a copy of the latest testing report. –closed

2/4/02 - ACTION: Jim Grasser to provide the list of the approximately 50 SPs that operate within the Top 100 MSAs. – 3/4/02 - Jim to provide for new Top 100 MSAs (121 MSAs)  


3/4/02 - ACTION: At a minimum, NeuStar recommends that all SPs start the application process with NeuStar no later than July 1, 2002 to secure the necessary NeuStar resources in order to comply with the mandated dates.  A carrier cannot begin participation in intercarrier testing until the application process is completed.- close since tracked on impl. Schedule.  ACTION:  Jim Grasser and Brigitte Brown to wordsmith and provide proposed wording next month.  ACTION: Add this to the timeline narrative and the WNPO decision/recommendation matrix (Jim Grasser & Brigitte Brown)

5/14/02 – Per NeuStar, 10 carriers expressed interest in turn-up testing.  Of that 10 - 5 carriers have completed the testing; 1 Service Bureau has completed, 2 have scheduled, 2 have not scheduled.


5/14/02 - ACTION:  Gene Johnston will provide totals for number of NDA/Applications and Turn-up testing.



0019

07/09/01

08/13/02

Open


CLOSED

WNPO

Short Messaging Service

7/9/01 - ACTION:  Gary Sacra to check into standards/ requirements SMS. 8/13/01 - there are no standards from T1S1.6


7/9/01 - ACTION: Anne Cummins to send Sept 2000 TR45 PN4411 doc to J. Grasser & B. Brown for distribution to group. Completed

7/9/01 - ACTION: If it is determined that standards/requirements have not yet been defined for SMS, then: 


i) WNPO provide contribution to T1S1.3 and/or TR45 requesting that requirements for SMS, with an invite to a WNPO mtg.


ii) 7/9/01 - ACTION: Anne Cummins to check if invite letter is already drafted.    


8/13/01 ACTION: Wireless SPs will go to their system engineers to determine if their current standards (T1P1.3 and TR45.2) are sufficient to support SMS service in a LNP environment.  Wireline carriers are not impacted.


11/13/01 - ACTION: Patrick Locket to provide a contribution indicating the SMS standards inadequacies and concerns for discussion at the December meeting. 


3/4/02 - ACTION: Gene Johnston indicated that SMS standards documentation was sent out by T1S1 in January 2002 for final approval.  The document is located on www.ATIS.org under the T1S1 January 2002 minutes.  Gene Johnston will provide the document name. –closed – Document Name is T1.PP.112.3-2001 Annex A

3/4/02 - ACTION: Brigitte Brown to forward the following SMS standards documents out to the WNPO:


a) “TR-45 PN-4411 ANSI-41-D Enhancements for MDN Based Message Centers (Source: TR-45.2)”


b) “TR-45 PN-4411 TIA/EIA-41-D Enhancements for Wireless Number Portability Phase III (WNP-PH3) (Source: TR-45.2.AHWNP)”

3/4/02 - ACTION: Kathleen Tedrick & Rick Dressner to review SMS standards and document inadequacies.

3/4/02 - ACTION: Invite standards bodies (T1S1.3 and TR-45) via email to the April 2002 WNPO meeting. – completed – presented on 4/9/02.

4/8/02 - ACTION: Lori Messing will provide CTIA’s requirements for SMS interoperability (traffic exchange agreement) – which will be sent out to the team.- closed.





0024

08/13/01

07/15/02

Open


CLOSED

WNPO

Handsets 

8/13/01 ACTION: Anna Miller will check with CTIA legal department and some carriers will verify it this is an antitrust issue that should not be discussed in this meeting with other competitors.  If it is determined to not be an antitrust issue then it will be discussed at the next meeting. 


5/14/02 - ACTION: revive this action item and add it to the June agenda.


7/15/02 - Antitrust issue -- close



0028

10/9/01



Open


CLOSE

WNPO

Notification to NANC/FCC re: Risks w/Meeting the Inter-Carrier Testing timeframe

10/9/01 - ACTION: Put together a draft letter to NANC re: the risks identified w/meeting the testing timeframes.  The letter should request NANC/FCC to send out letters to vendors and non-participating SP.  – (closed – presented at October NANC meeting)


10/9/01 - ACTION: Brigitte Brown to draft a 2nd letter to non-participating SPs to be attached to letter to NANC and a 2nd round of vendor letters.  They will be distributed to the team for review.  Input is needed by Friday October 12th at noon eastern.  Discussion on Friday, October 12th from 4:00 to 5:00pm eastern. – Closed

11/13/01 – WNPO letter to NANC was delivered on 10/16/01.  WNPO letter to the FCC was approved by team and will be mailed after receiving confirmation that the NANC letter was already sent to the FCC.


11/13/01 - ACTION: Change the NPAC turn-up testing colors on the timeline to reflect that is a SP activity (not an industry activity). (Jim G.& Brigitte B.) - Closed

11/13/01 - ACTION: Change the functional specifications due date in the timeline to 1/02. (Jim G.& Brigitte B.) - Closed

11/13/01 - ACTION: Change the availability of vendor products in the timeline to 12/01. (Jim G.& Brigitte B.) - Closed

11/13/01 - ACTION: Change the inter-carrier testing end date to 9/16/01(Jim G.& Brigitte B.) - Closed

11/13/01 - ACTION: The timeline for pooling testing will be added to December’s WNPO meeting agenda.

11/13/01 - ACTION: The WTSC will provide a pooling testing timeline contribution to the WNPO for the December WNPO meeting. (Mark Wood)


11/13/01 - ACTION: Jim G. will email Mark W. with a list of specific questions that should be covered in the WTSC contribution.


11/13/01 - ACTION: Co-chairs will send out the letter and attachments to the FCC as soon as it is confirmed that the letter from the NANC was sent to the FCC. – Closed – NANC did not approve the WNPO sending the letter directly to the FCC.

12/10/01 - ACTION: Jim G & Brigitte B will further revise the implementation timeline for discussion at the January WNPO meeting & for presentation at the January NANC meeting.



0033

10/9/01



Open


CLOSE

WNPO

NAPM LLC Requests of the WNPO re: throughput model

10/9/01 - ACTION: Anne Cummins & Anna Miller volunteered to work on the following changes to Exhibit N and submit the updates for review at Nov mtg:


1) Provide estimates for each region (not just the West coast region).


2) Review the 20% growth rate to ensure that it is still reasonable over the next 4 or five years.


3) Include one additional year in the estimates (2006).


4) Develop a second set of estimates for 2003 -2006 to assume all wireless codes are open for porting even outside the Top 100 MSAs.  A team member pointed out that Exhibit N already assumes that all wireless codes are opened for porting.  


10/9/01 - ACTION: Team to further discuss this NAPM LCC action item related to roll-out timing and areas in November.


11/13/01 – ACTION: Gene Johnston to provide data from growth rate studies and site the source of the data (maybe the CTIA Semi-Annual Wireless Industry Survey 2000). - completed  

11/13/01 – ACTION: Anne Cummins to revise the model with lower growth rates based on the data provided by Gene Johnston. - completed

11/13/01 – ACTION: Anne Cummins to base national growth rates on actual wireless subscribers and provide a sanity check against the NPDB capacity model.


12/10/01 – ACTION: Anne Cummins will revise the number portability throughput model assumptions to be sent out for discussion in January. - completed



0034

11/13/01



Open


CLOSE

WNPO

Contribution Template

11/13/01 - ACTION: Jim G. to email out the WNPO Contribution Template to the team and place in on the NPAC website. – completed.

12/10/01 - ACTION: Team members must submit contributions for items to be re-addressed/re-introduced if they have already been covered in previous discussions.



0035

11/13/01

08/13/02

Open


CLOSE




WNPO

Order Exchange Between Wireless and Wireline Companies – Liz Coakley, SBC

11/13/01 - ACTION: Liz Coakley to prepare a contribution for the December meeting on Order Exchange between wireless and wireline companies. – completed

6/11/02 – wireline SPs may offer to meet


8/13/02 – no further support by wireline service providers



0036

11/13/01



Open


CLOSE

WNPO

Re-homing Wireless Codes/MBIs in an LNP Environment – Patrick Lockett & Jeff Adrien

11/13/01 - ACTION: Sprint to put together a contribution for the December meeting on the issues and a recommended solution on Re-homing Wireless Codes in an LNP Environment (note: include a description of the snapback issues). (Patrick Lockett & Jeff Adrien)

11/13/01 - ACTION: All service providers to discuss Re-homing Wireless Codes in an LNP Environment with their company & be prepared to discuss it at the December mtg.


12/10/01 - ACTION: Charlotte Holden to write up a contribution for the Rehoming of Wireless codes in an LNP environment for discussion at the January meeting.  The contribution should illustrate the billing system impacts.


12/10/01 ACTION: SPs to be prepared to discuss how rehoming of wireless codes should be accomplished - for discussion in January.  

12/10/01 ACTION: SPs to formalize questions/issues & email them to Jim Grasser by 12/21/01so that Patrick Lockett can be prepared to respond to them at the Jan mtg.


1/7/02 ACTION: Charlotte Holden to document questions related to rehoming of wireless numbers and submit it as a contribution to the team.


1/7/02 ACTION: Conduct a workshop at the February WNPO to come up with ideas for handling wireless rehomes and to NeuStar to participate in order to indicate what the NPAC can support


6/11/02 – ISSUE CLOSED since it is not necessary to generate large volumes of braodcasts.  



0037

11/13/01

08/13/02

Open


CLOSED

TR45.2

Cause code 26

11/13/01 - ACTION: Jim Grasser to obtain the TR45.2 write up on Cause Code 26 requirements from Anne Cummins, and email it out to the WNPO. -Completed

1/8/02 – On Hold – Awaiting further information from TR45.2.


5/14/02 - ACTION: Add this item to the agenda for the June meeting - to cover how it should be suppressed for pooling.


5/14/02 - ACTION: Steve Addicks to provide a contribution on suppression of Cause code 26 for pooling.


6/11/02 – Jim Grasser to check with T1S1 / TR45 activities on making CC26 optional.


08/13/02 – Cause code 26 is already optional for wireless SPs.



0038

11/13/01



Open


CLOSED

WNPO

Soft-Launch Activities

11/13/01 - ACTION: Put together a draft document addressing what activities can take place during the soft-launch timeframe (e.g. intra-SP ports for contaminated numbers and Type 1 trunk conversions).  This list should be referenced in the WNPO Decision/Recommendation Matrix.  (Jim Grasser & Brigitte Brown)


6/11/02 – SPs to send contributions to Jim Grasser



0039

12/10/01



Open


CLOSED

WNPO 

Wireless Reseller Flows

12/10/01 - ACTION: Open a PIM at the LNPA WG on updating the NANC flows and narratives to a) add flows for wireless resellers and b) review the narratives for existing flows to ensure they are compatible with wireless business models. (Jim Grasser)  

12/10/01 - ACTION: WNPO to work on updating the NANC flows and narratives to a) add flows for wireless resellers and b) review the narratives for existing flows to ensure they are compatible with wireless business models and then forward it to the LNPA WG. - completed

1/8/02 - ACTION: A conference call will be held to put the wireless flows into the wireline document format.  This will not be a debate of the flows themselves, but rather moving the existing wireless flows into the wireline format. The call is scheduled for January 8th at 5:30pm eastern time (using the same conference bridge as today’s meeting). – completed.

1/8/02 - ACTION: Any SPs requesting a change in the wireless flows need to submit a contribution to the team for future discussion. – completed.

3/5/02 - ACTION: Any additional contributions related to the wireless reseller flow discussion (including any suggestions for new flows) must be submitted to Jim Grasser no later than Friday March 22, 2002. – completed.

3/5/02 - ACTION: Facilities-based providers to speak with their resellers and internal resources that negotiate operating agreements with resellers prior to the April 2002 meeting in order to obtain input for the discussion and vote.- closed.

4/8/02 - ACTION: Rick Dressner to provide a draft flow and narrative for Option B in the NANC format by COB 4/26/02, and the team will review them for discussion and final approval at the May meeting.


5/13/02 - ACTION: Rick Dressner to submit draft flows and narrative for Option B in the NANC format by COB 5/31/02, for discussion at the June meeting.  



0041

2/4/02

08/13/02

Open


CLOSED

WNPO

CIBER X2 Record Compliance

2/4/02 - ACTION: Capture on WNPO issues/action items list that the WNPO needs to reach out to CIBERNET to request that the X2 record become a requirement.



0042

2/5/02

08/13/02

Open


CLOSED

WNPO

MBI Administration Setup Requirements

2/5/02 - ACTION: All wireless SPs to send an email with contact information to the MBI Administrator at Mbiadmin@ncs.com to request the initial mailing package and user agreement.  The contact information should include name, address, email address, phone number, company name.



0044

3/4/02

08/13/02

Open


CLOSED

WNPO

Escalation Path for Jeopardies with Porting

3/4/02 – ACTION: Add a new item to the WNPO Issues / Action Items list identifying the need for a discussion on mapping an escalation path to an external entity for porting issues and ports in jeopardy.  (Brigitte Brown)



0046

3/4/02

08/13/02

Open


CLOSED

WNPO

Troubleshooting Guidelines & Contacts

3/4/02 – [image: image1.wmf]Slow LNP SCP 
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ACTION: – Add a new item to the WNPO Issues & Action Items list that the WNPO needs to create a troubleshooting guideline.  Jim Grasser will provide a rough draft (Jim Grasser)


4/9/02 – ACTION: SPs need to update their contacts on the NIIF website.


4/9/02 – ACTION: Jim Grasser will send out instructions on how to update that information on the NIIF website.


4/9/02 – ACTION: SPs to provide contact information for 3rd party LNP trouble


     reports.  The WNPO will distribute this list on the NPAC website.


5/14/02 - DECISION: The team decided that the troubleshooting contact list on the


     NIIF website should be used to capture the necessary contacts (instead of


     creating a separate contact list at the WNPO).


5/14/02 - ACTION: Update the WNPO Decision/Recommendation matrix to


     indicate that SPs should update the NIIF troubleshooting contact information.


5/14/02 - ACTION: All SPs to update the contact information on the NIIF website


     before the June meeting.   


5/14/02 - ACTION: Brigitte Brown & Jim Grasser to get a copy of the updated NIIF


     website troubleshooting contact list (snapshot at the beginning of June) to


     present at the June meeting.


5/14/02 - ACTION: Jim Grasser will send out information on how to update the


     NIIF website and the name of the troubleshooting contacts matrix.


5/14/02 - ACTION: SPs to give some thought to the idea of documenting troubles


     and resolutions on the WNPO Issues & Action Item list and determine if they


     would be willing to support documenting troubles and resolutions.


5/14/02 - ACTION: This will be added to the June agenda for further discussion.


8/13/02 - No support by wireless service providers for this type of reporting;


     non-carrier specific results of inter-carrier testing in each tested MSA will


     be reported to the WNPO



0048

4/8/02

08/13/02

Open


CLOSED

WNPO

Landline Test Numbers

4/8/02 - ACTION: Jim Grasser will forward a request to the LNPAWG that landline


     carriers provide test numbers to the WNPO. – completed.

5/14/02 - ACTION: Landline carriers to provide a ported test number and a non-


     ported test number per Top 100 MSA/CMSA.  Calls to complete, preferably to a


     recording.  LNPAWG to provide input to a WNPO matrix for landline test


     numbers.


8/13/02  - Most wireline companies non-responsive to this request;  one has


     offered test numbers, two others have verified that numbers used for LNP


     testing have been disconnected. 



0049

4/8/02

08/13/02

Open


CLOSED

WNPO

Reverse Billing & LATA-Wide Calling Arrangements

4/8/02 - ACTION: Add a new item to the WNPO Issues list for reverse billing. (Brigitte Brown) – completed.



0050

4/8/02

08/13/02

Open


CLOSED

WNPO

NPA Split Procedures

4/8/02 - ACTION: Maggie Lee & Gene Johnston will revise a presentation on


     Code Splits Procedures for presentation at the May WNPO meeting.

4/8/02 - ACTION: Add a new item to the WNPO Issues list for Code Split


     Procedures. (Brigitte Brown) – completed.

8/13/02  - presentation given at July WNPO by Maggie and Gene.



0052

4/9/02

08/13/02

Open


CLOSED

CTIA

CTIA Critical Network Element Upgrade Status

4/9/02 - ACTION: Develop a format for carriers to provide status updates to


     CTIA on their network element upgrades.  (Jim Grasser, Brigitte Brown, Anne


     Cummins, Charlotte Holden) – completed.

4/9/02 - ACTION: SPs to review the status report format for critical network


     element upgrade status and provide feedback to CTIA.


4/9/02 - ACTION: SPs to provide CTIA with status of their critical network elements


     (MSC, HLR/VLR, LSMS) in the draft format developed in May.


4/9/02 – this is being managed by CTIA, and is listed here for tracking purposes


     only.


08/13/02  - WNPO will no longer track this issue



0053

5/13/02

08/13/02

Open


CLOSED

OBF

ICP Clearinghouse Issue #2– Documentation needed on how each clearinghouse intends to support interconnection.

5/13/02 – WNPO decided this should be handled at OBF (related to an item opened already at OBF submitted by AWS)


5/13/02 - ACTION: Maggie Lee will introduce all of these ICP Clearinghouse issues at the appropriate group.


08/13/02  -  WNPO will no longer track this issue



0054

5/13/02

08/13/02

Open


CLOSE

WNPO

ICP Clearinghouse Issue #3 – Need to define standards for clearinghouse downtimes.

5/13/02 – WNPO decided this should be handled at the WNPO.


08/13/02  - WNPO recommends that Clearinghouse down times be consistant


     with the service provider maintenance windows  - close



0055

5/13/02

08/13/02

Open


CLOSED

OBF

ICP Clearinghouse Issue #4 –Release upgrades to new versions of the OBF ICP document should require testing and coordination between clearinghouses.  Backwards/forward compatibility to be addressed.

5/13/02 – WNPO decided this should be handled at OBF.


5/13/02 - ACTION: Maggie Lee will introduce all of these ICP Clearinghouse


     issues at the appropriate group.


8/13/02  - WNPO agreed to close this issue



0056

5/13/02

08/13/02

Open


CLOSED

CTIA

ICP Clearinghouse Issue #5 –Managing clearinghouse-to-clearinghouse communications (contact names and numbers, initial setup information, escalation lists, troubleshooting, reporting).

5/13/02 – WNPO decided this should be handled at CTIA.


5/13/02 - ACTION: Maggie Lee will introduce all of these ICP Clearinghouse


     issues at the appropriate group.


8/13/02  - WNPO agreed to close this issue



0057

5/13/02

08/13/02

Open


CLOSED

OBF

ICP Clearinghouse Issue #6 – Need to address physical connectivity requirements between clearinghouses

5/13/02 – WNPO decided this should be handled at OBF.


5/13/02 - ACTION: Maggie Lee will introduce all of these ICP Clearinghouse


     issues at the appropriate group.


8/13/02  - WNPO agreed to close this issue.



0059

5/13/02

08/13/02

Open


CLOSED

WNPO

NPAC Stress Tests


a) new entrants


b)  total volumes

5/13/02  - ACTION: NeuStar will develop a proposed plan for stress tests and


     performance criteria for new entrants as well as for entities currently


     connected with the NPAC (re-certification).  This will be a proposal to the


     LNPAWG for this issue to be addressed in that forum.


5/13/02  - ACTION: NeuStar will look into the possibility of modifying SOW 24 to


     address performance criteria and stress testing (for discussion at the June


     meeting).


5/13/02  - ACTION: The WNPO will provide a contribution to the LNPAWG covering


     the NPDB storage size and transactional flow/throughput model (Anne


     Cummins’ contribution) to ensure that the LNPAWG understands WNPO needs


     when making future decisions.


8/13/02  - WNPO agreed to close this issue



0060

5/13/02

08/13/02

Open


CLOSED

WNPO

Database for Storing MSID & MDN

5/13/02 - ACTION: NeuStar will take back the carriers’ input and refine the


     proposal/contribution to address the concerns at the June meeting.


5/13/02 - ACTION: Add “Database for Storing MSID & MDN” to the WNPO Issues &


     Action Item list.


08/13/02  - WNPO agreed to close this issue.   



0061

5/13/02

08/13/02

Open


CLOSED

WNPO

Varying LSOG Version Supported

5/13/02 - ACTION: Add to the WNPO Decision/Recommendation matrix that


     wireless and wireline carriers should support at least LSOG 5.0.  


5/13/02 - ACTION: Wireline carriers to indicate a) the highest level of LSOG their


     company supports, b) whether the version is different today from what their


     company will support during testing and upon implementation c) what


     twists/deviations they may have from the standard. 


5/13/02 - ACTION: Jim Grasser will raise this issue (related to multiple version of


     LSOG being utilized, or each carrier making its own modifications to the


     versions) at the LNPAWG to get wireline participation at the WNPO to resolve


     this issue.  


5/13/02 - ACTION: Are the wireline carriers willing to discuss LSOG versions and


     twists/differences in an open forum before interconnection agreements are


     signed?


08/13/02  - WNPO agreed to close this issue



0062

5/13/02

08/13/02

Open


CLOSED

WNPO

Test Numbers for Pooling Testing

5/13/02 - ACTION: NeuStar to provide proposed options on how to support pooling


     testing (how to obtain pooling test numbers) at the June meeting.


08/13/02  - WNPO agreed to close this issue



0063

5/13/02

08/13/02

Open


CLOSED

WNPO

Charging for NPDB Queries

5/13/02 - ACTION: HL Gowda will find copies of the FCC orders indicating the


     prerequisites to charging for NPDB queries and will make the documents


     avaialbe to be sent out to the team.


5/13/02 - ACTION: Team to review the documents and prepare to add any


     necessary recommendations to the WNPO Decision/Recommendation matrix.


08/13/02  - WNPO agreed to close this issue
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WIRELESS NUMBER PORTABILITY OPERATIONS TEAM (WNPO)



CONTRIBUTION FORM



CONTRIBUTION TITLE: Slow Updates to LNP SCPs?



If this contribution relates to an existing open issue, please identify the issue number:



n/a



SOURCE:

Name

:Stephen Addicks






Company
:WorldCom



Address
:8521 Leesburg Pike, Vienna, Va. 22182






Phone number
:703-394-7202






e-mail address
:stephen.addicks@wcom.com


CONTACT:

Name

: Stephen Addicks






Company
: WorldCom



Address
: 8521 Leesburg Pike, Vienna, Va. 22182






Phone number
: 703-394-7202






e-mail address
: stephen.addicks@wcom.com


DATE:


March 1, 2002



ABSTRACT:

Brief (one sentence) description of contribution 



There is perception that wireless carriers are not updating their internal LNP call routing database (SCP) promptly after NPAC broadcast received.



CONTRIBUTION: Detailed description of the issue, alternative solutions, and recommended solution.



I    Introduction:


1.  When a ported customer is moved to his new service provider, he can originate calls over his new SP's network, but now no longer can receive calls.



2.  When ported customer is moved to his new SP's network, the new SP sends an "activate" message to NPAC; NPAC then immediately broadcasts the ported number's new routing information to all carriers who maintain LNP call routing databases.



3.  When the NPAC’s broadcast is received by a carrier, that carrier immediately updates its LNP call routing database.



4.  Until the carrier's LNP call routing database is updated, the calls from its customers to the newly ported number are queried but misrouted.  Signaling associated with these misrouted calls reaching wrong destination switch will show that call has been dipped; consequently, the terminating switch will not dip the call in an attempt to route it to proper destination switch.  All such calls fail.



5.  Once a carrier's LNP call routing database is updated, calls originated from that carrier's customers will route properly to the newly ported number's serving switch.



II   Discussion & Alternative Solutions:


1.  Some carriers are not immediately updating their LNP call routing databases.  So each time a customer ports his number, there is an extended period (frequently days long I'm told) during which the customer cannot receive calls from these carriers.  It has been brought to my attention that this now appears to be a chronic problem for traffic from the wireless carriers.  This matter also was raised by AT&T some months ago (but may have been in the LNPA-WG and apparently focused on one un-named carrier).



2.  The FCC LNP Orders forbid inferior call handling for calls to ported numbers.  The frequent, extended delays by some wireless carriers in doing their LNP call routing database updates violates the spirit and letter of the FCC Orders.  



3.  There is an objective (or goal) of 15 minutes for this interval, but this is not in itself a requirement.  Clearly, though, routine update delay of several hours is bad; several days is really bad.



III Recommendation:


If perception is correct, wireless carriers will need to make changes necessary to update their LNP call routing databases in a more timely fashion or make arrangements to rely on other entities LNP call routing databases.



Notice: This contribution includes information that has been prepared to assist the WNPO.  This document is submitted as a



basis for discussion and is not a binding proposal on the Source or the Contact.  The aforementioned carrier(s) specifically



reserve the right to add to, amend, or withdraw its contents.
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		Orlando, FL		Osceola, Orange, Lake, Seminole		352, 321, 407																X																						X																																																				X																												X														X						X

		Indianapolis, IN		Madison, Hamilton, Boone, Hendricks, Marion, Hancock, Shelby, Johnson, Morgan		317, 765, 812

		San Antonio, TX		Comal, Bexar, Guadalupe, Wilson		210, 830								X - Bexar Co only								X										X - Bexar Co only						X - Bexar Co only						X																		X - Bexar Co 0nly										X - Wilson Co only																								X																												X														X		X - Wilson Co. only				X

		Norfolk-Virginia Beach-Newport News, VA		VA: Mathews, Gloucester, James City, York, Williamsburg, Newport News, Poquoson, Norfolk, Virginia Beach, Portsmouth, Chesapeake, Suffolk, Isle of Wight; NC: Currituck		252, 757								X								X																						X																																																				X																												X														X		X				X

		Las Vega, NV		Nye, Clark, Mohave		702, 775, 928

		Columbus, OH		Deleware, Licking, Fairfield, Franklin, Pickaway, Madison		614, 740								X								X										X												X																																																				X		X																										X														X		X				X

		Charlotte-Gastonia-Rock Hill, NC		NC: Lincoln, Gaston, Cabarrus, Mecklenburg, Rowan, Union; SC: York		803, 704, 980								X								X																						X						X																																														X																																																X

		New Orleans, LA		St. Tammany, St. James, St. John the Baptist, St. Charles, Jefferson, Orleans, St. Bernard, Plaquemines		504, 985

		Salt Lake City-Ogden, UT		Salt Lake, Davis, Weber		801																X																												X																				X																										X																		X - Salt Lake Co only										X														X						X

		Greensboro--Winston-Salem--High Point, NC		Stokes, Yadkin, Forsyth, Davie, Davidson, Guilford, Randolph, Alamance		336		X						X								X																						X						X																																						X								X																												X																X				X

		Austin-San Marcos, TX		Williamson, Travis, Bastrop, Hays, Caldwell		512

		Nashville, TN		Robertson, Sumner, Wilson, Davidson, Cheatham, Dickson, Williamson, Rutherford		615																X																						X						X																																														X																												X														X		X				X

		Providence-Fall River-Warwick, RI		Providence, Bristol, Kent, Washington		401																X																						X																																																				X		X																										X														X						X

		Raleigh-Durham-Chapel Hill, NC		Orange, Durham, Chatham, Wake, Franklin, Johnston		919

		Hartford, CT		Windham (part), Hartford, Litchfield (part), Middlesex. New London (part)		860, 959																X																						X												X - Hartford and Middle-   sex Cos																																								X		X																										X														X						X - not Litchfield Co

		Buffalo-Niagara Falls, NY		Niagra, Erie		716, 585?																X																						X						X				X																																										X																												X														X						X

		Memphis, TN		TN: Fayette, Shelby, Tipton; AR: Crittendon, MS: Desoto		662, 870, 901

		West Palm Beach-Boca Raton, FL		Palm Beach		561, 754, 954																X																						X																																										X										X																												X														X		X				X

		Jacksonville, FL		Nassua, Duval, Caly, St. Johns		904								X								X																						X																						X																														X																												X														X						X						X

		Rochester, NY		Orleans, Livingston, Genesse, Ontario, Monroe, Wayne		315, 585, 916

		Grand Rapids-Muskegon-Holland, MI		Alligan, Kent, Ottawa, Muskegan		231, 616								X								X														X - Allegan only														X																														X - Muskegan Co only																X				X																								X														X						X - not Allegan Co

		Oklahoma, OK		Logan, Oklahoma, McClain, Canadian, Potawatome, Cleveland		405														X		X																						X		X																																												X						X												X																X														X		X

		Louisville, KY		KY:Oldham, Jefferson, Bullitt; IN: Scott, Clark, Floyd, Harrison		502, 812

		Richmond-Petersburg, VA		Goochland, Hanover, New Kent, Charles City, Henrico, Richmond, Powhatan, Chesterfield, Colonial Heights, Hopewell, Prince George, Petersburg, Dinwiddie		804								X								X										X												X																																																				X																												X														X		X				X

		Greenville-Spartanburg-Anderson, SC		Pickens, Anderson, Greenville, Spartanburg, Cherokee,		864								X								X						X																X																																																				X																X												X																				X

		Dayton-Springfield, OH		Miami, Clark, Greene, Montgomery		937

		Fresno, CA		Madera, Fresno,		559										X						X										X												X																																																				X																												X														X						X

		Birmingham, AL		Blount, St. Clair, Jefferson, Shelby		205																X																						X				X		X																																X														X								X																		X		X														X						X

		Honolulu, HI		Honolulu		808

		Albany-Schenectady-Troy, NY		Montgomery, Schoharie, Albany, Rensselaer, Saratoga, Schenectady		518																X										X												X																																																				X																												X														X						X		X

		Tucson, AZ		Pima		520				X				X								X																												X																																														X																		X				X						X														X						X

		Tulsa, OK		Osage, Creek, Tulsa, Rogers, Wagoner		918

		Syracuse, NY		Oswego, Madison, Onondaga, Cayuga		315																X																						X						X		X																																												X		X																										X														X						X

		Omaha, NE		NE: Washington, Douglas, Sarpy, Cass; IA: Pottawattamie		402, 712								X								X										X																		X																																														X																		X										X														X		X				X

		Albuquerque, NM		Sandoval, Bernalillo, Valencia		505

		Knoxville, TN		Anderson, Union, Knox, Sevier, Blount, Loudon		865								X								X										X												X						X																		X																												X																												X														X		X				X

		El Paso, TX		El Paso		915								X								X																																																																										X																												X														X						X

		Bakersfield, CA		Kern		661, 760

		Allentown-Bethlehem-Easton, PA		Carbon, Northampton, Lehigh		570, 484, 610, 835																X																						X																																																				X		X																										X														X						X

		Harrisburg-Lebanon-Carlisle, PA		Perry, Cumberland, Dauphin, Lebanon		717																X																						X																																																				X										X																		X														X		X				X

		Scranton--Wilkes-Barre--Hazleton, PA		Wyoming, Lackawana, Luzerne, Columbia		570

		Toledo, OH		Fulton, Lucas, Wood		419, 567								X								X																												X														X																																X		X																										X														X						X

		Baton Rouge, LA		West Baton Rouge, East Baton Rouge, Livingston, Ascension		225								X								X												X										X																																																				X																												X														X						X

		Youngstown-Warren, OH		Trumble, Mahoning, Columbiana		234, 330

		Springfield, MA		Hampden (part), Hampshire (part)		413																X																						X																																																				X		X																										X														X						X

		Sarasota-Bradenton, FL		Manatee, Sarasota		941								X								X																						X																																																				X																												X														X						X

		Little Rock--North Little Rock, AR		Faulkner, Saline, Pulaski, Lonoke		501

		McAllen--Edinburg--Mission, TX		Hidalgo		956								X								X										X																																																																X																								X				X														X						X

		Stockton-Lodi, CA		San Joaquin		209																X																						X																																										X										X																												X								X						X						X

		Charleston-North Charleston, SC		Charleston, Berkeley, Dorchester		843

		Wichita, KS		Butler, Harvey, Sedgwick		316, 620

		Mobile, AL		Mobile, Baldwin		251								X								X												X										X																																																				X																										X		X														X						X

		Columbia, SC		Lexington, Richland		803

		Colorado Springs, CO		El Paso		719																X				X																																																																						X																		X										X														X						X

		Fort Wayne, IN		DeKalb, Allen, Whitley, Huntington, Wells, Adams		260, 765?																X														X														X																																																												X														X														X		X				X

		Daytona Beach, FL		Flagler, Volusia		386

		Lakeland-Winter Haven, FL		Polk		863

		Johnson City-Kingsport-Bristol, TN		TN: Hawkins, Sullivan, Washington, Union, Carter;  VA: Scott, Washington		423, 276								X								X																						X						X								X										X																												X						X																						X																				X

		Lexington, KY		Scott, Bourbon, Clark, Fayette, Woodford, Jessamine, Madison		859

		Augusta-Aiken, GA		GA: McDuffie, Columbia, Richmond; SC: Aiken, Edgefield		706, 803								X								X																						X																														X																						X																										X		X														X						X

		Melbourne-Titusville-Palm Bay, FL		Brevard		321																X																						X																																																				X																												X														X						X

		Lancaster, PA		Lancaster		717

		Chattanooga, TN		TN: Marion, Hamilton; GA: Dade, Walker, Catoosa		706, 423

		Des Moines, IA		Dallas, Polk, Warren		515																X																																																																										X																												X														X		X				X

		Kalamazoo-Battle Creek, MI		Van Buren, Kalamazoo, Calhoun		616

		Lansing-East Lansing, MI		Clinton, Eaton, Ingham		517, 989						X		X								X																												X																																														X																						X						X														X						X

		Modesto, CA		Stanislaus		209																X				X																		X						X																																												X																														X								X						X						X

		Fort Meyers-Cape Coral, FL		Lee		239, 491

		Jackson, MS		Madison, Hinds, Rankin		601

		Bioise City, ID		Canyon, Ada		208																X																												X																																														X																		X				X						X														X						X

		Madison, WI		Dane		608

		Spokane, WA		Spokane		509																X																												X																																		X												X																		X										X														X						X

		Pensacola, FL		Santa Rosa		850								X								X												X										X																																																				X																										X		X														X						X
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The WNPO & WTSC would like to ask carriers and industry forums to please distribute the following information: 


A potential problem was discovered during testing on a wireless to wireline port.  The wireline provider could not complete activation of the port because the update to the CNAM database for the specific number to be ported in was not completed.   The wireline validation of the CNAM database indicated the ported in number was still an active wireless number, preventing complete activation.  


Due to concerns that this may not be an isolated problem, the WTSC & WNPO committees are urging wireline and wireless carriers to examine current database update procedures (e.g., CNAM, LIDB, ALI or others) with their respective vendors, and include database update validation during Inter-Carrier testing.


In addition, WNPO participants would like to reiterate their interest in testing with wireline trading partners.  You can obtain information for testing at __________  website?  Dist list?


For any questions or concerns, please contact the WNPO & WTSC co-chairs listed below. Thank you in advance for consideration of the above mentioned concerns. 


Sean Hawkins


WNPO co-chair


Gary Eads 


WTSC co-chair
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WIRELESS NUMBER PORTABILITY OPERATIONS TEAM (WNPO)


CONTRIBUTION FORM


CONTRIBUTION TITLE:
Individual state rulings regarding CLEC migration guidelines


If this contribution relates to an existing open issue, please identify the issue number: _______


SOURCE:

Name

: 
Jim Grasser





Company
: 
Cingular Wireless


Address
:
2000 W. Ameritech Center Dr.    3F75C





Hoffman Estates, IL    60195





Phone number
:
(847) 765-8598





e-mail address
:
james.n.grasser@cingular.com

CONTACT:

Name

:
same





Company
:


Address
:





Phone number
:





e-mail address
:

DATE:
03/03/03


ABSTRACT:
Efforts are underway in various states to include, in state legislation, guidelines for the migration (porting) of telephone numbers from incumbent wireline service providers to CLECs.  If incumbent wireline service providers are truly going to treat wireless service providers as CLECs, wireless service providers may have to comply with multiple migration (porting) implementations.

CONTRIBUTION: 



I
Introduction:



In the past, wireline companies have stated that they will accommodate porting to wireless service providers using the same rules and guideline that they use with CLECs.


A number of states are currently either in the process of establishing rules or have already established rules for the migration of numbers (porting) to CLECs.  This could result in the need for wireless service providers to implement multiple (50?) sets of requirements for porting from wireline to wireless. 


II
Discussion & Alternative Solutions:

These actions are taking place at the state level, not the federal level.  Although the individual states do not have regulatory authority over wireless service providers, they are establishing and passing legislation that will impact wireless service providers to the extent that wireline providers treat wireless providers as CLECs.


Each state may establish guidelines that are different than any other state.


Hopefully, there will be some states that adopt guidelines established by other states to reduce the number of iterations for compliance by wireless service providers.  


III
Recommendation:

It doesn’t seem that there is anything that the WNPO can do to resolve this issue.  However, the WNPO can discuss this issue and refer it, and a WNPO recommendation to the LNPA WG as an integration issue.  


Notice: This contribution includes information that has been prepared to assist the WNPO.  This document is submitted as a


basis for discussion and is not a binding proposal on the Source or the Contact.  The aforementioned carrier(s) specifically


reserve the right to add to, amend, or withdraw its contents.
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MARCH, 2003 LNPA WG ACTION ITEMS ASSIGNED:


NOTE:  THE ACTION ITEM NUMBERING SCHEME IS AS FOLLOWS:


· FIRST TWO DIGITS DESIGNATE THE MONTH OF THE LNPA MEETING


· SECOND TWO DIGITS DESIGNATE THE YEAR OF THE LNPA MEETING


· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER


NEUSTAR ACTION ITEMS:


No new Action Items were assigned to NeuStar at the March, 2003 LNPA meeting.


GARY SACRA (VERIZON AND LNPA CO-CHAIR) ACTION ITEMS:

0303-01:  With regard to the issue of service providers requesting additional NXX codes


      for LRN assignments raised during January NANC meeting, the LNPA is in the


      process of soliciting contributions from those service providers detailing their


      requirements.  Gary Sacra will develop a matrix containing each scenario, identifying


      any potential solution, and which industry forum, if applicable, should address a


      scenario.  He will also develop a call flow diagram.


0303-02:  The INC has revised their Procedures for Code Holder/LERG Assignee Exit,


      based on input from the LNPA.  Per the LNPA’s request, the INC has provided the


      attached draft document for review.  Gary Sacra will send the draft document to the


      NAPM/LLC and ask to have it placed on the agenda for the March LLC meeting for


      their review to determine if there are any contractual issues between NPAC and the


      End User regarding the removal of codes from NPAC.
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0303-03:  An issue was raised at the LNPA involving providers donating 1K blocks to


      the industry pool, and not enabling LNP functionality in their donor switch.  This


      prevents their performing the “query-of-last-resort.”  It was determined that INC’s


      Pooling Administration Guidelines address this service provider responsibility.  Gary


      Sacra took an action to discuss this issue in his LNPA Report to the March NANC


      meeting and send a request to the Pool Administrator to distribute an appropriate


      advisory to service providers recapping LERG-assignee responsibilities when


      donating 1K blocks.


LNPA ACTION ITEMS:

0303-04:  Related to Action Item 0303-02, the LNPA Team took an action to review the


      INC’s draft Procedures for Code Holder/LERG Assignee Exit and come prepared to


      the April LNPA meeting to provide any final comments.


0303-05:  The LNPA Team has an action to provide any comments to NeuStar on the attached NANC LNP Provisioning Flow Narratives prior to the April LNPA meeting.
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SERVICE PROVIDER ACTION ITEMS:

0303-06:  Regarding the attached newly proposed PIM from the Common Interest


      Group on Rating and Routing (CIGRR), service providers took an action to discuss


      the need for this data cross-check between NPAC and the LERG with their respective


      CIGRR representatives.
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ACTION ITEMS REMAINING OPEN FROM PREVIOUS LNPA MEETINGS:

0103-11:  Service Providers took an ACTION to investigate internally how often the 


scenario described in PIM 22 occurs for further discussion at the LNPA.
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March meeting update:  PIM 22 remains open.  To be placed on the April, 2003 agenda.


0203-07:  SBC raised an issue regarding certain service providers doing a large number 


      of mass updates during business hours.  Charles Ryburn took an action to contact  


      Randy Buffenbarger, NeuStar, to develop a process whereby service providers would


      notify NeuStar when they are scheduling large mass updates.  Similar to the current


      Large Port Notification, the industry would in turn be notified of this planned activity.

      March meeting update:  Action Item remains open.


0203-09:  Service Providers are to review the attached DRAFT User M&P for the CO 


Code Reallocation Process, and provide any comments to the Project Executives, H. L. Gowda (hlgowda@att.com) and Gary Sacra (gary.m.sacra@verizon.com) by 3/10, for discussion at the next Project Executive meeting with NeuStar.
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      March meeting update:  No comments received to date from service providers.  This


      M&P will be discussed at the March Project Executive (PE) meeting.


0203-10:  Regarding the LRN issue described in the attached letter to the LNPA, Service 


Providers are asked to provide contributions to Charles Ryburn, LNPA Co-Chair, by close of business 3/3, detailing their reasons for requiring these additional LRNs, and any suggested solutions to the issue.
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      March meeting update:  Some contributions have been submitted and were further


      encouraged at the March LNPA meeting (see related Action Item 0303-01).


0203-11:  Service Providers are to come to the March LNPA meeting prepared to identify


      a specific date in 2Q04 when they will be ready to implement NANC 323 (Mass


      Update of SPID) functionality in their production systems.  Based on the latest date


      provided, the LNPA will use the date of the next Sunday Maintenance Window as the


      scheduled production implementation date of NANC 323.


      March meeting update:  Discussion has been deferred to a subsequent LNPA meeting.
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116 S. Cumberland



Park Ridge, Illinois



60068



(847) 698-6167 (Office)



(847) 274-5125 (Cell)



February 25, 2003










Dear LNPA-WG members:


The PA has been receiving an increasing number of requests from Service Providers that are requiring multiple LRNs. The reasons for such requests have been varied and are legitimate requests per the INC guidelines, but are in many cases exacerbating the need to open new CO codes.  



Several examples have been forwarded to yourself and the LNPA-WG by Mr. Greg Pattenaude (NY-DPS), showing several situations that exist in large metropolitan areas where there are multiple tandems serving an area, and the tandem switches may not do inter-tandem routing. Further complicating this in some areas, the tandems may serve areas that cross LATA boundaries. In these situations a service provider wanting to serve an area may setup a “POI” (Point of Interconnection) in each serving tandem.  According to the INC guidelines it is permissible to assign an LRN to each POI. The examples cited are by no means the only instances where LRNs need to be assigned, nor is this issue only limited to large metropolitan areas.



Per the Thousands-Block Number (NXX-X) Pooling Administration Guidelines (TBPAG), an LRN is defined as “The ten-digit (NPA-NXX-XXXX) number assigned to a switch/POI used for routing in a permanent local number portability environment.”  



According to the INC LRN Assignment Practices, “A unique LRN may be assigned to every LNP equipped switch (and potentially to each CLLI listed in the LERG).  A service provider should select and assign one (1) LRN per LATA within their switch coverage area.  Any other LRN use would be for internal purposes.  Additional LRNs should not be used to identify US wireline rate centers.”  



Consequently, a new NXX would need to be opened for each LRN request for each “switch/POI”.  In some cases this causes a surplus of blocks in an industry inventory pool and can accelerate the exhaust of an NPA.



As a result, the PA brought an issue to INC 68 (attached) to revisit the LRN Assignment Practices to see if there are any possible alternatives to how LRNs may be assigned that would not require a new NXX to be opened.  Part of the suggested resolution was for the INC participants to go back to their companies and investigate possible alternatives for LRN assignments.  



Since this issue was not accepted at INC, the PA felt (and still feels) that this is still a valid issue that needs further investigation. The PA currently works with service providers and regulators in an attempt to minimize the opening of new codes, and where it is necessary to open codes to have the code assigned where 1K blocks may be utilized in the PA inventory. Unfortunately in many cases the PA inventory does not need additional blocks and in actuality may have enough blocks to last a substantial period of time before replenishment may be necessary. Opening codes in these situations just to provide an LRN strands numbers and is not an effective use of numbering resources.  



The PA is not advocating a position in this matter, nor suggesting that the INC guidelines be changed to prevent the legitimate use of LRNs. The PA is only requesting that the industry review how LRN assignments are made and what criteria may be used that designates an LRN. 



For example, an LRN is a 10 digit number, but does it have to be related to a NPA-NXX-XXXX or can it be any 10 digit number.  Does an LRN have to be assigned only from a NPA-NXX where the LRN assignee is the Code holder?



We look forward to discussion (and potential resolution) of this issue by the LNPA-WG.



Sincerely,


Barry W. Bishop



Senior Director Number Pooling Services



 Attachment 1 – NY DPS Email



-----Original Message-----
From: greg_pattenaude@dps.state.ny.us [mailto:greg_pattenaude@dps.state.ny.us]
Sent: Tuesday, February 04, 2003 4:08 PM
To: La Gattuta, Paul F, ALABS
Cc: christine_kelly@dps.state.ny.us
Subject: Re: LRN Action Item FW: NANC - Action Assignments



Paul - here is our experience.  The names have been deleted.   Our preference, and I'm sure most other states and carriers, too,  would be to minimize the number of new NXXs that have to be opened to support LRN requests.  And this assumes that the LRNs are truly needed.  If you have any questions, let either Christine or myself know. 

Greg 

-------------------------------------------------------------------------------------------------------------------------------------------- 
The typical situations in which carriers have requested more than one LRN per switch (under their control) within a LATA occur when there is more than one LEC tandem with which they interconnect.   There are differences between wireless and wireline carriers in these situations.   

Example 1-  NY Metro Lata 132  -  Verizon has multiple tandems to which the CLECs interconnect.   With only one LRN,  all of the CLEC's traffic is pointed to one tandem.  The CLEC may want the traffic at another tandem and POI,  so they have to incur costs to have the traffic hauled (or haul it itself) to the other tandem.  The use of multiple LRN's to remedy this situation has been denied under current NANPA guidelines (as wasteful of numbering resources) as it is using LRN routing in place of switch translations and transport services. 

Example 2-  NY Metro LATA 132 - A CLEC claimed it needed multiple LRNs as the number of service provider ports from the LEC would strain one tandem's resources and had the potential to  impair traffic flow.  The LEC was not able to substantiate this concern.  Again, the request was denied under the guidelines. 

Example 3-  845 NPA/LATA 133.  A wireless carrier intended to interconnect with 3 incumbents, each with their own tandem, in rate centers in the 845 NPA   The traffic was to be hauled to a switch outside the LATA.   Because the wireless carrier had Type 2 interconnection, it was determined that the wireless carrier needed an LRN per POI at each LEC's tandem.   The wireless carrier was able to obtain multiple LRNs.   Barry Bishop confirmed their need under this scenario. 

Christine Sealock Kelly
NY Department of Public Service
518-486-5619
fax 518-474-5616


Attachment 2 – Proposed INC Issue 



INDUSTRY NUMBERING COMMITTEE (INC) ISSUE IDENTIFICATION FORM



ISSUE TITLE:



Review LRN Assignment Practices 



_____________________________________________________________________________



ISSUE ORIGINATOR: Florence Weber
ISSUE #: 


COMPANY: NeuStar
DATE SUBMITTED: 1/7/03


TELEPHONE #: 925-363-8730
DATE ACCEPTED:


REQUESTED RESOLUTION DATE: ASAP
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1.
ISSUE STATEMENT: There are cases where SP’s are requiring multiple LRNs.  The INC needs to explore how LRNs can be established with out opening additional CO Codes.  


2.
SUGGESTED RESOLUTION OR OUTPUT/SERVICE DESIRED: INC particpants should take this issue back to their companies to see if  there are any possible solutions.    



3. OTHER IMPACTS (If any):



Committee T-1



4. CONTRIBUTIONS WORKED AGAINST ISSUE:



5. CURRENT ACTIVITY:
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    Attachment 3 – Excerpt of INC 68 General Session Meeting Records



INC 68 General Session



Washington, DC



January 7, 2003



Proposed Issue #8 Review LRN Assignment Practices (NeuStar-PA)



Florence Weber, NeuStar-PA, reviewed the proposed new issue.



Points Noted:



1. It was asked if the LNP architecture was considered. The answer was no.



2. A participant noted that NANC made the decision to have one LRN per switch per LATA.



3. It was noted that if there is an existing LRN then the PA will deny the request.



4. It was noted that it is not under INC’s purview to modify NANC LNP architecture and Committee T1 technical requirements documents.



5. The Moderator asked if there were any objections to accepting the proposed issue “Review LRN Assignment Practices”.  There were several objections and there was no consensus to accept the issue.
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Procedures for Code Holder/LERG Assignee Exit



1.0
Purpose



This appendix describes the responsibilities of NANPA, service providers, and the PA in situations when a service provider (SP) is returning or abandoning NXX codes/blocks that contain ported telephone numbers and a new code holder/LERG assignee must be selected with minimal impact on ported customers.  The specific circumstances addressed cover: 



· Voluntary Return of NXX Codes Containing Ported Numbers 



· Abandoned NXX Codes Containing Ported Numbers



· Voluntary Return of Thousands Blocks Containing Ported Numbers  



· Abandoned Thousands Blocks Containing Ported Numbers



2.0
Assumptions



2.1
Reasonable efforts should be taken to re-establish a code holder/LERG assignee in order to maintain default routing.  Should the code holder/LERG assignee vacate their responsibilities, calls to the donor switch will not be processed.



2.2 The SP returning an NXX code will coordinate with NANPA to ensure that the code is not removed from the LERG as an active code until the Part 3 with the effective date of the disconnect is received.  This is to prevent an adverse effect on ported-out customers.



2.3 A code holder/LERG assignee must be LNP capable, may put the code/block on any switch in the rate center, and should already be providing service in the rate center.  This should eliminate any potential problems with facilities readiness.   



2.4
It is desirable to avoid having to designate a new code holder/LERG assignee in the NPAC because all ported customers will experience a temporary interruption of incoming service during transition to the new assignee while the Service Provider Identification (SPID) is updated in the Number Portability Administration Center (NPAC).  However, it is a regulatory requirement to allow continued porting of any number in the NXX, a process that requires correct SPID/number association at NPAC for NPAC's message validation process. 



2.5 NANPA and/or the PA shall work closely with regulatory authorities to obtain timely information about SPs abandoning service or filing bankruptcy.  Such circumstances are under the direction of a regulatory authority or court.



2.6 When an NXX code is re-allocated to another SP, the NXX code is considered to be re-allocated rather than re-assigned; therefore, the SP does not have to meet the MTE and utilization criteria for this NXX code. 



2.7
A SP has the option to refuse a NXX code re-allocation. Refusal will not adversely impact any pending NXX code/block assignment request because it is unrelated to the re-allocation.



2.8    
These guidelines also apply in jeopardy/rationing situations.



2.9   
It is the responsibility of each SP to provide an accurate E911 record for each of its customers to the E911 Service Provider.  It is essential that the outgoing SP unlock its E911 records in the regional E911 database, and the new SP must transition the affected customers records to its own company ID in the E911 database.



2.10 
It is the responsibility of the new code holder/LERG assignee and new block holder to notify Telcordia™ to update the AOCN responsibility in BIRRDS for the reallocated NXX code/block(s). 



2.11 
The SP returning the NXX code has the responsibility to assure that affected parties, especially any end-users, are notified consistent with state or regulatory requirements.



2.12 It is the responsibility of the SP returning the NXX code/block to disconnect and remove all records related to the LRN and NXX code, including intra-SP ported TNs, from the NPAC database. If a NXX code/block is reassigned and there are still old records in NPAC, the new code holder/LERG assignee will encounter problems with the affected numbers from the reassigned NXX code/block, e.g., porting records on TNs not in service.



2.13 When an NXX code is re-allocated and there are no active or pending ported numbers in the NPAC, the NPAC, via receipt of the LNP NXX LERG Assignee Transfer Form, should ensure that any existing NXX records of the code are deleted from its database.  



2.14 In certain situations the decision to actually change the NPAC code ownership record (i.e., by deleting and subsequently re-creating records for all ported numbers in the returned NXX code and accepting the likely adverse customer service impact) may be acceptable.  This decision should be based on the quantity and type of customers involved, and the agreement of the involved SPs that would have to coordinate the change.



2.15 If there are no active or pending ports on the returned NXX code pending disconnect, the NPAC will use the Part 3 disconnect report posted on the NANPA web site in order to remove the capability to port numbers from the returned NXX code 15 business days prior to the effective date of the disconnect.  This removal will cause any new port attempts against the returned NXX code to fail at the user interface, thus avoiding additional impediments to the code return process..



2.16 It is the responsibility of the new code holder/LERG assignee or block holder to notify NECA to update the NECA Tariff FCC No. 4 database with the new OCN for the reallocated NXX code/block(s).  NECA currently requires a copy of the new Part 3 form.



3.0       Notification Procedures for Returned NXX Codes/Blocks



NANPA will request that the NPAC produce an ad hoc report, generated during off-peak hours, that identifies the SPs and associated quantities of ported TNs in a returned NXX code.  This information will assist NANPA in re-allocating the NXX code.  The NPAC will charge NANPA for the ad hoc report per the existing contract.  The reports are to be provided to the NANPA pursuant to a non-disclosure agreement. The NANPA may use these reports to provide each potential LERG-assignee with the total number of ported TNs it has, number of SPs with ported TNs, and the total number of ported TNs overall.



NANPA is required to post the effective dates of pending NXX code disconnects on the NANPA website in order for SPs to be aware of approved NXX code disconnects.  In addition, NANPA should periodically (every six months) send an electronic reminder to code holders/LERG assignees of their responsibility, per the Central Office Code Assignment Guidelines, to submit a Part 1 form to NANPA in order to return a NXX code.  In addition, the reminder should direct SPs to not change routing information in appropriate databases until NANPA has processed the application and responded with a Part 3.   Code holders/LERG assignees should notify NANPA/PA if they are no longer able to perform default routing functions (e.g., the SP is no longer providing service in the area served by that NXX code).  NANPA must inform the outgoing code holder/LERG assignee of their responsibility to update the appropriate routing databases upon receipt of the Part 3.   



There are specific actions related to LNP processes to be taken by SPs, the PA, NANPA, and NPAC during the NXX code reallocation process.  An overall description, including a required form, can be found at: (http://www.nationalpooling.com/guidelines/index.htm). 
 



In addition, it is the responsibility of the SP returning the code/block to remove any LRN record it has associated with the returned NXX code and all ported in TNs associated with that LRN, including intra-SP ports.   In addition, if the NXX is being disconnected, the NXX should be disconnected in the NPAC as well. If a code is being reallocated, the SP returning the block should not attempt to disconnect the NXX in the NPAC; it should only remove its LRN and any ported in TNs associated with that LRN, including any intra-SP ports.



If there are no active or pending ports on the NXX code, a Part 3 disconnect should be issued by NANPA to the SP.  The Part 3 disconnect information shall be entered into BIRRDS by the SP’s AOCN. The NXX code should be included in the Part 3 disconnect report posted on the NANPA web site.



If there are no active or pending ports on the returned NXX code pending disconnect, the NPAC will use the Part 3 disconnect report posted on the NANPA web site in order to remove the capability to port numbers from the returned NXX code 15 business days prior to the effective date of the disconnect.  This removal will cause any new port attempts against the returned NXX code to fail at the user interface, thus avoiding additional impediments to the code return process.



If porting of TNs occurs on a returned NXX code after NANPA has issued a Part 3 disconnect but prior to the 15 business days before the effective date of the disconnect, NPAC should notify NANPA that a port has occurred.  NPAC also will disregard the Part 3 disconnect information and not suspend porting at 15 business day timeframe. 



4.0
 Voluntary Return of NXX Codes Containing Ported Numbers



In the case where NXX codes are voluntarily returned and contain ported numbers or pending ports, NANPA should request that the incumbent code holder maintain the default routing function.  NANPA will re-allocate the NXX code as soon as possible to avoid disconnects of NXX or disruption of service.  


If any expedite is requested by the outgoing or incoming code holder, the applicant shall so indicate on the Part 1.  Expedite procedures are found in Section 6 of the Central Office Code (NXX) Assignment Guidelines.



Within 5 business days of being informed by a SP that it is discontinuing service in a given rate center, the NANPA shall request an ad hoc report from the NPAC that will identify active and pending ports on the returned NXX code.  This information will assist NANPA in re-allocating the NXX code. 



If there are active or pending ports on the NXX code, NANPA shall:



a) Contact all SPs shown on the NPAC report with ported TNs from the identified NXX code at the same time, informing them of the code holder’s intention to disconnect.  The outgoing SP also will be included in this notification for verification purposes.  NANPA will provide each potential LERG-assignee with the total number of ported TNs it has, the number of SPs with ported TNs, and the total number of ported TNs overall.  NANPA will use the latest contact information that NANPA Code Administration has on file for the impacted SP(s).  SPs may designate a special contact for this purpose by providing contact information to NANPA.  SPs with ported TNs will have 10 business days to respond with a complete and correct Part 1.  NANPA will provide a specific date and hour as the deadline for responses. 


b) Include in its contact document, language that states that the current SP is seeking to expedite the return of the NXX code. This shall be done only if the SP returning the NXX code has indicated an expedite process on its Part 1.


c) Suspend the Part 1 pending identification of a new code holder and so inform the applicant via a Part 3.  NANPA will request the incumbent code holder to maintain default routing.


d) The first SP to respond with a completed and correct Part 1 will become the new code holder.
  Only the receipt of a Part 1 by NANPA will be accepted as an official request for the NXX code.  NANPA will process the Part 1 as a NXX code reassignment and provide a Part 3 to the new code holder.
  NANPA will provide a Part 3 Denial to the SP returning the NXX code, indicating that a new code holder has been found and provide the effective date of the reassignment to the new OCN.
  NANPA also will notify all the SPs on the original distribution that a new code holder has been selected.



NANPA will include in the Part 3 to the new code holder the contact name, telephone number, and e-mail address of the carrier returning the code.  NANPA also will include in the Part 3 contact information of the new code holder to the SP returning the code.  In either case, an SP may decline to have their information included, and must indicate as such on the Part 1.



e) If an SP agrees to assume responsibility for the NXX code and to expedite
 its activation, the SP should indicate the latter by providing accompanying written documentation with the Part 1 agreeing to a shortened activation interval date. The documentation should also indicate that the activation interval shall not be less than 30 days. The code administrator will deny the Part 1 application if there is no accompanying written documentation.



f) If after ten days from the issuance of the e-mail there are no volunteers, NANPA will notify the appropriate regulatory authority and the SPs with ported TNs that no SP has submitted a valid Part 1 to become the code holder and therefore, the NXX code will be disconnected. NANPA will issue a Part 3 Approval to the incumbent SP approving the NXX code return and the disconnect effective date. NANPA will update and post to the NANPA web page a report titled “Part 3 Disconnects.”  This report shall contain all disconnects processed by NANPA.



NANPA should provide the NPAC with written notification that the SP has terminated service in order for NPAC to remove all records in its database related to the reclaimed NXX code after the effective disconnect date.



Should the above situation occur, an SP originally contacted by NANPA because it had active or pending ports on the returned NXX code per the NPAC report may decide it wants to become the new code holder after NANPA has processed the Part 3 Disconnect.  NANPA then will reassign the NXX code to the SP, provided the SP submits a completed and correct Part 1 no less than fifteen (15) business days prior to the effective date of the disconnect.
 NPAC, upon the receipt of the LNP NXX LERG Assignee Transfer Form, will remove the LRN and all ported in TNs of the LRN (including intra-SP ports) in its database associated with the returned code after the effective disconnect date.


g) If an SP requests to become the code holder but has no ported TNs and cannot meet MTE and utilization, NANPA will direct the SP to make its request to the appropriate regulatory authority.  Upon receiving both written confirmation (email or fax) from the regulatory authority and a valid Part 1 from the SP no less than fifteen (15) business days prior to the effective date of the disconnect,
 NANPA will make the SP the new LERG-assignee.  This process only applies to NXX codes with active or pending ports.



h) If the porting of TNs occurs on a returned NXX code after NANPA has issued a Part 3 Disconnect, NANPA will after having received and processed a valid Part 1, designate the SP applicant as the new code holder.  Any such porting must occur 15 business days prior to the effective date of the disconnect (see Section 2.15).



An SP should not be obligated to maintain default routing more than 66 days after filing a valid Part 1 indicating its intent to return the NXX code.


5.0
Abandoned NXX Codes Containing Ported Numbers



In the case where an NXX code is abandoned, NANPA may not have prior knowledge of the situation or know if there are active or pending ported TNs on the NXX code.  Further, NANPA may be unable to contact the incumbent code holder concerning the status of the NXX code or to request that it maintain default routing function if there are ported TNs.  Situations may also occur where an SP fails to submit a Part 1 to NANPA and proceeds with disconnecting the NXX code.  Often, customer complaints or information provided by SPs are the way that NANPA learns of these abandoned NXX code situations.  



NANPA shall work closely with regulatory authorities to obtain timely information about SPs abandoning service or filing bankruptcy.  Such circumstances are under the direction of a regulatory authority or court. 



NANPA will request a report from the NPAC on the abandoned NXX code to determine if there are any active or pending ported TNs.  



NANPA will then contact the appropriate regulatory authority and seek guidance concerning the return or reassignment of the abandoned NXX code.
  NANPA will include information about whether there are active or pending ports on the abandoned NXX code. 




a. In those instances where there is porting on the abandoned NXX code, NANPA will, unless otherwise directed by the regulatory authority, contact those SPs with ported TNs to determine if they want to become the new code holder, NANPA will follow the same process as outlined in Section 4.0 [specifically (b) through (f)].  



b. If a new code holder cannot be established for NXX codes with active or pending ports, NANPA will process the disconnect request of the NXX code after receiving written confirmation (email or fax) from the involved regulatory authority. NANPA then will provide the NPAC written notice from the regulatory authority that the SP has terminated service in order for  NPAC to remove all records in its database related to the LRN and NXX code, including intra-SP ported TNs.




NANPA will direct any customer complaints concerning the disruption of service to the involved SP or appropriate regulatory authority.  In the case of an abandoned NXX code, NANPA will not act independent of regulatory authority direction with regard to the reassignment of a NXX code to a SP with ported TNs.



6.0
Returned Thousands-Blocks Containing Ported Numbers



6.1     When Block Holder is not the LERG Assignee



In a pooled area where thousands-blocks are voluntarily returned and there are ported numbers or pending ports contained in those returned blocks, the SP will return the blocks to the PA and the ported customers are not affected.  



The PA shall request an ad hoc report from the NPAC to determine if there are any ported TNs or pending ports on the block(s) being returned.  This information will assist the PA in re-allocating the block.  If the block is 10% or less contaminated the PA will process the block return. This will effectively be a contaminated block donation to the pool inventory.   If the contamination level is greater than 10%, the PA will follow the order below to select a new block holder: 



a) The PA will notify SPs with ported TNs, the LERG assignee, SPs with a forecasted need, and the outgoing block holder within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due. The first SP to respond with a completed and correct Part 1A and LNP NXX LERG Assignee Transfer Form will become the new block holder.  MTE and utilization requirements are waived for SPs with ported TNs.  



b)  If no SPs respond within ten business days or all refuse the block holder functions, the PA will contact the appropriate regulatory authority and seek guidance concerning the return or reassignment of the contaminated block. Should a new block holder be designated, regulatory authorities may waive MTE and utilization requirements. 



The PA will work with the new block holder to determine if a Part 4 submission is necessary. 



6.2     When Block Holder is also the LERG Assignee



The PA shall request an ad hoc report from the NPAC to determine if there are any ported TNs or pending ports on the block(s) being returned.  The PA will follow the order below to select a new LERG assignee: 


a) The PA will contact SPs with blocks assigned from the affected NXX, SPs with ported TNs and SPs with a forecasted need within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due.  



· The first SP with blocks assigned from the affected NXX to respond with a Part 1 and LNP NXX LERG Assignee Transfer Form will become the new LERG assignee.  MTE and utilization requirements are waived.



· If no SPs with blocks assigned from the affected NXX respond or all refuse the LERG assignee functions, the first SP with ported TNs to respond with a Part 1 and LNP NXX LERG Assignee Transfer Form will become the new LERG assignee.  MTE and utilization requirements are waived.



· If no SPs with ported TNs respond or all refuse the LERG assignee functions, the first SP with a forecasted need with a Part 1 and LNP NXX LERG Assignee Transfer Form that meets the MTE and utilization requirements will become the new LERG assignee.



NPAC, upon the receipt of the LNP NXX LERG Assignee Transfer Form, will remove the LRN and all ported in TNs of the LRN (including intra-SP ports) in its database associated with the reallocated code after the effective date.



The PA will automatically update the BCD record in BIRRDS with the new LERG assignee’s information upon receipt of the Part 3 from NANPA. 


The new LERG assignee shall:



 notify the PA via email which blocks assigned to the original LERG assignee are to be reallocated to the new LERG assignee because the contamination level is over 10%.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation. 



 notify the PA via email which blocks assigned to the original LERG assignee are to be donated by the new LERG assignee because the contamination level is 10% or less.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation.



· work with the PA to determine if any Part 4 submissions are necessary. 



Blocks that were previously donated by the original LERG assignee will remain in the pool.



It is recommended that the new LERG assignee retain at least one block to ensure that responsibilities in section 4.2.1 of the Thousands-Block Number (NXX-X) Pooling Administration Guidelines (TBPAG) are maintained. However, once the responsibilities of the SP outlined in section 4.2.1 are fulfilled and the SP determines that the block is not needed, the SP does have the option of returning the block to the PA.  



b) If no SPs respond within ten business days or all refuse to become the new LERG assignee, the PA will proceed with the NXX return, notify those SPs with ported TNs and/or pooled blocks from the affected NXX.  Further, the PA will request that NANPA notify the appropriate regulatory authorities that a NXX code is going to be disconnected and that some working customers will lose service. NANPA will follow the disconnect process as outlined in section 4.0 f) through 4.0 h).



7.0
Abandoned Thousands-Blocks Containing Ported Numbers



The difference between an abandoned block and a returned block is that if abandoned, the PA is unable to reach the incumbent block holder to ask it to maintain default routing functions.



7.1     When Block Holder is not the LERG Assignee



In the case when the block holder is not the LERG assignee and blocks containing ported numbers or pending ports are abandoned, the ported customers are not affected.  Typically, customer complaints are the catalyst for initiating the steps that follow. The PA shall request an ad hoc report from the NPAC to determine if there are any pending or completed TN ports.  The PA will contact the appropriate regulatory authority and seek guidance concerning the return or reassignment of the abandoned block.  If the block contamination level is 10% or less, the block is returned to the pool once written confirmation (email or fax) is received from the  regulatory authority to reclaim the block.  If the block contamination level is greater than 10%, the PA will follow the order below to select a new block holder unless otherwise directed by the  regulatory authority: 



a) The PA will notify SPs with ported TNs, the LERG assignee, SPs with a forecasted need, and the outgoing block holder within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due. The first SP to respond with a completed and correct Part 1A and LNP NXX LERG Assignee Transfer Form will become the new block holder.  MTE and utilization requirements are waived for SPs with ported TNs.  



b)  If no SPs respond within ten business days or all refuse the block holder functions, the PA will contact the appropriate regulatory authority and seek guidance concerning the return or reassignment of the contaminated block. Should a new block holder be designated, regulatory authorities may waive MTE and utilization requirements.



The PA will work with the new block holder to determine if a Part 4 submission is necessary. 



7.2     When Block Holder is also the LERG Assignee



In the case when the block holder is the LERG assignee and blocks containing ported numbers or pending ports are abandoned, the PA may not have prior knowledge of the situation.  Typically, customer complaints are the catalyst for initiating the steps that follow.  The PA shall work closely with the appropriate regulatory authority to obtain timely information about SPs abandoning service or filing bankruptcy.  Such circumstances are under the direction of a regulatory authority or court. 



The PA shall request the ad hoc report from the NPAC to determine if there are any pending or completed TN ports.  This information will assist the PA in re-allocating the NXX code/blocks.  The PA will follow the order below to select a new LERG assignee unless otherwise directed by the appropriate regulatory authority: 


a) The PA will contact SPs with blocks assigned from the affected NXX, SPs with ported TNs, and SPs with a forecasted need within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due.  



· The first SP with blocks assigned from the affected NXX to respond with a Part 1 and LNP NXX LERG Assignee Transfer Form will become the new LERG assignee.  MTE and utilization requirements are waived.



· If no SPs with blocks assigned from the affected NXX respond or all refuse the LERG assignee functions, the first SP with ported TNs to respond with a Part 1 and LNP NXX LERG Assignee Transfer Form will become the new LERG assignee.  MTE and utilization requirements are waived.



· If no SPs with ported TNs respond or all refuse the LERG assignee functions, the first SP with a forecasted need with a Part 1 and LNP NXX LERG Assignee Transfer Form that meets the MTE and utilization requirements will become the new LERG assignee.



NPAC, upon the receipt of the LNP NXX LERG Assignee Transfer Form, will remove the LRN and all ported in TNs of the LRN (including intra-SP ports) in its database associated with the reallocated code after the effective date.



The PA will automatically update the BCD record in BIRRDS with the new LERG assignee’s information upon receipt of the Part 3 from NANPA. 


The new LERG assignee shall:



 notify the PA via email which blocks assigned to the original LERG assignee are to be reallocated to the new LERG assignee because the contamination level is over 10%.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation. 



 notify the PA via email which blocks assigned to the original LERG assignee are to be donated by the new LERG assignee because the contamination level is 10% or less.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation.



· work with the PA to determine if any Part 4 submissions are necessary. 



Blocks that were previously donated by the original LERG assignee will remain in the pool.



It is recommended that the new LERG assignee retain at least one block to ensure that responsibilities in section 4.2.1 of the TBPAG are maintained. However, once the responsibilities of the SP outlined in section 4.2.1 are fulfilled and the SP determines that the block is not needed, the SP does have the option of returning the block to the PA.  



b) If no SPs respond within ten business days or all refuse to become the new LERG assignee, the PA will proceed with the NXX return, notify those SPs with ported TNs and/or pooled blocks from the affected NXX. Further NANPA will follow the disconnect process as outlined in section 5.0 b).



�  The LNP CO Code Reallocation Process, implemented on August 30, 2001, eliminates the necessity of maintaining the original LERG assignee in the NPAC because it eliminates service disruption that would be caused by changing the SPID in the NPAC. The process involves porting the code in thousands-blocks to the LERG assignee.  In this way, the NPAC's block-ownership tables override the NPAC's NXX-ownership tables, allowing continued porting of any number in the NXX. The LNP CO Code Reallocation Process allows numbers to snap back to the new LERG assignee, the same as if the SPID had been changed in the NPAC without ported numbers having been taken out of service .









The LNPA WG has developed requirements for the ability to mass update the SPID associated with an NXX code without taking ported customers out of service.  This functionality has been assigned NANC Change Orders 217 and 323 which is expected to be available in Release 3.2.




.




� See footnote 1.




� Months to Exhaust (MTE) and utilization requirements are waived.




� NANPA will work with the new code holder to determine if a Part 4 is necessary.  




� It is the responsibility of the new code holder to contact the original code holder if the code transfer does not occur on the effective date originally indicated on the Part 3 denial so that the original code holder can continue to maintain default routing until the new effective date. 




� See Section 6 of the Central Office Code (NXX) Assignment Guidelines (COCAG). 




� All new code holders must follow the standard code activation process in the COCAG.   In order to stop the disconnect and re-assign a code, a minimum of five (5) business days is needed to notify Telcordia to reverse the disconnect and send an emergency notification to service providers.  Adding this time interval to the ten (10) business day requirement for NANPA to process code applications results in the requirement for service providers to provide a Part 1 no less than fifteen (15) business days prior to the effective date of the disconnect.  




� See previous footnote.




� There are differing requirements among state commissions/regulatory authorities relating to bankruptcies and the treatment of NPA-NXXs as carrier assets as well as carrier of last resort obligations that may affect the disposition of an abandoned code.  State commission/regulatory authority involvement is needed to ensure these requirements are addressed.
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy):  02/18/2003



Company(s) Submitting Issue:  1) Telcordia; 2) Company Name2?; 3) Company Name 3?; 4)etc.



Contact(s):  Name   1) Adam Newman; 2)?; 3)?; 4) etc




         Contact Number   1) 732-758-4962; 2)




         Email Address   1) anewman@telcordia.com; 2)



(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



The LRNs and other data (e.g., portable NXXs, pooled NXX-Xs) in the NPAC are not always in synch with those in the Telcordia Business Integrated Routing and Rating Database System (BIRRDS).                                                          



2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A. Examples & Impacts of Problem/Issue: 



It was brought to Telcordia’s and CIGRR’s attention that in at least one region (Western) that there were several hundred LRNs in the NPAC which were not in the LERG Routing Guide.



The LRN Assignment Practices require that SPs record their LRNs in the LERG Routing Guide.



Not having the LRN published in the Telcordia™ LERG Routing Guide makes trouble shooting of routing problems and administrative validations significantly more difficult to perform.  The LERG Routing Guide is used by many service providers to provision many of their back office systems.  H



aving accurate data in the LERG Routing Guide is important to the industry.



Due to variations in the definition of portability there are inconsistencies in various industry databases (e.g., an NXX marked as portable in the LERG Routing Guide may not mean that there are ported out customers in that NXX nor does it mean necessarily that customers can be ported out of that NXX).  In addition with all the activity surrounding returns of portable NXXs and NXX-Xs, there is a need to line up the processes the industry uses.  Comparing databases allows for determination of the extent of the problem and allows for root cause analysis and process improvement.



B. Frequency of Occurrence: 



Ongoing



C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western_X_     



 West Coast___  ALL_X__



D. Rationale why existing process is deficient:



There is no current process for synchronizing the LRNs and other BIRRDS data provisioned manually by service providers in the NPAC SMS and in the Telcordia Business Integrated Routing and Rating Database System (BIRRDS) by separate groups.  



E. Identify action taken in other committees / forums: 



Issue raised a Telcordia Common Interest Group on Rating and Routing.



F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution: 



The following actions are proposed to resolve this issue:



· Similar to the data exchange Telcordia Routing Administration performs with NECA, have a data file, in an agreed to format, sent from NPAC to Telcordia Routing Administration (TRA) with all relevant data that is separately entered in both databases.  This format should be able to be processed for data validations e.g., fixed text format.  Telcordia Routing Administration will validate that all the relevant data is consistent.  When any data is inconsistent, TRA will provide a report on the inconsistencies to the AOCN of the company associated with the NXX, NXX-X, or LRN.  This information could be copied (by either TRA or the AOCN) to the LNP contact of the company on request to facilitate communication between the routing group and the portability group.



LNPA WG: (only)



Item Number: __ __ __ __




Issue Resolution Referred to: _________________________________________________________


Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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Inter-Service Provider LNP Operations Flows - Narratives
version 0.7






Narratives:  Following are the textual descriptions of the Inter-Service Provider LNP Operations Flows.  These narratives provide a detailed description of the step-by-step flows.



Legend:



NLSP = New Local Service Provider



NNSP = New Network Service Provider



OLSP = Old Local Service Provider



ONSP = Old Network Service Provider



SV = Subscription Version



SP = Service Provider



FRS = Functional Requirements Specification



IIS = Interoperability Interface Specifications



LSR = Local Service Request



FOC = Firm Order Confirmation



WPR = Wireless Porting Request



WPRR = Wireless Porting Request Response 



CSR = Customer Service Record



TN / MDN = Telephone Number/Mobile Directory Number



NOTES:


1. This list of acronyms is not meant to be comprehensive, but represent the commonly used abbreviations in this document.


2. The text descriptions are based on default/current tunable settings.



Provisioning With LRN



Main Flow, Figure 1



			Flow Step


			Description





			1. START: End User Contact with NLSP


			
The process begins with an end-user requesting service from the NLSP.



· It is assumed that prior to entering the provisioning process the involved NPA/NXX was opened for porting.





			2. End User agrees to change to NLSP


			
End-user agrees to change to NLSP and requests retention of current telephone number/mobile directory number (TN/MDN).





			3. NLSP obtains end user authorization


			
NLSP obtains authority (Letter of Authorization - LOA) from end-user to act as the official agent on behalf of the end-user.  The NLSP is responsible for demonstrating necessary authority.





			4. (Optional) NLSP requests CSR from OLSP


			· As an optional step, the NSLP requests a Customer Service Record (CSR) from the OLSP.  No service agreement between the NLSP and OLSP should be required for CSR.





			5. Are NNSP and ONSP both wireless?


			· If yes, go to Step 7.



· If no, go to Step 6.





			6. LSR/FOC – Service Provider Communication


			· Inter-Service Provider LNP Operations Flows – Wireline LSR/FOC Process, Figure 2.





			7. ICP – Service Provider Communication


			· Inter-Service Provider LNP Operations Flows – Wireless ICP Process, Figure 3.





			8. Are NNSP and ONSP the same SP?


			· If yes, go to Step 10.



· If no, go to Step 9.





			9. NNSP coordinates all porting activities


			
The NNSP must coordinate porting timeframes with the ONSP, and both provide appropriate messages to the NPAC.





			10. Is NPAC processing required?


			· If yes, go to Step 11.



· If no, go to Step 32.





			11. Perform intra-provider port or modify existing SV


			
SP enters intra-provider SV create data into the NPAC via SOA interface (i.e., the SOA association, LTI, or contacting the NPAC personnel) for porting of end-user in accordance with the NANC FRS and the NANC IIS.  Upon completion of intra-provider port, go to Step 32.





			12. NNSP and ONSP create and process service orders


			
Upon completion of the LSR/FOC or ICP Process, the NNSP and ONSP create and process service orders through their internal service order systems, based on information provided in the LSR/FOC or WPR/WPRR.





			13. NNSP and (optionally) ONSP notify NPAC with Create message


			
Due date of the create message is the due date on the FOC, where wireline due date equals date and wireless due date equals date and time.  For porting between wireless and wireline, the wireline due date applies.  Any change of due date to the NPAC is usually the result of a change in the FOC due date.




SPs enter SV data into the NPAC via SOA interface (i.e., the SOA association, LTI, or contacting the NPAC personnel) for porting of end-user in accordance with the NANC FRS and the NANC IIS.





			14. NPAC performs data validation on each Create message


			
NPAC validates data to ensure value formats and consistency as defined in the FRS.  This is not a comparison between NNSP and ONSP messages.





			15. Is Create message valid?


			
If yes, go to Step 18.  If this is the first valid create message, the T1 Timer (Initial Concurrence Window tunable parameter) is started.  SV Create notifications are sent to both the ONSP and NNSP.



If no, go to Step 16.





			16.  NPAC notifies appropriate Service Provider that create message is invalid


			
If the data is not valid, the NPAC sends error notification to the SP for correction.





			17. Service Provider Data corrected and forwarded


			
The SP, upon notification from the NPAC, corrects the data and resubmits to the NPAC.  Re-enter at Step 14.





			18. Did NPAC receive create from NNSP and ONSP before T1 expired?


			
The value for the T1 Timer (Initial Concurrence Window tunable parameter) is configurable (one of two values) for SPs.  SPs will use either long or short timers.  The current default for the long timer is nine (9) hours.  The current default for the short timer is one (1) hour.




If yes, go to Step 19.




If no, go to Step 20.




NPAC timers include business hours only, except where otherwise specified.  Local business hours are defined as 12 hours.  Short Business Days are defaulted to Monday through Friday, except holidays, and Long Business Days are defaulted to Monday through Saturday, except holidays.  Holidays and business hours are defined for each NPAC Region.





			19. Is Create message valid and matching?


			
If yes, go to Step 27.




If no, go to Step 16.





			20. NPAC notifies appropriate Service Provider that Create message is missing.


			
The NPAC informs the SP of a missing create.  If necessary, the Service Provider notified coordinates the correction.





			21. Did NPAC receive matching create message?


			
If create messages match, go to Step 22.




If no, go to Step 24.





			22. Is matching Create message valid?


			
If yes, go to Step 27.




If no, go to Step 23.





			23. Has T2 Timer Expired?


			
The NPAC provides a T2 Timer (Final Concurrence Window tunable parameter) that is defined as the number of hours after the concurrence request is sent by the NPAC.




The value for the T2 Timer (Final Concurrence Window tunable parameter) is configurable (one of two values) for Service Providers.  Service Providers will use either long or short timers.  The current default for the long timer is nine (9) hours.  The current default for the short timer is one (1) hour.




NPAC timers include business hours only, except where otherwise specified.  Local business hours are defined as 12 hours.  Short Business Days are defaulted to Monday through Friday, except holidays, and Long Business Days are defaulted to Monday through Saturday, except holidays.  Holidays and business hours are defined for each NPAC Region.




If yes, go to Step 24.




If no, return to Step 21.





			24. Is the Create message missing from ONSP?


			
If yes, go to Step 28.




If no, go to Step 25.





			25. Has cancel window for pending SVs expired?


			
If yes, go to Step 26.




If no, return to Step 21.





			26. NPAC notifies NNSP and ONSP that port is cancelled 


			
The SV is cancelled by NPAC by tunable parameter (3 days).  Both SPs take appropriate action related to internal work orders.




For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.





			27. Did ONSP place the order in Conflict?


			
If yes, go to Step 28.




If no, go to Step 30.




Check Concurrence Flag, Yes or No.  If No, a conflict cause code as defined in the FRS, is designated.  ONSP makes a concerted effort to contact NNSP prior to placing SV in conflict.  The latest time by which the ONSP could place an SV into conflict would be the later of 12:00 noon the date before the due date or the expiration of the T2 Timer (Final Concurrence Window tunable parameter).





			28. NPAC logs request to place order in conflict, including cause code


			
Go to Inter-Service Provider LNP Operations Flows - Conflict Flow for the Service Creation Provisioning Process - tie point B, Figure 6.





			29. NPAC notifies ONSP that porting proceeds under the control of the NNSP


			
A notification message is sent to the ONSP noting that the porting is proceeding in the absence of any message from the ONSP.





			30. NNSP coordinates physical changes with ONSP


			
The NNSP has the option of requesting a coordinated order.  This is also the re-entry point from the Inter-Service Provider LNP Operations Flows – Conflict Flow for the Service Creation Provisioning Process, tie point BB, Figure 6.




If coordination is requested on the LSR, an indication of Yes or No for the application of a 10-digit trigger is required.  If no coordination indication is given, then by default, the 10-digit trigger is applied as defined by inter-company agreements.  If the NNSP requests a coordinated order and specifies ‘no’ on the application of the 10-digit trigger, the ONSP uses the 10-digit trigger at its discretion.





			Is the unconditional 10 digit trigger being used?


			
If yes, go to Inter-Service Provider LNP Operations Flows - Provisioning with Unconditional 10-Digit Trigger - tie point AA, Figure 5.




If no, go to Inter-Service Provider LNP Operations Flows - Provisioning without Unconditional 10-digit Trigger - tie point A, Figure 4.




The unconditional 10-digit trigger is an option assigned to a number on a donor switch during the transition period when the number is physically moved from donor switch to recipient switch.  During this period it is possible for the TN/MDN to reside in both donor and recipient switches at the same time.




The unconditional 10-digit trigger may be applied by the NNSP.  A 10-digit trigger is applied by the ONSP one day before the due date.





			31. END


			· End of the Inter-Service Provider LNP Operations Flows – Main Flow.


· This is also the re-entry point from various flows, tie point Z.








Wireline LSR/FOC Service Provider Communication



Flow LSR/FOC, Figure 2



			Flow Step


			Description





			1. Is end user porting all TNs/MDNs?


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, LSR/FOC Process, Step 6, Figure 1.




The NLSP determines if customer is porting all TN/MDN(s).



· If yes, go to Step 3.



· If no, go to Step 2.





			2. NLSP notes “Not all TNs/MDNs are being ported” in the remarks field on the LSR


			
The NLSP makes a note in the remarks section of the LSR to identify that the end-user is not porting all TN/MDN(s). This can affect the due date interval due to account rearrangements necessary prior to service order issuance.





			3. Is NLSP a Reseller?


			· If yes, go to Step 4.



· If no, go to Step 5.





			4. NLSP sends LSR or LSR information to NNSP for resale service


			· NLSP (Reseller) sends an LSR or LSR Information to the NNSP fulfilling all requirements of any service agreement.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the LSR may vary based on the carriers involved.





			5. NNSP sends LSR to ONSP


			
The NNSP notifies the ONSP of the port using the LSR and sends the information via an electronic gateway, FAX, or manual means.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the LSR may vary based on the carriers involved.





			6. Is OLSP a Reseller?


			· If yes, go to Step 7.



· If no, go to Step 8.





			7. ONSP sends LSR or LSR information to OLSP


			· ONSP (Old Network Provider) sends an LSR or LSR Information to the OLSP (Reseller) fulfilling all requirements of any service agreement.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the LSR may vary based on the carriers involved.





			8. ONSP sends FOC to NNSP


			
ONSP sends the firm order confirmation (FOC, local response) to the NNSP for the porting LSR.



· Between wireline to wireline, and wireline to wireless, the LSR/FOC process time frame is 24 hours.




The due date of the first TN/MDN ported in an NPA-NXX is no earlier than five (5) business days after FOC receipt date.  Any subsequent port in that NPA NXX will have a due date no earlier than three (3) business days after FOC receipt.  It is assumed that the porting interval is not in addition to intervals for other requested services related to the porting (e.g., unbundled loops).  The interval becomes the longest single interval required for the services requested.




The FOC process is defined by the OBF and the electronic interface by the TCIF.





			9. OLSP sends FOC or FOC information to ONSP


			· The OLSP notifies the ONSP of the porting using the FOC and sends the information via an electronic gateway, FAX, or other manual means.  The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved





			10. Is NLSP a Reseller?


			· If yes, go to Step 11.



· If no, go to Step 12.





			11. NNSP forwards FOC or FOC Information to NLSP


			· NNSP forwards FOC or FOC Information to NLSP.





			12. Return to Figure 1


			· Return to main flow, LSR/FOC Process, Step 6.








Wireless ICP Service Provider Communication



Flow ICP, Figure 3



			Flow Step


			Description





			1. Is NLSP a Reseller?


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, ICP Process, Step 7.




The NLSP determines if customer is porting all TN/MDN(s).



· If yes, go to Step 2.



· If no, go to Step 3.





			2. NLSP sends WPR* or WPR information to NNSP for resale service


			· NLSP (Reseller) sends a WPR* or WPR information to the NNSP (may vary slightly depending on provider agreement).



· For wireless to wireless the WPR/WPRR* time frame is 30 minutes.



· The due date of the first TN ported in an NPA-NXX is no earlier than 5 business days after a confirming WPRR* receipt date.



· The due date for a TN ported in an NPA-NXX which has TNs already ported is no earlier than 2 business hours after a confirming WPRR receipt date/time or as currently determined by NANC.





			3. NNSP sends WPR to ONSP


			· The NNSP notifies the ONSP of the port request using the WPR and sends the information via CORBA or FAX*.



· IC begins from acknowledgment being received by NNSP from ONSP, and not at the time the WPR is sent from the NNSP to the ONSP.





			4. Is OLSP a reseller?


			· If yes, go to Step 5


· If no, go to Step 7.





			5. ONSP sends WPR or WPR information to OLSP


			· The ONSP notifies the OLSP of the port request using the WPR or WPR information.





			6. OLSP sends WPRR or WPRR information to ONSP


			· The OLSP sends the ONSP the WPRR or WPRR information.





			7. ONSP sends WPRR to NNSP


			· ONSP sends the Wireless Port Request Response to the NNSP.



· IC terminates upon receipt of WPRR by NNSP.





			8. Is NLSP a reseller?


			· If yes, go to Step 9.



· If no, go to Step 10.





			9. NNSP forwards WPRR or WPRR information to NLSP


			· The NNSP sends the WPRR to the NLSP.





			10. Is WPRR a Delay?


			· If yes, go to Step 11.


· If no, go to Step 12.





			11. Is OLSP a reseller?


			· If yes, go to Step 6.



· If no, go to Step 7.





			12. Is WPRR confirmed?


			· If yes, Return to Figure 1.


· If no, go to Step 13 – WPRR must be a Resolution Required.





			13. WPRR is a resolution response


			· Return to Step 1.





			14. Return to Figure 1


			· Return to main flow Figure 1, ICP Process, Step 7.








Provisioning Without Unconditional 10-Digit Trigger



Flow A, Figure 4



			Flow Step


			Description





			NOTE:  Steps 1 and 2 are worked concurrently.





			1.
NNSP activates port (locally)


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, tie point A, Figure 1.




The Wireline NNSP activates its own Central Office translations.




The Wireless NNSP activates its own switch/HLR configuration including assignment of Mobile Station Identifier (MSID).





			NOTE:  Steps 2 and 3 may be worked concurrently.





			2.  NNSP and ONSP make physical changes (where necessary).


			
Wireline physical changes may or may not be coordinated.  Coordinated physical changes are based on inter-connection agreements.




Mobile Station (handset) changes are completed.




The NNSP is now providing dial tone to ported end user.





			3.  NNSP notifies NPAC to activate the port


			
The NNSP sends an activate message to the NPAC via the SOA.




No NPAC SV may activate before the SV due date/time.





			NOTE:  Steps 4, 5, 6, and 7 may be concurrent, but at a minimum should be completed ASAP.





			4.  NPAC downloads (real time) to all Service Providers.


			
The NPAC broadcasts new SV data to all SP LSMSs in the serving area in accordance with the NANC FRS and NANC IIS.  The Service Control Point (SCP) Applications and GTT Function for Number Portability requirements are defined by T1S1.6.





			5.  NPAC records date and time in history file.


			
The NPAC records the current date and time as the Activation Date and Time stamp, after all LSMSs have successfully acknowledged receipt of new SV.





			6.  Wireline ONSP removes translations in Central Office. Wireless ONSP removes subscriber from switch/HLR.


			
The Wireline ONSP initiates the removal of translation either at designated Due Date and Time or, if the order was designated as coordinated, upon receipt of a call from the NNSP.




The Wireless ONSP initiates the removal of the subscriber record from the switch/HLR after the activation of the port.



As an optional step, if the OLSP is a reseller, the ONSP should send a lost notification to the OLSP (indicator to start billing).





			7.  NPAC logs failures and non-responses and notifies the NNSP and ONSP


			
The NPAC resends the activation to an LSMS that did not acknowledge receipt of the request, based on the retry tunable.  The number of NPAC SMS attempts to send is a tunable parameter for which the current default is one (1) attempt, in which case no retry attempts are performed.  Once this cycle is completed, NPAC personnel investigate possible problems.  In addition, the NPAC sends a notification via SOA interface to both NNSP and ONSP with a list of LSMSs that failed activation.





			8.  All service providers update routing databases (real time download)


			
This is an internal process and is performed in accordance with the Service Control Point (SCP) Applications and GTT Function for Number Portability requirements as defined by T1S1.6 (within 15 minutes).





			9.  NNSP may verify completion


			
The NNSP may make test calls to verify that calls to ported numbers complete as expected.





			Z.  END


			
Return to main flow, tie point Z, Figure 1.








Provisioning With Unconditional 10-Digit Trigger



Flow AA, Figure 5



			Flow Step


			Description





			1. ONSP activates unconditional 10 digit trigger in the central office


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, tie point AA, Figure 1.




The actual time for trigger activation is defined on a regional basis.




The unconditional 10-digit trigger may optionally be applied by the NNSP.





			NOTE:  Steps 2 and 3 may be worked concurrently.





			2.  NNSP activates central office translations


			
The NNSP activates its own Central Office translations.





			3. NNSP and ONSP make physical changes (where necessary).


			
Any physical work or changes are made by either NNSP or ONSP, as necessary.




Physical changes may or may not be coordinated.  Coordinated physical changes are based on inter-connection agreements.



· The NNSP is now providing dial-tone to ported in user





			4. NNSP notifies NPAC to activate port


			
The NNSP sends an activate message via the SOA interface to the NPAC.




No NPAC SV may activate before the SV due date/time.





			NOTE:  Steps 5, 6, and 7 may be concurrent, but at a minimum should be completed ASAP.





			5.  NPAC downloads (real time) to all service providers


			
The NPAC broadcasts new SV data to all SPs in the serving area in accordance with the NANC FRS and NANC IIS. The Service Control Point (SCP) Applications and GTT Function for Number Portability requirements are defined by T1S1.6.





			6.  NPAC records date and time in history file


			
The NPAC records the current date and time as the Activation Date and Time stamp, after all LSMSs successfully acknowledged receipt of new subscription version.





			7.  NPAC logs failures and non-responses and notifies the NNSP and ONSP


			
The NPAC resends the activation to a Local SMS that did not acknowledge receipt of the request, based on the retry tunable.  The number of NPAC attempts to send is a tunable parameter for which the current default is one (1) attempt, in which case no retry attempts are performed.  Once this cycle is completed NPAC personnel investigate possible problems.  In addition, the NPAC sends a notification via SOA interface to both the NNSP and ONSP with a list of LSMSs that failed activation.





			8.  All service providers update routing data (real time download)


			
This is an internal process and is performed in accordance with the Service Control Point (SCP) Applications and GTT Function for Number Portability requirements as defined by T1S1.6 (within 15 minutes).





			9.  ONSP removes appropriate translations


			
After update of its databases the ONSP removes translations associated with the ported TN/MDN.  The removal of these translations (1.) will not be done until the old Service Provider has evidence that the port has occurred, or (2.) will not be scheduled earlier than 11:59 PM of the day after the due date, or (3.) will be scheduled for 11:59 PM on the due date, but can be changed by an LSR supplement received no later than 9:00 PM local time on the due date.  This LSR supplement must be submitted in accordance with local practices governing LSR exchange, including such communications by telephone, fax, etc.



As an optional step, if the OLSP is a reseller, the ONSP should send a lost notification to the OLSP (indicator to start billing).





			10.  NNSP may verify completion


			
The NNSP may make test calls to verify that calls to ported numbers complete as expected.





			Z.  END


			
Return to main flow, tie point Z, Figure 1.








Conflict Flow for the Service Creation Provisioning Process



Flow B, Figure 6



			Flow Step


			Description





			1. Has conflict restriction window expired?


			
The conflict flow is entered through the Provisioning process flow (Main Flow) through tie point (B), Figure 1, when the ONSP enters a concurrence flag of “No”, and designates a conflict cause code.




Conflict is restricted (i.e., SV may not be placed into conflict) if either:




The ONSP has previously placed the subscription into conflict, or




The request was initiated after the tunable time (Conflict Restriction Window, defaulted to 12:00) on the business day before Due Date and T2 Timer (Final Concurrence Window tunable parameter) has expired.




If yes, go to Step 2.




If no, go to Step 3.





			2. NPAC rejects the conflict request


			
NPAC notifies SP of rejection.




The porting process resumes as normal, proceeding to the Provisioning process flow (Main Flow) at tie point BB, Figure 1.





			3. NPAC changes the subscription status to conflict and notifies NNSP and ONSP


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.




Both SPs take appropriate action related to internal work orders.




SVs may be modified while in the conflict state (e.g., due date), by either the NNSP or ONSP.





			4. NNSP contacts ONSP to resolve conflict.  If no agreement is reached, begin normal escalation


			
The escalation process is defined in the inter-company agreements.





			5. Was conflict resolved within conflict expiration window?


			
From the time an SV is placed in conflict, there is a tunable window (Conflict Expiration Window, defaulted to 30-calendar day limit) after which it is removed from the NPAC database.  If it is resolved within the tunable window, go to Step 7; if not, the subscription request will “time out” and go to Step 6.





			NPAC initiates cancellation and notifies both NNSP and ONSP


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.




Both SPs take appropriate action related to internal work orders.





			6. Was the port request cancelled to resolve the conflict?


			
Conflict resolution initiates one of two actions:  1) cancellation of the subscription, or 2) resumption of the service creation provisioning process.  If the conflict is resolved by cancellation of the subscription, then proceed to the Cancellation Flows for Provisioning Process through tie point G, Figure 7.  If the conflict is otherwise resolved, go to Step 8.





			7. Was resolution message from ONSP?


			
If yes, go to Step 9.




If no, go to Step 10.





			8. NPAC notifies both NNSP and ONSP of ‘conflict off’ via SOA


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.




NPAC notifies both SPs of the change in SV status.  The porting process resumes as normal, proceeding to the Provisioning process flow (Main Flow) at tie point BB, Figure 1.





			9. Did the NNSP send the resolution message during the restriction window?


			
If conflict was resolved within tunable business hours (default of six hours for wireline [Long Conflict Resolution New Service Provider Restriction], and six hours for wireless [Short Conflict Resolution New Service Provider Restriction] ), only the ONSP may notify NPAC of “conflict off”.  If conflict was resolved after tunable hours, either the NNSP or ONSP may notify NPAC of “conflict off”.



In order for the porting process to continue at least one SP must remove the SV from conflict.




If yes, go to Step 11.




If no, go to Step 9.





			10. NPAC rejects the conflict resolution request from NNSP


			
NPAC sends an error to the NNSP indicating conflict resolution is not valid at this point in time.





			Z.  END


			
Return to main flow, tie point Z, Figure 1.








Cancellation Flows for Provisioning Process



Cancel Flow, Figure 7



Introduction



A service order and/or subscription may be cancelled through the following processes:



· The end-user contacts the NLSP or OLSP and requests cancellation of their porting request.



· Conflict Flow for the Service Creation Provisioning Process – Flow B, Figure 6:  As a result of the Conflict Resolution process (at tie-point C) the NLSP and OLSP agree to cancel the SV and applicable service orders.



			Flow Step


			Description





			End-user request to cancel


			
The Cancellation Process may begin with an end-user requesting cancellation of their pending port.  The Cancellation process flow applies only to that period of time between SV creation, and either activation or cancellation of the porting request.  If activation completed and the end-user wishes to revert back to the former SP, it is accomplished via the Provisioning Process.





			1. Did end-user contact NLSP?


			
The end-user contacts either the NLSP or OLSP to cancel the porting request.  Only the NLSP of OLSP can initiate this transaction, not another SP.




The contacted SP gathers information necessary for sending the LSR to the other SP noting cancellation, and for sending the cancellation request to NPAC.




Ifno, go to Step 7.




If yes, go to Step 3.





			2. Is NLSP a Reseller?


			· If yes, go to Step 4.



· If no, go to Step 16.





			3. NLSP sends cancel request to NNSP


			
The NLSP notifies the NNSP, via their inter-company interface, indicating that the porting request is to be cancelled.





			4. NNSP sends SUPP to ONSP noting cancellation as soon as possible prior to activation


			
The end-user contacts the NLSP to cancel the porting request.  The NNSP fills out and sends the LSR form to the ONSP via their inter-company interface, indicating cancellation of the porting request.





			5. NNSP sends cancel request to the NPAC


			
The NNSP notifies the NPAC, via their SOA interface, indicating that the porting request is to be cancelled.





			6. OLSP obtains end-user authorization


			
The OLSP obtains actual authority from the end-user to act as the official agent on behalf of the end-user to cancel the porting request.  The OLSP is responsible for demonstrating such authority as necessary.





			7. Is OLSP a Reseller?


			· If yes, go to Step 9.



· If no, go to Step 10.





			8. OLSP sends cancel request to ONSP


			
The OLSP notifies the ONSP, via their inter-company interface, indicating that the porting request is to be cancelled.





			9. ONSP sends cancel request to NPAC


			The OLSP, contacted directly by the end-user or notified by the NNSP via their inter-company interface, sends a cancellation message to the ONSP, via their inter-company interface.




The ONSP notifies the NPAC, via their SOA interface, indicating that the porting request is to be cancelled.




This cancellation message is accepted by the NPAC only if the ONSP had previously created during the SV creation.  If the ONSP sends a cancellation message and a create message was not previously sent, the NPAC responds with a reject message.  If the ONSP does not send a create message to the NPAC for this SV, it cannot subsequently send a cancellation message.




The ONSP takes appropriate action related to internal work orders.





			


			








			10. Did the provider requesting cancel send a Create message to NPAC?


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Conflict Flow, tie point G, Figure 8.



· If yes, go to Step 17.



· If no, go to Step 17.





			11. NPAC rejects the cancel request


			· NPAC sends an error via the SOA interface indicating that a cancel request cannot be sent for an SV that did not have a matching create from that SP.





			12. Did both NNSP and ONSP send Create message to NPAC?


			· If yes, go to Step 17.



· If no, go to Step 18.





			13. NPAC cancels subscription, logs cancel, and notifies both NNSP and ONSP of cancel


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.




The porting request is cancelled by changing the subscription status to cancelled.  Both Service Providers are notified of the cancellation via the SOA interface.





			14. NPAC updates subscription to cancel-pending, logs cancel-pending, and notifies both NNSP and ONSP of cancel-pending


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.




The porting request is set to cancel-pending by changing the subscription status to cancel-pending.  Both Service Providers are notified of the cancel-pending via the SOA interface.





			15. Did NNSP send cancel to NPAC?


			



The NPAC tests for receipt of cancellation messages from the two SPs based on which SP had previously sent a message into the NPAC.  Since the ONSP create is optional for SV creation, if the ONSP did not send a message during the creation process, the ONSP input during cancellation is not accepted by the NPAC.  Similarly, if during the SV creation process only the ONSP sent a message, and not the NNSP, only the ONSP input is accepted when canceling an order.  However, if the timers expire, the system will automatically cancel.




For a “concurred” SV, when the first cancellation message is received, the NPAC sets the SV status to cancel-pending.  Both NNSP and ONSP are notified of this change in status via the SOA interface.




If the second cancellation notification, from the other SP, is received within tunable window (Long Cancellation-Initial Concurrence Window, default of nine (9) business hours; or Short Cancellation-Initial Concurrence Window, default of nine (9) business hours), go to Step 18.




If the second cancellation notification from the other Service Provider is not received within tunable window (Long Cancellation-Initial Concurrence Window, default of nine (9) business hours; or Short Cancellation-Initial Concurrence Window, default of nine (9) business hours), go to Step 20.



· For a “non-concurred” SV, when the first cancellation message is received, the NPAC sets the SV status directly to cancel, and proceeds to Step 0.  Both NNSP and ONSP are notified of this change in status via the SOA interface.





			16. Did NPAC receive cancel ACK from ONSP within first cancel window timer?


			· The NPAC applies a nine (9)-business hour [tunable parameter] time limit on receiving cancellation messages from both SPs.  This is referred to as the Cancellation-Initial Concurrence Window.




NPAC timers include business hours only, except where otherwise specified.  Local business hours are defined as 12 hours.  Short Business Days are defaulted to Monday through Friday, except holidays, and Long Business Days are defaulted to Monday through Saturday, except holidays.  Holidays and business hours are defined for each NPAC Region.


· If yes, go to Step 19.



· If no, go to Step 19.





			17. NPAC notifies ONSP that cancel ACK is missing


			
The Cancellation-Initial Concurrence Window starts with receipt of the first cancellation message at NPAC.  When this timer times out, the NPAC requests the missing information from ONSP since they did not provide the cancellation message via the SOA interface.  Only “concurred” subscriptions reach this point in the process flow.





			18. Did NPAC receive cancel ACK from ONSP within the second cancel window timer?


			
The NPAC applies a nine (9) business hours [tunable parameter] time limit on receiving cancellation messages from both Service Providers.  This is referred to as the Cancellation-Final Concurrence Window.




NPAC SMS processing timers include business hours only, except where otherwise specified. Local business hours are defined as 12 hours.  Monday through Friday is the default for Short Business Days and Monday through Saturday is the default for Long Business Days, except holidays. Holidays and business hours are defined for each NPAC Region.




Upon receipt of the concurring ACK notification, go to Step 19.




If no notification is received by the time this timer times out, proceed to tie-point H, “Cancellation Conflict Process Flow”, Figure 8.





			19. NPAC logs information, cancels subscription, and notifies both Service Providers of cancellation


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.




The porting request is cancelled by changing the subscription status to cancelled.  Both Service Providers are notified of the cancellation via the SOA interface.





			


			











· 





			20. Did NPAC receive cancel ACK from NNSP within first cancel window?


			· The NPAC applies a nine (9)-business hour [tunable parameter] time limit on receiving cancellation messages from both SPs.  This is referred to as the Cancellation-Initial Concurrence Window.




NPAC timers include business hours only, except where otherwise specified.  Local business hours are defined as 12 hours.  Short Business Days are defaulted to Monday through Friday, except holidays, and Long Business Days are defaulted to Monday through Saturday, except holidays.  Holidays and business hours are defined for each NPAC Region.


· If yes, go to Step 19.



· If no, go to Step 20.





			21. NPAC notifies NNSP that cancel ACK is missing


			
The Cancellation-Initial Concurrence Window starts with receipt of the first cancellation message at NPAC.  When this timer times out, the NPAC requests the missing information from the SP who did not provide the cancellation message via the SOA interface.  Only “concurred” subscriptions reach this point in the process flow.





			22. Did NPAC receive cancel ACK from NNSP within second cancel window timer?


			· The NPAC applies a nine (9)-business hour [tunable parameter] time limit on receiving cancellation messages either both SPs.  This is referred to as the Cancellation-Initial Concurrence Window.




NPAC timers include business hours only, except where otherwise specified.  Local business hours are defined as 12 hours.  Short Business Days are defaulted to Monday through Friday, except holidays, and Long Business Days are defaulted to Monday through Saturday, except holidays.  Holidays and business hours are defined for each NPAC Region.


· If yes, go to Step 19.



· If no notification is received by the time this timer times out, proceed to tie-point H, “Cancellation Conflict Process Flow”, Figure 8.





			


			





			


			














			


			








			Z.
END


			
Return to main flow, tie point Z, Figure 1.








Cancellation Conflict Flow for Provisioning Process



Cancel-Conflict Flow, Figure 8



			Flow Step


			Description





			1. Is cancel ACK missing from ONSP?


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Cancellation Flow, tie point H, Figure 7.




At this point in the process flow, the subscription status is cancel pending, because either the NNSP or ONSP cancellation notification is missing or inaccurate (i.e., mismatched).




If no, go to Step 2.




If yes, go to Step 3.





			Note that the Cancellation Conflict process flow is reached only for “concurred” subscriptions.





			2. NPAC cancels subscription, logs cancel, and notifies both NNSP and ONSP of cancel with cause code


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.




If the ONSP does not provide a cancellation notification message to NPAC, in spite of a Cancellation LSR from the NNSP and two reminder messages from NPAC, the subscription is cancelled.  NPAC notifies both SPs via the SOA interface, that the subscription status is updated to cancelled, and places the proper cause code on the subscription record.




Both SPs take appropriate action related to internal work orders.





			3. NPAC places subscription in conflict, logs conflict, and notifies NNSP and ONSP


			
If the NNSP does not provide a cancellation notification message to NPAC, in spite of a Cancellation LSR from the ONSP and a reminder message from NPAC, the subscription is placed in a conflict state.  NPAC also writes the proper conflict cause code to the subscription record, and notifies both SPs, with proper conflict cause code, of the change in status via the SOA interface.




For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.




Both SPs take appropriate action related to internal work orders.





			4. Did NPAC receive cancel message from NNSP?


			
With the subscription in conflict, it is only the NNSP who controls the transaction.  The NNSP makes a concerted effort to contact the ONSP prior to proceeding.




If yes, go to Step 5.







If no, go to Step 8.





			5. NNSP notifies NPAC to cancel subscription


			
The NNSP may decide to cancel the subscription.  If so, they notify NPAC of this decision via the SOA interface.





			6. NPAC cancels subscription, logs cancel, and notifies NNSP and ONSP of cancel


			
Following notification by the NNSP to cancel the subscription, NPAC logs this information, and changes the subscription status to cancelled.  Both SPs are notified of the change in the subscription status via the SOA interface.




For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.




Both SPs take appropriate action related to internal work orders





			7. Has conflict expiration window expired?


			
At this point in the process flow, the subscription status is conflict, and is awaiting conflict resolution or the expiration of the tunable window (Conflict Expiration Window, defaulted to 30 days).




If yes, go to Step 23.




If no, go to Step 23.





			8. NPAC waits 30 calendar days, cancels subscription, and notifies NNSP and ONSP


			
After no response from the NNSP for 30 calendar days regarding this particular subscription, NPAC changes the status to cancelled and notifies both SPs of the change in status via the SOA interface.




For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.




Both SPs take appropriate action related to internal work orders.





			9. Did NPAC receive resolve conflict message from NNSP


			
The NNSP may choose to proceed with the porting process, in spite of a cancellation message from the ONSP.  As both SPs are presumably basing their actions on the end-user’s request, and each is apparently getting a different request from that end-user, each should ensure the accuracy of the request.




If the NNSP decides to proceed with the porting, they send a resolved conflict message via the SOA interface.




It is the responsibility of the NNSP to contact the ONSP, to request that related work orders which support the porting process are performed.  The ONSP must support the porting process.



If yes, go to Step 23.




If no, return to Step 22.





			10. Has conflict restriction window expired?


			
At this point in the process flow, the subscription status is conflict, and is awaiting conflict resolution or the expiration of the tunable window (Conflict Resolution Restriction Window, defaulted to 6 hours).




If yes, go to Step 23.




If no, go to Step 23.





			11. NPAC notifies NNSP and ONSP of ‘conflict off’ via SOA


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.




NPAC notifies both SPs of the change in subscription status.  The porting process resumes as normal, at tie-point BB, Figure 1.





			12. NPAC rejects the resolve conflict request from NNSP


			
The NNSP has sent the resolve conflict message before the expiration of the the restriction window.  NPAC returns an error message back via the SOA interface.





			Z.
END


			
Return to main flow, tie point Z, Figure 1.








Disconnect Process for Ported TN/MDN(s)



Disconnect Flow, Figure 9



			Flow Step


			Description





			1. End-user initiates disconnect


			
The end-user provides disconnect date and negotiates intercept treatment with current SP.





			2. Is NLSP a reseller?


			
If yes, go to Step 3.




If no, go to Step 4.





			3. NLSP sends disconnect request to NNSP


			
Current Local SP sends disconnect request to current Network SP, per inter-company processes.





			4. NNSP initiated disconnect


			
Current Network SP initiates disconnect of service based on request from current Local SP or end-user.




Current Network SP initiates disconnect of service based on regulatory authority(s).





			5. NNSP arranges intercept treatment when applicable


			
Current Network SP arranges intercept treatment as negotiated with the end user, or, when the disconnect is SP initiated, per internal processes.





			6. NNSP creates and processes service order


			
Current Network SP follows existing internal process flows to ensure the disconnect within its own systems.





			7. NNSP notifies NPAC of disconnect date1 and indicates effective release date2


			
Current Network SP notifies NPAC of disconnect date via the SOA interface and indicates effective release date, which defines when the broadcast occurs.  If no effective release date is given, the broadcast from the NPAC is immediate.  The maximum interval between disconnect date and effective release date is 18 months.





			8. Has disconnect effective date been reached?


			
If yes, go to Step 9.




If no, repeat Step 8.





			9. NPAC broadcasts subscription deletion to all applicable SPs


			
On effective release date, the NPAC broadcasts SV deletion to all applicable SPs via LSMS.





			10. NPAC notifies code/block holder of disconnected TN/MDNs disconnect and release dates


			
On effective release date, the NPAC notifies code/block holder of the disconnected TN/MDN(s), effective release and disconnect dates via the SOA.





			11. NPAC deletes TN/MDN(s) from active database on effective release date


			
On effective release date, the NPAC removes telephone number from NPAC database.





			12. END


			








Audit Process



Audit Flow, Figure10



			Flow Step


			Description





			1. Service Provider requests NPAC for audit


			
An SP may request an audit to assist in resolution of a repair problem reported by an end-user.  Prior to the audit request, the SP completes internal analysis as defined by company procedures and, if another SP is involved, attempts to jointly resolve the trouble in accordance with inter-company agreements.  Failing to resolve the trouble following these activities, the SP requests an audit.





			2. NPAC issues queries to appropriate LSMSs


			
The NPAC issues queries to the LSMSs involved in the customer port.





			3. NPAC compares own SV to LSMS SV


			
Upon receipt of the LSMS SV, the comparison of the NPAC and LSMS SVs is made to determine if there are discrepancies between the two databases.




If an LSMS does not respond, it is excluded from the audit.





			4. NPAC downloads updates to LSMSs with SV differences


			
If inaccurate routing data is found, the NPAC broadcasts the correct SV data to any involved SPs networks to correct inaccuracies.





			5. Are all audits completed?


			
If no, return to Step 4.




If yes, go to Step 6.





			6. NPAC reports audit completion and discrepancies to requestor


			
The NPAC reports to the requesting SP following completion of the audit to allow the SP to close the trouble ticket.




 Upon request, the NPAC provides ad hoc reports to SPs that wish to determine which SPs are launching audit queries to their LSMS.





			7. END


			








Code Opening Processes



NPA-NXX Code Opening, Figure 11


			Flow Step


			Description





			1.
NPA-NXX holder notifies NPAC of NPA-NXX Code(s) being opened for porting


			
The SP responsible for the NPA-NXX being opened must notify the NPAC via the SOA or LSMS interface within a regionally agreed upon time frame.





			2.
NPAC updates its NPA-NXX database


			
The NPAC updates its databases to indicate that the NPA-NXX has been opened for porting.





			3.
NPAC sends notice of code opening to all SPs


			
The NPAC provides advance notice via the object creation message of the scheduled opening of NPA-NXX code(s) via the SOA and LSMS interface. Currently the NPAC vendor is also posting the NPA-NXX openings to the secure website.





			4.
End


			








Code Opening Processes



First TN/MDN Ported in NPA-NXX, Figure 12


			Flow Step


			Description





			1. NPAC successfully processes create request for TN/MDN subscription version


			
SP notifies the NPAC of SV creation for a TN/MDN in an NPA-NXX.





			2. NPAC successfully processes create request for NPA-NXX-X


			
NPAC successfully processes an NPA-NXX-X for a Number Pool Block.





			3. First SV activity in NPA-NXX?


			
If yes, go to Step 4.




If no, go to Step 5.





			4. NPAC sends notification of first TN/MDN ported to all SPs via SOA and LSMS


			
When the NPAC receives the first SV create request in an NPA-NXX, it will broadcast a “heads-up” notification to all SPs via the SOA and LSMS interfaces.  Upon receipt of the NPAC message, all SPs, within five (5) business days, will complete the opening for the NPA-NXX code for porting in all switches.





			5. End


			








Reseller Notification Process



Reseller Notification Flow, Figure 13


			Flow Step


			Description





			1. Is OLSP a reseller?


			
If yes, go to Step 2.




If no, go to Step 4.





			2. Does OLSP need message?


			
If yes, go to Step 3.




If no, go to Step 4.





			3. ONSP sends information and/or message to OLSP


			
NSP (Network Provider) sends an information and/or message to the OLSP (Reseller) fulfilling all requirements of any service agreement.





			4. Is NLSP a reseller?


			
If yes, go to Step 5.




If no, go to Step 7.





			5. Does NLSP need message?


			
If yes, go to Step 6.




If no, go to Step 7.





			6. ONSP sends information and/or message to OLSP


			
NSP (Network Provider) sends an information and/or message to the OLSP (Reseller) fulfilling all requirements of any service agreement.





			7. Return


			Return to previous flow.








			Tunable Name


			Current Tunable Value





			T1, Short Initial Concurrence Window


			1 hour





			T1, Long Initial Concurrence Window


			9 hour





			T2, Short Final Concurrence Window


			1 hour





			T2, Long  Final Concurrence Window


			9 hour





			Conflict Expiration Window


			30 days





			Long Conflict Resolution New Service Provider Restriction


			6 hours





			Short Conflict Resolution New Service Provider Restriction


			24 hours





			Long Cancellation-Initial Concurrence Window


			9 hours





			Short Cancellation-Initial Concurrence Window


			9 hours





			Long Cancellation-Final Concurrence Window


			9 hours





			Short Cancellation-Final Concurrence Window


			9 hours
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy):  08/28/2002



Company(s) Submitting Issue:  Verizon



Contact(s):  Name   Gary Sacra




         Contact Number   410-736-7756




         Email Address   gary.m.sacra@verizon.com



(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



Customers have been taken out of service inadvertently due to the New Service Provider continuing with a port that has been placed into Conflict by the Old Service Provider after the 6 hour timer has expired, instead of investigating why the port was placed into Conflict.                                                        



2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A. Examples & Impacts of Problem/Issue: 



When Verizon receives a SOA notification from NPAC that another service provider has issued a CREATE message to NPAC in order to schedule a port-in of a Verizon customer, Verizon checks to see that a matching Local Service Request (LSR) has been received from that service provider regarding that specific TN.  If no matching LSR is found, Verizon places the port into Conflict status with a Cause Code set to “LSR Not Received.”  We are seeing an increasing rate of instances where the New Service Provider is waiting for the 6 hour Conflict Resolution New Service Provider Restriction Tunable Parameter timer to expire, and proceeding with porting the number.  This has led to Verizon customers being inadvertently ported and taken out of service from a terminating call perspective because the wrong TN was entered in the original CREATE message sent by the New Service Provider to NPAC. 



B. Frequency of Occurrence:



In the MA and NE Regions, 15-20 customers have been taken out of service per month on average as a result of this problem.  Some of these customers have had multiple TNs taken out of service.



C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     



 West Coast___  ALL_X_



D. Rationale why existing process is deficient: 



Section 1.2.4 of the FRS document states, “If Service Providers disagree on who will serve a particular line number, the NPAC SMS will place the request in the “conflict” state and notify both Service Providers of the conflict status and the Status Change Cause Code.  The Service Providers will determine who will serve the customer via internal processes.  When a resolution is reached, the NPAC will be notified and will remove the request from the “conflict” state by the new Service Provider.  The new Service Provider can cancel the Subscription Version.”  In addition, Section 2.4.2 of the FRS states that the New Service Provider coordinates conflict resolution activities, and further states, “The New and Old Service Providers use internal and inter-company processes to resolve the conflict.  If the conflict is resolved, the new Service Provider sets the Subscription Version status to pending.  If the conflict is not resolved with the tunable maximum number of days, the NPAC SMS cancels the Subscription Version, and sets the Cause Code for the Subscription Version.”



Clearly, the intent here is to resolve the conflict before the port takes place.  Allowing the New Service Provider to remove the Conflict status after the 6 hour timer expires bypasses the need to resolve the conflict.



E. Identify action taken in other committees / forums: 



N/A



F. Any other descriptive items: __



__________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution: 



The LNPA should revisit the philosophy that led to enabling the New Service Provider to remove a Subscription Version from Conflict status after a specified period of time without first resolving the original conflict with the Old Service Provider.  NPAC requirements should be modified to require both service providers to concur before a Subscription Version can be moved from Conflict status to Pending.



LNPA WG: (only)



Item Number: 0022




Issue Resolution Referred to: _________________________________________________________


Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________



1


1
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CO Code Re-Allocation Process – User MP DRAFT 0-3


Purpose and Scope



The CO Code (NXX) Re-Allocation Process is a method to override NPAC CO Code (NXX) ownership data in order to reflect a new “LERG Assignee” event and to do so without impacting ported customers whose TN (or associated LRN) contains the NXX code.  This is done by converting the NXX code to ten pooled blocks and porting the blocks desired to the new LERG assignee.  This M&P provides a set of procedures for NPAC Users to use when they are becoming a new LERG Assignee for a portable NXX and where it is not feasible to use the conventional approach of deleting (and later re-creating) all of the SVs involving the NXX code.  


This document applies for both Non-Pooling NXXs and Pooling NXXs.  A “Non-Pooling NXX” is one that has not been acted upon by the Pool Administrator and thus is not marked in the LERG as a pooled NXX; this would include all NXXs in non-pooling areas and possibly some NXXs in pooling areas.  A “Pooling NXX” is one that has been acted upon by the Pool Administrator and thus is marked in the LERG as a pooled NXX.



Procedure Summary



1. CO Code (NXX) Re-Allocation Procedure


a. For Non-Pooling NXXs


b. For Pooling NXXs


2. CO Code Re-Allocation Process Points of Contact


a. North American Numbering Plan Administration (NANPA)


b. Number Pool Administration (PA)


c. Number Portability Administration Center (NPAC)


3. Flowchart


4. 


a. 


b. 


c. 


5. 


a. 


Procedure Detail



Note:  NANPA CO Code Administration and NeuStar Number Pool Administration will follow Appendix C & 7, Procedures for Code Holder/LERG Assignee Exit of the INC Guidelines for NXX / Thousands-Block Reallocation.


1.   Non-Pooling NXX Flow 


Note:  The NANPA CO Code Administrator sends CO Code Part 3 to the new LERG assignee.


1.1 The new LERG Assignee completes the LNP NXX LERG Assignee Transfer form (LERG Assignee Part 1B) for those thousands-blocks that have ported numbers and any other additional thousands-blocks they need to port.  Then forwards the form and CO Code Part 3 form to the NPAC Administrator.


1.2 The NPAC Administrator receives the CO Code Part 3 and the LNP NXX LERG Assignee Transfer forms from the new LERG assignee. 


1.3 If for some reason the thousands-blocks cannot be ported on the effective date, the NPAC Administrator will contact the new LERG assignee to negotiate a date to port the numbers. 


1.4 The NPAC Administrator builds the individual Block tables for the thousands-blocks indicated on the LNP NXX LERG Assignee Transfer form.


1.5 On the effective date (or the date negotiated with the new LERG Assignee), NPAC will download the thousands-blocks with a port type of “Pool”. 


1.6 Upon completion of the download, the NPAC administrator completes the LNP NXX LERG Assignee Transfer form and forwards a completed copy to the new LERG assignee.


1.7 The NPAC administrator shall update the NPAC tracking database.


Note:  The NPAC tracking database has been created to track LERG assignee changes to carriers who are not the original SPID holder in the NPAC database. This will facilitate changes to the NPAC’s network data once NANC change order 323 has been implemented at the NPAC and all NPAC Users are able to implement the corresponding changes in their systems. Until that time, this database will track the current LERG assignees at the NPAC.



2.   Pooling NXX Flow 


Note:  The new LERG assignee completes the LNP NXX LERG Assignee Transfer form for those thousands-blocks that have not been assigned to another carrier and are being retained by the new LERG assignee.  The new LERG assignee submits the form to the Pooling Administrator.  In a pooling NXX, the new LERG assignee must retain all thousands-blocks contaminated in excess of 10%. 


2.1 The Pooling Administrator forwards the LNP NXX LERG Assignee Transfer form (LERG Assignee Part 1B) to the NPAC Administrator and returns the PA Part 3 form to the new LERG assignee.  


2.2 The NPAC Administrator receives the LNP NXX LERG Assignee Transfer form from the Pooling Administrator.


2.3 If for some reason the thousands-blocks cannot be ported on the effective date, the NPAC Administrator will contact the new LERG assignee to negotiate a date to port the numbers.


2.4 The NPAC Administrator builds the individual Block tables for the thousands-blocks indicated on the LNP NXX LERG Assignee Transfer form.


2.5 On the effective date (or date negotiated with the new LERG Assignee), NPAC downloads the thousands-blocks with a port type of “Pool”.


2.6 Upon completion of the download, the NPAC administrator completes the LNP NXX LERG Assignee Transfer form and forwards a completed copy to the new LERG assignee and Pooling Administrator. 


2.7 The NPAC Administrator shall update the NPAC tracking database.


Note:  The NPAC tracking database has been created to track LERG assignee changes to carriers who are not the original SPID holder in the NPAC database. This will facilitate changes to the NPAC’s network data once NANC change order 323 has been implemented at the NPAC and all NPAC Users are able to implement the corresponding changes in their systems. Until that time, this database will track the current LERG assignees at the NPAC.


Points of Contact


North American Numbering Plan Administration (NANPA)


For questions regarding non-pooling NXXs relating to the CO Code (NXX) Re-Allocation Process, contact the appropriate NANPA Code Administrator.  To view the list of NANPA Code Administrators by State, go to www.nanpa.com and select the Central Office Code Administrators link under the Frequently Visited Pages section.


NeuStar Number Pool Administration (PA) 


For questions regarding pooling NXXs relating to the CO Code (NXX) Re-Allocation Process, contact the appropriate Pooling Administrator.  To view the list of Pooling Administrators, go to www.nationalpooling.com and select the “Contact Us” link located at the bottom of the page.


Number Portability Administration Center  (NPAC)


For NPAC related questions regarding the CO Code (NXX) Re-Allocation Process, the primary contact is cocodenpac@neustar.biz.
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1. 





� A “Non-Pooling NXX” is one that has not been acted upon by the Pool Administrator and thus is not marked in the LERG as a pooled NXX; this would include all NXXs in non-pooling areas and possibly some NXXs in pooling areas.  A “Pooling NXX” is one that has been acted upon by the Pool Administrator and thus is marked in the LERG as a pooled NXX.  
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WIRELESS NUMBER PORTABILITY 


IMPLEMENTATION GUIDELINE


Update as of 01/14/03


It is now assumed that all milestones that had end dates in 2002 have been met.  These milestones include Critical Network Elements Available, All Other Vendor Products Available, and NPAC Agreement Complete.  It is assumed that for any new service providers, those milestones which had end dates in 2002 would be met as quickly as possible.  It is further assumed that each service provider has access to a test bed for the purpose of testing with the NPAC.


Milestone: Internal Development and Testing – targeted for completion 09/03


Status: 


· Development and testing to implement Version 2.0 of the WICIS maintained by OBF


· Development and testing to support NPAC Version 3.2


· Development and testing of back-office software


· Development and testing of vendor patches and upgrades


Milestone: Final Adjustments – targeted for completion 11/24/03


Status: 


· Start date of 09/03


· Development and testing of vendor patches and upgrades will occur during this time


· Porting deployment – includes, but is not limited to OSS upgrades, Port Center implementation, final training, final network upgrades


Milestone: Intercarrier Test Logistics – targeted for completion 08/03 with contingency to extend to 10/03


Status: 


· There are eight wireless carriers and three wireline carriers represented on the testing schedule.  


· Intercarrier testing is currently planned within 7 CMSAs/MSAs for 2002.  


· The Wireless Testing Subcommittee met on November 11-12, 2002 to continue the coordination of testing logistics.


· Inter-carrier test logistics have been extended due to FCC 02-215.


· Service providers need to remain aware of the impacts of testing and implementation of NPAC Release 3.2 and changes included in WICIS 2.0


Milestone: Intercarrier Testing – targeted for completion 09/03 with contingency to extend to 11/03


Status:  


· Intercarrier network testing and call validation has been completed in 6 MSAs.


· Full end-to-end will start in 2003.


· Problems/issues identified during testing have been referred to appropriate vendors for the development


of patches and upgrades.



