MEETING MINUTES:

Qwest Education Center 
Phoenix, AZ
Host: Qwest/NeuStar

Wednesday, January 15, 2003 – 8:30 AM – 5:00 PM  

Attendance:
Name
Company
Name
Company

Jessica Burrel
Accenture
Stephen Addicks
NeuStar

Beth Watkins
AT&T (phone)
Susan Ortega
Nextel

H.L. Gowda 
AT&T
Dave Garner 
Qwest 

Paul LaGattuta
AT&T 
Kathy McGinn
Rural Cellular Corp. (phone)

Sean Hawkins
ATTWS 
Charles Ryburn
SBC 

Stephen A. Sanchez
ATTWS
Leah Luper
SBC 

Lonnie Keck
ATTWS (phone)
Kathleen Tedrick
Sprint 

Lee Hunter
BellSouth
Rick Dressner
Sprint PCS

Ron Steen
BellSouth 
Susan Tiffany
Sprint PCS

Dave Cochran
BellSouth 
Colleen Collard
Tekelec (phone)

Marian Hearn
Canadian LLC
Pat White
Telcordia Technologies

James Grasser
Cingular Wireless
John P. Malyar 
Telcordia Technologies

Monica Dahmen
Cox Communications
Marybeth Degeolgis
Telcordia Technologies 

Dennis Robbins
Electric Lightwave (phone)
Adam Newman
Telcordia Technologies

Threse Mooney
Global Crossing
Jean Anthony
Telecom Software

GiGi Neelis
Level 3 Communications
Lisa Marie Maxson
Telecom Software (phone)

Rick Jones
NENA 
Gary Williams
T-Mobile

Gene Johnston
NeuStar
Glenn Mills
TSI

Jim Rooks
NeuStar
Bob Jones
US Cellular

John Nakamura
NeuStar
Charlotte Holden
US Cellular

Larry Vagnoni
NeuStar
Chuck Bohl
US Cellular

Rob Coffman
NeuStar (phone)
Maggie Lee
VeriSign 

Darius Irani
NeuStar (phone)
Gary Sacra
Verizon

Barry Bishop
NeuStar (phone)
Linda Godfrey
Verizon Wireless

Steve Cory
NeuStar
Julie Groever
Verizon Wireless

Marcel Champagne
NeuStar
Jason Lee
WorldCom (phone)

Shannon Collins
NeuStar (phone)
Karen Mulberry
WorldCom

Attached are the Action Items assigned at the January, 2003 LNPA meeting.  Also included are the remaining open Action Items from previous meetings.
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NOTE:  ALL ACTION ITEMS REFERENCED IN THE MINUTES BELOW HAVE BEEN CAPTURED IN THE “JANUARY 2003 LNPA ACTION ITEMS” FILE ATTACHED ABOVE.

12/02 Minutes Review:
The following changes were made to the DRAFT December, 2002 LNPA Minutes during the January meeting and will be reflected in the FINAL December, 2002 version.

· Gene Johnston, NeuStar, is listed twice in the attendee list.  Remove one listing.

· Modify the beginning of the note on page 10 to reflect, “Subsequent to 12/02 LNPA meeting……”

· Add the following sentence prior to the 3rd sentence in 2nd bullet on page 3:  “In addition, wireless carriers have been inadvertently porting other wireless carriers’ numbers during testing.”

· Add the following to the readout of PIM 21 on page 6:  “With regard to PIM 21, AT&T also stated their INC contribution to the Procedures for Code Holder/LERG Assignee Exit will address abandoned TNs ported into carriers who have left the market.”

· Page 5, 3rd paragraph – remove sentence referring to NeuStar’s action item on canvassing the Cross Regional team.

Wireless Number Portability Operations (WNPO) Committee Report as reported by Jim Grasser, WNPO Chairperson:
· NeuStar gave the attached presentation to the WNPO explaining the various NPAC test beds and the impact of 3.2 testing.
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· A potential problem was discovered during testing on a wireless to wireline port.  The wireline provider could not update the CNAM record for the number to be ported in and therefore did not activate the port.  Due to concerns that this may not be an isolated problem, the WNPO agreed to work this issue.  Jim Grasser, WNPO Chairperson, took an ACTION to send out a description of the issue with an example scenario and questions for LIDB and CNAM providers.

· An election was held for the vacant WNPO Co-Chair position.  Sean Hawkins, AT&T Wireless, was elected.  Jim Grasser, Cingular Wireless, announced he is stepping down as Co-Chair.  Another election to fill his spot is necessary.  Nominees were solicited for an upcoming election to be held at the February WNPO meeting.

· The group discussed an issue regarding porting of non-migrated Type 1 cellular numbers.  In the case of a full NXX code assigned Type 1 cellular numbers and used exclusively by a wireless service provider, issues may arise if those numbers are not migrated to the wireless service provider prior to porting any of the numbers to yet another wireless provider.  Communications are required between the wireline LEC and the wireless service provider in sufficient time to ensure that the wireline LEC can route calls to the porting number correctly.   Additional work will be done on this issue at the February WNPO.

· The group discussed  the wireless reseller flows and sent further changes to NeuStar, who is coordinating the project to update the NANC LNP Provisioning Flows.

· NeuStar report:  

· There were 7 new Non-Disclosure Agreements (NDAs)/User Applications and Interconnect Plans from wireless service providers since the last WNPO (total is now 47 wireless providers).  Six additional wireless providers have completed the NDA/User Application only. 

· A total of 7 wireless service providers/service bureaus have completed new entrant testing.

· No testing is taking place currently between wireless service providers and NPAC.  

· 225,666 intra-SP ports for contaminated numbers within donated pooled blocks have been performed by wireless providers.

· NENA report:  

· No new issues have been identified during testing.

· NENA continues to address issues related to uninitialized phones.

· The Implementation Guideline and Narrative were both updated and are attached.
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Architecture Planning Team (APT) Report (Jim Rooks, NeuStar):
· The APT met for the first time on 1/14/03.  The team developed the following as its Mission Statement:  To assess Number Portability industry production technical issues within the purview of the LNPA Working Group and develop recommendations for the strategic direction of the Number Portability architecture.

· The team began with a discussion on the CMIP Alternative Business Need in order to determine if we need to improve CMIP or identify an alternative.

· Dave Cochran, BellSouth and the originator of NANC Change Order 372, discussed potential drivers and cited:

· Cost of maintaining internal CMIP interface expertise and resources

· Ability to take advantage of in-house expertise for some of the newer architectures, e.g., CORBA, XML, JAVA, J2E

· The team then spent the remaining meeting time identifying discussion topic categories, identification of numerous discussion topics within each category, and how much time will be allotted for discussions of each category during each meeting:

· Topic Category 1: Current Issues (45 minutes discussion during each meeting)

· Making EDR required for pooling?

· Production issues
· Enforcing a sunset policy

· Non-critical LSMSs and avoiding partial failures

· Third party product issues

· NPAC Maintenance Mode - allowed requests?

· Analysis of provider use and/or efficiency of past NPAC changes
· Topic Category 2:  Interface Requirements (30 minutes discussion during each meeting) 

· Defining base assumptions, business principals
· Protocol alternatives

· Interface OID changes

· Topic Category 3:  Interface Improvements (2 hours discussion during each meeting)

· Outbound flow control
· Recovery changes
· 15/60 minute abort changes
· Round-Robin Broadcasts (ILL 5)

· Batch processing for LSMS/SOA Requests and Notifications

· Enhanced Error Messaging (e.g., application level errors) (NANC 130)

· Topic Category 4:  Performance Requirements (30 minutes discussion during each meeting)

· NPAC/SOA/LSMS performance/availability requirements/measuring/compliance
· Efficient Data Gathering (e.g., vendor metrics, LLC requests) (NANC 362)

Discussion topics highlighted in yellow above will be discussed at the February APT meeting in Tampa.  The APT will continue to meet Tuesday afternoon during LNPA week from 1-5pm local time.

Reseller Flows:
· NeuStar walked the group through the latest draft of the incorporated LNP provisioning process flows.  A number of revisions were made.  The review will also continue at the February, 2003 LNPA meeting.
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· The LNPA Working Group took an ACTION to review Figure 14 of the draft NANC LNP Provisioning Flows, proposed to replace boxes 13 through 25 in the Figure 1 main flow, and come prepared to the February LNPA meeting to accept, modify, or reject the proposal.  See attached.  The group will also decide how to reflect the values of tunables in the flows and narratives.
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NANC 356 (Service Provider Name Field change) Rescheduling:
· NeuStar stated that NANC 356 could be implemented during the next scheduled NPAC maintenance in February, during a Sunday service provider maintenance window.  That NPAC maintenance will take place either on 2/2/03 or 2/9/03.  Concern was expressed by some regarding doing NANC 356 the day after the scheduled 2/1/03 disaster recovery drill.  As a result, it was decided to implement NANC 356 on 2/9/03 if NPAC scheduled maintenance during that Sunday window.  If NPAC does not schedule maintenance for 2/9/03, implementation of NANC 356 will be deferred until a Sunday service provider maintenance window in March when NPAC is also scheduled for maintenance.

· NeuStar will notify the industry via the NPAC maintenance notification process announcing for which maintenance window the Bulk Data Download (BDD) files will be created for NANC 356 implementation.  The BDD files will be created prior to the maintenance window for service providers to pull down from their respective FTP sites.  Logistics will be included in the notification for the maintenance window.

NOTE:  Subsequent to the January LNPA meeting, NeuStar stated that NANC 356 will be implemented during a March maintenance window.  Date to be finalized.  

NeuStar will send an e-mail to Charles Ryburn, LNPA Co-Chair, identifying which Sunday maintenance window in March NANC 356 will be implemented. 

NANC Change Orders 192 and 319 LERG Data Discussion:
· NeuStar, Telcordia, and the LNPA Co-Chairs met off-line and resolved the remaining issues surrounding NANC 192 and 319 data requirements.

· Telcordia reported that a member of the Common Interest Group on Rating and Routing (CIGRR) requested that Telcordia investigate the possibility of validating selected LERG data with the NPAC.  Adam Newman, Telcordia TRA, took an ACTION to advise that CIGRR member to bring in a PIM to the LNPA on addressing validation of  the relevant data between the LERG and NPAC.

PIMs:
· PIM 5 – Statement of Work (SOW) 19, which describes NeuStar’s role in the process of addressing inadvertent ports, has been approved.  The process M&P has been loaded on the NPAC website and became effective on 12/18/02.  This PIM is now CLOSED.

· PIMs 14, 15, 20, and 21 – 

· The INC continues development of its guidelines, Procedures for Code Holder/LERG Assignee Exit, that describe the responsibilities of NANPA, service providers, and the Pool Administrator when a service provider is returning or abandoning codes/blocks that contain ported telephone numbers (INC Issue 364).  The INC has been requested to allow the LNPA an opportunity to review the document before it goes to final closure.  INC will have an interim call to further discuss the guidelines on 2/7/03.

· With regard to the flow on the first page of the attached CO Code (NXX) 

Re-Allocation Process, NeuStar explained that the left side of the flow, “non-pooling NXX,” means that the Pool Administrator has not been involved with that NXX.  It does not necessarily refer to a non-pooling area.  In both the non-pooling NXX and pooling NXX cases, the new codeholder does not have to take all 10 blocks.  For a non-pooling NXX, this is also applicable in both pooled areas and non-pooled areas.  NeuStar took the following action items:

1. clarify that the left side of the flow applies to non-pooling NXXs in both pooled areas and non-pooled areas.  This clarification will be added on the flow page.  

2. on page 3 of the document, change Note 1 to read, “In a pooled NXX the new LERG assignee must retain all blocks contaminated in excess of 10%.
3. an Addendum (see attached file “LNPA WG AI 1202.05.doc”) to the guidelines will have website contacts for NANPA and the Pool Administrator, and an e-mail alias for the NPAC point of contact in lieu of names and phone numbers.  

4. NeuStar will develop the necessary M&P for review by the LNPA.  The M&P will address who the service provider should contact to address problem scenarios, e.g., for pooling areas contact the PA, for non-pooling.  The draft M&P is planned for review at the February, 2003 LNPA.  The M&P will have detailed contacts – names, telephone numbers.
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· PIM 18 - Review of the Reseller Flows continues in the LNPA.

· PIM 22 - Verizon presented their revised Change Order for a proposed resolution to this PIM (see attached).
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This revised Change Order proposed modifying the Conflict functionality in NPAC such that any of the Conflict Status Cause Values may be placed on a list of Cause Values requiring treatment by a new (additional) Conflict Resolution New Service Provider Restriction Tunable Parameter timer, separate and distinct from the existing timer.  Some members expressed objection to the proposed initial setting of the new timer to 72 business hours, due to concerns that this could push a pending port beyond the due date.  Service Providers took an ACTION to investigate internally how often the scenario described in PIM 22/NANC 375 occurs for discussion at the February LNPA meeting.  Verizon will consider revising the proposed Change Order such that the new timer would enable additional time for resolving conflicts within the bounds of the due date.

Review of December Action Items:
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· Item 1202-01:  This item was completed by NeuStar and is Closed.

· Item 1202-02:  NeuStar stated that when they receive a notice for planned maintenance outside the Sunday maintenance window from a service provider, they include the notification in the next Friday’s maintenance window announcement to the industry.  This item is Closed.

· Item 1202-03:  NeuStar stated that they will continue sending the notification to the industry announcing maintenance to be taken by service providers within the normally scheduled Sunday SP Maintenance Window.  This item is Closed.

· Item 1202-04:  Item is Closed.  See new Action Item 0103-03.

· Item 1202-05:  Item remains Open for review at February, 2003 LNPA meeting.

· Item 1202-06:  This request should not have been made of MCI/WorldCom.  NeuStar stated that they have retrained all Help Desk USAs regarding this scenario.  This item is Closed..

· Item 1202-07:  This item was completed by NeuStar and is Closed.

· Item 1202-08:  Subsequent to the 12/02 LNPA meeting, Sprint PCS reported that the issue has been resolved and that the scheduling of NANC 356 implementation can proceed.  This item is Closed.

· Item 1202-09:  Verizon and Qwest reported that they do not populate wireless numbers in their LIDB databases.  SBC will check on any regulatory mandates to do so in Texas.  This item is Closed.  See new related Action Items 0103-06 and 0103-09.

· Item 1202-10:  Item remains Open.  LNPA is awaiting INC’s Procedures for

Code Holder/LERG Assignee Exit for review before going to Final Closure at INC.

· Item 1202-11:  NANC 191/291 edit failure report to be discussed at the January NAPM/LLC meeting.

Follow-up to 01/03 LNPA meeting:  The NAPM/LLC declined to request distribution of the report by NeuStar due to the cost to develop the necessary script and produce the report.  This item is Closed.
· Item 1202-12:  Item completed and Closed.

· Item 1202-13:  Item completed and Closed.

· Item 1202-14:  Item completed and Closed.

· Item 1202-15:  Item remains Open and has been placed on the February, 2003 LNPA agenda.

· Item 1202-16:  Item remains Open and has been placed on the February, 2003 LNPA agenda.

· Item 1202-17:  Item remains Open and has been placed on the February, 2003 LNPA agenda.

· Item 0802-01:  Item remains Open.  Jim Grasser, WNPO Chairperson, will send to Charles Ryburn, LNPA Co-Chair, before the February LNPA meeting.

· Item 0902-17:  The SPID Migration M&P (NANC 323) is part of NeuStar’s 1Q03 work plan.  Item remains Open.

· Item 1102-04:  NeuStar will report out on the results of the CMIP Departure Time Validation Check change (changed from 5 minutes to 15 minutes), implemented during the 11/17/02 maintenance window, at the February LNPA using January data results.  Item remains Open.

· Item 1102-09:  Discussions on potential alternatives to CMIP protocol has been moved into the new LNPA’s Architecture Planning Team.  Item is Closed.

THURSDAY, January 16, 2003 – 8:30 – 5:00 PM 

Attendance:
Name
Company
Name
Company

Jessica Burrel
Accenture
Stephen Addicks
NeuStar

Beth Watkins
AT&T (phone)
Susan Ortega
Nextel

H.L. Gowda 
AT&T
Dave Garner 
Qwest 

Paul LaGattuta
AT&T 
Kathy McGinn
Rural Cellular Corp. (phone)

Sean Hawkins
ATTWS 
Charles Ryburn
SBC 

Stephen A. Sanchez
ATTWS
Leah Luper
SBC 

Lonnie Keck
ATTWS (phone)
Kathleen Tedrick
Sprint 

Lee Hunter
BellSouth
Rick Dressner
Sprint PCS

Ron Steen
BellSouth 
Susan Tiffany
Sprint PCS

Dave Cochran
BellSouth 
Colleen Collard
Tekelec (phone)

Marian Hearn
Canadian LLC
Pat White
Telcordia Technologies

James Grasser
Cingular Wireless
John P. Malyar 
Telcordia Technologies

Monica Dahmen
Cox Communications
Marybeth Degeolgis
Telcordia Technologies 

Dennis Robbins
Electric Lightwave (phone)
Adam Newman
Telcordia Technologies

Threse Mooney
Global Crossing
Jean Anthony
Telecom Software

GiGi Neelis
Level 3 Communications
Lisa Marie Maxson
Telecom Software (phone)

Rick Jones
NENA 
Gary Williams
T-Mobile

Gene Johnston
NeuStar
Glenn Mills
TSI

Jim Rooks
NeuStar
Bob Jones
US Cellular

John Nakamura
NeuStar
Charlotte Holden
US Cellular

Larry Vagnoni
NeuStar
Chuck Bohl
US Cellular

Rob Coffman
NeuStar (phone)
Maggie Lee
VeriSign 

Darius Irani
NeuStar (phone)
Gary Sacra
Verizon

Barry Bishop
NeuStar (phone)
Linda Godfrey
Verizon Wireless

Steve Cory
NeuStar
Julie Groever
Verizon Wireless

Marcel Champagne
NeuStar
Jason Lee
WorldCom (phone)

Shannon Collins
NeuStar (phone)
Karen Mulberry
WorldCom

NANC 356 (Service Provider Name Field change) Rescheduling (discussion continued):
· Bell South asked if NAPC edits the changes to the SP Name Field to ensure that the data is valid and correct.  NeuStar responded that this Change Order was implemented at low cost and does not validate the data entered, i.e. /1, /2, /3.  It is important for service providers to verify the data.  If it is not obvious in the service provider’s name whether they are wireline or wireless, the service provider should contact Rob Coffman, NeuStar, to ensure their name is changed correctly.  NeuStar further explained that if there was any question as to whether a service provider is wireline or wireless, NeuStar reviewed the service provider’s NPAC application to see if they were certified as a wireless carrier with the FCC, or certified with a state PUC as a wireline carrier.

· SBC and Bell South then asked if a listing of the modified name fields could be provided for service provider validation.  It was agreed that the Bulk Data Downloads would be available prior to the start of the maintenance window for service providers to review.  Service providers can clear any mistake by modifying their name field after the BDD is loaded locally.  If an error is identified, NeuStar recommends that service providers edit their name field locally before they use the data in their downstream systems.  It was agreed that no listing is necessary.

Change Management Discussion:

· The group reviewed Revision 95 of the Change Order Package.

· NANC 249:  NeuStar took an ACTION to send out a message to all SOA vendors asking if there is an impact with the attached recommendation regarding functionality related to the modification of Disconnect-Pending Subscription Versions .
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· NANC 350 has been merged into NANC 347.  NANC 347 now describes the 15 minute and 60 minute abort behavior.  NANC 347 was accepted.

· NANC 355:  Accepted.

· NANC 357:   This is the long-term version of NANC 356, SP Name Field Change.  The Change Order was accepted.

· NANC 358:  This Change Order changes the SPID from a variable 1-4 alphanumeric to a fixed 4 character alphanumeric in ASN.1 in order to be consistent with NPAC requirements and edits.  This is a change to the interface and will require a recompile at NPAC and local systems.  NANC 358 was accepted.

· NANC 359:  This is the documentation change related to NANC 358.  It also states that the Billing ID can be a variable 1-4 alphanumeric.  NANC 359 was accepted.

· NANC 360:  Doc only change.  Accepted.

· NANC 361:  Doc only change.  Accepted.

· NANC 363:  SOA/LSMS vendor impact discussion has been deferred to the February agenda.  Change Order was accepted.

· NANC 364:  Accepted.

· NANC 365:  Accepted.

· NANC 366:  Accepted.

· NANC 367:  Accepted.

· NANC 377:  NeuStar proposes closing this Change Order with no action.

· NANC 379:  Accepted.

· Qwest stated that we need a model by which the industry can do performance and capacity planning.  This will be discussed in the Architecture Planning Team (APT) as to how best to proceed.

· NOTE: There is currently no targeted date for the next NPAC software release beyond Release 3.2.

NPAC Release 3.2 Project Plan:

· NeuStar reported that the 3.2 Project Plan remains on track.

· Service Provider Individual Turn-up Testing interval (3/4/03 – 4/25/03)

· Service Provider Group and Performance Testing interval (4/28/03 – 5/14/03)

· Region 1 production on 5/19/03

· Regions 2, 3, 4 production on 6/2/03

· Regions 5, 6, 7 production on 6/16/03

· NeuStar also reported that the test bed for vendor Interop testing (ITP testing) encountered the same issue with large PDUs that was encountered in production.  This issue has since been resolved.

· NOTE:  Subsequent to the January LNPA meeting, the NAPM/LLC, on 1/31, approved the following Regional order for the production rollout of NPAC Release 3.2:

Production Date

Regions
5/19/03


Midwest

6/2/03



Mid-Atlantic, Southeast, Southwest

6/16/03


Northeast, West Coast, Western
New Business:

· SBC raised an issue where NXXs are created in the wrong region and the implications in local systems.  SBC asked if a NANC Change Order could be developed to provide an edit to reject any attempt to create an NXX in the wrong region.  NeuStar stated this could possibly be done by mapping NPAs to their appropriate region.  Leah Luper, SBC, will submit a business need for a proposed Change Order.  This business need will also reference if it is necessary to address the northern Kentucky situation, where an NPA crosses NPAC regional boundaries.

· Tekelec raised an issue related to NPAC’s ability to audit an LSMS based on activation timestamp.  If a service provider audits another provider’s LSMS based on activation timestamp, NPAC passes this on to the audited LSMS for both ported and pooled SVs, and pooled block objects.  NANC Change Order 343 does not provide this filter for pooled block objects as it is currently written.

NeuStar response:  NANC 343 has not been implemented yet but it is accepted.  Tekelec stated a preference for implementing NANC 343 as it is and opening up a new Change Order for pooled block objects.  NeuStar prefers to add the activation timestamp filter for pooled block objects to NANC 343.  This would be a doc only change for NPAC.  NANC 343 will be reopened for discussion.  NeuStar will modify NANC 343 to reflect that the activation timestamp filter applies to pooled block objects.

Remaining 2003 Meeting Schedule:

· Wireless will meet on Mondays and Tuesdays, the new Architecture Planning Team will meet on Tuesdays from 1pm-5pm local time, and the LNPA will meet on Wednesdays and Thursdays.
· Feb.  Week of 2/17.  No NANC meeting.  Hosted by TSI in Tampa.
· Mar.  Week of 3/10.  NANC meets on 3/19.  Hosted by SBC in San Antonio.
· Apr.  Week of 4/7.  No NANC meeting.  Hosted by NeuStar in Sterling, Va.
· May  Week of 5/5.  NANC meets on 5/13.  Hosted by Sprint in Kansas City.
· Jun.  Week of 6/9.  No NANC meeting.  Hosted by AT&T in NY or Atlanta.
· Jul.  Week of 7/7.  NANC meets on 7/15.  Hosted by Cingular in Chicago (tentative).
· Aug.  Week of 8/11.  No NANC meeting.  Hosted by AT&T Wireless in Seattle (flexible to swap).
· Sep.  Week of 9/15.  NANC meets on 9/25.  Hosted by Verizon in Portland, Maine.
· Oct.  Week of 10/13.  No NANC meeting.  Hosted by Canadian Consortium in Banff, Alberta, Canada.
· Nov.  Week of 11/10.  NANC meets on 11/5.  Hosted by VeriSign in Overland Park, Kansas.
· Dec.  Week of 12/8.  No NANC meeting.  Hosted by Telcordia in San Diego.
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DECEMBER, 2002 LNPA WG ACTION ITEMS ASSIGNED:


NOTE:  THE ACTION ITEM NUMBERING SCHEME IS AS FOLLOWS:


· FIRST TWO DIGITS DESIGNATE THE MONTH OF THE LNPA MEETING


· SECOND TWO DIGITS DESIGNATE THE YEAR OF THE LNPA MEETING


· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER


NEUSTAR ACTION ITEMS:


1202-01:  NeuStar will distribute to the Cross-Regional distribution the following


      advisory extracted from the PIM 2 Service Provider Maintenance Window


      Document (see related Action Item 1202-12):


“A service provider requiring SOA and LSMS Unavailability outside the Service Provider Maintenance Window will provide advance notification to the other Service Providers in the affected region(s) as soon as possible (minimum 30 days advanced notification is recommended) using the NPAC broadcast notification process.”


1202-02:  NeuStar will investigate creating a separate SP Maintenance notice for SPs


      taking maintenance outside the scheduled Sunday maintenance window that will be


      issued immediately upon notification from the SP.

1202-03:  NeuStar will canvass the Cross-Regional team to see if there is value in


      continuing the notification to the industry for SPs taking maintenance within the


      normally scheduled Sunday SP Maintenance Window before discontinuing these


      notices.


1202-04:  Neustar will modify the attached Code Reallocation Process document to


      reflect that, in non-pooling areas, the service provider will work with NPAC to only


      activate the blocks they want (the service provider is responsible for tracking).  


      NeuStar will include brief statements on back-out procedures. 
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1202-05:  Related to Action Item 1202-04, NeuStar will develop the necessary M&P for


      review by the LNPA.  The M&P will address who the service provider should contact


      to address problem scenarios, e.g., for pooling areas contact the PA, for non-pooling


      areas contact NANPA.  The draft M&P is planned for review at the February, 2003


      LNPA.


1202-06:  A service provider reported being requested by the NPAC Help Desk to move


      codes from the 859 NPA in Kentucky, which is currently split between NPAC


      Regions, from the Midwest Region NPAC to the Southeast Region NPAC. 


      WorldCom will provide information to identify individual at Help Desk who


      contacted them.  NeuStar will investigate this request internally.


1202-07:  NeuStar will announce on the 12/13/02 Cross-Regional call that the M&P for


      PIM 5, Inadvertent Porting, becomes effective on 12/18/02.  The M&P will be placed 


      on the NPAC website.


RICK DRESSNER (SPRINT PCS) ACTION ITEMS:

1202-08:  Rick Dressner will investigate reported issue with ICP process discovered


      during NANC 356 testing and report to the LNPA if it is serious enough to prevent


      rescheduling NANC 356 implementation until it is resolved.


LIDB DATABASE PROVIDER ACTION ITEMS:

1202-09: LIDB Database Providers were asked to come to the January, 2003 LNPA


      prepared to answer the following:


1. Do you populate your LIDB database with wireless numbers per an interconnect agreement with wireless providers, a state regulatory mandate, or due to a state regulatory mandate that requires an interconnect agreement?  


2. If so, are the numbers entered against the wireless SP’s OCN?


ADAM NEWMAN (TELCORDIA) ACTION ITEMS:

1202-10:  Adam Newman will request that INC provide a draft of their Procedures for


      Code Holder/LERG Assignee Exit to the LNPA for their review prior to going to


      initial closure.


GARY SACRA (VERIZON AND LNPA CO-CHAIR) ACTION ITEMS:

1202-11:  Gary Sacra will follow up on the status of facilitating the creation of the


      NANC 191/291 edit failure report with the NAPM/LLC at their 12/18/02 meeting.


1202-12:  Gary Sacra will include the following advisory extracted from the PIM 2


      Service Provider Maintenance Window Document in the minutes to the December


      LNPA (see related Action Item 1202-01):


“A service provider requiring SOA and LSMS Unavailability outside the Service Provider Maintenance Window will provide advance notification to the other Service Providers in the affected region(s) as soon as possible (minimum 30 days advanced notification is recommended) using the NPAC broadcast notification process.”


1202-13:  Gary Sacra will submit a revised Change Order for PIM 22 for discussion at


      the January, 2003 LNPA.


1202-14:  Gary Sacra will send to NeuStar the narrative of the process flow for


      Provisioning With Unconditional 10-Digit Trigger that was revised as a result of PIM


      13 (see Step 9 in the attached).
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SERVICE PROVIDER ACTION ITEMS:

1202-15:  Service Providers have an ACTION to come prepared at the January LNPA to


      discuss a possible recommendation to increase the wireline Conflict Timer from 6 to


      24 business hours.


1202-16:  Service Providers are to come prepared to the January LNPA meeting to vote


      on the following two options regarding how tunable values are to be addressed in the


      Process Flows and/or accompanying Narratives:


1) Refer to the tunable parameters by name only in the Process Flows and/or Narrative and create an Appendix to the Narrative that lists the current values of each referenced tunable.


2) Reference the current values of the tunable parameters in the Process Flow and/or the appropriate step of the Process Flow Narrative.


In both cases, differences in the values of wireless and wireline versions of a tunable will be identified.


SOA/LSMS VENDOR ACTION ITEMS:

1202-17:  SOA/LSMS Vendors are to assess the impact of NANC 363 and provide


      feedback at the January LNPA meeting.


ACTION ITEMS REMAINING OPEN FROM PREVIOUS LNPA MEETINGS:

0802-01:  Jim Grasser, WNPO Chair, took an ACTION ITEM to provide a list of testing


issues possibly impacting Wireline carriers.  Examples cited were the need for Wireless NXX codes to be opened in the selective router for the 911 database, and the need for Wireline back office systems, e.g. Billing, to accommodate Wireless numbers pooled or ported into the Wireline network.


December meeting update:  Jim Grasser to send Charles a response before January LNPA meeting.


0902-17:  SPID Migration Notification:  OP:INFO can be used for NPAC to send


notifications to all users.  


ACTION ITEM: Question for all Service Providers as to what their systems will do with it and how they will react.  


ACTION ITEM: NeuStar  to address in M&P how the determination is made that all Service Providers successfully migrated, e.g. go-no go conference call.


December meeting update:  Development of M&P is part of NeuStar’s 1Q03 work plan.


1102-04:  NeuStar will report out on the results of the CMIP Departure Time Validation


      Check change (changed from 5 minutes to 15 minutes), implemented during the 


      11/17 maintenance window, at the February LNPA using January data results.


       To be placed on the February, 2003 agenda.


1102-09:  Regarding Bell South’s proposed Change Order for investigating alternatives 


      to CMIP protocol, Dave Cochran will bring a draft business need to the December


      LNPA for review and discussion by the group.  LNPA members are welcome to send


      any contributions on possible alternatives to NeuStar.


      Moved to the January, 2003 agenda.
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CO Code (NXX) Re-Allocation Process



 (with active Ported Numbers) 



      Non-pooling NXX




            

Pooling NXX
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1. CO Code Administration and Pool Administration will follow normal procedures (appropriate INC Guidelines or existing procedures if not currently addressed in INC Guidelines) to find new LERG Assignee for CO codes being returned with portable numbers or blocks working in the NXX, which are being returned.



2. Non-pooling NXX Flow(Note: Last digit of paragraphs below correspond to numbers on flow chart)


2.1. CO Code Administrator fills out and sends CO Code Part 3 form and NPAC Part 1B form to new LERG Assignee.



2.2. Concurrently CO Code Administrator sends a copy of the NPAC Part 1B form to the NPAC Administrator.



2.3. New LERG Assignee fills out their information on the NPAC Part 1B form and forwards to the NPAC Administrator.



2.4. NPAC Administrator verifies a corresponding NPAC Part 1B form has been received from the CO Code administrator and new LERG Assignee. Care is to be taken to ensure that the NPA-NXX and the effective date are the same on both forms. NPAC Administrator will verify that the NXX (10 blocks) can be ported on the day requested. 



2.5. If for some reason the NXX (10 blocks) cannot be ported on the effective date or the new LERG Assignee has requested a different date for the port in the remarks of the NPAC Part 1B form, the NPAC Administrator will contact the new LERG Assignee and negotiate a date after the LERG effective date to port the numbers (Note: this will not extend the length of time the new LERG Assignee has to return a Part 4 form to the CO Code administrator).



2.6. NPAC builds 10 individual Block tables for the NXX being transferred to the new LERG Assignee.



2.7. On LERG effective date (or date negotiated with the new LERG Assignee), NPAC downloads all 10 blocks with a port type of “Pool”.



2.8. Upon completion of the download, the NPAC administrator completes the NPAC Part 1B form.



2.9. NPAC administrator forwards a completed copy of the NPAC Part 1B form to the new LERG Assignee and the CO Code Administrator.



2.10. NPAC administrator shall then update the NPAC tracking database.



2.10.1. The NPAC tracking database has been created to track changes of LERG assignee to carriers who are not the original SPID holder in the NPAC database. This will facilitate corrections to the NPAC database once a SOW (Statement Of Work) has been developed and implemented which will allow the SPID (Service Provider ID) to be changed in the NPAC database. Until such time as a SOW has been developed and implemented, this database will facilitate any need to track the current LERG assignee at the NPAC.



2.11. New LERG Assignee completes internal work and submits a Part 4 form to the CO Code administrator showing the NXX has been placed in service.



Note: in a non-pooling area all blocks in the code must be retained by the new LERG assignee.



3. Pooling NXX Flow (Note: Last digit of paragraphs below correspond to numbers on flow chart)


3.1. Pooling Administrator requests the new LERG Assignee to submit part 1B forms (the amount corresponding to blocks, which have not been assigned to another carrier and which are being kept by the new LERG assignee) corresponding to the NXX-Xs to be ported. Note: New LERG assignee does not have to fill out a part 1B for blocks which are being donated to the pool



3.2. New LERG Assignee fills out the appropriate Part 1B forms (with a note in remarks reflecting their company is the new LERG Assignee) and submits to the Pooling Administrator.



3.3. Pooling Administrator forwards the Part 1B forms (the amount corresponding to blocks, which have not been assigned to another carrier and are being retained by the LERG assignee) to the NPAC Administrator, and returns Part 3 forms (in the amount corresponding to blocks, which have not been assigned to another carrier and are being retained by the new LERG assignee) to the new LERG Assignee.



3.4. NPAC Administrator will verify that the NXX (or the amount of blocks indicated on the PA Part 1B) can be ported on the day requested. 



3.5. If for some reason the NXX (the number of blocks which are  being retained by the new LERG assignee) cannot be ported on the effective date or the new LERG Assignee has requested a different date for the port in the remarks of the NPAC Part 1B form, the NPAC Administrator will contact the new LERG Assignee and negotiate a date after the LERG effective date to port the numbers (Note: this will not extend the length of time the new LERG Assignee has to return the Part 4 forms to the Pooling administrator).



3.6. NPAC builds individual Block tables (the amount corresponding to blocks which are being retained by the LERG assignee) for the NXX being transferred to the new LERG Assignee.



3.7. On the LERG effective date (or date negotiated with the new LERG Assignee), NPAC downloads all blocks (the amount corresponding to blocks, which are being retained by the LERG assignee) with a port type of “Pool”.



3.8. Upon completion of the download, the NPAC administrator completes the PA Part 1B forms (the amount corresponding to blocks, which are being retained by the LERG assignee).



3.9. NPAC administrator forwards the completed copies of the PA Part 1B form (or the amount corresponding to blocks, which are being retained by the LERG assignee) to the new LERG Assignee and the Pooling Administrator.



3.10. NPAC administrator shall then update the NPAC tracking database noting that this SP is the LERG Assignee for the NXX.



3.10.1. The NPAC tracking database has been created to track changes of LERG assignee to carriers who are not the original SPID holder in the NPAC database. This will facilitate corrections to the NPAC database once a SOW (Statement Of Work) has been developed and implemented which will allow the SPID (Service Provider ID) to be changed in the NPAC database. Until such time as a SOW has been developed and implemented, this database will facilitate any need to track the current LERG assignee at the NPAC.



3.11. New LERG Assignee completes internal work and submits appropriate number of Part 4 forms if applicable to the Pooling administrator showing the blocks have been placed in service or donated to the pool.



Note:



1. In a pooling area the new LERG assignee must retain all blocks contaminated in excess of 10% .
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Provisioning With Unconditional 10-Digit Trigger



Figure 3



Flow AA






6.  NPAC SMS records date and time in history file.


The NPAC SMS records the current date and time as the Activation Date and Time stamp, after all Local SMSs successfully acknowledged receipt of new subscription version.









7.  NPAC SMS logs failures and non-responses and notifies the Old and New Service Providers of failures.


The NPAC SMS resends the activation to a Local SMS that did not acknowledge receipt of the request.  The number of NPAC SMS attempts to resend is a tunable parameter for which the current default is three (3) attempts.  Once this cycle is completed NPAC personnel investigate possible problems.  In addition, the NPAC sends a notice via SOA interface to both the Old and New Service Providers with a list of Local SMSs that failed activation.









8.  All Service Providers update routing databases (real time download).


This is an internal process and is performed in accordance with the Service Control Point (SCP) Applications and GTT Function for Number Portability requirements as defined  by T1S1.6.









9.  Old Service Provider removes appropriate translations.


After update of its databases, the old Service Provider removes translations associated with the ported TN.  The removal of these translations (1.) will not be done until the old Service Provider has evidence that the port has occurred, or (2.) will not be scheduled earlier than 11:59 PM of the day after the due date, or (3.) will be scheduled for 11:59 PM on the due date, but can be changed by an LSR supplement received no later than 9:00 PM local time on the due date.  This LSR supplement must be submitted in accordance with local practices governing LSR exchange, including such communications by telephone, fax, etc.









10.  New Service Provider may verify completion.


The New Service Provider may make test calls to verify that calls to ported numbers complete as expected.









11.  END
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Sent by:
lnpa-admin@lists.neustar.biz


To:
"'lnpa@lists.neustar.biz'" <lnpa@lists.neustar.biz>


cc:
 


Subject:
[lnpa] Jan 2003 LNPAWG mtg, change management issue to discuss Thu, 1/16 /03


During ITP testing, conflicting documentation was discovered between the IIS


and some ITP Test Cases.  This is related to functionality for NANC 249,


Modification of Disconnect-Pending SVs.


Specifically, the new R3.2 IIS flow 5.2.7 (SubscriptionVersion Modify


Disconnect Pending Version Using M-ACTION by a Service Provider SOA)


indicates at the end of the flow that the process will follow either flow


5.4.1 (immediate disconnect), or 5.4.2 (future-dated disconnect).  The issue


is the reference to 5.4.2, as the disconnect request has already been


submitted by the current SOA, and therefore this reference is incorrect.


Our recommendation is to correct the text at the end of 5.2.7.  Here's the


old text and the proposed new text (changing the second sentence).


Old Text:


If the newly modified ERD is the current date or a previous date, the NPAC


will follow the "immediate disconnect" flow (B.5.4.1).  Otherwise, it will


follow the future dated ERD flow (B.5.4.2).


Proposed New Text:


If the newly modified ERD is the current date or a previous date, the NPAC


will follow the "immediate disconnect" flow (B.5.4.1).  Otherwise, the NPAC


waits for the subscriptionEffectiveReleaseDate date to arrive, at which


point it will follow the "immediate disconnect" flow.


Additionally, in the ITP TCs, 16.5.13 and 16.5.15, it shows an SAVC back to


the SOA for this modify of a disconnect-pending functionality.  This is the


discrepancy between the flow (5.2.7) and the TCs.


Upon analysis of other flows in the IIS, it appears that the flow is correct


and the TCs are incorrect.  SAVCs are only sent to SOAs when either the


status is changing, or the NPAC needs to update a SOA with a failed list or


a conflict cause code.  In the functionality tested in 16.5.13 and 16.5.15,


neither of these two cases are applicable.


So, our proposal is to correct the ITP TCs to NOT show this SAVC.


J-


<<...OLE_Obj...>>


John M. Nakamura


NeuStar, Inc.


46000 Center Oak Plaza


Sterling, VA 20166


Work: 571-434-5686


Mobile: 571-228-5076


Text Page: 5712285076@mobile.att.net or www.attws.com ("Send Messages" tab)


E-Mail: john.nakamura@neustar.biz


***************************************************************************


This e-mail was generated by the LNPA e-mail list.  Questions should be


sent to lnpa-admin@lists.neustar.biz.


***************************************************************************


TO UNSUBSCRIBE OR UPDATE YOUR E-MAIL ADDRESS


You have received this e-mail because you subscribed to the LNPA mail


list.  To unsubscribe or change the e-mail preferences in your profile,


please click on the link below:


http://lists.neustar.biz/mailman/listinfo.cgi/lnpa


***************************************************************************
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Version 2 of DRAFT Change Order Submitted by Verizon to Address PIM 22 


Removal of Conflict Status




Origination Date: 01/03/03


Originator:  Verizon


Change Order Number: 375

Description:  New Conflict Timer for Removal of Conflict Status


Pure Backwards Compatible: TBD


IMPACT/CHANGE ASSESSMENT


FRS

IIS

GDMO

ASN.1

NPAC

SOA

LSMS



TBD

TBD

TBD

TBD

TBD

TBD

TBD



Business Need:

Customers have been taken out of service inadvertently due to the New Service Provider continuing with a port that had been placed into Conflict by the Old Service Provider after the 6 hour timer had expired, instead of investigating why the port was placed into Conflict.


When the Old Service Provider receives a SOA notification from NPAC that another service provider has issued a CREATE message to NPAC in order to schedule a port-in of the Old Service Provider’s customer, the Old Service Provider should check to see that a matching Local Service Request (LSR) has been received from that service provider regarding that specific TN.  If no matching LSR is found, the Old Service Provider may place the port into Conflict status with a Cause Code set to “LSR Not Received.”  In an increasing rate of instances, the New Service Provider is waiting for the 6 hour Conflict Resolution New Service Provider Restriction Tunable Parameter timer to expire, and is proceeding with porting the number.  This has led to a number of customers being inadvertently ported and taken out of service from a terminating call perspective because the wrong TN was entered in the original CREATE message sent by the New Service Provider to NPAC.


This proposed Change Order, as did PIM 22 accepted by the LNPA, seeks to prevent instances where customers are taken out of service inadvertently after the New Service Provider continues with a port that had been placed into Conflict by the Old Service Provider.  In these cases, the port was placed into Conflict Status by the Old Service Provider because of indications that the New Service Provider may possibly be porting the wrong TNs.


Description of Change:


The current Cause Values indicating why the Old Service Provider has placed a port into Conflict are as follows:


50 - LSR Not Received


51 - FOC Not Issued


52 - Due Date Mismatch


53 - Vacant Number Port


54 – General Conflict


This Change Order proposes modifying the Conflict functionality in NPAC such that any of these Conflict Status Cause Values may be placed on a list of Cause Values requiring treatment by a new (additional) Conflict Resolution New Service Provider Restriction Tunable Parameter timer, separate and distinct from the existing timer.


At a minimum, the list will contain Cause Value 50 – LSR Not Received, and will be set initially to 72 business hours.  The flexibility will be such that additional Cause Values may be added, and the timer's tunable setting changed, by agreement of the LNPA Working Group.


This contribution includes proposals which were prepared to assist the LNPA Working Group. This document is submitted for discussion only, and is not to be construed as binding on Verizon.  Subsequent study may lead to a revision of this document, both in numerical value and/or form, and, after continuing study and analysis, Verizon specifically reserves the right to change the contents of this contribution


* CONTACT: Gary Sacra; email: gary.m.sacra@verizon.com; Tel: 410-736-7756
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NANC Ops Flow Narrative v0.5.doc

Inter-Service Provider LNP Operations Flows - Narratives
version 0.5





Narratives:  Following are the textual descriptions of the Inter-Service Provider LNP Operations Flows.  These narratives provide a detailed description of the step-by-step flows.



Legend:



NSP = New Service Provider



NLSP = New Local Service Provider



NNSP = New Network Service Provider



OSP = Old Service Provider



OLSP = Old Local Service Provider



ONSP = Old Network Service Provider



SV = Subscription Version



SP = Service Provider



FRS = Functional Requirements Specification



IIS = Interoperability Interface Specifications



LSR = Local Service Request



FOC = Firm Order Confirmation



WPR = Wireless Porting Request



WPRR = Wireless Porting Request Response



Provisioning With LRN



Main Flow, Figure 1


			Flow Step


			Description





			1. START: End User Contact with NLSP


			
The process begins with an end-user requesting service from the NLSP.



· It is assumed that prior to entering the provisioning process the involved NPA/NXX was opened for porting.





			2. End User agrees to change to NLSP


			
End-user agrees to change to NLSP and requests retention of current telephone number/mobile directory number (TN/MDN).





			3. NLSP obtains end user authorization


			
NLSP obtains authority (Letter of Authorization - LOA) from end-user to act as the official agent on behalf of the end-user.  The NLSP is responsible for demonstrating necessary authority.





			4. (Optional) NLSP requests CSR from OLSP


			· As an optional step, the NSLP requests a Customer Service Record (CSR) from the OLSP.  No service agreement between the NLSP and OLSP should be required for CSR.





			5. Are NNSP and ONSP both wireless?


			· If yes, go to step 7.



· If no, go to step 6.





			6. LSR/FOC – Service Provider Communication


			· Inter-Service Provider LNP Operations Flows – Wireline LSR/FOC Process, Figure 2.





			7. ICP – Service Provider Communication


			· Inter-Service Provider LNP Operations Flows – Wireless ICP Process, Figure 3.





			8. Are NNSP and ONSP the same SP?


			· If yes, go to Step 10.



· If no, go to Step 9.





			9. NNSP coordinates all porting activities


			
The NNSP must coordinate porting timeframes with the ONSP, and both provide appropriate messages to the NPAC.





			10. Is NPAC processing required?


			· If yes, go to Step 11.



· If no, go to Step 31.





			11. Perform intra-provider port or modify existing SV


			
SP enters intra-provider SV create data into the NPAC via SOA interface (i.e., the SOA association, LTI, or contacting the NPAC personnel) for porting of end-user in accordance with the NANC FRS and the NANC IIS.  Upon completion of intra-provider port, go to step 31.





			12. NNSP and ONSP create and process service orders


			
Upon completion of the LSR/FOC or ICP Process, the NNSP and ONSP create and process service orders through their internal service order systems, based on information provided in the LSR/FOC or WPR/WPRR.





			13. NNSP and (optionally) ONSP notify NPAC with Create message


			
Due date of the create message is the due date on the FOC, where wireline due date equals date and wireless due date equals date and time.  For wireless to wireline, the wireline due date applies.  For wireline to wireless due date is TBD.  Any change of due date to the NPAC is usually the result of a change in the FOC due date.




SPs enter SV data into the NPAC via SOA interface (i.e., the SOA association, LTI, or contacting the NPAC personnel) for porting of end-user in accordance with the NANC FRS and the NANC IIS.





			14. NPAC performs data validation on each Create message


			
NPAC validates data to ensure value formats and consistency as defined in the FRS.  This is not a comparison between NNSP and ONSP messages.





			15. Is Create message valid?


			
If yes, go to step 18.  If this is the first valid create message, the T1 Timer is started.




If no, go to step 16.





			16.  NPAC notifies appropriate Service Provider that create message is invalid


			
If the data is not valid, the NPAC sends error notification to the SP for correction.





			17. Service Provider Data corrected and forwarded


			
The SP, upon notification from the NPAC, corrects the data and resubmits to the NPAC.  Re-enter at step 14.





			18. Did NPAC receive reate from NNSP and ONSP before T1 expired?


			
The value for the T1 Timer is configurable (one of two values) for SPs.  SPs will use either long or short timers.  The current default for the long timer is nine (9) hours.  The current default for the short timer is one (1) hour.




If yes, go to Step 19.







If no, go to Step 21.




NPAC timers include business hours only, except where otherwise specified.  Local business hours are defined as 12 hours.  Short Business Days are defaulted to Monday through Friday, except holidays, and Long Business Days are defaulted to Monday through Saturday, except holidays.  Holidays and business hours are defined for each NPAC Region.





			19. Is Create message valid and matching?


			
If yes, go to step 27.




If no, go to step 20.









			20. NPAC notifies appropriate Service Provider that Create message is invalid.


			
The NPAC informs the SP that sent the create, that the messages are invalid and/or not matching.  If necessary, the Service Provider notified coordinates the correction.





			21. NPAC notifies appropriate Service Provider that Create message is missing.


			
The NPAC informs the SP of a missing create.  If necessary, the Service Provider notified coordinates the correction.





			


			











			


			








			Did NPAC receive create before the T2 expired?


			
The NPAC provides a Final Concurrence Window tunable parameter (T2) that is defined as the number of hours after the concurrence request is sent by the NPAC.




The value for the T2 Timer is configurable (one of two values) for Service Providers.  Service Providers will use either long or short timers.  The current default for the long timer is nine (9) hours.  The current default for the short timer is one (1) hour.




NPAC timers include business hours only, except where otherwise specified.  Local business hours are defined as 12 hours.  Short Business Days are defaulted to Monday through Friday, except holidays, and Long Business Days are defaulted to Monday through Saturday, except holidays.  Holidays and business hours are defined for each NPAC Region.




If create messages match, go to Step 27.




If T2 Timer expires, go to Step 23.








			22. Is the Create message missing from NNSP or ONSP?


			
If NNSP, go to Step 24.




If ONSP, go to Step 26.





			23. Has cancel window for pending SVs expired?


			



If yes, go to step 25.




If no, return to step 23.





			24. NPAC notifies NNSP and ONSP that transaction is cancelled and change is rejected


			
The SV is immediately cancelled by NPAC.  Both SPs take appropriate action related to internal work orders.



For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.





			25. NPAC notifies ONSP that porting proceeds under the control of the NNSP


			
A notification message is sent to the ONSP noting that the porting is proceeding in the absence of any message from the ONSP.





			26. Did ONSP place the order in Conflict?


			
If yes, go to Step 28.




If no, go to Step 29.




Check Concurrence Flag, Yes or No.  If No, a conflict cause code as defined in the FRS, is designated.  ONSP makes a concerted effort to contact NNSP prior to placing SV in conflict.  The latest time by which the ONSP could place an SV into conflict would be the later of 12:00 noon the date before the due date or the expiration of the T2 Timer.





			27. 





			














			28. NPAC logs request to place order in conflict, including cause code


			
Go to Inter-Service Provider LNP Operations Flows - Conflict Flow for the Service Creation Provisioning Process - tie point B, Figure 6.








			29. NNSP coordinates physical changes with ONSP


			
The NNSP has the option of requesting a coordinated order.  This is the re-entry point from the Inter-Service Provider LNP Operations Flows – Conflict Flow for the Service Creation Provisioning Process, tie point BB.




If coordination is requested on the LSR, an indication of Yes or No for the application of a 10-digit trigger is required.  If no coordination indication is given, then by default, the 10-digit trigger is applied as defined by inter-company agreements.  If the NSP requests a coordinated order and specifies ‘no’ on the application of the 10-digit trigger, the Old OSP uses the 10-digit trigger at its discretion.





			30. Is the unconditional 10 digit trigger being used?


			
If yes, go to Inter-Service Provider LNP Operations Flows - Provisioning with Unconditional 10-Digit Trigger - tie point AA, Figure 5.




If no, go to Inter-Service Provider LNP Operations Flows - Provisioning without Unconditional 10-digit Trigger - tie point A, Figure 4.




The unconditional 10-digit trigger is an option assigned to a number on a donor switch during the transition period when the number is physically moved from donor switch to recipient switch.  During this period it is possible for the TN/MDN to reside in both donor and recipient switches at the same time.




The unconditional 10-digit trigger may be applied by the NNSP.





			31. END


			· End of the Inter-Service Provider LNP Operations Flows – Main Flow.


· This is also the re-entry point from various flows, tie point Z.








Wireline LSR/FOC Service Provider Communication



Flow LSR/FOC, Figure 2


			Flow Step


			Description





			1. Is end user porting all TNs/MDNs?


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, LSR/FOC Process, Step 6, Figure 1.




The NSP determines if customer is porting all TN/MDN(s).



· If yes, go to Step 3.



· If no, go to Step 2.





			2. NLSP notes “Not all TNs/MDNs are being ported” in the remarks field on the LSR


			
The NSP makes a note in the remarks section of the LSR to identify that the end-user is not porting all TN/MDN(s). This can affect the due date interval due to account rearrangements necessary prior to service order issuance.





			3. Is NLSP a Reseller?


			· If yes, go to step 7.



· If no, go to step 4.





			4. NNSP sends LSR to ONSP


			
The NNSP notifies the ONSP of the port using the LSR and sends the information via an electronic gateway, FAX, or manual means.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the LSR may vary based on the carriers involved.





			5. Is OLSP a Reseller?


			· If yes, go to step 7.



· If no, go to step 8.





			6. NLSP sends LSR or LSR information to NNSP for resale service


			· NLSP (Reseller) sends an LSR or LSR Information to the NNSP fulfilling all requirements of any service agreement.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the LSR may vary based on the carriers involved.





			7. ONSP sends LSR or LSR information to OLSP


			· ONSP (Network Provider) sends an LSR or LSR Information to the OLSP (Reseller) fulfilling all requirements of any service agreement.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the LSR may vary based on the carriers involved.





			8. OLSP sends FOC or FOC information to ONSP


			· The OLSP notifies the ONSP of the porting using the FOC and sends the information via an electronic gateway, FAX, or other manual means.  The LSR/FOC process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the FOC may vary based on the carriers involved





			9. ONSP sends FOC to NNSP


			
ONSP sends the firm order confirmation (FOC, local response) to the NNSP for the porting LSR.



· For wireline to wireline and for wireline to wireless, the LSR/FOC process time frame is 24 hours.








The due date of the first TN/MDN ported in an NPA-NXX is no earlier than five (5) business days after FOC receipt date.  Any subsequent port in that NPA NXX will have a due date no earlier than three (3) business days after FOC receipt.  It is assumed that the porting interval is not in addition to intervals for other requested services related to the porting (e.g., unbundled loops).  The interval becomes the longest single interval required for the services requested.




The FOC process is defined by the OBF and the electronic interface by the TCIF.





			


			· 





			


			· 





			


			· 


· 


· 


· 


· 





			10. Is NLSP a Reseller?


			· If yes, go to step 11.



· If no, go to step 12.





			11. NNSP forwards FOC or FOC Information to NLSP


			· NNSP forwards FOC or FOC Information to NLSP.





			12. Return to Figure 1


			· Return to main flow, LSR/FOC Process, Step 6.








Wireless ICP Service Provider Communication



Flow ICP, Figure 3


			Flow Step


			Description





			1. Is NLSP a Reseller?


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, ICP Process, Step 7.




The NSP determines if customer is porting all TN/MDN(s).



· If yes, go to Step 2.



· If no, go to Step 3.





			2. NLSP sends WPR* or WPR information to NNSP for resale service


			· NLSP (Reseller) sends a WPR* or WPR information to the NNSP (may vary slightly depending on provider agreement).



· For wireless to wireless the WPR/WPRR* time frame is 30 minutes.



· The due date of the first TN ported in an NPA-NXX is no earlier than 5 business days after a confirming WPRR* receipt date.



· The due date for a TN ported in an NPA-NXX which has TNs already ported is no earlier than 2 business hours after a confirming WPRR receipt date/time or as currently determined by NANC.





			3. NNSP sends WPR to ONSP


			· The NNSP notifies the ONSP of the port request using the WPR and sends the information via CORBA or FAX*.



· IC begins from acknowledgment being received by NNSP from ONSP, and not at the time the WPR is sent from the NNSP to the ONSP.





			4. Is OLSP a reseller?


			· If yes, go to Step 5


· If no, go to Step 7.





			5. ONSP sends WPR or WPR information to OLSP


			· The ONSP notifies the OLSP of the port request using the WPR or WPR information.





			6. OLSP sends WPRR or WPRR information to ONSP


			· The OLSP sends the ONSP the WPRR or WPRR information.





			7. ONSP sends WPRR to NNSP


			· ONSP sends the Wireless Port Request Response to the NNSP.



· IC terminates upon receipt of WPRR by NNSP.





			8. Is WPRR a Delay?


			· If yes, go to step 4.


· If no, go to step 9.





			9. Is NLSP a reseller?


			· If yes, go to Step 10.



· If no, go to Step 11.





			10. NNSP forwards WPRR, or WPRR information to NLSP


			· New Network Service Provider sends the WPRR to the New Local Service Provider.





			


			· 





			11. Is WPRR confirmed?


			· If yes, Return to Figure 1.


· If no, go to step 11 – WPRR must be a Resolution Required.





			12. WPRR is a resolution response


			· Return to step 1.





			Return to Figure 1


			· Return to main flow Figure 1, ICP Process, Step 7.








Provisioning Without Unconditional 10-Digit Trigger



Flow A, Figure 4


			Flow Step


			Description





			NOTE:  Steps 1 and 2 are worked concurrently.





			1.
NNSP activates port (locally)


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, tie point A.




The Wireline NSP activates its own Central Office translations.




The Wireless NSP activates its own switch/HLR configuration including assignment of Mobile Station Identifier (MSID).





			2.  NNSP and ONSP make physical changes (where necessary).


			
Wireline physical changes may or may not be coordinated.  Coordinated physical changes are based on inter-connection agreements.




Mobile Station (handset) changes are completed.




The NSP is now providing dial tone to ported end user.





			3.  NNSP notifies NPAC to activate the port


			
The NSP sends an activate message to the NPAC via the SOA.




No NPAC SV may activate before the SV due date/time.





			NOTE:  Steps 4, 5, 6, and 7 may be concurrent, but at a minimum should be completed ASAP.





			4.  NPAC downloads (real time) to all Service Providers.


			
The NPAC broadcasts new SV data to all SP LSMSs in the serving area in accordance with the NANC FRS and NANC IIS.  The Service Control Point (SCP) Applications and GTT Function for Number Portability requirements are defined by T1S1.6.





			5.  NPAC records date and time in history file.


			
The NPAC records the current date and time as the Activation Date and Time stamp, after all LSMSs have successfully acknowledged receipt of new SV.





			6.  Wireline ONSP removes translations in Central Office. Wireless ONSP removes subscriber from switch/HLR.


			
The Wireline OSP initiates the removal of translation either at designated Due Date and Time or, if the order was designated as coordinated, upon receipt of a call from the NSP.




The Wireless OSP initiates the removal of the subscriber record from the switch/HLR after the activation of the port.





			7.  NPAC logs failures and non-responses and notifies the NNSP and ONSP


			
The NPAC resends the activation to an LSMS that did not acknowledge receipt of the request, based on the retry tunable.  The number of NPAC SMS attempts to resend is a tunable parameter for which the current default is three (3) attempts.  Once this cycle is completed, NPAC personnel investigate possible problems.  In addition, the NPAC sends a notification via SOA interface to both NNSP and ONSP with a list of LSMSs that failed activation.





			8.  All service providers update routing databases (real time download)


			
This is an internal process and is performed in accordance with the Service Control Point (SCP) Applications and GTT Function for Number Portability requirements as defined by T1S1.6.





			9.  NNSP may verify completion


			
The NNSP may make test calls to verify that calls to ported numbers complete as expected.





			Z.  END


			
Return to main flow Figure 1, tie point Z.








Provisioning With Unconditional 10-Digit Trigger



Flow AA, Figure 5


			Flow Step


			Description





			1. ONSP activates unconditional 10 digit trigger in the central office


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Main Flow, tie point AA.




The actual time for trigger activation is defined on a regional basis.




The unconditional 10-digit trigger may optionally be applied by the NNSP.





			NOTE:  Steps 2 and 3 may be worked concurrently.





			2.  NNSP activates central office translations


			
The NNSP activates its own Central Office translations.





			3. NNSP and ONSP make physical changes (where necessary).


			
Any physical work or changes are made by either NNSP or ONSP, as necessary.




Physical changes may or may not be coordinated.  Coordinated physical changes are based on inter-connection agreements.



· The NNSP is now providing dial-tone to ported in user





			4. NNSP notifies NPAC to activate port


			
The NNSP sends an activate message via the SOA interface to the NPAC.




No NPAC SV may activate before the SV due date.





			NOTE:  Steps 5, 6, and 7 may be concurrent, but at a minimum should be completed ASAP.





			5.  NPAC downloads (real time) to all service providers


			
The NPAC broadcasts new SV data to all SPs in the serving area in accordance with the NANC FRS and NANC IIS. The Service Control Point (SCP) Applications and GTT Function for Number Portability requirements are defined by T1S1.6.





			6.  NPAC records date and time in history file


			
The NPAC records the current date and time as the Activation Date and Time stamp, after all LSMSs successfully acknowledged receipt of new subscription version.





			7.  NPAC logs failures and non-responses and notifies the NNSP and ONSP


			
The NPAC resends the activation to a Local SMS that did not acknowledge receipt of the request, based on the retry tunable.  The number of NPAC attempts to resend is a tunable parameter for which the current default is three (3) attempts.  Once this cycle is completed NPAC personnel investigate possible problems.  In addition, the NPAC sends a notification via SOA interface to both the NNSP and ONSP with a list of LSMSs that failed activation.





			8.  All service providers update routing data (real time download)


			
This is an internal process and is performed in accordance with the Service Control Point (SCP) Applications and GTT Function for Number Portability requirements as defined by T1S1.6.





			9.  ONSP removes appropriate translations


			
After update of its databases the ONSP removes translations associated with the ported TN/MDN.  The removal of these translations (1.) will not be done until the old Service Provider has evidence that the port has occurred, or (2.) will not be scheduled earlier than 11:59 PM of the day after the due date, or (3.) will be scheduled for 11:59 PM on the due date, but can be changed by an LSR supplement received no later than 9:00 PM local time on the due date.  This LSR supplement must be submitted in accordance with local practices governing LSR exchange, including such communications by telephone, fax, etc.





			10.  NNSP may verify completion


			
The NNSP may make test calls to verify that calls to ported numbers complete as expected.





			Z.  END


			
Return to main flow, tie point Z.








Conflict Flow for the Service Creation Provisioning Process



Flow B, Figure 6


			Flow Step


			Description





			


			





			1. Is conflict restricted?


			
The conflict flow is entered through the Provisioning process flow (Main Flow, Figure 1) through tie point (B), when the OSP enters a concurrence flag of “No”, and designates a conflict cause code.




Conflict is restricted (i.e., SV may not be placed into conflict) if either:




The OSP has previously placed the subscription into conflict, or




The request was initiated after the noon the business day before Due Date and T2 Timer has expired.




If yes, go to Step 2.




If no, go to Step 3.





			2. NPAC rejects the conflict request


			
NPAC notifies SP of rejection.




The porting process resumes as normal, proceeding to the Provisioning process flow (Main Flow, Figure 1) at tie point BB.





			3. NPAC changes the subscription status to conflict and notifies NNSP and ONSP


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.




Both SPs take appropriate action related to internal work orders.




SVs may be modified while in the conflict state (e.g., due date).





			


			








			4. NNSP contacts ONSP to resolve conflict.  If no agreement is reached, begin normal escalation


			
The escalation process is defined in the inter-company agreements.





			5. Was conflict resolved within 30 calendar days?


			
From the time an SV is placed in conflict, there is a 30-calendar day limit after which it is removed from the NPAC database.  If it is resolved within the 30 calendar day limit, proceed to Step 7; if not, the subscription request will “time out” and proceed to Step Z.





			6. NPAC initiates cancellation and notifies both NNSP and ONSP


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.




Both SPs take appropriate action related to internal work orders.





			7. How was conflict resolved?


			
Conflict resolution initiates one of two actions:  1) cancellation of the subscription, or 2) resumption of the service creation provisioning process.  If the conflict is resolved by cancellation of the subscription, then proceed to the Cancellation Flows for Provisioning Process through tie point G.  If the conflict is otherwise resolved, proceed to Step 8.





			Was the resolution message received from NNSP within the tunable restriction window?


			
If conflict was resolved within tunable business hours (default of six hours for wireline, and six hours for wireless), only the ONSP may notify NPAC of “conflict off”.  If conflict was resolved after tunable hours, either the NNSP or ONSP may notify NPAC of “conflict off”.



In order for the porting process to continue at least one SP must remove the SV from conflict.




If conflict resolution attempt was made within business hour tunable window, proceed to step 10.




If conflict is not resolved, proceed to step 9.





			8. NPAC notifies both NNSP and ONSP of ‘conflict off’ via SOA


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.




NPAC notifies both SPs of the change in SV status.  The porting process resumes as normal, proceeding to the Provisioning process flow (Main Flow, Figure 1) at tie point BB.





			


			








			9. NPAC rejects the conflict resolution request from NNSP


			
NPAC sends an error to the NNSP indicating conflict resolution is not valid at this point in time.





			Z.  END


			
Return to main flow Figure 1, tie point Z.








Cancellation Flows for Provisioning Process



Cancel Flow, Figure 7


Introduction



A service order and/or subscription may be cancelled through the following processes:



· The end-user contacts the NSP or OSP and requests cancellation of their porting request.



· Conflict Flow for the Service Creation Provisioning Process – Flow B, Figure 6:  As a result of the Conflict Resolution process (at tie-point C) the NSP and OSP agree to cancel the SV and applicable service orders.



			Flow Step


			Description





			End-user request to cancel


			
The Cancellation Process may begin with an end-user requesting cancellation of their pending port.  The Cancellation process flow applies only to that period of time between SV creation, and either activation or cancellation of the porting request.  If activation completed and the end-user wishes to revert back to the former SP, it is accomplished via the Provisioning Process.





			1. Did end-user contact NLSP or OLSP?


			
The end-user contacts either the NSP or OSP to cancel the porting request.  Only the NSP of OSP can initiate this transaction, not another SP.




The contacted SP gathers information necessary for sending the LSR to the other SP noting cancellation, and for sending the cancellation request to NPAC.




If the end-user contacted the ONSP, then proceed to Step 6.




If the end-user contacted the NNSP, proceed to Step 3.





			2. Is NLSP a Reseller?


			· If yes, go to step 4.



· If no, go to step 5.





			3. NLSP sends cancel request to NNSP


			
The NLSP notifies the NNSP, via their inter-company interface, indicating that the porting request is to be cancelled.





			4. NNSP sends SUPP to ONSP noting cancellation as soon as possible prior to activation


			
The end-user contacts the NLSP to cancel the porting request.  The NNSP fills out and sends the LSR form to the ONSP via their inter-company interface, indicating cancellation of the porting request.





			5. OLSP obtains end-user authorization


			
The OLSP obtains actual authority from the end-user to act as the official agent on behalf of the end-user to cancel the porting request.  The OLSP is responsible for demonstrating such authority as necessary.





			6. Is OLSP a Reseller?


			· If yes, go to step 8.



· If no, go to step 9.





			7. OLSP sends cancel request to ONSP


			
The OLSP notifies the ONSP, via their inter-company interface, indicating that the porting request is to be cancelled.





			8. ONSP sends cancel notification to the NNSP


			
The ONSP notifies the NNSP, via their inter-company interface, indicating that the porting request is to be cancelled.





			Not shown in flow – (Old Service Provider sends cancellation to NPAC, if appropriate)


			
The OSP, contacted directly by the end-user or notified by the NSP via their inter-company interface, sends a cancellation message to NPAC via the SOA interface.  This cancellation message is accepted by the NPAC only if the OSP had previously uploaded during the SV creation.  If the OSP sends a cancellation message and a create message was not previously sent, the NPAC responds with a reject message.  If the OSP does not upload a create message to the NPAC for this SV, it cannot subsequently send a cancellation message.




The OSP takes appropriate action related to internal work orders.





			


			





			Not shown in flow – (New Service Provider sends cancellation to NPAC, if appropriate)


			
The NSP, contacted directly by the end-user or notified by the OSP via their inter-company interface, sends a cancellation message to NPAC via the SOA interface.  This cancellation message is accepted by the NPAC only if the NSP previously uploaded during the SV creation.  If the NSP sends a cancellation message and a create message was not previously sent, the NPAC responds with a reject message.  If the NSP did not upload a create message to the NPAC for this SV, it cannot subsequently send a cancellation message.




The NSP takes appropriate action related to internal work orders.





			9. Did NNSP send create to NPAC?


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Conflict Flow Figure 8, tie point G.




The NPAC tests for receipt of cancellation messages from the two SPs based on which SP had previously uploaded into the NPAC.  Since the OSP upload is optional for SV creation, if the OSP did not upload during the creation process, the OSP input during cancellation is not accepted by the NPAC.  Similarly, if during the SV creation process only the OSP uploaded, and not the NSP, only the OSP input is accepted when canceling an order.  However, if the timers expire, the system will automatically cancel.




For a “concurred” SV, when the first cancellation message is received, the NPAC sets the SV status to cancel-pending.  Both NSP and OSP are notified of this change in status via the SOA interface.




If the second cancellation notification, from the other SP, is received within nine (9) business hours, proceed to Step 14.




If the second cancellation notification from the other Service Provider is not received within nine (9) business hours, proceed to Step 13.



· For a “non-concurred” SV, when the first cancellation message is received, the NPAC sets the SV status directly to cancel, and proceeds to Step 18.  Both NSP and OSP are notified of this change in status via the SOA interface.





			10. Did NPAC receive cancel from NNSP within 9 business hours?


			The NPAC applies a nine (9)-business hour [tunable parameter] time limit on receiving cancellation messages from both SPs.  This is referred to as the Initial Cancellation Window.




NPAC timers include business hours only, except where otherwise specified.  Local business hours are defined as 12 hours.  Short Business Days are defaulted to Monday through Friday, except holidays, and Long Business Days are defaulted to Monday through Saturday, except holidays.  Holidays and business hours are defined for each NPAC Region.





			11. NPAC notifies NNSP that cancel is missing


			
The Initial Cancellation Window starts with receipt of the first cancellation message at NPAC.  When this timer times out, the NPAC requests the missing information from NNSP since they did not provide the cancellation message via the SOA interface.  Only “concurred” subscriptions reach this point in the process flow.





			12. Did NPAC receive cancel from NNSP within nine (9) business hours?


			
The NPAC applies a nine (9) business hours [tunable parameter] time limit on receiving cancellation messages from both Service Providers.  This is referred to as the Final Cancellation Window.




NPAC SMS processing timers include business hours only, except where otherwise specified. Local business hours are defined as 12 hours.  Monday through Friday is the default for Short Business Days and Monday through Saturday is the default for Long Business Days, except holidays. Holidays and business hours are defined for each NPAC Region.




Upon receipt of the concurring notification, proceed to Step 14.




If no notification is received by the time this timer times out, proceed to tie-point H, “Cancellation Conflict Process Flow.”





			13. Did ONSP send create to NPAC?


			
The NPAC tests for receipt of cancellation messages from the two SPs based on which SP had previously uploaded into the NPAC.  Since the OSP upload is optional for SV creation, if the OSP did not upload during the creation process, the OSP input during cancellation is not accepted by the NPAC.  Similarly, if during the SV creation process only the OSP uploaded, and not the NSP, only the OSP input is accepted when canceling an order.  However, if the timers expire, the system will automatically cancel.




For a “concurred” SV, when the first cancellation message is received, the NPAC sets the SV status to cancel-pending.  Both NSP and OSP are notified of this change in status via the SOA interface.




If the second cancellation notification, from the other SP, is received within nine (9) business hours, proceed to Step 17.




If the second cancellation notification from the other Service Provider is not received within nine (9) business hours, proceed to Step 17.



· For a “non-concurred” SV, when the first cancellation message is received, the NPAC sets the SV status directly to cancel, and proceeds to Step 18.  Both NSP and OSP are notified of this change in status via the SOA interface.





			14. Did NPAC receive cancel from ONSP within 9 business hours?


			The NPAC applies a nine (9)-business hour [tunable parameter] time limit on receiving cancellation messages from both SPs.  This is referred to as the Initial Cancellation Window.




NPAC timers include business hours only, except where otherwise specified.  Local business hours are defined as 12 hours.  Short Business Days are defaulted to Monday through Friday, except holidays, and Long Business Days are defaulted to Monday through Saturday, except holidays.  Holidays and business hours are defined for each NPAC Region.





			15. NPAC notifies appropriate SP that cancel is missing


			
The Initial Cancellation Window starts with receipt of the first cancellation message at NPAC.  When this timer times out, the NPAC requests the missing information from the SP who did not provide the cancellation message via the SOA interface.  Only “concurred” subscriptions reach this point in the process flow.





			16. Did NPAC receive cancel from ONSP within nine (9) business hours?


			
The NPAC applies a nine (9) business hours [tunable parameter] time limit on receiving cancellation messages from both Service Providers.  This is referred to as the Final Cancellation Window.




NPAC SMS processing timers include business hours only, except where otherwise specified. Local business hours are defined as 12 hours.  Monday through Friday is the default for Short Business Days and Monday through Saturday is the default for Long Business Days, except holidays. Holidays and business hours are defined for each NPAC Region.




Upon receipt of the concurring notification, proceed to Step 18.




If no notification is received by the time this timer times out, proceed to tie-point H, “Cancellation Conflict Process Flow.”





			17. NPAC logs information, cancels subscription, and notifies both Service Providers of cancellation


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.




The porting request is cancelled by changing the subscription status to cancelled.  Both Service Providers are notified of the cancellation via the SOA interface.





			Z.
END


			
Return to main flow Figure 1, tie point Z.








Cancellation Conflict Flow for Provisioning Process



Cancel-Conflict Flow, Figure 8


			Flow Step


			Description





			1. Is NNSP or ONSP cancellation missing or inaccurate?


			
This is the entry point from the Inter-Service Provider LNP Operations Flows – Cancellation Flow, tie point H.




At this point in the process flow, the subscription status is cancel pending, because either the NNSP or ONSP cancellation notification is missing or inaccurate (i.e., mismatched).




If the ONSP notification is at fault, then proceed to Step 2.




If the NNSP notification is at fault, then proceed to Step 3.





			Note that the Cancellation Conflict process flow is reached only for “concurred” subscriptions.





			2. NPAC cancels subscription, logs cancel, and notifies both NNSP and ONSP of cancel with cause code


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.




If the ONSP does not provide a cancellation notification message to NPAC, in spite of a Cancellation LSR from the NNSP and two reminder messages from NPAC, the subscription is cancelled.  NPAC notifies both SPs via the SOA interface, that the subscription status is updated to cancelled, and places the proper cause code on the subscription record.




Both SPs take appropriate action related to internal work orders.





			3. NPAC places subscription in conflict, logs conflict, and notifies NNSP and ONSP


			
If the NSP does not provide a cancellation notification message to NPAC, in spite of a Cancellation LSR from the ONSP and a reminder message from NPAC, the subscription is placed in a conflict state.  NPAC also writes the proper conflict cause code to the subscription record, and notifies both SPs, with proper conflict cause code, of the change in status via the SOA interface.




For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.




Both SPs take appropriate action related to internal work orders.





			4. How does NNSP wish to proceed?


			
With the subscription in conflict, it is only the NNSP who controls the transaction.  The NNSP makes a concerted effort to contact the ONSP prior to proceeding.




If the NNSP decides to cancel the subscription, proceed to Step 5.




If the NNSP decides to proceed with the porting process, go to Step 8.




If the NNSP decides to ignore, proceed to Step 7.





			5. NNSP notifies NPAC to cancel subscription


			
The NNSP may decide to cancel the subscription.  If so, they notify NPAC of this decision via the SOA interface.





			6. NPAC cancels subscription, logs cancel, and notifies NNSP and ONSP of cancel


			
Following notification by the NNSP to cancel the subscription, NPAC logs this information, and changes the subscription status to cancelled.  Both SPs are notified of the change in the subscription status via the SOA interface.




For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.




Both SPs take appropriate action related to internal work orders





			7. NPAC waits 30 calendar days, cancels subscription, and notifies NNSP and ONSP


			
After no response from the NSP for 30 calendar days regarding this particular subscription, NPAC changes the status to cancelled and notifies both SPs of the change in status via the SOA interface.




For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.




Both SPs take appropriate action related to internal work orders.





			8. NNSP notifies NPAC to remove subscription from conflict status


			
The NNSP may choose to proceed with the porting process, in spite of a cancellation message from the ONSP.  As both SPs are presumably basing their actions on the end-user’s request, and each is apparently getting a different request from that end-user, each should ensure the accuracy of the request.




If the NNSP decides to proceed with the porting, they update the status of the subscription to pending via the SOA interface.




It is the responsibility of the NNSP to contact the ONSP, to request that related work orders which support the porting process are performed.  The ONSP must support the porting process.





			9. NPAC notifies NNSP and ONSP of ‘conflict off’ via SOA


			
For the notification process, refer to Inter-Service Provider LNP Operations Flows – Reseller Notification, Figure 13.




NPAC notifies both SPs of the change in subscription status.  The porting process resumes as normal, at tie-point BB.





			Z.
END


			
Return to main flow Figure 1, tie point Z.








Disconnect Process for Ported TN/MDN(s)



Disconnect Flow, Figure 9


			Flow Step


			Description





			1.
End-user initiates disconnect


			
The end user provides disconnect date and negotiates intercept treatment with current SP.





			2.
NNSP initiated disconnect


			
Current SP initiates disconnect of service based on regulatory authority(s).





			3.
NNSP arranges intercept treatment 


			
Current SP arranges intercept treatment as negotiated with the end user, or, when the disconnect is SP initiated, per internal processes.





			4.
NNSP creates and processes service order


			
Current SP follows existing internal process flows to ensure the disconnect within its own systems.





			5.
NNSP notifies NPAC of disconnect date1 and indicates effective release date2


			
Current SP notifies NPAC of disconnect date via the SOA interface and indicates effective release date, which defines when the broadcast occurs.  If no effective release date is given, the broadcast from the NPAC is immediate.  The maximum interval between disconnect date and effective release date is 18 months.





			6.
NPAC notifies code/block holder of disconnected TN/MDNs disconnect and release dates


			
On effective release date, the NPAC notifies code/block holder of the disconnected TN/MDN(s), effective release and disconnect dates via the SOA.





			7.
NPAC broadcasts subscription deletion to all applicable SPs


			
On effective release date, the NPAC broadcasts SV deletion to all applicable SPs via LSMS.





			8.
NPAC deletes TN/MDN(s) from active database on effective release date


			
On effective release date, the NPAC removes telephone number from NPAC database.





			9.
END


			








Audit Process



Audit Flow, Figure10


			Flow Step


			Description





			1. Service Provider requests NPAC for audit


			
An SP may request an audit to assist in resolution of a repair problem reported by an end-user.  Prior to the audit request, the SP completes internal analysis as defined by company procedures and, if another SP is involved, attempts to jointly resolve the trouble in accordance with inter-company agreements.  Failing to resolve the trouble following these activities, the SP requests an audit.





			2. NPAC issues queries to appropriate LSMSs


			
The NPAC issues queries to the LSMSs involved in the customer port.





			3. NPAC compares own SV to LSMS SV


			
Upon receipt of the LSMS SV, the comparison of the NPAC and LSMS SVs is made to determine if there are discrepancies between the two databases.





			4. NPAC downloads updates to LSMSs with SV differences


			
If inaccurate routing data is found, the NPAC broadcasts the correct SV data to any involved SPs networks to correct inaccuracies.





			5. Are all audits completed?


			
If no, return to Step 4.




If yes, proceed to Step 6.





			6. NPAC reports audit completion and discrepancies to requestor


			
The NPAC reports to the requesting SP following completion of the audit to allow the SP to close the trouble ticket.




 Upon request, the NPAC provides ad hoc reports to SPs that wish to determine which SPs are launching audit queries to their LSMS.





			7. END


			








Code Opening Processes



NPA-NXX Code Opening, Figure 11


			Flow Step


			Description





			1.
NPA-NXX holder notifies NPAC of NPA-NXX Code(s) being opened for porting


			
The SP responsible for the NPA-NXX being opened must notify the NPAC via the SOA or LSMS interface within a regionally agreed upon time frame.





			2.
NPAC updates its NPA-NXX database


			
The NPAC updates its databases to indicate that the NPA-NXX has been opened for porting.





			3.
NPAC sends notice of code opening to all SPs


			
The NPAC provides advance notice via the object creation message of the scheduled opening of NPA-NXX code(s) via the SOA and LSMS interface. Currently the NPAC vendor is also posting the NPA-NXX openings to the secure website.





			4.
End


			








Code Opening Processes



First TN/MDN Ported in NPA-NXX, Figure 12


			Flow Step


			Description





			1. NPAC successfully processes create request for TN/MDN subscription version


			
SP notifies the NPAC of SV creation for a TN/MDN in an NPA-NXX.





			2. NPAC successfully processes create request for NPA-NXX-X


			
NPAC successfully processes an NPA-NXX-X for a Number Pool Block.





			3. First SV activity in NPA-NXX?


			
If yes, proceed to step 4.




If no, proceed to step 5.





			4. NPAC sends notification of first TN/MDN ported to all SPs via SOA and LSMS


			
When the NPAC receives the first SV create request in an NPA-NXX, it will broadcast a “heads-up” notification to all SPs via the SOA and LSMS interfaces.  Upon receipt of the NPAC message, all SPs, within five (5) business days, will complete the opening for the NPA-NXX code for porting in all switches.





			5. End


			








Reseller Notification Process



Reseller Notification Flow, Figure 13


			Flow Step


			Description





			1. Is OLSP a reseller?


			
If yes, proceed to step 2.




If no, proceed to step 4.





			2. Does OLSP need message?


			
If yes, proceed to step 3.




If no, proceed to step 4.





			3. ONSP sends information and/or message to OLSP


			
NSP (Network Provider) sends an information and/or message to the OLSP (Reseller) fulfilling all requirements of any service agreement.





			4. Is NLSP a reseller?


			
If yes, proceed to step 5.




If no, proceed to step 7.





			5. Does NLSP need message?


			
If yes, proceed to step 6.




If no, proceed to step 7.





			6. ONSP sends information and/or message to OLSP


			
NSP (Network Provider) sends an information and/or message to the OLSP (Reseller) fulfilling all requirements of any service agreement.





			7. Return


			Return to previous flow.
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NPAC Test Platform and Testing Services

 

January 13, 2002







SOW 34 Testing Services 

		Test Environment supports the current NPAC software release in Production Regions

		Release 3.1

		Available to signed NPAC Users

		Wireless Providers; Wireline Providers; Service Bureaus

		No usage fees for unsupported testing

		Dedicated Applications Engineer to provide assistance

		Service Providers can arrange for fee-based Test Engineering resources









SOW 34 Testing Services

		Release 3.1 Test Environment

		Host Server: stnptap1

		IP Address: 208.143.38.84

		URL: http://stnptap1.npac.com/npac20/gui_base/fcgi-bin/PageServer/Logon

		24 x 7 availability of Test Environment

		Applications Engineer resource to support Test Environment – 1 FTE

		









Application Engineer Support

		Applications Engineer resource to support Test Environment – 1 FTE

		System administration

		Database administration

		Application support/troubleshooting

		Key exchange

		Filter management

		BDD file requests









Application Engineer Support 

		Testing support performed by Application Engineer (1 FTE) will be based on Service Provider demand

		Tasks requested by multiple SPs will have to wait for Application Engineer availability

		Test Engineer resources to be contracted based on request for dedicated testing support 

		Scheduled in 4 hour blocks; 

		Service Provider Direct Charge $1200 per block









Procedure for Requesting Testing Support

		Requests for testing support and to schedule Test Engineer resources for dedicated testing support are made through the Testing Coordinator or the Testing e_mail Address

		Janice James 571-434-5442

		Janice.James@neustar.biz

		Pager: 800-SKY-8888 PIN# 1469445

		LNPTESTING@neustar.biz

		









SOW 34 Testing Services

		Test Platform Normal Support Hours

		Monday – Friday, 8am – 6pm CT

		Testing support requests and issues outside Normal Support Hours will be responded to the next Business Day









Escalation Procedures

		NPAC Applications Support Management

		Rob Coffman: rob.coffman@neustar.biz ; 571-434-5443

		Ky Quan: ky.quan@neustar.biz; 571-434-5460









Service Level Requirements (SLRs)

		SLRs on Test Environment availability only

		Test Environment available 90% per calendar month

		Maintenance – 10 hours per month outside of Normal Support Hours

		NPAC to provide advance notification for scheduled maintenance









Release 3.2 Certification Testing

		SOW35 – Release 3.2 will have a separate Test Environment for Service Provider Release 3.2 Certification Testing

		Service Provider Turn-Up Testing

		3/03 – 4/25

		Service Provider Group and Performance Testing

		4/28 - 5/14

		Service Provider Failover Testing

		5/15 - 16









Release 3.2 Test Environment

		Release 3.2 Test Environment will be dedicated to release certification testing

		After Release 3.2 implementation in all US Regions – 6/16, Release 3.2 will be installed on SOW 34 Test Environment







NEU STAR
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WIRELESS NUMBER PORTABILITY 


IMPLEMENTATION GUIDELINE


Update as of 01/14/03


It is now assumed that all milestones that had end dates in 2002 have been met.  These milestones include Critical Network Elements Available, All Other Vendor Products Available, and NPAC Agreement Complete.  It is assumed that for any new service providers, those milestones which had end dates in 2002 would be met as quickly as possible.  It is further assumed that each service provider has access to a test bed for the purpose of testing with the NPAC.


Milestone: Internal Development and Testing – targeted for completion 09/03


Status: 


· Development and testing to implement Version 2.0 of the WICIS maintained by OBF


· Development and testing to support NPAC Version 3.2


· Development and testing of back-office software


· Development and testing of vendor patches and upgrades


Milestone: Final Adjustments – targeted for completion 11/24/03


Status: 


· Start date of 09/03


· Development and testing of vendor patches and upgrades will occur during this time


· Porting deployment – includes, but is not limited to OSS upgrades, Port Center implementation, final training, final network upgrades


Milestone: Intercarrier Test Logistics – targeted for completion 08/03 with contingency to extend to 10/03


Status: 


· There are eight wireless carriers and three wireline carriers represented on the testing schedule.  


· Intercarrier testing is currently planned within 7 CMSAs/MSAs for 2002.  


· The Wireless Testing Subcommittee met on November 11-12, 2002 to continue the coordination of testing logistics.


· Inter-carrier test logistics have been extended due to FCC 02-215.


· Service providers need to remain aware of the impacts of testing and implementation of NPAC Release 3.2 and changes included in WICIS 2.0


Milestone: Intercarrier Testing – targeted for completion 09/03 with contingency to extend to 11/03


Status:  


· Intercarrier network testing and call validation has been completed in 6 MSAs.


· Full end-to-end will start in 2003.


· Problems/issues identified during testing have been referred to appropriate vendors for the development


of patches and upgrades.
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CO Code (NXX) Re-Allocation Process


(with active Ported Numbers)


NANPA, PA & NPAC


Point of Contacts




North American Numbering Plan Administration (NANPA)


For questions regarding non-pooling NXXs relating to the CO Code (NXX) Re-Allocation Process, contact the appropriate NANPA Code Administrator.  To view the list of NANPA Code Administrators by State, go to www.nanpa.com and select the Central Office Code Administrators link under the Frequently Visited Pages section.


NeuStar Number Pool Administration (PA) 


For questions regarding pooling NXXs relating to the CO Code (NXX) Re-Allocation Process, contact the appropriate Pooling Administrator.  To view the list of Pooling Administrators, go to www.nationalpooling.com and select the Contact Us link located at the bottom of the page.


Number Portability Administration Center  (NPAC)


For NPAC related questions regarding the CO Code (NXX) Re-Allocation Process, the primary contact is Paul Becker and secondary contact is Cindy Chavez.  Paul Becker can be reached at 571-434-5746 or by email at paul.becker@neustar.biz.  Cindy Chavez can be reached at 925-363-8702 or by email at cindy.chavez@neustar.biz.  
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JANUARY, 2003 LNPA WG ACTION ITEMS ASSIGNED:


NOTE:  THE ACTION ITEM NUMBERING SCHEME IS AS FOLLOWS:


· FIRST TWO DIGITS DESIGNATE THE MONTH OF THE LNPA MEETING


· SECOND TWO DIGITS DESIGNATE THE YEAR OF THE LNPA MEETING


· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER


NEUSTAR ACTION ITEMS:


0103-01:  NANC 356, Service Provider Name Field change, will be rescheduled for an 


upcoming Sunday Service Provider Maintenance Window when NPAC is also performing maintenance.  NeuStar will notify the industry via the NPAC maintenance notification process announcing for which maintenance window the Bulk Data Download (BDD) files will be created for NANC 356 implementation.


NOTE:  Subsequent to the January LNPA meeting, NeuStar stated that NANC 356 will be implemented during a March maintenance window.  Date to be finalized.  


0103-02:  Related to Action Item 0103-01, NeuStar will send an e-mail to Charles 


Ryburn, LNPA Co-Chair, identifying which Sunday maintenance window in March NANC 356 will be implemented. 


0103-03:  With regard to the flow on the first page of the attached CO Code (NXX) 


Re-Allocation Process, NeuStar explained that the left side of the flow, “non-pooling NXX,” means that the Pool Administrator has not been involved with that NXX.  It does not necessarily refer to a non-pooling area.  In both the non-pooling NXX and pooling NXX cases, the new codeholder does not have to take all 10 blocks.  For a non-pooling NXX, this is also applicable in both pooled areas and non-pooled areas.  NeuStar took the following action items:


1. clarify that the left side of the flow applies to non-pooling NXXs in both pooled areas and non-pooled areas.  This clarification will be added on the flow page.  


2. on page 3 of the document, change Note 1 to read, “In a pooled NXX the new LERG assignee must retain all blocks contaminated in excess of 10%.

3. an Addendum (see attached file “LNPA WG AI 1202.05.doc”) to the guidelines will have website contacts for NANPA and the Pool Administrator, and an e-mail alias for the NPAC point of contact in lieu of names and phone numbers.  The M&P will have detailed contacts – names, telephone numbers (see related Action Item 1202-05 below).
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0103-04:  NANC Change Order 343 will be reopened for discussion.  NeuStar will 


modify NANC 343 to reflect that the activation timestamp filter applies to pooled block objects.


0103-05:  NeuStar took an ACTION to send out a message to all SOA vendors asking if 


there is an impact with the attached recommendation regarding functionality related to the modification of Disconnect-Pending Subscription Versions .











[image: image3.wmf]"NANC 249 doc only 


proposal.doc"




JIM GRASSER (WNPO CHAIR) ACTION ITEMS:

0103-06:  Jim Grasser will develop and distribute a description of the LIDB/CNAM 


database update issue encountered during wireless/wireline inter-carrier testing.  This description will include example problem scenarios and any relevant questions to be answered by LIDB and CNAM database providers. 


LEAH LUPER (SBC) ACTION ITEMS:

0103-07:  SBC raised an issue where NXXs are created in the wrong region and the 


implications in local systems.  Leah Luper, SBC, asked if a NANC Change Order could be developed to provide an edit to reject any attempt to create an NXX in the wrong region.  NeuStar stated this could possibly be done by mapping NPAs to their appropriate region.  Leah Luper will submit a business need for a proposed Change Order.  This business need will also reference if it is necessary to address the northern Kentucky situation, where an NPA crosses NPAC regional boundaries.


ADAM NEWMAN (TELCORDIA) ACTION ITEMS:

0103-08:  Adam Newman reported that a member of the Common Interest Group on 


Rating and Routing (CIGRR) requested that Telcordia investigate the possibility of validating selected LERG data with the NPAC.  Adam Newman took an ACTION to advise that CIGRR member to bring in a PIM to the LNPA on addressing validation of  the relevant data between the LERG and NPAC.


CHARLES RYBURN (SBC AND LNPA CO-CHAIR) ACTION ITEMS:

0103-09:  Related to Action Item 0103-06, Charles Ryburn will determine if there is any 


regulatory requirement in Texas to populate wireless telephone numbers in their LIDB database.


LNPA WORKING GROUP ACTION ITEMS:

0103-10:  The LNPA Working Group is to review Figure 14 of the draft NANC LNP 


Provisioning Flows, proposed to replace boxes 13 through 25 in the Figure 1 main flow, and come prepared to the February LNPA meeting to accept, modify, or reject the proposal.  See attached.
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SERVICE PROVIDER ACTION ITEMS:

0103-11:  Service Providers took an ACTION to investigate internally how often the 


scenario described in PIM 22/NANC 375 occurs for discussion at the February LNPA meeting.
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ACTION ITEMS REMAINING OPEN FROM PREVIOUS LNPA MEETINGS:

0802-01:  Jim Grasser, WNPO Chair, took an ACTION ITEM to provide a list of testing


issues possibly impacting Wireline carriers.  Examples cited were the need for Wireless NXX codes to be opened in the selective router for the 911 database, and the need for Wireline back office systems, e.g. Billing, to accommodate Wireless numbers pooled or ported into the Wireline network.


January meeting update:  Jim Grasser to send Charles a response before February LNPA meeting.


0902-17:  SPID Migration Notification:  OP:INFO can be used for NPAC to send


notifications to all users.  


ACTION ITEM: Question for all Service Providers as to what their systems will do with it and how they will react.  


ACTION ITEM: NeuStar  to address in M&P how the determination is made that all Service Providers successfully migrated, e.g. go-no go conference call.


January meeting update:  Development of M&P remains part of NeuStar’s 1Q03 work plan.


1102-04:  NeuStar will report out on the results of the CMIP Departure Time Validation


      Check change (changed from 5 minutes to 15 minutes), implemented during the 


      11/17 maintenance window, at the February LNPA using January data results.


       To be placed on the February, 2003 agenda.


1202-05:  Related to Action Item 0103-03, NeuStar will develop the necessary M&P for


review by the LNPA.  The M&P will address who the service provider should contact to address problem scenarios, e.g., for pooling areas contact the PA, for non-pooling.  The draft M&P is planned for review at the February, 2003 LNPA.


January meeting update:  The M&P will have detailed contacts – names, telephone numbers.


1202-10:  Adam Newman will request that INC provide a draft of their Procedures for


      Code Holder/LERG Assignee Exit to the LNPA for their review prior to going to


      initial closure.


January meeting update:  Adam Newman has made the request of INC.  This item remains open awaiting INC’s response.


1202-11:  Gary Sacra will follow up on the status of facilitating the creation of the


      NANC 191/291 edit failure report with the NAPM/LLC at their 12/18/02 meeting.


      January meeting update:  To be discussed at the January NAPM/LLC meeting.  This 


      item will be placed on the February LNPA agenda for further discussion.


1202-15:  Service Providers have an ACTION to come prepared at the January LNPA to


      discuss a possible recommendation to increase the wireline Conflict Timer from 6 to


      24 business hours.


      To be placed on the February, 2003 agenda.

1202-16:  Service Providers are to come prepared to the January LNPA meeting to vote


      on the following two options regarding how tunable values are to be addressed in the


      Process Flows and/or accompanying Narratives:


1) Refer to the tunable parameters by name only in the Process Flows and/or Narrative and create an Appendix to the Narrative that lists the current values of each referenced tunable.


2) Reference the current values of the tunable parameters in the Process Flow and/or the appropriate step of the Process Flow Narrative.


      In both cases, differences in the values of wireless and wireline versions of a tunable 


      will be identified.


      To be placed on the February, 2003 agenda.

1202-17:  SOA/LSMS Vendors are to assess the impact of NANC 363 and provide


      feedback at the January LNPA meeting.


      To be placed on the February, 2003 agenda.
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1. NANPA CO Code Administration and NeuStar Number Pool Administration will follow Appendix C & 7, Procedures for Code Holder/LERG Assignee Exit of the INC Guidelines for NXX/Thousands-Block Reallocation.



2. Non-pooling NXX Flow (Note: Last digit of paragraphs below correspond to numbers on flow chart)


2.1. The NANPA CO Code Administrator sends CO Code Part 3 to the new LERG assignee.



2.2. The new LERG Assignee completes the LNP NXX LERG Assignee Transfer form for those thousands-blocks that have ported numbers and any additional thousands-blocks they need to port.  Then forwards the form and CO Code Part 3 to the NPAC Administrator.



2.3. The NPAC Administrator receives the CO Code Part 3 and the LNP NXX LERG Assignee Transfer form from the new LERG assignee. 



2.4. If for some reason the thousands-blocks cannot be ported on the effective date, the NPAC Administrator will contact the new LERG assignee to negotiate a date to port the numbers. 



2.5. The NPAC Administrator builds the individual Block tables for the thousands-blocks indicated on the LNP NXX LERG Assignee Transfer form.



2.6. On the effective date (or the date negotiated with the new LERG Assignee), NPAC will download the thousands-blocks with a port type of “Pool”. 



2.7. Upon completion of the download, the NPAC administrator completes the LNP NXX LERG Assignee Transfer form and forwards a completed copy to the new LERG assignee.



2.8. The NPAC administrator shall update the NPAC tracking database.



2.8.1. The NPAC tracking database has been created to track LERG assignee changes to carriers who are not the original SPID holder in the NPAC database. This will facilitate corrections to the NPAC database once a SOW (Statement Of Work) has been developed and implemented which will allow the SPID (Service Provider ID) to be changed in the NPAC database. Until such time as a SOW has been developed and implemented, this database will track the current LERG assignee at the NPAC.



3. Pooling NXX Flow (Note: Last digit of paragraphs below correspond to numbers on flow chart)


3.1. The new LERG assignee completes the LNP NXX LERG Assignee Transfer form for those thousands-blocks that have not been assigned to another carrier and are being retained by the new LERG assignee.  The new LERG assignee submits the form to the Pooling Administrator.  



3.2. The Pooling Administrator forwards the LNP NXX LERG Assignee Transfer form to the NPAC Administrator and returns the PA Part 3 to the new LERG assignee.



3.3. The NPAC Administrator receives the LNP NXX LERG Assignee Transfer form from the Pooling Administrator.



3.4. If for some reason the thousands-blocks cannot be ported on the effective date, the NPAC Administrator will contact the new LERG assignee to negotiate a date to port the numbers.



3.5. The NPAC Administrator builds the individual Block tables for the thousands-blocks indicated on the LNP NXX LERG Assignee Transfer form.



3.6. On the effective date (or date negotiated with the new LERG Assignee), NPAC downloads the thousands-blocks with a port type of “Pool”.



3.7. Upon completion of the download, the NPAC administrator completes the LNP NXX LERG Assignee Transfer form and forwards a completed copy to the new LERG assignee and Pooling Administrator. 



3.8. The NPAC Administrator shall update the NPAC tracking database.



3.8.1. The NPAC tracking database has been created to track LERG assignee changes to carriers who are not the original SPID holder in the NPAC database. This will facilitate corrections to the NPAC database once a SOW (Statement Of Work) has been developed and implemented which will allow the SPID (Service Provider ID) to be changed in the NPAC database. Until such time as a SOW has been developed and implemented, this database will track the current LERG assignee at the NPAC.



Note: In a pooling area the new LERG assignee must retain all thousands-blocks contaminated in excess of 10%.
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Version 2 of DRAFT Change Order Submitted by Verizon to Address PIM 22 



Removal of Conflict Status






Origination Date: 01/03/03



Originator:  Verizon



Change Order Number: 375


Description:  New Conflict Timer for Removal of Conflict Status



Pure Backwards Compatible: TBD



IMPACT/CHANGE ASSESSMENT



FRS


IIS


GDMO


ASN.1


NPAC


SOA


LSMS





TBD


TBD


TBD


TBD


TBD


TBD


TBD





Business Need:


Customers have been taken out of service inadvertently due to the New Service Provider continuing with a port that had been placed into Conflict by the Old Service Provider after the 6 hour timer had expired, instead of investigating why the port was placed into Conflict.



When the Old Service Provider receives a SOA notification from NPAC that another service provider has issued a CREATE message to NPAC in order to schedule a port-in of the Old Service Provider’s customer, the Old Service Provider should check to see that a matching Local Service Request (LSR) has been received from that service provider regarding that specific TN.  If no matching LSR is found, the Old Service Provider may place the port into Conflict status with a Cause Code set to “LSR Not Received.”  In an increasing rate of instances, the New Service Provider is waiting for the 6 hour Conflict Resolution New Service Provider Restriction Tunable Parameter timer to expire, and is proceeding with porting the number.  This has led to a number of customers being inadvertently ported and taken out of service from a terminating call perspective because the wrong TN was entered in the original CREATE message sent by the New Service Provider to NPAC.



This proposed Change Order, as did PIM 22 accepted by the LNPA, seeks to prevent instances where customers are taken out of service inadvertently after the New Service Provider continues with a port that had been placed into Conflict by the Old Service Provider.  In these cases, the port was placed into Conflict Status by the Old Service Provider because of indications that the New Service Provider may possibly be porting the wrong TNs.



Description of Change:



The current Cause Values indicating why the Old Service Provider has placed a port into Conflict are as follows:



50 - LSR Not Received



51 - FOC Not Issued



52 - Due Date Mismatch



53 - Vacant Number Port



54 – General Conflict



This Change Order proposes modifying the Conflict functionality in NPAC such that any of these Conflict Status Cause Values may be placed on a list of Cause Values requiring treatment by a new (additional) Conflict Resolution New Service Provider Restriction Tunable Parameter timer, separate and distinct from the existing timer.



At a minimum, the list will contain Cause Value 50 – LSR Not Received, and will be set initially to 72 business hours.  The flexibility will be such that additional Cause Values may be added, and the timer's tunable setting changed, by agreement of the LNPA Working Group.



This contribution includes proposals which were prepared to assist the LNPA Working Group. This document is submitted for discussion only, and is not to be construed as binding on Verizon.  Subsequent study may lead to a revision of this document, both in numerical value and/or form, and, after continuing study and analysis, Verizon specifically reserves the right to change the contents of this contribution



* CONTACT: Gary Sacra; email: gary.m.sacra@verizon.com; Tel: 410-736-7756
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Sent by:
lnpa-admin@lists.neustar.biz



To:
"'lnpa@lists.neustar.biz'" <lnpa@lists.neustar.biz>



cc:
 



Subject:
[lnpa] Jan 2003 LNPAWG mtg, change management issue to discuss Thu, 1/16 /03



During ITP testing, conflicting documentation was discovered between the IIS



and some ITP Test Cases.  This is related to functionality for NANC 249,



Modification of Disconnect-Pending SVs.



Specifically, the new R3.2 IIS flow 5.2.7 (SubscriptionVersion Modify



Disconnect Pending Version Using M-ACTION by a Service Provider SOA)



indicates at the end of the flow that the process will follow either flow



5.4.1 (immediate disconnect), or 5.4.2 (future-dated disconnect).  The issue



is the reference to 5.4.2, as the disconnect request has already been



submitted by the current SOA, and therefore this reference is incorrect.



Our recommendation is to correct the text at the end of 5.2.7.  Here's the



old text and the proposed new text (changing the second sentence).



Old Text:



If the newly modified ERD is the current date or a previous date, the NPAC



will follow the "immediate disconnect" flow (B.5.4.1).  Otherwise, it will



follow the future dated ERD flow (B.5.4.2).



Proposed New Text:



If the newly modified ERD is the current date or a previous date, the NPAC



will follow the "immediate disconnect" flow (B.5.4.1).  Otherwise, the NPAC



waits for the subscriptionEffectiveReleaseDate date to arrive, at which



point it will follow the "immediate disconnect" flow.



Additionally, in the ITP TCs, 16.5.13 and 16.5.15, it shows an SAVC back to



the SOA for this modify of a disconnect-pending functionality.  This is the



discrepancy between the flow (5.2.7) and the TCs.



Upon analysis of other flows in the IIS, it appears that the flow is correct



and the TCs are incorrect.  SAVCs are only sent to SOAs when either the



status is changing, or the NPAC needs to update a SOA with a failed list or



a conflict cause code.  In the functionality tested in 16.5.13 and 16.5.15,



neither of these two cases are applicable.



So, our proposal is to correct the ITP TCs to NOT show this SAVC.



J-



<<...OLE_Obj...>>



John M. Nakamura



NeuStar, Inc.



46000 Center Oak Plaza



Sterling, VA 20166



Work: 571-434-5686



Mobile: 571-228-5076



Text Page: 5712285076@mobile.att.net or www.attws.com ("Send Messages" tab)



E-Mail: john.nakamura@neustar.biz



***************************************************************************



This e-mail was generated by the LNPA e-mail list.  Questions should be



sent to lnpa-admin@lists.neustar.biz.



***************************************************************************



TO UNSUBSCRIBE OR UPDATE YOUR E-MAIL ADDRESS



You have received this e-mail because you subscribed to the LNPA mail



list.  To unsubscribe or change the e-mail preferences in your profile,



please click on the link below:



http://lists.neustar.biz/mailman/listinfo.cgi/lnpa



***************************************************************************
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CO Code (NXX) Re-Allocation Process



(with active Ported Numbers)



NANPA, PA & NPAC



Point of Contacts






North American Numbering Plan Administration (NANPA)



For questions regarding non-pooling NXXs relating to the CO Code (NXX) Re-Allocation Process, contact the appropriate NANPA Code Administrator.  To view the list of NANPA Code Administrators by State, go to www.nanpa.com and select the Central Office Code Administrators link under the Frequently Visited Pages section.



NeuStar Number Pool Administration (PA) 



For questions regarding pooling NXXs relating to the CO Code (NXX) Re-Allocation Process, contact the appropriate Pooling Administrator.  To view the list of Pooling Administrators, go to www.nationalpooling.com and select the Contact Us link located at the bottom of the page.



Number Portability Administration Center  (NPAC)



For NPAC related questions regarding the CO Code (NXX) Re-Allocation Process, the primary contact is Paul Becker and secondary contact is Cindy Chavez.  Paul Becker can be reached at 571-434-5746 or by email at paul.becker@neustar.biz.  Cindy Chavez can be reached at 925-363-8702 or by email at cindy.chavez@neustar.biz.  
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1. NANPA CO Code Administration and NeuStar Number Pool Administration will follow Appendix C & 7, Procedures for Code Holder/LERG Assignee Exit of the INC Guidelines for NXX/Thousands-Block Reallocation.


2. Non-pooling NXX Flow (Note: Last digit of paragraphs below correspond to numbers on flow chart)

2.1. The NANPA CO Code Administrator sends CO Code Part 3 to the new LERG assignee.


2.2. The new LERG Assignee completes the LNP NXX LERG Assignee Transfer form for those thousands-blocks that have ported numbers and any additional thousands-blocks they need to port.  Then forwards the form and CO Code Part 3 to the NPAC Administrator.


2.3. The NPAC Administrator receives the CO Code Part 3 and the LNP NXX LERG Assignee Transfer form from the new LERG assignee. 


2.4. If for some reason the thousands-blocks cannot be ported on the effective date, the NPAC Administrator will contact the new LERG assignee to negotiate a date to port the numbers. 


2.5. The NPAC Administrator builds the individual Block tables for the thousands-blocks indicated on the LNP NXX LERG Assignee Transfer form.


2.6. On the effective date (or the date negotiated with the new LERG Assignee), NPAC will download the thousands-blocks with a port type of “Pool”. 


2.7. Upon completion of the download, the NPAC administrator completes the LNP NXX LERG Assignee Transfer form and forwards a completed copy to the new LERG assignee.


2.8. The NPAC administrator shall update the NPAC tracking database.


2.8.1. The NPAC tracking database has been created to track LERG assignee changes to carriers who are not the original SPID holder in the NPAC database. This will facilitate corrections to the NPAC database once a SOW (Statement Of Work) has been developed and implemented which will allow the SPID (Service Provider ID) to be changed in the NPAC database. Until such time as a SOW has been developed and implemented, this database will track the current LERG assignee at the NPAC.


3. Pooling NXX Flow (Note: Last digit of paragraphs below correspond to numbers on flow chart)

3.1. The new LERG assignee completes the LNP NXX LERG Assignee Transfer form for those thousands-blocks that have not been assigned to another carrier and are being retained by the new LERG assignee.  The new LERG assignee submits the form to the Pooling Administrator.  


3.2. The Pooling Administrator forwards the LNP NXX LERG Assignee Transfer form to the NPAC Administrator and returns the PA Part 3 to the new LERG assignee.


3.3. The NPAC Administrator receives the LNP NXX LERG Assignee Transfer form from the Pooling Administrator.


3.4. If for some reason the thousands-blocks cannot be ported on the effective date, the NPAC Administrator will contact the new LERG assignee to negotiate a date to port the numbers.


3.5. The NPAC Administrator builds the individual Block tables for the thousands-blocks indicated on the LNP NXX LERG Assignee Transfer form.


3.6. On the effective date (or date negotiated with the new LERG Assignee), NPAC downloads the thousands-blocks with a port type of “Pool”.


3.7. Upon completion of the download, the NPAC administrator completes the LNP NXX LERG Assignee Transfer form and forwards a completed copy to the new LERG assignee and Pooling Administrator. 


3.8. The NPAC Administrator shall update the NPAC tracking database.


3.8.1. The NPAC tracking database has been created to track LERG assignee changes to carriers who are not the original SPID holder in the NPAC database. This will facilitate corrections to the NPAC database once a SOW (Statement Of Work) has been developed and implemented which will allow the SPID (Service Provider ID) to be changed in the NPAC database. Until such time as a SOW has been developed and implemented, this database will track the current LERG assignee at the NPAC.


Note: In a pooling area the new LERG assignee must retain all thousands-blocks contaminated in excess of 10%.
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