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Attached are the Action Items assigned at the October, 2002 LNPA meeting.  Also included are the remaining open Action Items from previous meetings.
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NOTE:  ALL ACTION ITEMS REFERENCED IN THE MINUTES BELOW HAVE BEEN CAPTURED IN THE “OCTOBER 2002 LNPA ACTION ITEMS” FILE ATTACHED ABOVE.

9/02 Minutes Review:
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· Per Dave Garner, Qwest:  Page 6 – PIM 20, Option 2, change to read, ”Set a drop-dead date based on the LERG-effective disconnect date by which the NXX will be deleted in NPAC if there are no ported numbers.”

· Page 3, 5th bullet, change to read, “27 wireless service providers have completed an interconnection plan with NPAC.”

· H. L. Gowda, AT&T, suggested that the problem scenario described in proposed PIM 22 be treated as an inadvertent port per PIM 5. 

Wireless Number Portability Operations (WNPO) Committee Report as reported by Jim Grasser, WNPO Chairperson:
· The WNPO Reviewed and approved July and August minutes.

· Alltel submitted a contribution and presentation discussing issues related to MIN/MDN separation and fixes necessary to address them in various vendor switch products.
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· Williams Communications submitted a contribution promoting the use of the Jurisdictional Information Parameter (JIP) for access billing.  It was questioned if JIP is required in standards.
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· The WNPO reviewed a letter from Stu Goldman, Moderator of the Network Interconnection/Interoperability Forum (NIIF), asking for assistance in ensuring that the NIIF’s LNP Contact List is kept up-to-date.  The NIIF requested that Jim Grasser make announcements at the WNPO and NNPO meetings to remind service providers to update and maintain their LNP contacts.  The WNPO will ask NIIF to provide the status of progress on allowing non-funding service providers to access the contact list and put in their info. 
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· NeuStar reported that no wireless service provider turn-up testing is currently taking place.

· NeuStar reported that 15 new Non-Disclosure Agreements (NDAs) were signed this month (5 new wireless), making a total of 43 wireless service provider and wireless service bureau NDAs.  27 wireless providers have filed interconnect plans.

· The NeuStar study on off-hour Help Desk activity showed no need to change hours.  The WNPO will send a revised letter to the NAPM/LLC advising no need to change the current NPAC Help Desk hours at this time.  This will be reviewed throughout 2003, and if need be, the WNPO could request a change.
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· The WNPO reviewed the Type 1 Cellular migration guidelines.  The Recommendation/Decision Matrix will be updated to recommend use of these guidelines.
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· NENA is still concerned about 911 testing.  Some third-party systems require a new Sub System Number (SSN) to do MIN/MDN separation.

· 6 wireless and 2 wireline carriers in 7 MSAs and 3 NPAC Regions will have completed inter-carrier testing before 11/24/02.

· Wireless Testing Subcommittee (WTSC) issued a report on Las Vegas testing – what test cases were performed and who tested.

· No new testing scheduled for this year.  Chicago, Los Angeles, and New York MSAs have been added for next year.

· Two Clearinghouses are attempting to test with each other.  No details as yet.

· A potential issue was discussed regarding when multiple Home Location Registers (HLRs) serve a Mobile Switching Center (MSC).  Some vendors use the LRN to determine which HLR to query.  This has a major impact on wireless number rehomes.

· The Emergency Services Interconnection Forum (ESIF) is still working the issue on call-back number for unregistered phones.  Resolutions will probably not be ready this year.

Reseller Flows:
· NeuStar proposed to produce the LNP process flows under the umbrella of the Change Management Process.  NeuStar will submit two contributions to the LNPA:

1. Wireline C,D,E Reseller Flows as separate flows with entry and exit points in the main flow.  The Wireless WA Reseller Flow as separate entry and exit points in the main flow.

2. Wireline C,D,E Reseller Flows integrated into one single flow with the Wireless WA Reseller Flow all with a single entry and exit point in the main flow.

ACTION:  NeuStar will send an e-mail to LNPA CO-Chairs advising when they will have 1st drafts of process flows available for LNPA.

· Gary Sacra, LNPA Co-Chair, took an ACTION to send out to the LNPA distribution a zip file containing the 11/6/01 NNPO LNP Provisioning Flow package and narratives, Wireline Reseller Flows C, D, E and narratives, and Wireless Reseller Flow WA and narrative.  COMPLETED ON 10/16/02.
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· Rick Dressner, Sprint PCS, and Jim Grasser, Cingular Wireless and WNPO Chairperson, volunteered to serve as wireless SME contacts for ongoing flow development.  H. L. Gowda, AT&T volunteered to serve as a wireline SME contact.

2003 LNPA Meeting Schedule:

· The LNPA agreed to schedule monthly face-to-face meetings for 2003, and revisit ongoing throughout the year to evaluate if  continued monthly meetings are warranted.  Hosts will be given at least 2 months notice of any meeting cancellation.
· Wireless will meet on Monday and Tuesday of LNPA week, and the LNPA will meet on Wednesday and Thursday.
· Following is the schedule for 2003, the host companies, and the meeting locations.  Also indicated is the date of the month’s NANC meeting, if applicable:
MONTH

(2003)
LNPA MEETING

DATE
HOST COMPANY
MEETING LOCATION
NANC MEETING DATE

JANUARY
WEEK OF 1/13
QWEST AND NEUSTAR
PHOENIX, ARIZONA
1/22/03

FEBRUARY
WEEK OF 2/17
TSI
TAMPA, FLORIDA
NO NANC

MARCH
WEEK OF 3/10
SBC
SAN ANTONIO, TX
3/19/03

APRIL
WEEK OF 4/7
NEUSTAR
STERLING, VIRGINIA
NO NANC

MAY
WEEK OF 5/5
SPRINT
KANSAS CITY, KANSAS
5/13/03

JUNE
WEEK OF 6/9
AT&T
NEW YORK OR ATLANTA, GEORGIA
NO NANC

JULY
WEEK OF 7/7
CINGULAR
CHICAGO, ILLINOIS (TENTATIVE)
7/15/03

AUGUST
WEEK OF 8/11
AT&T WIRELESS
SEATTLE, WASHINGTON (TENTATIVE)
NO NANC

SEPTEMBER
WEEK OF 9/15
VERIZON
BALTIMORE, MARYLAND OR PORTLAND, MAINE
9/25/03

OCTOBER
WEEK OF 10/13
CANADIAN CONSORTIUM
BANFF, CANADA
NO NANC

NOVEMBER
WEEK OF 11/10
VERISIGN
KANSAS CITY, KANSAS
11/5/03

DECEMBER
WEEK OF 12/8
TELCORDIA
SAN DIEGO, CALIFORNIA (TENTATIVE)
NO NANC

PIMs:
· PIM 5 – SOW 19 is still in Legal review with LLC and NeuStar attorneys.  Legal text has been provided to the NeuStar attorney by the NAPM/LLC attorney.  SOW 19 is nearing closure.

· PIMs 14 and 15 – The INC is developing guidelines, Procedures for Code Holder/LERG Assignee Exit, that describe the responsibilities of NANPA, service providers, and the Pool Administrator when a service provider is returning or abandoning codes/blocks that contain ported telephone numbers.  Feedback from Adam Newman, Telcordia, is pending after the November INC meeting.  
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The Code Reallocation Process document has been revised by Barry Bishop, NeuStar, per the LNPA’s request.  NeuStar took an ACTION to speak to Barry Bishop about clarifying what is meant by “Non-Pooling NXX” on page 1 of the document.  If it means non-pooling area, the document needs to be modified to reflect that all blocks do not need to be ported.  Also, NeuStar will request that Barry clarify backout procedures if errors are made and who fixes them, e.g. Pool Administrator gives block to wrong service provider, typo on Part 1B, etc.  Dave Garner, Qwest, has provided examples of error scenarios to Barry Bishop per ACTION ITEM 0802-07.  
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John Malyar, Telcordia, asked if simply creating the Dash X for a pooled block will provide the NXX override instead of actually activating the 1K block.  NeuStar took an ACTION to investigate if this is a feasible alternative to creating pooled blocks to circumvent the NPAC code ownership validation and what is NPAC’s behavior, e.g. what happens when numbers disconnect and what does NPAC broadcast to EDR vs. non-EDR providers.  NeuStar will report back at November meeting.  

Paul Lagattuta, AT&T, suggested creating a list of alternatives that NsuStar would explain to both service providers involved in an asset transfer.  NeuStar would then certify that they have explained the options to the providers.  Paul further suggested this would be auditable by the 3rd party auditor.  The group agreed to develop a list of options and their implications for facilitating a transfer of codes between service providers.  This will be on the November LNPA agenda for development.  After the list of options is developed, the LNPA will determine how it is to be used.  ACTION – Charles Ryburn, LNPA Co-Chair, will send a note to Jim Grasser, WNPO Chairperson, asking that he send a note to the WNPO regarding this discussion and requesting wireless participation.

· PIM 18 – See status above under Reseller Flows section.

· PIM 19 - Charles Ryburn, LNPA Co-Chair, took an ACTION ITEM at the September LNPA to send the following advisory to the INC stating that it has been issued to the industry and to review for any inclusion in their guidelines.

“Some service providers, after activating a pooled block, are performing intra-SP or inter-SP ports using the same LRN and GTT data as the number pooled block.  In addition, some service providers have contaminated TNs, and later activate a number pooled block with an LRN and GTT data exactly the same as the contaminated TNs.  In both instances, the end result is the inefficient perpetuation of individual intra-SP or inter-SP subscription versions, rather than the more appropriate pooled number block-based routing.  Service providers are advised that individual intra-SP or inter-SP ports should be prevented and deleted by the blockholder when these individual subscription versions have the same routing data (LRN and GTT) as the pooled number block in which they are contained.” 

This was completed on 10/3/02.  This PIM remains CLOSED.

· PIM 20 – This PIM was submitted by SBC.  
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This PIM seeks to resolve instances where an NXX code returned to or reclaimed by NANPA, is initially found to contain no active or pending ported numbers and is published for disconnect in the LERG, only to have customers port their number after the published disconnect.  NeuStar stated that they would need regulatory approval before they could take any steps to prevent a customer from porting.

At the September meeting, the LNPA brainstormed two possible options to address this issue:

1) Always transfer any code that is opened up in NPAC to a new LERG-assignee rather than disconnect it in the LERG,

2) Set a drop-dead date by which the NXX will be deleted in NPAC if there are no ported numbers.

At the September LNPA, Adam Newman, Telcordia, took an ACTION ITEM to discuss this within INC at their November meeting in the context of their guidelines, Procedures for Code Holder/LERG Assignee Exit.  The LNPA is awaiting feedback from INC’s November meeting.

· PIM 21 – This PIM was submitted by AT&T.  It addresses cases where service providers have left a market or have gone bankrupt, and previously working ported-in numbers have been abandoned by their former customers, but the ported records still remain in NPAC.  Calls to these numbers fail and result in needless trouble-shooting.  This PIM seeks development of a process to delete these abandoned numbers in NPAC.  
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The LNPA is awaiting feedback from Adam Newman, Telcordia, on INC’s discussions at their upcoming November meeting regarding LNPA comments addressing this issue in their Procedures for Code Holder/LERG Assignee Exit. 
H. L. Gowda, AT&T, took an ACTION to set up a conference call among himself, Adam Newman (Telcordia), Dave Garner (Qwest), and Gary Sacra (Verizon) to ensure Adam has the required input to discuss the necessary changes to satisfy PIM 21 in INC’s Procedures for Code Holder/LERG Assignee Exit.
· NEW PROPOSED PIM 22 (CURRENTLY ON HOLD) – This new PIM was submitted by Verizon.  It seeks to address instances where customers have been taken out of service inadvertently due to the New Service Provider continuing with a port that has been placed into Conflict by the Old Service Provider.  In these cases, the New Service Provider continued with porting the customer after the 6 hour timer had expired, instead of investigating why the port was placed into Conflict.  In many of these cases, the port was placed into Conflict because no matching LSR could be identified as a result of the wrong TNs being sent up in the CREATE message from the New Service Provider. 
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Gary Sacra, Verizon, had taken an ACTION ITEM to review the Conflict Cause Values and come to October meeting with a proposal for which ones this PIM would be restricted to.  This discussion was deferred to the November LNPA meeting.

THURSDAY 10/17/02

Attendance:
Name
Company
Name
Company
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AT&T
Kathy McGinn
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Charles Ryburn
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Stephen A. Sanchez
ATTWS
Donna McLaughlin
SBC (phone)
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BellSouth (phone) 
Kathleen Tedrick
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Dave Cochran
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Mary Briend
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Rick Dressner
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ESI
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Tekelec (phone) 

Steve Farnsworth
ESI
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Tekelec (phone)

Mike Panis
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Telcordia Technologies

Dennis Robbins
Electric Lightwave (phone)
Jean Anthony
Telecom Software 
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Lisa Marie Maxson
Telecom Software

Gene Johnston
NeuStar
Ron Stutheit
Telesynthesis

Jim Rooks
NeuStar
Rob Smith
TSI

John Nakamura
NeuStar
Charlotte Holden
US Cellular

Larry Vagnoni
NeuStar
Maggie Lee
VeriSign

Marcel Champagne
NeuStar
Jan Dempsey
VeriSign (phone)

Rob Coffman
NeuStar (phone)
Gary Sacra
Verizon

Darius Irani
NeuStar
Linda Godfrey
Verizon Wireless

Stephen Addicks
NeuStar
Jason Lee
WorldCom (phone)

Dave Garner 
Qwest (phone)
Karen Mulberry
WorldCom

Outbound Flow Control Discussion (led by Jim Rooks, NeuStar):
· Jim Rooks, NeuStar, led the group in a discussion exploring the merits of changing the flow control of messages from the receiving end to the sending end.

· In explaining the current inbound flow control mechanism, Jim stated that the DSET toolkit inbound message storage capacity is tuneable and typically set at 100 messages.  When 100 messages are stored, inbound flow control kicks in and the receiver stops reading from the OSI stack.  This then causes messages to back up within the OSI stack and this also propagates over to the sender side.  This complicates CMIP Departure Time because it allows messages to wait in queue until they expire.  Jim is suggesting that we look at possibly implementing outbound flow control, which would prevent the various buffers in the sender and receiver OSI stacks from backing up.  If implemented at both ends, outbound flow control would prevent congestion. 

· Dave Garner, Qwest, asked how we would know if NPAC could handle more messages than was sent by the service provider’s outbound flow control.  Jim responded an idle NPAC would respond faster, allowing the service provider’s end to send faster, thus mitigating or preventing messages from queuing up at the service provider end.

· Jim stated that Outbound Flow Control could be implemented in NPAC without impacting service provider systems.  He doesn’t think this is a huge effort.  This would require a Change Order.  Service providers wouldn’t have to implement Outbound Flow Control concurrently.  

· Lisa Marie Maxson, TSE, stated that if more providers used range notifications, that would significantly reduce notification traffic.  A lot of the outages she has seen have resulted from service providers performing large ports and sending single Creates/Activates one after the other, each generating 3 notifications.  Jim Rooks said it is typically the notifications that cause the problem, not the Creates or Activates.  Jim agreed that if the industry doesn’t take more advantage of range operations, the only way to improve throughput is to step up the hardware.

· Jim Rooks stated that raising the CMIP Departure Time Validation Check could be a temporary solution until Outbound Flow Control is implemented.

· Colleen Collard, Tekelec, asked if NeuStar was seeing CMIP Departure Time aborts more on the LSMS side or the SOA side.  Jim Rooks, NeuStar, said it was more of a SOA issue.

· NeuStar took an ACTION to write up a Change Order for NPAC Outbound Flow Control and present it at the next new Change Order discussion.  John Malyar, Telcordia, asked if it will include recommended buffer sizes.  Jim Rooks, NeuStar, said it is up to the local system vendors to make that determination.

· H. L. Gowda, AT&T, stated that AT&T approves raising the CMIP Departure Time Validation Check but not eliminating it entirely for security reasons.  John Malyar, Telcordia, questioned the value of the check and asked AT&T to bring in a contribution as to why they feel it is still of value.  AT&T declined.

· Jim Rooks, NeuStar, said raising the departure time would help.  We are seeing 20-25 of these aborts per day per region.  AT&T and MCI stated approval for doubling the departure time check to 10 minutes.  The majority of the group voted to raise to 15 minutes.  Charles Ryburn, LNPA Co-Chair, took an ACTION to send a liaison to the NAPM/LLC recommending raising the NPAC’s CMIP Departure Time Validation Check to 15 minutes in all US regions.  The Minutes to this meeting will reflect that the LNPA also recommends that service providers should make similar change in their local SOA and LSMS systems if they do a CMIP departure time check.  This recommendation to service providers will also be included in the LLC letter as informational.  After LLC approval, NeuStar could implement during the next service provider maintenance window.  Only 4 regions have scheduled maintenance at the end of this month.  The LLC letter will request the remaining 3 regions be approved for maintenance at the end of the month.  Canada will be copied on the LLC letter.  This will be a doc only Change Order to change it to a tuneable in the FRS (NeuStar ACTION).  Rick Dressner, Sprint PCS, and H. L. Gowda, AT&T, stated we should follow up after a period of time to see what improvements have been realized as a result of raising the time to 15 minutes, e.g. quantify the reduction in aborts.

Possible Elimination of Timeout Aborts:

· This agenda item was deferred to the November meeting.  ACTION for service providers to come prepared to discuss in November.

3.2 Documentation Discussion:
· H. L. Gowda, AT&T, asked NeuStar what will happen if service providers do not implement new software for 3.2 Change Orders.  Requirements state that NANC 287 and 316 are not backward compatible.  Lisa Marie Maxson, TSE, stated that local systems should not have to recompile for NANC 287.  John Nakamura, NeuStar, said that based on the definition of backwards compatible, these two Change Orders are not because they constitute interface changes.  NANC 316 does require a recompile if the service provider sends an NSAP field size declaration message today.  It is conditional and no recompile is necessary if the message is not sent now.

· John Malyar, Telcordia, asked NeuStar if NANC 169 will require one set of Bulk Data Download (BDD) filenames or if the old BDD file names will also still be supported.  John Nakamura, NeuStar, said one set will be required.

· A Vendor Interoperability (ITP) Test Case review call was scheduled for Thursday, 10/31, in the morning.  ITP testing will start on 12/4/02.  Review period for the 2nd Draft of ITP test cases ends on 11/25/02.  NeuStar took an ACTION to see if they can pull up the release of the 2nd Draft of ITP test cases to no later than 11/12/02.  This will be discussed on 10/31 ITP call.

· Donna McLaughlin, SBC, asked if the current daily full database BDD will still be produced after implementation of NANC 169 (delta BDD).  NeuStar took an ACTION to provide a response.  Jim Rooks, NeuStar, said that the full BDD functionality is not going away.  A question was raised as to if full BDD will be produced daily ongoing or on a per request basis.  Jim Rooks asked the business need to have a BDD generated daily.  Some service providers pull a BDD from the FTP site every day.  NeuStar took an ACTION to canvas service providers who are pulling daily BDDs to determine their business need.  This will subsequently be discussed at the LNPA to determine if we want to stay with daily full BDDs or on-demand full BDDs.  If a service provider doesn’t support NANC 169 (delta BDD) yet, there are no format changes to the current BDD, only changes to file names which can be dealt with manually.

· Donna McLaughlin, SBC, asked with regard to NANC 192 (NPA split Change Order), how are extended permissive dialing periods for wireless codes addressed and disseminated?  These extended permissive dialing periods are only documented in the comments section of the LERG, not in LERG 3.  It was suggested that it might not be an issue with MIN/MDN separation.  This discussion will be added on the agenda for the next WNPO.  This is still an open issue.  John Malyar, Telcordia, will have someone from TRA (possibly Adam Newman) at the November LNPA to discuss (John Malyar ACTION).

· NeuStar took an ACTION to distribute the existing list of regression test cases for the NANC 287 and NANC 316 Change Orders before the 10/31/02 call per Lisa Marie Maxson’s (TSE) request.

3.2 Project Plan:

· ACTION: NeuStar will clean up the ? marks in the Word version of the 3.2 Project Plan.

· NeuStar stated that there are three milestones we need to focus on –  ITP testing interval (12/2/02 – 2/3/02), turn-up testing interval (3/4/03 – 4/11/03), and production load dates (4/28/03, 5/12/03, 5/26/03).  SBC said they wouldn’t be ready to do turn-up testing until June, 2003.  BellSouth, Sprint, and AT&T Wireless also have some dependencies that they are not confident that they will meet at this time.  Rick Dressner, Sprint PCS, requested that the 3.2 rollout be completed by August, 2003  because of the work approaching for wireless porting implementation on 11/24/03.

· Service Providers took an ACTION to be prepared to answer the following

questions on a 10/30/02 conference call arranged to discuss the NPAC Release 3.2 Project Plan:
1. On what date would you be able to complete your minimum required turn-up test cases to certify your local production systems’ compatibility with NPAC 3.2?
2. On what date would you be able to complete your required turn-up test cases for the new 3.2 functionality you will deploy in production in your local systems (excluding NANC 323)?

The conference call will be held on 10/30/02 from 2pm – 4pm Eastern.

Review of September Action Items:
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· Item 0902-01:  Jim Grasser, WNPO Chairperson, sent letter to LLC requesting new service provider maintenance window hours.  He will also send a letter to the LLC stating that NPAC Help Desk hours will not need to change this year.  The WNPO will review Help Desk needs ongoing.  The new upcoming maintenance window hours was also raised on the X-Regional call.  This item is now Closed.

· Item 0902-02:  Completed on 10/3.  Item is Closed.

· Item 0902-03:  Milestone dates have been added to the 3.2 Project Plan, one for describing to service providers the upcoming NANC 191/291 and 319 edits, and one after the 3.2 cut occurs advising service provider cleanup.  Item Closed.  NEW ACTION:  NeuStar to investigate the possibility of providing a list of existing active Subscription Versions that would fail the NANC 191/291 (DPC/SSN) and NANC 319 (LRN/LATA) edits and send out to service providers prior to 3.2 production.

· Item 0902-04:  Covered in IIS 3.2.0a.  Item Closed.

· Item 0902-05:  Examples of reasons for a mass update are currently not included in the Mass Update M&P.  Therefore, LRN modifications due to LATA ID changes will not be added as an example.  Item Closed.

· Item 0902-06:  Open until November meeting.

· Item 0902-07:  H. L. Gowda, AT&T, provided Adam Newman, Telcordia, input for the upcoming INC discussion in November on their Procedures for Code Holder/LERG Assignee Exit in the context of PIM 21.  H. L. will set up a conference call with Adam Newman (Telcordia), Dave Garner (Qwest), Gary Sacra (Verizon), and hinself to make sure Adam has the input he needs for the November INC meeting.  H. L. Gowda, AT&T, ACTION.

· Item 0902-08:  Deferred until November meeting.

· Item 0902-09:  Completed on 10/3/02. Item Closed.

· Item 0902-10:  NeuStar sent out notification on 9/20.  AT&T Wireless stated they have seen a noticeable improvement in the stack abort problem.  Colleen Collard, Tekelec, stated their customers have reported aborts during recovery have virtually  disappeared.  Item Closed.

· Item 0902-11:  Awaiting response from Hewlett Packard.  Item remains Open.   Keagan O’Rourke, ESI, now has this item.

· Item 0902-12:  Possible elimination of timeout aborts on next month’s agenda.  NeuStar will recap where we are with regard to the open Change Order on timeout aborts at November meeting. ACTION for NeuStar.
· Item 0902-13:  The impact of holiday dates on the 3.2 Project Plan will be discussed on the 10/30/02 conference call.

· Item 0902-14:  NeuStar proposed placing LNP process flows under the umbrella of Change Management.  NeuStar ACTION:  Send out an e-mail to the LNPA CO-Chairs advising when they will have 1st drafts of process flows available for LNPA review.  Process flows will not be in VISIO.

· Item 0902-15:  Completed 10/11/02.  The group also agreed to change Bullet No. 4 to remove the phrase “as possible.” (ACTION for H. L. Gowda, AT&T).  Maggie Lee, VeriSign, raised a concern with respect to a service provider who needs to extend or schedule maintenance outside the normal service provider maintenance window.

· Item 0902-16:  Scheduled for 11/3/02 maintenance window.  NeuStar ACTION to send out a notice to the X-Regional distribution advising of Customer Name Bulk Data Download creation.  NeuStar will also update the 3.1 test bed during the same maintenance window.

· Item 0902-17:  Item remains Open.  The NANC 323 SPID Migration M&P is in NeuStar’s 1Q03 work plan.  Jim Rooks, NeuStar does not recommend the use of the Op:INFO notification.  The LNPA needs to make sure it is supported industry-wide.  The LNPA needs to revisit if OP:INFO has any detrimental impact.

· Item 0902-18:  SOW 24 language has been modified and sent to LLC per Steve Addicks, NeuStar.  Item is Closed.

· Item 0902-19:  Definition of “extended” outage in Reassociation M&P to be 60 minutes or greater was approved by LNPA.  Gary Sacra, LNPA Co-Chair ACTION:  Send e-mail to Randy Buffenbarger, NeuStar, stating that LNPA approved and the M&P should go on website.

· Item 0902-20:  Complete.  Item Closed. 

· Item 0802-01:  Item remains Open.  Jim Grasser, WNPO Chairperson, to send Charles Ryburn, LNPA Co-Chair, a response before the November LNPA meeting.

New Business:

· The entire LNPA wishes Mike Panis, ESI, well, and thanks him for his friendship and for his many significant contributions to the industry and the LNP project.  Hopes are that Mike will land with another company soon and be able to continue with us.
· Dave Cochran, BellSouth, asked the status of the NPAC Performance Test Bed.   Steve Addicks, NeuStar, said this was addressed in SOW 23 which was rejected by the NAPM/LLC.  The SOW 34 Test Bed is a functional equivalent of Release 3.1.  Jim Rooks, NeuStar, stated that nothing precludes doing heavy load performance testing on the 3.1 test bed.
· Dave Cochran, BellSouth, has submitted a Change Order for alternative (not to replace) interfaces to CMIP.  This is on the agenda for discussion at the November LNPA meeting.  The LNPA will discuss the merits and decide if we want to pursue.

[image: image16.wmf]"CMIP 
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· Dave Cochran, BellSouth, raised a concern regarding receiving a pooled 1K block that has working numbers, but the donor service provider has not done the necessary intra-SP ports for the contaminated numbers.  The blockholder must inter-SP port the working numbers back to the codeholder.  Numbers may have been double-assigned.  Bigger concern is when the donor codeholder is a wireless carrier.  This could force porting to a wireless carrier before 11/24/03.  This issue highlights the need for the codeholder to do the necessary contaminated TN intra-SP ports prior to donating a contaminated 1K block to the pool.
Slowhorse Discussion:

· This was deferred until the November LNPA meeting.

· Jim Rooks, NeuStar, described a Partial Failure issue under investigation, largely in the Mid-West Region, where various service providers’ LSMSs indicate a success on an initial download of a Subscription Version (SV), but a subsequent attempt to modify fails because there is no SV found.

Type 1 Cellular Migration Guidelines:

· The LNPA approved the final INC Issue 373, which addressed the guidelines for migrating Type 1 Cellular numbers to the applicable wireless carrier.
_1097310798.ppt


MIN/MDN Separation Issues on Default Service

All carriers (Top 100 and non-Top 100) need to implement “feature fixes” on Motorola, Lucent, and Nortel to make MIN/MDN separation work properly for “Assume Positive” Default Service Billing & Call Processing, Default Service 611 Call Processing with Ranger Wireless Home Customer Care, and Default Service Emergency Number Call Processing (911 and specialized star codes such as DUI or HP).  If these feature fixes are not implemented, the MIN will be substituted for the MDN resulting in roaming and billing inaccuracies, as well as the errant delivery of the MIN (instead of the MDN) for CallerID, CNAM and LIDB queries, 611 routing, and to PSAPs.

Introduction







MIN/MDN Separation Issues on Default Service

Default Service is the treatment given to customers being served, by your network, that for whatever reason, did not get properly registered. 



Assume Positive:  You have an agreement with your roaming partner to allow originations for customers within their line ranges.  The roaming partner assumes the liability.



Assume Negative:  Unregistered mobiles are not allowed to originate except to call emergency numbers.

What is Default Service?







MIN/MDN Separation Issues on Default Service

What’s Broken on Default Service?



		 Billing

		 Call Processing

		 Ranger Wireless (611) Home Customer Care

		 Emergency Number Call Processing









MIN/MDN Separation Issues on Default Service

If you assume positive -  Your switch will not have the MDN and some switch vendors will assume that the MDN=MIN



		 Nortel and Lucent will populate the billing record MDN field with the MIN

		 Motorola will not produce the required 4D sub-record resulting in the CDR having  the appearance that the MIN and MDN are equal.





Result in all three cases - The CIBER record will have the MIN in the MDN field.





The fixes -



		 Nortel:  WCD 1210 changes the code to put all HEX “F”s in the Calling      Number Field. (delivery TBD)

		 Lucent:  RDAF 023410 populates the Subscriber Number field with all zeros. (ECP 18 SU 10)

		 Motorola:  Feature Development Request 2559P changes the code to produce a zero-filled sub-record on default service scenarios.  (Rel. 16.1.0.81)



Billing







MIN/MDN Separation Issues on Default Service

If you assume positive -  Your switch will not have the MDN and some switch vendors will assume that the MDN=MIN

		 Nortel, Lucent, and Motorola will outpulse the MIN as ANI on MF trunks and will send the MIN in the CallingPartyNumber parameter (CgPN) on SS7 trunks





Results - 

		 Incorrect CallerID

		 Incorrect CNAM

		 Incorrect LIDB queries





The fixes -

The following features change the switch code to not populate the ANI and CgPN fields so that the receiving end will know that the MDN is not known



		 Nortel:  WCD 1177 (delivery TBD)

		 Lucent:  RDAF 023410 (ECP 18 SU 10)

		 Motorola:  Feature Development Request 2559R (delivery TBD)



Call Processing







MIN/MDN Separation Issues on Default Service

If you assume positive* -  Your switch will not have the MDN and some switch vendors will assume that the MDN=MIN

	*Some carriers offer default service, for 611 only, and not for all originations.



		 Nortel, Lucent, and Motorola will outpulse the MIN as ANI on MF trunks and will send the MIN in the CallingPartyNumber parameter (CgPN) on SS7 trunks



		 Ranger Wireless is overhauling their operations to support MIN/MDN separation and Porting/Pooling.  They will route calls based on LERG or LRNs which are MDNs.  Therefore, if a MIN is passed to them, the call will be routed as if it were the MDN.





Results - 

		 Calls could be routed to the wrong carrier’s call center



The fixes - (Same as Call Processing):

		 Nortel:  WCD 1177 (delivery TBD)

		 Lucent:  RDAF 023410 (ECP 18 SU 10)

		 Motorola:  Feature Development Request 2559R (delivery TBD) 



Ranger Wireless (611) Home Customer Care







MIN/MDN Separation Issues on Default Service

All carriers allow 911 calls to anyone that acquires their network. -  Your switch will not have the MDN for:



		 Non-initialized mobiles   • Expired subscriptions   • No roaming agreement



In those cases, some switch vendors will assume that the MDN=MIN.



		 Nortel will pass the MIN for E911 Phases 0, I, and II.



		 Lucent will pass 911+(last 7 digits of ESN) for Phase II.  For Phases 0 and I, SS7 trunks will pass the MIN and MF trunks will pass either the System ANI from the Switch form or “prefix digits” from the TGL form.

		 Motorola will pass 911+(last 7 digits of ESN) for Phase II and the MIN for Phase 0 and I.





  Results - 

		 A MIN in the MDN field will result in PSAP operators believing they have a valid call-back number when they do not.



The fixes - 

		 Nortel:  WCD 1176 (delivery TBD)

		 Lucent:  RDAF 704126 (delivery TBD)

		 Motorola:  PR #511035 (included in patch 16.1.66.76) 



Emergency Number Call Processing

Please refer to the contribution for information on other emergency-type numbers.







MIN/MDN Separation Issues on Default Service

Recommendation

		 All Carriers who utilize Lucent, Motorola, and/or Nortel should arrange with their vendor(s) to have the appropriate feature fixes loaded as soon as they are made Generally Available.  Carriers should contact their account teams ASAP to request the patches and determine the cost, if any, to your company. 





**Please note, there should be no discussion of pricing arrangements among carriers to avoid non-disclosure and WNPO rule violations.**



		 Any Carrier who utilizes any other vendor should discuss these scenarios with that vendor to ensure their code is written properly.  If not, similar patch development requests should be driven at these vendors as well.



		 Any Carrier who utilizes Ranger Wireless Home Customer Care should start attending, if they aren't already, the industry conference calls discussing the operational changes in their 611 service due to MIN/MDN separation and Pooling/Porting.  Please contact Ned Timmer from Ranger Wireless at (616) 399-9505 for more information
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1. Executive Summary


The FCC has ordered that the wireless industry participate in Local Number Portability and Telephone Number Pooling beginning on November 24, 2002.  The order includes porting between wireline and wireless carriers as well as wireless-to-wireless porting.  


Among the topics being addressed by various industry bodies is the issue of Type 1 Wireless Interconnection Trunks and their associated telephone numbers.  These telephone numbers are assigned to wireless customers and, therefore, are functionally wireless numbers.  These numbers physically reside in wireline switches, and calls are routed to them through wireline end office switches to the Type 1 Interconnection Trunk Groups.  Calls traverse the Type 1 trunk groups to the wireless switch where they are terminated to the wireless customer.


Porting telephone numbers associated with Type 1 interconnection wireless service involves a wireline carrier even if the customer is moving from one wireless carrier to another.  Therefore, wireline-porting procedures must always be used.  This imposes undesirable constraints on the wireless carrier and involves complex porting situations for the wireline carrier.


In contrast, wireless telephone numbers that use Type 2 Wireless Interconnection Trunks actually reside in the wireless switches.  Since the numbers reside in the wireless switches, wireless-to-wireless porting processes can be used unless a wireline carrier is involved in the port (i.e., the donating or recipient carrier).  This removes the wireline constraints from a pure wireless-to-wireless port.


The Wireless Number Portability Operations (WNPO) team and the Local Number Portability Administration Working Group (LNPA-WG) propose that service providers be allowed to “migrate” the telephone number blocks associated with Type 1 Interconnection Trunks from the wireline switches into the wireless switches where they will interface the Public Switched Telephone Network over Type 2 Interconnection Trunks.  Migrating the numbers into the wireless switches offers advantages to the wireless carriers, and it minimizes the number of complex porting activities undertaken by the wireline carriers.  This is viewed to be a win-win situation.  


It is not proposed to force migration of the Type 1 telephone number blocks.  Wireless and wireline carriers who wish to migrate blocks of numbers would jointly agree to a project plan and timeline.  Details of the proposal are described further in this document. 


2. Background Information


In the First Report and Order, the FCC established rules mandating number portability for both Local Exchange Carriers
 (LEC) and Commercial Mobile Radio Service (CMRS) Providers
.  A separate timetable was established for CMRS providers, and the completion date has been extended on two occasions.  The latest schedule requires that CMRS carriers be integrated into Local Number Portability by November 24, 2002.  In addition to the current capability to port between wireline carriers, it is required that customers be able to port between wireless carriers and between wireless and wireline carriers after November 24, 2002.


Wireless carriers must interconnect with the Public Switched Telephone Network (PSTN) in order to complete calls to/from wireline carrier customers and to complete calls to/from other wireless carrier customers.  Wireless carriers normally connect to the PSTN through Type 1 Interconnection Arrangements or through Type 2 Interconnection Arrangements. 
  


2.1. Type 1 Interconnection


The Type 1 interconnection is at the Point of Interface (POI) of a trunk between a wireless service provider (WSP) switch and a local exchange carrier (LEC) end office switch.  The WSP establishes connections to the telephone numbers served by this LEC end office and numbers served by other end offices (including other carriers) through this interconnection arrangement.


Calls are handled through the Type 1 interconnection using multifrequency (MF) signaling.
  The LEC switch contains special software referred to as Trunk with Line Treatment (TWLT).  With this software, the LEC switch routes calls and records billing information for calls originating in the WSP switch as if they are from an ordinary line.  Calls going to the WSP switch/customer are routed to the Type 1 interconnection trunk group by the LEC switch.  The telephone number of the wireless customer is transmitted to the WSP switch using MF signaling.  Calls from the WSP switch to the LEC end office switch look like line originations to the LEC switch: dialed digits are collected, and call processing proceeds. 


A key point about telephone numbers that are used in the Type 1 interconnection arrangements is that they reside in the LEC switch as opposed to the WSP switch.  The WSP arranges with the LEC to use a block (or blocks) of numbers that are assigned to the WSP customers.  In some cases, an entire NPA-NXX may be dedicated to a WSP.  In other cases, the WSP has a smaller block or blocks, and the LEC is using some of the numbers in the NPA-NXX as well in a shared arrangement.  Any calls to WSP subscribers that are assigned these numbers are routed through the LEC end office switch and over the Type 1 interconnection trunk group to the WSP switch for termination to the customer.


Another key point is that a port of a WSP customer served by a Type 1 interconnection arrangement is actually a port to or from a LEC (or wireline) switch rather than a WSP (or wireless) switch.  Therefore, a port that appears to be solely between two wireless carriers may actually involve a wireline carrier.


Type 1 interconnection uses MF signaling to transmit inter-switch call processing information.  SS7 signaling capability does not exist for the Type 1 interconnection trunks; therefore, advanced services such as caller ID cannot be offered to customers whose telephone numbers are served by these trunks.


2.2. Type 2A Interconnection


The Type 2A interconnection is at the POI of a trunk between a WSP and a LEC tandem switch.  Through this interface, the WSP can establish connections to the LEC end offices and to other carriers accessible though the tandem.


With a Type 2A interconnection arrangement, the telephone numbers are assigned to the WSP and actually reside in the WSP switch.  In this regard, the WSP switch functions similarly to an end office.  Calls from the PSTN to the WSP customers route through the LEC tandem directly to the WSP switch.


Originally, Type 2A trunks used only MF signaling, but, in recent years, SS7 signaling capability has been developed.  SS7 signaling allows advanced services such as caller ID to be offered to the WSP customer.


2.3. Type 2B Interconnection


The Type 2B interconnection is at the POI of a trunk between a WSP and LEC end office switch.  The Type 2B interconnection only provides connections between the WSP and telephone numbers served by the end office to which it is interconnected.  A Type 2B interconnection is used in conjunction with the Type 2A interconnection on a high-usage basis to serve large volumes of traffic between the WSC and the LEC end office.  Just as with the Type 2A, the telephone numbers reside in the WSP switch.


Like the Type 2A interconnection arrangement, the SS7 capability has been developed for in recent years.  Advanced services requiring SS7 signaling can be offered over this interconnection.


3. Type 1 Interconnection Issues


3.1. Inability to Offer Advanced Services


Many WSPs would like to move customers that are served using Type 1 interconnection arrangements into their own switches and serve them using Type 2 interconnection arrangements.  This would be advantageous for a number of reasons, but one major reason is so that they could offer customers advanced services that require SS7 signaling capability, which is not available with Type 1 interconnection.  Until the advent of LNP, moving the customer into the WSP switch required a telephone number change.  With LNP, the customer telephone number can be ported from the LEC switch into the WSP switch.


3.2. Wireline Porting Procedures Must be Used


As previously mentioned, telephone numbers that use the Type 1 interconnection arrangement actually reside in the LEC rather than a WSP switch.  When a WSP customer served by Type 1 interconnection decides to port to another WSP, wireline porting procedures will have to be used rather than wireless porting procedures.   


3.3. LEC Switch Translation Changes and LSR Processes are Complex


LEC end office switch software uses coding similar to the coding used with Direct-Inward-Dialing (DID) trunk groups.  The switch translations that have to be established for the Type 1 interconnection trunk groups are complex.  When a telephone number is ported out of a Type 1 interconnection trunk group, it must be removed from the group translations.  This equates to taking the group apart and rebuilding it.  This is a time consuming and complex operation that puts customer service at risk.


Porting an individual telephone number in a Type 1 trunk group is a complex port rather than a simple port.  As described, there are switch translation issues, but processing the LSR involves time consuming processing as well.


3.4. Migration of Telephone Numbers that use Type 1 Interconnection


Because of the complexities of porting individual numbers out of Type 1 interconnection trunk groups, many LECs would prefer to work with the WSPs to use porting and/or pooling techniques to migrate all the numbers associated with the trunk groups on a project managed basis rather than port them on a one-by-one basis.


Migrating the numbers into the WSP switches on coordinated projects would:


· Give WSPs more control over their customers.


· Allow WSPs to offer advanced services to these customers.


· Minimize the quantity of numbers using Type 1 interconnection that a LEC would have to port out individually.


· Allow future ports of the migrated telephone numbers to be ported to other WSPs using wireless porting rules.


Migrating these telephone numbers to the wireless switches is a win-win proposal for both the LECs and the WSPs.


4. Migration of Type 1 Interconnection Dedicated NPA-NXX


When a WSP uses an entire NPA-NXX (i.e., all 10,000 numbers), LNP techniques should not be used to migrate the numbers to the WSP switch.  If the WSP and the LEC mutually agree that moving the NPA-NXX into the WSP switch is the appropriate action, changes are made to the Local Exchange Routing Guide (LERG) to indicate the new routing information using the appropriate industry guidelines.  Appropriate changes are made in the switch translations for the WSP and the switch translations for the LEC.  Other service providers must make any switch translations changes necessary to route calls based on the new LERG data.


Moving dedicated codes does not involve LNP, so service providers could pursue moving these codes immediately if desired.


5. Migration of Type 1 Interconnection Shared NPA-NXX


When a WSP shares an NPA-NXX with the LEC, number portability or number pooling techniques must be used to migrate the Type 1 interconnection numbers because the NPA-NXX will reside in more than one switch.  Migration of blocks of numbers in shared NPA-NXXs is dependent on both LEC and WSP switches being LNP capable.  The switches must be equipped with LNP software and must have sufficient processor and termination capacity available to accommodate any increased load.


5.1. Multiples of 1K Sequential Blocks of Numbers


When the numbers under consideration for migration form a sequential block of 1000 (1K) as defined by the Industry Numbering Committee Guidelines (INC), number pooling techniques rather than number porting techniques can be used to accomplish the migration. This would transfer ownership of the block from the LEC to the WSP.  It must be emphasized that it will be necessary to follow INC Pooling Guidelines
 when this procedure is used.


Paragraphs 3.11 and 8.4 of the INC Guidelines refer to the transfer of assignment of a thousands-block from one service provider to another.  While the migration of a thousands-block of Type 1 interconnection numbers is similar to the description in the referenced paragraph, the conditions are not met exactly.  While it seems advantageous to use transference of assignment, a contribution would have to be submitted to and approved by the INC to broaden the definition to include this situation.


If accepted and approved, this procedure would only be applicable for complete 1K blocks.  For example, if the telephone numbers NPA-NXX-2000 through NPA-NXX-3499 make up a block to be migrated, NPA-NXX-2000 though NPA-NXX-2999 could be migrated using assignment transfer as described in the INC guidelines, or by using LNP techniques.  NPA-NXX-3000 through NPA-NXX-3499 would have to be migrated using LNP techniques.


When the involved carriers agree to transfer the assignment of a 1K block of numbers, a project with a timeline should be established.  The Pooling Administrator may be involved in the process to ensure that all transference requirements are met and that all necessary documentation is provided.


5.2. Blocks Smaller than 1K


When the group of Type 1 interconnected numbers is less than a 1K block, number porting techniques must be used.  When both carriers involved (the WSP and the LEC) agree that a group of numbers is to be migrated, a project with a timeline should be established.  The numbers will be ported to the WSP and, once activated, be disconnected in the LEC switch.  Porting individual Type 1 interconnected telephone numbers requires the LEC to extract the number from the DID trunk group translations.  This is a time consuming process and places other numbers in the group at risk of service loss.  When the numbers are migrated (ported) as a group, the entire group can be disconnected.  There are economies of scale realized in the laborious activities, and since the entire group is moved, there are no working numbers left at risk.


5.3. “Snap-Back” on Disconnect


LNP rules state that when a customer disconnects a telephone number that has been ported, it is returned, or “snapped-back,” to the Code Holder or Block Holder, as appropriate, for reassignment.  Migration of Type 1 numbers presents some challenges to that rule.  


If the block of numbers migrated is a sequential 1K block and the ownership is transferred as described above, the WSP becomes the block holder, and, even after subsequent ports, the number will snap-back to the WSP if disconnected.


If the block is less than 1K, then code/block ownership stays with the LEC.  If a migrated number is subsequently ported to another carrier (wireless or wireline), then disconnects, the number will be returned to the code/block holder.  In this case, the disconnected number would snap-back to the LEC.   For simplicity, it is recommended that this process not be changed.  


6. Trunk Group Resizing


When numbers that currently use Type 1 interconnection arrangements are moved into the WSP switch, they will then access the PSTN through Type 2A/B interconnection arrangements.  It will be necessary for the WSP to reevaluate the sizing of the individual Type 2A/B trunk groups to ensure that the additional call volumes can be accommodated.  It is likely that this will need to be done in conjunction with the serving LEC.


In most cases, the size of the Type 1 trunk groups can be reduced after migration.  In some cases, it is possible that the trunk group can be removed in its entirety.  It must be remembered that sometimes wireless SPs utilize Type 1 trunks to access 911 services, operator services, N11 services, and possibly other special services.  Therefore, it may be necessary to leave some Type 1 trunk groups in service.


7. Switch Capacity

The WSP should ensure that adequate switch capacity exists to move the Type 1 numbers into their switch.  Conversely, the LEC should assure that adequate capacity exists at the tandem switch (Type 2A) or at the end office (Type 2B) to terminate the additional trunking and process the additional traffic.


8. Extended Area Service and Other Dialing/Billing Arrangements

Extended Area Service (EAS) arrangements must be considered since the Type 2A serving tandems may not have the same calling area as the previous serving Type 1 end office.  Even though Type 2B interconnection trunks connect to LEC end offices, they do not provide the same service that Type 1 interconnection trunks provide.  Type 2B trunks are strictly high-usage direct connections between a particular LEC switch and a particular WSP switch.  Calls do not “tandem” through the LEC end office to the PSTN using Type 2B.


In some instances, special dialing arrangements or billing arrangements are in effect.  The impacts must be analyzed on a case-by-case basis.


9. E911 Delete Issues


When numbers using Type 1 interconnection are migrated from the LEC switch to the WSP switch, the losing LEC should ensure that the numbers are deleted from the E911 Automatic Location Identification (ALI) database.  


10.  Path Forward


Migration of Type 1 interconnected telephone numbers in dedicated NPA-NXXs can begin at any time.  It is not necessary that switches be LNP capable to move these numbers.  Since the entire 10,000 numbers would be moved at once by making changes to the LERG and appropriate switch routing changes, there is no technical reason that this cannot be done now.  It will be dependent, however, on whether or not there are existing tariffs for these changes and/or both carriers reach agreement for completion of the project.


Migration of Type 1 interconnected telephone numbers in shared NPA-NXXs requires that both the WSP and the LEC switches are LNP capable.  Currently, the FCC mandate requires the wireless industry to begin service provider portability on November 24, 2002.  The provider serving the customer is not changing with Type 1 telephone number migration.  Therefore, if both the LEC and the WSP agree and both involved switches are LNP capable, migration could occur prior to that date.


It will be necessary to provide a contribution to the INC to request a modification to the wording of the Number Pooling Guidelines to allow the transfer of ownership of 1K blocks of Type 1 interconnected numbers.


The WNPO and the LNPA-WG acknowledge that migration of telephone numbers that use Type 1 interconnection into the WSP switches can benefit both involved service providers.  Migration is recommended as a strategy to be used whenever both involved service providers agree to such activity.


� Or Wireline Service Providers



� Or Wireless Service Providers



� Detailed information about wireless interconnection arrangements can be found in GR-145-CORE, “Compatibility Information for Interconnection of a Wireless Services Provider and a Local Exchange Carrier Network,” Issue2, May 1998.  Contact Telcordia for information about purchasing this document.



� There is a variation to MF signaling that is based on a National ISDN arrangement, but it is not widely used.  More information can be obtained from GR-145-CORE, or from the companies that offer it.  The ISDN arrangement allows some advanced service capability that is not inherent to the MF arrangement.



� See the Industry Numbering Committee (INC) Thousands-Block Number (NXX-X) Pooling Administration Guidelines, INC 00-0127-023, June 21, 2002.
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CO Code (NXX) Re-Allocation Process


 (with active Ported Numbers) 


      Non-pooling NXX




            

Pooling NXX
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1. CO Code Administration and Pool Administration will follow normal procedures (appropriate INC Guidelines or existing procedures if not currently addressed in INC Guidelines) to find new LERG Assignee for CO codes being returned with portable numbers or blocks working in the NXX, which are being returned.


2. Non-pooling NXX Flow(Note: Last digit of paragraphs below correspond to numbers on flow chart)

2.1. CO Code Administrator fills out and sends CO Code Part 3 form and NPAC Part 1B form to new LERG Assignee.


2.2. Concurrently CO Code Administrator sends a copy of the NPAC Part 1B form to the NPAC Administrator.


2.3. New LERG Assignee fills out their information on the NPAC Part 1B form and forwards to the NPAC Administrator.


2.4. NPAC Administrator verifies a corresponding NPAC Part 1B form has been received from the CO Code administrator and new LERG Assignee. Care is to be taken to ensure that the NPA-NXX and the effective date are the same on both forms. NPAC Administrator will verify that the NXX (10 blocks) can be ported on the day requested. 


2.5. If for some reason the NXX (10 blocks) cannot be ported on the effective date or the new LERG Assignee has requested a different date for the port in the remarks of the NPAC Part 1B form, the NPAC Administrator will contact the new LERG Assignee and negotiate a date after the LERG effective date to port the numbers (Note: this will not extend the length of time the new LERG Assignee has to return a Part 4 form to the CO Code administrator).


2.6. NPAC builds 10 individual Block tables for the NXX being transferred to the new LERG Assignee.


2.7. On LERG effective date (or date negotiated with the new LERG Assignee), NPAC downloads all 10 blocks with a port type of “Pool”.


2.8. Upon completion of the download, the NPAC administrator completes the NPAC Part 1B form.


2.9. NPAC administrator forwards a completed copy of the NPAC Part 1B form to the new LERG Assignee and the CO Code Administrator.


2.10. NPAC administrator shall then update the NPAC tracking database.


2.10.1. The NPAC tracking database has been created to track changes of LERG assignee to carriers who are not the original SPID holder in the NPAC database. This will facilitate corrections to the NPAC database once a SOW (Statement Of Work) has been developed and implemented which will allow the SPID (Service Provider ID) to be changed in the NPAC database. Until such time as a SOW has been developed and implemented, this database will facilitate any need to track the current LERG assignee at the NPAC.


2.11. New LERG Assignee completes internal work and submits a Part 4 form to the CO Code administrator showing the NXX has been placed in service.


Note: in a non-pooling area all blocks in the code must be retained by the new LERG assignee.


3. Pooling NXX Flow (Note: Last digit of paragraphs below correspond to numbers on flow chart)

3.1. Pooling Administrator requests the new LERG Assignee to submit part 1B forms (the amount corresponding to blocks, which have not been assigned to another carrier and which are being kept by the new LERG assignee) corresponding to the NXX-Xs to be ported. Note: New LERG assignee does not have to fill out a part 1B for blocks which are being donated to the pool


3.2. New LERG Assignee fills out the appropriate Part 1B forms (with a note in remarks reflecting their company is the new LERG Assignee) and submits to the Pooling Administrator.


3.3. Pooling Administrator forwards the Part 1B forms (the amount corresponding to blocks, which have not been assigned to another carrier and are being retained by the LERG assignee) to the NPAC Administrator, and returns Part 3 forms (in the amount corresponding to blocks, which have not been assigned to another carrier and are being retained by the new LERG assignee) to the new LERG Assignee.


3.4. NPAC Administrator will verify that the NXX (or the amount of blocks indicated on the PA Part 1B) can be ported on the day requested. 


3.5. If for some reason the NXX (the number of blocks which are  being retained by the new LERG assignee) cannot be ported on the effective date or the new LERG Assignee has requested a different date for the port in the remarks of the NPAC Part 1B form, the NPAC Administrator will contact the new LERG Assignee and negotiate a date after the LERG effective date to port the numbers (Note: this will not extend the length of time the new LERG Assignee has to return the Part 4 forms to the Pooling administrator).


3.6. NPAC builds individual Block tables (the amount corresponding to blocks which are being retained by the LERG assignee) for the NXX being transferred to the new LERG Assignee.


3.7. On the LERG effective date (or date negotiated with the new LERG Assignee), NPAC downloads all blocks (the amount corresponding to blocks, which are being retained by the LERG assignee) with a port type of “Pool”.


3.8. Upon completion of the download, the NPAC administrator completes the PA Part 1B forms (the amount corresponding to blocks, which are being retained by the LERG assignee).


3.9. NPAC administrator forwards the completed copies of the PA Part 1B form (or the amount corresponding to blocks, which are being retained by the LERG assignee) to the new LERG Assignee and the Pooling Administrator.


3.10. NPAC administrator shall then update the NPAC tracking database noting that this SP is the LERG Assignee for the NXX.


3.10.1. The NPAC tracking database has been created to track changes of LERG assignee to carriers who are not the original SPID holder in the NPAC database. This will facilitate corrections to the NPAC database once a SOW (Statement Of Work) has been developed and implemented which will allow the SPID (Service Provider ID) to be changed in the NPAC database. Until such time as a SOW has been developed and implemented, this database will facilitate any need to track the current LERG assignee at the NPAC.


3.11. New LERG Assignee completes internal work and submits appropriate number of Part 4 forms if applicable to the Pooling administrator showing the blocks have been placed in service or donated to the pool.


Note:


1. In a pooling area the new LERG assignee must retain all blocks contaminated in excess of 10% .
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SEPTEMBER, 2002 LNPA WG ACTION ITEMS ASSIGNED:


NOTE:  THE ACTION ITEM NUMBERING SCHEME IS AS FOLLOWS:


· FIRST TWO DIGITS DESIGNATE THE MONTH OF THE LNPA MEETING


· SECOND TWO DIGITS DESIGNATE THE YEAR OF THE LNPA MEETING


· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER


0902-01:  The WNPO has requested that the Sunday service provider maintenance 


window be changed  to 2am-8am, with the extended window on the first Sunday of each month changing to midnight – 11am.  WNPO wants this change to take place effective 11/10/02.  ACTION:  Jim Grasser, WNPO Chairperson, to send e-mail to NAPM/LLC advising of request to change window.


0902-02:  Mindi Patterson, NeuStar, will update the requirements in the 3.2 Change  


      Order package (3.2 delta document) to reflect ongoing changes made to the FRS.


Rob Coffman, NeuStar, will put milestone dates on project plan for updating and distributing delta document.


0902-03:  With respect to NANC Change Orders 191 and 291, NeuStar took an ACTION


ITEM to place on the 3.2 project plan a date to send out a notice to the various Service Provider contact lists regarding DPC clean-up and what needs to be done to pass 191 and 291 edits for DPC data once 3.2 goes into production.


0902-04:  NANC 187- What is the expectation of SOA/LSMS behavior now that we will


have linked replies?  NeuStar took an ACTION ITEM to find the appropriate place in the IIS to document the expected behavior for SOA/LSMS.


0902-05:  NANC 319 –  NeuStar took an ACTION ITEM to look at M&P for Mass


Updates to see if it would be appropriate to document LRN modifications due to LATA ID changes as a reason for the Mass Update.


0902-06:  PIM 20 – submitted by SBC.  Addresses porting in a code while steps are being


      taken by NANPA to have it published for disconnect.


      Options discussed:


A. Always transfer any code that is opened up in NPAC to a new LERG-assignee rather than delete it.


B. Set a drop-dead date by which the NXX will be deleted in NPAC if there are no active or pending ported numbers.


Adam Newman, Telcordia, took an ACTION ITEM to discuss this within INC at their November meeting in the context of their guidelines (Procedures for Code Holder/LERG Assignee Exit).


0902-07:  PIM 21 – submitted by AT&T.  Addresses abandoned ported-in numbers. 


LNPA Working Group took an ACTION ITEM to review INC’s Procedures for Code Holder/LERG Assignee Exit and give comments/changes to Adam Newman by the October LNPA for finalization for him to take to the November INC meeting.  Adam Newman will change Paragraph 2.11 reference to removing all records related to NXX code.  Same change applies to last paragraph in Section 3.0.
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0902-08:  PIM 22 – submitted by Verizon.  Addresses inadvertent ports due to Conflict


removal.  Gary Sacra, Verizon, took an ACTION ITEM to review Conflict Cause Values and come to October meeting with a proposal to which ones this PIM would be restricted.


0902-09:  PIM 19 – Charles Ryburn, SBC, took an ACTION ITEM to send the industry


advisory to the INC stating that it has been issued to the industry and request that they review for any inclusion in their guidelines.


0902-10:  NeuStar reported that NPAC was sending stack aborts.  Fix is to put in new


version of OTS stack (OTS9000 C.09.03), which goes into production in all NPACs on 9/22/02.  Jim Rooks, NeuStar, took an ACTION ITEM to send out a maintenance window announcement including this fix information.
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0902-11:  Mike Panis, ESI, reported that HP is still analyzing trouble with large PDU


aborts.  Fix is expected EOY2002 or possibly later.  Mike Panis, ESI, took an ACTION ITEM to identify the test case that caused the problem.


0902-12:  The following topics will be discussed at the October LNPA:


possible changes to outbound flow control,


CMIP departure time check


possible elimination of aborts.


ACTION ITEM: Service Providers are to discuss internally two options:  raising CMIP departure time check to greater than 5 minutes, or total elimination, and come prepared next month to discuss what to recommend to LLC.  


ACTION ITEM: NeuStar will bring in Change Orders to change appropriate documentation.  


Will be agenda item for next month’s meeting (8:30 am Mountain Time on Thursday 10/17/02).


0902-13:  With regard to the 3.2 Project Plan, Rob Coffman, NeuStar, took an ACTION


ITEM to review the impact of holiday dates, e.g. Good Friday, Easter, Mother’s Day, Memorial Day.


Service Providers have an ACTION ITEM to review the project plan, especially the dates from the start of turn-up testing through the first region implementation date, and come prepared for October meeting with any changes.


0902-14:  The LNPA WG has an ACTION ITEM to come prepared to the October


meeting to review all reseller flows.


0902-15:  Based on the WNPO’s decision to request a change to the Service Provider


Maintenance Window, H. L. Gowda, AT&T, will modify the PIM 2 Maintenance Window document accordingly, and submit it to the LNPA.


0902-16:  NANC 356 schedule:  Rob Coffman, NeuStar, explained that changing the SP


Name field results in provider’s router being bounced.  NeuStar would like to change fields during the Sunday Service Provider maintenance window to reduce impact of bouncing router.  Service Providers would need to take a Bulk Data Download (which they will have to do anyway).  BDD file will be produced at the completion of each region.  LNPA agreed that data will not be broadcast and all Service Providers will take a BDD.  NeuStar took an ACTION ITEM to investigate if the schedule can be compressed to a single Sunday maintenance window.  Schedule on hold while NeuStar investigates.


0902-17:  SPID Migration Notification:  OP:INFO can be used for NPAC to send


notifications to all users.  


ACTION ITEM: Question for all Service Providers as to what their systems will do with it and how they will react.  


ACTION ITEM: NeuStar  to address in M&P how the determination is made that all Service Providers successfully migrated, e.g. go-no go conference call.


0902-18:  ITP Test Plan Requirements and Regression Test Plan Requirements documents


– Scenario 4 – take out reference to “all appropriate.”  ACTION ITEM for Steve Addicks, NeuStar.


0902-19:  M&P for Reassociation –  Change note to read, “It is recommended, if a 


Service Provider’s SOA and LSMS are on the same router, that the Service Provider hold off bringing up their SOA by manually taking it off-line.”  Steve Addicks, NeuStar, to change and send to Randy Buffenbarger, NeuStar, for review at Project Executive meeting next week.  NeuStar to post on website.


0902-20:  Gary Sacra, Verizon, took an ACTION ITEM to send a message to Jim


Grasser, WNPO Chairperson, asking him to send a message to the WNPO distribution encouraging them to attend LNPA Working Group meetings.  Reason – issues are discussed in LNPA that affect all carriers, including wireless carriers, and wireless porting and pooling issues also affect all carriers, both wireline and wireless.


AUGUST, 2002 ACTION ITEMS REMAINING OPEN:

0802-01:  Jim Grasser, WNPO Chair, took an ACTION ITEM to provide a list of testing


issues possibly impacting Wireline carriers.  Examples cited were the need for Wireless NXX codes to be opened in the selective router for the 911 database, and the need for Wireline back office systems, e.g. Billing, to accommodate Wireless numbers pooled or ported into the Wireline network.


0802-04:  Based on feedback from the group on the PIM 2 Maintenance Window


document, H. L. Gowda, AT&T, took an ACTION ITEM  to change the sentence in Item 4, currently reading, “The goal here is to eliminate as much activity as possible that generates any SOA or LSMS messages during the maintenance window so service providers do not have any messages to recover when they come back on-line at the end of the window.” to read, “The goal here is to eliminate all activity that generates any SOA or LSMS messages during the maintenance window so service providers do not have any messages to recover when they come back on-line at the end of the window.”


It was also noted that the note in Item 1, “Note: SPs maintenance window period and duration will be changed to accommodate Wireless SPs Portability (11/24/2003),” may change based on a decision to be made at the September WNPO meeting.  The date will either be 11/24/02 or 11/24/03.  


H. L. will make the agreed upon changes, including eliminating any unnecessary bolded phrases, and distribute to the LNPA for review at the September LNPA meeting.


0802-10:  ESI took an ACTION ITEM to ask HP if they will share with NeuStar their test process and program that they used to evaluate their OTS stack and recreate the recovery problem.


0

1



_1094280801.doc

August 16, 2002

Appendix C



WORKING DOCUMENT





Procedures for Code Holder/LERG Assignee Exit



1.0
Purpose



This appendix describes the responsibilities of NANPA, service providers,



and the PA in situations when a service provider is returning or abandoning codes/blocks that contain ported telephone numbers and a new LERG assignee must be selected with minimal impact on ported customers.  The specific circumstances addressed cover: 



· Voluntary Return of NXX Codes Containing Ported Numbers 



· Abandoned NXX Codes Containing Ported Numbers



· Voluntary Return of Thousands Blocks Containing Ported Numbers  



· Abandoned Thousands Blocks Containing Ported Numbers



2.0
Assumptions



2.1
Reasonable efforts should be taken to re-establish a code holder/LERG assignee in order to maintain default routing.  Should the LERG assignee vacate their responsibilities, calls to the donor switch will not be processed.



2.2
A code holder/LERG assignee must be LNP capable, may put the code/block on any switch in the rate center, and should already be providing service in the rate center.  This should eliminate any potential problems with facilities readiness.  



2.3
It is desirable to avoid having to designate a new code holder/LERG assignee in the NPAC because all ported customers will experience a temporary interruption of incoming service during transition to the new assignee while the SPID is updated in the NPAC. However, it is a regulatory requirement to allow continued porting of any number in the NXX, a process that requires correct SPID/number association at NPAC for NPAC's message validation process. 



2.4 NANPA and/or the PA shall work closely with state and federal telecommunications regulators/agencies to obtain timely information about SPs abandoning service or filing bankruptcy.  Such circumstances are under the direction of a state commission or court.



2.5 When an NXX code is re-allocated to another SP, the code is considered to be re-allocated rather than re-assigned; therefore, the SP does not have to meet the MTE and utilization criteria for this code. 



2.6 A SP has the option to refuse a code re-allocation. Refusal will not adversely impact any pending code/block assignment request because it is unrelated to the re-allocation



2.7    These guidelines also apply in jeopardy/rationing situations.



2.8   It is the responsibility of each SP to provide an accurate E911 record for each of its customers to the E911 Service Provider. It is essential that the outgoing SP unlock its E911 records in the regional E911 database, and the new SP must transition the affected customers records to its own company ID in the E911 database.



2.9 It is the responsibility of the new code holder/LERG assignee and new block holder to notify Telcordia™ to update the AOCN responsibility in BIRRDS for the reallocated code/block(s). 



2.10 The SP returning the code has the responsibility to assure that affected parties, especially any end-users, are notified consistent with state requirements.



2.11 It is the responsibility of the SP returning the code/block to disconnect and remove all records related to the LRN and NXX code, including intra-SP ported TNs, from the NPAC database. If a code/block is reassigned and there are still old records in NPAC, the new LERG Assignee will encounter problems with the affected numbers from the reassigned code/block, e.g., porting records on TNs not in service. 



3.0       Notification Procedures for Returned Codes/Blocks



NANPA will request that the NPAC produce an ad hoc report, generated during off-peak hours, that identifies the service providers and associated quantities of ported TNs in a returned NXX code.  This information will assist NANPA in re-allocating the code.  The NPAC will charge NANPA for the ad hoc report per the existing contract.  The reports are to be provided to the NANPA pursuant to a non-disclosure agreement. The NANPA may use these reports to provide each potential LERG-assignee with the total number of ported TNs it has, number of SPs with ported TNs, and the total number of ported TNs overall.



NANPA is required to post the effective dates of pending code disconnects on the NANPA website in order for Service Providers to be aware of approved code disconnects.  In addition, NANPA should periodically (every six months) send an electronic reminder to code holders of their responsibility, per the Central Office Code Assignment Guidelines, to submit a Part 1 form to NANPA in order to return a code.  In addition, the reminder should direct SPs to not change routing information in appropriate databases until NANPA has processed the application and responded with a Part 3.   Code holders/LERG assignees should notify NANPA/PA if they are no longer able to perform default routing functions (e.g., the service provider is no longer providing service in the area served by that NXX code).  NANPA must inform the outgoing code holder/LERG assignee of their responsibility to update the appropriate routing databases upon receipt of the Part 3.   



There are specific actions related to LNP processes to be taken by SPs, the PA, NANPA, and NPAC during the code reallocation process.  An overall description, including a required form, can be found at: www,numberpool.org (include hotlink) (see footnote 1). 


In addition, it is the responsibility of the SP returning the code/block to disconnect and remove all records related to the LRN and NXX code, including intra-SP ported TNs, from the NPAC database. If a code/block is reassigned and there are still old records in NPAC, the new LERG Assignee will encounter problems with the affected numbers from the reassigned code/block, e.g., porting records on TNs not in service.


4.0
 Voluntary Return of NXX Codes Containing Ported Numbers



In the case where NXX codes are voluntarily returned and contain ported numbers or pending ports, NANPA should request that the incumbent code holder maintain the default routing function NANPA will re-allocate the code as soon as possible to avoid disconnects of NXX or disruption of service.  


If any expedite is requested by the outgoing or incoming code holder, the applicant shall so indicate on the Part 1.  Expedite procedures are found in Section 6 of the Central Office Code Assignment Guidelines.



Within 5 business days of being informed by a SP that they are discontinuing service in a given rate center, the NANPA shall request an ad hoc report from the NPAC that will identify active and pending ports on the returned code.  This information will assist NANPA in re-allocating the code.  The SP is encouraged to provide NANPA with a “NPAC-like” report on the code to be returned, thereby eliminating the 5 business day interval for NANPA to request an ad hoc report from the NPAC. 



If there are no active or pending ports on the code, a Part 3 Disconnect will be issued by NANPA to the SP. The Part 3 Disconnect information shall be entered into the Telcordia databases by the SP’s AOCN. The code will be included in the Part 3 Disconnect Report posted on the NANPA web site.



If there are active or pending ports on the code, NANPA shall:



a) NANPA will contact all service providers shown on the NPAC or “NPAC-like” report with ported TNs from the identified CO code at the same time, informing them of the Code holder’s intention to disconnect.  The outgoing SP also will be included in this notification for verification purposes. NANPA will provide each potential LERG-assignee with the total number of ported TNs it has, number of SPs with ported TNs, and the total number of ported TNs overall.  NANPA will use the latest contact information that NANPA Code Administration has on file for the impacted service provider(s).  Service providers may designate a special contact for this purpose by providing contact information to NANPA.  SPs with ported TNs will have 10 business days to respond with a complete and correct Part 1.  NANPA will provide a specific date and hour as the deadline for responses.   


b) Include in its contact document, language that states that the current SP is seeking to expedite the return of the code. This shall be done only if the SP returning the code has indicated an expedite process on its Part 1. 


c) NANPA will suspend the Part 1 pending identification of a new Code holder and so inform the applicant via a Part 3.  NANPA will request the incumbent code holder to maintain default routing.


d) The first carrier to respond with a completed and correct Part 1 will become the new Code holder.
  Only the receipt of a Part 1 by NANPA will be accepted as an official request for the code.  NANPA will process the Part 1 as a code reassignment and provide a Part 3 to the new Code holder.
  NANPA will provide a Part 3 Denial to the carrier returning the code, indicating that a new Code holder has been found and provide the effective date of the reassignment to the new OCN.
  NANPA also will notify all the SPs on the original distribution that a new Code holder has been selected.


e) If an SP agrees to assume responsibility for the code and to expedite
 its activation, the SP should indicate the latter by providing accompanying written documentation with the Part 1 agreeing to a shortened activation interval date. The documentation should also indicate the activation interval shall not be less than 30 days.



f) If after ten days from the issuance of the e-mail there are no volunteers, NANPA will notify the appropriate regulatory authority and the SPs with ported TNs that no carrier has submitted a valid Part I to become the code holder and therefore, the code will be disconnected. NANPA will issue a Part 3 Approval to the incumbent SP approving the code return and the disconnect effective date. NANPA will update and post to the NANPA web page a report titled “Part 3 Disconnects.”  This report shall contain all disconnects processed by NANPA and designate NPA-NXXs with no ports, NPA-NXXs with active and/or pending ports, and the associated disconnect date.



Should the above situation occur, a service provider originally contacted by NANPA because it had active or pending ports on the returned code per the NPAC report may decide it wants to become the new Code holder after NANPA has processed the Part 3 Disconnect.  NANPA then will reassign the code to the carrier, provided the carrier submits a completed and correct Part 1 no less than fifteen (15) business days prior to the effective date of the disconnect.



g) If a SP requests to become the LERG assignee but has no ported TNs and cannot meet MTE and utilization, NANPA will direct the SP to make their request to the appropriate regulatory authority.  Upon receiving both written confirmation (email or fax) from the regulatory authority and a valid Part 1 from the SP no less than fifteen (15) days prior to the effective date of disconnect,
 NANPA will make the SP the new LERG-assignee.  This process only applies to codes with active or pending ports.



h) If the porting of TNs occurs on a returned code after NANPA has issued a Part 3 Disconnect, NANPA will after having received and processed a valid Part 3, designate the SP applicant as the new LERG assignee. This will occur provided there is enough time to stop the disconnection of the code.



An SP should not be obligated to maintain default routing more than 66 days after filing a valid Part 1 indicating their intent to return the code.


5.0
Abandoned NXX Codes Containing Ported Numbers



In the case where an NXX code is abandoned, NANPA may not have prior knowledge of the situation or know if there are active or pending ported TNs on the code.  Further, NANPA may be unable to contact the incumbent code holder concerning the status of the code or to request that they maintain default routing function if there are ported TNs.  Situations may also occur where a service provider fails to submit a Part 1 to NANPA and proceeds with disconnecting the code.  Often, customer complaints or information provided by service providers are the way that NANPA learns of these abandon code situations.  



NANPA shall work closely with state and federal telecommunications regulators/agencies to obtain timely information about SPs abandoning service or filing bankruptcy.  Such circumstances are under the direction of a state commission or court. 



NANPA will request a report from the NPAC on the abandoned code to determine if there are any active or pending ported TNs.  



NANPA will then contact the appropriate state commission and seek guidance concerning the return or reassignment of the abandoned code.
  NANPA will include information about whether there are active or pending ports on the abandoned code. 




a. In those instances where there is porting on the abandoned code, NANPA will, unless otherwise directed by the state commission, contact those service providers with ported TNs to determine if they want to become the new LERG assignee, NANPA will follow the same process as outlined in Section 4.0 [specifically (b) through (f)].  



b. If a new code holder cannot be established for codes with active or pending ports, NANPA will reclaim the code after receiving written confirmation (email or fax) from the involved state commission. NANPA then will provide the NPAC written notice from the appropriate regulatory authority that the SP has terminated service. The NANPA also will request that the NPAC remove all records in its database related to the LRN and NXX code, including intra-SP ported TNs.




NANPA will direct any customer complaints concerning the disruption of service to the involved service provider or state commission.  In the case of an abandoned code, NANPA will not act independent of state commission direction with regard to the reassignment of a NXX code to a service provider with ported TNs.



6.0
Returned Thousands-Blocks Containing Ported Numbers



6.1     When Block Holder is not the LERG Assignee



In a pooled area where thousands- blocks are voluntarily returned and there are ported numbers or pending ports contained in these returned blocks, the SP will return the blocks to the PA and the ported customers are not affected.  



The PA shall request an ad hoc report from the NPAC to determine if there are any ported TNs or pending ports on the block(s) being returned.  This information will assist the PA in re-allocating the block.  If the block is 10% or less contaminated the PA will process the block return.  If the contamination level is greater than 10%, the PA will follow the order below to select a new block holder: 



a) The PA will notify SPs with ported TNs, the LERG Assignee, SPs with a forecasted need, and the outgoing block holder within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due. The first SP to respond with a completed and correct Part 1A and Part 1B will become the new block holder.  MTE and utilization requirements are waived for SPs with ported TNs.  



b)  If no SPs respond within ten business days or all refuse the block holder functions, the PA will contact the appropriate state commission and seek guidance concerning the return or reassignment of the contaminated block. Should a new block holder be designated, state commissions may waive MTE and utilization requirements. 



The PA will work with the new block holder to determine if a Part 4 submission is necessary. 



6.2     When Block Holder is also the LERG Assignee



The PA shall request an ad hoc report from the NPAC to determine if there are any ported TNs or pending ports on the block(s) being returned.  The PA will follow the order below to select a new LERG assignee: 


a) The PA will contact SPs with blocks assigned from the affected NXX, SPs with ported TNs and SPs with a forecasted need within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due.  



· The first SP with blocks assigned from the affected NXX to respond with a Part 1 and Part 1B will become the new LERG assignee.  MTE and utilization requirements are waived.



· If no SPs with blocks assigned from the affected NXX respond or all refuse the LERG assignee functions, the first SP with ported TNs to respond with a Part 1 and Part 1B will become the new LERG assignee.  MTE and utilization requirements are waived.



· If no SPs with ported TNs respond or all refuse the LERG assignee functions, the first SP with a forecasted need with a Part 1 and Part 1B that meets the MTE and utilization requirements will become the new LERG Assignee.



The PA will automatically update the BCD record in BIRRDS with the new LERG Assignee’s information upon receipt of the Part 3 from NANPA. 


The new LERG assignee shall:



 notify the PA via email which blocks assigned to the original LERG Assignee are to be reallocated to the new LERG Assignee because the contamination level is over 10%.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation. 



 notify the PA via email which blocks assigned to the original LERG Assignee are to be donated by the new LERG Assignee because the contamination level is 10% or less.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation.



· work with the PA to determine if any Part 4 submissions are necessary. 



Blocks that were previously donated by the original LERG assignee will remain in the pool.



It is recommended that the new LERG assignee retain at least one block to ensure that responsibilities in 4.2.1 are maintained. However, once the responsibilities of the SP outlined in 4.2.1 of the TBPAG are fulfilled and the SP determines that the block is not needed, the SP does have the option of returning the block to the PA.  



b) If no SPs respond within ten business days or all refuse to become the new LERG assignee, the PA will proceed with the NXX return, notify those SPs with ported TNs from the affected NXX, and request that NANPA notify the appropriate regulatory authorities that a code is going to be disconnected and that some working customers will lose service.



7.0
Abandoned Thousands-Blocks Containing Ported Numbers



The difference between an abandoned versus a returned block is that if abandoned, the PA is unable to reach the incumbent block holder to ask them to maintain default routing functions.



7.1     When Block Holder is not the LERG Assignee



In the case when the block holder is not the LERG assignee and blocks containing ported numbers or pending ports are abandoned, the ported customers are not affected.  Typically, customer complaints are the catalyst for initiating the steps that follow. The PA shall request an ad hoc report from the NPAC to determine if there are any pending or completed TN ports.  The PA will contact the appropriate state commission and seek guidance concerning the return or reassignment of the abandoned block.  If the block contamination level is 10% or less, the block is returned to the pool once written confirmation (email or fax) is received from the state commission to reclaim the block.  If the block contamination level is greater than 10%, the PA will follow the order below to select a new block holder unless otherwise directed by the state commission: 



a) The PA will notify SPs with ported TNs, the LERG Assignee, SPs with a forecasted need, and the outgoing block holder within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due. The first SP to respond with a completed and correct Part 1A and Part 1B will become the new block holder.  MTE and utilization requirements are waived for SPs with ported TNs.  



b)  If no SPs respond within ten business days or all refuse the block holder functions, the PA will contact the appropriate state commission and seek guidance concerning the return or reassignment of the contaminated block. Should a new block holder be designated, state commissions may waive MTE and utilization requirements.



The PA will work with the new block holder to determine if a Part 4 submission is necessary. 



When a block is returned to the pool, the PA will provide the NPAC with written notice from the appropriate regulatory authority that the SP has terminated service. The PA then will request that NPAC remove all records in its database related to the LRN and block, including intra-SP ported TNs. 


7.2     When Block Holder is also the LERG Assignee



In the case when the block holder is the LERG assignee and blocks containing ported numbers or pending ports are abandoned, the PA may not have prior knowledge of the situation.  Typically, customer complaints are the catalyst for initiating the steps that follow.  The PA shall work closely with state and federal telecommunications regulators/agencies to obtain timely information about SPs abandoning service or filing bankruptcy.  Such circumstances are under the direction of a state commission or court. 



The PA shall request the ad hoc report from the NPAC to determine if there are any pending or completed TN ports.  This information will assist the PA in re-allocating the code/blocks.  The PA will follow the order below to select a new LERG assignee unless otherwise directed by the state commission: 


a) The PA will contact SPs with blocks assigned from the affected NXX, SPs with ported TNs and SPs with a forecasted need within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due.  



· The first SP with blocks assigned from the affected NXX to respond with a Part 1 and Part 1B will become the new LERG assignee.  MTE and utilization requirements are waived.



· If no SPs with blocks assigned from the affected NXX respond or all refuse the LERG assignee functions, the first SP with ported TNs to respond with a Part 1 and Part 1B will become the new LERG assignee.  MTE and utilization requirements are waived.



· If no SPs with ported TNs respond or all refuse the LERG assignee functions, the first SP with a forecasted need with a Part 1 and Part 1B that meets the MTE and utilization requirements will become the new LERG Assignee.



The PA will automatically update the BCD record in BIRRDS with the new LERG Assignee’s information upon receipt of the Part 3 from NANPA. 


The new LERG assignee shall:



 notify the PA via email which blocks assigned to the original LERG Assignee are to be reallocated to the new LERG Assignee because the contamination level is over 10%.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation. 



 notify the PA via email which blocks assigned to the original LERG Assignee are to be donated by the new LERG Assignee because the contamination level is 10% or less.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation.



· work with the PA to determine if any Part 4 submissions are necessary. 



Blocks that were previously donated by the original LERG assignee will remain in the pool.



It is recommended that the new LERG assignee retain at least one block to ensure that responsibilities in 4.2.1 are maintained. However, once the responsibilities of the SP outlined in 4.2.1 of the TBPAG are fulfilled and the SP determines that the block is not needed, the SP does have the option of returning the block to the PA.  



b) If no SPs respond within ten business days or all refuse to become the new LERG assignee, the PA will proceed with the NXX return, notify those SPs with ported TNs from the affected NXX, and request that NANPA notify the appropriate regulatory authorities that a code is going to be disconnected and that some working customers will lose service. NANPA then will provide the NPAC written notice from the appropriate regulatory authority that the SP has terminated service. The NANPA also will request that the NPAC remove all records in its database related to the LRN and NXX code, including intra-SP ported TNs.



�  The LNP CO Code Reallocation Process, implemented on August 30, 2001, eliminates the necessity of maintaining the original LERG assignee in the NPAC because it eliminates service disruption that would be caused by changing the SPID in the NPAC. The process involves porting the code in thousands blocks to the LERG assignee.  In this way, the NPAC's block-ownership tables override the NPAC's NXX- ownership tables, allowing continued porting of any number in the NXX. The LNP CO Code Reallocation Process allows numbers to snap back to the new LERG assignee, the same as if the SPID had been changed in the NPAC without ported numbers having been taken out of service.









The LNPA WG has developed requirements for the ability to mass update the Service Provider Identification (SPID) associated with an NXX code without taking ported customers out of service.  This functionality has been assigned NANC Change Orders 217 and 323.




� MTE and utilization requirements are waived.




� No Part 4 will be required.  




� It is the responsibility of the new code holder to contact the original code holder if the code transfer does not occur on the effective date originally indicated on the Part 3 denial so that the original code holder can continue to maintain default routing until the new effective date. 




� See Section 6 of the Central Office Code (NXX) Administration Guidelines (COCAG)




� All new code holders must follow the standard code activation process in the COCAG.   In order to stop the disconnect and re-assign a code, a minimum of five (5) business days is needed to notify Telcordia to reverse the disconnect and send an emergency notification to service providers.  Add this time interval with the ten (10) business day requirement for NANPA to process code applications results in the requirement for service providers to provide a Part 1 no less than fifteen (15) business days for the effective date of the disconnect.  




� See previous footnote.




� There are differing requirements among the states relating to bankruptcies and the treatment of NPA-NXXs as carrier assets as well as carrier of last resort obligations that may affect the disposition of an abandoned code.  State commission involvement is needed to ensure these requirements are addressed.
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Mechanized Interface Issues


9-19-2002











Current Understanding


			HP tracking #3201036258 – Stack abort problem addressed in OTS9000 C.09.03 goes into production at the NPAC on 9/22.


			HP tracking #JAGae12971 – Large PDU aborts addressed by the end of Y2002.


			Bad OSI stack library at the NPAC – Corrected on 9/15. As regions go through a maintenance window, the NPAC CMIP router will begin to use the library.


			Congestion tunables – Changed the high water setting from 100 to 10 messages for inbound flow control and the low water ratio to 30% for one ILEC. This reduces the amount of buffer space that a faster sender can consume.


			Outbound flow control - The buffer space that lies between the sending system and the receiving system can store many messages.  When the sender runs faster than the receiver, CMIP messages will get queued.


			Analysis and testing must to done to determine if all providers using the same TCP port (102) is restricting the NPAC OSI stack throughput. The OSI stack does support using multiple ports.














LNP Network Stack














Flow Control


			Flow control is implemented through congestion once all the buffer space between the sender and the receiver is full.


			Each network (TCP) packet indicates available buffer space in the window size attribute.


			Congestion high water mark controls the number of messages that will be queued on the inbound side of the CMIP toolkit.


			Outbound flow control is done via the inbound congestion setting at the destination system.  


			Current implementation of congestion means that the network buffers must be filled before the sender gets congestion.  


			Production analysis indicates this can be as many as 700 CMIP messages.


			This queue of messages can cause invalid departure time aborts.














Summary


			NPAC upgrade to OTS9000 C.09.03 done on 9/22.


			Once the large PDU fix is available from HP, all LNP HP systems should be upgraded. We need to explore if/how we get HP to deliver the patch sooner.


			NPAC corrected the bad OSI stack library in all regions on 9/15. It requires a restart of the NPAC CMIP router process and this will be done in all regions on 9/22.


			In order for systems with different processing capability to interoperate, there must be good flow control on both inbound and outbound sides of the OSI stack.


			Implemented in the CMIP toolkit?


			Implement in the LNP (NPAC/LSMS/SOA) systems?


			NeuStar will begin internal testing of multiple OSI stacks (in addition to port 102) on the same system.
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Release 3.2 Change Orders – NANC 323, Partial Migration of a SPID via Mass Update




Origination Date:  10/10/2002


Originator:  BellSouth


Change Order Number:  

Description:  SOA/LSMS Interface Protocol Alternatives

Pure Backwards Compatible:  YES


IMPACT/CHANGE ASSESSMENT


		FRS

		IIS

		GDMO

		ASN.1

		NPAC

		SOA

		LSMS



		Y

		Y

		N/A

		N/A

		High

		?

		?





Business Need:

Currently the only interface protocol supported by the NPAC to SOA and NPAC to LSMS interface is CMIP.  The purpose of this change order is to request analysis be done to determine the feasibility of adding other protocol support such as CORBA or XML. The primary reasons for looking into a change would be 1) Performance, and 2) Implementation complexity.


Description of Change:


Requirements:


TBD


IIS


TBD


GDMO


TBD


ASN.1


TBD


M&P


TBD
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Provisioning with LSR



Figure 1






Step


Description














1.  End-user Contact



The process begins with an end-user requesting service from the New Service Provider.



· It is assumed that prior to entering the provisioning process the involved NPA/NXX was opened for porting.





2.  End-user agrees to change to New Service Provider (NLSP)



End-user agrees to change to New Service Provider (NLSP)and requests retention of current telephone number / mobile directory number (TN/MDN)





3.  NLSP obtains end-user Authorization



New Service Provider obtains authority (LOA) from end-user to act as the official agent on behalf of the end-user.  The New Service Provider is responsible for demonstrating necessary authority.









4. (Optional) NLSP requests CSR from OLSP.


· As an optional step, the New Local Service Provider (NSLP) requests a Customer Service Record (CSR) from the Old Local Service Provider (OLSP). No service agreement between the LSPs should be required for CSR.





5. Is NLSP a wireline Reseller?


· If yes, go to step 6



· If no, go to step 9





6. Is OLSP a wireline Reseller?


· If yes, go to decision point D



· If no, go to decision point C





7. Is OLSP a wireline Reseller?


· If yes, go to decision point E



· If no, go to step 8





8.  Is end-user porting all TN/MDN?



The New Service Provider determines if customer is porting all TN/MDN(s). 



· If yes, go to Step 10



· If no, go to Step 9





9.  New Service Provider notes “not all TN/MDN(s) being ported” in remarks field on LSR.







The New Service Provider makes a note in the remarks section of the LSR to identify that the end-user is not porting all TN/MDN(s). This can affect the due date interval due to account rearrangements necessary prior to service order issuance. 





10.  NNSP sends porting LSR to LNSP to port number.







The New Service Provider notifies the Old Service Provider of the porting using the LSR and sends the information via an electronic gateway, FAX, or other manual means.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF). The information required on the LSR may vary based on the carriers involved.









11.  ONSP provides Firm Order Confirmation (FOC) to NNSP.







Old Network Service Provider sends the firm order confirmation (FOC, local response) to the New Network Service Provider for the porting LSR.



· For wireline to wireline and for wireline to wireless, the LSR/FOC process time frame is 24 hours. 




For wireless to wireless the LSR/FOC time frame is 30 minutes. 




The due date of the first TN/MDN ported in an NPA-NXX is no earlier than five (5) business days after FOC receipt date. Any subsequent port in that NPA NXX will have a due date not earlier than three (3) business days after FOC receipt. It is assumed that the porting interval is not in addition to intervals for other requested services related to the porting (e.g., unbundled loops). The interval becomes the longest single interval required for the services requested. 









The FOC process is defined by the OBF and the electronic interface by the TCIF.





12.  ONSP and NNSP create and process service orders.







Upon completion of the LSR and FOC process, the Network Service Providers create and process their service orders through their internal service order systems, from the information provided on the LSR and FOC. 





13.  Old (optionally) and New Service Providers notify NPAC SMS.







Due date of the create message is the due date on the FOC. Where wireline due date equals date and wireless due date equals date and time. For wireless to wireline the wireline due date applies. For wireline to wireless due date is TBD. Any change of due date to the NPAC SMS is usually the result of a change in the FOC due date. 









Service Providers enter subscription data into NPAC SMS via SOA interface (i.e., the SOA association, LTI, or contacting the NPAC personnel) for porting of end-user in accordance with the NANC Functional Requirements Specification (FRS) and the NANC Interoperability Interface Specifications (IIS).





14A.  NPAC SMS performs data validation on each individual message.







NPAC SMS validates data to ensure value formats and consistency as defined in the FRS.  This is not a comparison between Old and New Service Provider messages.









14B.  Is data valid?







If yes, go to Step (14).  If this is the first valid create message, the t1 timer is started.









If no, go to Step (12).









15.  Return data to Service Provider.







If the data is not valid, the NPAC SMS returns notification to the Service Provider for correction.









16.  Data corrected and forwarded.







The Service Provider, upon notification from the NPAC SMS, corrects the data and forwards back to NPAC SMS.









17.  Did NPAC SMS receive both and matching create messages within the limits of the t1 Timer.







The value for the t1 Timers are configurable for Service Providers. Service Providers will use either long or short timers. The current default for the long timer is nine (9) hours. The current default for the short timer is one (1) hour.




If matching, go to Step (17).




If mismatched, go to Step (15).




If t1 timer expires, go to Step (16).




NPAC SMS processing timers include business hours only, except where otherwise specified.  Local business hours are defined as 12 hours.  Monday through Friday is the default for Short Business Days and Monday through Saturday is the default for Long Business Days, except holidays. Holidays and business hours are defined for each NPAC Region. 





18.  NPAC SMS notifies appropriate Service Provider that information is mismatched.







The NPAC SMS informs the Service Provider that sent the second create that the messages are mismatched.  If necessary, the Service Provider notified coordinates the correction.









19.  NPAC SMS notifies appropriate Service Provider that the create message is missing.







If Service Providers do not notify the NPAC SMS and/or provide matching data within the t1 timer, the NPAC SMS sends a notification to the Service Provider who did not respond to the Subscription version create message.




The NPAC SMS provides an Initial Concurrence Window tunable parameter (t1) defined as the number of hours after the subscription version was initially created by which both Service Providers can authorize transfer of subscription service. 




The t2 timer starts.





20.  Did Old Service Provider place order in Conflict?



If yes, go to Step (25).




If no, go to Step (18).




Check Concurrence Flag Yes or No.  If no, a conflict cause code as defined in the FRS, is designated.  Old Service Provider makes a concerted effort to contact New Service Provider prior to placing subscription in conflict.  The latest time by which the OLD SP could place an SV into conflict would be the later of 12:00 noon the date before the due date or the expiration of the t2 timer. 









21.  New Service Provider coordinates physical changes with Old Service Provider.







The New Service Provider has the option of requesting a coordinated order.  This is the re-entry point from the Inter-Service Provider LNP Operations Flows – Conflict Flow for the Service Creation Provisioning Process tie point BB.



· If coordination is requested on the LSR, an indication of yes or no for the application of a 10-digit trigger is required.  If no coordination indication is given, then by default, the 10-digit trigger is applied as defined in inter-company agreements.  If the New Service Provider requests a coordinated order and specifies ‘no’ on the application of the 10-digit trigger, the Old Service Provider uses the 10-digit trigger at its discretion.





22.  Does NPAC SMS receive create message within the limits of the t2 Timer.






The NPAC SMS provides a Final Concurrence Window tunable parameter (t2) that is defined as the number of hours after the concurrence request is sent by the NPAC SMS. 




The value for the t2 Timers are configurable for Service Providers. Service Providers will use either long or short timers. The current default for the long timer is nine (9) hours. The current default for the short timer is one (1) hour.




NPAC SMS processing timers include business hours only, except where otherwise specified. Local business hours are defined as 12 hours.  Monday through Friday is the default for Short Business Days and Monday through Saturday is the default for Long Business Days, except holidays. Holidays and business hours are defined for each NPAC Region.




If create messages match, go to Step (17).




If t2 timer expires, go to Step (20).




If create messages are mismatched they will be processed in the same manner as Step (15).









23.  Is create message missing from New or Old Service Provider?







If New Service Provider, go to Step (21).




If Old Service Provider, go to Step (23).









24.  NPAC logs no response.







The NPAC records that no matching create message was received from the New Service Provider.









25.  NPAC notifies both Service Providers that transaction is cancelled and change is rejected.







The subscription version is immediately cancelled by NPAC SMS.  Both Service Providers take appropriate action related to internal work orders.









26.  NPAC notifies Old Service Provider that porting proceeds under control of New Service Provider.







A notification message is sent to the Old Service Provider noting that the porting is proceeding in the absence of any message from the Old Service Provider.









27.  Is the Unconditional 10-Digit Trigger being used?







If yes, go to Inter-Service Provider LNP Operations Flows - Provisioning with Unconditional 10-Digit Trigger - tie point AA.









If no, go to Inter-Service Provider LNP Operations Flows - Provisioning without Unconditional 10-digit Trigger - tie point A.









The unconditional 10-digit trigger is an option assigned to a line on a donor switch during the transition period when the line is physically moved from donor switch to recipient switch.  During this period it is possible for the TN/MDN to reside in both donor and recipient switches at the same time.









The unconditional 10-digit trigger may be applied by the New Service Provider.









28.  NPAC logs request to place order into Conflict including conflict cause code.







Go to Inter-Service Provider LNP Operations Flows - Conflict Flow for the Service Creation Provisioning Process - tie point B.





29.  END












Step


Description














NOTE:  Steps 1 and 2 are worked concurrently.














1.
New Service Provider activates (locally)






The Wireline New Service Provider activates its own Central Office translations.




The Wireless New Service Provider activates its own switch/HLR configuration including assignment of Mobile Station Identifier (MSID).









2.  Old and New Service Providers make physical changes (where necessary).



Wireline physical changes may or may not be coordinated.  Coordinated physical changes are based on inter-connection agreements.




Mobile Station (handset) changes are completed.




The New Service Provider is now providing dial tone to ported end user.









3.  New Service Provider notifies NPAC to activate subscription.



The New Service Provider sends an activate message to the NPAC SMS via the SOA.




No NPAC subscription version may activate before the subscription version due date/time.









NOTE:  Steps 4, 5, 6, and 7 may be concurrent, but at a minimum should be completed ASAP.














4.  NPAC SMS Downloads (real time) to all Service Providers.







The NPAC SMS broadcasts new subscription data to all Service Providers LSMS in the serving area in accordance with the NANC FRS and NANC IIS.  The Service Control Point (SCP) Applications and GTT Function for Number Portability requirements are defined  by T1S1.6.









5.  NPAC SMS records date and time in history file.







The NPAC SMS records the current date and time as the Activation Date and Time stamp, after all Local SMSs have successfully acknowledged receipt of new subscription version.









6.  Wireline Old Service Provider removes translations in Central Office. Wireless Old Service Provider removes subscriber from switch/HLR.







The Wireline Old Service Provider initiates the removal of translation either at designated Due Date and Time or, if the order was designated as coordinated, upon receipt of a call from the New Service Provider.




The Wireless Old Service Provider initiates the removal of the subscriber record from the switch/HLR after the activation of the port.









7.  NPAC SMS logs failures and non-responses and notifies the Old and New Service Providers of failures.







The NPAC SMS resends the activation to a Local SMS that did not acknowledge receipt of the request.  The number of NPAC SMS attempts to resend is a tunable parameter for which the current default is three (3) attempts.  Once this cycle is completed NPAC personnel investigate possible problems.  In addition, the NPAC sends a notice via SOA interface to both the Old and New Service Providers with a list of Local SMSs that failed activation.









8.  All Service Providers update routing databases (real time download).







This is an internal process and is performed in accordance with the Service Control Point (SCP) Applications and GTT Function for Number Portability requirements as defined  by T1S1.6.









9.  New Service Provider may verify completion.







The New Service Provider may make test calls to verify that calls to ported numbers complete as expected.









10.  END








Step


Description














1. Old Service Provider activates unconditional 10-digit trigger in Central Office.



The actual time for trigger activation is defined on a regional basis.




The unconditional 10-digit trigger may optionally be applied by the New Service Provider.









NOTE:  Steps 2 and 3 may be worked concurrently.





2.  New Service Provider activates Central Office translations.



The New Service Provider activates their own Central Office translations.









3. Old and New Service Providers make physical changes (where necessary).



Any physical work or changes are made by either Old or New Service Providers as necessary.




Physical changes may or may not be coordinated.  Coordinated physical changes are based on inter-connection agreements.



· The New Service Provider is now providing dial-tone to ported in user





4. New Service Provider notifies NPAC SMS to activate subscription.



The New Service Provider sends an activate message via the SOA interface to the NPAC SMS.




No NPAC subscription version may activate before the Subscription Version due date.









NOTE:  Steps 5, 6, and 7 may be concurrent, but at a minimum should be completed ASAP.














5.  NPAC SMS Downloads (real time) to all Service Providers.



The NPAC SMS broadcasts new subscription data to all Service Providers in the serving area in accordance with the NANC FRS and NANC IIS. The Service Control Point (SCP) Applications and GTT Function for Number Portability requirements are defined  by T1S1.6.








6.  NPAC SMS records date and time in history file.



The NPAC SMS records the current date and time as the Activation Date and Time stamp, after all Local SMSs successfully acknowledged receipt of new subscription version.









7.  NPAC SMS logs failures and non-responses and notifies the Old and New Service Providers of failures.



The NPAC SMS resends the activation to a Local SMS that did not acknowledge receipt of the request.  The number of NPAC SMS attempts to resend is a tunable parameter for which the current default is three (3) attempts.  Once this cycle is completed NPAC personnel investigate possible problems.  In addition, the NPAC sends a notice via SOA interface to both the Old and New Service Providers with a list of Local SMSs that failed activation.









8.  All Service Providers update routing databases (real time download).



This is an internal process and is performed in accordance with the Service Control Point (SCP) Applications and GTT Function for Number Portability requirements as defined  by T1S1.6.









9.  Old Service Provider removes appropriate translations.



After update of its databases the Old Service Provider removes translations associated with the ported TN/MDN.  The specific time for removal may be specified on a regional basis.









10.  New Service Provider may verify completion.



The New Service Provider may make test calls to verify that calls to ported numbers complete as expected.









11.  END








Step


Description














1.  Tie-point (B)







The conflict flow is entered through the Provisioning process flow (Figure 1) through tie point (B), when the Old Service Provider enters a concurrence flag of “No”, and designates a conflict cause code.





2. Is conflict restricted?



Conflict is restricted (i.e., SV may not be placed into conflict) if either:




The Old Service Provider has previously placed the subscription into conflict, or




The request was initiated after the noon the business day before Due Date and t2 timer has expired.




If yes, go to Step (4).




If no, go to Step (3).









3. NPAC changes subscription to Conflict Status and notifies both Service Providers.



Both Service Providers take appropriate action related to internal work orders.




Subscriptions may be modified while in the conflict state (e.g., due date).









4. NPAC rejects conflict request.



NPAC notifies Service Provider of rejection.




Proceed to tie point BB on the Provisioning flow (Figure 1).









5. New Service Provider contacts the Old Service Provider to resolve Conflict.  If no agreement is reached, begin normal escalation.







The escalation process is defined in the inter-company agreements.









6. Was conflict resolved within 30 calendar days?



From the time a subscription is placed in conflict, there is a 30 calendar day limit after which it is removed from the NPAC database.  If it is resolved within the 30 calendar day limit, proceed to Step (8); if not, the subscription request will “time out” and proceed to Step (11).









7. How was Conflict resolved?



Conflict resolution initiates one of two actions:  1) cancellation of the subscription, or 2) resumption of the service creation provisioning process.  If the conflict is resolved by cancellation of the subscription, then proceed to the Cancellation Flows for Provisioning Process (Figure 5) through tie point C.  If the conflict is otherwise resolved, proceed to Step (9).









8.  If conflict was resolved within six (6) business hours, only the Old Service Provider may notify NPAC of “conflict off”.  If conflict was resolved after six (6) hours, either the New or Old Service Provider may notify NPAC of “conflict off”.







In order for the porting process to continue at least one Service Provider must remove the subscription from conflict.





9.  NPAC SMS notifies both Service Providers of conflict off via SOA or LTI.



NPAC SMS notifies both Service Providers of the change in subscription status.  The porting process resumes as normal, proceeding to the Provisioning process flow (Figure 1) at tie point BB.









10.  NPAC SMS initiates cancellation and notifies Service Providers.



NPAC SMS notifies both Service Providers that the subscription version status was updated to cancelled.  




Both Service Providers take appropriate action related to internal work orders.





11.  END








Introduction



A service order and/or subscription may be cancelled through the following processes:



· The end-user contacts the Old or New Service Provider and requests cancellation of their porting request.



· Conflict Flow for the Service Creation Provisioning Process - Figure 4:  As a result of the Conflict Resolution process (at tie-point C) the Old and New Service Providers agree to cancel the subscription and applicable service orders.



Step


Description














1.
End-user



The Cancellation Process may begin with an end-user requesting cancellation of their pending port.  The Cancellation process flow applies only to that period of time between subscription creation, and either activation or cancellation of the porting request.  If activation completed and the end-user wishes to revert back to the former Service Provider, it is accomplished via the Provisioning Process.









2.
Did end-user contact Old or New Service Provider?



The end-user contacts either the Old or New Service Provider to cancel the porting request.  Only the Old or New Service Provider can initiate this transaction, not another Service Provider.




The contacted Service Provider gathers information necessary for sending the LSR to the other Service Provider noting cancellation, and for sending the cancellation request to NPAC SMS.




If the end-user contacted the Old Service Provider, then proceed to Step (3).




If the end-user contacted the New Service Provider, proceed to Step (6).









3.
Old Service Provider obtains end-user authorization.



The Old Service Provider obtains actual authority from the end-user to act as the official agent on behalf of the end-user to cancel the porting request.  The Old Service Provider is responsible for demonstrating such authority as necessary.









4.
Old Service Provider sends notification to New Service Provider



The Old Service Provider notifies the New Service Provider, via their inter-company interface, indicating that the porting request is to be cancelled.









5.
Old Service Provider sends cancellation to NPAC, if appropriate



The Old Service Provider, contacted directly by the end-user or notified by the New Service Provider via their inter-company interface, sends a cancellation message to NPAC via the SOA interface.  This cancellation message is accepted by NPAC SMS only if the Old Service Provider had previously uploaded during the subscription creation.  If the Old Service Provider sends a cancellation message and a create message was not previously sent, the NPAC responds with a reject message.  If the Old Service Provider does not upload a create message to the NPAC SMS for this subscription, it cannot subsequently send a cancellation message.




The Old Service Provider takes appropriate action related to internal work orders.









6.
New Service Provider sends LSR to Old Service Provider noting cancellation as soon as possible prior to activation time



The end-user contacts the New Service Provider to cancel the porting request.  The New Service Provider fills out and sends the LSR form to the Old Service Provider via their inter-company interface, indicating cancellation of the porting request.









7.   New Service Provider sends cancellation to NPAC, if appropriate







The New Service Provider, contacted directly by the end-user or notified by the Old Service Provider via their inter-company interface, sends a cancellation message to NPAC via the SOA interface.  This cancellation message is accepted by NPAC SMS only if the New Service Provider previously uploaded during the subscription creation.  If the New Service Provider sends a cancellation message and a create message was not previously sent, the NPAC responds with a reject message. If the New Service Provider did not upload a create message to the NPAC SMS for this subscription, it cannot subsequently send a cancellation message.




The New Service Provider takes appropriate action related to internal work orders.









8.
Did NPAC receive notification(s) within tunable parameter?


· The NPAC applies a nine (9) business hour [tunable parameter] time limit on receiving cancellation messages from both Service Providers.  This is referred to as the Initial Cancellation Window.




NPAC SMS processing timers include business hours only, except where otherwise specified. Local business hours are defined as 12 hours.  Monday through Friday is the default for Short Business Days and Monday through Saturday is the default for Long Business Days, except holidays. Holidays and business hours are defined for each NPAC Region.













 The NPAC SMS tests for receipt of cancellation messages from the two Service Providers based on which Service Provider had previously uploaded into NPAC SMS.  Since the Old Service Provider’s upload is optional for subscription creation, if the Old Service Provider did not upload during the creation process, the Old Service Provider’s input during cancellation is not accepted by NPAC SMS.  Similarly, if during the subscription creation process only the Old Service Provider uploaded, and not the New Service Provider, only the Old Service



Provider’s input is accepted when canceling an order.  However, if the timers expire, the system will automatically cancel.




For a “concurred” subscription, when the first cancellation message is received, NPAC sets the subscription status to cancel-pending.  Both the Old and New Service Providers are notified of this change in status via the SOA interface. 




If the second cancellation notification, from the other Service Provider, is received within nine (9) business hours, proceed to Step (11).




If the second cancellation notification from the other Service Provider is not received within nine (9) business hours, proceed to Step (9).












· For a “non-concurred” subscription, when the first cancellation message is received, NPAC sets the subscription status directly to cancel, and proceeds to Step (11).  Both the Old and New Service Providers are notified of this change in status via the SOA interface.





9.
NPAC notifies appropriate Service Provider that information is missing



The Initial Cancellation Window starts with receipt of the first cancellation message at NPAC.  When this timer times out, the NPAC requests the missing information from the Service Provider who did not provide the cancellation message via the SOA interface.  Only “concurred” subscriptions reach this point in the process flow.









10.
Does NPAC receive concurring notification within nine (9) business hours?



The NPAC applies a nine (9) business hours [tunable parameter] time limit on receiving cancellation messages from both Service Providers.  This is referred to as the Final Cancellation Window.




NPAC SMS processing timers include business hours only, except where otherwise specified. Local business hours are defined as 12 hours.  Monday through Friday is the default for Short Business Days and Monday through Saturday is the default for Long Business Days, except holidays. Holidays and business hours are defined for each NPAC Region.




Upon receipt of the concurring notification, proceed to Step (11).




If no notification is received by the time this timer times out, proceed to tie-point H, “Cancellation Conflict Process Flow.”









11.
NPAC logs information, cancels subscription, and notifies both Service Providers of cancellation



The porting request is cancelled by changing the subscription status to cancelled.  Both Service Providers are notified of the cancellation via the SOA interface.









12.
END








Step


Description














1.
Is Old or New Service Provider cancellation notification missing or inaccurate?



At this point in the process flow, the subscription status is cancel pending, because either the Old or New Service Provider’s cancellation notification is missing or inaccurate (i.e., mismatched).




If the Old Service Provider’s notification is at fault, then proceed to Step (2).




If the New Service Provider’s notification is at fault, then proceed to Step (3).









Note that the Cancellation Conflict process flow is reached only for “concurred” subscriptions.





2.
NPAC logs information, cancels subscription, and notifies both Service Providers of cancellation with proper cause code



If the Old Service Provider does not provide a cancellation notification message to NPAC, in spite of a Cancellation LSR from the New Service Provider and two reminder messages from NPAC, the subscription is cancelled.  NPAC notifies both Service Providers via the SOA interface, that the subscription status is updated to cancelled, and places the proper cause code on the subscription record.




Both Service Providers take appropriate action related to internal work orders.









3.
NPAC logs information, places subscription in “conflict status” with proper conflict cause code, and notifies both Service Providers



If the New Service Provider does not provide a cancellation notification message to NPAC, in spite of a Cancellation LSR from the Old Service Provider and a reminder message from NPAC, the subscription is placed in a conflict state.  NPAC also writes the proper conflict cause code to the subscription record, and notifies both Service Providers, with proper conflict cause code, of the change in status via the SOA interface.




Both Service Providers take appropriate action related to internal work orders.









4.
How does New Service Provider wish to continue?



With the subscription in conflict, it is only the New Service Provider who controls the transaction.  The New Service Provider makes a concerted effort to contact the Old Service Provider prior to proceeding.




If the New Service Provider decides to cancel the subscription, proceed to Step (5).




If the New Service Provider decides to proceed with the porting process, go to Step (8).




If the New Service Provider decides to ignore, proceed to Step (7).









5.    New Service Provider notifies NPAC to cancel subscription







The New Service Provider may decide to cancel the subscription.  If so, they notify NPAC of this decision via the SOA interface.









6.
NPAC logs information, cancels subscription and notifies both Service Providers of cancellation



Following notification by the New Service Provider to cancel the subscription, NPAC logs this information, and changes the subscription status to cancelled.  Both Service Providers are notified of the change in the subscription status via the SOA interface.  




Both Service Providers take appropriate action related to internal work orders









7.
NPAC waits for 30 calendar days, cancels subscription, and notifies both Service Providers of time-out.



After no response from the New Service Provider for 30 calendar days regarding this particular subscription, NPAC changes the status to cancelled and notifies both Service Providers of the change in status via the SOA interface.




Both Service Providers take appropriate action related to internal work orders.









8.
New Service Provider notifies NPAC to remove subscription from Conflict status



The New Service Provider may choose to proceed with the porting process, in spite of a cancellation message from the Old Service Provider.  As both Service Providers are presumably basing their actions on the end-user’s request, and each is apparently getting a different request from that end-user, each should ensure the accuracy of the request.




If the New Service Provider decides to proceed with the porting, they update the status of the subscription to pending via the SOA interface.




It is the responsibility of the New Service Provider to contact the Old Service Provider, to request that related work orders which support the porting process are performed.  The Old Service Provider must support the porting process.









9.
NPAC notifies both Service Providers of conflict off via SOA



NPAC notifies both Service Providers of the change in subscription status.  The porting process resumes as normal, at tie-point BB.









10.
END












Step


Description














1.
End-user calls current Service Provider to disconnect service.



The end user provides disconnect date and negotiates intercept treatment with current Service Provider.









2.
Current Service Provider initiated disconnect



Current Service Provider initiates disconnect of service based on regulatory authority(s)









3.
Current Service Provider arranges intercept treatment 



Current Service Provider arranges intercept treatment as negotiated with the end user, or, when the disconnect is Service Provider initiated, per internal processes.









4.
Current Service Provider creates and processes service order



Current Service Provider follows existing internal process flows to ensure the disconnect within its own systems.









5.
Current Service Provider notifies NPAC of disconnect date1 and indicates effective release date2



Current Service Provider notifies NPAC of disconnect date via the SOA interface and indicates effective release date, which defines when the broadcast occurs.  If no effective release date is given, the broadcast from NPAC/SMS is immediate.  The maximum interval between disconnect date and effective release date is 18 months.









6.
NPAC notifies NPA/NXX owner/holder of the disconnected TN/MDNs effective release and disconnect dates



On effective release date, NPAC notifies NPA/NXX owner/holder of the disconnected TN/MDN(s), effective release and disconnect dates via the SOA. 








7.
NPAC broadcasts subscription deletion to all applicable Service Providers



On effective release date, NPAC broadcasts subscription deletion to all applicable Service Providers via LSMS









8.
NPAC deletes TN/MDN(s) from active database on effective release date



On effective release date, NPAC/SMS removes number from its database.









9.
END








Step


Description














1.
Service Provider requests NPAC for audit.



A Service Provider may request an audit to assist in resolution of a repair problem reported by an end-user.  Prior to the audit request, the Service Provider completes internal analysis as defined by company procedures and, if another Service Provider is involved, attempts to jointly resolve the trouble in accordance with inter-company agreements.  Failure to resolve the trouble following these activities, the Service Provider requests an audit.









2.
NPAC SMS issues queries to appropriate LSMSs.



The NPAC SMS issues queries to the Local SMSs (LSMS) involved in the customer port.









3.
NPAC SMS compares own Subscription Version to LSMS Subscription Version 



Upon receipt of the LSMS Subscription Version, the comparison of the NPAC SMS and LSMS Subscription Versions is made to determine if there are discrepancies between the two databases.









4.
NPAC SMS updates appropriate LSMS with Subscription Version updates.



If inaccurate routing data is found, the NPAC SMS broadcasts the correct subscription data to any involved Service Provider’s networks to correct inaccuracies.









5.
All audits completed



If no, return to Step (4).




If yes, proceed to Step (6).









6.
NPAC reports audit completion to requesting Service Provider



NPAC reports to the requesting Service Provider following completion of the audit to allow the Service Provider to close the trouble ticket.




 Upon request, NPAC provides ad hoc reports to Service Providers that wish to determine which Service Providers are launching audit queries to their LSMS.









7.
END








NPA-NXX Code Opening



Step


Description














1.
NPA-NXX holder notifies NPAC SMS of NPA-NXX Code(s) being opened for porting.



The service provider responsible for the NPA-NXX being opened must notify the NPAC SMS via the SOA or LSMS interface within a regionally agreed to time frame.









2.
NPAC SMS updates its NPA-NXX databases



NPAC SMS updates its databases to indicate that the NPA-NXX has been opened for porting.









3.
NPAC SMS sends notice of code opening to all Service Providers via LSMS. 



The NPAC SMS provides advance notice via the object creation message of the scheduled opening of NPA-NXX code(s) via the LSMS interface. Currently the NPAC SMS vendor is also posting the NPA-NXX openings to their secure website.









First TN/MDN Ported in NPA-NXX



Step


Description














1.
NPAC SMS receives subscription create request for first TN/MDN in NPA-NXX



Service Provider notifies NPAC SMS to create subscription for the first TN/MDN in an NPA-NXX.









2.
NPAC SMS sends notification of first TN/MDN ported to all service providers via SOA and LSMS



When the NPAC SMS receives the first subscription create request in an NPA-NXX, it will broadcast a “heads-up” notification to all service providers via both the LSMS and SOA interfaces.  Upon receipt of the NPAC message, all service providers, within five (5) business days, will complete the opening for the NPA-NXX code for porting in all switches.
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INTER-SERVICE PROVIDER - LNP OPERATIONS FLOWS - PROVISIONING WITH LSR





(FLOW E - CUSTOMER PORTING FROM A RESELLER TO A NETWORK SERVICE PROVIDER)


Old Local Service Provider (Reseller) to New Network Service Provider (NNSP) (i.e., end user changes from


reseller (OLSP), which is provided facilities via a ONSP, to a NLSP/NNSP who is facilities based.)


Is End user


porting all TNs?





 (1)


NNSP notes “not all TNs being ported” in the remarks field on  LSR addressed in box 3. 


                 (2)


NNSP sends LSR


 to ONSP.





          (3)


v2.0     8-14-2002


No


Yes


ONSP sends FOC for the LSR to NNSP.


            (4)


E


DEFINITIONS:


NNSP -  New Network Service Provider 


ONSP - Old Network Service Provider


NLSP -  New Local Service Provider


OLSP - Old Local Service Provider


General Acronyms: 


CSR - Customer Service Record


LSR - Local Service Request


FOC - Firm Order Confirmation 	


NOTE: Please refer to associated narrative


 text file for this flow


 Return to Figure 1 , Box 12.


                      (7)


NNSP coordinate


all porting activities.





(6)


Are both ONSP and NNSP the same SP?


(5)


Yes


No


Is NPAC processing required? 


(8)


  Perform                          Intra-Service Provider Port    (9)


Yes


?


No
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Inter-Service Provider LNP Operations Flows   -   Flow D     v2.0   
 8-14-02


Provisioning with Local Service Request (LSR)



(CUSTOMER PORTING FROM A RESELLER TO A RESELLER)



End user ports from OSP (OLSP- Old Local Service Provider) Reseller



to NSP (NLSP -New Local Service Provider ) Reseller (i.e., end user changes from OLSP (reseller), which was provided facilities via ONSP, to a NLSP (reseller), which is provided facilities via a NNSP)





Step


Description














1.  Is end user porting all TN’s?



The New Service Provider determines if customer is porting all TN(s).



· If yes, go to step 3.


· If no, go to step 2.





2. NLSP notes “not all TN’s being ported” in the remarks field of the LSR addressed in box 3.







Currently, there is no field on the LSR to indicate if “partial port” when not porting all TNs on the end user’s account. This can add an extra day to the due date interval due to account re-arrangements that are necessary before the disconnect order(s) can be created.





3. NLSP sends LSR or LSR Information to NNSP for resale service.



The New Local Service Provider (Reseller) sends an LSR or LSR Information to the New Network Service Provider fulfilling all requirements of any service agreement. The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF). The information required on the LSR may vary based on the carriers involved.





4. NNSP sends LSR to ONSP to port numbers as Agency of Authorization of NLSP.







The New Network Service Provider notifies the Old Network Service Provider of the porting using the LSR and sends the information via an electronic gateway, FAX, or other manual means.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF). The information required on the LSR may vary based on the carriers involved.





5. ONSP sends FOC for LSR to NNSP.


Old Network Service Provider sends the firm order confirmation (local response) to the New Network Service Provider for the LSR.



· If the ONSP cannot validate or authorize the subscriber, they will contact the OLSP.



· The LSR/FOC process time frame is 24 hours (as determined by NANC).



· The due date of the first TN ported in an NPA-NXX is no earlier than 5 business days after FOC receipt date.  It is assumed that the porting interval is not in addition to intervals for other requested services related to the porting (e.g., unbundled loops). The due date interval becomes the longest single interval required for the services requested.



· The due date for TN ported in an NPA-NXX which has TNs already ported is no earlier than 3 business days after FOC receipt date.  It is assumed that the porting interval is not in addition to intervals for other requested services related to the porting (e.g., unbundled loops). The due date interval becomes the longest single interval required for the services requested.



· (OPTIONAL) ONSP sends Loss Alert to OLSP.



· ONSP is responsible for Loss Notification to OLSP upon completion of port.



The FOC process is defined by the OBF and the electronic interface by the TCIF.





6. NNSP forwards FOC or FOC Information to NLSP.


· NNSP forwards FOC or FOC Information to NLSP.





7. Are both ONSP and NNSP the same SP?


· If no, go to Step 8.



· If yes, go to Step 10.





8.  NNSP coordinates all porting activities.


· The New Network Service Provider must coordinate all porting activities between the New Network Service Provider and the Old Network Service Provider and relay information to NLSP that could affect the due date or due time.  


· The Old Network Service Provider relays information to the OLSP that could affect the due date or due time.





9.  Return to Figure 1, Box 12


· Go to the master flow and continue at box 12. 





10. Is NPAC processing required? 


· If yes, go to Step 11



· If no, go to Master Flow entry point (Need entry point to main flow Box 29.).





11. Perform Intra-Service Provider Port


· Follow internal business rules for performing intra-service provider ports. (Need entry point to main flow at Box 29.)
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Inter-Service Provider LNP Operations Flows  -  Flow E
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Provisioning with Local Service Request (LSR)



(CUSTOMER PORTING FROM A RESELLER TO A NETWORK SERVICE PROVIDER)



(OLSP) Reseller to (NNSP) New Network Service Provider (i.e., end user changes from reseller (OLSP), which is provided facilities via a ONSP, to a NNSP)






Step


Description














1.  Is end-user porting all TN’s?



The New Service Provider determines if customer is porting all TN’s. The answer may affect the available due date if account rearrangement is necessary. 



· If yes, go to Step 3.



· If no, go to Step 2.





2. NNSP notes “not all TN’s being ported” in the remarks field of the LSR addressed in box 3.







Currently, there is no field on the LSR to indicate if “partial port” when not porting all TNs on the end user’s account. This can add an extra day to the due date interval due to account re-arrangements that are necessary before the disconnect order(s) can be created.





3. NNSP sends LSR to ONSP.



The New Local Service Provider (Network Provider) sends an LSR to the Old Network Service Provider to port the number, fulfilling all requirements of any service agreement. The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF). The information required on the LSR may vary based on the carriers involved.





4. ONSP sends FOC for LSR to NNSP.


Old Network Service Provider sends the firm order confirmation (local response) to the New Network Service Provider for the LSR.



· If the ONSP cannot validate or authorize the subscriber, they will contact the OLSP.



· The LSR/FOC process time frame is 24 hours (as determined by NANC).



· The due date of the first TN ported in an NPA-NXX is no earlier than 5 business days after FOC receipt date.  It is assumed that the porting interval is not in addition to intervals for other requested services related to the porting (e.g., unbundled loops). The due date interval becomes the longest single interval required for the services requested.



· The due date for TN ported in an NPA-NXX which has TNs already ported is no earlier than 3 business days after FOC receipt date.  It is assumed that the porting interval is not in addition to intervals for other requested services related to the porting (e.g., unbundled loops). The due date interval becomes the longest single interval required for the services requested.



· (OPTIONAL) ONSP sends Loss Alert to OLSP.



· ONSP is responsible for Loss Notification to OLSP upon completion of port.



The FOC process is defined by the OBF and the electronic interface by the TCIF.





5. Are both ONSP and NNSP the same SP?


· If no, go to Step 6.



· If yes, go to Step 8.





6.  NNSP coordinates all porting activities.


· The New Network Service Provider coordinates all porting activities.  


· The Old Network Service Provider relays information to OLSP that could affect the due date or due time.





7.  Return to Figure 1, Box 12.


· Go to the master flow and continue at box 12.





8. Is NPAC processing required? 


· If yes, go to Step 9



· If no, go to Master Flow entry point (Need entry point to Figure 1 Box 29.).





9. Perform Intra-Service Provider Port


· Follow internal business rules for performing intra-service provider ports.  (Need entry point to Figure 1 Box 29.)
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INTER-SERVICE PROVIDER - LNP OPERATIONS FLOWS - PROVISIONING WITH LSR


(FLOW C - CUSTOMER PORTING FROM NETWORK SERVICE PROVIDER TO RESELLER)


Old Network Service Provider (ONSP) to Reseller (NLSP) (i.e., end user changes from a network service provider (ONSP) to a reseller (NLSP); reseller (NLSP) is provided facilities via a new network service provider (NNSP) and uses NNSP as Agency of Authorization for LNP)


NLSP sends LSR or LSR Information to NNSP for resale service. 


                  (3)


NNSP  sends LSR to ONSP to port number as Agency of Authorization of NLSP.      (4)


ONSP sends FOC for LSR to NNSP.





                   (5)


        


NNSP forwards FOC or FOC Information to NLSP.


                  (6)


C


v2.0     8-14-2002


NLSP notes “not all TNs being ported” in the remarks field of LSR addressed in box 3.


                    (2)


Is


end-user 


porting all TN’s?


(1)


No


Yes


DEFINITIONS:


NNSP -  New Network Service Provider 


ONSP - Old Network Service Provider


NLSP -  New Local Service Provider


OLSP - Old Local Service Provider


 General Acronyms:


 LSR - Local Service Request


 FOC - Firm Order Confirmation


 	


NOTE: Please refer to associated narrative text file for this flow


 Return to Figure 1 , Box 12.


                      (9)


NNSP coordinates


all porting activities.





(8)


Are both ONSP and NNSP the same SP?


(7)


Yes


No


Is NPAC processing required? 


(10)


  Perform                          Intra-Service Provider Port    (11)


Yes


?


No
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INTER-SERVICE PROVIDER - LNP OPERATIONS FLOWS - PROVISIONING WITH LSR


(FLOW D - CUSTOMER PORTING FROM A RESELLER TO A RESELLER)


End user ports from OSP (OLSP- Old Local Service Provider) Reseller


to NSP (NLSP -New Local Service Provider ) Reseller (i.e., end user changes from OLSP (reseller), which was


provided facilities via ONSP, to a NLSP (reseller), which is provided facilities via a NNSP)


 


NLSP sends LSR to NNSP for resale service.    


                (3)





NNSP  sends LSR to ONSP to port number as Agency of Authorization of NLSP.      (4)


.


ONSP sends 


FOC for LSR  to NNSP. 


              (5)


 Return to Figure 1 , Box 12.


                      (9)


NNSP forwards FOC or FOC Information to NLSP.


                (6)


Is


end-user 


porting all TN’s?


(1)


NLSP notes “not all TNs being ported” in the remarks field of the LSR  addressed in box 3.


                    (2)


Yes


No


D


v2.0     8-14-2002


DEFINITIONS:


NNSP -  New Network Service Provider 


ONSP - Old Network Service Provider


NLSP -  New Local Service Provider


OLSP - Old Local Service Provider


General Acronyms:


CSR - Customer Service Record


LSR - Local Service Request


FOC - Firm Order Confirmation


NNSP coordinates all porting activities.





                (8)


NOTE: Please refer to associated narrative


 text file for this flow


Are both ONSP and NNSP the same SP?


(7)


Yes


No


Is NPAC processing required? 


(10)


  Perform                          Intra-Service Provider Port    (11)


Yes


?


No
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Inter-Service Provider LNP Operations Flows    -   Flow C          v2.0             8/14/02


Provisioning with Local Service Request (LSR)



(CUSTOMER PORTING FROM NETWORK SERVICE PROVIDER TO RESELLER)








Old Network Service Provider (ONSP) to Reseller (NLSP) (i.e., end user changes from a network service provider (ONSP) to a reseller (NLSP); reseller (NLSP) is provided facilities via a new network service provider (NNSP))






Step


Description














1.  Is end user porting all TN’s?



The New Service Provider determines if customer is porting all TN’s.


· If yes, go to Step 3.



· If no, go to Step 2.





2. NLSP notes “not all TN’s being ported” in the remarks field of the LSR addressed in box 3.



Currently, there is no field on the LSR to indicate if “partial port” when not porting all TNs on the end user’s account. This can add an extra day to the due date interval due to account re-arrangements that are necessary before the port out order(s) can be created.





3. NLSP sends LSR or LSR Information to NNSP for resale service.



New Local Service Provider (Reseller) sends an LSR or LSR Information to the New Network Service Provider fulfilling all requirements of any service agreement.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the LSR may vary based on the carriers involved.





4. NNSP sends LSR to ONSP to port number as Agency of Authorization of NLSP.







The New Network Service Provider notifies the Old Network Service Provider of the porting using the LSR and sends the information via an electronic gateway, FAX, or other manual means.  The LSR process is defined by the Ordering and Billing Forum (OBF) and the electronic interface by the Telecommunications Industry Forum (TCIF).  The information required on the LSR may vary based on the carriers involved.





5. ONSP sends FOC for LSR to NNSP.






Old Network Service Provider sends the firm order confirmation (local response) to the New Network Service Provider for the LSR.



· The LSR/FOC process time frame is 24 hours (as determined by NANC).



· The due date of the first TN ported in an NPA-NXX is no earlier than 5 business days after FOC receipt date.  It is assumed that the porting interval is not in addition to intervals for other requested services related to the porting (e.g., unbundled loops). The due date interval becomes the longest single interval required for the services requested.



· The due date for TN ported in an NPA-NXX which has TNs already ported is no earlier than 3 business days after FOC receipt date.  It is assumed that the porting interval is not in addition to intervals for other requested services related to the porting (e.g., unbundled loops). The due date interval becomes the longest single interval required for the services requested



· The FOC process is defined by the OBF and the electronic interface by the TCIF.





6.  NNSP forwards FOC or FOC Information to NLSP.


· NNSP forwards FOC or FOC Information to NLSP.  









7. Are both ONSP and NNSP the same SP?


· If no, go to Step 8.



· If yes, go to Step 10.





8. NNSP coordinates all porting activities.


· The New Network Service Provider must coordinate all porting activities between the New Network Service Provider and the Old Network Service Provider and relay information to NLSP that could affect the due date or due time.





9.  Return to Figure 1, Box 12.


· Go to the master flow and continue at box 12. (Change to entry point before Box 12 in main flow)





10. Is NPAC processing required? 


· If yes, go to Step 11



· If no, go to Master Flow entry point (Go to Box 29 in main flow).





11. Perform Intra-Service Provider Port


· Follow internal business rules for performing intra-service provider ports. (Go to Box 29 in main flow.)
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INTER-SERVICE PROVIDER - LNP OPERATIONS FLOWS - PROVISIONING WITH WPR


Flow WA  --  End User Porting From One Wireless Service Provider to Another


NNSP sends WPR 


to  ONSP


(3)





NLSP sends WPR or


WPR information to


 NNSP for resale service. 


(2)


ONSP sends WPRR to NNSP


           (7)


NNSP forwards WPRR, a Confirmed WPRR or WPRR information to NLSP.                               (10)


WA


Final Draft ( Last Revision 09-05-2002)   version 0.6


DEFINITIONS:


NNSP -  New Network Service Provider ONSP -  Old Network Service Provider   NLSP -  New Local Service Provider      OLSP -  Old Local Service Provider


 General Acronyms:


IC – Inter-carrier Communication Timer  WPR - Wireless Port Request                WPRR - Wireless Port Request Response


NOTE: Please refer to associated narrative text file for this flow


NLSP Receives WPRR or WPRR information.


(11)


Is WPRR  confirmed?


(12)


No


WX


NNSP and ONSP coordinate


all porting activities.


(14)


Yes


   Are ONSP and NNSP the same SP?


(13)


Yes


No


Is NPAC processing required? 


(15)


  Perform                          Intra-Service Provider Port    (16)


Yes


No


WY


Is


     NLSP a


Reseller?


(1)


Yes


No


            Is   OLSP   a Reseller (4)


Yes





ONSP sends WPR or WPR information to OLSP (5)


OLSP sends WPRR or WPRR information to ONSP (6)


Is


     NLSP a


Reseller?


(9)


Yes


No


No


Is


WPRR a Delay?


(8)


No


Yes


WPRR is a Resolution Required response
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Inter-Service Provider LNP Operations Flows   -   WA




Provisioning with WPR*



End user ports from One Wireless Service Provider to Another






Step


Description














1. Is NLSP a reseller?






· If yes, go to Step 2. 



· If no, go to Step 3.





2. NLSP sends WPR* or WPR information to NNSP for resale service.


· New Local Service Provider (Reseller) sends a WPR* or WPR information to the New Network Service Provider (may vary slightly depending on provider agreement). 



· For wireless to wireless the WPR/ WPRR* time frame is 30 minutes.



· The due date of the first TN ported in an NPA-NXX is no earlier than 5 business days after a  confirming WPRR* receipt date.



· The due date for a TN ported in an NPA-NXX which has TNs already ported is no earlier than 2 business hours after a confirming WPRR receipt date/time or as currently determined by NANC.





3. NNSP sends WPR to ONSP.


· The New Network Service Provider notifies the Old Network Service Provider of the port request using the WPR and sends the information via CORBA or FAX*.



· IC begins from acknowledgment being received by NNSP from ONSP, and not at the time the WPR is sent from the NNSP to the ONSP.





4.  Is OLSP a reseller?






· If yes, go to Step 5. 



· If no, go to Step 7.





5. ONSP sends WPR or WPR information to



    OLSP.


· The Old Network Service Provider notifies the Old Local Service Provider of the port request using the WPR or WPR information. 





6. OLSP sends WPRR or WPRR information to ONSP.






· The Old Local Service Provider sends the Old Network Service Provider WPRR or WPRR information. 





7. ONSP sends WPRR to NNSP.






· Old Network Service Provider sends the Wireless Port Request Response to the New Network Service Provider. 



· IC terminates upon receipt of WPRR by NNSP.





8.  Is WPRR a Delay?


· If yes, go to step 4.


· If no, go to step 9.





9.  Is NLSP a reseller?






· If yes, go to Step 10. 



· If no, go to Step 12.





10.  NNSP forwards WPRR, a Confirming WPRR or WPRR information to NLSP.


· New Network Service Provider sends the WPRR to the New Local Service Provider. 





11.  NLSP Receives WPRR or WPRR



       information.


· New Local Service Provider receives a WPRR or WPRR information.





12.  Is WPRR confirmed?


· If yes, go to step 13.


· If no, go to step 1 – WPRR must be a Resolution Required.





13.  Are both ONSP and NNSP the same SP?


· If no, go to Step 14.



· If yes, go to Step 15.





14. NNSP and ONSP coordinate all porting



      activities.


· The New Network Service Provider must coordinate all porting activities between the New Network Service Provider and the Old Network Service Provider and relay information to NLSP that could affect the due date or due time.



· The Old Network Service Provider must coordinate all porting activities between the New Network Service Provider and the Old Network Service Provider and relay information to OLSP that could affect the due date or due time.





       Exit flow at WX


· Exit flow at WX and return to the master flow.





15.  Is NPAC processing required? 


· If yes, go to step 15.



· If no, exit flow at WY and return to master flow.





16. Perform Intra-service Provider Port 


· Perform intra-service provider port processing with the NPAC.





       Exit flow at WY


· Exit flow at WY and return to the master flow.





* - refer to the Wireless Intercarrier Communications Interface Specification for Local Number Portability (WICIS)



     document maintained by the Wireless Workshop at OBF for definition of these terms and a complete discussion of



     their use in reference to Wireless Number Portability.



09/16/02
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Alliance for Telecommunications


Industry Solutions




September 23, 2002


Jim Grasser


Cingular Wireless


WNPO


James.n.grasser@cingular.com


Dear  Mr. Grasser:


The Alliance for Telecommunications Industry Solutions’ (ATIS) Network Interconnection Interoperability Forum (NIIF), as the administrator of the LNP Contact List, requests your assistance in ensuring the accuracy of the LNP Contact List located at http://www.atis.org/atis/clc/NIIF/niifmtoc.htm. 


To accomplish this, the NIIF requests that you make an announcement at the NNPO and WNPO meetings reminding attendees to periodically review and update the LNP Contact List entry for their company’s contact name and number.  Company changes to the LNP Contact Directory should be included on the National LNP Contact Directory Update Form located at http://www.atis.org/pub/clc/niif/lnpupdate.doc and submitted to Nicole Watson, NIIF Committee Administrator (202-434-8853), at nwatson@atis.org or via fax at 202-393-5453.  Ideally, as companies change their contacts, that information should be submitted immediately.


The LNP Contact List is password protected.  If your members are unsure of the password, it can be obtained by submitting the Password Request Form located at http://www.atis.org/pub/clc/niif/docs/cscdreq.doc.


If appropriate, please consider also forwarding this correspondence to your members via your e-mail exploder list.  


The NIIF operates under the auspices of the Alliance for Telecommunications Industry Solutions (ATIS).  The NIIF addresses issues on various topics of concern to the telecommunications industry, including network reliability.  You can find more information about the NIIF by visiting the NIIF website at http://www.atis.org/atis/clc/niif/niifhom.htm. 


Thank you for your assistance in this matter.


Sincerely,


Stuart O. Goldman


NIIF Moderator


cc:  Earl Scott, NNPO


        Anne Henderson, NNPO
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Location/Jurisdiction Identification of Roaming Wireless Traffic
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e-mail address
:  Laura.Schrader@wcg.com

CONTACT:

Name

:  Katy Armstrong





Company
:  Williams Communications


Address
:  One Technology Center, Tulsa, OK 74103 





Phone number
: 918-547-8033





e-mail address
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ABSTRACT:




As a Long Distance Carrier it is difficult to consistently identify wireless traffic when OrigLRN and Info. Dig’s are not passed or are not assigned properly in SS7 messaging.


CONTRIBUTION: 



Detailed description of the issue, alternative solutions, and recommended solution.


I    Introduction:

As an IXC, we receive roaming wireless traffic through dedicated circuits to the network.  Some of these circuits are carrying only wireless traffic, while others carry a mix of wireless and non-wireless.  Traffic Jurisdiction assignment for rating has become especially difficult in instances where the caller is roaming and dialing outbound, these calls are assigned an Information Digit #62.  Even more problematic are calls that are inbound to the roaming customer, these are assigned Information Digit #63.  In both instances, the assigned billing hierarchy requires that LRN be populated and be accurate.  It has been determine through testing that LRN is only populated a small percentage of the time, and that the NPA-NXX doesn’t always represent the true location of the caller.  Correct Jurisdiction assignment is impossible if information is not sent in signaling.  Customers will dispute interstate calls where they receive intrastate rates, because the rates are much higher for these call types.


Billing hierarchies can be added to rate cellular traffic and would solve 85% of the problem.  If the parameters are populated incorrectly or not at all, there is no way to correctly assign jurisdiction nor the appropriate rate.  


II   Discussion & Alternative Solutions:

III Recommendation:

Notice: This contribution includes information that has been prepared to assist the WNPO.  This document is submitted as a


basis for discussion and is not a binding proposal on the Source or the Contact.  The aforementioned carrier(s) specifically


reserve the right to add to, amend, or withdraw its contents.


WNPO Contribution Form(WCG)
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MEETING MINUTES:


Verizon – 1 Pratt St. 

Baltimore, Maryland

Host: Verizon    



Wednesday, September 18, 2002 – 8:30 AM – 5:00 PM  
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Name

Company
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Sean Hawkins
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SBC 



Stephen A. Sanchez

ATTWS
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Lee Hunter

BellSouth

Kathleen Tedrick

Sprint
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BellSouth (phone) 
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Sprint PCS



Dave Cochran

BellSouth 

Rick Dressner

Sprint PCS
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Canadian LLC
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James Grasser

Cingular Wireless

John P. Malyar 

Telcordia Technologies



Monica Dahmen

Cox Communications (phone)

Adam Newman

Telcordia Technologies



Mike Panis

ESI

Jean Anthony

Telecom Software (phone) 



Dennis Robbins

Electric Lightwave (phone)

Ron Stutheit

Telesynthesis



Gene Johnston

NeuStar

Rob Smith

TSI



Jim Rooks

NeuStar

Lisa Barco

TSI



John Nakamura

NeuStar

Charlotte Holden

US Cellular



Larry Vagnoni

NeuStar

Maggie Lee

VeriSign



Marcel Champagne

NeuStar

Gary Sacra

Verizon



Rob Coffman

NeuStar

Chris Duckett-Brown

Verizon Wireless
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NeuStar

Jason Lee
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Attached are the Action Items assigned at the September, 2002 LNPA meeting.  Also included are the remaining open Action Items from previous meetings.
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MEETING MINUTES:


NOTE:  ALL ACTION ITEMS REFERENCED IN THE MINUTES BELOW HAVE BEEN CAPTURED IN THE “SEPTEMBER 2002 LNPA ACTION ITEMS” FILE ATTACHED ABOVE.


WEDNESDAY 9/18/02


Agenda Review:

· H. L. Gowda, AT&T, asked the status of the subteam to work SOA and LSMS performance requirements.  Ron Stutheit responded that it was decided these requirements would be worked as part of  the future Change Order discussion in the full LNPA.


8/02 Minutes Review:
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· Change ownership of Action Item 0802-10 from Ron Stutheit to Mike Panis, ESI, in the assigned August, 2002 Action Items.


· John Malyar, Telcordia, requested that the placement of the assigned Action Items for the meeting be moved after the attendee list in the minutes.


Wireless Number Portability Operations (WNPO) Committee Report as reported by Jim Grasser, WNPO Chairperson:

· Two new business items were introduced:


1. AT&T Wireless contribution on the need for service providers to identify trouble reporting contacts in a number pooling environment (see attached).  It was mentioned that there is a need to fund NIIF in order to make updates to the National Contact List.  Jim Grasser will discuss with Stu Goldman, Co-Chair of ATIS’ T1S1.3.  The WNPO is looking for a national site where service providers can enter and maintain contact information without funding an industry group.




[image: image3.wmf]"AWS Contribution - 


Trouble Reporting.doc"




2. The need for a service provider’s switch to be assigned an NXX code in the LERG in order to be able to assign an LRN for that switch was discussed.


· The WNPO approved a single consolidated reseller flow.  It has been sent to Charles Ryburn, LNPA Co-Chair, for review at the LNPA (see attached).
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· The WNPO has requested data from NeuStar (study of Help Desk off-hours and the number of calls received) to determine if the Help Desk needs to be lengthened this fall or next year.  The WNPO will make the determination next month and will send a letter to the NAPM/LLC on wireless Help Desk and business timer needs.


· Effective 11/10/02, the Wireless industry is requesting a change to the Service Provider Maintenance Window to 2am-8am Central each Sunday, with the extended maintenance window taking place the first Sunday of each month from midnight – 11am Central.  Jim Grasser, WNPO Chair, will send a letter detailing the request to the NAPM/LLC.


· All service providers that have notified NeuStar that they intend to do new entrance testing have completed their testing


.


· 27 service providers have completed an interconnection plan with NPAC.  


· As of this WNPO meeting, NeuStar reported that they have not seen significant wireless porting transactions, which indicates service providers are not performing intra-SP ports for contaminated numbers.


· The WNPO discussed the approved Type 1 Migration process.


· The Wireless Testing Subcommittee (WTSC) will prepare a report at the completion of testing in each MSA.  Seven MSAs have been scheduled for testing before 11/24/02, with 8 wireless and 3 wireline carriers participating.  The WTSC will forward the reports to the WNPO.


· The attached contributions from Alltel and Sprint on rehoming of wireless NXX codes will be put in Decision and Recommendation Matrix.  Both contributions attempt to minimize NPAC porting activity when performing rehomes in order to provide switch capacity relief. 




[image: image6.wmf]"ALLTEL Switch 


Rehome Example.xls"


  (SEE NOTES SECTION OF SPREADSHEET)         

[image: image7.wmf]"Sprint - Rehome 


Example.ppt"




Release 3.2 Documentation (John Nakamura and Mindi Patterson, NeuStar):

· Mindi Patterson, NeuStar, gave following report on 3.2 FRS changes:


NANC 169


· RR3-199 - Mindi will add a note that time ranges local to GUI are translated to GMT for system processing.  John Malyar, Telcordia, asked if the M&P documents show how a requester for a BDD specifies their needed time range.  NeuStar replied that it does.  The reference to Central time will be removed from the requirement.


NANC 187


· 8 new requirements related to linked replies for pooled blocks have been added in NANC 187.


NANC 191


· Added “activation” to requirements RR3-75 thru RR3-79. 


NANC 192


· A number of GUI-based changes were made to NANC 192.


· Requirement RN3-4.5 deleted in NANC 192 because it is an invalid requirement.


· Deleted Requirement RR3-32 and RR3-300 (dash X can’t exist without NXX).


· The LNPA group then provided their comments on the 3.2 FRS document:


NANC 187


· John Malyar, Telcordia, asked NeuStar how long SOAs/LSMSs should wait for a linked reply before taking any action.  For those local systems that time the action, should it be timed on the initial part of the linked reply, on the intermediate responses, or the last response of the linked reply?  What is the expectation of the behavior now that we have linked replies?  NeuStar answered that it should be the last reply.  NeuStar took an ACTION ITEM to find the appropriate place in the IIS to document the expected behavior for SOA/LSMS in the context of linked replies.  


NANC 191 and 291


· NeuStar took an ACTION ITEM to place on the 3.2 Project Plan a date to send out a notice to the various service provider contact lists advising of the need for DPC clean-up and what needs to be done to pass 191 and 291 edits for DPC data once 3.2 goes into production.


NANC 319 


· John Nakamura, NeuStar, asked if NPAC should look at 3 digits or 5 digits in the LERG for the LATA ID.  BellSouth uses 5 digits in some areas of Florida.  The answer is that only 3 digits are required.  ACTION ITEM:  NeuStar will look at the M&P for Mass Updates to see if it would be appropriate to address LRN changes due to LATA ID changes as a reason for the Mass Update.


General Comments


· Jean Anthony, TSE, asked that the requirements in the Change Order package for 3.2 (delta document) be updated to reflect the changes to the FRS that have resulted from LNPA discussions.  Mindi Patterson, NeuStar, took an  ACTION ITEM to update the delta document.  


· Dave Cochran, BellSouth, suggested that as changes to documentation are made on an ongoing basis, they should be highlighted as to whether they impact SOA or LSMS.  


· John Malyar, Telcordia, suggested a Change Control process for updates that take place prior to finalization of documents.  


PIMs:

· PIM 1 – This PIM remains CLOSED.  The Wireline Reseller flows were reviewed and modified as a result of the August LNPA meeting.  Work will continue at the October LNPA to incorporate them into the main NANC LNP Provisioning flows.


· PIM 5 – SOW 19 is still in Legal review with LLC and NeuStar attorneys.  Legal text has been provided to the NeuStar attorney by the NAPM/LLC attorney.  SOW 19 is nearing closure.


· PIMs 14 and 15 – The INC is developing guidelines, Procedures for Code Holder/LERG Assignee Exit, that describe the responsibilities of NANPA, service providers, and the Pool Administrator when a service provider is returning or abandoning codes/blocks that contain ported telephone numbers.  The LNPA is reviewing these guidelines and will provide any comments to INC.
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· PIM 18 – The WNPO approved a single consolidated reseller flow.  It has been sent to Charles Ryburn, LNPA Co-Chair, for review at the LNPA (see attached).
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Work will continue at the October LNPA to incorporate them into the main NANC LNP Provisioning flows.


· PIM 19 - The following advisory was sent to the LNPA WG, WNPO, Portability, Inc., Pooling Administrator, and Cross-Regional distribution lists:


“Some service providers, after activating a pooled block, are performing intra-SP or inter-SP ports using the same LRN and GTT data as the number pooled block.  In addition, some service providers have contaminated TNs, and later activate a number pooled block with an LRN and GTT data exactly the same as the contaminated TNs.  In both instances, the end result is the inefficient perpetuation of individual intra-SP or inter-SP subscription versions, rather than the more appropriate pooled number block-based routing.  Service providers are advised that individual intra-SP or inter-SP ports should be prevented and deleted by the blockholder when these individual subscription versions have the same routing data (LRN and GTT) as the pooled number block in which they are contained.” 


Charles Ryburn, LNPA Co-Chair, took an ACTION ITEM to send the advisory to the INC stating that it has been issued to the industry and to review for any inclusion in their guidelines.


This PIM is CLOSED.


· NEW PIM 20 – This new PIM was submitted by SBC.  
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This PIM seeks to resolve instances where an NXX code returned to or reclaimed by NANPA, is initially found to contain no active or pending ported numbers and is published for disconnect in the LERG, only to have customers port their number after the published disconnect.  NeuStar stated that they would need regulatory approval before they could take any steps to prevent a customer from porting.


The LNPA brainstormed two possible options to address this issue:


1) Always transfer any code that is opened up in NPAC to a new LERG-assignee rather than disconnect it in the LERG,


2) Set a drop-dead date by which the NXX will be deleted in NPAC if there are no ported numbers.


Adam Newman, Telcordia, took an ACTION ITEM to discuss this within INC at their November meeting in the context of their guidelines, Procedures for Code Holder/LERG Assignee Exit.


· NEW PIM 21 – This new PIM was submitted by AT&T.  It addresses cases where service providers have left a market or have gone bankrupt, and previously working ported-in numbers have been abandoned by their former customers, but the ported records still remain in NPAC.  Calls to these numbers fail and result in needless trouble-shooting.  This PIM seeks development of a process to delete these abandoned numbers in NPAC.  The LNPA is in the process of reviewing INC’s Procedures for Code Holder/LERG Assignee Exit, and will provide comments addressing this issue.
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The LNPA took an ACTION ITEM to review Procedures for Code Holder/LERG Assignee Exit and give comments/changes to Adam Newman, Telcordia, by the October LNPA for finalization for Adam to take to the November INC meeting.  Adam Newman, Telcordia, took an ACTION ITEM to change the reference to removing all records related to the NXX code in paragraph 2.11 of the Procedures for Code Holder/LERG Assignee Exit.  The same change applies to last paragraph in Section 3.0.


· NEW PROPOSED PIM 22 (CURRENTLY ON HOLD) – This new PIM was submitted by Verizon.  It seeks to address instances where customers have been taken out of service inadvertently due to the New Service Provider continuing with a port that has been placed into Conflict by the Old Service Provider.  In these cases, the New Service Provider continued with porting the customer after the 6 hour timer had expired, instead of investigating why the port was placed into Conflict.  In many of these cases, the port was placed into Conflict because no matching LSR could be identified as a result of the wrong TNs being sent up in the CREATE message from the New Service Provider. 
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Gary Sacra, Verizon, took an ACTION ITEM to review the Conflict Cause Values and come to October meeting with a proposal for which ones this PIM would be restricted to.


Thursday, September 19, 2002 – 8:30 AM – 5:00 PM

Attendance:

Name

Company

Name

Company



H.L. Gowda 

AT&T

Stephen Addicks

NeuStar



Paul LaGattuta

AT&T

Susan VonDerLinn

Nextel



Beth Watkins

AT&T

Dave Garner 

Qwest (phone)



Lonnie Keck

ATTWS (phone)

Charles Ryburn

SBC



Sean Hawkins

ATTWS (phone)

Leah Luper

SBC 



Stephen A. Sanchez

ATTWS

Donna McLaughlin

SBC (phone)



Lee Hunter

BellSouth

Kathleen Tedrick

Sprint



Ron Steen

BellSouth (phone) 

Mary Briend

Sprint PCS



Dave Cochran

BellSouth 

Rick Dressner

Sprint PCS



Marian Hearn

Canadian LLC

Colleen Collard

Tekelec 



James Grasser

Cingular Wireless (phone)

John P. Malyar 

Telcordia Technologies



Monica Dahmen

Cox Communications (phone)

Adam Newman

Telcordia Technologies



Mike Panis

ESI

Jean Anthony

Telecom Software (phone) 



Dennis Robbins

Electric Lightwave (phone)

Ron Stutheit

Telesynthesis



Gene Johnston

NeuStar

Rob Smith

TSI



Jim Rooks

NeuStar

Lisa Barco

TSI



John Nakamura

NeuStar

Charlotte Holden

US Cellular



Larry Vagnoni

NeuStar

Maggie Lee

VeriSign



Marcel Champagne

NeuStar

Gary Sacra

Verizon



Rob Coffman

NeuStar

Chris Duckett-Brown

Verizon Wireless



Mindi Patterson

NeuStar

Jason Lee

WorldCom (phone)



NeuStar Presentation on Flow Control (Jim Rooks):


Jim Rooks, NeuStar, gave the attached presentation explaining how message flow control works and fixes to problems that have been discovered.
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Slide 1:

· Bullet 1: Jim Rooks, NeuStar, reported a stack abort was being sent from the NPAC stack.  Fix is to put in new version of OTS stack.  Will go into production in all NPACs on 9/22.  Jim Rooks took an ACTION ITEM to send out a maintenance window announcement including this information.


· Bullet 2:  Mike Panis, ESI, reported that HP is still analyzing trouble with large PDU aborts.  Fix is expected EOY2002 or possibly later.  Mike Panis, ESI, took an ACTION ITEM to identify the test case that caused the problem per John Malyar’s, Telcordia, request.


· Bullet 4:  This issue is related to how the CMIP interface handles flow control.  NeuStar changed how many messages could be queued from 100 to 10 for one ILEC.  This results in congestion being entered 90 messages earlier and the sender won’t send any more messages until the receiver hits the low water mark.


· Bullet 5:  When the sender runs faster than the receiver, messages can queue up in buffer space for longer than 5 minutes.  This is viewed as a security violation and the association is aborted.  Invalid departure time abort can be triggered at either end, but it is always at the receiving end.


· Jim Rooks, NeuStar, stated a concern about outbound flow control because it doesn’t allow systems to interoperate when the sender operates faster than the receiver.


· When a stack abort occurs, all messages queued in the buffers within the stack are flushed.


· Jim Rooks, NeuStar, said the answer is to make flow control work correctly, not necessarily increase speed.  Jim explained that today when the sender sends faster than the receiver can process, the receiver queue fills up, this propagates to all queues in the network until it backs up to the sender side.  This is a congestion state and then the sender stops sending until the queues are worked off.  By modifying flow control such that the sender only sends X (tunable by provider, dynamic at the application layer) messages and waits until a response is received until sending further messages, the sender is able to control the flow before buffers are congested.  This moves flow control from the network layer to the application layer.


· Dave Garner, Qwest, questioned if CMIP departure time check could be raised from 5 minutes.


· At 8:30 am Mountain Time on Thursday, 10/17, in Denver – discussion on outbound flow control and CMIP departure time check.  ACTION ITEM: SPs are to discuss internally two options:  raising CMIP departure time check to greater than 5 minutes, or total elimination, and come prepared next month to discuss what to recommend to the LLC.  NeuStar will bring in Change Orders to change appropriate documentation.  The LNPA will also discuss possible elimination of timeout aborts.


3.2 Project Plan:


· Rob Coffman, NeuStar, reported that the project plan is on track.  ACTION ITEM:  Rob Coffman, NeuStar, to put milestone on project plan for updating and distributing the 3.2 delta document.


· Vendor ITP is scheduled 12/2/02-2/3/03.  Service Provider turn-up testing is scheduled 3/4/03-4/11/03 (only one round of testing).  Group and performance testing is scheduled for 4/14/03-4/25/03.  Region 1 is scheduled to go live 4/28/03.  Regions 2,3,4 on 5/12/03.  Regions 5,6,7 on 5/26/03.   Maggie Lee, Verisign, raised issue with going in production over Memorial Day weekend.  Rob Coffman, NeuStar, took an ACTION ITEM to review holiday dates, e.g. Good Friday, Easter, Mother’s Day, Memorial Day, in relation to the project plan.


· Service Providers have an ACTION ITEM to review the project plan, especially the dates from the start of turn-up testing through the first region implementation date, and come prepared for October meeting with any changes.


NANC 323 Readiness:


Service Providers were asked to respond to the following question: When will your systems support a SPID migration in production in each Region your production systems operate?


The following responses were provided based on Service Provider discussions with their respective SOA and LSMS vendors/providers, and estimates as to the amount of time to load new software in their production systems.  A “?” mark indicates the Service Provider currently is unsure of their specific date and will provide a response at the October LNPA meeting.


· AT&T


2Q03






· AT&T Wireless

?


· Bell South


?


· Cox


Not present


· Nextel


?


· Qwest


1Q04


· SBC


2Q03 (one region 2Q04 - SNET)


· Sprint


2Q04


· US Cellular

Not present


· Verisign


1Q04


· Verizon


2Q04


· Verizon Wireless

2Q04


· WorldCom


2Q03 possibly




· It was then determine that the “Sunrise date,” based on the information the LNPA has to date, for NANC 323 is 2Q04 (earliest we can use it in production).


Test Case List Review:


· Mindi Patterson, NeuStar, led the discussion.


· NANC187:  Added test cases for number pooled data.


· NANC 354:  Add test case specifying NPAC personnel will create BDD for all Network Data.


· NANC 192 (NPA splits):  Test cases will emulate production splits.  A concern was raised by Maggie Lee, Verisign, that there isn’t enough time in the group testing schedule to accommodate this detailed testing.


· NANC 323:  Test cases will be available for group testing for any providers choosing to test functionality.


Review of ITP test cases may be done on Friday of November LNPA.  John Nakamura and Mindi Patterson, NeuStar, to check on this possibility.


SOW 34 Test Bed:


· The 3.1 test bed went into service on 9/16.  This test bed will be used for testing the current NPAC release that is in production in all regions.


· IP addresses stayed the same as Grand test bed.


· The contact procedures for testing issues stay the same.  Contact the NeuStar Test Coordinator.


· The Grand test platform is no longer available.  It is moving to Sterling.


· New entrant testing will be performed on a different test bed.


Review of August Action Items:


· All reseller flows to be reviewed for next month.  ACTION ITEM for all.  This Action Item is now numbered 0902-14.


· H. L. Gowda, AT&T, to rewrite PIM 2 maintenance window document based on WNPO decision to request a change to the Service Provider Maintenance Window, and submit it to the LNPA..  ACTION ITEM.  This Action Item is now numbered 0902-15. 


· NANC 356 schedule.  Rob Coffman, NeuStar, explained that changing the Service Provider Name field results in provider’s router to be bounced.  NeuStar would like to change fields during the Sunday Service Provider maintenance window to reduce impact of bouncing router.  Service Providers would need to take a Bulk Data Download (BDD) (which they would have to do anyway).  BDD file will be produced at the completion of each region.  The LNPA agreed that data will not be broadcast and all Service Providers will take a BDD.  NeuStar will investigate to determine if schedule can be compressed to a single Sunday maintenance window ACTION ITEM.  Schedule on hold while NeuStar investigates.  This Action Item is now numbered 0902-16.


· Reassociation M&P: Change note to read, “It is recommended, if a Service Provider’s SOA and LSMS are on the same router, that the Service Provider hold off bringing up their SOA by manually taking it off-line.”  This Action Item is now numbered 0902-19.


· Action Item 0802-08 for Backwards Compatibility definition: This has been posted  on the NPAC website.  Status of Action Item is Closed


· Action 0802-11:  NeuStar to provide a SPID list to Charles Ryburn.  The list of SPIDs was provided by Jim Rooks, NeuStar.  Status of Action Item is Closed.


· Action Item 0802-12 -- SPID Migration Notification:  NeuStar reported that the OP:INFO can be used for NPAC to send notifications to all users.  Action Item 0802-12 is now Closed.  Related ACTION ITEM 0902-17: Question for Service Providers as to what their systems will do with the OP:INFO notification and how they will react to it, and for NeuStar, the SPID Migration M&P must address how the determination is made that all Service Providers successfully migrated, e.g. go/no go conference call.


New Business:


· Charles Ryburn, SBC,  asked if a rate center can be split during an NPA split.  Answer is yes.  It was mentioned that, although the FCC had weighed in and prohibited line level splits, they are still occurring.  SBC asked what happens if a customer had ported to an area in the rate center that then takes on the new NPA.  Does that customer have to change their NPA?  The response from the group was it is not a network reason for the customer to have to change their NPA, but more of an Regulatory Order issue because they physically live on the side of the split boundary that takes an NPA change.


· Steve Addicks, NeuStar, questioned the meaning of the term “all appropriate” in Scenario 4 of the ITP Test Plan Requirements and Regression Test Plan Requirements documents.  It was agreed to remove that phrase.  See Action Item 0902-18 for Steve Addicks, NeuStar.  SOW 24 still in NeuStar legal review.


· M&P for Reassociation –  Per Dave Garner’s, Qwest, request, change note to read, “It is recommended, if a Service Provider’s SOA and LSMS are on the same router, that the Service Provider hold off bringing up their SOA by manually taking it off-line.”  See Action Item 0902-19 for Steve Addicks, NeuStar.  NeuStar to then post on website after modification is made.


· Leah Luper, SBC, raised an issue related with LATAs crossing NPAC boundaries in Missouri and Illinois, and the need to receive downloads from two different regional NPACs.  She cited the Cincinnati Bell example where the NPAC regions were redrawn to eliminate the scenario.  The LNPA group agreed this was a regulatory issue and if pursued, should be taken up with FCC.  This is not an issue for the LNPA.


· To be placed on the agenda for October:


· Set 2003 LNPA meeting schedule and frequency


· Discussion points:  Change Order work required for next release (3.3) and impact on meeting frequency


· Post 11/24/02 Wireless pooling/ intra-SP porting issues.


· Rick Dressner, Sprint PCS, requested that a message be sent to Jim Grasser, WNPO Chairperson, asking him to send a message to WNPO distribution encouraging them to attend the LNPA meetings.  Reason for request – issues are discussed in LNPA that affect all carriers, including wireless carriers, and wireless porting and pooling issues also affect all carriers, both wireline and wireless.  See Action Item 0902-20 for Gary Sacra, LNPA Co-Chair.
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INTER-SERVICE PROVIDER - LNP OPERATIONS FLOWS - PROVISIONING WITH WPR


Flow WA  --  End User Porting From One Wireless Service Provider to Another


NNSP sends WPR 


to  ONSP


(3)





NLSP sends WPR or


WPR information to


 NNSP for resale service. 


(2)


ONSP sends WPRR to NNSP


           (7)


NNSP forwards WPRR, a Confirmed WPRR or WPRR information to NLSP.                               (10)


WA


Final Draft ( Last Revision 09-05-2002)   version 0.6


DEFINITIONS:


NNSP -  New Network Service Provider ONSP -  Old Network Service Provider   NLSP -  New Local Service Provider      OLSP -  Old Local Service Provider


 General Acronyms:


IC – Inter-carrier Communication Timer  WPR - Wireless Port Request                WPRR - Wireless Port Request Response


NOTE: Please refer to associated narrative text file for this flow


NLSP Receives WPRR or WPRR information.


(11)


Is WPRR  confirmed?


(12)


No


WX


NNSP and ONSP coordinate


all porting activities.


(14)


Yes


   Are ONSP and NNSP the same SP?


(13)


Yes


No


Is NPAC processing required? 


(15)


  Perform                          Intra-Service Provider Port    (16)


Yes


No


WY


Is


     NLSP a


Reseller?


(1)


Yes


No


            Is   OLSP   a Reseller (4)


Yes





ONSP sends WPR or WPR information to OLSP (5)


OLSP sends WPRR or WPRR information to ONSP (6)


Is


     NLSP a


Reseller?


(9)


Yes


No


No


Is


WPRR a Delay?


(8)


No


Yes


WPRR is a Resolution Required response
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Appendix C



WORKING DOCUMENT





Procedures for Code Holder/LERG Assignee Exit



1.0
Purpose



This appendix describes the responsibilities of NANPA, service providers,



and the PA in situations when a service provider is returning or abandoning codes/blocks that contain ported telephone numbers and a new LERG assignee must be selected with minimal impact on ported customers.  The specific circumstances addressed cover: 



· Voluntary Return of NXX Codes Containing Ported Numbers 



· Abandoned NXX Codes Containing Ported Numbers



· Voluntary Return of Thousands Blocks Containing Ported Numbers  



· Abandoned Thousands Blocks Containing Ported Numbers



2.0
Assumptions



2.1
Reasonable efforts should be taken to re-establish a code holder/LERG assignee in order to maintain default routing.  Should the LERG assignee vacate their responsibilities, calls to the donor switch will not be processed.



2.2
A code holder/LERG assignee must be LNP capable, may put the code/block on any switch in the rate center, and should already be providing service in the rate center.  This should eliminate any potential problems with facilities readiness.  



2.3
It is desirable to avoid having to designate a new code holder/LERG assignee in the NPAC because all ported customers will experience a temporary interruption of incoming service during transition to the new assignee while the SPID is updated in the NPAC. However, it is a regulatory requirement to allow continued porting of any number in the NXX, a process that requires correct SPID/number association at NPAC for NPAC's message validation process. 



2.4 NANPA and/or the PA shall work closely with state and federal telecommunications regulators/agencies to obtain timely information about SPs abandoning service or filing bankruptcy.  Such circumstances are under the direction of a state commission or court.



2.5 When an NXX code is re-allocated to another SP, the code is considered to be re-allocated rather than re-assigned; therefore, the SP does not have to meet the MTE and utilization criteria for this code. 



2.6 A SP has the option to refuse a code re-allocation. Refusal will not adversely impact any pending code/block assignment request because it is unrelated to the re-allocation



2.7    These guidelines also apply in jeopardy/rationing situations.



2.8   It is the responsibility of each SP to provide an accurate E911 record for each of its customers to the E911 Service Provider. It is essential that the outgoing SP unlock its E911 records in the regional E911 database, and the new SP must transition the affected customers records to its own company ID in the E911 database.



2.9 It is the responsibility of the new code holder/LERG assignee and new block holder to notify Telcordia™ to update the AOCN responsibility in BIRRDS for the reallocated code/block(s). 



2.10 The SP returning the code has the responsibility to assure that affected parties, especially any end-users, are notified consistent with state requirements.



2.11 It is the responsibility of the SP returning the code/block to disconnect and remove all records related to the LRN and NXX code, including intra-SP ported TNs, from the NPAC database. If a code/block is reassigned and there are still old records in NPAC, the new LERG Assignee will encounter problems with the affected numbers from the reassigned code/block, e.g., porting records on TNs not in service. 



3.0       Notification Procedures for Returned Codes/Blocks



NANPA will request that the NPAC produce an ad hoc report, generated during off-peak hours, that identifies the service providers and associated quantities of ported TNs in a returned NXX code.  This information will assist NANPA in re-allocating the code.  The NPAC will charge NANPA for the ad hoc report per the existing contract.  The reports are to be provided to the NANPA pursuant to a non-disclosure agreement. The NANPA may use these reports to provide each potential LERG-assignee with the total number of ported TNs it has, number of SPs with ported TNs, and the total number of ported TNs overall.



NANPA is required to post the effective dates of pending code disconnects on the NANPA website in order for Service Providers to be aware of approved code disconnects.  In addition, NANPA should periodically (every six months) send an electronic reminder to code holders of their responsibility, per the Central Office Code Assignment Guidelines, to submit a Part 1 form to NANPA in order to return a code.  In addition, the reminder should direct SPs to not change routing information in appropriate databases until NANPA has processed the application and responded with a Part 3.   Code holders/LERG assignees should notify NANPA/PA if they are no longer able to perform default routing functions (e.g., the service provider is no longer providing service in the area served by that NXX code).  NANPA must inform the outgoing code holder/LERG assignee of their responsibility to update the appropriate routing databases upon receipt of the Part 3.   



There are specific actions related to LNP processes to be taken by SPs, the PA, NANPA, and NPAC during the code reallocation process.  An overall description, including a required form, can be found at: www,numberpool.org (include hotlink) (see footnote 1). 


In addition, it is the responsibility of the SP returning the code/block to disconnect and remove all records related to the LRN and NXX code, including intra-SP ported TNs, from the NPAC database. If a code/block is reassigned and there are still old records in NPAC, the new LERG Assignee will encounter problems with the affected numbers from the reassigned code/block, e.g., porting records on TNs not in service.


4.0
 Voluntary Return of NXX Codes Containing Ported Numbers



In the case where NXX codes are voluntarily returned and contain ported numbers or pending ports, NANPA should request that the incumbent code holder maintain the default routing function NANPA will re-allocate the code as soon as possible to avoid disconnects of NXX or disruption of service.  


If any expedite is requested by the outgoing or incoming code holder, the applicant shall so indicate on the Part 1.  Expedite procedures are found in Section 6 of the Central Office Code Assignment Guidelines.



Within 5 business days of being informed by a SP that they are discontinuing service in a given rate center, the NANPA shall request an ad hoc report from the NPAC that will identify active and pending ports on the returned code.  This information will assist NANPA in re-allocating the code.  The SP is encouraged to provide NANPA with a “NPAC-like” report on the code to be returned, thereby eliminating the 5 business day interval for NANPA to request an ad hoc report from the NPAC. 



If there are no active or pending ports on the code, a Part 3 Disconnect will be issued by NANPA to the SP. The Part 3 Disconnect information shall be entered into the Telcordia databases by the SP’s AOCN. The code will be included in the Part 3 Disconnect Report posted on the NANPA web site.



If there are active or pending ports on the code, NANPA shall:



a) NANPA will contact all service providers shown on the NPAC or “NPAC-like” report with ported TNs from the identified CO code at the same time, informing them of the Code holder’s intention to disconnect.  The outgoing SP also will be included in this notification for verification purposes. NANPA will provide each potential LERG-assignee with the total number of ported TNs it has, number of SPs with ported TNs, and the total number of ported TNs overall.  NANPA will use the latest contact information that NANPA Code Administration has on file for the impacted service provider(s).  Service providers may designate a special contact for this purpose by providing contact information to NANPA.  SPs with ported TNs will have 10 business days to respond with a complete and correct Part 1.  NANPA will provide a specific date and hour as the deadline for responses.   


b) Include in its contact document, language that states that the current SP is seeking to expedite the return of the code. This shall be done only if the SP returning the code has indicated an expedite process on its Part 1. 


c) NANPA will suspend the Part 1 pending identification of a new Code holder and so inform the applicant via a Part 3.  NANPA will request the incumbent code holder to maintain default routing.


d) The first carrier to respond with a completed and correct Part 1 will become the new Code holder.
  Only the receipt of a Part 1 by NANPA will be accepted as an official request for the code.  NANPA will process the Part 1 as a code reassignment and provide a Part 3 to the new Code holder.
  NANPA will provide a Part 3 Denial to the carrier returning the code, indicating that a new Code holder has been found and provide the effective date of the reassignment to the new OCN.
  NANPA also will notify all the SPs on the original distribution that a new Code holder has been selected.


e) If an SP agrees to assume responsibility for the code and to expedite
 its activation, the SP should indicate the latter by providing accompanying written documentation with the Part 1 agreeing to a shortened activation interval date. The documentation should also indicate the activation interval shall not be less than 30 days.



f) If after ten days from the issuance of the e-mail there are no volunteers, NANPA will notify the appropriate regulatory authority and the SPs with ported TNs that no carrier has submitted a valid Part I to become the code holder and therefore, the code will be disconnected. NANPA will issue a Part 3 Approval to the incumbent SP approving the code return and the disconnect effective date. NANPA will update and post to the NANPA web page a report titled “Part 3 Disconnects.”  This report shall contain all disconnects processed by NANPA and designate NPA-NXXs with no ports, NPA-NXXs with active and/or pending ports, and the associated disconnect date.



Should the above situation occur, a service provider originally contacted by NANPA because it had active or pending ports on the returned code per the NPAC report may decide it wants to become the new Code holder after NANPA has processed the Part 3 Disconnect.  NANPA then will reassign the code to the carrier, provided the carrier submits a completed and correct Part 1 no less than fifteen (15) business days prior to the effective date of the disconnect.



g) If a SP requests to become the LERG assignee but has no ported TNs and cannot meet MTE and utilization, NANPA will direct the SP to make their request to the appropriate regulatory authority.  Upon receiving both written confirmation (email or fax) from the regulatory authority and a valid Part 1 from the SP no less than fifteen (15) days prior to the effective date of disconnect,
 NANPA will make the SP the new LERG-assignee.  This process only applies to codes with active or pending ports.



h) If the porting of TNs occurs on a returned code after NANPA has issued a Part 3 Disconnect, NANPA will after having received and processed a valid Part 3, designate the SP applicant as the new LERG assignee. This will occur provided there is enough time to stop the disconnection of the code.



An SP should not be obligated to maintain default routing more than 66 days after filing a valid Part 1 indicating their intent to return the code.


5.0
Abandoned NXX Codes Containing Ported Numbers



In the case where an NXX code is abandoned, NANPA may not have prior knowledge of the situation or know if there are active or pending ported TNs on the code.  Further, NANPA may be unable to contact the incumbent code holder concerning the status of the code or to request that they maintain default routing function if there are ported TNs.  Situations may also occur where a service provider fails to submit a Part 1 to NANPA and proceeds with disconnecting the code.  Often, customer complaints or information provided by service providers are the way that NANPA learns of these abandon code situations.  



NANPA shall work closely with state and federal telecommunications regulators/agencies to obtain timely information about SPs abandoning service or filing bankruptcy.  Such circumstances are under the direction of a state commission or court. 



NANPA will request a report from the NPAC on the abandoned code to determine if there are any active or pending ported TNs.  



NANPA will then contact the appropriate state commission and seek guidance concerning the return or reassignment of the abandoned code.
  NANPA will include information about whether there are active or pending ports on the abandoned code. 




a. In those instances where there is porting on the abandoned code, NANPA will, unless otherwise directed by the state commission, contact those service providers with ported TNs to determine if they want to become the new LERG assignee, NANPA will follow the same process as outlined in Section 4.0 [specifically (b) through (f)].  



b. If a new code holder cannot be established for codes with active or pending ports, NANPA will reclaim the code after receiving written confirmation (email or fax) from the involved state commission. NANPA then will provide the NPAC written notice from the appropriate regulatory authority that the SP has terminated service. The NANPA also will request that the NPAC remove all records in its database related to the LRN and NXX code, including intra-SP ported TNs.




NANPA will direct any customer complaints concerning the disruption of service to the involved service provider or state commission.  In the case of an abandoned code, NANPA will not act independent of state commission direction with regard to the reassignment of a NXX code to a service provider with ported TNs.



6.0
Returned Thousands-Blocks Containing Ported Numbers



6.1     When Block Holder is not the LERG Assignee



In a pooled area where thousands- blocks are voluntarily returned and there are ported numbers or pending ports contained in these returned blocks, the SP will return the blocks to the PA and the ported customers are not affected.  



The PA shall request an ad hoc report from the NPAC to determine if there are any ported TNs or pending ports on the block(s) being returned.  This information will assist the PA in re-allocating the block.  If the block is 10% or less contaminated the PA will process the block return.  If the contamination level is greater than 10%, the PA will follow the order below to select a new block holder: 



a) The PA will notify SPs with ported TNs, the LERG Assignee, SPs with a forecasted need, and the outgoing block holder within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due. The first SP to respond with a completed and correct Part 1A and Part 1B will become the new block holder.  MTE and utilization requirements are waived for SPs with ported TNs.  



b)  If no SPs respond within ten business days or all refuse the block holder functions, the PA will contact the appropriate state commission and seek guidance concerning the return or reassignment of the contaminated block. Should a new block holder be designated, state commissions may waive MTE and utilization requirements. 



The PA will work with the new block holder to determine if a Part 4 submission is necessary. 



6.2     When Block Holder is also the LERG Assignee



The PA shall request an ad hoc report from the NPAC to determine if there are any ported TNs or pending ports on the block(s) being returned.  The PA will follow the order below to select a new LERG assignee: 


a) The PA will contact SPs with blocks assigned from the affected NXX, SPs with ported TNs and SPs with a forecasted need within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due.  



· The first SP with blocks assigned from the affected NXX to respond with a Part 1 and Part 1B will become the new LERG assignee.  MTE and utilization requirements are waived.



· If no SPs with blocks assigned from the affected NXX respond or all refuse the LERG assignee functions, the first SP with ported TNs to respond with a Part 1 and Part 1B will become the new LERG assignee.  MTE and utilization requirements are waived.



· If no SPs with ported TNs respond or all refuse the LERG assignee functions, the first SP with a forecasted need with a Part 1 and Part 1B that meets the MTE and utilization requirements will become the new LERG Assignee.



The PA will automatically update the BCD record in BIRRDS with the new LERG Assignee’s information upon receipt of the Part 3 from NANPA. 


The new LERG assignee shall:



 notify the PA via email which blocks assigned to the original LERG Assignee are to be reallocated to the new LERG Assignee because the contamination level is over 10%.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation. 



 notify the PA via email which blocks assigned to the original LERG Assignee are to be donated by the new LERG Assignee because the contamination level is 10% or less.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation.



· work with the PA to determine if any Part 4 submissions are necessary. 



Blocks that were previously donated by the original LERG assignee will remain in the pool.



It is recommended that the new LERG assignee retain at least one block to ensure that responsibilities in 4.2.1 are maintained. However, once the responsibilities of the SP outlined in 4.2.1 of the TBPAG are fulfilled and the SP determines that the block is not needed, the SP does have the option of returning the block to the PA.  



b) If no SPs respond within ten business days or all refuse to become the new LERG assignee, the PA will proceed with the NXX return, notify those SPs with ported TNs from the affected NXX, and request that NANPA notify the appropriate regulatory authorities that a code is going to be disconnected and that some working customers will lose service.



7.0
Abandoned Thousands-Blocks Containing Ported Numbers



The difference between an abandoned versus a returned block is that if abandoned, the PA is unable to reach the incumbent block holder to ask them to maintain default routing functions.



7.1     When Block Holder is not the LERG Assignee



In the case when the block holder is not the LERG assignee and blocks containing ported numbers or pending ports are abandoned, the ported customers are not affected.  Typically, customer complaints are the catalyst for initiating the steps that follow. The PA shall request an ad hoc report from the NPAC to determine if there are any pending or completed TN ports.  The PA will contact the appropriate state commission and seek guidance concerning the return or reassignment of the abandoned block.  If the block contamination level is 10% or less, the block is returned to the pool once written confirmation (email or fax) is received from the state commission to reclaim the block.  If the block contamination level is greater than 10%, the PA will follow the order below to select a new block holder unless otherwise directed by the state commission: 



a) The PA will notify SPs with ported TNs, the LERG Assignee, SPs with a forecasted need, and the outgoing block holder within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due. The first SP to respond with a completed and correct Part 1A and Part 1B will become the new block holder.  MTE and utilization requirements are waived for SPs with ported TNs.  



b)  If no SPs respond within ten business days or all refuse the block holder functions, the PA will contact the appropriate state commission and seek guidance concerning the return or reassignment of the contaminated block. Should a new block holder be designated, state commissions may waive MTE and utilization requirements.



The PA will work with the new block holder to determine if a Part 4 submission is necessary. 



When a block is returned to the pool, the PA will provide the NPAC with written notice from the appropriate regulatory authority that the SP has terminated service. The PA then will request that NPAC remove all records in its database related to the LRN and block, including intra-SP ported TNs. 


7.2     When Block Holder is also the LERG Assignee



In the case when the block holder is the LERG assignee and blocks containing ported numbers or pending ports are abandoned, the PA may not have prior knowledge of the situation.  Typically, customer complaints are the catalyst for initiating the steps that follow.  The PA shall work closely with state and federal telecommunications regulators/agencies to obtain timely information about SPs abandoning service or filing bankruptcy.  Such circumstances are under the direction of a state commission or court. 



The PA shall request the ad hoc report from the NPAC to determine if there are any pending or completed TN ports.  This information will assist the PA in re-allocating the code/blocks.  The PA will follow the order below to select a new LERG assignee unless otherwise directed by the state commission: 


a) The PA will contact SPs with blocks assigned from the affected NXX, SPs with ported TNs and SPs with a forecasted need within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due.  



· The first SP with blocks assigned from the affected NXX to respond with a Part 1 and Part 1B will become the new LERG assignee.  MTE and utilization requirements are waived.



· If no SPs with blocks assigned from the affected NXX respond or all refuse the LERG assignee functions, the first SP with ported TNs to respond with a Part 1 and Part 1B will become the new LERG assignee.  MTE and utilization requirements are waived.



· If no SPs with ported TNs respond or all refuse the LERG assignee functions, the first SP with a forecasted need with a Part 1 and Part 1B that meets the MTE and utilization requirements will become the new LERG Assignee.



The PA will automatically update the BCD record in BIRRDS with the new LERG Assignee’s information upon receipt of the Part 3 from NANPA. 


The new LERG assignee shall:



 notify the PA via email which blocks assigned to the original LERG Assignee are to be reallocated to the new LERG Assignee because the contamination level is over 10%.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation. 



 notify the PA via email which blocks assigned to the original LERG Assignee are to be donated by the new LERG Assignee because the contamination level is 10% or less.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation.



· work with the PA to determine if any Part 4 submissions are necessary. 



Blocks that were previously donated by the original LERG assignee will remain in the pool.



It is recommended that the new LERG assignee retain at least one block to ensure that responsibilities in 4.2.1 are maintained. However, once the responsibilities of the SP outlined in 4.2.1 of the TBPAG are fulfilled and the SP determines that the block is not needed, the SP does have the option of returning the block to the PA.  



b) If no SPs respond within ten business days or all refuse to become the new LERG assignee, the PA will proceed with the NXX return, notify those SPs with ported TNs from the affected NXX, and request that NANPA notify the appropriate regulatory authorities that a code is going to be disconnected and that some working customers will lose service. NANPA then will provide the NPAC written notice from the appropriate regulatory authority that the SP has terminated service. The NANPA also will request that the NPAC remove all records in its database related to the LRN and NXX code, including intra-SP ported TNs.



�  The LNP CO Code Reallocation Process, implemented on August 30, 2001, eliminates the necessity of maintaining the original LERG assignee in the NPAC because it eliminates service disruption that would be caused by changing the SPID in the NPAC. The process involves porting the code in thousands blocks to the LERG assignee.  In this way, the NPAC's block-ownership tables override the NPAC's NXX- ownership tables, allowing continued porting of any number in the NXX. The LNP CO Code Reallocation Process allows numbers to snap back to the new LERG assignee, the same as if the SPID had been changed in the NPAC without ported numbers having been taken out of service.









The LNPA WG has developed requirements for the ability to mass update the Service Provider Identification (SPID) associated with an NXX code without taking ported customers out of service.  This functionality has been assigned NANC Change Orders 217 and 323.




� MTE and utilization requirements are waived.




� No Part 4 will be required.  




� It is the responsibility of the new code holder to contact the original code holder if the code transfer does not occur on the effective date originally indicated on the Part 3 denial so that the original code holder can continue to maintain default routing until the new effective date. 




� See Section 6 of the Central Office Code (NXX) Administration Guidelines (COCAG)




� All new code holders must follow the standard code activation process in the COCAG.   In order to stop the disconnect and re-assign a code, a minimum of five (5) business days is needed to notify Telcordia to reverse the disconnect and send an emergency notification to service providers.  Add this time interval with the ten (10) business day requirement for NANPA to process code applications results in the requirement for service providers to provide a Part 1 no less than fifteen (15) business days for the effective date of the disconnect.  




� See previous footnote.




� There are differing requirements among the states relating to bankruptcies and the treatment of NPA-NXXs as carrier assets as well as carrier of last resort obligations that may affect the disposition of an abandoned code.  State commission involvement is needed to ensure these requirements are addressed.
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy):  09/03/2002



Company(s) Submitting Issue:  AT&T



Contact(s):  Name   H. L. Gowda




         Contact Number   732-420-6491




         Email Address   hlgowda@att.com



(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



 Ported-In TN records left behind in NPAC Database and in SPs Network after some SPs seize to provide Service (e.g., Bankruptcy). This will result in incomplete calls. 



2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A. Examples & Impacts of Problem/Issue: 



Number of local companies that have participated in Local Number Portability have declared bankruptcy. The customers of these providers were given approximately 90 days to select a new local service provider. In some cases, at the end of the 90 days window, the terminating equipment was shut down with still ported-in Tns. Once this happens, our network traffic data begins to show large volume of call failures in our network.  The maintenance staff at various work centers begin a lengthy investigation (i.e., we verify that our records agreed with NPAC and began to look deeper for cause of vacant code messages, contacting SPs, and CO code holder and Block holder, etc.)


At the end we only discover that the end office defined in our LNP database is no longer valid and SP is non-existence. 



B. Frequency of Occurrence:



To date there are many LRNs and Ported-in TN records in NPAC belong to SPs no longer providing service


C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     



 West Coast___  ALL_X_



D. Rationale why existing process is deficient: 



Ported-In TN records left behind in NPAC and SPs LNP database with no terminating network element is having an adverse effect on call routing and which results in un-necessary workload on maintenance organizations.


E. Identify action taken in other committees / forums: 



N/A



F. Any other descriptive items:  None



__________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution: 



NPAC should remove the ported-in TN records for SPs who no longer provides service in NPAC Region. Or the SP who has the ownership of NPA-NXX (or Block) should initiate to remove the ported-in TN records from NPAC.


LNPA WG: (only)



Item Number: __ __ __ __




Issue Resolution Referred to: _________________________________________________________


Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________



1
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document






LNP Problem/Issue Identification and Description Form



Submittal Date (mm/dd/yyyy):  08/28/2002



Company(s) Submitting Issue:  Verizon



Contact(s):  Name   Gary Sacra




         Contact Number   410-736-7756




         Email Address   gary.m.sacra@verizon.com



(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)



1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)



Customers have been taken out of service inadvertently due to the New Service Provider continuing with a port that has been placed into Conflict by the Old Service Provider after the 6 hour timer has expired, instead of investigating why the port was placed into Conflict.                                                        



2. Problem/Issue Description: (Provide detailed description of problem/issue.)



A. Examples & Impacts of Problem/Issue: 



When Verizon receives a SOA notification from NPAC that another service provider has issued a CREATE message to NPAC in order to schedule a port-in of a Verizon customer, Verizon checks to see that a matching Local Service Request (LSR) has been received from that service provider regarding that specific TN.  If no matching LSR is found, Verizon places the port into Conflict status with a Cause Code set to “LSR Not Received.”  We are seeing an increasing rate of instances where the New Service Provider is waiting for the 6 hour Conflict Resolution New Service Provider Restriction Tunable Parameter timer to expire, and proceeding with porting the number.  This has led to Verizon customers being inadvertently ported and taken out of service from a terminating call perspective because the wrong TN was entered in the original CREATE message sent by the New Service Provider to NPAC. 



B. Frequency of Occurrence:



In the MA and NE Regions, 15-20 customers have been taken out of service per month on average as a result of this problem.  Some of these customers have had multiple TNs taken out of service.



C. NPAC Regions Impacted:



 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     



 West Coast___  ALL_X_



D. Rationale why existing process is deficient: 



Section 1.2.4 of the FRS document states, “If Service Providers disagree on who will serve a particular line number, the NPAC SMS will place the request in the “conflict” state and notify both Service Providers of the conflict status and the Status Change Cause Code.  The Service Providers will determine who will serve the customer via internal processes.  When a resolution is reached, the NPAC will be notified and will remove the request from the “conflict” state by the new Service Provider.  The new Service Provider can cancel the Subscription Version.”  In addition, Section 2.4.2 of the FRS states that the New Service Provider coordinates conflict resolution activities, and further states, “The New and Old Service Providers use internal and inter-company processes to resolve the conflict.  If the conflict is resolved, the new Service Provider sets the Subscription Version status to pending.  If the conflict is not resolved with the tunable maximum number of days, the NPAC SMS cancels the Subscription Version, and sets the Cause Code for the Subscription Version.”



Clearly, the intent here is to resolve the conflict before the port takes place.  Allowing the New Service Provider to remove the Conflict status after the 6 hour timer expires bypasses the need to resolve the conflict.



E. Identify action taken in other committees / forums: 



N/A



F. Any other descriptive items: __



__________________________________________________________________________________________________________________________________________________________________________



3. Suggested Resolution: 



The LNPA should revisit the philosophy that led to enabling the New Service Provider to remove a Subscription Version from Conflict status after a specified period of time without first resolving the original conflict with the Old Service Provider.  NPAC requirements should be modified to require both service providers to concur before a Subscription Version can be moved from Conflict status to Pending.



LNPA WG: (only)



Item Number: __ __ __ __




Issue Resolution Referred to: _________________________________________________________


Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________



1
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Mechanized Interface Issues


9-19-2002











Current Understanding


			HP tracking #3201036258 – Stack abort problem addressed in OTS9000 C.09.03 goes into production at the NPAC on 9/22.


			HP tracking #JAGae12971 – Large PDU aborts addressed by the end of Y2002.


			Bad OSI stack library at the NPAC – Corrected on 9/15. As regions go through a maintenance window, the NPAC CMIP router will begin to use the library.


			Congestion tunables – Changed the high water setting from 100 to 10 messages for inbound flow control and the low water ratio to 30% for one ILEC. This reduces the amount of buffer space that a faster sender can consume.


			Outbound flow control - The buffer space that lies between the sending system and the receiving system can store many messages.  When the sender runs faster than the receiver, CMIP messages will get queued.


			Analysis and testing must to done to determine if all providers using the same TCP port (102) is restricting the NPAC OSI stack throughput. The OSI stack does support using multiple ports.














LNP Network Stack














Flow Control


			Flow control is implemented through congestion once all the buffer space between the sender and the receiver is full.


			Each network (TCP) packet indicates available buffer space in the window size attribute.


			Congestion high water mark controls the number of messages that will be queued on the inbound side of the CMIP toolkit.


			Outbound flow control is done via the inbound congestion setting at the destination system.  


			Current implementation of congestion means that the network buffers must be filled before the sender gets congestion.  


			Production analysis indicates this can be as many as 700 CMIP messages.


			This queue of messages can cause invalid departure time aborts.














Summary


			NPAC upgrade to OTS9000 C.09.03 done on 9/22.


			Once the large PDU fix is available from HP, all LNP HP systems should be upgraded. We need to explore if/how we get HP to deliver the patch sooner.


			NPAC corrected the bad OSI stack library in all regions on 9/15. It requires a restart of the NPAC CMIP router process and this will be done in all regions on 9/22.


			In order for systems with different processing capability to interoperate, there must be good flow control on both inbound and outbound sides of the OSI stack.


			Implemented in the CMIP toolkit?


			Implement in the LNP (NPAC/LSMS/SOA) systems?


			NeuStar will begin internal testing of multiple OSI stacks (in addition to port 102) on the same system.
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Problem:



Porting after a code is returned from a carrier going out of business and



scheduled for disconnect.



Description:



A carrier returns a code to NANPA.  NANPA requests a report from NPAC to



determine whether there are any ported-out TNs from that code.  The report



says that there are none, thus enabling the carrier to proceed with the



disconnect process.



However, after the disconnect notice is published in the LERG, it is



discovered that customers have indeed ported away.  The current industry



practice is for NANPA to then designate the SP to whom the customers have



ported as the new code holder.  But attempts to delay the disconnect and



give the new code holder time to complete translations often results in



customer-impacting issues.



Frequency:  More than 5 times a month



Regions Impacted:



ALL



Rationale why existing process is deficient:



Identify action take in other committees / forums:



Discussed in NNPO and forwarded for LNPA for possible NPAC intervention.



Any other descriptive items:



The LNPA Working Group believes this to be a regulatory issue.



Suggested Resolution:



For NXXx being returned due to a carrier leaving a market, if an industry



guideline were in place that established a uniform date certain prior to



scheduled disconnect of the NXX code, by which a customer must port their



number should they choose to, then steps could be taken in NPAC to prevent



porting in that NXX code after that date.





_1095155078.ppt

*





Network Rehome Example
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Purpose:  To minimize NPAC involvement and still perform required and efficient rehoming.
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Homing Arrangements For This Example


NXX(X)s are homed to switches


MSIDs are loaded globally to allow for registration as customers travel across each switch in the network


In order to maintain 6-digit Global Title Translations, you must relate both MDN-to-HLR and MBI-to-HLR while still allowing flexibility for rehoming
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Basics of Network Rehoming


Today:


			Moving sets of subscribers from one switch to another


			Moving sets of subscribers from one HLR to another


			Relationship between NPANXX and an HLR. This allows registration messages and location request messages to “find” the right HLR and deliver service to a subscriber.
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IT IS REQUIRED THAT WE:


			Maintain 6 digit MSID-to-HLR relationship


			Maintain 6 digit MDN-to-HLR relationship for 1k pooled number blocks


			Maintain MSID & MDN for each subscriber. Both numbers are programmed into the handset. Can’t change MSID without requiring customer notification and interaction





Network Constraints With Rehoming After MIN Separation
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Network Rehomes - 


Requirements





			Both the MSID-to-HLR relationship and the MDN-to-HLR relationship must reference the same HLR. Otherwise, the subscriber record would not be found by the messages pointing to the “wrong” HLR for that subscriber, resulting in complete loss of service or loss of call terminations, voicemail, and short messaging


			If an NPANXX gets moved to a new HLR, the associated MSID block needs to go, too.  Therefore all NXXs and MBIs in a particular group must change HLRs to contain the contamination and maintain the integrity of MDN-HLR and MSID-HLR relationships
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Network Rehomes - 


Contamination Containment





			Because MBIs are non-geographic, a carrier may set up their subaccounts to a switch level, billing level, or even at the HLR level.  NXXs are also usually tied to some logical association like a switch.  Let’s call these levels or associations “buckets” for simplicity.  


			When an MDN is ported in to a carrier, the carrier will associate the next available MSID from a bucket of MBIs to that MDN during provisioning.  You will have an instance where the NPA-NXX of the MDN will not match the MBI.


			This also occurs when a new customer signs up for service and a next available MDN pops up for assignment.  The MSID selected may not match the MDN, but is assigned because it is next available in the bucket to be used.


			After many subscribers are added, disconnected, ported-in, and ported-out, plus pooled blocks are donated and received, the links between MBI blocks and NPANXXs in the buckets will be “contaminated” or non-matching.
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Contamination Containment, continued





			In order to maintain MDN-HLR and MSID-HLR relationships, a logical grouping of buckets must be maintained when rehoming.  


			Buckets that are from different HLRs are not allowed to be rehomed at the same event.  To offload HLRs, an HLR rehome may be needed.
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Original


			Physical Switch			MARKET NAME			MSA_RSA			NPA			NXX			FROM			THRU			Qty MDNs			SID_BID			SHLR			HSA			LATA


			Little Rock			LITTLE ROCK			MSA			501			261			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			265			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			317			0000			4999			5,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			328			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			350			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			351			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			450			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			505			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			514			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			517			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			519			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			529			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			539			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			558			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			580			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			584			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			605			4000			6999			3,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			607			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			679			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			680			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			690			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			716			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			730			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			743			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			764			5000			5999			1,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			776			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			804			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			831			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			840			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			842			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			843			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			891			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			902			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			912			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			913			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			941			5000			9999			5,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			951			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			993			0000			9999			10,000			208			AR			9			528


			Little Rock			HOT SPRINGS			AR-10			870			223			0000			4999			5,000			30212			AR			9			528


			Little Rock			HOT SPRINGS			AR-10			870			230			0000			9999			10,000			30212			AR			9			528


			Little Rock			HOT SPRINGS			AR-10			870			245			0000			9999			10,000			30212			AR			9			528


			Little Rock			HOT SPRINGS			AR-10			870			246			0000			9999			10,000			30212			AR			9			528


			Little Rock			HOT SPRINGS			AR-10			870			313			5000			9999			5,000			30212			AR			9			528


			Little Rock			HOT SPRINGS			AR-10			501			332			0000			9999			10,000			30212			AR			9			528


			Little Rock			HOT SPRINGS			AR-10			870			352			0000			9999			10,000			30212			AR			9			528


			Little Rock			HOT SPRINGS			AR-10			870			356			0000			9999			10,000			30212			AR			9			528


			Little Rock			HOT SPRINGS			AR-10			870			464			0000			9999			10,000			30212			AR			9			528


			Little Rock			HOT SPRINGS			AR-10			501			520			0000			9999			10,000			30212			AR			9			528


			Little Rock			HOT SPRINGS			AR-10			501			609			0000			9999			10,000			30212			AR			9			528


			Little Rock			HOT SPRINGS			AR-10			501			617			0000			9999			10,000			30212			AR			9			528


			Little Rock			HOT SPRINGS			AR-10			501			622			0000			9999			10,000			30212			AR			9			528


			Little Rock			HOT SPRINGS			AR-10			501			625			0000			9999			10,000			30212			AR			9			528


			Little Rock			HOT SPRINGS			AR-10			501			627			0000			9999			10,000			30212			AR			9			528


			Little Rock			HOT SPRINGS			AR-10			501			815			0000			9999			10,000			30212			AR			9			528


			Little Rock			HOT SPRINGS			AR-10			501			844			0000			9999			10,000			30212			AR			9			528


			Little Rock			HOT SPRINGS			AR-10			501			915			0000			9999			10,000			30212			AR			9			528


			Little Rock			HOT SPRINGS			AR-10			870			917			0000			4999			5,000			30212			AR			9			528


			Little Rock			HOT SPRINGS			AR-10			501			922			0000			9999			10,000			30212			AR			9			528


			Little Rock			HOT SPRINGS			AR-10			870			941			0000			9999			10,000			30212			AR			9			528


			Little Rock			HOT SPRINGS			AR-10			870			942			0000			9999			10,000			30212			AR			9			528


			Little Rock			JONESBORO			AR-4			870			215			5000			9999			5,000			30432			AR			9			528


			Little Rock			JONESBORO			AR-4			870			239			0000			9999			10,000			30432			AR			9			528


			Little Rock			JONESBORO			AR-4			870			240			0000			9999			10,000			30432			AR			9			528


			Little Rock			JONESBORO			AR-4			870			243			0000			9999			10,000			30432			AR			9			528


			Little Rock			JONESBORO			AR-4			870			335			0000			4999			5,000			30432			AR			9			528


			Little Rock			JONESBORO			AR-4			870			351			2000			9999			8,000			30432			AR			9			528


			Little Rock			JONESBORO			AR-4			870			598			0000			9999			10,000			30432			AR			9			528


			Little Rock			JONESBORO			AR-4			870			622			0000			9999			10,000			30432			AR			9			528


			Little Rock			JONESBORO			AR-4			870			634			0000			9999			10,000			30432			AR			9			528


			Little Rock			JONESBORO			AR-4			870			762			0000			9999			10,000			30432			AR			9			528


			Little Rock			JONESBORO			AR-4			870			780			0000			9999			10,000			30432			AR			9			528


			Little Rock			JONESBORO			AR-4			870			802			0000			9999			10,000			30432			AR			9			528


			Little Rock			JONESBORO			AR-4			870			838			0000			9999			10,000			30432			AR			9			528


			Little Rock			JONESBORO			AR-4			870			910			0000			9999			10,000			30432			AR			9			528


			Little Rock			JONESBORO			AR-4			870			919			0000			5999			6,000			30432			AR			9			528


			Little Rock			JONESBORO			AR-4			870			919			7000			9999			3,000			30432			AR			9			528


			Little Rock			JONESBORO			AR-4			870			930			0000			9999			10,000			30432			AR			9			528


			Little Rock			JONESBORO			AR-4			870			931			0000			9999			10,000			30432			AR			9			528


			Little Rock			JONESBORO			AR-4			870			933			0000			9999			10,000			30432			AR			9			528


			Little Rock			JONESBORO			AR-4			870			934			0000			9999			10,000			30432			AR			9			528


			Little Rock			JONESBORO			AR-4			870			974			0000			9999			10,000			30432			AR			9			528


			Little Rock			SEARCY			AR-6			501			207			5000			9999			5,000			30498			AR			9			528


			Little Rock			SEARCY			AR-6			501			250			0000			9999			10,000			30498			AR			9			528


			Little Rock			SEARCY			AR-6			501			279			0000			9999			10,000			30498			AR			9			528


			Little Rock			SEARCY			AR-6			501			281			0000			9999			10,000			30498			AR			9			528


			Little Rock			SEARCY			AR-6			501			305			0000			9999			10,000			30498			AR			9			528


			Little Rock			SEARCY			AR-6			501			368			0000			9999			10,000			30498			AR			9			528


			Little Rock			SEARCY			AR-6			501			556			0000			9999			10,000			30498			AR			9			528


			Little Rock			SEARCY			AR-6			501			724			0000			9999			10,000			30498			AR			9			528


			Little Rock			RUSSELLVILLE			AR-7			479			354			0000			9999			10,000			30500			AR			9			528


			Little Rock			RUSSELLVILLE			AR-7			501			477			0000			9999			10,000			30500			AR			9			528


			Little Rock			RUSSELLVILLE			AR-7			479			495			0000			4999			5,000			30500			AR			9			528


			Little Rock			RUSSELLVILLE			AR-7			479			498			0000			9999			10,000			30500			AR			9			528


			Little Rock			RUSSELLVILLE			AR-7			501			498			0000			9999			10,000			30500			AR			9			528


			Little Rock			RUSSELLVILLE			AR-7			501			516			0000			9999			10,000			30500			AR			9			528


			Little Rock			RUSSELLVILLE			AR-7			479			592			0000			9999			10,000			30500			AR			9			528


			Little Rock			RUSSELLVILLE			AR-7			479			745			0000			9999			10,000			30500			AR			9			528


			Little Rock			RUSSELLVILLE			AR-7			479			858			0000			9999			10,000			30500			AR			9			528


			Little Rock			RUSSELLVILLE			AR-7			479			880			0000			9999			10,000			30500			AR			9			528


			Little Rock			RUSSELLVILLE			AR-7			479			889			0000			9999			10,000			30500			AR			9			528


			Little Rock			RUSSELLVILLE			AR-7			479			890			0000			9999			10,000			30500			AR			9			528


			Little Rock			RUSSELLVILLE			AR-7			479			964			0000			9999			10,000			30500			AR			9			528


			Little Rock			RUSSELLVILLE			AR-7			501			977			0000			9999			10,000			30500			AR			9			528


			Little Rock			FORREST CITY			AR-5			870			261			0000			9999			10,000			30502			AR			9			528


			Little Rock			FORREST CITY			AR-5			870			295			0000			9999			10,000			30502			AR			9			528


			Little Rock			FORREST CITY			AR-5			870			338			0000			9999			10,000			30502			AR			9			528


			Little Rock			FORREST CITY			AR-5			870			351			0000			1999			2,000			30502			AR			9			528


			Little Rock			FORREST CITY			AR-5			870			431			0000			9999			10,000			30502			AR			9			528


			Little Rock			FORREST CITY			AR-5			870			468			0000			9999			10,000			30502			AR			9			528


			Little Rock			FORREST CITY			AR-5			870			494			0000			9999			10,000			30502			AR			9			528


			Little Rock			FORREST CITY			AR-5			870			588			0000			9999			10,000			30502			AR			9			528


			Little Rock			FORREST CITY			AR-5			870			630			0000			9999			10,000			30502			AR			9			528


			Little Rock			FORREST CITY			AR-5			870			672			0000			9999			10,000			30502			AR			9			528


			Little Rock			FORREST CITY			AR-5			870			674			0000			9999			10,000			30502			AR			9			528


			Little Rock			FORREST CITY			AR-5			870			734			0000			9999			10,000			30502			AR			9			528


			Little Rock			FORREST CITY			AR-5			870			747			0000			9999			10,000			30502			AR			9			528


			Little Rock			FORREST CITY			AR-5			870			753			0000			9999			10,000			30502			AR			9			528


			Little Rock			FORREST CITY			AR-5			870			817			0000			9999			10,000			30502			AR			9			528


			Little Rock			FORREST CITY			AR-5			870			919			6000			6999			1,000			30502			AR			9			528


			Little Rock			FORREST CITY			AR-5			870			946			0000			9999			10,000			30502			AR			9			528


																								1,109,000
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			Physical Switch			MARKET NAME			MSA_RSA			NPA			NXX			FROM			THRU			Qty MDNs			SID_BID			SHLR			HSA			LATA


			New Switch			HOT SPRINGS			AR-10			501			332			0000			9999			10,000			30212			AR			9			528


			New Switch			HOT SPRINGS			AR-10			501			520			0000			9999			10,000			30212			AR			9			528


			New Switch			HOT SPRINGS			AR-10			501			609			0000			9999			10,000			30212			AR			9			528


			New Switch			HOT SPRINGS			AR-10			501			617			0000			9999			10,000			30212			AR			9			528


			New Switch			HOT SPRINGS			AR-10			501			622			0000			9999			10,000			30212			AR			9			528


			New Switch			HOT SPRINGS			AR-10			501			625			0000			9999			10,000			30212			AR			9			528


			New Switch			HOT SPRINGS			AR-10			501			627			0000			9999			10,000			30212			AR			9			528


			New Switch			HOT SPRINGS			AR-10			501			815			0000			9999			10,000			30212			AR			9			528


			New Switch			HOT SPRINGS			AR-10			501			844			0000			9999			10,000			30212			AR			9			528


			New Switch			HOT SPRINGS			AR-10			501			915			0000			9999			10,000			30212			AR			9			528


			New Switch			HOT SPRINGS			AR-10			501			922			0000			9999			10,000			30212			AR			9			528


			New Switch			HOT SPRINGS			AR-10			870			223			0000			4999			5,000			30212			AR			9			528


			New Switch			HOT SPRINGS			AR-10			870			230			0000			9999			10,000			30212			AR			9			528


			New Switch			HOT SPRINGS			AR-10			870			245			0000			9999			10,000			30212			AR			9			528


			New Switch			HOT SPRINGS			AR-10			870			246			0000			9999			10,000			30212			AR			9			528


			New Switch			HOT SPRINGS			AR-10			870			313			5000			9999			5,000			30212			AR			9			528


			New Switch			HOT SPRINGS			AR-10			870			352			0000			9999			10,000			30212			AR			9			528


			New Switch			HOT SPRINGS			AR-10			870			356			0000			9999			10,000			30212			AR			9			528


			New Switch			HOT SPRINGS			AR-10			870			464			0000			9999			10,000			30212			AR			9			528


			New Switch			HOT SPRINGS			AR-10			870			917			0000			4999			5,000			30212			AR			9			528


			New Switch			HOT SPRINGS			AR-10			870			941			0000			9999			10,000			30212			AR			9			528


			New Switch			HOT SPRINGS			AR-10			870			942			0000			9999			10,000			30212			AR			9			528


			New Switch			JONESBORO			AR-4			501			598			0000			9999			10,000			30432			AR			9			528


			New Switch			JONESBORO			AR-4			870			215			5000			9999			5,000			30432			AR			9			528


			New Switch			JONESBORO			AR-4			870			239			0000			9999			10,000			30432			AR			9			528


			New Switch			JONESBORO			AR-4			870			240			0000			9999			10,000			30432			AR			9			528


			New Switch			JONESBORO			AR-4			870			243			0000			9999			10,000			30432			AR			9			528


			New Switch			JONESBORO			AR-4			870			335			0000			4999			5,000			30432			AR			9			528


			New Switch			JONESBORO			AR-4			870			351			2000			9999			8,000			30432			AR			9			528


			New Switch			JONESBORO			AR-4			870			598			0000			9999			10,000			30432			AR			9			528


			New Switch			JONESBORO			AR-4			870			622			0000			9999			10,000			30432			AR			9			528


			New Switch			JONESBORO			AR-4			870			634			0000			9999			10,000			30432			AR			9			528


			New Switch			JONESBORO			AR-4			870			762			0000			9999			10,000			30432			AR			9			528


			New Switch			JONESBORO			AR-4			870			780			0000			9999			10,000			30432			AR			9			528


			New Switch			JONESBORO			AR-4			870			802			0000			9999			10,000			30432			AR			9			528


			New Switch			JONESBORO			AR-4			870			838			0000			9999			10,000			30432			AR			9			528


			New Switch			JONESBORO			AR-4			870			910			0000			9999			10,000			30432			AR			9			528


			New Switch			JONESBORO			AR-4			870			919			0000			5999			6,000			30432			AR			9			528


			New Switch			JONESBORO			AR-4			870			919			7000			9999			3,000			30432			AR			9			528


			New Switch			JONESBORO			AR-4			870			930			0000			9999			10,000			30432			AR			9			528


			New Switch			JONESBORO			AR-4			870			931			0000			9999			10,000			30432			AR			9			528


			New Switch			JONESBORO			AR-4			870			933			0000			9999			10,000			30432			AR			9			528


			New Switch			JONESBORO			AR-4			870			934			0000			9999			10,000			30432			AR			9			528


			New Switch			JONESBORO			AR-4			870			974			0000			9999			10,000			30432			AR			9			528


			New Switch			SEARCY			AR-6			501			207			5000			9999			5,000			30498			AR			9			528


			New Switch			SEARCY			AR-6			501			250			0000			9999			10,000			30498			AR			9			528


			New Switch			SEARCY			AR-6			501			279			0000			9999			10,000			30498			AR			9			528


			New Switch			SEARCY			AR-6			501			281			0000			9999			10,000			30498			AR			9			528


			New Switch			SEARCY			AR-6			501			305			0000			9999			10,000			30498			AR			9			528


			New Switch			SEARCY			AR-6			501			368			0000			9999			10,000			30498			AR			9			528


			New Switch			SEARCY			AR-6			501			556			0000			9999			10,000			30498			AR			9			528


			New Switch			SEARCY			AR-6			501			724			0000			9999			10,000			30498			AR			9			528


			New Switch			RUSSELLVILLE			AR-7			479			354			0000			9999			10,000			30500			AR			9			528


			New Switch			RUSSELLVILLE			AR-7			479			495			0000			4999			5,000			30500			AR			9			528


			New Switch			RUSSELLVILLE			AR-7			479			498			0000			9999			10,000			30500			AR			9			528


			New Switch			RUSSELLVILLE			AR-7			479			592			0000			9999			10,000			30500			AR			9			528


			New Switch			RUSSELLVILLE			AR-7			479			745			0000			9999			10,000			30500			AR			9			528


			New Switch			RUSSELLVILLE			AR-7			479			858			0000			9999			10,000			30500			AR			9			528


			New Switch			RUSSELLVILLE			AR-7			479			880			0000			9999			10,000			30500			AR			9			528


			New Switch			RUSSELLVILLE			AR-7			479			889			0000			9999			10,000			30500			AR			9			528


			New Switch			RUSSELLVILLE			AR-7			479			890			0000			9999			10,000			30500			AR			9			528


			New Switch			RUSSELLVILLE			AR-7			479			964			0000			9999			10,000			30500			AR			9			528


			New Switch			RUSSELLVILLE			AR-7			501			477			0000			9999			10,000			30500			AR			9			528


			New Switch			RUSSELLVILLE			AR-7			501			516			0000			9999			10,000			30500			AR			9			528


			New Switch			RUSSELLVILLE			AR-7			501			977			0000			9999			10,000			30500			AR			9			528


			New Switch			FORREST CITY			AR-5			870			261			0000			9999			10,000			30502			AR			9			528


			New Switch			FORREST CITY			AR-5			870			295			0000			9999			10,000			30502			AR			9			528


			New Switch			FORREST CITY			AR-5			870			338			0000			9999			10,000			30502			AR			9			528


			New Switch			FORREST CITY			AR-5			870			351			0000			1999			2,000			30502			AR			9			528


			New Switch			FORREST CITY			AR-5			870			431			0000			9999			10,000			30502			AR			9			528


			New Switch			FORREST CITY			AR-5			870			468			0000			9999			10,000			30502			AR			9			528


			New Switch			FORREST CITY			AR-5			870			494			0000			9999			10,000			30502			AR			9			528


			New Switch			FORREST CITY			AR-5			870			588			0000			9999			10,000			30502			AR			9			528


			New Switch			FORREST CITY			AR-5			870			630			0000			9999			10,000			30502			AR			9			528


			New Switch			FORREST CITY			AR-5			870			672			0000			9999			10,000			30502			AR			9			528


			New Switch			FORREST CITY			AR-5			870			674			0000			9999			10,000			30502			AR			9			528


			New Switch			FORREST CITY			AR-5			870			734			0000			9999			10,000			30502			AR			9			528


			New Switch			FORREST CITY			AR-5			870			747			0000			9999			10,000			30502			AR			9			528


			New Switch			FORREST CITY			AR-5			870			753			0000			9999			10,000			30502			AR			9			528


			New Switch			FORREST CITY			AR-5			870			817			0000			9999			10,000			30502			AR			9			528


			New Switch			FORREST CITY			AR-5			870			919			6000			6999			1,000			30502			AR			9			528


			New Switch			FORREST CITY			AR-5			870			946			0000			9999			10,000			30502			AR			9			528


																								755,000


			Little Rock			LITTLE ROCK			MSA			501			261			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			265			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			317			0000			4999			5,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			328			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			350			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			351			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			450			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			505			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			514			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			517			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			519			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			529			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			539			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			558			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			580			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			584			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			605			4000			6999			3,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			607			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			679			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			680			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			690			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			716			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			730			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			743			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			764			5000			5999			1,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			776			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			804			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			831			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			840			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			842			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			843			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			891			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			902			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			912			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			913			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			941			5000			9999			5,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			951			0000			9999			10,000			208			AR			9			528


			Little Rock			LITTLE ROCK			MSA			501			993			0000			9999			10,000			208			AR			9			528


																								354,000








Notes


			ALLTEL Comments on Switch Rehoming Concerns


			ALLTEL has, on occasion, the need to add new switches to relieve existing switches of traffic for capacity reasons.  The separation of MIN and MDN has complicated ALLTEL’s normal method of accomplishing these rehomes.  Currently, switch rehomes are accomplished by moving entire NPA-NXX ranges from the congested switch to the new switch.  This is done by changing the LERG routing.   After pooling/porting is implemented, changing the LERG routing would not be appropriate.  This is because our switch translations, dialing plans, HLR point code and SHLR HSA assignments are based upon MIN ranges and not MDNs.


			ALLTEL recommends that rehomes attempt to move entire SIDs (all MIN and MDN ranges assigned to a particular SID) to the new switch when possible.  This would allow rehoming via LERG changes as before pooling/porting.  If this is not possible due to switch capacity or other engineering concerns, then MINs should be rehomed and capacity relief would be accomplished using LRN routing.  ALLTEL specifically does not recommend splitting MIN ranges between switches.


			ALLTEL recommends that rehoming does not occur across LATA boundaries.  This would cause LRNs to be assigned to rehomed subscribers that would cause calls that were formerly local to be treated as toll.


			ALLTEL recommends that NPAC transaction and/or database capacity should be engineered to handle switch rehomes.  ALLTEL believes that rehomes do not have to occur in a single maintenance window.  Rehomes could be done over several maintenance windows to reduce transaction volumes.


			In this Example:


			The "Original" tab, in this spreadsheet file, lists NPA-NXX data that is representative of an existing ALLTEL switch in need of capacity relief.  The "Rehome" tab presents one option for the rehoming of NPA-NXXs, to a new switch, to provide the capacity relief.


			As explained in the "comments" above, NPA-NXXs are rehomed based upon their SID-BID.  No NXXs are split across the two switches and no LATA boundaries are crossed by the rehome.  Note that, in this example, all the MSA codes are left remaining on the "original" switch, and all the RSA codes are rehomed.


			This procedure provides for a multi-maintenance window rehome as one or more NXXs can be moved at a time.  This should help reduce NPAC capacity concerns.


			Two points allow this strategy to work for ALLTEL.  If your billing/number management system is not set up this way, this strategy may not work for you.


			1.  Our billing and number management systems keep our MINs and MDNs "married" to the extent possible.


			2.  Numbers are is managed by SID-BID.
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Inter-Service Provider LNP Operations Flows   -   WA




Provisioning with WPR*



End user ports from One Wireless Service Provider to Another






Step


Description














1. Is NLSP a reseller?






· If yes, go to Step 2. 



· If no, go to Step 3.





2. NLSP sends WPR* or WPR information to NNSP for resale service.


· New Local Service Provider (Reseller) sends a WPR* or WPR information to the New Network Service Provider (may vary slightly depending on provider agreement). 



· For wireless to wireless the WPR/ WPRR* time frame is 30 minutes.



· The due date of the first TN ported in an NPA-NXX is no earlier than 5 business days after a  confirming WPRR* receipt date.



· The due date for a TN ported in an NPA-NXX which has TNs already ported is no earlier than 2 business hours after a confirming WPRR receipt date/time or as currently determined by NANC.





3. NNSP sends WPR to ONSP.


· The New Network Service Provider notifies the Old Network Service Provider of the port request using the WPR and sends the information via CORBA or FAX*.



· IC begins from acknowledgment being received by NNSP from ONSP, and not at the time the WPR is sent from the NNSP to the ONSP.





4.  Is OLSP a reseller?






· If yes, go to Step 5. 



· If no, go to Step 7.





5. ONSP sends WPR or WPR information to



    OLSP.


· The Old Network Service Provider notifies the Old Local Service Provider of the port request using the WPR or WPR information. 





6. OLSP sends WPRR or WPRR information to ONSP.






· The Old Local Service Provider sends the Old Network Service Provider WPRR or WPRR information. 





7. ONSP sends WPRR to NNSP.






· Old Network Service Provider sends the Wireless Port Request Response to the New Network Service Provider. 



· IC terminates upon receipt of WPRR by NNSP.





8.  Is WPRR a Delay?


· If yes, go to step 4.


· If no, go to step 9.





9.  Is NLSP a reseller?






· If yes, go to Step 10. 



· If no, go to Step 12.





10.  NNSP forwards WPRR, a Confirming WPRR or WPRR information to NLSP.


· New Network Service Provider sends the WPRR to the New Local Service Provider. 





11.  NLSP Receives WPRR or WPRR



       information.


· New Local Service Provider receives a WPRR or WPRR information.





12.  Is WPRR confirmed?


· If yes, go to step 13.


· If no, go to step 1 – WPRR must be a Resolution Required.





13.  Are both ONSP and NNSP the same SP?


· If no, go to Step 14.



· If yes, go to Step 15.





14. NNSP and ONSP coordinate all porting



      activities.


· The New Network Service Provider must coordinate all porting activities between the New Network Service Provider and the Old Network Service Provider and relay information to NLSP that could affect the due date or due time.



· The Old Network Service Provider must coordinate all porting activities between the New Network Service Provider and the Old Network Service Provider and relay information to OLSP that could affect the due date or due time.





       Exit flow at WX


· Exit flow at WX and return to the master flow.





15.  Is NPAC processing required? 


· If yes, go to step 15.



· If no, exit flow at WY and return to master flow.





16. Perform Intra-service Provider Port 


· Perform intra-service provider port processing with the NPAC.





       Exit flow at WY


· Exit flow at WY and return to the master flow.





* - refer to the Wireless Intercarrier Communications Interface Specification for Local Number Portability (WICIS)



     document maintained by the Wireless Workshop at OBF for definition of these terms and a complete discussion of



     their use in reference to Wireless Number Portability.
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LNPA Working Group, August , 2002



AUGUST ACTION ITEMS ASSIGNED:


1) Jim Grasser, WNPO Chair, took an ACTION ITEM to provide a list of testing issues possibly impacting Wireline carriers.  Examples cited were the need for Wireless NXX codes to be opened in the selective router for the 911 database, and the need for Wireline back office systems, e.g. Billing, to accommodate Wireless numbers pooled or ported into the Wireline network.



2) Both the Wireless and Wireline Reseller flows were reviewed and modified during the LNPA meeting.  The following ACTION ITEMS were assigned with regard to the flows:



· Rick Dressner, Sprint PCS, will modify the Wireless Reseller flows to incorporate the changes agreed to at the August LNPA.  Rick will make the changes and distribute the modified flows to the LNPA distribution prior to the September LNPA meeting.



· Gary Sacra, Verizon and LNPA Co-Chair, will modify the Wireline Reseller flows to incorporate the changes agreed to at the August LNPA.  Gary will make the changes and distribute the modified flows to the LNPA distribution prior to the September LNPA meeting.



· Jim Grasser, WNPO Chair, will develop the Wireless master flows and distribute them to the LNPA prior to the September LNPA meeting.  The Wireless Reseller flows will be incorporated into these master flows for eventual incorporation into the main NANC LNP Provisioning flows.



3) Gary Sacra, LNPA Co-Chair, took an ACTION ITEM, to send the following advisory text to Rob Coffman, NeuStar.  Rob Coffman took an ACTION ITEM to send the advisory message to the LNPA WG, WNPO, Portability, Inc., Pooling Administrator, and Cross-Regional distribution lists.



“Some service providers, after activating a pooled block, are performing intra-SP or inter-SP ports using the same LRN and GTT data as the number pooled block.  In addition, some service providers have contaminated TNs, and later activate a number pooled block with an LRN and GTT data exactly the same as the contaminated TNs.  In both instances, the end result is the inefficient perpetuation of individual intra-SP or inter-SP subscription versions, rather than the more appropriate pooled number block-based routing.  Service providers are advised that individual intra-SP or inter-SP ports should be prevented and deleted by the blockholder when these individual subscription versions have the same routing data (LRN and GTT) as the pooled number block in which they are contained.”



4) Based on feedback from the group on the PIM 2 Maintenance Window document, H. L. Gowda, AT&T, took an ACTION ITEM  to change the sentence in Item 4, currently reading, “The goal here is to eliminate as much activity as possible that generates any SOA or LSMS messages during the maintenance window so service providers do not have any messages to recover when they come back on-line at the end of the window.” to read, “The goal here is to eliminate all activity that generates any SOA or LSMS messages during the maintenance window so service providers do not have any messages to recover when they come back on-line at the end of the window.”



It was also noted that the note in Item 1, “Note: SPs maintenance window period and duration will be changed to accommodate Wireless SPs Portability (11/24/2003),” may change based on a decision to be made at the September WNPO meeting.  The date will either be 11/24/02 or 11/24/03.  



H. L. will make the agreed upon changes, including eliminating any unnecessary bolded phrases, and distribute to the LNPA for review at the September LNPA meeting.



5) Dave Garner, Qwest, suggested that the NANC 356 work be done on a Region-by-Region basis.  Rob Coffman, NeuStar, took an ACTION ITEM, to take this suggestion back and develop a Region-by-Region schedule by Friday, 8/23/02, to be distributed to the LNPA by Audrey Herrell, NeuStar.



6) With respect to the Methods and Procedures for Service Providers Reassociation to the NPAC After  Extended Region Service Unavailability Due to NPAC Outage, the group agreed that the note should be changed to read, “It is recommended, if a Service Provider’s SOA and LSMS are on the same router, the Service Provider must hold off bringing up their SOA by manually taking it off-line.”  



Rob Coffman, NeuStar, took an ACTION ITEM to make the change and distribute the M&P to the LNPA.  Dave Garner, Qwest, suggested the finished M&P should be reviewed by the NAPM/LLC.



7) Regarding PIM 14/15 and the modified CO Code Transfer Process, there was agreement in the LNPA that the process should be immediately implemented in pooled areas based on current wording of the document.  The following ACTION ITEMS were assigned:



a) Barry Bishop, NeuStar PA



· Correct the formatting in the Figure on page 2 of INC Issue 364, and resubmit to INC,



· Change title of process to “CO Code Reallocation Process,”



· Resubmit updated process document to LNPA in two weeks for review and subsequent liaison to INC,



· Speak to NANPA to see if they could track non-retained blocks in non-pooled areas so the codeholder does not have to take all ten 1K blocks in those areas,



· Have the finished document posted on the Pooling website.



b) Dave Garner, Qwest,



· Provide an example scenario requiring a backout strategy for this process to Barry Bishop.



8) John Nakamura, NeuStar, took an ACTION ITEM to post the Backwards Compatibility definition on the NPAC website.



9) Regarding issue of customers porting their number after the NXX has been published as disconnecting in the LERG, the following ACTION ITEMS were assigned:



a) Gary Sacra, Verizon,



· Send text proposing establishment of industry guideline to Charles Ryburn for inclusion in new PIM (COMPLETE 8/20/02).



The group agreed on the following wording to be included in the PIM:



“For NXXs being returned due to a carrier leaving a market, if an industry guideline were in place that established a uniform date certain prior to scheduled disconnect of the NXX code, by which a customer must port their number should they choose to, then steps could be taken in NPAC to prevent porting in that NXX code after that date.”



b) Charles Ryburn, SBC,



· Develop and submit PIM for this issue for discussion at 9/02 LNPA and submission to 9/02 NANC meeting for their consideration as a recommendation to FCC.



10) Ron Stutheit, ESI, took an ACTION ITEM to ask HP if they will share with NeuStar their test process and program that they used to evaluate their OTS stack and recreate the recovery problem.



11) Regarding service providers’ ability to support NANC 323 functionality in their local systems, 



Jim Rooks, NeuStar took an ACTION ITEM, to obtain a list of SOA and LSMS SPIDs  by Region and send to Charles Ryburn before the 9/02 LNPA meeting.



Service providers have an ACTION ITEM to come to the 9/02 LNPA meeting prepared to provide the date when they will support a SPID migration in production.



12) Regarding NANC 323, NeuStar took an ACTION ITEM to investigate the existing OpInfo message to see if a 323 SPID migration notification can be sent.  This will involve both M&P and OP GUI.



MEETING MINUTES:



Four Seasons Hotel 


Vancouver, British Columbia


Host:  Canadian LLC





Wednesday, August 14, 2002 – 8:30 AM – 5:00 PM  



Attendance:


Name


Company


Name


Company





H.L. Gowda 


AT&T


Chris Bowe


Nextel 





Paul LaGattuta


AT&T


Dave Garner 


Qwest (phone)





Lonnie Keck


ATTWS


Joe Gormley


Qwest Wireless





Sean Hawkins


ATTWS


Charles Ryburn


SBC





Larry Miller


Alltel (phone)


Leah Luper


SBC (phone)





Ron Steen


BellSouth (phone) 


Jeff Adrian


Sprint





Dave Cochran


BellSouth (phone)


Mary Briend


Sprint PCS





Marian Hearn


Canadian LLC


Rick Dressner


Sprint PCS





James Grasser


Cingular Wireless


Colleen Collard


Tekelec (phone) 





Monica Dahmen


Cox Communications


John P. Malyar 


Telcordia Technologies





Ron Stutheit


ESI


Jean Anthony


Telecom Software 





Dennis Robbins


Electric Lightwave (phone)


Rob Smith


TSI





Gene Johnston


NeuStar


Charlotte Holden


US Cellular





Jim Rooks


NeuStar


Jan Dempsey


VeriSign





John Nakamura


NeuStar


Gary Sacra


Verizon





Larry Vagnoni


NeuStar


Linda Godfrey


Verizon Wireless





Marcel Champagne


NeuStar


Karen Mulberry


WorldCom 





Rob Coffman


NeuStar


Jason Lee


WorldCom (phone)





Barry Bishop


NeuStar (phone)











Agenda Review:


Commenting on the agenda item “Integration of Wireless Reseller Flows into NANC Flows,” H. L. Gowda, AT&T, raised the need to review the Wireline Reseller flows, in addition to the Wireless Reseller flows, prior to their incorporation into the main NANC LNP Provisioning flows.  This was added to the agenda.
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7/02 Minutes Review:
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· Change spelling of “Marbin” to “Marben” on pages 2 and 12.



· On page 12, second bullet, 1st sentence, change, “Industry recovery testing is taking place during the weeks of 7/15 and 7/22,” to read, “Industry recovery testing is taking place during the week of 7/8.”



Wireless Number Portability Operations (WNPO) Committee Report as reported by Jim Grasser, WNPO Chairperson:


· Jim Grasser, WNPO Chair, reported that the WNPO has modified the Wireless timeline, based on the recent FCC Order, to extend the Wireless porting date.



· Rick Jones, NENA, expressed concern that 911 testing, included in the Wireless Porting test plan, must still be completed prior to implementation of Wireless Pooling.  Rick submitted the attached NENA contribution recommending that the Wireless Number Portability Operations (WNPO) team, the Wireless Testing Subcommittee (WTSC), and the Wireless Pooling Task Force (WPTF) strongly support the inclusion of the appropriate 911/emergency number call tests (4.5.1, and 4.5.3 to 4.5.9 for wireless carriers and 4.5.2 for wireline) in any inter-carrier Wireless Number Pooling tests in the U.S.



 .
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· Currently, in Wireless Switch Translations, the LNP query is blocked for Emergency Service Numbers.  Testing will be conducted to remove the blocking of the query for numbers pooled or ported to Wireline.



· Wireless Reseller Flows – no further comments received on the flows at the WNPO.  They are ready for discussion at the LNPA Working Group.



· Jim Grasser, WNPO Chair, took an ACTION ITEM to provide a list of testing issues possibly impacting Wireline carriers.  Examples cited were the need for Wireless NXX codes to be opened in the selective router for the 911 database, and the need for Wireline back office systems, e.g. Billing, to accommodate Wireless numbers pooled or ported into the Wireline network.



· NeuStar reported that thirty-two Wireless providers and Service Bureaus have now signed Non-Disclosure Agreements (NDAs).  One Service Bureau completed NPAC testing in July, bringing the total to 7 carriers and Service Bureaus that have completed NPAC testing.



· A test case has been added to the Wireless test plan to determine the results when a Wireless carrier, porting a number from a Wireline carrier, fails to mark the NPDI on the LSR, and the Wireline carrier does not take the entry out of the ALI database, resulting in two 911 entries.  Rick Jones, NENA, submitted a contribution to make it a requirement that Wireless carriers mark the NPDI on LSRs (see attached).  This recommendation is to be placed on the Wireless Decision Matrix.
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· A suggested method of rehoming Wireless NXX codes, intended to minimize intra-SP ports, will be added to the Wireless Decision Matrix.  Alltel and Sprint will be submitting contributions suggesting that Wireless carriers manage MBI assignment to minimize the need for intra-SP ports on rehomes.  Attached is a White Paper describing the issue.
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· In a response to a question from the WNPO, NeuStar stated that the Large Port Notification is not solely a notification of large single actions, but also reflects large volumes of ports, as well.



· NeuStar gave a presentation to the WNPO on Partial Failures and stressed the need to maintain LSMS associations and the impacts to the industry in failing to do so.



Reseller Flows:


· Both the Wireless and Wireline Reseller flows were reviewed and modified during the LNPA meeting.  The following ACTION ITEMS were assigned with regard to the flows:



· Rick Dressner, Sprint PCS, will modify the Wireless Reseller flows to incorporate the changes agreed to at the August LNPA.  Rick will make the changes and distribute the modified flows to the LNPA distribution prior to the September LNPA meeting.



· Gary Sacra, Verizon and LNPA Co-Chair, will modify the Wireline Reseller flows to incorporate the changes agreed to at the August LNPA.  Gary will make the changes and distribute the modified flows to the LNPA distribution prior to the September LNPA meeting.



· Jim Grasser, WNPO Chair, will develop the Wireless master flows and distribute them to the LNPA prior to the September LNPA meeting.  The Wireless Reseller flows will be incorporated into these master flows for eventual incorporation into the main NANC LNP Provisioning flows.



Four Seasons Hotel


Vancouver, British Columbia
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Jeff Adrian
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Bell Canada (phone)
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Rick Dressner
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BellSouth (phone)


Colleen Collard
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John P. Malyar 


Telcordia Technologies





James Grasser


Cingular Wireless


Adam Newman


Telcordia Technologies (phone)





Monica Dahmen


Cox Communications


Jean Anthony


Telecom Software 





Ron Stutheit


ESI


Barbara Galbreath


Time Warner (phone)





Dennis Robbins


Electric Lightwave (phone)


Rob Smith


TSI





Gene Johnston


NeuStar


Charlotte Holden


US Cellular





Jim Rooks


NeuStar


Jan Dempsey


VeriSign





John Nakamura


NeuStar


Gary Sacra


Verizon





Larry Vagnoni


NeuStar


Linda Godfrey


Verizon Wireless





Marcel Champagne


NeuStar


Karen Mulberry


WorldCom 





Rob Coffman


NeuStar


Jason Lee


WorldCom (phone)





Barry Bishop


NeuStar (phone)











PIMs:


· PIM 1 – This PIM remains CLOSED.  The Wireline Reseller flows were reviewed and modified at the August LNPA meeting.  Work will continue at the September LNPA to incorporate them into the NANC LNP Provisioning flows.



· PIM 5 – SOW 19 is still in Legal review with LLC and NeuStar attorneys.



· PIMs 14 and 15 – The attached INC Issue 364 has been submitted to the INC by Barry Bishop, NeuStar Pooling Administrator, modifying the CO Code Transfer process document to specify that the new LERG-assignee is not required to take all ten 1K blocks when a code with active ported numbers is transferred and pooled.  Charles Ryburn, SBC, stated that SBC’s INC representative has requested that the title of the document be changed from "CO Code Transfer Process” to “CO Code Reallocation Process.”  See also the readout on ACTION ITEM 7 in the next section.
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· PIM 17 – This PIM remains CLOSED.  It was reported that INC Issue 373, which addresses migration of Type 1 Cellular numbers, is scheduled to go to Final Closure on an upcoming conference call on 8/23/02. 



· PIM 18 – The Wireless Reseller flows were reviewed and modified at the August LNPA meeting.  Work will continue at the September LNPA to incorporate them into the NANC LNP Provisioning flows.



· PIM 19 - Individual intra and inter-service provider ported records with same LRN as pooled block record:



This PIM addresses instances where individual ported records have been created for numbers within a pooled 1K block, however, the LRN associated with the individual records is the same as the LRN associated with the 1K block.  This dilutes the advantages of Efficient Data Representation (EDR).  At the August LNPA, the group agreed that the following advisory will be sent to the LNPA WG, WNPO, Portability, Inc., Pooling Administrator, and Cross-Regional distribution lists:



“Some service providers, after activating a pooled block, are performing intra-SP or inter-SP ports using the same LRN and GTT data as the number pooled block.  In addition, some service providers have contaminated TNs, and later activate a number pooled block with an LRN and GTT data exactly the same as the contaminated TNs.  In both instances, the end result is the inefficient perpetuation of individual intra-SP or inter-SP subscription versions, rather than the more appropriate pooled number block-based routing.  Service providers are advised that individual intra-SP or inter-SP ports should be prevented and deleted by the blockholder when these individual subscription versions have the same routing data (LRN and GTT) as the pooled number block in which they are contained.” 



Gary Sacra, LNPA Co-Chair, took an ACTION ITEM, to send the above advisory text to Rob Coffman, NeuStar.  Rob took an ACTION ITEM to send the advisory message to the LNPA WG, WNPO, Portability, Inc., Pooling Administrator, and Cross-Regional distribution lists.



This PIM is now CLOSED.



STATUS OF JULY ACTION ITEMS:


The following ACTION ITEMS were assigned at the July LNPA meeting and were discussed at the August meeting.  Following each ACTION ITEM is the status provided at the August meeting.



1. In response to a question from the LNPA to the WNPO asking for the WNPO’s definition of “porting activity” with regard to the maintenance window, Jim Grasser reported that the WNPO agreed with the definition in the 6/02 LNPA draft minutes, but questioned if it should also include audits.  H. L. Gowda, AT&T, took an ACTION ITEM to rewrite the Maintenance Window document that resulted from PIM 2 to add audits and recovery requests.  This will reviewed at the August LNPA meeting.



STATUS:  OPEN.  



H. L. Gowda provided the attached contribution.
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Based on feedback from the group, H. L. took an ACTION ITEM  to change the sentence in Item 4 in the attached, currently reading, “The goal here is to eliminate as much activity as possible that generates any SOA or LSMS messages during the maintenance window so service providers do not have any messages to recover when they come back on-line at the end of the window.” to read, “The goal here is to eliminate all activity that generates any SOA or LSMS messages during the maintenance window so service providers do not have any messages to recover when they come back on-line at the end of the window.”



It was also noted that the note in Item 1, “Note: SPs maintenance window period and duration will be changed to accommodate Wireless SPs Portability (11/24/2003),” may change based on a decision to be made at the September WNPO meeting.  The date will either be 11/24/02 or 11/24/03.  



H. L. will make the agreed upon changes, including eliminating any unnecessary bolded phrases, and distribute to the LNPA for review at the September LNPA meeting.



2. Dave Garner, Qwest, requested that NeuStar discuss the impacts of new service providers’ LSMSs coming up and down in production.  NeuStar took an ACTION ITEM to discuss at the August WNPO.



STATUS:  CLOSED.  



Gene Johnston, NeuStar, gave a presentation at the August WNPO on Partial Failures, the need to maintain LSMS associations, and the impact to the industry in failing to do so.



3. With regard to the M&P for NANC 356, Rob Coffman, NeuStar, took an ACTION ITEM to provide a timeline at the next NAPM/LLC meeting for when all existing SPIDs will be identified and broadcast.  This timeline will also be distributed to the LNPA.  Advanced notification will be sent to users announcing the timeframe over which these changes will be made.



STATUS:  OPEN.



Rob Coffman reported that the LLC confirmed that NANC 356 is still required even though Wireless Porting has been delayed until 11/24/03.  Modification of service provider names to add /1 (Wireline), /2 (Wireless), or /3 (other, e.g. Service Bureaus) will begin on 9/3/02, and will last until 10/31/02.  These changes require manual updates by NPAC personnel to the OP-GUI, and will be broadcasted as they are modified.  A Bulk Data Download will be available for any service provider missing a broadcast.  A notice will go out to the Cross-Regional distribution.  H. L. Gowda, AT&T, and Colleen Collard, Tekelec, expressed concern over the six week length of time to complete the modifications.  It was stated that this increases the likelihood that service providers will be down when broadcasts take place.  Charles Ryburn, LNPA Co-Chair, stated this should be taken up with the LLC.  Dave Garner, Qwest, suggested that the work be done on a Region-by-Region basis.  Rob Coffman, NeuStar, took an ACTION ITEM, to take this suggestion back and develop a Region-by-Region schedule by Friday, 8/23/02, to be distributed to the LNPA by Audrey Herrell, NeuStar.



4. The notifications containing the service provider name with the new delimiter are not recoverable.  NeuStar took an ACTION ITEM to include a step in the NANC 356 M&P to create a Bulk Data Download (BDD) file with the initial Network Data changes.  The BDD will be for Network Data.  Only the SPID file is necessary to be downloaded from the FTP site.  Rob Coffman, NeuStar, also took an ACTION ITEM to investigate if new entities can be identified on the NPAC secure website ongoing for any service provider that may have missed the broadcast.



STATUS:  CLOSED.  



See steps 8 and 9 in the attached M&P.
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5. Rob Coffman, NeuStar, took an ACTION ITEM to modify the Turn-up Testing Requirements document and distribute it to the team.  See section in these minutes on Turn-up Testing Requirements for agreed upon changes.



STATUS:  CLOSED.  



Rob sent the attached file on 8/5.  The document will be submitted to the NAPM/LLC (September meeting) for review as part of SOW 24.  It will also be placed on the NPAC website after LLC approval.  Testing for NPAC Release 3.2 will follow these guidelines.
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6. With respect to the M&Ps for Reassociation, Rob Coffman, NeuStar, took the following ACTION ITEMS.



a) Add note to M&P explaining if a service provider’s SOA and LSMS are on the same router, the service provider must hold off bringing up their SOA by manually taking it off-line.



b) Confirm that the ILECs’ SOA and LSMS systems are on different routers.



c) Check with NeuStar network SMEs to see if service providers’ systems can be put on separate routers in cases where they currently are on the same router.



d) Per H. L. Gowda’s request (AT&T), change the title of the document to read, “Methods and Procedures for Service Providers Reassociation to the NPAC After  Extended Region Service Unavailability Due to NPAC Outage.”



STATUS:  OPEN.



Rob submitted the attached M&P.  The group agreed that the note should be changed to read, “It is recommended, if a Service Provider’s SOA and LSMS are on the same router, the Service Provider must hold off bringing up their SOA by manually taking it off-line.”  Rob Coffman, NeuStar, took an ACTION ITEM to make the change and distribute the M&P to the LNPA.  Dave Garner, Qwest, suggested the finished M&P should be reviewed by the NAPM/LLC.
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NeuStar verified that NOT all ILEC SOA and LSMS systems are on different routers.  To put a service provider’s SOA and LSMS on different routers when they have the same SPID would require communication based on SPID and function mask, instead of just SPID.  Jim Rooks stated this would require a Change Order. 



7. PIMs 14 and 15 – At the request of the LNPA, Barry Bishop, NeuStar Pooling Administrator, has modified the CO Code Transfer process document to specify that the new LERG-assignee is not required to take all ten 1K blocks when a code with active ported numbers is transferred and pooled.  LNPA members have an ACTION ITEM to come prepared to the August meeting to discuss the attached proposed changes and finalize the document.
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STATUS:  OPEN.



Barry Bishop, NeuStar Pool Administrator, joined the group via conference bridge, to discuss the attached INC Issue 364.
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It was noted that not all of the arrows in the Figure on page 2 of the document are numbered.  Barry was asked why the codeholder must take all ten 1K blocks in non-pooled areas and responded that there is no pool to which to donate.  Adam Newman, Telcordia, stated he believes a LERG 13 will be created in non-pooled areas in November.  Dave Garner, Qwest, asked what the backout strategy is when the process is started and mistakes are made.  Dave suggested that the entity that originated the transfer, either NANPA or the PA, ensure that it is corrected.  Dave agreed to provide an example scenario to Barry Bishop.



There was agreement in the LNPA that the process should be immediately implemented in pooled areas based on current wording of the document.  The following ACTION ITEMS were assigned:



c) Barry Bishop, NeuStar PA



· Correct the formatting in the Figure on page 2 of INC Issue 364, and resubmit to INC,



· Change title of process to “CO Code Reallocation Process,”



· Resubmit updated process document to LNPA in two weeks for review and subsequent liaison to INC,



· Speak to NANPA to see if they could track non-retained blocks in non-pooled areas so the codeholder does not have to take all ten 1K blocks in those areas,



· Have the finished document posted on the Pooling website.



d) Dave Garner, Qwest,



· Provide an example scenario requiring a backout strategy for this process to Barry Bishop.



8. In the definition of Backwards Compatibility, the group agreed to modify the last sentence of the 3rd bullet to read, “Also, no NPAC software changes may be made to any existing interface functionality that will require source code modifications to SOA and/or LSMS platforms.”  John Nakumura, NeuStar, took an ACTION ITEM to make the changes and redistribute to the team.



STATUS:  CLOSED.



Revised text was included in the 7/23/02 update to the Change Order package.  John Nakamura, NeuStar, took an ACTION ITEM to post the Backwards Compatibility definition on the NPAC website.



9. Dave Garner, Qwest, asked how long upon request for a BDD during business hours will the BDD be available on the requesting service provider’s FTP site.  Rob Coffman, NeuStar, took an ACTION ITEM to follow up with the answer.



STATUS:  CLOSED.



Rob Coffman replied that the timeframe will be 1 to 2 hours.



10. Charles Ryburn, SBC, reported on a discussion that took place in the National Number Portability Operations (NNPO) team related to porting after a code is returned from a carrier going out of business and scheduled for disconnect.  Charles Ryburn, SBC, took an ACTION ITEM to follow up on the exact scenario and determine why Gene Johnston, NeuStar, recommended a Change Order to put a freeze on porting in the NPAC for this scenario.



STATUS:  OPEN.



The group agreed this is a regulatory issue.  Charles Ryburn, SBC, agreed to submit this issue to the LNPA as a PIM for the purpose of proposing an industry guideline to address this problem.  The group agreed on the following wording to be included in the PIM:



“For NXXs being returned due to a carrier leaving a market, if an industry guideline were in place that established a uniform date certain prior to scheduled disconnect of the NXX code, by which a customer must port their number should they choose to, then steps could be taken in NPAC to prevent porting in that NXX code after that date.”



The following ACTION ITEMS were assigned:



c) Gary Sacra, Verizon,



· Send text proposing establishment of industry guideline to Charles Ryburn for inclusion in new PIM (COMPLETE 8/20/02),



d) Charles Ryburn, SBC,



· Develop and submit PIM for this issue for discussion at 9/02 LNPA and submission to 9/02 NANC meeting for their consideration as a recommendation to FCC.



11. Industry recovery testing is taking place during the weeks of 7/15 and 7/22.  The value of this testing was questioned by some due to the inability to recreate the problem.  ESI has been able to recreate the problem with little difficulty.  Ron Stutheit, ESI, took an ACTION ITEM to check with his test engineers to see what test cases were run to recreate the problem.  Since all vendors present in the meeting use the DSET toolkit, Ron will share aspects of any toolkit investigations and changes.  At this point, it is unclear if this is a Marbin stack issue, a toolkit problem, or OS implementation.



STATUS:  CLOSED.



Ron Stutheit, ESI, responded that his test engineers stated that the test scenario that recreated the problem was simply resynching 2K subscription versions.  Ron said that the problem occurred every time.  A corrupted PDU was observed if the vBuff size was too small.  Setting it to 4K seemed to correct the problem.



12. Dave Garner, Qwest, questioned how we will come to any conclusions if we don’t have a coordinator to serve as a data collector for the recovery testing that is taking place.  Rob Coffman, NeuStar, took an ACTION ITEM to follow up and request that participating service providers provide summaries of their test results.  Rob will compile these summaries and report them to the LNPA.



STATUS:  CLOSED.



Rob Coffman sent the test summaries to the LNPA Co-Chairs and the LLC on 7/19/02.  Results were SPID-specific and were not forwarded to the LNPA distribution.  Some service providers were not able to recover all of the data during the testing.  The value of masking the SPIDs and distributing the test summaries was questioned and it was decided that the results would not be distributed to the LNPA.



One LSMS vendor stated they have recreated the problem in production and is currently working with NeuStar to determine the root cause.  Data is continuing to be collected and analyzed.



Ron Stutheit, ESI, took an ACTION ITEM to ask HP if they will share with NeuStar their test process and program that they used to evaluate their OTS stack and recreate the problem.



13. Jim Rooks, NeuStar, stated that a fix is in development that will return a “Criteria Too Large” notification if a service provider system requests the same timeframe again during recovery.  The fix will need to be tested and put in a point release.  This will require service provider testing.  Jim Rooks, NeuStar, took an ACTION ITEM to send out an explanation of the change to the LNPA distribution.



STATUS:  CLOSED.



Jim Rooks distributed the explanation on 7/29/02.  If the recovery request window is reduced to the minimum of 2 seconds, and you abort, you will get a “Criteria Too Large” on next attempt, and will not be able to recover that time period.  AT&T successfully tested the fix with NPAC.  The fix is now in production (Release 3.1.4.5).  NeuStar must tweak this fix due to different service provider recovery implementations.  The schedule is TBD.



14. NANC 319 – The current requirements do not allow for NPAC personnel to manually populate the LATA ID for an NXX code.  Gary Sacra, Verizon, questioned if this was prudent in the event it was not populated in the LERG and an emergency port within that NXX needed to be performed.  The question was then raised if it is actually possible to have an NXX in the LERG without a LATA ID.  Gary Sacra, Verizon, took an ACTION ITEM to follow up with the answer.



STATUS:  CLOSED.



Adam Newman, Telcordia, stated that an edit in the LERG prevents entry of an NXX code without a LATA ID.  There also exists LERG edits to mitigate the possibility of an incorrect LATA ID.  Adam also stated that the LATA ID in LERG 6 associated with an NXX is the switch LATA ID, which may not be the LATA ID of the NPA-NXX.  He advised we need the LATA ID of the rate center for the NXX in LERG 8.  Adam also stated that the chances of having the incorrect LATA ID against the rate center is relatively small.  NeuStar will work with Adam to ensure the proper LATA ID is identified to satisfy the requirements of this Change Order.



15. Service providers have an ACTION ITEM to work with their vendors and local system support teams to determine if their local systems will be able to implement NANC 323 functionality on 3/4/03, the start of Release 3.2 service provider turn-up testing, and if not, what would be a reasonable sunset period for when they will be ready.  Service providers should be prepared to discuss at the August LNPA.  Charles Ryburn will send a notice out to the LNPA distribution and request that NeuStar send out the same notice to their service provider distribution.


STATUS:  OPEN.



This ACTION ITEM for service providers was clarified as follows:



a) Will your SOA/LSMS systems be ready to perform turn-up testing on NANC 323 functionality on 3/4/03, the planned start of Release 3.2 turn-up testing? 



b) If no to the above question, when will your systems be ready to test?



c) When will your systems support a SPID migration in production in each Region your production systems operate?



The following table reflects service provider responses to question a) above:



COMPANY


SOA


LSMS





AT&T


Yes


Yes





AT&T Wireless


No


No





AWS


?


No





Bell South


?


?





Cox


?


?





Nextel


? (Leaning towards No)


? (Leaning towards No)





Qwest


Yes for some, No for others


Yes for some, No for others





SBC


?


?





Sprint


Yes


No





US Cellular


Yes


No





Verisign


?


No





Verizon


Yes


No





Verizon Wireless


Yes


?





WorldCom


Yes


Yes

















As an alternative to testing NANC 323 and the SMURF files, it was suggested that a service provider could test accepting a Bulk Data Download (BDD) to validate that the necessary SPID changes are made in their local systems.  This would require an entire replacement of the database, however.



Jim Rooks, NeuStar took an ACTION ITEM, to obtain a list of SOA and LSMS SPIDs  by Region and send to Charles Ryburn before the 9/02 LNPA meeting.



Service providers have an ACTION ITEM to come to the 9/02 LNPA meeting prepared to provide the date when they will support a SPID migration in production.



16. Dave Cochran, BellSouth, asked where in requirements does it state that service providers must be able to accept a Bulk Data Download (BDD).  Rob Coffman, NeuStar, stated it is a requirement for continued certification testing in Section 2 of Statement of Work (SOW) 24.  Rob Coffman, NeuStar, took an ACTION ITEM to see if BDD test cases exist in the standard regression tests suite and 3.1 test plan, and if not, he will see that the appropriate test cases are included in the 3.2 test plan.



STATUS:  CLOSED.



NeuStar stated that test cases will be added in the 3.2 test plan for NANC 169, 322, and 354.  There will be mandatory and optional test cases if the functionality is supported.  It was agreed that a delta BDD file will NOT be produced for a requesting service provider if they have not passed certification testing for the functionality.



17. To Be Added to August Agenda:


a) Begin development of Release 3.2 documentation (M&Ps, Test Cases, etc.).



STATUS:  To be placed on the 9/02 LNPA agenda.  A ½ day in the afternoon of 9/18 will be devoted to 3.2 documentation review.  A conference call for Monday, 8/26, from 11am-1pm Eastern, will be held to review the 3.2 GDMO and ASN.1.



b) It was suggested that we may want to consider forming a sub-group to develop



requirements for any Change Orders related to recovery and interface throughput.  



This will be discussed and determined at the August LNPA meeting.



       STATUS:  A sub-team to work the requirements for NANC 347 and beyond will be



       established.  A kick-off call will be held on 8/23/02, from 11am-12 noon Eastern, to



       discuss the logistics of the sub-team and to understand the relevant Change Orders. 



       John Nakamura, NeuStar CMA, will lead the group.   


Change Order Discussion:



· NANC 169 – With regard to the statement in the Change Order package that the Sterling NPAC will have the local time set to Eastern time, Gary Sacra, Verizon, asked if the change will cascade to service provider local systems.  NeuStar stated this change will not cascade down and require local system changes.



· NANC 323 – Charles Ryburn, SBC, asked how we will know that a SPID migration completed successfully.  It was suggested that NPAC could generate a BDD for service providers to use to compare with their database.  NeuStar stated there is no way to have NPAC validate that service providers have successfully loaded the SMURF files.  This will also be discussed during the M&P development for NANC 323.  Some service providers expressed surprise and concern that routing data cannot be changed with the creation of the SMURF files, only the SPID.  Separate mass updates must be performed to change routing data after the SPID is migrated.



NeuStar took an ACTION ITEM to investigate the existing OpInfo message to see if a 323 SPID migration notification can be sent.  This will involve both M&P and OP GUI.



New Business:


The remaining meeting time only permitted brief presentations and discussions of the following New Business items.  Follow-up will take place at the next LNPA meeting.



· AT&T submitted the attached issue regarding ported-in numbers of non-existent customers remaining in the NPAC database after their service provider ceases service.  SBC stated they have the same issue.
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· SBC questioned why the codeholder receives snapback messages when a block they donated, which was allocated to another carrier, is de-pooled.  It was stated this is necessary in order to notify the codeholder that they are again responsible for vacant number treatment for the TNs in this block, but they should prevent the numbers from being placed into their inventory by their TN administration system.  It was determined that the snapback functionality is working as designed.



· SBC stated they have a geographic area in which a rate center crosses NPAC boundaries and they have a need to port between NPAC Regions.  It was stated that Cincinnati Bell received Regulatory relief for their St. Louis-East St. Louis case.  They were able to have the rate center consolidated into one NPAC Region.



· Verizon raised an issue where New Service Providers are removing ports from Conflict without investigating why the Old Service Provider placed the pending port into Conflict.  Many times the Old Service Provider has placed the port into Conflict because there is not a matching LSR.  This is an indication that the wrong TN is about to be ported.  When the New Service Provider, who is able to remove the port from Conflict after 6 hours, continues with the port, customers can be taken out of service.  Verizon will submit this as a PIM for the 9/02 LNPA meeting.



· Adam Newman, Telcordia, discussed an issue that is being addressed in CIGRR.  In the near future, an AOCN can populate LERG 13 for pooled blocks in addition to the PA.  If this is not done in a timely manner, the block could be activated in NPAC before the block is effective in the LERG.  This issue may lead to a proposal to populate the effective date in NPAC via a mechanized feed from the LERG.  This is still being discussed in CIGRR.
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ABSTRACT:

The 9-1-1/emergency number call tests in the national intercarrier wireless number portability test plan should be included in any intercarrier wireless number pooling testing. 




CONTRIBUTION: 





I    Introduction: Over the past several months, NENA and wireless industry groups have worked together to create a set of 9-1-1/emergency number call tests, which are now part of the national intercarrier wireless number portability test plan.




II   Discussion & Alternative Solutions: While the 9-1-1/emergency number tests are titled as number portability tests, they are mainly testing that 9-1-1 and all related functions continue to work correctly with the various technical changes, particularly MIN/MDN separation, that are being made for both wireless number pooling and number portability.




Even though the FCC has authorized an additional one year delay (until 11/24/03) for implementing wireless number portability, wireless number pooling will still start as of 11/24/02. Prior to this 2002 date, it is very important that the appropriate 9-1-1/emergency number call tests be included in any intercarrier wireless number pooling tests being conducted anywhere in the U.S. 




It is hoped that the FCC action will allow wireless carriers to use resources to cover even more metro areas throughout the country, with wireless number pooling intercarrier testing.




III Recommendation: The NENA WNP technical subcommittee asks that WNPO, WTSC, and WPTF strongly support and recommend the inclusion of the appropriate 9-1-1/emergency number call tests (those being 4.5.1, and 4.5.3 to 4.5.9 for wireless carriers and 4.5.2 for wireline) in any intercarrier wireless number pooling tests anywhere in the U.S.




The NENA WNP subcommittee also offers to provide assistance in such 9-1-1 testing, including test script documents for PSAPs/calltakers, educational material for the appropriate PSAPs and informational conference calls with the appropriate involved 9-1-1 management/PSAP supervisory personnel.




Notice: This contribution includes information that has been prepared to assist the WNPO.  This document is submitted as a




basis for discussion and is not a binding proposal on the Source or the Contact.  The aforementioned carrier(s) specifically




reserve the right to add to, amend, or withdraw its contents.




NENAWNPpooling911tests080202.doc
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Service Provider Scheduled Unavailability for SOA and LSMS




(Service Provider Maintenance Window)




The LNPA WG is in the process of developing availability and performance requirement for service provider SOA and LSMS systems. It is the purpose of this document to formally document the existing service provider maintenance window for the seven US Regions. 
The Canadian Region will develop a separate Window to meet their needs.  This specifies when and for how long a service provider can be unavailable.




Scheduled SOA and LSMS Unavailability (Service Provider Maintenance Window)




1) The first Sunday of each month has an extended Service Provider Maintenance Window of 12 hours, from 6:00am to 6:00pm,Central time.  The Service provider maintenance window for the rest of the month is 6 hours every Sunday, from 6:00am to 12:00pm, Central time.




Note: SPs maintenance window period and duration will be changed to accommodate Wireless SPs Portability (11/24/2003)




2) The Service Provider Maintenance Window required by a new NPAC release will be established and scheduled separately from the standard maintenance window.  




3) The frequency and length of the Service Provider Maintenance Window will be reevaluated by the industry on a periodic basis. 




4) No routine porting activity involving a SOA notifications and LSMS broadcast (to include all CREATES, SV and pooled Blocks Activates, Modifies, Disconnects, Audits and Recovery) will be performed during the maintenance window. 




The goal here is to eliminate as much activity as possible that generates any SOA or LSMS messages during the maintenance window so service providers do not have any messages to recover when they come back on-line at the end of the window



5) A service provider requiring SOA and LSMS Unavailability outside the Service Provider Maintenance Window will provide advance notification to the other service providers in the affected region(s) as soon as possible (minimum 30 days advanced notification is recommended) using the NPAC broadcast notification process. 




� The service provider maintenance window was developed through an informal agreement during past cross regional forums.
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Requirements for Turn-Up Testing




Turn-Up Testing, which includes new NPAC SMS software release functionality testing and regression testing, must be performed on a Service Provider’s SOA/LSMS software anytime that a change is made to the interface (GDMO or ASN.1) of the NPAC SMS.  In the event that the interface change is initiated by the NPAC SMS, the Service Providers shall perform Turn-Up Testing on each version of SOA/LSMS software that may potentially be used with the new NPAC SMS interface.




If any of the following scenarios apply, Turn-Up Testing is required by Service Providers.  The following outlines the required level of testing for specific scenarios:




1. When a local product (SOA/LSMS) is compiled with the current interface model, and a new local feature (SOA/LSMS feature) is implemented that does NOT involve a change in the use of the interface model, and the NPAC SMS is compiled with the current model, then Turn-Up Testing is optional.  Test cases to be performed at the discretion of Service Provider. [standard regression test cases].




2. When a local product is compiled with the current interface model, and no new local features implemented that involve the interface, and the NPAC SMS is compiled with the new interface model, then Turn-Up Testing is required [standard regression test cases].




3. When a local product is compiled with the new interface model, and no new local features implemented that involve the interface, and the NPAC SMS is compiled with the new interface model, then Turn-Up Testing is required [standard regression test cases].




4. When a local product is compiled with the new interface model, and new local features are implemented that involve the interface, and the NPAC SMS is compiled with the new interface model, then Turn-Up Testing is required [all appropriate standard regression test cases and new functionality test cases].




5. When a local product is compiled with the current interface model, and new local features are implemented that involve the interface, and the NPAC SMS is compiled with the current model, then Turn-Up Testing is required [standard regression test cases and new functionality test cases].  
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1. CO Code Administration and Pool Administration will follow normal procedures (appropriate INC Guidelines or existing procedures if not currently addressed in INC Guidelines) to find new LERG Assignee for CO codes being returned with portable numbers or blocks working in the NXX, which are being returned.




2. Non-pooling NXX Flow(Note: Last digit of paragraphs below correspond to numbers on flow chart)



2.1. CO Code Administrator fills out and sends CO Code Part 3 form and NPAC Part 1B form to new LERG Assignee.




2.2. Concurrently CO Code Administrator sends a copy of the NPAC Part 1B form to the NPAC Administrator.




2.3. New LERG Assignee fills out their information on the NPAC Part 1B form and forwards to the NPAC Administrator.




2.4. NPAC Administrator verifies a corresponding NPAC Part 1B form has been received from the CO Code administrator and new LERG Assignee. Care is to be taken to ensure that the NPA-NXX and the effective date are the same on both forms. NPAC Administrator will verify that the NXX (10 blocks) can be ported on the day requested. 




2.5. If for some reason the NXX (10 blocks) cannot be ported on the effective date or the new LERG Assignee has requested a different date for the port in the remarks of the NPAC Part 1B form, the NPAC Administrator will contact the new LERG Assignee and negotiate a date after the LERG effective date to port the numbers (Note: this will not extend the length of time the new LERG Assignee has to return a Part 4 form to the CO Code administrator).




2.6. NPAC builds 10 individual Block tables for the NXX being transferred to the new LERG Assignee.




2.7. On LERG effective date (or date negotiated with the new LERG Assignee), NPAC downloads all 10 blocks with a port type of “Pool”.




2.8. Upon completion of the download, the NPAC administrator completes the NPAC Part 1B form.




2.9. NPAC administrator forwards a completed copy of the NPAC Part 1B form to the new LERG Assignee and the CO Code Administrator.




2.10. NPAC administrator shall then update the NPAC tracking database.




2.10.1. The NPAC tracking database has been created to track changes of LERG assignee to carriers who are not the original SPID holder in the NPAC database. This will facilitate corrections to the NPAC database once a SOW (Statement Of Work) has been developed and implemented which will allow the SPID (Service Provider ID) to be changed in the NPAC database. Until such time as a SOW has been developed and implemented, this database will facilitate any need to track the current LERG assignee at the NPAC.




2.11. New LERG Assignee completes internal work and submits a Part 4 form to the CO Code administrator showing the NXX has been placed in service.




Note: in a non-pooling area all blocks in the code must be retained by the new LERG assignee.



3. Pooling NXX Flow (Note: Last digit of paragraphs below correspond to numbers on flow chart)



3.1. Pooling Administrator requests the new LERG Assignee to submit part 1B forms (the amount corresponding to blocks, which have not been assigned to another carrier and which are being kept by the new LERG assignee) corresponding to the NXX-Xs to be ported. Note: New LERG assignee does not have to fill out a part 1B for blocks which are being donated to the pool



3.2. New LERG Assignee fills out the appropriate Part 1B forms (with a note in remarks reflecting their company is the new LERG Assignee) and submits to the Pooling Administrator.




3.3. Pooling Administrator forwards the Part 1B forms (the amount corresponding to blocks, which have not been assigned to another carrier and are being retained by the LERG assignee) to the NPAC Administrator, and returns Part 3 forms (in the amount corresponding to blocks, which have not been assigned to another carrier and are being retained by the new LERG assignee) to the new LERG Assignee.




3.4. NPAC Administrator will verify that the NXX (or the amount of blocks indicated on the PA Part 1B) can be ported on the day requested. 




3.5. If for some reason the NXX (the number of blocks which are  being retained by the new LERG assignee) cannot be ported on the effective date or the new LERG Assignee has requested a different date for the port in the remarks of the NPAC Part 1B form, the NPAC Administrator will contact the new LERG Assignee and negotiate a date after the LERG effective date to port the numbers (Note: this will not extend the length of time the new LERG Assignee has to return the Part 4 forms to the Pooling administrator).




3.6. NPAC builds individual Block tables (the amount corresponding to blocks which are being retained by the LERG assignee) for the NXX being transferred to the new LERG Assignee.




3.7. On the LERG effective date (or date negotiated with the new LERG Assignee), NPAC downloads all blocks (the amount corresponding to blocks, which are being retained by the LERG assignee) with a port type of “Pool”.




3.8. Upon completion of the download, the NPAC administrator completes the PA Part 1B forms (the amount corresponding to blocks, which are being retained by the LERG assignee).




3.9. NPAC administrator forwards the completed copies of the PA Part 1B form (or the amount corresponding to blocks, which are being retained by the LERG assignee) to the new LERG Assignee and the Pooling Administrator.




3.10. NPAC administrator shall then update the NPAC tracking database noting that this SP is the LERG Assignee for the NXX.




3.10.1. The NPAC tracking database has been created to track changes of LERG assignee to carriers who are not the original SPID holder in the NPAC database. This will facilitate corrections to the NPAC database once a SOW (Statement Of Work) has been developed and implemented which will allow the SPID (Service Provider ID) to be changed in the NPAC database. Until such time as a SOW has been developedand implemented, this database will facilitate any need to track the current LERG assignee at the NPAC.




3.11. New LERG Assignee completes internal work and submits appropriate number of Part 4 forms if applicable to the Pooling administrator showing the blocks have been placed in service or donated to the pool.




Note:



1. In a pooling area the new LERG assignee must retain all blocks contaminated in excess of 10% .
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New Business Issue (AT&T):




I have recently been made aware of an LNP issue that is having an adverse effect on various AT&T maintenance organizations.




It appears that a number of smaller local companies that have participated in Local Portability, have declared bankruptcy. I understand that the customers of these providers were given approximately 90 days to select a new local service provider.




In some cases, at the end of the 90 days window, the terminating equipment was shut down with still ported-in Tns. 




Once this happens, our network begins to report large volumes of calls failing to complete in our network.  The maintenance staff at these various work centers begin a lengthy investigation (i.e., we verify that our records agreed with NPAC and began to look deeper for cause of vacant code messages, contacting SPs, and CO code holder and Block holder, etc.)



At the end we only discover that the end office defined in our LNP database is no longer valid and SP is non-existence. To date there are many LRNs  and Telephone Numbers  in NPAC belong to SPs no longer providing service.




Question: Is anyone, aware of this situation, and if so, is there a plan or directive as to how we should handle this situation? 




Recommendation: NeuStar should remove the ported-in TN records from NPAC for SP who no longer provides service. Or the SP who has the ownership of NPA-NXX (or Block) should initiate to  remove the ported-in TN records from NPAC.




H. L. Gowda




AT&T




(732) 420-6491
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Methods and Procedures for Service Providers Reassociation to the NPAC After  Extended Region Service Unavailability Due to NPAC Outage



When an NPAC Region comes back on line after an extended Service Unavailability, association to the NPAC needs to be coordinated between the NPAC and the Service Providers in the Region.




The LNPA Working Group recommends the following order for Service Provider associations to the NPAC Region to ensure an efficient recovery and return Service Availability to the Region:




1. ILEC LSMS




2. All Other Provider LSMSs 




3. ILEC SOA




4. All Other SOAs




5. LTI Providers




Note:




If a Service Provider’s SOA and LSMS are on the same router, the Service Provider must hold off bringing up their SOA by manually taking it off-line.
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NANC 356 - Unique Identifiers for wireline versus wireless carriers (interim solution)




Methods and Procedures for NPAC Service Provider Name




1. The NPAC will update Service Provider Name to uniquely identify an NPAC registered Wireline Service Provider, Wireless Service Provider, and Other  (i.e. any entity that is not a Service Provider, such as Service Bureau).




2. The Service Provider Name will be appended with a unique identifier to the end of the Service Provider Name – ServiceProvName field.  The identifier will be a delimiter:




‘/1’ for Wireline Service Provider




‘/2’ for Wireless Service Provider



‘/3’ for Other 



3. NPAC Customer Coordinator will establish Service Provider Name with Wireline and Wireless identifier in the New Customer Process for new NPAC Service Providers – Non-Disclosure Agreement, User Agreement Application, User Agreement, Interconnection Plan.




4. NPAC personnel to identify NPAC registered Service Providers in all seven US Regions as Wireline or Wireless Provider.  According to the Users Application – Wireless Provider must provide a copy of a Radio License; Wireline Provider must provide a copy of a Certificate of Convenience from the State.  A Service Provider spreadsheet indicating whether the Providers is Wireline or Wireless  will be developed containing SPID, Service Provider Name, Wireline/Wireless.




5. The Service Provider spreadsheet containing SPID and Service Provider Name indicating whether the Provider is Wireline,  Wireless, or Other will be posted on the NPAC secure website.  Service Providers will be requested to proof the Service Provider spreadsheet, and provide changes to NPAC personnel one week prior to the scheduled Service Provider Name update.  All modifications received prior to the update will be included in the scheduled update.  



6. NPAC personnel will schedule to manually update Service Provider Name – ServiceProvName field, via OpGUI to identify Service Provider as Wireline or Wireless.




7. Updated Service Provider Name in the Service Provider Network data will be broadcast over the interface. (RR4-4.1 Broadcast NPAC Customer Names: NPAC SMS shall broadcast all additions, modifications, and deletions of NPAC Customer names via the NPAC SMS to Local SMS interface and/or SOA to NPAC SMS interface.)  Note: Service Provider Network data is not a recoverable notification.



8. NPAC to generate Network Data BDD file containing SPID and Service Provider Name for Service Providers that did not successfully receive the Service Provider Name broadcast during the scheduled Service Provider Name update.



9. NPAC  personnel will maintain spreadsheet of current registered NPAC Users - SPID and Service Provider Name on the NPAC secure website.
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Rehoming concerns after MIN separation.





Problem statement: Currently, when a particular switch is approaching its capacity limits, carriers offload the switch by performing an NPANXX rehome: We make changes in th LERG and Translations so that certain NPANXX’s are no longer homed to that switch. Incoming calls to those subscribers are now directed to a different switch. It is not unusual to move anywhere from 3-13 NPANXX’s when offloading a switch.





After MIN separation, there are concerns with this method of offloading a switch. After MIN separation, each subscriber has two numbers to consider (MSID and MDN) rather than just the MIN.




CONSIDER NPANXX REHOMES AFTER SEPARATION:





Using LERG administration to point a particular NPANXX to a different switch will in effect “scatter” the associated MSIDs across switches. The NPANXX will likely be associated with pieces of numerous MBIs (MSID blocks).





Why does this matter? If the network is structured with multiple Standalone-HLRs or with Integrated HLRs, then scattering MSIDs across switches “breaks” 6-digit SS7 routing for registration, which is a vital piece of roaming. In the standalone HLR case, it also constrains the operator’s ability to home those switches to different HLRs.  For example, if the original switch A was homed to HLR 1, and the new homer switch B is homed to HLR 2, then the Global Title Translations for getting registration notifications (MSID-based messages) to the appropriate HLR have now been scattered. A similar example can be constructed for IHLRs.





Recall that one of the main reasons for the MIN separation architecture in the first place was to allow 6-digit SS7 translations for registration while roaming or travelling.




CONSIDER THE ALTERNATIVE: MBI “REHOMES”.





It is conceivable that, after MIN separation & pooling/porting, a switch could be offloaded without using LERG administration at all. All NPANXXs homed to that switch would still be homed to that switch. However, the operation could take a particular MBI (MSID block) and offload it to a different switch by porting the associated MDNs: giving them an entry in the NPDB having an LRN pointing to switch B. (An intra-company port)





This solution is problematic due to volume concerns/constraints. If an MBI is 80% utilized, then this would imply “porting” 8000 subscribers for each MBI block. Rehoming multiple blocks implies high volumes of porting, which is a concern for both transaction volume at NPAC and database capacity in the various LSMS and NPDB systems run by or for each carrier.




WHICH MAKES MORE SENSE?





Clearly, both methods are problematic. The argument could be made, however, that MIN separation and porting are the industry’s solution to “scattering MDNs”, whereas no such solution exists for “scattering  MSIDs”. This points to the MBI rehome as the method most consistent with the industry’s future direction. 
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1. CO Code Administration and Pool Administration will follow normal procedures (appropriate INC Guidelines or existing procedures if not currently addressed in INC Guidelines) to find new LERG Assignee for CO codes being returned with portable numbers or blocks working in the NXX, which are being returned.




2. Non-pooling NXX Flow(Note: Last digit of paragraphs below correspond to numbers on flow chart)



2.1. CO Code Administrator fills out and sends CO Code Part 3 form and NPAC Part 1B form to new LERG Assignee.




2.2. Concurrently CO Code Administrator sends a copy of the NPAC Part 1B form to the NPAC Administrator.




2.3. New LERG Assignee fills out their information on the NPAC Part 1B form and forwards to the NPAC Administrator.




2.4. NPAC Administrator verifies a corresponding NPAC Part 1B form has been received from the CO Code administrator and new LERG Assignee. Care is to be taken to ensure that the NPA-NXX and the effective date are the same on both forms. NPAC Administrator will verify that the NXX (10 blocks) can be ported on the day requested. 




2.5. If for some reason the NXX (10 blocks) cannot be ported on the effective date or the new LERG Assignee has requested a different date for the port in the remarks of the NPAC Part 1B form, the NPAC Administrator will contact the new LERG Assignee and negotiate a date after the LERG effective date to port the numbers (Note: this will not extend the length of time the new LERG Assignee has to return a Part 4 form to the CO Code administrator).




2.6. NPAC builds 10 individual Block tables for the NXX being transferred to the new LERG Assignee.




2.7. On LERG effective date (or date negotiated with the new LERG Assignee), NPAC downloads all 10 blocks with a port type of “Pool”.




2.8. Upon completion of the download, the NPAC administrator completes the NPAC Part 1B form.




2.9. NPAC administrator forwards a completed copy of the NPAC Part 1B form to the new LERG Assignee and the CO Code Administrator.




2.10. NPAC administrator shall then update the NPAC tracking database.




2.10.1. The NPAC tracking database has been created to track changes of LERG assignee to carriers who are not the original SPID holder in the NPAC database. This will facilitate corrections to the NPAC database once a SOW (Statement Of Work) has been developed and implemented which will allow the SPID (Service Provider ID) to be changed in the NPAC database. Until such time as a SOW has been developed and implemented, this database will facilitate any need to track the current LERG assignee at the NPAC.




2.11. New LERG Assignee completes internal work and submits a Part 4 form to the CO Code administrator showing the NXX has been placed in service.




Note: in a non-pooling area all blocks in the code must be retained by the new LERG assignee.



3. Pooling NXX Flow (Note: Last digit of paragraphs below correspond to numbers on flow chart)



3.1. Pooling Administrator requests the new LERG Assignee to submit part 1B forms (the amount corresponding to blocks, which have not been assigned to another carrier and which are being kept by the new LERG assignee) corresponding to the NXX-Xs to be ported. Note: New LERG assignee does not have to fill out a part 1B for blocks which are being donated to the pool



3.2. New LERG Assignee fills out the appropriate Part 1B forms (with a note in remarks reflecting their company is the new LERG Assignee) and submits to the Pooling Administrator.




3.3. Pooling Administrator forwards the Part 1B forms (the amount corresponding to blocks, which have not been assigned to another carrier and are being retained by the LERG assignee) to the NPAC Administrator, and returns Part 3 forms (in the amount corresponding to blocks, which have not been assigned to another carrier and are being retained by the new LERG assignee) to the new LERG Assignee.




3.4. NPAC Administrator will verify that the NXX (or the amount of blocks indicated on the PA Part 1B) can be ported on the day requested. 




3.5. If for some reason the NXX (the number of blocks which are  being retained by the new LERG assignee) cannot be ported on the effective date or the new LERG Assignee has requested a different date for the port in the remarks of the NPAC Part 1B form, the NPAC Administrator will contact the new LERG Assignee and negotiate a date after the LERG effective date to port the numbers (Note: this will not extend the length of time the new LERG Assignee has to return the Part 4 forms to the Pooling administrator).




3.6. NPAC builds individual Block tables (the amount corresponding to blocks which are being retained by the LERG assignee) for the NXX being transferred to the new LERG Assignee.




3.7. On the LERG effective date (or date negotiated with the new LERG Assignee), NPAC downloads all blocks (the amount corresponding to blocks, which are being retained by the LERG assignee) with a port type of “Pool”.




3.8. Upon completion of the download, the NPAC administrator completes the PA Part 1B forms (the amount corresponding to blocks, which are being retained by the LERG assignee).




3.9. NPAC administrator forwards the completed copies of the PA Part 1B form (or the amount corresponding to blocks, which are being retained by the LERG assignee) to the new LERG Assignee and the Pooling Administrator.




3.10. NPAC administrator shall then update the NPAC tracking database noting that this SP is the LERG Assignee for the NXX.




3.10.1. The NPAC tracking database has been created to track changes of LERG assignee to carriers who are not the original SPID holder in the NPAC database. This will facilitate corrections to the NPAC database once a SOW (Statement Of Work) has been developed and implemented which will allow the SPID (Service Provider ID) to be changed in the NPAC database. Until such time as a SOW has been developedand implemented, this database will facilitate any need to track the current LERG assignee at the NPAC.




3.11. New LERG Assignee completes internal work and submits appropriate number of Part 4 forms if applicable to the Pooling administrator showing the blocks have been placed in service or donated to the pool.




Note:



1. In a pooling area the new LERG assignee must retain all blocks contaminated in excess of 10% .
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ABSTRACT:

In a wireline to wireless porting process, the wireless service provider should provide appropriate data to the wireline provider for the correct 9-1-1 address record processing. 




CONTRIBUTION: 





I    Introduction:   In a wireline to wireline porting environment, 9-1-1 address records are processed by the donor provider submitting an 'unlock' record and the recipient provider submitting a 'migrate' record. The migrate record overwrites the existing 9-1-1 address record with the data submitted by the recipient provider. This process insures that a porting customer who is not moving has the same E9-1-1 service during the porting process. If the porting customer is also moving, the donor provider submits a 'delete' record and the recipient provider submits a 'migrate' or 'insert' record, either of which can be used to create the needed new 9-1-1 address record. This process is controlled by using the 'move indicator' field on the LSR (local service request).




In a wireline to wireless porting environment, it will be necessary for the donor wireline service provider to submit a 'delete' record so that the customer's record is removed from the 9-1-1 address database.




II   Discussion & Alternative Solutions: The donor wireline service provider needs some automated indicator that the recipient service provider is wireless, so that the 'delete' record can be sent, rather than the 'unlock' record which is sent for wireline to wireline porting.




Potential solutions would include (1) having a current table of all existing wireless service providers so that the company name on the LSR could be matched against it, or (2) utilizing a port indicator field in the LSR.




Alternative solution (1) could be prone to errors, such as the list not being current and not being complete, and misspellings either on the list or the LSR. It would also require the development of an additional table and related software in mechanized processing by all local wireline service providers involved in wireline to wireless porting.




III Recommendation It is recommended that the WNPO and any other appropriate industry groups include a requirement within wireline to wireless porting processes, that the recipient wireless provider fill out the NPDI (number portability direction indicator) field on the LSR, using option C (which designates that it is a wireline to wireless port). This would insure that the donor wireline service provider would correctly send a 'delete' record to update the appropriate 9-1-1 address database.
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LNPA Working Group Meeting Schedule




August 14 – 15, 2002




Canadian LLC Consortium 




Four Seasons Hotel




791 W. Georgia St.




Vancouver, British Columbia




Agenda




   LNPA Working Group




Wednesday, August 14, 8:30 AM – 5:00 PM (PDT) 




Conference Bridge – 604-638-2795, passcode 895552#




8:30 – 9:00 
Introductions/Agenda Review





        
Approve Minutes




9:00 –   10:00
Subcommittee Reports (WNPO)




10:00 – 12:00
Integration of Wireless Reseller Flows into NANC Flows




12:00 – 1:00
Lunch




1:00 –   5:00
Integration of Wireless Reseller Flows into NANC Flows (cont.)




If Reseller Flows are finished before 5:00 PM, we will begin work on the action items from the July Meeting (Action Items will be discussed in the order they’re listed in the minutes unless they pertain to a specific agenda item and will be discussed at that point in the agenda).  The Industry has been notified that PIMS will be moved to Thursday.




Thursday, August 15, 8:30 AM – 5:00 PM (PDT)




Conference Bridge – 604-638-2795, passcode 895552#




   8:30 – 11:00 
PIMs






PIMs 1/18 – Close at Meeting (YIPEE! YAHOO! FABULOUS!)






PIMs 14/15 – Discuss with Barry Bishop






PIM 19 – Discussion with John Nakamura




   11:00– 12:00
Continue with July Action Item Review (NANC 323 DISCUSSION Fixed Start)






(Action Items will be discussed in the order they’re listed in the minutes)




   12:00 – 1:00
Lunch




   1:00 –   2:00
July Action Item Review (cont.)




   2:00 –   4:30
Change Management (Development of 3.2 Documentation) – John Nakamura




   4:30 –   5:00
New Business




Next Meetings … September 17 – 19, Baltimore, MD – Hosted by Verizon
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July LNPA Working Group Meeting




ACTION ITEMS:



The following ACTION ITEMS are contained throughout these meeting minutes and are compiled and highlighted here to ensure they are readily recognized.




1. In response to a question from the LNPA to the WNPO asking for the WNPO’s definition of “porting activity” with regard to the maintenance window, Jim Grasser reported that the WNPO agreed with the definition in the 6/02 LNPA draft minutes, but questioned if it should also include audits.  H. L. Gowda, AT&T, took an ACTION ITEM to rewrite the Maintenance Window document that resulted from PIM 2 to add audits and recovery requests.  This will reviewed at the August LNPA meeting.




2. Dave Garner, Qwest, requested that NeuStar discuss the impacts of new service providers’ LSMSs coming up and down in production.  NeuStar took an ACTION ITEM to discuss at the August WNPO.




3. With regard to the M&P for NANC 356, Rob Coffman, NeuStar, took an ACTION ITEM to provide a timeline at the next NAPM/LLC meeting for when all existing SPIDs will be identified and broadcast.  This timeline will also be distributed to the LNPA.  Advanced notification will be sent to users announcing the timeframe over which these changes will be made.




4. The notifications containing the service provider name with the new delimiter are not recoverable.  NeuStar took an ACTION ITEM to include a step in the NANC 356 M&P to create a Bulk Data Download (BDD) file with the initial Network Data changes.  The BDD will be for Network Data.  Only the SPID file is necessary to be downloaded from the FTP site.  Rob Coffman, NeuStar, also took an ACTION ITEM to investigate if new entities can be identified on the NPAC secure website ongoing for any service provider that may have missed the broadcast.




5. Rob Coffman, NeuStar, took an ACTION ITEM to modify the Turn-up Testing Requirements document and distribute it to the team.  See section in these minutes on Turn-up Testing Requirements for agreed upon changes.




6. With respect to the M&Ps for Reassociation, Rob Coffman, NeuStar, took the following ACTION ITEMS.




a) Add note to M&P explaining if a service provider’s SOA and LSMS are on the same router, the service provider must hold off bringing up their SOA by manually taking it off-line.




b) Confirm that the ILECs’ SOA and LSMS systems are on different routers.




c) Check with NeuStar network SMEs to see if service providers’ systems can be put on separate routers in cases where they currently are on the same router.




d) Per H. L. Gowda’s request (AT&T), change the title of the document to read, “Methods and Procedures for Service Providers Reassociation to the NPAC After  Extended Region Service Unavailability Due to NPAC Outage.”




7. PIMs 14 and 15 – At the request of the LNPA, Barry Bishop, NeuStar Pooling Administrator, has modified the CO Code Transfer process document to specify that the new LERG-assignee is not required to take all ten 1K blocks when a code with active ported numbers is transferred and pooled.  LNPA members have an ACTION ITEM to come prepared to the August meeting to discuss the attached proposed changes and finalize the document.
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8. In the definition of Backwards Compatibility, the group agreed to modify the last sentence of the 3rd bullet to read, “Also, no NPAC software changes may be made to any existing interface functionality that will require source code modifications to SOA and/or LSMS platforms.”  John Nakumura, NeuStar, took an ACTION ITEM to make the changes and redistribute to the team.




9. Dave Garner, Qwest, asked how long upon request for a BDD during business hours will the BDD be available on the requesting service provider’s FTP site.  Rob Coffman, NeuStar, took an ACTION ITEM to follow up with the answer.




10. Charles Ryburn, SBC, reported on a discussion that took place in the National Number Portability Operations (NNPO) team related to porting after a code is returned from a carrier going out of business and scheduled for disconnect.  Charles Ryburn, SBC, took an ACTION ITEM to follow up on the exact scenario and determine why Gene Johnston, NeuStar, recommended a Change Order to put a freeze on porting in the NPAC for this scenario.




11. Industry recovery testing is taking place during the weeks of 7/15 and 7/22.  The value of this testing was questioned by some due to the inability to recreate the problem.  ESI has been able to recreate the problem with little difficulty.  Ron Stutheit, ESI, took an ACTION ITEM to check with his test engineers to see what test cases were run to recreate the problem.  Since all vendors present in the meeting use the DSET toolkit, Ron will share aspects of any toolkit investigations and changes.  At this point, it is unclear if this is a Marbin stack issue, a toolkit problem, or OS implementation.




12. Dave Garner, Qwest, questioned how we will come to any conclusions if we don’t have a coordinator to serve as a data collector for the recovery testing that is taking place.  Rob Coffman, NeuStar, took an ACTION ITEM to follow up and request that participating service providers provide summaries of their test results.  Rob will compile these summaries and report them to the LNPA.




13. Jim Rooks, NeuStar, stated that a fix is in development that will return a “Criteria Too Large” notification if a service provider system requests the same timeframe again during recovery.  The fix will need to be tested and put in a point release.  This will require service provider testing.  Jim Rooks, NeuStar, took an ACTION ITEM to send out an explanation of the change to the LNPA distribution.




14. NANC 319 – The current requirements do not allow for NPAC personnel to manually populate the LATA ID for an NXX code.  Gary Sacra, Verizon, questioned if this was prudent in the event it was not populated in the LERG and an emergency port within that NXX needed to be performed.  The question was then raised if it is actually possible to have an NXX in the LERG without a LATA ID.  Gary Sacra, Verizon, took an ACTION ITEM to follow up with the answer.




15. Service providers have an ACTION ITEM to work with their vendors and local system support teams to determine if their local systems will be able to implement NANC 323 functionality on 3/4/03, the start of Release 3.2 service provider turn-up testing, and if not, what would be a reasonable sunset period for when they will be ready.  Service providers should be prepared to discuss at the August LNPA.  Charles Ryburn will send a notice out to the LNPA distribution and request that NeuStar send out the same notice to their service provider distribution.



16. Dave Cochran, BellSouth, asked where in requirements does it state that service providers must be able to accept a Bulk Data Download (BDD).  Rob Coffman, NeuStar, stated it is a requirement for continued certification testing in Section 2 of Statement of Work (SOW) 24.  Rob Coffman, NeuStar, took an ACTION ITEM to see if BDD test cases exist in the standard regression tests suite and 3.1 test plan, and if not, he will see that the appropriate test cases are included in the 3.2 test plan.




17. To Be Added to August Agenda:



a) Begin development of Release 3.2 documentation (M&Ps, Test Cases, etc.)




b) It was suggested that we may want to consider forming a sub-group to develop requirements for any Change Orders related to recovery and interface throughput.  This will be discussed and determined at the August LNPA meeting.
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6/02 Minutes Review:
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· On Page 2, last bullet under WNPO Report:  Change the 3rd sentence in bullet to read, “Both MDN and MIN contact info (company name, contact no., where available) would be returned for the 10-digit number, but no mapping between MDN and MIN would be provided.”  Delete the 4th sentence entirely (“MIN info returned is not the MIN of the 10-digit number but the MIN that IS the entered number.”).




· On Page 3, under PIM 6:  Change 1st sentence to read, “NENA has developed a standard that will enable the new service provider to migrate a customer record into the 911 database without it first being unlocked by the old service provider when numbers are ported.”  Change the 2nd sentence to read, “The LNPA approved this standard at the June meeting.”




· On Page 6, under Service Provider Maintenance Window:  Add a 3rd paragraph which states, “The LNPA agreed to modify the Service Provider Maintenance Window document to capture the adjusted window timeframes and additional porting activity definitions.”




Wireless Number Portability Operations (WNPO) Committee Report:



· Jim Grasser, WNPO Chair, reported that the June WNPO meeting minutes were not approved due to pending changes.




· Jaci Daniel, ALLTEL, provided contributions on the Trouble Reporting Log.  More updates will be provided next month.




· No additions have been submitted to Groups 8, 9, and 10 on the Wireless NPA code opening schedule.  These groups were added to the schedule to address portable codes in addition to those opened to pooling.  The TRA will proceed with the LERG updates in August.




· Wireless Reseller Flows – The Wireless Reseller Flows are now out for final comment.  The proposed flows have been sent to both the WNPO and LNPA distributions.  Comments are due by 7/31/02.  The flows will again be reviewed at the August WNPO, and barring any major changes, the LNPA will incorporate the wireless reseller flows into the main NANC LNP Provisioning flows at the August LNPA meeting.




· Inter-carrier testing is scheduled to begin the week of 7/15 in Las Vegas and continue for 6 weeks.  A few more dates have been added to the inter-carrier testing schedule.  Only 2 wireline companies have provided test numbers.  




· NeuStar reported that 3 new NDAs were signed in June (1 wireless company).  Thirty-one wireless providers have now signed Non-Disclosure Agreements (NDAs).  Ten carriers or Service Bureaus have requested NPAC testing dates, including the 4 that have completed NPAC testing.




· It appears that all companies will be compliant with the Number Portability Direction Indicator (NPDI) on the LSR even if they are not up on LSOG 5.




· A ½ day of next month’s WNPO meeting will be reserved for discussion of options on rehoming wireless codes.  Jim Grasser will distribute White Paper.




· In response to a question from the LNPA to the WNPO asking for the WNPO’s definition of “porting activity” with regard to the maintenance window, Jim Grasser reported that the WNPO agreed with the definition in the 6/02 LNPA draft minutes, but questioned if it should also include audits.  H. L. Gowda, AT&T, took an ACTION ITEM to rewrite the Maintenance Window document that resulted from PIM 2 to add audits and recovery requests.  This will reviewed at the August LNPA meeting.




· Dave Garner requested that NeuStar discuss the impacts of new service providers’ LSMSs coming up and down in production.  NeuStar took an ACTION ITEM to discuss at the August WNPO.




· NENA submitted a contribution to make the Number Portability Direction Indicator (NPDI) on the LSR required on all wireline to wireless ports so the wireline service provider knows to delete the ALI database record.  This will be discussed at the August WNPO.




M&P for NANC 356:



Rob Coffman, NeuStar, led a discussion on the M&Ps for NANC 356, which is the interim solution for identifying wireline vs. wireless providers.  Rob stated that there are currently 30 wireless and 400+ wireline service providers identified and named in NPAC.




· Requirement RR4.4 in the FRS spec stipulates that the information is to be broadcast over the interface.




· NeuStar asked if the LNPA wants existing wireline providers identified with the /1 delimiter or just existing wireless with the /2, and then ongoing with any new wireline and wireless carriers.  The LNPA consensus is the following:




1. Add a /3 delimiter for “other” (i.e. any entity that is not a service provider, such as a Service Bureau),




2. Identify all existing SPIDs with the appropriate delimiter, and ongoing, any new entities.




· Rob Coffman took an ACTION ITEM to provide a timeline at the next NAPM/LLC meeting for when all existing SPIDs will be identified and broadcast.  This timeline will also be distributed to the LNPA.  Barring any problems, this process should be completed by 11/24/02.  Advanced notification will be sent to users announcing the timeframe over which these changes will be made.




· The notifications containing the service provider name with the new delimiter are not recoverable.  NeuStar took an ACTION ITEM to include a step in the M&P to create a Bulk Data Download (BDD) file with the initial Network Data changes.  The BDD will be for Network Data.  Only the SPID file is necessary to be downloaded from the FTP site.  Rob Coffman also took an ACTION ITEM to investigate if new entities can be identified on the NPAC secure website ongoing for any service provider that may have missed the broadcast. 




Turn-up Testing Requirements:



Rob Coffman, NeuStar, also led the LNPA in a discussion of the draft requirements document for turn-up testing (see attached).
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· The review led to the following changes to the draft document:




· In the 1st paragraph, 1st sentence, remove the phrase, “or anytime that a change is made to a Service provider’s system.”  The 1st sentence should now read, “Turn-Up Testing, which includes new NPAC SMS software release functionality testing and regression testing, must be performed on a Service Provider’s SOA/LSMS software anytime that a change is made to the interface (GDMO or ASN.1) of the NPAC SMS.”




· Change Scenario 1 to read, “When a local product (SOA/LSMS) is compiled with the current interface model, and a new local feature (SOA/LSMS feature) is implemented that does NOT involve a change in the use of the interface model, and the NPAC SMS is compiled with the current model, then Turn-Up Testing is optional.  Test cases to be performed are at the discretion of the service provider [standard regression test cases].”




· Change Scenario 3 to read, “When a local product is compiled with the new interface model, and no new local features implemented that involve the interface, and the NPAC SMS is compiled with the new interface model, then Turn-Up Testing is required [standard regression test cases].”




· Change Scenario 5 to read, “When a local product is compiled with the current interface model, and new local features are implemented that involve the interface, and the NPAC SMS is compiled with the current model, then Turn-Up Testing is required [standard regression test cases and new functionality test cases].”




· In Scenario 5, remove the note that reads, “Note: the regression test cases would have been addressed when the vendor upgraded the local product to the current version of the interface model.”




Rob Coffman took an ACTION ITEM to modify the document and distribute it to the team.




· Gary Sacra, Verizon, asked how a service provider would test any change related to failover software.  Rob replied that the service provider would have to test during the quarterly failover testing that is conducted during the maintenance window.  There is no backup NPAC test bed to which to fail over.  In production, an individual service provider cannot fail over.  The entire region must fail over.




M&P for Reassociation:



Rob Coffman, NeuStar, also led the LNPA in a review and discussion of the attached M&P for service provider reassociation to NPAC.
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Rob stated that if a service provider’s SOA and LSMS are on the same router, the service provider must hold off bringing up their SOA by manually taking it off-line.  Rob took the following ACTION ITEMS.




1. Add note to M&P explaining if a service provider’s SOA and LSMS are on the same router, the service provider must hold off bringing up their SOA by manually taking it off-line.




2. Confirm that the ILECs’ SOA and LSMS systems are on different routers.




3. Check with NeuStar network SMEs to see if service providers’ systems can be put on separate routers in cases where they currently are on the same router.




4. Per H. L. Gowda’s request (AT&T), change the title of the document to read, “Methods and Procedures for Service Providers Reassociation to the NPAC After  Extended Region Service Unavailability Due to NPAC Outage.”




PIMs:



· PIM 1 – No change.  This PIM is CLOSED and the LNPA is awaiting the wireless reseller flows before modifying with wireline reseller flows.  The wireless flows are expected at the August LNPA meeting.




· PIM 5 – Still in Legal review with LLC and NeuStar attorneys.




· PIM 11 – Charles Ryburn, SBC, asked in what timeframe the Pool Administrator and NPAC are to accomplish the 1K block move.  The group agreed that if the service provider goes through the Pool Administrator, the INC Guideline timeframes should be followed.  If the service provider goes through NPAC personnel, the effective date is negotiated, however, no porting intervals (e.g. 1st port notification) will be violated. (NOTE:  PIM 11 remains closed.)



· PIMs 14 and 15 – At the request of the LNPA, Barry Bishop, NeuStar Pooling Administrator, has modified the CO Code Transfer process document to specify that the new LERG-assignee is not required to take all ten 1K blocks when a code with active ported numbers is transferred and pooled.  LNPA members have an ACTION ITEM to come prepared to the August meeting to discuss the attached proposed changes and finalize the document.
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Upon finalization by the LNPA, the revised document will be referred to the INC.




· PIM 18 – The Wireless Reseller Flows are now out for final comment.  The proposed flows have been sent to both the WNPO and LNPA distributions.  Comments are due by 7/31/02.  The flows will again be reviewed at the August WNPO, and barring any major changes, the LNPA will incorporate the wireless reseller flows into the main NANC LNP Provisioning flows at the August LNPA meeting.




· PIM 19 - Individual intra and inter-service provider ported records with same LRN as pooled block record:




This PIM addresses instances where individual ported records have been created for numbers within a pooled 1K block, however, the LRN associated with the individual records is the same as the LRN associated with the 1K block.  This dilutes the advantages of Efficient Data Representation (EDR).  The PIM’s submitter, SBC, is currently evaluating collected data.  Some examples have been SBC-initiated due to code reallocations.  SBC will continue to work with NeuStar to identify any problem areas.




Backwards Compatibility:



The LNPA discussed the current definition of Backwards Compatibility.  The current definition can be viewed on page 4 of the attached document.
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· The group agreed to modify the last sentence of the 3rd bullet to read, “Also, no NPAC software changes may be made to any existing interface functionality that will require source code modifications to SOA and/or LSMS platforms.”  John Nakamura, NeuStar, took an ACTION ITEM to make the changes and redistribute to the team.




New Business:



· SBC reported instances where previously completed disconnects are replayed during resynchs.  They must manually succeed the disconnect since there is no longer an SV to disconnect.  SBC sent data to Verizon, BellSouth, and MCI/WorldCom to see if they were having similar troubles.




· SBC stated they were told by NeuStar that NPAC no longer provides Bulk Data Downloads (BDDs).  Rob Coffman, NeuStar, explained that NPAC still creates nightly BDDs per region, but as of Release 3.1, they are no longer linking the BDD to service providers’ FTP sites.  BDDs can be delivered to a service provider’s FTP site upon request to the Help Desk.  There is no additional charge for a request made during business hours.  Any out-of-hours request or any requirement for a script to set up a CRON job to automatically deliver a BDD to a provider’s FTP site will be billable at $100 per hour.  This is only a one-time charge for the time required to develop the script.  Dave Garner, Qwest, asked how long upon request during business hours will the BDD be available on the requesting service provider’s FTP site.  Rob Coffman, NeuStar, took an ACTION ITEM to follow up with the answer.




· NeuStar reported that the Sunday (7/7/02) NPAC database crash in the Mid-Atlantic Region seems to be the same root cause as the recent Southeast Region database crash.  Versant is delivering a patch that will be implemented in all regions.  The cause of the crash was deemed logical log corruption.




· Charles Ryburn, SBC, reported on a discussion that took place in the National Number Portability Operations (NNPO) team related to porting after a code is returned from a carrier going out of business and scheduled for disconnect.  Charles took an ACTION ITEM to follow up on the exact scenario and determine why Gene Johnston, NeuStar, recommended a Change Order to put a freeze on porting in the NPAC for this scenario.
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Recovery Issue:



· Ron Stutheit, ESI, reported on their work with HP to determine why at times they can’t handle PDUs in production during recovery, in some instances, with fewer TNs than they successfully recovered in test.  HP agrees this is a stack level problem.  Ron reported that HP has developed a temporary fix that is only available to ESI at this time.  This fix seems to resolve the problem if a comparable increase in buffer size is made to the DSET toolkit.  Both changes in toolkit and stack seem to fix the problem for ESI.  Jim Rooks, NeuStar, stated that analysis is required on all platform stacks because this problem occurs in other platforms.  It is not clear yet if this is related to a HP-sensitive stack or the OSI stack in general.




· John Malyar, Telcordia, stated he is unsure  if this applies to all local systems.  He is still seeing corrupted PDUs that would indicate they were perhaps formed incorrectly.




· Industry recovery testing is taking place during the weeks of 7/15 and 7/22.  The value of this testing was questioned by some due to the inability to recreate the problem.  ESI has been able to recreate the problem with little difficulty.  Ron Stutheit, ESI, took an ACTION ITEM to check with his test engineers to see what test cases were run to recreate the problem.  Since all vendors present in the meeting use the DSET toolkit, Ron will share aspects of any toolkit investigations and changes.  At this point, it is unclear if this is a Marbin stack issue, a toolkit problem, or OS implementation.




· Dave Garner, Qwest, questioned how we will come to any conclusions if we don’t have a coordinator to serve as a data collector for the recovery testing that is taking place.  Rob Coffman, NeuStar, took an ACTION ITEM to follow up and request that participating service providers provide summaries of their test results.  Rob will compile these summaries and report them to the LNPA.




· Jim Rooks, NeuStar, stated that a fix is in development that will return a “Criteria Too Large” notification if a service provider system requests the same timeframe again during recovery.  The fix will need to be tested and put in a point release.  This will require service provider testing.  Jim took an ACTION ITEM to send out an explanation of the change to the LNPA distribution.




· Jim Rooks, NeuStar, stated that the recovery issues constitute a crisis situation.  Some service providers are recovering only a minute of data at a time and taking 4-5 hours to recover.  The industry needs to focus their attention on zeroing in on the source(s) of the problem.




Change Order Discussion:



· NANC 319 – The current requirements do not allow for NPAC personnel to manually populate the LATA ID for an NXX code.  Gary Sacra, Verizon, questioned if this was prudent in the event it was not populated in the LERG and an emergency port within that NXX needed to be performed.  The question was then raised if it is actually possible to have an NXX in the LERG without a LATA ID.  Gary Sacra, Verizon, took an ACTION ITEM to follow up with the answer.




· NANC 323 – The group decided to mirror the pooling approach with respect to SPID migrations.  Any pending ports with the old (to be migrated) SPID as the New or Old SP must be cleaned up (activated or canceled) before the migration can take place.  A report will be generated and sent to the old and new codeholder and any other service provider involved in a pending port.  The report will be generated prior to migration.  Ron Stutheit, ESI, raised the fact that all service providers’ local systems must load new software in order to accept the SMURF files, or be able to accept a BDD to affect the applicable SPID changes.  NANC 323 functionality cannot be deployed until that time.  Given that fact, service providers have an ACTION ITEM to work with their vendors and local system support teams to determine if their local systems will be able to implement NANC 323 functionality on 3/4/03, the start of Release 3.2 service provider turn-up testing, and if not, what would be a reasonable sunset period for when they will be ready. 




Miscellaneous Items:



· The draft Release 3.2 project plan is due out the week of 7/15 for the NAPM/LLC meeting.  The start of service provider turn-up testing is scheduled for 3/4/03.




· Dave Cochran, BellSouth, asked where in requirements does it state that service providers must be able to accept a Bulk Data Download (BDD).  Rob Coffman, NeuStar, stated it is a requirement for continued certification testing in Section 2 of Statement of Work (SOW) 24.  Rob took an ACTION ITEM to see if BDD test cases exist in the standard regression tests suite and 3.1 test plan, and if not, he will see that the appropriate test cases are included in the 3.2 test plan.




To Be Added to August Agenda:



· Begin development of Release 3.2 documentation (M&Ps, Test Cases, etc.)




· It was suggested that we may want to consider forming a sub-group to develop requirements for any Change Orders related to recovery and interface throughput.  This will be discussed and determined at the August LNPA meeting.




Page 13 of 1







_1088324522.doc



DRAFT





Requirements for Turn-Up Testing





Turn-Up Testing, which includes new NPAC SMS software release functionality testing and regression testing, must be performed on a Service Provider’s SOA/LSMS software anytime that a change is made to the interface (GDMO or ASN.1) of the NPAC SMS, or anytime that a change is made to a Service Provider’s system.  In the event that the interface change is initiated by the NPAC SMS, the Service Providers shall perform Turn-Up Testing on each version of SOA/LSMS software that may potentially be used with the new NPAC SMS interface.





If any of the following scenarios apply, Turn-Up Testing is required by Service Providers.  The following outlines the required level of testing for specific scenarios:





1. When a local product (SOA/LSMS) is compiled with the current interface model, and a new local feature (SOA/LSMS feature) is implemented that does NOT involve a change in the use of the interface model, and the NPAC SMS is compiled with the current model, then Turn-Up Testing is required [standard regression test cases].





2. When a local product is compiled with the current interface model, and no new local features implemented that involve the interface, and the NPAC SMS is compiled with the new interface model, then Turn-Up Testing is required [standard regression test cases].





3. When a local product is compiled with the new interface model, and no new local features implemented, and the NPAC SMS is compiled with the new interface model, then Turn-Up Testing is required [standard regression test cases].





4. When a local product is compiled with the new interface model, and new local features are implemented that involve the interface, and the NPAC SMS is compiled with the new interface model, then Turn-Up Testing is required [all appropriate standard regression test cases and new functionality test cases].





5. When a local product is compiled with the current interface model, and new local features are implemented that involve the interface, and the NPAC SMS is compiled with the current model, then Turn-Up Testing is required [new functionality test cases].  Note: the regression test cases would have been addressed when the vendor upgraded the local product to the current version of the interface model.
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LNP CO Code Transfer Process
















CO Code (NXX) Transfer (with active Ported Numbers) Draft Modified 7/10/02
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Pooling NXX
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1. CO Code Administration and Pool Administration will follow normal procedures (appropriate INC Guidelines or existing procedures if not currently addressed in INC Guidelines) to find new LERG Assignee for CO codes being returned with portable numbers or blocks working in the NXX, which are being returned.





2. Non-pooling NXX Flow(Note: Last digit of paragraphs below correspond to numbers on flow chart)




2.1. CO Code Administrator fills out and sends CO Code Part 3 form and NPAC Part 1B form to new LERG Assignee.





2.2. Concurrently CO Code Administrator sends a copy of the NPAC Part 1B form to the NPAC Administrator.





2.3. New LERG Assignee fills out their information on the NPAC Part 1B form and forwards to the NPAC Administrator.





2.4. NPAC Administrator verifies a corresponding NPAC Part 1B form has been received from the CO Code administrator and new LERG Assignee. Care is to be taken to ensure that the NPA-NXX and the effective date are the same on both forms. NPAC Administrator will verify that the NXX (10 blocks) can be ported on the day requested. 





2.5. If for some reason the NXX (10 blocks) cannot be ported on the effective date or the new LERG Assignee has requested a different date for the port in the remarks of the NPAC Part 1B form, the NPAC Administrator will contact the new LERG Assignee and negotiate a date after the LERG effective date to port the numbers (Note: this will not extend the length of time the new LERG Assignee has to return a Part 4 form to the CO Code administrator).





2.6. NPAC builds 10 individual Block tables for the NXX being transferred to the new LERG Assignee.





2.7. On LERG effective date (or date negotiated with the new LERG Assignee), NPAC downloads all 10 blocks with a port type of “Pool”.





2.8. Upon completion of the download, the NPAC administrator completes the NPAC Part 1B form.





2.9. NPAC administrator forwards a completed copy of the NPAC Part 1B form to the new LERG Assignee and the CO Code Administrator.





2.10. NPAC administrator shall then update the NPAC tracking database.





2.10.1. The NPAC tracking database has been created to track changes of LERG assignee to carriers who are not the original SPID holder in the NPAC database. This will facilitate corrections to the NPAC database once a SOW (Statement Of Work) has been developed and implemented which will allow the SPID (Service Provider ID) to be changed in the NPAC database. Until such time as a SOW has been developed and implemented, this database will facilitate any need to track the current LERG assignee at the NPAC.





2.11. New LERG Assignee completes internal work and submits a Part 4 form to the CO Code administrator showing the NXX has been placed in service.





Note: in a non-pooling area all blocks in the code must be retained by the new LERG assignee.




3. Pooling NXX Flow (Note: Last digit of paragraphs below correspond to numbers on flow chart)




3.1. Pooling Administrator requests the new LERG Assignee to submit part 1B forms (the amount corresponding to blocks, which have not been assigned to another carrier and which are being kept by the new LERG assignee) corresponding to the NXX-Xs to be ported. Note: New LERG assignee does not have to fill out a part 1B for blocks which are being donated to the pool




3.2. New LERG Assignee fills out the appropriate Part 1B forms (with a note in remarks reflecting their company is the new LERG Assignee) and submits to the Pooling Administrator.





3.3. Pooling Administrator forwards the Part 1B forms (the amount corresponding to blocks, which have not been assigned to another carrier and are being retained by the LERG assignee) to the NPAC Administrator, and returns Part 3 forms (in the amount corresponding to blocks, which have not been assigned to another carrier and are being retained by the new LERG assignee) to the new LERG Assignee.





3.4. NPAC Administrator will verify that the NXX (or the amount of blocks indicated on the PA Part 1B) can be ported on the day requested. 





3.5. If for some reason the NXX (the number of blocks which are  being retained by the new LERG assignee) cannot be ported on the effective date or the new LERG Assignee has requested a different date for the port in the remarks of the NPAC Part 1B form, the NPAC Administrator will contact the new LERG Assignee and negotiate a date after the LERG effective date to port the numbers (Note: this will not extend the length of time the new LERG Assignee has to return the Part 4 forms to the Pooling administrator).





3.6. NPAC builds individual Block tables (the amount corresponding to blocks which are being retained by the LERG assignee) for the NXX being transferred to the new LERG Assignee.





3.7. On the LERG effective date (or date negotiated with the new LERG Assignee), NPAC downloads all blocks (the amount corresponding to blocks, which are being retained by the LERG assignee) with a port type of “Pool”.





3.8. Upon completion of the download, the NPAC administrator completes the PA Part 1B forms (the amount corresponding to blocks, which are being retained by the LERG assignee).





3.9. NPAC administrator forwards the completed copies of the PA Part 1B form (or the amount corresponding to blocks, which are being retained by the LERG assignee) to the new LERG Assignee and the Pooling Administrator.





3.10. NPAC administrator shall then update the NPAC tracking database noting that this SP is the LERG Assignee for the NXX.





3.10.1. The NPAC tracking database has been created to track changes of LERG assignee to carriers who are not the original SPID holder in the NPAC database. This will facilitate corrections to the NPAC database once a SOW (Statement Of Work) has been developed and implemented which will allow the SPID (Service Provider ID) to be changed in the NPAC database. Until such time as a SOW has been developed and implemented, this database will facilitate any need to track the current LERG assignee at the NPAC.





3.11. New LERG Assignee completes internal work and submits appropriate number of Part 4 forms to the Pooling administrator showing the blocks have been placed in service or donated to the pool.





Note:




1. In a pooling area the new LERG assignee must retain all blocks contaminated equal to, or in excess of 10% .
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Release 3.2 Change Orders










Release 3.2 Change Order Package





Updated On: 6/21/02 (added 192 back in)




Change Order List





					#




					Change





Order #




					Description




					NPAC Effort




					SOA/LSMS









					1




					NANC 169 




					Delta Download File Creation by Time Range for SVs




					Med




					N/A / Med-Low









					2




					NANC 187




					Linked Action Replies




					Med




					Med / Med









					3




					NANC 191




					DPC/SSN Value Edits




					Low




					N/A / N/A









					4




					NANC 192




					NPA Split NPAC SMS Load File




					Med




					N/A / N/A









					5




					NANC 218




					Conflict Timestamp Broadcast to SOA




					Low




					Low / N/A









					6




					NANC 230




					Donor SOA Port-To-Original of an Intra-Service Provider Port




					Med




					Med / N/A









					7




					NANC 249




					Modification of Dates for a Disconnect Pending SV




					Low




					Med / N/A









					8




					NANC 287




					ASN.1 Change for Required Field in VersionNewNPA-NXX and VersionNewNPA-NXX Recovery Notification




					Low




					Low / Low









					9




					NANC 291




					SSN Edits in the NPAC SMS




					Low




					N/A / N/A









					10




					NANC 297




					Sending SV Problem During Recovery




					Med-Low




					N/A / N/A









					10




					NANC 316




					Change the NSAP Field Size Declaration in ASN.1 – ASN.1 Recompile




					




					









					12




					NANC 319




					NPAC Edit to Ensure NPA-NXX of LRN is in Same LATA as NPA-NXX of Ported TN




					Med




					N/A / N/A









					13




					NANC 322




					Clean Up of Failed SP List based on Service Provider BDD Response File




					Med




					N/A / ???









					14




					NANC 323




					Partial Migration of a SPID via Mass Update




					Med




					Med-High / Med-High









					15




					NANC 354




					Delta Download File Creation by Time Range for Network Data




					Med-Low




					Med-Low / Med-Low
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Backwards Compatibility Definition




There are three areas of Backwards Compatibility.  These are defined below:





· Pure Backwards Compatibility – implies that interface specification has NOT been modified and therefore, no recompile is necessary.  Also, no behavior on the NPAC SMS has been modified to provide any change to the previously existing functionality accessible over the interface.





· Interface and Functional Backwards Compatibility – implies that the interface may have been modified, however the changes are such that no action is required for the Service Provider to remain backward compatible.  However, any new functionality is optionally implemented, and would require a recompile and functional software changes by the Service Provider to access the newly defined features over the interface.  Also, no changes may be made to any existing interface functionality that will require modifications to SOA and/or LSMS platforms.





· Re-Compile Only Backwards Compatibility – implies that the interface has been modified, however the changes are such that only a recompile is necessary to remain backward compatible.  Any new functionality is optionally implemented by accessing the newly defined features over the interface.  Also, no changes may be made to any existing interface functionality that will require modifications to SOA and/or LSMS platforms.





The general guideline is that subsequent releases of a major release (e.g., 2.0, 2.1, 2.1.1, etc.) must support Pure Backward Compatibility.  Also, major releases should support at least one version of Interface and Functional Backward Compatibility (i.e., R3.0 should be Interface and Functional Backward Compatible to R2.0).  The objective is that all releases remain Interface and Functional Backward Compatible, if possible.





Origination Date:  5/23/97





Originator:  Bellcore





Change Order Number:  NANC 169




Description:  Delta Download File Creation by Time Range for SVs




Pure Backwards Compatible:  YES (May have operational impacts since this is optional functionality and not over the NPAC to LSMS interface.  Also, may have an LSMS impact if the LSMS is currently designed to only accept a download reason of “new1”.)





IMPACT/CHANGE ASSESSMENT





					FRS




					IIS




					GDMO




					ASN.1




					NPAC




					SOA




					LSMS









					Y




					




					




					




					Med




					N/A




					Med-Low














Business Need:




Currently the NPAC does not have the ability to create a delta bulk data download file by date and time range.  This change order is expected to help with an SP’s capability to ‘catch-up’ faster after an extended outage, as porting volume increases.  The ability to create a delta bulk data download file by date and time range (downloading only the actual data required) reduces the work effort of the SP while getting the SP back in-sync with the NPAC in a more timely manner which in turn facilitates proper call routing.





Description of Change:





It has been requested that requirements be added to the FRS to allow for creation of a delta download file by date and time range, for SVs.





Need to change functionality when requesting SV BDD with a time range.  Currently, the NPAC provides all “active” SVs based on Activation Broadcast Timestamp.  This creates an issue for modification, or mass updates that are within the specified time range window, but the Activation was prior to the specified time range.  There is also an issue for Activation Failures.





Additional proposed changes to handle two issues, include:





1. Incorporate the start and end time ranges into the file name.





2. Need to capture all SV activity (activation, modification, disconnect) into the file, when doing time range.





The start and end timestamps are NOT embedded in the filename.  Update documentation to state Activation Broadcast Timestamp is used for comparison.  The proposal is to use the Broadcast Timestamp attribute in the SV, to determine whether or not an SV fits in the specified time range.





Requirements:





Req 1
Subscription Version Information Bulk Download File Creation – Subscription Versions





NPAC SMS shall allow NPAC personnel to request a bulk data download file for Subscription Version data via the NPAC Administrative Interface.  (existing NPAC SMS functionality)





Req 2
Subscription Version Information Bulk Download File Creation – Selection Criteria





NPAC SMS shall include the Requesting Service Provider, Active/Disconnect Pending/Partial Failure Subscription Versions Only or Latest View of Subscription Version Activity Choice, Time Range and TN Range as Selection Criteria fields for the Subscription Version bulk data download file via the NPAC Administrative Interface.





Req 3
Subscription Version Information Bulk Download File Creation – Active/Disconnect Pending/Partial Failure Subscription Versions Only or Latest View of Subscription Version Activity Choice





NPAC SMS shall allow NPAC Personnel to select either Active/Disconnect Pending/Partial Failure Subscription Versions Only or Latest View of Subscription Version Activity, and shall use the selected choice, for Subscription Version data.





Req 4
Subscription Version Information Bulk Download File Creation – Data in Active/Disconnect Pending/Partial Failure Subscription Versions Only Choice





NPAC SMS shall use the Active/Disconnect Pending/Partial Failure Subscription Versions Only selection to only include Subscription Versions with a status of either Active, Disconnect Pending or Partial Failure in the Subscription Version Bulk Data Download file.





Req 5
Subscription Version Information Bulk Download File Creation – Data in Latest View of Subscription Version Activity Choice





NPAC SMS shall use the Latest View of Subscription Version Activity selection to include all Subscription Versions, regardless of status, in order to capture activation, modification, and deletion transactions for Subscription Version data, but only include the latest instance of the TN in the Subscription Version Bulk Data Download file, for a given NPA-NXX, when a Subscription Version has more than one activity (e.g., addition, then modification) within the specified time range.





Note to Service Providers – The format of the BDD file doesn’t change based on the status of the SV but some of the fields may be blank.  Example: Creates and modifies would have all the attributes specified but disconnect and deletes would have many fields null.





Req 6
Subscription Version Information Bulk Download File Creation – Time Range Fields





NPAC SMS shall use the Start Time Range entry field as an inclusive start range, and the End Time Range entry field as an inclusive end range, for Subscription Version data that were broadcast during the specified Time Range.





Note to Service Providers – The NPAC Administrative Interface is settable for the GUI user’s local time (e.g., a USA in Chicago will have the local time set to Central Time).  M&Ps will be established to determine the correct time range on the request of the BDD file.




Req 7
Subscription Version Information Bulk Download File Creation – Time Range Fields and SV Data Model





NPAC SMS shall use the Start and End Time Range entry fields to include Subscription Version data, based on the appropriate Broadcast Time Stamp, in order to capture the start of broadcast activity for Activation/Modification/Disconnect, when generating the file for the Latest View of Subscription Version Activity selection.





Req 8
Subscription Version Information Bulk Download File Creation – TN Range Fields





NPAC SMS shall use the first TN Range entry field as an inclusive start range, and the second TN Range entry field as an inclusive end range, for Subscription Version data.





Req 9
Subscription Version Information Bulk Download File Creation – Selection Criteria Combinations





NPAC SMS shall edit the selection criteria combination as shown in the table below:





					




					Time Range




					TN Range









					Active/Disconnect Pending/Partial Failure SVs Only




					Rejected




					Optional









					Latest View of SV Activity




					Required




					Optional














Such that a combination of:





· Active with a Time Range shall be rejected.





· Latest View shall require a Time Range.





· TN Range shall be optional for both Active and Latest View.





Req 10
Subscription Version Information Bulk Data Download – Subscription Version Results





NPAC SMS shall provide a bulk data download file, based on the selection criteria, that contains all Subscription Versions in the NPAC SMS.





Req 11
Subscription Version Information Bulk Data Download – Subscription Version Results Sort Order





NPAC SMS shall sort the Subscription Version Bulk Data Download file, in ascending order based on the value in the TN attribute.





Req 12
Subscription Version Information Bulk Data Download – Filters for Subscription Versions





NPAC SMS shall apply NPA-NXX Filters to Subscription Versions in the creation of bulk data download files.





Req 13
Subscription Version Information Bulk Data Download – EDR LSMSs





NPAC SMS shall use the Service Provider’s profile (EDR Flag True or False) to determine if it should include Pooled SVs in the bulk data download file.





Req 14
Subscription Version Information Bulk Data Download – FTP Sub-Directory





NPAC SMS shall automatically put the bulk data download file into the FTP sub-directory of the Service Provider, based on SPID, that requested the creation of the bulk data download file.





IIS





No Change Required





GDMO





No Change Required





ASN.1





No Change Required





M&P





Yes – Need to add a section for Subscription Version Bulk Data Downloads.





Creating a Bulk Data Download File for Subscription Versions





To create a Bulk Data Download File for Subscription Version Information the following actions will be taken:





1. Service Provider personnel will contact NPAC personnel with a request for a Bulk Data Download file for Subscription Version Information.  Service Provider personnel are responsible for specifying the following information for the file:





· Requesting Service Provider





· Active, Disconnect Pending and Partial Failure Subscription Versions Only or Latest View of Subscription Version Activity





· Time Range




· TN Range





2. NPAC personnel will enter the requested information for the Bulk Data Download File for Subscription Version Information via the NPAC OP GUI.  This file will be generated based on SPID.  When this file is created it will automatically be placed in the correct directory for the respective Service Provider on the NPAC SMS server.  NPAC personnel do not have to take further action to FTP the file to the SP's directory.





3. NPAC personnel will notify the requesting service provider when the file is ready to be FTP’d.





Origination Date:  1/7/1998





Originator:  AT&T





Change Order Number:  NANC 187




Description:  Linked Action Replies





Pure Backwards Compatible:  NO





Interface and Functional Backwards Compatible:  YES with sunset





IMPACT/CHANGE ASSESSMENT





					FRS




					IIS




					GDMO




					ASN.1




					NPAC




					SOA




					LSMS









					Y




					Y




					Y




					




					Med




					Med




					Med














Business Need:





Current recovery functionality provides recovery data to be sent in a single message for subscription, network, and notification data.  Due to large porting volumes, the size of these messages has increased and will soon exceed maximum message size for the SOA/LSMS interfaces causing recovery of missed or lost data to become impossible for these interfaces.  This change order will provide recovery data to the SP in smaller multiple linked messages.





Description of Change:





It has been requested that all action replies be reviewed to determine if they should be linked replies.





NANC 186 text -- It has been requested that the notification recovery action reply be a linked reply.  This would be done to control the size of the response sent back to the Local SMS systems.





Actions that were identified as issues were the network and subscription version recovery actions.





Requirements:





The backwards compatibility sunset period for the SP Linked Replies Indicator is two major NPAC SMS Releases (i.e., if implemented in R4, it is only guaranteed to be available through R5, and may be unavailable starting with R6).





Req 1 – NPAC Customer SOA Linked Replies Indicator





NPAC SMS shall provide a mechanism to indicate whether a Service Provider supports receiving Network and Notification Recovery Responses as Linked Replies to their SOA, via the SOA to NPAC SMS Interface.





Req 2 – NPAC Customer SOA Linked Replies Indicator – Default





NPAC SMS shall default the SOA Linked Replies Indicator to FALSE.





Req 3 – NPAC Customer SOA Linked Replies Indicator – Modification





NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the SOA Linked Replies Indicator on the NPAC Customer record.





Req 4 – Linked Replies Information – Service Provider SOA Linked Replies Indicator Sending of Linked Replies





NPAC SMS shall send Network and Notification Recovery Responses as Linked Replies, via the SOA to NPAC SMS Interface, if the Service Provider's SOA Linked Replies indicator is TRUE.





Req 5 – Linked Replies Information – Service Provider SOA Linked Replies Indicator Sending of Non-Linked Replies





NPAC SMS shall send Network and Notification Recovery Responses as Non-Linked Replies, via the SOA to NPAC SMS Interface, if the Service Provider's SOA Linked Replies indicator is FALSE.





Req 6 – NPAC Customer Local SMS Linked Replies Indicator





NPAC SMS shall provide a mechanism to indicate whether a Service Provider supports receiving Network, Subscription, and Notification Recovery Responses as Linked Replies to their Local SMS, via the NPAC SMS to Local SMS Interface.





Req 7 – NPAC Customer Local SMS Linked Replies Indicator – Default





NPAC SMS shall default the Local SMS Linked Replies Indicator to FALSE.





Req 8 – NPAC Customer Local SMS Linked Replies Indicator – Modification





NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Local SMS Linked Replies Indicator on the NPAC Customer record.





Req 9 – Linked Replies Information – Service Provider Local SMS Linked Replies Indicator Sending of Linked Replies





NPAC SMS shall send Network, Subscription, and Notification Recovery Responses as Linked Replies, via the NPAC SMS to Local SMS Interface, if the Service Provider's Local SMS Linked Replies indicator is TRUE.





Req 10 – Linked Replies Information – Service Provider Local SMS Linked Replies Indicator Sending of Non-Linked Replies





NPAC SMS shall send Network, Subscription, and Notification Recovery Responses as Non-Linked Replies, via the NPAC SMS to Local SMS Interface, if the Service Provider's Local SMS Linked Replies indicator is FALSE.





Req 11 – Linked Replies Information – Sending Linked Replies During Recovery





NPAC SMS shall be capable of sending linked action replies, via the SOA to NPAC SMS Interface, and NPAC SMS to Local SMS Interface in response to a recovery request.





Req 12 – Network Data Linked Replies Blocking Factor – Tunable Parameter





NPAC SMS shall provide a Network Data Linked Replies Blocking Factor tunable parameter which is defined as the number of objects in a single linked reply sent in response to a network data recovery request sent by a SOA/LSMS, when the SOA/LSMS supports Linked Replies.





Req 13 – Network Data Linked Replies Blocking Factor – Tunable Parameter Default





NPAC SMS shall default the Network Data Linked Replies Blocking Factor tunable parameter to fifty (50) objects.





Req 14 – Network Data Linked Replies Blocking Factor – Tunable Parameter Modification





NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Network Data Linked Replies Blocking Factor tunable parameter.





Req 15 – Linked Replies Information – Sending Linked Replies During Network Data Recovery to SOA





NPAC SMS shall send network data in response to a recovery request, via the SOA to NPAC SMS Interface, to a SOA that support Linked Replies, in groups of objects based on the Network Data Linked Replies Blocking Factor tunable parameter value.





Req 16 – Linked Replies Information – Sending Linked Replies During Network Data Recovery to Local SMS





NPAC SMS shall send network data in response to a recovery request, via the NPAC SMS to Local SMS Interface, to a Local SMS that support Linked Replies, in groups of objects based on the Network Data Linked Replies Blocking Factor tunable parameter value.





Req 17 – Subscription Data Linked Replies Blocking Factor – Tunable Parameter





NPAC SMS shall provide a Subscription Data Linked Replies Blocking Factor tunable parameter which is defined as the number of objects in a single linked reply sent in response to a subscription data recovery request sent by a LSMS, when the LSMS supports Linked Replies.





Req 18 – Subscription Data Linked Replies Blocking Factor – Tunable Parameter Default





NPAC SMS shall default the Subscription Data Linked Replies Blocking Factor tunable parameter to fifty (50) objects.





Req 19 – Subscription Data Linked Replies Blocking Factor – Tunable Parameter Modification





NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Subscription Data Linked Replies Blocking Factor tunable parameter.





Req 20 – Linked Replies Information – Sending Linked Replies During Subscription Data Recovery to Local SMS





NPAC SMS shall send subscription data in response to a recovery request, via the NPAC SMS to Local SMS Interface, to a Local SMS that support Linked Replies, in groups of objects based on the Subscription Data Linked Replies Blocking Factor tunable parameter value.





Req 21 – Notification Data Linked Replies Blocking Factor – Tunable Parameter





NPAC SMS shall provide a Notification Data Linked Replies Blocking Factor tunable parameter which is defined as the number of notifications in a single linked reply sent in response to a notification data recovery request sent by a SOA/LSMS, when the SOA/LSMS supports Linked Replies.





Req 22 – Notification Data Linked Replies Blocking Factor – Tunable Parameter Default





NPAC SMS shall default the Notification Data Linked Replies Blocking Factor tunable parameter to fifty (50) notifications.





Req 23 – Notification Data Linked Replies Blocking Factor – Tunable Parameter Modification





NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Notification Data Linked Replies Blocking Factor tunable parameter.





Req 24 – Linked Replies Information – Sending Linked Replies During Notification Data Recovery to SOA





NPAC SMS shall send notification data in response to a recovery request, via the SOA to NPAC SMS Interface, to a SOA that support Linked Replies, in groups of notifications based on the Notification Data Linked Replies Blocking Factor tunable parameter value.





Req 25 – Linked Replies Information – Sending Linked Replies During Notification Data Recovery to Local SMS





NPAC SMS shall send notification data in response to a recovery request, via the NPAC SMS to Local SMS Interface, to a Local SMS that support Linked Replies, in groups of notifications based on the Notification Data Linked Replies Blocking Factor tunable parameter value.





Req 26 – Network Data Maximum Linked Recovered Objects – Tunable Parameter





NPAC SMS shall provide a Network Data Maximum Linked Recovered Objects tunable parameter which is defined as the maximum number of objects sent in response to network data recovery request sent by a SOA/LSMS, when the SOA/LSMS supports Linked Replies.





Req 27 – Network Data Maximum Linked Recovered Objects – Tunable Parameter Default





NPAC SMS shall default the Network Data Maximum Linked Recovered Objects tunable parameter to ten thousand (10,000) objects.





Req 28 – Network Data Maximum Linked Recovered Objects – Tunable Parameter Modification





NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Network Data Maximum Linked Recovered Objects tunable parameter.





Req 29 – Linked Replies Information – Network Data Recovery Maximum Size to SOA





NPAC SMS shall allow network data in response to a recovery request, via the SOA to NPAC SMS Interface, to a SOA that support Linked Replies, to be as large as the Network Data Maximum Linked Recovered Objects tunable parameter value.





Req 30 – Linked Replies Information – Network Data Recovery Maximum Size to Local SMS





NPAC SMS shall allow network data in response to a recovery request, via the NPAC SMS to Local SMS Interface, to a Local SMS that support Linked Replies, to be as large as the Network Data Maximum Linked Recovered Objects tunable parameter value.





Req 31 – Subscription Data Maximum Linked Recovered Objects – Tunable Parameter





NPAC SMS shall provide a Subscription Data Maximum Linked Recovered Objects tunable parameter which is defined as the maximum number of objects sent in response to a subscription data recovery request sent by an LSMS, when the LSMS supports Linked Replies.





Req 32 – Subscription Data Maximum Linked Recovered Objects – Tunable Parameter Default





NPAC SMS shall default the Subscription Data Maximum Linked Recovered Objects tunable parameter to ten thousand (10,000) objects.





Req 33 – Subscription Data Maximum Linked Recovered Objects – Tunable Parameter Modification





NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Subscription Data Maximum Linked Recovered Objects tunable parameter.





Req 34 – Linked Replies Information – Subscription Data Recovery Maximum Size to Local SMS





NPAC SMS shall allow subscription data in response to a recovery request, via the NPAC SMS to Local SMS Interface, to a Local SMS that support Linked Replies, to be as large as the Subscription Data Maximum Linked Recovered Objects tunable parameter value.





Req 35 – Notification Data Maximum Linked Recovered Notifications – Tunable Parameter





NPAC SMS shall provide a Notification Data Maximum Linked Recovered Notifications tunable parameter which is defined as the maximum number of notifications sent in response to a notification data recovery request sent by a SOA/LSMS, when the SOA/LSMS supports Linked Replies.





Req 36 – Notification Data Maximum Linked Recovered Notifications – Tunable Parameter Default





NPAC SMS shall default the Notification Data Maximum Linked Recovered Notifications tunable parameter to two thousand (2,000) notifications.





Req 37 – Notification Data Maximum Linked Recovered Notifications – Tunable Parameter Modification





NPAC SMS shall allow NPAC Personnel, via the NPAC Administrative Interface, to modify the Notification Data Maximum Linked Recovered Notifications tunable parameter.





Req 38 – Linked Replies Information – Notification Data Recovery Maximum Size to SOA





NPAC SMS shall allow notification data in response to a recovery request, via the SOA to NPAC SMS Interface, to a SOA that support Linked Replies, to be as large as the Notification Data Maximum Linked Recovered Notifications tunable parameter value.





Req 39 – Linked Replies Information – Network Data Recovery Maximum Size to Local SMS





NPAC SMS shall allow notification data in response to a recovery request, via the NPAC SMS to Local SMS Interface, to a Local SMS that support Linked Replies, to be as large as the Notification Data Maximum Linked Recovered Notifications tunable parameter value.





Add new tunable to Appendix C.
   Name = Network Data Linked Replies Blocking Factor
   Default Value = 50
   Units = Objects
   Valid Range = 1-2000.





   Name = Subscription Data Linked Replies Blocking Factor
   Default Value = 50
   Units = Objects
   Valid Range = 1-2000.





   Name = Notification Data Linked Replies Blocking Factor
   Default Value = 50
   Units = Notifications
   Valid Range = 1-2000.





   Name = Network Data Maximum Linked Recovered Objects
   Default Value = 10,000
   Units = Objects
   Valid Range = 1-10,000.





   Name = Subscription Data Maximum Linked Recovered Objects
   Default Value = 10,000
   Units = Objects
   Valid Range = 1-10,000.





   Name = Notification Data Maximum Linked Recovered Notifications
   Default Value = 2,000
   Units = Notifications
   Valid Range = 1-10,000.





IIS:





Chapter 4





4.8 Action Linked Replies (this is a new section)




Linked Reply functionality applies to Service Providers that have their SOA Linked Replies Indicator set to TRUE, or their Local SMS Linked Replies Indicator set to TRUE.





Linked replies will be returned as the response to an lnpDownload action request for network data if the number of messages returned exceeds the "Network Data Linked Reply Blocking Factor" tunable but is less than the "Network Data Maximum Linked Recovered Objects" tunable.  If the number of network data objects to be returned exceeds the "Network Data Maximum Linked Recovered Objects" tunable, a "criteria-too-large" error will be returned to the requesting SOA/LSMS.





Linked replies will be returned as the response to an lnpDownload action request for subscription data if the number of objects returned exceeds the "Subscription Data Linked Reply Blocking Factor" tunable but is less than the "Subscription Data Maximum Linked Recovered Objects" tunable.  If the number of subscription data objects be returned exceeds the "Subscription Data Maximum Linked Recovered Objects" tunable, a "criteria-too-large" error will be returned to the requesting LSMS.





Linked replies will be returned as the response to an lnpNotificationRecovery action request for notification data if the number of notifications returned exceeds the "Notification Data Linked Reply Blocking Factor" tunable but is less than the "Notification Data Maximum Linked Recovered Notifications" tunable.  If the number of notifications to be returned exceeds the "Notification Data Maximum Linked Recovered Notifications" tunable, a "criteria-too-large" error will be returned to the requesting SOA/LSMS.





As an example, a Service Provider’s SOA was down, and is now performing notification recovery,  During the downtime, 90 notifications were issued.  Assuming the Notification Blocking Factor is set to 50 notifications, the recovering SOA would receive data from the NPAC SMS in the form of three linked replies.  The first reply would contain 50 notifications, the second reply would contain 40 notifications, and the third reply would be empty (this is an indication that the NPAC SMS is finished sending data for this recovery request).  In the case where the amount of data to be returned is less than or equal to the associated Blocking Factor, the M-ACTION response will be a normal response (i.e., non-linked response) and will not be a linked reply.




Below are the tunables that specify the download size:





					Download Criteria




					Tunable Name









					Network data download request maximum linked reply size




					Network Data Linked Replies Blocking Factor









					Subscription download request maximum linked reply size




					Subscription Data Linked Replies Blocking Factor









					Notification download request maximum linked reply size




					Notification Data Linked Replies Blocking Factor









					Total number of network data objects returned for a single download request




					Network Data Maximum Linked Recovered Objects









					Total number of subscription data objects returned for a single download request




					Subscription Data Maximum Linked Recovered Objects









					Total number of notification data notifications returned for a single download request




					Notification Data Maximum Linked Recovered Objects














B.7
Local SMS and SOA Recovery





(add to end of existing text)





If the Local SMS or SOA supports the receipt of linked action replies (based on the Local SMS Linked Replies Indicator and SOA Linked Replies Indicator, in the NPAC Customer record), the NPAC SMS will send linked action replies when a recovery request is initiated and the amount of data returned is greater than the associated Blocking Factor.





B.7.1.1 
Sequencing of Events on Initialization/Resynchronization of Non-EDR Local SMS  (previously NNP flow 5.2)





This scenario demonstrates how a non-EDR Local SMS resynchronizes itself with the NPAC SMS.





This scenario demonstrates the recovery of additions, deletions and modifications of network and subscription version data. The recovery of this data can cause status attribute value changes and serviceProvNPA-NXX-X deletions.





Step-by-step message flow text is shown below:





Local SMS personnel take action to resynchronize their Local SMS with the NPAC SMS.





The Non-EDR Local SMS establishes an association to the NPAC SMS with the resynchronization flag on, along with the network data management (networkDataMgmt) and data download (dataDownload) association functions set. The NPAC SMS will queue all current activity on the NPAC SMS until the service Local SMS sends in the lnpRecoveryComplete action. All updates issued since the association establishment will be sent at the next normally scheduled retry interval.





1. Non-EDR Local SMS sends the lnpDownload M-ACTION to start network data download. In this case, the Local SMS specifies the start time and end time. There are criteria other than time which may be specified. If one of the following is selected (all-network-data, all NPA-NXX-X data, a range of NPA-NXX-X data, a single NPA-NXX-X), the NPAC SMS sends the serviceProvNPA-NXX-X updates  (creates, modifies, deletes) if the Local SMS’s “NPAC Customer LSMS NPA-NXX-X Indicator” in their service provider profile on the NPAC SMS states it supports the object.





2. If the requested object(s) exist and the Local SMS Linked Replies Indicator is set to FALSE, the NPAC SMS responds to the M-ACTION with updates.  If the requested object(s) exist and the Local SMS Linked Replies Indicator is set to TRUE, the NPAC SMS will respond with either a single M-ACTION reply or with a linked M-ACTION reply. .  In the case where the amount of data to be returned is less than or equal to the associated Blocking Factor (including the case where no objects are found), the M-ACTION response will be a single normal response (i.e., non-linked response).  In the case where the amount of data to be returned is greater than the associated Blocking Factor, the M-ACTION response will be multiple linked M-ACTION replies, followed by a non-linked empty normal response (indicating the end of the linked reply data).




3. Non-EDR Local SMS sends the lnpDownload M-ACTION to start subscription data download. In this case, the Local SMS specifies the start time and end time. There are criteria other than time which may be specified.





4. If the requested object(s) exist and the Local SMS Linked Replies Indicator is set to FALSE, the NPAC SMS responds to the M-ACTION with updates.  If the requested object(s) exist and the Local SMS Linked Replies Indicator is set to TRUE, the NPAC SMS will respond with either a single M-ACTION reply or with a linked M-ACTION reply.  In the case where the amount of data to be returned is less than or equal to the associated Blocking Factor (including the case where no objects are found), the M-ACTION response will be a single normal response (i.e., non-linked response).  In the case where the amount of data to be returned is greater than the associated Blocking Factor, the M-ACTION response will be multiple linked M-ACTION replies, followed by a non-linked empty normal response (indicating the end of the linked reply data).  All creates, modifies and deletes are received, a single record for each subscription version. (i.e. no ranges).  The Non-EDR Local SMS will receive all the activity on subscription versions with a LNP type of ‘pool’.





5. If any corrections were issued to the resyncing Local SMS, the NPAC SMS will send the M-EVENT-REPORT to the old service provider SOA of the subscriptionVersionStatus change and a list of failed Local SMSs (minus the resyncing Local SMS that no longer contains a discrepancy).





6. The old service provider SOA confirms the M-EVENT-REPORT.





7. If any corrections were issued to the resyncing Local SMS, the NPAC SMS will send the M-EVENT-REPORT to the current service provider SOA of the status change and a list of failed Local SMSs (minus the resyncing Local SMS that no longer contains a discrepancy). 





8. The current service provider SOA confirms the M-EVENT-REPORT.





9. If any corrections were issued to the resyncing Local SMS for subscription versions with LNP type equal to ‘pool’, the NPAC SMS will send the numberPoolBlockStatusAttributeValueChange to the current block holder SOA, if the numberPoolBlockSOA-Origination indicator is TRUE, with the current number pool block status and a list of failed Local SMSs (minus the resyncing Local SMS that no longer contains the discrepancy).





10. The block holder SOA confirms the M-EVENT-REPORT.





11. If deletes were sent for any subscription versions with LNP type equal to ‘pool’ that completed the broadcast of the M-DELETEs for a number pool block and corresponding subscription versions, then the NPAC SMS will send to all other Local SMSs. who support the serviceProvNPA-NXX-X object, the M-DELETE for the serviceProvNPA-NXX-X object.





12. Local SMS responds to the M-DELETE.





13. Non-EDR Local SMS sends M-ACTION, lnpNotificationRecovery, to the NPAC SMS. The Non-EDR Local SMS specifies a time range.





14. If the requested notification(s) exist and the Local SMS Linked Replies Indicator is set to FALSE, the NPAC SMS responds to the M-ACTION with the notification updates that occurred within the given time range.  If the requested notification(s) exist and the Local SMS Linked Replies Indicator is set to TRUE, the NPAC SMS will respond with either a single M-ACTION reply or with a linked M-ACTION reply.  In the case where the amount of data to be returned is less than or equal to the associated Blocking Factor (including the case where no objects are found), the M-ACTION response will be a single normal response (i.e., non-linked response).  In the case where the amount of data to be returned is greater than the associated Blocking Factor, the M-ACTION response will be multiple linked M-ACTION replies, followed by a non-linked empty normal response (indicating the end of the linked reply data).




15. Non-EDR Local SMS sends M-ACTION, lnpRecoveryComplete, to set the resynchronization flag off.





16. NPAC SMS replies to the M-ACTION.





Normal processing resumes and any activity that the NPAC SMS had queued up during the recovery period will now be sent at the next scheduled retry interval.





B.7.1.2 
Sequencing of Events on Initialization/Resynchronization of EDR Local SMS (previously NNP flow 5.1)




This scenario demonstrates how an EDR Local SMS resynchronizes itself with the NPAC SMS.





These scenarios demonstrate the recovery of additions, deletions and modifications of network, subscription version and number pool block data. The recovery of this data can cause status attribute value changes and serviceProvNPA-NXX-X deletions.





Step-by-step message flow text is shown below:





The EDR Local SMS establishes an association to the NPAC SMS with the resynchronization flag on, along with the network data management (networkDataMgmt) and data download (dataDownload) association functions set.





The NPAC SMS will queue all current activity on the NPAC SMS until the service Local SMS sends in the lnpRecoveryComplete action. All updates issued since the association establishment will be sent at the next normally scheduled retry interval.





1. EDR Local SMS sends lnpDownload M-ACTION to start network data download. In this case, the Local SMS specifies the start time and end time. There are criteria other than time which may be specified. If one of the following is selected (all-network-data, all NPA-NXX-X data, a range of NPA-NXX-X data, a single NPA-NXX-X), the NPAC SMS sends the serviceProvNPA-NXX-X updates  (creates, modifies, deletes) if the Local SMS’s “NPAC Customer LSMS NPA-NXX-X Indicator” in their service provider profile on the NPAC SMS states it supports the object.





2. If the requested object(s) exist and the Local SMS Linked Replies Indicator is set to FALSE, the NPAC SMS responds to M-ACTION with updates.  If the requested object(s) exist and the Local SMS Linked Replies Indicator is set to TRUE, the NPAC SMS will respond with either a single M-ACTION reply or with a linked M-ACTION reply.  In the case where the amount of data to be returned is less than or equal to the associated Blocking Factor (including the case where no objects are found), the M-ACTION response will be a single normal response (i.e., non-linked response).  In the case where the amount of data to be returned is greater than the associated Blocking Factor, the M-ACTION response will be multiple linked M-ACTION replies, followed by a non-linked empty normal response (indicating the end of the linked reply data).




3. EDR Local SMS sends the lnpDownload M-ACTION to start subscription data download. In this case, the Local SMS specifies the start time and end time. There are criteria other than time which may be specified.





4. If the requested object(s) exist and the Local SMS Linked Replies Indicator is set to FALSE, the NPAC SMS responds to M-ACTION with updates.  If the requested object(s) exist and the Local SMS Linked Replies Indicator is set to TRUE, the NPAC SMS will respond with either a single M-ACTION reply or with a linked M-ACTION reply.  In the case where the amount of data to be returned is less than or equal to the associated Blocking Factor (including the case where no objects are found), the M-ACTION response will be a single normal response (i.e., non-linked response).  In the case where the amount of data to be returned is greater than the associated Blocking Factor, the M-ACTION response will be multiple linked M-ACTION replies, followed by a non-linked empty normal response (indicating the end of the linked reply data).  All creates, modifies and deletes are received, a single record for each subscription version. (i.e. no ranges) The EDR Local SMS will not receive any activity on subscription versions with LNP type of ‘pool’.





5. If any corrections were issued to the resyncing Local SMS that involved the activation of a subscription version with the LNP type not equal to ‘pool’, the NPAC SMS will send the M-EVENT-REPORT to the old service provider SOA with the current subscriptionVersionStatus and a list of failed Local SMSs (minus the resyncing Local SMS that no longer contains a discrepancy).





6. The old service provider SOA confirms the M-EVENT-REPORT.





7. If any corrections were issued to the resyncing Local SMS that involved a subscription version with the LNP type not equal to ‘pool’, the NPAC SMS will send the M-EVENT-REPORT to the current service provider SOA with the current subscriptionVersionStatus and a list of failed Local SMSs (minus the resyncing Local SMS that no longer contains a discrepancy).





8. The current service provider SOA confirms the M-EVENT-REPORT.





9. EDR Local SMS sends the lnpDownload M-ACTION to start number pool block data download. The Local SMS specifies the start time.





10. NPAC SMS responds to M-ACTION with updates.





11. NPAC SMS sends the M-EVENT-REPORTs to the block holder SOAs for any number pool block with the SOA-Origination indicator set to true whose numberPoolBlockFailed-SP-List and possibly numberPoolBlockStatus were just updated due to the number pool block download.





12. Block holder SOA confirms to the M-EVENT-REPORT.





13. If deletes were sent for any number pool blocks that completed the broadcast of the M-DELETEs of a number pool block and corresponding subscription versions, then the NPAC SMS will send to all other Local SMSs the M-DELETE for the serviceProvNPA-NXX-X object. The NPAC SMS will queue up the M-DELETE request for the recovering Local SMS and send it at the completion of recovery mode.





14. Local SMS responds the M-DELETE.





15. EDR Local SMS sends M-ACTION, lnpNotificationRecovery, to the NPAC SMS. The EDR Local SMS specifies a time range.





16. If the requested notification(s) exist and the Local SMS Linked Replies Indicator is set to FALSE, the NPAC SMS responds to the M-ACTION with the notification updates that occurred within the given time range.  If the requested notification(s) exist and the Local SMS Linked Replies Indicator is set to TRUE, the NPAC SMS will respond with either a single M-ACTION reply or with a linked M-ACTION reply.    In the case where the amount of data to be returned is less than or equal to the associated Blocking Factor (including the case where no objects are found), the M-ACTION response will be a single normal response (i.e., non-linked response).  In the case where the amount of data to be returned is greater than the associated Blocking Factor, the M-ACTION response will be multiple linked M-ACTION replies, followed by a non-linked empty normal response (indicating the end of the linked reply data).




17. EDR Local SMS sends M-ACTION, lnpRecoveryComplete, to set the resynchronization flag off.





18. NPAC SMS replies to the M-ACTION.





Normal processing resumes and any activity that the NPAC SMS had queued up during the recovery period will now be sent at the next scheduled retry interval.





B.7.2
Sequencing of Events on Initialization/Resynchronization of SOA





This scenario demonstrates how a SOA resynchronizes itself with the NPAC SMS.





Step-by-step message flow text is shown below:





SOA personnel take action to resynchronize their SOA with the NPAC SMS.





The SOA establishes an association to the NPAC SMS with the resynchronization flag on, and the network data management (networkDataMgmt) association function set. The NPAC SMS will queue all current activity on the NPAC SMS until the service SOA sends in the lnpRecoveryComplete action. All updates issued since the association establishment will be sent at the next normally scheduled retry interval.





1. SOA sends the lnpDownload M-ACTION to start network data download. In this case, the SOA specifies the start time and end time. There are criteria other than time which may be specified. If one of the following is selected (all-network-data, all NPA-NXX-X data, a range of NPA-NXX-X data, a single NPA-NXX-X), the NPAC SMS sends the serviceProvNPA-NXX-X updates  (creates, modifies, deletes) if the SOA’s “NPAC Customer SOA NPA-NXX-X Indicator” in their service provider profile on the NPAC SMS states it supports the object.





2. If the requested object(s) exist and the Local SMS Linked Replies Indicator is set to FALSE, the NPAC SMS responds to the M-ACTION with updates.  If the requested object(s) exist and the Local SMS Linked Replies Indicator is set to TRUE, the NPAC SMS will respond with either a single M-ACTION reply or with a linked M-ACTION reply.  In the case where the amount of data to be returned is less than or equal to the associated Blocking Factor (including the case where no objects are found), the M-ACTION response will be a single normal response (i.e., non-linked response).  In the case where the amount of data to be returned is greater than the associated Blocking Factor, the M-ACTION response will be multiple linked M-ACTION replies, followed by a non-linked empty normal response (indicating the end of the linked reply data).




3. SOA sends M-ACTION, lnpNotificationRecovery, to the NPAC SMS. The SOA specifies a time range.





4. If the requested notification(s) exist and the SOA Linked Replies Indicator is set to FALSE, the NPAC SMS responds to the M-ACTION with the notification updates that occurred within the given time range.  If the requested notification(s) exist and the SOA Linked Replies Indicator is set to TRUE, the NPAC SMS will respond with either a single M-ACTION reply or with a linked M-ACTION reply.  In the case where the amount of data to be returned is less than or equal to the associated Blocking Factor (including the case where no objects are found), the M-ACTION response will be a single normal response (i.e., non-linked response).  In the case where the amount of data to be returned is greater than the associated Blocking Factor, the M-ACTION response will be multiple linked M-ACTION replies, followed by a non-linked empty normal response (indicating the end of the linked reply data).




5. SOA sends M-ACTION, lnpRecoveryComplete, to set the resynchronization flag off.





6. NPAC SMS replies to the M-ACTION.





Any activity that the NPAC SMS had queued up during the recovery period will now be sent. 





Normal processing resumes and any activity that the NPAC SMS had queued up during the recovery period will now be sent at the next scheduled retry interval.





GDMO:





-- 1.0 LNP Download Action





lnpDownload ACTION





    BEHAVIOUR





        lnpDownloadDefinition,





        lnpDownloadBehavior;





    MODE CONFIRMED;





    WITH INFORMATION SYNTAX LNP-ASN1.DownloadAction;





    WITH REPLY SYNTAX LNP-ASN1.DownloadReply;





    REGISTERED AS {LNP-OIDS.lnp-action 1};





lnpDownloadDefinition BEHAVIOUR





    DEFINED AS !





        The lnpDownload action is the action that is used by the Local SMS





        and SOA to specify the objects to be downloaded from the NPAC SMS.





    !;





lnpDownloadBehavior BEHAVIOUR





    DEFINED AS !





        Preconditions: This action is issued from an lnpSubscriptions





        or an lnpNetwork object and all objects to be downloaded





        are specified in the action request.





        Postconditions: After this action has been executed by the Local





        SMS or SOA specifying which objects to download, the NPAC SMS will





        determine which objects satisfy the download request and return





        them in the download action reply. Creation, deletion, and





        modification information will be included in the reply.  All data 





        for objects that have been modified is downloaded not just the 





        information that was modified.




        The SOA receives linked replies if their Service Provider





        SOA Linked Replies Indicator is set to TRUE on the NPAC SMS, and





        the amount of data is greater than the associated Blocking Factor.





        The LSMS receives linked replies if their Service Provider





        LSMS Linked Replies Indicator is set to TRUE on the NPAC SMS, and





        the amount of data is greater than the associated Blocking Factor.





        When the SOA or Local SMS Linked Replies Indicator is set to TRUE,





        linked replies will be returned as the response to a lnpDownload





        action request for network data if the number of messages returned





        is less than the "Network Data Maximum Linked Recovered Objects"




        tunable,




        and the amount of data is greater than the Network Data Linked




        Replies Blocking Factor.





        If the number of network data objects to be returned exceeds the





        "Network Data Maximum Linked Recovered Objects" tunable, a





        "criteria-too-large" error will be returned to the requesting





        SOA/LSMS. Each linked reply sent in response to a successfully





        processed lnpDownload action request for network data will contain





        a status of success (0).  The returned data is sent in replies





        based on the "Network Data Linked Reply Blocking Factor" tunable,





        such that each linked reply is no larger than the "Network Data





        Linked Reply Blocking Factor" tunable value.  The returned data





        is followed by an empty reply, to indicate the end of the data.





        If the number of network data objects to be returned is less than





        or equal to the Network Data Linked Replies Blocking Factor,




        tunable, a single non-linked reply will be sent back to the




        requesting SOA/LSMS.




        When the Local SMS Linked Replies Indicator is set to TRUE,





        linked replies will be returned as the response to a lnpDownload





        Action request for subscription data if the number of messages





        returned is less than the "Subscription Data Maximum Linked




        Recovered Objects" tunable, and the amount of data is greater





        than the Network Data Linked Replies Blocking Factor. If the




        number of subscription data





        messages to be returned exceeds the "Subscription Data Maximum Linked




        Recovered Objects" tunable, a "criteria-too-large" error will be





        returned to the requesting LSMS. Each linked reply sent in response





        to a successfully processed lnpDownload action request for





        subscription data will contain a status of success (0).





        The returned data is sent in replies based on the





        "Subscription Data Linked Reply Blocking Factor" tunable, such





        that each linked reply is no larger than the "Subscription Data





        Linked Reply Blocking Factor" tunable value.  The returned data





        is followed by an empty reply, to indicate the end of the data.





        If the number of subscription data objects to be returned is




        less than or equal to the Network Data Linked Replies Blocking




        Factor tunable, a single non-linked reply will be sent back to




        the requesting SOA/LSMS.





…





-- 15.0 Notification Recovery Action





lnpNotificationRecovery ACTION





    BEHAVIOUR





        lnpNotificationRecoveryDefinition,





        lnpNotificationRecoveryBehavior;





    MODE CONFIRMED;





    WITH INFORMATION SYNTAX LNP-ASN1.NetworkNotificationRecoveryAction;





    WITH REPLY SYNTAX LNP-ASN1.NetworkNotificationRecoveryReply;





    REGISTERED AS {LNP-OIDS.lnp-action 15};





lnpNotificationRecoveryDefinition BEHAVIOUR





    DEFINED AS !





        The lnpNotificationRecovery action is the action that can be





        used by the SOA or LSMS to recover notification information that





        cannot be recovered by other means.





    !;





lnpNotificationRecoveryBehavior BEHAVIOUR





    DEFINED AS !





        Preconditions: This action is issued from an lnpNPAC-SMS object





        from a SOA or LSMS that specified the recovery mode flag in the access 





        control as true at association establishment.





        Postconditions: After this action has been executed by the SOA or LSMS





        specifying recovery, the NPAC SMS will forward the notifications





        that occurred in the time range specified for the requesting system





        (SOA or LSMS) for the primary or associated SPID specified in the





        access control. Notifications are forwarded in the action reply.





        The SOA receives linked replies if their Service Provider





        SOA Linked Replies Indicator is set to TRUE on the NPAC SMS, and





        the amount of data is greater than the associated Blocking Factor.





        The LSMS receives linked replies if their Service Provider





        LSMS Linked Replies Indicator is set to TRUE on the NPAC SMS, and





        the amount of data is greater than the associated Blocking Factor.





        When the SOA or Local SMS Linked Replies Indicator is set to TRUE,





        linked replies will be returned as the response to an





        LnpNotificationRecovery Action request for notification data if





        The number of notifications returned is





        less than the " Notification Data Maximum Linked Recovered




        Notifications"





        tunable, and the amount of data is greater than the Notification




        Data Linked Replies Blocking Factor. If the number of Notifications




        to be returned exceeds





        the "Notification Data Maximum Linked Recovered Notifications"




        tunable,





        a "criteria-too-large" error will be returned to the requesting





        LSMS. Each linked reply sent in response to a successfully





        Processed lnpNotificationRecovery action request for notification





        data will contain a status of success (0).





        The returned data is sent in replies based on the





        "Notification Data Linked Reply Blocking Factor" tunable, such





        that each linked reply is no larger than the " Notification Data





        Linked Reply Blocking Factor" tunable value.  The returned data





        is followed by an empty reply, to indicate the end of the data.





        If the number of notification data objects to be returned is less





        than or equal to the Notification Data Linked Replies Blocking





        Factor tunable, a single non-linked reply will be sent back to





        the requesting SOA/LSMS.





ASN.1:





No change required.





M&P:





No change required.





Origination Date:  1/19/1998





Originator:  Ameritech





Change Order Number:  NANC 191




Description:  DPC/SSN Value Edits





Cumulative SP Priority, Weighted Average:  




Pure Backwards Compatible:  YES





IMPACT/CHANGE ASSESSMENT





					FRS




					IIS




					GDMO




					ASN.1




					NPAC




					SOA




					LSMS









					Y




					




					Y




					




					Low




					N/A




					N/A














Business Need:





The current environment allows the new SP to send up final Global Title Translation data.  This final GTT data is broadcasted by NPAC to all applicable subtending SPs in the Region.  This has resulted in service-affecting TCAP routing errors for subtending SPs who do not have route sets built based on final GTT to the new SP, causing trouble-shooting expense and re-broadcast of the data to modify the DPCs to non-final GTT.  This issue is addressed by NANC 291.





In addition, invalid GTT data (e.g. a DPC with no SSN, a DPC with Network ID set to 000, etc.) contained within the new SP CREATE has also resulted in TCAP routing errors when broadcasted to subtending SPs.  This issue is addressed by this change order, NANC 191.





These two Change Orders will ensure that GTT data is formatted consistent with SS7 signaling standards and contains only non-final DPCs in accordance with recommendations documented in T1S1.6 standards for Local Number Portability.  This will mitigate the trouble-shooting and NPAC broadcast expense due to incorrect or invalid GTT data.





Description of Change:





It has been requested that DPC and SSN values be edited to make sure that if a SSN is specified that the DPC is specified.  This functionality was requested due to a problem with a large port where the DPC and SSN information entered by the originator was invalid.  Currently the NPAC SMS does no validity checks on the SSN and DPC information other than it is of the format and type defined in the IIS and FRS.




The edits need to be verified by industry experts to ensure they are correct.  Gary Sacra has taken an action item to obtain more information from T1/S1.6.





The following information was provided by Gary for DPC/SSN edits from T1/S1.6:





· The 9-digit point code (DPC) is broken down into three components:





· 3-digit Network ID - valid range=001-255





· 3-digit Cluster ID - valid range=000-255





· 3-digit Member number - valid range=000-255





· Subsystem Number (SSN) is a separate three digit number with a valid range of 000-255.





· It does not make sense in the network to have a DPC without an SSN or vice versa.





Requirements:





Req 1 – Subscription Version – Verify CLASS SSN when CLASS DPC is populated





NPAC SMS shall verify the CLASS Sub-System Number (SSN) contains a value between 000-255 when the corresponding CLASS Destination Point Code (DPC) is populated with values for network value between 001-255, for cluster value between 000-255, and for member value between 000-255, from the new Service Provider in a Subscription Version creation, modification, or mass update for an Inter-Service Provider Port or Intra-Service Provider Port.





Req 2 – Subscription Version – Verify LIDB SSN when LIDB DPC is populated





NPAC SMS shall verify the LIDB Sub-System Number (SSN) contains a value between 000-255 when the corresponding LIDB Destination Point Code (DPC) is populated with values for network value between 001-255, for cluster value between 000-255, and for member value between 000-255, from the new Service Provider in a Subscription Version creation, modification, or mass update for an Inter-Service Provider Port or Intra-Service Provider Port.





Req 3 – Subscription Version – Verify CNAM SSN when CNAM DPC is populated





NPAC SMS shall verify the CNAM Sub-System Number (SSN) contains a value between 000-255 when the corresponding CNAM Destination Point Code (DPC) is populated with values for network value between 001-255, for cluster value between 000-255, and for member value between 000-255, from the new Service Provider in a Subscription Version creation, modification, or mass update for an Inter-Service Provider Port or Intra-Service Provider Port.





Req 4 – Subscription Version – Verify ISVM SSN when ISVM DPC is populated





NPAC SMS shall verify the ISVM Sub-System Number (SSN) contains a value between 000-255 when the corresponding ISVM Destination Point Code (DPC) is populated with values for network value between 001-255, for cluster value between 000-255, and for member value between 000-255, from the new Service Provider in a Subscription Version creation, modification, or mass update for an Inter-Service Provider Port or Intra-Service Provider Port.





Req 5 – Subscription Version – Verify WSMSC SSN when WSMSC DPC is populated





NPAC SMS shall verify the WSMSC Sub-System Number (SSN) contains a value between 000-255 when the corresponding WSMSC Destination Point Code (DPC) is populated with values for network value between 001-255, for cluster value between 000-255, and for member value between 000-255, from the new Service Provider in a Subscription Version creation, modification, or mass update for an Inter-Service Provider Port or Intra-Service Provider Port.





Req 6 – Subscription Version – Verify CLASS DPC when CLASS SSN is populated





NPAC SMS shall verify the CLASS Destination Point Code (DPC) contains values (network 001-255, cluster 000-255, member 000-255) when the corresponding CLASS Sub-System Number (SSN) is populated with a value (000-255), from the new Service Provider in a Subscription Version creation, modification, or mass update for an Inter-Service Provider Port or Intra-Service Provider Port.





Req 7 – Subscription Version – Verify LIDB DPC when LIDB SSN is populated





NPAC SMS shall verify the LIDB Destination Point Code (DPC) contains values (network 001-255, cluster 000-255, member 000-255) when the corresponding LIDB Sub-System Number (SSN) is populated with a value (000-255), from the new Service Provider in a Subscription Version creation, modification, or mass update for an Inter-Service Provider Port or Intra-Service Provider Port.





Req 8 – Subscription Version – Verify CNAM DPC when CNAM SSN is populated





NPAC SMS shall verify the CNAM Destination Point Code (DPC) contains values (network 001-255, cluster 000-255, member 000-255) when the corresponding CNAM Sub-System Number (SSN) is populated with a value (000-255), from the new Service Provider in a Subscription Version creation, modification, or mass update for an Inter-Service Provider Port or Intra-Service Provider Port.





Req 9 – Subscription Version – Verify ISVM DPC when ISVM SSN is populated





NPAC SMS shall verify the ISVM Destination Point Code (DPC) contains values (network 001-255, cluster 000-255, member 000-255) when the corresponding ISVM Sub-System Number (SSN) is populated with a value (000-255), from the new Service Provider in a Subscription Version creation, modification, or mass update for an Inter-Service Provider Port or Intra-Service Provider Port.





Req 10 – Subscription Version – Verify WSMSC DPC when WSMSC SSN is populated





NPAC SMS shall verify the WSMSC Destination Point Code (DPC) contains values (network 001-255, cluster 000-255, member 000-255) when the corresponding WSMSC Sub-System Number (SSN) is populated with a value (000-255), from the new Service Provider in a Subscription Version creation, modification, or mass update for an Inter-Service Provider Port or Intra-Service Provider Port.





Req 11 – Number Pool Block – Verify CLASS SSN when CLASS DPC is populated





NPAC SMS shall verify the CLASS Sub-System Number (SSN) contains a value (000-255) when the corresponding CLASS Destination Point Code (DPC) is populated with values (network 001-255, cluster 000-255, member 000-255), from the Block Holder Service Provider in a Block creation, modification, or mass update for Number Pooling.





Req 12 – Number Pool Block – Verify LIDB SSN when LIDB DPC is populated





NPAC SMS shall verify the LIDB Sub-System Number (SSN) contains a value (000-255) when the corresponding LIDB Destination Point Code (DPC) is populated with values (network 001-255, cluster 000-255, member 000-255), from the Block Holder Service Provider in a Block creation, modification, or mass update for Number Pooling.





Req 13 – Number Pool Block – Verify CNAM SSN when CNAM DPC is populated





NPAC SMS shall verify the CNAM Sub-System Number (SSN) contains a value (000-255) when the corresponding CNAM Destination Point Code (DPC) is populated with values (network 001-255, cluster 000-255, member 000-255), from the Block Holder Service Provider in a Block creation, modification, or mass update for Number Pooling.





Req 14 – Number Pool Block – Verify ISVM SSN when ISVM DPC is populated





NPAC SMS shall verify the ISVM Sub-System Number (SSN) contains a value (000-255) when the corresponding ISVM Destination Point Code (DPC) is populated with values (network 001-255, cluster 000-255, member 000-255), from the Block Holder Service Provider in a Block creation, modification, or mass update for Number Pooling.





Req 15 – Number Pool Block – Verify WSMSC SSN when WSMSC DPC is populated





NPAC SMS shall verify the WSMSC Sub-System Number (SSN) contains a value (000-255) when the corresponding WSMSC Destination Point Code (DPC) is populated with values (network 001-255, cluster 000-255, member 000-255), from the Block Holder Service Provider in a Block creation, modification, or mass update for Number Pooling.





Req 16 – Number Pool Block – Verify CLASS DPC when CLASS SSN is populated





NPAC SMS shall verify the CLASS Destination Point Code (DPC) contains values (network 001-255, cluster 000-255, member 000-255) when the corresponding CLASS Sub-System Number (SSN) is populated with a value (000-255), from the Block Holder Service Provider in a Block creation, modification, or mass update for Number Pooling.





Req 17 – Number Pool Block – Verify LIDB DPC when LIDB SSN is populated





NPAC SMS shall verify the LIDB Destination Point Code (DPC) contains values (network 001-255, cluster 000-255, member 000-255) when the corresponding LIDB Sub-System Number (SSN) is populated with a value (000-255), from the Block Holder Service Provider in a Block creation, modification, or mass update for Number Pooling.





Req 18 – Number Pool Block – Verify CNAM DPC when CNAM SSN is populated





NPAC SMS shall verify the CNAM Destination Point Code (DPC) contains values (network 001-255, cluster 000-255, member 000-255) when the corresponding CNAM Sub-System Number (SSN) is populated with a value (000-255), from the Block Holder Service Provider in a Block creation, modification, or mass update for Number Pooling.





Req 19 – Number Pool Block – Verify ISVM DPC when ISVM SSN is populated





NPAC SMS shall verify the ISVM Destination Point Code (DPC) contains values (network 001-255, cluster 000-255, member 000-255) when the corresponding ISVM Sub-System Number (SSN) is populated with a value (000-255), from the Block Holder Service Provider in a Block creation, modification, or mass update for Number Pooling.





Req 20 – Number Pool Block – Verify WSMSC DPC when WSMSC SSN is populated





NPAC SMS shall verify the WSMSC Destination Point Code (DPC) contains values (network 001-255, cluster 000-255, member 000-255) when the corresponding WSMSC Sub-System Number (SSN) is populated with a value (000-255), from the Block Holder Service Provider in a Block creation, modification, or mass update for Number Pooling.





Req 21 – DPC/SSN Edits – CLASS validation failure





NPAC SMS shall send back an error to the requesting Service Provider if a Subscription Version or Number Pool Block DPC/SSN consistency check for CLASS fails validation.





Req 22 – DPC/SSN Edits – LIDB validation failure





NPAC SMS shall send back an error to the requesting Service Provider if a Subscription Version or Number Pool Block DPC/SSN consistency check for LIDB fails validation.





Req 23 – DPC/SSN Edits – CNAM validation failure





NPAC SMS shall send back an error to the requesting Service Provider if a Subscription Version or Number Pool Block DPC/SSN consistency check for CNAM fails validation.





Req 24 – DPC/SSN Edits – ISVM validation failure





NPAC SMS shall send back an error to the requesting Service Provider if a Subscription Version or Number Pool Block DPC/SSN consistency check for ISVM fails validation.





Req 25 – DPC/SSN Edits – WSMSC validation failure





NPAC SMS shall send back an error to the requesting Service Provider if a Subscription Version or Number Pool Block DPC/SSN consistency check for WSMSC fails validation.





Req 26 – DPC/SSN Edits – CLASS DPC and SSN Required Data for Modification





NPAC SMS shall require values from the requesting Service Provider for both CLASS DPC and CLASS SSN to be sent to the NPAC SMS when modifying CLASS service for a Subscription Version or Number Pool Block, even if only one value is being modified.





Req 27 – DPC/SSN Edits – LIDB DPC and SSN Required Data for Modification





NPAC SMS shall require values from the requesting Service Provider for both LIDB DPC and LIDB SSN to be sent to the NPAC SMS when modifying LIDB service for a Subscription Version or Number Pool Block, even if only one value is being modified.





Req 28 – DPC/SSN Edits – CNAM DPC and SSN Required Data for Modification





NPAC SMS shall require values from the requesting Service Provider for both CNAM DPC and CNAM SSN to be sent to the NPAC SMS when modifying CNAM service for a Subscription Version or Number Pool Block, even if only one value is being modified.





Req 29 – DPC/SSN Edits – ISVM DPC and SSN Required Data for Modification





NPAC SMS shall require values from the requesting Service Provider for both ISVM DPC and ISVM SSN to be sent to the NPAC SMS when modifying ISVM service for a Subscription Version or Number Pool Block, even if only one value is being modified.





Req 30 – DPC/SSN Edits – WSMSC DPC and SSN Required Data for Modification





NPAC SMS shall require values from the requesting Service Provider for both WSMSC DPC and WSMSC SSN to be sent to the NPAC SMS when modifying WSMSC service for a Subscription Version or Number Pool Block, even if only one value is being modified.





Req 31 – DPC/SSN Edits – CLASS DPC and SSN Required Data for Mass Update





NPAC SMS shall require values from the NPAC Personnel for the requesting Service Provider for both CLASS DPC and CLASS SSN to be provided when mass updating CLASS service for a Subscription Version or Number Pool Block, even if only one value is being modified.





Req 32 – DPC/SSN Edits – LIDB DPC and SSN Required Data for Mass Update





NPAC SMS shall require values from the NPAC Personnel for the requesting Service Provider for both LIDB DPC and LIDB SSN to be provided when mass updating LIDB service for a Subscription Version or Number Pool Block, even if only one value is being modified.





Req 33 – DPC/SSN Edits – CNAM DPC and SSN Required Data for Mass Update





NPAC SMS shall require values from the NPAC Personnel for the requesting Service Provider for both CNAM DPC and CNAM SSN to be provided when mass updating CNAM service for a Subscription Version or Number Pool Block, even if only one value is being modified.





Req 34 – DPC/SSN Edits – ISVM DPC and SSN Required Data for Mass Update





NPAC SMS shall require values from the NPAC Personnel for the requesting Service Provider for both ISVM DPC and ISVM SSN to be provided when mass updating ISVM service for a Subscription Version or Number Pool Block, even if only one value is being modified.





Req 35 – DPC/SSN Edits – WSMSC DPC and SSN Required Data for Mass Update





NPAC SMS shall require values from the NPAC Personnel for the requesting Service Provider for both WSMSC DPC and WSMSC SSN to be provided when mass updating WSMSC service for a Subscription Version or Number Pool Block, even if only one value is being modified.





Req 36 – Subscription Version – Verify All Routing Data When Modifying Non-GTT Data





NPAC SMS shall when modifying non-GTT data, reject the modify request for any DPC/SSN value edit inconsistencies for CLASS, LIDB, CNAM, ISVM, or WSMSC, from the new/current Service Provider in a Subscription Version modification, or mass update for an Inter-Service Provider Port or Intra-Service Provider Port.





Req 37 – Subscription Version – Verify All Routing Data When Modifying CLASS Data





NPAC SMS shall when modifying CLASS DPC or CLASS SSN, reject the modify request for any DPC/SSN value edit inconsistencies for LIDB, CNAM, ISVM, or WSMSC, from the new/current Service Provider in a Subscription Version modification, or mass update for an Inter-Service Provider Port or Intra-Service Provider Port.





Req 38 – Subscription Version – Verify All Routing Data When Modifying LIDB Data





NPAC SMS shall when modifying LIDB DPC or LIDB SSN, reject the modify request for any DPC/SSN value edit inconsistencies for CLASS, CNAM, ISVM, or WSMSC, from the new/current Service Provider in a Subscription Version modification, or mass update for an Inter-Service Provider Port or Intra-Service Provider Port.





Req 39 – Subscription Version – Verify All Routing Data When Modifying CNAM Data





NPAC SMS shall when modifying CNAM DPC or CNAM SSN, reject the modify request for any DPC/SSN value edit inconsistencies for CLASS, LIDB, ISVM, or WSMSC, from the new/current Service Provider in a Subscription Version modification, or mass update for an Inter-Service Provider Port or Intra-Service Provider Port.





Req 40 – Subscription Version – Verify All Routing Data When Modifying ISVM Data





NPAC SMS shall when modifying ISVM DPC or ISVM SSN, reject the modify request for any DPC/SSN value edit inconsistencies for CLASS, LIDB, CNAM, or WSMSC, from the new/current Service Provider in a Subscription Version modification, or mass update for an Inter-Service Provider Port or Intra-Service Provider Port.





Req 41 – Subscription Version – Verify All Routing Data When Modifying WSMSC Data





NPAC SMS shall when modifying WSMSC DPC or WSMSC SSN, reject the modify request for any DPC/SSN value edit inconsistencies for CLASS, LIDB, CNAM, or ISVM, from the new/current Service Provider in a Subscription Version modification, or mass update for an Inter-Service Provider Port or Intra-Service Provider Port.





Req 42 – Number Pool Block – Verify All Routing Data When Modifying Non-GTT Data





NPAC SMS shall when modifying non-GTT data, reject the modify request for any DPC/SSN value edit inconsistencies for CLASS, LIDB, CNAM, ISVM, or WSMSC, from the new/current Service Provider in a Number Pool Block modification, or mass update for a Number Pool Block.





Req 43 – Number Pool Block – Verify All Routing Data When Modifying CLASS Data





NPAC SMS shall when modifying CLASS DPC or CLASS SSN, reject the modify request for any DPC/SSN value edit inconsistencies for LIDB, CNAM, ISVM, or WSMSC, from the new/current Service Provider in a Number Pool Block modification, or mass update for a Number Pool Block.





Req 44 – Number Pool Block – Verify All Routing Data When Modifying LIDB Data





NPAC SMS shall when modifying LIDB DPC or LIDB SSN, reject the modify request for any DPC/SSN value edit inconsistencies for CLASS, CNAM, ISVM, or WSMSC, from the new/current Service Provider in a Number Pool Block modification, or mass update for a Number Pool Block.





Req 45 – Number Pool Block – Verify All Routing Data When Modifying CNAM Data





NPAC SMS shall when modifying CNAM DPC or CNAM SSN, reject the modify request for any DPC/SSN value edit inconsistencies for CLASS, LIDB, ISVM, or WSMSC, from the new/current Service Provider in a Number Pool Block modification, or mass update for a Number Pool Block.





Req 46 – Number Pool Block – Verify All Routing Data When Modifying ISVM Data





NPAC SMS shall when modifying ISVM DPC or ISVM SSN, reject the modify request for any DPC/SSN value edit inconsistencies for CLASS, LIDB, CNAM, or WSMSC, from the new/current Service Provider in a Number Pool Block modification, or mass update for a Number Pool Block.





Req 47 – Number Pool Block – Verify All Routing Data When Modifying WSMSC Data





NPAC SMS shall when modifying WSMSC DPC or WSMSC SSN, reject the modify request for any DPC/SSN value edit inconsistencies for CLASS, LIDB, CNAM, or ISVM, from the new/current Service Provider in a Number Pool Block modification, or mass update for a Number Pool Block.





Req 48 – Subscription Version – Verify All Routing Data When Activating a Subscription Version





NPAC SMS shall when activating a Subscription Version, reject the activate request for any DPC/SSN value edit inconsistencies for CLASS, LIDB, CNAM, ISVM, or WSMSC, from the new Service Provider in an activation for an Inter-Service Provider Port or Intra-Service Provider Port.





Req 49 – Number Pool Block – Verify All Routing Data When Activating a Number Pool Block





NPAC SMS shall when scheduling a Block Create Event or activating a Number Pool Block, reject the scheduling or activate request for any DPC/SSN value edit inconsistencies for CLASS, LIDB, CNAM, ISVM, or WSMSC, from the new Service Provider in scheduling or activation for a Number Pool Block.





Req 50 – DPC/SSN Edits – Errors on DPC and SSN Required Data for Mass Update





NPAC SMS shall log an entry to be used for the mass update exception report when any of the required DPC/SSN data edits are violated when mass updating a Subscription Version or Number Pool Block, and continue processing the mass update request.




Note: in an example where 2000 SVs are being mass updated and 100 encountered DPC/SSN edit errors, the NPAC will perform the mass update by updating the 1900 SVs that are valid, and logging the remaining 100 SVs to be picked up the mass update exception report.




IIS:





No change required.





GDMO:





-- 21.0 LNP NPAC Subscription Version Managed Object Class





subscriptionVersionNPAC MANAGED OBJECT CLASS





…





subscriptionVersionNPAC-Behavior BEHAVIOUR





    DEFINED AS !





…





        When the subscription version is created, the





        subscriptionBusinessType is set according to the business days and





        hours selection of the old and new service providers.





        When the subscription version is created, modified, or mass updated





        and contains a DPC value, a valid, corresponding SSN value must be





        present and vice versa. When modifying either DPC or SSN, both





        values must be sent to the NPAC SMS in the request, even if only





        one is being modified.





        The Service Provider SOA can M-GET and M-SET subscriptionVersionNPAC





        objects via the SOA to NPAC SMS interface (SOA Management Association





        Function).  Rules for M-SET are described below.




-- 30.0 Number Pool Block NPAC Data Managed Object Class





--





numberPoolBlockNPAC MANAGED OBJECT CLASS





…





numberPoolBlockNPAC-Behavior BEHAVIOUR





    DEFINED AS !





…





        The numberPoolBlockFailed-SP-List is set when a failure occurs





        in sending to the LSMSs. It contains the list of EDR and non-EDR





        service provider IDs who failed to successfully respond to the





        broadcasted data.





        When the number pool block is created, modified, or mass updated





        and contains a DPC value, a valid, corresponding SSN value must





        be present and vice versa.





        When modifying either DPC or SSN, both values must be sent to the





        NPAC SMS in the request, even if only one is being modified.





        Service providers can M-GET any numberPoolBlockNPAC object





        from the LSMS and SOA.





-- 63.0 LNP Subscription Version Class Destination Point Code





subscriptionCLASS-DPC ATTRIBUTE





    WITH ATTRIBUTE SYNTAX LNP-ASN1.DPC;





    MATCHES FOR EQUALITY, ORDERING;





    BEHAVIOUR subscriptionCLASS-DPCBehavior;





    REGISTERED AS {LNP-OIDS.lnp-attribute 63};





subscriptionCLASS-DPCBehavior BEHAVIOUR





    DEFINED AS !





        This attribute is used to specify the subscription version





        CLASS Destination Point Code. 





        The 9-digit point code (DPC) is broken down into 3 components:





           3-digit Network ID: Valid range 1-255.





           3-digit Cluster ID: Valid range 0-255.





           3-digit Member number: Valid range 0-255.





        If the subscriptionCLASS-DPC attribute is provided, the 





        subscriptionCLASS-SSN attribute must be provided.





        The data is stored in BCD (e.g. a value of FFFFFF would be displayed





        as 255.255.255). 





!;  





-- 64.0 LNP Subscription Version Class SSN





subscriptionCLASS-SSN ATTRIBUTE





    WITH ATTRIBUTE SYNTAX LNP-ASN1.SSN;





    MATCHES FOR EQUALITY, ORDERING;





    BEHAVIOUR subscriptionCLASS-SSN-Behavior;





    REGISTERED AS {LNP-OIDS.lnp-attribute 64};





subscriptionCLASS-SSN-Behavior BEHAVIOUR





    DEFINED AS !





        This attribute is used to specify the subscription version





        CLASS SSN. The valid values on the NPAC SMS are 0-255.





        If the subscriptionCLASS-SSN attribute is provided, the





        subscriptionCLASS-DPC attribute must be provided.





!;  





-- 65.0 LNP Subscription CNAM Destination Point Code





subscriptionCNAM-DPC ATTRIBUTE





    WITH ATTRIBUTE SYNTAX LNP-ASN1.DPC;





    MATCHES FOR EQUALITY, ORDERING;





    BEHAVIOUR subscriptionCNAM-DPC-Behavior;





    REGISTERED AS {LNP-OIDS.lnp-attribute 65};





subscriptionCNAM-DPC-Behavior BEHAVIOUR





    DEFINED AS !





        This attribute is used to specify the CNAM Destination Point





        value for the subscription version.





        The 9-digit point code (DPC) is broken down into 3 components:





           3-digit Network ID: Valid range 1-255.





           3-digit Cluster ID: Valid range 0-255.





           3-digit Member number: Valid range 0-255. 





        If the subscriptionCNAM-DPC attribute is provided, the 





        subscriptionCNAM-SSN attribute must be provided.





        The data is stored in BCD (e.g. a value of FFFFFF would be displayed





        as 255.255.255).





!;  





-- 66.0 LNP Subscription CNAM SSN





subscriptionCNAM-SSN ATTRIBUTE





    WITH ATTRIBUTE SYNTAX LNP-ASN1.SSN;





    MATCHES FOR EQUALITY, ORDERING;





    BEHAVIOUR subscriptionCNAM-SSN-Behavior;





    REGISTERED AS {LNP-OIDS.lnp-attribute 66};





subscriptionCNAM-SSN-Behavior BEHAVIOUR





    DEFINED AS !





        This attribute is used to specify the CNAM SSN





        value for the subscription version. 





        The valid values on the NPAC SMS are 0-255.





        If the subscriptionCNAM-SSN attribute is provided, the 





        subscriptionCNAM-DPC attribute must be provided.





!;  





-- 76.0 LNP Subscription ISVM Destination Point Code





subscriptionISVM-DPC ATTRIBUTE





    WITH ATTRIBUTE SYNTAX LNP-ASN1.DPC;





    MATCHES FOR EQUALITY, ORDERING;





    BEHAVIOUR subscriptionISVM-DPC-Behavior;





    REGISTERED AS {LNP-OIDS.lnp-attribute 76};





subscriptionISVM-DPC-Behavior BEHAVIOUR





    DEFINED AS !





        This attribute is used to specify the ISVM Destination Point





        value for the subscription version.





        The 9-digit point code (DPC) is broken down into 3 components:





           3-digit Network ID: Valid range 1-255.





           3-digit Cluster ID: Valid range 0-255.





           3-digit Member number: Valid range 0-255.





        If the subscriptionISVM-DPC attribute is provided, the 





        subscriptionISVM-SSN attribute must be provided.





        The data is stored in BCD (e.g. a value of FFFFFF would be





        displayed as 255.255.255).





!;  





-- 77.0 LNP Subscription ISVM SSN





subscriptionISVM-SSN ATTRIBUTE





    WITH ATTRIBUTE SYNTAX LNP-ASN1.SSN;





    MATCHES FOR EQUALITY, ORDERING;





    BEHAVIOUR subscriptionISVM-SSN-Behavior;





    REGISTERED AS {LNP-OIDS.lnp-attribute 77};





subscriptionISVM-SSN-Behavior BEHAVIOUR





    DEFINED AS !





        This attribute is used to specify the ISVM SSN





        value for the subscription version. 





        The valid values on the NPAC SMS are 0-255. 





        If the subscriptionISVM-SSN attribute is provided, the 





        subscriptionISVM-DPC attribute must be provided.





!;  





-- 78.0 LNP Subscription LIDB Destination Point Code





subscriptionLIDB-DPC ATTRIBUTE





    WITH ATTRIBUTE SYNTAX LNP-ASN1.DPC;





    MATCHES FOR EQUALITY, ORDERING;





    BEHAVIOUR subscriptionLIDB-DPC-Behavior;





    REGISTERED AS {LNP-OIDS.lnp-attribute 78};





subscriptionLIDB-DPC-Behavior BEHAVIOUR





    DEFINED AS !





        This attribute is used to specify the LIDB Destination Point





        value for the subscription version.





        The 9-digit point code (DPC) is broken down into 3 components:





           3-digit Network ID: Valid range 1-255.





           3-digit Cluster ID: Valid range 0-255.





           3-digit Member number: Valid range 0-255.





        If the subscriptionLIDB-DPC attribute is provided, the 





        subscriptionLIDB-SSN attribute must be provided.





        The data is stored in BCD (e.g. a value of FFFFFF would be





        displayed as 255.255.255).





!;  





-- 79.0 LNP Subscription LIDB SSN





subscriptionLIDB-SSN ATTRIBUTE





    WITH ATTRIBUTE SYNTAX LNP-ASN1.SSN;





    MATCHES FOR EQUALITY, ORDERING;





    BEHAVIOUR subscriptionLIDB-SSN-Behavior;





    REGISTERED AS {LNP-OIDS.lnp-attribute 79};





subscriptionLIDB-SSN-Behavior BEHAVIOUR





    DEFINED AS !





        This attribute is used to specify the LIDB SSN





        value for the subscription version. 





        The valid values on the NPAC SMS are 0-255. 





        If the subscriptionLIDB-SSN attribute is provided, the 





        subscriptionLIDB-DPC attribute must be provided.





!;  





-- 109.0 Subscription Version WSMSC Destination Point Code





subscriptionWSMSC-DPC ATTRIBUTE





    WITH ATTRIBUTE SYNTAX LNP-ASN1.DPC;





    MATCHES FOR EQUALITY, ORDERING;





    BEHAVIOUR subscriptionWSMSC-DPCBehavior;





    REGISTERED AS {LNP-OIDS.lnp-attribute 109};





subscriptionWSMSC-DPCBehavior BEHAVIOUR





    DEFINED AS !





        This attribute is used to specify the subscription version





        WSMSC Destination Point Code. 





        The 9-digit point code (DPC) is broken down into 3 components:





           3-digit Network ID: Valid range 1-255.





           3-digit Cluster ID: Valid range 0-255.





           3-digit Member number: Valid range 0-255.





        If the subscriptionWSMSC-DPC attribute is provided, the 





        subscriptionWSMSC-SSN attribute must be provided.





        The data is stored in BCD (e.g. a value of FFFFFF would be





        displayed as 255.255.255).





!;  





-- 110.0 LNP Subscription Version WSMSC SSN





subscriptionWSMSC-SSN ATTRIBUTE





    WITH ATTRIBUTE SYNTAX LNP-ASN1.SSN;





    MATCHES FOR EQUALITY, ORDERING;





    BEHAVIOUR subscriptionWSMSC-SSN-Behavior;





    REGISTERED AS {LNP-OIDS.lnp-attribute 110};





subscriptionWSMSC-SSN-Behavior BEHAVIOUR





    DEFINED AS !





        This attribute is used to specify the subscription version





        WSMSC SSN. The valid values on the NPAC SMS are 0-255.





        If the subscriptionWSMSC-SSN attribute is provided, the 





        subscriptionWSMSC-DPC attribute must be provided.





!;  





-- 114.0 LNP Number Pool block Class Destination Point Code





numberPoolBlockCLASS-DPC ATTRIBUTE





    WITH ATTRIBUTE SYNTAX LNP-ASN1.DPC;





    MATCHES FOR EQUALITY, ORDERING;





    BEHAVIOUR numberPoolBlockCLASS-DPCBehavior;





    REGISTERED AS {LNP-OIDS.lnp-attribute 114};





numberPoolBlockCLASS-DPCBehavior BEHAVIOUR





    DEFINED AS !





        This attribute is used to specify the numberPoolBlock





        CLASS Destination Point Code.





        The 9-digit point code (DPC) is broken down into 3 components:





           3-digit Network ID: Valid range 1-255.





           3-digit Cluster ID: Valid range 0-255.





           3-digit Member number: Valid range 0-255.




        If the numberPoolBlockCLASS-DPC attribute is provided, the 





        numberPoolBlockCLASS-SSN attribute must be provided.





        The data is stored in BCD (e.g. a value of FFFFFF would be displayed





        as 255.255.255). The valid octet values on the NPAC SMS are 000-255.




!;





-- 115.0 LNP Number Pool Block Class SSN





numberPoolBlockCLASS-SSN ATTRIBUTE





    WITH ATTRIBUTE SYNTAX LNP-ASN1.SSN;





    MATCHES FOR EQUALITY, ORDERING;





    BEHAVIOUR numberPoolBlockCLASS-SSN-Behavior;





    REGISTERED AS {LNP-OIDS.lnp-attribute 115};





numberPoolBlockCLASS-SSN-Behavior BEHAVIOUR





    DEFINED AS !





        This attribute is used to specify the numberPoolBlock





        CLASS SSN. The valid values on the NPAC SMS are 0-255.





        If the numberPoolBlockCLASS-SSN attribute is provided, the 





        numberPoolBlockCLASS-DPC attribute must be provided.





!;





-- 116.0 LNP Number Pool Block CNAM Destination Point Code





numberPoolBlockCNAM-DPC ATTRIBUTE





    WITH ATTRIBUTE SYNTAX LNP-ASN1.DPC;





    MATCHES FOR EQUALITY, ORDERING;





    BEHAVIOUR numberPoolBlockCNAM-DPC-Behavior;





    REGISTERED AS {LNP-OIDS.lnp-attribute 116};





numberPoolBlockCNAM-DPC-Behavior BEHAVIOUR





    DEFINED AS !





        This attribute is used to specify the CNAM Destination Point





        Code for the numberPoolBlock.





        The 9-digit point code (DPC) is broken down into 3 components:





           3-digit Network ID: Valid range 1-255.





           3-digit Cluster ID: Valid range 0-255.





           3-digit Member number: Valid range 0-255.





        If the numberPoolBlockCNAM-DPC attribute is provided, the 





        numberPoolBlockCNAM-SSN attribute must be provided.





        The data is stored in BCD (e.g. a value of FFFFFF would be displayed





        as 255.255.255). The valid octet values on the NPAC SMS are 000-255.




!;





-- 117.0 LNP Number Pool Block CNAM SSN





numberPoolBlockCNAM-SSN ATTRIBUTE





    WITH ATTRIBUTE SYNTAX LNP-ASN1.SSN;





    MATCHES FOR EQUALITY, ORDERING;





    BEHAVIOUR numberPoolBlockCNAM-SSN-Behavior;





    REGISTERED AS {LNP-OIDS.lnp-attribute 117};





numberPoolBlockCNAM-SSN-Behavior BEHAVIOUR





    DEFINED AS !





        This attribute is used to specify the CNAM SSN





        value for the numberPoolBlock. The valid values on the





        NPAC SMS are 0-255.





        If the numberPoolBlockCNAM-SSN attribute is provided, the 





        numberPoolBlockCNAM-DPC attribute must be provided.





!;





-- 123.0 LNP Number Pool Block ISVM Destination Point Code





numberPoolBlockISVM-DPC ATTRIBUTE





    WITH ATTRIBUTE SYNTAX LNP-ASN1.DPC;





    MATCHES FOR EQUALITY, ORDERING;





    BEHAVIOUR numberPoolBlockISVM-DPC-Behavior;





    REGISTERED AS {LNP-OIDS.lnp-attribute 123};





numberPoolBlockISVM-DPC-Behavior BEHAVIOUR





    DEFINED AS !





        This attribute is used to specify the ISVM Destination Point





        Code for the numberPoolBlock.





        The 9-digit point code (DPC) is broken down into 3 components:





           3-digit Network ID: Valid range 1-255.





           3-digit Cluster ID: Valid range 0-255.





           3-digit Member number: Valid range 0-255.





        If the numberPoolBlockISVM-DPC attribute is provided, the 





        numberPoolBlockISVM-SSN attribute must be provided.





        The data is stored in BCD (e.g. a value of FFFFFF would be





        displayed as 255.255.255). The valid octet values on the NPAC SMS





        are 000-255.




!;





-- 124.0 LNP Number Pool Block ISVM SSN





numberPoolBlockISVM-SSN ATTRIBUTE





    WITH ATTRIBUTE SYNTAX LNP-ASN1.SSN;





    MATCHES FOR EQUALITY, ORDERING;





    BEHAVIOUR numberPoolBlockISVM-SSN-Behavior;





    REGISTERED AS {LNP-OIDS.lnp-attribute 124};





numberPoolBlockISVM-SSN-Behavior BEHAVIOUR





    DEFINED AS !





        This attribute is used to specify the ISVM SSN





        value for the numberPoolBlock. The valid values on the





        NPAC SMS are 0-255.





        If the numberPoolBlockISVM-SSN attribute is provided, the 





        numberPoolBlockISVM-DPC attribute must be provided.





!;





-- 125.0 LNP Number Pool Block LIDB Destination Point Code





numberPoolBlockLIDB-DPC ATTRIBUTE





    WITH ATTRIBUTE SYNTAX LNP-ASN1.DPC;





    MATCHES FOR EQUALITY, ORDERING;





    BEHAVIOUR numberPoolBlockLIDB-DPC-Behavior;





    REGISTERED AS {LNP-OIDS.lnp-attribute 125};





numberPoolBlockLIDB-DPC-Behavior BEHAVIOUR





    DEFINED AS !





        This attribute is used to specify the LIDB Destination Point





        Code for the numberPoolBlock.





        The 9-digit point code (DPC) is broken down into 3 components:





           3-digit Network ID: Valid range 1-255.





           3-digit Cluster ID: Valid range 0-255.





           3-digit Member number: Valid range 0-255.





        If the numberPoolBlockLIDB-DPC attribute is provided, the 





        numberPoolBlockLIDB-SSN attribute must be provided.





        The data is stored in BCD (e.g. a value of FFFFFF would be





        displayed as 255.255.255). The valid octet on the NPAC SMS are 000-255.




!;





-- 126.0 LNP Number Pool Block LIDB SSN





numberPoolBlockLIDB-SSN ATTRIBUTE





    WITH ATTRIBUTE SYNTAX LNP-ASN1.SSN;





    MATCHES FOR EQUALITY, ORDERING;





    BEHAVIOUR numberPoolBlockLIDB-SSN-Behavior;





    REGISTERED AS {LNP-OIDS.lnp-attribute 126};





numberPoolBlockLIDB-SSN-Behavior BEHAVIOUR





    DEFINED AS !





        This attribute is used to specify the LIDB SSN





        value for the numberPoolBlock. The valid values on the





        NPAC SMS are 0-255.





        If the numberPoolBlockLIDB-SSN attribute is provided, the 





        numberPoolBlockLIDB-DPC attribute must be provided.





!;





-- 132.0 LNP Number Pool Block WSMSC Destination Point Code





numberPoolBlockWSMSC-DPC ATTRIBUTE





    WITH ATTRIBUTE SYNTAX LNP-ASN1.DPC;





    MATCHES FOR EQUALITY, ORDERING;





    BEHAVIOUR numberPoolBlockWSMSC-DPC-Behavior;





    REGISTERED AS {LNP-OIDS.lnp-attribute 132};





numberPoolBlockWSMSC-DPC-Behavior BEHAVIOUR





    DEFINED AS !





        This attribute is used to specify the WSMSC Destination Point





        Code for the numberPoolBlock.





        The 9-digit point code (DPC) is broken down into 3 components:





           3-digit Network ID: Valid range 1-255.





           3-digit Cluster ID: Valid range 0-255.





           3-digit Member number: Valid range 0-255.





        If the numberPoolBlockWSMSC-DPC attribute is provided, the 





        numberPoolBlockWSMSC-SSN attribute must be provided.





        The data is stored in BCD (e.g. a value of FFFFFF would be





        displayed as 255.255.255). The valid octet on the NPAC SMS are 000-255.




!;





-- 133.0 LNP Number Pool Block WSMSC SSN





numberPoolBlockWSMSC-SSN ATTRIBUTE





    WITH ATTRIBUTE SYNTAX LNP-ASN1.SSN;





    MATCHES FOR EQUALITY, ORDERING;





    BEHAVIOUR numberPoolBlockWSMSC-SSN-Behavior;





    REGISTERED AS {LNP-OIDS.lnp-attribute 133};





numberPoolBlockWSMSC-SSN-Behavior BEHAVIOUR





    DEFINED AS !





        This attribute is used to specify the WSMSC SSN





        value for the numberPoolBlock. The valid values on the





        NPAC SMS are 0-255.





        If the numberPoolBlockWSMSC-SSN attribute is provided, the 





        numberPoolBlockWSMSC-DPC attribute must be provided.





!;





-- 7.0 LNP Subscription Version Modify Action





subscriptionVersionModify ACTION





    BEHAVIOUR





        subscriptionVersionModifyDefinition,





        subscriptionVersionModifyBehavior;





    MODE CONFIRMED;





    WITH INFORMATION SYNTAX LNP-ASN1.ModifyAction;





    WITH REPLY SYNTAX LNP-ASN1.ModifyReply;





    REGISTERED AS {LNP-OIDS.lnp-action 7};





subscriptionVersionModifyDefinition BEHAVIOUR





    DEFINED AS !





        The subscriptionVersionModify action is the action that can be





        used by the SOA to modify a subscription version via the SOA to





        NPAC SMS interface.





    !;





subscriptionVersionModifyBehavior BEHAVIOUR





    DEFINED AS !





        Preconditions: This action is issued from an lnpSubscriptions





        object specifying the object to be modified by specifying





        the subscriptionVersionId or by specifying the subscriptionTN or





        a range of TNs (where the stop TN in the range is greater than 





        the start TN) and the status of the subscription version.  All





        attribute values to be modified shall also be specified.





        Postconditions: The NPAC SMS has modified the subscription





        version.  An error will be returned to the service provider if





        there is no version that is modifiable or if the modification fails





        due to authorization of the service provider or data validation. 





        Subscription versions with subscriptionLNPType equal to 'pool'





        cannot be specified in the action.





        Service Providers can modify attributes associated with active,





        pending or conflict subscription versions.





        Old service providers can only modify the following attributes





        for pending or conflict subscription versions:





        subscriptionOldSP-DueDate





        subscriptionOldSP-Authorization





        subscriptionStatusChangeCauseCode





        The subscriptionStatusChangeCauseCode is an optional field and is





        only specified if the subscriptionOldSP-Authorization is false.





        New service providers can only modify the following attributes





        for pending or conflict subscription versions:





        subscriptionLRN





        subscriptionNewSP-DueDate





        subscriptionCLASS-DPC





        subscriptionCLASS-SSN





        subscriptionLIDB-DPC





        subscriptionLIDB-SSN





        subscriptionCNAM-DPC





        subscriptionCNAM-SSN





        subscriptionISVM-DPC





        subscriptionISVM-SSN





        subscriptionEndUserLocationValue





        subscriptionEndUserLocationType





        subscriptionBillingId





        New service providers may specify modified valid values for the





        following attributes, when the service provider's "SOA WSMSC DPC SSN





        Data" indicator is TRUE, and may NOT specify these values when the





        indicator is set to FALSE:





        subscriptionWSMSC-DPC





        subscriptionWSMSC-SSN





        A valid SSN value must be present for the corresponding DPC value and





        vice versa.





        Validation will be done for both old and new service provider





        data that is specified for pending or conflict





        subscription versions.





        If validation fails no changes will be made and an error





        will be returned. If validation passes, the version will be





        modified and remain in a pending or active state.





        New service providers can only modify the following attributes





        for active subscription versions:





        subscriptionLRN





        subscriptionCLASS-DPC





        subscriptionCLASS-SSN





        subscriptionLIDB-DPC





        subscriptionLIDB-SSN





        subscriptionCNAM-DPC





        subscriptionCNAM-SSN





        subscriptionISVM-DPC





        subscriptionISVM-SSN





        subscriptionEndUserLocationValue





        subscriptionEndUserLocationType





        subscriptionBillingId





        New service providers may specify modified valid values for the





        following attributes, when the service provider's "SOA WSMSC DPC SSN





        Data" indicator is TRUE, and may NOT specify these values when the





        indicator is set to FALSE:





        subscriptionWSMSC-DPC





        subscriptionWSMSC-SSN





        A valid SSN value must be present for the corresponding DPC value and





        vice versa.





        If the data specified passes validation, the modified version





        is immediately broadcast.  The modified subscription version will have





        a status of sending and broadcasts will begin.  If validation fails,





        no changes will be made and an error will be returned in the action





        reply.





    !;





-- 11.0 LNP New Service Provider Subscription Version Create





subscriptionVersionNewSP-Create ACTION





    BEHAVIOUR





        subscriptionVersionNewSP-CreateDefinition,





        subscriptionVersionNewSP-CreateBehavior;





    MODE CONFIRMED;





    WITH INFORMATION SYNTAX LNP-ASN1.NewSP-CreateAction;





    WITH REPLY SYNTAX LNP-ASN1.NewSP-CreateReply;





    REGISTERED AS {LNP-OIDS.lnp-action 11};





subscriptionVersionNewSP-CreateDefinition BEHAVIOUR





    DEFINED AS !





        The subscriptionVersionNewSP-Create action is the action that is





        used via the SOA to NPAC SMS interface by the





        new service provider to create a new subscriptionVersionNPAC.





    !;





subscriptionVersionNewSP-CreateBehavior BEHAVIOUR





    DEFINED AS !





        Preconditions: This action is issued from an lnpSubscriptions





        object.  Creates can be performed provided there is only one





        currently active subscription or no subscription version in the





        NPAC; otherwise an action failure will be returned.





        The new service provider must specify valid values for the





        following attributes:





        subscriptionTN or a valid subscriptionVersionTN-Range





        subscriptionLRN





        subscriptionNewCurrentSP





        subscriptionOldSP





        subscriptionNewSP-DueDate





        subscriptionCLASS-DPC





        subscriptionCLASS-SSN





        subscriptionLIDB-DPC





        subscriptionLIDB-SSN





        subscriptionCNAM-DPC





        subscriptionCNAM-SSN





        subscriptionISVM-DPC





        subscriptionISVM-SSN





        subscriptionLNPType





        subscriptionPortingToOriginal-SPSwitch





        The new service provider must specify valid values for the following





        attributes, when the service provider's "SOA WSMSC DPC SSN Data"





        indicator is TRUE, and must NOT specify these values when the 





        indicator is set to FALSE:





        subscriptionWSMSC-DPC





        subscriptionWSMSC-SSN





        The new service provider may specify valid values for the





        following attributes:





        subscriptionEndUserLocationValue





        subscriptionEndUserLocationType





        subscriptionBillingId





        A valid SSN value must be present for the corresponding DPC value and





        vice versa.





        subscriptionPortingToOriginal-SPSwitch can only be specified as





        TRUE for a TN that is currently ported and is being ported back





        to the original service provider.   If the value of





        subscriptionPortingToOriginal-SPSwitch is TRUE, the LRN and GTT data





        should be specified as NULL.  If the variable is TRUE,





        when the activate occurs for the subscription version, the Local





        SMSs will receive a request to delete the old subscription version





        routing data in their networks. They will not receive any





        new network routing data for the subscription. Concurrence from the





        old service provider is required.





        If the port of the subscription version is an intra-service





        provider port, the new service provider can use the 





        subscriptionVersionNewSP-Create action specifying the old service





        provider equal to the new service provider.  In this case, the





        old service provider create action is not required.





        Postconditions: After this action has been executed, if





        the data specified passes validation, a pending subscription





        version or range of subscription versions will exist in the 





        NPAC SMS.  These validations are done as follows:





        subscriptionTN or range of TNs are valid in a range open for





        porting by the new service provider. TN ranges must be specified





        where the stop TN in the range is greater than the start TN.





        subscriptionLNPType is specified to be "LSPP" or "LISP".





        subscriptionNewSP-DueDate is a future date.  If not specified,





        the time defaults to 00:00.00.





        Old and New SP are valid service providers in the NPAC SMS.





        LRN data is associated with the New Service Provider.





        If a pre-existing version exists, validation will be done to insure





        that the new service provider previously specified is the same





        as the executor of the action.





        If the validations succeed and the subscription version does not 





        currently exist, a new subscription version will be created with 





        a status of pending.





        If the validations succeed and a pending subscription version exists,





        the new service provider create information will be applied to the 





        existing pending subscription version.





        If the validations fail, a new subscription version will not





        be created if one does not exist.  If one already existed, it





        will be retained.





        The action success or failure and reasons for failure will be





        returned in the action reply.





    !;





-- 16.0 LNP Service Provider Number Pool Block Create





numberPoolBlock-Create ACTION





    BEHAVIOUR





        numberPoolBlock-CreateDefinition,





        numberPoolBlock-CreateBehavior;





    MODE CONFIRMED;





    WITH INFORMATION SYNTAX LNP-ASN1.NumberPoolBlock-CreateAction;





    WITH REPLY SYNTAX LNP-ASN1.NumberPoolBlock-CreateReply;





    REGISTERED AS {LNP-OIDS.lnp-action 16};





numberPoolBlock-CreateDefinition BEHAVIOUR





    DEFINED AS !





        The numberPoolBlock-Create action is the action that is





        used on the NPAC SMS via the SOA to NPAC SMS interface by the





        block holder SOA to create a new numberPoolBlockNPAC.





    !;





numberPoolBlock-CreateBehavior BEHAVIOUR





    DEFINED AS !





        Preconditions: This action is issued from an lnpSubscriptions





        object.





        The service provider block holder must specify valid values for the





        following attributes:





        numberPoolBlockNPA-NXX-X





        numberPoolBlockHolderSPID





        numberPoolBlockLRN





        numberPoolBlockCLASS-DPC





        numberPoolBlockCLASS-SSN





        numberPoolBlockLIDB-DPC





        numberPoolBlockLIDB-SSN





        numberPoolBlockCNAM-DPC





        numberPoolBlockCNAM-SSN





        numberPoolBlockISVM-DPC





        numberPoolBlockISVM-SSN





        If the SOA WSMSC DPC SSN Data Indicator is set in the service





        provider's profile, the following attributes must be provided:





        numberPoolBlockWSMSC-DPC





        numberPoolBlockWSMSC-SSN





        A valid SSN value must be present for the corresponding DPC value and





        vice versa.





        Postconditions: After this action has been executed, if





        the data specified passes validation, a number pool block with a





        status of 'sending' will exist on the NPAC SMS. 





        The validations performed are as follows:





        The serviceProvNPA-NXX-X object exists and the current date and time





        are greater than or equal to the effective date of the





        serviceProvNPA-NXX-X object.





        The requesting service provider is the block holder and service





        provider ID on the serviceProvNPA-NXX-X object.





        LRN data is associated with the Block Holder Service Provider.





        The attributes are all valid and correctly formatted.





        If the validations succeed, a new number pool block and corresponding





        subscription versions will be created with a status of 'sending'.





        The NPAC SMS sends the object creation notification for the





        number pool block.





        If the validations fail, no new number pool block or subscription





        versions will be created. If a number pool block already existed, it





        will be retained.





        The action success or failure and reasons for failure will be





        returned in the action reply.





        If the requesting SOA is not the owner of the serviceProvNPA-NXX-X,





        'soa-not-authorized' will be selected in the error reply.





        If the corresponding serviceProvNPA-NXX-X is not found,





        'no-npa-nxx-x-found' will be selected in the error reply.





        If one of the attribute values is in error, 'invalid-data-values'





        will be selected in the error reply and the block-invalid-values





        will be present.





        If the number pool block object already exists,





        'number-pool-block-already-exists' will be selected in the error





        reply.





        If the request is sent prior to the effective date,





        'prior-to-effective-date' will be selected in the error reply.





        If the request is sent and any subscription version objects exist





        within the TN range with a status of pending, conflict,





        cancel-pending or failed ("pending-like") and no active subscription





        version for that TN exists, 'invalid-subscription-versions' will be





        selected in the error reply.





    !;
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Business Need: 





Current NPA Split processing requires each SP to notify the NPAC of NPA-NXXs involved in an NPA Split.  This process is new to SPs and is causing confusion, missed NPA Split processing, extra data clean up work for the SPs, and possible customer affecting outages.





This Change Order would eliminate the current NPAC process of SP notification, prevent manual data entry, and establish the means for NPAC to use the industry standard data from the LERG to make sure the NPA Split processing is consistent within the industry.





Description of Change:





It was requested that current information in the LERG be used to load NPA Split information into the NPAC SMS.  This would prevent manual data entry that could introduce errors when entering the NPA Split information.





John Malyar from Bellcore gathered some information for the group as to the whom, how, and when for files containing the data that are distributed in the industry currently.  John indicated that NANPA identifies and announces the split.  The LERG has tools to pull data for a split and distribute it electronically.  This is one source from which a file can be obtained.




NeuStar will look at the file format, and determine if there is a mechanism that can be used to populate the data on the NPAC (since both NANPA and NPAC are NeuStar).





February 2000: During the LNPA-WG meeting the group discussed at a high level, the desired functionality of this change order.  Redline changes to these bullet based on NeuStar questions and LNPAWG response in June 2002 meeting.





· Process the load file in the NPAC SMS.





· For each split in the file, check to see if the split is already scheduled:
  1.)  if already scheduled, then make sure both old and new NPA-NXXs exist, and check if any effective date changes to split, or a removal from a scheduled or existing split.  Perform necessary updates.
  2.)  if not yet scheduled, check for the new NPA-NXX.  If already exists, error.  Otherwise, continue with the scheduling of the split.





· When scheduling split, auto generate the new NPA-NXX with the effective date the same as the PDP start date/time (example, date with 6:00am as time), and broadcast the new NPA-NXX (if new is already there, reject the split and log error).





· When adding an NPA-NXX to an existing split, whether or not the permissive dial period has already started for the NPA (with other NXXs), the NPAC SMS would add this to the existing split.





· When removing an NPA-NXX from an existing split, broadcast the delete of the NPA- associated new NXX to all accepting SPs.





· When updating effective date of split, perform the following steps:
  1.)  if a PDP start date is modified to a further out date, and no pending SVs for new NPA-NXX exist, NPAC changes date in split for PDP start date, and makes same date change to new NPA-NXX effective date.
  2.)  If PDP start date is modified to a closer in date, delete the scheduled split data, delete the new NPA-NXX, and log error.  Upon completion of the delete, M&P directs NPAC personnel to initiate the re-processing of the split file that has the modified closer in effective date.  New NPA-NXX will be re-added with new closer in effective date to match new closer in PDP start date.  At the time the NPAC SMS is to delete the new NPA-NXX, it will check if pending SVs exist, if yes then log an error (and let the SP take care of canceling these so that the new NPA-NXX can be deleted).
  3.)  For any PDP start date modification, where pending-like SVs exist in the new NPA-NXX, log an error.





· NPAC needs to be able to reprocess a file, if any errors occurred, and shall not process any subsequent ones until the current one is fully successful, except in cases where the subsequent file or data corrects an error in a previous file.




· 




· NPAC shall log an error if the split file says to modify the PDP start date and the split processing for that split has already occurred in the NPAC.





Requirements:





Req 1 – NPA Split – Load File from LERG Data





NPAC SMS shall allow an NPA Split Load Flat File from the LERG, to be used to enter, modify, or remove NPA Split information into/from the NPAC SMS.





Note: The information from the LERG is assumed to include all necessary updates, including, but not limited to monthly plus emergency updates.





Req 2 – NPA Split – Load File from LERG Data During Housekeeping Process





NPAC SMS shall allow the NPA Split Load Flat File to be loaded into the NPA Split information in the NPAC SMS during the current housekeeping process.





Req 3 – NPA Split – Load File from LERG Data Processing Results





NPAC SMS shall be capable of storing NPA Split Load Flat File processing data that can be used to generate the NPA Split Load Flat File Exception Report.





Req 3.1 – NPA Split – Load File from LERG Data, Reject existing new NPA-NXX





NPAC SMS shall process the NPA Split Load Flat File and for each new NPA split that is not yet scheduled in the NPAC SMS, reject the request, log an entry to be used for the NPA Split exception report, and continue processing the NPA Split Load Flat File, when the new NPA-NXX already exists in the NPAC SMS and is not already part of an NPA Split.





Req 3.2 – NPA Split – Load File from LERG Data, Generate new NPA-NXX





NPAC SMS shall process the NPA Split Load Flat File and for each new NPA split that is not yet scheduled in the NPAC SMS, automatically generate and broadcast the new NPA-NXX, using the PDP start date/time as the value to populate the effective date for the new NPA-NXX.





Req 3.3 – NPA Split – Load File from LERG Data, Delete new NPA-NXX





NPAC SMS shall process the NPA Split Load Flat File and for each NPA split that is scheduled in the NPAC SMS and being removed as an NPA Split, automatically delete and broadcast the delete of the new NPA-NXX.





Req 4 – NPA Split – NPA Split Load Flat File Exception Report with An Existing New NPA-NXX





NPAC SMS shall provide an NPA Split Load Flat File Exception Report that identifies NPA split processing errors:
 1. – NPA splits that cannot be added to the NPAC SMS because the new NPA-NXX already exists in the NPAC SMS at the time the NPA Split Load Flat File from the LERG is processed by the NPAC SMS, and that NPA-NXX is NOT already scheduled for an NPA Split in the NPAC SMS.
 2. – NPA splits already scheduled in the NPAC SMS where the PDP start date is modified to a closer in date.
 3. – NPA splits already scheduled in the NPAC SMS where the PDP start date is modified, and pending SVs exist in the new NPA-NXX.





Req 5 – NPA Split – Load File from LERG Data, Verifying Old and New NPA-NXX





NPAC SMS shall process the NPA Split Load Flat File and for each NPA split that is already scheduled in the NPAC SMS, verify the old and new NPA-NXXs exist, and generate an error if at least one does not exist.





Req 6 – NPA Split – Load File from LERG Data, Pushing Out PDP Start Date





NPAC SMS shall process the NPA Split Load Flat File and for each NPA split that is already scheduled in the NPAC SMS, check for an effective date change in the new NPA-NXX where the PDP start date is pushed out to a further date in the future, and if no pending subscription versions exist in the new NPA-NXX, update both the new NPA-NXX Effective Date and the PDP start date.










Note:  The update of the new NPA-NXX effective date will be accomplished via a delete and re-add of the new NPA-NXX.  Both of these will be broadcast to all accepting SOAs and LSMSs.





RN3-4.12
NPA Split – Exception Processing for Subscription Versions that exist in the New and Old NPA-NXX





NPAC SMS shall upon finding a subscription version that exists in the new NPA-NXX that currently exists in the old NPA-NXX during NPA split processing, do the following and continue processing:





· log an error





· the Subscription Version in the new NPA-NXX will be moved to old if active or to cancelled if it is in any pending state.





· the Subscription Version in the old NPA-NXX will be modified to the new NPA-NXX.





Req 7 – NPA Split – Load File from LERG Data, Pulling In PDP Start Date





NPAC SMS shall process the NPA Split Load Flat File and for each NPA split that is already scheduled in the NPAC SMS, check for an effective date change in the new NPA-NXX where the PDP start date is pulled in to a closer date, and if no pending subscription versions exist in the new NPA-NXX, delete the scheduled NPA split, delete the new NPA-NXX, and log an error.





Note:  M&P will be added that indicate under this condition, NPAC Personnel will re-initiate the processing of the NPA Split file.





Req 8 – NPA Split – Load File from LERG Data, Error Modifying PDP Start Date with Existing Subscription Versions





NPAC SMS shall process the NPA Split Load Flat File and for each NPA split that is already scheduled in the NPAC SMS, check for an effective date change in the new NPA-NXX where the PDP start date is modified, and if pending subscription versions exist in the new NPA-NXX, perform no updates to the NPA Split or new NPA-NXX, and log an error.





Req 9 – NPA Split – Load File from LERG Data, Complete Processing of File





NPAC SMS shall process the NPA Split Load Flat File for each NPA split in the file, and shall NOT process any subsequent NPA Split Load Flat Files until the current file has been processed to completion, except in conditions where a subsequent file corrects an error in a previous file.





Req 10 – NPA Split – Load File from LERG Data, Re-Processing of File





NPAC SMS shall be capable of re-processing the NPA Split Load Flat File in cases where the file was not completely processed due to NPA split processing errors, except in conditions where a subsequent file corrects an error in a previous file.





Req 11 – NPA Split – Load File from LERG Data, Error Modifying PDP Start Date for NPA Split Already in Progress





NPAC SMS shall process the NPA Split Load Flat File for each NPA split in the file, and shall reject a modify PDP start date request, if the NPAC SMS has already initiated NPA Split processing for that NPA-NXX.





Req 12 – NPA Split – Load File from LERG Data, Adding an NXX to an Existing Split





NPAC SMS shall process the NPA Split Load Flat File and for an NPA split that is already scheduled or in permissive dialing in the NPAC SMS, and an additional NXX is being added to the split, the NPAC SMS shall accept the addition of the NXX to the existing split.





Note:  The NPAC SMS will handle the additional split data appropriately (whether adding the NXX to the existing split, or creating a new split for the NPA-NXX), and maintain split data relationships between the existing split (NPA with different NXXs) and this newly added NXX (NPA with this new NXX), such that any subsequent actions on this split data will treat the relationship between all of the existing NPA-NXXs, and this newly added NXX, as part of the same split.




















Req 13 – NPA Split – Load File from LERG Data Information on the Web





NPAC SMS shall inform all Service Providers about the processing of the NPA Split Load Flat File from LERG data via the Web bulletin board.  The data field sent to the WEB bulletin board is the unique identifier for the file that is processed.





Note:  the Web will contain the lastest full monthly file, plus the most recent incremental file.















Modifications to Section 3.5 of the FRS
NPA Splits Requirements





AN3-4.1
NPA Split Information Source





Deleted.The service provider responsible for the NPA split communicates NPA Split information to the NPAC.





RN3-4.1
NPA Split – NPA-NXX existence prior to the NPA Split





Deleted.NPAC SMS shall verify that the new and the old NPA-NXX(s) involved in an NPA Split exist when NPAC personnel enter the split information.




Note: New NPA-NXX(s) will be opened via normal processing prior to the NPA Split.





RN3-4.2
NPA Split - NPA-NXX existence prior to the NPA Split - Error





Deleted.NPAC SMS shall report an error to NPAC personnel and reject the NPA Split upon determining that the new or old NPA-NXX(s) involved in an NPA Split do not exist when the NPA Split information is entered.





RN3-4.3
NPA Split – NPA-NXX Effective Date Validation





Deleted. NPAC SMS shall verify that the new NPA-NXX(s) involved in an NPA Split has an effective date equal to the start of permissive dialing when NPAC personnel enter the NPA Split information.




RN3-4.4
NPA Split – NPA-NXX Effective Date Validation – Error





Deleted. NPAC SMS shall report an error to NPAC personnel and reject the NPA Split upon determining that a new NPA-NXX involved in an NPA Split has an effective date not equal to the start of permissive dialing.




RN3-4.5
NPA Split – NPA-NXX involved in one NPA Split Validation





NPAC SMS shall verify that the new NPA-NXX(s) involved in an NPA Split are not currently involved in another NPA Split when NPAC personnel enter the NPA split information the NPA Split Load Flat File is processed.





RN3-4.6
NPA Split – NPA-NXX involved in one NPA Split Validation





Deleted.NPAC SMS shall report an error to NPAC personnel and reject the NPA Split upon determining that a new NPA-NXX involved in an NPA Split is currently involved in another NPA Split.





Req 16 – NPA Split – NPA Split Load Flat File Exception Report with New NPA-NXX Already Involved in NPA Split





NPAC SMS shall provide an NPA Split Load Flat File Exception Report that identifies NPA splits that cannot be added to the NPAC SMS because the new NPA-NXX is currently involved in another NPA Split.





RN3-4.15
NPA Split – Entering of Split Data





Deleted.The NPAC SMS shall require the following data for entry of NPA Split information into the NPAC: 





· the Service Provider Id





· the old and new NPA





· the affected NXX(s)





· the start date of the permissive dialing period





· the end date of the permissive dialing period





RN3-4.25
NPA Split - Old NPA-NXX involved in one NPA Split Validation





NPAC SMS shall verify that the old NPA-NXX(s) involved in an NPA Split are not currently involved in another NPA Split when NPAC personnel enter the NPA split information the NPA Split Load Flat File is processed.





RN3-4.26
NPA Split - Old NPA-NXX involved in one NPA Split Validation - Error





Deleted.NPAC SMS shall report an error to NPAC personnel and reject the NPA Split upon determining that an old NPA-NXX involved in an NPA Split is currently involved in another NPA Split.





Req 17 – NPA Split – NPA Split Load Flat File Exception Report with Old NPA-NXX Already Involved in NPA Split





NPAC SMS shall provide an NPA Split Load Flat File Exception Report that identifies NPA splits that cannot be added to the NPAC SMS because the old NPA-NXX is currently involved in another NPA Split.





RN3-4.29
NPA Split - Old NPA-NXX and New NPA-NXX Ownership Validation - Error





Deleted.NPAC SMS shall report an error to NPAC personnel and reject the NPA Split upon determining that the owner of the old NPA-NXX does not match the owner of the new NPA-NXX for each  NXX in a NPA split.





Req 18 – NPA Split – NPA Split Load Flat File Exception Report with Mismatched SPIDs for Old and New NPA-NXX





NPAC SMS shall provide an NPA Split Load Flat File Exception Report that identifies NPA splits that cannot be added to the NPAC SMS because the owner of the old NPA-NXX does not match the owner of the new NPA-NXX.





NPA-NXX-X Holder, NPA Splits





RR3-32
NPA Splits and the Number Pool NPA-NXX-X Holder Information – New NPA Split Error Message if New NPA-NXX-X Already Exists





NPAC SMS shall reject the request and generate an error message to the NPAC Personnel when a request is made to add an NPA Split, and the new NPA-NXX-X already exists in the Number Pooling NPA-NXX-X Information.  (Previously N-301)





Req 19 – NPA Split – NPA Split Load Flat File Exception Report with Already Existing New NPA-NXX-X





NPAC SMS shall provide an NPA Split Load Flat File Exception Report that identifies NPA splits that cannot be added to the NPAC SMS because the new NPA-NXX-X already exists in the Number Pooling NPA-NXX-X Information.





IIS:





Flows B.8.2 and B.8.2.1, NPA-NXX Split will be updated from “Action is taken by the NPAC SMS personnel to create an NPA-NXX split.” to say, “NPAC SMS will create NPA-NXX split data based on information in the NPA Split Load Flat File from the LERG.”  Also, “The NPA-NXX owner service provider first creates the new NPA-NXX.” will be updated say, “The NPAC SMS will automatically generate the add/modify/delete of the new NPA-NXX based on information in the NPA Split Load Flat File from the LERG.”





GDMO:





No change required.





ASN.1:





No change required.





M&P:





1. SP can no longer contact NPAC personnel for entering/modifying/removing split information for them in the NPAC database.





2. NPAC personnel need to contact SP for NPA-NXXs on the NPA Split Load Flat File Exception Report.





Origination Date:  6/5/1998





Originator:  Sprint





Change Order Number:  NANC 218




Description:  Conflict Timestamp Broadcast to SOA





Pure Backwards Compatible:  NO





Interface and Functional Backwards Compatible:  YES





IMPACT/CHANGE ASSESSMENT





					FRS




					IIS




					GDMO




					ASN.1




					NPAC




					SOA




					LSMS









					




					Y




					Y




					




					Low




					Low




					N/A














Business Need:





Currently the SP does not know exactly when a telephone number was placed into conflict with out querying the NPAC database.  SPs need to take action to resolve the conflict in order to complete the port.





This change order will provide a timestamp on the NPAC broadcast to the SPs SOA.  This will minimize traffic to the NPAC and ensure the SP can take timely action.





Description of Change:





It has been requested that when a subscription gets placed in conflict, that the time that the subscription version was placed into conflict be broadcast in the status attribute value change notifications to the SOA.  Currently it is defined in the IIS on page 262 (version 1.8) that NPAC is not required to send the timestamp information.  This change would prevent the service provider SOA from having to query the NPAC anytime they need to retrieve a timestamp.  This conflict timestamp is needed so that the new service provider knows when the 6-hour timer has expired and so that they can remove it from conflict.  Also the presence of this timestamp indicates if the subscription has been placed into conflict before.





Requirements:





No change required (generically covered in R5-44.2 and R5-44.3).





IIS:





B.5.2.3

SubscriptionVersion Modify Prior to Activate Using M-ACTION





This scenario can only be performed when the subscriptionVersionStatus is conflict or pending.





Step-by-step message flow text is shown below:





1. Action is taken by a service provider to modify a subscriptionVersion by specifying the TN, TN range, and the version status, or by specifying the version ID of the subscription version to be modified; and the data to be modified.

The old service provider can only update the following attributes:


subscriptionOldSP-DueDate (seconds set to zeros)

subscriptionOldSP-Authorization

subscriptionStatusChangeCauseCode

NOTE:  The subscriptionStatusChangeCauseCode can only be modified when the subscriptionOldSP-Authorization is set to FALSE

The new service provider can only update the attributes:


subscriptionLRN

subscriptionNewSP-DueDate (seconds set to zeros)

subscriptionCLASS-DPC

subscriptionCLASS-SSN

subscriptionLIDB-DPC

subscriptionLIDB-SSN

subscriptionCNAM-DPC

subscriptionCNAM-SSN

subscriptionISVM-DPC

subscriptionISVM-SSN

subscriptionWSMSC-DPC - if supported by the Service Provider SOA

subscriptionWSMSC-SSN - if supported by the Service Provider SOA

subscriptionEndUserLocationValue

subscriptionEndUserLocationType

subscriptionBillingId





2. Service provider SOA issues M-ACTION subscriptionVersionModify to the NPAC SMS lnpSubscriptions object to update the version. The NPAC SMS validates the data.





3. If validation is successful, NPAC SMS will M-SET the attributes modified in the subscriptionVersionNPAC object and set the subscriptionModifiedTimeStamp.





4. The NPAC SMS will issue an M-SET response.





5. NPAC SMS replies to the M-ACTION with success or failure and reasons for failure.

Note:  If the old service provider was the initiator of the M-ACTION that caused the subscription version status to change, the NPAC SMS would issue a subscriptionVersionStatusAttributeValueChange M-EVENT-REPORT to the old and new service provider SOAs.





6. NPAC SMS issues M-EVENT-REPORT attributeValueChange to the old service provider SOA.  If the subscriptionVersionStatus was set to conflict, include the subscriptionConflictTimeStamp attribute in the broadcast.




7. The old service provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.





8. NPAC SMS issues M-EVENT-REPORT attributeValueChange to the new service provider SOA.  If the subscriptionVersionStatus was set to conflict, include the subscriptionConflictTimeStamp attribute in the broadcast.




9. The new service provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.





B.5.2.4

SubscriptionVersion Modify Prior to Activate Using M-SET





This scenario shows a modify using an M-SET.  The M-SET can only be performed when the subscriptionVersionStatus is conflict or pending.





Step-by-step message flow text is shown below:





1. Action is taken by a service provider to modify the subscriptionVersion by specifying the TN, TN range, and the version status, or by specifying the version ID of the subscription version to be modified; and the data to be modified. The old service provider can only update the following attributes:


subscriptionOldSP-DueDate (seconds set to zeros)

subscriptionOldSP-Authorization

subscriptionStatusChangeCauseCode

NOTE:  The subscriptionStatusChangeCauseCode can only be modified when the subscriptionOldSP-Authorization is set to FALSE

The new service provider can only update the attributes:


subscriptionLRN

subscriptionNewSP-DueDate (seconds set to zeros)

subscriptionCLASS-DPC

subscriptionCLASS-SSN

subscriptionLIDB-DPC

subscriptionLIDB-SSN

subscriptionCNAM-DPC

subscriptionCNAM-SSN

subscriptionISVM-DPC

subscriptionISVM-SSN

subscriptionWSMSC-DPC - if supported by the Service Provider SOA

subscriptionWSMSC-SSN - if supported by the Service Provider SOA

subscriptionEndUserLocationValue

subscriptionEndUserLocationType

subscriptionBillingId





2. The new or old service provider SOA will issue an M-SET request for the attributes to be updated in the subscriptionVersionNPAC object. The request will be validated for an authorized service provider and validation of the attributes and values.





3. The NPAC SMS will issue an M-SET response indicating success or failure and reasons for failure.

Note:  If the old service provider was the initiator of the M-SET that caused the subscription version status to change, the NPAC SMS would issue a subscriptionVersionStatusAttributeValueChange M-EVENT-REPORT to the old and new service provider SOAs





4. NPAC SMS issues M-EVENT-REPORT attributeValueChange to the old service provider SOA.  If the subscriptionVersionStatus was set to conflict, include the subscriptionConflictTimeStamp attribute in the broadcast.




5. The old service provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.





6. NPAC SMS issues M-EVENT-REPORT attributeValueChange to the new service provider SOA.  If the subscriptionVersionStatus was set to conflict, include the subscriptionConflictTimeStamp attribute in the broadcast.




7. The new service provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.





B.5.5.1

SubscriptionVersion Conflict and Conflict Resolution by the NPAC SMS





This scenario shows a version being placed into conflict and removed from conflict by the NPAC personnel.





Step-by-step message flow text is shown below:





1. NPAC personnel or NPAC SMS take action to set the status of a subscription to “conflict.”





2. NPAC SMS issues M-SET request to update subscriptionVersionStatus to “conflict,” subscriptionConflictTimeStamp, and subscriptionModifiedTimeStamp in the subscriptionVersionNPAC object.





3. NPAC SMS issues an M-SET response. If the M-SET fails, processing for this scenario stops.





4. NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to old service provider SOA.





5. The old service provider SOA returns an M-EVENT-REPORT confirmation to the NPAC SMS.





6. NPAC SMS issues subscriptionVersionStatusAttributeValueChange for status to new service provider SOA.





7. The new service provider SOA returns an M-EVENT-REPORT confirmation to the NPAC SMS.





8. NPAC SMS sends a subscriptionVersionStatusAttributeValueChange to set the old service provider’s authorization to “FALSE”.  Since the subscriptionVersionStatus was set to conflict, include the subscriptionConflictTimeStamp attribute in the broadcast.




9. The old service provider SOA returns an M-EVENT-REPORT confirmation to the NPAC SMS.





10. NPAC SMS sends an AttributeValueChange to set the new service provider authorization to “FALSE”.  Since the subscriptionVersionStatus was set to conflict, include the subscriptionConflictTimeStamp attribute in the broadcast.




11. The new service provider SOA returns an M-EVENT-REPORT confirmation to the NPAC SMS.





12. Once the conflict is resolved, NPAC personnel take action to remove the subscriptionVersion from conflict.





13. NPAC SMS issues an M-SET request to update the subscriptionModifiedTimeStamp and the subscriptionVersionStatus to “pending.”





14. NPAC SMS issues an M-SET response. If the M-SET fails, processing for this scenario stops.





15. NPAC SMS issues subscriptionVersionStatusAttributeValueChange for the new status to the old service provider SOA.





16. The old service provider SOA returns an M-EVENT-REPORT confirmation to the NPAC SMS.





17. NPAC SMS issues subscriptionVersionStatusAttributeValueChange for the new status to the new service provider SOA.





18. The new service provider SOA returns an M-EVENT-REPORT confirmation to the NPAC SMS.





19. NPAC SMS sends a subscriptionVersionStatusAttributeValueChange to the old service provider’s indicating the authorization has been set to “TRUE”.





20. The old service provider SOA returns an M-EVENT-REPORT confirmation to the NPAC SMS.





21. NPAC SMS sends an AttributeValueChange to the new service provider indicating the authorization has been set to “TRUE”.





22. The new service provider SOA returns an M-EVENT-REPORT confirmation to the NPAC SMS.





B.5.5.3

SubscriptionVersion Conflict: No Conflict Resolution





This scenario shows the action taken at the NPAC SMS when service providers do not reach a conflict resolution.





Step-by-step message flow text is shown below:





1. NPAC personnel or NPAC SMS take action to set a subscriptionVersionStatus to “conflict.”





2. NPAC SMS issues an M-SET request to set the subscriptionVersionStatus to “conflict,” the subscriptionConflictTimeStamp, and the subscriptionModifiedTimeStamp in the subscriptionVersionNPAC object.





3. NPAC SMS responds to M-SET. If the M-SET fails, processing stops for this scenario until the M-SET completes successfully.





4. NPAC SMS issues subscriptionVersionStatusAttributeValueChange to old service provider SOA for the new “conflict” status.





5. The old service provider SOA returns an M-EVENT-REPORT confirmation to the NPAC SMS.





6. NPAC SMS issues subscriptionVersionStatusAttributeValueChange to new service provider SOA for the “conflict” status.





7. The new service provider SOA returns an M-EVENT-REPORT confirmation to the NPAC SMS.





8. NPAC SMS issues M-EVENT-REPORT attributeValueChange to old service provider SOA.  Since the Subscription Version Status was set to conflict, include the subscriptionConflictTimeStamp attribute in the broadcast.





9. The old service provider SOA returns an M-EVENT-REPORT confirmation to the NPAC SMS.





10. NPAC SMS issues M-EVENT-REPORT attributeValueChange to new service provider SOA.  Since the Subscription Version Status was set to conflict, include the subscriptionConflictTimeStamp attribute in the broadcast.





11. The new service provider SOA returns an M-EVENT-REPORT confirmation to the NPAC SMS.





12.  “Version Conflict Cancellation Window” expires without conflict resolution.





13. NPAC SMS issues an M-SET request to set the subscriptionVersionStatus to “cancel” in the subscriptionVersionNPAC object and sets the subscriptionCancellationTimeStamp and subscriptionModifiedTimeStamp.





14. NPAC SMS responds to M-SET. If the M-SET fails, processing stops for this scenario until the M-SET is successfully completed.





15. NPAC SMS issues status attribute value change for status to new service provider SOA for the “cancel” status.





16. The new service provider SOA returns an M-EVENT-REPORT confirmation to the NPAC SMS.





17. NPAC SMS issues status attribute value change for status to old service provider SOA for the “cancel” status.





18. The old service provider SOA returns an M-EVENT-REPORT confirmation to the NPAC SMS.





B.5.5.4

Subscription Version Conflict by Old Service Provider Explicitly Not Authorizing (First Create)





The old service provider SOA can put a pending subscription version into conflict by setting its authorization flag to off.  This can be done on the subscriptionVersionOldSP-Create action, subscriptionVersionModify action, or M-SET of the attribute on the subscription version object.





This scenario shows the old service provider putting a new pending subscription version into conflict by turning the authorization flag off on the subscriptionVersionOldSP-Create.  In this case, the old service provider’s create action is the first sent to the NPAC SMS.





Step-by-step message flow text is shown below:





1. Action is taken by the old service provider to set a subscription version to conflict using the subscriptionVersionOldSP-Create action.





2. The old service provider SOA sends M-ACTION subscriptionVersionOldSP-Create to the NPAC SMS lnpSubscriptions object to create a new subscriptionVersionNPAC with the status of “conflict”.

The old service provider SOA specifies the following valid attributes:

subscriptionTN or valid subscriptionVersionTN-Range
subscriptionNewCurrentSP
subscriptionOldSP
subscriptionOldSP-DueDate (seconds set to zeros)
subscriptionOldSP-Authorization
subscriptionLNPType 
subscriptionStatusChangeCauseCode

In this case, the subscriptionOldSP-Authorization is set to NO.





3. NPAC SMS issues M-CREATE to create the subscriptionVersionNPAC with a status of “conflict” and sets all the other attribute values from the subscriptionVersionOldSP-Create action.





4. NPAC SMS issues M-CREATE response.





5. NPAC SMS returns M-ACTION reply.  This either reflects a success or failure and reasons for the failure.





6. If the action was successful, the NPAC SMS issues the M-EVENT-REPORT to the old service provider SOA notifying them of the object creation.  If the subscriptionVersionStatus was set to conflict, include the subscriptionConflictTimeStamp attribute in the broadcast.




7. The old service provider SOA confirms the M-EVENT-REPORT.





8. If the action was successful, the NPAC SMS issues the M-EVENT-REPORT to the new service provider SOA notifying them of the object creation.  If the subscriptionVersionStatus was set to conflict, include the subscriptionConflictTimeStamp attribute in the broadcast.




9. The new service provider SOA confirms the M-EVENT-REPORT.





GDMO:





No change required.





ASN.1:





No change required.





M&P:





No change required.





Origination Date:  8/12/1998





Originator:  Sprint





Change Order Number:  NANC 230




Description:  Donor SOA Port-To-Original of an Intra-Service Provider Port





Pure Backwards Compatible:  NO





Interface and Functional Backwards Compatible:  YES





IMPACT/CHANGE ASSESSMENT
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					IIS
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					SOA




					LSMS









					Y




					Y




					Y




					




					Med




					Med




					N/A














Business Need:





The current implementation does not allow an SP to revert an intra-ported TN from routing based on LRN to routing based on dialed digits (non-LRN) without disconnecting the TN.  The disconnecting of the TN creates operational problems because the systems think that the TN is deleted/disconnected yet the customer is still in service.  This change order will enable SPs to perform a "port to original" of an intra-ported TN.  This will increase operational effectiveness and uninterrupted customer service.





Description of Change:





The current NPAC SMS functionality does not allow a Donor SOA to create a PTO SV with LNPType = LISP.





The business scenario is that a customer is “home'd” to switch A, then moves down the street and is “home'd” to switch B (still in same rate center, so was LISP-ed to switch B), then moves back up the street (and needs to be re “home'd” to switch A, but is still a working number).
In this scenario, the SP should send an LISP PTO create and activate.





Requirements:





5.1.2.2.1.1
Subscription Version Creation – Inter-Service Provider Port





R5-15.2
Create “Inter-Service Provider porting to original Port” Subscription Version - New Service Provider Input Data





NPAC SMS shall require the following data from NPAC personnel or the new Service Provider upon Subscription Version creation for an Inter-Service Provider “porting to original” port:





· Local Number Portability Type ‑ Port Type.  This field must be set to “LSPP” for “Inter-Service Provider porting to original” ports.





· Ported Telephone Number(s) ‑ this entry can be a single TN or a continuous range of TNs that identifies a subscription or a group of Subscription Versions that share the same attributes.





· Due Date ‑ date on which transfer of service from old facilities‑based Service Provider to new facilities‑based Service Provider is initially planned to occur.





· New Facilities‑based Service Provider ID ‑ the identifier of the new facilities‑based Service Provider.





· Old Facilities‑based Service Provider ID ‑ the identifier of the old facilities‑based Service Provider.





· Porting to original ‑ flag indicating whether or not this is a “porting to original” port.  This flag must be set to “TRUE” for “Inter-Service Provider porting to original” ports, and set to FALSE for other Inter-Service Provider ports.





5.1.2.2.1.2
Subscription Version Creation - Intra-Service Provider Port





This section provides the Subscription Version Creation requirements for performing an Intra-Service Provider port of a TN. An Intra-Service Provider port of a TN is when a TN is ported to a new location within the current Service Provider network (i.e., the routing data is modified, but the Service Provider remains the same).  A “port to original” port for an Intra-Service Provider port should be handled by a requesting user via submission of an Intra-Service Provider “port to original” port to the NPAC SMS.





RR5-4
Create “Intra-Service Provider Port” Subscription Version - Current Service Provider Input Data





NPAC SMS shall require the following data from the NPAC personnel or the Current (New) Service Provider at the time of Subscription Version Creation for an Intra-Service Provider port when NOT porting to original:





· LNP Type - port type, this field must be set to “LISP” for Intra-Service Provider ports.





· Ported Telephone Number(s) - this entry can be a single TN or a continuous range of TNs that identifies a subscription or group of Subscription Versions that share the same attributes.





· Due Date - date on which Intra-Service Provider port is planned to occur.





· New facilities-based Service Provider ID - current Service Provider within which the Intra-Service Provider port will occur.





· Old facilities-based Service Provider ID - current Service Provider within which the Intra-Service Provider port will occur.





· Location Routing Number (LRN) - identifier of the ported-to switch 





· Class DPC





· Class SSN





· LIDB DPC





· LIDB SSN





· CNAM DPC





· CNAM SSN





· ISVM DPC





· ISVM SSN





· WSMSC DPC (if supported by the Service Provider SOA)





· WSMSC SSN (if supported by the Service Provider SOA)





· Porting to Original – flag indicating whether or not this is a “porting to original” port.  This flag must be set to FALSE for this type of Intra-Service Provider port.





Req 1
Create “Intra-Service Provider porting to original Port” Subscription Version - New Service Provider Input Data





NPAC SMS shall require the following data from NPAC personnel or the new Service Provider upon Subscription Version creation for an Intra-Service Provider “porting to original” port:





· Local Number Portability Type ‑ Port Type.  This field must be set to “LISP” for “Intra-Service Provider porting to original” ports.





· Ported Telephone Number(s) ‑ this entry can be a single TN or a continuous range of TNs that identifies a subscription or a group of Subscription Versions that share the same attributes.





· Due Date ‑ date on which Intra-Service Provider port is planned to occur.





· New Facilities‑based Service Provider ID – current Service Provider within which the Intra-Service Provider port will occur.





· Old Facilities‑based Service Provider ID – current Service Provider within which the Intra-Service Provider port will occur.





· Porting to original ‑ flag indicating whether or not this is a “porting to original” port.  This flag must be set to “TRUE” for “Intra-Service Provider porting to original” ports, and set to “FALSE” for other Intra-Service Provider ports.





RR5-6.1
Create “Intra-Service Provider Port” Subscription Version - Field-level Data Validation





NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version creation for an Intra-Service Provider port:





· LNP Type





· Ported TN(s)





· Current Service Provider Due Date





· Old Service Provider ID





· New Service Provider ID





· LRN





· Class DPC





· Class SSN





· LIDB DPC





· LIDB SSN





· CNAM DPC





· CNAM SSN





· ISVM DPC





· ISVM SSN





· WSMSC DPC (if supported by the Service Provider SOA)





· WSMSC SSN (if supported by the Service Provider SOA)





· Porting to Original





· Billing Service Provider ID





· End-User Location - Value





· End-User Location - Type





RR5-76
Create Inter-Service Provider Port-to-Original Port – NPAC and SOA After NPA-NXX-X Creation





NPAC SMS shall reject an inter-service provider Subscription Version Create message where there is no active subscription version for the requested TN, or an inter-service provider Port-to-Original Subscription Version Create message, for a TN within the 1K Block, from NPAC Personnel, a Service Provider SOA via the SOA to NPAC SMS Interface, or Service Provider via the NPAC SOA Low-tech Interface, after the Creation of the NPA-NXX-X, and prior to the existence of the Block in the NPAC SMS.   (wording change to existing requirement)




Req 2
Create Intra-Service Provider Port-to-Original Port – NPAC and SOA After NPA-NXX-X Creation





NPAC SMS shall reject an intra-service provider Port-to-Original Subscription Version Create message for a TN within the 1K Block, from NPAC Personnel, a Service Provider SOA via the SOA to NPAC SMS Interface, or Service Provider via the NPAC SOA Low-tech Interface, after the Creation of the NPA-NXX-X, and prior to the existence of the Block in the NPAC SMS.





RR5-77
Create Intra- or Inter-Service Provider Port-to-Original Subscription Version – After Block Activation





NPAC SMS shall validate that the New Service Provider is the Block Holder, in an intra-service provider Port-to-Original Subscription Version Create message or inter-service provider port-to-original port for a TN within the 1K Block, once the Block exists in the NPAC SMS.





IIS:





New flow is shown below:





B.5.1.x

SubscriptionVersion Create for Intra-Service Provider Port with Port-to-Original





This scenario shows how an intra-service port with port-to-original is processed.





					SOA




					NPAC SMS




					Local SMS




					









					SOA takes action




					




					




					1









					( M-ACTION svNewSP-Create




					




					




					2









					




					Internal, M-CREATE Request
svNPAC




					




					3









					




					Internal, M-CREATE Response




					




					4









					( M-ACTION Response




					




					




					5









					( M-EVENT-REPORT objectCreation




					




					




					6









					( M-EVENT-REPORT Confirm




					




					




					7














1. Action is taken by the current provider SOA to create a new version of a subscriber that is porting back to the original switch.





2. Current provider SOA sends M-ACTION subscriptionVersionNewSP-Create to the NPAC SMS lnpSubscriptions object to create a new subscriptionVersionNPAC. The SOA must specify the following valid attributes:


subscriptionTN or a valid subscriptionVersionTN-Range

subscriptionNewCurrentSP

subscriptionOldSP

subscriptionNewSP-DueDate (seconds set to zeros)

subscriptionPortingToOriginal-SPSwitch (set to TRUE)

subscriptionLRN

subscriptionCLASS-DPC

subscriptionCLASS-SSN

subscriptionLIDB-DPC

subscriptionLIDB-SSN

subscriptionCNAM-DPC

subscriptionCNAM-SSN

subscriptionISVM-DPC

subscriptionISVM-SSN

subscriptionLNPType (set to LISP)

subscriptionWSMSC-DPC - if supported by the Service Provider SOA

subscriptionWSMSC-SSN - if supported by the Service Provider SOA

The subscriptionNewCurrentServiceProv must be equal to the subscriptionOldServiceProv.

The following attributes are optional:


subscriptionEndUserLocationValue

subscriptionEndUserLocationType

subscriptionBillingId





3. If the request is valid, the NPAC SMS will M-CREATE the subscriptionVersionNPAC object. The status will be set to “pending.” Also the subscriptionCreationTimeStamp, the subscriptionNewSP-AuthorizationTimeStamp, subscriptionOldSP-AuthorizationTimeStamp, and the subscriptionModifiedTimeStamp will be set.





4. NPAC SMS responds to M-CREATE.





5. NPAC SMS sends an action reply with success or failure and reasons for failure. If the action fails, no modifications are applied and processing stops for this scenario.





6. NPAC SMS notifies intra-service provider SOA of subscriptionVersionNPAC creation.





7. Service provider SOA sends M-EVENT-REPORT confirmation to NPAC SMS.





The intra-service subscriptionVersion now follows the same flow as an inter-service subscriptionVersionCreation to activate the subscriptionVersion on the NPAC SMS and create the subscriptionVersion on the Local SMSs.





The only difference is the M-EVENT-REPORT for the subscriptionVersionStatusAttributeValueChange is only sent to the new provider.





GDMO:





-- 11.0 LNP New Service Provider Subscription Version Create





subscriptionVersionNewSP-Create ACTION





    BEHAVIOUR





        subscriptionVersionNewSP-CreateDefinition,





        subscriptionVersionNewSP-CreateBehavior;





    MODE CONFIRMED;





    WITH INFORMATION SYNTAX LNP-ASN1.NewSP-CreateAction;





    WITH REPLY SYNTAX LNP-ASN1.NewSP-CreateReply;





    REGISTERED AS {LNP-OIDS.lnp-action 11};





subscriptionVersionNewSP-CreateDefinition BEHAVIOUR





    DEFINED AS !





        The subscriptionVersionNewSP-Create action is the action that is





        used via the SOA to NPAC SMS interface by the





        new service provider to create a new subscriptionVersionNPAC.





    !;





subscriptionVersionNewSP-CreateBehavior BEHAVIOUR





    DEFINED AS !





        Preconditions: This action is issued from an lnpSubscriptions





        object.  Creates can be performed provided there is only one





        currently active subscription or no subscription version in the





        NPAC; otherwise an action failure will be returned.





        The new service provider must specify valid values for the





        following attributes:





        subscriptionTN or a valid subscriptionVersionTN-Range





        subscriptionLRN





        subscriptionNewCurrentSP





        subscriptionOldSP





        subscriptionNewSP-DueDate





        subscriptionCLASS-DPC





        subscriptionCLASS-SSN





        subscriptionLIDB-DPC





        subscriptionLIDB-SSN





        subscriptionCNAM-DPC





        subscriptionCNAM-SSN





        subscriptionISVM-DPC





        subscriptionISVM-SSN





        subscriptionLNPType





        subscriptionPortingToOriginal-SPSwitch





        The new service provider must specify valid values for the following





        attributes, when the service provider's "SOA WSMSC DPC SSN Data"





        indicator is TRUE, and must NOT specify these values when the 





        indicator is set to FALSE:





        subscriptionWSMSC-DPC





        subscriptionWSMSC-SSN





        The new service provider may specify valid values for the





        following attributes:





        subscriptionEndUserLocationValue





        subscriptionEndUserLocationType





        subscriptionBillingId





        subscriptionPortingToOriginal-SPSwitch can only be specified as





        TRUE for a TN that is currently ported and is being ported back





        to the original service provider, along with the home switch of





        the NPA-NXX.  If the value of





        subscriptionPortingToOriginal-SPSwitch is TRUE, the LRN and GTT data





        should be specified as NULL.  If the value of





        subscriptionPortingToOriginal-SPSwitch is TRUE,





        when the activate occurs for the subscription version, the Local





        SMSs will receive a request to delete the old subscription version





        routing data in their networks. They will not receive any





        new network routing data for the subscription. Concurrence from the





        old service provider is required. If the value of





        subscriptionPortingToOriginal-SPSwitch is TRUE, the LNP





        Type may be either "LSPP" or "LISP".




        If the port of the subscription version is an intra-service





        provider port, the new service provider can use the 





        subscriptionVersionNewSP-Create action specifying the old service





        provider equal to the new service provider.  In this case, the





        old service provider create action is not required.




        Postconditions: After this action has been executed, if





        the data specified passes validation, a pending subscription





        version or range of subscription versions will exist in the 





        NPAC SMS.  These validations are done as follows:





        subscriptionTN or range of TNs are valid in a range open for





        porting by the new service provider. TN ranges must be specified





        where the stop TN in the range is greater than the start TN.





        subscriptionLNPType is specified to be "LSPP" or "LISP".





        subscriptionNewSP-DueDate is a future date.  If not specified,





        the time defaults to 00:00.00.





        Old and New SP are valid service providers in the NPAC SMS.





        LRN data is associated with the New Service Provider.





        If a pre-existing version exists, validation will be done to insure





        that the new service provider previously specified is the same





        as the executor of the action.





        If the validations succeed and the subscription version does not 





        currently exist, a new subscription version will be created with 





        a status of pending.





        If the validations succeed and a pending subscription version exists,





        the new service provider create information will be applied to the 





        existing pending subscription version.





        If the validations fail, a new subscription version will not





        be created if one does not exist.  If one already existed, it





        will be retained.





        The action success or failure and reasons for failure will be





        returned in the action reply.





    !;





ASN.1:





No change required.





M&P:





No change required.





Origination Date:  12/9/1998





Originator:  Sprint





Change Order Number:  NANC 249




Description:  Modification of Dates for a Disconnect Pending SV





Pure Backwards Compatible:  NO





Interface and Functional Backwards Compatible:  YES




IMPACT/CHANGE ASSESSMENT





					FRS




					IIS




					GDMO




					ASN.1




					NPAC




					SOA




					LSMS









					Y




					Y




					Y




					




					Low




					Med




					N/A














Business Need:





The current situation requires an SP to cancel the existing order and create a new order to change a pending disconnect date.  This change order would allow modification of the customer disconnect date resulting in labor savings in the work center.





Description of Change:





The NPAC should be changed to allow a Service Provider to modify the CDD (Customer Disconnect Date) and ERD (Effective Release Date) for an SV that has a status of “disconnect pending”.





The current Service Provider would send a subscriptionVersionModify using an M-ACTION.  The two attributes that would need to be added as “modifiable” are subscriptionCustomerDisconnectDate and subscriptionEffectiveReleaseDate.





Requirements:





R5‑25
Modify Subscription Version - Invalid Version Status Notification





NPAC SMS shall return an error to the originating NPAC personnel, NPAC SOA Low-tech Interface users, or SOA to NPAC SMS interface user if the version status is sending, failed, partial failure, canceled, cancel pending, or old or disconnect pending upon Subscription Version modification.





Req 1
Modify Disconnect Pending Subscription Version - Input Data





NPAC SMS shall allow the following data to be modified for a disconnect pending Subscription Version:





· Customer Disconnect Date





· Effective Release Date





Req 2
Modify Disconnect Pending Subscription Version - Field-level Data Validation





NPAC SMS shall perform field-level data validations to ensure that the value formats for the following input data, if supplied, is valid according to the formats specified in Table 3-6 upon Subscription Version modification of a disconnect pending version:





· Customer Disconnect Date





· Effective Release Date





RR5-11
Modify Active/Disconnect Pending Subscription Version - Service Provider Owned





NPAC SMS shall allow only NPAC personnel and the current Service Provider to modify their own active/disconnect pending Subscription Versions.





Req 3
Modify Disconnect Pending Subscription Version - Version Identification





NPAC SMS shall require the following data from NPAC personnel, NPAC SOA Low-tech Interface users,  or SOA to NPAC SMS interface users to identify the disconnect pending Subscription Version to be modified:





Ported Telephone Numbers (or a specified range of numbers) and status of Disconnect Pending





or





Subscription Version ID





R5‑39.1
Modify Active/Disconnect Pending Subscription Version - Validation Failure Notification





NPAC SMS shall send an appropriate error message to the originating user if the modified active/disconnect pending Subscription Version fails validations.





R5-39.2
Modify Active/Disconnect Pending Subscription Version - Validation Error Processing





NPAC SMS shall leave the original version intact upon validation failure of a modified active/disconnect pending Subscription Version.





Req 4
Activation Of A Modified Disconnect Pending Subscription Version when ERD is Modified to Current Date





NPAC SMS shall proceed with the broadcast immediate disconnect subscription process upon successful modification of a disconnect pending Subscription Version, only in cases where the Effective Release Date has been modified to the current date/time or previous date/time, in the NPAC SMS.





Note:  If the ERD is set to a future date/time, the NPAC SMS will not broadcast any updates at the time of modification.  The disconnect broadcast will occur once the future date/time has been reached in the NPAC SMS.





Req 5
Modify Disconnect Pending Subscription Version – Rejection for Empty CDD





NPAC SMS shall reject a Subscription Version Modify Disconnect Pending Request, if the new value for the Customer Disconnect Date is not populated.





Note to Service Providers:  If changing the Customer Disconnect Date, the date must be populated in the message that is sent to the NPAC.  If the SOA is not changing the date, the date must still be sent to the NPAC in the Modify Disconnect Pending Request with the same/current value.





Note to Service Providers:  In the case where a SOA is modifying a range of disconnect-pending Subscription Versions that have different CDD or ERD values, all of the Subscription Versions in that range will be updated to the same CDD or ERD value, even though they previously had different values.





Req 6
Modify Disconnect Pending Subscription Version – Valid Dates for CDD and ERD





NPAC SMS shall allow a Subscription Version Modify Disconnect Pending Request, to contain date/time values in the past for the Customer Disconnect Date and Effective Release Date.





IIS:





New flow is shown below:





B.5.2.x

SubscriptionVersion Modify Disconnect Pending Version Using M-ACTION by a Service Provider SOA





This scenario shows the modification of a disconnect pending subscription. The modification of a disconnect pending subscription version can be performed using an M-ACTION only by the current service provider SOA.
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					SOA takes action
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					( M-ACTION svModify
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					Internal, M-SET Request
svNPAC
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					Internal, M-SET Response
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					( M-ACTION Response




					




					




					5














1. Action is taken by current service provider to modify a disconnect pending subscription version by specifying the TN, TN range, and the version status, or by specifying the version ID of the subscription version to be modified; and the data to be modified.

The current service provider can only modify the following attributes:


subscriptionCustomerDisconnectDate

subscriptionEffectiveReleaseDate





2. Current service provider SOA issues M-ACTION ModifySubscriptionVersion to the NPAC SMS lnpSubscriptions object to update the disconnect pending version. The NPAC SMS validates the data.





3. If the M-ACTION data validates, NPAC SMS issues M-SET to the subscriptionVersionNPAC. The subscriptionModifiedTimeStamp is set, and any other modified attributes are updated.





4. NPAC SMS issues M-SET response indicating success or failure.





5. NPAC SMS replies to the M-ACTION with success or failure and reasons for failure to the service provider SOA. If the action fails, no modifications are applied and processing stops. Failure reasons include accessDenied (not the current service provider) and invalidArgumentValue (validation problems).





If the newly modified ERD is the current date or a previous date, the NPAC will follow the “immediate disconnect” flow (B.5.4.1).  Otherwise, it will follow the future dated ERD flow (B.5.4.2).





GDMO:





-- 7.0 LNP Subscription Version Modify Action





subscriptionVersionModify ACTION





    BEHAVIOUR





        subscriptionVersionModifyDefinition,





        subscriptionVersionModifyBehavior;





    MODE CONFIRMED;





    WITH INFORMATION SYNTAX LNP-ASN1.ModifyAction;





    WITH REPLY SYNTAX LNP-ASN1.ModifyReply;





    REGISTERED AS {LNP-OIDS.lnp-action 7};





subscriptionVersionModifyDefinition BEHAVIOUR





    DEFINED AS !





        The subscriptionVersionModify action is the action that can be





        used by the SOA to modify a subscription version via the SOA to





        NPAC SMS interface.





    !;





subscriptionVersionModifyBehavior BEHAVIOUR





    DEFINED AS !





        Preconditions: This action is issued from an lnpSubscriptions





        object specifying the object to be modified by specifying





        the subscriptionVersionId or by specifying the subscriptionTN or





        a range of TNs (where the stop TN in the range is greater than 





        the start TN) and the status of the subscription version.  All





        attribute values to be modified shall also be specified.





        Postconditions: The NPAC SMS has modified the subscription





        version.  An error will be returned to the service provider if





        there is no version that is modifiable or if the modification fails





        due to authorization of the service provider or data validation. 





        Subscription versions with subscriptionLNPType equal to 'pool'





        cannot be specified in the action.





        Service Providers can modify attributes associated with active,





        pending, disconnect-pending or conflict subscription versions.





        Old service providers can only modify the following attributes





        for pending or conflict subscription versions:





        subscriptionOldSP-DueDate





        subscriptionOldSP-Authorization





        subscriptionStatusChangeCauseCode





        The subscriptionStatusChangeCauseCode is an optional field and is





        only specified if the subscriptionOldSP-Authorization is false.





        New service providers can only modify the following attributes





        for pending or conflict subscription versions:





        subscriptionLRN





        subscriptionNewSP-DueDate





        subscriptionCLASS-DPC





        subscriptionCLASS-SSN





        subscriptionLIDB-DPC





        subscriptionLIDB-SSN





        subscriptionCNAM-DPC





        subscriptionCNAM-SSN





        subscriptionISVM-DPC





        subscriptionISVM-SSN





        subscriptionEndUserLocationValue





        subscriptionEndUserLocationType





        subscriptionBillingId





        New service providers may specify modified valid values for the





        following attributes, when the service provider's "SOA WSMSC DPC SSN





        Data" indicator is TRUE, and may NOT specify these values when the





        indicator is set to FALSE:





        subscriptionWSMSC-DPC





        subscriptionWSMSC-SSN





        Validation will be done for both old and new service provider





        data that is specified for pending or conflict





        subscription versions.





        If validation fails no changes will be made and an error





        will be returned. If validation passes, the version will be





        modified and remain in a pending, disconnect pending or active state.





        New service providers can only modify the following attributes





        for active subscription versions:





        subscriptionLRN





        subscriptionCLASS-DPC





        subscriptionCLASS-SSN





        subscriptionLIDB-DPC





        subscriptionLIDB-SSN





        subscriptionCNAM-DPC





        subscriptionCNAM-SSN





        subscriptionISVM-DPC





        subscriptionISVM-SSN





        subscriptionEndUserLocationValue





        subscriptionEndUserLocationType





        subscriptionBillingId





        New service providers may specify modified valid values for the





        following attributes, when the service provider's "SOA WSMSC DPC SSN





        Data" indicator is TRUE, and may NOT specify these values when the





        indicator is set to FALSE:





        subscriptionWSMSC-DPC





        subscriptionWSMSC-SSN





        For the modification of an active subscription version where





        the data specified passes validation, the modified version





        is immediately broadcast.  The modified subscription version will have





        a status of sending and broadcasts will begin.  If validation fails,





        no changes will be made and an error will be returned in the action





        reply.





        The new/current service provider can only modify the following





        attributes for a disconnect-pending subscription version:





        subscriptionCustomerDisconnectDate





        subscriptionEffectiveReleaseDate





        For the modification of a disconnect-pending subscription version





        where the Effective Release Date is specified to a current or





        previous date/time, and passes validation, then the modified version





        is immediately broadcast.  The modified subscription version will have





        a status of sending and broadcasts will begin.  If validation fails,





        no changes will be made and an error will be returned in the action





        reply.





        If the data specified passes validation, the modified version





        is immediately broadcast.  The modified subscription version will have





        a status of sending and broadcasts will begin.  If validation fails,





        no changes will be made and an error will be returned in the action





        reply.





    !;





ASN.1:





subscriptionModifyData ::= SEQUENCE { 





    subscription-lrn [0] LRN OPTIONAL, 





    subscription-new-sp-due-date [1] GeneralizedTime OPTIONAL, 





    subscription-old-sp-due-date [2] GeneralizedTime OPTIONAL, 





    subscription-old-sp-authorization [3] ServiceProvAuthorization OPTIONAL, 





    subscription-class-dpc [4] EXPLICIT DPC OPTIONAL, 





    subscription-class-ssn [5] EXPLICIT SSN OPTIONAL, 





    subscription-lidb-dpc [6] EXPLICIT DPC OPTIONAL, 





    subscription-lidb-ssn [7] EXPLICIT SSN OPTIONAL, 





    subscription-isvm-dpc [8] EXPLICIT DPC OPTIONAL, 





    subscription-isvm-ssn [9] EXPLICIT SSN OPTIONAL, 





    subscription-cnam-dpc [10] EXPLICIT DPC OPTIONAL, 





    subscription-cnam-ssn [11] EXPLICIT SSN OPTIONAL, 





    subscription-end-user-location-value [12] EndUserLocationValue OPTIONAL, 





    subscription-end-user-location-type [13] EndUserLocationType OPTIONAL, 





    subscription-billing-id [14] BillingId OPTIONAL, 





    subscription-status-change-cause-code [15] 





        SubscriptionStatusChangeCauseCode OPTIONAL, 





    subscription-wsmsc-dpc [16] EXPLICIT DPC OPTIONAL, 





    subscription-wsmsc-ssn [17] EXPLICIT SSN OPTIONAL, 





    subscription-customer-disconnect-date  [18] GeneralizedTime OPTIONAL, 





    subscription-effective-release-date [19] GeneralizedTime OPTIONAL 





} 





SubscriptionModifyInvalidData ::= CHOICE { 





    subscription-lrn [0] EXPLICIT LRN, 





    subscription-new-sp-due-date [1] EXPLICIT GeneralizedTime, 





    subscription-old-sp-due-date [2] EXPLICIT GeneralizedTime, 





    subscription-old-sp-authorization [3] EXPLICIT ServiceProvAuthorization, 





    subscription-class-dpc [4] EXPLICIT DPC, 





    subscription-class-ssn [5] EXPLICIT SSN, 





    subscription-lidb-dpc [6] EXPLICIT DPC, 





    subscription-lidb-ssn [7] EXPLICIT SSN, 





    subscription-isvm-dpc [8] EXPLICIT DPC, 





    subscription-isvm-ssn [9] EXPLICIT SSN, 





    subscription-cnam-dpc [10] EXPLICIT DPC, 





    subscription-cnam-ssn [11] EXPLICIT SSN, 





    subscription-end-user-location-value [12] EXPLICIT EndUserLocationValue, 





    subscription-end-user-location-type [13] EXPLICIT EndUserLocationType, 





    subscription-billing-id [14] EXPLICIT BillingId, 





    subscription-status-change-cause-code [15] 





          EXPLICIT SubscriptionStatusChangeCauseCode, 





    subscription-wsmsc-dpc [16] EXPLICIT DPC, 





    subscription-wsmsc-ssn [17] EXPLICIT SSN, 





   subscription-customer-disconnect-date  [18] EXPLICIT GeneralizedTime, 





    subscription-effective-release-date [19] EXPLICIT GeneralizedTime 




}





M&P:





No change required.





Origination Date:  5/27/1999





Originator:  AT&T





Change Order Number:  NANC 287




Description:  ASN.1 Change for Required Field in VersionNewNPA-NXX and VersionNewNPA-NXX Recovery Notification





Pure Backwards Compatible:  NO





Interface and Functional Backwards Compatible:  NO





Re-Compile Only Backwards Compatible:  YES




IMPACT/CHANGE ASSESSMENT





					FRS




					IIS




					GDMO




					ASN.1




					NPAC




					SOA




					LSMS









					




					




					




					Y




					Low




					Low




					Low














Business Need:





Currently, there is an ASN.1 definition error that requires a change order due to the fact that a recompile action is necessary for all SOAs and LSMSs.  This will change a field that is defined as optional to required.





Description of Change:





(Recompile only).  The current ASN.1 has incorrect field definition.  The requested change is to make the service-prov-npa-nxx-value of the VersionNewNPA-NXX notification and VersionNewNPA-NXX-Recovery notification a required field instead of  'optional'.





Requirements:





No change required.





IIS:





No change required.





GDMO:





No change required.





ASN.1:





See below.




Current asn.1:





VersionNewNPA-NXX ::= SEQUENCE {





    service-prov-npa-nxx-id NPA-NXX-ID,





    service-prov-npa-nxx-value NPA-NXX OPTIONAL,





    service-prov-npa-nxx-effective-time-stamp GeneralizedTime,





    service-prov-id ServiceProvId,





    access-control LnpAccessControl





}





Proposed:





VersionNewNPA-NXX ::= SEQUENCE {





    service-prov-npa-nxx-id NPA-NXX-ID,





    service-prov-npa-nxx-value NPA-NXX,





    service-prov-npa-nxx-effective-time-stamp GeneralizedTime,





    service-prov-id ServiceProvId,





    access-control LnpAccessControl





}





Current asn.1:





VersionNewNPA-NXX-Recovery ::= SEQUENCE {





    service-prov-npa-nxx-id NPA-NXX-ID,





    service-prov-npa-nxx-value NPA-NXX OPTIONAL,





    service-prov-npa-nxx-effective-time-stamp GeneralizedTime,





    service-prov-id ServiceProvId





}





Proposed:





VersionNewNPA-NXX-Recovery ::= SEQUENCE {





    service-prov-npa-nxx-id NPA-NXX-ID,





    service-prov-npa-nxx-value NPA-NXX,





    service-prov-npa-nxx-effective-time-stamp GeneralizedTime,





    service-prov-id ServiceProvId





}





M&P:





No change required.





Origination Date:  7/7/1999





Originator:  Bell Atlantic





Change Order Number:  NANC 291




Description:  SSN Edits in the NPAC SMS





Pure Backwards Compatible:  YES (however, operational impacts to SPs)





IMPACT/CHANGE ASSESSMENT





					FRS




					IIS




					GDMO




					ASN.1




					NPAC




					SOA




					LSMS









					Y




					




					Y




					




					Low




					N/A




					N/A














Business Need:





The current environment allows the new SP to send up final Global Title Translation data.  This final GTT data is broadcasted by NPAC to all applicable subtending SPs in the Region.  This has resulted in service-affecting TCAP routing errors for subtending SPs who do not have route sets built based on final GTT to the new SP, causing trouble-shooting expense and re-broadcast of the data to modify the DPCs to non-final GTT.  This issue is addressed by this change order, NANC 291.





In addition, invalid GTT data (e.g. a DPC with no SSN, a DPC with Network ID set to 000, etc.) contained within the new SP CREATE has also resulted in TCAP routing errors when broadcasted to subtending SPs.  This issue is addressed by NANC 191.





These two Change Orders will ensure that GTT data is formatted consistent with SS7 signaling standards and contains only non-final DPCs in accordance with recommendations documented in T1S1.6 standards for Local Number Portability.  This will mitigate the trouble-shooting and NPAC broadcast expense due to incorrect or invalid GTT data.





Description of Change:





The NPAC SMS should edit and prevent a new Service Provider CREATE message from specifying final Global Title Translations for CLASS, LIDB, CNAM, ISVM MWI, and WSMSC.





Description of Issue:





There have been instances when the new Service Provider, upon sending the new SP CREATE message to NPAC, has provided final Global Title Translation data for the Destination Point Codes and Subsystem Numbers for CLASS, LIDB, CNAM, and/or ISVM MWI.  This final GTT data is broadcasted by NPAC to all applicable subtending service providers in the Region.  This has resulted in TCAP routing errors for subtending service providers who do not have route sets built based on final GTT to the new SP.





Some SPs using final, but not sure how much of a problem this is creating.  In all cases discussed, led to new SP changing SSN to gateway value instead of final value.





All SPs need to figure out if there is a requirement to broadcast final GTT instead of gateway, and if so, their willingness to change this approach.  SPs will need to substitute final in their own network.  SPs should understand that if no arrangement is set up between the providers, then routing errors (to the new SP’s customer) will occur.  This affect creates, modifies, and mass update functionality.





Proposed Change Order:





Implement an edit in NPAC that will reject a new SP CREATE message if the message contains a Destination Point Code with a non-zero (000) Subsystem Number for CLASS, LIDB, CNAM, ISVM MWI, or Wireless Short Message Service.  This edit shall be settable (active or inactive) on a service and Regional NPAC combination basis (i.e., there will be five settable edits per region).  It shall apply to that specific service’s DPCs associated with ported and pooled DNs.  For 1K block pooling, the NPAC SMS will reject creation of block data containing a non-zero Subsystem Number, whether by NPAC personnel or via the new SP's SOA, if the edit is active for that specific service.





Requirements:





The backwards compatibility sunset period for the CLASS SSN Edit Flag Indicator, LIDB SSN Edit Flag Indicator, CNAM SSN Edit Flag Indicator, ISVM SSN Edit Flag Indicator, and WSMSC SSN Edit Flag Indicator, is two major NPAC SMS Releases (i.e., if implemented in R4, it is only guaranteed to be available through R5, and may be unavailable starting with R6).





Req 1 – DPC/SSN Edits – CLASS SSN Edit Flag Indicator





NPAC SMS shall provide a CLASS SSN Edit Flag Indicator, which is defined as an indicator on whether or not CLASS DPC/SSN consistency edits will be enforced by the NPAC SMS, upon Subscription Version or Number Pool Block Creation, Modification, or mass update.





Req 2 – DPC/SSN Edits – LIDB SSN Edit Flag Indicator





NPAC SMS shall provide a LIDB SSN Edit Flag Indicator, which is defined as an indicator on whether or not LIDB DPC/SSN consistency edits will be enforced by the NPAC SMS, upon Subscription Version or Number Pool Block Creation, Modification, or mass update.





Req 3 – DPC/SSN Edits – CNAM SSN Edit Flag Indicator





NPAC SMS shall provide a CNAM SSN Edit Flag Indicator, which is defined as an indicator on whether or not CNAM DPC/SSN consistency edits will be enforced by the NPAC SMS, upon Subscription Version or Number Pool Block Creation, Modification, or mass update.





Req 4 – DPC/SSN Edits – ISVM SSN Edit Flag Indicator





NPAC SMS shall provide a ISVM SSN Edit Flag Indicator, which is defined as an indicator on whether or not ISVM DPC/SSN consistency edits will be enforced by the NPAC SMS, upon Subscription Version or Number Pool Block Creation, Modification, or mass update.





Req 5 – DPC/SSN Edits – WSMSC SSN Edit Flag Indicator





NPAC SMS shall provide a WSMSC SSN Edit Flag Indicator, which is defined as an indicator on whether or not WSMSC DPC/SSN consistency edits will be enforced by the NPAC SMS, upon Subscription Version or Number Pool Block Creation, Modification, or mass update.





Req 6 – DPC/SSN Edits – CLASS SSN Rejection for Non-Zero Value





NPAC SMS shall, based on the CLASS SSN Edit Flag Indicator for CLASS service when the value is TRUE, reject a Subscription Version or Number Pool Block Creation, Modification of any data, or mass update of any data, when the CLASS Destination Point Code (DPC) for that specific service contains a value (network 001-255, cluster 000-255, member 000-255), and the corresponding CLASS Sub-System Number (SSN) is not a zero (000) value.





Req 7 – DPC/SSN Edits – LIDB SSN Rejection for Non-Zero Value





NPAC SMS shall, based on the LIDB SSN Edit Flag Indicator for LIDB service when the value is TRUE, reject a Subscription Version or Number Pool Block Creation, Modification of any data, or mass update of any data, when the LIDB Destination Point Code (DPC) for that specific service contains a value (network 001-255, cluster 000-255, member 000-255), and the corresponding LIDB Sub-System Number (SSN) is not a zero (000) value.





Req 8 – DPC/SSN Edits – CNAM SSN Rejection for Non-Zero Value





NPAC SMS shall, based on the CNAM SSN Edit Flag Indicator for CNAM service when the value is TRUE, reject a Subscription Version or Number Pool Block Creation, Modification of any data, or mass update of any data, when the CNAM Destination Point Code (DPC) for that specific service contains a value (network 001-255, cluster 000-255, member 000-255), and the corresponding CNAM Sub-System Number (SSN) is not a zero (000) value.





Req 9 – DPC/SSN Edits – ISVM SSN Rejection for Non-Zero Value





NPAC SMS shall, based on the ISVM SSN Edit Flag Indicator for ISVM service when the value is TRUE, reject a Subscription Version or Number Pool Block Creation, Modification of any data, or mass update of any data, when the ISVM Destination Point Code (DPC) for that specific service contains a value (network 001-255, cluster 000-255, member 000-255), and the corresponding ISVM Sub-System Number (SSN) is not a zero (000) value.





Req 10 – DPC/SSN Edits – WSMSC SSN Rejection for Non-Zero Value





NPAC SMS shall, based on the WSMSC SSN Edit Flag Indicator for WSMSC service when the value is TRUE, reject a Subscription Version or Number Pool Block Creation, Modification of any data, or mass update of any data, when the WSMSC Destination Point Code (DPC) for that specific service contains a value (network 001-255, cluster 000-255, member 000-255), and the corresponding WSMSC Sub-System Number (SSN) is not a zero (000) value.





Req 11 – DPC/SSN Edits – CLASS SSN Edit Flag Indicator – OpGUI Modification





NPAC SMS shall allow the NPAC Personnel, via the NPAC Administrative Interface, to modify the CLASS SSN Edit Flag Indicator.





Req 12 – DPC/SSN Edits – LIDB SSN Edit Flag Indicator – OpGUI Modification





NPAC SMS shall allow the NPAC Personnel, via the NPAC Administrative Interface, to modify the LIDB SSN Edit Flag Indicator.





Req 13 – DPC/SSN Edits – CNAM SSN Edit Flag Indicator – OpGUI Modification





NPAC SMS shall allow the NPAC Personnel, via the NPAC Administrative Interface, to modify the CNAM SSN Edit Flag Indicator.





Req 14 – DPC/SSN Edits – ISVM SSN Edit Flag Indicator – OpGUI Modification





NPAC SMS shall allow the NPAC Personnel, via the NPAC Administrative Interface, to modify the ISVM SSN Edit Flag Indicator.





Req 15 – DPC/SSN Edits – WSMSC SSN Edit Flag Indicator – OpGUI Modification





NPAC SMS shall allow the NPAC Personnel, via the NPAC Administrative Interface, to modify the WSMSC SSN Edit Flag Indicator.





Req 16 – DPC/SSN Edits – CLASS SSN Edit Flag Indicator Default





NPAC SMS shall default the CLASS SSN Edit Flag Indicator to TRUE.





Req 17 – DPC/SSN Edits – LIDB SSN Edit Flag Indicator Default





NPAC SMS shall default the LIDB SSN Edit Flag Indicator to TRUE.





Req 18 – DPC/SSN Edits – CNAM SSN Edit Flag Indicator Default





NPAC SMS shall default the CNAM SSN Edit Flag Indicator to TRUE.





Req 19 – DPC/SSN Edits – ISVM SSN Edit Flag Indicator Default





NPAC SMS shall default the ISVM SSN Edit Flag Indicator to TRUE.





Req 20 – DPC/SSN Edits – WSMSC SSN Edit Flag Indicator Default





NPAC SMS shall default the WSMSC SSN Edit Flag Indicator to TRUE.





IIS:





No change required.





GDMO:





-- 21.0 LNP NPAC Subscription Version Managed Object Class





subscriptionVersionNPAC MANAGED OBJECT CLASS





…





subscriptionVersionNPAC-Behavior BEHAVIOUR





    DEFINED AS !





…





        When the subscription version is created, the





        subscriptionBusinessType is set according to the business days and





        hours selection of the old and new service providers.





        When the subscription version is created, modified, or mass updated





        and contains a DPC value, the corresponding SSN value must be set





        to 0 (zero), if the corresponding SSN edit flag indicator is true.





        The Service Provider SOA can M-GET and M-SET subscriptionVersionNPAC





        objects via the SOA to NPAC SMS interface (SOA Management Association





        Function).  Rules for M-SET are described below.




-- 30.0 Number Pool Block NPAC Data Managed Object Class





--





numberPoolBlockNPAC MANAGED OBJECT CLASS





…





numberPoolBlockNPAC-Behavior BEHAVIOUR





    DEFINED AS !





…





        The numberPoolBlockFailed-SP-List is set when a failure occurs





        in sending to the LSMSs. It contains the list of EDR and non-EDR





        service provider IDs who failed to successfully respond to the





        broadcasted data.





        When the numberPoolBlock is created, modified, or mass updated





        and contains a DPC value, the corresponding SSN value must be set





        to 0 (zero), if the corresponding SSN edit flag indicator is true.





        Service providers can M-GET any numberPoolBlockNPAC object





        from the LSMS and SOA.





-- 63.0 LNP Subscription Version Class Destination Point Code





subscriptionCLASS-DPC ATTRIBUTE





    WITH ATTRIBUTE SYNTAX LNP-ASN1.DPC;





    MATCHES FOR EQUALITY, ORDERING;





    BEHAVIOUR subscriptionCLASS-DPCBehavior;





    REGISTERED AS {LNP-OIDS.lnp-attribute 63};





subscriptionCLASS-DPCBehavior BEHAVIOUR





    DEFINED AS !





        This attribute is used to specify the subscription version





        CLASS Destination Point Code. 





        If the subscriptionCLASS-DPC attribute is provided, the





        subscriptionCLASS-SSN attribute must be 0 (zero), if the





        corresponding SSN edit flag indicator is true.





        The data is stored in BCD (e.g. a value of FFFFFF would be displayed





        as 255.255.255). 





!;  





-- 64.0 LNP Subscription Version Class SSN





subscriptionCLASS-SSN ATTRIBUTE





    WITH ATTRIBUTE SYNTAX LNP-ASN1.SSN;





    MATCHES FOR EQUALITY, ORDERING;





    BEHAVIOUR subscriptionCLASS-SSN-Behavior;





    REGISTERED AS {LNP-OIDS.lnp-attribute 64};





subscriptionCLASS-SSN-Behavior BEHAVIOUR





    DEFINED AS !





        This attribute is used to specify the subscription version





        CLASS SSN.




        If the subscriptionCLASS-SSN attribute is provided, the





        value must be 0 (zero), if the corresponding SSN edit flag





        indicator is true.





!;  





-- 65.0 LNP Subscription CNAM Destination Point Code





subscriptionCNAM-DPC ATTRIBUTE





    WITH ATTRIBUTE SYNTAX LNP-ASN1.DPC;





    MATCHES FOR EQUALITY, ORDERING;





    BEHAVIOUR subscriptionCNAM-DPC-Behavior;





    REGISTERED AS {LNP-OIDS.lnp-attribute 65};





subscriptionCNAM-DPC-Behavior BEHAVIOUR





    DEFINED AS !





        This attribute is used to specify the CNAM Destination Point





        value for the subscription version.





        If the subscriptionCNAM-DPC attribute is provided, the





        subscriptionCNAM-SSN attribute must be 0 (zero), if the





        corresponding SSN edit flag indicator is true.





        The data is stored in BCD (e.g. a value of FFFFFF would be displayed





        as 255.255.255).





!;  





-- 66.0 LNP Subscription CNAM SSN





subscriptionCNAM-SSN ATTRIBUTE





    WITH ATTRIBUTE SYNTAX LNP-ASN1.SSN;





    MATCHES FOR EQUALITY, ORDERING;





    BEHAVIOUR subscriptionCNAM-SSN-Behavior;





    REGISTERED AS {LNP-OIDS.lnp-attribute 66};





subscriptionCNAM-SSN-Behavior BEHAVIOUR





    DEFINED AS !





        This attribute is used to specify the CNAM SSN





        value for the subscription version. 





        If the subscriptionCNAM-SSN attribute is provided, the





        value must be 0 (zero), if the corresponding SSN edit flag





        indicator is true.





!;  





-- 76.0 LNP Subscription ISVM Destination Point Code





subscriptionISVM-DPC ATTRIBUTE





    WITH ATTRIBUTE SYNTAX LNP-ASN1.DPC;





    MATCHES FOR EQUALITY, ORDERING;





    BEHAVIOUR subscriptionISVM-DPC-Behavior;





    REGISTERED AS {LNP-OIDS.lnp-attribute 76};





subscriptionISVM-DPC-Behavior BEHAVIOUR





    DEFINED AS !





        This attribute is used to specify the ISVM Destination Point





        value for the subscription version.





        If the subscriptionISVM-DPC attribute is provided, the





        subscriptionISVM-SSN attribute must be 0 (zero, if the





        corresponding SSN edit flag indicator is true).





        The data is stored in BCD (e.g. a value of FFFFFF would be





        displayed as 255.255.255).





!;  





-- 77.0 LNP Subscription ISVM SSN





subscriptionISVM-SSN ATTRIBUTE





    WITH ATTRIBUTE SYNTAX LNP-ASN1.SSN;





    MATCHES FOR EQUALITY, ORDERING;





    BEHAVIOUR subscriptionISVM-SSN-Behavior;





    REGISTERED AS {LNP-OIDS.lnp-attribute 77};





subscriptionISVM-SSN-Behavior BEHAVIOUR





    DEFINED AS !





        This attribute is used to specify the ISVM SSN





        value for the subscription version. 





        If the subscriptionISVM-SSN attribute is provided, the





        value must be 0 (zero), if the corresponding SSN edit flag





        indicator is true.





!;  





-- 78.0 LNP Subscription LIDB Destination Point Code





subscriptionLIDB-DPC ATTRIBUTE





    WITH ATTRIBUTE SYNTAX LNP-ASN1.DPC;





    MATCHES FOR EQUALITY, ORDERING;





    BEHAVIOUR subscriptionLIDB-DPC-Behavior;





    REGISTERED AS {LNP-OIDS.lnp-attribute 78};





subscriptionLIDB-DPC-Behavior BEHAVIOUR





    DEFINED AS !





        This attribute is used to specify the LIDB Destination Point





        value for the subscription version.





        If the subscriptionLIDB-DPC attribute is provided, the





        subscriptionLIDB-SSN attribute must be 0 (zero), if the





        corresponding SSN edit flag indicator is true.





        The data is stored in BCD (e.g. a value of FFFFFF would be





        displayed as 255.255.255).





!;  





-- 79.0 LNP Subscription LIDB SSN





subscriptionLIDB-SSN ATTRIBUTE





    WITH ATTRIBUTE SYNTAX LNP-ASN1.SSN;





    MATCHES FOR EQUALITY, ORDERING;





    BEHAVIOUR subscriptionLIDB-SSN-Behavior;





    REGISTERED AS {LNP-OIDS.lnp-attribute 79};





subscriptionLIDB-SSN-Behavior BEHAVIOUR





    DEFINED AS !





        This attribute is used to specify the LIDB SSN





        value for the subscription version. 





        If the subscriptionLIDB-SSN attribute is provided, the





        value must be 0 (zero), if the corresponding SSN edit flag





        indicator is true.





!;  





-- 109.0 Subscription Version WSMSC Destination Point Code





subscriptionWSMSC-DPC ATTRIBUTE





    WITH ATTRIBUTE SYNTAX LNP-ASN1.DPC;





    MATCHES FOR EQUALITY, ORDERING;





    BEHAVIOUR subscriptionWSMSC-DPCBehavior;





    REGISTERED AS {LNP-OIDS.lnp-attribute 109};





subscriptionWSMSC-DPCBehavior BEHAVIOUR





    DEFINED AS !





        This attribute is used to specify the subscription version





        WSMSC Destination Point Code. 





        If the subscriptionWSMSC-DPC attribute is provided, the





        subscriptionWSMSC-SSN attribute must be 0 (zero), if the





        corresponding SSN edit flag indicator is true.





        The data is stored in BCD (e.g. a value of FFFFFF would be





        displayed as 255.255.255).





!;  





-- 110.0 LNP Subscription Version WSMSC SSN





subscriptionWSMSC-SSN ATTRIBUTE





    WITH ATTRIBUTE SYNTAX LNP-ASN1.SSN;





    MATCHES FOR EQUALITY, ORDERING;





    BEHAVIOUR subscriptionWSMSC-SSN-Behavior;





    REGISTERED AS {LNP-OIDS.lnp-attribute 110};





subscriptionWSMSC-SSN-Behavior BEHAVIOUR





    DEFINED AS !





        This attribute is used to specify the subscription version





        WSMSC SSN.




        If the subscriptionWSMSC-SSN attribute is provided, the 





        value must be 0 (zero), if the corresponding SSN edit flag





        indicator is true.





!;  





-- 114.0 LNP Number Pool block Class Destination Point Code





numberPoolBlockCLASS-DPC ATTRIBUTE





    WITH ATTRIBUTE SYNTAX LNP-ASN1.DPC;





    MATCHES FOR EQUALITY, ORDERING;





    BEHAVIOUR numberPoolBlockCLASS-DPCBehavior;





    REGISTERED AS {LNP-OIDS.lnp-attribute 114};





numberPoolBlockCLASS-DPCBehavior BEHAVIOUR





    DEFINED AS !





        This attribute is used to specify the numberPoolBlock





        CLASS Destination Point Code.





        If the numberPoolBlockCLASS-DPC attribute is provided, the 





        numberPoolBlockCLASS-SSN attribute must be 0 (zero), if the





        corresponding SSN edit flag indicator is true.





        The data is stored in BCD (e.g. a value of FFFFFF would be displayed





        as 255.255.255). The valid octet values on the NPAC SMS are 000-255.




!;





-- 115.0 LNP Number Pool Block Class SSN





numberPoolBlockCLASS-SSN ATTRIBUTE





    WITH ATTRIBUTE SYNTAX LNP-ASN1.SSN;





    MATCHES FOR EQUALITY, ORDERING;





    BEHAVIOUR numberPoolBlockCLASS-SSN-Behavior;





    REGISTERED AS {LNP-OIDS.lnp-attribute 115};





numberPoolBlockCLASS-SSN-Behavior BEHAVIOUR





    DEFINED AS !





        This attribute is used to specify the numberPoolBlock





        CLASS SSN. The valid values on the NPAC SMS are 0-255.





        If the numberPoolBlockCLASS-SSN attribute is provided, the





        value must be 0 (zero), if the corresponding SSN edit flag





        indicator is true.





!;





-- 116.0 LNP Number Pool Block CNAM Destination Point Code





numberPoolBlockCNAM-DPC ATTRIBUTE





    WITH ATTRIBUTE SYNTAX LNP-ASN1.DPC;





    MATCHES FOR EQUALITY, ORDERING;





    BEHAVIOUR numberPoolBlockCNAM-DPC-Behavior;





    REGISTERED AS {LNP-OIDS.lnp-attribute 116};





numberPoolBlockCNAM-DPC-Behavior BEHAVIOUR





    DEFINED AS !





        This attribute is used to specify the CNAM Destination Point





        Code for the numberPoolBlock.





        If the numberPoolBlockCNAM-DPC attribute is provided, the





        numberPoolBlockCNAM-SSN attribute must be 0 (zero), if the





        corresponding SSN edit flag indicator is true.





        The data is stored in BCD (e.g. a value of FFFFFF would be displayed





        as 255.255.255). The valid octet values on the NPAC SMS are 000-255.




!;





-- 117.0 LNP Number Pool Block CNAM SSN





numberPoolBlockCNAM-SSN ATTRIBUTE





    WITH ATTRIBUTE SYNTAX LNP-ASN1.SSN;





    MATCHES FOR EQUALITY, ORDERING;





    BEHAVIOUR numberPoolBlockCNAM-SSN-Behavior;





    REGISTERED AS {LNP-OIDS.lnp-attribute 117};





numberPoolBlockCNAM-SSN-Behavior BEHAVIOUR





    DEFINED AS !





        This attribute is used to specify the CNAM SSN





        value for the numberPoolBlock. The valid values on the





        NPAC SMS are 0-255.





        If the numberPoolBlockCNAM-SSN attribute is provided, the





        value must be 0 (zero), if the corresponding SSN edit flag





        indicator is true.





!;





-- 123.0 LNP Number Pool Block ISVM Destination Point Code





numberPoolBlockISVM-DPC ATTRIBUTE





    WITH ATTRIBUTE SYNTAX LNP-ASN1.DPC;





    MATCHES FOR EQUALITY, ORDERING;





    BEHAVIOUR numberPoolBlockISVM-DPC-Behavior;





    REGISTERED AS {LNP-OIDS.lnp-attribute 123};





numberPoolBlockISVM-DPC-Behavior BEHAVIOUR





    DEFINED AS !





        This attribute is used to specify the ISVM Destination Point





        Code for the numberPoolBlock.





        If the numberPoolBlockISVM-DPC attribute is provided, the 





        numberPoolBlockISVM-SSN attribute must be 0 (zero), if the





        corresponding SSN edit flag indicator is true.





        The data is stored in BCD (e.g. a value of FFFFFF would be





        displayed as 255.255.255). The valid octet values on the NPAC SMS





        are 000-255.




!;





-- 124.0 LNP Number Pool Block ISVM SSN





numberPoolBlockISVM-SSN ATTRIBUTE





    WITH ATTRIBUTE SYNTAX LNP-ASN1.SSN;





    MATCHES FOR EQUALITY, ORDERING;





    BEHAVIOUR numberPoolBlockISVM-SSN-Behavior;





    REGISTERED AS {LNP-OIDS.lnp-attribute 124};





numberPoolBlockISVM-SSN-Behavior BEHAVIOUR





    DEFINED AS !





        This attribute is used to specify the ISVM SSN





        value for the numberPoolBlock. The valid values on the





        NPAC SMS are 0-255.





        If the numberPoolBlockISVM-SSN attribute is provided, the





        value must be 0 (zero), if the corresponding SSN edit flag





        indicator is true.





!;





-- 125.0 LNP Number Pool Block LIDB Destination Point Code





numberPoolBlockLIDB-DPC ATTRIBUTE





    WITH ATTRIBUTE SYNTAX LNP-ASN1.DPC;





    MATCHES FOR EQUALITY, ORDERING;





    BEHAVIOUR numberPoolBlockLIDB-DPC-Behavior;





    REGISTERED AS {LNP-OIDS.lnp-attribute 125};





numberPoolBlockLIDB-DPC-Behavior BEHAVIOUR





    DEFINED AS !





        This attribute is used to specify the LIDB Destination Point





        Code for the numberPoolBlock.





        If the numberPoolBlockLIDB-DPC attribute is provided, the





        numberPoolBlockLIDB-SSN attribute must be 0 (zero), if the





        corresponding SSN edit flag indicator is true.





        The data is stored in BCD (e.g. a value of FFFFFF would be





        displayed as 255.255.255). The valid octet on the NPAC SMS are 000-255.




!;





-- 126.0 LNP Number Pool Block LIDB SSN





numberPoolBlockLIDB-SSN ATTRIBUTE





    WITH ATTRIBUTE SYNTAX LNP-ASN1.SSN;





    MATCHES FOR EQUALITY, ORDERING;





    BEHAVIOUR numberPoolBlockLIDB-SSN-Behavior;





    REGISTERED AS {LNP-OIDS.lnp-attribute 126};





numberPoolBlockLIDB-SSN-Behavior BEHAVIOUR





    DEFINED AS !





        This attribute is used to specify the LIDB SSN





        value for the numberPoolBlock. The valid values on the





        NPAC SMS are 0-255.





        If the numberPoolBlockLIDB-SSN attribute is provided, the





        value must be 0 (zero), if the corresponding SSN edit flag





        indicator is true.





!;





-- 132.0 LNP Number Pool Block WSMSC Destination Point Code





numberPoolBlockWSMSC-DPC ATTRIBUTE





    WITH ATTRIBUTE SYNTAX LNP-ASN1.DPC;





    MATCHES FOR EQUALITY, ORDERING;





    BEHAVIOUR numberPoolBlockWSMSC-DPC-Behavior;





    REGISTERED AS {LNP-OIDS.lnp-attribute 132};





numberPoolBlockWSMSC-DPC-Behavior BEHAVIOUR





    DEFINED AS !





        This attribute is used to specify the WSMSC Destination Point





        Code for the numberPoolBlock.





        If the numberPoolBlockWSMSC-DPC attribute is provided, the





        numberPoolBlockWSMSC-SSN attribute must be 0 (zero), if the





        corresponding SSN edit flag indicator is true.





        The data is stored in BCD (e.g. a value of FFFFFF would be





        displayed as 255.255.255). The valid octet on the NPAC SMS are 000-255.




!;





-- 133.0 LNP Number Pool Block WSMSC SSN





numberPoolBlockWSMSC-SSN ATTRIBUTE





    WITH ATTRIBUTE SYNTAX LNP-ASN1.SSN;





    MATCHES FOR EQUALITY, ORDERING;





    BEHAVIOUR numberPoolBlockWSMSC-SSN-Behavior;





    REGISTERED AS {LNP-OIDS.lnp-attribute 133};





numberPoolBlockWSMSC-SSN-Behavior BEHAVIOUR





    DEFINED AS !





        This attribute is used to specify the WSMSC SSN





        value for the numberPoolBlock. The valid values on the





        NPAC SMS are 0-255.





        If the numberPoolBlockWSMSC-SSN attribute is provided, the 





        value must be 0 (zero), if the corresponding SSN edit flag





        indicator is true.





!;





!;





-- 7.0 LNP Subscription Version Modify Action





subscriptionVersionModify ACTION





    BEHAVIOUR





        subscriptionVersionModifyDefinition,





        subscriptionVersionModifyBehavior;





    MODE CONFIRMED;





    WITH INFORMATION SYNTAX LNP-ASN1.ModifyAction;





    WITH REPLY SYNTAX LNP-ASN1.ModifyReply;





    REGISTERED AS {LNP-OIDS.lnp-action 7};





subscriptionVersionModifyDefinition BEHAVIOUR





    DEFINED AS !





        The subscriptionVersionModify action is the action that can be





        used by the SOA to modify a subscription version via the SOA to





        NPAC SMS interface.





    !;





subscriptionVersionModifyBehavior BEHAVIOUR





    DEFINED AS !





        Preconditions: This action is issued from an lnpSubscriptions





        object specifying the object to be modified by specifying





        the subscriptionVersionId or by specifying the subscriptionTN or





        a range of TNs (where the stop TN in the range is greater than 





        the start TN) and the status of the subscription version.  All





        attribute values to be modified shall also be specified.





        Postconditions: The NPAC SMS has modified the subscription





        version.  An error will be returned to the service provider if





        there is no version that is modifiable or if the modification fails





        due to authorization of the service provider or data validation. 





        Subscription versions with subscriptionLNPType equal to 'pool'





        cannot be specified in the action.





        Service Providers can modify attributes associated with active,





        pending or conflict subscription versions.





        Old service providers can only modify the following attributes





        for pending or conflict subscription versions:





        subscriptionOldSP-DueDate





        subscriptionOldSP-Authorization





        subscriptionStatusChangeCauseCode





        The subscriptionStatusChangeCauseCode is an optional field and is





        only specified if the subscriptionOldSP-Authorization is false.





        New service providers can only modify the following attributes





        for pending or conflict subscription versions:





        subscriptionLRN





        subscriptionNewSP-DueDate





        subscriptionCLASS-DPC





        subscriptionCLASS-SSN





        subscriptionLIDB-DPC





        subscriptionLIDB-SSN





        subscriptionCNAM-DPC





        subscriptionCNAM-SSN





        subscriptionISVM-DPC





        subscriptionISVM-SSN





        subscriptionEndUserLocationValue





        subscriptionEndUserLocationType





        subscriptionBillingId





        New service providers may specify modified valid values for the





        following attributes, when the service provider's "SOA WSMSC DPC SSN





        Data" indicator is TRUE, and may NOT specify these values when the





        indicator is set to FALSE:





        subscriptionWSMSC-DPC





        subscriptionWSMSC-SSN





        An SSN value of 0 (zero) must be present when its corresponding





        DPC value is populated, if the corresponding SSN Edit Flag Indicator





        is set to TRUE.





        Validation will be done for both old and new service provider





        data that is specified for pending or conflict





        subscription versions.





        If validation fails no changes will be made and an error





        will be returned. If validation passes, the version will be





        modified and remain in a pending or active state.





        New service providers can only modify the following attributes





        for active subscription versions:





        subscriptionLRN





        subscriptionCLASS-DPC





        subscriptionCLASS-SSN





        subscriptionLIDB-DPC





        subscriptionLIDB-SSN





        subscriptionCNAM-DPC





        subscriptionCNAM-SSN





        subscriptionISVM-DPC





        subscriptionISVM-SSN





        subscriptionEndUserLocationValue





        subscriptionEndUserLocationType





        subscriptionBillingId





        New service providers may specify modified valid values for the





        following attributes, when the service provider's "SOA WSMSC DPC SSN





        Data" indicator is TRUE, and may NOT specify these values when the





        indicator is set to FALSE:





        subscriptionWSMSC-DPC





        subscriptionWSMSC-SSN





        An SSN value of 0 (zero) must be present when its corresponding





        DPC value is populated, if the corresponding SSN Edit Flag Indicator





        is set to TRUE.





        If the data specified passes validation, the modified version





        is immediately broadcast.  The modified subscription version will have





        a status of sending and broadcasts will begin.  If validation fails,





        no changes will be made and an error will be returned in the action





        reply.





    !;





-- 11.0 LNP New Service Provider Subscription Version Create





subscriptionVersionNewSP-Create ACTION





    BEHAVIOUR





        subscriptionVersionNewSP-CreateDefinition,





        subscriptionVersionNewSP-CreateBehavior;





    MODE CONFIRMED;





    WITH INFORMATION SYNTAX LNP-ASN1.NewSP-CreateAction;





    WITH REPLY SYNTAX LNP-ASN1.NewSP-CreateReply;





    REGISTERED AS {LNP-OIDS.lnp-action 11};





subscriptionVersionNewSP-CreateDefinition BEHAVIOUR





    DEFINED AS !





        The subscriptionVersionNewSP-Create action is the action that is





        used via the SOA to NPAC SMS interface by the





        new service provider to create a new subscriptionVersionNPAC.





    !;





subscriptionVersionNewSP-CreateBehavior BEHAVIOUR





    DEFINED AS !





        Preconditions: This action is issued from an lnpSubscriptions





        object.  Creates can be performed provided there is only one





        currently active subscription or no subscription version in the





        NPAC; otherwise an action failure will be returned.





        The new service provider must specify valid values for the





        following attributes:





        subscriptionTN or a valid subscriptionVersionTN-Range





        subscriptionLRN





        subscriptionNewCurrentSP





        subscriptionOldSP





        subscriptionNewSP-DueDate





        subscriptionCLASS-DPC





        subscriptionCLASS-SSN





        subscriptionLIDB-DPC





        subscriptionLIDB-SSN





        subscriptionCNAM-DPC





        subscriptionCNAM-SSN





        subscriptionISVM-DPC





        subscriptionISVM-SSN





        subscriptionLNPType





        subscriptionPortingToOriginal-SPSwitch





        The new service provider must specify valid values for the following





        attributes, when the service provider's "SOA WSMSC DPC SSN Data"





        indicator is TRUE, and must NOT specify these values when the 





        indicator is set to FALSE:





        subscriptionWSMSC-DPC





        subscriptionWSMSC-SSN





        The new service provider may specify valid values for the





        following attributes:





        subscriptionEndUserLocationValue





        subscriptionEndUserLocationType





        subscriptionBillingId





        An SSN value of 0 (zero) must be present when its corresponding





        DPC value is populated, if the corresponding SSN Edit Flag Indicator





        is set to TRUE.





        subscriptionPortingToOriginal-SPSwitch can only be specified as





        TRUE for a TN that is currently ported and is being ported back





        to the original service provider.   If the value of





        subscriptionPortingToOriginal-SPSwitch is TRUE, the LRN and GTT data





        should be specified as NULL.  If the variable is TRUE,





        when the activate occurs for the subscription version, the Local





        SMSs will receive a request to delete the old subscription version





        routing data in their networks. They will not receive any





        new network routing data for the subscription. Concurrence from the





        old service provider is required.





        If the port of the subscription version is an intra-service





        provider port, the new service provider can use the 





        subscriptionVersionNewSP-Create action specifying the old service





        provider equal to the new service provider.  In this case, the





        old service provider create action is not required.





        Postconditions: After this action has been executed, if





        the data specified passes validation, a pending subscription





        version or range of subscription versions will exist in the 





        NPAC SMS.  These validations are done as follows:





        subscriptionTN or range of TNs are valid in a range open for





        porting by the new service provider. TN ranges must be specified





        where the stop TN in the range is greater than the start TN.





        subscriptionLNPType is specified to be "LSPP" or "LISP".





        subscriptionNewSP-DueDate is a future date.  If not specified,





        the time defaults to 00:00.00.





        Old and New SP are valid service providers in the NPAC SMS.





        LRN data is associated with the New Service Provider.





        If a pre-existing version exists, validation will be done to insure





        that the new service provider previously specified is the same





        as the executor of the action.





        If the validations succeed and the subscription version does not 





        currently exist, a new subscription version will be created with 





        a status of pending.





        If the validations succeed and a pending subscription version exists,





        the new service provider create information will be applied to the 





        existing pending subscription version.





        If the validations fail, a new subscription version will not





        be created if one does not exist.  If one already existed, it





        will be retained.





        The action success or failure and reasons for failure will be





        returned in the action reply.





    !;





-- 16.0 LNP Service Provider Number Pool Block Create





numberPoolBlock-Create ACTION





    BEHAVIOUR





        numberPoolBlock-CreateDefinition,





        numberPoolBlock-CreateBehavior;





    MODE CONFIRMED;





    WITH INFORMATION SYNTAX LNP-ASN1.NumberPoolBlock-CreateAction;





    WITH REPLY SYNTAX LNP-ASN1.NumberPoolBlock-CreateReply;





    REGISTERED AS {LNP-OIDS.lnp-action 16};





numberPoolBlock-CreateDefinition BEHAVIOUR





    DEFINED AS !





        The numberPoolBlock-Create action is the action that is





        used on the NPAC SMS via the SOA to NPAC SMS interface by the





        block holder SOA to create a new numberPoolBlockNPAC.





    !;





numberPoolBlock-CreateBehavior BEHAVIOUR





    DEFINED AS !





        Preconditions: This action is issued from an lnpSubscriptions





        object.





        The service provider block holder must specify valid values for the





        following attributes:





        numberPoolBlockNPA-NXX-X





        numberPoolBlockHolderSPID





        numberPoolBlockLRN





        numberPoolBlockCLASS-DPC





        numberPoolBlockCLASS-SSN





        numberPoolBlockLIDB-DPC





        numberPoolBlockLIDB-SSN





        numberPoolBlockCNAM-DPC





        numberPoolBlockCNAM-SSN





        numberPoolBlockISVM-DPC





        numberPoolBlockISVM-SSN





        If the SOA WSMSC DPC SSN Data Indicator is set in the service





        provider's profile, the following attributes must be provided:





        numberPoolBlockWSMSC-DPC





        numberPoolBlockWSMSC-SSN





        An SSN value of 0 (zero) must be present when its corresponding





        DPC value is populated, if the corresponding SSN Edit Flag Indicator





        is set to TRUE.





        Postconditions: After this action has been executed, if





        the data specified passes validation, a number pool block with a





        status of 'sending' will exist on the NPAC SMS. 





        The validations performed are as follows:





        The serviceProvNPA-NXX-X object exists and the current date and time





        are greater than or equal to the effective date of the





        serviceProvNPA-NXX-X object.





        The requesting service provider is the block holder and service





        provider ID on the serviceProvNPA-NXX-X object.





        LRN data is associated with the Block Holder Service Provider.





        The attributes are all valid and correctly formatted.





        If the validations succeed, a new number pool block and corresponding





        subscription versions will be created with a status of 'sending'.





        The NPAC SMS sends the object creation notification for the





        number pool block.





        If the validations fail, no new number pool block or subscription





        versions will be created. If a number pool block already existed, it





        will be retained.





        The action success or failure and reasons for failure will be





        returned in the action reply.





        If the requesting SOA is not the owner of the serviceProvNPA-NXX-X,





        'soa-not-authorized' will be selected in the error reply.





        If the corresponding serviceProvNPA-NXX-X is not found,





        'no-npa-nxx-x-found' will be selected in the error reply.





        If one of the attribute values is in error, 'invalid-data-values'





        will be selected in the error reply and the block-invalid-values





        will be present.





        If the number pool block object already exists,





        'number-pool-block-already-exists' will be selected in the error





        reply.





        If the request is sent prior to the effective date,





        'prior-to-effective-date' will be selected in the error reply.





        If the request is sent and any subscription version objects exist





        within the TN range with a status of pending, conflict,





        cancel-pending or failed ("pending-like") and no active subscription





        version for that TN exists, 'invalid-subscription-versions' will be





        selected in the error reply.





    !;





ASN.1:





No change required.





M&P:





No change required.





Notes:





1. Operational impacts must be socialized to individual SPs.  This includes, changing these values on all Blocks and SVs prior to the release, so that activity after the release will not run into the problem of not being able to perform the requested change because other data within that Block or SV must now meet the edits imposed by this change order.  Because of this, all Service Providers may need to talk to other Service Providers that have arrangements to recognize final GTT data.





2. Also appropriate Canadian GTT values should be set to FALSE.  This needs to be performed during conversion weekend, after the new software is installed and prior to the NPAC SMS accepting associations in the Canadian region.





3. Several Service Providers have requested that NPAC send out an informational e-mail broadcast when they announce the upcoming weekend downtime for NPAC to install the software for this release, to inform SPs about the problem if they have not cleaned up all their DPC/SSNs.





Origination Date:  9/15/1999





Originator:  Sprint





Change Order Number:  NANC 297




Description:  Sending SV Problem During Recovery




Pure Backwards Compatible:  YES





IMPACT/CHANGE ASSESSMENT





					FRS




					IIS




					GDMO




					ASN.1




					NPAC




					SOA




					LSMS









					Y




					




					Y




					




					Med-Low




					N/A




					N/A














Business Need:




The current NPAC SMS implementation for LSMS recovery does not support the recovery of SVs with a status of sending.  Therefore, at the completion of SV recovery processing, an SP is not guaranteed to have recovered all missed/failed SVs and has to request the NPAC Personnel to resend all missed/failed SVs.  This change order will result in an LSMS recovering all missed/failed SVs that contain a status of sending which fall within their requested recovery time period, which in turn provides an operational cost savings, and database integrity between the NPAC SMS and LSMS.





Description of Change:





If an LSMS is down during the broadcast, and the NPAC SMS has sent out the final retry, the LSMS will not be able to recover this broadcast (either in recovery or once recovery is complete and normal processing continues).





It was discussed that the way to ensure the recovering LSMS gets the sending SVs, is to include any of these SVs.  By including these, along with the appropriate download reason, the LSMS would be able to recover sending SVs.





An SP could have a problem if the SV is sent twice (once for the recovery, and once at the next retry attempt).  This is why the 2nd requirement (remove from failed list) was added to this change order.





Requirements:





Req 1 – Subscription Data Recovery – Statuses of Subscription Versions Recovered





NPAC SMS shall include Subscription Versions with a status of active, partial failure, disconnect-pending, old with a failed list, and sending, at the time subscription data recovery is requested by the Local SMS and processed by the NPAC SMS, for all Subscription Versions with broadcast activity during the requested recovery timeframe.





Req 2 – Subscription Data Recovery – Removal of Service Provider from Failed SP List of Subscription Versions Recovered





NPAC SMS shall remove a Service Provider from the Failed SP List of a Subscription Version with a status of sending, even if there are additional retry attempts, after the subscription data recovery response has been sent  to the Local SMS of that Service Provider.





Req 3 – Subscription Data Recovery – Suppression of Broadcast of Subscription Versions Recovered





NPAC SMS shall ensure that the download of subscription data that was in a sending status at the start of the Subscription Data recovery process, even if there are additional retry attempts, is not sent to the Service Provider at the completion of recovery that included subscription data to the Local SMS.





Req 4 – Number Pool Block Data Recovery – Statuses of Number Pool Blocks Recovered





NPAC SMS shall include Number Pool Blocks with a status of active, partial failure, disconnect-pending, old with a failed list, and sending, at the time Number Pool Block data recovery is requested by the Local SMS and processed by the NPAC SMS, for all Number Pool Blocks with broadcast activity during the requested recovery timeframe.





Req 5 – Number Pool Block Data Recovery – Removal of Service Provider from Failed SP List of Number Pool Blocks Recovered





NPAC SMS shall remove a Service Provider from the Failed SP List of a Number Pool Block with a status of sending, even if there are additional retry attempts, after the Number Pool Block data recovery response has been sent to the Local SMS of that Service Provider.





Req 6 – Number Pool Block Data Recovery – Suppression of Broadcast of Number Pool Blocks Recovered





NPAC SMS shall ensure that the download of Number Pool Block data that was in a sending status at the start of the Number Pool Block Data recovery process, even if there are additional retry attempts, is not sent to the Service Provider at the completion of recovery that included Number Pool Block data to the Local SMS.





IIS:





No change required.





GDMO:





-- 1.0 LNP Download Action





lnpDownload ACTION





    BEHAVIOUR





        lnpDownloadDefinition,





        lnpDownloadBehavior;





    MODE CONFIRMED;





    WITH INFORMATION SYNTAX LNP-ASN1.DownloadAction;





    WITH REPLY SYNTAX LNP-ASN1.DownloadReply;





    REGISTERED AS {LNP-OIDS.lnp-action 1};





lnpDownloadDefinition BEHAVIOUR





    DEFINED AS !





        The lnpDownload action is the action that is used by the Local SMS





        and SOA to specify the objects to be downloaded from the NPAC SMS.





    !;





lnpDownloadBehavior BEHAVIOUR





    DEFINED AS !





        Preconditions: This action is issued from an lnpSubscriptions





        or an lnpNetwork object and all objects to be downloaded





        are specified in the action request.





        Postconditions: After this action has been executed by the Local





        SMS or SOA specifying which objects to download, the NPAC SMS will





        determine which objects satisfy the download request and return





        them in the download action reply. Creation, deletion, and





        modification information will be included in the reply.  All data 





        for objects that have been modified is downloaded not just the 





        information that was modified.




        Subscription versions and number pool blocks with a status of active





        and partial-failure will be recovered.  Also Subscription





        versions and number pool blocks with a status of sending at the start





        of the recovery process will be recovered.




       …





    !;





ASN.1:





No change required.





M&P:





No change required.





Origination Date:  8/16/00




Originator:  LNPA WG




Change Order Number:  NANC 316




Description:  Change the NSAP Field Size Declaration in ASN.1 – ASN.1 Recompile





Interface and Functional Backwards Compatible:  NO





Re-Compile Only Backwards Compatible:  YES





IMPACT/CHANGE ASSESSMENT





					FRS




					IIS




					GDMO




					ASN.1




					NPAC




					SOA




					LSMS









					




					




					




					Y




					Low




					Low




					Low














This change order is a recompile of the ASN.1 only.





As described in change order NANC 315 (FRS Document Only Change – NSAP Field Size) that was incorporated in FRS Release 3.0.2, the NSAP field currently uses only 12 of the 20 octets declared as the field size. The other 8 are for a port number but this is not currently used. The ASN.1 should be updated to be a field of size 12 octets. This would eliminate the need for the NPAC software to truncate the data sent by the SOAs and LSMSs.





ASN.1 Update:





OSI-Address ::= SEQUENCE {





    nsap    OCTET STRING(SIZE(2012)),





    tsap    OCTET STRING(SIZE(1..4)),





    ssap    OCTET STRING(SIZE(1..4)),





    psap    OCTET STRING(SIZE(1..4))





}





Requirements:





No change required.





IIS:





No change required.





GDMO:





No change required.





M&P:





No change required.





Origination Date:  10/25/00





Originator:  Verizon





Change Order Number:  NANC 319




Description:  NPAC Edit to Ensure NPA-NXX of LRN is in Same LATA as NPA-NXX of Ported TN





Pure Backwards Compatible:  YES





IMPACT/CHANGE ASSESSMENT





					FRS




					IIS




					GDMO




					ASN.1




					NPAC




					SOA




					LSMS









					Y




					




					




					




					???




					N/A




					N/A














Business Need:




Local Number Portability (LNP) standards require that service providers assign at least one Location Routing Number (LRN) per switch per LATA that the switch serves.  Post-query LNP call processing in the various switch types requires that the NPA-NXX of an LRN that is returned from the database must be in the same LATA as the NPA-NXX of the dialed number.  





Currently, the NPAC does not perform any edits on a New Service Provider CREATE or MODIFY messages in order to ensure that the NPA-NXXs of both the LRN and the ported TN are in the same LATA.





When a call is placed to a ported TN associated with an LRN from an NPA-NXX in a different LATA, the call fails in the originating switch, resulting in a service-affecting condition that is predominantly identified only after customer complaints. 





Description of Change:





This proposed Change Order is a request for an NPAC edit on New Service Provider CREATE and MODIFY messages that would reject any CREATE or MODIFY if the NPA-NXXs of the LRN and ported TN contained in the CREATE or MODIFY are not in the same LATA.  This edit would eliminate this particular service-affecting condition as well as the expense of trouble-shooting the cause and working with the New Service Provider to modify their LRN. 





Currently the NPAC has no concept of a LATA.  When a new NPA-NXX is opened the LERG assigns a LATA ID.  Every NPA-NXX has a LATA association.  It is a 3-digit number.  There is one LRN per switch per LATA served by that switch, but there can be multiple NPAs in a LATA and multiple LATAs in an NPA.  An NPA-NXX is associated with a rate area, a LATA boundary consists of many rate areas, but an NPA-NXX can never span a LATA boundary.  A Service Provider can have multiple rate areas serviced by a single switch.  This edit would ensure that the NPA-NXX of the TN and the NPA-NXX of the LRN are associated with the same LATA ID.  LATAs can cross both state boundaries and NPAC regions.  The LERG would be the source of the LATA information rather than the Service Providers.  If there is no LATA in the LERG information for the NPA-NXX of the TN or the NPA-NXX of the LRN, then the NPAC would reject the create request.  If there were a modification or mass update of an LRN to active SVs, this edit would be applied.  This would also apply to Pooled Blocks.  LATA should not be selection criteria for Mass Update.





Requirements:





Req 1
LATA ID Information Source





NPAC SMS shall obtain LATA ID information from the LERG.





Req 2
Association of LATA ID with NPA-NXXs





NPAC SMS shall associate a LATA ID with each NPA-NXX used by the NPAC SMS.





Req 3
Association of LATA ID with LRNs





NPAC SMS shall associate a LATA ID with each LRN used by the NPAC SMS.





Req 4
LRN – LATA ID Relationship





Deleted.





Req 5
NPA-NXX – LATA ID Relationship





Deleted.










Req 6
Validation of LATA ID for Subscription Version Creates





NPAC shall reject Subscription Version Create Requests if the NPA-NXX of the TN and the NPA-NXX of the LRN have different LATA IDs.





Req 7
Validation of LATA ID for Subscription Version Modifies





NPAC shall reject Subscription Version Modify Requests if the NPA-NXX of the TN and the NPA-NXX of the LRN have different LATA IDs.





Req 8
Validation of LATA ID for Number Pool Block Creates





NPAC shall reject Number Pool Block Create Requests if the NPA-NXX of the NPA-NXX-X and the NPA-NXX of the LRN have different LATA IDs.





Req 9
Validation of LATA ID for Number Pool Block Modifies





NPAC shall reject Number Pool Block Modify Requests if the NPA-NXX of the NPA-NXX-X and the NPA-NXX of the LRN have different LATA IDs.





Req 10 – Validation of LATA ID Errors on Mass Updates




NPAC SMS shall log an entry to be used for the mass update exception report when any of the LATA ID data edits are violated when mass updating a Subscription Version or Number Pool Block, and continue processing the mass update request.





Note: in an example where 2000 SVs are being mass updated and 100 encountered LATA ID edit errors, the NPAC will perform the mass update by updating the 1900 SVs that are valid, and logging the remaining 100 SVs to be picked up on the mass update exception report.





IIS





No Change Required





GDMO





No Change Required





ASN.1





No Change Required





M&P





TBD





Origination Date:  12/13/00





Originator:  LNPA WG





Change Order Number:  NANC 322




Description:  Clean Up of Failed SP Lists based on Service Provider BDD Response File




Pure Backwards Compatible:  YES 





IMPACT/CHANGE ASSESSMENT





					FRS




					IIS




					GDMO




					ASN.1




					NPAC




					SOA




					LSMS









					Y




					




					




					




					???




					N/A




					???














Business Need:




During discussion of change order NANC 169 at the December 2000 LNPA WG meeting it was decided to write a new change order to address the clean up of Failed SP Lists once a service provider received and processed a Bulk Data Download File or a Delta Bulk Data Download File and responded to the NPAC with its Service Provider BDD Response File.





Description of Change:





It has been requested that NPAC clean up Failed SP Lists using data received in the Service Provider BDD Response File resulting from the processing of a Bulk Data Download File or a Delta Bulk Data Download File.





Requirements:





Req 1
Processing of the Service Provider BDD Response File for Subscription Versions





NPAC SMS shall process the Service Provider BDD Response File, containing responses for every record in the original BDD file, received from a Service Provider’s ftp site as a result of the Service Provider receiving and processing a Bulk Data Download File or a Delta Bulk Data Download File for Subscription Versions.





Note: in an example where 1000 SVs are selected and placed in the BDD File, the NPAC will edit that the Service Provider provides a response file that also contains 1000 records.





Req 2
Processing of the Service Provider BDD Response File for Number Pooling Blocks





NPAC SMS shall process the Service Provider BDD Response File, containing responses for every record in the original BDD file, received from a Service Provider’s ftp site as a result of the Service Provider receiving and processing a Bulk Data Download File or a Delta Bulk Data Download File for Number Pooling Blocks. 





Req 3
Removing a Service Provider from a Subscription Version Failed SP List





NPAC SMS shall remove a Service Provider from a Subscription Version Failed SP List based on the SVID contained in the Service Provider BDD Response File and the timestamp in the file name being greater than or equal to the broadcast timestamp.





Req 4
Removing a Service Provider from a Number Pooling Block Failed SP List





NPAC SMS shall remove a Service Provider from a Number Pooling Block Failed SP List based on the BlockID contained in the Service Provider BDD Response File and the timestamp in the file name being greater than or equal to the broadcast timestamp.





Req 5
Service Provider Not Found on the Failed SP List





NPAC SMS shall continue processing the Service Provider BDD Response File after finding that the SPID for one of the data items in the Service Provider BDD Response File does not match a SPID on the Failed SP List. 





Req 6
Validation of SPID in the Service Provider BDD Response File Against SPID of the FTP Directory





NPAC SMS shall validate the SPID of the FTP directory against the SPID in the Service Provider BDD Response File it is retrieving.





Req 7
File Name Format for Service Provider BDD Response File





NPAC SMS shall require the file name format of the Service Provider BDD Response File to be the original BDD File Name with a dash and the SPID appended at the end.





Example:  Subscription Versions BDD File for SPID 4768





BDD File Name



NPANXX-NPANXX.DD-MM-YYYYHH24MISS





Service Provider BDD Response File Name
NPANXX-NPANXX.DD-MM-YYYYHH24MISS-4768





Req 8
File Contents for Service Provider BDD Response File





NPAC SMS shall require the file contents of the Service Provider BDD Response File to contain the same number of records as the original BDD file contents, where the file contents are in the format of TN, SVID/Block ID, and status indicator.





Note: The “status indicator” contains one of two values (0, 1).  The “0” value indicates that the record in the BDD file was successfully processed OR that there was no need to process the record since the Service Provider database was already in sync.  The “1” value indicates that the record in the BDD file was processed as either a failure or some other type of error, and the Service Provider cannot be removed from the failed SP list.




Example of BDD Response File:  Subscription Versions BDD Response File for SPID 4768





TN <pipe> SVID (or Block ID) <pipe> status indicator <CR/LF>




7032281234|123987|0 <CR/LF>

(end of first TN, successfully processed)





7032281235|123988|0<CR/LF>

(end of second TN, successfully processed)





7032281236|123989|0 <CR/LF>

(end of third TN, successfully processed)





7032281237|123990|1 <CR/LF>

(end of fourthTN, failure or error when processed)





7032281238|123991|0 <CR/LF>

(end of fifth TN, successfully processed)





Note:  There will be separate files for Subscription Versions and Number Pool Blocks.





Req 9
Complete File Processing for Service Provider BDD Response File





NPAC SMS shall require the file contents of the Service Provider BDD Response File to contain a response for each record from the original BDD File, and the NPAC SMS shall successfully process each record in a Service Provider BDD Response File once.




Note:  Service Providers cannot provide more than one BDD Response File for any given BDD File.















· 




· 




· 














Example files and table will be added to Appendix E in the FRS.




IIS





No Change Required





GDMO





No Change Required





ASN.1





No Change Required





M&P





TBD (need to cover how NPAC is notified that the SP BDD Response File has been placed in the ftp site; recommend that the response file not be generated by a SP who has processed a BDD file that contains the complete database dump)





Origination Date:  01/10/2001





Originator:  LNPA WG





Change Order Number:  NANC 323




Description:  Partial Migration of a SPID via Mass Update 





Interface and Functional Backwards Compatible:  NO





IMPACT/CHANGE ASSESSMENT





					FRS




					IIS




					GDMO




					ASN.1




					NPAC




					SOA




					LSMS









					Y




					Y




					




					




					Med




					Med-High




					Med-High














January 2001: After much discussion on the NANC 217 change order the LNPA WG decided that it would be best to have two change orders for updating of SPIDs.  NANC 217 would be retained and used to cover the simple case where a SPID is being completely retired (merger or acquisition) and a new change order (NANC 323) created to cover the partial update of a SPID (parts of a company’s assets are transferred to another company).  The majority of the information in the NANC 217 change order has been moved into this new change order.  The ‘Business Need’ and ‘Description of Change’ that follows was copied directly from NANC 217 so that the history of the requested change would not be lost, however, this change order will not address the complete migration of one SPID to another.  The complete migration of one SPID to another is covered in NANC 217.




Business Need:





Currently the NPAC does not have the ability to broadcast a mass update on SPID.  SPs are experiencing the need to change the SPID on ported telephone numbers.  Examples that cause this situation for SPs are mergers, service area trading, data system consolidations, etc.  In order to make a SPID change for given ported telephone numbers, the current NPAC operation requires each involved active-like ported telephone numbers to be deleted, and each involved pending subscription to be cancelled resulting in a large coordination effort among service providers.  Coordination with all service providers utilizing the NPA/NXX is required to facilitate the SPID change.  During the transition period, call routing will be affected and customer service is impacted.  Once these actions have been taken and the new network data updated at NPAC, the active-like and pending ported telephone numbers information must be re-created.  This procedure causes the customer to be out of service during the process and also increase the porting traffic over the interface.





This Change Order would allow the NPAC to perform this functionality without affecting the customer while reducing porting traffic over the interface.





Description of Change:





It has been requested that Mass Update functionality be enhanced to allow SPID to be changed for all network data and subordinate subscription data.  The current NPAC functionality allows mass updates to LRN, GTT data, and optional data (e.g., billing ID) for all active subscriptions currently serviced by that specific Service Provider, by NPA-NXX.





Having this functionality would facilitate a situation where one Service Provider (SP1) purchases/merges with another Service Provider (SP2), and all LNP data needs to be consolidated into a single SPID (on the NPAC) or separated into multiple SPIDs.





Today, the NPAC requires all active subscriptions to be disconnected, and all pending subscriptions to be cancelled, by NPA-NXX for all NPA-NXXs owned by or ported away from SP2.  Next, SP2 would delete all LRNs, and then delete all NPA-NXXs.  SP1 would then have to add the NPA-NXXs and LRNs that were just deleted by SP2.  Finally, the pending and activated SVs would need to be “re-created” under the presumption that SP1 is now the code holder for the NPA-NXXs.





The proposed solution with this change order is the NPAC would perform all of this processing “under the sheets”, and not require SP1 and SP2 to perform all of these steps.  The issue of notifications (whether to send or suppress) is NOT addressed at this point in time.





After further analysis it was determined that the current NPAC implementation includes 23 tables that contain a customer SPID.  Each will have to be addressed (at a business level) to determine correct NPAC processing should the SPID be modified.





The other issues to determine include:





1. length of time to complete this update.





2. which notifications need to be sent out over the SOA interface, since we are modifying numerous objects.





3. what do we do with current Network and Subscription records (update them with new SPID; or create new ones for the new SPID, and move the previous ones to OLD).





After much discussion on the 7/8/98 telecon, it was decided that the scope of this change order is huge, and it’s frequency of use is undetermined at this point in time (speculation is relatively small).





Additionally, AT&T requested that all SPs look at the possibility of performing some type of database migration/conversion instead of having the NPAC perform all of the updates, then have to broadcast to all SPs.  The database migration/conversion could potentially be accomplished by using a new NPAC “bulk download file” to update the local database.





The current position for this change order is to have a brief discussion at the Wed, 7/15 meeting in Chicago.  The group will seek volunteers for a sub-committee to further analyze this change order in the context of how to accomplish a “merger” using today’s functionality, and investigate potential solutions using a “bulk download file” approach, and a full NPAC solution with notifications across the interface.  Participants include, AT&T (Beth), Bellcore (John), ESI (Jim), GTE (Gene), MCI (Gustavo), PacBell (Jackie), and Sprint (Dave).





The subcommittee will also talk about the potential of a "partial cut" from one SPID to another (possibly do on a market by market basis, or NPA by NPA basis).  During the 11/23/98 telecon, it was determined that Beth’s proposed short term solution would not be easy to accomplish.  Details on the telecon will be available at the Dec LNPAWG meeting.





Dec LNPAWG (Atlanta), Mass update is the long term solution, but wanted to have short term solution.  In the case of MCI and Brooks, they deleted the SVs, deleted the network data, then put it back out there under the new SPID.





What we looked at for an NPAC manual update, then produce BDD, would require code changes.  Plus, BDD would be all records instead of just changed ones.  Also, SVs would be modified instead of activated, so the current BDD by time range would NOT pick these up.





Current solution is customer impacting.  Two long term options are the actual mass update of this change order, or having the NPAC internally update the SPID, then create appropriate BDD files that capture the changes within the time range.





Jan 00 LNPAWG meeting, the current processing approach is to have the NPAC perform this processing on the NPAC database, then when complete, create separate Bulk Data Download files for the different areas of data (i.e., NPA-NXX, LRN, NPA-NXX-X, Block, SV) that could then be used by each SOA/LSMS to update their local database.  However, since this would require Service Providers to wait until the NPAC completed this processing, before they could update their own database, the new approach is for the NPAC to create Selection Input Criteria SPID Mass Update Request Files (SIC-SMURF) that could be used by the NPAC and all Service Providers as the input for everyone to update their own database.  It was agreed that we no longer needed the results files.




December 00:  Additional information was added to both the Business Need and Description of Change by Sprint to cover the situation of a single SPID being split into multiple SPIDs.




Requirements:





Req 1
SPID Mass Update – OpGUI Entry





NPAC SMS shall allow NPAC Personnel, via the NPAC SMS Administrative Interface, to enter selection input criteria (migrating away from SPID, migrating to SPID, NPA-NXX, LRN, and/or NPA-NXX-X) for a partial SPID Mass Update Request Process.





Req 2
SPID Mass Update – Generation of SIC-SMURF Files





NPAC SMS shall provide a mechanism that generates Selection Input Criteria SPID Mass Update Request Files (SIC-SMURF) for NPA-NXX, LRN, and/or NPA-NXX-X upon completion of the entry of the selection input criteria in the NPAC SMS Administrative Interface, for a partial SPID Mass Update Request Process in the NPAC SMS.





Req 3
SPID Mass Update – NPAC SMS Processing of Requested Data





NPAC SMS shall provide a mechanism to mass update SPID information according to the requested selection input criteria, when changing from one SPID to another SPID in selected NPA-NXX, LRN, and NPA-NXX-X data, and subordinate Number Pool Block and Subscription Version data in the NPAC SMS.





Req 4
SPID Mass Update – Suppression of Notifications





NPAC SMS shall suppress notifications to all Service Providers via the SOA to NPAC SMS Interface and NPAC SMS to LSMS Interface, when performing the partial SPID Mass Update Request Process.





Req 5
SPID Mass Update – NPAC SMS Processing of Requested Data Based on Status





NPAC SMS shall migrate NPA-NXX, LRN, and NPA-NXX-X data, as well as Number Pool Block and Subscription Version data that have ‘active-like’ or ‘pending-like’ statuses when performing the partial SPID Mass Update Request Process.





Notes:  





· ‘Active-like’ Blocks or Subscription Versions are defined to be Blocks or Subscription Versions that contain a status of active, sending, partial failure, old with a Failed SP List, or disconnect pending.





· ‘Pending-like’ Blocks or Subscription Versions are defined to be Blocks or Subscription Versions that contain a status of pending, conflict, cancel-pending, or failed.





·  “Old” history data containing a status of cancelled or old with an empty FailedSP-List will not be migrated.





Req 6
SPID Mass Update – SIC-SMURF File Names





NPAC SMS shall follow the SIC-SMURF file naming convention as described in Appendix E.





Req 7
SPID Mass Update – SIC-SMURF File Formats





NPAC SMS shall follow the SIC-SMURF file format as described in Appendix E.





Req 8
SPID Mass Update – SIC-SMURF NPA-NXX File Processing – Update NPA-NXX Network Data




NPAC SMS shall use the SIC-SMURF NPA-NXX file to update the SPID associated with NPA-NXXs in the NPAC SMS, from the migrating away from SPID value to the migrating to SPID value, during the partial SPID Mass Update Request Process.





Req 9
SPID Mass Update – SIC-SMURF NPA-NXX File Processing – Update SV Data




NPAC SMS shall update the old service provider SPID on ‘active-like’ subscription versions when the NPA-NXX codeholder SPID is the same as the old service provider SPID on the subscription version, from the migrating away from SPID value to the migrating to SPID value, during the partial SPID Mass Update Request Process.





Note:  Service Providers need to be aware that if they query the NPAC SMS and the old service provider SPID has been migrated they may get old service provider information that is incorrect.





Req 10
SPID Mass Update – SIC-SMURF LRN File Processing – Update LRN Data




NPAC SMS shall use the SIC-SMURF LRN file to update the SPID associated with LRNs in the NPAC SMS, from the migrating away from SPID value to the migrating to SPID value,  during the partial SPID Mass Update Request Process.





Req 11
SPID Mass Update – SIC-SMURF LRN File Processing – Update Block Data




NPAC SMS shall update the blockholder SPID on Number Pool Blocks associated with the LRN that was updated in the NPAC SMS, from the migrating away from SPID value to the migrating to SPID value, during the partial SPID Mass Update Request Process.





Req 12
SPID Mass Update – SIC-SMURF-LRN File Processing – Update SV Data




NPAC SMS shall update the new service provider SPID on subscription versions associated with the LRN that was updated in the NPAC SMS, from the migrating away from SPID value to the migrating to SPID value, during the partial SPID Mass Update Request Process.





Req 13
SPID Mass Update – SIC-SMURF NPA-NXX-X File Processing – Update NPA-NXX-X




NPAC SMS shall use the SIC-SMURF NPA-NXX-X file to update the SPID associated with NPA-NXX-Xs in the NPAC SMS, from the migrating away from SPID value to the migrating to SPID value, during the partial SPID Mass Update Request Process.





Req 13.5
SPID Mass Update – SIC-SMURF NPA-NXX-X File Processing – Update Pooled SVs




NPAC SMS shall use the SIC-SMURF NPA-NXX-X file to update the new/current SPID associated with Pooled Subscription Versions in the NPAC SMS, from the migrating away from SPID value to the migrating to SPID value, during the partial SPID Mass Update Request Process.





Req 14
SPID Mass Update – Maximum Level of Granularity





NPAC SMS shall perform the partial SPID Mass Update Request Process at a maximum level of granularity of a single SPID.





Req 15
SPID Mass Update – Minimum Level of Granularity





NPAC SMS shall perform the partial SPID Mass Update Request Process at a minimum level of granularity of an NPA-NXX-X.





Req 16
SPID Mass Update – Creation of Number Pool Block for Old Service Provider





NPAC SMS shall create an old Number Pool Block with a new version id for the old Service Provider, using the migrating away from SPID value, for a Number Pool Block that contains a status of active, partial failure, disconnect pending, or old with a FailedSP-List, prior to the partial SPID Mass Update Request Process.





Req 17
SPID Mass Update – Creation of Number Pool Block for Old Service Provider – No Broadcast





NPAC SMS shall broadcast no data to the SOAs and LSMSs due to the creation of an old Number Pool Block with a new version id for the old Service Provider, using the migrating away from SPID value, for a Number Pool Block that contains a status of active, partial failure, disconnect pending, or old with a FailedSP-List, prior to the partial SPID Mass Update Request Process.





Req 18
SPID Mass Update – Creation of Subscription Version for Old Service Provider





NPAC SMS shall create an old subscription version with a new version id for the old Service Provider, using the migrating away from SPID value, for a subscription version that contains a status of active, partial failure, disconnect pending, or old with a FailedSP-List, prior to the partial SPID Mass Update Request Process.





Req 19
SPID Mass Update – Creation of Subscription Version for Old Service Provider – No Broadcast





NPAC SMS shall broadcast no data to the SOAs and Local SMSs due to the creation of an old subscription version with a new version id for the old Service Provider, using the migrating away from SPID value, for a subscription version that contains a status of active, partial failure, disconnect pending, or old with a FailedSP-List, prior to the partial SPID Mass Update Request Process.





Req 20
SPID Mass Update – Exclusion of Data During Recovery





NPAC SMS shall exclude data in a recovery request for activity related to partial SPID Mass Update Request Process activity.




Req 21
Update of SPID on ‘pending-like’ Subscription Versions





NPAC SMS shall allow NPAC Personnel, via the NPAC SMS Administrative Interface, to update the Old Service Provider SPID, from the migrating away from SPID value to the migrating to SPID value, on ‘pending-like’ subscription versions that have an active subscription version for the same TN.





Req 22
Update SPID on ‘pending-like’ Subscription Versions – Creation of Subscription Version for Old Service Provider





NPAC SMS shall create an old subscription version with a new version id for the old Service Provider, using the migrating away from SPID value, for a subscription version that contains a ‘pending-like’ status prior to the update of the subscription version with the new SPID.





Req 23
Update SPID on ‘pending-like’ Subscription Versions – Creation of Subscription Version for Old Service Provider – No Broadcast





NPAC SMS shall broadcast no data to the SOAs due to the creation of an old subscription version with a new version id for the old Service Provider, using the migrating away from SPID value, for a subscription version that contains a ‘pending-like’ status prior to the update of the subscription version with the new SPID, using the migrating to SPID value.





Req 24
Update SPID on Messages Queued for Recovery





NPAC SMS shall apply the SPID update to any messages that are in the queue for recovery.










· 




· 




· 




· 




IIS:





Appendix E





SIC-SMURF NPA-NXX Download File





The SIC-SMURF NPA-NXX download file is used as input to the SPID mass update process in the NPAC SMS and all SOAs/LSMSs, to convert NPA-NXX data from the Old SPID to the New SPID.  This file contains individual fields that are pipe delimited, with a carriage return (CR) after each SIC-SMURF NPA-NXX record.





The file name for the SIC-SMURF NPA-NXX download file will be in the format:






SIC-SMURF-NPANXX.OldSPID.NewSPID.DD-MM-YYYYHH24MISS  (The SIC-SMURF-NPANXX portion is the literal string "SIC-SMURF-NPANXX".  The OldSPID is the four digit ID of the Old Service Provider.  The NewSPID is the four digit ID of the New Service Provider.)





The SIC-SMURF NPA-NXX file given in the example would be named:






SIC-SMURF-NPANXX.0001.0002.10-13-1996081122





					Explanation of the fields in the SIC-SMURF NPA-NXX download file









					Field Number




					Field Name




					Value in Example









					1




					Old Service Provider Id




					0001









					2




					New Service Provider Id




					0002









					3




					NPA-NXX Value




					312382














Example File:




0001|0002|312382(CR)

(end of NPA-NXX 1)





0001|0002|312383(CR)

(end of NPA-NXX 2)





0001|0002|312386(CR)

(end of NPA-NXX 3)





0001|0002|312382(CR)

(end of NPA-NXX 4)





0001|0002|312392(CR)

(end of NPA-NXX 5)




SIC-SMURF LRN Download File





The SIC-SMURF LRN download file is used as input to the SPID mass update process in the NPAC SMS and all SOAs/LSMSs, to convert LRN, Block (SOA/LSMS optional), Subscription Version, and scheduled event for Block (NPAC only) data from the Old SPID to the New SPID.  This file contains individual fields that are pipe delimited, with a carriage return (CR) after each SIC-SMURF LRN record.





The file name for the SIC-SMURF LRN download file will be in the format:






SIC-SMURF-LRN.OldSPID.NewSPID.DD-MM-YYYYHH24MISS  (The SIC-SMURF-LRN portion is the literal string "SIC-SMURF-LRN".  The OldSPID is the four digit ID of the Old Service Provider.  The NewSPID is the four digit ID of the New Service Provider.)





The SIC-SMURF-LRN file given in the example would be named:






SIC-SMURF-LRN.0001.0002.10-13-1996081122





					Explanation of the fields in the SIC-SMURF LRN download file









					Field Number




					Field Name




					Value in Example









					1




					Old Service Provider Id




					0001









					2




					New Service Provider Id




					0002









					3




					LRN Value




					3123820000














Example File:





0001|0002|3123820000 (CR)

(end of LRN 1)





0001|0002|3123830000 (CR)

(end of LRN 2)





0001|0002|3123860000 (CR)

(end of LRN 3)





0001|0002|3123820000 (CR)

(end of LRN 4)





0001|0002|3123920000 (CR)

(end of LRN 5)





SIC-SMURF NPA-NXX-X Download File





The SIC-SMURF NPA-NXX-X download file is used as input to the SPID mass update process in the NPAC SMS and all SOAs/LSMSs, to convert NPA-NXX-X data (SOA/LSMS optional) from the Old SPID to the New SPID.  This file contains individual fields that are pipe delimited, with a carriage return (CR) after each SIC-SMURF NPA-NXX-X record.





The file name for the SIC-SMURF NPA-NXX-X download file will be in the format:






SIC-SMURF-NPANXXX.OldSPID.NewSPID.DD-MM-YYYYHH24MISS  (The SIC-SMURF-NPANXXX portion is the literal string "SIC-SMURF-NPANXXX".  The OldSPID is the four digit ID of the Old Service Provider.  The NewSPID is the four digit ID of the New Service Provider.)





The SIC-SMURF-NPA-NXX-X file given in the example would be named:






SIC-SMURF-NPANXXX.0001.0002.10-13-1996081122





					Explanation of the fields in the SIC-SMURF NPA-NXX-X download file









					Field Number




					Field Name




					Value in Example









					1




					Old Service Provider Id




					0001









					2




					New Service Provider Id




					0002









					3




					NPA-NXX-X Value




					3123820














Example File:





0001|0002|3123820(CR)

(end of NPA-NXX-X 1)





0001|0002|3123824(CR)

(end of NPA-NXX-X 2)





0001|0002|3123862(CR)

(end of NPA-NXX-X 3)





0001|0002|3123868(CR)

(end of NPA-NXX-X 4)





0001|0002|3123928(CR)

(end of NPA-NXX-X 5)





GDMO:





No change required.





ASN.1:





No change required.





M&P:





Since the SPID Mass Update Request Process is very different from the existing M&P write-up for mass update, a new section will be created in chapter 8.





The SPID Mass Update Request Process must be flash cut on NPAC and all LSMSs during an agreed upon quiet period.





Need to define M&P steps.  Use current mass update process as baseline, and add changes to reflect SPID Mass Update Request Process.  Call NPAC personnel to give update info (both old and new SPs).  This could be at as high a level of the Old SPID to the New SPID, Old SPID for these NPAs to the New SPID, or as low a level of the Old SPID for this NPA-NXX-X to the New SPID.  NPAC personnel will enter this into the GUI and use this to generate the “abbreviated format” files (with summary records, like on board, SELECTION INPUT CRITERIA SPID MASS UPDATE REQUEST FILE – SIC-SMURF).  These are moved to the FTP site, and are available to the SPs.  The requesting SP verifies file, and authorizes the migration.  The amount of time for the migration down time is agreed upon by NPAC and all SPs on a case-by-case basis.  NPAC and all SPs start their own migration process.





Assumption is NPAC is down during this migration period.





The migration process for NPAC will create an old SV for the active ones in the old SP at the time of moving to the new.





Notes:





SPs need to look internally, if there might be a billing issue on the local side.





The NPAC billing information will not be changed for days prior to mass update of SPID.





Origination Date:  4/12/02





Originator:  Telcordia





Change Order Number:  NANC 354




Description:  Delta Download File Creation by Time Range for Network Data (cousin of 169)




Cumulative SP Priority, Weighted Average:  





Pure Backwards Compatible:  YES (May have operational impacts since this is optional functionality and not over the SOA to NPAC interface, or the NPAC to LSMS interface).





IMPACT/CHANGE ASSESSMENT





					FRS




					IIS




					GDMO




					ASN.1




					NPAC




					SOA




					LSMS









					Y




					




					




					




					Med-:Low




					???




					???














Business Need:




(the following text is copied from the existing NANC 169 change order).





Currently the NPAC does not have the ability to create a delta bulk data download file by date and time range.  This change order is expected to help with an SP’s capability to ‘catch-up’ faster after an extended outage, as porting volume increases.  The ability to create a delta bulk data download file by date and time range (downloading only the actual data required) reduces the work effort of the SP while getting the SP back in-sync with the NPAC in a more timely manner which in turn facilitates proper call routing.





(New text for NANC 354, which is a variant of NANC 169)





With this change order the NPAC will have the ability to generate a delta BDD file for NPA-NXX, LRN, and NPA-NXX-X data.




Description of Change:





((the following text is copied from the existing NANC 169 change order).





Need to change functionality when requesting NPA-NXX, LRN, and NPA-NXX-X BDD with a time range.  Currently, the NPAC provides all data (no selection criteria available).





The start and end time ranges will be included in the file name.





(New text for NANC 354, which is a variant of NANC 169)





For NPA-NXX and LRN the time range will be based on when that NPA-NXX or LRN was created/deleted in the NPAC, and for NPA-NXX-X the time range will be based on when that NPA-NXX-X was created/modified/deleted in the NPAC.





Delta BDD functionality for network data will also have an option to provide the latest view of activity in the file (e.g., if an NPA-NXX is added, then deleted, the BDD file would contain the last activity, “delete this NPA-NXX”).





For NPA-NXX and LRN, the activity includes adds and deletes.  For NPA-NXX-X, the activity includes adds, modifies, and deletes.





NOTE:  The implementation of NANC 356 will introduce modifications to NPA-NXX.




Requirements:















Req 1
Network Data Information Bulk Download File Creation – Network Data




NPAC SMS shall allow NPAC personnel to request a set of bulk data download files for Network data, which consists of NPA-NXX, LRN, and NPA-NXX-X, via the NPAC Administrative Interface.  (existing NPAC SMS functionality)





Req 2
Network Data Information Bulk Download File Creation – Selection Criteria





NPAC SMS shall include the Requesting Service Provider, All Network Data or Latest View of Network Data Activity Choice, and Time Range as Selection Criteria fields for the Network Data bulk data download files via the NPAC Administrative Interface.





Req 3
Network Data Information Bulk Download File Creation – All Network Data or Latest View of Network Data Activity Choice





NPAC SMS shall allow NPAC Personnel to select either All Network Data or Latest View of Network Data Activity, and shall use the selected choice, for Network Data.





Req 4
Network Data Information Bulk Download File Creation – Data in All Network Data Choice





NPAC SMS shall use the All Network Data selection to include all Network Data in the Network Data Bulk Data Download files.





Req 5
Network Data Information Bulk Download File Creation – Data in Latest View of Network Data Activity Choice





NPAC SMS shall use the Latest View of Network Data Activity selection to include all Network Data, in order to capture activation, modification (NPA-NXX-X only), and deletion transactions for Network Data, but only include the latest instance of the Network Data in the Network Data Bulk Data Download files, when Network Data has more than one activity (e.g., addition, then modification of an NPA-NXX-X) within the specified time range.





Note to Service Providers – The format of the BDD file doesn’t change based on the status of the Network Data but some of the fields may be blank.  Example: Creates and modifies would have all the attributes specified but disconnect and deletes would have many fields null.





Req 6
Network Data Information Bulk Download File Creation – Time Range Fields





NPAC SMS shall use the Start Time Range entry field as an inclusive start range, and the End Time Range entry field as an inclusive end range, for Network Data data that were broadcast during the specified Time Range.





Note to Service Providers – The NPAC Administrative Interface is settable for the GUI user’s local time (e.g., a USA in Chicago will have the local time set to Central Time).  M&Ps will be established to determine the correct time range on the request of the BDD file.





Req 7
Network Data Information Bulk Download File Creation – Time Range Fields and Network Data Data Model





NPAC SMS shall use the Start and End Time Range entry fields to include Network Data, based on the appropriate Broadcast Time Stamp, in order to capture the start of broadcast activity for Activation/Modification/Disconnect, when generating the file for the Latest View of Network Data Activity selection.





Req 8
Network Data Information Bulk Download File Creation – Selection Criteria Combinations





NPAC SMS shall edit the selection criteria combination as shown in the table below:





					




					Time Range




					TN Range









					All Network Data




					Rejected




					Not Available









					Latest View of Network Data Activity




					Required




					Not Available














Such that a combination of:





· All with a Time Range shall be rejected.





· Latest View shall require a Time Range.





· TN Range shall not be available for either All or Latest View.





Req 9
Network Data Information Bulk Data Download – Network Data Results





NPAC SMS shall provide a bulk data download file, based on the selection criteria, that contains all Network Data in the NPAC SMS.





Req 10
Network Data Information Bulk Data Download – Network Data Results Sort Order





NPAC SMS shall sort the Network Data Bulk Data Download files, in ascending order based on the value in the NPA-XX/LRN/NPA-NXX-X attribute.





Req 11
Network Data Information Bulk Data Download – Filters for Network Data




NPAC SMS shall apply NPA-NXX Filters to Network Data in the creation of bulk data download files.





Req 12
Network Data Information Bulk Data Download – FTP Sub-Directory





NPAC SMS shall automatically put the Network Data bulk data download files into the FTP sub-directory of the Service Provider, based on SPID, that requested the creation of the Network Data bulk data download files.





IIS





No Change Required





GDMO





No Change Required





ASN.1





No Change Required





M&P





Yes – Need to add a section for Network Data Bulk Data Downloads.
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Methods and Procedures for Service Providers Reassociation to the NPAC After  Extended Region Service Unavailability





When an NPAC Region comes back on line after an extended Service Unavailability, association to the NPAC needs to be coordinated between the NPAC and the Service Providers in the Region.





The LNPA Working Group recommends the following order for Service Provider associations to the NPAC Region to ensure an efficient recovery and return Service Availability to the Region:





1. ILEC LSMS





2. All Other Provider LSMSs 





3. ILEC SOA





4. All Other SOAs





5. LTI Providers





6/24/2002
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Review of Previous Month’s Minutes:





The team reviewed the May minutes.  The following changes were made:





· On page 2, in the 3rd bullet, strike the 3rd sentence (“It was revealed that NPAC can only send as fast as the slowest downstream LSMS can accept.).





· On page 2, under WNPO Subcommittee Report, 1st bullet for Migration of Type 1 Cellular, change 2nd sentence (“Attached is the current proposal submitted by Bell South.”), to read, “Attached is the current proposal submitted by the WNPO.”





A final copy of the May minutes will be distributed with the June draft minutes.





Subcommittee Reports:




Wireless Number Portability Operations Team WNPO:




· Cause Code 26 – Steve Addicks, MCI/WorldCom, discussed a contribution to make Cause Code 26 an optional functionality in the wireless network.  Cingular’s representative suggested that CC26 is not a mandatory requirement in TR45.  Jim Grasser stated that the WNPO will verify this.  If it is not mandatory, Steve will withdraw the contribution.





· Wireless Reseller Flows – The Wireless Reseller Flows are still being modified in the WNPO.  The plan is to complete them and submit them to the LNPA prior to the July meeting.





· Wireless NXX Code Openings to Portability – The schedule for marking wireless NXX codes as portable in the LERG (attached) will be revised to add porting NPAs.  The new schedule will be sent out during the week of 6/17.  These NPAs will become Groups 8, 9, and 10.
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· The Wireless Testing Subcommittee reported that 11 Service Providers have acknowledged at least 1 test date in 18 MSAs (10 wireless and 1 wireline).





· Two wireline providers have provided test numbers to date.





· LSOG support – The WNPO is recommending that providers support at least LSOG 5.





· NeuStar reported that 5 providers and 1 Service Bureau have completed NPAC testing.  Ten providers have requested testing dates.  Thirty providers have signed Non-Disclosure Agreements (NDAs).





· Jackie Daniels agreed to develop a draft Trouble Log to capture issues and their resolution in order to facilitate trouble-shooting.  The log will be posted on the WNPO website.





· NeuStar proposed providing a database for storing MDNs and MINs.  It would primarily be used by PSAPs and accessed via an IVR to check a 10-digit number.  Both MDN and MIN info would be returned for the 10-digit number, but no mapping between MDN and MIN would be provided.  MIN info returned is not the MIN of the 10-digit number but the MIN that IS the entered number.  MIN to TN association was discussed as a phase II.  This has been referred to NENA for possible action.





Type 1 Cellular Number Migration:





· On behalf of the WNPO, Ron Steen and Jim Grasser presented the proposal for Type 1 Cellular Number Migration to the LNPA.  This proposal centers on porting Type 1 cellular numbers, which are actually LERG-assigned to a wireline carrier, to the applicable wireless carrier on a managed project basis.  The LNPA approved the proposal and will send a liaison to the INC in issue format requesting modification of INC Guidelines in support of this process.  This will be reported to NANC at the July meeting.  Attached is the current proposal submitted by the WNPO.
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Problem / Issues Management (PIMs):





.





· PIM 1 – No change.  This PIM is CLOSED and the LNPA is awaiting the wireless reseller flows before modifying with wireline reseller flows.  The wireless flows are expected by the July LNPA meeting.





· PIM 5 – Still in Legal review with LLC and NeuStar attorneys.





· PIM 6 – NENA has developed a standard that will enable the new service provider to migrate the 911 database without it first being unlocked by the old service provider when numbers are ported.  The LNPA approved this standard at the July meeting.  NENA will work with member service providers to implement the standard.  This PIM is now CLOSED. 





                 




[image: image3.wmf]NENA02-011apprvdr





evisions032502.doc










· PIMs 14 and 15 – The group held another discussion with the NeuStar Pool Administrator, Barry Bishop, on why NeuStar was requiring the new LERG-assignee to take all 10 pooled blocks when the code is transferred to them, even when that provider is not requesting all 10 blocks.  Some service providers contend that this practice is an unnecessary requirement resulting in additional cost to the industry in download transactions.  Barry stated that the guidelines in the LNP CO Code Transfer Process require the PA to allocate all 10 thousands blocks to the new LERG-assignee.  Barry agreed to take the following ACTION ITEM:




· Barry will modify the LNP CO Code Transfer Process guidelines to allow service provider choice on the number of 1K blocks they will accept.  





· Barry will then bring the modified guidelines to the LNPA for review and approval.  





· Upon LNPA approval, Barry will send a liaison to the INC (in issue format) advising of the change made within the LNPA and ask INC to check their applicable guidelines for any changes for consistency.





NOTE:  If INC guideline changes are required that affect the PA or NANPA, then an FCC Change Order will likely be required, which could push resolution out to 1Q03.  NANC 323 could be available by then, making this process and requested change moot. 





· PIM 17 – Although this PIM is CLOSED, discussion took place on NANC 356, which is a short-term solution to identifying all carriers as either wireless or wireline.  With NANC 356, all carriers will be identified in the ServiceProvName field as wireline (identified via /1) or wireless (identified via /2).  This will be broadcasted to all service providers.  M&Ps are due to the NAPM/LLC from NeuStar by the next LLC meeting.  




· PIM 18 – No change.  The WNPO will prepare the wireless reseller flows, reflecting Option B, for submission to the LNPA.  These are expected by the July LNPA meeting.




· NEW PIM 19 - Individual intra and inter-service provider ported records with same LRN as pooled block record:





This PIM addresses instances where individual ported records have been created for numbers within a pooled 1K block, however, the LRN associated with the individual records is the same as the LRN associated with the 1K block.  This dilutes the advantages of Efficient Data Representation (EDR).  The PIM’s submitter, SBC, will provide additional data to NeuStar for further investigation as to why this is occurring.  NeuStar is awaiting data from SBC.





Turn-up Testing Requirements:




The group reviewed the Requirements for Interoperability Testing (attached), provided by NeuStar, in order to serve as a framework for developing requirements for turn-up testing.  Some doubts were raised related to the enforceability of such requirements.  Rob Coffman, NeuStar, agreed to take an ACTION ITEM to draft requirements for turn-up testing that will include the 5 scenarios from the interoperability testing requirements.  Rob will submit the draft to the LNPA for review and approval.   The intent of this discussion is to provide expanded text for use in the Continued Certification Testing requirements (SOW 24) to deal with Recovery and other concerns (using production-sized databases, for example).  The enhanced Turn-Up testing, developed in connection with release 3.2 will be LNPA-WG’s opportunity to enforce adequate recovery, etc. through improved test cases.
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Change Management:





Change Management Administration:




· Charles Ryburn provided a readout of the May NANC decision on the CMA issue.  Selected NANC members are drafting a letter to the FCC recommending that NeuStar can bring the CMA function in-house.  The letter is currently circulating among the NANC members for review.





NPAC Release 3.1 Stability:





· LSMS Recovery




NeuStar stated that problems with recovery persist even after limiting range activities to 1K TNs.  In the Mid-Atlantic Region, a provider attempting LSMS recovery couldn’t handle the size of the PDU, and kept aborting and requesting the same time range for every recovery attempt.  This began a cycle of aborts and recovery attempts, each time generating notifications for each TN.  This resulted in about 300K notifications to queue up for Verizon’s SOA and flooded NPAC with numerous recovery attempts.  Jim Rooks, NeuStar, suggested that NPAC may have to stop servicing a providers recovery requests if the provider requests the same time range twice.  





Path Forward





Ron Stutheit, ESI, suggested that NPAC send back “Criteria Too Large” when an LSMS or SOA requests the same recovery time frame twice.  This will cause an LSMS or SOA to reduce the time window on the next recovery request.  Jim Rooks, NeuStar, will investigate feasibility and report back at the July LNPA.  NeuStar and local system vendors will pursue recreating this problem in test to identify root cause of why some production systems cannot accept some PDUs with fewer TNs than what they tested.  Rob Coffman, NeuStar, will coordinate this testing.  He will provide a status report via e-mail on 6/28.





NeuStar will send out a notice to the X-Regional distribution explaining the problem and advising service providers that if they appear to be in recovery for extended period of time, stop if they can and contact NPAC.





· Service Provider Maintenance Window





PIM 2 documents the industry agreements for a cooperative maintenance window.  The LNPA agreed to expand the PIM’s definition of prohibited porting activity to include all CREATEs, SV and Block Activates, Modifies, and Disconnects.  The goal here is to eliminate as much activity as possible that generates any SOA or LSMS messages during the maintenance window so service providers do not have any messages to recover when they come back on-line at the end of the window.  NeuStar will notify the industry of this change at the next X-Regional meeting and send out an e-mail to the distribution lists.





Charles Ryburn will send a request to Jim Grasser, WNPO Chair, asking that the WNPO provide their definition of “porting activity” in relationship to the maintenance window.





· Bulk Data Downloads (BDDs)




Dave Cochran, BellSouth, questioned the viability of BDDs as a recovery mechanism.  He stated that some BDDs were so large and they take so long to roll in, when they complete, they need another BDD to catch up.  Jim Rooks, NeuStar, said the shear size of the database (700 MB zipped) is a major strain on NPAC.  Jim stated that NANC Change Order 169, which will provide for a delta BDD, will help this issue.  Dave suggested that we include this as an issue for the long term interface solution.





· NPAC Database Lockups




At the request of Verizon, NeuStar described an issue that has occurred a number of times in the Northeast Region, whereby long-running database transactions requested by a service provider (e.g. queries) have locked up the NPAC database and halted operations for other providers.  Jim Rooks, NeuStar, said that NPAC has identified certain transaction requests as inefficient and directs them to a single SMS engine for processing, thus not tying up the other SMS engines.  Jim said there is a NANC Change Order (yet to be numbered) that will further define additional transactions as inefficient.





New Business:




· At the request of  the LNPA Working Group, NeuStar will document and publish the process for bringing service providers back on-line after an NPAC outage.





Next Meeting:





Future meetings have been shifted forward one half day, to full days on Wednesdays and Thursdays, in order to accommodate the WNPO committee's need for additional meeting time.





The next LNPA-WG meeting will be held at Chicago, IL. July 10-11.





Meeting Schedule:





2002 Meeting Schedule:





LNPA WG:



Host:




July 9 - 11



US Cellular - Chicago





August 13 - 15



Canadian Consortium, Vancouver, British Columbia,Canada





September 17 - 19


Verizon, Baltimore, MD





October 15 - 17



ESI, Denver, CO





November 12 - 14


Cox Communications- Atlanta





December 10 - 12


Nextel Partners – Las Vegas
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1. Executive Summary






The FCC has ordered that the wireless industry participate in Local Number Portability and Telephone Number Pooling beginning on November 24, 2002.  The order includes porting between wireline and wireless carriers as well as wireless-to-wireless porting.  






Among the topics being addressed by various industry bodies is the issue of Type 1 Wireless Interconnection Trunks and their associated telephone numbers.  These telephone numbers are assigned to wireless customers and, therefore, are functionally wireless numbers.  These numbers physically reside in wireline switches, and calls are routed to them through wireline end office switches to the Type 1 Interconnection Trunk Groups.  Calls traverse the Type 1 trunk groups to the wireless switch where they are terminated to the wireless customer.






Porting telephone numbers associated with Type 1 interconnection wireless service involves a wireline carrier even if the customer is moving from one wireless carrier to another.  Therefore, wireline-porting procedures must always be used.  This imposes undesirable constraints on the wireless carrier and involves complex porting situations for the wireline carrier.






In contrast, wireless telephone numbers that use Type 2 Wireless Interconnection Trunks actually reside in the wireless switches.  Since the numbers reside in the wireless switches, wireless-to-wireless porting processes can be used unless a wireline carrier is involved in the port (i.e., the donating or recipient carrier).  This removes the wireline constraints from a pure wireless-to-wireless port.






The Wireless Number Portability Operations (WNPO) team and the Local Number Portability Administration Working Group (LNPA-WG) propose that service providers be allowed to “migrate” the telephone number blocks associated with Type 1 Interconnection Trunks from the wireline switches into the wireless switches where they will interface the Public Switched Telephone Network over Type 2 Interconnection Trunks.  Migrating the numbers into the wireless switches offers advantages to the wireless carriers, and it minimizes the number of complex porting activities undertaken by the wireline carriers.  This is viewed to be a win-win situation.  






It is not proposed to force migration of the Type 1 telephone number blocks.  Wireless and wireline carriers who wish to migrate blocks of numbers would jointly agree to a project plan and timeline.  Details of the proposal are described further in this document. 






2. Background Information






In the First Report and Order, the FCC established rules mandating number portability for both Local Exchange Carriers
 (LEC) and Commercial Mobile Radio Service (CMRS) Providers
.  A separate timetable was established for CMRS providers, and the completion date has been extended on two occasions.  The latest schedule requires that CMRS carriers be integrated into Local Number Portability by November 24, 2002.  In addition to the current capability to port between wireline carriers, it is required that customers be able to port between wireless carriers and between wireless and wireline carriers after November 24, 2002.






Wireless carriers must interconnect with the Public Switched Telephone Network (PSTN) in order to complete calls to/from wireline carrier customers and to complete calls to/from other wireless carrier customers.  Wireless carriers normally connect to the PSTN through Type 1 Interconnection Arrangements or through Type 2 Interconnection Arrangements. 
  






2.1. Type 1 Interconnection






The Type 1 interconnection is at the Point of Interface (POI) of a trunk between a wireless service provider (WSP) switch and a local exchange carrier (LEC) end office switch.  The WSP establishes connections to the telephone numbers served by this LEC end office and numbers served by other end offices (including other carriers) through this interconnection arrangement.






Calls are handled through the Type 1 interconnection using multifrequency (MF) signaling.
  The LEC switch contains special software referred to as Trunk with Line Treatment (TWLT).  With this software, the LEC switch routes calls and records billing information for calls originating in the WSP switch as if they are from an ordinary line.  Calls going to the WSP switch/customer are routed to the Type 1 interconnection trunk group by the LEC switch.  The telephone number of the wireless customer is transmitted to the WSP switch using MF signaling.  Calls from the WSP switch to the LEC end office switch look like line originations to the LEC switch: dialed digits are collected, and call processing proceeds. 






A key point about telephone numbers that are used in the Type 1 interconnection arrangements is that they reside in the LEC switch as opposed to the WSP switch.  The WSP arranges with the LEC to use a block (or blocks) of numbers that are assigned to the WSP customers.  In some cases, an entire NPA-NXX may be dedicated to a WSP.  In other cases, the WSP has a smaller block or blocks, and the LEC is using some of the numbers in the NPA-NXX as well in a shared arrangement.  Any calls to WSP subscribers that are assigned these numbers are routed through the LEC end office switch and over the Type 1 interconnection trunk group to the WSP switch for termination to the customer.






Another key point is that a port of a WSP customer served by a Type 1 interconnection arrangement is actually a port to or from a LEC (or wireline) switch rather than a WSP (or wireless) switch.  Therefore, a port that appears to be solely between two wireless carriers may actually involve a wireline carrier.






Type 1 interconnection uses MF signaling to transmit inter-switch call processing information.  SS7 signaling capability does not exist for the Type 1 interconnection trunks; therefore, advanced services such as caller ID cannot be offered to customers whose telephone numbers are served by these trunks.






2.2. Type 2A Interconnection






The Type 2A interconnection is at the POI of a trunk between a WSP and a LEC tandem switch.  Through this interface, the WSP can establish connections to the LEC end offices and to other carriers accessible though the tandem.






With a Type 2A interconnection arrangement, the telephone numbers are assigned to the WSP and actually reside in the WSP switch.  In this regard, the WSP switch functions similarly to an end office.  Calls from the PSTN to the WSP customers route through the LEC tandem directly to the WSP switch.






Originally, Type 2A trunks used only MF signaling, but, in recent years, SS7 signaling capability has been developed.  SS7 signaling allows advanced services such as caller ID to be offered to the WSP customer.






2.3. Type 2B Interconnection






The Type 2B interconnection is at the POI of a trunk between a WSP and LEC end office switch.  The Type 2B interconnection only provides connections between the WSP and telephone numbers served by the end office to which it is interconnected.  A Type 2B interconnection is used in conjunction with the Type 2A interconnection on a high-usage basis to serve large volumes of traffic between the WSC and the LEC end office.  Just as with the Type 2A, the telephone numbers reside in the WSP switch.






Like the Type 2A interconnection arrangement, the SS7 capability has been developed for in recent years.  Advanced services requiring SS7 signaling can be offered over this interconnection.






3. Type 1 Interconnection Issues






3.1. Inability to Offer Advanced Services






Many WSPs would like to move customers that are served using Type 1 interconnection arrangements into their own switches and serve them using Type 2 interconnection arrangements.  This would be advantageous for a number of reasons, but one major reason is so that they could offer customers advanced services that require SS7 signaling capability, which is not available with Type 1 interconnection.  Until the advent of LNP, moving the customer into the WSP switch required a telephone number change.  With LNP, the customer telephone number can be ported from the LEC switch into the WSP switch.






3.2. Wireline Porting Procedures Must be Used






As previously mentioned, telephone numbers that use the Type 1 interconnection arrangement actually reside in the LEC rather than a WSP switch.  When a WSP customer served by Type 1 interconnection decides to port to another WSP, wireline porting procedures will have to be used rather than wireless porting procedures.   






3.3. LEC Switch Translation Changes and LSR Processes are Complex






LEC end office switch software uses coding similar to the coding used with Direct-Inward-Dialing (DID) trunk groups.  The switch translations that have to be established for the Type 1 interconnection trunk groups are complex.  When a telephone number is ported out of a Type 1 interconnection trunk group, it must be removed from the group translations.  This equates to taking the group apart and rebuilding it.  This is a time consuming and complex operation that puts customer service at risk.






Porting an individual telephone number in a Type 1 trunk group is a complex port rather than a simple port.  As described, there are switch translation issues, but processing the LSR involves time consuming processing as well.






3.4. Migration of Telephone Numbers that use Type 1 Interconnection






Because of the complexities of porting individual numbers out of Type 1 interconnection trunk groups, many LECs would prefer to work with the WSPs to use porting and/or pooling techniques to migrate all the numbers associated with the trunk groups on a project managed basis rather than port them on a one-by-one basis.






Migrating the numbers into the WSP switches on coordinated projects would:






· Give WSPs more control over their customers.






· Allow WSPs to offer advanced services to these customers.






· Minimize the quantity of numbers using Type 1 interconnection that a LEC would have to port out individually.






· Allow future ports of the migrated telephone numbers to be ported to other WSPs using wireless porting rules.






Migrating these telephone numbers to the wireless switches is a win-win proposal for both the LECs and the WSPs.






4. Migration of Type 1 Interconnection Dedicated NPA-NXX






When a WSP uses an entire NPA-NXX (i.e., all 10,000 numbers), LNP techniques should not be used to migrate the numbers to the WSP switch.  If the WSP and the LEC mutually agree that moving the NPA-NXX into the WSP switch is the appropriate action, changes are made to the Local Exchange Routing Guide (LERG) to indicate the new routing information using the appropriate industry guidelines.  Appropriate changes are made in the switch translations for the WSP and the switch translations for the LEC.  Other service providers must make any switch translations changes necessary to route calls based on the new LERG data.






Moving dedicated codes does not involve LNP, so service providers could pursue moving these codes immediately if desired.






5. Migration of Type 1 Interconnection Shared NPA-NXX






When a WSP shares an NPA-NXX with the LEC, number portability or number pooling techniques must be used to migrate the Type 1 interconnection numbers because the NPA-NXX will reside in more than one switch.  Migration of blocks of numbers in shared NPA-NXXs is dependent on both LEC and WSP switches being LNP capable.  The switches must be equipped with LNP software and must have sufficient processor and termination capacity available to accommodate any increased load.






5.1. Multiples of 1K Sequential Blocks of Numbers






When the numbers under consideration for migration form a sequential block of 1000 (1K) as defined by the Industry Numbering Committee Guidelines (INC), number pooling techniques rather than number porting techniques can be used to accomplish the migration. This would transfer ownership of the block from the LEC to the WSP.  It must be emphasized that it will be necessary to follow INC Pooling Guidelines
 if this procedure is used, and this procedure would only be available in areas where Number Pooling has been established.  The number of pooling areas is, however, increasing steadily.






Paragraphs 3.11 and 8.4 of the INC Guidelines refer to the transfer of assignment of a thousands-block from one service provider to another.  While the migration of a thousands-block of Type 1 interconnection numbers is similar to the description in the referenced paragraph, the conditions are not met exactly.  While it seems advantageous to use transference of assignment, a contribution would have to be submitted to and approved by the INC to broaden the definition to include this situation.






If accepted and approved, this procedure would only be applicable for complete 1K blocks.  For example, if the telephone numbers NPA-NXX-2000 through NPA-NXX-3499 make up a block to be migrated, NPA-NXX-2000 though NPA-NXX-2999 could be migrated using assignment transfer as described in the INC guidelines.  NPA-NXX-3000 through NPA-NXX-3499 would have to be migrated using LNP techniques.






When the involved carriers agree to transfer the assignment of a 1K block of numbers, a project with a timeline should be established.  The Pooling Administrator may be involved in the process to ensure that all transference requirements are met and that all necessary documentation is provided.






5.2. Blocks Smaller than 1K






When the group of Type 1 interconnected numbers is less than a 1K block, number porting techniques must be used.  When both carriers involved (the WSP and the LEC) agree that a group of numbers is to be migrated, a project with a timeline should be established.  The numbers will be ported to the WSP and, once activated, be disconnected in the LEC switch.  Porting individual Type 1 interconnected telephone numbers requires the LEC to extract the number from the DID trunk group translations.  This is a time consuming process and places other numbers in the group at risk of service loss.  When the numbers are migrated (ported) as a group, the entire group can be disconnected.  There are economies of scale realized in the laborious activities, and since the entire group is moved, there are no working numbers left at risk.






5.3. “Snap-Back” on Disconnect






LNP rules state that when a customer disconnects a telephone number that has been ported, it is returned, or “snapped-back,” to the Code Holder or Block Holder, as appropriate, for reassignment.  Migration of Type 1 numbers presents some challenges to that rule.  






If the block of numbers migrated is a sequential 1K block and the ownership is transferred as described above, the WSP becomes the block holder, and, even after subsequent ports, the number will snap-back to the WSP if disconnected.






If the block is less than 1K, then code/block ownership stays with the LEC.  If a migrated number is subsequently ported to another carrier (wireless or wireline), then disconnects, the number will be returned to the code/block holder.  In this case, the disconnected number would snap-back to the LEC.   For simplicity, it is recommended that this process not be changed.  






6. Trunk Group Resizing






When numbers that currently use Type 1 interconnection arrangements are moved into the WSP switch, they will then access the PSTN through Type 2A/B interconnection arrangements.  It will be necessary for the WSP to reevaluate the sizing of the individual Type 2A/B trunk groups to ensure that the additional call volumes can be accommodated.  It is likely that this will need to be done in conjunction with the serving LEC.






In most cases, the size of the Type 1 trunk groups can be reduced after migration.  In some cases, it is possible that the trunk group can be removed in its entirety.  It must be remembered that sometimes wireless SPs utilize Type 1 trunks to access 911 services, operator services, N11 services, and possibly other special services.  Therefore, it may be necessary to leave some Type 1 trunk groups in service.






7. Switch Capacity





The WSP should ensure that adequate switch capacity exists to move the Type 1 numbers into their switch.  Conversely, the LEC should assure that adequate capacity exists at the tandem switch (Type 2A) or at the end office (Type 2B) to terminate the additional trunking and process the additional traffic.






8. Extended Area Service and Other Dialing/Billing Arrangements





Extended Area Service (EAS) arrangements must be considered since the Type 2A serving tandems may not have the same calling area as the previous serving Type 1 end office.  Even though Type 2B interconnection trunks connect to LEC end offices, they do not provide the same service that Type 1 interconnection trunks provide.  Type 2B trunks are strictly high-usage direct connections between a particular LEC switch and a particular WSP switch.  Calls do not “tandem” through the LEC end office to the PSTN using Type 2B.






In some instances, special dialing arrangements or billing arrangements are in effect.  The impacts must be analyzed on a case-by-case basis.






9. E911 Delete Issues






When numbers using Type 1 interconnection are migrated from the LEC switch to the WSP switch, the losing LEC should ensure that the numbers are deleted from the E911 Automatic Location Identification (ALI) database.  






10.  Path Forward






Migration of Type 1 interconnected telephone numbers in dedicated NPA-NXXs can begin at any time.  It is not necessary that switches be LNP capable to move these numbers.  Since the entire 10,000 numbers would be moved at once by making changes to the LERG and appropriate switch routing changes, there is no technical reason that this cannot be done now.  It will be dependent, however, on whether or not there are existing tariffs for these changes and/or both carriers reach agreement for completion of the project.






Migration of Type 1 interconnected telephone numbers in shared NPA-NXXs requires that both the WSP and the LEC switches are LNP capable.  Currently, the FCC mandate requires the wireless industry to begin service provider portability on November 24, 2002.  The provider serving the customer is not changing with Type 1 telephone number migration.  Therefore, if both the LEC and the WSP agree and both involved switches are LNP capable, migration could occur prior to that date.






It will be necessary to provide a contribution to the INC to request a modification to the wording of the Number Pooling Guidelines to allow the transfer of ownership of 1K blocks of Type 1 interconnected numbers.






The WNPO and the LNPA-WG acknowledge that migration of telephone numbers that use Type 1 interconnection into the WSP switches can benefit both involved service providers.  Migration is recommended as a strategy to be used whenever both involved service providers agree to such activity.






� Or Wireline Service Providers







� Or Wireless Service Providers







� Detailed information about wireless interconnection arrangements can be found in GR-145-CORE, “Compatibility Information for Interconnection of a Wireless Services Provider and a Local Exchange Carrier Network,” Issue2, May 1998.  Contact Telcordia for information about purchasing this document.







� There is a variation to MF signaling that is based on a National ISDN arrangement, but it is not widely used.  More information can be obtained from GR-145-CORE, or from the companies that offer it.  The ISDN arrangement allows some advanced service capability that is not inherent to the MF arrangement.







� See the Industry Numbering Committee (INC) Thousands-Block Number (NXX-X) Pooling Administration Guidelines, INC 00-0127-023, November 12, 2001.
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APPENDIX B - Wireless Number Portability Operations – Schedule for Opening Codes in the NPAC and the LERG - Revised as of May 16, 2002






The purpose of this document is to serve as a guideline for the process of marking codes “portable” for those NPAs that will be transitioned as Pooled NPAs on November 24, 2002. Service providers should utilize the following schedule in determining their NPAC notification schedule and the effective dates that are submitted with LERG notifications.  The LERG notification date is decided upon by the carrier, but should be completed no less than 60 days prior to the effective date.  The WNPO recommends that the LERG notification be submitted by OCN for efficiency and economy.  The NPAC effective date is decided upon by the carrier, but should be prior to September 1, 2002.  The NPAC notification date should occur no fewer than 5 days prior to intra-service provider porting.






It is imperative that service providers also remember to open their codes to be used in intercarrier testing.  If needed, those codes can be opened in the LERG and NPAC earlier than the dates specified below.






Note: In the matrix below, “Pooling NPAs” refers to those NPAs in Groups 1 through 7 which include NPAs that have been listed it the first three quarters of the National Pooling Rollout Schedule, as well as the catch-up schedule for Native Block Pooling, where applicable.






Definitions:






LERG Notification Date - The date on which a code opening request is submitted to the LERG.






LERG Effective Date - The date on which the code is “portable” in the LERG.  The LERG effective date should not be less than 60 days after the LERG notification date, to ensure the update appears in the LERG.  






NPAC Notification Date - The date on which a code opening request is submitted to the NPAC. The NPAC notification date should not be less than 5 days prior to the actual use of that code for pooling and/or porting (this includes intercarrier testing and intra-service provider porting).






NPAC Effective Date - The date on which the code is opened for pooling and/or porting in the NPAC.  






Schedule for Opening Codes in the NPAC & LERG per NPA Group











NPA Group





NPAC Notification Date





Latest NPAC Effective Date





LERG Notification Date (for mass updates by OCN)





LERG Effective Date











Group 1





7/12/02





9/1/02





5/1/02





7/1/02











Group 2





7/19/02





9/1/02





5/1/02





7/15/02











Group 3





7/26/02





9/1/02





5/1/02





8/1/02











Group 4





8/2/02





9/1/02





5/1/02





8/15/02











Group 5





8/9/02





9/1/02





5/1/02





9/1/02











Group 6





8/16/02





9/1/02





5/1/02





9/15/02











Group 7





8/23/02





9/1/02





5/1/02





10/1/02











Note: For any new codes obtained prior to 11/24/02, service providers need to ensure to open them for pooling and porting in the NPAC and the LERG.






NPA Group Definitions:






Note: The catch-up NPAs for Native Block Pooling are included in Groups 1 through 5, the NPAs for the first three quarters of the national rollout schedule begin in Group 5.





GROUP 1






224
847
773
515
402
412
878
724
207
617
857






774
607
646
405
276
540
813
336
210
602
941






508






GROUP 2






631
708
630
313
570
484
610
301
240
413
862






973
845
914
718
757
386
704
980
713
832
281






GROUP 3






858
509
312
816
717
351
978
339
781
315
347






212
917
802
754
954
901
480
503
971
919
984






GROUP 4






317
860
732
848
305
786
904
886
518
310
619






415
714
541
314
410
443
201
551
385
801
585






909
504





GROUP 5






615
408
707
925
562
818
219
574
260
603
516






716
561
772
512
510
805
323
650
916
360
918






564
425
815
214
469
972
507
302
626
734
949






206






GROUP 6






202
209
505
575
440
641
203
434
804
303
720






573
404
678
770
401
703
571
407
321
262
409






660
316
712
208
612
215
267
445
856
609
251






GROUP 7






865
205
618
248
616
269
810
760
559
530
947







908
304
814
423
985
727
318
517
586
937
765






636
936
940
817
682
651
520
213
831
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Requirements for Interoperability Testing (ITP)






ITP must be performed on a SOA/LSMS Developer's software anytime that a change is made to the interface (GDMO or ASN.1) of either the NPAC SMS or the Developer's SOA/LSMS.  In the event that the interface change is initiated by the NPAC SMS, the SOA/LSMS Developers shall perform ITP on each version of SOA/LSMS software that may potentially be used by Service Providers with the new NPAC SMS interface.






The following outlines the required level of testing for specific scenarios:






1. When a local product (SOA/LSMS) is compiled with the current interface model, and a new local feature (SOA/LSMS feature) is implemented that does NOT involve a change in the use of the interface model, and the NPAC SMS is compiled with the current model, then no ITP testing is required.






2. When a local product is compiled with the current interface model, and no new local features implemented, and the NPAC SMS is compiled with the new interface model, then ITP testing is required [standard regression test cases].






3. When a local product is compiled with the new interface model, and no new local features implemented, and the NPAC SMS is compiled with the new interface model, then ITP testing is required [standard regression test cases].






4. When a local product is compiled with the new interface model, and new local features are implemented that involve the interface, and the NPAC SMS is compiled with the new interface model, then ITP testing is required [all appropriate standard regression test cases and new functionality test cases].






5. When a local product is compiled with the current interface model, and new local features are implemented that involve the interface, and the NPAC SMS is compiled with the current model, then ITP testing is required [new functionality test cases].  Note: the regression test cases would have been addressed when the vendor upgraded the local product to the current version of the interface model.
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INTRODUCTION





1.1
Purpose







This document sets forth NENA standards for all Service Providers involved in providing dial tone to end users whether or not they are the 9-1-1 Database Management System Provider or a Service Provider in an Enhanced 9-1-1 area.  It includes Database Maintenance, Quality measurements, INP, LNP and Number Pooling recommendations to be utilized for any 9-1-1 system that provides information for data display.  It defines measurements that support meaningful computations to allow for a better understanding of database quality and timeliness of database updates.   






1.2
Copyright and Responsibility







This practice was written by the NENA Data Standards Technical Committee in conjunction with specific issue Data Working Groups.  The NENA Executive Board has recommended this practice for industry acceptance and use.  For more information about this practice, contact:









National Emergency Number Association









Phone: 800-332-3911









Fax: 614-933-0911





1.3
Disclaimer







This document has been prepared solely for the voluntary use of ALI System Providers, 9-1-1 Equipment Vendors, and Service Providers. 







By using this practice, the user agrees that the National Emergency Number Association (NENA) will have no liability for any consequential, incidental, special, or punitive damages that may result.






1.4
Overview







This document defines the provisioning requirements for E9-1-1 data integrity, content and call delivery regardless of dial tone provider. It is the goal of these standards to support current and future development consistent with the concept of “One Nation, One Number”.  It is assumed that Federal, State, or Local legislation will supersede these recommendations.   






This document introduces the availability of NENA Database Administration software 







which may be downloaded from the NENA web page at www.nena9-1-1.org.   There is







no charge for this software which includes forms for MSAG Updates, E9-1-1 Inquires







(ANI/ALI trouble resolution), and additional information.   The software also allows






the user to transmit the documents via various electronic methods.  In addition this document defines recommendations for the data transmission of E9-1-1 updates by all Service providers providing dial tone within the boundaries of an Enhanced 9-1-1 Jurisdiction.  Utilization of these recommendations will provide for timely activation of emergency service databases and help to minimize costs incurred by providing accurate and consistent provisioning of ALI data.  Throughout the creation of these recommendations, the goal was to set standards that would allow the shortest amount of time a record would remain in an error condition.  All entities must be aware of any time zone differences when discussing time frames such as one (1) business day. 






1.5
Reason for Reissue







NENA reserves the right to modify this technical reference.  Whenever it is reissued, the reason(s) will be provided in this paragraph.







March 2001 Revisions - The following new approved standards documents have been added into this document:






Section 7
Government Entities Responsibilities






Section 19
Audits/Reconciliations






Section 24
Standards for Provision of 24 X 7 Telephone Company Contact Number to PSAP ALI Screen






March 2002 Revisions - The following standard has been revised:






Section 22
Standards For Local Number Portability to include General LNP Standards, Resolution of Failed Migrates, Resolution of Stranded Unlock Records, Wireline/Wireless Porting







The following standard/Exhibit is new:






Section 25
Service Provider Going Out-Of-Business






Exhibit F
Resolution of Failed Migrate Records






Exhibit G
Resolution of Migrate Received - DBMS Record Does Not Exist






Exhibit H
Resolution of Insert Received - DBMS Record Exists (Different CO ID)






Exhibit I
Resolution of Stranded Unlock Records (Action)






1.6   
Year 2000 Compliance






All systems or any part of a system that are associated with the 9-1-1 process shall be designed and engineered to ensure that no detrimental or other noticeable impact of any kind, will occur as a result of the date change to the year 2000 or any date subsequent thereto.  This shall include embedded application, computer based or any other type application. 






To ensure true compliance the manufacturer shall provide verifiable test results to an industry acceptable test plan such as BellCore GR-2945 or equivalent.





1.7       Acronyms/Terms  






1.8 Acronyms and terms utilized within this document reside within the NENA Master Glossary of 9-1-1 Terminology NENA 01-002 






The following Terms and Definitions are new terms associated with the Drafted sections of the March 2002 document.






Term





Definition











End User Move Indicator (EUMI)





A field on the Local Service request (LSR) form that indicates the end user (subscriber) is changing the Service Address during the porting process.











Failed Migrate Record





A Function of Change (M) migrate transaction record sent to the E911 DBMS by the Recipient Company which fails to process because the DBMS E911 record is still locked.   











Local Service Management System (LSMS) Database





The LSP owned network database which holds down-loaded ported number information. The NPAC SMS (service management system) downloads information to the LSMS; the LSMS supplies porting data to the SCP (service control point) used for the routing of phone calls.











Local Number Portability Administration Center (NPAC) Database





The eight (8) regional Number Portability Administration Center Databases which contain current Service Provider switching specific information about TNs involved in porting activity.  











NPAC - Interactive Voice Response (IVR)





Porting data is available throughout the U.S. from the NPAC database via IVR access.  Throughout this document, referrals to accessing porting data, DOES NOT MEAN IVR ACCESS.  











Service Provider Identifier (SPID)





A 4 character, numeric service provider identification code assigned by the National Exchange Carrier Association (NECA) to Local Exchange Carriers.   It does not include resellers, private switch owners or others not acting as LEC's who are sending customers' transaction record data to the 9-1-1 databases.











Stranded Unlock Record





A record in the E911 database unlocked by the Donor Company via a Function of Change (U) unlock transaction record for more than seven (7) days for which a migrate order has not been sent by the Recipient Company.  Once unlocked, a record remains unlocked until a (M) migrate transaction record is received, or the system's permissive migrate transition time has expired and no other changes shall be made to the record.    











Stand Alone Database





A database system created, maintained and located at a 9-1-1 Jurisdiction.











1.8
Reasons to Implement and Benefits







Industry adoption of these standards will:






· Ensure timely and accurate ALI updates






· Ensure the consistent provision of ALI data






· Improve the overall quality of the databases






· Facilitate official standards/guidelines for database management






· Assist counties, vendors, Local Exchange Carriers and ALI Service providers with






establishment of quality goals and creation of a common set of quality measurements for 9-1-1 systems






· Ensure reliable 9-1-1 call delivery






· Improve communications and remove barriers across entities






· Standardize database maintenance processes






· Standardize database maintenance error codes/messages






· Standardize database maintenance forms






· Assist Local Exchange Carriers towards compliance with FCC order: CC Docket 






95-116, complying with Local Number Portability






1.9
Implementation






How:
Use of the standards will provide the basis for agreements between the 9-1-1 Jurisdictions, Service Providers and the 9-1-1 Database Management System Provider.







Quality Measurement reporting and measurement shall be by system, state and Service Provider as a minimum.






When:
Should be used at the time that arrangements are being made between the 9-1-1 Jurisdictions, Service Providers and the 9-1-1 Database Management System Provider.







Many quality measurements will have two (2) figures associated with them.  There will be a percentage at system cutover and a continuing percentage.  Unless otherwise noted, measurements are to be made:






1. At 9-1-1 system cutover






2. A minimum of monthly thereafter






LNP standards should be completed prior to FCC mandated LNP conversion date schedule.







See related standards documents:  







- NENA 02-010, NENA Recommended Formats and Protocols for Data Exchange






- NENA 06-001, NENA Recommended Standards for Local Service Provider Interconnection Information Sharing.
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22. STANDARDS FOR LOCAL NUMBER PORTABILITY






22A.
GENERAL LNP STANDARDS






22A.1
Allow any certified company to send end user telephone number records to the appropriate Database Management System (DBMS) Provider for any valid NPA-NXX that has access to 9-1-1.






22A.2
Adopt the use of the Company ID on all transactions and include it on all embedded telephone number records in the 9-1-1 database. The telephone number and Company ID relationship will remain the same until the record is unlocked and migrated or completely disconnected.  For these standards to work a Service Provider providing both wireline and wireless services must have separate NENA Company Ids and SPIDs.  For the purposes of this document fixed wireless service is recognized as wireline service. 






22A.3
The DBMS Provider and Local Exchange Carrier (LEC) must work together to modify the embedded telephone numbers to include the 3-5 character Company ID as referenced in the document “NENA Company ID Registration Service” available through the NENA National office.






22A.4
The Service Provider identified by NPAC/LSMS/IVR validation, upon completion of porting, is responsible for accurate representation of each end user telephone number record in the 9-1-1 DBMS database. In some systems this may require additional record updates be sent to the DBMS system to correct end user records. 






22A.5
In an LNP environment using the Location Routing Number (LRN) managed by a Number Portability Administration Center – Service Management System (NPAC-SMS), the recipient LEC upon request to port a telephone number, must notify the donor LEC using the industry recommended Local Service Request (LSR) form. This will allow the creation, by the donor LEC of an unlock (U) or delete (D) function code transaction record based upon the Firm Order Confirmation (FOC) provided by the donor Company.






22A.6
Create two (2) additional function codes for NENA-02-001, NENA Recommended Formats for Data 






Exchange to assure data integrity:  






U -Unlock function transaction record sent by the donor LEC.  This will make the telephone number available for the recipient LEC to overwrite the embedded telephone number record.  The “U” function code requires a match of Company ID. 






M -Inward (migration) function transaction record sent by the recipient LEC.  This transaction requires an “unlocked” record in the 9-1-1 database and will replace the customer information and the Company ID on the "unlocked" record. The “M” function code does not require a match of Company ID.  






22A.7
When the subscriber location and DBMS remain the same, the ported out telephone numbers should 






remain in the 9-1-1 database for ALI retrieval until the migration (M) function code transaction from the recipient LEC successfully updates the record.  This supports the expectation of uninterrupted 9-1-1 service.






22A.8
The recipient LEC will send a complete telephone number transaction record to migrate the end user's service, not just the telephone number and Company ID.






22A.9
When a customer ports a telephone number and moves at the same time, the affected LEC’s will provide the following information:






a.
The donor LEC will provide a delete (D) function code transaction record if the EUMI field on the LSR is “Yes”






b. The recipient LEC will provide a migrate (M) function code transaction record to the DBMS






c.     The DBMS Provider will change the recipient LEC's migrate (M) function code transaction record to an insert (I) function code transaction record and process the record.






22A.10
The following edits for the C and D function codes in the NENA-02-001, NENA Recommended Formats for Data Exchange for transactions are in addition to any existing edits:  







C -create error conditions if Company ID does not match between the embedded telephone number record in the 9-1-1 database and an update transaction record.







D -create error conditions if Company ID does not match between the embedded telephone number record in the 9-1-1 database and the delete transaction record.






22A.11
The service orders should be completed on the date (completion date) the porting activities occur.  It is recommended that upon order completion, the unlock (U) function code transaction record be sent by the donor LEC and the migrate (M) function code transaction record be sent by the recipient LEC to the DBMS Provider. 






22A.12
It is expected that cooperative efforts occur between Service Providers to resolve all error conditions in a timely manner. Each LEC must assure that all internal LNP processes have been completed and the telephone number is actually ported, prior to calling the other LEC for assistance. 






22A.13
Each LEC providing portability must identify and maintain 9-1-1 LNP “points-of-contact” within their company. These contacts must be communicated to interconnecting carriers and DBMS providers. 






22A.14
Each LEC should investigate if the possibility of record movement between DBMS's exists within their service areas and make provisions for dealing with the situation should it arise.






22A.15
It is recommended that each affected LEC identify what causes missing or delayed unlock (U) or migrate (M) function code transaction records to occur and resolve the record conditions within their company.






22A.16
Any DBMS records associated with Direct Outward Dialing (DOD) numbers that cannot receive callbacks should include a clear reference to a valid inward number at the same location.






22A.17
If a donor LEC is porting out a portion of numbers on a customer's account, and that portion includes the Pilot telephone number on an account, the donor LEC must address the loss of the Pilot number and assure that all porting out telephone numbers are unlocked.






22A.18
It is recommended that Stand Alone Databases providing 9-1-1 ALI data to areas where LNP is operational, will utilize the Unlock and Migrate update functions of change and other ALI/LNP data standards to provide consistency across database platforms and LEC update processes.






22A.19
Once a telephone number has been ported to a LEC, and as long as the telephone number is serviced by the LEC; any subsequent moves, changes or disconnects would be accomplished using the standard function codes of Change or Delete. The only time porting function codes of Unlock or Migrate are utilized is when porting is actually in progress.






22B.
RESOLUTION OF FAILED MIGRATES (See Exhibits F, G and H)






22B.1
E911 Database Providers will compare “failed migrates” to the NPAC (or LSMS database) at a minimum of once each business day. (See Exhibit F)  






a. If the NPAC Service Provider owner is the Recipient company, the current E911 DBMS record shall be unlocked without donor company participation and the (M) migrate record processed.  Both the Donor Company and the Recipient Company are sent notification of the DBMS actions taken.  






b. If the NPAC owner is the Donor company, the (M) migrate record shall be placed in an error status and/or in a waiting file.  During the Migrate recycle period, the NPAC database shall be referenced daily to determine if the record has been Activated by the Recipient company.  If so, the record shall be unlocked and the (M) migrate record processed.  If, at the end of ten (10) days, the NPAC database shows ownership remains with the Donor Company, the (M) migrate record shall be deleted.  Only the Company that sent the Migrate record is sent notification of the actions taken.   






c.  
If the NPAC database shows the owner is neither the Recipient nor the Donor Company, the (M) migrate record shall be placed in an error status and/or in a waiting file.  During the Migrate recycle period, the NPAC database shall be referenced at a minimum once each business day to determine if the record has been Activated by the Recipient company.  If so, the (M) migrate record shall be processed.  If, at the end of the ten (10) days, the NPAC database shows ownership remains with a Service Provider that is not the Recipient company, the (M) migrate record shall be deleted.  The company that sent the Migrate record and the NPAC identified Service Provider are sent notification of this activity.  The NPAC identified Service Provider is responsible for assuring the update information is correct for the telephone number in question.  






d. If the E911 DBMS record does not exist, the NPAC database shall be referenced to determine if the record has been Activated by the Recipient company.  If so, the (M) migrate record shall be processed as an (I) insert record.  If, at the end of the ten (10) days, the NPAC database shows ownership remains with a Service Provider that is not the Recipient company, the (M) migrate record shall be deleted.  The Recipient company and the NPAC identified Service Provider are sent notification of this activity. (See Exhibit G)






The reporting activities by the DBMS Provider detailed above should occur no less than weekly. 






IMPORTANT NOTES:  






When the NPAC is accessed and a condition of "Record Does Not Exist" is identified for the telephone number being queried, the telephone number is not a ported or pooled number. The Service Provider who owns the NPA/NXX-X is the provider of record. 






The above actions shall in no way absolve the Donor Company of their responsibility for following normal procedures for submitting (U) unlock or (D) delete records.






In Canada where the Company ID used by the 9-1-1 database systems is other then the SPID used by the NPAC-SMS / LSMS, it is understood that the above recommendations cannot apply. 






22B.2
If an (I) insert record is received by the E911 DBMS and a record already exists in the DBMS belonging to a different Service Provider, the NPAC database shall be referenced at a minimum once each business day to determine if the record has been Activated by the Recipient company.  If so, the (I) insert record shall be processed as a (M) migrate record.  If, at the end of the ten (10) days, the NPAC database shows ownership remains with a Service Provider that is not the Recipient company, the (I) insert record shall be deleted.  The company who sent the Insert record and the NPAC identified Service Provider are sent notification of this activity. (See Exhibit H)






22B.3
Until the DBMS Service Provider has implemented standards 22B.1 and 22B.2  the following standards must be complied with:






a.
Create a unique informational message code if a migrate (M) function code transaction record is processed and the corresponding embedded database record remains locked.






b.
Create a unique informational message code if a migrate (M) function code transaction record is attempting to process and the corresponding embedded database record is locked with the recipient LEC Company ID.






c. Create a unique error condition code identifying when a migrate (M) function code transaction record reprocessing fails in the attempt to update the 9-1-1 database.






d. The DBMS Provider should make an exception report(s) available on a daily basis to the donor LEC if their embedded telephone number records are in an unlocked state.






e. The DBMS Provider will reprocess all migrate (M) function code transaction records that did not successfully process because the record is still locked, a minimum of one additional time in one additional business day.  Migrate (M) function code transaction records needing to be reprocessed by the DBMS will generate an informational error.  If the final migrate (M) function code transaction update attempt fails, the transaction will be treated as an error. Pursuant to local regulations, it is recommended that the Company ID of the locked telephone number record in the DBMS be identified in the error record.






f. It is recommended that the DBMS Provider change a record with a migrate (M) function code to an insert (I) function code when there is no existing telephone number record in the DBMS database to be migrated for the telephone number being ported. 






g.
The donor LEC shall be responsible for identification and referral to the recipient LEC of all records unlocked (U) by their company that have not been migrated within 7 business days. Written notification should be sent to the recipient LEC with potential escalation to the appropriate regulatory authorities.






h.
The recipient LEC shall be responsible for successful resolution of all migrated (M) function code transaction records produced by their company which have not processed due to the unlock (U) function code transaction record not being generated by the donor LEC. Written notification should be sent to the donor LEC with potential escalation to the appropriate regulatory authorities.






i. The DBMS administrator shall never re-lock a record previously unlocked by a donor LEC.  The donor LEC can re-lock its own unlocked records, only if it is determined that the end-user is still a customer of the donor LEC. If the donor LEC relocks the embedded record the migrate (M) function code transaction record should be used.  






22C.
RESOLUTION OF STRANDED UNLOCK RECORDS (See Exhibit I)






22C.1
The DBMS Service Provider will compare stranded unlocked records to the NPAC (or LSMS database) on a weekly basis (at a minimum) for all unlocked records aged (7) days or older, with results as follows:






a.     If the NPAC Service Provider owner is the Donor Company, the E911 DBMS record shall be relocked to the Company ID of the Donor Company. The Donor Company will be sent notification of the DBMS action taken.






b. If the NPAC Service Provider owner is a wireline company other than the Donor Company, the E911 DBMS record shall be locked to the Company ID of the NPAC identified company. Both the donor company and the NPAC identified company are notified of the DBMS actions taken. If the NPAC Service Provider is a wireless company other than the Donor Company, the unlock should be changed to a delete (D) function code transaction record and deleted.






c. If a Migrate (M) function code transaction record is received at any time prior to the relocking of the DBMS record, suspend the stranded unlock record process flow and process the Migrate record as normal.






22C.2
Until the DBMS Service Provider has implemented standard 22C.1 the following standards must be complied with:






E911 Database Service Providers will compare “stranded unlock records” in their respective E911 databases to the NPAC (or LSMS) database.  The SPID found in the NPAC database for each stranded unlock record will be translated to the appropriate NENA COMPANY ID.  The compare would be completed weekly for all stranded unlocked records aged seven (7) days or older, with results as follows:






a.  
The NPAC database shows a different Service Provider from the E911 database.  A TN file is created of these records and sorted by the NENA Company ID. This file will be sent to the recipient Company identified as the Service Provider for the stranded unlock records for resolution within five (5) business days.   






b.  
The NPAC database shows the same Service Provider as the E911 database.  A TN file of these records is created and sorted by the NENA Company ID. This file will be sent to the Company identified as the Service Provider for the stranded unlock records for resolution within five (5) business days. 






c. The TN of the stranded unlock record is not found in the NPAC database.  A TN file of these records is created and sorted by the NENA Company ID. Notification will be made to the Company identified on the stranded unlock record to resolve the (U)unlock within five (5) business days. A note of explanation should accompany the files stating that these records are unlocked in the E911 database BUT the NPAC has no record of any porting activity.   






d. It is important that each of these discrepancies are investigated by the responsible company, and not simply re-locked.  For example it is possible that these stranded unlock records are the result of a Recipient Company failing to migrate the DID lines behind an ISDN-PRI.  It is also possible that the Recipient Company ported the customer’s dial tone but never updated the E911 database. In all cases, investigation is required.






e. The E911 Database Provider should create a statistical report identifying by NENA Company ID the number of stranded unlocked records aged more than 30 calendar days.  This file should be sent as notification to the appropriate emergency governing authorities.






22D.
WIRELINE/WIRELESS PORTING







22D.1
Wireline to Wireless porting: The Donor Wireline Service Provider will send delete (D) function code transaction records to the DBMS Service Provider to remove the wireline database record






22D.2
Wireless to Wireline porting: The Recipient Wireline Service Provider may send either migrate (M) function code transaction records or insert (I) function code transaction records or to the DBMS Service Provider to establish the E911 database record. If the migrate (M) function code is used, it is recommended that the DBMS Provider change a record with a migrate (M) function code to an insert (I) function code when there is no existing unlocked (U) telephone number record in the DBMS database to be migrated for the telephone number being ported. 






23. 
STANDARDS FOR CONTAMINATED NUMBER POOLING






23.1
If a decision is made to return an NPA/NXX number block to the number pool administrator, steps should be taken to insure that the integrity of the 9-1-1 DBMS database is upheld.






23.2 The internal company service order to port the number back to its own switch does not need to, and should not, generate any update to the DBMS database.  The Telephone Number record in the DBMS database should remain exactly the same since the customer name, address, telephone number remains the same and the same Company ID remains on the record.  Therefore, LEC's must be cautious to ensure that no update is sent to the DBMS unless otherwise advised.






25. SERVICE PROVIDER GOING OUT-OF-BUSINESS






25.1
The E911 DBMS Service Provider will require written confirmation of the exact date the Service Provider is going out of business. 






25.2 The Service Provider going out of business will continue to submit transactions to the E911 DBMS Service Provider for transferring and keeping up-to-date customers information as long as the Service Provider remains in service.






25.3 The Service Provider going out of business will unlock all remaining 9-1-1 records effective with its termination of service to enable any new Service Provider to migrate the existing 9-1-1 record should the customer port a TN after wind-down of business. 






25.4
In the event the Service Provider going out of business does not unlock all remaining records effective with its termination date the E911 DBMS Service Provider will be authorized to unlock all current Service Provider going out of business records, on the effective date of going out of business. The E911 Data Provider will send written confirmation to the Service Provider going out of business contact that all records were unlocked on the effective date of going out of business.    






 NENA LNP Proposal - Exhibit F






Resolution of Failed Migrate Records






Initial Action:























































































































Note:  If the DBMS record is unlocked by the OSP CLEC at any time prior to the deletion of the Migrate SOI, suspend the flow and process the received Migrate SOI as normal.






NENA LNP Proposal - Exhibit G






Resolution of Migrate Received - DBMS Record Does Not Exist






Initial Action:









































































































































Note:  If an Insert record is received at any time prior to the deletion of the Migrate SOI, suspend this flow and revert to the process described in Exhibit F (Resolution of Failed Migrate Records) .






NENA LNP Proposal - Exhibit H






Resolution of Insert Received - DBMS Record Exists (Different CO ID)





Initial Action:















































































































































NENA LNP Proposal - Exhibit I






Resolution of Stranded Unlock Records (Action)





Initial Action:











































































































Note:  If a Migrate SOI is received at any time prior to the relocking of the DBMS record to the OSP, suspend the flow and process the received Migrate SOI as normal.





































































Delete the Migrate SOI Record after







ten (10) Days















Report the NPAC Related Process/Delete Transaction to the Affected SPs







































No















Yes















Does NPAC Match Migrate SOI NSP?















Process the Received Migrate SOI















DBMS Provider References NPAC (LSMS)  Daily during Recycle Period















No















Yes















DBMS Record Changed to Unlock (U) Status















DBMS Provider Holds the Migrate SOI in LNP E911 Error Status















Does NPAC Match Migrate SOI NSP?















DBMS Provider Verifies SP Ownership in  NPAC or LSMS Database















Migrate SOI goes to LNP-E911 Error status















Migrate SOI Received from NSP







DBMS Record Locked to OSP















Migrate SOI Received from NSP







DBMS Record Does Not Exist in DBMS 















Migrate SOI goes to  Error status (No Existing Record)















DBMS Provider Verifies NSP Ownership in NPAC Database















Does NPAC Match Migrate SOI NSP?















Hold the Migrate SOI in Error Status.  Check NPAC Database Daily for Ten (10) Days.















Migrate Record Changed to Insert (I) FOC















Yes















No















Does NPAC Match Migrate SOI NSP?















Process the Received Insert SOI















Yes















No















Does NNX Owner Match Insert SOI NSP? 















Yes















No















Report the NPAC Related Process/Delete Transaction to the Affected SPs















Delete the Migrate SOI Record















Insert SOI Received from NSP







DBMS Record Exists in DBMS w/Different CO ID 















Insert SOI goes to Error status (DBMS Record Exists - Different CO ID)















DBMS Provider Verifies NSP Ownership in NPAC Database















Hold the Insert SOI in  Error Status.  Check NPAC Database Daily for Ten (10) Days.















Does NPAC Match Insert SOI NSP?















Insert Record Changed to Migrate (M) FOC
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Does NPAC ID Match Insert SOI NSP?















Yes















Begin the Process referenced in Exhibit F (Resolution of Failed Migrate Records)
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Does NNX Owner Match Insert SOI NSP? 















Yes
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Report the NPAC Related Delete Transaction to the Affected SPs















Delete the Insert 







SOI Record















DBMS Record Unlocked by OSP







Migrate SOI Not Received from NSP 















DBMS Record is Placed in "U" Status















DBMS Verifies no Migrate SOI is Pending or in Any Error Status















DBMS Verifies NSP Ownership in NPAC or LSMS Database















Does NPAC Match DBMS Record?















Relock the DBMS record to an "L" Status























No















Yes















DBMS Record Changed to Match NPAC NSP NENA ID















Lock the DBMS record to an "L" status















Report the NPAC Related Change/Relock Transaction to the Affected SPs
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LNP CO Code Transfer Process













CO Code (NXX) Transfer (with active Ported Numbers) Draft Modified 7/10/02



      Non-pooling NXX




            

Pooling NXX
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1. CO Code Administration and Pool Administration will follow normal procedures (appropriate INC Guidelines or existing procedures if not currently addressed in INC Guidelines) to find new LERG Assignee for CO codes being returned with portable numbers or blocks working in the NXX, which are being returned.




2. Non-pooling NXX Flow(Note: Last digit of paragraphs below correspond to numbers on flow chart)



2.1. CO Code Administrator fills out and sends CO Code Part 3 form and NPAC Part 1B form to new LERG Assignee.




2.2. Concurrently CO Code Administrator sends a copy of the NPAC Part 1B form to the NPAC Administrator.




2.3. New LERG Assignee fills out their information on the NPAC Part 1B form and forwards to the NPAC Administrator.




2.4. NPAC Administrator verifies a corresponding NPAC Part 1B form has been received from the CO Code administrator and new LERG Assignee. Care is to be taken to ensure that the NPA-NXX and the effective date are the same on both forms. NPAC Administrator will verify that the NXX (10 blocks) can be ported on the day requested. 




2.5. If for some reason the NXX (10 blocks) cannot be ported on the effective date or the new LERG Assignee has requested a different date for the port in the remarks of the NPAC Part 1B form, the NPAC Administrator will contact the new LERG Assignee and negotiate a date after the LERG effective date to port the numbers (Note: this will not extend the length of time the new LERG Assignee has to return a Part 4 form to the CO Code administrator).




2.6. NPAC builds 10 individual Block tables for the NXX being transferred to the new LERG Assignee.




2.7. On LERG effective date (or date negotiated with the new LERG Assignee), NPAC downloads all 10 blocks with a port type of “Pool”.




2.8. Upon completion of the download, the NPAC administrator completes the NPAC Part 1B form.




2.9. NPAC administrator forwards a completed copy of the NPAC Part 1B form to the new LERG Assignee and the CO Code Administrator.




2.10. NPAC administrator shall then update the NPAC tracking database.




2.10.1. The NPAC tracking database has been created to track changes of LERG assignee to carriers who are not the original SPID holder in the NPAC database. This will facilitate corrections to the NPAC database once a SOW (Statement Of Work) has been developed and implemented which will allow the SPID (Service Provider ID) to be changed in the NPAC database. Until such time as a SOW has been developed and implemented, this database will facilitate any need to track the current LERG assignee at the NPAC.




2.11. New LERG Assignee completes internal work and submits a Part 4 form to the CO Code administrator showing the NXX has been placed in service.




Note: in a non-pooling area all blocks in the code must be retained by the new LERG assignee.



3. Pooling NXX Flow (Note: Last digit of paragraphs below correspond to numbers on flow chart)



3.1. Pooling Administrator requests the new LERG Assignee to submit part 1B forms (the amount corresponding to blocks, which have not been assigned to another carrier and which are being kept by the new LERG assignee) corresponding to the NXX-Xs to be ported. Note: New LERG assignee does not have to fill out a part 1B for blocks which are being donated to the pool



3.2. New LERG Assignee fills out the appropriate Part 1B forms (with a note in remarks reflecting their company is the new LERG Assignee) and submits to the Pooling Administrator.




3.3. Pooling Administrator forwards the Part 1B forms (the amount corresponding to blocks, which have not been assigned to another carrier and are being retained by the LERG assignee) to the NPAC Administrator, and returns Part 3 forms (in the amount corresponding to blocks, which have not been assigned to another carrier and are being retained by the new LERG assignee) to the new LERG Assignee.




3.4. NPAC Administrator will verify that the NXX (or the amount of blocks indicated on the PA Part 1B) can be ported on the day requested. 




3.5. If for some reason the NXX (the number of blocks which are  being retained by the new LERG assignee) cannot be ported on the effective date or the new LERG Assignee has requested a different date for the port in the remarks of the NPAC Part 1B form, the NPAC Administrator will contact the new LERG Assignee and negotiate a date after the LERG effective date to port the numbers (Note: this will not extend the length of time the new LERG Assignee has to return the Part 4 forms to the Pooling administrator).




3.6. NPAC builds individual Block tables (the amount corresponding to blocks which are being retained by the LERG assignee) for the NXX being transferred to the new LERG Assignee.




3.7. On the LERG effective date (or date negotiated with the new LERG Assignee), NPAC downloads all blocks (the amount corresponding to blocks, which are being retained by the LERG assignee) with a port type of “Pool”.




3.8. Upon completion of the download, the NPAC administrator completes the PA Part 1B forms (the amount corresponding to blocks, which are being retained by the LERG assignee).




3.9. NPAC administrator forwards the completed copies of the PA Part 1B form (or the amount corresponding to blocks, which are being retained by the LERG assignee) to the new LERG Assignee and the Pooling Administrator.




3.10. NPAC administrator shall then update the NPAC tracking database noting that this SP is the LERG Assignee for the NXX.




3.10.1. The NPAC tracking database has been created to track changes of LERG assignee to carriers who are not the original SPID holder in the NPAC database. This will facilitate corrections to the NPAC database once a SOW (Statement Of Work) has been developed and implemented which will allow the SPID (Service Provider ID) to be changed in the NPAC database. Until such time as a SOW has been developed and implemented, this database will facilitate any need to track the current LERG assignee at the NPAC.




3.11. New LERG Assignee completes internal work and submits appropriate number of Part 4 forms to the Pooling administrator showing the blocks have been placed in service or donated to the pool.




Note:



1. In a pooling area the new LERG assignee must retain all blocks contaminated equal to, or in excess of 10% .
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WIRELESS NUMBER PORTABILITY OPERATIONS TEAM (WNPO)



CONTRIBUTION FORM



CONTRIBUTION TITLE:  Trouble Reporting in a TBNP Environment.



If this contribution relates to an existing open issue, please identify the issue number: _______



SOURCE:

Name

:Anne Cummins






Company
:AT&T Wireless



Address
:Portland, OR






Phone number
:503 203 1184






e-mail address
:anne.cummins@attws.com


CONTACT:

Name

:Steve Sanchez






Company
:AT&T Wireless



Address
:Redmond, WA






Phone number
:425-288-7051






e-mail address
:stephen.sanchez@attws.com


DATE:

09/19/02




ABSTRACT:

Brief (one sentence) description of contribution 



Service Providers need to identify trouble reporting contact information for TBNP, e.g. call processing, network restoration, and disaster recovery.



CONTRIBUTION: 




Detailed description of the issue, alternative solutions, and recommended solution.



I   Introduction:  The need for these trouble reporting contacts has been identified as a porting requirement and will be included in inter-carrier agreements for porting.  With the porting extension to 11/24/03, trouble reporting contacts must be determined and published for TBNP. 



II   Discussion & Alternative Solutions:



a.) Utilize the wireline solution for publishing contact information



National Number Portability Operations



Wireless Number Pooling/Porting Operations



LNP Contact Directory



WHERE:


The  LNP Contact Directory is located on the ATIS.ORG website at the following address for download: http://www.atis.org/atis/clc/niif/download.htm


It is called the Company Specific Contact Directory, the LNP Contact information portion is an attachment at the back and it is in PDF format.





HOW TO GET A PASSWORD:


To obtain a password to open the document contact Nicole Watson at ATIS, nwatson@atis.org or via telephone at 202-434-8853. E-mail preferred.





HOW TO UPDATE:


Initial listings and subsequent updates, deletions, corrections can be made via e-mail on an update form found at: www.atis.org/atis/clc/niif/niifdocs.htm to ATIS via electronic mail at niif@atis.org or via FAX at 1-202-393-5453





b.) Publish trouble reporting contact information in LERG 1



c.) Establish a trouble reporting contact matrix through WNPO



Trouble Reporting Contact Information



(See below for definitions)



Trouble Area


Primary Contact


Secondary Contact


Hours of Operation





Call Processing














Network Restoration














Disaster Recovery














NOTE:  The service provider Network Operations Center is suggested as the contact point of trouble reporting.  



Call Processing - is defined as any signaling process (translation) or signaling element used in call processing.  Trouble calls regarding call processing will be routed to the [Network Operations Center Number]. 



Network Restoration - Network is defined as elements used in the telephone network that facilitate the origination and termination of calls to a telephone number.  These include but are not limited to switch, HLR, VLR, trunk group, LSMS, SOA, etc.  Trouble calls regarding network restoration will be routed to the [Network Operations Center Number].



Disaster Recovery - is defined as any failure due to an act of God or public enemy that causes a network disaster.  Trouble calls regarding disaster recovery will be routed to the [Network Operations Center Number].



III Recommendation:


It is important that the numbers that are published for each category are numbers designated for the Centers not individual employees.  This will preclude the necessity to change numbers as employees move to new assignments.



It is recommended that service providers support alternatives a and b.  Because wireline carriers use the NIIF website, wireless participation in that publication will facilitate trouble report resolution by offering contact information in a familiar place.  Because some service providers use the contact information in the LERG in their attempts to resolve trouble, LERG 1 should be updated to include all trouble area contact points.



Notice: This contribution includes information that has been prepared to assist the WNPO.  This document is submitted as a



basis for discussion and is not a binding proposal on the Source or the Contact.  The aforementioned carrier(s) specifically



reserve the right to add to, amend, or withdraw its contents.
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SEPTEMBER, 2002 LNPA WG ACTION ITEMS ASSIGNED:



NOTE:  THE ACTION ITEM NUMBERING SCHEME IS AS FOLLOWS:



· FIRST TWO DIGITS DESIGNATE THE MONTH OF THE LNPA MEETING



· SECOND TWO DIGITS DESIGNATE THE YEAR OF THE LNPA MEETING



· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER



0902-01:  The WNPO has requested that the Sunday service provider maintenance 



window be changed  to 2am-8am, with the extended window on the first Sunday of each month changing to midnight – 11am.  WNPO wants this change to take place effective 11/10/02.  ACTION:  Jim Grasser, WNPO Chairperson, to send e-mail to NAPM/LLC advising of request to change window.



0902-02:  Mindi Patterson, NeuStar, will update the requirements in the 3.2 Change  



      Order package (3.2 delta document) to reflect ongoing changes made to the FRS.



Rob Coffman, NeuStar, will put milestone dates on project plan for updating and distributing delta document.



0902-03:  With respect to NANC Change Orders 191 and 291, NeuStar took an ACTION



ITEM to place on the 3.2 project plan a date to send out a notice to the various Service Provider contact lists regarding DPC clean-up and what needs to be done to pass 191 and 291 edits for DPC data once 3.2 goes into production.



0902-04:  NANC 187- What is the expectation of SOA/LSMS behavior now that we will



have linked replies?  NeuStar took an ACTION ITEM to find the appropriate place in the IIS to document the expected behavior for SOA/LSMS.



0902-05:  NANC 319 –  NeuStar took an ACTION ITEM to look at M&P for Mass



Updates to see if it would be appropriate to document LRN modifications due to LATA ID changes as a reason for the Mass Update.



0902-06:  PIM 20 – submitted by SBC.  Addresses porting in a code while steps are being



      taken by NANPA to have it published for disconnect.



      Options discussed:



A. Always transfer any code that is opened up in NPAC to a new LERG-assignee rather than delete it.



B. Set a drop-dead date by which the NXX will be deleted in NPAC if there are no active or pending ported numbers.



Adam Newman, Telcordia, took an ACTION ITEM to discuss this within INC at their November meeting in the context of their guidelines (Procedures for Code Holder/LERG Assignee Exit).



0902-07:  PIM 21 – submitted by AT&T.  Addresses abandoned ported-in numbers. 



LNPA Working Group took an ACTION ITEM to review INC’s Procedures for Code Holder/LERG Assignee Exit and give comments/changes to Adam Newman by the October LNPA for finalization for him to take to the November INC meeting.  Adam Newman will change Paragraph 2.11 reference to removing all records related to NXX code.  Same change applies to last paragraph in Section 3.0.
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0902-08:  PIM 22 – submitted by Verizon.  Addresses inadvertent ports due to Conflict



removal.  Gary Sacra, Verizon, took an ACTION ITEM to review Conflict Cause Values and come to October meeting with a proposal to which ones this PIM would be restricted.



0902-09:  PIM 19 – Charles Ryburn, SBC, took an ACTION ITEM to send the industry



advisory to the INC stating that it has been issued to the industry and request that they review for any inclusion in their guidelines.



0902-10:  NeuStar reported that NPAC was sending stack aborts.  Fix is to put in new



version of OTS stack (OTS9000 C.09.03), which goes into production in all NPACs on 9/22/02.  Jim Rooks, NeuStar, took an ACTION ITEM to send out a maintenance window announcement including this fix information.
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0902-11:  Mike Panis, ESI, reported that HP is still analyzing trouble with large PDU



aborts.  Fix is expected EOY2002 or possibly later.  Mike Panis, ESI, took an ACTION ITEM to identify the test case that caused the problem.



0902-12:  The following topics will be discussed at the October LNPA:



possible changes to outbound flow control,



CMIP departure time check



possible elimination of aborts.



ACTION ITEM: Service Providers are to discuss internally two options:  raising CMIP departure time check to greater than 5 minutes, or total elimination, and come prepared next month to discuss what to recommend to LLC.  



ACTION ITEM: NeuStar will bring in Change Orders to change appropriate documentation.  



Will be agenda item for next month’s meeting (8:30 am Mountain Time on Thursday 10/17/02).



0902-13:  With regard to the 3.2 Project Plan, Rob Coffman, NeuStar, took an ACTION



ITEM to review the impact of holiday dates, e.g. Good Friday, Easter, Mother’s Day, Memorial Day.



Service Providers have an ACTION ITEM to review the project plan, especially the dates from the start of turn-up testing through the first region implementation date, and come prepared for October meeting with any changes.



0902-14:  The LNPA WG has an ACTION ITEM to come prepared to the October



meeting to review all reseller flows.



0902-15:  Based on the WNPO’s decision to request a change to the Service Provider



Maintenance Window, H. L. Gowda, AT&T, will modify the PIM 2 Maintenance Window document accordingly, and submit it to the LNPA.



0902-16:  NANC 356 schedule:  Rob Coffman, NeuStar, explained that changing the SP



Name field results in provider’s router being bounced.  NeuStar would like to change fields during the Sunday Service Provider maintenance window to reduce impact of bouncing router.  Service Providers would need to take a Bulk Data Download (which they will have to do anyway).  BDD file will be produced at the completion of each region.  LNPA agreed that data will not be broadcast and all Service Providers will take a BDD.  NeuStar took an ACTION ITEM to investigate if the schedule can be compressed to a single Sunday maintenance window.  Schedule on hold while NeuStar investigates.



0902-17:  SPID Migration Notification:  OP:INFO can be used for NPAC to send



notifications to all users.  



ACTION ITEM: Question for all Service Providers as to what their systems will do with it and how they will react.  



ACTION ITEM: NeuStar  to address in M&P how the determination is made that all Service Providers successfully migrated, e.g. go-no go conference call.



0902-18:  ITP Test Plan Requirements and Regression Test Plan Requirements documents



– Scenario 4 – take out reference to “all appropriate.”  ACTION ITEM for Steve Addicks, NeuStar.



0902-19:  M&P for Reassociation –  Change note to read, “It is recommended, if a 



Service Provider’s SOA and LSMS are on the same router, that the Service Provider hold off bringing up their SOA by manually taking it off-line.”  Steve Addicks, NeuStar, to change and send to Randy Buffenbarger, NeuStar, for review at Project Executive meeting next week.  NeuStar to post on website.



0902-20:  Gary Sacra, Verizon, took an ACTION ITEM to send a message to Jim



Grasser, WNPO Chairperson, asking him to send a message to the WNPO distribution encouraging them to attend LNPA Working Group meetings.  Reason – issues are discussed in LNPA that affect all carriers, including wireless carriers, and wireless porting and pooling issues also affect all carriers, both wireline and wireless.



AUGUST, 2002 ACTION ITEMS REMAINING OPEN:


0802-01:  Jim Grasser, WNPO Chair, took an ACTION ITEM to provide a list of testing



issues possibly impacting Wireline carriers.  Examples cited were the need for Wireless NXX codes to be opened in the selective router for the 911 database, and the need for Wireline back office systems, e.g. Billing, to accommodate Wireless numbers pooled or ported into the Wireline network.



0802-04:  Based on feedback from the group on the PIM 2 Maintenance Window



document, H. L. Gowda, AT&T, took an ACTION ITEM  to change the sentence in Item 4, currently reading, “The goal here is to eliminate as much activity as possible that generates any SOA or LSMS messages during the maintenance window so service providers do not have any messages to recover when they come back on-line at the end of the window.” to read, “The goal here is to eliminate all activity that generates any SOA or LSMS messages during the maintenance window so service providers do not have any messages to recover when they come back on-line at the end of the window.”



It was also noted that the note in Item 1, “Note: SPs maintenance window period and duration will be changed to accommodate Wireless SPs Portability (11/24/2003),” may change based on a decision to be made at the September WNPO meeting.  The date will either be 11/24/02 or 11/24/03.  



H. L. will make the agreed upon changes, including eliminating any unnecessary bolded phrases, and distribute to the LNPA for review at the September LNPA meeting.



0802-10:  ESI took an ACTION ITEM to ask HP if they will share with NeuStar their test process and program that they used to evaluate their OTS stack and recreate the recovery problem.
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Appendix C




WORKING DOCUMENT







Procedures for Code Holder/LERG Assignee Exit




1.0
Purpose




This appendix describes the responsibilities of NANPA, service providers,




and the PA in situations when a service provider is returning or abandoning codes/blocks that contain ported telephone numbers and a new LERG assignee must be selected with minimal impact on ported customers.  The specific circumstances addressed cover: 




· Voluntary Return of NXX Codes Containing Ported Numbers 




· Abandoned NXX Codes Containing Ported Numbers




· Voluntary Return of Thousands Blocks Containing Ported Numbers  




· Abandoned Thousands Blocks Containing Ported Numbers




2.0
Assumptions




2.1
Reasonable efforts should be taken to re-establish a code holder/LERG assignee in order to maintain default routing.  Should the LERG assignee vacate their responsibilities, calls to the donor switch will not be processed.




2.2
A code holder/LERG assignee must be LNP capable, may put the code/block on any switch in the rate center, and should already be providing service in the rate center.  This should eliminate any potential problems with facilities readiness.  




2.3
It is desirable to avoid having to designate a new code holder/LERG assignee in the NPAC because all ported customers will experience a temporary interruption of incoming service during transition to the new assignee while the SPID is updated in the NPAC. However, it is a regulatory requirement to allow continued porting of any number in the NXX, a process that requires correct SPID/number association at NPAC for NPAC's message validation process. 




2.4 NANPA and/or the PA shall work closely with state and federal telecommunications regulators/agencies to obtain timely information about SPs abandoning service or filing bankruptcy.  Such circumstances are under the direction of a state commission or court.




2.5 When an NXX code is re-allocated to another SP, the code is considered to be re-allocated rather than re-assigned; therefore, the SP does not have to meet the MTE and utilization criteria for this code. 




2.6 A SP has the option to refuse a code re-allocation. Refusal will not adversely impact any pending code/block assignment request because it is unrelated to the re-allocation




2.7    These guidelines also apply in jeopardy/rationing situations.




2.8   It is the responsibility of each SP to provide an accurate E911 record for each of its customers to the E911 Service Provider. It is essential that the outgoing SP unlock its E911 records in the regional E911 database, and the new SP must transition the affected customers records to its own company ID in the E911 database.




2.9 It is the responsibility of the new code holder/LERG assignee and new block holder to notify Telcordia™ to update the AOCN responsibility in BIRRDS for the reallocated code/block(s). 




2.10 The SP returning the code has the responsibility to assure that affected parties, especially any end-users, are notified consistent with state requirements.




2.11 It is the responsibility of the SP returning the code/block to disconnect and remove all records related to the LRN and NXX code, including intra-SP ported TNs, from the NPAC database. If a code/block is reassigned and there are still old records in NPAC, the new LERG Assignee will encounter problems with the affected numbers from the reassigned code/block, e.g., porting records on TNs not in service. 




3.0       Notification Procedures for Returned Codes/Blocks




NANPA will request that the NPAC produce an ad hoc report, generated during off-peak hours, that identifies the service providers and associated quantities of ported TNs in a returned NXX code.  This information will assist NANPA in re-allocating the code.  The NPAC will charge NANPA for the ad hoc report per the existing contract.  The reports are to be provided to the NANPA pursuant to a non-disclosure agreement. The NANPA may use these reports to provide each potential LERG-assignee with the total number of ported TNs it has, number of SPs with ported TNs, and the total number of ported TNs overall.




NANPA is required to post the effective dates of pending code disconnects on the NANPA website in order for Service Providers to be aware of approved code disconnects.  In addition, NANPA should periodically (every six months) send an electronic reminder to code holders of their responsibility, per the Central Office Code Assignment Guidelines, to submit a Part 1 form to NANPA in order to return a code.  In addition, the reminder should direct SPs to not change routing information in appropriate databases until NANPA has processed the application and responded with a Part 3.   Code holders/LERG assignees should notify NANPA/PA if they are no longer able to perform default routing functions (e.g., the service provider is no longer providing service in the area served by that NXX code).  NANPA must inform the outgoing code holder/LERG assignee of their responsibility to update the appropriate routing databases upon receipt of the Part 3.   




There are specific actions related to LNP processes to be taken by SPs, the PA, NANPA, and NPAC during the code reallocation process.  An overall description, including a required form, can be found at: www,numberpool.org (include hotlink) (see footnote 1). 



In addition, it is the responsibility of the SP returning the code/block to disconnect and remove all records related to the LRN and NXX code, including intra-SP ported TNs, from the NPAC database. If a code/block is reassigned and there are still old records in NPAC, the new LERG Assignee will encounter problems with the affected numbers from the reassigned code/block, e.g., porting records on TNs not in service.



4.0
 Voluntary Return of NXX Codes Containing Ported Numbers




In the case where NXX codes are voluntarily returned and contain ported numbers or pending ports, NANPA should request that the incumbent code holder maintain the default routing function NANPA will re-allocate the code as soon as possible to avoid disconnects of NXX or disruption of service.  



If any expedite is requested by the outgoing or incoming code holder, the applicant shall so indicate on the Part 1.  Expedite procedures are found in Section 6 of the Central Office Code Assignment Guidelines.




Within 5 business days of being informed by a SP that they are discontinuing service in a given rate center, the NANPA shall request an ad hoc report from the NPAC that will identify active and pending ports on the returned code.  This information will assist NANPA in re-allocating the code.  The SP is encouraged to provide NANPA with a “NPAC-like” report on the code to be returned, thereby eliminating the 5 business day interval for NANPA to request an ad hoc report from the NPAC. 




If there are no active or pending ports on the code, a Part 3 Disconnect will be issued by NANPA to the SP. The Part 3 Disconnect information shall be entered into the Telcordia databases by the SP’s AOCN. The code will be included in the Part 3 Disconnect Report posted on the NANPA web site.




If there are active or pending ports on the code, NANPA shall:




a) NANPA will contact all service providers shown on the NPAC or “NPAC-like” report with ported TNs from the identified CO code at the same time, informing them of the Code holder’s intention to disconnect.  The outgoing SP also will be included in this notification for verification purposes. NANPA will provide each potential LERG-assignee with the total number of ported TNs it has, number of SPs with ported TNs, and the total number of ported TNs overall.  NANPA will use the latest contact information that NANPA Code Administration has on file for the impacted service provider(s).  Service providers may designate a special contact for this purpose by providing contact information to NANPA.  SPs with ported TNs will have 10 business days to respond with a complete and correct Part 1.  NANPA will provide a specific date and hour as the deadline for responses.   



b) Include in its contact document, language that states that the current SP is seeking to expedite the return of the code. This shall be done only if the SP returning the code has indicated an expedite process on its Part 1. 



c) NANPA will suspend the Part 1 pending identification of a new Code holder and so inform the applicant via a Part 3.  NANPA will request the incumbent code holder to maintain default routing.



d) The first carrier to respond with a completed and correct Part 1 will become the new Code holder.
  Only the receipt of a Part 1 by NANPA will be accepted as an official request for the code.  NANPA will process the Part 1 as a code reassignment and provide a Part 3 to the new Code holder.
  NANPA will provide a Part 3 Denial to the carrier returning the code, indicating that a new Code holder has been found and provide the effective date of the reassignment to the new OCN.
  NANPA also will notify all the SPs on the original distribution that a new Code holder has been selected.



e) If an SP agrees to assume responsibility for the code and to expedite
 its activation, the SP should indicate the latter by providing accompanying written documentation with the Part 1 agreeing to a shortened activation interval date. The documentation should also indicate the activation interval shall not be less than 30 days.




f) If after ten days from the issuance of the e-mail there are no volunteers, NANPA will notify the appropriate regulatory authority and the SPs with ported TNs that no carrier has submitted a valid Part I to become the code holder and therefore, the code will be disconnected. NANPA will issue a Part 3 Approval to the incumbent SP approving the code return and the disconnect effective date. NANPA will update and post to the NANPA web page a report titled “Part 3 Disconnects.”  This report shall contain all disconnects processed by NANPA and designate NPA-NXXs with no ports, NPA-NXXs with active and/or pending ports, and the associated disconnect date.




Should the above situation occur, a service provider originally contacted by NANPA because it had active or pending ports on the returned code per the NPAC report may decide it wants to become the new Code holder after NANPA has processed the Part 3 Disconnect.  NANPA then will reassign the code to the carrier, provided the carrier submits a completed and correct Part 1 no less than fifteen (15) business days prior to the effective date of the disconnect.




g) If a SP requests to become the LERG assignee but has no ported TNs and cannot meet MTE and utilization, NANPA will direct the SP to make their request to the appropriate regulatory authority.  Upon receiving both written confirmation (email or fax) from the regulatory authority and a valid Part 1 from the SP no less than fifteen (15) days prior to the effective date of disconnect,
 NANPA will make the SP the new LERG-assignee.  This process only applies to codes with active or pending ports.




h) If the porting of TNs occurs on a returned code after NANPA has issued a Part 3 Disconnect, NANPA will after having received and processed a valid Part 3, designate the SP applicant as the new LERG assignee. This will occur provided there is enough time to stop the disconnection of the code.




An SP should not be obligated to maintain default routing more than 66 days after filing a valid Part 1 indicating their intent to return the code.



5.0
Abandoned NXX Codes Containing Ported Numbers




In the case where an NXX code is abandoned, NANPA may not have prior knowledge of the situation or know if there are active or pending ported TNs on the code.  Further, NANPA may be unable to contact the incumbent code holder concerning the status of the code or to request that they maintain default routing function if there are ported TNs.  Situations may also occur where a service provider fails to submit a Part 1 to NANPA and proceeds with disconnecting the code.  Often, customer complaints or information provided by service providers are the way that NANPA learns of these abandon code situations.  




NANPA shall work closely with state and federal telecommunications regulators/agencies to obtain timely information about SPs abandoning service or filing bankruptcy.  Such circumstances are under the direction of a state commission or court. 




NANPA will request a report from the NPAC on the abandoned code to determine if there are any active or pending ported TNs.  




NANPA will then contact the appropriate state commission and seek guidance concerning the return or reassignment of the abandoned code.
  NANPA will include information about whether there are active or pending ports on the abandoned code. 





a. In those instances where there is porting on the abandoned code, NANPA will, unless otherwise directed by the state commission, contact those service providers with ported TNs to determine if they want to become the new LERG assignee, NANPA will follow the same process as outlined in Section 4.0 [specifically (b) through (f)].  




b. If a new code holder cannot be established for codes with active or pending ports, NANPA will reclaim the code after receiving written confirmation (email or fax) from the involved state commission. NANPA then will provide the NPAC written notice from the appropriate regulatory authority that the SP has terminated service. The NANPA also will request that the NPAC remove all records in its database related to the LRN and NXX code, including intra-SP ported TNs.





NANPA will direct any customer complaints concerning the disruption of service to the involved service provider or state commission.  In the case of an abandoned code, NANPA will not act independent of state commission direction with regard to the reassignment of a NXX code to a service provider with ported TNs.




6.0
Returned Thousands-Blocks Containing Ported Numbers




6.1     When Block Holder is not the LERG Assignee




In a pooled area where thousands- blocks are voluntarily returned and there are ported numbers or pending ports contained in these returned blocks, the SP will return the blocks to the PA and the ported customers are not affected.  




The PA shall request an ad hoc report from the NPAC to determine if there are any ported TNs or pending ports on the block(s) being returned.  This information will assist the PA in re-allocating the block.  If the block is 10% or less contaminated the PA will process the block return.  If the contamination level is greater than 10%, the PA will follow the order below to select a new block holder: 




a) The PA will notify SPs with ported TNs, the LERG Assignee, SPs with a forecasted need, and the outgoing block holder within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due. The first SP to respond with a completed and correct Part 1A and Part 1B will become the new block holder.  MTE and utilization requirements are waived for SPs with ported TNs.  




b)  If no SPs respond within ten business days or all refuse the block holder functions, the PA will contact the appropriate state commission and seek guidance concerning the return or reassignment of the contaminated block. Should a new block holder be designated, state commissions may waive MTE and utilization requirements. 




The PA will work with the new block holder to determine if a Part 4 submission is necessary. 




6.2     When Block Holder is also the LERG Assignee




The PA shall request an ad hoc report from the NPAC to determine if there are any ported TNs or pending ports on the block(s) being returned.  The PA will follow the order below to select a new LERG assignee: 



a) The PA will contact SPs with blocks assigned from the affected NXX, SPs with ported TNs and SPs with a forecasted need within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due.  




· The first SP with blocks assigned from the affected NXX to respond with a Part 1 and Part 1B will become the new LERG assignee.  MTE and utilization requirements are waived.




· If no SPs with blocks assigned from the affected NXX respond or all refuse the LERG assignee functions, the first SP with ported TNs to respond with a Part 1 and Part 1B will become the new LERG assignee.  MTE and utilization requirements are waived.




· If no SPs with ported TNs respond or all refuse the LERG assignee functions, the first SP with a forecasted need with a Part 1 and Part 1B that meets the MTE and utilization requirements will become the new LERG Assignee.




The PA will automatically update the BCD record in BIRRDS with the new LERG Assignee’s information upon receipt of the Part 3 from NANPA. 



The new LERG assignee shall:




 notify the PA via email which blocks assigned to the original LERG Assignee are to be reallocated to the new LERG Assignee because the contamination level is over 10%.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation. 




 notify the PA via email which blocks assigned to the original LERG Assignee are to be donated by the new LERG Assignee because the contamination level is 10% or less.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation.




· work with the PA to determine if any Part 4 submissions are necessary. 




Blocks that were previously donated by the original LERG assignee will remain in the pool.




It is recommended that the new LERG assignee retain at least one block to ensure that responsibilities in 4.2.1 are maintained. However, once the responsibilities of the SP outlined in 4.2.1 of the TBPAG are fulfilled and the SP determines that the block is not needed, the SP does have the option of returning the block to the PA.  




b) If no SPs respond within ten business days or all refuse to become the new LERG assignee, the PA will proceed with the NXX return, notify those SPs with ported TNs from the affected NXX, and request that NANPA notify the appropriate regulatory authorities that a code is going to be disconnected and that some working customers will lose service.




7.0
Abandoned Thousands-Blocks Containing Ported Numbers




The difference between an abandoned versus a returned block is that if abandoned, the PA is unable to reach the incumbent block holder to ask them to maintain default routing functions.




7.1     When Block Holder is not the LERG Assignee




In the case when the block holder is not the LERG assignee and blocks containing ported numbers or pending ports are abandoned, the ported customers are not affected.  Typically, customer complaints are the catalyst for initiating the steps that follow. The PA shall request an ad hoc report from the NPAC to determine if there are any pending or completed TN ports.  The PA will contact the appropriate state commission and seek guidance concerning the return or reassignment of the abandoned block.  If the block contamination level is 10% or less, the block is returned to the pool once written confirmation (email or fax) is received from the state commission to reclaim the block.  If the block contamination level is greater than 10%, the PA will follow the order below to select a new block holder unless otherwise directed by the state commission: 




a) The PA will notify SPs with ported TNs, the LERG Assignee, SPs with a forecasted need, and the outgoing block holder within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due. The first SP to respond with a completed and correct Part 1A and Part 1B will become the new block holder.  MTE and utilization requirements are waived for SPs with ported TNs.  




b)  If no SPs respond within ten business days or all refuse the block holder functions, the PA will contact the appropriate state commission and seek guidance concerning the return or reassignment of the contaminated block. Should a new block holder be designated, state commissions may waive MTE and utilization requirements.




The PA will work with the new block holder to determine if a Part 4 submission is necessary. 




When a block is returned to the pool, the PA will provide the NPAC with written notice from the appropriate regulatory authority that the SP has terminated service. The PA then will request that NPAC remove all records in its database related to the LRN and block, including intra-SP ported TNs. 



7.2     When Block Holder is also the LERG Assignee




In the case when the block holder is the LERG assignee and blocks containing ported numbers or pending ports are abandoned, the PA may not have prior knowledge of the situation.  Typically, customer complaints are the catalyst for initiating the steps that follow.  The PA shall work closely with state and federal telecommunications regulators/agencies to obtain timely information about SPs abandoning service or filing bankruptcy.  Such circumstances are under the direction of a state commission or court. 




The PA shall request the ad hoc report from the NPAC to determine if there are any pending or completed TN ports.  This information will assist the PA in re-allocating the code/blocks.  The PA will follow the order below to select a new LERG assignee unless otherwise directed by the state commission: 



a) The PA will contact SPs with blocks assigned from the affected NXX, SPs with ported TNs and SPs with a forecasted need within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due.  




· The first SP with blocks assigned from the affected NXX to respond with a Part 1 and Part 1B will become the new LERG assignee.  MTE and utilization requirements are waived.




· If no SPs with blocks assigned from the affected NXX respond or all refuse the LERG assignee functions, the first SP with ported TNs to respond with a Part 1 and Part 1B will become the new LERG assignee.  MTE and utilization requirements are waived.




· If no SPs with ported TNs respond or all refuse the LERG assignee functions, the first SP with a forecasted need with a Part 1 and Part 1B that meets the MTE and utilization requirements will become the new LERG Assignee.




The PA will automatically update the BCD record in BIRRDS with the new LERG Assignee’s information upon receipt of the Part 3 from NANPA. 



The new LERG assignee shall:




 notify the PA via email which blocks assigned to the original LERG Assignee are to be reallocated to the new LERG Assignee because the contamination level is over 10%.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation. 




 notify the PA via email which blocks assigned to the original LERG Assignee are to be donated by the new LERG Assignee because the contamination level is 10% or less.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation.




· work with the PA to determine if any Part 4 submissions are necessary. 




Blocks that were previously donated by the original LERG assignee will remain in the pool.




It is recommended that the new LERG assignee retain at least one block to ensure that responsibilities in 4.2.1 are maintained. However, once the responsibilities of the SP outlined in 4.2.1 of the TBPAG are fulfilled and the SP determines that the block is not needed, the SP does have the option of returning the block to the PA.  




b) If no SPs respond within ten business days or all refuse to become the new LERG assignee, the PA will proceed with the NXX return, notify those SPs with ported TNs from the affected NXX, and request that NANPA notify the appropriate regulatory authorities that a code is going to be disconnected and that some working customers will lose service. NANPA then will provide the NPAC written notice from the appropriate regulatory authority that the SP has terminated service. The NANPA also will request that the NPAC remove all records in its database related to the LRN and NXX code, including intra-SP ported TNs.




�  The LNP CO Code Reallocation Process, implemented on August 30, 2001, eliminates the necessity of maintaining the original LERG assignee in the NPAC because it eliminates service disruption that would be caused by changing the SPID in the NPAC. The process involves porting the code in thousands blocks to the LERG assignee.  In this way, the NPAC's block-ownership tables override the NPAC's NXX- ownership tables, allowing continued porting of any number in the NXX. The LNP CO Code Reallocation Process allows numbers to snap back to the new LERG assignee, the same as if the SPID had been changed in the NPAC without ported numbers having been taken out of service.











The LNPA WG has developed requirements for the ability to mass update the Service Provider Identification (SPID) associated with an NXX code without taking ported customers out of service.  This functionality has been assigned NANC Change Orders 217 and 323.





� MTE and utilization requirements are waived.





� No Part 4 will be required.  





� It is the responsibility of the new code holder to contact the original code holder if the code transfer does not occur on the effective date originally indicated on the Part 3 denial so that the original code holder can continue to maintain default routing until the new effective date. 





� See Section 6 of the Central Office Code (NXX) Administration Guidelines (COCAG)





� All new code holders must follow the standard code activation process in the COCAG.   In order to stop the disconnect and re-assign a code, a minimum of five (5) business days is needed to notify Telcordia to reverse the disconnect and send an emergency notification to service providers.  Add this time interval with the ten (10) business day requirement for NANPA to process code applications results in the requirement for service providers to provide a Part 1 no less than fifteen (15) business days for the effective date of the disconnect.  





� See previous footnote.





� There are differing requirements among the states relating to bankruptcies and the treatment of NPA-NXXs as carrier assets as well as carrier of last resort obligations that may affect the disposition of an abandoned code.  State commission involvement is needed to ensure these requirements are addressed.
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Mechanized Interface Issues
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Current Understanding



				HP tracking #3201036258 – Stack abort problem addressed in OTS9000 C.09.03 goes into production at the NPAC on 9/22.



				HP tracking #JAGae12971 – Large PDU aborts addressed by the end of Y2002.



				Bad OSI stack library at the NPAC – Corrected on 9/15. As regions go through a maintenance window, the NPAC CMIP router will begin to use the library.



				Congestion tunables – Changed the high water setting from 100 to 10 messages for inbound flow control and the low water ratio to 30% for one ILEC. This reduces the amount of buffer space that a faster sender can consume.



				Outbound flow control - The buffer space that lies between the sending system and the receiving system can store many messages.  When the sender runs faster than the receiver, CMIP messages will get queued.



				Analysis and testing must to done to determine if all providers using the same TCP port (102) is restricting the NPAC OSI stack throughput. The OSI stack does support using multiple ports.



















LNP Network Stack



















Flow Control



				Flow control is implemented through congestion once all the buffer space between the sender and the receiver is full.



				Each network (TCP) packet indicates available buffer space in the window size attribute.



				Congestion high water mark controls the number of messages that will be queued on the inbound side of the CMIP toolkit.



				Outbound flow control is done via the inbound congestion setting at the destination system.  



				Current implementation of congestion means that the network buffers must be filled before the sender gets congestion.  



				Production analysis indicates this can be as many as 700 CMIP messages.



				This queue of messages can cause invalid departure time aborts.



















Summary



				NPAC upgrade to OTS9000 C.09.03 done on 9/22.



				Once the large PDU fix is available from HP, all LNP HP systems should be upgraded. We need to explore if/how we get HP to deliver the patch sooner.



				NPAC corrected the bad OSI stack library in all regions on 9/15. It requires a restart of the NPAC CMIP router process and this will be done in all regions on 9/22.



				In order for systems with different processing capability to interoperate, there must be good flow control on both inbound and outbound sides of the OSI stack.



				Implemented in the CMIP toolkit?



				Implement in the LNP (NPAC/LSMS/SOA) systems?



				NeuStar will begin internal testing of multiple OSI stacks (in addition to port 102) on the same system.
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ABSTRACT:
All carriers (Top 100 and non-Top 100) need to implement “feature fixes” on Motorola, Lucent, and Nortel to make MIN/MDN separation work properly for “Assume Positive” Default Service Billing & Call Processing, Default Service 611 Call Processing with Ranger Wireless Home Customer Care, and Default Service Emergency Number Call Processing (911 and specialized star codes such as *DUI or *HP).  If these feature fixes are not implemented, the MIN will be substituted for the MDN resulting in roaming and billing inaccuracies, as well as the errant delivery of the MIN (instead of the MDN) for CallerID, CNAM & LIDB queries, 611 routing, and to the PSAPs.


CONTRIBUTION: 



I    Introduction  (audience for this section is everyone):

This contribution is meant to be passed to internal company experts as an FYI.  There is no issue to be resolved by the WNPO.  Instead, ALLTEL is sharing this information in effort to help our industry reduce the number of trouble tickets and customer issues once we have MIN/MDN separation.  There is no action to be taken by the WNPO members other than the request to share the information internally with their own perspective company experts.  ALLTEL has 3 major vendors in their Network (Motorola, Lucent, and Nortel). If your company utilizes other vendors, these situations, if relevant for your company, should be discussed with your particular vendor. Additionally, we only have an ANSI standard network, therefore differences between GSM and ANSI are not recognized in this contribution.


As an industry, many of us have become dependent on offering “Assume Positive” Default Service to select roaming partner customers for all call originations and to all customers who acquire our systems (valid roaming partner or not) in certain situations, such as calls to 911 or 611.  Under “Assume Positive” Default Services, the serving carrier allows for call originations to complete even though that particular customer has not been successfully registered for any number of reasons, such as the communication link between the two carriers is down.  This is an arrangement that is agreed upon by the 2 carriers.  Under Default Services, the MDN of that particular customer is not known by the serving carrier because the MDN is only known when a valid registration is completed.  The MIN is known because it is communicated over the air interface between the handset and MSC/VLR and does not require communication between the home and serving carrier.  With the advent of MIN/MDN separation, complications arise in the Default Service logic in the vendor code.  Before MIN/MDN separation, the vendors could assume when the MDN was not known that the MIN could be substituted for the MDN.  After MIN/MDN separation, vendors can no longer assume that when the MDN is not known, that it is the same number as the MIN.  Our vendors did not realize this and therefore, still have code where the MIN is used interchangeably for the MDN.


Therefore, all ANSI carriers (Top 100 and non-Top 100) need to implement “feature fixes” on Motorola, Lucent, and Nortel to make MIN/MDN separation work properly for Default Services.  This contribution addresses 4 distinct Default Service situations.  Not all of these situations will apply to all carriers.


a. Default Service Billing 


b. Default Service Call Processing


c. Default Service 611 Call Processing with Ranger Wireless Home Customer Care


d. Default Service Emergency Number Call Processing (911 & specialized star codes such as *DUI or *HP).


If these feature fixes are not implemented, the MIN will be substituted for the MDN resulting in roaming and billing inaccuracies, as well as the errant delivery of the MIN (instead of the MDN) for CallerID, CNAM & LIDB queries, 611 routing, and to the PSAPs.  Clearly, this will result in customer confusion, inconveniences, and complaints resulting in increase calls to the home carrier.  More specific details for the 4 situations are detailed below.


a. Default Service Billing:  If you allow for default service originations for your own MIN ranges in an SHLR environment or for particular roaming partner MIN ranges, the internal record and/or the CIBER Record your billing systems create should have a zero filled MDN.  This is because under default services, there was no valid VLR created during registration and the real MDN is not actually known.  To assume that the MDN is equal to the MIN is incorrect (this is how the current code on our vendors is written).  Without the feature fixes detailed in the solutions section of this contribution (vendor specific), the CDR that is created on the serving carrier’s MSC/VLR will be wrong. You will not be able to distinguish between someone whose MIN=MDN (as validated through a good registration) and someone who has been offered Default Service where the MDN is not actually known.  SIGNIFICANCE: Failure to remedy this will result in inaccurate billing for roaming partners and possibly for your own home customers if you have an SHLR.

b. Default Service Call Processing: If you allow for default originations for your own line ranges in an SHLR environment or for particular roaming partner line ranges, the MDN should be omitted from the MF and SS7 messaging fields that are reserved for the MDN only.  This is because under default services, there was no valid VLR created during registration and the real MDN is not actually known.  To assume that the MDN is equal to the MIN is incorrect (this is how the current code on these vendors is written).  Without the feature fixes detailed in the solutions section of this contribution (vendor specific), the MSC/VLR will outpulse the originator’s MIN (MF) or put the originator’s MIN in the CallingPartyNumber Parameter (SS7).  These fields should never be populated with the MIN because the function of these fields is reserved for the MDN only.  As a result, for a customer who has MIN/MDN separation, the wrong CallerID will show on the receiving end of the call.  CNAM queries will be launched on the wrong number possibly leading to someone else’s name to show on the receiving end of the call.  LIDB queries will be performed on the wrong number possibly leading to fraudulent opportunities. SIGNIFICANCE:  Failure to remedy this will result in errant delivery of CallerID, CNAM Queries, and LIDB Queries leading to customer confusion and complaints.


c. Default Service 611 Call Processing with Ranger Wireless Home Customer Care:  **This situation is very similar to b., however, it is listed separately because some carriers offer default service for 611 only and not for all originations.  The same vendor fix is required for both b. and c.**


If you allow default originations for the dialed digits 611 AND you use Ranger Wireless Home Customer Care (a service that gets a roaming partner who is dialing 611 back to their home call center), the MDN should be omitted from the MF and SS7 messaging fields that are reserved for the MDN. This is because under default services, there was no valid VLR created during registration and the real MDN is not actually known.  To assume that the MDN is equal to the MIN is incorrect (this is how the current code on these vendors is written). Without the feature fixes detailed in the solutions section of this contribution (vendor specific), the MSC/VLR will outpulse the originator’s MIN (MF) or put the originator’s MIN in the CallingPartyNumber Parameter (SS7).  These fields should never be populated with the MIN because the function of these fields is reserved for the MDN only.  Ranger Wireless is overhauling their operations to support MIN/MDN separation and Pooling/Porting.  They will be routing calls based on LERG or LRN data which is MDN based.  Therefore, if the MIN is passed to Ranger Wireless, it will be routed as if it is an MDN possibly resulting in a customer being routed to the wrong carrier’s call center.  By implementing the feature fixes, the missing MDN parameter in the MF or SS7 message will clue Ranger Wireless that the MDN is not known by the serving carrier and the system will prompt the caller to enter his/her MDN so that the call will be routed properly.  SIGNIFICANCE:  Failure to remedy this could result in routing customers to the wrong carriers call center.


d. Default Service Emergency Number Call Processing: All carriers offer 911 service to anyone that acquires their network.  Because of this, there are numerous scenarios in which the serving carrier will not know the MDN of the caller.  This is the case for non-initialized mobiles (some vendors do not attempt to get a profile for a caller who powers up and immediately dials 911), mobile phones whose subscription has expired (this customer’s old MDN has been recycled to a paying customer), mobile phones from a service provider that does not have a roaming agreement with the serving provider, etc.  All of these are examples of when the serving carrier will not know the real MDN of the 911 Caller or when the caller has no valid call back number at all.


When you allow for default originations for the dialed digits of 911, the number that is sent to the PSAP should be an invalid number indicating to the operator that he/she does not have a valid callback number. This is because under default services, there was no valid VLR created during registration and the real MDN is not actually known.  To assume that the MDN is equal to the MIN is incorrect (this is how the current code on these vendors is written). Without the feature fixes detailed in the solutions section of this contribution (vendor specific), the MSC/VLR will outpulse the originator’s MIN (MF) or put the originator’s MIN in the CallingPartyNumber Parameter (SS7).  These fields should never be populated with the MIN because the function of these fields is reserved for the MDN only. As a result, for a customer who has MIN/MDN separation or for a customer who really doesn’t have a valid callback number at all, an invalid callback number will show at the PSAP.  More importantly, since the MIN looks like a valid callback number (which may actually be another customer’s valid MDN), the PSAP operator may fail to ask the caller for a valid callback number.  SIGNIFICANCE:  Failure to remedy this will result PSAP operators thinking they have a valid callback number for which they actually don’t.  The possible result is that the PSAP operator consumes time calling the wrong number or has to ignore all delivered numbers from Wireless Carriers because they won’t ever know when it is really a good callback number or not.  Neither is a very tenable situation.


To further complicate this issue, some carriers use ‘emergency call types’ or ‘emergency pre-translators’ for other dialed digits besides 911 such as *DUI (Drunk Driver Report) or *HP (Highway Patrol).  The same results for these dialed digits will occur.


II   Solutions (audience for this section is carrier’s billing and techincal experts):

ALLTEL (along with other carriers) have worked closely with these 3 vendors to develop patches that will fix these default service situations.  Below is the detail of the fix and the development request number (Vendor specific). 


a. Default Service Billing:  The goal of the development is to produce a zero-filled or blank-filled MDN record so that the billing system can build code to distinguish between someone with MIN=MDN and someone whose been offered default service when the MDN is not really known.  This zero-filled or blank-filled MDN record can be used by the billing system to build correct internal and/or CIBER 2.5 billing records to reflect that the MDN was not known at the time the call was made.


Motorola:  Motorola produces a 4D (Originating MDN) sub-record appended in the CB07 base record ONLY when the MIN and MDN are different.  In default service scenarios, current code (because when the MDN is not known, the MSC/VLR assumes MDN=MIN) does not produce this 4D sub-record.  Therefore, a CDR for someone with MIN=MDN looks identical to a CDR for someone offered default service and the billing system will incorrectly put the MIN in the MDN fields in the internal and/or CIBER 2.5 records.  Feature Development Request 2559P changes the code to produce a zero-filled 4D (Originating MDN) sub-record in the default service scenario.  As a result, the billing system can then correctly populate the MDN fields in the internal and/or CIBER 2.5 records with zeros.  2559P will be available in System Release 16.1.0.81.


Lucent:  Lucent produces a MIN 621 module to store the MIN, and the MDN is stored in the Subscriber Number field in the base structure code. Current code (because when the MDN is not known, the MSC/VLR assumes MDN=MIN) will put the MIN in the Subscriber Number field in the base structure code under default service scenarios. Therefore, a CDR for someone with MIN=MDN looks identical to a CDR for someone offered default service and the billing system will incorrectly put the MIN in the MDN fields in the internal and/or CIBER 2.5 records. Lucent has 2 solutions to make the Subscriber Number  in the base structure code reflect all zeros to indicate default service scenarios.  The first solution (available today) involves using the System ANI.  If you populate the Send System Type field with “ANI” in the ECP Form and you populate the System Automatic Number field with “0000000000” in the SWITCH Form, 0000000000 will be populated in the Subscriber Number field in the base structure code.  If you are not using the System ANI for other functionality, this solution is fine.  However, if you are already using the System ANI, a code change is being made via RDAF 023410 to populate the Subscriber Number field with all zeros without changing the datafill for System ANI.  For either solution, as a result, the billing system can then correctly populate the MDN fields in the internal and/or CIBER 2.5 records with zeros. RDAF 023410 maps to FID 9127.0 ("Empty ANI / CgPN when MDN is not Available") and is available in ECP 18 SU 10.  ECP 18 SU 10 maps to ECP 19 SU 7.


Nortel:  Nortel stores the MIN in the Calling MSID field and the MDN in the Calling Number field in one base CDR.  In default service scenarios, current code (because when the MDN is not known, the MSC/VLR assumes MDN=MIN) will put the MIN in the Calling Number field. Therefore, a CDR for someone with MIN=MDN looks identical to a CDR for someone offered default service and the billing system will incorrectly put the MIN in the MDN fields in the internal and/or CIBER 2.5 records.  WCD 1210 changes the code to put all HEX Fs (Nortel Standard Fill Character) in the Calling Number field. As a result, the billing system can then correctly populate the MDN fields in the internal and/or CIBER 2.5 records with zeros.  The delivery date for WCD 1210 is still TBD.


b. Default Service Call Processing:  The goal of this development is to not outpulse the MDN on MF trunks and to omit the CallingPartyNumber Parameter on SS7 trunks so that the receiving end does not receive an incorrect number for CallerID, CNAM Queries, LIDB Queries, etc. for someone whose MDN is not known by the serving carrier (in default service scenarios).  By omitting the MDN fields altogether, the receiving end will know that the MDN is not known.  For example, for CallerID presentation on the receiving end, the word “unavailable” will be displayed instead of the incorrect number (the MIN).


Motorola:  Current code will (in error) pass the MIN in these fields intended for the MDN.  Feature Development Request 2559R changes the code to work as described above.  The delivery date for 2559R is still TBD.


Lucent: Current code will (in error)pass the MIN in these fields intended for the MDN.  RDAF 023410 changes the code to work as described above. RDAF 023410 maps to FID 9127.0 ("Empty ANI / CgPN when MDN is not Available") and is available in ECP 18 SU 10.  ECP 18 SU 10 maps to ECP 19 SU 7.  Please note this is the same RDAF needed for a. Default Service Billing.


Nortel:  Current code will (in error) pass the MIN in these fields intended for the MDN.  WCD 1177 changes the code to work as described above  The delivery date for WCD 1177 is still TBD.


c. Default Service 611 Call Processing with Ranger Wireless Home Customer Care:  **Please note that the same development for b is also needed for c**.  The goal of this development is the same as b. - to not outpulse the MDN on MF trunks and to omit the CallingPartyNumber Parameter on SS7 trunks so that Ranger Wireless does not use their MDN based routing tables to route on the incorrectly passed MIN for someone whose MDN is not known by the serving carrier (in default service scenarios).  By omitting the MDN fields all together, Ranger Wireless will know that the serving carrier does not know the MDN and will prompt the 611 caller to enter their 10-digit MDN.  Routing will then be performed based on the number the caller entered instead of an incorrectly passed MIN. 


Motorola:  Current code will (in error) pass the MIN in these fields intended for the MDN.  Feature Development Request 2559R changes the code to work as described above.  The delivery date for 2559R is still TBD.


Lucent: Current code will (in error)pass the MIN in these fields intended for the MDN.  RDAF 023410 changes the code to work as described above. RDAF 023410 maps to FID 9127.0 ("Empty ANI / CgPN when MDN is not Available") and is available in ECP 18 SU 10.  ECP 18 SU 10 maps to ECP 19 SU 7.  Please note this is the same RDAF needed for a. Default Service Billing.


Nortel:  Current code will (in error) pass the MIN in these fields intended for the MDN.  WCD 1177 changes the code to work as described above  The delivery date for WCD 1177 is still TBD.


d. Default Service Emergency Number Call Processing:  The goal of this development is to send a bogus number to the PSAP indicating that the MDN is not known by the serving carrier.  With this development, the PSAP operator will know that he/she does not have a valid callback number and can ask the 911 caller for their MDN.  This scenario is relevant for Phase 0, Phase I, and Phase II implementations. Annex C of J-STD-036 recommends (informative) that 911+the last 7 digits of the ESN be passed as the bogus number.  However, the Annex C of J-STD-036 was only written for Phase II and it is not an official requirement (normative)**.  This development requests that either the Annex C of J-STD-036 solution be implemented and expanded to all 911 phases, OR that the Annex C of J-STD-036 be implemented for Phase II and that no MDN be sent for Phase 0 and Phase I (the same development outlined in b. & c.)  The end result is that a bogus number will be sent to the PSAP in all 911 call scenarios when the MDN is not known.


** FYI:  Openwave has submitted  contribution AHES/2002.7-10 to make ANNEX C a normative Annex to J-STD-03.  The TR45.2 committee has not made a ruling yet.


Motorola:  Current code will pass 911+the last 7 digits of the ESN for Phase II (correct) and the MIN for Phase 0 and Phase I (incorrect).  PR #511035 (included in patch release 16.1.66.76) will change the code to send 911+the last 7 digits of the ESN for Phase 0 and Phase I.


As for other ‘emergency calls’ such as *DUI, anything that is Call Typed 11 as ‘Emergency’ in the DIGTRN Table (which cancels validation and allows for default services to be offered) will fall under the 911 code.  Therefore, the digits such as 911+the last 7 digits of ESN) will be sent on default service scenarios.  OR  Anything that is Call Typed as “Unrestricted” in the DIGTRN Table (which cancels validation and allows for default services to be offered) will fall under the same code as issue b. Therefore, the CallingPartyNumber parameter will be omitted (SS7) or the MDN will not be outplused (MF) on default service scenarios.


Lucent:  Current code will pass 911+the last 7 digits of the ESN for Phase II (correct).  For Phase 0 and I, the current code differs based on MF or SS7 signaling.  For SS7, the MIN will be passed (incorrect).  For MF, either the System ANI from the SWITCH Form or the “Prefix Digits” field of the TGL Form will be sent as the Callback number (acceptable solution because it is a bogus callback number, but it inconsistent with other 911 Phases and other trunking types).  RDAF 704126 which was written from AR #683202 addresses the fix for Phase 0 and I for both SS7 and MF.  Delivery of RDAF 704126 is still TBD.


As for other ‘emergency calls’ such as *DUI, anything that is translated to cancel validation (which cancels validation and allows for default services to be offered) will fall under the same code as issue b.  Therefore, the CallingPartyNumber parameter will be omitted (SS7) or the MDN will not be outplused (MF) on default service scenarios.  Lucent has numerous ways in translations to cancel validations through Dial Plans, CELL Forms or FSCODE Forms, etc.


Nortel:  Current code will pass the MIN for Phase 0, Phase I, and Phase II.  WCD 1176 will change the code to send data provisioned in a customer controlled field for all 3 phases.  The end result is that you can put 911+the last 7 digits of the ESN in the customer controlled field and that is what will be sent for all 3 scenarios.


As for other ‘emergency calls’ such as *DUI, anything that is contained in the Emergency Pre-Translator will fall under the 911 code.  Therefore, the data provisioned in the customer controlled field (such as 911+the last 7 digits of ESN) will be sent on default service scenarios.


Delivery of WCD 1176 is still TBD. 


III Recommendation (audience for this section is everyone): 

The purpose of this contribution is simply to make all carriers aware these issues since we need to work together as an industry to minimize customer impacts of Pooling, Porting, and MIN/MDN separation.  We believe that, as a wireless industry, we have become very dependent on Default Service scenarios.  While there is no way to tell just how often default services scenarios actually occur (there is no peg count or report available), we believe that all carriers offer some variation of the above detailed services situations.  While the problem may be minimal at first (only pooled numbers and possibly all new activations depending on your IT system design will have MIN/MDN separation), these problems will grow over time as more and more customers in our industry get assigned different numbers for MINs and MDNs.  Therefore, the following is our recommendation:


a. All Carriers who utilize Lucent, Motorola, and/or Nortel should arrange with their vendor(s) to have the appropriate feature fixes loaded as soon as they are made Generally Available.  Carriers should contact their account teams ASAP to request the patches and determine the cost, if any, to your company. **Please note, there should be no discussion of pricing arrangements amongst carriers to avoid non-disclosure and WNPO rule violations.**

b. Any Carrier who utilizes any other vendor should discuss these scenarios with that vendor to ensure their code is written properly.  If not, similar patch development requests should be driven at these vendors as well.


c. Any Carrier who utilizes Ranger Wireless Home Customer Care should start attending, if they aren’t already, the industry conference calls discussing the operational changes in their 611 service due to MIN/MDN separation and Pooling/Porting.  Please contact Ned Timmer from Ranger Wireless at (616) 399-9505 for more information.


IV Supporting Information (audience for this section is carrier’s techincal experts):

a. For more information on the affects of passing the MIN in the MDN fields, please see the WNPO Risk Assessment document. While that document details the affects of a carrier not upgrading their MSC/VLR, the same results will occur on a compliant carrier in default service scenarios without the fixes detailed in this contribution.


b. Since you may encounter resistance from the vendors to implement these fixes, the following information is provided to help you ‘prove your viewpoint’ if asked by a vendor.  One of our vendors assisted us in obtaining information supporting our viewpoint from BELLCORE documents. Most standards were written for wireline first.  Because wireline doesn’t have MINs, there is not a lot of explicit detail concerning MIN/MDN separation.  Any references to "directory numbers" and "telephone numbers" indicate the MDN, not the MIN.  Below are references in the standards indicating that directory numbers (only) should be used as Calling Party Number and in billing to identify the originator:


GR-317-CORE (Generic Requirements for Call Control Using ISDNUP)  Issue 4, Nov. 2000


 The text of requirement R3-20 (p. 3-12) states "When included, the CPN (Calling Party Number) can be used to facilitate features at the terminating end such as calling number display, selective call waiting, selective call forwarding, and selective call rejection."  Logically, these are all functions that are driven by directory number.


Requirement R3-24 (p. 3-12) specifies when it is appropriate to set the nature of address indicator field to "non-unique", which indicates that the calling party address does not identify a unique calling party or line.  This requirement reads "A code containing "non-unique" shall be used in the nature of address indicator field when the call originates from a PBX interface, a Multiline Hunt Group (MLHG) without individual Directory Numbers (DNs), a multiparty line, or any other case where there may be ambiguity in the calling party address."  The explicit reference to DNs here may be useful - clearly the reference is to a party's dialable address.


GR-690-CORE (Exchange Access Interconnection Feature Requirements)  Issue 2, Oct. 1995


Section 3.1.1.2.1 (p. 3-5) discusses the two outpulsing stages relevant to Feature Group D, and contains the following text:  "... The second stage provides the Carrier with both the calling party's telephone number (ANI - optional) and the ...."  This plainly equates a party's telephone number with the ANI.


GR-508-CORE (Automatic Message Accounting)  Issue 2, Rev. 1, Dec. 1998


Section 3.1.1.1 (p. 3-2) starts with the following paragraph:  "Each individual line and each station on a two-party line are assigned a telephone number normally included as the originating (calling) number in a BAF record.  In most cases, the number recorded in the Originating Number field (Table 14 in GR-1100-CORE) identifies the party to be billed for use of a LEC network service."  Requirement R3-1 subsequently states "Translation capability must be provided that allows a LEC to specify the identity of the directory number and/or billing number associated with a customer's line."  Again, this clearly refers to a party's directory number.”










Notice: This contribution includes information that has been prepared to assist the WNPO.  This document is submitted as a


basis for discussion and is not a binding proposal on the Source or the Contact.  The aforementioned carrier(s) specifically


reserve the right to add to, amend, or withdraw its contents.
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Problem:


Porting after a code is returned from a carrier going out of business and


scheduled for disconnect.


Description:


A carrier returns a code to NANPA.  NANPA requests a report from NPAC to


determine whether there are any ported-out TNs from that code.  The report


says that there are none, thus enabling the carrier to proceed with the


disconnect process.


However, after the disconnect notice is published in the LERG, it is


discovered that customers have indeed ported away.  The current industry


practice is for NANPA to then designate the SP to whom the customers have


ported as the new code holder.  But attempts to delay the disconnect and


give the new code holder time to complete translations often results in


customer-impacting issues.


Frequency:  More than 5 times a month


Regions Impacted:


ALL


Rationale why existing process is deficient:


Identify action take in other committees / forums:


Discussed in NNPO and forwarded for LNPA for possible NPAC intervention.


Any other descriptive items:


The LNPA Working Group believes this to be a regulatory issue.


Suggested Resolution:


For NXXx being returned due to a carrier leaving a market, if an industry


guideline were in place that established a uniform date certain prior to


scheduled disconnect of the NXX code, by which a customer must port their


number should they choose to, then steps could be taken in NPAC to prevent


porting in that NXX code after that date.
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  08/28/2002


Company(s) Submitting Issue:  Verizon


Contact(s):  Name   Gary Sacra



         Contact Number   410-736-7756



         Email Address   gary.m.sacra@verizon.com


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


Customers have been taken out of service inadvertently due to the New Service Provider continuing with a port that has been placed into Conflict by the Old Service Provider after the 6 hour timer has expired, instead of investigating why the port was placed into Conflict.                                                        


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue: 


When Verizon receives a SOA notification from NPAC that another service provider has issued a CREATE message to NPAC in order to schedule a port-in of a Verizon customer, Verizon checks to see that a matching Local Service Request (LSR) has been received from that service provider regarding that specific TN.  If no matching LSR is found, Verizon places the port into Conflict status with a Cause Code set to “LSR Not Received.”  We are seeing an increasing rate of instances where the New Service Provider is waiting for the 6 hour Conflict Resolution New Service Provider Restriction Tunable Parameter timer to expire, and proceeding with porting the number.  This has led to Verizon customers being inadvertently ported and taken out of service from a terminating call perspective because the wrong TN was entered in the original CREATE message sent by the New Service Provider to NPAC. 


B. Frequency of Occurrence:


In the MA and NE Regions, 15-20 customers have been taken out of service per month on average as a result of this problem.  Some of these customers have had multiple TNs taken out of service.


C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL_X_


D. Rationale why existing process is deficient: 


Section 1.2.4 of the FRS document states, “If Service Providers disagree on who will serve a particular line number, the NPAC SMS will place the request in the “conflict” state and notify both Service Providers of the conflict status and the Status Change Cause Code.  The Service Providers will determine who will serve the customer via internal processes.  When a resolution is reached, the NPAC will be notified and will remove the request from the “conflict” state by the new Service Provider.  The new Service Provider can cancel the Subscription Version.”  In addition, Section 2.4.2 of the FRS states that the New Service Provider coordinates conflict resolution activities, and further states, “The New and Old Service Providers use internal and inter-company processes to resolve the conflict.  If the conflict is resolved, the new Service Provider sets the Subscription Version status to pending.  If the conflict is not resolved with the tunable maximum number of days, the NPAC SMS cancels the Subscription Version, and sets the Cause Code for the Subscription Version.”


Clearly, the intent here is to resolve the conflict before the port takes place.  Allowing the New Service Provider to remove the Conflict status after the 6 hour timer expires bypasses the need to resolve the conflict.


E. Identify action taken in other committees / forums: 


N/A


F. Any other descriptive items: __


__________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


The LNPA should revisit the philosophy that led to enabling the New Service Provider to remove a Subscription Version from Conflict status after a specified period of time without first resolving the original conflict with the Old Service Provider.  NPAC requirements should be modified to require both service providers to concur before a Subscription Version can be moved from Conflict status to Pending.


LNPA WG: (only)


Item Number: __ __ __ __



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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OCTOBER, 2002 LNPA WG ACTION ITEMS ASSIGNED:


NOTE:  THE ACTION ITEM NUMBERING SCHEME IS AS FOLLOWS:


· FIRST TWO DIGITS DESIGNATE THE MONTH OF THE LNPA MEETING


· SECOND TWO DIGITS DESIGNATE THE YEAR OF THE LNPA MEETING


· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER


NEUSTAR ACTION ITEMS:


1002-01:  With regard to the NeuStar proposal to produce process flows under the


 umbrella of Change Management process, NeuStar to submit two contributions:


1. Wireline C,D,E as separate flows with entry and exit points in main flow, Wireless WA as separate entry and exit points in main flow.


2. Wireline C,D,E integrated into one single flow with Wireless WA with a single entry and exit point in main flow.


ACTION:  NeuStar will send an e-mail to LNPA CO-Chairs advising when they will have 1st drafts of process flows available for LNPA.


1002-02:  The attached Code Reallocation Process document has been revised by Barry


Bishop per ACTION ITEM 0802-07.  NeuStar took an ACTION to speak to Barry about clarifying what is meant by “Non-Pooling NXX.”  If it means non-pooling area, the document needs to be modified to reflect that all blocks do not need to be ported.  Also, NeuStar will request that Barry clarify backout procedures if errors are made and who fixes them, e.g. PA gives block to wrong service provider, typo on Part 1B, etc.  Dave Garner has provided examples of error scenarios to Barry Bishop per ACTION ITEM 0802-07.
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1002-03:  NeuStar took an ACTION to investigate if simply creating the Dash X will


provide NXX code ownership override instead of actually activating the 1K block. NeuStar will determine if this is a feasible alternative to creating pooled blocks to circumvent NPAC code ownership validation and what is NPAC’s behavior, e.g. what happens when numbers disconnect and what does NPAC broadcast to EDR vs. non-EDR providers.  NeuStar will report back at November meeting.


1002-04:  NeuStar took an ACTION to clean up the “?” marks in the Word version of


      the NPAC Release 3.2 Project Plan.


1002-05:  NeuStar took an ACTION to write up a new Change Order for NPAC 


      outbound flow control and present it at the next new Change Order discussion.


1002-06:  NeuStar took an ACTION to see if they can pull up the release of the 2nd draft


      of ITP test cases to no later than 11/12/02.  This will be discussed on 10/31/02


      conference call.


1002-07:  Donna McLaughlin, SBC, asked if the current daily full database Bulk Data


Download (BDD) will still be produced after implementation of NANC 169 (delta BDD).  NeuStar took an ACTION to provide a response.


1002-08:  NeuStar took an ACTION to canvas service providers who are pulling daily


BDDs to determine their business need for doing so.  NeuStar will report findings back to the LNPA.


1002-09:  NeuStar took an ACTION to submit a document only Change Order to reflect 


      in the FRS that the Departure Time Validation timeframe is a tuneable value.


1002-10:  In response to a request by Lisa Marie Maxson, TSE, NeuStar took an 


ACTION to distribute the existing list of regression test cases for NANC Change Orders 287 and 316 before 10/31/02.


1002-11:  NeuStar took an ACTION to investigate the possibility of providing a list of


existing active SVs that would fail NANC 191/291 (DPC/SSN) and NANC 319 (LRN/LATA) edits and send out to the applicable service providers prior to NPAC 3.2 going into production.


1002-12:  NeuStar  will recap where we are with regard to the new Change Order


      addressing timeout aborts at the November LNPA meeting.


1002-13:  NeuStar took an ACTION to send out a notice to the X-Regional distribution


advising of Customer Name BDD creation scheduled for 11/3/02 maintenance window.  NeuStar will also update the 3.1 test bed during the same maintenance window.


SERVICE PROVIDER ACTION ITEMS:

1002-14:  Service Providers took an ACTION to come to the November LNPA meeting


prepared to discuss their respective company’s position on the possible elimination of timeout aborts.


1002-15:   Service Providers took an ACTION to be prepared to answer the following


questions on the 10/30/02 conference call arranged to discuss the NPAC Release 3.2 Project Plan:

1. On what date would you be able to complete your minimum required turn-up test cases to certify your local production systems’ compatibility with NPAC 3.2?

2. On what date would you be able to complete your required turn-up test cases for the new 3.2 functionality you will deploy in production in your local systems (excluding NANC 323)?

The conference call will be held on 10/30/02 from 2pm – 4pm Eastern.


H. L. GOWDA (AT&T) ACTION ITEMS:

1002-16:  With regard to PIM 21, H. L. Gowda, AT&T, took an ACTION to set up a


conference call among himself, Adam Newman (Telcordia), Dave Garner (Qwest), and Gary Sacra (Verizon) to ensure Adam has the required input to discuss the necessary changes to satisfy PIM 21 in INC’s Procedures for Code Holder/LERG Assignee Exit (attached).  Adam will discuss these changes at the November INC meeting.
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1002-17:  H. L. Gowda, AT&T, took an ACTION to change Bullet No. 4 in the attached


      Service Provider Maintenance Window document to remove the phrase “as possible.” 


      H. L. will then resubmit the document to the LNPA.  The complete sentence is 


      repeated here for reference:


“The goal here is to eliminate all activities as possible that generates any SOA or LSMS messages during the maintenance window so that the service providers do not have any messages to recover when they come back on-line at the end of the maintenance window.”
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JOHN MALYAR (TELCORDIA) ACTION ITEMS:


1002-18:  NPA splits:  The subject of how extended permissive dialing periods for


wireless codes are addressed and disseminated will be discussed at the next WNPO meeting.  John Malyar, Telcordia, took an ACTION to have someone from TRA, possibly Adam Newman, at the November meeting to participate in the discussion.


CHARLES RYBURN (SBC AND LNPA CO-CHAIR) ACTION ITEMS:

1002-19:  The LNPA agreed to develop a list of options and their implications for


facilitating a transfer of codes between service providers.  The development of this list will be on the November agenda.  After it is developed, the LNPA will determine how it is to be used.  ACTION – Charles Ryburn, LNPA Co-Chair, will send a note to Jim Grasser, WNPO Chair, asking that he send a note to the WNPO regarding this discussion and asking for wireless participation.


1002-20:  Charles Ryburn, LNPA Co-Chair, took an ACTION to send a liaison to the


NAPM/LLC recommending raising NPAC Departure Time validation check timeframe to 15 minutes in all U.S. regions.  The October LNPA meeting minutes will reflect that the LNPA recommends service providers should make a similar change on their end if they do a CMIP Departure Time validation check.  This recommendation will also be included in the LLC letter as an fyi.  After LLC approval, NeuStar could implement the change in the next maintenance window.  Only 4 regions have scheduled maintenance at the end of this month.  The LLC letter will request the remaining 3 regions be approved for maintenance at the end of the month.  Canada will be copied on the NAPM/LLC letter.


GARY SACRA (VERIZON AND LNPA CO-CHAIR) ACTION ITEMS:

1002-21:  Gary Sacra, LNPA Co-Chair, took an ACTION to send out to the LNPA


distribution a zip file containing the 11/6/01 NNPO LNP Provisioning Flow package and narratives, Flows C, D, E and narratives, and Flow WA and narrative.  COMPLETED ON 10/16/02.

1002-22:  Gary Sacra, LNPA Co-Chair, took an ACTION to send an e-mail to Randy 


Buffenbarger, NeuStar, advising that the LNPA has approved the Service Provider Reassociation M&P and to upload the document on the NPAC website.


ACTION ITEMS REMAINING OPEN FROM PREVIOUS LNPA MEETINGS:

0802-01:  Jim Grasser, WNPO Chair, took an ACTION ITEM to provide a list of testing


issues possibly impacting Wireline carriers.  Examples cited were the need for Wireless NXX codes to be opened in the selective router for the 911 database, and the need for Wireline back office systems, e.g. Billing, to accommodate Wireless numbers pooled or ported into the Wireline network.


Note from October meeting:  Jim Grasser to send Charles a response before November meeting.


0902-06:  PIM 20 – submitted by SBC.  Addresses porting in a code while steps are being


      taken by NANPA to have it published for disconnect.


      Options discussed:


A. Always transfer any code that is opened up in NPAC to a new LERG-assignee rather than delete it.


B. Set a drop-dead date by which the NXX will be deleted in NPAC if there are no active or pending ported numbers.


Adam Newman, Telcordia, took an ACTION ITEM to discuss this within INC at their November meeting in the context of their guidelines (Procedures for Code Holder/LERG Assignee Exit).


0902-07:  PIM 21 – submitted by AT&T.  Addresses abandoned ported-in numbers. 


LNPA Working Group took an ACTION ITEM to review INC’s Procedures for Code Holder/LERG Assignee Exit and give comments/changes to Adam Newman by the October LNPA for finalization for him to take to the November INC meeting.  Adam Newman will change Paragraph 2.11 reference to removing all records related to NXX code.  Same change applies to last paragraph in Section 3.0.
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0902-08:  PIM 22 – submitted by Verizon.  Addresses inadvertent ports due to Conflict


removal.  Gary Sacra, Verizon, took an ACTION ITEM to review Conflict Cause Values and come to October meeting with a proposal to which ones this PIM would be restricted.


0902-11:  Mike Panis, ESI, reported that HP is still analyzing trouble with large PDU


aborts.  Fix is expected EOY2002 or possibly later.  Keagan O’Rourke, ESI, took an ACTION ITEM to identify the test case that caused the problem.


0902-13:  With regard to the 3.2 Project Plan, Rob Coffman, NeuStar, took an ACTION


ITEM to review the impact of holiday dates, e.g. Good Friday, Easter, Mother’s Day, Memorial Day.


Service Providers have an ACTION ITEM to review the project plan, especially the dates from the start of turn-up testing through the first region implementation date, and come prepared for October meeting with any changes.


Note from October LNPA meeting:  To be discussed on 10/30/02 conference call.


0902-17:  SPID Migration Notification:  OP:INFO can be used for NPAC to send


notifications to all users.  


ACTION ITEM: Question for all Service Providers as to what their systems will do with it and how they will react.  


ACTION ITEM: NeuStar  to address in M&P how the determination is made that all Service Providers successfully migrated, e.g. go-no go conference call.
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CO Code (NXX) Re-Allocation Process



 (with active Ported Numbers) 



      Non-pooling NXX




            

Pooling NXX
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1. CO Code Administration and Pool Administration will follow normal procedures (appropriate INC Guidelines or existing procedures if not currently addressed in INC Guidelines) to find new LERG Assignee for CO codes being returned with portable numbers or blocks working in the NXX, which are being returned.



2. Non-pooling NXX Flow(Note: Last digit of paragraphs below correspond to numbers on flow chart)


2.1. CO Code Administrator fills out and sends CO Code Part 3 form and NPAC Part 1B form to new LERG Assignee.



2.2. Concurrently CO Code Administrator sends a copy of the NPAC Part 1B form to the NPAC Administrator.



2.3. New LERG Assignee fills out their information on the NPAC Part 1B form and forwards to the NPAC Administrator.



2.4. NPAC Administrator verifies a corresponding NPAC Part 1B form has been received from the CO Code administrator and new LERG Assignee. Care is to be taken to ensure that the NPA-NXX and the effective date are the same on both forms. NPAC Administrator will verify that the NXX (10 blocks) can be ported on the day requested. 



2.5. If for some reason the NXX (10 blocks) cannot be ported on the effective date or the new LERG Assignee has requested a different date for the port in the remarks of the NPAC Part 1B form, the NPAC Administrator will contact the new LERG Assignee and negotiate a date after the LERG effective date to port the numbers (Note: this will not extend the length of time the new LERG Assignee has to return a Part 4 form to the CO Code administrator).



2.6. NPAC builds 10 individual Block tables for the NXX being transferred to the new LERG Assignee.



2.7. On LERG effective date (or date negotiated with the new LERG Assignee), NPAC downloads all 10 blocks with a port type of “Pool”.



2.8. Upon completion of the download, the NPAC administrator completes the NPAC Part 1B form.



2.9. NPAC administrator forwards a completed copy of the NPAC Part 1B form to the new LERG Assignee and the CO Code Administrator.



2.10. NPAC administrator shall then update the NPAC tracking database.



2.10.1. The NPAC tracking database has been created to track changes of LERG assignee to carriers who are not the original SPID holder in the NPAC database. This will facilitate corrections to the NPAC database once a SOW (Statement Of Work) has been developed and implemented which will allow the SPID (Service Provider ID) to be changed in the NPAC database. Until such time as a SOW has been developed and implemented, this database will facilitate any need to track the current LERG assignee at the NPAC.



2.11. New LERG Assignee completes internal work and submits a Part 4 form to the CO Code administrator showing the NXX has been placed in service.



Note: in a non-pooling area all blocks in the code must be retained by the new LERG assignee.



3. Pooling NXX Flow (Note: Last digit of paragraphs below correspond to numbers on flow chart)


3.1. Pooling Administrator requests the new LERG Assignee to submit part 1B forms (the amount corresponding to blocks, which have not been assigned to another carrier and which are being kept by the new LERG assignee) corresponding to the NXX-Xs to be ported. Note: New LERG assignee does not have to fill out a part 1B for blocks which are being donated to the pool



3.2. New LERG Assignee fills out the appropriate Part 1B forms (with a note in remarks reflecting their company is the new LERG Assignee) and submits to the Pooling Administrator.



3.3. Pooling Administrator forwards the Part 1B forms (the amount corresponding to blocks, which have not been assigned to another carrier and are being retained by the LERG assignee) to the NPAC Administrator, and returns Part 3 forms (in the amount corresponding to blocks, which have not been assigned to another carrier and are being retained by the new LERG assignee) to the new LERG Assignee.



3.4. NPAC Administrator will verify that the NXX (or the amount of blocks indicated on the PA Part 1B) can be ported on the day requested. 



3.5. If for some reason the NXX (the number of blocks which are  being retained by the new LERG assignee) cannot be ported on the effective date or the new LERG Assignee has requested a different date for the port in the remarks of the NPAC Part 1B form, the NPAC Administrator will contact the new LERG Assignee and negotiate a date after the LERG effective date to port the numbers (Note: this will not extend the length of time the new LERG Assignee has to return the Part 4 forms to the Pooling administrator).



3.6. NPAC builds individual Block tables (the amount corresponding to blocks which are being retained by the LERG assignee) for the NXX being transferred to the new LERG Assignee.



3.7. On the LERG effective date (or date negotiated with the new LERG Assignee), NPAC downloads all blocks (the amount corresponding to blocks, which are being retained by the LERG assignee) with a port type of “Pool”.



3.8. Upon completion of the download, the NPAC administrator completes the PA Part 1B forms (the amount corresponding to blocks, which are being retained by the LERG assignee).



3.9. NPAC administrator forwards the completed copies of the PA Part 1B form (or the amount corresponding to blocks, which are being retained by the LERG assignee) to the new LERG Assignee and the Pooling Administrator.



3.10. NPAC administrator shall then update the NPAC tracking database noting that this SP is the LERG Assignee for the NXX.



3.10.1. The NPAC tracking database has been created to track changes of LERG assignee to carriers who are not the original SPID holder in the NPAC database. This will facilitate corrections to the NPAC database once a SOW (Statement Of Work) has been developed and implemented which will allow the SPID (Service Provider ID) to be changed in the NPAC database. Until such time as a SOW has been developed and implemented, this database will facilitate any need to track the current LERG assignee at the NPAC.



3.11. New LERG Assignee completes internal work and submits appropriate number of Part 4 forms if applicable to the Pooling administrator showing the blocks have been placed in service or donated to the pool.



Note:



1. In a pooling area the new LERG assignee must retain all blocks contaminated in excess of 10% .



_1093119791.vsd







_1096710021.doc

August 16, 2002

Appendix C
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Procedures for Code Holder/LERG Assignee Exit



1.0
Purpose



This appendix describes the responsibilities of NANPA, service providers,



and the PA in situations when a service provider is returning or abandoning codes/blocks that contain ported telephone numbers and a new LERG assignee must be selected with minimal impact on ported customers.  The specific circumstances addressed cover: 



· Voluntary Return of NXX Codes Containing Ported Numbers 



· Abandoned NXX Codes Containing Ported Numbers



· Voluntary Return of Thousands Blocks Containing Ported Numbers  



· Abandoned Thousands Blocks Containing Ported Numbers



2.0
Assumptions



2.1
Reasonable efforts should be taken to re-establish a code holder/LERG assignee in order to maintain default routing.  Should the LERG assignee vacate their responsibilities, calls to the donor switch will not be processed.



2.2
A code holder/LERG assignee must be LNP capable, may put the code/block on any switch in the rate center, and should already be providing service in the rate center.  This should eliminate any potential problems with facilities readiness.  



2.3
It is desirable to avoid having to designate a new code holder/LERG assignee in the NPAC because all ported customers will experience a temporary interruption of incoming service during transition to the new assignee while the SPID is updated in the NPAC. However, it is a regulatory requirement to allow continued porting of any number in the NXX, a process that requires correct SPID/number association at NPAC for NPAC's message validation process. 



2.4 NANPA and/or the PA shall work closely with state and federal telecommunications regulators/agencies to obtain timely information about SPs abandoning service or filing bankruptcy.  Such circumstances are under the direction of a state commission or court.



2.5 When an NXX code is re-allocated to another SP, the code is considered to be re-allocated rather than re-assigned; therefore, the SP does not have to meet the MTE and utilization criteria for this code. 



2.6 A SP has the option to refuse a code re-allocation. Refusal will not adversely impact any pending code/block assignment request because it is unrelated to the re-allocation



2.7    These guidelines also apply in jeopardy/rationing situations.



2.8   It is the responsibility of each SP to provide an accurate E911 record for each of its customers to the E911 Service Provider. It is essential that the outgoing SP unlock its E911 records in the regional E911 database, and the new SP must transition the affected customers records to its own company ID in the E911 database.



2.9 It is the responsibility of the new code holder/LERG assignee and new block holder to notify Telcordia™ to update the AOCN responsibility in BIRRDS for the reallocated code/block(s). 



2.10 The SP returning the code has the responsibility to assure that affected parties, especially any end-users, are notified consistent with state requirements.



2.11 It is the responsibility of the SP returning the code/block to disconnect and remove all records related to the LRN and NXX code, including intra-SP ported TNs, from the NPAC database. If a code/block is reassigned and there are still old records in NPAC, the new LERG Assignee will encounter problems with the affected numbers from the reassigned code/block, e.g., porting records on TNs not in service. 



3.0       Notification Procedures for Returned Codes/Blocks



NANPA will request that the NPAC produce an ad hoc report, generated during off-peak hours, that identifies the service providers and associated quantities of ported TNs in a returned NXX code.  This information will assist NANPA in re-allocating the code.  The NPAC will charge NANPA for the ad hoc report per the existing contract.  The reports are to be provided to the NANPA pursuant to a non-disclosure agreement. The NANPA may use these reports to provide each potential LERG-assignee with the total number of ported TNs it has, number of SPs with ported TNs, and the total number of ported TNs overall.



NANPA is required to post the effective dates of pending code disconnects on the NANPA website in order for Service Providers to be aware of approved code disconnects.  In addition, NANPA should periodically (every six months) send an electronic reminder to code holders of their responsibility, per the Central Office Code Assignment Guidelines, to submit a Part 1 form to NANPA in order to return a code.  In addition, the reminder should direct SPs to not change routing information in appropriate databases until NANPA has processed the application and responded with a Part 3.   Code holders/LERG assignees should notify NANPA/PA if they are no longer able to perform default routing functions (e.g., the service provider is no longer providing service in the area served by that NXX code).  NANPA must inform the outgoing code holder/LERG assignee of their responsibility to update the appropriate routing databases upon receipt of the Part 3.   



There are specific actions related to LNP processes to be taken by SPs, the PA, NANPA, and NPAC during the code reallocation process.  An overall description, including a required form, can be found at: www,numberpool.org (include hotlink) (see footnote 1). 


In addition, it is the responsibility of the SP returning the code/block to disconnect and remove all records related to the LRN and NXX code, including intra-SP ported TNs, from the NPAC database. If a code/block is reassigned and there are still old records in NPAC, the new LERG Assignee will encounter problems with the affected numbers from the reassigned code/block, e.g., porting records on TNs not in service.


4.0
 Voluntary Return of NXX Codes Containing Ported Numbers



In the case where NXX codes are voluntarily returned and contain ported numbers or pending ports, NANPA should request that the incumbent code holder maintain the default routing function NANPA will re-allocate the code as soon as possible to avoid disconnects of NXX or disruption of service.  


If any expedite is requested by the outgoing or incoming code holder, the applicant shall so indicate on the Part 1.  Expedite procedures are found in Section 6 of the Central Office Code Assignment Guidelines.



Within 5 business days of being informed by a SP that they are discontinuing service in a given rate center, the NANPA shall request an ad hoc report from the NPAC that will identify active and pending ports on the returned code.  This information will assist NANPA in re-allocating the code.  The SP is encouraged to provide NANPA with a “NPAC-like” report on the code to be returned, thereby eliminating the 5 business day interval for NANPA to request an ad hoc report from the NPAC. 



If there are no active or pending ports on the code, a Part 3 Disconnect will be issued by NANPA to the SP. The Part 3 Disconnect information shall be entered into the Telcordia databases by the SP’s AOCN. The code will be included in the Part 3 Disconnect Report posted on the NANPA web site.



If there are active or pending ports on the code, NANPA shall:



a) NANPA will contact all service providers shown on the NPAC or “NPAC-like” report with ported TNs from the identified CO code at the same time, informing them of the Code holder’s intention to disconnect.  The outgoing SP also will be included in this notification for verification purposes. NANPA will provide each potential LERG-assignee with the total number of ported TNs it has, number of SPs with ported TNs, and the total number of ported TNs overall.  NANPA will use the latest contact information that NANPA Code Administration has on file for the impacted service provider(s).  Service providers may designate a special contact for this purpose by providing contact information to NANPA.  SPs with ported TNs will have 10 business days to respond with a complete and correct Part 1.  NANPA will provide a specific date and hour as the deadline for responses.   


b) Include in its contact document, language that states that the current SP is seeking to expedite the return of the code. This shall be done only if the SP returning the code has indicated an expedite process on its Part 1. 


c) NANPA will suspend the Part 1 pending identification of a new Code holder and so inform the applicant via a Part 3.  NANPA will request the incumbent code holder to maintain default routing.


d) The first carrier to respond with a completed and correct Part 1 will become the new Code holder.
  Only the receipt of a Part 1 by NANPA will be accepted as an official request for the code.  NANPA will process the Part 1 as a code reassignment and provide a Part 3 to the new Code holder.
  NANPA will provide a Part 3 Denial to the carrier returning the code, indicating that a new Code holder has been found and provide the effective date of the reassignment to the new OCN.
  NANPA also will notify all the SPs on the original distribution that a new Code holder has been selected.


e) If an SP agrees to assume responsibility for the code and to expedite
 its activation, the SP should indicate the latter by providing accompanying written documentation with the Part 1 agreeing to a shortened activation interval date. The documentation should also indicate the activation interval shall not be less than 30 days.



f) If after ten days from the issuance of the e-mail there are no volunteers, NANPA will notify the appropriate regulatory authority and the SPs with ported TNs that no carrier has submitted a valid Part I to become the code holder and therefore, the code will be disconnected. NANPA will issue a Part 3 Approval to the incumbent SP approving the code return and the disconnect effective date. NANPA will update and post to the NANPA web page a report titled “Part 3 Disconnects.”  This report shall contain all disconnects processed by NANPA and designate NPA-NXXs with no ports, NPA-NXXs with active and/or pending ports, and the associated disconnect date.



Should the above situation occur, a service provider originally contacted by NANPA because it had active or pending ports on the returned code per the NPAC report may decide it wants to become the new Code holder after NANPA has processed the Part 3 Disconnect.  NANPA then will reassign the code to the carrier, provided the carrier submits a completed and correct Part 1 no less than fifteen (15) business days prior to the effective date of the disconnect.



g) If a SP requests to become the LERG assignee but has no ported TNs and cannot meet MTE and utilization, NANPA will direct the SP to make their request to the appropriate regulatory authority.  Upon receiving both written confirmation (email or fax) from the regulatory authority and a valid Part 1 from the SP no less than fifteen (15) days prior to the effective date of disconnect,
 NANPA will make the SP the new LERG-assignee.  This process only applies to codes with active or pending ports.



h) If the porting of TNs occurs on a returned code after NANPA has issued a Part 3 Disconnect, NANPA will after having received and processed a valid Part 3, designate the SP applicant as the new LERG assignee. This will occur provided there is enough time to stop the disconnection of the code.



An SP should not be obligated to maintain default routing more than 66 days after filing a valid Part 1 indicating their intent to return the code.


5.0
Abandoned NXX Codes Containing Ported Numbers



In the case where an NXX code is abandoned, NANPA may not have prior knowledge of the situation or know if there are active or pending ported TNs on the code.  Further, NANPA may be unable to contact the incumbent code holder concerning the status of the code or to request that they maintain default routing function if there are ported TNs.  Situations may also occur where a service provider fails to submit a Part 1 to NANPA and proceeds with disconnecting the code.  Often, customer complaints or information provided by service providers are the way that NANPA learns of these abandon code situations.  



NANPA shall work closely with state and federal telecommunications regulators/agencies to obtain timely information about SPs abandoning service or filing bankruptcy.  Such circumstances are under the direction of a state commission or court. 



NANPA will request a report from the NPAC on the abandoned code to determine if there are any active or pending ported TNs.  



NANPA will then contact the appropriate state commission and seek guidance concerning the return or reassignment of the abandoned code.
  NANPA will include information about whether there are active or pending ports on the abandoned code. 




a. In those instances where there is porting on the abandoned code, NANPA will, unless otherwise directed by the state commission, contact those service providers with ported TNs to determine if they want to become the new LERG assignee, NANPA will follow the same process as outlined in Section 4.0 [specifically (b) through (f)].  



b. If a new code holder cannot be established for codes with active or pending ports, NANPA will reclaim the code after receiving written confirmation (email or fax) from the involved state commission. NANPA then will provide the NPAC written notice from the appropriate regulatory authority that the SP has terminated service. The NANPA also will request that the NPAC remove all records in its database related to the LRN and NXX code, including intra-SP ported TNs.




NANPA will direct any customer complaints concerning the disruption of service to the involved service provider or state commission.  In the case of an abandoned code, NANPA will not act independent of state commission direction with regard to the reassignment of a NXX code to a service provider with ported TNs.



6.0
Returned Thousands-Blocks Containing Ported Numbers



6.1     When Block Holder is not the LERG Assignee



In a pooled area where thousands- blocks are voluntarily returned and there are ported numbers or pending ports contained in these returned blocks, the SP will return the blocks to the PA and the ported customers are not affected.  



The PA shall request an ad hoc report from the NPAC to determine if there are any ported TNs or pending ports on the block(s) being returned.  This information will assist the PA in re-allocating the block.  If the block is 10% or less contaminated the PA will process the block return.  If the contamination level is greater than 10%, the PA will follow the order below to select a new block holder: 



a) The PA will notify SPs with ported TNs, the LERG Assignee, SPs with a forecasted need, and the outgoing block holder within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due. The first SP to respond with a completed and correct Part 1A and Part 1B will become the new block holder.  MTE and utilization requirements are waived for SPs with ported TNs.  



b)  If no SPs respond within ten business days or all refuse the block holder functions, the PA will contact the appropriate state commission and seek guidance concerning the return or reassignment of the contaminated block. Should a new block holder be designated, state commissions may waive MTE and utilization requirements. 



The PA will work with the new block holder to determine if a Part 4 submission is necessary. 



6.2     When Block Holder is also the LERG Assignee



The PA shall request an ad hoc report from the NPAC to determine if there are any ported TNs or pending ports on the block(s) being returned.  The PA will follow the order below to select a new LERG assignee: 


a) The PA will contact SPs with blocks assigned from the affected NXX, SPs with ported TNs and SPs with a forecasted need within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due.  



· The first SP with blocks assigned from the affected NXX to respond with a Part 1 and Part 1B will become the new LERG assignee.  MTE and utilization requirements are waived.



· If no SPs with blocks assigned from the affected NXX respond or all refuse the LERG assignee functions, the first SP with ported TNs to respond with a Part 1 and Part 1B will become the new LERG assignee.  MTE and utilization requirements are waived.



· If no SPs with ported TNs respond or all refuse the LERG assignee functions, the first SP with a forecasted need with a Part 1 and Part 1B that meets the MTE and utilization requirements will become the new LERG Assignee.



The PA will automatically update the BCD record in BIRRDS with the new LERG Assignee’s information upon receipt of the Part 3 from NANPA. 


The new LERG assignee shall:



 notify the PA via email which blocks assigned to the original LERG Assignee are to be reallocated to the new LERG Assignee because the contamination level is over 10%.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation. 



 notify the PA via email which blocks assigned to the original LERG Assignee are to be donated by the new LERG Assignee because the contamination level is 10% or less.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation.



· work with the PA to determine if any Part 4 submissions are necessary. 



Blocks that were previously donated by the original LERG assignee will remain in the pool.



It is recommended that the new LERG assignee retain at least one block to ensure that responsibilities in 4.2.1 are maintained. However, once the responsibilities of the SP outlined in 4.2.1 of the TBPAG are fulfilled and the SP determines that the block is not needed, the SP does have the option of returning the block to the PA.  



b) If no SPs respond within ten business days or all refuse to become the new LERG assignee, the PA will proceed with the NXX return, notify those SPs with ported TNs from the affected NXX, and request that NANPA notify the appropriate regulatory authorities that a code is going to be disconnected and that some working customers will lose service.



7.0
Abandoned Thousands-Blocks Containing Ported Numbers



The difference between an abandoned versus a returned block is that if abandoned, the PA is unable to reach the incumbent block holder to ask them to maintain default routing functions.



7.1     When Block Holder is not the LERG Assignee



In the case when the block holder is not the LERG assignee and blocks containing ported numbers or pending ports are abandoned, the ported customers are not affected.  Typically, customer complaints are the catalyst for initiating the steps that follow. The PA shall request an ad hoc report from the NPAC to determine if there are any pending or completed TN ports.  The PA will contact the appropriate state commission and seek guidance concerning the return or reassignment of the abandoned block.  If the block contamination level is 10% or less, the block is returned to the pool once written confirmation (email or fax) is received from the state commission to reclaim the block.  If the block contamination level is greater than 10%, the PA will follow the order below to select a new block holder unless otherwise directed by the state commission: 



a) The PA will notify SPs with ported TNs, the LERG Assignee, SPs with a forecasted need, and the outgoing block holder within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due. The first SP to respond with a completed and correct Part 1A and Part 1B will become the new block holder.  MTE and utilization requirements are waived for SPs with ported TNs.  



b)  If no SPs respond within ten business days or all refuse the block holder functions, the PA will contact the appropriate state commission and seek guidance concerning the return or reassignment of the contaminated block. Should a new block holder be designated, state commissions may waive MTE and utilization requirements.



The PA will work with the new block holder to determine if a Part 4 submission is necessary. 



When a block is returned to the pool, the PA will provide the NPAC with written notice from the appropriate regulatory authority that the SP has terminated service. The PA then will request that NPAC remove all records in its database related to the LRN and block, including intra-SP ported TNs. 


7.2     When Block Holder is also the LERG Assignee



In the case when the block holder is the LERG assignee and blocks containing ported numbers or pending ports are abandoned, the PA may not have prior knowledge of the situation.  Typically, customer complaints are the catalyst for initiating the steps that follow.  The PA shall work closely with state and federal telecommunications regulators/agencies to obtain timely information about SPs abandoning service or filing bankruptcy.  Such circumstances are under the direction of a state commission or court. 



The PA shall request the ad hoc report from the NPAC to determine if there are any pending or completed TN ports.  This information will assist the PA in re-allocating the code/blocks.  The PA will follow the order below to select a new LERG assignee unless otherwise directed by the state commission: 


a) The PA will contact SPs with blocks assigned from the affected NXX, SPs with ported TNs and SPs with a forecasted need within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due.  



· The first SP with blocks assigned from the affected NXX to respond with a Part 1 and Part 1B will become the new LERG assignee.  MTE and utilization requirements are waived.



· If no SPs with blocks assigned from the affected NXX respond or all refuse the LERG assignee functions, the first SP with ported TNs to respond with a Part 1 and Part 1B will become the new LERG assignee.  MTE and utilization requirements are waived.



· If no SPs with ported TNs respond or all refuse the LERG assignee functions, the first SP with a forecasted need with a Part 1 and Part 1B that meets the MTE and utilization requirements will become the new LERG Assignee.



The PA will automatically update the BCD record in BIRRDS with the new LERG Assignee’s information upon receipt of the Part 3 from NANPA. 


The new LERG assignee shall:



 notify the PA via email which blocks assigned to the original LERG Assignee are to be reallocated to the new LERG Assignee because the contamination level is over 10%.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation. 



 notify the PA via email which blocks assigned to the original LERG Assignee are to be donated by the new LERG Assignee because the contamination level is 10% or less.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation.



· work with the PA to determine if any Part 4 submissions are necessary. 



Blocks that were previously donated by the original LERG assignee will remain in the pool.



It is recommended that the new LERG assignee retain at least one block to ensure that responsibilities in 4.2.1 are maintained. However, once the responsibilities of the SP outlined in 4.2.1 of the TBPAG are fulfilled and the SP determines that the block is not needed, the SP does have the option of returning the block to the PA.  



b) If no SPs respond within ten business days or all refuse to become the new LERG assignee, the PA will proceed with the NXX return, notify those SPs with ported TNs from the affected NXX, and request that NANPA notify the appropriate regulatory authorities that a code is going to be disconnected and that some working customers will lose service. NANPA then will provide the NPAC written notice from the appropriate regulatory authority that the SP has terminated service. The NANPA also will request that the NPAC remove all records in its database related to the LRN and NXX code, including intra-SP ported TNs.



�  The LNP CO Code Reallocation Process, implemented on August 30, 2001, eliminates the necessity of maintaining the original LERG assignee in the NPAC because it eliminates service disruption that would be caused by changing the SPID in the NPAC. The process involves porting the code in thousands blocks to the LERG assignee.  In this way, the NPAC's block-ownership tables override the NPAC's NXX- ownership tables, allowing continued porting of any number in the NXX. The LNP CO Code Reallocation Process allows numbers to snap back to the new LERG assignee, the same as if the SPID had been changed in the NPAC without ported numbers having been taken out of service.









The LNPA WG has developed requirements for the ability to mass update the Service Provider Identification (SPID) associated with an NXX code without taking ported customers out of service.  This functionality has been assigned NANC Change Orders 217 and 323.




� MTE and utilization requirements are waived.




� No Part 4 will be required.  




� It is the responsibility of the new code holder to contact the original code holder if the code transfer does not occur on the effective date originally indicated on the Part 3 denial so that the original code holder can continue to maintain default routing until the new effective date. 




� See Section 6 of the Central Office Code (NXX) Administration Guidelines (COCAG)




� All new code holders must follow the standard code activation process in the COCAG.   In order to stop the disconnect and re-assign a code, a minimum of five (5) business days is needed to notify Telcordia to reverse the disconnect and send an emergency notification to service providers.  Add this time interval with the ten (10) business day requirement for NANPA to process code applications results in the requirement for service providers to provide a Part 1 no less than fifteen (15) business days for the effective date of the disconnect.  




� See previous footnote.




� There are differing requirements among the states relating to bankruptcies and the treatment of NPA-NXXs as carrier assets as well as carrier of last resort obligations that may affect the disposition of an abandoned code.  State commission involvement is needed to ensure these requirements are addressed.
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Service Provider Scheduled Unavailability for SOA and LSMS



(Service Provider Maintenance Window)



It is the purpose of this document to formally document the service provider maintenance window for the seven US Regions effective from Nov.10, 2002. 
The Canadian Region will develop a separate Maintenance Window to meet their needs.  This specifies when and for how long a service provider’s SOA and LSMS can be unavailable.



Scheduled SOA and LSMS Unavailability (Service Provider Maintenance Window)



1) The first Sunday of each month has an extended Service Provider Maintenance Window of 11 hours, from 12:00am to 11:00am, Central time.  The Service provider maintenance window for the rest of the month is 6 hours on every Sunday, from 2:00am to 8:00am, Central time.



2) The Service Provider Maintenance Window required by a new NPAC release will be established and scheduled separately from the standard maintenance window.  



3) The frequency and length of the Service Provider Maintenance Window will be re-evaluated by the industry on a periodic basis. 



4) No routine porting activity involving a SOA notification or LSMS broadcast (to include all Creates, SV and pooled Blocks Activates, Modifies, Disconnects, Audits and Recovery) will be performed during the maintenance window. 



The goal here is to eliminate all activities as possible that generates any SOA or LSMS messages during the maintenance window so that the service providers do not have any messages to recover when they come back on-line at the end of the maintenance window.


5) A service provider requiring SOA and LSMS Unavailability outside the Service Provider Maintenance Window will provide advance notification to the other Service Providers in the affected region(s) as soon as possible (minimum 30 days advanced notification is recommended) using the NPAC broadcast notification process. 



� The service provider maintenance window was developed through an informal agreement during past cross regional forums and LNPA WG.
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Appendix C



WORKING DOCUMENT





Procedures for Code Holder/LERG Assignee Exit



1.0
Purpose



This appendix describes the responsibilities of NANPA, service providers,



and the PA in situations when a service provider is returning or abandoning codes/blocks that contain ported telephone numbers and a new LERG assignee must be selected with minimal impact on ported customers.  The specific circumstances addressed cover: 



· Voluntary Return of NXX Codes Containing Ported Numbers 



· Abandoned NXX Codes Containing Ported Numbers



· Voluntary Return of Thousands Blocks Containing Ported Numbers  



· Abandoned Thousands Blocks Containing Ported Numbers



2.0
Assumptions



2.1
Reasonable efforts should be taken to re-establish a code holder/LERG assignee in order to maintain default routing.  Should the LERG assignee vacate their responsibilities, calls to the donor switch will not be processed.



2.2
A code holder/LERG assignee must be LNP capable, may put the code/block on any switch in the rate center, and should already be providing service in the rate center.  This should eliminate any potential problems with facilities readiness.  



2.3
It is desirable to avoid having to designate a new code holder/LERG assignee in the NPAC because all ported customers will experience a temporary interruption of incoming service during transition to the new assignee while the SPID is updated in the NPAC. However, it is a regulatory requirement to allow continued porting of any number in the NXX, a process that requires correct SPID/number association at NPAC for NPAC's message validation process. 



2.4 NANPA and/or the PA shall work closely with state and federal telecommunications regulators/agencies to obtain timely information about SPs abandoning service or filing bankruptcy.  Such circumstances are under the direction of a state commission or court.



2.5 When an NXX code is re-allocated to another SP, the code is considered to be re-allocated rather than re-assigned; therefore, the SP does not have to meet the MTE and utilization criteria for this code. 



2.6 A SP has the option to refuse a code re-allocation. Refusal will not adversely impact any pending code/block assignment request because it is unrelated to the re-allocation



2.7    These guidelines also apply in jeopardy/rationing situations.



2.8   It is the responsibility of each SP to provide an accurate E911 record for each of its customers to the E911 Service Provider. It is essential that the outgoing SP unlock its E911 records in the regional E911 database, and the new SP must transition the affected customers records to its own company ID in the E911 database.



2.9 It is the responsibility of the new code holder/LERG assignee and new block holder to notify Telcordia™ to update the AOCN responsibility in BIRRDS for the reallocated code/block(s). 



2.10 The SP returning the code has the responsibility to assure that affected parties, especially any end-users, are notified consistent with state requirements.



2.11 It is the responsibility of the SP returning the code/block to disconnect and remove all records related to the LRN and NXX code, including intra-SP ported TNs, from the NPAC database. If a code/block is reassigned and there are still old records in NPAC, the new LERG Assignee will encounter problems with the affected numbers from the reassigned code/block, e.g., porting records on TNs not in service. 



3.0       Notification Procedures for Returned Codes/Blocks



NANPA will request that the NPAC produce an ad hoc report, generated during off-peak hours, that identifies the service providers and associated quantities of ported TNs in a returned NXX code.  This information will assist NANPA in re-allocating the code.  The NPAC will charge NANPA for the ad hoc report per the existing contract.  The reports are to be provided to the NANPA pursuant to a non-disclosure agreement. The NANPA may use these reports to provide each potential LERG-assignee with the total number of ported TNs it has, number of SPs with ported TNs, and the total number of ported TNs overall.



NANPA is required to post the effective dates of pending code disconnects on the NANPA website in order for Service Providers to be aware of approved code disconnects.  In addition, NANPA should periodically (every six months) send an electronic reminder to code holders of their responsibility, per the Central Office Code Assignment Guidelines, to submit a Part 1 form to NANPA in order to return a code.  In addition, the reminder should direct SPs to not change routing information in appropriate databases until NANPA has processed the application and responded with a Part 3.   Code holders/LERG assignees should notify NANPA/PA if they are no longer able to perform default routing functions (e.g., the service provider is no longer providing service in the area served by that NXX code).  NANPA must inform the outgoing code holder/LERG assignee of their responsibility to update the appropriate routing databases upon receipt of the Part 3.   



There are specific actions related to LNP processes to be taken by SPs, the PA, NANPA, and NPAC during the code reallocation process.  An overall description, including a required form, can be found at: www,numberpool.org (include hotlink) (see footnote 1). 


In addition, it is the responsibility of the SP returning the code/block to disconnect and remove all records related to the LRN and NXX code, including intra-SP ported TNs, from the NPAC database. If a code/block is reassigned and there are still old records in NPAC, the new LERG Assignee will encounter problems with the affected numbers from the reassigned code/block, e.g., porting records on TNs not in service.


4.0
 Voluntary Return of NXX Codes Containing Ported Numbers



In the case where NXX codes are voluntarily returned and contain ported numbers or pending ports, NANPA should request that the incumbent code holder maintain the default routing function NANPA will re-allocate the code as soon as possible to avoid disconnects of NXX or disruption of service.  


If any expedite is requested by the outgoing or incoming code holder, the applicant shall so indicate on the Part 1.  Expedite procedures are found in Section 6 of the Central Office Code Assignment Guidelines.



Within 5 business days of being informed by a SP that they are discontinuing service in a given rate center, the NANPA shall request an ad hoc report from the NPAC that will identify active and pending ports on the returned code.  This information will assist NANPA in re-allocating the code.  The SP is encouraged to provide NANPA with a “NPAC-like” report on the code to be returned, thereby eliminating the 5 business day interval for NANPA to request an ad hoc report from the NPAC. 



If there are no active or pending ports on the code, a Part 3 Disconnect will be issued by NANPA to the SP. The Part 3 Disconnect information shall be entered into the Telcordia databases by the SP’s AOCN. The code will be included in the Part 3 Disconnect Report posted on the NANPA web site.



If there are active or pending ports on the code, NANPA shall:



a) NANPA will contact all service providers shown on the NPAC or “NPAC-like” report with ported TNs from the identified CO code at the same time, informing them of the Code holder’s intention to disconnect.  The outgoing SP also will be included in this notification for verification purposes. NANPA will provide each potential LERG-assignee with the total number of ported TNs it has, number of SPs with ported TNs, and the total number of ported TNs overall.  NANPA will use the latest contact information that NANPA Code Administration has on file for the impacted service provider(s).  Service providers may designate a special contact for this purpose by providing contact information to NANPA.  SPs with ported TNs will have 10 business days to respond with a complete and correct Part 1.  NANPA will provide a specific date and hour as the deadline for responses.   


b) Include in its contact document, language that states that the current SP is seeking to expedite the return of the code. This shall be done only if the SP returning the code has indicated an expedite process on its Part 1. 


c) NANPA will suspend the Part 1 pending identification of a new Code holder and so inform the applicant via a Part 3.  NANPA will request the incumbent code holder to maintain default routing.


d) The first carrier to respond with a completed and correct Part 1 will become the new Code holder.
  Only the receipt of a Part 1 by NANPA will be accepted as an official request for the code.  NANPA will process the Part 1 as a code reassignment and provide a Part 3 to the new Code holder.
  NANPA will provide a Part 3 Denial to the carrier returning the code, indicating that a new Code holder has been found and provide the effective date of the reassignment to the new OCN.
  NANPA also will notify all the SPs on the original distribution that a new Code holder has been selected.


e) If an SP agrees to assume responsibility for the code and to expedite
 its activation, the SP should indicate the latter by providing accompanying written documentation with the Part 1 agreeing to a shortened activation interval date. The documentation should also indicate the activation interval shall not be less than 30 days.



f) If after ten days from the issuance of the e-mail there are no volunteers, NANPA will notify the appropriate regulatory authority and the SPs with ported TNs that no carrier has submitted a valid Part I to become the code holder and therefore, the code will be disconnected. NANPA will issue a Part 3 Approval to the incumbent SP approving the code return and the disconnect effective date. NANPA will update and post to the NANPA web page a report titled “Part 3 Disconnects.”  This report shall contain all disconnects processed by NANPA and designate NPA-NXXs with no ports, NPA-NXXs with active and/or pending ports, and the associated disconnect date.



Should the above situation occur, a service provider originally contacted by NANPA because it had active or pending ports on the returned code per the NPAC report may decide it wants to become the new Code holder after NANPA has processed the Part 3 Disconnect.  NANPA then will reassign the code to the carrier, provided the carrier submits a completed and correct Part 1 no less than fifteen (15) business days prior to the effective date of the disconnect.



g) If a SP requests to become the LERG assignee but has no ported TNs and cannot meet MTE and utilization, NANPA will direct the SP to make their request to the appropriate regulatory authority.  Upon receiving both written confirmation (email or fax) from the regulatory authority and a valid Part 1 from the SP no less than fifteen (15) days prior to the effective date of disconnect,
 NANPA will make the SP the new LERG-assignee.  This process only applies to codes with active or pending ports.



h) If the porting of TNs occurs on a returned code after NANPA has issued a Part 3 Disconnect, NANPA will after having received and processed a valid Part 3, designate the SP applicant as the new LERG assignee. This will occur provided there is enough time to stop the disconnection of the code.



An SP should not be obligated to maintain default routing more than 66 days after filing a valid Part 1 indicating their intent to return the code.


5.0
Abandoned NXX Codes Containing Ported Numbers



In the case where an NXX code is abandoned, NANPA may not have prior knowledge of the situation or know if there are active or pending ported TNs on the code.  Further, NANPA may be unable to contact the incumbent code holder concerning the status of the code or to request that they maintain default routing function if there are ported TNs.  Situations may also occur where a service provider fails to submit a Part 1 to NANPA and proceeds with disconnecting the code.  Often, customer complaints or information provided by service providers are the way that NANPA learns of these abandon code situations.  



NANPA shall work closely with state and federal telecommunications regulators/agencies to obtain timely information about SPs abandoning service or filing bankruptcy.  Such circumstances are under the direction of a state commission or court. 



NANPA will request a report from the NPAC on the abandoned code to determine if there are any active or pending ported TNs.  



NANPA will then contact the appropriate state commission and seek guidance concerning the return or reassignment of the abandoned code.
  NANPA will include information about whether there are active or pending ports on the abandoned code. 




a. In those instances where there is porting on the abandoned code, NANPA will, unless otherwise directed by the state commission, contact those service providers with ported TNs to determine if they want to become the new LERG assignee, NANPA will follow the same process as outlined in Section 4.0 [specifically (b) through (f)].  



b. If a new code holder cannot be established for codes with active or pending ports, NANPA will reclaim the code after receiving written confirmation (email or fax) from the involved state commission. NANPA then will provide the NPAC written notice from the appropriate regulatory authority that the SP has terminated service. The NANPA also will request that the NPAC remove all records in its database related to the LRN and NXX code, including intra-SP ported TNs.




NANPA will direct any customer complaints concerning the disruption of service to the involved service provider or state commission.  In the case of an abandoned code, NANPA will not act independent of state commission direction with regard to the reassignment of a NXX code to a service provider with ported TNs.



6.0
Returned Thousands-Blocks Containing Ported Numbers



6.1     When Block Holder is not the LERG Assignee



In a pooled area where thousands- blocks are voluntarily returned and there are ported numbers or pending ports contained in these returned blocks, the SP will return the blocks to the PA and the ported customers are not affected.  



The PA shall request an ad hoc report from the NPAC to determine if there are any ported TNs or pending ports on the block(s) being returned.  This information will assist the PA in re-allocating the block.  If the block is 10% or less contaminated the PA will process the block return.  If the contamination level is greater than 10%, the PA will follow the order below to select a new block holder: 



a) The PA will notify SPs with ported TNs, the LERG Assignee, SPs with a forecasted need, and the outgoing block holder within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due. The first SP to respond with a completed and correct Part 1A and Part 1B will become the new block holder.  MTE and utilization requirements are waived for SPs with ported TNs.  



b)  If no SPs respond within ten business days or all refuse the block holder functions, the PA will contact the appropriate state commission and seek guidance concerning the return or reassignment of the contaminated block. Should a new block holder be designated, state commissions may waive MTE and utilization requirements. 



The PA will work with the new block holder to determine if a Part 4 submission is necessary. 



6.2     When Block Holder is also the LERG Assignee



The PA shall request an ad hoc report from the NPAC to determine if there are any ported TNs or pending ports on the block(s) being returned.  The PA will follow the order below to select a new LERG assignee: 


a) The PA will contact SPs with blocks assigned from the affected NXX, SPs with ported TNs and SPs with a forecasted need within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due.  



· The first SP with blocks assigned from the affected NXX to respond with a Part 1 and Part 1B will become the new LERG assignee.  MTE and utilization requirements are waived.



· If no SPs with blocks assigned from the affected NXX respond or all refuse the LERG assignee functions, the first SP with ported TNs to respond with a Part 1 and Part 1B will become the new LERG assignee.  MTE and utilization requirements are waived.



· If no SPs with ported TNs respond or all refuse the LERG assignee functions, the first SP with a forecasted need with a Part 1 and Part 1B that meets the MTE and utilization requirements will become the new LERG Assignee.



The PA will automatically update the BCD record in BIRRDS with the new LERG Assignee’s information upon receipt of the Part 3 from NANPA. 


The new LERG assignee shall:



 notify the PA via email which blocks assigned to the original LERG Assignee are to be reallocated to the new LERG Assignee because the contamination level is over 10%.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation. 



 notify the PA via email which blocks assigned to the original LERG Assignee are to be donated by the new LERG Assignee because the contamination level is 10% or less.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation.



· work with the PA to determine if any Part 4 submissions are necessary. 



Blocks that were previously donated by the original LERG assignee will remain in the pool.



It is recommended that the new LERG assignee retain at least one block to ensure that responsibilities in 4.2.1 are maintained. However, once the responsibilities of the SP outlined in 4.2.1 of the TBPAG are fulfilled and the SP determines that the block is not needed, the SP does have the option of returning the block to the PA.  



b) If no SPs respond within ten business days or all refuse to become the new LERG assignee, the PA will proceed with the NXX return, notify those SPs with ported TNs from the affected NXX, and request that NANPA notify the appropriate regulatory authorities that a code is going to be disconnected and that some working customers will lose service.



7.0
Abandoned Thousands-Blocks Containing Ported Numbers



The difference between an abandoned versus a returned block is that if abandoned, the PA is unable to reach the incumbent block holder to ask them to maintain default routing functions.



7.1     When Block Holder is not the LERG Assignee



In the case when the block holder is not the LERG assignee and blocks containing ported numbers or pending ports are abandoned, the ported customers are not affected.  Typically, customer complaints are the catalyst for initiating the steps that follow. The PA shall request an ad hoc report from the NPAC to determine if there are any pending or completed TN ports.  The PA will contact the appropriate state commission and seek guidance concerning the return or reassignment of the abandoned block.  If the block contamination level is 10% or less, the block is returned to the pool once written confirmation (email or fax) is received from the state commission to reclaim the block.  If the block contamination level is greater than 10%, the PA will follow the order below to select a new block holder unless otherwise directed by the state commission: 



a) The PA will notify SPs with ported TNs, the LERG Assignee, SPs with a forecasted need, and the outgoing block holder within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due. The first SP to respond with a completed and correct Part 1A and Part 1B will become the new block holder.  MTE and utilization requirements are waived for SPs with ported TNs.  



b)  If no SPs respond within ten business days or all refuse the block holder functions, the PA will contact the appropriate state commission and seek guidance concerning the return or reassignment of the contaminated block. Should a new block holder be designated, state commissions may waive MTE and utilization requirements.



The PA will work with the new block holder to determine if a Part 4 submission is necessary. 



When a block is returned to the pool, the PA will provide the NPAC with written notice from the appropriate regulatory authority that the SP has terminated service. The PA then will request that NPAC remove all records in its database related to the LRN and block, including intra-SP ported TNs. 


7.2     When Block Holder is also the LERG Assignee



In the case when the block holder is the LERG assignee and blocks containing ported numbers or pending ports are abandoned, the PA may not have prior knowledge of the situation.  Typically, customer complaints are the catalyst for initiating the steps that follow.  The PA shall work closely with state and federal telecommunications regulators/agencies to obtain timely information about SPs abandoning service or filing bankruptcy.  Such circumstances are under the direction of a state commission or court. 



The PA shall request the ad hoc report from the NPAC to determine if there are any pending or completed TN ports.  This information will assist the PA in re-allocating the code/blocks.  The PA will follow the order below to select a new LERG assignee unless otherwise directed by the state commission: 


a) The PA will contact SPs with blocks assigned from the affected NXX, SPs with ported TNs and SPs with a forecasted need within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due.  



· The first SP with blocks assigned from the affected NXX to respond with a Part 1 and Part 1B will become the new LERG assignee.  MTE and utilization requirements are waived.



· If no SPs with blocks assigned from the affected NXX respond or all refuse the LERG assignee functions, the first SP with ported TNs to respond with a Part 1 and Part 1B will become the new LERG assignee.  MTE and utilization requirements are waived.



· If no SPs with ported TNs respond or all refuse the LERG assignee functions, the first SP with a forecasted need with a Part 1 and Part 1B that meets the MTE and utilization requirements will become the new LERG Assignee.



The PA will automatically update the BCD record in BIRRDS with the new LERG Assignee’s information upon receipt of the Part 3 from NANPA. 


The new LERG assignee shall:



 notify the PA via email which blocks assigned to the original LERG Assignee are to be reallocated to the new LERG Assignee because the contamination level is over 10%.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation. 



 notify the PA via email which blocks assigned to the original LERG Assignee are to be donated by the new LERG Assignee because the contamination level is 10% or less.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation.



· work with the PA to determine if any Part 4 submissions are necessary. 



Blocks that were previously donated by the original LERG assignee will remain in the pool.



It is recommended that the new LERG assignee retain at least one block to ensure that responsibilities in 4.2.1 are maintained. However, once the responsibilities of the SP outlined in 4.2.1 of the TBPAG are fulfilled and the SP determines that the block is not needed, the SP does have the option of returning the block to the PA.  



b) If no SPs respond within ten business days or all refuse to become the new LERG assignee, the PA will proceed with the NXX return, notify those SPs with ported TNs from the affected NXX, and request that NANPA notify the appropriate regulatory authorities that a code is going to be disconnected and that some working customers will lose service. NANPA then will provide the NPAC written notice from the appropriate regulatory authority that the SP has terminated service. The NANPA also will request that the NPAC remove all records in its database related to the LRN and NXX code, including intra-SP ported TNs.



�  The LNP CO Code Reallocation Process, implemented on August 30, 2001, eliminates the necessity of maintaining the original LERG assignee in the NPAC because it eliminates service disruption that would be caused by changing the SPID in the NPAC. The process involves porting the code in thousands blocks to the LERG assignee.  In this way, the NPAC's block-ownership tables override the NPAC's NXX- ownership tables, allowing continued porting of any number in the NXX. The LNP CO Code Reallocation Process allows numbers to snap back to the new LERG assignee, the same as if the SPID had been changed in the NPAC without ported numbers having been taken out of service.









The LNPA WG has developed requirements for the ability to mass update the Service Provider Identification (SPID) associated with an NXX code without taking ported customers out of service.  This functionality has been assigned NANC Change Orders 217 and 323.




� MTE and utilization requirements are waived.




� No Part 4 will be required.  




� It is the responsibility of the new code holder to contact the original code holder if the code transfer does not occur on the effective date originally indicated on the Part 3 denial so that the original code holder can continue to maintain default routing until the new effective date. 




� See Section 6 of the Central Office Code (NXX) Administration Guidelines (COCAG)




� All new code holders must follow the standard code activation process in the COCAG.   In order to stop the disconnect and re-assign a code, a minimum of five (5) business days is needed to notify Telcordia to reverse the disconnect and send an emergency notification to service providers.  Add this time interval with the ten (10) business day requirement for NANPA to process code applications results in the requirement for service providers to provide a Part 1 no less than fifteen (15) business days for the effective date of the disconnect.  




� See previous footnote.




� There are differing requirements among the states relating to bankruptcies and the treatment of NPA-NXXs as carrier assets as well as carrier of last resort obligations that may affect the disposition of an abandoned code.  State commission involvement is needed to ensure these requirements are addressed.
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  09/03/2002


Company(s) Submitting Issue:  AT&T


Contact(s):  Name   H. L. Gowda



         Contact Number   732-420-6491



         Email Address   hlgowda@att.com


(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


 Ported-In TN records left behind in NPAC Database and in SPs Network after some SPs seize to provide Service (e.g., Bankruptcy). This will result in incomplete calls. 


2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue: 


Number of local companies that have participated in Local Number Portability have declared bankruptcy. The customers of these providers were given approximately 90 days to select a new local service provider. In some cases, at the end of the 90 days window, the terminating equipment was shut down with still ported-in Tns. Once this happens, our network traffic data begins to show large volume of call failures in our network.  The maintenance staff at various work centers begin a lengthy investigation (i.e., we verify that our records agreed with NPAC and began to look deeper for cause of vacant code messages, contacting SPs, and CO code holder and Block holder, etc.)

At the end we only discover that the end office defined in our LNP database is no longer valid and SP is non-existence. 


B. Frequency of Occurrence:


To date there are many LRNs and Ported-in TN records in NPAC belong to SPs no longer providing service

C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL_X_


D. Rationale why existing process is deficient: 


Ported-In TN records left behind in NPAC and SPs LNP database with no terminating network element is having an adverse effect on call routing and which results in un-necessary workload on maintenance organizations.

E. Identify action taken in other committees / forums: 


N/A


F. Any other descriptive items:  None


__________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


NPAC should remove the ported-in TN records for SPs who no longer provides service in NPAC Region. Or the SP who has the ownership of NPA-NXX (or Block) should initiate to remove the ported-in TN records from NPAC.

LNPA WG: (only)


Item Number: __ __ __ __



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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Appendix C


WORKING DOCUMENT



Procedures for Code Holder/LERG Assignee Exit


1.0
Purpose


This appendix describes the responsibilities of NANPA, service providers,


and the PA in situations when a service provider is returning or abandoning codes/blocks that contain ported telephone numbers and a new LERG assignee must be selected with minimal impact on ported customers.  The specific circumstances addressed cover: 


· Voluntary Return of NXX Codes Containing Ported Numbers 


· Abandoned NXX Codes Containing Ported Numbers


· Voluntary Return of Thousands Blocks Containing Ported Numbers  


· Abandoned Thousands Blocks Containing Ported Numbers


2.0
Assumptions


2.1
Reasonable efforts should be taken to re-establish a code holder/LERG assignee in order to maintain default routing.  Should the LERG assignee vacate their responsibilities, calls to the donor switch will not be processed.


2.2
A code holder/LERG assignee must be LNP capable, may put the code/block on any switch in the rate center, and should already be providing service in the rate center.  This should eliminate any potential problems with facilities readiness.  


2.3
It is desirable to avoid having to designate a new code holder/LERG assignee in the NPAC because all ported customers will experience a temporary interruption of incoming service during transition to the new assignee while the SPID is updated in the NPAC. However, it is a regulatory requirement to allow continued porting of any number in the NXX, a process that requires correct SPID/number association at NPAC for NPAC's message validation process. 


2.4 NANPA and/or the PA shall work closely with state and federal telecommunications regulators/agencies to obtain timely information about SPs abandoning service or filing bankruptcy.  Such circumstances are under the direction of a state commission or court.


2.5 When an NXX code is re-allocated to another SP, the code is considered to be re-allocated rather than re-assigned; therefore, the SP does not have to meet the MTE and utilization criteria for this code. 


2.6 A SP has the option to refuse a code re-allocation. Refusal will not adversely impact any pending code/block assignment request because it is unrelated to the re-allocation


2.7    These guidelines also apply in jeopardy/rationing situations.


2.8   It is the responsibility of each SP to provide an accurate E911 record for each of its customers to the E911 Service Provider. It is essential that the outgoing SP unlock its E911 records in the regional E911 database, and the new SP must transition the affected customers records to its own company ID in the E911 database.


2.9 It is the responsibility of the new code holder/LERG assignee and new block holder to notify Telcordia™ to update the AOCN responsibility in BIRRDS for the reallocated code/block(s). 


2.10 The SP returning the code has the responsibility to assure that affected parties, especially any end-users, are notified consistent with state requirements.


2.11 It is the responsibility of the SP returning the code/block to disconnect and remove all records related to the LRN and NXX code, including intra-SP ported TNs, from the NPAC database. If a code/block is reassigned and there are still old records in NPAC, the new LERG Assignee will encounter problems with the affected numbers from the reassigned code/block, e.g., porting records on TNs not in service. 


3.0       Notification Procedures for Returned Codes/Blocks


NANPA will request that the NPAC produce an ad hoc report, generated during off-peak hours, that identifies the service providers and associated quantities of ported TNs in a returned NXX code.  This information will assist NANPA in re-allocating the code.  The NPAC will charge NANPA for the ad hoc report per the existing contract.  The reports are to be provided to the NANPA pursuant to a non-disclosure agreement. The NANPA may use these reports to provide each potential LERG-assignee with the total number of ported TNs it has, number of SPs with ported TNs, and the total number of ported TNs overall.


NANPA is required to post the effective dates of pending code disconnects on the NANPA website in order for Service Providers to be aware of approved code disconnects.  In addition, NANPA should periodically (every six months) send an electronic reminder to code holders of their responsibility, per the Central Office Code Assignment Guidelines, to submit a Part 1 form to NANPA in order to return a code.  In addition, the reminder should direct SPs to not change routing information in appropriate databases until NANPA has processed the application and responded with a Part 3.   Code holders/LERG assignees should notify NANPA/PA if they are no longer able to perform default routing functions (e.g., the service provider is no longer providing service in the area served by that NXX code).  NANPA must inform the outgoing code holder/LERG assignee of their responsibility to update the appropriate routing databases upon receipt of the Part 3.   


There are specific actions related to LNP processes to be taken by SPs, the PA, NANPA, and NPAC during the code reallocation process.  An overall description, including a required form, can be found at: www,numberpool.org (include hotlink) (see footnote 1). 

In addition, it is the responsibility of the SP returning the code/block to disconnect and remove all records related to the LRN and NXX code, including intra-SP ported TNs, from the NPAC database. If a code/block is reassigned and there are still old records in NPAC, the new LERG Assignee will encounter problems with the affected numbers from the reassigned code/block, e.g., porting records on TNs not in service.

4.0
 Voluntary Return of NXX Codes Containing Ported Numbers


In the case where NXX codes are voluntarily returned and contain ported numbers or pending ports, NANPA should request that the incumbent code holder maintain the default routing function NANPA will re-allocate the code as soon as possible to avoid disconnects of NXX or disruption of service.  

If any expedite is requested by the outgoing or incoming code holder, the applicant shall so indicate on the Part 1.  Expedite procedures are found in Section 6 of the Central Office Code Assignment Guidelines.


Within 5 business days of being informed by a SP that they are discontinuing service in a given rate center, the NANPA shall request an ad hoc report from the NPAC that will identify active and pending ports on the returned code.  This information will assist NANPA in re-allocating the code.  The SP is encouraged to provide NANPA with a “NPAC-like” report on the code to be returned, thereby eliminating the 5 business day interval for NANPA to request an ad hoc report from the NPAC. 


If there are no active or pending ports on the code, a Part 3 Disconnect will be issued by NANPA to the SP. The Part 3 Disconnect information shall be entered into the Telcordia databases by the SP’s AOCN. The code will be included in the Part 3 Disconnect Report posted on the NANPA web site.


If there are active or pending ports on the code, NANPA shall:


a) NANPA will contact all service providers shown on the NPAC or “NPAC-like” report with ported TNs from the identified CO code at the same time, informing them of the Code holder’s intention to disconnect.  The outgoing SP also will be included in this notification for verification purposes. NANPA will provide each potential LERG-assignee with the total number of ported TNs it has, number of SPs with ported TNs, and the total number of ported TNs overall.  NANPA will use the latest contact information that NANPA Code Administration has on file for the impacted service provider(s).  Service providers may designate a special contact for this purpose by providing contact information to NANPA.  SPs with ported TNs will have 10 business days to respond with a complete and correct Part 1.  NANPA will provide a specific date and hour as the deadline for responses.   

b) Include in its contact document, language that states that the current SP is seeking to expedite the return of the code. This shall be done only if the SP returning the code has indicated an expedite process on its Part 1. 

c) NANPA will suspend the Part 1 pending identification of a new Code holder and so inform the applicant via a Part 3.  NANPA will request the incumbent code holder to maintain default routing.

d) The first carrier to respond with a completed and correct Part 1 will become the new Code holder.
  Only the receipt of a Part 1 by NANPA will be accepted as an official request for the code.  NANPA will process the Part 1 as a code reassignment and provide a Part 3 to the new Code holder.
  NANPA will provide a Part 3 Denial to the carrier returning the code, indicating that a new Code holder has been found and provide the effective date of the reassignment to the new OCN.
  NANPA also will notify all the SPs on the original distribution that a new Code holder has been selected.

e) If an SP agrees to assume responsibility for the code and to expedite
 its activation, the SP should indicate the latter by providing accompanying written documentation with the Part 1 agreeing to a shortened activation interval date. The documentation should also indicate the activation interval shall not be less than 30 days.


f) If after ten days from the issuance of the e-mail there are no volunteers, NANPA will notify the appropriate regulatory authority and the SPs with ported TNs that no carrier has submitted a valid Part I to become the code holder and therefore, the code will be disconnected. NANPA will issue a Part 3 Approval to the incumbent SP approving the code return and the disconnect effective date. NANPA will update and post to the NANPA web page a report titled “Part 3 Disconnects.”  This report shall contain all disconnects processed by NANPA and designate NPA-NXXs with no ports, NPA-NXXs with active and/or pending ports, and the associated disconnect date.


Should the above situation occur, a service provider originally contacted by NANPA because it had active or pending ports on the returned code per the NPAC report may decide it wants to become the new Code holder after NANPA has processed the Part 3 Disconnect.  NANPA then will reassign the code to the carrier, provided the carrier submits a completed and correct Part 1 no less than fifteen (15) business days prior to the effective date of the disconnect.


g) If a SP requests to become the LERG assignee but has no ported TNs and cannot meet MTE and utilization, NANPA will direct the SP to make their request to the appropriate regulatory authority.  Upon receiving both written confirmation (email or fax) from the regulatory authority and a valid Part 1 from the SP no less than fifteen (15) days prior to the effective date of disconnect,
 NANPA will make the SP the new LERG-assignee.  This process only applies to codes with active or pending ports.


h) If the porting of TNs occurs on a returned code after NANPA has issued a Part 3 Disconnect, NANPA will after having received and processed a valid Part 3, designate the SP applicant as the new LERG assignee. This will occur provided there is enough time to stop the disconnection of the code.


An SP should not be obligated to maintain default routing more than 66 days after filing a valid Part 1 indicating their intent to return the code.

5.0
Abandoned NXX Codes Containing Ported Numbers


In the case where an NXX code is abandoned, NANPA may not have prior knowledge of the situation or know if there are active or pending ported TNs on the code.  Further, NANPA may be unable to contact the incumbent code holder concerning the status of the code or to request that they maintain default routing function if there are ported TNs.  Situations may also occur where a service provider fails to submit a Part 1 to NANPA and proceeds with disconnecting the code.  Often, customer complaints or information provided by service providers are the way that NANPA learns of these abandon code situations.  


NANPA shall work closely with state and federal telecommunications regulators/agencies to obtain timely information about SPs abandoning service or filing bankruptcy.  Such circumstances are under the direction of a state commission or court. 


NANPA will request a report from the NPAC on the abandoned code to determine if there are any active or pending ported TNs.  


NANPA will then contact the appropriate state commission and seek guidance concerning the return or reassignment of the abandoned code.
  NANPA will include information about whether there are active or pending ports on the abandoned code. 



a. In those instances where there is porting on the abandoned code, NANPA will, unless otherwise directed by the state commission, contact those service providers with ported TNs to determine if they want to become the new LERG assignee, NANPA will follow the same process as outlined in Section 4.0 [specifically (b) through (f)].  


b. If a new code holder cannot be established for codes with active or pending ports, NANPA will reclaim the code after receiving written confirmation (email or fax) from the involved state commission. NANPA then will provide the NPAC written notice from the appropriate regulatory authority that the SP has terminated service. The NANPA also will request that the NPAC remove all records in its database related to the LRN and NXX code, including intra-SP ported TNs.



NANPA will direct any customer complaints concerning the disruption of service to the involved service provider or state commission.  In the case of an abandoned code, NANPA will not act independent of state commission direction with regard to the reassignment of a NXX code to a service provider with ported TNs.


6.0
Returned Thousands-Blocks Containing Ported Numbers


6.1     When Block Holder is not the LERG Assignee


In a pooled area where thousands- blocks are voluntarily returned and there are ported numbers or pending ports contained in these returned blocks, the SP will return the blocks to the PA and the ported customers are not affected.  


The PA shall request an ad hoc report from the NPAC to determine if there are any ported TNs or pending ports on the block(s) being returned.  This information will assist the PA in re-allocating the block.  If the block is 10% or less contaminated the PA will process the block return.  If the contamination level is greater than 10%, the PA will follow the order below to select a new block holder: 


a) The PA will notify SPs with ported TNs, the LERG Assignee, SPs with a forecasted need, and the outgoing block holder within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due. The first SP to respond with a completed and correct Part 1A and Part 1B will become the new block holder.  MTE and utilization requirements are waived for SPs with ported TNs.  


b)  If no SPs respond within ten business days or all refuse the block holder functions, the PA will contact the appropriate state commission and seek guidance concerning the return or reassignment of the contaminated block. Should a new block holder be designated, state commissions may waive MTE and utilization requirements. 


The PA will work with the new block holder to determine if a Part 4 submission is necessary. 


6.2     When Block Holder is also the LERG Assignee


The PA shall request an ad hoc report from the NPAC to determine if there are any ported TNs or pending ports on the block(s) being returned.  The PA will follow the order below to select a new LERG assignee: 

a) The PA will contact SPs with blocks assigned from the affected NXX, SPs with ported TNs and SPs with a forecasted need within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due.  


· The first SP with blocks assigned from the affected NXX to respond with a Part 1 and Part 1B will become the new LERG assignee.  MTE and utilization requirements are waived.


· If no SPs with blocks assigned from the affected NXX respond or all refuse the LERG assignee functions, the first SP with ported TNs to respond with a Part 1 and Part 1B will become the new LERG assignee.  MTE and utilization requirements are waived.


· If no SPs with ported TNs respond or all refuse the LERG assignee functions, the first SP with a forecasted need with a Part 1 and Part 1B that meets the MTE and utilization requirements will become the new LERG Assignee.


The PA will automatically update the BCD record in BIRRDS with the new LERG Assignee’s information upon receipt of the Part 3 from NANPA. 

The new LERG assignee shall:


 notify the PA via email which blocks assigned to the original LERG Assignee are to be reallocated to the new LERG Assignee because the contamination level is over 10%.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation. 


 notify the PA via email which blocks assigned to the original LERG Assignee are to be donated by the new LERG Assignee because the contamination level is 10% or less.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation.


· work with the PA to determine if any Part 4 submissions are necessary. 


Blocks that were previously donated by the original LERG assignee will remain in the pool.


It is recommended that the new LERG assignee retain at least one block to ensure that responsibilities in 4.2.1 are maintained. However, once the responsibilities of the SP outlined in 4.2.1 of the TBPAG are fulfilled and the SP determines that the block is not needed, the SP does have the option of returning the block to the PA.  


b) If no SPs respond within ten business days or all refuse to become the new LERG assignee, the PA will proceed with the NXX return, notify those SPs with ported TNs from the affected NXX, and request that NANPA notify the appropriate regulatory authorities that a code is going to be disconnected and that some working customers will lose service.


7.0
Abandoned Thousands-Blocks Containing Ported Numbers


The difference between an abandoned versus a returned block is that if abandoned, the PA is unable to reach the incumbent block holder to ask them to maintain default routing functions.


7.1     When Block Holder is not the LERG Assignee


In the case when the block holder is not the LERG assignee and blocks containing ported numbers or pending ports are abandoned, the ported customers are not affected.  Typically, customer complaints are the catalyst for initiating the steps that follow. The PA shall request an ad hoc report from the NPAC to determine if there are any pending or completed TN ports.  The PA will contact the appropriate state commission and seek guidance concerning the return or reassignment of the abandoned block.  If the block contamination level is 10% or less, the block is returned to the pool once written confirmation (email or fax) is received from the state commission to reclaim the block.  If the block contamination level is greater than 10%, the PA will follow the order below to select a new block holder unless otherwise directed by the state commission: 


a) The PA will notify SPs with ported TNs, the LERG Assignee, SPs with a forecasted need, and the outgoing block holder within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due. The first SP to respond with a completed and correct Part 1A and Part 1B will become the new block holder.  MTE and utilization requirements are waived for SPs with ported TNs.  


b)  If no SPs respond within ten business days or all refuse the block holder functions, the PA will contact the appropriate state commission and seek guidance concerning the return or reassignment of the contaminated block. Should a new block holder be designated, state commissions may waive MTE and utilization requirements.


The PA will work with the new block holder to determine if a Part 4 submission is necessary. 


When a block is returned to the pool, the PA will provide the NPAC with written notice from the appropriate regulatory authority that the SP has terminated service. The PA then will request that NPAC remove all records in its database related to the LRN and block, including intra-SP ported TNs. 

7.2     When Block Holder is also the LERG Assignee


In the case when the block holder is the LERG assignee and blocks containing ported numbers or pending ports are abandoned, the PA may not have prior knowledge of the situation.  Typically, customer complaints are the catalyst for initiating the steps that follow.  The PA shall work closely with state and federal telecommunications regulators/agencies to obtain timely information about SPs abandoning service or filing bankruptcy.  Such circumstances are under the direction of a state commission or court. 


The PA shall request the ad hoc report from the NPAC to determine if there are any pending or completed TN ports.  This information will assist the PA in re-allocating the code/blocks.  The PA will follow the order below to select a new LERG assignee unless otherwise directed by the state commission: 

a) The PA will contact SPs with blocks assigned from the affected NXX, SPs with ported TNs and SPs with a forecasted need within the applicable rate center.  SPs will have ten business days to respond.  The PA will provide the date and hour the responses are due.  


· The first SP with blocks assigned from the affected NXX to respond with a Part 1 and Part 1B will become the new LERG assignee.  MTE and utilization requirements are waived.


· If no SPs with blocks assigned from the affected NXX respond or all refuse the LERG assignee functions, the first SP with ported TNs to respond with a Part 1 and Part 1B will become the new LERG assignee.  MTE and utilization requirements are waived.


· If no SPs with ported TNs respond or all refuse the LERG assignee functions, the first SP with a forecasted need with a Part 1 and Part 1B that meets the MTE and utilization requirements will become the new LERG Assignee.


The PA will automatically update the BCD record in BIRRDS with the new LERG Assignee’s information upon receipt of the Part 3 from NANPA. 

The new LERG assignee shall:


 notify the PA via email which blocks assigned to the original LERG Assignee are to be reallocated to the new LERG Assignee because the contamination level is over 10%.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation. 


 notify the PA via email which blocks assigned to the original LERG Assignee are to be donated by the new LERG Assignee because the contamination level is 10% or less.  This notification will take place within 90 calendar days of receiving the Part 3 confirmation.


· work with the PA to determine if any Part 4 submissions are necessary. 


Blocks that were previously donated by the original LERG assignee will remain in the pool.


It is recommended that the new LERG assignee retain at least one block to ensure that responsibilities in 4.2.1 are maintained. However, once the responsibilities of the SP outlined in 4.2.1 of the TBPAG are fulfilled and the SP determines that the block is not needed, the SP does have the option of returning the block to the PA.  


b) If no SPs respond within ten business days or all refuse to become the new LERG assignee, the PA will proceed with the NXX return, notify those SPs with ported TNs from the affected NXX, and request that NANPA notify the appropriate regulatory authorities that a code is going to be disconnected and that some working customers will lose service. NANPA then will provide the NPAC written notice from the appropriate regulatory authority that the SP has terminated service. The NANPA also will request that the NPAC remove all records in its database related to the LRN and NXX code, including intra-SP ported TNs.


�  The LNP CO Code Reallocation Process, implemented on August 30, 2001, eliminates the necessity of maintaining the original LERG assignee in the NPAC because it eliminates service disruption that would be caused by changing the SPID in the NPAC. The process involves porting the code in thousands blocks to the LERG assignee.  In this way, the NPAC's block-ownership tables override the NPAC's NXX- ownership tables, allowing continued porting of any number in the NXX. The LNP CO Code Reallocation Process allows numbers to snap back to the new LERG assignee, the same as if the SPID had been changed in the NPAC without ported numbers having been taken out of service.







The LNPA WG has developed requirements for the ability to mass update the Service Provider Identification (SPID) associated with an NXX code without taking ported customers out of service.  This functionality has been assigned NANC Change Orders 217 and 323.



� MTE and utilization requirements are waived.



� No Part 4 will be required.  



� It is the responsibility of the new code holder to contact the original code holder if the code transfer does not occur on the effective date originally indicated on the Part 3 denial so that the original code holder can continue to maintain default routing until the new effective date. 



� See Section 6 of the Central Office Code (NXX) Administration Guidelines (COCAG)



� All new code holders must follow the standard code activation process in the COCAG.   In order to stop the disconnect and re-assign a code, a minimum of five (5) business days is needed to notify Telcordia to reverse the disconnect and send an emergency notification to service providers.  Add this time interval with the ten (10) business day requirement for NANPA to process code applications results in the requirement for service providers to provide a Part 1 no less than fifteen (15) business days for the effective date of the disconnect.  



� See previous footnote.



� There are differing requirements among the states relating to bankruptcies and the treatment of NPA-NXXs as carrier assets as well as carrier of last resort obligations that may affect the disposition of an abandoned code.  State commission involvement is needed to ensure these requirements are addressed.
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