National Number Pooling Test Plan, version 0.10, 2/11/00


	9.  Audits:

	9.1
	SOA - Service Provider Personnel initiate a full audit for a single TN, with LNP Type = POOL, for all Service Providers, no discrepancies exist. - Success
	RR8-6, RR8-11, RR8-12, RR8-14

	9.2
	NPAC OP GUI - NPAC Personnel initiate a full audit for a single TN, with LNP Type = POOL, for all Service Providers, discrepancies exist. - Success
	RR8-6, RR8-7, RR8-8, RR8-9, RR8-10, RR8-11, RR8-13, RR8-14, RR8-15, RR8-16

	9.3
	SOA - Service Provider Personnel initiate a full audit for a range of TNs, with LNP Type = POOL, LISP and LSPP, for all Service Providers, no discrepancies exist. - Success
	RR8-6, RR8-11, RR8-12, RR8-14

	9.4
	SOA - Service Provider Personnel initiate a full audit for a range TNs, with LNP Type = POOL, LISP, and LSPP, for all Service Providers, discrepancies exist. - Success
	RR8-6, RR8-7, RR8-8, RR8-9, RR8-10, RR8-11, RR8-13, RR8-14, RR8-15, RR8-16, RR8-17

	9.5
	SOA - Service Provider Personnel initiate a full audit based on TN range for all Service Providers, (a block indicated by the TN Range entry has a status of ‘sending’), no discrepancies exist. - Success
	RR8-18


This section has been updated per the 12/21 requirements and 12/16 flows.

2.0 Integration did not require any changes in this section.  The version was rolled to 0.4 dated 02/05/99 for consistency.

This section has been updated to version 0.7, 08/01/99.

This section has been updated after review by Lockheed/ESI, and is version 0.8 dated 11/24/99.

This section has been updated after industry review and is version 0.9 dated 01/24/00.
This section has been updated after industry review and is version 0.10 dated 02/11/00.
Audit Test Cases:

	A.
	TEST IDENTITY
	

	
	Test Case Number:
	9.1
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	C

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	SOA - Service Provider Personnel initiate a full audit for a single TN, with LNP Type = POOL, for all Service Providers, no discrepancies exist. - Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	

	
	NANC FRS Version Number:
	
	Relevant Requirement(s):
	RR8-6, RR8-11, RR8-12, RR8-14

	
	NANC IIS Version Number:
	
	Relevant Flow(s):
	6.1.1 SOA Creates and NPAC SMS Starts Audit

6.1.2 NPAC Performs Audit Comparisons

6.1.3 NPAC SMS Reports Audit Results

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that there are both EDR and non-EDR systems accepting downloads for the NPA-NXX of the TN being audited.

2. Verify that there are not any discrepancies between the NPAC SMS and the LSMSs for the TN being audited.

3. Verify that the TN being audited is part of a Number Pool Block and is of LNP Type 'POOL'.

4. Verify that one system (either EDR or non-EDR) has a filter for the NPA-NXX of the TN being audited.

	
	Prerequisite SP Setup:
	

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1. Using their SOA system, Service Provider Personnel submit a full Audit request (specifying all Subscription Version attributes for audit) for a single TN of LNP Type ‘POOL’ to the NPAC SMS for all Service Providers in the region.

2. The SOA issues an M-CREATE Request subscriptionAudit to the NPAC SMS specifying the following attributes:

· subscriptionAuditName - the English Audit Name

· subscriptionAuditRequestingSP - the service provider requesting the audit

· subscriptionAuditServiceProvIDRange - specifying all service providers for audit

· subscriptionAuditAttributeList - specifying all Subscription Version attributes to be audited
	NPAC
	The NPAC SMS receives the M-CREATE Request subscriptionAudit from the Service Provider SOA and determines the request is valid.



	2.
	NPAC
	The NPAC SMS creates the audit request object on the local database and issues an M-CREATE Response back to the Service Provider SOA that originated the audit request.
	SP
	The Service Provider SOA receives the M-CREATE Response subscriptionAudit from the NPAC SMS.

	3.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT objectCreation to the Service Provider SOA that originated the Audit Request indicating the subscriptionAudit creation.
	SP
	The Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT confirmation back to the NPAC SMS. 

	4.
	NPAC
	1. The NPAC SMS determines that this TN is within a 1K Block and begins the Audit to all Service Providers for the specified TN.

2. The NPAC SMS issues an M-GET Request (scoped and filtered) subscriptionVersion to the accepting non-EDR LSMSs in the region to retrieve the subscription data for audit processing. 
	NPAC
	The accepting non-EDR LSMSs in the region receive the M-GET Request subscriptionVersion from the NPAC SMS and return the specified Subscription Version object in an M-GET Response subscriptionVersion to the NPAC SMS.

	5.
	NPAC
	The NPAC SMS issues an M-GET Request numberPoolBlock to all accepting EDR LSMSs in the region to retrieve respective block information for audit processing.
	SP
	The accepting EDR LSMSs in the region receive the M-GET Request numberPoolBlock from the NPAC SMS and return the specified Number Pool Block object in an M-GET Response numberPoolBlock to the NPAC SMS.

	6.
	NPAC
	The NPAC SMS issues an M-GET Request (scoped and filtered) subscriptionVersion to all accepting EDR LSMSs in the region to retrieve subscription data for audit processing.
	SP
	The accepting EDR LSMSs in the region receive the M-GET Request subscriptionVersion from the NPAC SMS.  The EDR LSMSs do not located a respective Subscription Version with LNP Type of 'POOL' and issue an M-GET Response subscriptionVersion message back to the NPAC SMS specifying an empty set (no TNs). 

	7.
	NPAC
	The NPAC SMS performs object comparisons.  
	NPAC
	The NPAC SMS completes the comparisons and no discrepancies are found.

	8.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionAuditResults to the Service Provider SOA that originated the Audit Request.
	SP
	The Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	9.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT objectDeletion for the subscriptionAuditObject to the Service Provider SOA that originated the Audit Request.
	SP
	The Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	10.
	NPAC
	The NPAC SMS issues an M-DELETE Request for the subscriptionAudit object to itself.
	NPAC
	The NPAC SMS deletes the audit object from its local database and issues an M-DELETE Response to itself indicating the audit object was successfully deleted.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	9.2
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	N/A

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	NPAC OP GUI - NPAC Personnel initiate a full audit for a single TN, with LNP Type = POOL, for all Service Providers, discrepancies exist. - Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	

	
	NANC FRS Version Number:
	
	Relevant Requirement(s):
	RR8-6, RR8-7, RR8-8, RR8-9, RR8-10, RR8-11, RR8-13, RR8-14, RR8-15, RR8-16

	
	NANC IIS Version Number:
	
	Relevant Flow(s):
	
6.1.2 NPAC Performs Audit Comparisons

6.1.3 NPAC SMS Reports Audit Results

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that there are both EDR and non-EDR systems accepting downloads for the NPA-NXX of the TN being audited.

2. Verify that the TN being audited is part of a Number Pool Block and is of LNP Type 'POOL'.

3. Create the following discrepancies for the TN being audited:

· A discrepancy for some of the GTT data between the Subscription Version on the NPAC SMS and one of the non-EDR LSMSs.

· A discrepancy where one of the EDR LSMSs does not have the respective Number Pool Block in its database.  This Number Pool Block should have the SOA Origination set to 'TRUE' and should have a status of ‘partial failure’ with a Failed SP List entry.

· 
· A discrepancy where one of the non-EDR LSMSs does not have the Subscription Version in its database

	
	Prerequisite SP Setup:
	

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	NPAC
	1. Using the NPAC OP GUI, NPAC Personnel submit a full Audit request (specifying all Subscription Version attributes for audit) for a single TN of LNP Type 'POOL' to the NPAC SMS for all Service Providers in the region.
2. 
· 
· 
· 
· 
	NPAC
	The NPAC SMS receives the Audit Request from the NPAC Personnel, and determines the request is valid.



	
	
	
	
	

	
	
	
	
	

	2.
	NPAC
	1. The NPAC SMS determines that this TN is within a 1K Block and begins the Audit to all Service Providers for the specified TN.

2. The NPAC SMS issues an M-GET Request (scoped and filtered) subscriptionVersion to the non-EDR LSMSs in the region to retrieve the subscription data for audit processing.

3. The NPAC SMS issues an M-GET Request numberPoolBlock to all EDR LSMSs in the region to retrieve respective Number Pool Block information for audit processing.

4. The NPAC SMS issues an M-GET Request (scoped and filtered) subscriptionVersion to all EDR LSMSs in the region to retrieve subscription data for audit processing.
	SP
	1. All but one of the non-EDR LSMSs in the region receive the M-GET Request subscriptionVersion from the NPAC SMS and return the specified Subscription Version object in an M-GET Response subscriptionVersion to the NPAC SMS.

2. One of the non-EDR LSMSs in the region receive the M-GET Request subscriptionVersion from the NPAC SMS and DO NOT return the specified Subscription Version object in an M-GET Response subscriptionVersion to the NPAC SMS.

3. All but one of the EDR LSMSs in the region receive the M-GET Request numberPoolBlock from the NPAC SMS and return the specified Number Pool Block object in an M-GET Response numberPoolBlock to the NPAC SMS.

4. One of the EDR LSMSs in the region receive the M-GET Request numberPoolBlock from the NPAC SMS and DO NOT return the specified Block object in an M-GET Response numberPoolBlock to the NPAC SMS.

5. The EDR LSMSs in the region receive the M-GET Request subscriptionVersion from the NPAC SMS.  The EDR LSMSs do not locate a respective Subscription Version with LNP Type of  'POOL' and issue an M-GET Response subscriptionVersion message back to the NPAC SMS specifying an empty set (no TNs).

	3.
	NPAC
	The NPAC SMS performs object comparisons.

	
	The NPAC SMS completes the comparisons and finds the following discrepancies:

· The GTT data for the Subscription Version on the NPAC SMS and one of the non-EDR LSMSs is discrepant.

· One of the EDR LSMSs does not have the respective Number Pool Block in its database.

· One of the non-EDR LSMSs does not have the respective Subscription Version in its database.

	
	
	
	
	

	4.
	NPAC
	The NPAC SMS issues an M-SET Request subscriptionVersion to update the GTT attribute to equal the value on the NPAC SMS version of the Subscription Version to the discrepant, non-EDR LSMS system.
	SP
	The discrepant non-EDR LSMS receives the M-SET Request from the NPAC SMS, updates the Subscription Version appropriately and issues an M-SET Response back to the NPAC SMS.

	5.
	NPAC
	The NPAC SMS issues an M-CREATE Request numberPoolBlock to the discrepant EDR LSMS system.
	SP
	The discrepant EDR LSMS receives the M-CREATE Request from the NPAC SMS, and creates the respective Number Pool Block appropriately and issues an M-CREATE Response back to the NPAC SMS.

	6.
	NPAC
	The NPAC SMS issues an M-CREATE Request subscriptionVersion to the non-EDR LSMS that was missing the Subscription Version.
	SP
	The discrepant non-EDR LSMS receives the M-CREATE Request from the NPAC SMS, creates the Subscription Version and issues an M-CREATE Response back to the NPAC SMS.

	
	
	
	
	

	7.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange for the Number Pool Block and set the Number Pool Block status to 'active' and update the subscriptionFailedSP-List to exclude the Service Provider LSMSs that were corrected to the Block Holder SOA.
	SP
	The Block Holder SOA receives the M-EVENT-REPORT for the Number Pool Block, from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	8.
	NPAC
	The NPAC SMS issues an M-DELETE Request for the subscriptionAudit object to itself.
	NPAC
	The NPAC SMS deletes the audit object from its local database and issues an M-DELETE Response to itself indicating the audit object was successfully deleted.

	9.
	NPAC 
	NPAC Personnel perform a query for the audit discrepancy report.
	NPAC
	Verify the audit discrepancy report exists.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	9.3
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	C

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	SOA - Service Provider Personnel initiate a full audit for a range of TNs with LNP Type = POOL, LISP and LSPP for all Service Providers, no discrepancies exist. - Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	

	
	NANC FRS Version Number:
	
	Relevant Requirement(s):
	RR8-6, RR8-11, RR8-12, RR8-14

	
	NANC IIS Version Number:
	
	Relevant Flow(s):
	6.1.1 SOA Creates and NPAC SMS Starts Audit

6.1.2 NPAC Performs Audit Comparisons

6.1.3 NPAC SMS Reports Audit Results

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that there are both EDR and non-EDR systems accepting downloads for the NPA-NXX of the TNs being audited.

2. Verify that the range of TNs to be audited have LNP Types of ‘POOL’ (part of a Number Pool Block) and ‘LISP’ and/or ‘LSPP’ (outside of a Number Pool Block).  

3. Verify that there are not any discrepancies between the NPAC SMS and the LSMSs for the TNs being audited.

	
	Prerequisite SP Setup:
	

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1. Using their SOA system, Service Provider Personnel submit a full Audit request (specifying all Subscription Version attributes for audit) for a range of TNs with LNP Types of  'POOL', 'LISP' and/or 'LSPP' to the NPAC SMS for all Service Providers in the region. The TN Range specified should include TNs that are included in a Number Pool Block, as well as TNs that are not part of a Number Pool Block.

2. The SOA issues an M-CREATE Request subscriptionAudit to the NPAC SMS specifying the following attributes:

· subscriptionAuditName - the English Audit Name

· subscriptionAuditRequestingSP - the service provider requesting the audit

· subscriptionAuditServiceProvIDRange - specifying all service providers for audit

· subscriptionAuditAttributeList - specifying all Subscription Version attributes to be audited
	NPAC
	The NPAC SMS receives the M-CREATE Request subscriptionAudit from the Service Provider SOA and determines the request is valid.


	2.
	NPAC
	The NPAC SMS creates the audit request object on the local database, and issues an M-CREATE Response back to the Service Provider SOA that originated the audit request.
	SP
	The Service Provider SOA receives the M-CREATE Response subscriptionAudit from the NPAC SMS.

	3.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT objectCreation to the Service Provider SOA that originated the Audit Request indicating the subscriptionAudit creation.
	SP
	The Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT confirmation back to the NPAC SMS. 

	4.
	NPAC
	1. The NPAC SMS determines that some of these TNs are within a 1K Block and begins the Audit to all Service Providers for the specified TNs.

2. The NPAC SMS issues an M-GET Request (scoped and filtered) subscriptionVersion for all TNs in the range specified by the Audit Request to the non-EDR LSMSs in the region to retrieve the subscription data for audit processing.

3. The NPAC SMS issues an M-GET Request numberPoolBlock to all EDR LSMSs in the region to retrieve the respective Number Pool Block for audit processing. This request will specify only the Number Pool Blocks that intersect with the TN range specified in the Audit request.

4. The NPAC SMS issues an M-GET Request (scoped and filtered) subscriptionVersion for all TNs in the range specified by the Audit Request to all EDR LSMSs in the region to retrieve subscription data for audit processing.
	SP
	1. The non-EDR LSMSs in the region receive the M-GET Request subscriptionVersion from the NPAC SMS and return the specified Subscription Version objects in an M-GET Response subscriptionVersion to the NPAC SMS.

2. The EDR LSMSs in the region receive the M-GET Request numberPoolBlock from the NPAC SMS and return the specified Number Pool Block object in an M-GET Response numberPoolBlock to the NPAC SMS.

3. The EDR LSMSs in the region receive the M-GET Request subscriptionVersion from the NPAC SMS.  The EDR LSMSs and return the specified Subscription Version objects in an M-GET Response subscriptionVersion message back to the NPAC SMS. The EDR LSMSs do not locate Subscription Version objects for Subscription Versions with LNP Type equal to 'POOL'.

	5.
	NPAC
	The NPAC SMS performs object comparisons.  
	NPAC
	The NPAC SMS completes the comparisons and no discrepancies are found.

	6.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionAuditResults to the Service Provider SOA that originated the Audit Request.
	SP
	The Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	7.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT objectDeletion for the subscriptionAuditObject to the Service Provider SOA that originated the Audit Request.
	SP
	The Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	8.
	NPAC
	The NPAC SMS issues an M-DELETE Request for the subscriptionAudit object to itself.
	NPAC
	The NPAC SMS deletes the audit object from its local database and issues an M-DELETE Response to itself indicating the audit object was successfully deleted.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	9.4
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	C

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	SOA – Service Provider Personnel initiate a full audit for a range TNs, with LNP Type = POOL, LISP, and LSPP, for all Service Providers, discrepancies exist. - Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	

	
	NANC FRS Version Number:
	
	Relevant Requirement(s):
	RR8-6, RR8-7, RR8-8, RR8-9, RR8-10, RR8-11, RR8-13, RR8-14, RR8-15, RR8-16, RR8-17

	
	NANC IIS Version Number:
	
	Relevant Flow(s):
	6.2 NPAC SMS Audit Create

6.2.1 NPAC SMS Creates and Starts Audit

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that there are both EDR and non-EDR systems accepting downloads for the NPA-NXX of the TNs being audited.

2. Verify that within the range of TNs being audited some are part of a Number Pool Block and some are outside of a Number Pool Block.

3. Create the following discrepancies:

· A discrepancy for some of the GTT data between a Subscription Version of LNP Type, 'POOL' and one of the non-EDR LSMSs.

· A discrepancy for some of the GTT data between a Subscription Version of LNP Type, 'LSPP' and one of the EDR LSMSs.

· A discrepancy where one of the EDR LSMSs does not have the respective Number Pool Block in their database.  This Number Pool Block has the SOA ORIGINATION set to 'FALSE' and the status currently is ‘partial failure’ with a Failed SP-List.

· A discrepancy for some of the GTT data between the Subscription Version on the NPAC SMS and the GTT data in the Number Pool Block object on one of the non-EDR LSMSs.  This Number Pool Block has the SOA Origination set to ‘TRUE’ and the status is currently ‘active’ with a Failed SP-List.

· A discrepancy where one of the EDR LSMSs has a Block that has been de-pooled.

	
	Prerequisite SP Setup:
	

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1. Using their SOA system, Service Provider Personnel submit a full Audit request (specifying all Subscription Version attributes for audit) for a range of TNs (some with LNP Type equal to 'POOL', some with LNP Type of either 'LISP' or 'LSPP'.  Specify the smallest TN Range possible to include the 3 LNP Types.  DO NOT specify the entire TN Range for the Number Pool Block.

2. The SOA issues an M-CREATE Request subscriptionAudit to the NPAC SMS specifying the following attributes:

· subscriptionAuditName - the English Audit Name

· subscriptionAuditRequestingSP - the service provider requesting the audit

· subscriptionAuditServiceProvIDRange - specifying all service providers for audit

· subscriptionAuditAttributeList - specifying all Subscription Version attributes to be audited
	NPAC
	The NPAC SMS receives the M-CREATE Request subscriptionAudit from the Service Provider SOA and determines the request is valid. 



	2.
	NPAC
	The NPAC SMS creates the audit request object on the local database, and issues an M-CREATE Response back to the Service Provider SOA that originated the audit request.
	SP
	The Service Provider SOA receives the M-CREATE Response subscriptionAudit from the NPAC SMS.

	3.
	NPAC
	1. The NPAC SMS determines that some of these TNs are within a 1K Block and begins the Audit to all Service Providers for the specified TNs.

2. The NPAC SMS issues an M-GET Request (scoped and filtered) subscriptionVersion for all TNs in the range specified by the Audit Request to the non-EDR LSMSs in the region to retrieve the subscription data for audit processing.

3. The NPAC SMS issues an M-GET Request numberPoolBlock to all EDR LSMSs in the region to retrieve the respective Number Pool Block for audit processing. This request will specify only the Number Pool Blocks that intersect with the TN range specified in the Audit request.

4. The NPAC SMS issues an M-GET Request (scoped and filtered) subscriptionVersion for all TNs in the range specified by the Audit Request to all EDR LSMSs in the region to retrieve subscription data for audit processing.
	SP
	1. The non-EDR LSMSs in the region receive the M-GET Request subscriptionVersion from the NPAC SMS and return the specified Subscription Version objects in an M-GET Response subscriptionVersion to the NPAC SMS.

2. The EDR LSMSs in the region receive the M-GET Request numberPoolBlock from the NPAC SMS and return the specified Number Pool Block object in an M-GET Response numberPoolBlock to the NPAC SMS.

3. The EDR LSMSs in the region receive the M-GET Request subscriptionVersion from the NPAC SMS.  The EDR LSMSs and return the specified Subscription Version objects in an M-GET Response subscriptionVersion message back to the NPAC SMS.
The EDR LSMSs do not locate Subscription Version objects for Subscription Versions with LNP Type equal to 'POOL'.

	4.
	NPAC
	The NPAC SMS performs object comparisons.  
	NPAC
	The NPAC SMS finds the following discrepancies:

· A discrepancy for some of the GTT data between a Subscription Version of LNP Type, 'POOL' and one of the non-EDR LSMSs.

· A discrepancy for some of the GTT data between a Subscription Version of LNP Type, 'LSPP' and one of the EDR LSMSs.

· A discrepancy where one of the EDR LSMSs does not have the respective Number Pool Block in their database.  This Number Pool Block has the SOA ORIGINATION set to 'FALSE'.

· A discrepancy for some of the GTT data between the Subscription Version on the NPAC SMS and the GTT data in the Number Pool Block object on one of the non-EDR LSMSs.

	5.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionAuditDiscrepancyRpt to the Service Provider SOA that originated the Audit Request for each discrepancy found. 
	SP
	The Service Provider SOA receives the subscriptionAuditDiscrepancyRpt M-EVENT-REPORTs and issues an M-EVENT-REPORT Confirmations back to the NPAC SMS.

	6.
	NPAC
	The NPAC SMS issues an M-SET Request subscriptionVersion to update the GTT attribute to equal the value on the NPAC SMS version of the Subscription Version to the discrepant non-EDR LSMS system.
	SP
	The discrepant non-EDR LSMS receives the M-SET Request from the NPAC SMS, updates the Subscription Version appropriately and issues an M-SET Response back to the NPAC SMS.

	7.
	NPAC
	The NPAC SMS issues an M-SET Request subscriptionVersion to update the GTT attribute to equal the value on the NPAC SMS version of the Subscription Version to the discrepant EDR LSMS system.
	SP 
	The discrepant EDR LSMS receives the M-SET Request from the NPAC SMS, updates the Subscription Version appropriately and issues an M-SET Response back to the NAPC SMS.

	8.
	NPAC
	The NPAC SMS issues an M-CREATE Request numberPoolBlock to the discrepant EDR LSMS system.
	SP
	The discrepant EDR LSMS receives the M-CREATE Request from the NPAC SMS, and creates the respective Number Pool Block appropriately and issues an M-CREATE Response back to the NPAC SMS.

	9.
	NPAC
	The NPAC SMS issues an M-SET Request numberPoolBlock to the discrepant EDR LSMS system.
	SP
	The discrepant EDR LSMS receives the M-SET Request from the NPAC SMS, and updates the Number Pool Block appropriately and issues an M-SET Response back to the NPAC SMS.

	10.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Service Provider who owns the Subscription Version referred to in step 7 to set the subscriptionVersionStatus to 'active' and update the subscriptionFailedSP-List.
	SP
	The Current Service Provider SOA for the Subscription Version referred to in step 7 receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	11.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionAttributeValueChange to the Service Provider who owns the Subscription Version referred to in step 7 above to set the subscriptionVersionStatus to 'active' and update the subscriptionFailedSP-List.
	SP
	The Current Service Provider SOA for the Subscription Version referred to in step 7, receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	12.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange to the Block Holder SOA for the Number Pool Block referred to in step 8 and updates the Number Pool Block status to 'active' and updates the subscriptionFailedSP-List.
	SP
	The Block Holder SOA receives the M-EVENT-REPORT for the Number Pool Block referred to in step 8 from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	13.
	NPAC
	The NPAC SMS issues an M-DELETE Request for the subscriptionAudit object to itself.
	NPAC
	The NPAC SMS deletes the audit object from its local database and issues an M-DELETE Response to itself indicating the audit object was successfully deleted.

	14.
	NPAC 
	NPAC Personnel perform a query for the audit discrepancy report.
	NPAC
	Verify the audit discrepancy report exists.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	9.5
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	C

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	SOA - Service Provider Personnel initiate a full audit based on TN range for all Service Providers, (a Number Pool Block indicated by the TN Range entry has a status of ‘sending’) - no discrepancies exist -- Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	

	
	NANC FRS Version Number:
	
	Relevant Requirement(s):
	RR8-18

	
	NANC IIS Version Number:
	
	Relevant Flow(s):
	6.1.1 SOA Creates and NPAC SMS Starts Audit

6.1.3 NPAC SMS Reports Audit Results

	
	
	

	D.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	4.1.34 NPAC OP GUI – NPAC Personnel re-schedule a Block Create to execute immediately, after the NPA-NXX effective date

	
	Prerequisite NPAC Setup:
	1. Just prior to the SOA initiating this audit, perform the steps indicated in test case 4.1.34 to create a block in a ‘sending’ status.  The Audit should be performed on the same TN range as this Number Pool Block create.

2. Verify that there are both EDR and non-EDR systems accepting downloads for the NPA-NXX of the TN being audited.

3. Verify that the range of TNs being audited is part of a Number Pool Block and contains Subscription Versions of LNP Type 'POOL'.

4. Verify that there are not any discrepancies between the NPAC SMS and the LSMSs for the TNs being audited.

	
	Prerequisite SP Setup:
	

	
	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1. Using their SOA system, Service Provider Personnel submit a Audit request (specifying at least one Subscription Version attribute for audit) for a range of TNs and an Activation Timestamp to the NPAC SMS for all Service Providers in the region.

2. The SOA issues an M-CREATE Request subscriptionAudit to the NPAC SMS specifying the following attributes:

· subscriptionAuditName - the English Audit Name

· subscriptionAuditRequestingSP - the service provider requesting the audit

· subscriptionAuditServiceProvIDRange - specifying all service providers for audit

· subscriptionAuditAttributeList - specifying all Subscription Version attributes to be audited
	NPAC
	The NPAC SMS receives the M-CREATE Request subscriptionAudit from the Service Provider SOA and determines the request is valid.


	2.
	NPAC
	The NPAC SMS creates the audit request object on the local database, and issues an M-CREATE Response back to the Service Provider SOA that originated the audit request.
	SP
	The Service Provider SOA receives the M-CREATE Response subscriptionAudit from the NPAC SMS.

	3.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT objectCreation to the Service Provider SOA that originated the Audit Request indicating the subscriptionAudit creation.
	SP
	The Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT confirmation back to the NPAC SMS. 

	4.
	NPAC
	1. The NPAC SMS determines that the TN Range is for a 1K Block and that this block has a status of ‘sending’.

2. The NPAC SMS issues an M-EVENT-REPORT subscriptionAuditResults to the Service Provider SOA that initiated the Audit Request, indicating no discrepancies were found.
	SP
	The Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC.

	5.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT objectDeletion to the Service Provider SOA that initiated the Audit Request.
	SP
	The Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC.

	6.
	NPAC
	The NPAC SMS issues an M-DELETE Request subscriptionAudit to itself to delete the subscriptionAudit object from the local database.
	NPAC
	The NPAC SMS receives the M-DELETE and issues an M-DELETE Response to itself.
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