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1. Preface

1.1 Purpose of this Document

The purpose of this document is to identify the Turn Up Test Cases to be executed by different Service Providers and/or Vendors in order to successfully interoperate with the NPAC SMS in a particular region.  Chapter 7 contains a Test Case Matrix, which indicates the recommended Test Cases for ‘entrance’ into the Local Number Portability production environment as well as Regression Testing.

Actual Entrance and Exit criteria for test execution/completion are an agreement between individual Service Providers and NeuStar, Inc.  Regression Testing is recommended for each new release of Vendor (SOA and/or LSMS) software as well as each new release of NPAC SMS software.

1.2 Assumptions

All Test Cases should be executed where the Service Provider profile attributes are set such that they emulate the Service Provider’s production environment.

1.3 Audience

The intended audience for this document is NPAC SMS, SOA and LSMS system testers and anyone who is involved with NPAC SMS, SOA and LSMS testing.  It is assumed that individuals using this test plan have an understanding of Local Number Portability, Number Pooling and related specification documents.  The test cases are written from the Interface Interoperability Specification (IIS) perspective so users should have an understanding of this document specifically.

1.4 Test Execution Guidance

The evolution of test cases over the course of several NPAC SMS releases has created a situation where the test cases currently used for service provider and regression testing represent a patchwork of different test plans.  In an effort to provide meaningful guidance to service providers and test engineers on what should be tested based on the type and functionality of the system under test (SUT), this section attempts to help determine the test cases to be executed, based on the capabilities of the SUT, and should be used as a guideline.  Service providers are still free to perform additional test cases as they see fit for their system, however, this section should be used to identify the minimum testing required for adequate testing coverage.

1) The first course of action the test engineer(s) and service provider should do is communicate with one another before testing starts.  The following questions will help facilitate the communication process:

a) What is the objective of the testing?  Is the service provider testing because of new vendor software, NPAC mandated testing, etc.?

b) Will the system(s) under test be a SOA or LSMS or both?

c) Which one of the four Service Provider/Vendor relationships in Chapter 2 is true for the service provider and vendor under test?

d) Does the service provider operate in a service bureau environment?

2) After determining the Service Provider/Vendor relationship, the test engineer(s) will use the Turn Up and Regression Test Case Matrix in Chapter 7 to establish an initial baseline of test cases which are relevant for the SUT.

3) Next, based on whether the SUT is a SOA or LSMS, the test engineer(s) select the appropriate subset of the test cases determined in step 2 based on the system type.

4) At this point, the test cases selected to be executed should reflect the correct Service Provider/Vendor relationship and the type of SUT.  Within that subset, determination needs to be made on what functionality is supported by the SUT and whether all or some of the test cases currently identified are supported or not.

Based on the  Service Provider’s profile configurations to be used in a production environment, use the following list of service provider configurables to determine which test cases can be executed or are not supported by the SUT.

The attribute is the first column, the possible values are in the second column, and the functionality enabled is described in the third column.  Based on the functionality supported, service providers should run the corresponding test cases which test the functionality.

1.4.1 SOA Service Provider Configurable Attributes

	Attribute
	Value
	Functionality Covered

	SOA Management
	True/False
	Actions such as create, delete, modify, and query subscription versions.

	SOA Network Data Management
	True/False
	Actions such as creates, deletes, modifies, and queries of network data such as LRNs, NPA-NXXes, and modify their service provider profile.

	SOA Data Download
	True/False
	NPAC SMS download of network data consisting of:

· Service provider data (customer ID and name)

· LRN data (ID, value, and download reason)

· NPA-NXX data (ID, value, effective timestamp, and download reason)

· NPA-NXX-X value (ID, value, effective timestamp, and download reason) – if functionality enabled for the Service Provider



	SOA LTI User
	True/False
	The service provider is accessing NPAC through a low-tech interface (LTI).

	SOA Supports Timer Type
	True/False
	Service Provider’s ability to see the “Timer Type” field in the Subscription Version data that is sent to their SOA.

	· Port In Timer Type


	Short/Long
	Use the short/long timer type for:

· Create Subscription Version Initial Concurrence Window (T1 Timer) 

· Create Subscription Version Final Concurrence Window (T2 Timer)

· Conflict Restriction Window 

· Conflict Resolution New Service Provider Restriction 

· Cancellation Initial Concurrence Window 

· Cancellation Final Concurrence Window

	· Port Out Timer Type


	Short/Long
	Use the short/long timer type for:

· Create Subscription Version Initial Concurrence Window (T1 Timer) 

· Create Subscription Version Final Concurrence Window (T2 Timer)

· Conflict Restriction Window 

· Conflict Resolution New Service Provider Restriction 

· Cancellation Initial Concurrence Window 

· Cancellation Final Concurrence Window

	SOA Supports Business Type
	True/False
	Service Provider’s ability to see the “Business Type” field in the Subscription Version data that is sent to their SOA.

	· Business Hours


	Short/Long
	The hours of operation during which NPAC SMS timers would run for this Service Provider.

	· Business Days


	Short/Long
	The days of operation during which NPAC SMS timers would run for this Service Provider.

	SOA Supports NPA-NXX-X
	True/False
	Whether a SOA supports the download of NPA-NXX-X data.

	SOA Supports WSMSC Data
	True/False
	Whether a SOA supports the creation and download of WSMSC data.


1.4.2 LSMS Service Provider Configurable Attributes

	Attribute
	Value
	Functionality Covered

	LSMS Network Data Management
	True/False
	Actions such as creates, deletes, modifies, and queries of network data such as LRNs, NPA-NXXes, and modify their service provider profile.

	LSMS Data Download – Network 
	True/False
	The ability to receive downloads of network data from the NPAC SMS consisting of:

· Service provider data (customer ID and name)

· LRN data (ID, value, and download reason)

· NPA-NXX data (ID, value, effective timestamp, and download reason)

· NPA-NXX-X value (ID, value, effective timestamp, and download reason) – if functionality enabled for the Service Provider



	LSMS Downloadable Data – Subscription
	True/False
	The ability to receive subscription version data from the NPAC SMS.

	LSMS Queries
	True/False
	The ability to perform queries against the NPAC SMS.

	LSMS Supports EDR Download
	True/False
	A broadcast of 1000 TNs will be sent to the LSMS for the block if EDR=False or a representation of the 1000 TN block will be sent otherwise 

	LSMS Supports NPA-NXX-X
	True/False
	Whether an LSMS supports the download of NPA-NXX-X data.

	LSMS Supports WSMSC Data
	True/False
	Whether an LSMS supports the download of WSMSC data.


5) Once the list of supported test cases is determined  and agreed upon by the test engineer(s), service provider and NPAC, the NPAC testing coordinator should be informed if warranted.

As an example, assume a service provider has a SOA which supports Network Data Management (the SOA Network Data Management option is enabled).  Any test cases in which the service provider SOA is called upon to create, modify, query, or delete network data should be executed providing the capability to do so exists on the vendor software.

To look at an example for a service provider who has an LSMS, assume the LSMS software doesn’t have the capability to represent a 1000 POOLed TN range as a single Block (LSMS Supports EDR Download option is disabled); they would then be referred to as a non-EDR LSMS.  Any test case which specifically references a non-EDR LSMS should be executed by this service provider.  Other test cases that specify ‘LSMS’ may also need to be executed based on overall features and functionality.

2. Service Provider/Vendor Relationships and Recommended Testing:

During the course of performing the Test Cases listed in the Test Case Matrix, Service Providers should configure their customer profile to emulate the settings that they will be using in the production environment.  For example, if a Service Provider intends on using the new Block object for Number Pooling in their LSMS, their NPAC Customer LSMS EDR Indicator in their NPAC Customer Record should be set to TRUE.

2.1 New SP w/ New Vendor – New Service Provider with New Vendor

A New Service Provider with New Vendor software (SOA and/or LSMS) refer to a Service Provider that has never tested against the NPAC SMS and is using software that has not been tested against the NPAC SMS.

This Service Provider should execute the column of Test Cases indicated by ‘New SP w/ New Vendor’ in Chapter 7, using the software component(s) (SOA and/or LSMS) they plan to use in production.

These Test Cases are executed when the New Service Provider is ready to use their ‘New’ Vendor software in production – and is not dependent on a new NPAC SMS software release.

This suite of Test Cases will test all NPAC SMS, SOA and/or LSMS functionality as it impacts each system.

2.2 Exp SP w/ New Vendor – Experience Service Provider with New Vendor

A Service Provider that has previously tested against the NPAC SMS, but is now using software (SOA and/or LSMS) that has never been tested against the NPAC SMS is considered an Experienced Service Provider with a New Vendor.

This Service Provider should execute the Test Cases indicated by ‘Exp SP w/ New Vendor’ in Chapter 7, using the software component(s) they plan to use in production.

These Test Cases should be executed when the Service Provider wishes to use this ‘New’ Vendor software in production - and is not dependent on a new NPAC SMS software release.

This suite of Test Cases will test all NPAC SMS, SOA and/or LSMS functionality as it impacts each system.

2.3 New SP w/ Exp Vendor – New Service Provider with Experienced Vendor

A Service Provider that has not tested against the NPAC SMS, but is using software (SOA and/or LSMS) that has already been tested against the NPAC SMS is referred to as a New Service Provider with an Experienced Vendor.

This Service Provider should execute those Test Cases indicated by ‘New SP w/ Exp Vendor’ in Chapter 7, using the software component(s) they plan to use in production.

These Test Cases should be executed when the Service Provider wishes to enter the production environment for the first time, and is not dependent on a new NPAC SMS release.

This suite of Test Cases will test the ‘basic’ success and error functionality for Local Number Portability Turn Up Testing.  This is a subset of the entire Test Plan because, the software has already been tested against the NPAC SMS, but is available to ensure that this Service Provider can use the basic functionality in order to successfully port numbers in a production environment.

2.4 Exp SP w/ Exp Vendor – Experienced Service Provider with Experienced Vendor – AKA Regression Testing

A Service Provider that has tested against the NPAC SMS with software that has also been tested against the NPAC SMS perform regression testing with each new release of their Vendor software as well as each new release of NPAC SMS software.

This Service Provider should execute those Test Cases indicated by ‘Exp SP w/ Exp Vendor’ in Chapter 7, using the software component(s) they use in production as well as any additional Test Cases (that their SOA and/or LSMS may support) to verify the new NPAC SMS functionality presented in the new release.

The suite of Test Cases indicated by ‘Exp SP w/ Exp’ Vendor test the ‘core’ functionality for Local Number Portability Turn Up Testing.  This verifies that the core functionality is still working.

3. Group Testing:

In addition to the Test Cases listed in this Test Case Matrix, Service Providers are required to participate in group testing.  Group testing consists of two parts – “Round Robin” testing and testing of certain NPAC Release 3.0 Test Cases that require the participation of multiple service providers. Instructions for the “Round Robin” testing is contained in this section. A Group Testing Matrix and Test Case details are found in a separate file listed in the related document section and published concurrently with this document.

3.1 Round Robin 

Round Robin testing involves porting a TN from SP1, among the other service providers and back to SP1.  It is considered to be one test case with multiple steps and needs to be executed by the service providers and NPAC Personnel as a team.

Note:  Three round robin test cases should be performed – success, partial failure, and failure. 
3.1.1 Port TN from SP1 to SP2 - 1st time ported TN. 

As the new service provider, SP2 (SPID2) creates a pending port (newSP-Create) for TN TN1. SP1 (SPID1) concurs with the pending port. Next, SP2 activates the pending port and the NPAC SMS broadcasts an M-Create of the subscriptionVersion object to all LSMSs. 

Note: Since this is a 1st time ported TN, a new NPA-NXX notification  (NPA-NXX for TN1) should be sent to all SOA and LSMSs when the pending port is created. 

NPAC Personnel issues an audit of TN TN1 to all service providers and verifies the results of the audit (TN and GTT data) via the audit report. Also, the service providers verify the port by issuing queries to the NPAC SMS for the active TN. 

3.1.2 Port TN from SP2 to SP3 - previously ported TN. 

As the new service provider, SP3 (SPID3) creates a pending port (newSP-Create) for TN TN1. SP2 concurs with the pending port. Next, SP3 activates the pending port and the NPAC SMS broadcasts an M-Create of the subscriptionVersion object to all LSMSs.  

NPAC Personnel issues an audit of TN TN1 to all service providers and verifies the results of the audit(TN and GTT data) via the audit report. Also, the service providers verify the port by issuing queries to the NPAC SMS for the active TN. 

3.1.3 Port TN from SP3 to SP4 - previously ported TN.

 As the new service provider, SP4 (SPID4) creates a pending port (newSP-Create) for TN TN1. SP3 concurs with the pending port. Next, SP4 activates the pending port and the NPAC SMS broadcasts an M-Create to the subscriptionVersion object to all LSMSs.  

NPAC Personnel issues an audit of TN TN1 to all service providers and verifies the results of the audit(TN and GTT data) via the audit report. Also, the service providers verify the port by issuing queries to the NPAC SMS for the active TN.

3.1.4 Port TN from SP4 to SP1 "port to original" – previously ported TN.

As the new service provider and original owner of the TN, SP1 creates a pending port (newSP-Create) with the "port to original" flag equal to TRUE for TN TN1.  SP4 (SPID1) concurs with the pending port.  Next, SP1 activates the pending port and the NPAC SMS broadcasts an M-Delete for the Subscription Version object to all LSMSs. 

NPAC Personnel issues an audit of TN TN1 to all service providers and verifies the results of the audit (TN and GTT data)  via the audit report.  Also, the service providers verify the port by issuing queries to the NPAC SMS for the TN and getting a result equivalent to “No Record Found”.

4. Related Documents:

Additional information can be found in the following documents:

· North American Numbering Council (NANC), Functional Requirements Specification, Number Portability Administration Center (NPAC) Service Management System (SMS), Version 3.0.3.


· NPAC SMS Interoperable Specifications, NANC Version 3.0.2.

· NPAC Release 3.0 Individual Functional and Regression Test Cases

· NPAC Release 3.0 Group Functional and Regression Test Cases

5. Service Bureaus:

Companies that are providing Service Bureau SOA and/or LSMS functionality to other Service Providers should test against the NPAC SMS.

A Service Bureau that has never tested against the NPAC SMS, and is using software that has never been tested against the NPAC SMS, should execute the Test Cases indicated by ‘New SP w/ New Vendor’ in Chapter 7.

A Service Bureau that has tested against the NPAC SMS, but is using software that has never been tested against the NPAC SMS, should execute the Test Cases identified by the ‘Exp SP w/ New Vendor’ in Chapter 7.

A Service Bureau that has not tested against the NPAC SMS, but is using software that has been tested against the NPAC SMS, should execute the Test Cases identified by the ‘New SP w/ Exp Vendor’ in Chapter 7.

A Service Bureau that has tested against the NPAC SMS, and is using software that has also been tested against the NPAC SMS, should execute the Test Cases identified by the ‘Exp SP w/ Exp Vendor’ with each new release of vendor software as well as each new release of the NPAC SMS software.  With each new release of NPAC SMS software, a Service Bureau should also execute any additional Test Cases (that the SOA and/or LSMS may support) to verify the new NPAC SMS functionality presented in the new release.

A Service Provider that is using SOA and/or LSMS functionality via a Service Bureau but do not connect directly to the NPAC SMS do not have to test against the NPAC SMS.  In this case, the Service Bureau is responsible for performing tests against the NPAC SMS.

6. Service Bureau vs. Service Provider Testing (a diagram):
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7.  Turn Up and Regression Test Case Matrix:

	
	New Entrant Test Cases
	Re-gression
	SOA
	LSMS

	Test Case Objective
	New SP w/ New Vendor
	Exp SP w/ New Vendor
	New SP w/ Exp Vendor
	Exp SP w/ Exp Vendor
	
	

	

	8.1 Mechanized Interface Scenarios

	8.1.1 Network Data

	8.1.1.1 Create of Network Data

	8.1.1.1.1 SOA Mechanized Interface

	8.1.1.1.1.1  Open a non-existing NPA-NXX for portability via the SOA Mechanized Interface. – Success
	X
	X
	X
	X
	X
	


	8.1.1.1.1.2  Open an NPA-NXX for portability via the SOA Mechanized Interface that exists for another service provider. – Error
	X
	X
	
	
	X
	

	8.1.1.1.1.3  Open an NPA-NXX for portability via the SOA Mechanized Interface that exists for the given service provider. – Error
	X
	X
	X
	
	X
	

	8.1.1.1.1.4  Open NPA-NXX for portability via the SOA Mechanized Interface with an effective date prior to the current date. – Success
	X
	X
	
	
	X
	

	8.1.1.1.1.5  Open NPA-NXX for portability via the SOA Mechanized Interface with invalid effective date. – Error
	X
	X
	
	
	X
	

	8.1.1.1.1.6  Open NPA-NXX for portability via the SOA Mechanized Interface while a communications problem exists between the NPAC SMS and an LSMS. – Success
	X
	X
	
	
	X
	

	8.1.1.1.1.7  Add a non-existing LRN via the SOA Mechanized Interface. – Success
	X
	X
	X
	X
	X
	

	8.1.1.1.1.8  Add an LRN via the SOA Mechanized Interface that exists for another service provider. – Error
	X
	X
	
	
	X
	

	8.1.1.1.1.9  Add an LRN via the SOA Mechanized Interface that exists for the given service provider. – Error
	X
	X
	X
	
	X
	

	8.1.1.1.1.10  Add LRN via the SOA Mechanized Interface with invalid LRN data. – Error
	X
	X
	
	
	X
	

	8.1.1.1.1.11  Create an LRN via the SOA Mechanized Interface while a communications problem exists between the NPAC SMS and an LSMS. – Success
	X
	X
	
	
	X
	

	8.1.1.1.2 LSMS Mechanized Interface

	8.1.1.1.2.1  Open a non-existing NPA-NXX for portability via the LSMS Mechanized Interface. – Success
	X
	X
	X
	X
	
	X

	8.1.1.1.2.2  Open an NPA-NXX for portability via the LSMS Mechanized Interface that exists for another service provider. – Error
	X
	X
	
	
	
	X

	8.1.1.1.2.3  Open an NPA-NXX for portability via the LSMS Mechanized Interface that exists for the given service provider. – Error
	X
	X
	X
	
	
	X

	8.1.1.1.2.4  Open NPA-NXX for portability via the LSMS Mechanized Interface with an effective date prior to the current date. – Success
	X
	X
	
	
	
	X

	8.1.1.1.2.5  Open NPA-NXX for portability via the LSMS Mechanized Interface with invalid effective date. – Error
	X
	X
	
	
	
	X

	8.1.1.1.2.6  Open NPA-NXX for portability via the LSMS Mechanized Interface while a communications problem exists between the NPAC SMS and an LSMS. – Success
	X
	X
	
	
	
	X

	8.1.1.1.2.7  Add a non-existing LRN via the LSMS Mechanized Interface. – Success
	X
	X
	X
	X
	
	X

	8.1.1.1.2.8  Add an LRN via the LSMS Mechanized Interface that exists for another service provider. – Error
	X
	X
	
	
	
	X

	8.1.1.1.2.9  Add an LRN via the LSMS Mechanized Interface that exists for the given service provider. – Error
	X
	X
	X
	
	
	X

	8.1.1.1.2.10  Add LRN via the LSMS Mechanized Interface with invalid LRN data. – Error
	X
	X
	
	
	
	X

	8.1.1.1.2.11  Create an LRN via the LSMS Mechanized Interface while a communications problem exists between the NPAC SMS and an LSMS. – Success
	X
	X
	
	
	
	X

	8.1.1.2 Modify of Network Data

	8.1.1.2.1 SOA Mechanized Interface

	8.1.1.2.1.2  Modify an existing service provider’s profile by adding contact data via the SOA Mechanized Interface. – Success
	X
	X
	X
	X
	X
	

	8.1.1.2.1.3  Modify an existing service provider’s profile by deleting non-required contact data via the SOA Mechanized Interface. – Success
	X
	X
	X
	
	X
	

	8.1.1.2.1.4  Modify an existing service provider’s profile by modifying network address data via the SOA Mechanized Interface. – Success
	X
	X
	X
	
	X
	

	8.1.1.2.1.5  Modify an existing service provider’s profile with invalid contact data via the SOA Mechanized Interface. – Error
	X
	X
	
	
	X
	

	8.1.1.2.2 LSMS Mechanized Interface
	

	8.1.1.2.2.2  Modify an existing service provider’s profile by adding contact data via the LSMS Mechanized Interface. – Success
	X
	X
	X
	X
	
	X

	8.1.1.2.2.3  Modify an existing service provider’s profile by deleting non-required contact data via the LSMS Mechanized Interface. – Success
	X
	X
	X
	
	
	X

	8.1.1.2.2.4  Modify an existing service provider’s profile by modifying network address data via the LSMS Mechanized Interface. – Success
	X
	X
	X
	
	
	X

	8.1.1.2.2.5  Modify an existing service provider’s profile with invalid contact data via the LSMS Mechanized Interface. – Error
	X
	X
	
	
	
	X

	8.1.1.3 Delete of Network Data
	

	8.1.1.3.1 SOA Mechanized Interface
	


	8.1.1.3.1.1  Delete NPA-NXX via SOA Mechanized Interface. – Success
	X
	X
	X
	X
	X
	


	8.1.1.3.1.2  Delete NPA-NXX via SOA or LSMS Mechanized Interface – ‘active’ subscription versions exist. – Error
	X
	X
	X
	
	X
	X


	8.1.1.3.1.3  Delete NPA-NXX via SOA or LSMS Mechanized Interface – not owner service provider. – Error
	X
	X
	X
	
	X
	X


	8.1.1.3.1.4  Delete LRN via SOA Mechanized Interface. – Success
	X
	X
	X
	
	X
	


	8.1.1.3.1.5  Delete LRN via SOA or LSMS Mechanized Interface – ‘active’ subscription versions exist. – Error
	X
	X
	X
	
	X
	X


	8.1.1.3.1.6  Delete LRN via SOA or LSMS Mechanized Interface – not owner service provider. – Error
	X
	X
	
	
	X
	X


	8.1.1.3.1.7  Delete NPA-NXX Filter via SOA Mechanized Interface. – Success
	X
	X
	X
	
	X
	

	8.1.1.3.2 LSMS Mechanized Interface
	


	8.1.1.3.2.1  Delete NPA-NXX via LSMS Mechanized Interface. – Success
	X
	X
	X
	X
	
	X


	8.1.1.3.2.2  Delete LRN via LSMS Mechanized Interface. – Success
	X
	X
	X
	
	
	X


	8.1.1.3.2.3  Delete NPA-NXX Filter via LSMS Mechanized Interface. – Success
	X
	X
	X
	X
	
	X

	8.1.1.4 Query 
	


	8.1.1.4.1.1  Service Provider query of audit on  the NPAC. – Success
	X
	X
	X
	X
	X
	


	8.1.1.4.1.2  Service Provider Query to the NPAC for their own service provider data via their LSMS. – Success
	X
	X
	X
	X
	
	X


	8.1.1.4.1.3  Service Provider Query to the NPAC for their own Service Provider data via their SOA. – Success
	X
	X
	X
	
	X
	


	8.1.1.4.1.4  Service Provider Query to the NPAC for another Service Provider's data via the SOA. – Error
	X
	X
	
	
	X
	


	8.1.1.4.1.5  Service Provider Query to the NPAC for NPA-NXX data via their Local SMS. – Success
	X
	X
	X
	X
	
	X


	8.1.1.4.1.6  Service Provider Query to the NPAC for NPA-NXX data via their SOA. – Success
	X
	X
	X
	
	X
	


	8.1.1.4.1.7  Service Provider Query to the NPAC for LRN data via their SOA. – Success
	X
	X
	X
	
	X
	

	8.1.1.4.1.8  Service Provider Query to the NPAC for another Service Provider's LRN via the SOA. – Success
	X
	X
	X
	
	X
	


	8.1.1.4.1.9  Service Provider Query to the NPAC for LRN data via their Local SMS. – Success
	X
	X
	X
	
	
	X


	8.1.1.4.1.10  Service Provider issues a Scoped/Filtered GET of Network Data to the NPAC via their Local SMS. – Success
	X
	X
	X
	
	
	X


	8.1.1.4.1.11  Service Provider issues a Scoped/Filtered GET of Network Data to the NPAC via their  SOA. – Success
	X
	X
	X
	
	X
	

	8.1.2 Subscription Data
	

	8.1.2.1 Create of Subscription Data
	

	8.1.2.1.1 SOA Mechanized Interface
	


	8.1.2.1.1.1  Create 1st time inter-service provider ‘pending’ port of a single TN via the SOA Mechanized Interface. – Success
	X
	X
	X
	X
	X
	X

	8.1.2.1.1.2 Create 1st time inter-service provider ‘pending’ port of a TN Range via the SOA Mechanized Interface. – Success
	X
	X
	X
	
	X
	X

	8.1.2.1.1.3  Create inter-service provider ‘pending’ port of a single TN via the SOA Mechanized Interface. – Success
	Test Case procedures incorporated into test cases NANC 201-1, NANC 201-5, and NANC 201-9 for Release 2.0

	8.1.2.1.1.4  Create inter-service provider ‘pending’ port of a TN Range via the SOA Mechanized Interface. – Success
	Test Case procedures incorporated into test cases NANC 201-2, NANC 201-6, and NANC 201-10 for Release 2.0

	8.1.2.1.1.5  Create inter-service provider ‘pending’ port of a ported TN porting to the original service provider via the SOA Mechanized Interface. – Success
	X
	X
	X
	
	X
	

	8.1.2.1.1.6  Create inter-service provider ‘pending’ port of a ported TN Range porting to the original service provider via the SOA Mechanized Interface. – Success
	X
	X
	
	
	X
	

	8.1.2.1.1.7  Create inter-service provider ‘pending’ port of a TN Range consisting of both ported and non-ported TNs via the SOA Mechanized Interface. – Success
	X
	X
	X
	
	X
	

	8.1.2.1.1.8  Create inter-service provider ‘pending’ port of a TN Range of an entire NPA-NXX (10,000 TNs) via the SOA Mechanized Interface. – Success
	X
	X
	X
	
	X
	

	8.1.2.1.1.9  Create inter-service provider ‘pending’ port of a single TN with a due date in the past via the SOA Mechanized Interface. – Error
	X
	X
	X
	
	X
	

	8.1.2.1.1.10  Create inter-service provider ‘pending’ port of a TN Range for an NPA-NXX not open for portability via the SOA Mechanized Interface. – Error
	X
	X
	X
	
	X
	

	8.1.2.1.1.11  Create inter-service provider ‘pending’ port of a single TN with an LRN of another service provider’s switch via the SOA Mechanized Interface. – Error
	X
	X
	
	
	X
	

	8.1.2.1.1.12  Create inter-service provider ‘pending’ port of a single TN with an LRN that does not exist via the SOA Mechanized Interface. – Error
	X
	X
	X
	
	X
	

	8.1.2.1.1.13  Create inter-service provider ‘pending’ port of a TN Range with an invalid Old Service Provider id via the SOA Mechanized Interface. – Error
	X
	X
	X
	
	X
	

	8.1.2.1.1.14  Create inter-service provider ‘pending’ port of a TN Range for which each TN in the range exists as a ‘pending’ port via the SOA Mechanized Interface. – Error
	X
	X
	
	
	X
	

	8.1.2.1.1.15  Create inter-service provider ‘pending’ port of a TN Range for which some of the TNs in the range already exist as ‘pending’ ports via the SOA Mechanized Interface. – Error
	X
	X
	X
	
	X
	


	8.1.2.1.1.16  Create 1st time intra-service provider ‘pending’ port of a single TN via the SOA Mechanized Interface. – Success
	X
	X
	X
	X
	X
	X

	8.1.2.1.1.17  Create 1st time intra-service provider ‘pending’ port of a TN Range via the SOA Mechanized Interface. – Success
	X
	X
	X
	
	X
	X

	8.1.2.1.1.18  Create intra-service provider ‘pending’ port of a single TN via the SOA Mechanized Interface. – Success
	X
	X
	X
	X
	X
	

	8.1.2.1.1.19  Create intra-service provider ‘pending’ port of a TN Range via the SOA Mechanized Interface. – Success
	X
	X
	X
	
	X
	

	8.1.2.1.1.22  Create intra-service provider ‘pending’ port of an entire NPA-NXX (10,000 TNs) via the SOA Mechanized Interface. – Success
	X
	X
	X
	
	X
	

	8.1.2.1.1.23  Create intra-service provider ‘pending’ port of a single TN with a due date in the past via the SOA Mechanized Interface. – Error
	X
	X
	X
	
	X
	

	8.1.2.1.1.24  Create intra-service provider ‘pending’ port of a TN Range for an NPA-NXX not open for portability via the SOA Mechanized Interface. – Error
	X
	X
	
	
	X
	

	8.1.2.1.1.25  Create intra-service provider ‘pending’ port of a single TN with an LRN of another service provider’s switch via the SOA Mechanized Interface. – Error
	X
	X
	
	
	X
	

	8.1.2.1.1.26.  Create intra-service provider ‘pending’ port of a single TN with an LRN that does not exist via the SOA Mechanized Interface. – Error
	X
	X
	
	
	X
	

	8.1.2.1.1.27.  Create intra-service provider ‘pending’ port of a TN Range with an invalid Old Service Provider id via the SOA Mechanized Interface. – Error
	X
	X
	
	
	X
	

	8.1.2.1.1.28  Create intra-service provider ‘pending’ port of a TN Range for which each TN in the range exists as a ‘pending’ port for another Service Provider via the SOA Mechanized Interface. – Error
	X
	X
	
	
	X
	

	8.1.2.1.1.29  Create intra-service provider ‘pending’ port of a TN Range for which some of the TNs in the range exists as a ‘pending’ port for another Service Provider via the SOA Mechanized Interface. – Error
	X
	X
	X
	
	X
	


	8.1.2.1.1.30  Create 1st time inter-service provider ‘pending’ port (concurrence) of a single TN via the SOA Mechanized Interface. – Success
	X
	X
	X
	X
	X
	X

	8.1.2.1.1.31  Create 1st time inter-service provider ‘pending’ port (concurrence) of a TN Range via the SOA Mechanized Interface. – Success
	X
	X
	X
	
	X
	X

	8.1.2.1.1.32  Create inter-service provider ‘pending’ port (concurrence) of a single TN via the SOA Mechanized Interface. – Success
	X
	X
	X
	X
	X
	

	8.1.2.1.1.33  Create inter-service provider ‘pending’ port (concurrence) of a TN Range via the SOA Mechanized Interface. – Success
	X
	X
	X
	
	X
	

	8.1.2.1.1.34  Create inter-service provider ‘pending’ port (concurrence) of a ported TN porting to the original service provider via the SOA Mechanized Interface. – Success
	X
	X
	X
	
	X
	

	8.1.2.1.1.35  Create inter-service provider ‘pending’ port (concurrence) of a ported TN Range porting to the original service provider via the SOA Mechanized Interface. – Success
	X
	X
	X
	
	X
	

	8.1.2.1.1.36  Create inter-service provider ‘pending’ port (concurrence) of a TN Range consisting of both ported and non-ported TNs via the SOA Mechanized Interface. – Success
	X
	X
	X
	
	X
	

	8.1.2.1.1.37 Create inter-service provider ‘pending’ port (concurrence) of a TN Range of an entire NPA-NXX (10,000 TNs) via the SOA Mechanized Interface. – Success
	X
	X
	X
	
	X
	

	8.1.2.1.1.38  Create inter-service provider ‘pending’ port (concurrence) of a single TN with a due date in the past via the SOA Mechanized Interface. – Error
	X
	X
	
	
	X
	

	8.1.2.1.1.39  Create inter-service provider ‘pending’ port (concurrence) of a TN Range for an NPA-NXX not open for portability via the SOA Mechanized Interface. – Error
	X
	X
	X
	
	X
	

	8.1.2.1.1.40  Create inter-service provider ‘pending’ port (concurrence) of a TN Range for which each TN in the range exists as a ‘pending’ port via the SOA Mechanized Interface. – Error
	X
	X
	
	
	X
	

	8.1.2.1.1.41  Create inter-service provider ‘pending’ port (concurrence) of a TN Range for which some of the TNs in the range exists as a ‘pending’ port via the SOA Mechanized Interface. – Error
	X
	X
	X
	
	X
	

	8.1.2.1.1.42  Create inter-service provider ‘pending’ port (concurrence) of a TN Range with an authorization flag equal to FALSE and the cause code value populated via the SOA Mechanized Interface. – Success
	X
	X
	X
	
	X
	

	8.1.2.1.1.43  Create inter-service provider ‘pending’ port (concurrence) of a TN Range with the authorization flag equal to FALSE and the cause code value not populated via the SOA Mechanized Interface. – Error
	X
	X
	X
	
	X
	

	8.1.2.1.1.44  Create inter-service provider ‘pending’ port (concurrence) of a TN Range with the authorization flag equal to TRUE and the cause code value is populated via the SOA Mechanized Interface. – Error
	X
	X
	
	
	X
	

	8.1.2.1.1.45  Create inter-service provider ‘pending’ port (concurrence) of a TN Range with the authorization flag equal to FALSE and the cause code value is not 0 via the SOA Mechanized Interface. – Error
	X
	X
	
	
	X
	

	8.1.2.2 Modify of Subscription Data
	

	8.1.2.2.1 SOA Mechanized Interface
	


	8.1.2.2.1.1  Modify required fields for a single TN ‘pending’ port with valid data. – Success
	X
	X
	X
	X
	X
	

	8.1.2.2.1.2  Modify optional fields for a single TN ‘pending’ port for a New Service Provider. – Success
	X
	X
	X
	X
	X
	

	8.1.2.2.1.3  Modify “porting to original” due date for a single TN ‘pending’ port. – Success
	X
	X
	X
	
	X
	

	8.1.2.2.1.4  Modify CNAM DPC with invalid data for a single TN ‘pending’ port. – Error
	X
	X
	
	
	X
	

	8.1.2.2.1.5  Modify CNAM SSN with invalid data for a single TN ‘pending’ port. – Error
	X
	X
	
	
	X
	

	8.1.2.2.1.6  Modify End-User Location Value with invalid data for a single TN ‘pending’ port. – Error
	X
	X
	
	
	X
	

	8.1.2.2.1.7  Modify Old Service Provider Authorization field for a single TN ‘pending’ port. – Error
	X
	X
	
	
	X
	


	8.1.2.2.1.8  Modify required fields for a ‘pending’ port for a range of TNs with valid data. – Success
	X
	X
	X
	X
	X
	

	8.1.2.2.1.9  Modify optional fields for ‘pending’ ports for a range of TNs for a New Service Provider – Success
	X
	X
	X
	X
	X
	

	8.1.2.2.1.10  Modify LRN with valid data for a ‘pending’ port for a range of TNs. – Error
	X
	X
	
	
	X
	

	8.1.2.2.1.14  Modify required fields with valid data for a single TN ‘pending’ port which is in conflict. – Success
	X
	X
	X
	
	X
	

	8.1.2.2.1.15  Modify optional fields for a single TN ‘pending’ port which is in conflict for a New Service Provider. – Success
	X
	X
	X
	
	X
	

	8.1.2.2.1.17  NPAC SMS sets ‘pending’ ports for a range of TNs to conflict. – Success
	X
	X
	X
	
	X
	

	8.1.2.2.1.18  Modify required fields with valid data for ‘pending’ ports for a range of TNs which are in conflict. – Success
	X
	X
	X
	
	X
	

	8.1.2.2.1.19  Modify optional fields for ‘pending’ ports for a range of TNs which are in conflict for a New Service Provider. – Success
	X
	X
	X
	
	X
	

	8.1.2.2.1.20  Modify “porting to original” due date for ‘pending’ ports for a range of TNs which are in conflict for a New Service Provider. – Error
	X
	X
	
	
	X
	

	8.1.2.2.1.21  Modify LRN of ‘pending’ ports for a range of TNs which are in conflict with an LRN value which does not exist. – Error
	X
	X
	
	
	X
	

	8.1.2.2.1.22  Modify the Status Change Cause Code of ‘pending’ ports for a range of TNs for another service provider. – Error
	X
	X
	 
	
	X
	

	8.1.2.2.1.23  Modify required data for a single TN ‘active’ subscription for current Service Provider with valid data. – Success
	X
	X
	X
	X
	X
	X

	8.1.2.2.1.24  Modify optional data for a single TN ‘active’ subscription for current Service Provider with valid data. – Success
	X
	X
	X
	
	X
	X

	8.1.2.2.1.25  Modify CNAM DPC with invalid data for an ‘active’ subscription for a single TN for current Service Provider. – Error
	X
	X
	
	
	X
	

	8.1.2.2.1.26  Modify CNAM SSN with invalid data for an ‘active’ subscription for a single TN for current Service Provider. – Error
	X
	X
	
	
	X
	

	8.1.2.2.1.27  Modify End-User Location - Value with invalid data for an ‘active’ subscription for a single TN for current Service Provider. – Error
	X
	X
	
	
	X
	

	8.1.2.2.1.28  Modify an ‘active’ subscription for a single TN for another Service Provider. – Error
	X
	X
	
	
	X
	

	8.1.2.2.1.30  Modify required data for ‘active’ subscription versions for a range of TNs for current Service Provider with valid data. – Success
	X
	X
	X
	X
	X
	X

	8.1.2.2.1.31  Modify optional data for ‘active’ subscription versions for a range of TNs for current Service Provider with valid data. – Success
	X
	X
	X
	X
	X
	X

	8.1.2.2.1.32  Modify LRN with an LRN value which does not exist for an active’ subscription versions for a range of TNs for current Service Provider. – Error
	X
	X
	
	
	X
	

	8.1.2.2.1.33  Modify ‘active’ subscription versions for a range of TNs for another Service Provider. – Error
	X
	X
	
	
	X
	

	8.1.2.2.1.34  Modify single TN ‘pending’ port request for an Old Service Provider. – Success
	X
	X
	X
	
	X
	

	8.1.2.2.1.35  Modify a 'pending' port to set the Old Service Provider Authorization flag to false. – Success
	X
	X
	X
	X
	X
	

	8.1.2.2.1.39  Modify status change cause code value for a single TN when Old Service Provider Authorization is not set to false. – Error
	X
	X
	
	
	X
	


	8.1.2.2.1.40  Modify LRN for a single TN ‘pending’ port which is ‘active’ for another Service Provider. – Error
	X
	X
	
	
	X
	

	8.1.2.2.1.41  Modify ‘pending’ port request for a range of TNs for an Old Service Provider. – Success
	X
	X
	X
	
	X
	

	8.1.2.2.1.46  Modify status change cause code for a single TN ‘pending’ port when Old Service Provider Authorization is set to false. – Error
	X
	X
	X
	
	X
	

	8.1.2.2.1.47  Modify status change cause code for a single TN ‘pending’ port request which is in conflict when Old Service Provider Authorization is not set to false. – Error
	X
	X
	X
	
	X
	

	8.1.2.2.1.48  Modify by Old Service Provider for a range of ‘pending’ ports TNs to conflict. – Success
	X
	X
	X
	
	X
	

	8.1.2.2.1.49  Modify ‘pending’ ports for a range of TNs which are in conflict for an Old Service Provider. – Success
	X
	X
	X
	
	X
	

	8.1.2.2.1.51  Modify status change cause code for a ‘pending’ port for a range of TNs which are in conflict when Old Service Provider Authorization is not set to false. – Error
	X
	X
	
	
	X
	

	NOTE: Modify Active Partial Failure and Full Failure Test Cases have been added to the beginning of the regression section (Section 9.1).  The 4 test cases that cover these scenarios are as follows:

	Modify_Active_1  Modify optional data for an ‘active’ Subscription Version with valid data for the Current Service Provider. – Partial Failure
	X
	X
	X
	X
	
	X

	Modify_Active_2  Modify required data for ‘active’ Subscription Versions, for a range of TNs, with valid data for the Current Service Provider. – Partial Failure
	X
	X
	X
	X
	
	X

	Modify_Active_3  Modify required data for an ‘active’ Subscription Version with valid data for the Current Service Provider. – Failure
	X
	X
	X
	X
	
	X

	Modify_Active_4  Modify optional data for ‘active’ Subscription Versions, for a range of TNs, with valid data for the Current Service Provider. – Failure
	X
	X
	X
	X
	
	X

	8.1.2.3 Delete of Subscription Data

	8.1.2.3.1 SOA Mechanized Interface


	8.1.2.3.1.1  Immediate Disconnect of ‘active’ port - single TN – SOA Mechanized Interface. – Success
	X
	X
	X
	X
	X
	X


	8.1.2.3.1.2  Immediate Disconnect of ‘active’ port - single TN – SOA Mechanized Interface. – Failure
	X
	X
	X
	X
	X
	


	8.1.2.3.1.3  Immediate Disconnect of ‘active’ port - single TN – SOA Mechanized Interface. – Partial Failure
	X
	X
	X
	X
	X
	


	8.1.2.3.1.4  Immediate Disconnect of ‘active’ port – range of TNs – SOA Mechanized Interface. – Success
	X
	X
	X
	X
	X
	X


	8.1.2.3.1.5  Immediate Disconnect of ‘active’ port – range of TNs – SOA Mechanized Interface. – Failure
	X
	X
	X
	X
	X
	


	8.1.2.3.1.6  Immediate Disconnect of an ‘active’ port – range of TNs – SOA Mechanized Interface. – Partial Failure
	X
	X
	X
	X
	X
	


	8.1.2.3.1.7  Immediate disconnect of  an ‘active’ port - single TN – no customer disconnect date. – SOA Mechanized Interface – Error
	X
	X
	X
	
	X
	


	8.1.2.3.1.8  Immediate disconnect of an ‘active’ port – single TN – not current Service Provider. – SOA Mechanized Interface – Error
	X
	X
	X
	
	X
	


	8.1.2.3.1.9  Immediate disconnect of a single TN – not ‘active’ – SOA Mechanized Interface. – Error
	X
	X
	
	
	X
	


	8.1.2.3.1.10  Deferred Disconnect of ‘active’ port - single TN – SOA Mechanized Interface. – Success
	X
	X
	X
	X
	X
	X


	8.1.2.3.1.11  Deferred Disconnect of an ‘active port’ - single TN – SOA Mechanized Interface. – Failure
	X
	X
	X
	
	X
	


	8.1.2.3.1.12  Deferred Disconnect of an ‘active’ port - single TN – SOA Mechanized Interface. – Partial Failure
	X
	X
	X
	
	X
	


	8.1.2.3.1.13  Deferred Disconnect of an ‘active’ port – range of TNs – SOA Mechanized Interface. – Success
	X
	X
	X
	
	X
	X


	8.1.2.3.1.14  Deferred Disconnect of an ‘active’ port – range of TNs – SOA Mechanized Interface. – Failure
	X
	X
	X
	
	X
	


	8.1.2.3.1.15  Deferred Disconnect of an ‘active’ port – range of TNs – SOA Mechanized Interface. – Partial Failure
	X
	X
	X
	
	X
	

	8.1.2.3.1.16  Deferred Disconnect for a single TN for other Service Provider. – Error
	X
	X
	X
	
	X
	

	8.1.2.3.1.17  Disconnect for a range of TNs for other Service Provider. – Error
	X
	X
	X
	
	X
	

	8.1.2.4 Activate of Subscription Data

	8.1.2.4.1 SOA Mechanized Interface


	8.1.2.4.1.1  Activate inter-service provider ‘pending’ port of a single TN. – Success
	X
	X
	X
	X
	X
	X


	8.1.2.4.1.2  Activate inter-service provider ‘pending’ port of a single TN. – Failure
	X
	X
	X
	X
	X
	


	8.1.2.4.1.3  Activate inter-service provider ‘pending’ port of a single TN. – Partial Failure
	X
	X
	X
	X
	X
	X


	8.1.2.4.1.4  Activate inter-service provider ‘pending’ port of a range of TNs. – Success
	X
	X
	X
	X
	X
	X


	8.1.2.4.1.5  Activate inter-service provider ‘pending’ port of a range of TNs. – Failure
	X
	X
	X
	X
	X
	


	8.1.2.4.1.6  Activate inter-service provider ‘pending’ port of a range of TNs. – Partial Failure
	X
	X
	X
	X
	X
	


	8.1.2.4.1.7  Activate inter-service provider ‘pending’ port of a single TN – not in ‘pending’ state. – Error
	X
	X
	
	
	X
	


	8.1.2.4.1.8  Activate inter-service provider ‘pending’ port of a single TN – no New Service Provider timestamp exists and before NPA-NXX effective date. – Error
	X
	X
	
	
	X
	


	8.1.2.4.1.9  Activate inter-service provider ‘pending’ port of a single TN – prior to due date. – Error
	X
	X
	X
	
	X
	


	8.1.2.4.1.10  Activate intra-service provider ‘pending’ port of a single TN that has been previously ported. – Success
	X
	X
	X
	X
	X
	X


	8.1.2.4.1.11  Activate intra-service provider ‘pending’ port of a single TN. – Failure
	X
	X
	X
	
	X
	


	8.1.2.4.1.12  Activate intra-service provider ‘pending’ port of a single TN. – Partial Failure
	X
	X
	X
	
	X
	


	8.1.2.4.1.13  Activate intra-service provider ‘pending’ port of a range of TNs that has been previously ported. – Success
	X
	X
	X
	X
	X
	X


	8.1.2.4.1.14  Activate intra-service provider ‘pending’ port of a range of TNs. – Failure
	X
	X
	X
	
	X
	


	8.1.2.4.1.15  Activate intra-service provider ‘pending’ port of a range of TNs. – Partial Failure
	X
	X
	X
	
	X
	


	8.1.2.4.1.17  Activate intra-service provider ‘pending’ port of a single TN – no New Service Provider timestamp exists and before NPA-NXX effective date. – Error
	X
	X
	
	
	X
	


	8.1.2.4.1.18  Activate intra-service provider ‘pending’ port of a single TN – prior to due date. – Error
	X
	X
	
	
	X
	


	8.1.2.4.1.19  Activate porting to original ‘pending’ port of a single TN. – Success
	X
	X
	X
	X
	X
	X


	8.1.2.4.1.20  Activate porting to original ‘pending’ port of a single TN. – Failure
	X
	X
	X
	
	X
	


	8.1.2.4.1.21  Activate porting to original ‘pending’ port of a single TN. – Partial Failure
	X
	X
	X
	
	X
	


	8.1.2.4.1.22  Activate porting to original ‘pending’ port of a range of TNs. – Success
	X
	X
	X
	
	X
	X


	8.1.2.4.1.23  Activate porting to original ‘pending’ port of a range of TNs. – Failure
	X
	X
	X
	
	X
	


	8.1.2.4.1.24  Activate porting to original ‘pending’ port of a range of TNs. – Partial Failure
	X
	X
	X
	
	X
	


	8.1.2.4.1.25  Activate porting to original ‘pending’ port of a single TN – not in ‘pending’ state. – Error
	X
	X
	
	
	X
	


	8.1.2.4.1.27  Activate porting to original ‘pending’ port of a single TN – prior to due date. – Error
	X
	X
	
	
	X
	

	8.1.2.5
Cancel of Subscription Data

	8.1.2.5.1 SOA Mechanized Interface


	8.1.2.5.1.1  Subscription Version Cancel With Only One Create Action Received (Old Service Provider SOA Mechanized Interface). – Success
	X
	X
	X
	X
	X
	


	8.1.2.5.1.2  Subscription Version Cancel With Only One Create Action Received (New Service Provider SOA Mechanized Interface). – Success
	X
	X
	X
	
	X
	


	8.1.2.5.1.3  Subscription Version Cancel Validation: subscription version does not exist (Old Service Provider’s or New Service Provider’s SOA Mechanized Interface). – Error
	X
	X
	X
	
	X
	


	8.1.2.5.1.4 Subscription Version Cancel Validation: subscription state (Old Service Provider’s or New Service Provider’s SOA Mechanized Interface). – Error
	X
	X
	X
	
	X
	

	8.1.2.5.1.5 Subscription Version Cancel Validation: authorized service provider (Old Service Provider’s or New Service Provider’s SOA Mechanized Interface) – Error
	X
	X
	X
	
	X
	

	8.1.2.5.1.6 Subscription Version Cancel by Service Provider SOA After Both Service Provider SOAs Have Concurred (Old Service Provider’s SOA Mechanized Interface)
	X
	X
	X
	
	X
	

	8.1.2.5.1.7 Subscription Version Cancel by Service Provider SOA After Both Service Provider SOAs Have Concurred (New Service Provider’s SOA Mechanized Interface)
	X
	X
	X
	X
	X
	

	8.1.2.5.1.8 Subscription Version Cancel by Old Service Provider SOA No Acknowledgment by New Service Provider SOA (SOA Mechanized Interface)
	X
	X
	X
	X
	X
	


	8.1.2.5.1.9  Subscription Version Cancel by New Service Provider SOA No Acknowledgment by Old Service Provider (SOA Mechanized Interface). – Success
	X
	X
	X
	
	X
	


	8.1.2.5.1.10  Subscription Version Cancel Intra-service Provider Port (Current Provider SOA Mechanized Interface). – Success
	X
	X
	X
	
	X
	

	8.1.2.6 Conflict/Conflict Resolution of Subscription Data


	8.1.2.6.2  Subscription Version Conflict Removal by the New Service Provider SOA. – Success
	Test Case procedures incorporated into test cases NANC 201-25 and NANC 201-35 for Release 2.0


	8.1.2.6.3  Subscription Version Conflict Removal by the New Service Provider SOA before the Version Conflict Cancellation Window has expired. – Error
	X
	X
	X
	
	X
	


	8.1.2.6.4  Subscription Version Conflict: No Conflict Resolution. – Success
	X
	X
	X
	
	X
	

	8.1.2.7 Query of Subscription Data

	8.1.2.7.1
  SOA Mechanized Interface


	8.1.2.7.1.1  Subscription Version Query – SOA. – Success
	X
	X
	X
	X
	X
	

	8.1.2.7.2
  LSMS Mechanized Interface


	8.1.2.7.2.1  Subscription Version Query – LSMS. – Success
	X
	X
	X
	X
	
	X

	8.2 Disaster Recovery Scenarios

	8.2.1 Scheduled Site Switchover
	X
	X
	X
	X
	
	

	8.2.2 Unscheduled Site Switchover
	X
	X
	X
	X
	
	

	8.2.3 Scheduled Downtime
	X
	X
	X
	X
	
	

	8.5 NPA Splits Scenarios

	8.5.1 Permissive Dialing Period is Successfully Started - NPAC Personnel User – Success 
	X
	X
	
	
	
	

	8.5.2.  New NPA-NXX does not Already Exist - NPAC Personnel User – Error
	X
	X
	
	
	
	

	8.5.3  Permissive Dialing Period with Audits – NPAC Personnel User – Success
	X
	X
	
	
	
	X

	8.5.4  Confirm that the NPAC Personnel user and the Service Provider user can add new NPA-NXXs to an NPA Split before and during Permissive Dialing Period.- Success
	X
	X
	X
	X
	X
	

	8.5.5  Perform Port-to-Original during the Permissive Dialing Period of the NPA Split. - Success
	X
	X
	X
	X
	X
	X

	8.5.6  New NPA-NXX involved in one NPA Split Validation - NPAC Personnel User – Error
	X
	X
	
	
	
	

	8.5.7  Old NPA-NXX involved in one NPA Split Validation - NPAC Personnel User – Error
	X
	X
	
	
	
	

	8.5.8  Delete NPA Split - NPAC Personnel User – Success
	X
	X
	
	
	
	

	8.5.9  Removal of NPA-NXX from NPA Split during Permissive Dialing Period - NPAC Personnel User – Success
	Test Case procedures incorporated into test case 7.4 for Release 3.0.

	9.2  Audits

	Audit_1  NPAC Initiates Full Audit (all data attributes), Single TN, No Discrepancies. – Success
	X
	X
	X
	
	
	X

	Audit_2  SOA Initiates Full Audit (all data attributes), Range of TNs, with Discrepancies. – Success
	X
	X
	X
	X
	X
	

	Audit_3  SOA Initiates Partial Audit (some data attributes), Single TN, with Discrepancies. – Success
	X
	X
	X
	X
	X
	

	Audit_4  NPAC Initiates Partial Audit (some data attributes), Single TN, with Discrepancies. – Success
	Test Case procedures incorporated into test case 9.2 for Release 3.0.

	Audit_5  NPAC Initiates Partial Audit (some data attributes), Range of TNs, with Discrepancies. – Success
	X
	X
	X
	
	
	X

	2.0 Test Cases

	ILL 75 Test Cases

	Ill 75-1 SOA – Old Service Provider Personnel create an Inter-Service Provider Subscription Version specifying a due date that is prior to the NPA-NXX Effective Date – Error 

(Note:  This error may be caught by either the SOA or NPAC SMS.)
	X
	X
	
	
	X
	

	Ill 75-2 SOA – New Service Provider Personnel create an Inter-Service Provider Subscription Version specifying a due date that is prior to the NPA-NXX Effective Date – Error

(Note:  This error may be caught by either the SOA or NPAC SMS.)
	X
	X
	X
	
	X
	

	Ill 75-3 SOA – Old Service Provider Personnel, using a range of TNs, create Inter-Service Provider Subscription Versions specifying a due date that is prior to the NPA-NXX Effective Date – Error (Note:  This error may be caught by either the SOA or NPAC SMS.)
	X
	X
	
	
	X
	

	Ill 75-4 SOA – New Service Provider Personnel, using a range of TNs, create Inter-Service Provider Subscription Versions specifying a due date that is prior to the NPA-NXX Effective Date – Error (Note:  This error may be caught by either the SOA or NPAC SMS.)
	X
	X
	
	
	X
	

	Ill 75-5 SOA – Service Provider Personnel create an Intra-Service Provider Subscription Version specifying a due date that is equal to the NPA-NXX Effective Date – Success
	Test Case procedures incorporated into test case 8.1.2.1.1.18 for Release 1.0

	Ill 75-6 SOA – Service Provider Personnel, using a range of TNs, create Intra-Service Provider Subscription Versions specifying a due date that is equal to the NPA-NXX Effective Date – Success
	X
	X
	
	
	X
	

	Ill 75-23 SOA – Old Service Provider Personnel modify an Inter-Service Provider Subscription Version specifying a due date that is equal to the NPA-NXX Effective Date – Success
	Test Case procedures incorporated into test case 8.1.2.2.1.34 for Release 1.0

	Ill 75-24 SOA – New Service Provider Personnel modify an Inter-Service Provider Subscription Version specifying a due date that is equal to the NPA-NXX Effective Date – Success
	Test Case procedures incorporated into test case 8.1.2.2.1.1 for Release 1.0

	Ill 75-25 SOA – Old Service Provider Personnel, using a range of TNs, modify an Inter-Service Provider Subscription Versions specifying a due date that is equal to the NPA-NXX Effective Date – Success
	X
	X
	X
	
	X
	

	Ill 75-26 SOA – New Service Provider Personnel, using a range of TNs, modify Inter-Service Provider Subscription Versions specifying a due date that is equal to the NPA-NXX Effective Date – Success
	X
	X
	X
	
	X
	

	Ill 75-27 SOA – Old Service Provider Personnel modify an Inter-Service Provider, Port-to-Original Subscription Version specifying a due date that is prior to the NPA-NXX Effective Date – Error (Note:  This error may be caught by either the SOA or NPAC SMS.)
	X
	X
	
	
	X
	

	Ill 75-28 SOA – New Service Provider Personnel modify an Inter-Service Provider, Port-to-Original Subscription Version specifying a due date that is prior to the NPA-NXX Effective Date – Error (Note:  This error may be caught by either the SOA or NPAC SMS.)
	X
	X
	
	
	X
	

	Ill 75-29 SOA – Old Service Provider Personnel, using a range of TNs, modify Inter-Service Provider, Port-to-Original Subscription Versions specifying a due date that is prior to the NPA-NXX Effective Date – Error 

(Note:  This error may be caught by either the SOA or the NPAC SMS.)
	X
	X
	
	
	X
	

	Ill 75-30 SOA – New Service Provider Personnel, using a range of TNs, modify Inter-Service Provider, Port-to-Original Subscription Versions specifying a due date that is prior to the NPA-NXX Effective Date – Error 

(Note:  This error may be caught by either the SOA or the NPAC SMS.)
	X
	X
	
	
	X
	

	Ill 75-31 SOA – Service Provider Personnel modify an Intra-Service Provider Subscription Version specifying a due date that is prior to the NPA-NXX Effective Date – Error 

(Note:  This error may be caught by either the SOA or the NPAC SMS.)
	X
	X
	
	
	X
	

	Ill 75-32 SOA – Service Provider Personnel, using a range of TNs, modify Intra-Service Provider Subscription Versions specifying a due date that is prior to the NPA-NXX Effective Date – Error (Note:  This error may be caught by either the SOA or NPAC SMS.)
	X
	X
	
	
	X
	

	ILL 79 Test Cases

	ILL 79 – 1 SOA – Service Provider Personnel, using their SOA system, where SOA Network Data Download Association Function is set to ‘ON’, issue a Network Data and Notification Recovery Request by specifying a Time Range – Success
	Test Case procedures incorporated into test case 8.3 for Release 3.0.

	ILL 79 – 2 LSMS – Service Provider Personnel, using their LSMS system, where LSMS Network and Subscription Data Download Association Function is set to ‘ON’, issue a Network Data and Notification Recovery Request by specifying a Time Range – Success
	Test Case procedures incorporated into test case 8.1 for Release 3.0.

	ILL 79 – 3 SOA – Service Provider Personnel, using their SOA system, issue a Notification Recovery Request specifying a Time Range that exceeds the Maximum Download Duration Tunable on the NPAC SMS – Error
	X
	X
	
	
	X
	

	ILL 79 – 4 LSMS – Service Provider Personnel, using their LSMS system, issue a Notification Recovery Request specifying a Time Range that exceeds the Maximum Download Duration Tunable on the NPAC SMS – Error
	Test Case procedures incorporated into test case 8.4 for Release 3.0.

	ILL 79 – 5 SOA – Service Provider Personnel, using their SOA system, where the SOA Network Data Download Indicator Association Function is set to ‘OFF’, issue a Notification Recovery Request by specifying a Time Range – Success
	X
	X
	
	
	X
	

	ILL 79 – 6 SOA – Service Provider Personnel, using their SOA system, where SOA Network Data Download Association Function is set to ‘ON’, issue a Network Data and Notification Recovery Request by specifying a Time Range with a filter on an NPA-NXX that is used – Success
	X
	X
	
	
	X
	

	ILL 79 – 7 LSMS – Service Provider Personnel, using their LSMS system, where LSMS Network and Subscription Data Download Association Function is set to ‘ON’, issue a Network Data and Notification Recovery Request by specifying a Time Range with an NPA-NXX filter in place – Success
	X
	X
	
	
	
	X

	NANC 22 Test Cases

	NANC 22-1 SOA – Service Provider Personnel issue a Subscription Version query that exceeds the maximum subscriber query tunable and verifies that the complexity limitation error is returned  – Error
	X
	X
	X
	
	X
	

	NANC 22-2 LSMS – Service Provider Personnel issue a Subscription Version query that exceeds the maximum subscriber query tunable and verifies that the complexity limitation error is returned – Error
	X
	X
	X
	
	
	X

	NANC 23 Test Cases

	NANC 23-1 SOA – Service Provider Personnel create an audit using another Service Provider’s ID – Error
	X
	X
	X
	
	X
	

	NANC 48 Test Cases

	NANC 48-1 NPAC OP GUI – NPAC Personnel assign an ‘Associated’ Service Provider ID to a ‘Primary’ Service Provider ID – Success
	X
	X
	
	
	
	

	NANC 48-5 SOA – ‘Primary’ Service Provider Personnel, initiate Notification Recovery over their SOA to NPAC Interface to recover messages for both their ‘Primary’ and ‘Associated’ SPIDs- Success
	X
	X
	X
	X
	X
	

	NANC 48-6 SOA – ‘Associated’ SPID ‘B’ creates an NPA-NXX (at least 4 Service Provider’s are configured to operate in this region, 1 ‘Primary’ SPID (‘A’), 2 ‘Associated’ SPIDs (‘B’ and ‘C’) and one other SPID ‘D’ – neither Primary or Associated) SPID ‘B’, SPID ‘A’, and SPID ‘D’ are configured with their SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’, SPID ‘C’ is configured with their SOA Network Data Download Association Function set to ‘ON’ and their LSMS Network and Subscription Data Download Association Function is set to ‘OFF’ (Some SPs in the region have filters to not accept downloads for this NPA-NXX) – Success
	X
	X
	
	
	X
	

	NANC 48-7 SOA – ‘Associated’ SPID ‘B’ issues an inter-Service Provider Subscription Version Create to the NPAC SMS where the TN is the first to be ported in the NPA-NXX, and they are the New Service Provider and ‘Primary’ SPID ‘A’ is the Old Service Provider – Success 
	X
	X
	X
	X
	X
	

	NANC 48-8 SOA – ‘Associated’ SPID ‘B’ issues a Subscription Version Activate for an Inter-Service Provider Port to the NPAC SMS, where they are the New Service Provider and ‘Primary’ SPID ‘A’ is the Old Service Provider – Success
	X
	X
	X
	X
	X
	

	NANC 48-9 SOA – ‘Associated’ SPID ‘C’ issues an inter-Service Provider Subscription Version Create to the NPAC SMS for a range of TNs, where they are the New Service Provider and ‘Primary’ SPID ‘A’ is the Old Service Provider (Some SPs in the region have filters to not accept downloads for this NPA-NXX) – Success
	X
	X
	
	
	X
	

	NANC 48-10 SOA – ‘Associated’ SPID ‘B’ issues an Intra-Service Provider Subscription Version Create – Success
	X
	X
	
	
	X
	

	NANC 48-11 SOA – ‘Primary’ SPID ‘A’ issues a Port-To-Original Subscription Version Create to the NPAC SMS for a single TN, where they are the New Service Provider and ‘Associated’ SPID ‘B’ is the Old Service Provider – Success
	X
	X
	X
	X
	X
	

	NANC 48-12 SOA – ‘Primary’ SPID ‘A’ issues a Subscription Version Activate for a Port-to-Original Subscription Version to the NPAC for a single TN, where they are the New Service Provider and ‘Associated’ SPID ‘B’ is the Old Service Provider – Success
	X
	X
	X
	X
	X
	

	NANC 48-13 SOA – ‘Associated’ Service Provider ‘B’ issues An Immediate Subscription Version Disconnect for an ‘Active’ SV  – Success
	X
	X
	X
	X
	X
	

	NANC 48-14 SOA – ‘Associated’ Service Provider ‘B’ issues a Subscription Version Create for a ‘Pooled’ TN, where they are the New Service Provider and SPID ‘A’ is the Old Service Provider – Success
	X
	X
	
	
	X
	

	NANC 48-15 SOA – ‘Associated’ Service Provider ‘B’ issues a Subscription Version Activate for a ‘Pooled’ TN, where they are the New Service Provider and ‘Primary’ SPID ‘A’ is the Old Service Provider – Success
	X
	X
	
	
	X
	

	NANC 48-16 SOA – ‘Associated’ Service Provider ‘B’ issues an Immediate Disconnect for an Active SV where the TN is part of a Pool – Success
	X
	X
	
	
	X
	

	NANC 48-17 SOA – ‘Associated’ Service Provider ‘B’ issues a Port-To-Original Subscription Version Create where they are the New Service Provider and SPID ‘C’ is the Old Service Provider and the TN is part of a ‘Pool’ – Success
	X
	X
	
	
	X
	

	NANC 68 Test Cases

	NANC 68 – 1 NPAC OP GUI – NPAC Personnel submit a Mass Update request specifying a TN range (no Subscription Versions with status of partial failure, sending and disconnect-pending exist within a Service Provider ID and for the TN range specified) – Success
	X
	X
	X
	X
	X
	X

	NANC 68 – 3 NPAC OP GUI – NPAC Personnel submit a Mass Update request specifying an LRN and Service Provider ID (some Subscription Versions with status of active, pending, cancel, cancel-pending, and conflict exist for the LRN specified) – Success
	X
	X
	X
	X
	X
	X

	NANC 139 Test Cases

	NANC 139 – 1 NPAC OP GUI – NPAC Personnel create a New Service Provider on the NPAC SMS.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function and LSMS Network Data Download Association Function are set to ‘ON’ and a NPA-NXX filter for the new NPA-NXX is established for this Service Provider. – Success
	X
	X
	X
	
	X
	X

	NANC 139 – 4 SOA – Service Provider Personnel create an NPA-NXX on the NPAC SMS.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Functions are set to ‘ON’, and an NPA-NXX filter for the new NPA-NXX is established for this Service Provider. – Success
	X
	X
	X
	
	X
	X

	NANC 139 – 5 LSMS – Service Provider Personnel create an NPA-NXX on the NPAC SMS.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA and LSMS Network and Subscription Data Download Association Functions are set to ‘ON’. – Success
	X
	X
	X
	
	X
	X

	NANC 139 – 7 SOA – Service Provider Personnel delete an NPA-NXX on the NPAC SMS.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function and the LSMS Network and Subscription Data Download Association Function are set to ‘ON’. – Success
	X
	X
	
	
	X
	X

	NANC 139 – 8 SOA – Service Provider Personnel delete an NPA-NXX on the NPAC SMS that belongs to another Service Provider.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function LSMS Network and Subscription Data Download Association Functions are set to ‘ON’. – Error
	X
	X
	
	
	X
	X

	NANC 139 – 9 LSMS – Service Provider Personnel delete an NPA-NXX on the NPAC SMS.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Functions are set to ‘ON’. – Success
	X
	X
	
	
	X
	X

	NANC 139 – 11 SOA – Service Provider Personnel create an LRN on the NPAC SMS.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function is set to ‘ON’ and LSMS Network and Subscription Data Download Association Function are set to ‘OFF’. – Success
	X
	X
	X
	
	X
	X

	NANC 139 – 12 LSMS – Service Provider Personnel create an LRN on the NPAC SMS.  The SOA and LSMS are connected to the NPAC SMS.  The SOA Network Data Download Association Function is set to ‘OFF’ and LSMS Network and Subscription Data Download Association Function are set to ‘ON’. – Success
	X
	X
	X
	
	X
	X

	NANC 139 – 14 SOA – Service Provider Personnel delete an LRN on the NPAC SMS.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function is set to ‘ON’ and the LSMS Network and Subscription Data Download Association Function are set to ‘OFF’. – Success
	X
	X
	
	
	X
	X

	NANC 139 – 15 SOA – Service Provider Personnel delete an LRN on the NPAC SMS that belongs to another Service Provider.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function is set to ‘OFF’ and the LSMS Network and Subscription Data Download Association Function are set to ‘ON’. – Error
	X
	X
	
	
	X
	X

	NANC 139 – 16 LSMS – Service Provider Personnel delete an LRN on the NPAC SMS.  The SOA and LSMS are connected to the NPAC SMS.  The SOA Network Data Download Association Function is set to ‘OFF’ and the LSMS Network and Subscription Data Download Association Function are set to ‘ON’. – Success
	X
	X
	
	
	X
	X

	NANC 162 Test Cases

	NANC 162 –1 SOA – Old Service Provider Personnel modify the TN of a Subscription Version – Error
	X
	X
	X
	
	X
	

	NANC 201 Test Cases

	New Service Provider Short Timers/Short Business Type and Old Service Provider Short Timers/Short Business Type

	NANC 201-1 SOA – New Service Provider Personnel create an Inter-Service Provider Subscription Version for a single TN when the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘SHORT’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘SHORT’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success
	X
	X
	X
	X
	X
	

	NANC 201-2 SOA – New Service Provider Personnel create Inter-Service Provider Subscription Versions for a range of TNs when the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘SHORT’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘SHORT’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success
	X
	X
	X
	X
	X
	

	New Service Provider Short Timers/Short Business Type and Old Service Provider Long Timers/Long Business Type

	NANC 201-5 SOA – New Service Provider Personnel create an Inter-Service Provider Subscription Version for a single TN when the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘SHORT’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘LONG’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success
	X
	X
	X
	X
	X
	

	NANC 201-6 SOA – New Service Provider Personnel create Inter-Service Provider Subscription Versions for a range of TNs when the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘SHORT’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘LONG’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success
	X
	X
	X
	X
	X
	

	New Service Provider Long Timers/Long Business Type and Old Service Provider Long Timers/Long Business Type

	NANC 201-9 SOA – New Service Provider Personnel create an Inter-Service Provider Subscription Version for a single TN when the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘LONG’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘LONG’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success
	X
	X
	X
	X
	X
	

	NANC 201-10 SOA – New Service Provider Personnel create Inter-Service Provider Subscription Versions for a range of TNs when the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘LONG’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘LONG’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success
	X
	X
	X
	X
	X
	

	New Service Provider Short Timers/Short Business Type and Old Service Provider Long Timers/Short Business Type

	NANC 201-13 NPAC OP GUI – NPAC Personnel create an Inter-Service Provider Subscription Version for a single TN when the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘SHORT’ and the Old Service Provider ‘Port Out Timer’ is set to ‘LONG’ and the ‘SP Business Type’ is set to ‘SHORT’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success
	X
	X
	X
	
	X
	

	Timer Type and Business Type are ‘SHORT’
	
	
	
	
	
	

	NANC 201-17 NPAC OP GUI – NPAC Personnel issue a Cancellation for a Pending Subscription Version (for which both Service Providers have initially concurred to) on behalf of the Old Service Provider, when the Timer Type and Business Type are set to ‘SHORT’, allow the Cancellation-Initial Concurrence and Cancellation-Final Concurrence Timer expire – Success
	X
	X
	X
	
	X
	

	NANC 201-18 SOA – Old Service Provider Personnel place a Subscription Version into Conflict, five minutes prior to the Subscription Version Due date, the Timer Type and Business Type are set to ‘SHORT’ – Success
	X 
	X
	
	
	X
	

	Timer Type and Business Type are ‘LONG’
	
	
	
	
	
	

	NANC 201-21 SOA – Old Service Provider Personnel place a Subscription Version into Conflict when the Timer Type and Business Type are set to ‘LONG’ (neither the Initial or Final Concurrence Timers have expired and it’s prior to the Conflict Restriction Window expiration) – Success
	X 
	X
	
	
	X
	

	NANC 201-23 SOA – Old Service Provider Personnel place a Subscription Version into Conflict when the Timer Type and Business Type are set to ‘LONG’ (the Old Service Provider initially concurred to this port and is now placing it into conflict – the Conflict Restriction Window has not expired) – Error
	X
	X
	
	
	X
	

	NANC 201-25 SOA – New Service Provider Personnel remove a Subscription Version from Conflict when the Timer Type and Business Type are set to ‘LONG’ (after the Conflict Resolution New Service Provider Restriction Tunable has expired) – Success
	X
	X
	X
	X
	X
	

	Timer Type is set to ‘LONG’ and Business Type is set to ‘SHORT’

	NANC 201-30 NPAC OP GUI – NPAC Personnel, acting on behalf of the Old Service Provider, issue a Cancellation for a Pending Subscription Version that the New Service Provider has concurred to, when the Timer Type is set to ‘LONG’ and Business Type is set to ‘SHORT’, allow the Cancellation-Initial Concurrence and Cancellation-Final Concurrence Timer expire prior to acknowledging the cancel request – Success
	X


	X
	X
	
	X
	

	NANC 201-31 SOA – Old Service Provider Personnel place a Subscription Version into Conflict when the Timer Type is set to ‘SHORT’ and Business Type is set to ‘SHORT’  (neither the Initial or Final Concurrence Timers have expired) – Success
	X
	X
	
	
	X
	

	NANC 201-33 SOA – Old Service Provider Personnel place a Subscription Version into Conflict when the Timer Type is set to ‘LONG’ and Business Type is set to ‘SHORT’ (the Old Service Provider initially concurred to this port and is now placing it into conflict – the Conflict Restriction Window has been reached) – Error
	X
	X
	
	
	X
	

	NANC 201-35 SOA – New Service Provider Personnel remove a Subscription Version from Conflict when the Timer Type is set to ‘LONG’ and Business Type is set to ‘SHORT’ (after the Conflict Resolution New Service Provider Restriction Tunable has expired) – Success
	X
	X
	X
	X
	X
	

	Query Test Cases:

	NANC 201-39 SOA– Service Provider Personnel perform a Subscription Version query, specifying Timer Type and Business Type – (when the ‘SOA Supports Timer Type and SOA Supports Business Type’ are set to ‘FALSE’ for this Service Provider). – Success
	Test Case procedures incorporated into test case 8.1.2.7.1.1 for Release 1.0

	NANC 201-41 LSMS – Service Provider Personnel perform a Subscription Version query, specifying Timer Type and Business Type – (when the ‘LSMS Supports Timer Type and LSMS Supports Business Type’ are set to ‘FALSE’ for this Service Provider). – Success
	Test Case procedures incorporated into test case 8.1.2.7.2.1 for Release 1.0

	NANC 201-42 SOA/LSMS– Service Provider Personnel perform a Subscription Version query, specifying Timer Type and Business Type – (when the ‘SOA Supports Timer Type and SOA/LSMS Supports Business Type’ are set to ‘TRUE’ for this Service Provider). – Success
	Test Case procedures incorporated into test case 8.1.2.7.1.1 for Release 1.0

	NANC 201-44 LSMS – Service Provider Personnel perform a Subscription Version query, specifying Timer Type and Business Type – (when the ‘LSMS Supports Timer Type and LSMS Supports Business Type’ are set to ‘TRUE’ for this Service Provider). – Success
	Test Case procedures incorporated into test case 8.1.2.7.2.1 for Release 1.0

	NANC 203 Test Cases

	Create – Error

	NANC 203 – 2 SOA – Service Provider Personnel, create an Intra-Service Provider Subscription Version, specifying WSMSC DPC and SSN information – the Service Provider’s SOA DOES NOT Support WSMSC DPC and SSN Data. – Error
	X 
	X
	X
	
	X
	

	Modify Pending

	NANC 203 – 3 SOA – New Service Provider Personnel, attempt to modify WSMSC DPC and/or SSN information for a pending Subscription Version – the Service Provider’s SOA Supports WSMSC DPC and SSN Data. – Success
	Test Case procedures incorporated into test case 8.1.2.2.1.2 for Release 1.0

	NANC 203 – 4 SOA – New Service Provider Personnel, attempt to modify WSMSC DPC and/or SSN information for a pending Subscription Version – the Service Provider’s SOA DOES NOT Support WSMSC DPC and SSN Data. – Error 
	X
	X
	X
	
	X
	

	Modify Active

	NANC 203 – 7 SOA – Service Provider Personnel, attempt to modify an Active Subscription Version without including the WSMSC DPC and SSN Data – the Service Provider’s SOA DOES NOT Support WSMSC DPC and SSN Data. – Success 
	X
	X
	X
	
	X
	

	NANC 203 – 8 SOA – Service Provider Personnel, attempt to modify the LRN for an Active Subscription Version without including the WSMSC DPC and SSN Data – the Service Provider’s SOA Supports WSMSC DPC and SSN Data. – Error 
	X


	X
	X
	
	X
	

	Query

	NANC 203 – 11 SOA– Service Provider Personnel, submit a Subscription Version Query, specifying WSMSC DPC and SSN Data to the NPAC SMS – the Service Provider’s SOA Supports WSMSC DPC and SSN Data. – Success 
	Test Case procedures incorporated into test case 8.1.2.7.1.1 for Release 1.0

	NANC 203 – 12 SOA – Service Provider Personnel, submit a Subscription Version Query, specifying WSMSC DPC and SSN Data to the NPAC SMS – the Service Provider’s SOA DOES NOT Support WSMSC DPC and SSN Data. – Success
	Test Case procedures incorporated into test case 8.1.2.7.1.1 for Release 1.0

	NANC 203 – 14 LSMS – Service Provider Personnel, submit a Subscription Version Query, specifying WSMSC DPC and SSN Data to the NPAC SMS – the Service Provider’s LSMS DOES NOT Support WSMSC DPC and SSN Data. – Success 
	Test Case procedures incorporated into test case 8.1.2.7.2.1 for Release 1.0

	NANC 203 – 15 SOA – New Service Provider Personnel, create an Inter-Service Provider Subscription Version for a single TN when the SOA WSMSC DPC SSN Data Indicator is set to ‘TRUE’ for both Service Providers and this is the first port for the NPA-NXX of this TN. – Success
	Test Case procedures incorporated into test case 8.1.2.1.1.1 for Release 1.0

	NANC 203 – 16 SOA – New Service Provider Personnel, create Inter-Service Provider Subscription Versions for a range of TNs when the SOA WSMSC DPC SSN Data Indicator is set to ‘TRUE’ for both Service Providers. – Success
	Test Case procedures incorporated into test cases NANC 201-2, NANC 201-6, and NANC 201-10 for Release 2.0

	NANC 203 – 19 SOA – Service Provider Personnel, create an Intra-Service Provider Subscription Version for a single TN when the SOA WSMSC DPC SSN Data Indicator is set to ‘TRUE’ for both Service Providers. – Success
	Test Case procedures incorporated into test case 8.1.2.1.1.16 for Release 1.0 

	NANC 203 – 20 SOA – Service Provider Personnel, create Intra-Service Provider Subscription Versions for a range of TNs when the SOA WSMSC DPC SSN Data Indicator is set to ‘TRUE’ for both Service Providers. – Success
	Test Case procedures incorporated into test case 8.1.2.1.1.17 for Release 1.0

	Activate

	NANC 203 – 23 SOA – New Service Provider Personnel, activate a ‘pending’ Subscription Version that contains WSMSC DPC and SSN Data.  At least 1 LSMS is connected to the NPAC and Supports WSMSC DPC and SSN Data. – Success
	Test Case procedures incorporated into test case 8.1.2.4.1.1 for Release 1.0

	NANC 203 – 24 SOA – New Service Provider Personnel, activate a ‘pending’ Subscription Versions for a range of TNs that contain WSMSC DPC and SSN Data.  At least 1 LSMS is connected to the NPAC and DOES NOT Support WSMSC DPC and SSN Data. – Success
	Test Case procedures incorporated into test case 8.1.2.4.1.4 for Release 1.0

	Audit

	NANC 203 – 27 SOA – Service Provider Personnel Initiate Full Audit (all data attributes), Range TN, No Discrepancies – the Service Provider’s LSMS supports WSMSC DPC and SSN Data. – Success
	X
	X
	X
	X
	X
	

	NANC 203 – 28 SOA – Service Provider Personnel Initiate Partial Audit (some data attributes, including WSMSC data), Range of TNs, With Discrepancies – the Service Provider’s LSMS Supports WSMSC DPC and SSN Data. – Success
	X
	X
	X
	X
	X
	

	NANC 203 – 29 SOA –Service Provider Personnel Initiate Partial Audit (some data attributes, including WSMSC data), Single TN, With Discrepancies – the Service Provider’s LSMS supports WSMSC DPC and SSN Data. – Success
	X
	X
	X
	
	X
	

	Data Download Bulk 

	NANC 203 – 30 NPAC OP GUI – NPAC Personnel Initiate a Bulk Data Download of Subscription Data – The Service Provider’s LSMS DOES NOT Support WSMSC DPC and SSN Data. – Success
	X
	X
	X
	
	
	X

	Mass Update

	NANC 203 – 32 NPAC OP GUI  - NPAC Personnel submit a Mass Update request specifying WSMSC DPC Values for a specific Service Provider in a single region. – Success
	X
	X
	
	
	X
	X

	NANC 214 Test Cases

	NANC214 -1 SOA – Old Service Provider personnel successfully put a pending Subscription Version into conflict using an Old Service Provider create after the Conflict Restriction Window Tunable Time has been reached but before the Final Concurrence Timer (T2) has expired. – Success
	X
	X
	X
	X
	X
	

	NANC214 - 2 SOA – Old Service Provider personnel successfully put a range of pending Subscription Versions into conflict using an Old Service Provider create after the Conflict Restriction Window Tunable Time has been reached but before the Final Concurrence Timer has expired. – Success
	X
	X
	
	
	X
	

	NANC214 - 3 SOA – Old Service Provider personnel attempt to put a ‘pending’ Subscription Version into conflict using the subscriptionVersionModify action.  This action is issued after they have concurred to the port and after the Conflict Restriction Window Tunable Time has been reached. – Error
	X
	X
	
	
	X
	

	NANC214 - 4 SOA – Old Service Provider personnel attempt to put a range of ‘pending’ Subscription Versions into conflict using the subscriptionVersionModify action after the Conflict Restriction Window Tunable Time has been reached. – Error
	X
	X
	X
	X
	X
	

	NANC214-5 SOA – Old Service Provider personnel attempt to put a ‘pending’ Subscription Version into conflict using the Subscription Version M-SET.  This action is issued after they have concurred to the port and after the Conflict Restriction Window Tunable Time. – Error
	X
	X
	
	
	X
	

	NANC214-6 SOA – Old Service Provider personnel attempt to put a range of ‘pending’ Subscription Versions into conflict using an M-SET after the Conflict Restriction Window Tunable Time has been reached. – Error
	X
	X
	
	
	  X 
	

	3.0 Test Cases

	Individual Testing

	2. Network Data

	2.1 SOA - Service Provider Personnel attempt to delete an NPA-NXX that is part of NPA-NXX-X Information (Block Data does not exist). - Error
	X
	X
	X
	
	X
	

	2.3 LSMS – Service Provider Personnel attempt to delete an NPA-NXX that is part of NPA-NXX-X Information (Block exists with status of ‘failed’ and a Failed SP List). - Error
	X
	X
	X
	
	
	EDR/ non-EDR

	2.4 SOA - Service Provider Personnel attempt to delete a LRN that is associated with a Block with a status of ‘old’ and a Failed SP List. – Error
	X
	X
	
	
	X
	

	2.6 LSMS - Service Provider Personnel attempt to delete a LRN that is associated with a Block that has a status of  ‘partial fail’ and a Failed SP List. - Error
	X
	X
	
	
	
	EDR/ non-EDR

	3. NPA-NXX-X Information

	3.1 Create NPA-NXX-X Information

	3.1.1 NPAC OP GUI - NPAC Personnel create NPA-NXX-X Information, where the Block Holder SPID is the same as the Code Holder SPID and must be neither a primary or secondary SPID and the NPAC SMS schedules the Number Pool Block create, and the NPAC SMS activates upon scheduled date and time. The following Service Provider configurations are in place:

1. 1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to receive the download.

2. 1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to receive the download.

3. 1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to NOT receive the download.

4. 1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to NOT receive the download).

 - Success
	X
	X
	X
	X
	X
	EDR/ non-EDR

	3.2 Modify NPA-NXX-X Information

	3.2.1 NPAC OP GUI - NPAC Personnel modify the Effective Date of the NPA-NXX-X Information - Success
	X
	X
	X
	X
	X
	EDR/ non-EDR

	3.3 Delete NPA-NXX-X Information

	3.3.1 NPAC OP GUI - NPAC Personnel delete NPA-NXX-X Information when subordinate information (Number Pool Block and Subscription Versions) exist, post Effective Date, to 4 LSMSs with the following configurations:

1. 1 with LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to receive the download.

2. 1 with LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to NOT receive the download

3. 1 with LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to receive the download

4. 1 with LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to NOT receive the download

 - Success
	X
	X
	X
	X
	X
	EDR/ non-EDR

	3.3.8 NPAC OP GUI – NPAC Personnel delete an NPA-NXX-X value that has a respective Number Pool Block Create Event scheduled – Success
	X
	X
	
	
	X
	EDR/ non-EDR

	3.4 Query NPA-NXX-X Information

	3.4.1 SOA - Service Provider Personnel send a Query NPA-NXX-X Information request over the Interface by specifying an NPA-NXX-X-ID - Success
	X
	X
	X
	
	X
	

	3.4.3 LSMS - Service Provider Personnel send a Query NPA-NXX-X Information request over the Interface by specifying an NPA-NXX-X-ID - Success
	X
	X
	X
	
	
	EDR/ non-EDR

	3.4.4 SOA  - Service Provider Personnel send a Query NPA-NXX-X Information request over the Interface, specifying an attribute that will return many objects – Success
	X
	X
	X
	X
	X
	

	3.4.6 LSMS - Service Provider Personnel send a Query NPA-NXX-X Information request over the Interface, specifying an attribute that will return many objects – Success
	X
	X
	X
	X
	
	EDR/ non-EDR

	3.4.7 SOA - Service Provider Personnel send a Query NPA-NXX-X Information request over the Interface when the SOA NPA-NXX-X Indicator is set to ‘Off’ - Success
	X
	X
	
	
	X
	

	3.4.8 LSMS - Service Provider Personnel send a Query NPA-NXX-X Information request over the Interface when the LSMS NPA-NXX-X Indicator is set to ‘Off’ - Success
	X
	X
	
	
	
	EDR/ non-EDR

	3.4.9 SOA - Service Provider Personnel send a Query NPA-NXX-X Information request over the Interface when a filter for the respective NPA-NXX is set for this Service Provider at the NPAC - Success
	X
	X
	
	
	X
	

	3.4.10 LSMS - Service Provider Personnel send a Query NPA-NXX-X Information request over the Interface when the filter for the respective NPA-NXX is set for this Service Provider at the NPAC - Success
	X
	X
	
	
	
	EDR/ non-EDR

	4. Block Information

	4.1 Create Block Information

	4.1.1 SOA - Service Provider Personnel create a non-contaminated Number Pool Block – Success.
	X
	X
	X
	X
	X
	EDR/ non-EDR

	4.1.2 NPAC OP GUI - NPAC Personnel schedule a Number Pool Block Create for a contaminated Block to be run at a future date, and the NPAC SMS activates upon scheduled date and time – Success
	X
	X
	X
	
	
	EDR/ non-EDR

	4.1.3 SOA - Service Provider Personnel create a Number Pool Block that already exists. - Error
	X
	X
	X
	
	X
	

	4.1.4 SOA – Service Provider Personnel create a Number Pool Block prior to the NPA-NXX-X Effective Date – Error
	X
	X
	X
	
	X
	

	4.1.5 SOA - Service Provider Personnel attempt to create a Number Pool Block when ‘pending-like, no-active’ Subscription Versions exist – Error
	X
	X
	
	
	X
	

	4.2 Modify Block Information

	4.2.1 SOA- Service Provider Personnel modify an active Number Pool Block with the SOA Origination Indicator set to FALSE (and contains Subscription Versions with LNP Types of ‘POOL’, ‘LISP’ and ‘LSPP’) for at least 4 LSMSs (2 non-EDR and 2 EDR). – Success
	X
	X
	X
	X
	X
	EDR/ non-EDR

	4.2.5 SOA – Service Provider Personnel modify an active Number Pool Block with the SOA Origination Indicator set to TRUE, using an LRN that does not exist on the NPAC SMS for that Service Provider. – Error
	X
	X
	
	
	X
	

	4.2.6 SOA – Service Provider Personnel attempt to modify a Number Pool Block for a Number Pool Block that has a status of ‘active’ with a Failed SP List. – Error
	X
	X
	X
	
	X
	

	4.2.7 NPAC OP GUI – NPAC Personnel modify the SOA Origination Indicator for a Number Pool Block – Success
	X
	X
	X
	
	X
	

	4.3 Delete Block Information

	4.3.2 SOA – Service Provider Personnel attempt to delete a Number Pool Block over the SOA to NPAC SMS interface – Error
	X
	X
	X
	
	X
	

	4.4 Query Block Information

	4.4.1 SOA – Service Provider Personnel submit a Query Number Pool Block Request to the NPAC SMS using an NPA-NXX-X value as filter criteria. – Success
	X
	X
	X
	X
	X
	

	4.4.2 LSMS – Service Provider Personnel submit a Number Pool Block query request over the LSMS to NPAC SMS Interface using a Number Pool Block ID as filter criteria – Success
	X
	X
	X
	X
	
	EDR/ non-EDR

	6. Subscription Version Management

	6.1 Query Subscription Versions

	6.1.1 SOA – Service Provider Personnel query the NPAC for multiple Subscription Versions with LNP Type set to ‘POOL’ – Success
	Test Case procedures incorporated into test case 8.1.2.7.1.1 for Release 1.0.

	6.1.2 LSMS – Service Provider Personnel query the NPAC for a single Subscription Version with LNP Type set to ‘POOL’ – Success
	Test Case procedures incorporated into test case 8.1.2.7.2.1 for Release 1.0.

	6.2 Subscription Version Create Test Cases

	6.2.2 NPAC OP GUI - NPAC Personnel create an Intra-Service Provider Subscription Version where a previously ‘active’ Subscription Version does not exist, after the NPA-NXX-X Creation and prior to the NPA-NXX-X Effective Date – Success
	X
	X
	
	
	X
	

	6.2.3 SOA - Service Provider Personnel submit an Intra-Service Provider Subscription Version create request where a previously ‘active’ Subscription Version does not exist, after the NPA-NXX-X Creation and prior to the NPA-NXX-X Effective Date – Error
	X
	X
	X
	
	X
	

	6.2.4 SOA - Service Provider Personnel submit an Inter-Service Provider, Port-to-Original Create request for the Code Holder after the NPA-NXX-X Creation and prior to NPA-NXX-X Effective Date – Error
	X
	X
	
	
	X
	

	6.2.5 NPAC OP GUI - NPAC Personnel create a range of Intra-Service Provider Subscription Versions both within and outside of the 1K Block, where previously ‘active’ SVs do not exist for the Code Holder after the NPA-NXX-X Creation and prior to the NPA-NXX-X Effective Date – Success
	X
	X
	X
	
	X
	

	6.2.7 SOA - Service Provider Personnel submit an Inter-Service Provider, Port-to-Original Create request for the Code Holder after the NPA-NXX-X Effective Date and prior to the Block existence – Error
	X
	X
	
	
	X
	

	6.2.8 SOA - Service Provider Personnel submit an Intra-Service Provider Create request after NPA-NXX-X Effective Date and Block Activation – Success
	X
	X
	X
	X
	
	

	6.2.9 SOA - Service Provider Personnel submit an Inter-Service Provider, Port-to-Original Create request for the Code Holder after the Block existence – Error
	X
	X
	X
	
	X
	

	6.3 Subscription Version Modify Test Cases

	6.3.1 SOA - Service Provider Personnel submit a request to modify a Subscription Version with LNP Type set to ‘POOL’ – Error
	X
	X
	X
	
	X
	

	6.4 Subscription Version Delete Test Cases

	6.4.1 SOA – Service Provider Personnel attempt to delete (submit a disconnect request) a Subscription Version with LNP Type set to ‘POOL’ – Error
	X
	X
	X
	
	X
	

	6.5 Subscription Version Disconnect Test Cases

	6.5.4 NPAC OP GUI - NPAC Personnel resend a ‘failed’ disconnect request – Success
	X
	X
	X
	X
	
	EDR/ non-EDR

	7. NPA Split

	7.1 NPAC OP GUI - NPAC Personnel schedule a future-dated NPA Split specifying the Old NPA-NXX as one that is part of an ‘active’ Number Pool Block – Success
	X
	X
	X
	X
	X
	EDR/ non-EDR

	7.3 NPAC OP GUI – NPAC Personnel remove an NPA-NXX from an NPA Split prior to the Permissive Dial Period (PDP) Start Date – Success
	X
	X
	X
	
	X
	EDR/ non-EDR

	7.4 NPAC OP GUI - NPAC Personnel remove an NPA-NXX from an NPA Split during the Permissive Dial Period (PDP), which has a respective ‘active’ Number Pool Block – Success
	X
	X
	X
	
	X
	EDR/ non-EDR

	7.5 NPAC OP GUI - NPAC Personnel create an NPA-NXX-X specifying the Old NPA-NXX that is scheduled for an NPA Split, prior to the Permissive Dial Period (PDP) Start Date resulting in an auto-generated NPA-NXX-X with the Effective Date set to PDP Start Date – Success
	X
	X
	X
	
	X
	EDR/ non-EDR

	7.6 NPAC OP GUI - NPAC Personnel create an NPA-NXX-X specifying the Old NPA-NXX that is scheduled for an NPA Split, prior to the Permissive Dial Period (PDP) Start Date resulting in an auto-generated NPA-NXX-X with the Effective Date set to the Old NPA-NXX-X Effective Date – Success
	X
	X
	X
	
	X
	EDR/ non-EDR

	7.8 NPAC OP GUI – NPAC Personnel create an NPA-NXX-X specifying the Old NPA-NXX that is involved in an NPA Split, during Permissive Dial Period (PDP) – Success
	X
	X
	
	
	X
	EDR/ non-EDR

	7.9 NPAC OP GUI - NPAC Personnel create an NPA-NXX-X specifying the New NPA-NXX, that is involved in an NPA Split, during Permissive Dial Period (PDP) – Success
	X
	X
	
	
	X
	EDR/ non-EDR

	7.10 NPAC OP GUI – NPAC Personnel modify an NPA-NXX-X specifying the Old NPA-NXX, that is scheduled for an NPA Split, prior to Permissive Dial Period (PDP) Start Date – Success
	X
	X
	X
	
	X
	EDR/ non-EDR

	7.12 NPAC OP GUI – NPAC Personnel modify an NPA-NXX-X specifying the Old NPA-NXX, that is involved in an NPA Split, during Permissive Dial Period (PDP) – Success
	X
	X
	X
	X
	X
	EDR/ non-EDR

	7.13 NPAC OP GUI – NPAC Personnel modify an NPA-NXX-X specifying the New NPA-NXX, that is involved in an NPA Split, during Permissive Dial Period (PDP) – Success
	X
	X
	X
	
	X
	EDR/ non-EDR

	7.14 NPAC OP GUI - NPAC Personnel create a Number Pool Block using the Old NPA-NXX-X that is part of an NPA Split, during Permissive Dial Period (PDP) – Success
	X
	X
	X
	X
	
	EDR/ non-EDR

	7.15 SOA – Service Provider Personnel create a Number Pool Block using the Old NPA-NXX-X that is part of an NPA Split, during Permissive Dial Period (PDP) – Success
	X
	X
	X
	X
	X
	EDR/ non-EDR

	7.17 NPAC OP GUI -NPAC Personnel create a Number Pool Block using the New NPA-NXX-X involved in an NPA Split, during Permissive Dial Period (PDP) – Success
	X
	X
	X
	
	
	EDR/ non-EDR

	7.18 SOA – Service Provider Personnel create a Number Pool Block using the New NPA-NXX-X involved in an NPA Split, during Permissive Dial Period (PDP) - Success
	X
	X
	X
	
	X
	EDR/ non-EDR

	7.20 NPAC OP GUI - NPAC Personnel modify a Number Pool Block using the Old NPA-NXX-X that is part of an NPA Split, during Permissive Dial Period (PDP) – Success
	X
	X
	X
	X
	X
	EDR/ non-EDR

	7.21 SOA – Service Provider Personnel modify a Number Pool Block using the Old NPA-NXX-X that is part of an NPA Split, during Permissive Dial Period (PDP) – Success
	X
	X
	X
	X
	X
	EDR/ non-EDR

	7.23 SOA – Service Provider Personnel modify a Number Pool Block using the New NPA-NXX-X that is part of an NPA Split, during Permissive Dial Period (PDP) – Success
	X
	X
	X
	
	X
	EDR/ non-EDR

	7.25 NPAC OP GUI – NPAC Personnel de-pool an NPA-NXX-X specifying the Old NPA-NXX that that has an ‘active’ Number Pool Block associated with it and is scheduled for an NPA Split, prior to Permissive Dial Period (PDP) Start Date – Success
	X
	X
	X
	X
	
	EDR/ non-EDR

	7.27 NPAC OP GUI - NPAC Personnel de-pool an NPA-NXX-X specifying the Old NPA-NXX-X that has an ‘active’ Number Pool Block associated with it and is involved in an NPA Split, during Permissive Dial Period (PDP) – Success
	X
	X
	X
	X
	X
	EDR/ non-EDR

	7.28 NPAC OP GUI – NPAC Personnel de-pool an NPA-NXX-X specifying the New NPA-NXX-X that is involved in an NPA Split, during Permissive Dial Period (PDP) – Success
	X
	X
	X
	
	X
	EDR/ non-EDR

	8. Resynchronization

	8.1 LSMS – Service Provider Personnel for either an EDR or non-EDR LSMS submit a resynchronization request for Network Data, Block Data, SV Data and Notification Data by time range, over the LSMS to NPAC SMS Interface, with the Service Provider’s NPAC Customer LSMS NPA-NXX-X Indicator set to the value that they support. – Success
	X
	X
	X
	X
	
	EDR/ non-EDR

	8.2 LSMS - Service Provider Personnel for a non-EDR LSMS submit a resynchronization request for Network Data, Block Data, SV Data and Notification Data by time range, over the LSMS to NPAC SMS Interface, with the Service Provider’s NPAC Customer LSMS NPA-NXX-X Indicator set to TRUE. – Success
	Test Case procedures incorporated into test case 8.1 for Release 3.0.



	8.3 SOA - Service Provider Personnel submit a resynchronization request for Network Data and Notification Data by time range, over the SOA to NPAC SMS Interface, with the Service Provider’s NPAC Customer SOA NPA-NXX-X Indicator set to the value they support. – Success
	X
	X
	X
	X
	X
	

	8.4 LSMS - Service Provider Personnel submit a resynchronization request for network data, Number Pool Block Data, subscription version data, and notifications by time range (time range exceeds ‘Maximum Download Duration’ tunable), over the LSMS to NPAC SMS Interface. – Error
	X
	X
	X
	
	
	EDR/ non-EDR

	8.5 LSMS - Service Provider Personnel submit a resynchronization request for a range of Number Pool Blocks (Number of Blocks exceeds the ‘Maximum Number of Download Records’ tunable), over the LSMS to NPAC SMS Interface.– Error
	X
	X
	X
	
	
	EDR/ non-EDR

	8.6 LSMS - Service Provider Personnel submit a resynchronization request for a range of Number Pool Blocks over the LSMS to NPAC SMS Interface. (Blocks exist inside and outside of the requested Number Pool Block range.) – Success
	X
	X
	X
	X
	
	EDR/ non-EDR

	9. Audits

	9.2 NPAC OP GUI - NPAC Personnel initiate a full audit for a single TN, with LNP Type = POOL, for all Service Providers, discrepancies exist. – Success
	X
	X
	X
	X
	
	EDR/ non-EDR

	TOTALS
	348
	348
	236
	100
	289
	113


8. Business Flow Test Scenarios

8.1 Mechanized Interface Scenarios

8.1.1 Network Data

8.1.1.1 Create of Network Data

8.1.1.1.1 SOA Mechanized Interface

	8.1.1.1.1.1  Open a non-existing NPA-NXX for portability via the SOA Mechanized Interface. – Success

	Purpose:
	Open a non-existing NPA-NXX for portability for an existing service provider via the SOA Mechanized Interface.

	Requirements:
	R3-9, R3-10, RR3-8, RX3-1.1

	Prerequisites:
	1. The M&P for “Setting Up Customer Profile” has been executed.

2. The service provider for which the NPA-NXX is to be added exists with associations established via the SOA and LSMS Interfaces.

3. Multiple service providers exist with associations established via the LSMS Interface.

4. The NPA-NXX to be added does not exist.

	Expected Results:
	RESULT-1:  The NPAC SMS receives the M-CREATE request for the serviceProvNPA-NXX object.

RESULT-2:  The serviceProvNPA-NXX object is created locally by the NPAC SMS for the given service provider.

RESULT-3:  The NPAC SMS responds by sending an M-CREATE Response back to the SOA that initiated the request indicating that the serviceProvNPA-NXX object was successfully created.

RESULT-4:  An M-CREATE of the serviceProvNPA-NXX object is sent to all LSMSs accepting downloads for the NPA-NXX.

RESULT-5:  The LSMSs respond by sending an M-CREATE Response to the NPAC SMS indicating whether or not the serviceProvNPA-NXX object was successfully created.

RESULT-6:  An M-CREATE of the serviceProvNPA-NXX object is sent to all SOAs accepting downloads for the NPA-NXX .

RESULT-7:  The SOAs respond by sending an M-CREATE Response to the NPAC SMS indicating whether or not the serviceProvNPA-NXX object was successfully created.

	Actual Results:
	


	8.1.1.1.1.2  Open an NPA-NXX for portability via the SOA Mechanized Interface that exists for another service provider. – Error

	Purpose:
	Attempt to open an existing NPA-NXX for portability for an existing service provider via the SOA Mechanized Interface.  The NPA-NXX exists for another service provider.

	Requirements:
	

	Prerequisites:
	5. The M&P for “Setting Up Customer Profile” has been executed.

6. The service provider for which the NPA-NXX is to be added exists with associations established via the SOA and LSMS Interfaces.

7. Multiple service providers exist with associations established via the LSMS Interface.

8. The NPA-NXX to be added exists for another service provider.

	Expected Results:
	RESULT-1:  The NPAC SMS receives the M-CREATE request for the serviceProvNPA-NXX object.

RESULT-2:  The NPAC SMS determines that the NPA-NXX exists for another service provider and fails the request.

RESULT-3:  The NPAC SMS creates an M-CREATE reply with an invalid attribute error and sends it to the SOA via the SOA Mechanized Interface.

	Actual Results:
	


	8.1.1.1.1.3  Open an NPA-NXX for portability via the SOA Mechanized Interface that exists for the given service provider. – Error

	Purpose:
	Attempt to open an existing NPA-NXX for portability for an existing service provider via the SOA Mechanized Interface.  The NPA-NXX exists for the service provider.

	Requirements:
	

	Prerequisites:
	9. The M&P for “Setting Up Customer Profile” has been executed.

10. The service provider for which the NPA-NXX is to be added exists with associations established via the SOA and LSMS Interfaces.

11. Multiple service providers exist with associations established via the LSMS Interface.

12. The NPA-NXX to be added exists for the service provider.

	Expected Results:
	RESULT-1:  The NPAC SMS receives the M-CREATE request for the serviceProvNPA-NXX object.

RESULT-2:  The NPAC SMS determines that the NPA-NXX exists for the service provider and fails the request.

RESULT-3:  The NPAC SMS creates an M-CREATE reply with an invalid attribute error and sends it to the SOA via the SOA Mechanized Interface.

	Actual Results:
	


	8.1.1.1.1.4  Open NPA-NXX for portability via the SOA Mechanized Interface with an effective date prior to the current date. – Success

	Purpose:
	Open an NPA-NXX for portability for an existing service provider via the SOA Mechanized Interface with an effective date prior to the current date.

	Requirements:
	

	Prerequisites:
	13. The M&P for “Setting Up Customer Profile” has been executed.

14. The service provider for which the NPA-NXX is to be added exists with associations established via the SOA and LSMS Interfaces.

15. Multiple service providers exist with associations established via the LSMS Interface.

16. The NPA-NXX to be added does not exist.

	Expected Results:
	RESULT-1:  The NPAC SMS receives the M-CREATE request for the serviceProvNPA-NXX object.

RESULT-2:  The serviceProvNPA-NXX object is created locally by the NPAC SMS for the given service provider.

RESULT-3:  The NPAC SMS responds by sending an M-CREATE Response back to the SOA that initiated the request indicating that the serviceProvNPA-NXX object was successfully created.

RESULT-4:  An M-CREATE of the serviceProvNPA-NXX object is sent to all LSMSs accepting downloads for the NPA-NXX.

RESULT-5:  The LSMSs respond by sending an M-CREATE Response to the NPAC SMS indicating whether or not the serviceProvNPA-NXX object was successfully created.

RESULT-6:  An M-CREATE of the serviceProvNPA-NXX object is sent to all SOAs accepting downloads for the NPA-NXX .

RESULT-7:  The SOAs respond by sending an M-CREATE Response to the NPAC SMS indicating whether or not the serviceProvNPA-NXX object was successfully created.

	Actual Results:
	


	8.1.1.1.1.5  Open NPA-NXX for portability via the SOA Mechanized Interface with invalid effective date. – Error

	Purpose:
	Attempt to open an NPA-NXX for portability date via the SOA Mechanized Interface with an invalid effective date.

	Requirements:
	

	Prerequisites:
	17. The M&P for “Setting Up Customer Profile” has been executed.

18. The service provider for whom the NPA-NXX is to be added exists with associations established via the SOA and LSMS Interfaces.

19. Multiple service providers exist with associations established via the LSMS Interface.

20. The NPA-NXX to be added does not exist.

	Expected Results:
	RESULT-1:  The NPAC SMS receives the M-CREATE request for the serviceProvNPA-NXX object.

RESULT-2:  The NPAC SMS determines that the NPA-NXX exists for the service provider and fails the request.

RESULT-3:  The NPAC SMS creates an M-CREATE reply with an invalid attribute error and sends it to the SOA via the SOA Mechanized Interface.

	Actual Results:
	


	8.1.1.1.1.6  Open NPA-NXX for portability via the SOA Mechanized Interface while a communications problem exists between the NPAC SMS and an LSMS. – Success

	Purpose:
	Open NPA-NXX for portability via the SOA Mechanized Interface with an effective date greater than the current date (future date) while a communications problem exists between the NPAC SMS and an LSMS.

	Requirements:
	

	Prerequisites:
	21. The M&P for “Setting Up Customer Profile” has been executed.

22. The service provider for which the NPA-NXX is to be added exists with associations established via the SOA and LSMS Interfaces.

23. Multiple service providers exist with associations established via the LSMS Interface.

24. A communications problem exists between the NPAC SMS and an LSMS.  The Network Management System recognizes the communications problem.

25. The NPA-NXX to be added does not exist.

	Expected Results:
	RESULT-1:  The NPAC SMS receives the M-CREATE request for the serviceProvNPA-NXX object.

RESULT-2:  The serviceProvNPA-NXX object is created locally by the NPAC SMS for the given service provider.

RESULT-3:  The NPAC SMS responds by sending an M-CREATE Response back to the SOA that initiated the request indicating that the serviceProvNPA=NXX object was successfully created.

RESULT-4:  An M-CREATE of the serviceProvNPA-NXX object is sent to all LSMSs accepting downloads for the NPA-NXX.

RESULT-5:  The LSMSs respond by sending an M-CREATE response to the NPAC SMS indicating whether or not the serviceProvNPA-NXX object was successfully created.

RESULT-6:  Due to a communications problem, an LSMS does not receive the M-CREATE request.

RESULT-7:  An M-CREATE of the serviceProvNPA-NXX object is sent to all SOAs accepting downloads for the NPA-NXX .

RESULT-8:  The SOAs respond by sending an M-CREATE response to the NPAC SMS indicating whether or not the serviceProvNPA-NXX object was successfully created.

	Actual Results:
	


	8.1.1.1.1.7  Add a non-existing LRN via the SOA Mechanized Interface. – Success

	Purpose:
	Add a non-existing LRN for an existing service provider via the SOA Mechanized Interface.

	Requirements:
	

	Prerequisites:
	26. The M&P for “Setting Up Customer Profile” has been executed.

27. The service provider for which the LRN is to be added exists with associations established via the SOA and LSMS Interfaces.

28. Multiple service providers exist with associations established via the LSMS Interface.

29. The LRN to be added does not exist.

	Expected Results:
	RESULT-1:  The NPAC SMS receives the M-CREATE request for the serviceProvLRN object.

RESULT-2:  The serviceProvLRN object is created locally by the NPAC SMS for the given service provider.

RESULT-3:  The NPAC SMS responds by sending an M-CREATE Response back to the SOA that initiated the request indicating that the serviceProvLRN object was successfully created.

RESULT-4:  An M-CREATE of the serviceProvLRN object is sent to all LSMSs.

RESULT-5:  The LSMSs respond by sending an  M-CREATE Response to the NPAC SMS indicating whether or not the serviceProvLRN object was successfully created.

RESULT-6:  An M-CREATE of the serviceProvLRN object is sent to all SOAs .

RESULT-7:  The SOAs respond by sending an  M-CREATE Response to the NPAC SMS indicating whether or not the serviceProvLRN object was successfully created.

	Actual Results:
	


	8.1.1.1.1.8  Add an LRN via the SOA Mechanized Interface that exists for another service provider. – Error

	Purpose:
	Attempt to add an existing LRN for an existing service provider via the SOA Mechanized Interface.  The LRN exists for another service provider.

	Requirements:
	

	Prerequisites:
	30. The M&P for “Setting Up Customer Profile” has been executed.

31. The service provider for which the LRN is to be added exists with associations established via the SOA and LSMS Interfaces.

32. Multiple service providers exist with associations established via the LSMS Interface.

33. The LRN to be added exists for another service provider.

	Expected Results:
	RESULT-1:  The NPAC SMS receives the M-CREATE request for the serviceProvLRN object.

RESULT-2:  The NPAC SMS determines that the LRN exists for another service provider.

RESULT-3:  The NPAC SMS sends an M-CREATE reply with an error to the SOA.

	Actual Results:
	


	8.1.1.1.1.9  Add an LRN via the SOA Mechanized Interface that exists for the given service provider. – Error

	Purpose:
	Attempt to add an LRN for an existing service provider via the SOA Mechanized Interface.  The LRN exists for the service provider.

	Requirements:
	

	Prerequisites:
	34. The M&P for “Setting Up Customer Profile” has been executed.

35. The service provider for which the LRN is to be added exists with associations established via the SOA and LSMS Interfaces.

36. Multiple service providers exist with associations established via the LSMS Interface.

37. The LRN to be added exists for the service provider.

	Expected Results:
	RESULT-1:  The NPAC SMS receives the M-CREATE request for the serviceProvLRN object.

RESULT-2:  The NPAC SMS determines that the LRN exists for the service provider and fails the request.

RESULT-3:  The NPAC SMS creates an M-CREATE reply with an invalid attribute error and sends it to the SOA via the SOA Mechanized Interface.

	Actual Results:
	


	8.1.1.1.1.10  Add LRN via the SOA Mechanized Interface with invalid LRN data. – Error

	Purpose:
	Attempt to add an LRN via the SOA Mechanized Interface with an invalid LRN data.

	Requirements:
	

	Prerequisites:
	38. The M&P for “Setting Up Customer Profile” has been executed.

39. The service provider for which the LRN is to be added exists with associations established via the SOA and LSMS Interfaces.

40. Multiple service providers exist with associations established via the LSMS Interface.

41. The LRN to be added does not exist.

	Expected Results:
	RESULT-1:  The NPAC SMS receives the M-CREATE request for the serviceProvLRN object.

RESULT-2:  The NPAC SMS determines that the LRN exists for the service provider and fails the request.

RESULT-3:  The NPAC SMS creates an M-CREATE reply with an invalid attribute error and sends it to the SOA via the SOA Mechanized Interface.

	Actual Results:
	


	8.1.1.1.1.11  Create an LRN via the SOA Mechanized Interface while a communications problem exists between the NPAC SMS and an LSMS. – Success

	Purpose:
	Create an LRN via the SOA Mechanized Interface while a communications problem exists between the NPAC SMS and an LSMS.

	Requirements:
	

	Prerequisites:
	42. The M&P for “Setting Up Customer Profile” has been executed.

43. The service provider for which the LRN is to be added exists with associations established via the SOA and LSMS Interfaces.

44. Multiple service providers exist with associations established via the LSMS Interface.

45. A communications problem exists between the NPAC SMS and an LSMS.  The Network Management System recognizes the communications problem.

46. The LRN to be added does not exists.

	Expected Results:
	RESULT-1:  The NPAC SMS receives the M-CREATE request for the serviceProvLRN object.

RESULT-2:  The serviceProvLRN object is created locally by the NPAC SMS for the given service provider.

RESULT-3:  The NPAC SMS responds by sending an M-CREATE Response back to the SOA that initiated the request indicating that the serviceProvLRN object was successfully created.

RESULT-4:  An M-CREATE of the serviceProvLRN object is sent to all LSMSs.

RESULT-5:  The LSMSs respond by sending an M-CREATE Response to the NPAC SMS indicating whether or not the serviceProvLRN object was successfully created.

RESULT-6:  Due to a communications problem, an LSMS does not receive the M-CREATE request.

RESULT-7:  An M-CREATE of the serviceProvLRN object is sent to all SOAs .

RESULT-8:  The SOAs respond by sending an M-CREATE Response to the NPAC SMS indicating whether or not the serviceProvLRN object was successfully created.

	Actual Results:
	


8.1.1.1.2 LSMS Mechanized Interface

	8.1.1.1.2.1  Open a non-existing NPA-NXX for portability via the LSMS Mechanized Interface. – Success

	Purpose:
	Open a non-existing NPA-NXX for portability for an existing service provider via the LSMS Mechanized Interface.

	Requirements:
	R3-9, R3-10, RX3-1.1

	Prerequisites:
	47. The M&P for “Setting Up Customer Profile” has been executed.

48. The service provider for which the NPA-NXX is to be added exists with associations established via the SOA and LSMS Interfaces.

49. Multiple service providers exist with associations established via the LSMS Interface.

50. The NPA-NXX to be added does not exist.

	Expected Results:
	RESULT-1:  The NPAC SMS receives the M-CREATE request for the serviceProvNPA-NXX object.

RESULT-2:  The serviceProvNPA-NXX object is created locally by the NPAC SMS for the given service provider.

RESULT-3:  The NPAC SMS responds by sending an M-CREATE Response back to the LSMS that initiated the request indicating that the serviceProvNPA-NXX object was successfully created.

RESULT-4:  An M-CREATE of the serviceProvNPA-NXX object is sent to all LSMSs accepting downloads for the NPA-NXX.

RESULT-5:  The LSMSs respond by sending an M-CREATE Response to the NPAC SMS indicating whether or not the serviceProvNPA-NXX object was successfully created.

RESULT-6:  An M-CREATE of the serviceProvNPA-NXX object is sent to all SOAs accepting downloads for the NPA-NXX .

RESULT-7:  The SOAs respond by sending an M-CREATE Response to the NPAC SMS indicating whether or not the serviceProvNPA-NXX object was successfully created.

	Actual Results:
	


	8.1.1.1.2.2  Open an NPA-NXX for portability via the LSMS Mechanized Interface that exists for another service provider. – Error

	Purpose:
	Attempt to open an existing NPA-NXX for portability for an existing service provider via the LSMS Mechanized Interface.  The NPA-NXX exists for another service provider.

	Requirements:
	

	Prerequisites:
	51. The M&P for “Setting Up Customer Profile” has been executed.

52. The service provider for which the NPA-NXX is to be added exists with associations established via the SOA and LSMS Interfaces.

53. Multiple service providers exist with associations established via the LSMS Interface.

54. The NPA-NXX to be added exists for another service provider.

	Expected Results:
	RESULT-1:  The NPAC SMS receives the M-CREATE request for the serviceProvNPA-NXX object.

RESULT-2:  The NPAC SMS determines that the NPA-NXX exists for another service provider and fails the request.

RESULT-3:  The NPAC SMS creates an M-CREATE reply with an invalid attribute error and sends it to the LSMS via the LSMS Mechanized Interface.

	Actual Results:
	


	8.1.1.1.2.3  Open an NPA-NXX for portability via the LSMS Mechanized Interface that exists for the given service provider. – Error

	Purpose:
	Attempt to open an existing NPA-NXX for portability for an existing service provider via the LSMS Mechanized Interface.  The NPA-NXX exists for the service provider.

	Requirements:
	

	Prerequisites:
	55. The M&P for “Setting Up Customer Profile” has been executed.

56. The service provider for which the NPA-NXX is to be added exists with associations established via the SOA and LSMS Interfaces.

57. Multiple service providers exist with associations established via the LSMS Interface.

58. The NPA-NXX to be added exists for the service provider.

	Expected Results:
	RESULT-1:  The NPAC SMS receives the M-CREATE request for the serviceProvNPA-NXX object.

RESULT-2:  The NPAC SMS determines that the NPA-NXX exists for the service provider and fails the request.

RESULT-3:  The NPAC SMS creates an M-CREATE reply with an invalid attribute error and sends it to the LSMS via the LSMS Mechanized Interface.

	Actual Results:
	


	8.1.1.1.2.4  Open NPA-NXX for portability via the LSMS Mechanized Interface with an effective date prior to the current date. – Success

	Purpose:
	Open an NPA-NXX for portability for an existing service provider via the LSMS Mechanized Interface with an effective date prior to the current date.

	Requirements:
	

	Prerequisites:
	59. The M&P for “Setting Up Customer Profile” has been executed.

60. The service provider for which the NPA-NXX is to be added exists with associations established via the SOA and LSMS Interfaces.

61. Multiple service providers exist with associations established via the LSMS Interface.

62. The NPA-NXX to be added does not exist.

	Expected Results:
	RESULT-1:  The NPAC SMS receives the M-CREATE request for the serviceProvNPA-NXX object.

RESULT-2:  The serviceProvNPA-NXX object is created locally by the NPAC SMS for the given service provider.

RESULT-3:  The NPAC SMS responds by sending an M-CREATE Response back to the LSMS that initiated the request indicating that the serviceProvNPA-NXX object was successfully created.

RESULT-4:  An M-CREATE of the serviceProvNPA-NXX object is sent to all LSMSs accepting downloads for the NPA-NXX.

RESULT-5:  The LSMSs respond by sending an M-CREATE Response to the NPAC SMS indicating whether or not the serviceProvNPA-NXX object was successfully created.

RESULT-6:  An M-CREATE of the serviceProvNPA-NXX object is sent to all SOAs accepting downloads for the NPA-NXX .

RESULT-7:  The SOAs respond by sending an M-CREATE Response to the NPAC SMS indicating whether or not the serviceProvNPA-NXX object was successfully created.

	Actual Results:
	


	8.1.1.1.2.5  Open NPA-NXX for portability via the LSMS Mechanized Interface with invalid effective date. – Error

	Purpose:
	Attempt to open an NPA-NXX for portability via the LSMS Mechanized Interface with an invalid effective date.

	Requirements:
	

	Prerequisites:
	63. The M&P for “Setting Up Customer Profile” has been executed.

64. The service provider for which the NPA-NXX is to be added exists with associations established via the SOA and LSMS Interfaces.

65. Multiple service providers exist with associations established via the LSMS Interface.

66. The NPA-NXX to be added does not exist.

	Expected Results:
	RESULT-1:  The NPAC SMS receives the M-CREATE request for the serviceProvNPA-NXX object.

RESULT-2:  The NPAC SMS determines that the NPA-NXX exists for the service provider and fails the request.

RESULT-3:  The NPAC SMS creates an M-CREATE reply with an invalid attribute error and sends it to the LSMS via the LSMS Mechanized Interface.

	Actual Results:
	


	8.1.1.1.2.6  Open NPA-NXX for portability via the LSMS Mechanized Interface while a communications problem exists between the NPAC SMS and an LSMS. – Success

	Purpose:
	Open NPA-NXX for portability via the LSMS Mechanized Interface with an effective date greater than the current date (future date) while a communications problem exists between the NPAC SMS and an LSMS.

	Requirements:
	

	Prerequisites:
	67. The M&P for “Setting Up Customer Profile” has been executed.

68. The service provider for which the NPA-NXX is to be added exists with associations established via the SOA and LSMS Interfaces.

69. Multiple service providers exist with associations established via the LSMS Interface.

70. A communications problem exists between the NPAC SMS and an LSMS.  The Network Management System recognizes the communications problem.

71. The NPA-NXX to be added does not exist.

	Expected Results:
	RESULT-0:  The NPAC SMS receives the M-CREATE request for the serviceProvNPA-NXX object.

RESULT-1:  The serviceProvNPA-NXX object is created locally by the NPAC SMS for the given service provider.

RESULT-2:  The NPSC SMS responds by sending an M-CREATE Response back to the LSMS that initiated the request indicating that the serviceProvNPA-NXX object was successfully created.

RESULT-3:  An M-CREATE of the serviceProvNPA-NXX object is sent to all LSMSs accepting download for the NPA-NXX.

RESULT-4:  The LSMSs respond by sending an M-CREATE Response to the NPAC SMS indicating whether or not the serviceProvNPA-NXX object was successfully created.

RESULT-5:  Due to a communications problem, an LSMS does not receive the M-CREATE request.

RESULT-6:  An M-CREATE of the serviceProvNPA-NXX object is sent to all SOAs accepting download for the NPA-NXX .

RESULT-7:  The SOAs respond by sending an M-CREATE Response to the NPAC SMS indicating whether or not the serviceProvNPA-NXX object was successfully created.

	Actual Results:
	


	8.1.1.1.2.7  Add a non-existing LRN via the LSMS Mechanized Interface. – Success

	Purpose:
	Add a non-existing LRN for an existing service provider via the LSMS Mechanized Interface.

	Requirements:
	

	Prerequisites:
	72. The M&P for “Setting Up Customer Profile” has been executed.

73. The service provider for which the LRN is to be added exists with associations established via the SOA and LSMS Interfaces.

74. Multiple service providers exist with associations established via the LSMS Interface.

75. The LRN to be added does not exist.

	Expected Results:
	RESULT-1:  The NPAC SMS receives the M-CREATE request for the serviceProvLRN object.

RESULT-2:  The serviceProvLRN object is created locally by the NPAC SMS for the given service provider.

RESULT-3:  The NPAC SMS responds by sending an M-CREATE Response back to the LSMS that initiated the request indicating that the serviceProvLRN object was successfully created.

RESULT-4:  An M-CREATE of the serviceProvLRN object is sent to all LSMSs.

RESULT-5:  The LSMSs respond by sending an M-CREATE Response to the NPAC SMS indicating whether or not the serviceProvLRN object was successfully created.

RESULT-6:  An M-CREATE of the serviceProvLRN object is sent to all SOAs .

RESULT-7:  The SOAs respond by sending an M-CREATE Response to the NPAC SMS indicating whether or not the serviceProvLRN object was successfully created.

	Actual Results:
	


	8.1.1.1.2.8  Add an LRN via the LSMS Mechanized Interface that exists for another service provider. – Error

	Purpose:
	Attempt to add an existing LRN for an existing service provider via the LSMS Mechanized Interface.  The LRN exists for another service provider.

	Requirements:
	

	Prerequisites:
	76. The M&P for “Setting Up Customer Profile” has been executed.

77. The service provider for which the LRN is to be added exists with associations established via the SOA and LSMS Interfaces.

78. Multiple service providers exist with associations established via the LSMS Interface.

79. The LRN to be added exists for another service provider.

	Expected Results:
	RESULT-8:  The NPAC SMS receives the M-CREATE request for the serviceProvLRN object.

RESULT-9:  The NPAC SMS determines that the LRN exists for another service provider.

RESULT-10:  The NPAC SMS sends an M-CREATE reply with an error to the LSMS.

	Actual Results:
	


	8.1.1.1.2.9  Add an LRN via the LSMS Mechanized Interface that exists for the given service provider. – Error

	Purpose:
	Attempt to add an LRN for an existing service provider via the LSMS Mechanized Interface.  The LRN exists for the service provider.

	Requirements:
	

	Prerequisites:
	80. The M&P for “Setting Up Customer Profile” has been executed.

81. The service provider for which the LRN is to be added exists with associations established via the SOA and LSMS Interfaces.

82. Multiple service providers exist with associations established via the LSMS Interface.

83. The LRN to be added exists for the service provider.

	Expected Results:
	RESULT-11:  The NPAC SMS receives the M-CREATE request for the serviceProvLRN object.

RESULT-12:  The NPAC SMS determines that the LRN exists for the service provider and fails the request.

RESULT-13:  The NPAC SMS creates an M-CREATE reply with an invalid attribute error and sends it to the LSMS via the LSMS Mechanized Interface.

	Actual Results:
	


	8.1.1.1.2.10  Add LRN via the LSMS Mechanized Interface with invalid LRN data. – Error

	Purpose:
	Attempt to add an LRN via the LSMS Mechanized Interface with invalid LRN data.

	Requirements:
	

	Prerequisites:
	84. The M&P for “Setting Up Customer Profile” has been executed.

85. The service provider for which the LRN is to be added exists with associations established via the SOA and LSMS Interfaces.

86. Multiple service providers exist with associations established via the LSMS Interface.

87. The LRN to be added does not exist.

	Expected Results:
	RESULT-1:  The NPAC SMS receives the M-CREATE request for the serviceProvLRN object.

RESULT-2:  The NPAC SMS determines that the LRN exists for the service provider and fails the request.

RESULT-3:  The NPAC SMS creates an M-CREATE reply with an invalid attribute error and sends it to the LSMS via the LSMS Mechanized Interface.

	Actual Results:
	


	8.1.1.1.2.11  Create an LRN via the LSMS Mechanized Interface while a communications problem exists between the NPAC SMS and an LSMS. – Success

	Purpose:
	Create an LRN via the LSMS Mechanized Interface while a communications problem exists between the NPAC SMS and an LSMS.

	Requirements:
	

	Prerequisites:
	88. The M&P for “Setting Up Customer Profile” has been executed.

89. The service provider for which the LRN is to be added exists with associations established via the SOA and LSMS Interfaces.

90. Multiple service providers exist with associations established via the LSMS Interface.

91. A communications problem exists between the NPAC SMS and an LSMS.  The Network Management System recognizes the communications problem.

92. The LRN to be added  does not exists.

	Expected Results:
	RESULT-14:  The NPAC SMS receives the M-CREATE request for the serviceProvLRN object.

RESULT-15:  The serviceProvLRN object is created locally by the NPAC SMS for the given service provider.

RESULT-16:  The NPAC SMS responds by sending an M-CREATE Response back to the LSMS that initiated the request indicating that the serviceProvLRN object was successfully created.

RESULT-17:  An M-CREATE of the serviceProvLRN object is sent to all LSMSs.

RESULT-18:  The LSMSs respond by sending an M-CREATE Response to the NPAC SMS indicating whether or not the serviceProvLRN object was successfully created.

RESULT-19:  Due to a communications problem, an LSMS does not receive the M-CREATE request.

RESULT-20:  An M-CREATE of the serviceProvLRN object is sent to all SOAs .

RESULT-21:  The SOAs respond by sending an M-CREATE Response to the NPAC SMS indicating whether or not the serviceProvLRN object was successfully created.

	Actual Results:
	


8.1.1.2 Modify of Network Data

8.1.1.2.1 SOA Mechanized Interface

	8.1.1.2.1.2  Modify an existing service provider’s profile by adding contact data via the SOA Mechanized Interface. – Success

	Purpose:
	Modify a service provider’s profile by adding contact data via the SOA Mechanized Interface using an existing service provider id.

	Requirements:
	R4-13,R4-15.2, R4-16

	Prerequisites:
	93. Multiple service providers exist with associations established via the LSMS Interface.

94. The service provider whose contact data is being modified exists with associations established via the SOA and LSMS Interfaces.

95. The Operations Contact information does not exist for the service provider.

	Expected Results:
	RESULT-1:  The NPAC SMS receives the M-SET request for the serviceProv object.

RESULT-2:  The serviceProv object is modified locally by the NPAC SMS.

RESULT-3:  Once the NPAC SMS modifies the serviceProv object locally, it notifies the SOA  of the successful modification of the service provider contact information via the SOA Mechanized Interface by sending a successful M-SET reply.

	Actual Results:
	


	8.1.1.2.1.3  Modify an existing service provider’s profile by deleting non-required contact data via the SOA Mechanized Interface. – Success

	Purpose:
	Modify a service provider’s profile by deleting contact data via the SOA Mechanized Interface using an existing service provider id.

	Requirements:
	R4-13,R4-15.2, R4-16

	Prerequisites:
	96. Multiple service providers exist with associations established via the LSMS Interface.

97. The service provider whose contact data is being modified exists with associations established via the SOA and LSMS Interfaces.

98. The Operations Contact information exists for the service provider.

	Expected Results:
	RESULT-1:  The NPAC SMS receives the M-SET request for the serviceProv object.

RESULT-2:  The serviceProv object is modified locally by the NPAC SMS.

RESULT-3:  Once the NPAC SMS modifies the serviceProv object locally, it notifies the SOA of the successful modification of the service provider contact information via the SOA Mechanized Interface by sending a successful M-SET reply.

	Actual Results:
	


	8.1.1.2.1.4  Modify an existing service provider’s profile by modifying network address data via the SOA Mechanized Interface. – Success

	Purpose:
	Modify a service provider’s profile by modifying network address data via the SOA Mechanized Interface using an existing service provider id.

	Requirements:
	R4-13,R4-15.2, R4-16, 6.3.5

	Prerequisites:
	99. Multiple service providers exist with associations established via the LSMS Interface.

100. The service provider whose network address data is being modified exists with associations established via the SOA and LSMS Interfaces.

	Expected Results:
	RESULT-1:  The NPAC SMS receives the M-SET request for the serviceProv object.

RESULT-2:  The serviceProv object is modified locally by the NPAC SMS.

RESULT-3:  Once the NPAC SMS modifies the serviceProv object locally, it notifies the SOA of the successful modification of the service provider contact information via the SOA Mechanized Interface by sending a successful M-SET reply.

	Actual Results:
	


	8.1.1.2.1.5  Modify an existing service provider’s profile with invalid contact data via the SOA Mechanized Interface. – Error

	Purpose:
	Attempt to modify a service provider’s profile with invalid contact data via the SOA Mechanized Interface using an existing service provider id.

	Requirements:
	R4-13,R4-15.1, R4-16, R417

	Prerequisites:
	101. Multiple service providers exist with associations established via the LSMS Interface.

102. The service provider whose contact data is being modified exists with associations established via the SOA and LSMS Interfaces.

	Expected Results:
	RESULT-1:  The NPAC SMS receives the M-SET request for the serviceProv object.

RESULT-2:  The serviceProv object is not modified locally by the NPAC SMS.

RESULT-3:  The NPAC SMS notifies the SOA of the invalid data error via the SOA Mechanized Interface.

	Actual Results:
	


8.1.1.2.2 LSMS Mechanized Interface

	8.1.1.2.2.2  Modify an existing service provider’s profile by adding contact data via the LSMS Mechanized Interface. – Success

	Purpose:
	Modify a service provider’s profile by adding contact data via the LSMS Mechanized Interface using an existing service provider id.

	Requirements:
	R4-13,R4-15.2, R4-16

	Prerequisites:
	103. Multiple service providers exist with associations established via the LSMS Interface.

104. The service provider whose contact data is being modified exists with associations established via the LSMS Interfaces.

105. The Operations Contact information does not exist for the service provider.

	Expected Results:
	RESULT-1:  The NPAC SMS receives the M-SET request for the serviceProv object.

RESULT-2:  The serviceProv object is modified locally by the NPAC SMS.

RESULT-3:  Once the NPAC SMS modifies the serviceProv object locally, it notifies the LSMS of the successful modification of the service provider contact information via the LSMS Mechanized Interface by sending a successful M-SET reply.

	Actual Results:
	


	8.1.1.2.2.3  Modify an existing service provider’s profile by deleting non-required contact data via the LSMS Mechanized Interface. – Success

	Purpose:
	Modify a service provider’s profile by deleting contact data via the LSMS Mechanized Interface using an existing service provider id.

	Requirements:
	R4-13,R4-15.2, R4-16

	Prerequisites:
	106. Multiple service providers exist with associations established via the LSMS Interface.

107. The service provider whose contact data is being modified exists with associations established via the LSMS Interfaces.

108. The Operations Contact information exists for the service provider.

	Expected Results:
	RESULT-1:  The NPAC SMS receives the M-SET request for the serviceProv object.

RESULT-2:  The serviceProv object is modified locally by the NPAC SMS.

RESULT-3:  Once the NPAC SMS modifies the serviceProv object locally, it notifies the LSMS of the successful modification of the service provider contact information via the LSMS Mechanized Interface by sending a successful M-SET reply.

	Actual Results:
	


	8.1.1.2.2.4  Modify an existing service provider’s profile by modifying network address data via the LSMS Mechanized Interface. – Success

	Purpose:
	Modify a service provider’s profile by modifying network address data via the LSMS Mechanized Interface using an existing service provider id.

	Requirements:
	R4-13,R4-15.2, R4-16, 6.3.4

	Prerequisites:
	109. Multiple service providers exist with associations established via the LSMS Interface.

110. The service provider whose network address data is being modified exists with associations established via the LSMS Interfaces.

	Expected Results:
	RESULT-1:  The NPAC SMS receives the M-SET request for the serviceProv object.

RESULT-2:  The serviceProv object is modified locally by the NPAC SMS.

RESULT-3:  Once the NPAC SMS modifies the serviceProv object locally, it notifies the LSMS of the successful modification of the service provider contact information via the LSMS Mechanized Interface by sending a successful M-SET reply.

	Actual Results:
	


	8.1.1.2.2.5  Modify an existing service provider’s profile with invalid contact data via the LSMS Mechanized Interface. – Error

	Purpose:
	Attempt to modify a service provider’s profile with invalid contact data via the LSMS Mechanized Interface using an existing service provider id.

	Requirements:
	R4-13,R4-15.1, R4-16, R417

	Prerequisites:
	111. Multiple service providers exist with associations established via the LSMS Interface.

112. The service provider whose contact data is being modified exists with associations established via the LSMS Interfaces.

	Expected Results:
	RESULT-1:  The NPAC SMS receives the M-SET request for the serviceProv object.

RESULT-2:  The serviceProv object is not modified locally by the NPAC SMS.

RESULT-3:  The NPAC SMS notifies the LSMS of the invalid data error via the LSMS Mechanized Interface.

	Actual Results:
	


8.1.1.3 Delete of Network Data

8.1.1.3.1 SOA Mechanized Interface

	8.1.1.3.1.1  Delete NPA-NXX via SOA Mechanized Interface. – Success

	Purpose:
	Delete an NPA-NXX via the SOA Mechanized Interface.

	Requirements:
	R3-9, RX3-3.1, RR3-1, RR3-2, 6.4.1.6

	Prerequisites:
	113. An NPA-NXX exists for the Service Provider performing the deletion request.

114. There are no subscriptions that have a status other than ‘old’ or ‘canceled’ associated with the NPA-NXX to be deleted.

115. The NPA-NXX to be deleted is owned by the Service Provider performing the deletion.

	Expected Results:
	RESULT-1:  Service Provider sends NPA-NXX deletion request to the NPAC SMS via the SOA Mechanized Interface.

RESULT-2:  NPAC SMS deletes the NPA-NXX from the database.

RESULT-3:  NPAC SMS sends a response to the Service Provider confirming deletion of the NPA-NXX.

RESULT-4:  NPAC SMS sends a delete message to all LSMSs that are accepting downloads for the NPA-NXX.

RESULT-5:  The LSMSs delete the object and send an acknowledgment to the NPAC SMS.

RESULT-6:  NPAC SMS sends a delete message to all SOAs that are accepting downloads for the NPA-NXX.

RESULT-7:  The SOAs delete the object and send an acknowledgment to the NPAC SMS.

	Actual Results:
	


	8.1.1.3.1.2  Delete NPA-NXX via SOA or LSMS Mechanized Interface – ‘active’ subscription versions exist. – Error

	Purpose:
	Attempt to delete an NPA-NXX via the SOA or LSMS Mechanized Interface with associated ‘active’ subscriptions.

	Requirements:
	R3-9, RX3-3.1, RR3-1, RR3-2, 6.4.1.5, 6.4.1.6

	Prerequisites:
	116. An NPA-NXX exists for the Service Provider performing the deletion request.

117. The NPA-NXX to be deleted is owned by the Service Provider performing the deletion.

118. An ‘active’ subscription version exists for the NPA-NXX to be deleted.

	Expected Results:
	RESULT-1:  Service Provider sends NPA-NXX deletion request to the NPAC SMS for an NPA-NXX that has an associated ‘active’ subscription versions via the SOA or LSMS Mechanized Interface.

RESULT-2:  NPA-NXX is not deleted.

RESULT-3:  NPAC SMS sends an error message to the Service Provider.

	Actual Results:
	


	8.1.1.3.1.3  Delete NPA-NXX via SOA or LSMS Mechanized Interface – not owner service provider. – Error

	Purpose:
	Attempt to delete an NPA-NXX via the SOA or LSMS Mechanized Interface by a service provider who doesn’t own the NPA-NXX.

	Requirements:
	R3-9, RX3-3.1, RR3-1, RR3-2, 6.4.1.5, 6.4.1.6

	Prerequisites:
	The NPA-NXX to be deleted exists but is owned by another service provider.

	Expected Results:
	RESULT-1:  Service Provider sends NPA-NXX deletion request to the NPAC SMS for an NPA-NXX that is not owned by the Service Provider via the SOA or LSMS Mechanized Interface.

RESULT-2:  NPA-NXX is not deleted.

RESULT-3:  NPAC SMS sends an error message to the Service Provider.

	Actual Results:
	


	8.1.1.3.1.4  Delete LRN via SOA Mechanized Interface. – Success 

	Purpose:
	Delete an LRN via the SOA Mechanized Interface.

	Requirements:
	R3-9, RX3-3.2, RR3-1, RR3-2, 6.4.2.3

	Prerequisites:
	119. An LRN exists for the Service Provider performing the deletion request.

120. There are no subscriptions that have a status other than ‘old’ or ‘canceled’ associated with the LRN to be deleted.

121. The LRN to be deleted is owned by the Service Provider performing the deletion.

	Expected Results:
	RESULT-4:  Service Provider sends LRN deletion request to the NPAC SMS via the SOA Mechanized Interface.

RESULT-5:  NPAC SMS deletes the LRN from the database.

RESULT-6:  NPAC SMS sends a response to the Service Provider confirming deletion of the LRN.

RESULT-7:  NPAC SMS sends a delete message to all LSMSs in the region.

RESULT-8:  The LSMSs delete the object and send an acknowledgment to the NPAC SMS.

RESULT-9:  NPAC SMS sends a delete message to all SOAs in the region.

RESULT-10:  The SOAs delete the object and send an acknowledgment to the NPAC SMS.

	Actual Results:
	


	8.1.1.3.1.5  Delete LRN via SOA or LSMS Mechanized Interface – ‘active’ subscription versions exist. – Error

	Purpose:
	Attempt to delete an LRN via the SOA or LSMS Mechanized Interface with associated ‘active’ subscriptions.

	Requirements:
	R3-9, RX3-3.2, RR3-1, RR3-2, 6.4.2.3, 6.4.2.7

	Prerequisites:
	122. An LRN exists for the Service Provider performing the deletion request.  

123. The LRN to be deleted is owned by the Service Provider performing the deletion.

124. ‘Active’ Subscription Versions exist for the LRN to be deleted.

	Expected Results:
	RESULT-1:  Service Provider sends LRN deletion request to the NPAC SMS that has associated ‘active’ subscription versions via the SOA or LSMS Mechanized Interface.

RESULT-2:  LRN is not deleted.

RESULT-3:  NPAC SMS sends an error message to the Service Provider.



	Actual Results:
	


	8.1.1.3.1.6  Delete LRN via SOA or LSMS Mechanized Interface – not owner service provider. – Error

	Purpose:
	Attempt to delete an LRN via the SOA or LSMS Mechanized Interface by a service provider who doesn’t own the LRN.

	Requirements:
	R3-9, RX3-3.1, RR3-1, RR3-2, 6.4.1.5, 6.4.1.6

	Prerequisites:
	The LRN to be deleted exists.

	Expected Results:
	RESULT-1:  Service Provider sends LRN deletion request to the NPAC SMS for LRN that is not owned by the Service Provider via the SOA or LSMS Mechanized Interface.

RESULT-2:  LRN is not deleted.

RESULT-3:  NPAC SMS sends an error message to the Service Provider.

	Actual Results:
	


	8.1.1.3.1.7  Delete NPA-NXX Filter via SOA Mechanized Interface. – Success 

	Purpose:
	Delete an NPA-NXX Filter via the SOA Mechanized Interface.

	Requirements:
	R3-6

	Prerequisites:
	An NPA-NXX Filter exists for the Service Provider performing the deletion request.

	Expected Results:
	RESULT-1:  Service Provider sends NPA-NXX filter deletion request to the NPAC SMS via the SOA Mechanized Interface.

RESULT-2:  NPAC SMS deletes NPA-NXX filter from the database.

RESULT-3:  NPAC SMS sends a response to the Service Provider confirming deletion of the NPA-NXX filter.

	Actual Results:
	


8.1.1.3.2 LSMS Mechanized Interface

	8.1.1.3.2.1  Delete NPA-NXX via LSMS Mechanized Interface. – Success 

	Purpose:
	Delete an NPA-NXX via the LSMS Mechanized Interface.

	Requirements:
	R3-9, RX3-3.1, RR3-1, RR3-2, 6.4.1.5

	Prerequisites:
	125. An NPA-NXX exists for the Service Provider performing the deletion request.

126. There are no subscriptions that have a status other than ‘old’ or ‘canceled’ associated with the NPA-NXX to be deleted.

127. The NPA-NXX to be deleted is owned by the Service Provider performing the deletion.

	Expected Results:
	RESULT-1:  Service Provider sends NPA-NXX deletion request to the NPAC SMS via the LSMS Mechanized Interface.

RESULT-2:  NPAC SMS deletes the NPA-NXX from the database.

RESULT-3:  NPAC SMS sends a response to the Service Provider confirming deletion of the NPA-NXX.

RESULT-4:  NPAC SMS sends a delete message to all LSMSs that are accepting downloads for the NPA-NXX.

RESULT-5:  The LSMSs delete the object and send an acknowledgment to the NPAC SMS.

RESULT-6:  NPAC SMS sends a delete message to all SOAs that are accepting downloads for the NPA-NXX.

RESULT-7:  The SOAs delete the object and send an acknowledgment to the NPAC SMS.

	Actual Results:
	


	8.1.1.3.2.2  Delete LRN via LSMS Mechanized Interface. – Success 

	Purpose:
	Delete an LRN via the LSMS Mechanized Interface.

	Requirements:
	R3-9, RX3-3.2, RR3-1, RR3-2, 6.4.2.7

	Prerequisites:
	128. An LRN exists for the Service Provider performing the deletion request.

129. There are no subscriptions that have a status other than ‘old’ or ‘canceled’ associated with the LRN to be deleted.

130. The LRN  to be deleted is owned by the Service Provider performing the deletion.

	Expected Results:
	RESULT-1:  Service Provider sends LRN deletion request to the NPAC SMS via the LSMS Mechanized Interface.

RESULT-2:  NPAC SMS deletes the LRN from the database.

RESULT-3:  NPAC SMS sends a response to the Service Provider confirming deletion of the LRN.

RESULT-4:  NPAC SMS sends a delete message to all LSMSs in the region.

RESULT-5:  The LSMSs delete the object and send an acknowledgment to the NPAC SMS.

RESULT-6:  NPAC SMS sends a delete message to all SOAs in the region.

RESULT-7:  The SOAs delete the object and send an acknowledgment to the NPAC SMS.

	Actual Results:
	


	8.1.1.3.2.3  Delete NPA-NXX Filter via LSMS Mechanized Interface. – Success 

	Purpose:
	Delete an NPA-NXX Filter via the LSMS Mechanized Interface.

	Requirements:
	R3-6, 6.6.2

	Prerequisites:
	An NPA-NXX Filter exists for the Service Provider performing the deletion request.

	Expected Results:
	RESULT-1:  Service Provider sends NPA-NXX filter deletion request to the NPAC SMS via the LSMS Mechanized Interface.

RESULT-2:  NPAC SMS deletes NPA-NXX filter from the database.

RESULT-3:  NPAC SMS sends a response to the Service Provider confirming deletion of the NPA-NXX filter.

	Actual Results:
	


8.1.1.4 Query of Network Data

8.1.1.4.1 SOA Mechanized Interface

	8.1.1.4.1.1  Service Provider query of audit on  the NPAC. – Success 

	Purpose:
	The service provider queries the NPAC for an existing audit that has been initiated.

	Requirements:
	R8-15.2, R8-15.3, R8-16.1

	Prerequisites:
	An audit has been initiated for SV data that exists.

	Expected Results:
	RESULT-1:  Service Provider takes action to query an audit that has been initiated.

RESULT-2:  NPAC SMS responds with the audit data or a failure and reason for failure.

	Actual Results: 
	


	8.1.1.4.1.2  Service Provider Query to the NPAC for their own service provider data via their LSMS. – Success 

	Purpose:
	Service Provider queries the NPAC for their own service provider data via their LSMS.

	Requirements:
	R4-5.1, R4-5.2, R4-24.1, R4-25, R4-26.2, R4-27, R4-29

	Prerequisites:
	Service Provider data exists.

	Expected Results:
	RESULT-1:  The Local SMS takes action to query the NPAC for their own service provider data

RESULT-2:  NPAC SMS verifies the service provider information to be retrieved is owned by the Service Provider that initiated the request.

RESULT-3:  NPAC SMS sends the requested Service Provider information back to the Local SMS that initiated the request.

	Actual Results: 
	


	8.1.1.4.1.3  Service Provider Query to the NPAC for their own Service Provider data via their SOA. – Success

	Purpose:
	The SOA queries the NPAC for their own service provider data.

	Requirements:
	R4-5.1, R4-5.2, R4-24.1, R4-25, R4-26.2, R4-27, R4-29

	Prerequisites:
	Service Provider data exists.

	Expected Results:
	RESULT-1:  The SOA takes action to query their own service provider data.

RESULT-2:  NPAC SMS verifies the service provider information to be retrieved is owned by the Service Provider that initiated the request.

RESULT-3:  NPAC SMS sends the requested Service Provider information back to the SOA that initiated the request.

	Actual Results: 
	


	8.1.1.4.1.4  Service Provider Query to the NPAC for another Service Provider's data via the SOA. – Error 

	Purpose:
	The SOA queries the NPAC for another service provider data.

	Requirements:
	R4-5.1, R4-24.1, R4-25, R4-26.2, R4-27, R4-29

	Prerequisites:
	Service Provider data exists.

	Expected Results:
	RESULT-1:  The SOA takes action to query other service provider data.

RESULT-2:  NPAC SMS verifies the service provider information to be retrieved is owned by the Service Provider that initiated the request.  M-Get Error is issued to SOA of Access Denied.

	Actual Results: 
	


	8.1.1.4.1.5  Service Provider Query to the NPAC for NPA-NXX data via their Local SMS. – Success

	Purpose:
	The Local SMS queries the NPAC for NPA-NXX data.

	Requirements:
	6.4.1.7

	Prerequisites:
	NPA-NXX data exists.

	Expected Results:
	RESULT-1:  The Local SMS sends a request to query for an NPA-NXX.

RESULT-2:  NPAC SMS responds with the requested NPA-NXX data.

	Actual Results: 
	


	8.1.1.4.1.6  Service Provider Query to the NPAC for NPA-NXX data via their SOA. – Success

	Purpose:
	The SOA queries the NPA-NXX for NPA-NXX data.

	Requirements:
	6.4.1.8

	Prerequisites:
	NPA-NXX Data exists.

	Expected Results:
	RESULT-1:  The SOA sends a request to query for an NPA-NXX.

RESULT-2:  NPAC SMS responds with the requested NPA-NXX data.

	Actual Results: 
	


	8.1.1.4.1.7  Service Provider Query to the NPAC for LRN data via their SOA. – Success

	Purpose:
	The SOA queries the NPAC for its own LRN data.

	Requirements:
	6.4.2.4

	Prerequisites:
	LRN data exists.

	Expected Results:
	RESULT-1:  The SOA sends a request to query for an LRN.

RESULT-2:  NPAC SMS responds with the requested LRN data.

	Actual Results: 
	


	8.1.1.4.1.8  Service Provider Query to the NPAC for another Service Provider's LRN via the SOA. – Success

	Purpose:
	The SOA queries the NPAC for LRN data of another Service Provider.

	Requirements:
	6.4.2.4

	Prerequisites:
	LRN data exists.

	Expected Results:
	RESULT-1:  The SOA sends a request to query for an LRN.

RESULT-2:  NPAC SMS responds with the requested LRN data.

	Actual Results: 
	


	8.1.1.4.1.9  Service Provider Query to the NPAC for LRN data via their Local SMS. – Success

	Purpose:
	The Local SMS queries the NPAC for its own LRN data.

	Requirements:
	6.4.2.8

	Prerequisites:
	LRN data exists.

	Expected Results:
	RESULT-1:  The Local SMS sends a request to query for an LRN.

RESULT-2:  NPAC SMS responds with the requested LRN data.

	Actual Results: 
	


	8.1.1.4.1.10  Service Provider issues a Scoped/Filtered GET of Network Data to the NPAC via their Local SMS. – Success

	Purpose:
	The Local SMS issues a request to the NPAC for network data via a scoped/filtered M-GET.

(Query NPA-NXX by NPA or SPID.  Query LRN by NPA or SPID)

	Requirements:
	6.4.2.10

	Prerequisites:
	Network data has been created.

	Expected Results:
	RESULT-1:  Network data is requested  by local SMS personnel via scoped/filtered M-GET.

RESULT-2:  Local SMS sends a scoped/filtered M-GET to the NPAC SMS.

RESULT-3:  NPAC sends  data which has passed the scope/filter criteria to the local SMS.

RESULT-4:  Final M-GET response is sent to the local SMS when all data is returned.

	Actual Results: 
	


	8.1.1.4.1.11  Service Provider issues a Scoped/Filtered GET of Network Data to the NPAC via their  SOA. – Success

	Purpose:
	The SOA issues a request to the NPAC for network data via a scoped/filtered M-GET.

	Requirements:
	6.4.2.11

	Prerequisites:
	Network data has been created.

	Expected Results:
	RESULT-1:  SOA personnel take action to request network data.

RESULT-2:  SOA sends a scoped/filtered M-GET request to the NPAC SMS.

RESULT-3:  The NPAC SMS sends network data which meets the scoped/filter criteria to the SOA.

RESULT-4:  A final M-GET response is sent to the SOA when all scoped/filtered data has been returned.

	Actual Results: 
	


8.1.2 Subscription Data

8.1.2.1 Create of Subscription Data

8.1.2.1.1 SOA Mechanized Interface

	8.1.2.1.1.1  Create 1st time inter-service provider ‘pending’ port of a single TN via the SOA Mechanized Interface. – Success

	Purpose:
	Create an inter-service provider ‘pending’ port consisting of a single TN and all mandatory data elements via the SOA Mechanized Interface.

	Requirements:
	R5-15.1, R5-20.5, R5-21.6, R5-21.7,  R5-18.1, R5-18.3, R518-4, R5-18.5, R5-18.6,  R5-18.7, R5-21.1, R5-22, RR5-3

	Prerequisites:
	131. The NPA-NXX of the TN is owned by the Old Service Provider.

132. The TN is the first ported TN for the NPA-NXX.

133. The LRN is a valid LRN value for a switch owned by the New Service Provider.

134. The new Service Provider due date is set to the current date.  

135. The Old Service Provider does not issue an oldSP-Concurrence action to concur with the ‘pending’ port.

	Expected Results:
	RESULT-1:  A subscription version with a status of ‘pending’ is created on the NPAC SMS for the TN.

RESULT-2:  The NPAC SMS issues a successful action reply to the New Service Provider’s SOA (originating SOA).

RESULT-3:  The successful action reply is received by the New Service Provider’s SOA.

RESULT-4:   The NPAC SMS issues an objectCreation notification containing the old SPID, new SPID, TN, new SP due date, new SP creation time stamp, NPAC version id and NPAC version status to the Old Service Provider’s SOA and the New Service Provider’s SOA.

RESULT-5:  The Old Service Provider’s SOA receives the objectCreation notification and issues a confirmed reply to the NPAC SMS.

RESULT-6:  The New Service Provider’s SOA receives the objectCreation notification and issues a confirmed reply to the NPAC SMS.

RESULT-7:  The New NPA-NXX notification is sent to all SOA and LSMSs.

RESULT-8:  The Initial Concurrence Window timer is set by the NPAC SMS.

RESULT-9:  The Initial Concurrence Window timer expires and an oldSP-ConcurrenceRequest notification is sent to the Old Service Provider’s SOA.

RESULT-10:  The Final Concurrence Window timer is set by the NPAC SMS.

RESULT-11:  The Final Concurrence Window timer expires.  (NANC 1.0 - the oldSPFinal ConcurrenceWindowExpiration notification is sent to the Old Service Provider’s SOA).

	Actual Results:
	


	8.1.2.1.1.2 Create 1st time inter-service provider ‘pending’ port of a TN Range via the SOA Mechanized Interface. – Success

	Purpose:
	Create an inter-service provider ‘pending’ port consisting of a TN Range and mandatory/optional data elements via the SOA Mechanized Interface.  

	Requirements:
	R5-15.1, R5-20.5, R5-21.6, R5-21.7,  R5-18.1, R5-18.3, R518-4, R5-18.5, R5-18.6,  R5-18.7, R5-21.1, R5-22, RR5-3

	Prerequisites:
	136. The NPA-NXX of the TN Range is owned by the Old Service Provider.

137. The TN Range involves the first ported TN for the NPA-NXX.

138. The LRN is a valid LRN value for a switch owned by the New Service Provider.

139. The new SP due date is set to a future date.  

140. The Old Service Provider does not issue an oldSP-Concurrence action to concur with the ‘pending’ port.

	Expected Results:
	RESULT-1:  A subscription version with a status of ‘pending’ is created on the NPAC SMS for each TN in the TN Range.

RESULT-2:  The NPAC SMS issues a successful action reply to the New Service Provider’s SOA (originating SOA).

RESULT-3:  The successful action reply is received by the New Service Provider’s SOA.

RESULT-4:   The NPAC SMS issues an objectCreation notification for each TN in the TN Range containing the old SPID, new SPID, TN, new SP due date, new SP creation time stamp, NPAC version id and NPAC version status to the Old Service Provider’s SOA and the New Service Provider’s SOA.

RESULT-5:  The Old Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.

RESULT-6:  The New Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.

RESULT-7:  The NewNPA-NXX notification is sent to all SOA and LSMSs.

RESULT-8:  The Initial Concurrence Window timer is set by the NPAC SMS for each TN in the TN Range.

RESULT-9:  The Initial Concurrence Window timer expires for each TN and an oldSP-ConcurrenceRequest notification is sent to the Old Service Provider’s SOA for each TN in the TN Range.

RESULT-10:  The Final Concurrence Window timer is set by the NPAC SMS for each TN in the TN Range.

RESULT-11:  The Final Concurrence Window timer expires for each TN in the TN Range (NANC 1.0 - the oldSPFinal ConcurrenceWindowExpiration notification is sent to the Old Service Provider’s SOA).

	Actual Results:
	


	8.1.2.1.1.3  Create inter-service provider ‘pending’ port of a single TN via the SOA Mechanized Interface. – Success

	Purpose:
	Create an inter-service provider ‘pending’ port consisting of a single TN and all mandatory data elements via the SOA Mechanized Interface.

	Requirements:
	R5-15.1, R5-20.5, R5-21.6, R5-21.7,  R5-18.1, R5-18.3, R518-4, R5-18.5, R5-18.6,  R5-18.7, R5-21.1, R5-22

	
	


Test Case procedures incorporated into test cases NANC 201-1, NANC 201-5, and NANC 201-9 for Release 2.0.

	8.1.2.1.1.4  Create inter-service provider ‘pending’ port of a TN Range via the SOA Mechanized Interface. – Success

	Purpose:
	Create an inter-service provider ‘pending’ port consisting of a TN Range and mandatory/optional data elements via the SOA Mechanized Interface.

	Requirements:
	R5-15.1, R5-20.5, R5-21.6, R5-21.7,  R5-18.1, R5-18.3, R518-4, R5-18.5, R5-18.6,  R5-18.7, R5-21.1, R5-22

	
	


Test Case procedures incorporated into test cases NANC 201-2, NANC 201-6, NANC 201-10 for Release 2.0.

	8.1.2.1.1.5  Create inter-service provider ‘pending’ port of a ported TN porting to the original service provider via the SOA Mechanized Interface. – Success

	Purpose:
	Create an inter-service provider ‘pending’ port consisting of a single TN that is porting to the original service provider (donor network) via the SOA Mechanized Interface.  

	Requirements:
	 

	Prerequisites:
	141. The NPA-NXX of the TN is owned by the New Service Provider.

142. One or more ported TNs exist for the NPA-NXX.

143. An ‘active’ subscription version exists for this TN.

144. The LRN is a valid LRN value for a switch owned by the New Service Provider.

145. The new SP due date is set to a future date.  

146. The Old Service Provider does not issue an oldSP-Concurrence action to concur with the ‘pending’ port.

	Expected Results:
	RESULT-1:  A subscription version with a status of ‘pending’ is created on the NPAC SMS for the TN.

RESULT-2:  The NPAC SMS issues a successful action reply to the New Service Provider’s SOA (originating SOA).

RESULT-3:  The successful action reply is received by the New Service Provider’s SOA.

RESULT-4:   The NPAC SMS issues an objectCreation notification containing the old SPID, new SPID, TN, new SP due date, new SP creation time stamp, NPAC version id and NPAC version status to the Old Service Provider’s SOA and the New Service Provider’s SOA.

RESULT-5:  The Old Service Provider’s SOA receives the objectCreation notification and issues a confirmed reply to the NPAC SMS.

RESULT-6:  The New Service Provider’s SOA receives the objectCreation notification and issues a confirmed reply to the NPAC SMS.

RESULT-7:  The Initial Concurrence Window timer is set by the NPAC SMS.

RESULT-8:  The Initial Concurrence Window timer expires and an oldSP-ConcurrenceRequest notification is sent to the Old Service Provider’s SOA.

RESULT-9:  The Final Concurrence Window timer is set by the NPAC SMS.

RESULT-10:  The Final Concurrence Window timer expires.  (NANC 1.0 - the oldSPFinal ConcurrenceWindowExpiration notification is sent to the Old Service Provider’s SOA).

	Actual Results:
	


	8.1.2.1.1.6  Create inter-service provider ‘pending’ port of a ported TN Range porting to the original service provider via the SOA Mechanized Interface. – Success

	Purpose:
	Create an inter-service provider ‘pending’ port consisting of a TN Range that is porting to the original service provider (donor network) via the SOA Mechanized Interface.  

	Requirements:
	

	Prerequisites:
	147. The NPA-NXX of the TN Range is owned by the New Service Provider.

148. One or more ported TNs exist for the NPA-NXX.

149. A range of ‘active’ subscription versions exist for these TNs.

150. The LRN is a valid LRN value for a switch owned by the New Service Provider.

151. The new SP due date is set to a future date.

152. The Old Service Provider does not issue an oldSP-Concurrence action to concur with the ‘pending’ port.

	Expected Results:
	RESULT-1:  A subscription version with a status of ‘pending’ is created on the NPAC SMS for each TN in the TN Range.

RESULT-2:  The NPAC SMS issues a successful action reply to the New Service Provider’s SOA (originating SOA).

RESULT-3:  The successful action reply is received by the New Service Provider’s SOA.

RESULT-4:   The NPAC SMS issues an objectCreation notification for each TN in the TN Range containing the old SPID, new SPID, TN, new SP due date, new SP creation time stamp, NPAC version id and NPAC version status to the Old Service Provider’s SOA and the New Service Provider’s SOA.

RESULT-5:  The Old Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.

RESULT-6:  The New Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.

RESULT-7:  The Initial Concurrence Window timer is set by the NPAC SMS for each TN in the TN Range.

RESULT-8:  The Initial Concurrence Window timer expires for each TN and oldSP-ConcurrenceRequest notification is sent to the Old Service Provider’s SOA for each TN in the TN Range.

RESULT-9:  The Final Concurrence Window timer is set by the NPAC SMS for each TN in the TN Range.

RESULT-10:  The Final Concurrence Window timer expires for each TN in the TN Range (NANC 1.0 - the oldSPFinal ConcurrenceWindowExpiration notification is sent to the Old Service Provider’s SOA).

	Actual Results:
	


	8.1.2.1.1.7  Create inter-service provider ‘pending’ port of a TN Range consisting of both ported and non-ported TNs via the SOA Mechanized Interface. – Success

	Purpose:
	Create an inter-service provider ‘pending’ port consisting of a TN Range of both ported and non-ported TNs and mandatory/optional data elements via the SOA Mechanized Interface.

	Requirements:
	

	Prerequisites:
	153. One or more of the TNs in the TN Range are not ported.

154. One or more ported TNs in the TN Range exist for the NPA-NXX.

155. The LRN is a valid LRN value for a switch owned by the New Service Provider.

156. The new SP due date is set to a future date.

157. The Old Service Provider does not issue an oldSP-Concurrence action to concur with the ‘pending’ port.

158. For some of the TNs in the TN range being used, an ‘active’ SV exists with a current service provider that is the same as the service provider who owns the NPA-NXX of the non-ported TNs.

	Expected Results:
	RESULT-1:  A subscription version with a status of ‘pending’ is created on the NPAC SMS for each TN in the TN Range.

RESULT-2:  The NPAC SMS issues a successful action reply to the New Service Provider’s SOA (originating SOA).

RESULT-3:  The successful action reply is received by the New Service Provider’s SOA.

RESULT-4:   The NPAC SMS issues an objectCreation notification for each TN in the TN Range containing the old SPID, new SPID, TN, new SP due date, new SP creation time stamp, NPAC version id and NPAC version status to the Old Service Provider’s SOA and the New Service Provider’s SOA.

RESULT-5:  The Old Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.

RESULT-6:  The New Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.

RESULT-7:  The Initial Concurrence Window timer is set by the NPAC SMS for each TN in the TN Range.

RESULT-8:  The Initial Concurrence Window timer expires for each TN and an oldSP-ConcurrenceRequest notification is sent to the Old Service Provider’s SOA for each TN in the TN Range.

RESULT-9:  The Final Concurrence Window timer is set by the NPAC SMS for each TN in the TN Range.

RESULT-10:  The Final Concurrence Window timer expires for each TN in the TN Range (NANC 1.0 - the oldSPFinal ConcurrenceWindowExpiration notification is sent to the Old Service Provider’s SOA).

	Actual Results:
	


	8.1.2.1.1.8  Create inter-service provider ‘pending’ port of a TN Range of an entire NPA-NXX (10,000 TNs) via the SOA Mechanized Interface. – Success

	Purpose:
	Create an inter-service provider ‘pending’ port consisting of a range of 10,000 TNs with mandatory/optional data elements via the SOA Mechanized Interface.  

	Requirements:
	

	Prerequisites:
	159. The NPA-NXX of the TN Range is owned by another service provider (not the Old Service Provider or the New Service Provider).

160. One or more ported TNs exist for the NPA-NXX.

161. The LRN is a valid LRN value for a switch owned by the New Service Provider.

162. The new SP due date is set to a future date.  

163. The Old Service Provider does not issue an oldSP-Concurrence action to concur with the ‘pending’ port.

	Expected Results:
	RESULT-1:  A subscription version with a status of ‘pending’ is created on the NPAC SMS for each TN in the TN Range.

RESULT-2:  The NPAC SMS issues a successful action reply to the New Service Provider’s SOA (originating SOA).

RESULT-3:  The successful action reply is received by the New Service Provider’s SOA.

RESULT-4:   The NPAC SMS issues an objectCreation notification for each TN in the TN Range containing the old SPID, new SPID, TN, new SP due date, new SP creation time stamp, NPAC version id and NPAC version status to the Old Service Provider’s SOA and the New Service Provider’s SOA.

RESULT-5:  The Old Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.

RESULT-6:  The New Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.

RESULT-7:  The Initial Concurrence Window timer is set by the NPAC SMS for each TN in the TN Range.

RESULT-8:  The Initial Concurrence Window timer expires for each TN and an oldSP-ConcurrenceRequest notification is sent to the Old Service Provider’s SOA for each TN in the TN Range.

RESULT-9:  The Final Concurrence Window timer is set by the NPAC SMS for each TN in the TN Range.

RESULT-10:  The Final Concurrence Window timer expires for each TN in the TN Range (NANC 1.0 - the oldSPFinal ConcurrenceWindowExpiration notification is sent to the Old Service Provider’s SOA).

	Actual Results:
	


	8.1.2.1.1.9  Create inter-service provider ‘pending’ port of a single TN with a due date in the past via the SOA Mechanized Interface. – Error

	Purpose:
	Attempt to create an inter-service provider ‘pending’ port consisting of a single TN with mandatory/optional data elements via the SOA Mechanized Interface.  The new Service Provider due date is set to a date in the past.  

	Requirements:
	

	Prerequisites:
	164. The NPA-NXX of the TN is owned by another service provider (not the Old Service Provider or the New Service Provider).

165. One or more ported TNs exist for the NPA-NXX.

166. The LRN is a valid LRN value for a switch owned by the New Service Provider.

167. The Old Service Provider does not issue an oldSP-Concurrence action to concur with the ‘pending’ port.

	Expected Results:
	RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for the TN.

RESULT-2:  The NPAC SMS issues an unsuccessful action reply to the New Service Provider’s SOA (originating SOA).

RESULT-3:  The unsuccessful action reply is received by the New Service Provider’s SOA.

	Actual Results:
	


	8.1.2.1.1.10  Create inter-service provider ‘pending’ port of a TN Range for an NPA-NXX not open for portability via the SOA Mechanized Interface. – Error
	

	Purpose:
	Attempt to create an inter-service provider ‘pending’ port consisting of a TN Range with mandatory/optional data elements via the SOA Mechanized Interface.  The NPA-NXX of the TN Range is not open for portability (currently in the NPAC SMS with a future dated effective date).

	Requirements 
	

	Prerequisites:
	168. The NPA-NXX of the TN range does not exist in the NPAC SMS.

169. The TN range involves the first ported TN for the NPA-NXX.

170. The LRN is a valid LRN value for a switch owned by the New Service Provider.

171. The due date value is a date prior to the NPA-NXX effective date.

172. The Old Service Provider does not issue an oldSP-Concurrence action to concur with the ‘pending’ port.

	 Expected Results:
	RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for each TN in the TN Range.

RESULT-2:  The NPAC SMS issues an unsuccessful action reply to the New Service Provider’s SOA (originating SOA).

RESULT-3:  The unsuccessful action reply is received by the New Service Provider’s SOA.

	Actual Results:
	


	8.1.2.1.1.11  Create inter-service provider ‘pending’ port of a single TN with an LRN of another service provider’s switch via the SOA Mechanized Interface. – Error

	Purpose:
	Attempt to create an inter-service provider ‘pending’ port consisting of a single TN with mandatory/optional data elements via the SOA Mechanized Interface.  The LRN is an LRN of another service provider’s switch.  

	Requirements:
	

	Prerequisite
	173. The NPA-NXX of the TN is owned by another service provider (not the Old Service Provider or the New Service Provider).

174. One or more ported TNs exist for the NPA-NXX.

175. The LRN is a valid LRN value for a switch owned by another service provider (not the Old Service Provider or the New Service Provider).

176. The Old Service Provider does not issue an oldSP-Concurrence action to concur with the ‘pending’ port.

	Expected Results:
	RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for each TN in the TN Range.

RESULT-2:  The NPAC SMS issues an unsuccessful action reply to the New Service Provider’s SOA (originating SOA).

RESULT-3:  The unsuccessful action reply is received by the New Service Provider’s SOA.

	Actual Results:
	


	8.1.2.1.1.12  Create inter-service provider ‘pending’ port of a single TN with an LRN that does not exist via the SOA Mechanized Interface. – Error

	Purpose:
	Attempt to create an inter-service provider ‘pending’ port consisting of a single TN with mandatory/optional data elements via the SOA Mechanized Interface.  The LRN does not exist.  

	Requirements:
	

	Prerequisites:
	177. The NPA-NXX of the TN is owned by another service provider (not the Old Service Provider or the New Service Provider).

178. One or more ported TNs exist for the NPA-NXX.

179. The Old Service Provider does not issue an oldSP-Concurrence action to concur with the ‘pending’ port.

	Expected Results:
	RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for each TN in the TN Range.

RESULT-2:  The NPAC SMS issues an unsuccessful action reply to the New Service Provider’s SOA (originating SOA).

RESULT-3:  The unsuccessful action reply is received by the New Service Provider’s SOA.

	Actual Results:
	


	8.1.2.1.1.13  Create inter-service provider ‘pending’ port of a TN Range with an invalid Old Service Provider id via the SOA Mechanized Interface. – Error

	Purpose:
	Attempt to create an inter-service provider ‘pending’ port consisting of a TN Range with mandatory/optional data elements via the SOA Mechanized Interface.  The Old Service Provider id is not the current service provider for the TNs in the TN Range.

	Requirements:
	

	Prerequisites:
	180. The NPA-NXX of the TN is owned by another service provider (not the Old Service Provider or the New Service Provider).

181. One or more ported TNs exist for the NPA-NXX.

182. The LRN is a valid LRN value for a switch owned by the New Service Provider.

183. The Old Service Provider does not issue an oldSP-Concurrence action to concur with the ‘pending’ port.

184. For each TN in the range being used, an ‘active’ SV must exist with a current service provider other than the New Service Provider.  

	Expected Results:
	RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for each TN in the TN Range.

RESULT-2:  The NPAC SMS issues an unsuccessful action reply to the New Service Provider’s SOA (originating SOA).

RESULT-3:  The unsuccessful action reply is received by the New Service Provider’s SOA.

	Actual Results:
	


	8.1.2.1.1.14  Create inter-service provider ‘pending’ port of a TN Range for which each TN in the range exists as a ‘pending’ port via the SOA Mechanized Interface. – Error

	Purpose:
	Attempt to create an inter-service provider ‘pending’ port consisting of a TN Range with mandatory/optional data elements via the SOA Mechanized Interface.  Each TN in the TN Range already exists as a ‘pending’ port.

	Requirements:
	

	Prerequisites:
	185. The NPA-NXX of the TN is owned by another service provider (not the Old Service Provider or the New Service Provider).

186. One or more ported TNs exist for the NPA-NXX.

187. The LRN is a valid LRN value for a switch owned by the New Service Provider.

188. The Old Service Provider does not issue an oldSP-Concurrence action to concur with the ‘pending’ port.

189. For each TN in the range being used, a ‘pending’ SV must exist.

	Expected Results:
	RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for each TN in the TN Range.

RESULT-2:  The NPAC SMS issues an unsuccessful action reply to the New Service Provider’s SOA (originating SOA).

RESULT-3:  The unsuccessful action reply is received by the New Service Provider’s SOA.

	Actual Results:
	


	8.1.2.1.1.15  Create inter-service provider ‘pending’ port of a TN Range for which some of the TNs in the range already exist as ‘pending’ ports via the SOA Mechanized Interface. – Error

	Purpose:
	Attempt to create an inter-service provider ‘pending’ port consisting of a TN Range with mandatory/optional data elements via the SOA Mechanized Interface.  Some of the TNs in the TN Range already exist as ‘pending’ ports.

	Requirements:
	

	Prerequisites:
	190. The NPA-NXX of the TN is owned by another service provider (not the Old Service Provider or the New Service Provider).

191. One or more ported TNs exist for the NPA-NXX.

192. The LRN is a valid LRN value for a switch owned by the New Service Provider.

193. The Old Service Provider does not issue an oldSP-Concurrence action to concur with the ‘pending’ port.

194. For some of the TNs in the range being used, a ‘pending’ SV must exist.

	Expected Results:
	RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for each TN in the TN Range.

RESULT-2:  The NPAC SMS issues an unsuccessful action reply to the New Service Provider’s SOA (originating SOA).

RESULT-3:  The unsuccessful action reply is received by the New Service Provider’s SOA.

	Actual Results:
	


	8.1.2.1.1.16  Create 1st time intra-service provider ‘pending’ port of a single TN via the SOA Mechanized Interface. – Success

	Purpose:
	Create an intra-service provider ‘pending’ port consisting of a single TN and all mandatory data elements via the SOA Mechanized Interface.

	Requirements:
	RR5-6.1, RR5-4

	Prerequisites:
	195. The NPA-NXX of the TN is owned by the New Service Provider.

196. The TN is the first ported TN for the NPA-NXX.

197. The LRN is a valid LRN value for a switch owned by the New Service Provider.

198. The new SP due date is set to the current date.  

	Expected Results:
	RESULT-1:  A subscription version with a status of ‘pending’ is created on the NPAC SMS for the TN.

RESULT-2:  The NPAC SMS issues a successful action reply to the New Service Provider’s SOA (originating SOA).

RESULT-3:  The successful action reply is received by the New Service Provider’s SOA.

RESULT-4:   The NPAC SMS issues an objectCreation notification containing the old SPID, new SPID, TN, new SP due date, new SP creation time stamp, NPAC version id and NPAC version status to the New Service Provider’s SOA.

RESULT-5:  The New Service Provider’s SOA receives the objectCreation notification and issues a confirmed reply to the NPAC SMS.

RESULT-6:  The NewNPA-NXX notification is sent to all SOAs and LSMSs.

	Actual Results:
	


	8.1.2.1.1.17  Create 1st time intra-service provider ‘pending’ port of a TN Range via the SOA Mechanized Interface. – Success

	Purpose:
	Create an intra-service provider ‘pending’ port consisting of a TN Range and mandatory/optional data elements via the SOA Mechanized Interface.  

	Requirements:
	RR5-6.1, RR5-4

	Prerequisites:
	199. The NPA-NXX of the TN Range is owned by the New Service Provider.

200. The TN Range involves the first ported TN for the NPA-NXX.

201. The LRN is a valid LRN value for a switch owned by the New Service Provider.

202. The new SP due date is set to a future date.  

	Expected Results:
	RESULT-1:  A subscription version with a status of ‘pending’ is created on the NPAC SMS for each TN in the TN Range.

RESULT-2:  The NPAC SMS issues a successful action reply to the New Service Provider’s SOA (originating SOA).

RESULT-3:  The successful action reply is received by the New Service Provider’s SOA.

RESULT-4:   The NPAC SMS issues an objectCreation notification for each TN in the TN Range containing the old SPID, new SPID, TN, new SP due date, new SP creation time stamp, NPAC version id and NPAC version status to the New Service Provider’s SOA.

RESULT-5:  The New Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.

RESULT-6:  The NewNPA-NXX notification is sent to all SOAs and LSMSs.

	Actual Results:
	


	8.1.2.1.1.18  Create intra-service provider ‘pending’ port of a single TN via the SOA Mechanized Interface. – Success

	Purpose:
	Create an intra-service provider ‘pending’ port consisting of a single TN and all mandatory data elements via the SOA Mechanized Interface.

	Requirements:
	RR5-45

	Requirements:
	203. The NPA-NXX of the TN is owned by another service provider (not the Old Service Provider or the New Service Provider).

204. One or more ported TNs exist for the NPA-NXX.

205. The LRN is a valid LRN value for a switch owned by the New Service Provider.

206. The new Service Provider due date is set to the current date.

	Expected Results:
	RESULT-1:  A subscription version with a status of ‘pending’ is created on the NPAC SMS for the TN.

RESULT-2:  The NPAC SMS issues a successful action reply to the New Service Provider’s SOA (originating SOA).

RESULT-3:  The successful action reply is received by the New Service Provider’s SOA.

RESULT-4:   The NPAC SMS issues an objectCreation notification containing the old SPID, new SPID, TN, new SP due date, new SP creation time stamp, NPAC version id and NPAC version status to the New Service Provider’s SOA.

RESULT-5:  The New Service Provider’s SOA receives the objectCreation notification and issues a confirmed reply to the NPAC SMS.

	Actual Results:
	


	8.1.2.1.1.19  Create intra-service provider ‘pending’ port of a TN Range via the SOA Mechanized Interface. – Success

	Purpose:
	Create an intra-service provider ‘pending’ port consisting of a TN Range and mandatory/optional data elements via the SOA Mechanized Interface.  

	Requirements:
	

	Prerequisites:
	207. The NPA-NXX of the TN Range is owned by another service provider (not the Old Service Provider or the New Service Provider).

208. One or more ported TNs exist for the NPA-NXX.

209. The LRN is a valid LRN value for a switch owned by the New Service Provider.

210. The new SP due date is set to a future date.

	Expected Results:
	RESULT-1:  A subscription version with a status of ‘pending’ is created on the NPAC SMS for each TN in the TN Range.

RESULT-2:  The NPAC SMS issues a successful action reply to the New Service Provider’s SOA (originating SOA).

RESULT-3:  The successful action reply is received by the New Service Provider’s SOA.

RESULT-4:   The NPAC SMS issues an objectCreation notification for each TN in the TN Range containing the old SPID, new SPID, TN, new SP due date, new SP creation time stamp, NPAC version id and NPAC version status to the New Service Provider’s SOA.

RESULT-5:  The New Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.

	Actual Results:
	


	8.1.2.1.1.20  Deleted

	8.1.2.1.1.21  Deleted


	8.1.2.1.1.22  Create intra-service provider ‘pending’ port of an entire NPA-NXX (10,000 TNs) via the SOA Mechanized Interface. – Success

	Purpose:
	Create an intra-service provider ‘pending’ port consisting of a range of 10,000 TNs with mandatory/optional data elements via the SOA Mechanized Interface.

	Requirements:
	

	Prerequisites:
	211. The NPA-NXX of the TN Range is owned by the New Service Provider.

212. The LRN is a valid LRN value for a switch owned by the New Service Provider.

213. The new SP due date is set to a future date.

	Expected Results:
	RESULT-1:  A subscription version with a status of ‘pending’ is created on the NPAC SMS for each TN in the TN Range.

RESULT-2:  The NPAC SMS issues a successful action reply to the New Service Provider’s SOA (originating SOA).

RESULT-3:  The successful action reply is received by the New Service Provider’s SOA.

RESULT-4:   The NPAC SMS issues an objectCreation notification for each TN in the TN Range containing the old SPID, new SPID, TN, new SP due date, new SP creation time stamp, NPAC version id and NPAC version status to the New Service Provider’s SOA.

RESULT-5:  The New Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.

RESULT-6:  The NewNPA-NXX notification is sent to all SOA and LSMSs.

	Actual Results:
	


	8.1.2.1.1.23  Create intra-service provider ‘pending’ port of a single TN with a due date in the past via the SOA Mechanized Interface. – Error

	Purpose:
	Attempt to create an intra-service provider ‘pending’ port consisting of a single TN with mandatory/optional data elements via the SOA Mechanized Interface.  The new Service Provider due date is set to a date in the past.

	Requirements:
	

	Prerequisites:
	214. The NPA-NXX of the TN is owned by another service provider (not the Old Service Provider or the New Service Provider).

215. One or more ported TNs exist for the NPA-NXX.

216. The LRN is a valid LRN value for a switch owned by the New Service Provider.

	Expected Results:
	RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for the TN.

RESULT-2:  The NPAC SMS issues an unsuccessful action reply to the New Service Provider’s SOA (originating SOA).

RESULT-3:  The unsuccessful action reply is received by the New Service Provider’s SOA.

	Actual Results:
	


	8.1.2.1.1.24  Create intra-service provider ‘pending’ port of a TN Range for an NPA-NXX not open for portability via the SOA Mechanized Interface. – Error

	Purpose:
	Attempt to create an intra-service provider ‘pending’ port consisting of a TN Range with mandatory/optional data elements via the SOA Mechanized Interface.  The NPA-NXX of the TN Range is not open for portability.

	Requirements 
	

	Prerequisites:
	217. The NPA-NXX of the TN Range is owned by the New Service Provider.

218. The TN Range involves the first ported TN for the NPA-NXX.

219. The LRN is a valid LRN value for a switch owned by the New Service Provider.

	 Expected Results:
	RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for each TN in the TN Range.

RESULT-2:  The NPAC SMS issues a unsuccessful action reply to the New Service Provider’s SOA (originating SOA).

RESULT-3:  The unsuccessful action reply is received by the New Service Provider’s SOA.

	Actual Results:
	


	8.1.2.1.1.25  Create intra-service provider ‘pending’ port of a single TN with an LRN of another service provider’s switch via the SOA Mechanized Interface. – Error

	Purpose:
	Attempt to create an intra-service provider ‘pending’ port consisting of a single TN with mandatory/optional data elements via the SOA Mechanized Interface.  The LRN is an LRN of another service provider’s switch.

	Requirements:
	

	Prerequisite
	220. The NPA-NXX of the TN is owned by another service provider (not the Old Service Provider or the New Service Provider).

221. One or more ported TNs exist for the NPA-NXX.

222. The LRN is a valid LRN value for a switch owned by another service provider (not the Old Service Provider or the New Service Provider).

	Expected Results:
	RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for each TN in the TN Range.

RESULT-2:  The NPAC SMS issues a unsuccessful action reply to the New Service Provider’s SOA (originating SOA).

RESULT-3:  The unsuccessful action reply is received by the New Service Provider’s SOA.

	Actual Results:
	


	8.1.2.1.1.26.  Create intra-service provider ‘pending’ port of a single TN with an LRN that does not exist via the SOA Mechanized Interface. – Error

	Purpose:
	Attempt to create an intra-service provider ‘pending’ port consisting of a single TN with mandatory/optional data elements via the SOA Mechanized Interface.  The LRN does not exist.

	Requirements:
	

	Prerequisites:
	223. The NPA-NXX of the TN is owned by another service provider (not the Old Service Provider or the New Service Provider).

224. One or more ported TNs exist for the NPA-NXX.

	Expected Results:
	RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for each TN in the TN Range.

RESULT-2:  The NPAC SMS issues a unsuccessful action reply to the New Service Provider’s SOA (originating SOA).

RESULT-3:  The unsuccessful action reply is received by the New Service Provider’s SOA.

	Actual Results:
	


	8.1.2.1.1.27.  Create intra-service provider ‘pending’ port of a TN Range with an invalid Old Service Provider id via the SOA Mechanized Interface. – Error

	Purpose:
	Attempt to create an intra-service provider ‘pending’ port consisting of a TN Range with mandatory/optional data elements via the SOA Mechanized Interface.  The Old Service Provider id is not the current service provider for the TNs in the TN Range.

	Requirements:
	

	Prerequisites:
	225. The NPA-NXX of the TN Range is owned by another service provider (not the Old Service Provider or the New Service Provider).

226. One or more ported TNs exist for the NPA-NXX.

227. The LRN is a valid LRN value for a switch owned by the New Service Provider.

	Expected Results:
	RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for each TN in the TN Range.

RESULT-2:  The NPAC SMS issues a unsuccessful action reply to the New Service Provider’s SOA (originating SOA).

RESULT-3:  The unsuccessful action reply is received by the New Service Provider’s SOA.

	Actual Results:
	


	8.1.2.1.1.28  Create intra-service provider ‘pending’ port of a TN Range for which each TN in the range exists as a ‘pending’ port for another Service Provider via the SOA Mechanized Interface. – Error

	Purpose:
	Attempt to create an intra-service provider ‘pending’ port consisting of a TN Range with mandatory/optional data elements via the SOA Mechanized Interface.  Each TN in the TN Range already exists as a ‘pending’ port for another Service Provider.

	Requirements:
	

	Prerequisites:
	228. The NPA-NXX of the TN Range is owned by another service provider (not the Old Service Provider or the New Service Provider).

229. One or more ported TNs exist for the NPA-NXX.

230. The LRN is a valid LRN value for a switch owned by the New Service Provider.

231. For each TN in the range being used, a ‘pending’ SV must exist.

	Expected Results:
	RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for each TN in the TN Range.

RESULT-2:  The NPAC SMS issues a unsuccessful action reply to the New Service Provider’s SOA (originating SOA).

RESULT-3:  The unsuccessful action reply is received by the New Service Provider’s SOA.

	Actual Results:
	


	8.1.2.1.1.29  Create intra-service provider ‘pending’ port of a TN Range for which some of the TNs in the range exists as a ‘pending’ port for another Service Provider via the SOA Mechanized Interface. – Error

	Purpose:
	Create an intra-service provider ‘pending’ port consisting of a TN Range with mandatory/optional data elements via the SOA Mechanized Interface.  Some of the TNs in the TN Range already exist as a ‘pending’ port for another Service Provider.

	Requirements:
	

	Prerequisites:
	232. The NPA-NXX of the TN Range is owned by another service provider (not the Old Service Provider or the New Service Provider).

233. One or more ported TNs exist for the NPA-NXX.

234. The LRN is a valid LRN value for a switch owned by the New Service Provider.

235. For some of the TNs in the range being used, a ‘pending’ SV must exist.

	Expected Results:
	RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for each TN in the TN Range.

RESULT-2:  The NPAC SMS issues a unsuccessful action reply to the New Service Provider’s SOA (originating SOA).

RESULT-3:  The unsuccessful action reply is received by the New Service Provider’s SOA.

	Actual Results:
	


	8.1.2.1.1.30  Create 1st time inter-service provider ‘pending’ port (concurrence) of a single TN via the SOA Mechanized Interface. – Success

	Purpose:
	Create an inter-service provider ‘pending’ port (concurrence) consisting of a single TN and all mandatory data elements via the SOA Mechanized Interface.

	Requirements:
	

	Prerequisites:
	236. The NPA-NXX of the TN is owned by the Old Service Provider.

237. The TN is the first ported TN for the NPA-NXX.

238. The old SP due date is set to the current date.

	Expected Results:
	RESULT-1:  A subscription version with a status of ‘pending’ is created on the NPAC SMS for the TN.

RESULT-2:  The NPAC SMS issues a successful action reply to the Old Service Provider’s SOA (originating SOA).

RESULT-3:  The successful action reply is received by the Old Service Provider’s SOA.

RESULT-4:   The NPAC SMS issues an objectCreation notification containing the old SPID, new SPID, TN,  old SP due date, old SP authorization time stamp, old SP authorization, NPAC version id and NPAC version status to the Old Service Provider’s SOA and the New Service Provider’s SOA.

RESULT-5:  The Old Service Provider’s SOA receives the objectCreation notification and issues a confirmed reply to the NPAC SMS.

RESULT-6:  The New Service Provider’s SOA receives the objectCreation notification and issues a confirmed reply to the NPAC SMS.

RESULT-7:  The NewNPA-NXX notification is sent to all SOA and LSMSs.

RESULT-8:  The Initial Concurrence Window timer is set by the NPAC SMS.

RESULT-9:  The Initial Concurrence Window timer expires and a newSP-CreateRequest notification is sent to the New Service Provider’s SOA.

RESULT-10:  The Final Concurrence Window timer is set by the NPAC SMS.

RESULT-11:  The Final Concurrence Window timer expires.

RESULT-12:  The NPAC SMS updates the status of the subscription version to ‘canceled’ and sends a statusAttributeValueChange notification to the Old Service Provider’s SOA and the New Service Provider’s SOA.

RESULT-13:  The Old Service Provider’s SOA receives the statusAttributeValueChange notification and issues a confirmed reply to the NPAC SMS.

RESULT-14:  The New Service Provider’s SOA receives the statusAttributeValueChange notification and issues a confirmed reply to the NPAC SMS.

	Actual Results:
	


	8.1.2.1.1.31  Create 1st time inter-service provider ‘pending’ port (concurrence) of a TN Range via the SOA Mechanized Interface. – Success

	Purpose:
	Create an inter-service provider ‘pending’ port consisting of a TN Range and mandatory/optional data elements via the SOA Mechanized Interface.

	Requirements:
	

	Prerequisites:
	239. The NPA-NXX of the TN Range is owned by the Old Service Provider.

240. The TN Range involves the first ported TN for the NPA-NXX.

241. The old SP due date is set to a future date.

	Expected Results:
	RESULT-1:  A subscription version with a status of ‘pending’ is created on the NPAC SMS for each TN in the TN Range.

RESULT-2:  The NPAC SMS issues a successful action reply to the New Service Provider’s SOA (originating SOA).

RESULT-3:  The successful action reply is received by the New Service Provider’s SOA.

RESULT-4:   The NPAC SMS issues an objectCreation notification for each TN in the TN Range containing the old SPID, new SPID, TN,  old SP due date, old SP authorization time stamp, old SP authorization, NPAC version id and NPAC version status to the Old Service Provider’s SOA and the New Service Provider’s SOA.

RESULT-5:  The Old Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.

RESULT-6:  The New Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.

RESULT-7:  The NewNPA-NXX notification is sent to all SOA and LSMSs.

RESULT-8:  The Initial Concurrence Window timer is set by the NPAC SMS for each TN in the TN Range.

RESULT-9:  The Initial Concurrence Window timer expires for each TN and a newSP-CreateRequest notification is sent to the Old Service Provider’s SOA for each TN in the TN Range.

RESULT-10:  The Final Concurrence Window timer is set by the NPAC SMS for each TN in the TN Range.

RESULT-11:  The Final Concurrence Window timer expires.

RESULT-12:  The NPAC SMS updates the status of the subscription version to ‘canceled’ and sends a statusAttributeValueChange notification to the Old Service Provider’s SOA and the New Service Provider’s SOA.

RESULT-13:  The Old Service Provider’s SOA receives the statusAttributeValueChange notification and issues a confirmed reply to the NPAC SMS.

RESULT-14:  The New Service Provider’s SOA receives the statusAttributeValueChange notification and issues a confirmed reply to the NPAC SMS.

	Actual Results:
	


	8.1.2.1.1.32  Create inter-service provider ‘pending’ port (concurrence) of a single TN via the SOA Mechanized Interface. – Success

	Purpose:
	Create an inter-service provider ‘pending’ port consisting of a single TN and all mandatory data elements via the SOA Mechanized Interface.

	Requirements:
	

	Prerequisites:
	242. The NPA-NXX of the TN is owned by the Old Service Provider.

243. One or more ported TNs exist for the NPA-NXX.

244. The old SP due date is set to the current date.

	Expected Results:
	RESULT-1:  A subscription version with a status of ‘pending’ is created on the NPAC SMS for the TN.

RESULT-2:  The NPAC SMS issues a successful action reply to the New Service Provider’s SOA (originating SOA).

RESULT-3:  The successful action reply is received by the New Service Provider’s SOA.

RESULT-4:   The NPAC SMS issues an objectCreation notification containing the old SPID, new SPID, TN old SP due date, old SP authorization time stamp, old SP authorization, NPAC version id and NPAC version status to the Old Service Provider’s SOA and the New Service Provider’s SOA.

RESULT-5:  The Old Service Provider’s SOA receives the objectCreation notification and issues a confirmed reply to the NPAC SMS.

RESULT-6:  The New Service Provider’s SOA receives the objectCreation notification and issues a confirmed reply to the NPAC SMS.

RESULT-7:  The Initial Concurrence Window timer is set by the NPAC SMS.

RESULT-8:  The Initial Concurrence Window timer expires and a newSP-CreateRequest notification is sent to the New Service Provider’s SOA.

RESULT-9:  The Final Concurrence Window timer is set by the NPAC SMS.

RESULT-10:  The Final Concurrence Window timer expires.

RESULT-11:  The NPAC SMS updates the status of the subscription version to ‘canceled’ and sends a statusAttributeValueChange notification to the Old Service Provider’s SOA and the New Service Provider’s SOA.

RESULT-12:  The Old Service Provider’s SOA receives the statusAttributeValueChange notification and issues a confirmed reply to the NPAC SMS.

RESULT-13:  The New Service Provider’s SOA receives the statusAttributeValueChange notification and issues a confirmed reply to the NPAC SMS.

	Actual Results:
	


	8.1.2.1.1.33  Create inter-service provider ‘pending’ port (concurrence) of a TN Range via the SOA Mechanized Interface. – Success

	Purpose:
	Create an inter-service provider ‘pending’ port consisting of a TN Range and mandatory/optional data elements via the SOA Mechanized Interface.

	Requirements:
	R5-15.1, R5-20.5, R5-21.6, R5-21.7,  R5-18.1, R5-18.3, R518-4, R5-18.5, R5-18.6,  R5-18.7, R5-21.1, R5-22

	Prerequisites:
	245. The NPA-NXX of the TN Range is owned by the Old Service Provider.

246. One or more ported TNs exist for the NPA-NXX.

247. The old SP due date is set to a future date.

	Expected Results:
	RESULT-1:  A subscription version with a status of ‘pending’ is created on the NPAC SMS for each TN in the TN Range.

RESULT-2:  The NPAC SMS issues a successful action reply to the New Service Provider’s SOA (originating SOA).

RESULT-3:  The successful action reply is received by the New Service Provider’s SOA.

RESULT-4:   The NPAC SMS issues an objectCreation notification for each TN in the TN Range containing the old SPID, new SPID, TN old SP due date, old SP authorization time stamp, old SP authorization, NPAC version id and NPAC version status to the Old Service Provider’s SOA and the New Service Provider’s SOA.

RESULT-5:  The Old Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.

RESULT-6:  The New Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.

RESULT-7:  The Initial Concurrence Window timer is set by the NPAC SMS for each TN in the TN Range.

RESULT-8:  The Initial Concurrence Window timer expires for each TN and a newSP-CreateRequest notification is sent to the Old Service Provider’s SOA for each TN in the TN Range.

RESULT-9:  The Final Concurrence Window timer is set by the NPAC SMS for each TN in the TN Range.

RESULT-10:  The Final Concurrence Window timer expires.

RESULT-11:  The NPAC SMS updates the status of the subscription version to ‘canceled’ and sends a statusAttributeValueChange notification to the Old Service Provider’s SOA and the New Service Provider’s SOA.

RESULT-12:  The Old Service Provider’s SOA receives the statusAttributeValueChange notification and issues a confirmed reply to the NPAC SMS.

RESULT-13:  The New Service Provider’s SOA receives the statusAttributeValueChange notification and issues a confirmed reply to the NPAC SMS.

	Actual Results:
	


	8.1.2.1.1.34  Create inter-service provider ‘pending’ port (concurrence) of a ported TN porting to the original service provider via the SOA Mechanized Interface. – Success

	Purpose:
	Create an inter-service provider ‘pending’ port consisting of a single TN that is porting to the original service provider (donor network) via the SOA Mechanized Interface.

	Requirements:
	 

	Prerequisites:
	248. The NPA-NXX of the TN is owned by the New Service Provider.

249. One or more ported TNs exist for the NPA-NXX.

250. An ‘active’ subscription version exists for this TN.

251. The old SP due date is set to a future date.

	Expected Results:
	RESULT-1:  A subscription version with a status of ‘pending’ is created on the NPAC SMS for the TN.

RESULT-2:  The NPAC SMS issues a successful action reply to the New Service Provider’s SOA (originating SOA).

RESULT-3:  The successful action reply is received by the New Service Provider’s SOA.

RESULT-4:   The NPAC SMS issues an objectCreation notification containing the old SPID, new SPID, TN, old SP due date, old SP authorization time stamp, old SP authorization, NPAC version id and NPAC version status to the Old Service Provider’s SOA and the New Service Provider’s SOA.

RESULT-5:  The Old Service Provider’s SOA receives the objectCreation notification and issues a confirmed reply to the NPAC SMS.

RESULT-6:  The New Service Provider’s SOA receives the objectCreation notification and issues a confirmed reply to the NPAC SMS.

RESULT-7:  The Initial Concurrence Window timer is set by the NPAC SMS.

RESULT-8:  The Initial Concurrence Window timer expires and a newSP-CreateRequest notification is sent to the Old Service Provider’s SOA.

RESULT-9:  The Final Concurrence Window timer is set by the NPAC SMS.

RESULT-10:  The Final Concurrence Window timer expires.

RESULT-11:  The NPAC SMS updates the status of the subscription version to ‘canceled’ and sends a statusAttributeValueChange notification to the Old Service Provider’s SOA and the New Service Provider’s SOA.

RESULT-12:  The Old Service Provider’s SOA receives the statusAttributeValueChange notification and issues a confirmed reply to the NPAC SMS.

RESULT-13:  The New Service Provider’s SOA receives the statusAttributeValueChange notification and issues a confirmed reply to the NPAC SMS.

	Actual Results:
	


	8.1.2.1.1.35  Create inter-service provider ‘pending’ port (concurrence) of a ported TN Range porting to the original service provider via the SOA Mechanized Interface. – Success

	Purpose:
	Create an inter-service provider ‘pending’ port consisting of a TN Range that is porting to the original service provider (donor network) via the SOA Mechanized Interface.

	Requirements:
	

	Prerequisites:
	252. The NPA-NXX of the TN Range is owned by the New Service Provider.

253. One or more ported TNs exist for the NPA-NXX.

254. A range of ‘active’ subscription versions exist for these TNs.

255. The old SP due date is set to a future date.

	Expected Results:
	RESULT-1:  A subscription version with a status of ‘pending’ is created on the NPAC SMS for each TN in the TN Range.

RESULT-2:  The NPAC SMS issues a successful action reply to the New Service Provider’s SOA (originating SOA).

RESULT-3:  The successful action reply is received by the New Service Provider’s SOA.

RESULT-4:   The NPAC SMS issues an objectCreation notification for each TN in the TN Range containing the old SPID, new SPID, TN old SP due date, old SP authorization time stamp, old SP authorization, NPAC version id and NPAC version status to the Old Service Provider’s SOA and the New Service Provider’s SOA.

RESULT-5:  The Old Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.

RESULT-6:  The New Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.

RESULT-7:  The Initial Concurrence Window timer is set by the NPAC SMS for each TN in the TN Range.

RESULT-8:  The Initial Concurrence Window timer expires for each TN and a newSP-CreateRequest notification is sent to the Old Service Provider’s SOA for each TN in the TN Range.

RESULT-9:  The Final Concurrence Window timer is set by the NPAC SMS for each TN in the TN Range.

RESULT-10:  The Final Concurrence Window timer expires.

RESULT-11:  The NPAC SMS updates the status of the subscription version to ‘canceled’ and sends a statusAttributeValueChange notification to the Old Service Provider’s SOA and the New Service Provider’s SOA.

RESULT-12:  The Old Service Provider’s SOA receives the statusAttributeValueChange notification and issues a confirmed reply to the NPAC SMS.

RESULT-13:  The New Service Provider’s SOA receives the statusAttributeValueChange notification and issues a confirmed reply to the NPAC SMS.

	Actual Results:
	


	8.1.2.1.1.36  Create inter-service provider ‘pending’ port (concurrence) of a TN Range consisting of both ported and non-ported TNs via the SOA Mechanized Interface. – Success

	Purpose:
	Create an inter-service provider ‘pending’ port consisting of a TN Range of both ported and non-ported TNs and mandatory/optional data elements via the SOA Mechanized Interface.

	Requirements:
	

	Prerequisites:
	256. One or more of the TNs in the TN Range are not ported.

257. One or more ported TNs in the TN Range exist for the NPA-NXX.

258. The old SP due date is set to a future date.

259. For some of the TNs in the TN range being used, an ‘active’ SV exists with a current service provider that is the same as the service provider who owns the NPA-NXX of the non-ported TNs.

	Expected Results:
	RESULT-1:  A subscription version with a status of ‘pending’ is created on the NPAC SMS for each TN in the TN Range.

RESULT-2:  The NPAC SMS issues a successful action reply to the New Service Provider’s SOA (originating SOA).

RESULT-3:  The successful action reply is received by the New Service Provider’s SOA.

RESULT-4:   The NPAC SMS issues an objectCreation notification for each TN in the TN Range containing the old SPID, new SPID, TN old SP due date, old SP authorization time stamp, old SP authorization, NPAC version id and NPAC version status to the Old Service Provider’s SOA and the New Service Provider’s SOA.

RESULT-5:  The Old Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.

RESULT-6:  The New Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.

RESULT-7:  The Initial Concurrence Window timer is set by the NPAC SMS for each TN in the TN Range.

RESULT-8:  The Initial Concurrence Window timer expires for each TN and a newSP-CreateRequest notification is sent to the Old Service Provider’s SOA for each TN in the TN Range.

RESULT-9:  The Final Concurrence Window timer is set by the NPAC SMS for each TN in the TN Range.

RESULT-10:  The Final Concurrence Window timer expires.

RESULT-11:  The NPAC SMS updates the status of the subscription version to ‘canceled’ and sends a statusAttributeValueChange notification to the Old Service Provider’s SOA and the New Service Provider’s SOA.

RESULT-12:  The Old Service Provider’s SOA receives the statusAttributeValueChange notification and issues a confirmed reply to the NPAC SMS.

RESULT-13:  The New Service Provider’s SOA receives the statusAttributeValueChange notification and issues a confirmed reply to the NPAC SMS.

	Actual Results:
	


	8.1.2.1.1.37 Create inter-service provider ‘pending’ port (concurrence) of a TN Range of an entire NPA-NXX (10,000 TNs) via the SOA Mechanized Interface. – Success

	Purpose:
	Create an inter-service provider ‘pending’ port consisting of a range of 10,000 TNs with mandatory/optional data elements via the SOA Mechanized Interface.

	Requirements:
	

	Prerequisites:
	260. The NPA-NXX of the TN Range is owned by another service provider (not the Old Service Provider or the New Service Provider).

261. One or more ported TNs exist for the NPA-NXX.

262. The old SP due date is set to a future date.

263. The New Service Provider does not issue a newSP-Create action to concur with the ‘pending’ port.

	Expected Results:
	RESULT-1:  A subscription version with a status of ‘pending’ is created on the NPAC SMS for each TN in the TN Range.

RESULT-2:  The NPAC SMS issues a successful action reply to the New Service Provider’s SOA (originating SOA).

RESULT-3:  The successful action reply is received by the New Service Provider’s SOA.

RESULT-4:   The NPAC SMS issues an objectCreation notification for each TN in the TN Range containing the old ID, new SPID, TN, old SP due date, old SP authorization time stamp, old SP authorization, NPAC version id and NPAC version status to the Old Service Provider’s SOA and the New Service Provider’s SOA.

RESULT-5:  The Old Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.

RESULT-6:  The New Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.

RESULT-7:  The Initial Concurrence Window timer is set by the NPAC SMS for each TN in the TN Range.

RESULT-8:  The Initial Concurrence Window timer expires for each TN and newSP-CreateRequest notification is sent to Old Service Provider’s SOA for each TN in TN Range.

RESULT-9:  The Final Concurrence Window timer is set by the NPAC SMS for each TN in the TN Range.

RESULT-10:  The Final Concurrence Window timer expires.

RESULT-11:  The NPAC SMS updates the status of the subscription version to ‘canceled’ and sends a statusAttributeValueChange notification to the Old Service Provider’s SOA and the New Service Provider’s SOA.

RESULT-12:  The Old Service Provider’s SOA receives the statusAttributeValueChange notification and issues a confirmed reply to the NPAC SMS.

RESULT-13:  The New Service Provider’s SOA receives the statusAttributeValueChange notification and issues a confirmed reply to the NPAC SMS.

	Actual Results:
	


	8.1.2.1.1.38  Create inter-service provider ‘pending’ port (concurrence) of a single TN with a due date in the past via the SOA Mechanized Interface. – Error

	Purpose:
	Attempt to create an inter-service provider ‘pending’ port consisting of a single TN with mandatory/optional data elements via the SOA Mechanized Interface.  The old Service Provider due date is set to a date in the past.

	Requirements:
	

	Prerequisites:
	264. The NPA-NXX of the TN is owned by another service provider (not the Old Service Provider or the New Service Provider).

265. One or more ported TNs exist for the NPA-NXX.

266. The New Service Provider does not issue a newSP-Create action to concur with the ‘pending’ port.

	Expected Results:
	RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for the TN.

RESULT-2:  The NPAC SMS issues a unsuccessful action reply to the Old Service Provider’s SOA (originating SOA).

RESULT-3:  The unsuccessful action reply is received by the Old Service Provider’s SOA.

	Actual Results:
	


	8.1.2.1.1.39  Create inter-service provider ‘pending’ port (concurrence) of a TN Range for an NPA-NXX not open for portability via the SOA Mechanized Interface. – Error

	Purpose:
	Attempt to create an inter-service provider ‘pending’ port consisting of a TN Range with mandatory/optional data elements via the SOA Mechanized Interface.  The NPA-NXX of the TN Range is not open for portability (currently in the NPAC SMS with a future dated effective date).

	Requirements 
	

	Prerequisites:
	267. The NPA-NXX of the TN Range is owned by another service provider (not the Old Service Provider or the New Service Provider).

268. The TN is the first ported TN for the NPA-NXX.

269. The due date value is a date prior to the NPA-NXX effective date.

270. The New Service Provider does not issue a newSP-Create action to concur with the ‘pending’ port.

	 Expected Results:
	RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for each TN in the TN Range.

RESULT-2:  The NPAC SMS issues a unsuccessful action reply to the Old Service Provider’s SOA (originating SOA).

RESULT-3:  The unsuccessful action reply is received by the Old Service Provider’s SOA.

	Actual Results:
	


	8.1.2.1.1.40  Create inter-service provider ‘pending’ port (concurrence) of a TN Range for which each TN in the range exists as a ‘pending’ port via the SOA Mechanized Interface. – Error

	Purpose:
	Attempt to create an inter-service provider ‘pending’ port consisting of a TN Range with mandatory/optional data elements via the SOA Mechanized Interface.  Each TN in the TN Range already exists as a ‘pending’ port.

	Requirements:
	

	Prerequisites:
	271. The NPA-NXX of the TN Range is owned by another service provider (not the Old Service Provider or the New Service Provider).

272. One or more ported TNs exist for the NPA-NXX.

273. The New Service Provider does not issue a newSP-Create action to concur with the ‘pending’ port.

274. For each TN in the range being used, a ‘pending’ SV must exist.

	Expected Results:
	RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for each TN in the TN Range.

RESULT-2:  The NPAC SMS issues a unsuccessful action reply to the Old Service Provider’s SOA (originating SOA).

RESULT-3:  The unsuccessful action reply is received by the Old Service Provider’s SOA.

	Actual Results:
	


	8.1.2.1.1.41  Create inter-service provider ‘pending’ port (concurrence) of a TN Range for which some of the TNs in the range exists as a ‘pending’ port via the SOA Mechanized Interface. – Error

	Purpose:
	Attempt to create an inter-service provider ‘pending’ port consisting of a TN Range with mandatory/optional data elements via the SOA Mechanized Interface.  Some of the TNs in the TN Range already exist as a ‘pending’ port.

	Requirements:
	

	Prerequisites:
	275. The NPA-NXX of the TN Range is owned by another service provider (not the Old Service Provider or the New Service Provider).

276. One or more ported TNs exist for the NPA-NXX.

277. The New Service Provider does not issue a newSP-Create action to concur with the ‘pending’ port.

278. For some of the TNs in the range being used, a ‘pending’ SV must exist.

	Expected Results:
	RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for each TN in the TN Range.

RESULT-2:  The NPAC SMS issues a unsuccessful action reply to the Old Service Provider’s SOA (originating SOA).

RESULT-3:  The unsuccessful action reply is received by the Old Service Provider’s SOA.

	Actual Results:
	


	8.1.2.1.1.42  Create inter-service provider ‘pending’ port (concurrence) of a TN Range with an authorization flag equal to FALSE and the cause code value populated via the SOA Mechanized Interface. – Success

	Purpose:
	Create an inter-service provider ‘pending’ port consisting of a TN Range and mandatory data elements via the SOA Mechanized Interface.  The authorization flag is equal to FALSE and the cause code value is set to 50.

	Requirements:
	

	Prerequisites:
	279. The NPA-NXX of the TN Range is owned by another service provider (not the Old Service Provider or the New Service Provider).

280. One or more ported TNs exist for the NPA-NXX.

281. The New Service Provider does not issue a newSP-Create action to concur with the ‘pending’ port.

	Expected Results:
	RESULT-1:  A subscription version with a status of conflict is created on the NPAC SMS for each TN in the TN Range.

RESULT-2:  The NPAC SMS issues a successful action reply to the Old Service Provider’s SOA (originating SOA).

RESULT-3:  The successful action reply is received by the Old Service Provider’s SOA.

RESULT-4:   The NPAC SMS issues an objectCreation notification for each TN in the TN Range containing the old SPID, new SPID, TN old SP due date, old SP authorization time stamp, old SP authorization, NPAC version id and NPAC version status to the Old Service Provider’s SOA and the New Service Provider’s SOA.

RESULT-5:  The Old Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.

RESULT-6:  The New Service Provider’s SOA receives each objectCreation notification and issues a confirmed reply to the NPAC SMS.

RESULT-7:  The Initial Concurrence Window timer is set by the NPAC SMS for each TN in the TN Range.

RESULT-8:  The Initial Concurrence Window timer expires for each TN and a newSP-CreateRequest notification is sent to the Old Service Provider’s SOA for each TN in the TN Range.

RESULT-9:  The Final Concurrence Window timer is set by the NPAC SMS for each TN in the TN Range.

RESULT-10:  The Final Concurrence Window timer expires.

RESULT-11:  The NPAC SMS updates the status of the subscription version to ’canceled’ and sends a statusAttributeValueChange notification to the Old Service Provider’s SOA and the New Service Provider’s SOA.

RESULT-12:  The Old Service Provider’s SOA receives the statusAttributeValueChange notification and issues a confirmed reply to the NPAC SMS.

RESULT-13:  The New Service Provider’s SOA receives the statusAttributeValueChange notification and issues a confirmed reply to the NPAC SMS.

	Actual Results:
	


	8.1.2.1.1.43  Create inter-service provider ‘pending’ port (concurrence) of a TN Range with the authorization flag equal to FALSE and the cause code value not populated via the SOA Mechanized Interface. – Error

	Purpose:
	Attempt to create an inter-service provider ‘pending’ port consisting of a TN Range with mandatory data elements via the SOA Mechanized Interface.  The authorization flag is equal to FALSE and the cause code value is not populated.

	Requirements:
	

	Prerequisites:
	282. The NPA-NXX of the TN Range is owned by another service provider (not the Old Service Provider or the New Service Provider).

283. One or more ported TNs exist for the NPA-NXX.

284. The New Service Provider does not issue a newSP-Create action to concur with the ‘pending’ port.

	Expected Results:
	RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for each TN in the TN Range.

RESULT-2:  The NPAC SMS issues a unsuccessful action reply to the Old Service Provider’s SOA (originating SOA).

RESULT-3:  The unsuccessful action reply is received by the Old Service Provider’s SOA.

	Actual Results:
	


	8.1.2.1.1.44  Create inter-service provider ‘pending’ port (concurrence) of a TN Range with the authorization flag equal to TRUE and the cause code value is populated via the SOA Mechanized Interface. – Error

	Purpose:
	Attempt to create an inter-service provider ‘pending’ port consisting of a TN Range with mandatory data elements via the SOA Mechanized Interface.  The NPA-NXX of the TN Range is not owned by the Old Service Provider.  The NPA-NXX of the TN Range is open for portability.  The old Service Provider due date is set to a future date.  The authorization flag is equal to TRUE and the cause code value is populated.

	Requirements:
	

	Prerequisites:
	285. The NPA-NXX of the TN Range is owned by another service provider (not the Old Service Provider or the New Service Provider).

286. One or more ported TNs exist for the NPA-NXX.

287. The New Service Provider does not issue a newSP-Create action to concur with the ‘pending’ port.

	Expected Results:
	RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for each TN in the TN Range.

RESULT-2:  The NPAC SMS issues a unsuccessful action reply to the Old Service Provider’s SOA (originating SOA).

RESULT-3:  The unsuccessful action reply is received by the Old Service Provider’s SOA.

	Actual Results:
	


	8.1.2.1.1.45  Create inter-service provider ‘pending’ port (concurrence) of a TN Range with the authorization flag equal to FALSE and the cause code value is not 0 via the SOA Mechanized Interface. – Error

	Purpose:
	Attempt to create an inter-service provider ‘pending’ port consisting of a TN Range with mandatory data elements via the SOA Mechanized Interface.  The authorization flag is equal to FALSE and the cause code value is not 0.

	Prerequisites:
	

	Prerequisites:
	288. The NPA-NXX of the TN Range is owned by another service provider (not the Old Service Provider or the New Service Provider).

289. One or more ported TNs exist for the NPA-NXX.

290. The New Service Provider does not issue a newSP-Create action to concur with the ‘pending’ port.

	Expected Results:
	RESULT-1:  A subscription version with a status of ‘pending’ is not created on the NPAC SMS for each TN in the TN Range.

RESULT-2:  The NPAC SMS issues a unsuccessful action reply to the Old Service Provider’s SOA (originating SOA).

RESULT-3:  The unsuccessful action reply is received by the Old Service Provider’s SOA.

	Actual Results:
	


8.1.2.2 Modify of Subscription Data

8.1.2.2.1 SOA Mechanized Interface

	8.1.2.2.1.1  Modify required fields for a single TN ‘pending’ port with valid data. – Success

	Purpose:
	New Service Provider issues a modify for each of the required fields for a single TN ‘pending’ port request which is not in conflict using valid data.  The following are the required fields:

LRN

Due Date (set it equal to the NPA-NXX Effective Date)

	Requirements:
	R5-26, R5-27.1, R5-29.1, R5-29.3, R5-29.4, R5-31.3

	Prerequisites:
	1. Verify that the ‘pending’ Subscription Version to be modified exists on the NPAC SMS with a due date later than the current date and later than the NPA-NXX Effective Date.

2. Pending port is not in conflict.

	Expected Results:
	RESULT-1:  NPAC SMS receives the M-SET request for a subscription version modify from the New Service Provider.

RESULT-2:  NPAC SMS modifies the subscription version attributes in the subscriptionVersionNPAC object and set the subscriptionModifiedTimeStamp.

RESULT-3:  NPAC SMS issues an M-SET response to the New Service Provider. 

RESULT-4:  NPAC SMS issues an M-Event Report attributeValueChange to the Old Service Provider.

RESULT-5:  The Old Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.

RESULT-6:  NPAC SMS issues M-EVENT-REPORT attributeValueChange to the New Service Provider SOA.

RESULT-7:  The New Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.

	Actual Results:
	


	8.1.2.2.1.2  Modify optional fields for a single TN ‘pending’ port for a New Service Provider. – Success

	Purpose:
	New Service Provider issues a modify for the following optional fields for a single TN ‘pending’ port with valid data:

Class DPC

Class SSN

LIDB DPC

LIDB SSN

CNAM DPC

CNAM SSN

ISVM DPC

ISVM SSN

WSMSC-DPC – if supported by the Service Provider SOA

WSMSC-SSN – if supported by the Service Provider SOA

Billing Service Provider ID

End-User Location - Value

End-User Location - Type

	Requirements:
	R5-27.1, R5-28, R5-29.1, R5-31.3

	Prerequisites:
	291. Pending port exists for the TN.

292. Pending port is not in conflict.

	Expected Results:
	RESULT-1:  NPAC SMS will M-SET the attributes modified in the subscriptionVersionNPAC object and set the subscriptionModifiedTimeStamp.

RESULT-2:  The NPAC SMS will issue an M-SET response.

RESULT-3:  NPAC SMS replies to the M-ACTION with success.

RESULT-4:  The Old Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.

RESULT-5:  NPAC SMS issues M-EVENT-REPORT attributeValueChange to the New Service Provider SOA.

RESULT-6:  The New Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.

	Actual Results:
	


	8.1.2.2.1.3  Modify “porting to original” due date for a single TN ‘pending’ port. – Success

	Purpose:
	New Service Provider issues a modify for the “porting to original” due date field for a ‘pending’ port using valid data.

	Requirements:
	R5-27.2, R5-29.2, R5-31.3

	Prerequisites:
	293. Pending port exists for the TN.

294. Pending port is not in conflict.

	Expected Results:
	RESULT-1:  NPAC SMS will M-SET the attributes modified in the subscriptionVersionNPAC object and set the subscriptionModifiedTimeStamp.

RESULT-2:  The NPAC SMS will issue an M-SET response.

RESULT-3:  NPAC SMS replies to the M-ACTION with success.

RESULT-4:  The Old Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.

RESULT-5:  NPAC SMS issues M-EVENT-REPORT attributeValueChange to the New Service Provider SOA.

RESULT-6:  The New Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.

	Actual Results:
	


	8.1.2.2.1.4  Modify CNAM DPC with invalid data for a single TN ‘pending’ port. – Error

	Purpose:
	New Service Provider issues a modify for the CNAM DPC field for a ‘pending’ port using alphabetic characters.

	Requirements:
	R5-25, R5-29.1, R5-30.1, R5-30.2

	Prerequisites:
	295. Pending port exists for the TN.

296. Pending port is not in conflict.

	Expected Results:
	RESULT-1:  Pending port is not modified.

RESULT-2:  NPAC SMS sends unsuccessful action reply to the New Service Provider.

	Actual Results:
	


	8.1.2.2.1.5  Modify CNAM SSN with invalid data for a single TN ‘pending’ port. – Error

	Purpose:
	New Service Provider issues a modify for the CNAM SSN field for a ‘pending’ port using alphabetic characters.

	Requirements: 
	R5-25, R5-29.1, R5-30.1, R5-30.2

	Prerequisites:
	297. Pending port exists for the TN.  

298. Pending port is not in conflict.

	Expected Results:
	RESULT-1:  Pending port is not modified.

RESULT-2:  NPAC SMS sends unsuccessful action reply to the New Service Provider.

	Actual Results:
	


	8.1.2.2.1.6  Modify End-User Location Value with invalid data for a single TN ‘pending’ port. – Error

	Purpose:
	New Service Provider issues a modify for the End-User Location Value field for a ‘pending’ port using invalid data.

	Requirements:
	R5-25, R5-29.1, R5-30.1, R5-30.2

	Prerequisites:
	299. Pending port exists for the TN.

300. Pending port is not in conflict.

	Expected Results:
	RESULT-1:  Pending port is not modified.

RESULT-2:  NPAC SMS sends unsuccessful action reply to the New Service Provider.

	Actual Results:
	


	8.1.2.2.1.7  Modify Old Service Provider Authorization field for a single TN ‘pending’ port. – Error

	Purpose:
	New Service Provider issues a modify single TN ‘pending’ port for Old Service Provider Authorization field which only the Old Service Provider is allowed to update.

	Requirements: 
	R5-27.3

	Prerequisites:
	301. Pending port exists for the TN.

302. Pending port is not in conflict.

	Expected Results:
	RESULT-1:  Pending port is not modified.

RESULT-2:  NPAC SMS sends unsuccessful action reply to the New Service Provider.

	Actual Results:
	


	8.1.2.2.1.8  Modify required fields for a ‘pending’ port for a range of TNs with valid data. – Success

	Purpose:
	New Service Provider issues a modify for each of the required fields for a ‘pending’ port which is not in conflict using valid data.  

The following are the required fields:

LRN

Due Date

The following are the optional fields:

Class DPC

Class SSN

LIDB DPC

LIDB SSN

CNAM DPC

CNAM SSN

ISVM DPC

ISVM SSN

WSMSC-DPC – if supported by the Service Provider SOA

WSMSC-SSN – if supported by the Service Provider SOA

	Requirements:
	R5-27.1, R5-26, R5-29.1, R5-29.3, R5-29.4, R5-31.3

	Prerequisites:
	303. Pending ports exist for the range of TNs.  

304. Pending ports are not in conflict.

	Expected Results:
	RESULT-1:  NPAC SMS will M-SET the attributes modified in the subscriptionVersionNPAC object and set the subscriptionModifiedTimeStamp.

RESULT-2:  The NPAC SMS will issue an M-SET response.

RESULT-3:  NPAC SMS replies to the M-ACTION with success.

RESULT-4:  The Old Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.

RESULT-5:  NPAC SMS issues M-EVENT-REPORT attributeValueChange to the New Service Provider SOA.

RESULT-6:  The New Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.

	Actual Results:
	


	8.1.2.2.1.9  Modify optional fields for ‘pending’ ports for a range of TNs for a New Service Provider – Success

	Purpose:
	New Service Provider issues a modify for the following optional fields for ‘pending’ ports for a range of TNs with valid data:

Billing Service Provider ID

End-User Location - Value

End-User Location - Type

	Requirements:
	R5-28, R5-29.1, R5-31.3

	Prerequisites:
	305. Pending ports exist for the range of TNs.

306. Pending ports are not in conflict.

	Expected Results:
	RESULT-1:  NPAC SMS will M-SET the attributes modified in the subscriptionVersionNPAC object and set the subscriptionModifiedTimeStamp.

RESULT-2:  The NPAC SMS will issue an M-SET response.

RESULT-3:  NPAC SMS replies to the M-ACTION with success.

RESULT-4:  The Old Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.

RESULT-5:  NPAC SMS issues M-EVENT-REPORT attributeValueChange to the New Service Provider SOA.

RESULT-6:  The New Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.

	Actual Results:
	


	8.1.2.2.1.10  Modify LRN with valid data for a ‘pending’ port for a range of TNs. – Error

	Purpose:
	New Service Provider is unable to issue a modify for the LRN field for a ‘pending’ port for a range of TNs using an LRN which exists.  Not all of the TNs in the range belong to the Service Provider.

	Requirements:
	R5-25, R5-29.1, R5-30.1, R5-30.2

	Prerequisites:
	307. Pending ports exist for the range of TNs.  

308. Pending ports are not in conflict.

309. Not all of the TNs within the range belong to the Service Provider.

	Expected Results:
	RESULT-1:  Pending port is not modified.

RESULT-2:  NPAC SMS sends unsuccessful action reply to the New Service Provider.

	Actual Results:
	


	8.1.2.2.1.11  Deleted

	8.1.2.2.1.12  Deleted

	8.1.2.2.1.13  Deleted


	8.1.2.2.1.14  Modify required fields with valid data for a single TN ‘pending’ port which is in conflict. – Success

	Purpose:
	New Service Provider issues a modify for each of the required fields for a ‘pending’ port which is in conflict using valid data.  

The following are the required fields:

LRN

Due Date

The following are the optional fields:

Class DPC

Class SSN

LIDB DPC

LIDB SSN

CNAM DPC

CNAM SSN

ISVM DPC

ISVM SSN

WSMSC-DPC – if supported by the Service Provider SOA

WSMSC-SSN – if supported by the Service Provider SOA



	Requirements: 
	R5-27.1, R5-26, R5-29.1, R5-29.3, R5-29.4, R5-31.3

	Prerequisites:
	310. Pending port exists for the TN.  

311. Pending port is in conflict.

	Expected Results:
	RESULT-1:  NPAC SMS will M-SET the attributes modified in the subscriptionVersionNPAC object and set the subscriptionModifiedTimeStamp.

RESULT-2:  The NPAC SMS will issue an M-SET response.

RESULT-3:  NPAC SMS replies to the M-ACTION with success.

RESULT-4:  The Old Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.

RESULT-5:  NPAC SMS issues M-EVENT-REPORT attributeValueChange to the New Service Provider SOA.

RESULT-6:  The New Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.

	Actual Results:
	


	8.1.2.2.1.15  Modify optional fields for a single TN ‘pending’ port which is in conflict for a New Service Provider. – Success

	Purpose:
	New Service Provider issues a modify for the following optional fields for a single TN ‘pending’ port request with valid data:

Billing Service Provider ID

End-User Location - Value

End-User Location - Type



	Requirements: 
	R5-28, R5-29.1, R5-31.3

	Prerequisites:
	312. Pending port exists for the TN.

313. Pending port is in conflict.

	Expected Results:
	RESULT-1:  NPAC SMS will M-SET the attributes modified in the subscriptionVersionNPAC object and set the subscriptionModifiedTimeStamp.

RESULT-2:  The NPAC SMS will issue an M-SET response.

RESULT-3:  NPAC SMS replies to the M-ACTION with success.

RESULT-4:  The Old Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.

RESULT-5:  NPAC SMS issues M-EVENT-REPORT attributeValueChange to the New Service Provider SOA.

RESULT-6:  The New Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.

	Actual Results:
	


	8.1.2.2.1.16 -Deleted


	8.1.2.2.1.17  NPAC SMS sets ‘pending’ ports for a range of TNs to conflict. – Success

	Purpose:
	NPAC SMS issues modify to set the ‘pending’ ports to conflict.

	Requirements: 
	RR5-10.1, RR5-10.2, RR5-10.3

	Prerequisites:
	314. Pending port exists for the range of TN.

315. Pending port is not in conflict.

	Expected Results:
	RESULT-1:  NPAC SMS sets the subscription version to “Conflict” status.

RESULT-2:  NPAC SMS sends a message to the Old Service Provider changing the SV status to Conflict.

RESULT-3:  Confirmation is sent from SOA.

RESULT-4:  The NPAC sends a message to the New Service changing the SV status to Conflict.

RESULT-5:  NPAC SMS sets the conflict time stamp to the current time.

	Actual Results:
	


	8.1.2.2.1.18  Modify required fields with valid data for ‘pending’ ports for a range of TNs which are in conflict. – Success

	Purpose:
	New Service Provider issues a modify for each of the required fields for a ‘pending’ port request which is in conflict using valid data.  

The following are the required fields:

LRN

Due Date

The following are the optional fields:

Class DPC

Class SSN

LIDB DPC

LIDB SSN

CNAM DPC

CNAM SSN

ISVM DPC

ISVM SSN

WSMSC-DPC – if supported by the Service Provider SOA

WSMSC-SSN – if supported by the Service Provider SOA



	Requirements: 
	R5-27.1, R5-26, R5-29.1, R5-29.3, R5-29.4, R5-31.3

	Prerequisites:
	316. Pending ports exist for the range of TNs.  

317. Pending ports are in conflict.

	Expected Results:
	RESULT-1:  NPAC SMS will M-SET the attributes modified in the subscriptionVersionNPAC object and set the subscriptionModifiedTimeStamp.

RESULT-2:  The NPAC SMS will issue an M-SET response.

RESULT-3:  NPAC SMS replies to the M-ACTION with success.

RESULT-4:  The Old Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.

RESULT-5:  NPAC SMS issues M-EVENT-REPORT attributeValueChange to the New Service Provider SOA.

RESULT-6:  The New Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.

	Actual Results:
	


	8.1.2.2.1.19  Modify optional fields for ‘pending’ ports for a range of TNs which are in conflict for a New Service Provider. – Success

	Purpose:
	New Service Provider issues a modify for the following optional fields for a ‘pending’ port request for a range of TNs which are in conflict with valid data:

Billing Service Provider ID

End-User Location - Value

End-User Location - Type



	Requirements: 
	R5-28, R5-29.1, R5-31.3

	Prerequisites:
	318. Pending ports exist for the range of TNs.  

319. Pending ports are in conflict.

	Expected Results:
	RESULT-1:  NPAC SMS will M-SET the attributes modified in the subscriptionVersionNPAC object and set the subscriptionModifiedTimeStamp.

RESULT-2:  The NPAC SMS will issue an M-SET response.

RESULT-3:  NPAC SMS replies to the M-ACTION with success.

RESULT-4:  The Old Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.

RESULT-5:  NPAC SMS issues M-EVENT-REPORT attributeValueChange to the New Service Provider SOA.

RESULT-6:  The New Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.

	Actual Results:
	


	8.1.2.2.1.20  Modify “porting to original” due date for ‘pending’ ports for a range of TNs which are in conflict for a New Service Provider. – Error

	Purpose:
	New Service Provider issues a modify for the “porting to original” due date field for the ‘pending’ ports for a range of TNs which are in conflict using invalid data.

	Requirements: 
	R5-27.2, R5-29.2, R5-31.3

	Prerequisites:
	320. Pending ports exist for the range of TNs.

321. Pending ports are in conflict.

	Expected Results:
	RESULT-1:  Pending ports are not modified.

RESULT-2:  NPAC SMS sends unsuccessful action reply to the New Service Provider.

	Actual Results:
	


	8.1.2.2.1.21  Modify LRN of ‘pending’ ports for a range of TNs which are in conflict with an LRN value which does not exist. – Error

	Purpose:
	New Service Provider issues a modify for the LRN field for the ‘pending’ ports of a range of TNs which are in conflict using an LRN which does not exist.

	Requirements:
	R5-25, R5-29.1, R5-30.1, R5-30.2

	Prerequisites:
	322. Pending ports exist for the range of TN.

323. Pending ports are in conflict.

	Expected Results:
	RESULT-1:  Pending ports are not modified.

RESULT-2:  NPAC SMS sends unsuccessful action reply to the New Service Provider.

	Actual Results:
	


	8.1.2.2.1.22  Modify the Status Change Cause Code of ‘pending’ ports for a range of TNs for another service provider. – Error

	Purpose:
	New Service Provider issues a modify Status Change Cause Code for a range of TNs for another service provider’s ‘pending’ ports.  

	Requirements:
	 R5-27.3

	Prerequisites:
	324. Pending ports exist for the range of TN.  

325. Pending ports are in conflict.

326. Pending ports are for another Service Provider.

	Expected Results:
	RESULT-1:  Pending ports are not modified.

RESULT-2:  NPAC SMS sends unsuccessful action reply to the New Service Provider.

	Actual Results:
	


	8.1.2.2.1.23  Modify required data for a single TN ‘active’ subscription for current Service Provider with valid data. – Success

	Purpose:
	Current Service Provider issues modify with valid data for a single TN ‘active’ subscription for the following fields:

The following are the required data fields:

LRN

Due Date

The following are the optional data fields:

Class DPC

Class SSN

LIDB DPC

LIDB SSN

CNAM DPC

CNAM SSN

ISVM DPC

ISVM SSN

WSMSC-DPC – if supported by the Service Provider SOA

WSMSC-SSN – if supported by the Service Provider SOA



	Requirements: 
	RR5-11, R5-35, R5-36, R5-38, R5-38.2, R5-40.1, R5-40.3, R5-40.4, R5-41, RR5 41.1, RR5-41.2 RR5-41.3, RR5-41.4

	Prerequisites:
	TN must be ‘active’ for the current Service Provider.

	Expected Results:
	RESULT-1:  NPAC SMS issues M-SET to the subscriptionVersionNPAC.  The subscriptionVersionStatus is updated to ‘sending,’ the subscriptionBroadcastTimeStamp and subscriptionModifiedTimeStamp are set, and any other modified attributes are updated.

RESULT-2:  NPAC SMS issues M-SET response indicating success.

RESULT-3:  NPAC SMS replies to the M-ACTION with success.

RESULT-4:  NPAC SMS issues M-EVENT- REPORT for the modified attributes.

RESULT-5:  Current service provider SOA responds with M-EVENT-REPORT confirmation.

RESULT-6:  NPAC SMS issues M-SET to all Local SMSs for the updated attributes.  If the update involves multiple subscription version objects, a scoped and filtered request will be sent.

RESULT-7:  Local SMSs reply to M-SET.

RESULT-8:  All Local SMSs have reported the object modification.

RESULT-9:  NPAC SMS issues M-SET to update the current subscriptionVersionNPAC object subscriptionVersionStatus to ‘active’.

RESULT-10:  NPAC SMS responds to M-SET

RESULT-11:  NPAC SMS sends M-EVENT-REPORT to the current provider of the subscriptionVersionStatus update.

RESULT-12:  Service provider SOA issues M-EVENT-REPORT confirmation.

	Actual Results:
	


	8.1.2.2.1.24  Modify optional data for a single TN ‘active’ subscription for current Service Provider with valid data. – Success

	Purpose:
	Current Service Provider issues modify of an ‘active’ subscription for a single TN for the following fields with valid data:

Billing Service Provider ID

End-User Location - Value

End-User Location - Type



	Requirements: 
	R5-37, R5-38.1, R5-40.1, R5-40.3, R5-40.4, RR5-41, R5-41.1, RR5-41.2, RR5-41.3, RR5-41.4

	Prerequisites
	TN must be ‘active’ for the current Service Provider.

	Expected Results:
	RESULT-1:  NPAC SMS issues M-SET to the subscriptionVersionNPAC.  The subscriptionVersionStatus is updated to ‘sending’, the subscriptionBroadcastTimeStamp and subscriptionModifiedTimeStamp are set, and any other modified attributes are updated.

RESULT-2:  NPAC SMS issues M-SET response indicating success.

RESULT-3:  NPAC SMS replies to the M-ACTION with success.  NPAC SMS issues M-EVENT- REPORT for the modified attributes.

RESULT-4:  Current service provider SOA responds with M-EVENT-REPORT confirmation.

RESULT-5:  NPAC SMS issues M-SET to all Local SMSs for the updated attributes.  If the update involves multiple subscription version objects, a scoped and filtered request will be sent.

RESULT-6:  Local SMSs reply to M-SET.

RESULT-7:  All Local SMSs have reported the object modification.

RESULT-8:  NPAC SMS issues M-SET to update the current subscriptionVersionNPAC object subscriptionVersionStatus to ‘active’.

RESULT-9:  NPAC SMS responds to M-SET

RESULT-10:  NPAC SMS sends M-EVENT-REPORT to the current provider of the subscriptionVersionStatus update.

RESULT-11:  Service provider SOA issues M-EVENT-REPORT confirmation

	Actual Results:
	


	8.1.2.2.1.25  Modify CNAM DPC with invalid data for an ‘active’ subscription for a single TN for current Service Provider. – Error 

	Purpose:
	Current Service Provider issues modify for the CNAM DPC field for an ‘active’ TN using invalid data.

	Requirements: 
	RR5-11, R5-35, R5-36, R5-39.1, R5-39.2

	Prerequisites:
	TN must be ‘active’ for the current Service Provider.

	Expected Results:
	RESULT-1:  'Active' subscription  is not modified.

RESULT-2:  NPAC SMS sends unsuccessful action reply to the New Service Provider.

	Actual Results:
	


	8.1.2.2.1.26  Modify CNAM SSN with invalid data for an ‘active’ subscription for a single TN for current Service Provider. – Error 

	Purpose:
	Current Service Provider issues modify for the CNAM SSN field for an ‘active’ TN using invalid data.

	Requirements: 
	RR5-11, R5-35, R5-36, R5-39.1, R5-39.2

	Prerequisites:
	TN must be ‘active’ for the current Service Provider.

	Expected Results:
	RESULT-1:  'Active' subscription version is not modified.

RESULT-2:  NPAC SMS sends unsuccessful action reply to the New Service Provider.

	Actual Results:
	


	8.1.2.2.1.27  Modify End-User Location - Value with invalid data for an ‘active’ subscription for a single TN for current Service Provider. – Error 

	Purpose:
	Current Service Provider issues modify for the End-User Location - Value field for an ‘active’ TN using invalid data.

	Requirements: 
	RR5-11, R5-35, R5-36, R5-39.1, R5-39.2

	Prerequisites:
	TN must be ‘active’ for the current Service Provider.

	Expected Results:
	RESULT-1:  'Active' subscription version is not modified.

RESULT-2:  NPAC SMS sends unsuccessful action reply to the New Service Provider.

	Actual Results:
	


	8.1.2.2.1.28  Modify an ‘active’ subscription for a single TN for another Service Provider. – Error

	Purpose:
	Service Provider issues modify for an ‘active’ TN which belongs to another Service Provider.

	Requirements: 
	RR5-11

	Prerequisites:
	TN must be ‘active’ for another Service Provider.

	Expected Results:
	RESULT-1:  'Active' subscription version is not modified.

RESULT-2:  NPAC SMS sends unsuccessful action reply to the New Service Provider.

	Actual Results:
	


	8.1.2.2.1.29 - Deleted


	8.1.2.2.1.30  Modify required data for ‘active’ subscription versions for a range of TNs for current Service Provider with valid data. – Success

	Purpose:
	Current Service Provider issues modify with valid data for a range of TNs.

The following are the required fields:

LRN

Due Date

The following are optional fields:

Class DPC

Class SSN

LIDB DPC

LIDB SSN

CNAM DPC

CNAM SSN

ISVM DPC

ISVM SSN

WSMSC-DPC – if supported by the Service Provider SOA

WSMSC-SSN – if supported by the Service Provider SOA

	Requirements: 
	RR5-11, R5-35, R5-36, R5-38, R5-38.2, R5-40.1, R5-40.3, R5-40.4, R5-41, RR5 41.1, RR5-41.2 RR5-41.3, RR5-41.4

	Prerequisites:
	TN Range must be ‘active’ for the current Service Provider.

	Expected Results:
	RESULT-1:  NPAC SMS issues M-SET to the subscriptionVersionNPAC.  The subscriptionVersionStatus is updated to ‘sending’, the subscriptionBroadcastTimeStamp and subscriptionModifiedTimeStamp are set, and any other modified attributes are updated.

RESULT-2:  NPAC SMS issues M-SET response indicating success.

RESULT-3:  NPAC SMS replies to the M-ACTION with success.

RESULT-4:  NPAC SMS issues M-EVENT- REPORT for the modified attributes.

RESULT-5:  Current service provider SOA responds with M-EVENT-REPORT confirmation.

RESULT-6:  NPAC SMS issues M-SET to all Local SMSs for the updated attributes.  If the update involves multiple subscription version objects, a scoped and filtered request will be sent.

RESULT-7:  Local SMSs reply to M-SET.

RESULT-8:  All Local SMSs have reported the object modification.

RESULT-9:  NPAC SMS issues M-SET to update the current subscriptionVersionNPAC object subscriptionVersionStatus to ‘active’.

RESULT-10:  NPAC SMS responds to M-SET

RESULT-11:  NPAC SMS sends M-EVENT-REPORT to the current provider of the subscriptionVersionStatus update.

RESULT-12:  Service provider SOA issues M-EVENT-REPORT confirmation

	Actual Results:
	


	8.1.2.2.1.31  Modify optional data for ‘active’ subscription versions for a range of TNs for current Service Provider with valid data. – Success

	Purpose:
	Current Service Provider issues modify with valid data for a range of TNs for the following fields:

Billing Service Provider ID

End-User Location - Value

End-User Location - Type



	Requirements: 
	R5-37, R5-38.1, R5-40.1, R5-40.3, R5-40.4, RR5-41, R5-41.1, RR5-41.2, RR5-41.3, RR5-41.4

	Prerequisites:
	TN Range must be ‘active’ for the current Service Provider.

	Expected Results:
	RESULT-1:  NPAC SMS issues M-SET to the subscriptionVersionNPAC.  The subscriptionVersionStatus is updated to ‘sending’, the subscriptionBroadcastTimeStamp and subscriptionModifiedTimeStamp are set, and any other modified attributes are updated.

RESULT-2:  NPAC SMS issues M-SET response indicating success.

RESULT-3:  NPAC SMS replies to the M-ACTION with success.

RESULT-4:  NPAC SMS issues M-EVENT- REPORT for the modified attributes.

RESULT-5:  Current service provider SOA responds with M-EVENT-REPORT confirmation.

RESULT-6:  NPAC SMS issues M-SET to all Local SMSs for the updated attributes.  If the update involves multiple subscription version objects, a scoped and filtered request will be sent.

RESULT-7:  Local SMSs reply to M-SET.

RESULT-8:  All Local SMSs have reported the object modification.

RESULT-9:  NPAC SMS issues M-SET to update the current subscriptionVersionNPAC object subscriptionVersionStatus to ‘active’.

RESULT-10:  NPAC SMS responds to M-SET

RESULT-11:  NPAC SMS sends M-EVENT-REPORT to the current provider of the subscriptionVersionStatus update.

RESULT-12:  Service provider SOA issues M-EVENT-REPORT confirmation

	Actual Results:
	


	8.1.2.2.1.32  Modify LRN with an LRN value which does not exist for ‘active’ subscription versions for a range of TNs for current Service Provider. – Error 

	Purpose:
	Current Service Provider issues modify for the LRN field for an ‘active’ TN Range using an LRN which does not exist.

	Requirements: 
	RR5-11, R5-35, R5-36, R5-39.1, R5-39.2

	Prerequisites:
	TN Range must be ‘active’ for the current Service Provider.

	Expected Results:
	RESULT-1:  Pending port request is not modified.

RESULT-2:  NPAC SMS sends unsuccessful action reply to the New Service Provider.

	Actual Results:
	


	8.1.2.2.1.33  Modify ‘active’ subscription versions for a range of TNs for another Service Provider. – Error

	Purpose:
	Service Provider issues modify for an ‘active’ TN Range which belongs to another Service Provider.

	Requirements: 
	RR5-11

	Prerequisites:
	TN Range must be ‘active’ for another Service Provider.

	Expected Results:
	RESULT-1:  'Active' subscription versions are not modified.

RESULT-2:  NPAC SMS sends unsuccessful action reply to the New Service Provider.

	Actual Results:
	


	8.1.2.2.1.34  Modify single TN ‘pending’ port request for an Old Service Provider. – Success

	Purpose:
	Old Service Provider issues a modify single TN ‘pending’ port request for the following fields:

Due Date (set it equal to the NPA-NXX Effective Date)

Old Service Provider Authorization

Status Change Cause Code

	Requirements:
	 R5-27.3

	Prerequisites:
	327. Verify that the ‘pending’ Subscription Version to be modified exists on the NPAC SMS with a due date later than the current date and later than the NPA-NXX Effective Date.

328. Pending port is not in conflict.

	Expected Results:
	RESULT-1:  NPAC SMS receives the M-SET request for a subscription version modify from the Old Service Provider.

RESULT-2:  NPAC SMS modifies the subscription version attributes in the subscriptionVersionNPAC object and set the subscriptionModifiedTimeStamp.

RESULT-3:  NPAC SMS issues an M-SET response to the Old Service Provider.

RESULT-4:  NPAC SMS issues M-EVENT-REPORT attributeValueChange to the Old Service Provider SOA.

RESULT-5:  The Old Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.

RESULT-6:  NPAC SMS issues M-EVENT-REPORT attributeValueChange to the New Service Provider SOA.

RESULT-7:  The New Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.

	Actual Results:
	


	8.1.2.2.1.35  Modify a 'pending' port to set the Old Service Provider Authorization flag to false. – Success

	Purpose:
	Old Service Provider issues a modify ‘pending’ port to set the Old Service Provider Authorizations flag to false and set the cause code.

	Requirements:
	R5-27.4

	Prerequisites:
	Pending port exists which is not in conflict.

	Expected Results:
	RESULT-1:  NPAC SMS will M-SET the attributes modified in the subscriptionVersionNPAC object and set the subscriptionModifiedTimeStamp.

RESULT-2:  The NPAC SMS will issue an M-SET response.

RESULT-3:  NPAC SMS replies to the M-ACTION with success or failure and reasons for failure.

RESULT-4:  NPAC SMS issues M-EVENT-REPORT attributeValueChange to the Old Service Provider SOA.

RESULT-5:  The Old Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.

RESULT-6:  NPAC SMS issues M-EVENT-REPORT attributeValueChange to the New Service Provider SOA.

RESULT-7:  The New Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.

	Actual Results:
	


	8.1.2.2.1.36  Deleted

	8.1.2.2.1.37  Deleted

	8.1.2.2.1.38  Deleted


	8.1.2.2.1.39  Modify status change cause code value for a single TN when Old Service Provider Authorization is not set to false. – Error

	Purpose:
	Old Service Provider attempts to issue modify to Status Change Cause Code when Old Service Provider Authorization is not set to false.

	Requirements: 
	R5-25, R5-29.5, R5-30.1, R5-30.2

	Prerequisites:
	Pending port must exist with Old Service Provider Authorization not set to false.

	Expected Results:
	RESULT-1:  Pending port is not modified.

RESULT-2:  NPAC SMS sends unsuccessful action reply to the New Service Provider.

	Actual Results:
	


	8.1.2.2.1.40  Modify LRN for a single TN ‘pending’ port which is ‘active’ for another Service Provider. – Error

	Purpose:
	Old Service Provider issues a modify for an LRN for a single TN ‘pending’ port request being ported to a New Service Provider.

	Requirements:
	R5-27.1, R5-26, R5-29.1, R5-29.3, R5-29.4, R5-31.3

	Prerequisites:
	329. Pending port exists.

330. 'Active' subscription version exists for the TN for another service provider.

	Expected Results:
	RESULT-1:  Pending port is not modified.

RESULT-2:  NPAC SMS sends unsuccessful action reply to the Old Service Provider.

	Actual Results:
	


	8.1.2.2.1.41  Modify ‘pending’ port request for a range of TNs for an Old Service Provider. – Success

	Purpose:
	Old Service Provider issues a modify ‘pending’ port request for a range of TNs for the following fields: 

Due Date

Old Service Provider Authorization

Status Change Cause Code

	Requirements:
	 R5-27.3

	Prerequisites:
	Pending ports exist for the range of TNs which are not in conflict.

	Expected Results:
	RESULT-1:  NPAC SMS will M-SET the attributes modified in the subscriptionVersionNPAC object and set the subscriptionModifiedTimeStamp.

RESULT-2:  The NPAC SMS will issue an M-SET response.

RESULT-3:  NPAC SMS replies to the M-ACTION with success or failure and reasons for failure.

RESULT-4:  NPAC SMS issues M-EVENT-REPORT attributeValueChange to the Old Service Provider SOA.

RESULT-5:  The Old Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.

RESULT-6:  NPAC SMS issues M-EVENT-REPORT attributeValueChange to the New Service Provider SOA.

RESULT-7:  The New Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.

	Actual Results:
	


	8.1.2.2.1.42  Deleted

	8.1.2.2.1.43  Deleted

	8.1.2.2.1.44  Deleted

	8.1.2.2.1.45  Deleted


	8.1.2.2.1.46  Modify status change cause code for a single TN ‘pending’ port when Old Service Provider Authorization is set to false. – Error

	Purpose:
	Old Service Provider issues modify to Status Change Cause Code for a single TN when Old Service Provider Authorization is set to false.

	Requirements: 
	R5-29.5, R5-30.1, R5-30.2

	Prerequisites:
	331. Pending port exists.

332. Pending port must be in conflict.

	Expected Results:
	RESULT-1:  Pending port is not modified.

RESULT-2:  NPAC SMS sends unsuccessful action reply to the Old Service Provider.

	Actual Results:
	


	8.1.2.2.1.47  Modify status change cause code for a single TN ‘pending’ port request which is in conflict when Old Service Provider Authorization is not set to false. – Error

	Purpose:
	Old Service Provider attempts to issue a modify to Status Change Cause Code for a single TN which is in conflict when Old Service Provider Authorization is not set to false.

	Requirements: 
	R5-29.5, R5-30.1, R5-30.2

	Prerequisites:
	333. Pending port exists.

334. Pending port must be in conflict.  This can be accomplished by the following steps:
- Both Old and New Service Providers send their create requests to the NPAC SMS
- The Old Service Provider cancels the pending port
- The timers expire without the New Service Provider sending a cancel acknowledgment

	Expected Results:
	RESULT-1:  Pending port is not modified.

RESULT-2:  NPAC SMS sends unsuccessful action reply to the Old Service Provider.

	Actual Results:
	


	8.1.2.2.1.48  Modify by Old Service Provider for a range of ‘pending’ ports TNs to conflict. – Success

	Purpose:
	Old Service Provider issues modify to set ‘pending’ port to conflict.

	Requirements: 
	RR5-10.1, RR5-10.2, RR5-10.3

	Prerequisites:
	335. Pending ports for the TN range must exist.

336. Pending ports for the TN range are not in conflict.

	Expected Results:
	RESULT-1:  NPAC SMS sets the subscription version to “conflict” status

RESULT-2:  NPAC SMS sends a message to the Old Service Provider changing the SV status to Conflict.

RESULT-3:  Confirmation is sent from SOA.

RESULT-4:  The NPAC sends a message to the New Service changing the SV status to Conflict.

RESULT-5:  NPAC SMS sets the conflict time stamp to the current time.

	Actual Results:
	


	8.1.2.2.1.49  Modify ‘pending’ ports for a range of TNs which are in conflict for an Old Service Provider. – Success

	Purpose:
	Old Service Provider issues a modify ‘pending’ port request for a range of TNs which are in conflict for the following fields:

Due Date

Old Service Provider Authorization

	Requirements: 
	R5-27.3

	Prerequisites:
	337. Pending ports exists.

338. Pending ports request be in conflict.

	Expected Results:
	RESULT-1:  NPAC SMS will M-SET the attributes modified in the subscriptionVersionNPAC object and set the subscriptionModifiedTimeStamp.

RESULT-2:  The NPAC SMS will issue an M-SET response.

RESULT-3:  NPAC SMS replies to the M-ACTION with success.

RESULT-4:  The Old Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.

RESULT-5:  NPAC SMS issues M-EVENT-REPORT attributeValueChange to the New Service Provider SOA.

RESULT-6:  The New Service Provider SOA returns M-EVENT-REPORT confirmation to the NPAC SMS.

	Actual Results:
	


	8.1.2.2.1.50  Deleted


	8.1.2.2.1.51  Modify status change cause code for a ‘pending’ port for a range of TNs which are in conflict when Old Service Provider Authorization is not set to false. – Error

	Purpose:
	Old Service Provider attempts to issue a modify to Status Change Cause Code for a range of TNs which are in conflict when Old Service Provider Authorization is not set to false.

	Requirements: 
	R5-29.5, R5-30.1, R5-30.2

	Prerequisites:
	339. Pending ports exist.

340. Pending ports must be in conflict.  This can be accomplished by the following steps:

· Both Old and New Service Providers send there create requests to the NPAC SMS

· The Old Service Provider cancels the pending ports

· The timers expire without the New Service Provider sending a cancel acknowledgment

	Expected Results:
	RESULT-1:  Pending ports are not modified.

RESULT-2:  NPAC SMS sends unsuccessful action reply to the Old Service Provider.

	Actual Results:
	


8.1.2.3 Delete of Subscription Data

8.1.2.3.1 SOA Mechanized Interface

	8.1.2.3.1.1  Immediate Disconnect of ‘active’ port - single TN – SOA Mechanized Interface. – Success

	Purpose:
	Disconnect an ‘active’ port consisting of a single TN, no effective release date, via the SOA Mechanized Interface.  All valid LSMSs are successful.

	Requirements:
	R5-62, RR5-23.1, RR5-23.2, RR5-24, RR5-25.1, RR5-25.2, R5-65.1, R5-65.4, R5-65.5, R5-65.6, R5-66.2, R5-66.3, R5-68.6, 6.5.4.1

	Prerequisites:
	341. An ‘active’ port exists.

342. New Service Provider sends a disconnect request to the NPAC SMS for a single TN via the SOA Mechanized Interface.

	Expected Results:
	RESULT-1:  NPAC SMS sets the status, for the Subscription Version, to ‘disconnect pending’ upon receiving the disconnect request via the mechanized SOA interface.

RESULT-2:  NPAC SMS sends a disconnect request response to the current Service Provider.

RESULT-3:  NPAC SMS sets the status, for the Subscription Version, to ‘sending’ upon sending the donor disconnect notification to the Donor Service Provider.

RESULT-4:  NPAC SMS sends a notification to the Donor Service Provider with the disconnect date.

RESULT-5:  Donor Service Provider acknowledges notification.

RESULT-6:  NPAC SMS sends a deletion request to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.

RESULT-7:  NPAC SMS sets the broadcast date and timestamp, for the Subscription Version, to the current date and time upon sending the deletion request to the LSMSs.  

RESULT-8:  NPAC SMS logs all responses received from the LSMSs as a result of the deletion request.

RESULT-9:  All LSMSs delete the object and send a successful acknowledgment.

RESULT-10:  NPAC SMS sets the subscriptionDisconnectCompleteTimestamp, for the Subscription Version, to the current date and time upon receiving a successful acknowledgment from all of the LSMSs.

RESULT-11:  NPAC SMS sets the Subscription Version status to ‘old’ upon receiving a successful acknowledgment from all of the LSMSs.

RESULT-12:  NPAC SMS receives acknowledgment of successful object deletion from all involved LSMSs.

RESULT-13:  NPAC SMS sends a status attribute value change message to the current Service Provider setting the status to ‘old’, upon receiving successful acknowledgment from all involved LSMSs.

RESULT-14:  Current Service Provider acknowledges the status attribute value change message.

	Actual Results:
	


	8.1.2.3.1.2  Immediate Disconnect of ‘active’ port - single TN – SOA Mechanized Interface. – Failure

	Purpose:
	Disconnect an ‘active’ port consisting of a single TN, no effective release date, via the SOA Mechanized Interface.  All valid LSMSs fail deletion.

	Requirements:
	R5-62, RR5-23.1, RR5-23.2, RR5-24, RR5-25.1, RR5-25.2, R5-65.1, R5-65.4, R5-65.5, R5-65.6, R5-66.2, R5-66.3, R5-67.1, R5-68.2, R5-68.3, R5-68.4, R5-68.5, R5-68.6, R5-68.7, R5-68.9, 6.5.4.1, 6.5.4.3

	Prerequisites:
	343. An ‘active’ port exists.

344. New Service Provider sends a disconnect request to the NPAC SMS for a single TN via the SOA Mechanized Interface.

	Expected Results:
	RESULT-1:  NPAC SMS sets the status, for the Subscription Version, to disconnect ‘pending’ upon receiving the disconnect request via the mechanized SOA interface.

RESULT-2:  NPAC SMS sends a disconnect request response to the current Service Provider.

RESULT-3:  NPAC SMS sets the status, for the Subscription Version, to ‘sending’ upon sending the donor disconnect notification to the Donor Service Provider.

RESULT-4:  NPAC SMS sends a notification to the Donor Service Provider with the disconnect date.

RESULT-5:  Donor Service Provider acknowledges notification.

RESULT-6:  NPAC SMS sends a deletion request to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.

RESULT-7:  NPAC SMS sets the broadcast date and timestamp, for the Subscription Version, to the current date and time upon sending the deletion request to the LSMSs.  

RESULT-8:  NPAC SMS logs all responses received from the LSMSs as a result of the deletion request.

RESULT-9:  All LSMSs do not delete the object.

RESULT-10:  NPAC SMS does not receive acknowledgment of successful object deletion from all involved LSMSs.

RESULT-11:  NPAC SMS sends the deletion request x times at y minute intervals to all involved LSMSs.

RESULT-12:  NPAC SMS sets the status, for the Subscription Version, to ‘active’ upon exhausting the above number of retries to all involved LSMSs.

RESULT-13:  NPAC SMS sends a status attribute value change message to the current Service Provider setting the status to ‘active’ and the list of failed LSMSs, upon disconnect failure.

RESULT-14:  Service Provider acknowledges the status attribute value change message.

	Actual Results:
	


	8.1.2.3.1.3  Immediate Disconnect of ‘active’ port - single TN – SOA Mechanized Interface. – Partial Failure

	Purpose:
	Disconnect an ‘active’ port consisting of a single TN, no effective release date, via the SOA Mechanized Interface.  At least one LSMS fails deletion.

	Requirements:
	R5-62, RR5-23.1, RR5-23.2, RR5-24, RR5-25.1, RR5-25.2, R5-65.1, R5-65.4, R5-65.5, R5-65.6, R5-66.2, R5-66.3, R5-67.1, R5-68.2, R5-68.3, R5-68.4, R5-68.5, R5-68.6, R5-68.7, R5-68.9, 6.5.4.1, 6.5.4.4

	Prerequisites:
	345. An ‘active’ port exists.

346. New Service Provider sends a disconnect request to the NPAC SMS for a single TN via the SOA Mechanized Interface.

	Expected Results:
	RESULT-1:  NPAC SMS sets the status, for the Subscription Version, to ‘disconnect pending’ upon receiving the disconnect request via the mechanized SOA interface.

RESULT-2:  NPAC SMS sends a disconnect request response to the current Service Provider.

RESULT-3:  NPAC SMS sets the status, for the Subscription Version, to ‘sending’ upon sending the donor disconnect notification to the Donor Service Provider.

RESULT-4:  NPAC SMS sends a notification to the Donor Service Provider with the disconnect date.

RESULT-5:  Donor Service Provider acknowledges notification.

RESULT-6:  NPAC SMS sends a deletion request to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.

RESULT-7:  NPAC SMS sets the broadcast date and timestamp, for the Subscription Version, to the current date and time upon sending the deletion request to the LSMSs.  

RESULT-8:  NPAC SMS logs all responses received from the LSMSs as a result of the deletion request.

RESULT-9:  All LSMSs, except for one, delete the object and send a successful acknowledgment.

RESULT-10:  NPAC SMS does not receive acknowledgment of successful object deletion from at least one involved LSMS.

RESULT-11:  NPAC SMS sends the deletion request x times at y minute intervals to a LSMS that has not sent a successful acknowledgment.

RESULT-12:  NPAC SMS sets the status, for the Subscription Version, to old upon exhausting the above number of retries to a LSMS that has not sent a successful acknowledgment.

RESULT-13:  NPAC SMS sends an attribute value change message to the current Service Provider setting the status to old and the list of failed LSMSs, upon disconnect failure.

RESULT-14:  Service Provider acknowledges the status attribute value change message.

	Actual Results:
	


	8.1.2.3.1.4  Immediate Disconnect of ‘active’ port – range of TNs – SOA Mechanized Interface. – Success

	Purpose:
	Disconnect an ‘active’ port consisting of a TN range, no effective release date, via the SOA Mechanized Interface.  All valid LSMSs are successful.

	Requirements:
	R5-62, RR5-23.1, RR5-23.2, RR5-24, RR5-25.1, RR5-25.2, R5-65.1, R5-65.4, R5-65.5, R5-65.6, R5-66.2, R5-66.3, R5-68.6, 6.5.4.1

	Prerequisites:
	347. An ‘active’ port exists.

348. New Service Provider sends a disconnect request to the NPAC SMS for a range of TNs via the SOA Mechanized Interface.

	Expected Results:
	RESULT-1:  NPAC SMS sets the status, for all given Subscription Versions, to ‘disconnect pending’ upon receiving the disconnect request via the mechanized SOA interface.

RESULT-2:  NPAC SMS sends a disconnect request response to the current Service Provider.

RESULT-3:  NPAC SMS sets the status, for the Subscription Version, to ‘sending’ upon sending the donor disconnect notification to the Donor Service Provider.

RESULT-4:  NPAC SMS sends a notification, for each Subscription Version, to the Donor Service Provider with the disconnect date.

RESULT-5:  Service Provider acknowledges the notification.

RESULT-6:  NPAC SMS sends a single deletion request to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.

RESULT-7:  NPAC SMS sets the broadcast date and timestamp, for each Subscription Version, to the current date and time upon sending the deletion request to the LSMSs.  

RESULT-8:  NPAC SMS logs all responses received from the LSMSs as a result of the deletion request.

RESULT-9:  All LSMSs delete the object for each TN and send a successful acknowledgment to the NPAC SMS.

RESULT-10:  NPAC SMS sets the Disconnect Broadcast Complete timestamp, for all successfully acknowledged Subscription Versions, to the current date and time upon receiving a successful acknowledgment from all of the LSMSs.

RESULT-11:  NPAC SMS sets, for all given Subscription Versions, the status to old upon receiving a successful acknowledgment from all of the LSMSs.

RESULT-12:  NPAC SMS receives acknowledgment of successful object deletion from all involved LSMSs for Subscription Versions that were successfully deleted.

RESULT-13:  NPAC SMS sets the status, for successfully acknowledged Subscription Versions, to ‘old’ upon receiving successful acknowledgment from all involved LSMSs for Subscription Versions that were successfully deleted.

RESULT-14:  NPAC SMS sends an attribute value change message to the current Service Provider setting the status to old, upon receiving successful acknowledgment from all involved LSMSs, for Subscription Versions that were successfully deleted.

RESULT-15:  Service Provider acknowledges the status attribute value change message.

	Actual Results:
	


	8.1.2.3.1.5  Immediate Disconnect of ‘active’ port – range of TNs – SOA Mechanized Interface. – Failure

	Purpose:
	Disconnect an ‘active’ port consisting of a TN range, no effective release date, via the SOA Mechanized Interface.  All valid LSMSs fail deletion.

	Requirements:
	R5-62, RR5-23.1, RR5-23.2, RR5-24, RR5-25.1, RR5-25.2, R5-65.1, R5-65.4, R5-65.5, R5-65.6, R5-66.2, R5-66.3, R5-67.1, R5-68.2, R5-68.3, R5-68.4, R5-68.5, R5-68.6, R5-68.7, R5-68.9, 6.5.4.1, 6.5.4.3

	Prerequisites:
	349. An ‘active’ port exists.

350. New Service Provider sends a disconnect request to the NPAC SMS for a range of TNs via the SOA Mechanized Interface.

	Expected Results:
	RESULT-1:  NPAC SMS sets the status, for all given Subscription Versions, to ‘disconnect pending’ upon receiving the disconnect request via the mechanized SOA interface.

RESULT-2:  NPAC SMS sends a disconnect request response to the current Service Provider.

RESULT-3:  NPAC SMS sets the status, for the Subscription Version, to ‘sending’ upon sending the donor disconnect notification to the Donor Service Provider.

RESULT-4:  NPAC SMS sends a notification, for each Subscription Version, to the Donor Service Provider with the disconnect date.

RESULT-5:  Donor Service Provider acknowledges the notification.

RESULT-6:  NPAC SMS sends a single deletion request to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.

RESULT-7:  NPAC SMS sets the broadcast date and timestamp, for each Subscription Version, to the current date and time upon sending the deletion request to the LSMSs.  

RESULT-8:  NPAC SMS logs all responses received from the LSMSs as a result of the deletion request.

RESULT-9:  All LSMSs do not delete the object for each TN.

RESULT-10:  NPAC SMS does not receive acknowledgment of successful object deletion, for each Subscription Version, from all involved LSMSs.

RESULT-11:  NPAC SMS sends the deletion request x times at y minute intervals to all involved LSMSs.

RESULT-12:  NPAC SMS sets the status, for each Subscription Version, to ‘active’ upon exhausting the above number of retries to all involved LSMSs.

RESULT-13:  NPAC SMS sends a status attribute value change message, for each Subscription Version, to the current Service Provider setting the status to ‘active’ and the list of failed LSMSs, upon disconnect failure.

RESULT-14:  Service Provider acknowledges the status attribute value change message.

	Actual Results:
	


	8.1.2.3.1.6  Immediate Disconnect of an ‘active’ port – range of TNs – SOA Mechanized Interface. – Partial Failure

	Purpose:
	Disconnect an ‘active’ port consisting of a TN range, no effective release date, via the SOA Mechanized Interface.  At least one LSMS fails deletion.

	Requirements:
	R5-62, RR5-23.1, RR5-23.2, RR5-24, RR5-25.1, RR5-25.2, R5-65.1, R5-65.4, R5-65.5, R5-65.6, R5-66.2, R5-66.3, R5-67.1, R5-68.2, R5-68.3, R5-68.4, R5-68.5, R5-68.6, R5-68.7, R5-68.9, 6.5.4.1, 6.5.4.4

	Prerequisites:
	351. An ‘active’ port exists.

352. New Service Provider sends a disconnect request to the NPAC SMS for a range of TNs via the SOA Mechanized Interface.

	Expected Results:
	RESULT-1:  NPAC SMS sets the status, for all given Subscription Versions, to ‘disconnect pending’ upon receiving the disconnect request via the mechanized SOA interface.

RESULT-2:  NPAC SMS sends a disconnect request response to the current Service Provider.

RESULT-3:  NPAC SMS sets the status, for the Subscription Version, to ‘sending’ upon sending the donor disconnect notification to the Donor Service Provider.

RESULT-4:  NPAC SMS sends a notification, for each Subscription Version, to the Donor Service Provider with the disconnect date.

RESULT-5:  Service Provider acknowledges the notification.

RESULT-6:  NPAC SMS sends a single deletion request to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.

RESULT-7:  NPAC SMS sets the broadcast date and timestamp, for each Subscription Version, to the current date and time upon sending the deletion request to the LSMSs.  

RESULT-8:  NPAC SMS logs all responses received from the LSMSs as a result of the deletion request.

RESULT-9:  All LSMSs, except for one, delete the object for each TN and send a successful acknowledgment to the NPAC SMS.

RESULT-10:  NPAC SMS does not receive acknowledgment of successful object deletion, for each Subscription Version, from at least one LSMS.

RESULT-11:  NPAC SMS sends the deletion request x times at y minute intervals to the failed LSMS.

RESULT-12:  NPAC SMS sets the status, for each Subscription Version, to old upon exhausting the above number of retries to the failed LSMS.

RESULT-13:  NPAC SMS sends a status attribute value change message, for each Subscription Version, to the current Service Provider setting the status to old and the list of failed LSMSs, upon disconnect failure.

RESULT-14:  Service Provider acknowledges the status attribute value change message.

	Actual Results:
	


	8.1.2.3.1.7  Immediate disconnect of  an ‘active’ port - single TN – no customer disconnect date. – SOA Mechanized Interface – Error

	Purpose:
	Disconnect an ‘active’ port consisting of a single TN via the SOA Mechanized Interface with a missing customer disconnect date.

	Requirements:
	R5-23.1

	Prerequisites:
	353. An ‘active’ port exists.

354. Current Service Provider sends a disconnect request to the NPAC SMS for a single TN via the SOA Mechanized Interface with no customer disconnect date.

	Expected Results:
	RESULT-1:  Subscription Version is not disconnected.

RESULT-2:  NPAC SMS sends unsuccessful action reply to the Current Service Provider.

	Actual Results:
	


	8.1.2.3.1.8  Immediate disconnect of an ‘active’ port – single TN – not current Service Provider. – SOA Mechanized Interface – Error

	Purpose:
	Disconnect an ‘active’ port consisting of a single TN via the SOA Mechanized Interface where the Service Provider attempting to disconnect is not the current Service Provider.

	Requirements:
	RN5-10

	Prerequisites:
	355. An ‘active’ port exists.

356. Service Provider sends a disconnect request to the NPAC SMS for a single TN via the SOA Mechanized Interface (Service Provider is not the current Service Provider).

	Expected Results:
	RESULT-1:  Subscription Version is not disconnected.

RESULT-2:  NPAC SMS sends unsuccessful action reply to the Service Provider.  

	Actual Results:
	


	8.1.2.3.1.9  Immediate disconnect of a single TN – not ‘active’ – SOA Mechanized Interface. – Error

	Purpose:
	Disconnect a ‘pending’ port consisting of a single TN via the SOA Mechanized Interface.

	Requirements:
	R5-63

	Prerequisites:
	357. A ‘pending’ port exists.

358. Service Provider sends a disconnect request to the NPAC SMS for a single TN via the SOA Mechanized Interface.

	Expected Results:
	RESULT-1:  Subscription Version is not disconnected.

RESULT-2:  NPAC SMS sends unsuccessful action reply to the Service Provider.

	Actual Results:
	


	8.1.2.3.1.10  Deferred Disconnect of ‘active’ port - single TN – SOA Mechanized Interface. – Success

	Purpose:
	Disconnect an ‘active’ port consisting of a single TN, with an effective release date, via the SOA Mechanized Interface.  All valid LSMSs are successful.

	Requirements:
	R5-62, RR5-23.1, RR5-23.2, RR5-24, RR5-25.1, RR5-25.2,R5-64.1, R5-65.2, R5-65.4, R5-65.5, R5-65.6, R5-66.2, R5-66.3, R5-68.6, 6.5.4.2

	Prerequisites:
	359. An ‘active’ port exists.

360. New Service Provider sends a disconnect request to the NPAC SMS for a single TN via the SOA Mechanized Interface.

	Expected Results:
	RESULT-1:  NPAC SMS sets the status, for the Subscription Version, to ‘disconnect pending’ upon receiving the disconnect request via the mechanized SOA interface.

RESULT-2:  NPAC SMS sends a disconnect request response to the current Service Provider.

RESULT-3:  NPAC SMS sends a status attribute value change message to the current Service Provider setting the status to ‘disconnect pending’.

RESULT-4:  Service Provider acknowledges the status attribute value change message.

RESULT-5:  NPAC SMS waits until effective release date is reached.

RESULT-6:  NPAC SMS sends a notification to the Donor Service Provider with the disconnect date.

RESULT-7:  Donor Service Provider acknowledges notification.

RESULT-8:  NPAC SMS sets the status, for the Subscription Version, to ‘sending’ upon sending the deletion request to the LSMSs.

RESULT-9:  NPAC SMS sends a deletion request to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.

RESULT-10:  NPAC SMS sets the broadcast date and timestamp, for the Subscription Version, to the current date and time upon sending the deletion request to the LSMSs.  

RESULT-11:  NPAC SMS logs all responses received from the LSMSs as a result of the deletion request.

RESULT-12:  All LSMSs delete the object and send a successful acknowledgment to the NPAC SMS.

RESULT-13:  NPAC SMS sets the Disconnect Complete timestamp, for the Subscription Version, to the current date and time upon receiving a successful acknowledgment from one of the LSMSs.

RESULT-14:  NPAC SMS sets the Subscription Version status to old upon receiving a successful acknowledgment from one of the LSMSs.

RESULT-15:  NPAC SMS receives acknowledgment of successful object deletion from all involved LSMSs.

RESULT-16:  NPAC SMS sets the status, for the Subscription Version, to old upon receiving successful acknowledgment from all involved LSMSs.

RESULT-17:  NPAC SMS sends a status attribute value change message to the current Service Provider setting the status to old, upon receiving successful acknowledgment from all involved LSMSs.

RESULT-18:  Service Provider acknowledges the status attribute value change message.

	Actual Results:
	


	8.1.2.3.1.11  Deferred Disconnect of an ‘active port’ - single TN – SOA Mechanized Interface. – Failure

	Purpose:
	Disconnect an ‘active’ port consisting of a single TN, with an effective release date, via the SOA Mechanized Interface.  All valid LSMSs fail deletion.

	Requirements:
	R5-62, RR5-23.1, RR5-23.2, RR5-24, RR5-25.1, RR5-25.2, R5-65.2, R5-65.4, R5-65.5, R5-65.6, R5-66.2, R5-66.3, R5-67.1, R5-68.2, R5-68.3, R5-68.4, R5-68.5, R5-68.6, R5-68.7, R5-68.9, 6.5.4.2, 6.5.4.3

	Prerequisites:
	361. An ‘active’ port exists.

362. New Service Provider sends a disconnect request to the NPAC SMS for a single TN via the SOA Mechanized Interface.

	Expected Results:
	RESULT-1:  NPAC SMS sets the status, for the Subscription Version, to ‘disconnect pending’ upon receiving the disconnect request via the mechanized SOA interface.

RESULT-2:  NPAC SMS sends a disconnect request response to the current Service Provider.

RESULT-3:  NPAC SMS sends an attribute value change message to the current Service Provider setting the status to ‘disconnect pending’.

RESULT-4:  Service Provider acknowledges the status attribute value change message.

RESULT-5:  NPAC SMS waits until effective release date is reached.

RESULT-6:  NPAC SMS sends a notification to the Donor Service Provider with the disconnect date.

RESULT-7:  Donor Service Provider acknowledges the notification.

RESULT-8:  NPAC SMS sets the status, for the Subscription Version, to ‘sending’ upon sending the deletion request to the LSMSs.

RESULT-9:  NPAC SMS sends a deletion request to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.

RESULT-10:  NPAC SMS sets the broadcast date and timestamp, for the Subscription Version, to the current date and time upon sending the deletion request to the LSMSs.  

RESULT-11:  NPAC SMS logs all responses received from the LSMSs as a result of the deletion request.

RESULT-12:  All LSMSs do not delete the object and send an unsuccessful acknowledgment to the NPAC SMS.

RESULT-13:  NPAC SMS does not receive acknowledgment of successful object deletion from all involved LSMSs.

RESULT-14:  NPAC SMS sends the deletion request x times at y minute intervals to all involved LSMSs.

RESULT-15:  NPAC SMS sets the status, for the Subscription Version, to ‘active’ upon exhausting  the above number of retries to all involved LSMSs.

RESULT-16:  NPAC SMS sends a status attribute value change message to the current Service Provider setting the status to ‘active’ and the list of failed LSMSs, upon disconnect failure.

RESULT-17:  Service Provider acknowledges the status attribute value change message.

	Actual Results:
	


	8.1.2.3.1.12  Deferred Disconnect of an ‘active’ port - single TN – SOA Mechanized Interface. – Partial Failure

	Purpose:
	Disconnect an ‘active’ port consisting of a single TN, with an effective release date, via the SOA Mechanized Interface.  At least one LSMS fails deletion.

	Requirements:
	R5-62, RR5-23.1, RR5-23.2, RR5-24, RR5-25.1, RR5-25.2, R5-65.2, R5-65.4, R5-65.5, R5-65.6, R5-66.2, R5-66.3, R5-67.1, R5-68.2, R5-68.3, R5-68.4, R5-68.5, R5-68.6, R5-68.7, R5-68.9, 6.5.4.2, 6.5.4.4

	Prerequisites:
	363. An ‘active’ port exists.

364. New Service Provider sends a disconnect request to the NPAC SMS for a single TN via the SOA Mechanized Interface.

	Expected Results:
	RESULT-1:  NPAC SMS sets the status, for the Subscription Version, to ‘disconnect pending’ upon receiving the disconnect request via the mechanized SOA interface.

RESULT-2:  NPAC SMS sends a disconnect request response to the current Service Provider.

RESULT-3:  NPAC SMS sends a status attribute value change message to the current Service Provider setting the status to ‘disconnect pending’.

RESULT-4:  Service Provider acknowledges the status attribute value change message.

RESULT-5:  NPAC SMS waits until effective release date is reached.

RESULT-6:  NPAC SMS sends a notification to the Donor Service Provider with the disconnect date.

RESULT-7:  Service Provider acknowledges the notification.

RESULT-8:  NPAC SMS sets the status, for the Subscription Version, to ‘sending’ upon sending the deletion request to the LSMSs.

RESULT-9:  NPAC SMS sends a deletion request to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.

RESULT-10:  NPAC SMS sets the broadcast date and timestamp, for the Subscription Version, to the current date and time upon sending the deletion request to the LSMSs.  

RESULT-11:  NPAC SMS logs all responses received from the LSMSs as a result of the deletion request.

RESULT-12:  All LSMSs, except for one, delete the object and send a successful acknowledgment to the NPAC SMS.

RESULT-13:  NPAC SMS does not receive acknowledgment of successful object deletion from at least one involved LSMS.

RESULT-14:  NPAC SMS sends the deletion request x times at y minute intervals to a LSMS that has not sent a successful acknowledgment.

RESULT-15:  NPAC SMS sets the status, for the Subscription Version, to old upon exhausting the above number of retries to a LSMS that has not sent a successful acknowledgment.

RESULT-16:  NPAC SMS sends a status attribute value change message to the current Service Provider setting the status to old and the list of failed LSMSs, upon disconnect failure.

RESULT-17:  Service Provider acknowledges the status attribute value change message.

	Actual Results:
	


	8.1.2.3.1.13  Deferred Disconnect of an ‘active’ port – range of TNs – SOA Mechanized Interface. – Success

	Purpose:
	Disconnect an ‘active’ port consisting of a TN range, with an effective release date, via the SOA Mechanized Interface.  All valid LSMSs are successful.

	Requirements:
	R5-62, RR5-23.1, RR5-23.2, RR5-24, RR5-25.1, RR5-25.2, R5-65.2, R5-65.4, R5-65.5, R5-65.6, R5-66.2, R5-66.3, R5-68.6, 6.5.4.2

	Prerequisites:
	365. An ‘active’ port exists.

366. New Service Provider sends a disconnect request to the NPAC SMS for a range of TNs via the SOA Mechanized Interface.

	Expected Results:
	RESULT-1:  NPAC SMS sets the status, for all given Subscription Versions, to ‘disconnect pending’ upon receiving the disconnect request via the mechanized SOA interface.

RESULT-2:  NPAC SMS sends a disconnect request response to the current Service Provider.

RESULT-3:  NPAC SMS sends a status attribute value change message, for each Subscription Version, to the current Service Provider setting the status to ‘disconnect pending’.

RESULT-4:  Service Provider acknowledges the status attribute value change message.

RESULT-5:  NPAC SMS waits until effective release date is reached.

RESULT-6:  NPAC SMS sends a notification, for each Subscription Version, to the Donor Service Provider with the disconnect date.

RESULT-7:  Donor Service Provider acknowledges the notification.

RESULT-8:  NPAC SMS sets the status, for each Subscription Version, to ‘sending’ upon sending the deletion request to the LSMSs.

RESULT-9:  NPAC SMS sends a single deletion request to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.

RESULT-10:  NPAC SMS sets the broadcast date and timestamp, for each Subscription Version, to the current date and time upon sending the deletion request to the LSMSs.  

RESULT-11:  NPAC SMS logs all responses received from the LSMSs as a result of the deletion request.

RESULT-12:  All LSMSs delete the object for each TN and send a successful acknowledgment to the NPAC SMS.

RESULT-13:  NPAC SMS sets the Disconnect Broadcast Complete timestamp, for all successfully acknowledged Subscription Versions, to the current date and time upon receiving a successful acknowledgment from one of the LSMSs.

RESULT-14:  NPAC SMS sets, for all given Subscription Versions, the status to old upon receiving a successful acknowledgment from one of the LSMSs.

RESULT-15:  NPAC SMS receives acknowledgment of successful object deletion from all involved LSMSs for Subscription Versions that were successfully deleted.

RESULT-16:  NPAC SMS sets the status, for successfully acknowledged Subscription Versions, to ‘active’ upon receiving successful acknowledgment from all involved LSMSs for Subscription Versions that were successfully deleted.

RESULT-17:  NPAC SMS sends a status attribute value change message to the current Service Provider setting the status to old, upon receiving successful acknowledgment from all involved LSMSs, for Subscription Versions that were successfully deleted.

RESULT-18:  Service Provider acknowledges the status attribute value change message.

	Actual Results:
	


	8.1.2.3.1.14  Deferred Disconnect of an ‘active’ port – range of TNs – SOA Mechanized Interface. – Failure

	Purpose:
	Disconnect an ‘active’ port consisting of a TN range, with an effective release date, via the SOA Mechanized Interface.  All valid LSMSs fail deletion.

	Requirements:
	R5-62, RR5-23.1, RR5-23.2, RR5-24, RR5-25.1, RR5-25.2, R5-65.2, R5-65.4, R5-65.5, R5-65.6, R5-66.2, R5-66.3, R5-67.1, R5-68.2, R5-68.3, R5-68.4, R5-68.5, R5-68.6, R5-68.7, R5-68.9, 6.5.4.2, 6.5.4.3

	Prerequisites:
	367. An ‘active’ port exists.

368. New Service Provider sends a disconnect request to the NPAC SMS for a range of TNs via the SOA Mechanized Interface.

	Expected Results:
	RESULT-1:  NPAC SMS sets the status, for all given Subscription Versions, to ‘disconnect pending’ upon receiving the disconnect request via the mechanized SOA interface.

RESULT-2:  NPAC SMS sends a disconnect request response to the current Service Provider.

RESULT-3:  NPAC SMS sends a status attribute value change message, for each Subscription Version, to the current Service Provider setting the status to ‘disconnect pending’.

RESULT-4:  Service Provider acknowledges the status attribute value change message.

RESULT-5:  NPAC SMS waits until effective release date is reached.

RESULT-6:  NPAC SMS sends a notification, for each Subscription Version, to the Donor Service Provider with the disconnect date.

RESULT-7:  Donor Service Provider acknowledges the notification.

RESULT-8:  NPAC SMS sets the status, for each Subscription Version, to ‘sending’ upon sending the deletion request to the LSMSs.

RESULT-9:  NPAC SMS sends a single deletion request to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.

RESULT-10:  NPAC SMS sets the broadcast date and timestamp, for each Subscription Version, to the current date and time upon sending the deletion request to the LSMSs.  

RESULT-11:  NPAC SMS logs all responses received from the LSMSs as a result of the deletion request.

RESULT-12:  All LSMSs do not delete the object for each TN and send an unsuccessful acknowledgment to the NPAC SMS.

RESULT-13:  NPAC SMS does not receive acknowledgment of successful object deletion, for each Subscription Version, from all involved LSMSs.

RESULT-14:  NPAC SMS sends the deletion request x times at y minute intervals to all involved LSMSs.

RESULT-15:  NPAC SMS sets the status, for each Subscription Version, to ‘active’ upon exhausting the above number of retries to all involved LSMSs.

RESULT-16:  NPAC SMS sends a status attribute value change message, for each Subscription Version, to the current Service Provider setting the status to ‘active’ and the list of failed LSMSs, upon disconnect failure.

RESULT-17:  Service Provider acknowledges the status attribute value change message.

	Actual Results:
	


	8.1.2.3.1.15  Deferred Disconnect of an ‘active’ port – range of TNs – SOA Mechanized Interface. – Partial Failure

	Purpose:
	Disconnect an ‘active’ port consisting of a TN range, with an effective release date, via the SOA Mechanized Interface.  At least one LSMS fails deletion.

	Requirements:
	R5-62, RR5-23.1, RR5-23.2, RR5-24, RR5-25.1, RR5-25.2, R5-65.2, R5-65.4, R5-65.5, R5-65.6, R5-66.2, R5-66.3, R5-67.1, R5-68.2, R5-68.3, R5-68.4, R5-68.5, R5-68.6, R5-68.7, R5-68.9, 6.5.4.2, 6.5.4.4

	Prerequisites:
	369. An ‘active’ port exists.

370. New Service Provider sends a disconnect request to the NPAC SMS for a range of TNs via the SOA Mechanized Interface.

	Expected Results:
	RESULT-1:  NPAC SMS sets the status, for all given Subscription Versions, to ‘disconnect pending’ upon receiving the disconnect request via the mechanized SOA interface.

RESULT-2:  NPAC SMS sends a disconnect request response to the current Service Provider.

RESULT-3:  NPAC SMS sends a status attribute value change message, for each Subscription Version, to the current Service Provider setting the status to ‘disconnect pending’.

RESULT-4:  Service Provider acknowledges the status attribute value change message.

RESULT-5:  NPAC SMS waits until effective release date is reached.

RESULT-6:  NPAC SMS sends a notification, for each Subscription Version, to the Donor Service Provider with the disconnect date.

RESULT-7:  Donor Service Provider acknowledges the notification.

RESULT-8:  NPAC SMS sets the status, for each Subscription Version, to ‘sending’ upon sending the deletion request to the LSMSs.

RESULT-9:  NPAC SMS sends a single deletion request to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.

RESULT-10:  NPAC SMS sets the broadcast date and timestamp, for each Subscription Version, to the current date and time upon sending the deletion request to the LSMSs.  

RESULT-11:  NPAC SMS logs all responses received from the LSMSs as a result of the deletion request.

RESULT-12:  All LSMSs, except for one, delete the object for each TN and send a successful acknowledgment to the NPAC SMS.

RESULT-13:  NPAC SMS does not receive acknowledgment of successful object deletion, for each Subscription Version, from at least one LSMS.

RESULT-14:  NPAC SMS sends the deletion request x times at y minute intervals to the failed LSMS.

RESULT-15:  NPAC SMS sets the status, for each Subscription Version, to old upon exhausting the above number of retries to the failed LSMS.

RESULT-16:  NPAC SMS sends a status attribute value change message, for each Subscription Version, to the current Service Provider setting the status to old and the list of failed LSMSs, upon disconnect failure.

RESULT-17:  Service Provider acknowledges the status attribute value change message.

	Actual Results:
	


	8.1.2.3.1.16  Deferred Disconnect for a single TN for other Service Provider. – Error

	Purpose:
	Service Provider is unable to issue disconnect for an ‘active’ TN which belongs to another Service Provider

	Requirements: 
	RR5-11,R5-35

	Prerequisites:
	TN must be ‘active’.

	Expected Results:
	RESULT-1:  Pending port request is not modified

RESULT-2:  NPAC SMS sends unsuccessful action reply to the New Service Provider

	Actual Results:
	


	8.1.2.3.1.17  Disconnect for a range of TNs for other Service Provider. – Error

	Purpose:
	Service Provider issues a modify for a pending disconnect for a range of TNs which belong to another Service Provider.

	Requirements: 
	RR5-11

	Prerequisites:
	TNs must be ‘active’.

	Expected Results:
	RESULT-1:  Pending disconnect port request is not modified

RESULT-2:  NPAC SMS sends unsuccessful action reply to the New Service Provider

	Actual Results:
	


8.1.2.4 Activate of Subscription Data

8.1.2.4.1 SOA Mechanized Interface

	8.1.2.4.1.1  Activate inter-service provider ‘pending’ port of a single TN. – Success

	Purpose:
	Activate an inter-service provider ‘pending’ port consisting of a single TN via the SOA Mechanized Interface.  All valid LSMSs are successful.

	Requirements:
	R5-51.1, R5-51.2, RR5-22, R5-55, R5-57.1, R5-57.2, R5-57.3, R5-58.1, R5-59.1, R5-59.2, R5-60.9, 6.5.1.5, 6.5.1.6

	Prerequisites:
	371. A ‘pending’ inter-service provider port exists.

372. The single TN is already an ’active’ Subscription Version.

373. New Service Provider sends an activation request to the NPAC SMS for a single TN via the SOA Mechanized Interface.

	Expected Results:
	RESULT-1:  NPAC SMS sets the Activation Received timestamp, for the Subscription Version, to the current date and time upon receiving the activation request via the mechanized SOA interface.

RESULT-2:  NPAC SMS sets the status, for the Subscription Version, to ‘sending’ upon sending the activated Subscription Version to the LSMSs.

RESULT-3:  NPAC SMS sends the activated Subscription Version to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.

RESULT-4:  NPAC SMS sets the broadcast date and timestamp, for the Subscription Version, to the current date and time upon sending the activated Subscription Version to the LSMSs.  

RESULT-5:  NPAC SMS logs all activation responses received from the LSMSs as a result of the activation request.

RESULT-6:  All LSMSs create the object and send a successful acknowledgment to the NPAC SMS.

RESULT-7:  NPAC SMS sets the Activation Broadcast Complete timestamp, for the Subscription Version, to the current date and time upon receiving a successful acknowledgment from one of the LSMSs.

RESULT-8:  NPAC SMS sets the previous ‘active’ Subscription Version status to ‘old’ upon receiving a successful acknowledgment from one of the LSMSs.

RESULT-9:  NPAC SMS receives acknowledgment of successful object creation from all involved LSMSs.

RESULT-10:  NPAC SMS sets the status, for the Subscription Version, to ‘active’ upon receiving successful acknowledgment from all involved LSMSs.

RESULT-11:  NPAC SMS sends a status attribute value change message to the old Service Provider setting the status to ‘active’, upon receiving successful acknowledgment from all involved LSMSs.

RESULT-12:  Old Service Provider acknowledges the status attribute value change message.

RESULT-13:  NPAC SMS sends a status attribute value change message to the new Service Provider setting the status to ‘active’, upon receiving successful acknowledgment from all involved LSMSs.

RESULT-14:  New Service Provider acknowledges the status attribute value change message.

RESULT-15:  NPAC SMS sends a status attribute value change message to the old Service Provider for the previous ‘active’ Subscription Version setting the status to ‘old’, upon receiving successful acknowledgment from all involved LSMSs.

RESULT-16:  Old Service Provider acknowledges the status attribute value change message.

	Actual Results:
	


	8.1.2.4.1.2  Activate inter-service provider ‘pending’ port of a single TN. – Failure

	Purpose:
	Activate an inter-service provider ‘pending’ port consisting of a single TN via the SOA Mechanized Interface.  All LSMSs fail activation.

	Requirements:
	R5-9,R5-10.2,R5-23.5, R5-51.1, R5-51.2, RR5-22, R5-55, R5-57.1, R5-57.2, R5-57.3, R5-58.1, R5-60.1, R5-60.2, R5-60.5, R5-60.6, R5-60.7, R5-60.8, R5-60.9,R5-60.10, R5-61.1,R5-61.2, RR5-22.1,  6.5.1.5, 6.5.1.7

	Prerequisites:
	374. A ‘pending’ inter-service provider port exists.

375. New Service Provider sends an activation request to the NPAC SMS for a single TN via the SOA Mechanized Interface.

	Expected Results:
	RESULT-1:  NPAC SMS sets the Activation Received timestamp, for the Subscription Version, to the current date and time upon receiving the activation request via the mechanized SOA interface.

RESULT-2:  NPAC SMS sets the status, for the Subscription Version, to ‘sending’ upon sending the activated Subscription Version to the LSMSs.

RESULT-3:  NPAC SMS sends the activated Subscription Version to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.

RESULT-4:  NPAC SMS sets the broadcast date and timestamp, for the Subscription Version, to the current date and time upon sending the activated Subscription Version to the LSMSs.  

RESULT-5:  NPAC SMS logs all activation responses received from the LSMSs as a result of the activation request.

RESULT-6:  All LSMSs do not create the object and send an unsuccessful acknowledgment to the NPAC SMS.

RESULT-7:  NPAC SMS does not receive acknowledgment of successful object creation from all involved LSMSs.

RESULT-8:  NPAC SMS sends the activated Subscription Version x times at y minute intervals to all involved LSMSs.

RESULT-9:  NPAC SMS sets the status, for the Subscription Version, to ‘failed’ upon exhausting the above number of retries to all involved LSMSs.

RESULT-10:  NPAC SMS sends a status attribute value change message to the old Service Provider setting the status to ‘failed’ and the list of failed LSMSs, upon activation failure.

RESULT-11:  Old Service Provider acknowledges the status attribute value change message.

RESULT-12:  NPAC SMS sends a status attribute value change message to the new Service Provider setting the status to ‘failed’ and the list of failed LSMSs, upon activation failure.

RESULT-13:  New Service Provider correctly receives status attribute value change message and is able to display.  New Service Provider acknowledges the status attribute value change message.

	Actual Results:
	


	8.1.2.4.1.3  Activate inter-service provider ‘pending’ port of a single TN. – Partial Failure

	Purpose:
	Activate an inter-service provider ‘pending’ port consisting of a single TN via the SOA Mechanized Interface.  At least one LSMS fails activation.

	Requirements:
	R5-51.1, R5-51.2, RR5-22, R5-55, R5-57.1, R5-57.2, R5-57.3, R5-58.1, R5-60.1, R5-60.2, R5-60.5, R5-60.6, R5-60.7, R5-60.8, R5-60.9, R5-60.11, R5-60.12, RR5-22.1,  6.5.1.5, 6.5.1.8

	Prerequisites:
	376. A ‘pending’ inter-service provider port exists.

377. New Service Provider sends an activation request to the NPAC SMS for a single TN via the SOA Mechanized Interface.

	Expected Results:
	RESULT-1:  NPAC SMS sets the Activation Received timestamp, for the Subscription Version, to the current date and time upon receiving the activation request via the mechanized SOA interface.

RESULT-2:  NPAC SMS sets the status, for the Subscription Version, to ‘sending’ upon sending the activated Subscription Version to the LSMSs.

RESULT-3:  NPAC SMS sends the activated Subscription Version to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.

RESULT-4:  NPAC SMS sets the broadcast date and timestamp, for the Subscription Version, to the current date and time upon sending the activated Subscription Version to the LSMSs.  

RESULT-5:  NPAC SMS logs all activation responses received from the LSMSs as a result of the activation request.

RESULT-6:  All LSMSs, except for one, create the object and send a successful acknowledgment to the NPAC SMS.

RESULT-7:  NPAC SMS does not receive acknowledgment of successful object creation from at least one involved LSMS.

RESULT-8:  NPAC SMS sends the activated Subscription Version x times at y minute intervals to a LSMS that has not sent a successful acknowledgment.

RESULT-9:  NPAC SMS sets the status, for the Subscription Version, to partial failure upon exhausting  the above number of retries to a LSMS that has not sent a successful acknowledgment.

RESULT-10:  NPAC SMS sends a status attribute value change message to the old Service Provider setting the status to partial failure and the list of failed LSMSs, upon activation failure.

RESULT-11:  Old Service Provider acknowledges the status attribute value change message.

RESULT-12:  NPAC SMS sends an attribute value change message to the new Service Provider setting the status to partial failure and the list of failed LSMSs, upon activation failure.

RESULT-13:  New Service Provider acknowledges the status attribute value change message.

	Actual Results:
	


	8.1.2.4.1.4  Activate inter-service provider ‘pending’ port of a range of TNs. – Success

	Purpose:
	Activate an inter-service provider ‘pending’ port consisting of a range of TNs via the SOA Mechanized Interface.  For all TNs, all LSMSs are successful.

	Requirements
	R5-51.1, R5-51.2, RR5-22, R5-55, R5-57.1, R5-57.2, R5-57.3, R5-58.1, R5-59.1, R5-59.2, R5-60.9, 6.5.1.5, 6.5.1.6.1

	Prerequisites:
	378. A ‘pending’ inter-service provider port exists for each TN in the TN range.

379. New Service Provider sends an activation request to the NPAC SMS for a range of  TNs via the SOA Mechanized Interface.

	Expected Results:
	RESULT-1:  NPAC SMS sets the Activation Received timestamp, for all given Subscription Versions, to the current date and time upon receiving the activation request via the mechanized SOA interface.

RESULT-2:  NPAC SMS sets the status, for all given Subscription Versions, to ‘sending’ upon sending the activated Subscription Version to the LSMSs.

RESULT-3:  NPAC SMS sends a single activation request for all Subscription Versions to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.

RESULT-4:  NPAC SMS sets the broadcast date and timestamp, for all given Subscription Versions, to the current date and time upon sending the activation request to the LSMSs.  

RESULT-5:  NPAC SMS logs all activation responses received from the LSMSs as a result of the activation request.

RESULT-6:  All LSMSs create an object for each TN and send a successful acknowledgment to the NPAC SMS.

RESULT-7:  NPAC SMS sets the Activation Broadcast Complete timestamp, for all successfully acknowledged Subscription Versions, to the current date and time upon receiving a successful acknowledgment from one of the LSMSs.

RESULT-8:  NPAC SMS sets, for all given previous ‘active’ Subscription Versions, the status to ‘old’ upon receiving a successful acknowledgment from one of the LSMSs.

RESULT-9:  NPAC SMS waits a tunable amount of time for acknowledgment from all involved LSMSs.

RESULT-10:  NPAC SMS receives acknowledgment of successful object creation from all involved LSMSs for Subscription Versions that were successfully activated.

RESULT-11:  NPAC SMS sets the status, for successfully acknowledged Subscription Versions, to ‘active’ upon receiving successful acknowledgment from all involved LSMSs for Subscription Versions that were successfully activated.

RESULT-12:  NPAC SMS sends a status attribute value change message to the old Service Provider setting the status to ‘active’, upon receiving successful acknowledgment from all involved LSMSs, for Subscription Versions that were successfully activated.

RESULT-13:  Old Service Provider acknowledges the status attribute value change message.

RESULT-14:  NPAC SMS sends a status attribute value change message to the new Service Provider setting the status to ‘active’, upon receiving successful acknowledgment from all involved LSMSs, for Subscription Versions that were successfully activated.

RESULT-15:  New Service Provider acknowledges the status attribute value change message.

	Actual Results:
	


	8.1.2.4.1.5  Activate inter-service provider ‘pending’ port of a range of TNs. – Failure

	Purpose:
	Activate an inter-service provider ‘pending’ port consisting of a range of TNs via the SOA Mechanized Interface.  For all TNs, all LSMSs fail activation.

	Requirements:
	R5-51.1, R5-51.2, RR5-22, R5-55, R5-57.1, R5-57.2, R5-57.3, R5-58.1, R5-60.1, R5-60.2, R5-60.5, R5-60.6, R5-60.7, R5-60.8, R5-60.9, R5-61.1, RR5-22.1,  6.5.1.5, 6.5.1.6.1, 6.5.1.7

	Prerequisites:
	380. A ‘pending’ inter-service provider port exists for each TN in the TN range.

381. New Service Provider sends an activation request to the NPAC SMS for a range of  TNs via the SOA Mechanized Interface.

	Expected Results:
	RESULT-1:  NPAC SMS sets the Activation Received timestamp, for all given Subscription Versions, to the current date and time upon receiving the activation request via the mechanized SOA interface.

RESULT-2:  NPAC SMS sets the status, for all given Subscription Versions, to ‘sending’ upon sending the activation request to the LSMSs.

RESULT-3:  NPAC SMS sends a single activation request for all given Subscription Versions to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.

RESULT-4:  NPAC SMS sets the broadcast date and timestamp, for all given Subscription Versions, to the current date and time upon sending the activation request to the LSMSs.  

RESULT-5:  NPAC SMS logs all activation responses received from the LSMSs as a result of the activation request.

RESULT-6:  NPAC SMS waits a tunable amount of time for responses from all involved LSMSs.

RESULT-7:  All LSMSs do not create the object for each TN and send an unsuccessful acknowledgment.

RESULT-8:  NPAC SMS does not receive acknowledgment of successful object creation, for each Subscription Version, from all involved LSMSs.

RESULT-9:  NPAC SMS sends the activated Subscription Version x times at y minute intervals to all involved LSMSs.

RESULT-10:  NPAC SMS sets the status, for each Subscription Version, to ‘failed’ upon exhausting the above number of retries to all involved LSMSs.

RESULT-11:  NPAC SMS sends a status attribute value change message, for each Subscription Version,  to the old Service Provider setting the status to ‘failed’ and the list of failed LSMSs, upon activation failure.

RESULT-12:  Old Service Provider acknowledges the status attribute value change message.

RESULT-13:  NPAC SMS sends a status attribute value change message, for each Subscription Version, to the new Service Provider setting the status to ‘failed’ and the list of failed LSMSs, upon activation failure.

RESULT-14:  New Service Provider acknowledges the status attribute value change message.

	Actual Results:
	


	8.1.2.4.1.6  Activate inter-service provider ‘pending’ port of a range of TNs. – Partial Failure

	Purpose:
	Activate an inter-service provider ‘pending’ port consisting of a range of TNs via the SOA Mechanized Interface.  At least one LSMS fails activation.

	Requirements:
	R5-51.1, R5-51.2, RR5-22, R5-55, R5-57.1, R5-57.2, R5-57.3, R5-58.1, R5-60.1, R5-60.2, R5-60.5, R5-60.6, R5-60.7, R5-60.8, R5-60.9, R5-60.11, R5-60.12, RR5-22.1,  6.5.1.5, 6.5.1.8

	Prerequisites:
	382. A ‘pending’ inter-service provider port exists for each TN in the TN range.

383. New Service Provider sends an activation request to the NPAC SMS for a range of TNs via the SOA Mechanized Interface.

	Expected Results:
	RESULT-1:  NPAC SMS sets the Activation Received timestamp, for all given Subscription Versions, to the current date and time upon receiving the activation request via the mechanized SOA interface.

RESULT-2:  NPAC SMS sets the status, for all given Subscription Versions, to ‘sending’ upon sending the activation request to the LSMSs.

RESULT-3:  NPAC SMS sends a single activation request for all given Subscription Versions to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.

RESULT-4:  NPAC SMS sets the broadcast date and timestamp, for all given Subscription Versions, to the current date and time upon sending the activation request to the LSMSs.  

RESULT-5:  NPAC SMS logs all activation responses received from the LSMSs as a result of the activation request.

RESULT-6:  NPAC SMS waits a tunable amount of time for responses from all involved LSMSs.

RESULT-7:  All LSMSs, except for one, create an object for each TN and send a successful acknowledgment to the NPAC SMS.

RESULT-8:  NPAC SMS does not receive acknowledgment of successful object creation, for each Subscription Version, from at least one LSMS.

RESULT-9:  NPAC SMS sends the activated Subscription Version x times at y minute intervals to the failed LSMS.

RESULT-10:  NPAC SMS sets the status, for each Subscription Version, to partial failure upon exhausting the above number of retries to the failed LSMS.

RESULT-11:  NPAC SMS sends a status attribute value change message, for each Subscription Version,  to the old Service Provider setting the status to partial failure and the list of failed LSMSs, upon activation failure.

RESULT-12:  Old Service Provider acknowledges the status attribute value change message.

RESULT-13:  NPAC SMS sends a status attribute value change message, for each Subscription Version, to the new Service Provider setting the status to partial failure and the list of failed LSMSs, upon activation failure.

RESULT-14:  New Service Provider acknowledges the status attribute value change message.

	Actual Results:
	


	8.1.2.4.1.7  Activate inter-service provider ‘pending’ port of a single TN – not in ‘pending’ state. – Error

	Purpose:
	Activate an inter-service provider ‘pending’ port consisting of a single via the SOA Mechanized Interface.  Existing Subscription Version does not have a status of ‘pending’.

	Requirements:
	R5-52, R5-53.2

	Prerequisites:
	384. An inter-service provider port exists and has a status of conflict.

385. New Service Provider sends an activation request to the NPAC SMS for a single TN via the SOA Mechanized Interface for a Subscription Version that does not have a status of ‘pending’

	Expected Results:
	RESULT-1:   Subscription Version is not activated.

RESULT-2:   NPAC SMS sends unsuccessful action reply to the New Service Provider.

	Actual Results:
	


	8.1.2.4.1.8  Activate inter-service provider ‘pending’ port of a single TN – no New Service Provider timestamp exists and before NPA-NXX effective date. – Error

	Purpose:
	Activate an inter-service provider ‘pending’ port consisting of a single TN via the SOA Mechanized Interface.  Existing Subscription Version does not have a New Service Provider timestamp and the effective date of the NPA-NXX has not been reached.

	Requirements:
	R5-53.1, R5-53.2

	Prerequisites:
	386. An inter-service provider port exists with no New Service Provider timestamp and the NPA-NXX associated with the port has an effective date greater than the activation request.

387. New Service Provider sends an activation request to the NPAC SMS for a single TN via the SOA Mechanized Interface for a Subscription Version that does not have a new Service Provider timestamp and the effective date of the NPA-NXX has not been reached.

	Expected Results:
	RESULT-1:   Subscription Version is not activated.

RESULT-2:   NPAC SMS sends unsuccessful action reply to the New Service Provider.

	Actual Results:
	


	8.1.2.4.1.9  Activate inter-service provider ‘pending’ port of a single TN – prior to due date. – Error

	Purpose:
	Activate an inter-service provider ‘pending’ port consisting of a single TN via the SOA Mechanized Interface prior to the due date.

	Requirements:
	R5-53.2, R5-53.3

	Prerequisites:
	388. A ‘pending’ inter-service provider port exists.

389. New Service Provider sends an activation request to the NPAC SMS for a single TN via the SOA Mechanized Interface prior to the due date of the Subscription Version

	Expected Results:
	RESULT-1:   Subscription Version is not activated.

RESULT-2:   NPAC SMS sends unsuccessful action reply to the New Service Provider.

	Actual Results:
	


	8.1.2.4.1.10  Activate intra-service provider ‘pending’ port of a single TN that has been previously ported. – Success

	Purpose:
	Activate an intra-service provider ‘pending’ port consisting of a single TN via the SOA Mechanized Interface.  All valid LSMSs are successful.

	Requirements:
	R5-51.1, R5-51.2, RR5-22, R5-55, R5-57.1, R5-57.2, R5-57.3, R5-58.1, R5-59.1, R5-59.2, R5-60.9, 6.5.1.5, 6.5.1.6

	Prerequisites:
	390. A ‘pending’ intra-service provider port exists.

391. The single TN is already an ‘active’ Subscription Version.

392. New Service Provider sends an activation request to the NPAC SMS for a single TN via the SOA Mechanized Interface.

	Expected Results:
	RESULT-1:  NPAC SMS sets the Activation Received timestamp, for the Subscription Version, to the current date and time upon receiving the activation request via the mechanized SOA interface.

RESULT-2:  NPAC SMS sets the status, for the Subscription Version, to ‘sending’ upon sending the activated Subscription Version to the LSMSs.

RESULT-3:  NPAC SMS sends the activated Subscription Version to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.

RESULT-4:  NPAC SMS sets the broadcast date and timestamp, for the Subscription Version, to the current date and time upon sending the activated Subscription Version to the LSMSs.  

RESULT-5:  NPAC SMS logs all activation responses received from the LSMSs as a result of the activation request.

RESULT-6:  All LSMSs create the object and send a successful acknowledgment to the NPAC SMS.

RESULT-7:  NPAC SMS sets the Activation Broadcast Complete timestamp, for the Subscription Version, to the current date and time upon receiving a successful acknowledgment from one of the LSMSs.

RESULT-8:  NPAC SMS sets the previous ‘active’ Subscription Version status to old upon receiving a successful acknowledgment from one of the LSMSs.

RESULT-9:  NPAC SMS receives acknowledgment of successful object creation from all involved LSMSs.

RESULT-10:  NPAC SMS sets the status, for the Subscription Version, to ‘active’ upon receiving successful acknowledgment from all involved LSMSs.

RESULT-11:  NPAC SMS sends a status attribute value change message to the new Service Provider setting the status to ‘active’, upon receiving successful acknowledgment from all involved LSMSs.

RESULT-12:  New Service Provider acknowledges the status attribute value change message.

RESULT-13:  NPAC SMS sends a status attribute value change message to the old Service Provider for the previous ‘active’ Subscription Version setting the status to ‘old’, upon receiving successful acknowledgment from all involved LSMSs.

RESULT-14:  Old Service Provider acknowledges the status attribute value change message.

	Actual Results:
	


	8.1.2.4.1.11  Activate intra-service provider ‘pending’ port of a single TN. – Failure

	Purpose:
	Activate an intra-service provider ‘pending’ port consisting of a single TN via the SOA Mechanized Interface.  All LSMSs fail activation.

	Requirements:
	R5-51.1, R5-51.2, RR5-22, R5-55, R5-57.1, R5-57.2, R5-57.3, R5-58.1, R5-60.1, R5-60.2, R5-60.5, R5-60.6, R5-60.7, R5-60.8, R5-60.9, R5-61.1, RR5-22.2,  6.5.1.5, 6.5.1.7

	Prerequisites:
	393. A ‘pending’ intra-service provider port exists.

394. New Service Provider sends an activation request to the NPAC SMS for a single TN via the SOA Mechanized Interface.

	Expected Results:
	RESULT-1:  NPAC SMS sets the Activation Received timestamp, for the Subscription Version, to the current date and time upon receiving the activation request via the mechanized SOA interface.

RESULT-2:  NPAC SMS sets the status, for the Subscription Version, to ‘sending’ upon sending the activated Subscription Version to the LSMSs.

RESULT-3:  NPAC SMS sends the activated Subscription Version to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.

RESULT-4:  NPAC SMS sets the broadcast date and timestamp, for the Subscription Version, to the current date and time upon sending the activated Subscription Version to the LSMSs.  

RESULT-5:  NPAC SMS logs all activation responses received from the LSMSs as a result of the activation request.

RESULT-6:  All LSMSs do not create the object and send an unsuccessful acknowledgment to the NPAC SMS.

RESULT-7:  NPAC SMS does not receive acknowledgment of successful object creation from all involved LSMSs.

RESULT-8:  NPAC SMS sends the activated Subscription Version x times at y minute intervals to all involved LSMSs.

RESULT-9:  NPAC SMS sets the status, for the Subscription Version, to ‘failed’ upon exhausting  the above number of retries to all involved LSMSs.

RESULT-10:  NPAC SMS sends a status attribute value change message to the new Service Provider setting the status to ‘failed’ and the list of failed LSMSs, upon activation failure.

RESULT-11:  New Service Provider acknowledges the status attribute value change message.

	Actual Results:
	


	8.1.2.4.1.12  Activate intra-service provider ‘pending’ port of a single TN. – Partial Failure

	Purpose:
	Activate an intra-service provider ‘pending’ port consisting of a single TN via the SOA Mechanized Interface.  At least one LSMS fails activation.

	Requirements:
	R5-51.1, R5-51.2, RR5-22, R5-55, R5-57.1, R5-57.2, R5-57.3, R5-58.1, R5-60.1, R5-60.2, R5-60.5, R5-60.6, R5-60.7, R5-60.8, R5-60.9, R5-60.11, R5-60.12, RR5-22.2,  6.5.1.5, 6.5.1.8

	Prerequisites:
	395. A ‘pending’ intra-service provider port exists.

396. New Service Provider sends an activation request to the NPAC SMS for a single TN via the SOA Mechanized Interface

	Expected Results:
	RESULT-1:  NPAC SMS sets the Activation Received timestamp, for the Subscription Version, to the current date and time upon receiving the activation request via the mechanized SOA interface.

RESULT-2:  NPAC SMS sets the status, for the Subscription Version, to ‘sending’ upon sending the activated Subscription Version to the LSMSs.

RESULT-3:  NPAC SMS sends the activated Subscription Version to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.

RESULT-4:  NPAC SMS sets the broadcast date and timestamp, for the Subscription Version, to the current date and time upon sending the activated Subscription Version to the LSMSs.  

RESULT-5:  NPAC SMS logs all activation responses received from the LSMSs as a result of the activation request.

RESULT-6:  All LSMSs, except for one, create the object and send a successful acknowledgment to the NPAC SMS.

RESULT-7:  NPAC SMS does not receive acknowledgment of successful object creation from at least one involved LSMS.

RESULT-8:  NPAC SMS sends the activated Subscription Version x times at y minute intervals to a LSMS that has not sent a successful acknowledgment.

RESULT-9:  NPAC SMS sets the status, for the Subscription Version, to partial failure upon exhausting the above number of retries to a LSMS that has not sent a successful acknowledgment.

RESULT-10:  NPAC SMS sends a status attribute value change message to the new Service Provider setting the status to partial failure and the list of failed LSMSs, upon activation failure.

RESULT-11:  New Service Provider acknowledges the status attribute value change message.

	Actual Results:
	


	8.1.2.4.1.13  Activate intra-service provider ‘pending’ port of a range of TNs that has been previously ported. – Success

	Purpose:
	Activate an intra-service provider ‘pending’ port consisting of a range of TNs via the SOA Mechanized Interface.  For all TNs, all LSMSs are successful.

	Requirements:
	R5-51.1, R5-51.2, RR5-22, R5-55, R5-57.1, R5-57.2, R5-57.3, R5-58.1, R5-59.1, R5-59.2, R5-60.9, 6.5.1.5, 6.5.1.6.1

	Prerequisites:
	397. A ‘pending’ intra-service provider port exists for each TN in the TN range.

398. The range of TNs are already ‘active’ Subscription Versions.

399. New Service Provider sends an activation request to the NPAC SMS for a range of TNs via the SOA Mechanized Interface.

	Expected Results:
	RESULT-1:  NPAC SMS sets the Activation Received timestamp, for all given Subscription Versions, to the current date and time upon receiving the activation request via the mechanized SOA interface.

RESULT-2:  NPAC SMS sets the status, for all given Subscription Versions, to ‘sending’ upon sending the activated Subscription Version to the LSMSs.

RESULT-3:  NPAC SMS sends a single activation request for all Subscription Versions to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.

RESULT-4:  NPAC SMS sets the broadcast date and timestamp, for all given Subscription Versions, to the current date and time upon sending the activation request to the LSMSs.  

RESULT-5:  NPAC SMS logs all activation responses received from the LSMSs as a result of the activation request.

RESULT-6:  All LSMSs create an object for each TN and send a successful acknowledgment to the NPAC SMS.

RESULT-7:  NPAC SMS sets the Activation Broadcast Complete timestamp, for all successfully acknowledged Subscription Versions, to the current date and time upon receiving a successful acknowledgment from one of the LSMSs.

RESULT-8:  NPAC SMS sets, for all given previous ‘active’ Subscription Versions, the status to old upon receiving a successful acknowledgment from one of the LSMSs.

RESULT-9:  NPAC SMS waits a tunable amount of time for acknowledgment from all involved LSMSs.

RESULT-10:  NPAC SMS receives acknowledgment of successful object creation from all involved LSMSs for Subscription Versions that were successfully activated.

RESULT-11:  NPAC SMS sets the status, for successfully acknowledged Subscription Versions, to ‘active’ upon receiving successful acknowledgment from all involved LSMSs for Subscription Versions that were successfully activated.

RESULT-12:  NPAC SMS sends a status attribute value change message to the new Service Provider setting the status to ‘active’, upon receiving successful acknowledgment from all involved LSMSs, for Subscription Versions that were successfully activated.

RESULT-13:  New Service Provider acknowledges the status attribute value change message.

RESULT-14:  NPAC SMS sends a status attribute value change message to the old Service Provider for the previous ‘active’ Subscription Versions setting the status to ‘old’, upon receiving successful acknowledgment from all involved LSMSs.

RESULT-15:  Old Service Provider acknowledges the status attribute value change message.

	Actual Results:
	


	8.1.2.4.1.14  Activate intra-service provider ‘pending’ port of a range of TNs. – Failure

	Purpose:
	Activate an intra-service provider ‘pending’ port consisting of a range of TNs via the SOA Mechanized Interface.  For all TNs, all LSMSs fail activation.

	Requirements:
	R5-51.1, R5-51.2, RR5-22, R5-55, R5-57.1, R5-57.2, R5-57.3, R5-58.1, R5-60.1, R5-60.2, R5-60.5, R5-60.6, R5-60.7, R5-60.8, R5-60.9, R5-61.1, RR5-22.2,  6.5.1.5, 6.5.1.6.1, 6.5.1.7

	Prerequisites:
	400. A ‘pending’ intra-service provider port exists for each TN in the TN range.

401. New Service Provider sends an activation request to the NPAC SMS for a range of TNs via the SOA Mechanized Interface

	Expected Results:
	RESULT-1:  NPAC SMS sets the Activation Received timestamp, for all given Subscription Versions, to the current date and time upon receiving the activation request via the mechanized SOA interface.

RESULT-2:  NPAC SMS sets the status, for all given Subscription Versions, to ‘sending’ upon sending the activation request to the LSMSs.

RESULT-3:  NPAC SMS sends a single activation request for all given Subscription Versions to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.

RESULT-4:  NPAC SMS sets the broadcast date and timestamp, for all given Subscription Versions, to the current date and time upon sending the activation request to the LSMSs.  

RESULT-5:  NPAC SMS logs all activation responses received from the LSMSs as a result of the activation request.

RESULT-6:  NPAC SMS waits a tunable amount of time for responses from all involved LSMSs.

RESULT-7:  All LSMSs do not create an object for each TN and send an unsuccessful acknowledgment to the NPAC SMS.

RESULT-8:  NPAC SMS does not receive acknowledgment of successful object creation, for each Subscription Version, from all involved LSMSs.

RESULT-9:  NPAC SMS sends the activated Subscription Version x times at y minute intervals to all involved LSMSs.

RESULT-10:  NPAC SMS sets the status, for each Subscription Version, to ‘failed’ upon exhausting the above number of retries to all involved LSMSs.

RESULT-11:  NPAC SMS sends a status attribute value change message, for each Subscription Version, to the new Service Provider setting the status to ‘failed’ and the list of failed LSMSs, upon activation failure.

RESULT-12:  New Service Provider acknowledges the status attribute value change message.

	Actual Results:
	


	8.1.2.4.1.15  Activate intra-service provider ‘pending’ port of a range of TNs. – Partial Failure

	Purpose:
	Activate an intra-service provider ‘pending’ port consisting of a range of TNs via the SOA Mechanized Interface.  At least one LSMS fails activation.

	Requirements:
	R5-51.1, R5-51.2, RR5-22, R5-55, R5-57.1, R5-57.2, R5-57.3, R5-58.1, R5-60.1, R5-60.2, R5-60.5, R5-60.6, R5-60.7, R5-60.8, R5-60.9, R5-60.11, R5-60.12, RR5-22.2,  6.5.1.5, 6.5.1.8

	Prerequisites:
	402. A ‘pending’ intra-service provider port exists for each TN in the TN range.

403. New Service Provider sends an activation request to the NPAC SMS for a range of TNs via the SOA Mechanized Interface.

	Expected Results:
	RESULT-1:  NPAC SMS sets the Activation Received timestamp, for all given Subscription Versions, to the current date and time upon receiving the activation request via the mechanized SOA interface.

RESULT-2:  NPAC SMS sets the status, for all given Subscription Versions, to ‘sending’ upon sending the activation request to the LSMSs.

RESULT-3:  NPAC SMS sends a single activation request for all given Subscription Versions to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.

RESULT-4:  NPAC SMS sets the broadcast date and timestamp, for all given Subscription Versions, to the current date and time upon sending the activation request to the LSMSs.  

RESULT-5:  NPAC SMS logs all activation responses received from the LSMSs as a result of the activation request.

RESULT-6:  NPAC SMS waits a tunable amount of time for responses from all involved LSMSs.

RESULT-7:  All LSMSs, except for one, create an object for each TN and send an acknowledgment to the NPAC SMS.

RESULT-8:  NPAC SMS does not receive acknowledgment of successful object creation, for each Subscription Version, from at least one LSMS.

RESULT-9:  NPAC SMS sends the activated Subscription Version x times at y minute intervals to the failed LSMS.

RESULT-10:  NPAC SMS sets the status, for each Subscription Version, to partial failure upon exhausting the above number of retries to the failed LSMS.

RESULT-11:  NPAC SMS sends a status attribute value change message, for each Subscription Version, to the new Service Provider setting the status to partial failure and the list of failed LSMSs, upon activation failure.

RESULT-12:  New Service Provider acknowledges the status attribute value change message.

	Actual Results:
	


	8.1.2.4.1.16     Deleted


	8.1.2.4.1.17  Activate intra-service provider ‘pending’ port of a single TN – no New Service Provider timestamp exists and before NPA-NXX effective date. – Error

	Purpose:
	Activate an intra-service provider ‘pending’ port consisting of a single TN via the SOA Mechanized Interface.  Existing Subscription Version does not have a New Service Provider timestamp and the effective date of the NPA-NXX has not been reached.

	Requirements:
	R5-53.1, R5-53.2

	Prerequisites:
	404. An intra-service provider port exists with no New Service Provider timestamp and the NPA-NXX associated with the port has an effective date greater than the activation request.

405. New Service Provider sends an activation request to the NPAC SMS for a single TN via the SOA Mechanized Interface for a Subscription Version that does not have a new Service Provider timestamp and the effective date of the NPA-NXX has not been reached.

	Expected Results:
	RESULT-1:   Subscription Version is not activated.

RESULT-2:   NPAC SMS sends unsuccessful action reply to the New Service Provider.

	Actual Results:
	


	8.1.2.4.1.18  Activate intra-service provider ‘pending’ port of a single TN – prior to due date. – Error

	Purpose:
	Activate an intra-service provider ‘pending’ port consisting of a single TN via the SOA Mechanized Interface prior to the due date.

	Requirements:
	R5-53.2, R5-53.3

	Prerequisites:
	406. A ‘pending’ intra-service provider port exists.

407. New Service Provider sends an activation request to the NPAC SMS for a single TN via the SOA Mechanized Interface prior to the due date of the Subscription Version.

	Expected Results:
	RESULT-1:   Subscription Version is not activated.

RESULT-2:   NPAC SMS sends unsuccessful action reply to the New Service Provider.

	Actual Results:
	


	8.1.2.4.1.19  Activate porting to original ‘pending’ port of a single TN. – Success

	Purpose:
	Activate a porting to original ‘pending’ port consisting of a single TN via the SOA Mechanized Interface.  All valid LSMSs are successful.

	Requirements:
	R5-51.1, RR5-21, RR5-22, RR5-24, RR5-25.1, RR5-25.2, R5-65.1, R5-65.4, R5-65.5, R5-65.6, R5-66.2, R5-66.3, 6.5.1.5, 6.5.4.1

	Prerequisites:
	408. A ‘pending’ porting to original port exists.

409. New Service Provider sends an activation request to the NPAC SMS for a single TN via the SOA Mechanized Interface.

	Expected Results:
	RESULT-1:  NPAC SMS sets the Activation Received timestamp, for the Subscription Version, to the current date and time upon receiving the activation request via the mechanized SOA interface.

RESULT-2:  NPAC SMS sets the status, for the Subscription Version, to ‘disconnect pending’ upon receiving the activation request via the mechanized SOA interface.

RESULT-3:  NPAC SMS sends a status attribute value change message to the old Service Provider setting the status to ‘disconnect pending’.

RESULT-4:  Old Service Provider acknowledges the status attribute value change message.

RESULT-5:  NPAC SMS sends a status attribute value change message to the new Service Provider setting the status to ‘disconnect pending’.

RESULT-6:  New Service Provider acknowledges the status attribute value change message.

RESULT-7:  NPAC SMS sends a notification to the Donor Service Provider with the disconnect date.

RESULT-8:  Donor Service Provider acknowledges notification.

RESULT-9:  NPAC SMS sets the status, for the Subscription Version, to ‘sending’ upon sending the deletion request to the LSMSs.

RESULT-10:  NPAC SMS sends a deletion request to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.

RESULT-11:  NPAC SMS sets the broadcast date and timestamp, for the Subscription Version, to the current date and time upon sending the deletion request to the LSMSs.  

RESULT-12:  NPAC SMS logs all responses received from the LSMSs as a result of the deletion request.

RESULT-13:  All LSMSs delete the object and send a successful acknowledgment.

RESULT-14:  NPAC SMS sets the Disconnect Complete timestamp, for the Subscription Version, to the current date and time upon receiving a successful acknowledgment from one of the LSMSs.

RESULT-15:  NPAC SMS sets the Subscription Version status to old upon receiving a successful acknowledgment from one of the LSMSs.

RESULT-16:  NPAC SMS receives acknowledgment of successful object deletion from all involved LSMSs.

RESULT-17:  NPAC SMS sets the status, for the Subscription Version, to old upon receiving successful acknowledgment from all involved LSMSs.

RESULT-18:  NPAC SMS sends a status attribute value change message to the old Service Provider setting the status to old, upon receiving successful acknowledgment from all involved LSMSs.

RESULT-19:  Old Service Provider acknowledges the status attribute value change message.

RESULT-20:  NPAC SMS sends a status attribute value change message to the new Service Provider setting the status to old, upon receiving successful acknowledgment from all involved LSMSs.

RESULT-21:  New Service Provider acknowledges the status attribute value change message.

RESULT-22:  NPAC SMS sends a status attribute value change message to the old Service Provider for the previous ‘active’ Subscription Version setting the status to ‘old’, upon receiving successful acknowledgment from all involved LSMSs.

RESULT-23:  Old Service Provider acknowledges the status attribute value change message.

	Actual Results:
	


	8.1.2.4.1.20  Activate porting to original ‘pending’ port of a single TN. – Failure

	Purpose:
	Activate a porting to original ‘pending’ port consisting of a single TN via the SOA Mechanized Interface.  All LSMSs fail activation.

	Requirements:
	R5-51.1, RR5-22, RR5-24, RR5-25.1, RR5-25.2, R5-65.1, R5-65.4, R5-65.5, R5-65.6, R5-66.2, R5-67.1, R5-68.2, R5-68.3, R5-68.4, R5-68.5, R5-68.6, R5-68.7, 6.5.1.5, 6.5.4.3

	Prerequisites:
	410. A ‘pending’ porting to original port exists.

411. New Service Provider sends an activation request to the NPAC SMS for a single TN via the SOA Mechanized Interface.

	Expected Results:
	RESULT-1:  NPAC SMS sets the Activation Received timestamp, for the Subscription Version, to the current date and time upon receiving the activation request via the mechanized SOA interface.

RESULT-2:  NPAC SMS sets the status, for the Subscription Version, to ‘disconnect pending’ upon receiving the activation request via the mechanized SOA interface.

RESULT-3:  NPAC SMS sends a status attribute value change message to the old Service Provider setting the status to ‘disconnect pending’.

RESULT-4:  Old Service Provider acknowledges the status attribute value change message.

RESULT-5:  NPAC SMS sends a status attribute value change message to the new Service Provider setting the status to ‘disconnect pending’.

RESULT-6:  New Service Provider acknowledges the status attribute value change message.

RESULT-7:  NPAC SMS sends a notification to the Donor Service Provider with the disconnect date.

RESULT-8:  Donor Service Provider acknowledges notification

RESULT-9:  NPAC SMS sets the status, for the Subscription Version, to ‘sending’ upon sending the deletion request to the LSMSs.

RESULT-10:  NPAC SMS sends a deletion request to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.

RESULT-11:  NPAC SMS sets the broadcast date and timestamp, for the Subscription Version, to the current date and time upon sending the deletion request to the LSMSs.  

RESULT-12:  NPAC SMS logs all responses received from the LSMSs as a result of the deletion request.

RESULT-13:  All LSMSs do not delete the object and send an unsuccessful acknowledgment to the NPAC SMS.

RESULT-14:  NPAC SMS does not receive acknowledgment of successful object deletion from all involved LSMSs.

RESULT-15:  NPAC SMS sends the deletion request x times at y minute intervals to all involved LSMSs.

RESULT-16:  NPAC SMS sets the status, for the Subscription Version, to ‘active’ upon exhausting  the above number of retries to all involved LSMSs.

RESULT-17:  NPAC SMS sends a status attribute value change message to the old Service Provider setting the status to ‘active’ and the list of failed LSMSs, upon disconnect failure.

RESULT-18:  Old Service Provider acknowledges the status attribute value change message

RESULT-19:  NPAC SMS sends a status attribute value change message to the new Service Provider setting the status to ‘active’ and the list of failed LSMSs, upon disconnect failure.

RESULT-20:  New Service Provider acknowledges the status attribute value change message

	Actual Results:
	


	8.1.2.4.1.21  Activate porting to original ‘pending’ port of a single TN. – Partial Failure

	Purpose:
	Activate a porting to original ‘pending’ port consisting of a single TN via the SOA Mechanized Interface.  At least one LSMS fails activation.

	Requirements:
	R5-51.1, RR5-22, RR5-24, RR5-25.1, RR5-25.2, R5-65.1, R5-65.4, R5-65.5, R5-65.6, R5-66.2, R5-68.2, R5-68.3, R5-68.4, R5-68.5, R5-68.6, R5-68.9, 6.5.1.5, 6.5.4.4

	Prerequisites:
	412. A ‘pending’ porting to original port exists.

413. New Service Provider sends an activation request to the NPAC SMS for a single TN via the SOA Mechanized Interface.

	Expected Results:
	RESULT-1:  NPAC SMS sets the Activation Received timestamp, for the Subscription Version, to the current date and time upon receiving the activation request via the mechanized SOA interface.

RESULT-2:  NPAC SMS sets the status, for the Subscription Version, to ‘disconnect pending’ upon receiving the activation request via the mechanized SOA interface.

RESULT-3:  NPAC SMS sends a status attribute value change message to the old Service Provider setting the status to ‘disconnect pending’.

RESULT-4:  Old Service Provider acknowledges the status attribute value change message.

RESULT-5:  NPAC SMS sends a status attribute value change message to the new Service Provider setting the status to ‘disconnect pending’.

RESULT-6:  New Service Provider acknowledges the status attribute value change message.

RESULT-7:  NPAC SMS sends a notification to the Donor Service Provider with a disconnect date.

RESULT-8:  Donor Service Provider acknowledges notification.

RESULT-9:  NPAC SMS sets the status, for the Subscription Version, to ‘sending’ upon sending the deletion request to the LSMSs.

RESULT-10:  NPAC SMS sends a deletion request to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.

RESULT-11:  NPAC SMS sets the broadcast date and timestamp, for the Subscription Version, to the current date and time upon sending the deletion request to the LSMSs.  

RESULT-12:  NPAC SMS logs all responses received from the LSMSs as a result of the deletion request.

RESULT-13:  All LSMSs, except for one, delete the object and send a successful acknowledgment to the NPAC SMS.

RESULT-14:  NPAC SMS does not receive acknowledgment of successful object deletion from at least one involved LSMS.

RESULT-15:  NPAC SMS sends the deletion request x times at y minute intervals to a LSMS that has not sent a successful acknowledgment.

RESULT-16:  NPAC SMS sets the status, for the Subscription Version, to old upon exhausting  the above number of retries to a LSMS that has not sent a successful acknowledgment.

RESULT-17:  NPAC SMS sends a status attribute value change message to the old Service Provider setting the status to old and the list of failed LSMSs, upon disconnect failure.

RESULT-18:  Old Service Provider acknowledges the status attribute value change message.

RESULT-19:  NPAC SMS sends a status attribute value change message to the new Service Provider setting the status to old and the list of failed LSMSs, upon disconnect failure.

RESULT-20:  New Service Provider acknowledges the status attribute value change message.

	Actual Results:
	


	8.1.2.4.1.22  Activate porting to original ‘pending’ port of a range of TNs. – Success

	Purpose:
	Activate a porting to original ‘pending’ port consisting of a range of TNs via the SOA Mechanized Interface.  For all TNs, all LSMSs are successful.

	Requirements:
	R5-51.1, RR5-21, RR5-22, RR5-24, RR5-25.1, RR5-25.2, R5-65.1, R5-65.4, R5-65.5, R5-65.6, R5-66.2, R5-66.3, 6.5.1.5, 6.5.4.1

	Prerequisites:
	414. A ‘pending’ porting to original port exists for each TN in the TN range.

415. New Service Provider sends an activation request to the NPAC SMS for a range of TNs via the SOA Mechanized Interface.

	Expected Results:
	RESULT-1:  NPAC SMS sets the Activation Received timestamp, for all given Subscription Versions, to the current date and time upon receiving the activation request via the mechanized SOA interface.

RESULT-2:  NPAC SMS sets the status, for all given Subscription Versions, to ‘disconnect pending’ upon receiving the activation request via the mechanized SOA interface.

RESULT-3:  NPAC SMS sends a status attribute value change message, for each Subscription Version,  to the old Service Provider setting the status to ‘disconnect pending’.

RESULT-4:  Old Service Provider acknowledges the status attribute value change message.

RESULT-5:  NPAC SMS sends a status attribute value change message, for each Subscription Version, to the new Service Provider setting the status to ‘disconnect pending’.

RESULT-6:  New Service Provider acknowledges the status attribute value change message.

RESULT-7:  NPAC SMS sends a notification, for each Subscription Version, to the Donor Service Provider with the disconnect date.

RESULT-8:  Donor Service Provider acknowledges notification.

RESULT-9:  NPAC SMS sets the status, for all given Subscription Versions, to ‘sending’ upon sending the deletion request to the LSMSs.

RESULT-10:  NPAC SMS sends a single deletion request for all Subscription Versions to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.

RESULT-11:  NPAC SMS sets the broadcast date and timestamp, for all given Subscription Versions, to the current date and time upon sending the deletion request to the LSMSs.  

RESULT-12:  NPAC SMS logs all responses received from the LSMSs as a result of the deletion request.

RESULT-13:  All LSMSs delete the object for each TN and send an acknowledgment to the NPAC SMS.

RESULT-14:  NPAC SMS sets the Disconnect Broadcast Complete timestamp, for all successfully acknowledged Subscription Versions, to the current date and time upon receiving a successful acknowledgment from one of the LSMSs.

RESULT-15:  NPAC SMS sets, for all given Subscription Versions, the status to old upon receiving a successful acknowledgment from one of the LSMSs.

RESULT-16:  NPAC SMS receives acknowledgment of successful object deletion from all involved LSMSs for Subscription Versions that were successfully activated.

RESULT-17:  NPAC SMS sets the status, for successfully acknowledged Subscription Versions, to ‘active’ upon receiving successful acknowledgment from all involved LSMSs for Subscription Versions that were successfully activated.

RESULT-18:  NPAC SMS sends a status attribute value change message to the old Service Provider setting the status to old, upon receiving successful acknowledgment from all involved LSMSs, for Subscription Versions that were successfully deleted.

RESULT-19:  Old Service Provider acknowledges the status attribute value change message.

RESULT-20:  NPAC SMS sends a status attribute value change message to the new Service Provider setting the status to old, upon receiving successful acknowledgment from all involved LSMSs, for Subscription Versions that were successfully deleted.

RESULT-21:  New Service Provider acknowledges the status attribute value change message.

RESULT-22:  NPAC SMS sends a status attribute value change message to the old Service Provider for the previous ‘active’ Subscription Version setting the status to ‘old’, upon receiving successful acknowledgment from all involved LSMSs.

RESULT-23:  Old Service Provider acknowledges the status attribute value change message.

	Actual Results:
	


	8.1.2.4.1.23  Activate porting to original ‘pending’ port of a range of TNs. – Failure

	Purpose:
	Activate a porting to original ‘pending’ port consisting of a range of TNs via the SOA Mechanized Interface.  For all TNs, all LSMSs fail activation.

	Requirements:
	R5-51.1, RR5-22, RR5-24, RR5-25.1, RR5-25.2, R5-65.1, R5-65.4, R5-65.5, R5-65.6, R5-66.2, R5-67.1, R5-68.2, R5-68.3, R5-68.4, R5-68.5, R5-68.6, R5-68.7, 6.5.1.5, 6.5.4.3

	Prerequisites:
	416. A ‘pending’ porting to original port exists for each TN in the TN range.

417. New Service Provider sends an activation request to the NPAC SMS for a range of TNs via the SOA Mechanized Interface.

	Expected Results:
	RESULT-1:  NPAC SMS sets the Activation Received timestamp, for all given Subscription Versions, to the current date and time upon receiving the activation request via the mechanized SOA interface.

RESULT-2:  NPAC SMS sets the status, for all given Subscription Versions, to ‘disconnect pending’ upon receiving the activation request via the mechanized SOA interface.

RESULT-3:  NPAC SMS sends a status attribute value change message, for each Subscription Version,  to the old Service Provider setting the status to ‘disconnect pending’.

RESULT-4:  Old Service Provider acknowledges the status attribute value change message.

RESULT-5:  NPAC SMS sends a status attribute value change message, for each Subscription Version, to the new Service Provider setting the status to ‘disconnect pending’.

RESULT-6:  New Service Provider acknowledges the status attribute value change message.

RESULT-7:  NPAC SMS send a notification, for each Subscription Version, to the Donor Service Provider with the disconnect date.

RESULT-8:  Donor Service Provider acknowledges the notification.

RESULT-9:  NPAC SMS sets the status, for all given Subscription Versions, to ‘sending’ upon sending the deletion request to the LSMSs.

RESULT-10:  NPAC SMS sends a single deletion request for all given Subscription Versions to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.

RESULT-11:  NPAC SMS sets the broadcast date and timestamp, for all given Subscription Versions, to the current date and time upon sending the deletion request to the LSMSs.  

RESULT-12:  NPAC SMS logs all responses received from the LSMSs as a result of the deletion request.

RESULT-13:  All LSMSs do not delete the object for each TN and send an unsuccessful acknowledgment to the NPAC SMS.

RESULT-14:  NPAC SMS does not receive acknowledgment of successful object deletion, for each Subscription Version, from all involved LSMSs.

RESULT-15:  NPAC SMS sends the deletion request x times at y minute intervals to all involved LSMSs.

RESULT-16:  NPAC SMS sets the status, for each Subscription Version, to ‘active’ upon exhausting the above number of retries to all involved LSMSs.

RESULT-17:  NPAC SMS sends a status attribute value change message, for each Subscription Version,  to the old Service Provider setting the status to ‘active’ and the list of failed LSMSs, upon disconnect failure.

RESULT-18:  Old Service Provider acknowledges the status attribute value change message.

RESULT-19:  NPAC SMS sends an attribute value change message, for each Subscription Version, to the new Service Provider setting the status to ‘active’ and the list of failed LSMSs, upon disconnect failure.

RESULT-20:  New Service Provider acknowledges the status attribute value change message.

	Actual Results:
	


	8.1.2.4.1.24  Activate porting to original ‘pending’ port of a range of TNs. – Partial Failure

	Purpose:
	Activate a porting to original ‘pending’ port consisting of a range of TNs via the SOA Mechanized Interface.  At least one LSMS fails activation.

	Requirements:
	R5-51.1, RR5-22, RR5-24, RR5-25.1, RR5-25.2, R5-65.1, R5-65.4, R5-65.5, R5-65.6, R5-66.2, R5-68.2, R5-68.3, R5-68.4, R5-68.5, R5-68.6, R5-68.9, 6.5.1.5, 6.5.4.4

	Prerequisites:
	418. A ‘pending’ porting to original port exists for each TN in the TN range.

419. New Service Provider sends an activation request to the NPAC SMS for a range of TNs via the SOA Mechanized Interface.

	Expected Results:
	RESULT-1:  NPAC SMS sets the Activation Received timestamp, for all given Subscription Versions, to the current date and time upon receiving the activation request via the mechanized SOA interface.

RESULT-2:  NPAC SMS sets the status, for all given Subscription Versions, to ‘disconnect pending’ upon receiving the activation request via the mechanized SOA interface.

RESULT-3:  NPAC SMS sends a status attribute value change message, for each Subscription Version,  to the old Service Provider setting the status to ‘disconnect pending’.

RESULT-4:  Old Service Provider acknowledges the status attribute value change message.

RESULT-5:  NPAC SMS sends a status attribute value change message, for each Subscription Version, to the new Service Provider setting the status to ‘disconnect pending’.

RESULT-6:  New Service Provider acknowledges the status attribute value change message.

RESULT-7:  NPAC SMS send a notification, for each Subscription Version, to the Donor Service Provider with the disconnect date.

RESULT-8:  Donor Service Provider acknowledges notification.

RESULT-9:  NPAC SMS sets the status, for all given Subscription Versions, to ‘sending’ upon sending the deletion request to the LSMSs.

RESULT-10:  NPAC SMS sends a single deletion request for all given Subscription Versions to LSMSs that are accepting Subscription Version data downloads for the given NPA-NXX via the LSMS Mechanized Interface.

RESULT-11:  NPAC SMS sets the broadcast date and timestamp, for all given Subscription Versions, to the current date and time upon sending the deletion request to the LSMSs.  

RESULT-12:  NPAC SMS logs all responses received from the LSMSs as a result of the deletion request.

RESULT-13:  All LSMSs, except for one, delete the object and send a successful acknowledgment to the NPAC SMS.

RESULT-14:  NPAC SMS does not receive acknowledgment of successful object deletion, for each Subscription Version, from at least one LSMS.

RESULT-15:  NPAC SMS sends the deletion request x times at y minute intervals to the failed LSMS.

RESULT-16:  NPAC SMS sets the status, for each Subscription Version, to old upon exhausting the above number of retries to the failed LSMS.

RESULT-17:  NPAC SMS sends a status attribute value change message, for each Subscription Version,  to the old Service Provider setting the status to old and the list of failed LSMSs, upon disconnect failure.

RESULT-18:  Old Service Provider acknowledges the status attribute value change message.

RESULT-19:  NPAC SMS sends a status attribute value change message, for each Subscription Version, to the new Service Provider setting the status to old and the list of failed LSMSs, upon disconnect failure.

RESULT-20:  New Service Provider acknowledges the status attribute value change message.

	Actual Results:
	


	8.1.2.4.1.25  Activate porting to original ‘pending’ port of a single TN – not in ‘pending’ state. – Error

	Purpose:
	Activate a porting to original ‘pending’ port consisting of a single via the SOA Mechanized Interface.  Existing Subscription Version does not have a status of ‘pending’.

	Requirements:
	R5-52, R5-53.2

	Prerequisites:
	420. A porting to original port does not exist.

421. New Service Provider sends an activation request to the NPAC SMS for a single TN via the SOA Mechanized Interface for a Subscription Version that does not have a status of ‘pending’.

	Expected Results:
	RESULT-1:   Subscription Version is not activated.

RESULT-2:   NPAC SMS sends unsuccessful action reply to the New Service Provider.

	Actual Results:
	


	8.1.2.4.1.26  Deleted


	8.1.2.4.1.27  Activate porting to original ‘pending’ port of a single TN – prior to due date. – Error

	Purpose:
	Activate porting to original ‘pending’ port consisting of a single TN via the SOA Mechanized Interface prior to the due date.

	Requirements:
	R5-53.2, R5-53.3

	Prerequisites:
	422. A ‘pending’ porting to original port exists.

423. New Service Provider sends an activation request to the NPAC SMS for a single TN via the SOA Mechanized Interface prior to the due date of the Subscription Version.

	Expected Results:
	RESULT-1:   Subscription Version is not activated.

RESULT-2:   NPAC SMS sends unsuccessful action reply to the New Service Provider.

	Actual Results:
	


8.1.2.5 Cancel of Subscription Data

8.1.2.5.1 SOA Mechanized Interface

	8.1.2.5.1.1  Subscription Version Cancel With Only One Create Action Received (Old Service Provider SOA Mechanized Interface). – Success

	Purpose:
	Cancel a subscription version from the Old Service Provider’s SOA Mechanized Interface when only the Old Service Provider supplied the subscription version create.

	Requirements:
	R5-12, R5-71.2, R5-71.3, RR5-20.1, RR-5-30, 6.5.3.3

	Prerequisites:
	424. A ‘pending’ subscription exists that only the subscriptionVerisonOldSP-Create action has been received by the NPAC.  

425. The Old Service Provider is the service provider who issued the create.

	Expected Results:
	RESULT-1:  NPAC SMS sets the subscriptionVersionStatus to ‘canceled’ and the subscriptionCancellationTimestamp is updated.

RESULT-2:  NPAC SMS sets the subscriptionPreCancellationStatus to “‘pending’” 

RESULT-3:  NPAC SMS updates the subscriptionModifiedTimeStamp.

RESULT-4:  NPAC SMS sends M-ACTION response to Old Service Provider indicating success.

RESULT-5:  NPAC SMS sends subscriptionVersionStatusAttributeValueChange M-EVENT-REPORT to New Service Provider SOA.

RESULT-6:  New Service Provider confirms M-EVENT-REPORT.

RESULT-7:  NPAC SMS sends subscriptionVersionStatusAttributeValueChange M-EVENT-REPORT to Old Service Provider SOA.

RESULT-8:  Old Service Provider confirms M-EVENT-REPORT.

	Actual Results:
	


	8.1.2.5.1.2  Subscription Version Cancel With Only One Create Action Received (New Service Provider SOA Mechanized Interface). – Success 

	Purpose:
	Cancel a subscription version from the New Service Provider’s Mechanized Interface when only the New Service Provider supplied the subscription version create.

	Requirements:
	R5-12, R5-71.2, R5-71.4, RR5-29.1, RR-5-31, 6.5.3.3

	Prerequisites:
	426. A ‘pending’ subscription exists that only the subscriptionVerisonNewSP-Create action has been received by the NPAC.  

427. The New Service Provider is the service provider who issued the create.

	Expected Results:
	RESULT-1:  NPAC SMS sets the subscriptionVersionStatus to ‘canceled’ and the subscriptionCancellationTimestamp is updated.

RESULT-2:  NPAC SMS sets the subscriptionPreCancellationStatus to “‘pending’” 

RESULT-3:  NPAC SMS updates the subscriptionModifiedTimeStamp.

RESULT-4:  NPAC SMS sends M-ACTION response to New Service Provider indicating success. 

RESULT-5:  NPAC SMS sends subscriptionVersionStatusAttributeValueChange M-EVENT-REPORT to Old Service Provider SOA.

RESULT-6:  Old Service Provider confirms M-EVENT-REPORT.

RESULT-7:  NPAC SMS sends subscriptionVersionStatusAttributeValueChange M-EVENT-REPORT to New Service Provider SOA.

RESULT-8:  New Service Provider confirms M-EVENT-REPORT.

	Actual Results:
	


	8.1.2.5.1.3  Subscription Version Cancel Validation: subscription version does not exist (Old Service Provider’s or New Service Provider’s SOA Mechanized Interface). – Error

	Purpose:
	Validate cancel subscription version validation of  the existence of the subscription version from either the Old Service Provider’s or New Service Provider’s SOA Mechanized Interface.

	Requirements:
	R5-12, R5-69, 6.5.3.1, 6.5.3.2, 6.5.3.3

	Prerequisites:
	A subscription does not exist for the specified subscription version.

	Expected Results:
	RESULT-1:  NPAC SMS sends a reply to the M-ACTION indicating: no version to cancel.

	Actual Results:
	


	8.1.2.5.1.4 Subscription Version Cancel Validation: subscription state (Old Service Provider’s or New Service Provider’s SOA Mechanized Interface). – Error

	Purpose:
	Validate cancel subscription version validation of  the subscription version state from either the Old Service Provider’s or New Service Provider’s SOA Mechanized Interface.

	Requirements:
	R5-12, R5-70, 6.5.3.1, 6.5.3.2, 6.5.3.3

	Prerequisites:
	428. A subscription exists for the specified subscription version and is in a state other than ‘conflict’, ‘disconnect pending’, or ‘pending’.

429. The subscription version was created by the specified Service Provider.

	Expected Results:
	RESULT-1:  NPAC SMS sends a reply to the M-ACTION indicating: version in wrong state.

	Actual Results:
	


	8.1.2.5.1.5 Subscription Version Cancel Validation: authorized service provider (Old Service Provider’s or New Service Provider’s SOA Mechanized Interface). – Error

	Purpose:
	Validate cancel subscription version validation of  the service provider’s authorization from either the Old Service Provider’s or New Service Provider’s SOA Mechanized Interface.

	Requirements:
	R5-12, RR5-27, R5-71.5, 6.5.3.1, 6.5.3.2, 6.5.3.3

	Prerequisites:
	430. A ‘pending’ subscription exists for the specified subscription version and is in one of the following states: ‘conflict’, ‘disconnect pending’, or ‘pending’.

431. The Service Provider is neither the Old or the New Service Provider for the subscription version.

	Expected Results:
	RESULT-1:  NPAC SMS sends a reply to the M-ACTION indicating: service provider not authorized.

	Actual Results:
	


	8.1.2.5.1.6  Subscription Version Cancel by Service Provider SOA After Both Service Provider SOAs Have Concurred (Old Service Provider’s SOA Mechanized Interface). – Success

	Purpose:
	Cancel a subscription version from the Old Service Provider’s SOA Mechanized Interface after both SOAs have issued their create actions.

	Requirements:
	R5-12, RR5-26.1, R5-71.2, R5-71.6, RR5-28.1, RR5-29.1, RR5-30, RR5-31,  6.5.3.1

	Prerequisites:
	432. A ‘pending’, conflict or ‘disconnect pending’ subscription version exists that both Service Providers issued their create actions.  

433. The Service Provider is the Old Service Provider who issued the create.

	Expected Results:
	RESULT-1:  NPAC SMS sets the subscriptionPreCancellationStatus to the current value of the subscriptionVersionStatus.

RESULT-2:  NPAC SMS sets the subscriptionVersionStatus to ‘cancel-pending’.

RESULT-3:  NPAC SMS updates the subscriptionModifiedTimeStamp.

RESULT-4:  NPAC SMS sends M-ACTION response to Old Service Provider indicating success.

RESULT-5:  NPAC SMS sends subscriptionVersionStatusAttributeValueChange M-EVENT-REPORT to Old Service Provider SOA.

RESULT-6:  Old Service Provider confirms M-EVENT-REPORT.

RESULT-7:  NPAC SMS sends subscriptionVersionStatusAttributeValueChange M-EVENT-REPORT to New Service Provider SOA.

RESULT-8:  New Service Provider confirms M-EVENT-REPORT.

RESULT-9:  NPAC SMS updates the subscriptionOldSPCancellationTimeStamp and the subscriptionModifiedTimeStamp.

RESULT-10:  Old Service Provider issues M-ACTION to acknowledge the cancellation.

RESULT-11:  NPAC SMS sends response to M-ACTION indicating success.

RESULT-12:  New Service Provider issues M-ACTION to acknowledge the cancellation.

RESULT-13:  NPAC SMS updates the subscriptionNewSPCancellationTimeStamp, subscriptionModifiedTimeStamp, subscriptionCancellationTimeStamp, and the subscriptionVersionStatus to ‘canceled’.

RESULT-14:  NPAC SMS sends response to M-ACTION indicating success.

RESULT-15:  NPAC SMS sends M-EVENT-REPORT for the subscriptionVersionStatus update to ‘canceled’ to the Old Service Provider SOA.

RESULT-16:  The Old Provider SOA sends the M-EVENT-REPORT confirmation.

RESULT-17:  NPAC SMS sends M-EVENT-REPORT for the subscriptionVersionStatus update to ‘canceled’ to the New Service Provider SOA.

RESULT-18:  The New Provider SOA sends the M-EVENT-REPORT confirmation.

	Actual Results:
	


	8.1.2.5.1.7  Subscription Version Cancel by Service Provider SOA After Both Service Provider SOAs Have Concurred (New Service Provider’s SOA Mechanized Interface). – Success

	Purpose:
	Cancel a subscription version from the New Service Provider’s SOA Mechanized Interface after both SOAs have issued their create actions.

	Requirements:
	R5-12, RR5-26.1, R5-71.2, R5-71.6, RR5-28.1, RR5-29.1, RR5-30, RR5-31,  6.5.3.1

	Prerequisites:
	434. A ‘pending’, conflict or ‘disconnect pending’ subscription version exists that both Service Providers issued their create actions.  

435. The Service Provider is the New Service Provider who issued the create.

	Expected Results:
	RESULT-1:  NPAC SMS sets the subscriptionPreCancellationStatus to the current value of the subscriptionVersionStatus.

RESULT-2:  NPAC SMS sets the subscriptionVersionStatus to ‘cancel-pending’.

RESULT-3:  NPAC SMS updates the subscriptionModifiedTimeStamp.

RESULT-4:  NPAC SMS sends M-ACTION response to New Service Provider indicating success.

RESULT-5:  NPAC SMS sends subscriptionVersionStatusAttributeValueChange M-EVENT-REPORT to New Service Provider SOA.

RESULT-6:  New Service Provider confirms M-EVENT-REPORT.

RESULT-7:  NPAC SMS sends subscriptionVersionStatusAttributeValueChange M-EVENT-REPORT to the Old Service Provider SOA.

RESULT-8:  Old Service Provider confirms M-EVENT-REPORT.

RESULT-9:  NPAC SMS updates the subscriptionNewSPCancellationTimeStamp and the subscriptionModifiedTimeStamp.

RESULT-10:  New Service Provider issues M-ACTION to acknowledge the cancellation.

RESULT-11:  NPAC SMS sends response to M-ACTION indicating success.

RESULT-12:  Old Service Provider issues M-ACTION to acknowledge the cancellation.

RESULT-13:  NPAC SMS updates the subscriptionOldSPCancellationTimeStamp, subscriptionModifiedTimeStamp, subscriptionCancellationTimeStamp, and the subscriptionVersionStatus to ‘canceled’.

RESULT-14:  NPAC SMS sends response to M-ACTION indicating success.

RESULT-15:  NPAC SMS sends M-EVENT-REPORT for the subscriptionVersionStatus update to ‘canceled’ to the New Service Provider SOA.

RESULT-16:  The New Provider SOA sends the M-EVENT-REPORT confirmation.

RESULT-17:  NPAC SMS sends M-EVENT-REPORT for the subscriptionVersionStatus update to ‘canceled’ to the Old Service Provider SOA.

RESULT-18:  The Old Provider SOA sends the M-EVENT-REPORT confirmation.

	Actual Results:
	


	8.1.2.5.1.8  Subscription Version Cancel by Old Service Provider SOA No Acknowledgment by  New Service Provider SOA (SOA Mechanized Interface). – Success 

	Purpose:
	Cancel a subscription version from the Old Service Provider’s SOA Mechanized Interface but the New Service Provider SOA does not send acknowledgment.

	Requirements:
	R5-12, RR5-26.1, R5-71.2, R5-71.6, RR5-28.1, RR5-29.1, RR5-30, RR5-31, RR5-32.1, RR5-32.3, RR5-33.1, RR5-33.3, RR5-34, RR5-35.1, RR5-36, 6.5.3.2

	Prerequisites:
	436. A ‘pending’, conflict or ‘disconnect pending’ subscription version exists that both Service Providers issued their create actions.  

437. The Service Provider is the Old Service Provider who issued the create.

438. The New Service Provider does NOT send the cancellation acknowledgment.

	Expected Results:
	RESULT-1:  NPAC SMS sets the subscriptionPreCancellationStatus to the current value of the subscriptionVersionStatus.

RESULT-2:  NPAC SMS sets the subscriptionVersionStatus to ‘cancel-pending’.

RESULT-3:  NPAC SMS updates the subscriptionModifiedTimeStamp.

RESULT-4:  NPAC SMS sends M-ACTION response to Old Service Provider indicating success.

RESULT-5:  NPAC SMS sends subscriptionVersionStatusAttributeValueChange M-EVENT-REPORT to Old Service Provider SOA.

RESULT-6:  Old Service Provider confirms M-EVENT-REPORT.

RESULT-7:  NPAC SMS sends subscriptionVersionStatusAttributeValueChange M-EVENT-REPORT to New Service Provider SOA.

RESULT-8:  New Service Provider confirms M-EVENT-REPORT.

RESULT-9:  NPAC SMS updates the subscriptionOldSPCancellationTimeStamp and the subscriptionModifiedTimeStamp.

RESULT-10:  Old Service Provider issues M-ACTION to acknowledge the cancellation.

RESULT-11:  NPAC SMS sends response to M-ACTION indicating success.

RESULT-12:  The cancellation-initial concurrence window tunable parameter expires.

RESULT-13:  NPAC SMS issues an M-EVENT-REPORT requesting acknowledgment.

RESULT-14:  The New Service Provider SOA returns an M-EVENT-REPORT confirmation.

RESULT-15:  The cancellation-final concurrence window tunable parameter expires.

RESULT-16:  NPAC SMS updates the subscriptionModifiedTimeStamp, subscriptionConflictTimeStamp, and the subscriptionVersionStatus to “conflict”.

RESULT-17:  NPAC SMS sends M-EVENT-REPORT for the subscriptionVersionStatusAttributeChange to the Old Service Provider SOA.

RESULT-18:  The Old Provider SOA sends the M-EVENT-REPORT confirmation.

RESULT-19:  NPAC SMS sends M-EVENT-REPORT for the subscriptionVersionStatusAttributeChange to the New Service Provider SOA.

RESULT-20:  The New Provider SOA sends the M-EVENT-REPORT confirmation.

	Actual Results:
	


	8.1.2.5.1.9  Subscription Version Cancel by New Service Provider SOA No Acknowledgment by Old Service Provider (SOA Mechanized Interface). – Success

	Purpose:
	Cancel a subscription version from the New Service Provider’s SOA Mechanized Interface.  The Old Service Provider does not send an acknowledgment.

	Requirements:
	R5-12, RR5-26.1, R5-71.2, R5-71.6, RR5-28.1, RR5-29.1, RR5-30, RR5-31, RR5-32.1, RR5-32.3, RR5-33.1, RR5-33.3, RR5-34, RR5-35.2,  6.5.3.2

	Prerequisites:
	439. A ‘pending’, conflict or ‘disconnect pending’ subscription version exists that both Service Providers issued their create actions.

440. The Service Provider is the New Service Provider who issued the create.

441. The Old Service Provider does NOT send the cancellation acknowledgment.

	Expected Results:
	RESULT-1:  NPAC SMS sets the subscriptionPreCancellationStatus to the current value of the subscriptionVersionStatus

RESULT-2:  NPAC SMS sets the subscriptionVersionStatus to “cancel-’pending’”

RESULT-3:  NPAC SMS updates the subscriptionModifiedTimeStamp

RESULT-4:  NPAC SMS sends M-ACTION response to New Service Provider indicating success

RESULT-5:  NPAC SMS sends subscriptionVersionStatusAttributeValueChange M-EVENT-REPORT to New Service Provider SOA

RESULT-6:  New Service Provider confirms M-EVENT-REPORT

RESULT-7:  NPAC SMS sends subscriptionVersionStatusAttributeValueChange M-EVENT-REPORT to the Old Service Provider SOA

RESULT-8:  Old Service Provider confirms M-EVENT-REPORT

RESULT-9:  NPAC SMS updates the subscriptionNewSPCancellationTimeStamp and the subscriptionModifiedTimeStamp

RESULT-10:  New Service Provider issues M-ACTION to acknowledge the cancellation

RESULT-11:  NPAC SMS sends response to M-ACTION indicating success

RESULT-12:  The cancellation-initial concurrence window tunable parameter expires

RESULT-13:  NPAC SMS issues M-EVENT-REPORT requesting acknowledgment

RESULT-14:  The Old Service Provider SOA returns M-EVENT-REPORT confirmation

RESULT-15:  The cancellation-final concurrence window tunable parameter expires

RESULT-16:  NPAC SMS updates the subscriptionOldSPCancellationTimeStamp, subscriptionModifiedTimeStamp, subscriptionCancellationTimeStamp, and the subscriptionVersionStatus to ‘canceled’.

RESULT-17:  NPAC SMS sends M-EVENT-REPORT for the subscriptionVersionStatus update to ‘canceled’ to the New Service Provider SOA

RESULT-18:  The New Provider SOA sends the M-EVENT-REPORT confirmation

RESULT-19:  NPAC SMS sends M-EVENT-REPORT for the subscriptionVersionStatus update to ‘canceled’ to the Old Service Provider SOA

RESULT-20:  The Old Provider SOA sends the M-EVENT-REPORT confirmation

	Actual Results:
	


	8.1.2.5.1.10  Subscription Version Cancel Intra-service Provider Port (Current Provider SOA Mechanized Interface). – Success

	Purpose:
	Cancel a subscription version from the Current  Service Provider’s SOA Mechanized Interface for an intra-service provider ported subscription.

	Requirements:
	R5-12, R5-71.2, R5-71.3, R5-71.11, RR5-29.2, 6.5.3.3

	Prerequisites:
	442. A subscription exists for a intra-service provider port.

443. The  Service Provider is the current service provider who issued the create.

	Expected Results:
	RESULT-1:  NPAC SMS sets the subscriptionVersionStatus to ‘canceled’ and the subscriptionCancellationTimestamp is updated.

RESULT-2:  NPAC SMS sets the subscriptionPreCancellationStatus to ‘pending’.

RESULT-3:  NPAC SMS updates the subscriptionModifiedTimeStamp.

RESULT-4:  NPAC SMS sends M-ACTION response to Current Service Provider indicating success.

RESULT-5:  NPAC SMS sends subscriptionVersionStatusAttributeValueChange M-EVENT-REPORT to the Current Service Provider SOA.

RESULT-6:  Current Service Provider confirms M-EVENT-REPORT.

	Actual Results:
	


8.1.2.6 Conflict/Conflict Resolution of Subscription Data

	8.1.2.6.1  Deleted


	8.1.2.6.2  Subscription Version Conflict Removal by the New Service Provider SOA. – Success

	Purpose:
	Subscription Version Conflict Removal by the New Service Provider SOA.

	Requirements:
	R5-46, R5-47, R5-50.1, R50.2, RR5-12.1, RR5-12.3, RR5-12.4, RR5-12.5, RR5-14

	
	


Test Case procedures incorporated into test cases NANC 201-25, NANC 201-35 for Release 2.0.

	8.1.2.6.3  Subscription Version Conflict Removal by the New Service Provider SOA before the Version Conflict Cancellation Window has expired. – Error

	Purpose:
	Subscription Version Conflict Removal by the New Service Provider SOA before the Long Conflict Resolution New SP Restriction Window has expired.

	Requirements:
	R5-46, R5-47, R5-50.1, R50.2, RR5-12.1, RR5-12.3, RR5-12.4, RR5-12.5, RR5-14

	Prerequisites:
	A subscription version exists on NPAC with a status of conflict and the Long Conflict Resolution New SP Restriction Window has not expired.

	Expected Results:
	RESULT-1:  The New Service Provider SOA receives a failure message from NPAC due to the Long Conflict Resolution New SP Restriction Window not having expired.

	Actual Results:
	


	8.1.2.6.4  Subscription Version Conflict: No Conflict Resolution. – Success

	Purpose:
	Subscription Version Conflict:  No Conflict Resolution.

	Requirements:
	R5-45.1, R5-45.2, R5-45.3, R5-45.4, R5-45.5, R5-45.6

	Prerequisites:
	NPAC SMS take action on behalf of Old Service Provider to set status of a subscription version to ‘Conflict’.

	Expected Results:
	RESULT-1:  After the Long Conflict Resolution New SP Restriction Window expires and after the Conflict Expiration Window with the version status still in ‘Conflict’, the NPAC sets the status to ‘Cancel’.

RESULT-2:  NPAC sends a message to the New Service Provider changing the SV status to Cancel.

RESULT-3:  Confirmation is sent from the New Service Provider SOA.

RESULT-4:  NPAC sends a message to the Old Service Provider changing the SV status to Cancel.

RESULT-5:  Confirmation is sent from the Old Service Provider SOA.

	Actual Results:
	


8.1.2.7 Query of Subscription Data

8.1.2.7.1 SOA Mechanized Interface

	8.1.2.7.1.1  Subscription Version Query – SOA. – Success

	Purpose:
	This scenario shows Subscription Version query from service provider systems to the NPAC.

	Requirements:
	R4-30.1, R4-30.2, R5-74.4, R4-29,R5-74.3

	Prerequisites:
	Subscription versions have been created.

	Expected Results:
	RESULT-1:  Service Provider takes action to retrieve one or more subscription versions.

RESULT-2:  The Service Provider SOA issues a scoped/filtered M-GET for a subscription version TN or all subscription versions.

RESULT-3:  The NPAC SMS replies with the requested data if the request is within the maximum subscriber query boundary.  Otherwise, an error is returned.

	Actual Results:
	


8.1.2.7.2 LSMS Mechanized Interface

	8.1.2.7.2.1  Subscription Version Query – LSMS. – Success

	Purpose:
	This scenario shows a Subscription Version query from service provider systems to the NPAC.

	Requirements:
	R4-30.1, R4-30.2, R4-29, R5-74.3

	Prerequisites:
	Subscription versions have been created.

	Expected Results:
	RESULT-1:  Local SMS takes action to retrieve one or more subscription versions.

RESULT-2:  The Local SMS issues a scoped/filtered M-GET for a subscription version TN or all subscription versions.

RESULT-3:  The NPAC SMS replies with the requested data if the request is within the maximum subscriber query boundary.  Otherwise, an error is returned.

	Actual Results:
	


8.2  Disaster Recovery 

	8.2.1 Scheduled Site Switchover

	Purpose:
	A scheduled site switchover.

	Requirements:
	

	Prerequisites:
	444. Using the contact information, and the procedures in the M&P manual, NPAC personnel will notify all service providers of the expected system outage.

445. Prior to the scheduled site switchover, all service providers will perform random queries of their network data, and subscription version data to be able to verify that the data currently available on the primary NPAC is also available after the switchover occurs.

	Expected Results:
	RESULT-1:  At the appointed time, NPAC personnel will abort any remaining associations at the primary NPAC site, and will then execute the procedures necessary to make the backup site available.

RESULT-2:  All service providers will be notified of the backup site's availability, and will re-establish their associations.

RESULT-3:  Once normal operations are re-established with the backup site, all service providers will execute the SP to SP testing scenario 3.1, "Round Robin Testing" using a different set of data

RESULT-4:  After the testing scenario is completed, NPAC personnel will abort any remaining associations at the backup site, and will then execute the procedures necessary to restore operation  to the primary NPAC site.

RESULT-5:  All service providers will be notified of the primary site's availability, and will re-establish their associations.

RESULT-6:  After re-establishing normal communications with the NPAC primary site, all service providers will perform queries to verify that all new data created while connected to the backup site is now available at the restored primary site.

	Actual Results:
	


	8.2.2 Unscheduled Site Switchover

	Purpose:
	To perform an Unscheduled Site Switchover.

	Requirements:
	

	Prerequisites:
	Prior to the unscheduled site switchover, all service providers will perform random queries of their network data, and subscription version data to be able to verify that the data currently available on the primary NPAC is also available after the switchover occurs.

	Expected Results:
	RESULT-1:  At the agreed upon time, NPAC personnel will perform a scenario that will simulate a short-term facilities outage.  At that time, all currently connected service providers will lose their current associations.

RESULT-2:  Following the M&P guidelines, service providers will be notified of the outage, and directed to re-establish their associations at the backup site.

RESULT-3:  Once normal operations are re-established with the backup site, all service providers will create a new NPA-NXX data entry.

RESULT-4:  NPAC personnel will notify all service providers of the expected availability of the primary site.

RESULT-5:  When the primary site is ready to resume normal operations, all service providers will discontinue operation at the backup site, and re-establish their associations at the primary NPAC.

RESULT-6:  After re-establishing normal communications with the NPAC primary site, all service providers will perform queries to verify that all new data created while connected to the backup site is now available at the restored primary site.

	Actual Results:
	


	8.2.3 Scheduled Downtime

	Purpose:
	The Scheduled downtime of the NPAC SMS.

	Requirements:
	

	Prerequisites:
	446. Following the steps outlined in the M&P manual, NPAC personnel will perform all required notifications of expected downtime.

447. Ten minutes prior to the planned downtime, NPAC personnel will issue an electronic notification to all currently connected service providers detailing the start and stop times of the downtime, and the reason.

448. All service providers will verify receipt of the electronic notification.

	Expected Results:
	RESULT-1:  NPAC personnel will shut the primary NPAC facility down for a period of 30 minutes.

RESULT-2:  At the conclusion of the scheduled downtime, NPAC personnel will restore the primary facility to normal operations.

RESULT-3:  NPAC personnel will notify all service providers of the restoration of normal service.

RESULT-4:  All service providers will reconnect to the NPAC and resume normal operation.

	Actual Results:
	


8.3 [section place holder only]

8.4 [section place holder only]

8.5 NPA Splits Scenarios

	8.5.1 Permissive Dialing Period is Successfully Started - NPAC Personnel User – Success 

	Purpose:
	Confirm that the NPAC Personnel user can successfully split NPAs. Subscriptions that are in the sending state and associated with the NPA being split will not be modified. Only acceptable characters can be used in text fields.  The Permissive Dialing Period is successfully started.  The sending Subscription Versions will be updated at the start of Permissive Dialing Period.  

	Requirements:
	R-1, R-3, R-7, R-13, R-15, R-22, R-23, R-24, R-27, R-28, R-30, R-31, R-32, RN3-1, RN3-3, RN3-2

	Prerequisites:
	1) User executing test case must be an NPAC Personnel user.

2) The NPAC Personnel user has successfully logged into the SMS.

3) The NPAC Personnel user has the NPAC Customer Main Window displayed.

4) All data entered for the NPA Split is valid.  

The following data is required:

· The Service Provider ID

· The old and new NPA

· The affected NXX(s)

· The start date of the permissive dialing period

· The end date of the permissive dialing period

5) The end date of permissive dialing should be greater than the start date.

6) The owner of the old NPA-NXX matches the owner of the new NPA-NXX for each NXX.

7) The old NPA-NXX must exist.

8) The new NPA-NXX must exist.

9) No active, failed, partial failed, disconnect-pending or sending subscriptions exist in the new NPA-NXX.

10) The Service Provider performs activates, modifies and disconnects before, during and after the Permissive Dialing Period.

11) There are active subscriptions associated with the NPA-NXX(s) being split.

12) The new NPA-NXX has an effective date equal to the start date of permissive dialing.

13) All required fields for the split are entered.

14) At least one TN that exists in the new NPA-NXX also exists in the old NPA-NXX.

15) NPAC Personnel create a Current and Pending NPA Split Report.

16) NPAC Personnel create an NPA Split History Report.

17) Create new subscriptions for the old and new NPAs during the permissive dialing period.

	Expected Results:
	RESULT 1: The Network Data Main Window displays.

RESULT 2: The NPA Split Create window displays.

RESULT 3: The NXXs appear in the NXX Range scrollable list.

RESULT 4: The TN(s) that existed in both the old and the new shall produce the following results after the start of the Permissive Dialing Period:  

· Log an error (NOTE: NPAC Personnel will run an error log report to see this.)

· The subscription in the new NPA-NXX will be moved to cancelled if it was in the pending state.

· The subscription in the old NPA-NXX will be modified to the new NPA-NXX.

RESULT 5: A confirmation dialog window is displayed indicating the NPA Split was successful.

RESULT 6: No information shall be broadcast to the SOA(s) or LSMS(s) about the creation, modification, or deletion of subscription due to NPA Split processing on the NPAC SMS.  The LSMS and SOA systems are responsible for creating, deleting, or modifying subscriptions due to an NPA Split.

RESULT 7: All subscriptions with a status other than old or cancelled with the new NPA shall be updated at the beginning of the Permissive Dialing Period.

RESULT 8: The Subscription Version Ids of the subscriptions will be retained.

RESULT 9: The old NPA-NXX will still be a valid NPA-NXX.

RESULT 10: The LRN information will not be changed.

RESULT 11: A Current and Pending NPA Split Report is produced by NPAC Personnel.

RESULT 12: NPAC Personnel produce an NPA Split History Report.

RESULT 13: Old and new NPAs will be accepted by the NPAC during the permissive dialing period, but will only respond and download with the new NPA.

RESULT 14: The Old NPA-NXX will be changed to the new NPA-NXX when the subscription is created with the old NPA-NXX during the permissive dialing period.

RESULT 15: After the expiration of the permissive dialing period, the mapping of the old NPA-NXX(s) to the new NPA-NXX(s) for the Subscription Versions associated with the NPA Split will be updated and removed.

	Actual Results:


	


	8.5.2 New NPA-NXX does not Already Exist - NPAC Personnel User – Error 

	Purpose:
	Confirm that NPA Splits cannot be submitted if the old and new NPA-NXXs do not already exist.

	Requirements:
	R-2, R-1

	Prerequisites:
	1) User executing test case must be an NPAC Personnel user.

2) The NPAC Personnel user has successfully logged into the NPAC SMS.

3) The NPAC Personnel user has the NPAC Customer Main Window displayed.

4) All required fields for the NPA Split are entered.

5) The New NPA-NXX does not exist.

	Expected Results:
	RESULT 1: An error is reported.

RESULT 2: The NPA Split is rejected.

	Actual Results:


	


	8.5.3 Permissive Dialing Period with Audits – NPAC Personnel User – Success 

	Purpose:
	Confirm that the NPAC Personnel user can perform audits during Permissive Dialing Period (during an NPA Split).

	Requirements:
	R-14

	Prerequisites:
	1) User executing test case must be an NPAC Personnel user.

2) Ensure a valid, active Subscription Version exists in the database in table Subscription Version on the regional side, and that no active Subscription Version on the local side has the same TN. This discrepancy will be uncovered during the audit.

3) There shall be an NPA Split in progress (during Permissive Dialing Period), and active Subscription Versions that were associated with the old NPA-NXX involved in the split exist.

4) An Audit is run which verifies that the LSMS is in sync with the NPAC.

	Expected Results:
	RESULT 1: The Create Audit window displays.

RESULT 2: A confirmation dialog box displays indicating the audit data has been submitted to the NPAC SMS; the system performs data validations and reports the inconsistent reported data as specified in the Prerequisites section of test case. 

RESULT 3: Use the old NPA for creating the audit and then verify that the new NPA is sent out to query LSMSs.

RESULT 4: Confirm that the audit discrepancy entry contains every problem uncovered in this audit.

RESULT 5: Confirm that the LSMS responds to the query with the new NPA, if the active Subscription Versions exist on the local side.

RESULT 6: Using the discrepancy from the audit, query the database to verify that the change(s) have been applied for the Service Provider selected.

RESULT 7: The Audit database table has the audit parameters and results for the selected completed audit.

	Actual Results:


	


	8.5.4 Adding New NPA-NXXs to NPA Split Before and During Permissive Dialing Period – Success 

	Purpose:
	Confirm that the NPAC Personnel user and the Service Provider user can add new NPA-NXXs to an NPA Split before and during Permissive Dialing Period. – Success

	Requirements:
	R-19

	Prerequisites:
	1) The Service Provider associated with the NPA-NXXs to be added already exists.

2) A NPA split has been created on the NPAC.

3) A duplicate NPA split has been created on the Service Provider system.

4) NPAC and Service Provider Personnel add an additional NPA-NXX to the NPA Split prior to the start of Permissive Dialing Period.

5) NPAC and Service Provider Personnel add an additional NPA-NXX to their respective NPA Splits during the Permissive Dialing Period.

Note:  Depending on system functionality, it may be necessary to create a new split with the same Permissive Dialing Period end date to accomplish this.

	Expected Results:
	RESULT 1: All NPA-NXXs associated with the chosen Service Provider will be displayed in the NPA-NXX scrollable list. 

RESULT 2: New NPA Splits containing the new NPA-NXXs will exist.

RESULT 3: All three NPA Splits will have the same Permissive Dialing Period end dates.

	Actual Results:


	


	8.5.5 Perform Port-to-Original during the Permissive Dialing Period of the NPA Split.– Success 

	Purpose:
	Perform Port-to-Original during the Permissive Dialing Period of the NPA Split using the SOA – Success

	Requirements:
	

	Prerequisites:
	1) A NPA split has been created by NPAC Personnel user and is in Permissive Dialing Period.

2) A duplicate NPA split has been created by Service Provider user and is in Permissive Dialing Period.

3) The SOA and LSMS are registered with the NPAC SMS.

4) The Port-to-Original request must be made from the Service Provider's SOA during Permissive Dialing Period.

5) All data entered for the Port-to-Original request is valid.

6) All required fields for the Port-to-Original request are entered.

	Expected Results:
	RESULT 1: A Port-to-Original Subscription Version is created by the service provider for the new NPA-NXX in the NPA Split during Permissive Dialing Period. 

RESULT 2: The Port-to-Original Subscription Version is created in the NPAC with the status of ‘pending’ for the new NPA-NXX.

RESULT 3: The service provider is able to activate the Port-to-Original Subscription Version.

RESULT 4: The Subscription Version exists on the NPAC with the status of ‘old’.

	Actual Results:


	


	8.5.5 New NPA-NXX involved in one NPA Split Validation - NPAC Personnel User – Error 

	Purpose:
	Confirm that the NPAC Personnel user cannot successfully split NPA-NXXs that are already involved in an NPA Split. 

	Requirements:
	R-5, R-6

	Prerequisites:
	1) User executing test case must be an NPAC Personnel user.

2) All data entered for the new NPA is valid.

3) The NPAC Personnel user has successfully logged into the SMS.

4) The NPAC Personnel user has the NPAC Customer Main Window displayed.

5) The Service Provider associated with the old and new NPAs must exist.

6) The old NPA must exist.

7) The new NPA must exist.

8) The new NPA-NXX is involved in an existing NPA Split.

9) All required fields for the split are entered.

NEED TO GET UPDATES AND ADD STEP FOR USING NEW NPA-NXX

	Expected Results:
	RESULT 1: An error should be displayed.

RESULT 2: The second NPA Split is rejected upon determining that the new NPA-NXX is involved in another NPA Split.

	Actual Results:


	


	8.5.6 Old NPA-NXX involved in one NPA Split Validation - NPAC Personnel User – Error 

	Purpose:
	The purpose of this test case is to confirm that the NPAC Personnel user cannot successfully split NPA-NXXs that are already involved in an NPA Split. 

	Requirements:
	R-25, R-26

	Prerequisites:
	1) User executing test case must be an NPAC Personnel user.

2) All data entered for the new NPA is valid.

3) The NPAC Personnel user has successfully logged into the SMS.

4) The NPAC Personnel user has the NPAC Customer Main Window displayed.

5) The Service Provider associated with the old and new NPAs must exist.

6) The old NPA must exist.

7) The new NPA must exist.

8) The old NPA-NXX is involved in an existing NPA Split.

9) All required fields for the split are entered.

	Expected Results:
	RESULT 1: An error should be displayed.

RESULT 2: The second NPA Split is rejected upon determining that the new NPA-NXX is involved in another NPA Split.

	Actual Results:


	


	8.5.7 Delete NPA Split - NPAC Personnel User – Success 

	Purpose:
	The purpose of this test case is to confirm that the NPAC Personnel user can successfully delete the NPA Split information prior to the start of the permissive dialing period.

	Requirements:
	R-20

	Prerequisites:
	1) User executing test case must be an NPAC Personnel user.

2) All data entered for the NPA Split is valid.

3) The NPAC Personnel user has successfully logged into the SMS.

4) The NPAC Personnel user has the NPAC Customer Main Window displayed.

5) An NPA Split exists that has not started the permissive dialing period.

6) The old NPA-NXX must exist.

7) The new NPA-NXX must exist.

8) The NPA Split is deleted.

	Expected Results:
	RESULT 1: The NPAC Personnel shall do an NPA Split Query.

RESULT 2: The NPAC Personnel select the split to be deleted.

RESULT 3: The NPA Split information should be successfully deleted.

	Actual Results:


	


	8.5.9 Removal of NPA-NXX from NPA Split during Permissive Dialing Period - NPAC Personnel User – Success 

	Purpose:
	The purpose of this test case is to confirm that when NPAC Personnel remove an NPA-NXX from an NPA Split during Permissive Dialing Period that the NPAC modifies the TN of any Subscription Version (active or pending) involved in the split for that NPA-NXX to the old NPA-NXX. – Success 

	Requirements:
	


Test Case procedures incorporated into test case 7.4 for Release 3.0.

9. Regression Testing
The purpose of this section of the test plan is to regression test the core functionality of the NPAC SMS up to and including NPAC Release 2.0.

9.1 Modify Active

Modify_Active_1

	Modify optional data for an ‘active’ Subscription Version with valid data for the Current Service Provider. – Partial Failure

	Purpose:
	Current Service Provider issues modify of an ‘active’ subscription for a single TN for the following fields with valid data:

CLASS DPC

CLASS SSN

LIDB DPC

LIDB SSN



	Requirements: 
	R5-37, R5-38.1, R5-40.1, R5-40.3, R5-40.4, RR5-41, R5-41.1, RR5-41.2, RR5-41.3, RR5-41.4

	Prerequisites
	The TN must be ‘active’ for the Current Service Provider.

	Expected Results:
	RESULT-1:  NPAC SMS issues M-SET to the subscriptionVersionNPAC.  The subscriptionVersionStatus is updated to ‘sending’,  the subscriptionBroadcastTimeStamp and subscriptionModifiedTimeStamp are set, and all modified attributes are updated.

RESULT-2:  NPAC SMS issues M-SET response indicating success.

RESULT-3:  NPAC SMS replies to the M-ACTION with success.

RESULT-4:  NPAC SMS issues M-SET to all Local SMSs that are accepting downloads for this NPA-NXX for the updated attributes.  

RESULT-5:  NPAC SMS waits for a response from each Local SMS.

RESULT-6:  NPAC SMS retries any Local SMS that has not responded.

RESULT-7:  No response after retries or an error is received from at least one Local SMS but not all.

RESULT-8:  NPAC SMS issues an M-SET Request to itself to update the subscriptionVersionStatus to ‘active’ from ‘sending’ and updates the subscriptionFailed-SP-List with the service provider ID and name of the Local SMSs that failed to successfully receive the broadcast.

RESULT-9:  NPAC SMS issues an M-EVENT-REPORT to the current service provider SOA with the current status and failedSP-List.

RESULT-10:  Current Service Provider SOA send the NPAC SMS an M-EVENT-REPORT confirmation.

	Actual Results:
	


Modify_Active_2

	Modify required data for ‘active’ Subscription Versions, for a range of TNs, with valid data for the Current Service Provider. – Partial Failure

	Purpose:
	Current Service Provider issues modify of an ‘active’ subscription for a single TN for the following fields with valid data:

LRN



	Requirements: 
	R5-37, R5-38.1, R5-40.1, R5-40.3, R5-40.4, RR5-41, R5-41.1, RR5-41.2, RR5-41.3, RR5-41.4

	Prerequisites
	The TNs must be ‘active’ for the Current Service Provider.

	Expected Results:
	RESULT-1:  NPAC SMS issues M-SET to the subscriptionVersionNPAC for the range of TNs.  The subscriptionVersionStatus for the range of TNs is updated to ‘sending’, the subscriptionBroadcastTimeStamp and subscriptionModifiedTimeStamp are set, and all modified attributes are updated.

RESULT-2:  NPAC SMS issues M-SET response indicating success.

RESULT-3:  NPAC SMS replies to the M-ACTION with success.

RESULT-4:  NPAC SMS issues M-SET to all Local SMSs that are accepting downloads for the NPA-NXX for the updated attributes.  

RESULT-5:  NPAC SMS waits for a response from each Local SMS.

RESULT-6:  NPAC SMS retries any Local SMS that has not responded.

RESULT-7:  No response after retries or an error is received from at least one Local SMS but not all.

RESULT-8:  NPAC SMS issues an M-SET Request to itself to update the subscriptionVersionStatus to ‘active’ from ‘sending’ and updates the subscriptionFailed-SP-List with the service provider ID and name of the Local SMSs that failed to successfully receive the broadcast.

RESULT-9:  NPAC SMS issues an M-EVENT-REPORT to the current service provider SOA with the current status and failedSP-List.

RESULT-10:  Current Service Provider SOA send the NPAC SMS an M-EVENT-REPORT confirmation.

	Actual Results:
	


Modify_Active_3

	Modify required data for an ‘active’ Subscription Version with valid data for the Current Service Provider. – Failure

	Purpose:
	Current Service Provider issues modify of an ‘active’ subscription for a single TN for the following fields with valid data:

LRN



	Requirements: 
	R5-37, R5-38.1, R5-40.1, R5-40.3, R5-40.4, RR5-41, R5-41.1, RR5-41.2, RR5-41.3, RR5-41.4

	Prerequisites
	The TN must be ‘active’ for the current Service Provider.

	Expected Results:
	RESULT-1:  NPAC SMS issues M-SET to the subscriptionVersionNPAC.  The subscriptionVersionStatus is updated to ‘sending’, the subscriptionBroadcastTimeStamp and subscriptionModifiedTimeStamp are set, and all modified attributes are updated.

RESULT-2:  NPAC SMS issues M-SET response indicating success.

RESULT-3:  NPAC SMS replies to the M-ACTION with success.

RESULT-4:  NPAC SMS issues M-SET to all Local SMSs that are accepting downloads for the NPA-NXX for the updated attributes.  

RESULT-5:  NPAC SMS waits for a response from each Local SMS.

RESULT-6:  NPAC SMS retries any Local SMS that has not responded.

RESULT-7:  No response after retries or an error is received from all Local SMSs.  

RESULT-8:  NPAC SMS issues an M-SET Request to itself to update the subscriptionVersionStatus to ‘active’ from ‘sending’ and updates the subscriptionFailed-SP-List with the service provider ID and name of the Local SMS that failed to successfully receive the broadcast.

RESULT-9:  NPAC SMS issues an M-EVENT-REPORT to the current service provider SOA with the current status and failedSP-List.

RESULT-10:  Current Service Provider SOA send the NPAC SMS an M-EVENT-REPORT confirmation.

	Actual Results:
	


Modify_Active_4

	Modify optional data for ‘active’ Subscription Versions, for a range of TNs, with valid data for the Current Service Provider. – Failure

	Purpose:
	Current Service Provider issues modify of an ‘active’ subscription for a single TN for the following fields with valid data:

CNAM DPC

CNAM SSN

ISVM DPC

ISVM SSN

WSMSC-DPC – if supported by the Service Provider SOA

WSMSC-SSN – if supported by the Service Provider SOA



	Requirements: 
	R5-37, R5-38.1, R5-40.1, R5-40.3, R5-40.4, RR5-41, R5-41.1, RR5-41.2, RR5-41.3, RR5-41.4

	Prerequisites
	The TNs must be ‘active’ for the current Service Provider.

	Expected Results:
	RESULT-1:  NPAC SMS issues M-SET to the subscriptionVersionNPAC for the range of TNs.  The subscriptionVersionStatus for the range of TNs is updated to ‘sending’, the subscriptionBroadcastTimeStamp and subscriptionModifiedTimeStamp are set, and any other modified attributes are updated.

RESULT-2:  NPAC SMS issues M-SET response indicating success.

RESULT-3:  NPAC SMS replies to the M-ACTION with success.

RESULT-4:  NPAC SMS issues M-SET to all Local SMSs that are accepting downloads for the NPA-NXX for the updated attributes.  

RESULT-5:  NPAC SMS waits for a response from each Local SMS.

RESULT-6:  NPAC SMS retries any Local SMS that has not responded.

RESULT-7:  No response after retries or an error is received from all local SMSs.

RESULT-8:  NPAC SMS issues an M-SET Request to itself to update the subscriptionVersionStatus to ‘active’ from ‘sending’ and updates the subscriptionFailed-SP-List with the service provider ID and name of the Local SMS that failed to successfully receive the broadcast.

RESULT-9:  NPAC SMS issues an M-EVENT-REPORT to the current service provider SOA with the current status and failedSP-List.

RESULT-10:  Current Service Provider SOA send the NPAC SMS an M-EVENT-REPORT confirmation.

	Actual Results:
	


9.2 Audits

	A.
	TEST IDENTITY
	

	
	Test Case Number:
	Audit_1
	Priority:
	Required

	
	Objective:


	NPAC Initiates Full Audit (all data attributes), Single TN, No Discrepancies. – Success


	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	

	
	NANC FRS Version Number:
	FRS v 1.7
	Relevant Requirement(s):
	

	
	NANC IIS Version Number:
	IIS v 1.7
	Relevant Flow(s):
	B.2.4 NPAC Initiated Audit


	
	
	

	C.
	TIME ESTIMATE
	

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	
	

	D.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that Subscription Versions exist for requested TNs.

2. Verify that no discrepancies exist between the NPAC SMS and the audited LSMS(s).

	
	Prerequisite SP Setup:
	

	
	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1
	NPAC
	1. NPAC Personnel, using the NPAC OP GUI, initiates a full audit.  

2. The NPAC SMS creates the subscription audit object.  
	NPAC
	The NPAC SMS sets the audit status to “in progress.”

	2
	NPAC
	The NPAC SMS sends an M-GET request for the Subscription Versions in the audit to LSMSs to retrieve the subscription data.  The NPAC SMS uses scope and filtering to retrieve only the Subscription Version objects to be audited.  
	SP
	The LSMSs return the scoped and filtered M-GET Response for data.

	3
	NPAC
	The NPAC SMS compares each Subscription Version object.
	NPAC
	The NPAC SMS does not find any discrepancies.



	4.
	NPAC
	The NPAC SMS sets audit status to ‘complete’.
	NPAC
	The NPAC SMS sets audit status to ‘complete’.



	5.
	NPAC
	The NPAC SMS records audit results in audit log.
	NPAC
	The NPAC SMS records audit results in audit log.

	6
	NPAC
	The NPAC SMS issues an M-DELETE Request subscriptionAudit to itself.
	NPAC
	1. The audit object is deleted.

2. The NPAC SMS issues an M-DELETE Response to itself.

	7.
	NPAC
	NPAC Personnel perform a query to verify that the audit is complete and no discrepancies exist.
	NPAC
	The audit is complete and no discrepancies exits.

	8.
	SP - conditional
	Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query to verify that the audit is complete and no discrepancies exist.
	SP
	The audit is complete and no discrepancies exits.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	Audit_2
	Priority:
	Conditional

	
	Objective:


	SOA Initiates Full Audit (all data attributes), Range of TNs, with Discrepancies. – Success


	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	

	
	NANC FRS Version Number:
	FRS v 1.7
	Relevant Requirement(s):
	

	
	NANC IIS Version Number:
	IIS v 1.7
	Relevant Flow(s):
	B.2.1 SOA Initiated Audit


	
	
	

	C.
	TIME ESTIMATE
	

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	
	

	D.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that Subscription Versions exist for requested TNs.

2. Verify that discrepancies exist between the NPAC SMS and the audited LSMS(s).

	
	Prerequisite SP Setup:
	

	
	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SOA
	The Service Provider SOA sends a full audit request for a range of  TNs to the NPAC SMS specifying the following:

· subscription Audit Name

· subscription Audit Requesting SP

· subscription Audit SP ID Range

· subscription Audit TN Range

· subscription Audit Attribute List (all data attributes)

· subscription Audit TN Activation Range.  
	NPAC
	1. The NPAC SMS receives the valid request from SOA.

2. The NPAC SMS responds to SOA’s M-CREATE Request.

3. The NPAC SMS sets the audit status to “in-progress.”

	2.
	NPAC
	The NPAC SMS sends an M-EVENT-REPORT objectCreation to SOA.
	SP
	The SOA receives the M-EVENT-REPORT and issues an M-EVENT-REPORT Confirmation to the NPAC SMS.

	3.
	NPAC
	The NPAC SMS issues a scoped and filtered M-GET for the Subscription Versions in the audit to all LSMSs accepting downloads for the NPA-NXX of the Subscription Versions.  
	SP
	The LSMSs return the scoped and filtered M-GET Response for data.

	4.
	NPAC
	The NPAC SMS compares each Subscription Version object.  
	NPAC


	The NPAC SMS finds discrepancies.

	5.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionAuditDiscrepancyRpt for each discrepancy to the SOA.
	SP
	The SOA receives an M-EVENT-REPORT for each discrepancy and issues an M-EVENT-REPORT Confirmation for each discrepancy to the NPAC SMS.  



	6.
	NPAC
	The NPAC SMS issues corrections to LSMSs [M-CREATE, M-DELETE, or M -SET].
	SP
	The LSMSs perform the corrections received from the NPAC SMS.



	7.
	NPAC
	The NPAC SMS sets the audit status to ‘complete’.
	NPAC
	The NPAC SMS records the audit results in the audit log.  

	8.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionAuditResults M-Event Report to SOA.
	SP
	The SOA receives the M-EVENT-REPORT and issues an M-EVENT-REPORT Confirmation to the NPAC SMS.  



	9.
	NPAC
	The NPAC SMS sends an M-EVENT-REPORT objectDeletion to the SOA.
	SP
	The SOA receives the M-EVENT-REPORT objectDeletion and issues an M-EVENT-REPORT Confirmation to the NPAC SMS

	10.
	NPAC
	The NPAC SMS issues an M-DELETE Request subscriptionAudit to itself.
	NPAC
	1. The audit object is deleted.

2. The NPAC SMS issues an M-DELETE Response to itself.

	11.
	NPAC
	NPAC Personnel query to verify that the audit is complete and discrepancies exist.
	NPAC
	The audit is complete and discrepancies exist.



	12.
	SP – conditional
	Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query to verify that the audit is complete and discrepancies exist.
	SP
	The audit is complete and discrepancies exist.



	13.
	SP - optional
	Service Provider Personnel, using their LSMS, perform a local query to verify that the discrepant Subscription Versions have been modified.
	SP
	The discrepant Subscription Versions have been modified.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	Audit_3
	Priority:
	Conditional

	
	Objective:


	SOA Initiates Partial Audit (some data attributes), Single TN, with Discrepancies. – Success


	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	

	
	NANC FRS Version Number:
	FRS v 1.7
	Relevant Requirement(s):
	

	
	NANC IIS Version Number:
	IIS v 1.7
	Relevant Flow(s):
	B.2.1 SOA Initiated Audit


	
	
	

	C.
	TIME ESTIMATE
	

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	
	

	D.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that a Subscription Version exists for requested TN.

2. Verify that discrepancies exist between NPAC SMS and the audited LSMS.

	
	Prerequisite SP Setup:
	

	
	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SOA
	The Service Provider SOA sends a partial audit request to the NPAC SMS specifying the following:

· subscription Audit Name

· subscription Audit Requesting SP

· subscription Audit SP ID Range

· subscription Audit TN Range

· subscription Audit Attribute List (some data attributes)

· subscription Audit TN Activation Range.  
	NPAC
	1. The NPAC SMS receives the valid request from SOA.

2. The NPAC SMS responds to SOA’s M-CREATE Request.

3. The NPAC SMS sets the audit status to “in-progress.”

	2.
	NPAC
	The NPAC SMS sends an M-EVENT-REPORT objectCreation to SOA.
	SP
	The SOA receives the M-EVENT-REPORT and issues an M-EVENT-REPORT Confirmation to the NPAC SMS.

	3.
	NPAC
	The NPAC SMS issues a scoped and filtered M-GET for the Subscription Version in the audit to all LSMSs accepting downloads for the NPA-NXX of the Subscription Version.  
	SP
	The LSMSs return the scoped and filtered M-GET Response for data.

	4.
	NPAC
	The NPAC SMS compares each Subscription Version object.  
	NPAC


	The NPAC SMS finds discrepancies.

	5.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionAuditDiscrepancyRpt for each discrepancy to the SOA.
	SP
	The SOA receives an M-EVENT-REPORT for each discrepancy and issues an M-EVENT-REPORT Confirmation for each discrepancy to the NPAC SMS.  



	6.
	NPAC
	The NPAC SMS issues corrections to LSMSs [M-CREATE, M-DELETE, or M -SET].
	SP
	The LSMSs perform the corrections received from the NPAC SMS.



	7.
	NPAC
	The NPAC SMS sets the audit status to ‘complete’.
	NPAC
	The NPAC SMS records the audit results in the audit log.  

	8.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionAuditResults M-Event Report to SOA.
	SP
	The SOA receives the M-EVENT-REPORT and issues an M-EVENT-REPORT Confirmation to the NPAC SMS.  

	9.
	NPAC
	The NPAC SMS sends an M-EVENT-REPORT objectDeletion to the SOA.
	SP
	The SOA receives the M-EVENT-REPORT objectDeletion and issues an M-EVENT-REPORT Confirmation to the NPAC SMS

	10.
	NPAC
	The NPAC SMS issues an M-DELETE Request subscriptionAudit to itself.
	NPAC
	1. The audit object is deleted.

2. The NPAC SMS issues an M-DELETE Response to itself.

	11.
	NPAC
	NPAC Personnel query to verify that the audit is complete and discrepancies exist.
	NPAC
	The audit is complete and discrepancies exist.



	12.
	SP – conditional
	Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query to verify that the audit is complete and discrepancies exist.
	SP
	The audit is complete and discrepancies exist.



	13.
	SP - optional
	Service Provider Personnel, using their LSMS, perform a local query to verify that the discrepant Subscription Versions have been modified.
	SP
	The discrepant Subscription Versions have been modified.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	Audit_4
	Priority:
	Required

	
	Objective:


	NPAC Initiates Partial Audit (some data attributes), Single TN, With Discrepancies. – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	

	
	NANC FRS Version Number:
	FRS v 1.7
	Relevant Requirement(s):
	

	
	NANC IIS Version Number:
	IIS v 1.7
	Relevant Flow(s):
	B.2.4 NPAC Initiated Audit


	
	
	


Test Case procedures incorporated into test case 9.2 for Release 3.0.

	A.
	TEST IDENTITY
	

	
	Test Case Number:
	Audit_5
	Priority:
	Required

	
	Objective:


	NPAC Initiates Partial Audit (some data attributes), Range of TNs, with Discrepancies. – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	

	
	NANC FRS Version Number:
	FRS v 1.7
	Relevant Requirement(s):
	

	
	NANC IIS Version Number:
	IIS v 1.7
	Relevant Flow(s):
	B.2.4 NPAC Initiates Audit


	
	
	

	C.
	TIME ESTIMATE
	

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	
	

	D.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that Subscription Versions exist for requested TNs.

2. Verify that discrepancies exist between NPAC SMS and the audited LSMS.

	
	Prerequisite SP Setup:
	

	
	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1
	NPAC
	1. NPAC Personnel, using the NPAC OP GUI, initiates a partial audit.  

2. The NPAC SMS creates the subscription audit object.  
	NPAC
	The NPAC SMS sets the audit status to “in progress.”

	2
	NPAC
	The NPAC SMS issues a scoped and filtered M-GET for the Subscription Versions in the audit to all LSMSs accepting downloads for the NPA-NXX of the Subscription Version.
	SP
	The LSMSs return the scoped and filtered M-GET Response for data.

	3
	NPAC
	The NPAC SMS compares each Subscription Version object.  
	NPAC
	The NPAC SMS finds any discrepancies.



	4
	NPAC
	The NPAC SMS issues corrections to LSMSs [M-CREATE, M-DELETE, or M -SET].
	SP
	The LSMSs perform the corrections received from the NPAC SMS.



	5.
	NPAC
	The NPAC SMS sets the audit status to ‘complete’.
	NPAC
	The NPAC SMS records the audit results in the audit log.

	6.
	NPAC
	The NPAC SMS issues an M-DELETE Request subscriptionAudit to itself.
	NPAC
	The audit object is deleted.

The NPAC SMS issues an M-DELETE Response to itself.

	7.
	NPAC
	NPAC Personnel query to verify that the audit is complete and discrepancies exist.
	NPAC
	The audit is complete and discrepancies exist.



	8.
	SP – conditional
	Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query to verify that the audit is complete and discrepancies exist.
	SP
	The audit is complete and discrepancies exist.



	9.
	SP - optional
	Service Provider Personnel, using their LSMS, perform a local query to verify that the discrepant Subscription Versions have been modified.
	SP
	The discrepant Subscription Versions have been modified.


9.3 Release 2.0 Regression Test Cases

The following test cases are to be used to regression test the Release 2.0 functionality of the NPAC SMS.

9.3.1 ILL 75 Related Test Cases:

	A.
	TEST IDENTITY

	
	Test Case Number:
	ILL 75 - 1
	Priority:
	Required

	
	Objective:

	SOA – Old Service Provider Personnel create an Inter-Service Provider Subscription Version specifying a due date that is prior to the NPA-NXX Effective Date – Error 

(Note:  This error may be caught by either the SOA or NPAC SMS.)

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	ILL 75 – Validate due date is equal to or greater  than the NPA-NXX effective date upon Pending Version Creation

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	RR5-44

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.1.1 Subscription Version Create by the Initial SOA (Old Service Provider) 

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	

	
	Prerequisite SP Setup:
	Verify that the NPA-NXX of the TN that you are going to specify in the Subscription Version Create exists on the NPAC SMS with an Effective Date later than the Subscription Version due date you are going to specify.

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using the SOA, Old Service Provider personnel take action to create an Inter-Service Provider Subscription Version specifying a due date that is prior to the NPA-NXX Effective Date.
	SP
	The SOA issues an M-ACTION Request subscriptionVersionOldSP-Create to the NPAC SMS.

	2.
	NPAC
	The NPAC SMS accepts the M-ACTION Request from the Service Provider.


	NPAC
	1. The NPAC SMS determines that the Subscription Version due date specified is prior to the NPA-NXX Effective Date.  (This violates system requirements.)
2. The NPAC SMS rejects the Subscription Version Create Request.

3. The NPAC SMS logs an error indicating that the Subscription Version Create Request failed due to the due date being prior to the NPA-NXX Effective Date.

4. The NPAC SMS issues an M-ACTION Error Response indicating invalidArgumentValue.

	3.
	SP
	The Old Service Provider SOA receives the M-ACTION Error Response indicating invalidArgumentValue .
	SP
	The Subscription Version is not created.

	4.
	NPAC
	NPAC Personnel perform a query for the Subscription Version to verify that it was not created.
	NPAC
	The Subscription Version was not created.

	5.
	SP – conditional 
	Service Provider Personnel, using either the SOA/  SOA LTI or LSMS, perform an NPAC query for the Subscription Version to verify that it was not created.
	SP
	The Subscription Version was not created.

	6.
	SP - optional
	Service Provider Personnel, using either their SOA or LSMS, perform a local query for the Subscription Version to verify that it was not created.
	SP
	The Subscription Version was not created.


	A.
	TEST IDENTITY

	
	Test Case Number:
	ILL 75 - 2
	Priority:
	Required

	
	Objective:

	SOA – New Service Provider Personnel create an Inter-Service Provider Subscription Version specifying a due date that is prior to the NPA-NXX Effective Date – Error

(Note:  This error may be caught by either the SOA or NPAC SMS.)

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	ILL 75 – Validate due date is equal to or greater  than the NPA-NXX effective date upon Pending Version Creation

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	RR5-44

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.1.2 Subscription Version Create by the Initial SOA (New Service Provider) 

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	

	
	Prerequisite SP Setup:
	Verify that the NPA-NXX of the TN that you are going to specify in the Subscription Version Create exists on the NPAC SMS with an Effective Date later than the Subscription Version due date you are going to specify.

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using the SOA, New Service Provider personnel take action to create an Inter-Service Provider Subscription Version specifying a Subscription Version due date that is prior to the NPA-NXX Effective Date.
	SP
	The SOA issues an M-ACTION Request subscriptionVersionNewSP-Create  to the NPAC SMS.

	2.
	NPAC
	The NPAC SMS accepts the M-ACTION Request from the Service Provider.


	NPAC
	1. The NPAC SMS determines that the Subscription Version due date specified is prior to the NPA-NXX Effective Date.  (This violates system requirements.)
2. The NPAC SMS rejects the Subscription Version Create Request.

3. The NPAC SMS logs an error indicating that the Subscription Version Create Request failed due to the due date being prior to the NPA-NXX Effective Date.

4. The NPAC SMS issues an M-ACTION Error Response indicating invalidArgumentValue.

	3.
	SP
	The Service Provider SOA receives the M-ACTION Error Response indicating invalidArgumentValue .
	SP
	The Subscription Version is not created.

	4.
	NPAC
	NPAC Personnel perform a query for the Subscription Version to verify that it was not created.
	NPAC
	The Subscription Version was not created.

	5.
	SP - conditional
	Service Provider Personnel, using either the SOA/ SOA LTI or LSMS, perform an NPAC query for the Subscription Version to verify that it was not created.
	SP
	The Subscription Version was not created.

	6.
	SP - optional
	Service Provider Personnel, using either their SOA or LSMS, perform a local query for the Subscription Version to verify that it was not created.
	SP
	The Subscription Version was not created.


	A.
	TEST IDENTITY

	
	Test Case Number:
	ILL 75 - 3
	Priority:
	Conditional

	
	Objective:

	SOA – Old Service Provider Personnel, using a range of TNs, create Inter-Service Provider Subscription Versions specifying a due date that is prior to the NPA-NXX Effective Date – Error (Note:  This error may be caught by either the SOA or NPAC SMS.)

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	ILL 75 – Validate due date is equal to or greater  than the NPA-NXX effective date upon Pending Version Creation

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	RR5-44

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.1.1 Subscription Version Create by the Initial SOA (Old Service Provider) 

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	

	
	Prerequisite SP Setup:
	Verify that the NPA-NXX of the TNs that you are going to specify in the Subscription Version Create exists on the NPAC SMS with an Effective Date later than the Subscription Version due date you are going to specify.

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using the SOA, Old Service Provider personnel take action to create Inter-Service Provider Subscription Versions using a range of TNs and specifying a due date that is prior to the NPA-NXX Effective Date.
	SP
	The SOA issues an M-ACTION Request subscriptionVersionOldSP-Create to the NPAC SMS.

	2.
	NPAC
	The NPAC SMS accepts the M-ACTION Request from the Service Provider.


	NPAC
	1. The NPAC SMS determines that the Subscription Version due date specified is prior to the NPA-NXX Effective Date.  (This violates system requirements.)
2. The NPAC SMS rejects the Subscription Version Create Request.

3. The NPAC SMS logs an error  indicating that the Subscription Version Create Request failed due to the due date being prior to the NPA-NXX Effective Date.

4. The NPAC SMS issues an M-ACTION Error Response indicating invalidArgumentValue.

	3.
	SP
	The Service Provider SOA receives the M-ACTION Error Response indicating invalidArgumentValue .
	SP
	The Subscription Versions are not created.

	4.
	NPAC
	NPAC Personnel perform a query for the Subscription Versions to verify that it was not created.
	NPAC
	The Subscription Versions were not created.

	5.
	SP - conditional
	Service Provider Personnel, using either the SOA/ SOA LTI or LSMS, perform an NPAC query for the Subscription Versions to verify that they were not created.
	SP
	The Subscription Versions were not created.

	6.
	SP - optional
	Service Provider Personnel, using either their SOA or LSMS, perform a local query for the Subscription Versions to verify that they were not created.
	SP
	The Subscription Versions were not created.


	A.
	TEST IDENTITY

	
	Test Case Number:
	ILL 75 - 4
	Priority:
	Conditional

	
	Objective:

	SOA – New Service Provider Personnel, using a range of TNs, create Inter-Service Provider Subscription Versions specifying a due date that is prior to the NPA-NXX Effective Date – Error 

(Note:  This error may be caught by either the SOA or NPAC SMS.)

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	ILL 75 – Validate due date is equal to or greater  than the NPA-NXX effective date upon Pending Version Creation

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	RR5-44

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.1.2 Subscription Version Create by the Initial SOA (New Service Provider) 

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	

	
	Prerequisite SP Setup:
	Verify that the NPA-NXX of the TNs that you are going to specify in the Subscription Version Create exists on the NPAC SMS with an Effective Date later than the Subscription Version due date you are going to specify.

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using the SOA, New Service Provider personnel take action to create Inter-Service Provider Subscription Versions using a range of TNs and specifying a due date that is prior to the NPA-NXX Effective Date.
	SP
	The SOA issues an M-ACTION Request subscriptionVersionNewSP-Create to the NPAC SMS.

	2.
	NPAC
	The NPAC SMS accepts the M-ACTION Request from the Service Provider.


	NPAC
	1. The NPAC SMS determines that the Subscription Version due date specified is prior to the NPA-NXX Effective Date.  (This violates system requirements.)
2. The NPAC SMS rejects the Subscription Version Create Request.

3. The NPAC SMS logs an error indicating that the Subscription Version Create Request failed due to the due date being prior to the NPA-NXX Effective Date.

4. The NPAC SMS issues an M-ACTION Error Response indicating invalidArgumentValue.

	3.
	SP
	The Service Provider SOA receives the M-ACTION Error Response indicating invalidArgumentValue .
	SP
	The Subscription Versions are not created.

	4.
	NPAC
	NPAC Personnel perform a query for the Subscription Versions to verify that it was not created.
	NPAC
	The Subscription Versions were not created.

	5.
	SP – conditional
	Service Provider Personnel, using either the SOA/ SOA LTI or LSMS, perform an NPAC query for the Subscription Versions to verify that they were not created.
	SP
	The Subscription Versions were not created.

	6.
	SP - optional
	Service Provider Personnel, using either their SOA or LSMS, perform a local query for the Subscription Versions to verify that they were not created.
	SP
	The Subscription Versions were not created.


	A.
	TEST IDENTITY

	
	Test Case Number:
	ILL 75 - 5
	Priority:
	Required

	
	Objective:

	SOA – Service Provider Personnel create an Intra-Service Provider Subscription Version specifying a due date that is equal to the NPA-NXX Effective Date – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	ILL 75 – Validate due date is equal to or greater  than the NPA-NXX effective date upon Pending Version Creation

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	RR5-45

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.1.11 Subscription Version Create for Intra-Service Provider Port

	
	


Test Case procedures incorporated into test case 8.1.2.1.1.18 for Release 1.0.

	A.
	TEST IDENTITY

	
	Test Case Number:
	ILL 75 - 6
	Priority:
	Conditional

	
	Objective:

	SOA – Service Provider Personnel, using a range of TNs, create Intra-Service Provider Subscription Versions specifying a due date that is equal to the NPA-NXX Effective Date – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	ILL 75 – Validate due date is equal to or greater  than the NPA-NXX effective date upon Pending Version Creation

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	RR5-45

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.1.11 Subscription Version Create for Intra-Service Provider Port

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	

	
	Prerequisite SP Setup:
	Verify that the NPA-NXX of the TNs that you are going to specify in the Subscription Version Create exists on the NPAC SMS with an Effective Date equal to the Subscription Version due date you are going to specify.

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using the SOA, Service Provider personnel take action to create Intra-Service Provider Subscription Versions using a range of TNs and specifying a due date that is equal to the NPA-NXX Effective Date.
	SP
	The SOA issues an M-ACTION Request subscriptionVersionNewSP-Create to the NPAC SMS.

	2.
	NPAC
	The NPAC SMS accepts the M-ACTION Request from the Service Provider.  
	NPAC
	1. The NPAC SMS determines that the request is valid and issues the M-CREATE Request subscriptionVersionNPACs to itself.

2. The NPAC SMS creates the subscriptionVersionNPAC objects, sets the status to ‘pending’ and sets the following timestamps:

· subscriptionCreationTimeStamp

· subscriptionNewSP-AuthorizationTimestamp

· subscriptionOldSP-AuthorizationTimestamp

· subscriptionModifiedTimeStamp

3. The NPAC SMS responds to the M-CREATE Requests.

4. The NPAC SMS sends an M-ACTION Success Response to the Service Provider SOA.

	3.
	NPAC
	The NPAC SMS sends an  M-EVENT-REPORT objectCreation for each TN in the range to the Service Provider SOA.
	SP
	The Service Provider SOA receives an M-EVENT-REPORT for each TN in the range and sends confirmation to the NPAC SMS.  

	4.
	NPAC
	NPAC Personnel perform a query for the Subscription Versions to verify that they were created.
	NPAC
	The Subscription Versions were created with a status of ‘pending’.

	5.
	SP – conditional
	Service Provider Personnel, using either the SOA/ SOA LTI or LSMS, perform an NPAC query for the Subscription Versions to verify that they were created.
	SP
	The Subscription Versions were created with a status of ‘pending’.

	6.
	SP - optional
	Service Provider Personnel, using either their SOA or LSMS, perform a local query for the Subscription Versions to verify that they were created.
	SP
	The Subscription Versions were created with a status of ‘pending’.


	A.
	TEST IDENTITY

	
	Test Case Number:
	ILL 75 - 23
	Priority:
	Required

	
	Objective:

	SOA – Old Service Provider Personnel modify an Inter-Service Provider Subscription Version specifying a due date that is equal to the NPA-NXX Effective Date – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	ILL 75 – Validate due date is equal to or greater  than the NPA-NXX effective date upon Pending Version Creation

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	none

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.2.3 Subscription Version Modify Prior to Activate Using M-ACTION 

	
	


Test Case procedures incorporated into test case 8.1.2.2.1.34 for Release 1.0

	A.
	TEST IDENTITY

	
	Test Case Number:
	ILL 75 - 24
	Priority:
	Required

	
	Objective:

	SOA – New Service Provider Personnel modify an Inter-Service Provider Subscription Version specifying a due date that is equal to the NPA-NXX Effective Date – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	ILL 75 – Validate due date is equal to or greater  than the NPA-NXX effective date upon Pending Version Creation

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	none

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.2.3 Subscription Version Modify Prior to Activate Using M-ACTION 

	
	


Test Case procedures incorporated into test case 8.1.2.2.1.1 for Release 1.0.

	A.
	TEST IDENTITY

	
	Test Case Number:
	ILL 75 - 25
	Priority:
	Conditional

	
	Objective:

	SOA – Old Service Provider Personnel, using a range of TNs, modify an Inter-Service Provider Subscription Version specifying a due date that is equal to the NPA-NXX Effective Date – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	ILL 75 – Validate due date is equal to or greater  than the NPA-NXX effective date upon Pending Version Creation

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	none

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.2.3 Subscription Version Modify Prior to Activate Using M-ACTION 

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	

	
	Prerequisite SP Setup:
	Verify that the ‘pending’ Subscription Versions to be modified exist on the NPAC SMS with a due date later than the current date and later than the NPA-NXX Effective Date.

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using the SOA, Old Service Provider personnel take action to modify the subscriptionOldSP-DueDate of Inter-Service Provider Subscription Versions for a range of TNs with a due date that is equal to the NPA-NXX Effective Date.
	SP
	The SOA issues an M-ACTION Request subscriptionVersionModify to the NPAC SMS.

	2.
	NPAC
	The NPAC SMS accepts the M-ACTION Request from the Service Provider SOA.
	NPAC
	1. The NPAC SMS successfully validates the Subscription Versions due date.  

2. The NPAC SMS issues an M-SET Request to itself to modify the subscriptionVersionNPAC objects and set the subscriptionModifiedTimeStamp.  

3. The NPAC SMS issues an M-SET Response to itself.  

4. The NPAC SMS issues an M-ACTION Success Response to the Service Provider SOA.

	3.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT attributeValueChange for each TN in the range to the Old Service Provider SOA.
	SP
	The Service Provider SOA receives an M-EVENT-REPORT for each TN in the range and sends confirmation to the NPAC SMS.

	4.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT attributeValueChange for each TN in the range to the New Service Provider SOA.
	SP
	The New Service Provider SOA receives an M-EVENT-REPORT for each TN in the range and sends confirmation to the NPAC SMS.

	5.
	NPAC
	NPAC Personnel perform a query for the Subscription Versions to verify that the Old SP due date was modified to the date submitted.
	NPAC
	The Old SP Subscription Version due date was modified correctly for all TNs in the range.

	6.
	SP - conditional
	Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Versions to verify that the Old SP due date was modified to the date submitted.
	SP
	The Old SP Subscription Version due date was modified correctly for all TNs in the range.

	7.
	SP– optional
	Service Provider Personnel, using either their SOA or LSMS, perform a local query for the Subscription Versions to verify that the Old SP due date was modified to the date submitted.
	SP
	The Old SP Subscription Version due date was modified correctly for all TNs in the range.


	A.
	TEST IDENTITY

	
	Test Case Number:
	ILL 75 - 26
	Priority:
	Conditional

	
	Objective:

	SOA – New Service Provider Personnel, using a range of TNs, modify Inter-Service Provider Subscription Version specifying a due date that is equal to the NPA-NXX Effective Date – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	ILL 75 – Validate due date is equal to or greater  than the NPA-NXX effective date upon Pending Version Creation

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	None

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.2.3 Subscription Version Modify Prior to Activate Using M-ACTION 

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	

	
	Prerequisite SP Setup:
	Verify that the ‘pending’ Subscription Versions to be modified exist on the NPAC SMS with an Effective Date later than the current date and later than the NPA-NXX due date.

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using the SOA, New Service Provider personnel take action to modify the subscriptionNewSP-DueDate of Inter-Service Provider Subscription Versions for a range of TNs with a due date that is equal to the NPA-NXX Effective Date.
	SP
	The SOA issues an M-ACTION Request subscriptionVersionModify to the NPAC SMS.

	2.
	NPAC
	The NPAC SMS accepts the M-ACTION Request from the Service Provider SOA.
	NPAC
	1. The NPAC SMS successfully validates the Subscription Versions due date.  

2. The NPAC SMS issues an M-SET Request to itself to modify the subscriptionVersionNPAC objects and set the subscriptionModifiedTimeStamp.  

3. The NPAC SMS issues an M-SET Response to itself.  

4. The NPAC SMS issues an M-ACTION Success Response to the Service Provider SOA.

	3.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT attributeValueChange for each TN in the range to the Old Service Provider SOA.
	SP
	The Service Provider SOA receives an M-EVENT-REPORT for each TN in the range and sends confirmation to the NPAC SMS.

	4.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT attributeValueChange for each TN in the range to the New Service Provider SOA.
	SP
	The New Service Provider SOA receives an M-EVENT-REPORT for each TN in the range and sends confirmation to the NPAC SMS.

	5.
	NPAC
	NPAC Personnel perform a query for the Subscription Versions to verify that the New SP due date was modified to the date submitted.
	NPAC
	The New SP Subscription Version due date was modified correctly for the range of TNs.

	6.
	SP - conditional
	Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Versions to verify the New SP due date was modified to the date submitted.
	SP
	The New SP Subscription Version due date was modified correctly for the range of TNs.

	7.
	SP– optional
	Service Provider Personnel, using either their SOA or LSMS, perform a local query for the Subscription Versions to verify that the New SP due date was modified to the date submitted.
	SP
	The New SP Subscription Version due date was modified correctly for the range of TNs.


	A.
	TEST IDENTITY

	
	Test Case Number:
	ILL 75 –27
	Priority:
	Required

	
	Objective:

	SOA – Old Service Provider Personnel  modify an Inter-Service Provider, Port-to-Original Subscription Version specifying a due date that is prior to the NPA-NXX Effective Date – Error 

(Note:  This error may be caught by either the SOA or NPAC SMS.)

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	ILL 75 – Validate due date is equal to or greater  than the NPA-NXX effective date upon Pending Version Creation

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	none

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.2.3 Subscription Version Modify Prior to Activate Using M-ACTION

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	

	
	Prerequisite SP Setup:
	Verify that the ‘pending’ Subscription Version to be modified exists on the NPAC SMS with a due date later than the current date and equal to or later than the NPA-NXX Effective Date.

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using the SOA, Old Service Provider personnel take action to modify the subscriptionOldSP-DueDate of an Inter-Service Provider, Port-to-Original, Subscription Version specifying a due date that is prior to the NPA-NXX Effective Date.
	SP
	The SOA issues an M-ACTION Request subscriptionVersionModify to the NPAC SMS.

	2.
	NPAC
	The NPAC SMS accepts the M-ACTION Request from the Service Provider SOA.


	NPAC
	1. The NPAC SMS determines that the Subscription Version due date specified is prior to the NPA-NXX Effective Date.  (This violates system requirements.)
2. The NPAC SMS rejects the Subscription Version Modify Request.

3. The NPAC SMS logs an error indicating that the Subscription Version Modify Request failed due to the due date being prior to the NPA-NXX Effective Date.

4. The NPAC SMS issues an M-ACTION Error Response indicating invalidArgumentValue.

	3.
	SP
	The Service Provider SOA receives the M-ACTION Error Response indicating invalidArgumentValue .
	SP
	The Subscription Version is not modified.

	4.
	NPAC
	NPAC Personnel perform a query for the Subscription Version to verify that it was not modified.
	NPAC
	The Subscription Version was not modified.

	5.
	SP - conditional
	Service Provider Personnel, using either the SOA/ SOA LTI or LSMS, perform an NPAC query for the Subscription Version to verify that it was not modified.
	SP
	The Subscription Version was not modified.

	6.
	SP - optional
	Service Provider Personnel, using either their SOA or LSMS, perform a local query for the Subscription Version to verify that it was not modified.
	SP
	The Subscription Version was not modified.


	A.
	TEST IDENTITY

	
	Test Case Number:
	ILL 75 –28
	Priority:
	Required

	
	Objective:

	SOA – New Service Provider Personnel  modify an Inter-Service Provider, Port-to-Original Subscription Version specifying a due date that is prior to the NPA-NXX Effective Date – Error 

(Note:  This error may be caught by either the SOA or NPAC SMS.)

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	ILL 75 – Validate due date is equal to or greater  than the NPA-NXX effective date upon Pending Version Creation

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	none

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.2.3 Subscription Version Modify Prior to Activate Using M-ACTION

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	

	
	Prerequisite SP Setup:
	Verify that the ‘pending’ Subscription Version to be modified exists on the NPAC SMS with a due date later than the current date and equal to or later than the NPA-NXX Effective Date.

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using the SOA, New Service Provider personnel take action to modify the subscriptionNewSP-DueDate of an Inter-Service Provider, Port-to-Original, Subscription Version specifying a due date that is prior to the NPA-NXX Effective Date.
	SP
	The SOA issues an M-ACTION Request subscriptionVersionModify to the NPAC SMS.

	2.
	NPAC
	The NPAC SMS accepts the M-ACTION Request from the Service Provider SOA.


	NPAC
	1. The NPAC SMS determines that the Subscription Version due date specified is prior to the NPA-NXX Effective Date.  (This violates system requirements.)
2. The NPAC SMS rejects the Subscription Version Modify Request.

3. The NPAC SMS logs an error indicating the Subscription Version Modify Request failed due to the due date being prior to the NPA-NXX Effective Date.

4. The NPAC SMS issues an M-ACTION Error Response indicating invalidArgumentValue.

	3.
	SP
	The Service Provider SOA receives the M-ACTION Error Response indicating invalidArgumentValue .
	SP
	The Subscription Version is not modified.

	4.
	NPAC
	NPAC Personnel perform a query for the Subscription Version to verify that it was not modified.
	NPAC
	The Subscription Version was not modified.

	5.
	SP - conditional
	Service Provider Personnel, using either the SOA/ SOA LTI or LSMS, perform an NPAC query for the Subscription Version to verify that it was not modified.
	SP
	The Subscription Version was not modified.

	6.
	SP - optional
	Service Provider Personnel, using either their SOA or LSMS, perform a local query for the Subscription Version to verify that it was not modified.
	SP
	The Subscription Version was not modified.


	A.
	TEST IDENTITY

	
	Test Case Number:
	ILL 75 –29
	Priority:
	Conditional

	
	Objective:

	SOA – Old Service Provider Personnel, using a range of TNs, modify Inter-Service Provider, Port-to-Original Subscription Versions specifying a due date that is prior to the NPA-NXX Effective Date – Error

(Note:  This error may be caught by either the SOA or NPAC SMS.)

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	ILL 75 – Validate due date is equal to or greater  than the NPA-NXX effective date upon Pending Version Creation

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	none

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.2.3 Subscription Version Modify Prior to Activate Using M-ACTION

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	

	
	Prerequisite SP Setup:
	Verify that the ‘pending’ Subscription Versions to be modified exist on the NPAC SMS with a due date later than the current date and equal to or later than the NPA-NXX Effective Date.

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using the SOA, Old Service Provider personnel take action to modify the subscriptionOldSP-DueDate of Inter-Service Provider, Port-to-Original, Subscription Versions for a range of TNs specifying a due date that is prior to the NPA-NXX Effective Date.
	SP
	The SOA issues an M-ACTION Request subscriptionVersionModify to the NPAC SMS.

	2.
	NPAC
	The NPAC SMS accepts the M-ACTION Request from the Service Provider SOA.


	NPAC
	1. The NPAC SMS determines that the Subscription Versions due date specified is prior to the NPA-NXX Effective Date.  (This violates system requirements.)
2. The NPAC SMS rejects the Subscription Version Modify Request.

3. The NPAC SMS logs an error indicating the Subscription Version Modify Request failed due to the due date being prior to the NPA-NXX Effective Date.

4. The NPAC SMS issues an M-ACTION Error Response indicating invalidArgumentValue.

	3.
	SP
	The Service Provider SOA receives the M-ACTION Error Response indicating invalidArgumentValue .
	SP
	The Subscription Versions are not modified.

	4.
	NPAC
	NPAC Personnel perform a query for the Subscription Versions to verify that they were not modified.
	NPAC
	The Subscription Versions were not modified.

	5.
	SP - conditional
	Service Provider Personnel, using either the SOA/ SOA LTI or LSMS, perform an NPAC query for the Subscription Version to verify that they were not modified.
	SP
	The Subscription Versions were not modified.

	6.
	SP - optional
	Service Provider Personnel, using either their SOA or LSMS, perform a local query for the Subscription Version to verify that they were not modified.
	SP
	The Subscription Versions were not modified.


	A.
	TEST IDENTITY

	
	Test Case Number:
	ILL 75 –30
	Priority:
	Conditional

	
	Objective:

	SOA – New Service Provider Personnel, using a range of TNs, modify Inter-Service Provider, Port-to-Original Subscription Versions specifying a due date that is prior to the NPA-NXX Effective Date – Error

(Note:  This error may be caught by either the SOA or NPAC SMS.)

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	ILL 75 – Validate due date is equal to or greater  than the NPA-NXX effective date upon Pending Version Creation

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	none

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.2.3 Subscription Version Modify Prior to Activate Using M-ACTION

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	

	
	Prerequisite SP Setup:
	Verify that the ‘pending’ Subscription Versions to be modified exists on the NPAC SMS with a due date later than the current date and equal to or later than the NPA-NXX Effective Date.

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using the SOA, New Service Provider personnel take action to modify the subscriptionNewSP-DueDate of Inter-Service Provider, Port-to-Original, Subscription Versions for a range of TNs specifying a due date that is prior to the NPA-NXX Effective Date.
	SP
	The SOA issues an M-ACTION Request subscriptionVersionModify to the NPAC SMS.

	2.
	NPAC
	The NPAC SMS accepts the M-ACTION Request from the Service Provider SOA.


	NPAC
	1. The NPAC SMS determines that the Subscription Versions due date specified is prior to the NPA-NXX Effective Date.  (This violates system requirements.)

2. The NPAC SMS rejects the Subscription Version Modify Request.

3. The NPAC SMS logs an error indicating the Subscription Version Modify Request failed due to the due date being prior to the NPA-NXX Effective Date.

4. The NPAC SMS issues an M-ACTION Error Response indicating invalidArgumentValue.

	3.
	SP
	The Service Provider SOA receives the M-ACTION Error Response indicating invalidArgumentValue .
	SP
	The Subscription Versions are not modified.

	4.
	NPAC
	NPAC Personnel perform a query for the Subscription Versions to verify that they were not modified.
	NPAC
	The Subscription Versions were not modified.

	5.
	SP - conditional
	Service Provider Personnel, using either the SOA/ SOA LTI or LSMS, perform an NPAC query for the Subscription Versions to verify that they were not modified.
	SP
	The Subscription Versions were not modified.

	6.
	SP - optional
	Service Provider Personnel, using either their SOA or LSMS, perform a local query for the Subscription Versions to verify that they were not modified.
	SP
	The Subscription Versions were not modified.


	A.
	TEST IDENTITY

	
	Test Case Number:
	ILL 75 - 31
	Priority:
	Required

	
	Objective:

	SOA – Service Provider Personnel modify an Intra-Service Provider Subscription Version specifying a due date that is prior to the NPA-NXX Effective Date – Error

(Note:  This error may be caught by either the SOA or NPAC SMS.)

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	ILL 75 – Validate due date is equal to or greater  than the NPA-NXX effective date upon Pending Version Creation

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	none

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.2.3 Subscription Version Modify Prior to Activate Using M-ACTION

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	

	
	Prerequisite SP Setup:
	Verify that the ‘pending’ Subscription Version to be modified exists on the NPAC SMS with a due date later than the current date and equal to or later than the NPA-NXX Effective Date.

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using the SOA, Service Provider personnel take action to modify an Intra-Service Provider Subscription Version specifying a due date that is prior to the NPA-NXX Effective Date.
	SP
	The SOA issues an M-ACTION Request subscriptionVersionModify to the NPAC SMS.

	2.
	NPAC
	The NPAC SMS accepts the M-ACTION Request from the Service Provider SOA.


	NPAC
	1. The NPAC SMS determines that the Subscription Version due date specified is prior to the NPA-NXX Effective Date.  (This violates system requirements.)
2. The NPAC SMS rejects the Subscription Version Modify Request.

3. The NPAC SMS logs an error indicating the Subscription Version Modify Request failed due to the due date being prior to the NPA-NXX Effective Date.

4. The NPAC SMS issues an M-ACTION Error Response indicating invalidArgumentValue.

	3.
	NPAC
	The Service Provider SOA receives the M-ACTION Error Response indicating invalidArgumentValue .
	SP
	The Subscription Version is not modified.  

	4.
	NPAC
	NPAC Personnel perform a query for the Subscription Version to verify that it was not modified.
	NPAC
	The Subscription Version was not modified.

	5.
	SP - conditional
	Service Provider Personnel, using either the SOA/ SOA LTI or LSMS, perform an NPAC query for the Subscription Version to verify that it was not modified.
	SP
	The Subscription Version was not modified.

	6.
	SP - optional
	Service Provider Personnel, using either their SOA or LSMS, perform a local query for the Subscription Version to verify that it was not modified.
	SP
	The Subscription Version was not modified.


	A.
	TEST IDENTITY

	
	Test Case Number:
	ILL 75 - 32
	Priority:
	Required

	
	Objective:

	SOA – Service Provider Personnel, using a range of TNs, modify Intra-Service Provider Subscription Versions specifying a due date that is prior to the NPA-NXX Effective Date – Error 

(Note:  This error may be caught by either the SOA or NPAC SMS.)

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	ILL 75 – Validate due date is equal to or greater  than the NPA-NXX effective date upon Pending Version Creation

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	none

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.2.3 Subscription Version Modify Prior to Activate Using M-ACTION

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	

	
	Prerequisite SP Setup:
	Verify that the ‘pending’ Subscription Versions to be modified exist on the NPAC SMS with a due date later than the current date and equal to or later than the NPA-NXX Effective Date.

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using the SOA, Service Provider personnel take action to modify Intra-Service Provider Subscription Versions for a range of TNs specifying a due date that is prior to the NPA-NXX Effective Date.
	SP
	The SOA issues an M-ACTION Request subscriptionVersionModify to the NPAC SMS.

	2.
	NPAC
	The NPAC SMS accepts the M-ACTION Request from the Service Provider SOA.


	NPAC
	1. The NPAC SMS determines that the Subscription Versions due date specified is prior to the NPA-NXX Effective Date.  (This violates system requirements.)

2. The NPAC SMS rejects the Subscription Version Modify Request.

3. The NPAC SMS logs an error indicating the Subscription Version Modify Request failed due to the due date being prior to the NPA-NXX Effective Date.  

4. The NPAC SMS issues an M-ACTION Error Response indicating invalidArgumentValue.

	3.
	NPAC
	The Service Provider SOA receives the M-ACTION Error Response indicating invalidArgumentValue .
	SP
	The Subscription Versions are not modified.  

	4.
	NPAC
	NPAC Personnel perform a query for the Subscription Versions to verify that they were not modified.
	NPAC
	The Subscription Versions were not modified.

	5.
	SP - conditional
	Service Provider Personnel, using either the SOA/ SOA LTI or LSMS, perform an NPAC query for the Subscription Versions to verify that they were not modified.
	SP
	The Subscription Versions were not modified.

	6.
	SP -  optional
	Service Provider Personnel, using either their SOA or LSMS, perform a local query for the Subscription Versions to verify that they were not modified.
	SP
	The Subscription Versions were not modified.


9.3.2 ILL 79 Related Test Cases:

	A.
	TEST IDENTITY

	
	Test Case Number:
	ILL 79 – 1
	Priority:
	Conditional

	
	Objective:

	SOA – Service Provider Personnel, using their SOA system, where SOA Network Data Download Association Function is set to ‘ON’, issue a Network Data and Notification Recovery Request by specifying a Time Range – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	ILL 79 – Notification Recovery

	
	NANC FRS Version Number:
	R2.0.0
	Relevant Requirement(s):
	RR6-29, RR6-30, RR6-31, RR6-32, RR6-33

	
	NANC IIS Version Number:
	R2.0.1
	Relevant Flow(s):
	B.7.2 Sequencing of Events on Initialization/Resynchronization of SOA

	
	


Test Case procedures incorporated into test case 8.3 for Release 3.0.

	A.
	TEST IDENTITY

	
	Test Case Number:
	ILL 79 - 2
	Priority:
	Conditional

	
	Objective:

	LSMS – Service Provider Personnel, using their LSMS system, where LSMS Network and Subscription Data Download Association Function is set to ‘ON’, issue a Network Data and Notification Recovery Request by specifying a Time Range – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	ILL 79 – Notification Recovery

	
	NANC FRS Version Number:
	R2.0.0
	Relevant Requirement(s):
	RR6-29, RR6-30, RR6-31, RR6-32, RR6-34

	
	NANC IIS Version Number:
	R2.0.1
	Relevant Flow(s):
	B.7.1 Sequencing of Events on Initialization/Resynchronization of LSMS

	
	


Test Case procedures incorporated into test case 8.1 for Release 3.0.
	A.
	TEST IDENTITY

	
	Test Case Number:
	ILL 79 - 3
	Priority:
	Conditional

	
	Objective:

	SOA – Service Provider Personnel, using their SOA system, issue a Notification Recovery Request specifying a Time Range that exceeds the Maximum Download Duration Tunable on the NPAC SMS – Error

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	ILL 79 – Notification Recovery

	
	NANC FRS Version Number:
	R2.0.0
	Relevant Requirement(s):
	RR6-31

	
	NANC IIS Version Number:
	R2.0.1
	Relevant Flow(s):
	B.7.2 Sequencing of Events on Initialization/Resynchronization of SOA

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Adjust download duration time to less than one hour (e.g., 30 minutes).

2. While the SOA System is not associated with the NPAC SMS, NPAC personnel perform the following functions :

· Issue the first create for an Inter-Service Provider Subscription Version using an NPA-NXX that has never been ported before, on behalf of the Old Service Provider and where the Service Provider Under Test is the New Service Provider, let the Initial and Final Concurrence timers expire (NPAC SMS issues objectCreation, subscriptionVersionNewSP-CreateRequest and subscriptionVersionStatusAttributeValueChange(cancel) (SV1)).

· Issue an Immediate Disconnect for a Subscription Version where the Service Provider Under Test is the Donor Service Provider(NPAC SMS issues the subscriptionVersionDonorSP-CustomerDisconnectDate and subscriptionVersionStatusAttributeValueChange(old) notifications (SV2)).

· Prior to Disconnecting, Service Provider SOA issued an Audit and then disconnected the SOA from the NPAC SMS, the Audit should result in discrepancies (NPAC SMS issues the subscriptionAuditDiscrepancyRpt notification, subscriptionAuditResults and objectDeletion notifications).

· Issue a Scheduled Downtime Notification (NPAC SMS issues the lnpNPAC-SMS-Operational-Information notification).

· Issue an Activate request for an Inter-Service Provider Subscription Version on behalf of the New Service Provider (NPAC SMS issues a subscriptionVersionStatusAttributeValueChange (partial-failure) notifications  (SV3)).

· Issue a Cancel request for a pending Inter-Service Provider Subscription Version for which both Service Providers have concurred to the pending port, on behalf of the New Service Provider, let the Cancellation Initial Concurrence Timer expire (NPAC SMS issues the subscriptionVersionCancellationAcknowledgeRequest and subscriptionVersionStatusAttributeValueChange(cancel-pending) notifications (SV4)).

· Issue a Create request for a range of two pending Subscription Versions that were initially created by the New Service Provider, on behalf of the Old Service Provider, where the Authorization Flag is set to “False” and the Cause Code is provided (NPAC issues a subscriptionVersionStatusAttributeValueChange(conflict) and attributeValueChange notifications (SV5 and SV6)).

· Issue an Activate request for a range of two Inter-Service Provider Subscription Versions on behalf of the New Service Provider, where the broadcast to the LSMSs goes into a Partial Failure status (NPAC issues a subscriptionVersionStatusAttributeValueChange (partial-failure) notification (SV7 and SV8)). 

	
	Prerequisite SP Setup:
	The Service Provider should ‘dis-associate’ their SOA to NPAC SMS connection.  

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Service Provider Personnel using their SOA System, establish an association to the NPAC SMS with the Resynchronization Flag set to ‘ON’.
	NPAC
	The NPAC SMS receives the association bind request from the SOA.  Once the association is established, the NPAC SMS queues all current events.

	2.
	SP
	The SOA issues an M-ACTION Request lnpNotificationRecovery to the NPAC SMS to recover Notifications by time range with the criteria set to a Time Range greater than the Maximum Download Duration Tunable on the NPAC SMS.
	NPAC
	1. The NPAC SMS receives the M-ACTION Request from the SOA and determines the request exceeds the Maximum Download Duration Tunable on the NPAC SMS.  (this violates system requirements)
2. The NPAC SMS rejects the recovery request.

3. The NPAC SMS issues an M-ACTION Response to the SOA system indicating the request failed due to ‘time-range-invalid’.

4. SOA may retry with smaller time range

	3.
	NPAC
	NPAC Personnel verify the error and no notifications were sent.
	NPAC
	The ‘time-range-invalid’ error reply is sent and no notifications were recovered.

	4.
	SP - Optional
	SP Personnel, using the SOA, perform a local query to verify that no notifications were received.
	SP
	No notifications were received.


	A.
	TEST IDENTITY

	
	Test Case Number:
	ILL 79 - 4
	Priority:
	Conditional

	
	Objective:

	LSMS – Service Provider Personnel, using their LSMS system, issue a Notification Recovery Request specifying a Time Range that exceeds the Maximum Download Duration Tunable on the NPAC SMS – Error

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	ILL 79 – Notification Recovery

	
	NANC FRS Version Number:
	R2.0.0
	Relevant Requirement(s):
	RR6-31

	
	NANC IIS Version Number:
	R2.0.1
	Relevant Flow(s):
	B.7.1 Sequencing of Events on Initialization/Resynchronization of LSMS


Test Case procedures incorporated into test case 8.4 for Release 3.0.

	A.
	TEST IDENTITY

	
	Test Case Number:
	ILL 79 - 5
	Priority:
	Conditional

	
	Objective:

	SOA – Service Provider Personnel, using their SOA system, where the SOA Network Data Download Association Function is set to ‘OFF’, issue a Notification Recovery Request by specifying a Time Range – Success.

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	ILL 79 – Notification Recovery

	
	NANC FRS Version Number:
	R2.0.0
	Relevant Requirement(s):
	RR6-29, RR6-30, RR6-31, RR6-32, RR6-33

	
	NANC IIS Version Number:
	R2.0.1
	Relevant Flow(s):
	B.7.2 Sequencing of Events on Initialization/Resynchronization of SOA

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	While the SOA is ‘dis-associated’ from the NPAC SMS, NPAC personnel perform the following functions:

1. Issue a create for a new NPA-NXX.

2. Issue the first create for an Inter-Service Provider Subscription Version using an NPA-NXX that has never been ported before, on behalf of the Old Service Provider and where the Service Provider Under Test is the New Service Provider, let the Initial and Final Concurrence timers expire (NPAC SMS issues objectCreation, subscriptionVersionNewNPA-NXX, subscriptionVersionNewSP-CreateRequest and subscriptionVersionStatusAttributeValueChange(cancel) (SV1)).

3. Issue an Immediate Disconnect for a Subscription Version where the Service Provider Under Test is the Donor Service Provider (NPAC SMS issues the subscriptionVersionDonorSP-CustomerDisconnectDate and subscriptionVersionStatusAttributeValueChange(old) notifications (SV2)).

4. Prior to Disconnecting, Service Provider SOA issued an Audit and then disconnected the SOA from the NPAC SMS, the Audit should result in discrepancies (NPAC SMS issues the subscriptionAuditDiscrepancyRpt notification, subscriptionAuditResults and objectDeletion notifications).

5. Issue a Scheduled Downtime Notification (NPAC SMS issues the lnpNPAC-SMS-Operational-Information notification).

6. Issue an Activate request for an Inter-Service Provider Subscription Version on behalf of the New Service Provider (NPAC SMS issues a subscriptionVersionStatusAttributeValueChange (partial-failure) notifications  (SV3)).

7. Issue a Cancel request for a pending Inter-Service Provider Subscription Version for which both Service Providers have concurred to the pending port, on behalf of the New Service Provider , let the Cancellation Initial Concurrence Timer expire (NPAC SMS issues the subscriptionVersionCancellationAcknowledgeRequest and subscriptionVersionStatusAttributeValueChange(cancel-pending) notifications (SV4)).

8. Issue a Create request for a range of two pending Subscription Versions that were initially created by the New Service Provider, on behalf of the Old Service Provider, where the Authorization Flag is set to “False” and the Cause Code is provided (NPAC issues a subscriptionVersionStatusAttributeValueChange(conflict) and attributeValueChange notifications (SV5 and SV6)).

9. Issue an Activate request for a range of two Inter-Service Provider Subscription Versions on behalf of the New Service Provider, where the broadcast to the LSMSs goes into a Partial Failure status (NPAC issues a subscriptionVersionStatusAttributeValueChange (partial-failure) notification (SV7 and SV8)). 

	
	Prerequisite SP Setup:
	1. Initiate an Audit of a specific Service Provider that results in at least one discrepancy.

2. ‘The Service Provider should ‘dis-associate’ their SOA to NPAC SMS connection.

3. Do NOT send the lnpRecoveryComplete message (step 6) to the NPAC, until AFTER the NPAC has exhausted the 3x5 timer for objectCreation (step 5).

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Service Provider Personnel using their SOA System, establish an association to the NPAC SMS with the Resynchronization Flag set to ‘ON’.
	NPAC
	The NPAC SMS receives the association bind request from the SOA.  Once the association is established, the NPAC SMS queues all current events.

	2
	SP
	The SOA system issues an M-ACTION Request lnpNotificationRecovery to the NPAC SMS to recover Notifications by time range, with a Time Range of 1 hour or less.
	NPAC
	1. The NPAC SMS receives the M-ACTION Request from the SOA, and issues an M-ACTION Response to the SOA with the following notifications for the time range specified, including:

· objectCreation (SV1)

· subscriptionVersionNewNPA-NXX (SV1)

· subscriptionVersionStatusAttributeValueChange(cancel, SV1)

· subscriptionVersionNewSP-CreateRequest(SV1)

· subscriptionVersionDonorSP-CustomerDisconnectDate (SV2)

· subscriptionVersionStatusAttributeValueChange(SV2)

· subscriptionAuditDiscrepancyRpt

· subscriptionAuditResults

· objectDeletion (for the cancelled audit)

· lnpNPAC-SMS-Operational-Information

· subscriptionVersionStatusAttributeValueChange(partial-failure, SV3, failed-SP-List)

· subscriptionVersionCancellationAcknowledgeRequest(SV4)

· subscriptionVersionStatusAttributeValueChange(cancel-pending, SV4)

· attributeValueChange (SV5 and SV6)

· subscriptionVersionStatusAttributeValueChange (conflict, SV5 and SV6)

· subscriptionVersionStatusAttributeValueChange (partial-failure, SV7 and SV8) 

2. The NPAC SMS returns timer type, business hours, and WSMSC data, if the Service Provider supports that data.

	3.
	SP
	As soon as the M-ACTION Request is received, NPAC personnel issue a create for an Intra-Service Provider Subscription Version for the SOA that is in recovery.
	NPAC
	The NPAC SMS receives the SV Create Request and performs the following validations:

· Verify that each attribute specified is valid according to system requirements.

· Verify that the Old Service Provider ID is the same as the SPID of the currently active SV or the same as the NPA-NXX Holder.

	4.
	SP
	NPAC SMS issues an M-CREATE Request to itself to create the subscriptionVersionNPAC object (subscription version).

· The subscription version status is set to ‘pending’.

· The subscriptionOldSP-AuthorizationTimeStamp, subscriptionNewSP-AuthorizationTimeStamp, subscriptionCreationTimeStamp and subscriptionModifiedTimeStamp are set.
	NPAC
	The NPAC SMS issues an M-CREATE Response to itself.

	5
	SP
	The NPAC SMS checks to see if the M-EVENT-REPORT objectCreation can be sent to the Service Provider SOA.
	NPAC
	The NPAC SMS does NOT issue the M-EVENT-REPORT objectCreation to the Service Provider SOA, since the SOA is still in recovery mode.



	6
	SP
	The Service Provider’s SOA system issues an M-ACTION Request lnpRecoveryComplete to the NPAC SMS to set the Recovery Mode to ‘OFF’.
	NPAC
	1. The NPAC SMS receives the M-ACTION Request from the SOA system and issues an M-ACTION Response back.

2. The NPAC SMS sees the SOA exit recovery.  

3. NPAC sends any queued up events (objectCreation notification from Test Step 5).

	7
	NPAC
	NPAC Personnel verify the notifications were sent to the SOA.
	NPAC
	All the notifications listed above were successfully sent to the SOA in the M-ACTION reply.

	8
	SP - Optional
	SP Personnel, using the SOA, perform a local query for the network data, and various subscription versions and notifications to verify that they were received.
	SP
	The appropriate notifications were received.


	A.
	TEST IDENTITY

	
	Test Case Number:
	ILL 79 – 6
	Priority:
	Conditional

	
	Objective:


	SOA – Service Provider Personnel, using their SOA system, where SOA Network Data Download Association Function is set to ‘ON’, issue a Network Data and Notification Recovery Request by specifying a Time Range with a filter on an NPA-NXX that is used – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	ILL 79 – Notification Recovery

	
	NANC FRS Version Number:
	R2.0.0
	Relevant Requirement(s):
	RR6-29, RR6-30, RR6-31, RR6-32, RR6-33

	
	NANC IIS Version Number:
	R2.0.1
	Relevant Flow(s):
	B.7.2 Sequencing of Events on Initialization/Resynchronization of SOA

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	While this SOA System is not associated with the NPAC SMS, NPAC personnel perform the following functions:

1) Issue a create for a new NPA-NXX.

2) Create an NPA-NXX filter for the NPA-NXX used for Step 1.

3) Issue a create for a new NPA-NXX.

4) Create and Activate an Intra-Service Provider port using the just created NPA-NXX.  (NPAC SMS issues subscriptionVersionNewNPA-NXX, objectCreation and subscriptionVersionStatusAttributeValueChange (active) notifications (SV1))

5) Activate a pending port where the Service Provider Under Test is the Old  Service Provider for an NPA-NXX not filtered for the Service Provider Under Test.  (NPAC SMS issues subscriptionVersionStatusAttributeValueChange (active) notification (SV2)). 

	
	Prerequisite SP Setup:
	‘Disassociate’ your SOA.

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Service Provider Personnel using their SOA System, establish an association to the NPAC SMS with the Resynchronization Flag set to ‘ON’ .
	NPAC
	The NPAC SMS receives the association bind request from the SOA.  Once the association is established, NPAC SMS queues all current notifications.

	2.
	SP
	The SOA issues an M-ACTION Request lnpDownload to the NPAC SMS with for a network data download with the criteria set to a specified start time for all service providers, for all network data.
	NPAC
	The NPAC SMS receives the M-ACTION Request from the SOA, and issues an M-ACTION Response to the SOA which does NOT include the newly created NPA-NXX.

	3.
	SP
	The SOA system issues an M-ACTION Request lnpNotificationRecovery to the NPAC SMS to recover Notifications by time range, with a Time Range of 1 hour or less.
	NPAC
	1. The NPAC SMS receives the M-ACTION Request from the SOA, and issues an M-ACTION Response to the SOA with the subscriptionVersionStatusAttributeValueChange (active) notification.

2. The NPAC SMS returns timer type, business hours, and WSMSC data, if the Service Provider supports that data.

	4.
	SP
	The Service Provider’s SOA system issues an M-ACTION Request lnpRecoveryComplete to the NPAC SMS to set the Recovery Mode to ‘OFF’.
	NPAC
	1. The NPAC SMS receives the M-ACTION Request from the SOA system and issues an M-ACTION Response back.

2. The NPAC SMS sees the SOA exit recovery.

3. NPAC sends any queued up events.

	5.
	NPAC
	NPAC Personnel verify the notifications were sent to the SOA.
	NPAC
	All the notifications listed above were successfully sent to the SOA in the M-ACTION reply.

	6.
	SP - Optional
	SP Personnel, using the SOA, perform a local query for the network data, and various subscription versions and notifications to verify that they were received.
	SP
	The appropriate network data, subscription versions, and notifications were received.


	A.
	TEST IDENTITY

	
	Test Case Number:
	ILL 79 - 7
	Priority:
	Conditional

	
	Objective:

	LSMS – Service Provider Personnel, using their LSMS system, where LSMS Network and Subscription Data Download Association Function is set to ‘ON’, issue a Network Data and Notification Recovery Request by specifying a Time Range with an NPA-NXX filter in place – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	ILL 79 – Notification Recovery

	
	NANC FRS Version Number:
	R2.0.0
	Relevant Requirement(s):
	RR6-29, RR6-30, RR6-31, RR6-32, RR6-34

	
	NANC IIS Version Number:
	R2.0.1
	Relevant Flow(s):
	B.7.1 Sequencing of Events on Initialization/Resynchronization of LSMS

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	While the LSMS is ‘dis-associated’ from the NPAC SMS, NPAC personnel perform the following functions: 

· Create an NPA-NXX filter for the NPA-NXX used for Step 2.

· Issue a create for a new NPA-NXX.

· Create and Activate an Intra-Service Provider port using the just created NPA-NXX.  (NPAC SMS issues subscriptionVersionNewNPA-NXX notification and M-CREATE (SV1))

· Activate a pending port for an NPA-NXX not filtered for the Service Provider Under Test.  (NPAC SMS issues M-CREATE (SV2)) 

	
	Prerequisite SP Setup:
	The Service Provider LSMS should be ‘dis-associated’ while NPAC Personnel are performing the set-up specified above. 

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Service Provider Personnel, using their LSMS system establish an association to the NPAC SMS with the Resynchronization Flag set to ‘ON’ 


	NPAC
	The NPAC SMS receives the association bind request from the Service Provider’s LSMS system.  Once the association is established, the NPAC SMS queues up all events.

	2.
	SP
	The LSMS issues an M-ACTION Request lnpDownload to the NPAC SMS for a network data download with the criteria set to a specified start time for all service providers, for all network data.
	NPAC
	The NPAC SMS receives the M-ACTION Request from the SOA, and issues an M-ACTION Response to the SOA which does NOT include the newly created NPA-NXX.

	3.
	SP
	The LSMS issues an M-ACTION Request lnpDownload to the NPAC SMS with a specified start time for subscription version data download.
	NPAC
	1. The NPAC SMS receives the M-ACTION Request from the Service Provider’s LSMS system and issues an M-ACTION Response with the necessary updates, including the M-CREATE Request subscriptionVersion for SV2.

2. The NPAC SMS returns WSMSC data, if the Service Provider supports that data.  

	4
	SP
	The LSMS issues an M-ACTION Request lnpNotificationRecovery with a specified start time for notification recovery.
	NPAC
	The NPAC SMS receives the M-ACTION Request from the Service Provider’s LSMS system and issues an M-ACTION Response which does not include any notifications.

	5.
	SP
	The LSMS issues an M-ACTION Request lnpRecoveryComplete to the NPAC SMS to set the resynchronization flag to ‘OFF’.
	NPAC
	1. The NPAC SMS receives the M-ACTION Request from the respective LSMS and issues an M-ACTION Response.

2. The NPAC SMS sees the LSMS exit recovery.

3. NPAC sends any queued up events.  (objectCreation notification from Test Step 5).

	6.
	NPAC
	NPAC Personnel verify the notifications were sent to the LSMS.
	NPAC
	All the notifications listed above were successfully sent to the LSMS in the M-ACTION reply.

	7
	SP - Optional
	SP Personnel, using the LSMS, perform a local query for the subscription version create received.  
	SP
	


9.3.3 NANC 22 Related Test Cases:

	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 22-1
	Priority:
	Conditional

	
	Objective:

	SOA – Service Provider Personnel issue a Subscription Version query that exceeds the maximum subscriber query tunable and verifies that the complexity limitation error is returned – Error

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 22 – IIS Version 1.4 Flow 6.5.6 Modification

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	R4-30.1 R4-30.2

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.6 Subscription Version Query 

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	Verify that there are Subscription Versions that can be queried such that the number of Subscription Versions being queried exceeds the maximum subscriber query tunable.  

	
	Prerequisite SP Setup:
	

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using the SOA, Service Provider personnel issue a query for Subscription Versions that will return query results larger than maximum subscriber query tunable.
	SP
	The SOA issues a scoped/filtered M-GET CMIP Request for subscriptionVersionNPAC to the NPAC SMS.

	2.
	NPAC
	The NPAC SMS accepts the M-GET Request from the Service Provider.


	NPAC
	1. The NPAC SMS determines that the Subscription Versions selected exceed the maximum subscriber query tunable.

2. The NPAC SMS issues an M-GET CMIP Error Response indicating complexity limitation.

	3.
	SP
	The SOA receives the M-GET Response indicating a complexityLimitation error.
	SP
	No Subscription Versions are returned.


	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 22-2
	Priority:
	Conditional

	
	Objective:

	LSMS – Service Provider Personnel issue a Subscription Version query that exceeds the maximum subscriber query tunable and verifies that the complexity limitation error is returned - Error

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 22 – IIS Version 1.4 Flow 6.5.6 Modification

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	R4-30.1 R4-30.2

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.6 Subscription Version Query 

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	 

	
	Prerequisite NPAC Setup:
	Verify that there are Subscription Versions that can be queried such that the number of Subscription Versions being queried exceeds the maximum subscriber query tunable.  

	
	Prerequisite SP Setup:
	

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using the LSMS, Service Provider personnel issue a query for Subscription Versions that will return query results larger than maximum subscriber query tunable.
	SP
	The LSMS issues a scoped/filtered M-GET CMIP Request for subscriptionVersionNPAC to the NPAC SMS.

	2.
	NPAC
	The NPAC SMS accepts the M-GET Request from the Service Provider.


	NPAC
	1. The NPAC SMS determines that the Subscription Versions selected exceeds the maximum subscriber query tunable.

2. The NPAC SMS issues an M-GET CMIP Error Response indicating complexity limitation.

	3.
	SP
	The Service Provider LSMS receives the M-GET Response indicating a complexityLimitation error.
	SP
	No Subscription Versions are returned.


9.3.4 NANC 23 Related Test Cases:

	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 23-1
	Priority:
	Conditional

	
	Objective:

	SOA – Service Provider Personnel create an audit using another Service Provider’s ID – Error

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 23 - IIS Version 1.4 Flow 6.2.1 Modification



	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	N/A

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.2.1 – SOA Initiated Audit

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	 

	
	Prerequisite SP Setup:
	 

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using the SOA, Service Provider personnel issue an audit for Subscription Versions using another Service Provider’s ID as the audit requestor.
	SP
	The SOA issues an M-CREATE Request for subscriptionAudit to the NPAC SMS with the subscriptionAuditRequestingSP set to another service provider id.

	2.
	NPAC
	The NPAC SMS accepts the M-CREATE Request from the Service Provider.


	NPAC
	1. The NPAC SMS determines that the subscriptionAuditRequestingSP for the subscriptionAudit is set to a value other than the service provider id specified in the access, this violates system requirements.

2. The NPAC SMS issues an M-CREATE error response.  

	3.
	SP
	The SOA receives the M-CREATE Error Response indicating a processingFailure error with a text message: “requesting SPID mismatch for M-CREATE subscriptionAudit:reqSpid=xxxx:acSpid=xxxx”
	SP
	The audit was not initiated.

	4.
	NPAC
	NPAC Personnel query for the audit to verify that it was not created.
	NPAC
	The audit was not created.

	5.
	SP – conditional
	Service Provider Personnel, using the SOA/SOA LTI, perform an NPAC query for the audit to verify that it was not created.
	SP
	The audit was not created.

	6.
	SP - optional
	Service Provider Personnel, using their SOA, perform a local query for the audit to verify that it was not created.
	SP
	The audit was not created.


9.3.5 NANC 48 Related Test Cases:

	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 48-1
	Priority:
	Required

	
	Objective:

	NPAC OP GUI – NPAC Personnel assign an ‘Associated’ Service Provider ID to a ‘Primary’ Service Provider ID – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 48 – Multiple Service Provider Ids per SOA Association

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	RR3-16, RR3-18, RR3-19

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	N/A

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	Verify that at least two Service Provider Profiles exist on the NPAC SMS (SPID ‘A’ and SPID ‘B’) that currently do not have another Service Provider associated to them for Service Bureau functionality.

	
	Prerequisite SP Setup:
	

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	NPAC
	Using the NPAC OP GUI, NPAC Personnel assign/associate one Service Provider Profile to another (SPID ‘B’ is assigned/associated to SPID ‘A’).
	NPAC
	1. The NPAC SMS verifies that both Service Provider Profiles exist on the NPAC SMS.

2. The NPAC SMS verifies that Service Provider  ‘B’ is not already specified as either a ‘Primary’ or ‘Associated’ Service Provider.

3. The NPAC SMS verifies that this is a valid request and associates the two Service Providers in the Multiple Association Table on the NPAC SMS.

	2.
	NPAC
	NPAC Personnel query for SPID ‘A’s’ Service Provider Profile which they have just assigned/associated as a ‘Primary’ Service Provider to SPID ‘B’.
	NPAC
	Verify that SPID ‘A’s’ Service Provider Profile is now indicated as a ‘Primary’ Service Provider ID.

	3.
	NPAC
	NPAC Personnel query for SPID ‘B’s’ Service Provider Profile which they have just assigned/associated as an ‘Associated’ Service Provider to SPID ‘A’.
	NPAC
	Verify that SPID ‘B’s’ Service Provider Profile is now indicated as an ‘Associated’ Service Provider ID to SPID ‘A’.


	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 48-5
	Priority:
	Conditional

	
	Objective:

	SOA – ‘Primary’ Service Provider Personnel, initiate Notification Recovery over their SOA to NPAC Interface to recover messages for both their ‘Primary’ and ‘Associated’ SPIDs- Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 48 – Multiple Service Provider Ids per SOA Association

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	RR3-28, RR3-29

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.7.2 Sequencing of Events on Initialization/Resynchronization of SOA

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	NANC 48-1 NPAC OP GUI – NPAC Personnel assign an ‘Associated’ Service Provider ID to a ‘Primary Service Provider ID – Success

	
	Prerequisite NPAC Setup:
	1. Verify that SPID ‘B’ is established as an ‘Associated’ SPID (to SPID ‘A’) on the NPAC SMS with a SOA Network Data Download Association Function set to ‘OFF’.

2. Verify that SPID ‘C’ is established as an ‘Associated’ SPID (to SPID ‘A’) on the NPAC SMS with SOA Network Data Download Association Function set to ‘ON’.

3. Verify that SPID ‘A’ is established as a ‘Primary’ SPID on the NPAC SMS with SOA Network Data Download Association Function set to ‘OFF’ .

4. Verify that all LSMSs in the region are properly associated to the NPAC SMS.

5. While SPID ‘A’, SPID ‘B’, and SPID ‘C’ do not have an association with the NPAC SMS, NPAC Personnel perform the following functions via the NPAC OP GUI:

· Issue an Old Service Provider Subscription Version Create (SV1) using an NPA-NXX which has never been ported before and where SPID ‘B’ is the Old Service Provider and SPID ‘A’ is the New Service Provider – let the timers expire.

(objectCreation for SV1)

(subscriptionVersionNewSP-Concurrence Request for SV1)

(subscriptionVersionNewSP-Final Concurrence Window Expiration for SV1)

(subscriptionVersionStatusAttributeValueChange setting SV1 to ‘cancelled’)

(subscriptionVersionNewNPA-NXX for SV1)

· Issue a Subscription Version Disconnect (SV2) where SPID ‘B’ is the Donor Service Provider and SPID ‘C’ is the Current Service Provider.

(subscriptionVersionDonorSPCustomerDisconnectDate for SV2)

(subscriptionVersionStatusAttributeValueChange setting SV2 to ‘old’)

· Issue an Activate for a pending Subscription Version (SV3) for which both the Old and New SP have concurred and Service Provider ‘B’ is the New Service Provider and Service Provider ‘C’ is the Old Service Provider.

(subscriptionVersionStatusAttributeValueChange setting SV3 to ‘active’)

· Issue a Scheduled Downtime Notification.

(lnpNPAC-SMS-OperationalInformation)

· Issue a New Service Provider Subscription Version Create (SV4) where SPID ‘B’ is the New Service Provider and SPID ‘C’ is the Old Service Provider – let the timers expire.

(objectCreation for SV4)

(subscriptionVersionOldSP-Concurrence Request for SV4)

(subscriptionVersionOldSP-Final Concurrence Window Expiration for SV4)

	
	Prerequisite SP Setup:
	

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using a SOA System, SPID ‘A’ Service Provider Personnel establish an association to the NPAC SMS with the Resynchronization Flag set to ‘ON’.
	NPAC
	The NPAC SMS receives the association bind request from the SOA and queries all current notifications.



	2.
	SP
	SPID ‘A’s’ SOA issues an M-ACTION Request lnpNotificationRecovery to the NPAC SMS for (Primary) SPID ‘A’ indicating a time range of one hour or less.  
	NPAC
	The NPAC SMS receives the M-ACTION Request from the SOA.



	3.
	NPAC
	The NPAC SMS issues an M-ACTION Response to the SPID ‘A’s’ SOA with the following information for (Primary) SPID ‘A’:

· objectCreation for SV1

· subscriptionVersionNewSP-Concurrence Request for SV1

· subscriptionVersionNewSP-Final Concurrence Window Expiration for SV1

· subscriptionVersionStatusAttributeValueChange for SV1 updating the SV status to ‘cancelled’

· lnpNPAC-SMS-Operational-Information
	SP
	The SOA receives the M-ACTION Response from the NPAC SMS.

	4.
	SP
	SPID ‘A’s’ SOA issues an M-ACTION Request lnpNotificationRecovery to the NPAC SMS for (Associated) SPID ‘B’ indicating a time range of one hour or less.
	NPAC
	The NPAC SMS receives the M-ACTION Request from the SOA.



	5.
	NPAC
	The NPAC SMS issues an M-ACTION Response to the SPID ‘A’s’ SOA with the following information for (Associated) SPID ‘B’:

· objectCreation for SV1

· subscriptionVersionStatusAttributeValueChange for SV1 updating the SV status to ‘cancelled’

· subscriptionVersionDonorSPCustomerDisconnectDate for SV2

· subscriptionVersionStatusAttributeValueChange for SV3 updating the SV status to ‘active’

· lnpNPAC-SMS-Operational-Information

· objectCreation for SV4
	SP
	The SOA receives the M-ACTION Response from the NPAC SMS.

	6.
	SP
	SPID ‘A’s’ SOA issues an M-ACTION Request lnpNotificationRecovery to the NPAC SMS for (Associated) SPID ‘C’ indicating a time range of one hour or less.
	NPAC
	The NPAC SMS receives the M-ACTION Request from the SOA.

	7.
	NPAC
	The NPAC SMS issues an M-ACTION Response to the SPID ‘A’s’ SOA with the following information for (Associated) SPID ‘C’: 

· subscriptionVersionStatusAttributeValueChange for SV3 updating the SV status to ‘active’

· lnpNPAC-SMS-Operational-Information

· subscriptionStatusAttributeValueChange setting SV3 to ‘old’

· objectCreation for SV4

· subscriptionVersionOldSP-ConcurrenceRequest for SV4

· subscriptionVersionOldSP-FinalConcurrenceWindowExpiration for SV4
	SP
	The SOA receives the M-ACTION Response from the NPAC SMS.

	8.
	SP
	The SOA System (SPID ‘A’) issues an M-ACTION Request lnpRecoveryComplete to the NPAC SMS to set the Recovery Mode to ‘OFF’.
	NPAC
	1. The NPAC SMS receives the M-ACTION Request from the SOA and issues an M-ACTION Response back.

2. The NPAC SMS sees the SOA exist recovery.

3. The NPAC SMS sends any data updates since the SOA re-established.

	9.
	SP optional
	SPID ‘B’ Service Provider Personnel perform a local query for the objectCreation message for SV1.
	SP
	Verify that you received the objectCreation message for SV1 on your local system.

	10.
	SP optional
	SPID ‘B’  Service Provider Personnel perform a local query for the subscriptionVersionAttributeValueChange message for SV1.
	SP
	Verify that you received the subscriptionVersionAttributeValueChange message for SV1 on your local system.

	11.
	SP optional
	SPID ‘A’ Service Provider Personnel perform a local query for the objectCreation message for SV1.
	SP
	Verify that you received the objectCreation message for SV1 on your local system.

	12.
	SP optional
	SPID ‘A’ Service Provider Personnel perform a local query for the subscriptionVersionAttributeValueChange message for SV1.
	SP
	Verify that you received the subscriptionVersionAttributeValueChange message for SV1 on your local system.

	13.
	SP optional
	SPID ‘A’ Service Provider Personnel perform a local query for the subscriptionVersionNewSP-Concurrence Request message for SV1.
	SP
	Verify that you received the subscriptionVersionNewSP-Concurrence Request message for SV1 on your local system.

	14.
	SP optional
	SPID ‘A’ Service Provider Personnel perform a local query for the subscriptionVersionNewSP-Final Concurrence Window Expiration message for SV1.
	SP
	Verify that you received the subscriptionVersionNewSP-Final Concurrence Window Expiration message for SV1 on your local system.

	15.
	SP optional
	SPID ‘B’ Service Provider Personnel perform a local query for a DonorSP-CustomerDisconnectDate notification for SV2.
	SP
	Verify that you have the notification for Donor Disconnect Date for SV2.

	16.
	SP optional
	SPID ‘C’ Service Provider Personnel perform a local query for the subscriptionVersionStatusAttributeValueChange message for SV2.
	SP
	Verify that you received the subscriptionVersionStatusAttributeValueChange message for SV2 on your local system.

	17.
	SP optional
	SPID ‘B’ Service Provider Personnel perform a local query for the subscriptionVersionStatusAttributeValueChange message for SV3.
	SP
	Verify that you received the subscriptionVersionStatusAttributeValueChange message for SV3 on your local system.

	18.
	SP optional 
	SPID ‘C’ Service Provider Personnel perform a local query for the subscriptionVersionStatusAttributeValueChange message for SV3.
	SP
	Verify that you received the subscriptionVersionStatusAttributeValueChange message for SV3 on your local system.

	19.
	SP optional
	SPID ‘A’ Service Provider Personnel perform a local query for lnpNPAC-SMS-Operational-Information notification.  
	SP
	Verify that you received the notification for scheduled downtime.

	20.
	SP optional
	SPID ‘B’ Service Provider Personnel perform a local query for lnpNPAC-SMS-Operational-Information notification.
	SP
	Verify that you received the notification for scheduled downtime.

	21.
	SP optional
	SPID ‘C’ Service Provider Personnel perform a local query for lnpNPAC-SMS-Operational-Information notification.
	SP
	Verify that you received the notification for scheduled downtime.

	22.
	SP optional
	SPID ‘B’ Service Provider Personnel perform a local query for the objectCreation message for SV4.
	SP
	Verify that you received the objectCreation message for SV4.

	23.
	SP optional
	SPID ‘C’ Service Provider Personnel perform a local query for the objectCreation message for SV4.
	SP
	Verify that you received the objectCreation message for SV4.

	24.
	SP optional
	SPID ‘C’ Service Provider Personnel perform a local query for the subscriptionVersionOldSP-Concurrence Request message for SV4.
	SP
	Verify that you received the subscriptionVersionOldSP-Concurrence Request message for SV4.

	25.
	SP optional
	SPID ‘C’ Service Provider Personnel perform a local query for subscriptionVersionOldSP-FinalConcurrenceExpirationWindow message for SV4.
	SP
	Verify that received the subscriptionVersionOldSP-FinalConcurrenceExpirationWindow message for SV4.


	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 48-6
	Priority:
	Conditional

	
	Objective:

	SOA – ‘Associated’ SPID ‘B’ creates an NPA-NXX (at least 4 Service Provider’s are configured to operate in this region, 1 ‘Primary’ SPID (‘A’), 2 ‘Associated’ SPIDs (‘B’ and ‘C’) and one other SPID ‘D’ – neither Primary or Associated) SPID ‘B’, SPID ‘A’, and SPID ‘D’ are configured with their SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’, SPID ‘C’ is configured with their SOA Network Data Download Association Function set to ‘ON’ and their LSMS Network and Subscription Data Download Association Function is set to ‘OFF’ (Some SPs in the region have filters to not accept downloads for this NPA-NXX) – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 48 – Multiple Service Provider Ids per SOA Association

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	RR3-26, RR3-27, RR3-2

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B4.1.4 NPA-NXX Creation by the SOA

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that SPID ‘B’, and SPID ‘C’ exist on the NPAC SMS as ‘Associated’ SPIDs to Service Provider ‘A’.  

2. Verify that SPID ‘D’ exist on the NPAC SMS – as neither  a ‘Primary’ or ‘Associated’ SPID.

3. Verify that SPID ‘B’, SPID ‘A’ and SPID ‘D’ Profiles are configured with the SOA Network Data Download Association Function and the LSMS Network and Subscription Data Download Association Function set to ‘ON’.

4. Verify that the SPID ‘C’ Profile is configured with the SOA Network Data Download Association Function set to ‘ON’ and the LSMS Network and Subscription Data Download Association Function set to ‘OFF’.

5. Verify that SPID ‘B’ is configured with an NPA-NXX Filter that DOES NOT allow them to receive notifications for the NPA-NXX you are about to create.

6. Verify that the NPA-NXX does not exist on the NPAC SMS that SPID ‘B’ is going to create.

	
	Prerequisite SP Setup:
	

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using their SOA System, Service Provider ‘B’ Personnel submit a request to the NPAC SMS to create an NPA-NXX which does not already exist on the NPAC SMS.

The SPID ‘A’s’ SOA association issues an M-CREATE Request serviceProvNPA-NXX to the NPAC SMS (on behalf of SPID ‘B’).
	NPAC
	1. The NPAC SMS receives the M-CREATE Request for the NPA-NXX from the ‘Primary’ SPID (‘A’) for ‘Associated’ SPID ‘B’.

2. The NPAC SMS issues an M-CREATE Response back to ‘Associated’ SPID ‘B’ under the  ‘Primary’ SPID ‘A’ association.

	2.
	NPAC
	1. The NPAC SMS sends an M-CREATE for the serviceProvNPA-NXX object to all LSMSs that have their Network and Subscription Data Download Association Function set to ‘ON’ and are accepting downloads for this NPA-NXX according to their filters.  (SPIDs ‘A’, and ‘D’ in this scenario.)

2. The NPAC SMS sends an M-CREATE for the serviceProvNPA-NXX object to all SOAs that have their Network Data Download Association Function set to  ‘ON’ and are accepting downloads for this NPA-NXX according to their filters.  (SPIDs ‘A’, ‘C’ and ‘D’ in this scenario.)
	SP
	1. All LSMSs in the region that are accepting downloads for the serviceProvNPA-NXX receive the M-CREATE Request from the NPAC SMS and issue an M-CREATE Response back to the NPAC SMS.

2. All SOAs in the region that are accepting downloads for the serviceProvNPA-NXX receive the M-CREATE Request from the NPAC SMS and issues an M-CREATE Response back to the NPAC SMS.

	3.
	SP
	Service Provider ‘A’ Personnel query their local SOA and LSMS system for the NPA-NXX that was just created by Service Provider ‘B’.
	SP
	1. Verify that the NPA-NXX exists on SPID ‘A’s’ local SOA system and belongs to Service Provider ‘B’.

2. Verify that the NPA-NXX exists on SPID ‘A’s’ local LSMS system, and belongs to Service Provider ‘B’.

	4.
	SP optional
	Service Provider ‘B’ Personnel query their local SOA and LSMS system for the NPA-NXX that they just created on the NPAC SMS.
	SP
	Verify that the NPA-NXX DOES NOT exist on SPID ‘B’s’ local SOA and LSMS systems.

	5.
	SP optional
	Service Provider ‘C’ Personnel query their local SOA and LSMS system for the NPA-NXX that was just created by Service Provider ‘B’.
	SP
	1. Verify that the NPA-NXX exists on SPID ‘C’s’ local SOA system and belongs to Service Provider ‘B’.

2. Verify that the NPA-NXX exists on SPID ‘C’s’ local LSMS system and belongs to Service Provider ‘B’.

	6.
	SP optional
	Service Provider ‘D’ Personnel query their local SOA and LSMS system for the NPA-NXX that was just created by Service Provider ‘B’.
	
	1. Verify that the NPA-NXX exists on your local SOA system and belongs to Service Provider ‘B’.

2. Verify that NPA-NXX exists on your local LSMS system and belongs to Service Provider ‘B’.


	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 48-7
	Priority:
	Conditional

	
	Objective:


	SOA – ‘Associated’ SPID ‘B’ issues an inter-Service Provider Subscription Version Create to the NPAC SMS where the TN is the first to be ported in the NPA-NXX , and they are the New Service Provider and ‘Primary’ SPID ‘A’ is the Old Service Provider  – Success 

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 48 – Multiple Service Provider Ids per SOA Association

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	RR3-2

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.1.2 Subscription Version Create by the Initial SOA (New Service Provider)

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that SPID ‘A’ exists as a ‘Primary’ SPID, and is configured with SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’.  SPID ‘A’ has a filter set such that it will receive downloads for this NPA-NXX.

2. Verify that SPID ‘B’ is an ‘Associated’ SPID to SPID ‘A’.  

3. Verify SPID ‘B’ is configured with SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’.  SPID ‘B’ has a filter set such that it will receive downloads for this NPA-NXX.

4. Verify that the NPA-NXX of the TN to be used for the subscription version create exists on the NPAC SMS and that there have not been any ports against it 

	
	Prerequisite SP Setup:
	

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using a SOA system, SPID ‘B’ Service Provider Personnel take action to create a New Service Provider, Inter-Service Provider Subscription Version with SPID ‘A’ as the Old Service Provider and submits the request to the NPAC SMS via their ‘Primary’ SPID (SPID ‘A’) association.

Specify an NPA-NXX that has not been ported before.
	SP
	SPID ‘B’ issues an M-ACTION Request subscriptionVersionNewSP-Create to the NPAC SMS care of SPID ‘A’s’ SOA association.

	2.
	NPAC
	The NPAC SMS receives the M-ACTION subscriptionVersionNewSP-Create from SPID ‘B’ (care of SPID ‘A’s’ SOA association).
	NPAC
	The NPAC SMS determines the request is valid and performs the following:

· Creates the subscriptionVersionNPAC object.

· Sets the subscription version status to ‘pending’.

· Sets the subscriptionVersionModifiedTimeStamp and subscriptionCreationTimeStamp to the current date and time.

· Issues an M-ACTION Response back to SPID ‘B’ (care of SPID ‘A’s’ SOA association) indicating success.

	3.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT objectCreation to the Old Service Provider SOA (in this case SPID ‘A’) containing the following subscription version attributes:

· subscriptionTN

· subscriptionOldSP

· subscriptionNewCurrentSP

· subscriptionNewSP-CreationTimeStamp

· subscriptionVersionStatus

· subscriptionNewSP-DueDate
	SP
	The Old Service Provider SOA (SPID ‘A’ in this case) receives the M-EVENT-REPORT and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	4.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT objectCreation to the New Service Provider SOA (in this case the response goes over the SPID ‘A’ to NPAC SMS interface and is specified for SPID ‘B’) containing the following subscription version attributes:

· subscriptionTN

· subscriptionOldSP

· subscriptionNewCurrentSP

· subscriptionNewSP-CreationTimeStamp

· subscriptionVersionStatus

· subscriptionNewSP-DueDate
	SP
	The New Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

(SPID ‘A’ is responsible for managing this message on behalf of their ‘Associated’ SPID  - SPID ‘B’)

	5.
	NPAC
	The NPAC SMS determines that this subscription version is the first use of this NPA-NXX and performs the following:

1. The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionNewNPA-NXX to all LSMSs in the region who are accepting downloads for this NPA-NXX according to their filters 

2. The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionNewNPA-NXX to all SOAs in the region who are accepting downloads for this NPA-NXX 
	SP
	1. All LSMSs in the region that are accepting downloads for this NPA-NXX receive the M-EVENT-REPORT from the NPAC SMS and issue an M-EVENT-REPORT Confirmation back to the NPAC SMS 

2. All SOAs in the region that are accepting downloads for this NPA-NXX receive the M-EVENT-REPORT from the NPAC SMS and issue an M-EVENT-REPORT Confirmation back to the NPAC SMS 

	6.
	NPAC
	NPAC Personnel query for the Subscription Version that SPID ‘B’ Service Provider Personnel just created.
	NPAC
	Verify that the subscription version exists with a status of ‘pending’.

	7.
	SP optional
	SPID ‘A’ Service Provider Personnel perform a local query for the Subscription Version that SPID ‘B’ Service Provider Personnel just created.
	SP
	Verify that the subscription version exists with a status of ‘pending’ state.

	8.
	SP conditional
	SPID ‘A’ Service Provider Personnel perform an NPAC SMS query for the Subscription Version that SPID ‘B’ Service Provider Personnel just created.
	SP
	Verify that the subscription version exists with a status of ‘pending’.

	9.
	SP optional
	SPID ‘A’ Service Provider Personnel query for the subscriptionVersionNewNPA-NXX notification on their SOA and/or LSMS systems.
	SP
	Verify that SPID ‘A’ received a subscriptionVersionNewNPA-NXX notification for the subscription version that SPID ‘B’ Service Provider Personnel just created.

	10.
	SP optional
	SPID ‘B’ Service Provider Personnel perform a local query for the Subscription Version that SPID ‘B’ Service Provider Personnel just created.
	SP
	Verify that the subscription version exists with a status of  ‘pending’ state.

	11.
	SP conditional
	SPID ‘B’ Service Provider Personnel perform an NPAC SMS query for the Subscription Version that SPID ‘B’ Service Provider Personnel just created.
	SP
	Verify that the subscription version exists with a status of ‘pending’.

	12.
	SP optional
	SPID ‘B’ Service Provider Personnel query for the subscriptionVersionNewNPA-NXX notification on their SOA and/or LSMS systems.
	SP
	Verify that SPID ‘B’ received a subscriptionVersionNewNPA-NXX notification for the subscription version that SPID ‘B’ Service Provider Personnel just created.


	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 48-8
	Priority:
	Conditional

	
	Objective:


	SOA – ‘Associated’ SPID ‘B’ issues a Subscription Version Activate for an Inter-Service Provider Port to the NPAC SMS, where they are the New Service Provider and ‘Primary’ SPID ‘A’ is the Old Service Provider  - Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 48 – Multiple Service Provider Ids per SOA Association

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	N/A

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.1.5 Subscription Version Activated by New Service Provider SOA

B.5.1.6 Active SubscriptionVersion Create on Local SMS

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	NANC 48-9 SOA – ‘Associated’ SPID ‘B’ issues an inter-Service Provider Subscription Version Create to the NPAC SMS where the TN is the first to be ported in the NPA-NXX and they are the New Service Provider and ‘Primary’ SPID ‘A’ is the Old Service Provider  – Success

	
	Prerequisite NPAC Setup:
	1. Verify that the Subscription Version to be activated exists on the NPAC SMS and that both the Old and New Service Providers have issued their creates or the Initial and Final Concurrence Windows have expired.

2. Verify that SPID ‘A’ exists as a ‘Primary’ SPID, and is configured with SOA and LSMS Network Data Download Indicators set to ‘ON’.  SPID ‘A’ has filters set such that they will receive downloads for this NPA-NXX.

3. Verify that SPID ‘B’ is an ‘Associated’ SPID to SPID ‘A’.  

4. Verify SPID ‘B’ is configured with SOA and LSMS Network Data Download Indicators set to ‘ON’.  SPID ‘B’ has filters set such that they will receive downloads for this NPA-NXX.



	
	Prerequisite SP Setup:
	

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using a SOA system, SPID ‘B’ Service Provider Personnel Activate a ‘Pending’ Subscription Version where they are the New Service Provider on or after the Subscription Version due date.
	SP
	SPID ‘B’ issues an M-ACTION Request subscriptionVersionActivate to the NPAC SMS care of SPID ‘A’s’ SOA association.

	2.
	NPAC
	The NPAC SMS receives the M-ACTION Request from SPID ‘B’ (care of SPID ‘A’s’ SOA association) and issues an M-SET Request to set the subscriptionVersionActivation

TimeStamp and subscriptionModifiedTime

Stamp to the current date and time.
	NPAC
	The NPAC SMS issues an M-SET Response to itself.

	3.
	NPAC
	The NPAC SMS issues an M-ACTION subscriptionVersionActivateResponse to the New Service Provider SOA (over the SPID ‘A’ association on behalf of SPID ‘B’ in this case).
	SP
	SPID ‘B’ receives the M-ACTION Response from the NPAC SMS.

	4.
	NPAC
	The NPAC SMS issues an M-SET Request to set the subscription version status to ‘sending’ and the  subscriptionBroadcastTimeStamp to the current date and time.
	NPAC
	The NPAC SMS issues an M-SET Response to itself.

	5.
	NPAC 
	The NPAC SMS issues an M-CREATE Request subscriptionVersion to all LSMSs in the region that are accepting downloads for this NPA-NXX 
	SP
	All LSMSs that are accepting downloads for this NPA-NXX receives the M-CREATE Request from the NPAC SMS and issue an M-CREATE Response back to the NPAC SMS 

	6.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old Service Provider SOA to set the subscription version status to ‘Active’.
	SP
	SPID ‘A’ receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	7.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the New Service Provider SOA to set the subscription version status to ‘Active’.
	SP
	SPID ‘B’ receives the M-EVENT-REPORT from the NPAC SMS and issue an M-EVENT-REPORT Confirmation back to the NPAC SMS via the SPID ‘A’ SOA to NPAC SMS association.

	8.
	NPAC
	NPAC Personnel query for the Subscription Version that SPID ‘B’ Service Provider Personnel just activated in this test case.
	NPAC
	Verify that the subscription version exists with a status of ‘active’.

	9.
	SP optional
	SPID ‘A’ Service Provider Personnel perform a local query using their SOA and/or LSMS systems for the Subscription Version that SPID ‘B’ Service Provider Personnel just activated.
	SP
	Verify that the subscription version exists with a status of ‘active’.

	10.
	SP conditional
	SPID ‘A’ Service Provider Personnel perform an NPAC SMS query for the Subscription Version that SPID ‘B’ Service Provider Personnel just activated.
	SP
	Verify that the subscription version exists with a status of ‘active’.

	11.
	SP optional
	SPID ‘B’ Service Provider Personnel perform a local query using their SOA and/or LSMS systems for the Subscription Version that SPID ‘B’ Service Provider Personnel just activated.
	SP
	Verify that the subscription version exists with a status of ‘active’.

	12.
	SP conditional
	SPID ‘B’ Service Provider Personnel perform an NPAC SMS query for the Subscription Version that SPID ‘B’ Service Provider Personnel just activated.
	SP
	Verify that the subscription version exists with a status of ‘active.


	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 48-9
	Priority:
	Conditional

	
	Objective:

	SOA – ‘Associated’ SPID ‘C’ issues an inter-Service Provider Subscription Version Create to the NPAC SMS for a range of TNs, where they are the New Service Provider and ‘Primary’ SPID ‘A’ is the Old Service Provider (Some SPs in the region have filters to not accept downloads for this NPA-NXX) – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 48 – Multiple Service Provider Ids per SOA Association

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	N/A

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.1.2 Subscription Version Create by the Initial SOA (New Service Provider)

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that at least 3 Service Providers are configured on the NPAC SMS.

2. Verify that SPID ‘A’ exists as a ‘Primary’ SPID, and is configured with SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function are set to ‘ON’.  SPID ‘A’ has a  filter set such that  it will receive downloads for this NPA-NXX.

3. Verify that SPID ‘B’ is an ‘Associated’ SPID to SPID ‘A’.  

4. Verify that SPID ‘B’ is configured with SOA Network Data Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’.  SPID ‘B’ has a filter set such that  it will receive downloads for this NPA-NXX.

5. Verify that SPID ‘C’ is an ‘Associated’ SPID to SPID ‘A’.  

6. Verify that SPID ‘C’ is configured with a SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function  set to ‘ON’.  SPID ‘C’ has a filter set such that it WILL NOT receive downloads for this NPA-NXX.

7. Verify that the NPA-NXX of the TNs to be used in the subscription version create exists on the NPAC SMS.

	
	Prerequisite SP Setup:
	

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using a SOA system, SPID ‘C’ Service Provider Personnel create an Inter-Service Provider Subscription Version for at least 2 consecutive TNs in a range where they are the New Service Provider and SPID ‘A’ is the Old Service Provider and submits it to the NPAC SMS via their ‘Primary’ SPID (SPID ‘A’) association.
	SP
	SPID ‘C’ issues an M-ACTION Request subscriptionVersionNewSP-Create to the NPAC SMS care of SPID ‘A’s’ SOA association.

	2.
	NPAC
	The NPAC SMS receives the M-ACTION subscriptionVersionNewSP-Create from SPID ‘C’ care of SPID ‘A’s’ SOA system.
	NPAC
	The NPAC SMS determines the request is valid and performs the following:

· Creates the subscriptionVersionNPAC object for each TN in the range.

· Sets the subscription version status to ‘pending’ for each TN in the range.

· Sets the subscriptionVersionModifiedTimeStamp and subscriptionCreationTimeStamp to the current date and time for each TN in the range.

· Issues an M-ACTION Response back to SPID ‘A’ (for SPID ‘B’) indicating success for the TN’s in the range.

	3.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT objectCreation for each TN in the range to the Old Service Provider SOA (in this case SPID ‘A’) containing the following subscription version attributes:

· subscriptionTN

· subscriptionOldSP

· subscriptionNewCurrentSP

· subscriptionNewSP-CreationTimeStamp

· subscriptionVersionStatus

· subscriptionNewSP-DueDate
	SP
	The Old Service Provider SOA (SPID ‘A’ in this case) receives the M-EVENT-REPORT(s) for each TN in the range and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS for each TN in the range.

	4.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT objectCreation for each TN in the range to the New Service Provider SOA (in this case the response goes over the SPID ‘A’ to NPAC SMS interface and is specified for SPID ‘C’)containing the following subscription version attributes:

· subscriptionTN

· subscriptionOldSP

· subscriptionNewCurrentSP

· subscriptionNewSP-CreationTimeStamp

· subscriptionVersionStatus

· subscriptionNewSP-DueDate
	SP
	The New Service Provider SOA receives the M-EVENT-REPORT(s) for each TN in the range, from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS for each TN in the range.

(SPID ‘A’ is responsible for managing this message on behalf of their ‘Associated’ SPID  - SPID ‘C’)

	5.
	NPAC
	NPAC Personnel query for the Subscription Versions that SPID ‘C’ Service Provider Personnel just created.
	NPAC
	Verify that the subscription versions exist with a status of ‘pending’.

	6.
	SP optional
	SPID ‘A’ Service Provider Personnel perform a local query using their SOA system for the Subscription Versions that SPID ‘C’ Service Provider Personnel just created.
	SP
	Verify that the subscription versions exist with a status of ‘pending’.

	7.
	SP conditional
	SPID ‘A’ Service Provider Personnel perform an NPAC SMS query for the Subscription Versions that SPID ‘C’ Service Provider Personnel just created.
	SP
	Verify that subscription versions exist with a status of ‘pending’.

	8.
	SP conditional
	SPID ‘B’ Service Provider Personnel perform an NPAC SMS query for the Subscription Versions that SPID ‘C’ Service Provider Personnel just created.
	SP
	No data is returned to SPID ‘B’ because it is neither the Old or New Service Provider for the subscription version.

	9.
	SP optional
	SPID ‘C’ Service Provider Personnel perform a local query using their SOA system for the Subscription Versions that SPID ‘C’ Service Provider Personnel just created.
	SP
	Verify that subscription versions exist with a status of ‘pending’.

	10.
	SP conditional
	SPID ‘C’ Service Provider Personnel perform an NPAC SMS query for the Subscription Versions that SPID ‘C’ Service Provider Personnel just created.
	SP
	Verify that the subscription versions exist with a status of ‘pending’.


	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 48-10
	Priority:
	Conditional

	
	Objective:

	SOA – ‘Associated’ SPID ‘B’ issues an Intra-Service Provider Subscription Version Create – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 48 – Multiple Service Provider Ids per SOA Association

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	N/A

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.1.11 Subscription Version Create for Intra-Service Provider Port

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that at least 3 Service Providers are configured on the NPAC SMS.

2. Verify that SPID ‘A’ exists as a ‘Primary’ SPID, and is configured with  SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function  set to ‘ON’.  SPID ‘A’ has a filter set such that it will receive downloads for this NPA-NXX.

3. Verify that SPID ‘B’ is an ‘Associated’ SPID to SPID ‘A’.  

4. Verify that SPID ‘B’ is configured with SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function  set to ‘ON’.  SPID ‘B’ has a filter set such that it will receive downloads for this NPA-NXX.

5. Verify that SPID ‘C’ is an ‘Associated’ SPID to SPID ‘A’.  

6. Verify that SPID ‘C’ is configured with a SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function  set to ‘ON’.  SPID ‘C’ has a filter set such that it will NOT receive downloads for this NPA-NXX.

7. Verify that the NPA-NXX of the TN to be used in the subscription version create exists on the NPAC SMS.

	
	Prerequisite SP Setup:
	

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using a SOA system, SPID ‘B’ Service Provider Personnel create an Intra-Service Provider Subscription Version and submits it to the NPAC SMS via their ‘Primary’ SPID (SPID ‘A’) association.
	SP
	SPID ‘B’ issues an M-ACTION Request subscriptionVersionNewSP-Create to the NPAC SMS care of SPID ‘A’s’ SOA association.

	2.
	NPAC
	The NPAC SMS receives the M-ACTION subscriptionVersionNewSP-Create from SPID ‘B’ care of SPID ‘A’s’ system.
	NPAC
	The NPAC SMS determines the request is valid and performs the following:

· Creates the subscriptionVersionNPAC object.

· Sets the subscription version status to ‘pending’.

· Sets the subscriptionVersionModifiedTimeStamp, subscriptionCreationTimeStamp, subscriptionNewSP-AuthorizationTimeStamp and subscriptionOldSP-AuthorizationTimeStamp to the current date and time.

· Issues an M-ACTION Response back to SPID ‘A’ (for SPID ‘B’) indicating success.

	3.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT objectCreation to the SPID ‘B’ care of  SPID ‘A’s’ SOA association.
	SP
	SPID ‘B’ receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

(SPID ‘A’ is responsible for managing this message on behalf of their ‘Associated’ SPID  - SPID ‘B’)

	4.
	NPAC
	NPAC Personnel query for the Subscription Version that SPID ‘B’ Service Provider Personnel just created.
	NPAC
	Verify that the subscription version exists in a state of ‘pending’.

	5.
	SP conditional
	SPID ‘A’ Service Provider Personnel perform an NPAC SMS query for the Subscription Version that SPID ‘B’ Service Provider Personnel just created.
	SP
	No data is returned to SPID ‘A’ because it is not the New Service Provider for the subscription version.

	6.
	SP optional
	SPID ‘B’ Service Provider Personnel perform a local query using their SOA system for the Subscription Version that SPID ‘B’ Service Provider Personnel just created.
	SP
	Verify that the subscription version exists with a status of ‘pending’.

	7.
	SP conditional
	SPID ‘B’ Service Provider Personnel perform an NPAC SMS query for the Subscription Version that SPID ‘B’ Service Provider Personnel just created.
	SP
	Verify that the subscription version exists with a status of ‘pending’.

	8.
	SP conditional
	SPID ‘C’ Service Provider Personnel perform an NPAC SMS query for the Subscription Version that SPID ‘B’ Service Provider Personnel just created.
	SP
	No data is returned to SPID ‘C’ because it is not the New Service Provider for the subscription version.


	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 48-11
	Priority:
	Conditional

	
	Objective:

	SOA – ‘Primary’ SPID ‘A’ issues a Port-To-Original Subscription Version Create to the NPAC SMS for a single TN, where they are the New Service Provider and ‘Associated’ SPID ‘B’ is the Old Service Provider – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 48 – Multiple Service Provider Ids per SOA Association

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	N/A

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.1.2 Subscription Version Create by the Initial SOA (New Service Provider)

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that there is an ‘Active’ Subscription Version for SPID ‘B’ in which SPID ‘C’ is the original Service Provider.  

2. Verify that at least 3 Service Providers are configured on the NPAC SMS.

3. Verify that SPID ‘A’ exists as a ‘Primary’ SPID, and is configured with SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function  set to ‘ON’.  SPID ‘A’ has a filter set such that it will receive downloads for this NPA-NXX.

4. Verify that SPID ‘B’ is an ‘Associated’ SPID to SPID ‘A’.  

5. Verify that SPID ‘B’ is configured with SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’.  SPID ‘B’ has a filter set such that it will receive downloads for this NPA-NXX.

6. Verify that SPID ‘C’ is an ‘Associated’ SPID to SPID ‘A’.  

7. Verify that SPID ‘C’ is configured with a SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function  set to ‘ON’.  SPID ‘C’ has a filter set such that it will NOT receive downloads for this NPA-NXX.

8. Verify that an ‘active’ subscription version exists for the TN to be used in the Port-to-Original subscription version create.



	
	Prerequisite SP Setup:
	

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using a SOA system, SPID ‘A’ Service Provider Personnel create an Inter-Service Provider, Port-To-Original Subscription Version where they are the New Service Provider and ‘Associated’ SPID ‘B’ is the Old Service Provider and submit the request to the NPAC SMS.

 
	SP
	SPID ‘A’s’ SOA issues an M-ACTION Request subscriptionVersionNewSP-Create with the Port-to-Original flag set to ‘yes’ to the NPAC SMS.

	2.
	NPAC
	The NPAC SMS receives the M-ACTION subscriptionVersionNewSP-Create from SPID ‘A’s’ system.
	NPAC
	The NPAC SMS determines the request is valid and performs the following:

· Creates the subscriptionVersionNPAC object.

· Sets the Port-to-Original flag to ‘yes’.

· Sets the subscription version status to ‘pending’.

· Sets the subscriptionVersionModifiedTimeStamp and subscriptionCreationTimeStamp to the current date and time.

· Issues an M-ACTION Response back to SPID ‘A’ indicating success.

	3.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT objectCreation to the Old Service Provider SOA (in this case SPID ‘B’ – care of SPID ‘A’) containing the following subscription version attributes:

· subscriptionTN

· subscriptionOldSP

· subscriptionNewCurrentSP

· subscriptionNewSP-CreationTimeStamp

· subscriptionVersionStatus

· subscriptionNewSP-DueDate
	SP
	The Old Service Provider SPID ‘B’ receives the M-EVENT-REPORT (care of SPID ‘A’s’ SOA association) and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	4.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT objectCreation to the New Service Provider (SPID ‘A’) SOA system with the following subscription version attributes:.

· subscriptionTN

· subscriptionOldSP

· subscriptionNewCurrentSP

· subscriptionNewSP-CreationTimeStamp

· subscriptionVersionStatus

· subscriptionNewSP-DueDate
	SP
	The New Service Provider (SPID ‘A’) receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	5.
	NPAC
	NPAC Personnel query for the Subscription Version that SPID ‘A’ Service Provider Personnel just created.
	NPAC
	Verify that the subscription version exists with a status of  ‘pending’.  

	6.
	SP optional
	SPID ‘A’ Service Provider Personnel perform a local query using their SOA system for the Subscription Version that SPID ‘A’ Service Provider Personnel just created.
	SP
	Verify that the subscription version exists with a status of ‘pending’.

	7.
	SP conditional
	SPID ‘A’ Service Provider Personnel perform an NPAC SMS query for the Subscription Version that SPID ‘A’ Service Provider Personnel just created.
	SP
	Verify that the subscription version exists with a status of ‘pending’.

	8.
	SP optional
	SPID ‘B’ Service Provider Personnel perform a local query using their SOA system for the Subscription Version that SPID ‘A’ Service Provider Personnel just created.
	SP
	Verify that the subscription version exists with a status of ‘pending’.

	9.
	SP conditional
	SPID ‘B’ Service Provider Personnel perform an NPAC SMS query for the Subscription Version that SPID ‘A” Service Provider Personnel just created.
	SP 
	Verify that the subscription version exists with a status of ‘pending’.

	10.
	SP conditional
	SPID ‘C’ Service Provider Personnel perform an NPAC SMS query for the Subscription Version that SPID ‘A’ Service Provider Personnel just created.
	SP
	No data is returned because they are neither the Old nor the New Service Provider for the subscription version.


	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 48-12
	Priority:
	Conditional

	
	Objective:

	SOA – ‘Primary’ SPID ‘A’ issues a Subscription Version Activate for a Port-to-Original Subscription Version to the NPAC for a single TN, where they are the New Service Provider and ‘Associated’ SPID ‘B’ is the Old Service Provider – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 48 – Multiple Service Provider Ids per SOA Association

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	N/A

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.1.5 Subscription Version Activated by New Service Provider SOA

B.5.1.12 Subscription Version Port-to-Original : Successful

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	NANC 48-13 SOA – ‘Primary’ SPID ‘A’ issues a Port-To-Original Subscription Version Create to the NPAC SMS for a single TN, where they are the New Service Provider and ‘Associated’ SPID ‘B’ is the Old Service Provider – Success

	
	Prerequisite NPAC Setup:
	1. Verify that the Subscription Version to be activated exists on the NPAC SMS and that both the Old and New Service Providers have issued their creates or the Initial and Final Concurrence Windows have expired.

2. Verify that at least 3 Service Providers are configured on the NPAC SMS.

3. Verify that SPID ‘A’ exists as a ‘Primary’ SPID, and is configured with  SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function  set to ‘ON’.  SPID ‘A’ has a filter set such that it will receive downloads for this NPA-NXX.

4. Verify that SPID ‘B’ is an ‘Associated’ SPID to SPID ‘A’.  

5. Verify that SPID ‘B’ is configured with SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function  set to ‘ON’.  SPID ‘B’ has a filter set such that it will receive downloads for this NPA-NXX.

6. Verify that SPID ‘C’ is an ‘Associated’ SPID to SPID ‘A’.  

7. Verify that SPID ‘C’ is configured with a SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function  set to ‘ON’.  SPID ‘C’ has a filter set such that it will receive downloads for this NPA-NXX.

8. Verify that an active subscription version exists for the same TN as used in the ‘pending’ Port-to-Original SV1.

	
	Prerequisite SP Setup:
	

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using a SOA system, SPID ‘A’ Service Provider Personnel activate a ‘Pending’ Subscription Version (SV2) where they are the New Service Provider on or after the Subscription Version due date and submit the request to the NPAC SMS.
	SP
	SPID ‘A’s’ SOA issues an M-ACTION Request subscriptionVersionActivate to the NPAC SMS.

	2.
	NPAC
	The NPAC SMS receives the M-ACTION Request from SPID ‘A’s’ SOA and issues an M-SET Request to set the subscriptionVersionActivationTimeStamp and subscriptionModifiedTimeStamp to the current date and time for SV2.
	NPAC
	The NPAC SMS issues an M-SET Response to itself.

	3.
	NPAC
	The NPAC SMS issues an M-ACTION subscriptionVersionActivateResponse to the New Service Provider SOA for SV2 (SPID ‘A’ in this case).  
	SP
	SPID ‘A’ receives the M-ACTION Response from the NPAC SMS over their SOA association.

	4.
	NPAC
	The NPAC SMS issues an M-SET Request to set the subscription version status to ‘sending’ and set the  subscriptionBroadcastTimeStamp to the current date and time.
	NPAC
	The NPAC SMS issues an M-SET Response to itself.

	5.
	NPAC 
	The NPAC SMS issues an M-DELETE Request subscriptionVersion to all LSMSs in the region that are accepting downloads for this NPA-NXX for SV1.
	SP
	All LSMSs that are accepting downloads for this NPA-NXX receive the M-DELETE Request from the NPAC SMS and issue an M-DELETE Response back to the NPAC SMS.

	6.
	NPAC
	The NPAC SMS issues an M-SET Request to itself to set the subscription version status for SV1 to ‘old’ and set the subscriptionModifiedTimeStamp and subscriptionDisconnectCompleteTimeStamp to the current date and time.
	NPAC
	The NPAC SMS issues an M-SET Response to itself.

	7.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old Service Provider SOA (SPID ‘B’ care of SPID ‘A’s’ SOA association) to set the subscription version status to ‘old’ for SV1.
	SP
	SPID ‘B’ receives the M-EVENT-REPORT from the NPAC SMS (via SPID ‘A’s’ SOA association) and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	8.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old Service Provider SOA (SPID ‘B’ care of SPID ‘A’s’ SOA association) to set the subscription version status to ‘old’ for SV2.
	SP
	SPID ‘B’ receives the M-EVENT-REPORT from the NPAC SMS (via SPID ‘A’s’ SOA association) and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	9.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the New Service Provider SOA (SPID ‘A’ in this case) to set the subscription version status to ‘old’ for SV2.
	SP
	SPID ‘A’ receives the M-EVENT-REPORT from the NPAC SMS (via their SOA association) and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	10.
	NPAC
	NPAC Personnel query for the Subscription Version that SPID ‘A’ Service Provider Personnel just activated in this test case as well as SV1.
	NPAC
	Verify that the subscription versions (SV1 and SV2) exist in an ‘old’ state.

	11.
	SP optional
	SPID ‘A’ Service Provider Personnel perform a local query using their SOA and/or LSMS systems for the Subscription Version that SPID ‘A’ Service Provider Personnel just activated, as well as SV1.
	SP
	Verify that the subscription versions (SV1 and SV2) exist in a state of ‘old’.

	12.
	SP conditional
	SPID ‘A’ Service Provider Personnel perform an NPAC SMS query for the Subscription Version that SPID ‘A’ Service Provider Personnel just activated, as well as SV1.
	SP
	Verify that the subscription versions (SV1 and SV2) exist in a state of ‘old’.

	13.
	SP optional
	SPID ‘B’ Service Provider Personnel perform a local query using their SOA and/or LSMS systems for the Subscription Version that SPID ‘A’ Service Provider Personnel just activated as well as SV1.
	SP
	Verify that the subscription versions (SV1 and SV2) exist with a status of ‘old’.

	14.
	SP conditional
	SPID ‘B’ Service Provider Personnel perform an NPAC SMS query for the Subscription Version that SPID ‘A’ Service Provider Personnel just activated, as well as SV1.
	SP
	Verify that the subscription versions (SV1 and SV2) exist with a status of ‘old’.

	15.
	SP conditional
	SPID ‘C’ Service Provider Personnel perform an NPAC SMS query for the Subscription Version that SPID ‘A’ Service Provider Personnel just activated as well as SV1.
	SP
	No data will be returned because SPID ‘C’ is neither the Old nor the New Service Provider.


	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 48-13
	Priority:
	Conditional

	
	Objective:


	SOA – ‘Associated’ Service Provider ‘B’ issues An Immediate Subscription Version Disconnect for an ‘Active’ SV  – Success

	
	

	B.
	REFERENCES

	
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 48 – Multiple Service Provider Ids per SOA Association

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	N/A

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.4.1 Subscription Version Immediate Disconnect

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	NANC 48-10 SOA – ‘Associated’ SPID ‘B’ issues a Subscription Version Activate for an Inter-Service Provider Port to the NPAC SMS where they are the New Service Provider and ‘Primary’ SPID ‘A’ is the Old Service Provider  – Success

	
	Prerequisite NPAC Setup:
	1. Verify that a Subscription Version in a state of ‘active’ exists on the NPAC SMS for which you are the Current Service Provider.

2. Verify that SPID ‘A’ exists as a ‘Primary’ SPID, and is configured with  SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function  set to ‘ON’.  SPID ‘A’ has a filter set such that it will receive downloads for this NPA-NXX.

3. Verify that SPID ‘B’ is an ‘Associated’ SPID to SPID ‘A’.  

4. Verify SPID ‘B’ is configured with SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function  set to ‘ON’.  SPID ‘B’ has a filter set such that it will receive downloads for this NPA-NXX.

 

	
	Prerequisite SP Setup:
	

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using a SOA system, SPID ‘B’ Service Provider Personnel Immediately Disconnect an ‘Active’ subscription version in which SPID ‘B’ is the Current Service Provider and ‘Primary’ SPID ‘A’ is the Old Service Provider and Donor Service Provider and submits the request to the NPAC SMS.
	NPAC
	SPID ‘A’s’ SOA issues an M-ACTION Request subscriptionVersionDisconnect to the NPAC SMS (on behalf of their ‘Associated’ SPID ‘B’).  

	2.
	NPAC
	The NPAC SMS receives the M-ACTION Request from SPID ‘B’ (care of SPID ‘A’s’ SOA association) and issues an M-SET Request to itself to set the subscription version status to ‘disconnect pending’ and set the subscriptionCustomerDisconnectDate according to the disconnect action.
	NPAC
	The NPAC SMS issues an M-SET Repsonse to itself.

	3.
	NPAC
	The NPAC SMS issues an M-ACTION Response to the Current Service Provider.
	SP
	SPID ‘B’ receives the M-ACTION Response from the NPAC SMS (via SPID ‘A’s’ SOA association).

	4.
	NPAC
	The NPAC SMS issues an M-SET Request to itself and performs the following actions:

· Set the subscriptionCustomerDisconnect date according to the disconnect action.

· Set the subscription version status to ‘sending’.

· Set the subscriptionModifiedTimeStamp and subscriptionBroadcastTimeStamp to the current date and time.
	NPAC
	The NPAC SMS issues an M-SET Response to itself.

	5.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionDonorSP-CustomerDisconnectDate to the Donor Service Provider (in this case SPID ‘A’) to notify them that this subscription version is being disconnected with the customer disconnect date.
	SP
	The Donor Service Provider receives the Donor Disconnect Notification from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	6.
	NPAC
	The NPAC SMS issues an M-DELETE Request to all LSMSs in the region that are accepting downloads for this NPA-NXX.
	SP
	All LSMSs in the region that are accepting downloads for this NPA-NXX receive the M-DELETE Request for the subscription version that is being disconnected and issue an M-DELETE Response back to the NPAC SMS.

	7.
	NPAC
	The NPAC SMS issues an M-SET to itself to set the subscription version status to ‘old’ and update the subscriptionModifiedTimeStamp and subscriptionDisconnectCompleteTimeStamp to the current date and time.
	NPAC
	The NPAC SMS issues an M-SET Response to itself.

	8.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Current Service Provider 
	SP
	The Service Provider receives the M-EVENT-REPORT from the NPAC SMS (via SPID ‘A’s’ SOA association) and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	9.
	NPAC
	NPAC Personnel query for the subscription version that SPID ‘B’ Service Provider Personnel just disconnected.
	NPAC
	Verify that the subscription version exists with a status of ‘old’ and an empty failed-SP List.

	10.
	SP optional
	SPID ‘A’ Service Provider Personnel perform a local query using their SOA and/or LSMS systems for the subscription version that SPID ‘B’ Service Provider Personnel just disconnected.
	SP
	Verify that the subscription version exists with a status of ‘old’ and an empty failed-SP List.

	11.
	SP conditional
	SPID ‘A’ Service Provider Personnel perform an NPAC SMS for the subscription version that SPID ‘B’ Service Provider Personnel just disconnected.
	SP
	Verify that the subscription version exists with a status of ‘old’ with an empty failed-SP List.

	12.
	SP optional
	SPID ‘B’ Service Provider Personnel perform a local query using their SOA and/or LSMS systems for the subscription version that SPID ‘B’ Service Provider Personnel just disconnected.
	SP
	Verify that the subscription version exists with a status of ‘old’ and an empty failed-SP List.

	13.
	SP conditional
	SPID ‘B’ Service Provider Personnel perform an NPAC SMS for the subscription version that SPID ‘B’ Service Provider Personnel just disconnected.
	SP
	Verify that the subscription version exists with a status of ‘old’ and an empty failed-SP List.


	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 48-14
	Priority:
	Conditional

	
	Objective:

	SOA – ‘Associated’ Service Provider ‘B’ issues a Subscription Version Create for a ‘Pooled’ TN, where they are the New Service Provider and SPID ‘A’ is the Old Service Provider – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 48 – Multiple Service Provider Ids per SOA Association

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	N/A

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.1.2 Subscription Version create by the Initial SOA (New Service Provider)

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that the Number Pool Block exists and that the Sub-Block is ‘Active’ for the TN to be used in the Inter-Service Provider subscription version create.  

2. Verify that at least 3 Service Providers are configured on the NPAC SMS.

3. Verify that SPID ‘A’ exists as a ‘Primary’ SPID, and is configured with  SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’.  SPID ‘A’ has a filter set such that it will receive downloads for this NPA-NXX.

4. Verify that SPID ‘B’ is an ‘Associated’ SPID to SPID ‘A’.  

5. Verify SPID ‘B’ is configured with SOA Network Data Download Association and LSMS Network and Subscription Data Download Association Function set to ‘ON’.  SPID ‘B’ has a filters set such that it will receive downloads for this NPA-NXX.

6. Verify that SPID ‘C’ is an ‘Associated’ SPID to SPID ‘A’.  

7. Verify SPID ‘C’ is configured with SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’.  SPID ‘C’ has a filter set such that it will receive downloads for this NPA-NXX.

	
	Prerequisite SP Setup:
	

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using a SOA system, SPID ‘B’ Service Provider Personnel create a New Service Provider, Inter-Service Provider Subscription Version specifying a TN which is part of a Number Pool Block, with SPID ‘A’ as the Old Service Provider and submits the request to the NPAC SMS via their ‘Primary’ SPID (SPID ‘A’) association.
	SP
	SPID ‘B’ issues an M-ACTION Request subscriptionVersionNewSP-Create to the NPAC SMS care of SPID ‘A’s’ SOA association.

	2.
	NPAC
	The NPAC SMS receives the M-ACTION subscriptionVersionNewSP-Create from SPID ‘B’ (care of SPID ‘A’s’ SOA association).
	NPAC
	The NPAC SMS determines the request is valid and performs the following:

· Creates the subscriptionVersionNPAC object.

· Sets the subscription version status to ‘pending’.

· Sets the subscriptionVersionModifiedTimeStamp and subscriptionCreationTimeStamp to the current date and time.

· Issues an M-ACTION Response back to SPID ‘B’ (care of SPID ‘A’s’ SOA association) indicating success.

	3.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT objectCreation to the Old Service Provider SOA (in this case SPID ‘A’) containing the following subscription version attributes:

· subscriptionTN

· subscriptionOldSP

· subscriptionNewCurrentSP

· subscriptionNewSP-CreationTimeStamp

· subscriptionVersionStatus

· subscriptionNewSP-DueDate
	SP
	The Old Service Provider SOA (SPID ‘A’ in this case) receives the M-EVENT-REPORT and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	4.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT objectCreation to the New Service Provider, SPID ‘B’ (care of SPID ‘A’s’ SOA association) containing the following subscription version attributes:

· subscriptionTN

· subscriptionOldSP

· subscriptionNewCurrentSP

· subscriptionNewSP-CreationTimeStamp

· subscriptionVersionStatus

· subscriptionNewSP-DueDate
	SP
	The New Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

(SPID ‘A’ is responsible for managing this message on behalf of their ‘Associated’ SPID  - SPID ‘B’)

	5.
	NPAC
	NPAC Personnel query for the Subscription Version that SPID ‘B’ Service Provider Personnel just created.
	NPAC
	Verify that the subscription version exists with a status of ‘pending’.

	6.
	SP optional
	SPID ‘A’ Service Provider Personnel perform a local query using their SOA system for the Subscription Version that SPID ‘B’ Service Provider Personnel just created.
	SP
	Verify that the subscription version exists with a status of ‘pending’.

	7.
	SP conditional
	SPID ‘A’ Service Provider Personnel perform an NPAC SMS query for the Subscription Version that SPID ‘B’ Service Provider Personnel just created.
	SP
	Verify that the subscription version exists with a status of ‘pending’.

	8.
	SP optional
	SPID ‘B’ Service Provider Personnel perform a local query using their SOA system for the Subscription Version SPID ‘B’ Service Provider Personnel just created.
	SP
	Verify that the subscription version exists with a status of ‘pending’.

	9.
	SP conditional
	SPID ‘B’ Service Provider Personnel perform an NPAC SMS query for the Subscription Version that SPID ‘B’ Service Provider Personnel just created.
	SP
	Verify that the subscription version exists with a status of ‘pending’.

	10.
	SP conditional
	SPID ‘C’ Service Provider Personnel perform an NPAC SMS query for the Subscription Version that SPID ‘B’ Service Provider Personnel just created.
	SP
	No data is returned to SPID ‘C’ because it is neither the Old or the New Service Provider for the subscription version.


	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 48-15
	Priority:
	Conditional

	
	Objective:

	SOA – ‘Associated’ Service Provider ‘B’ issues a Subscription Version Activate for a ‘Pooled’ TN, where they are the New Service Provider and ‘Primary’ SPID ‘A’ is the Old Service Provider – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 48 – Multiple Service Provider Ids per SOA Association

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	N/A

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.1.5 Subscription Version Activated by New Service Provider SOA

B.5.1.6 Active Subscription Version Create on Local SMS

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	NANC 48-16 SOA – ‘Associated’ Service Provider ‘A’ issues a Subscription Version Create for a ‘Pooled’ TN, where they are the New Service Provider and SPID ‘B’ is the Old Service Provider – Success

	
	Prerequisite NPAC Setup:
	1. Verify that the Subscription Version to be activated exists on the NPAC SMS and that both the Old and New Service Providers have issued their creates or the Initial and Final Concurrence Windows have expired.

2. Verify that at least 3 Service Providers are configured on the NPAC SMS.

3. Verify that SPID ‘A’ exists as a ‘Primary’ SPID, and is configured with  SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’.  SPID ‘A’ has a filter set such that it will receive downloads for this NPA-NXX.

4. Verify that SPID ‘B’ is an ‘Associated’ SPID to SPID ‘A’.   

5. Verify SPID ‘B’ is configured with SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’.  SPID ‘B’ has a filter set such that it will receive downloads for this NPA-NXX.

6. Verify that SPID ‘C’ is an ‘Associated’ SPID to SPID ‘A’.  

7. Verify SPID ‘C’ is configured with a SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’.  SPID ‘C’ has a filter set such that it will receive downloads for the NPA-NXX you are going to specify in the subscription version  activate

	
	Prerequisite SP Setup:
	

	
	 

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using a SOA system, SPID ‘B’ Service Provider Personnel Activate a ‘pending’ Subscription Version for a TN that is part of a Number Pool Block, where they are the New Service Provider and ‘Primary’ SPID ‘A’ is the Old Service Provider, on or after the Subscription Version due date.
	SP
	SPID ‘B’ issues an M-ACTION Request subscriptionVersionActivate to the NPAC SMS care of SPID ‘A’s’ SOA association.

	2.
	NPAC
	The NPAC SMS receives the M-ACTION Request from SPID ‘B’ (care of SPID ‘A’s’ SOA association) and issues an M-SET Request to set the subscriptionVersionActivationTimeStamp and subscriptionModifiedTimeStamp to the current date and time.
	NPAC
	The NPAC SMS issues an M-SET Response to itself.

	3.
	NPAC
	The NPAC SMS issues an M-ACTION subscriptionVersionActivateResponse to the New Service Provider SOA (over the SPID ‘A’ association on behalf of SPID ‘B’ in this case).
	SP
	SPID ‘B’ receives the M-ACTION Response from the NPAC SMS.

	4.
	NPAC
	The NPAC SMS issues an M-SET Request to set the subscription version status to ‘sending’ and the  subscriptionBroadcastTimeStamp to the current date and time.
	NPAC
	The NPAC SMS issues an M-SET Response to itself.

	5.
	NPAC 
	The NPAC SMS issues an M-CREATE Request subscriptionVersion to all LSMSs in the region that are accepting downloads for this NPA-NXX (SPID’s A, B and C in this case).
	SP
	All LSMSs that are accepting downloads for this NPA-NXX receives the M-CREATE Request from the NPAC SMS and issue an M-CREATE Response back to the NPAC SMS (SPID’s A, B and C in this case).

	6.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old Service Provider SOA to set the subscription version status to ‘active’.
	SP
	SPID ‘A’ receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	7.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the New Service Provider SOA to set the subscription version status to ‘Active’ (over the NPAC SMS to SPID ‘A’ SOA association on behalf of SPID ‘B’ in this case).
	SP
	SPID ‘B’ receives the M-EVENT-REPORT from the NPAC SMS and issue an M-EVENT-REPORT Confirmation back to the NPAC SMS via the SPID ‘A’ SOA to NPAC SMS association.

	8.
	NPAC
	NPAC Personnel query for the Subscription Version that SPID ‘B’ Service Provider Personnel just activated in this test case.
	NPAC
	Verify that the subscription version exists with a status of ‘active’.

	9.
	SP optional
	SPID ‘A’ Service Provider Personnel perform a local query using your SOA and/or LSMS systems for the Subscription Version that SPID ‘B’ Service Provider Personnel just activated.
	SP
	Verify that the subscription version exists with a status of ‘active’.

	10.
	SP conditional
	SPID ‘A’ Service Provider Personnel perform an NPAC SMS query for the subscription version that SPID ‘B’ Service Provider Personnel just activated.
	SP
	Verify that the subscription version exists with a status of ‘active’.

	11.
	SP optional
	SPID ‘B’ Service Provider Personnel perform a local query using your SOA and/or LSMS systems for the Subscription Version that SPID ‘B’ Service Provider Personnel just activated.
	SP
	Verify that the subscription version exists with a status of ‘active’.

	12.
	SP conditional
	SPID ‘B’ Service Provider Personnel perform an NPAC SMS query for the subscription version that SPID ‘B’ Service Provider Personnel just activated.
	SP
	Verify that the subscription version exists with a status of ‘active’.

	13.
	SP conditional
	SPID ‘C’ Service Provider Personnel perform an NPAC SMS query  for the Subscription Version that SPID ‘B’ Service Provider Personnel just activated.
	SP
	No data is returned because SPID ‘C’ is neither the Old or the New Service Provider.


	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 48-16
	Priority:
	Conditional

	
	Objective:

	SOA – ‘Associated’ Service Provider ‘B’ issues an Immediate Disconnect for an Active SV where the TN is part of a Pool – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 48 – Multiple Service Provider Ids per SOA Association

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	N/A

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	C.8.1 Subscription Version Immediate Disconnect (with return to Block Holder)

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	NANC 48-17 SOA – ‘Associated’ Service Provider ‘A’ issues a Subscription Version Activate for a ‘Pooled’ TN, where they are the New Service Provider and ‘Associated’ SPID ‘B’ is the Old Service Provider – Success

	
	Prerequisite NPAC Setup:
	1. Verify that a Subscription Version for a TN that is part of a Number Pool Block exists in an ‘Active’ state on the NPAC SMS with SPID ‘B’ as the Current Service Provider so that you may issue an Immediate Disconnect Request.

2. Verify that at least 3 Service Providers are configured on the NPAC SMS.

3. Verify that SPID ‘A’ exists as a ‘Primary’ SPID, and is configured with  SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’.  SPID ‘A’ has a filter set such that it will receive downloads for this NPA-NXX.

4. Verify that SPID ‘B’ is an ‘Associated’ SPID to SPID ‘A’.  

5. Verify SPID ‘B’ is configured with SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’.  SPID ‘B’ has a filter set such that it will receive downloads for this NPA-NXX.

6. Verify that SPID ‘C’ is an ‘Associated’ SPID to SPID ‘A’.  

7. Verify SPID ‘C’ is configured with a SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’.    SPID ‘C’ has a filter set such that it will receive downloads for this NPA-NXX.  

	
	Prerequisite SP Setup:
	

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using a SOA system, SPID ‘B’ Service Provider Personnel Immediately Disconnect an ‘Active’ subscription version for a TN that is part of a Number Pool Block in which SPID ‘B’ is the Current Service Provider and ‘Primary’ SPID ‘A’ is the Old Service Provider and Block Holder Service Provider and submits the request to the NPAC SMS.
	NPAC
	SPID ‘B’ issues an M-ACTION Request subscriptionVersionDisconnect for SV1 to the NPAC SMS (care of their ‘Primary’ SPID ‘A’s’ SOA association).

	2.
	NPAC
	The NPAC SMS receives the M-ACTION Request from SPID ‘B’ (care of SPID ‘A’s’ SOA association).
	NPAC
	The NPAC SMS issues an M-SET Request on SV1 to itself and performs the following actions:  

· The subscriptionVersionStatus for SV1 goes to ‘sending’.  

· The subscriptionModifiedTimeStamp, subscriptionBroadcastTimeStamp, customerDisconnectDate and subscriptionDisconnectBroadcastStartTimeStamp are set to the current date and time.

· Creates SV2 with LNP type ‘POOL’, and Block default routing information, and sets the status to ‘sending’.

	3.
	NPAC
	The NPAC SMS receives the M-SET Request.
	NPAC
	The NPAC SMS issues an M-SET Response to itself.

	4.
	NPAC
	The NPAC SMS issues an M-ACTION Response to SPID ‘B’ via SPID ‘A’s’ SOA association.
	SP
	SPID ‘B’ receives the M-ACTION Response from the NPAC via SPID ‘A’s’ SOA association.

	5.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionDonorSP-CustomerDisconnectDate on SV1 to SPID ‘A’.  SPID ‘A’ is the Block Holder Service Provider.
	SP
	SPID ‘A’ receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS for SV1.

	6.
	NPAC
	1. The NPAC SMS issues an M-CREATE Request subscriptionVersion for SV2 to all LSMSs in the region that are accepting downloads for this NPA-NXX.  The subscription version created on the LSMSs contains the default block routing for the TN and has an LNP Type of ‘POOL’.  

2. The NPAC SMS schedules an LSMS Response Timer for each subscriptionVersion SV2.
	SP
	1. Each LSMS in the region that is accepting downloads for this NPA-NXX receives the M-CREATE Request for SV2 and issues an M-CREATE success response back to the NPAC SMS.

2. With the first successful response from an LSMS, the subscriptionActivateBroadcastSuccessTimeStamp and subscriptionModifiedTimeStamp are set to the current date and time.

	7.
	NPAC
	After each LSMS has successfully responded to the NPAC SMS M-CREATE Request for SV2, the NPAC SMS issues an M-SET Request subscriptionVersionStatus for SV2 to itself and performs the following actions:

· Sets the subscription version status to ‘active’.

· Sets the subscriptionModifiedTimeStamp and subscriptionActivateBroadcastCompleteTimeStamp to the current date and time.
	NPAC
	The NPAC SMS receives the M-SET Request and issues an M-SET Response to itself.  

	8.
	NPAC
	The NPAC SMS issues an M-SET Request subscriptionVersionStatus for SV1 to itself and performs the following actions:

· Sets the subscription version status to ‘old’.

· Sets the subscriptionModifiedTimeStamp and subscriptionDisconnectCompleteTimeStamp to the current date and time.
	NPAC
	The NPAC SMS receives the M-SET Request and issues an M-SET Response to itself.

	9.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to set the status to ‘old’ for SV1 to SPID ‘B’ via SPID ‘A’s’ SOA association.
	SP
	SPID ‘B’ receives the M-EVENT-REPORT for SV1 from the NPAC SMS via SPID ‘A’s’ SOA association and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	10.
	NPAC 
	NPAC Personnel query for SV1 that SPID ‘B’ Service Provider Personnel disconnected.
	NPAC
	Verify that SV1 exists with a status of ‘old’ and an empty failed-SP List.

	11.
	NPAC
	NPAC Personnel query for SV2 which the NPAC SMS created in this test case to reinstate the ‘Pooled’ subscription version.
	NPAC
	Verify that SV2 exists with a  status of ‘active’, an LNP type of ‘POOL’, and that SPID ‘A’ is the current Service Provider.

	12.
	SP optional
	SPID ‘A’ Service Provider Personnel perform a local query on their SOA and/or LSMS systems for SV1 that SPID ‘B’ Service Provider Personnel disconnected.
	SP
	Verify that SV1 exists with a status of ‘old’ and an empty failed-SP List.

	13.
	SP optional
	SPID ‘A’ Service Provider Personnel perform a local query on their SOA and/or LSMS systems for SV2 that the NPAC SMS created to reinstate the ‘Pooled’ subscription version.
	SP
	Verify that SV2 exists with a status of ‘active’, an LNP type of ‘POOL’ and SPID ‘A’ is the Current Service Provider.

	14.
	SP conditional
	SPID ‘A’ Service Provider Personnel perform an NPAC SMS query for SV1 that SPID ‘B’ Service Provider Personnel disconnected.
	SP
	Verify that SV1 exists with a status of ‘old’ and an empty failed-SP List.

	15.
	SP conditional
	SPID ‘A’ Service Provider Personnel perform an NPAC SMS query for SV2 that the NPAC SMS created to reinstate the ‘Pooled’ subscription version.
	SP
	Verify that SV2 exists with a status of ‘active’, an LNP type of ‘POOL’ and SPID ‘A’ is the Current Service Provider.

	16.
	SP optional
	SPID ‘B’ Service Provider Personnel perform a local query using their SOA and/or LSMS systems for SV1 that SPID ‘B’ Service Provider Personnel disconnected.
	SP
	Verify that SV1 exists with a status of ‘old’ and an empty failed-SP List.

	17.
	SP optional
	SPID ‘B’ Service Provider Personnel perform a local query using their SOA and/or LSMS systems for SV2 that the NPAC SMS created to reinstate the ‘Pooled’ subscription version.
	SP
	Verify that SV2 exists with a status of ‘active’, an LNP type of ‘POOL’ and SPID ‘A’ is the Current Service Provider.

	18.
	SP conditional
	SPID ‘B’ Service Provider Personnel perform an NPAC SMS query for SV1 that SPID ‘B’ Service Provider Personnel disconnected.
	SP
	Verify that SV1 exists with a status of ‘old’ and an empty failed-SP List.

	19.
	SP conditional
	SPID ‘B’ Service Provider Personnel perform an NPAC SMS query for SV2 that the NPAC SMS created to reinstate the ‘Pooled’ subscription version.
	SP
	Verify that SV2 exists with a status of ‘active’, an LNP type of ‘POOL’ and SPID ‘A’ is the Current Service Provider.

	20.
	SP conditional
	SPID ‘C’ Service Provider Personnel perform an NPAC SMS query for SV1 that SPID ‘B’ Service Provider Personnel disconnected.
	SP
	No data is returned because SPID ‘C’ is not the Current Service Provider.

	21.
	SP conditional
	SPID ‘C’ Service Provider Personnel perform an NPAC SMS query for SV2 that the NPAC SMS created to reinstate the ‘Pooled’ subscription version.
	SP
	No data is returned because SPID ‘C’ is neither the Old or the New Service Provider.

	22.
	SP optional
	SPID ‘A’ Service Provider Personnel query for the Donor Service Provider SOA Notification on their SOA system.
	SP
	Verify that SPID ‘A’ received the Donor Service Provider Notification for this subscription version.


	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 48-17
	Priority:
	Conditional

	
	Objective:

	SOA – ‘Associated’ Service Provider ‘B’ issues a Port-To-Original Subscription Version Create where they are the New Service Provider and SPID ‘C’ is the Old Service Provider and the TN is part of a ‘Pool’ – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 48 – Multiple Service Provider Ids per SOA Association

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	N/A

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.1.2 Subscription Version Create by the Initial SOA (New Service Provider)

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that there is an ‘Active’ Subscription Version for a TN that is part of a Number Pool Block , SPID ‘B’ is the Current Service Provider and SPID ‘C’ is the Block Holder Service Provider.  

2. Verify that at least 3 Service Providers are configured on the NPAC SMS.

3. Verify that SPID ‘A’ exists as a ‘Primary’ SPID, and is configured with SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’.  SPID ‘A’ has a filter set   such that it will receive downloads for this NPA-NXX.

4. Verify that SPID ‘B’ is an ‘Associated’ SPID to SPID ‘A’.  

5. Verify that SPID ‘B’ is configured with SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’.  SPID ‘B’ has a filter set such that it will receive downloads for this NPA-NXX.

6. Verify that SPID ‘C’ is an ‘Associated’ SPID to SPID ‘A’.  

7. Verify that SPID ‘C’ is configured with a SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’.  SPID ‘C’ has a filter set such that it will receive downloads for this NPA-NXX.

	
	Prerequisite SP Setup:
	

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using a SOA system, SPID ‘B’ Service Provider Personnel create an Inter-Service Provider, Port-To-Original Subscription Version for a TN that is part of a Number Pool Block, where they are the New Service Provider and ‘Associated’ SPID ‘C’ is the Old Service Provider (Block Holder Service Provider) and submit the request to the NPAC SMS.

 
	SP
	SPID ‘B’ issues an M-ACTION Request subscriptionVersionNewSP-Create with the Port-to-Original flag set to ‘yes’, to the NPAC SMS care of SPID ‘A’s’ SOA association.

	2.
	NPAC
	The NPAC SMS receives the M-ACTION subscriptionVersionNewSP-Create from SPID ‘B’ care of SPID ‘A’s’ SOA association.
	NPAC
	The NPAC SMS determines the request is valid and performs the following:

· Creates the subscriptionVersionNPAC object.

· Sets the Port-to-Original flag to ‘yes’.

· Sets the subscription version status to ‘pending’.

· Sets the subscriptionVersionModifiedTimeStamp and subscriptionCreationTimeStamp to the current date and time.

· Issues an M-ACTION Response back to SPID ‘A’ indicating success.

	3.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT objectCreation to the Old Service Provider SOA (in this case SPID ‘C’ – care of SPID ‘A’s’ SOA association) containing the following subscription version attributes:

· subscriptionTN

· subscriptionOldSP

· subscriptionNewCurrentSP

· subscriptionNewSP-CreationTimeStamp

· subscriptionVersionStatus

· subscriptionNewSP-DueDate
	SP
	The Old Service Provider SPID ‘C’ receives the M-EVENT-REPORT (care of SPID ‘A’s’ SOA association) and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	4.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT objectCreation to the New Service Provider (SPID ‘B’) (care of SPID ‘A’s’ SOA system) and includes the following subscription version attributes:

· subscriptionTN

· subscriptionOldSP

· subscriptionNewCurrentSP

· subscriptionNewSP-CreationTimeStamp

· subscriptionVersionStatus

· subscriptionNewSP-DueDate
	SP
	The New Service Provider (SPID ‘B’) receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS (via ‘Primary’ SPID ‘A’s’ SOA association).

	5.
	NPAC
	NPAC Personnel query for the Subscription Version that SPID ‘B’ Service Provider Personnel just created.
	NPAC
	Verify that the subscription version exists with a status of ‘pending’.

	6.
	SP conditional
	SPID ‘A’ Service Provider Personnel perform an NPAC SMS query for the Subscription Version that SPID ‘B’ Service Provider Personnel just created.
	SP
	No data is returned because they are neither the Old nor the New Service Provider.

	7.
	SP optional
	SPID ‘B’ Service Provider Personnel perform a local query using your SOA system for the Subscription Version that SPID ‘B’ Service Provider Personnel just created.
	SP
	Verify that the subscription version exists with a status of  ‘pending’.

	8.
	SP conditional
	SPID ‘B’ Service Provider Personnel perform an NPAC SMS query for the Subscription Version that SPID ‘B’ Service Provider Personnel just created.
	SP
	Verify that the subscription version exists with a status of ‘pending’.

	9.
	SP optional
	SPID ‘C’ Service Provider Personnel perform a local query using your SOA system for the Subscription Version that SPID ‘B’ Service Provider Personnel just created.
	SP
	Verify that the subscription version exists with a status of ‘pending’.

	10.
	SP conditional
	SPID ‘C’ Service Provider Personnel perform an NPAC SMS query for the Subscription Version that SPID ‘C’ Service Provider Personnel just created.
	SP
	Verify that the subscription version exists with a status of ‘pending’.


9.3.6 NANC 68 Related Test Cases:

	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 68 - 1
	Priority:
	Required

	
	Objective:

	NPAC OP GUI – NPAC Personnel submit a Mass Update request specifying a TN range (no Subscription Versions with status of, partial failure, sending and disconnect-pending exist within a Service Provider ID and for the TN range specified) – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	N/A
	Change Order Number(s):
	NANC 68 – Mass Update Requirements Modification

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	R3-7.1, R3-7.2, R3-7.5, R3-7.6, R3-7.7

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.8.3 Mass Update

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that some Subscription Versions exist with a status of active, pending, cancel, cancel-pending, and conflict within the TN range and for the Service Provider you are going to specify in the Mass Update.  

2. Verify no Subscription Versions exist with a status of partial failure, sending, and disconnect-pending .

	
	Prerequisite SP Setup:
	

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	NPAC
	Using the NPAC OP GUI, NPAC Personnel submit a request for a Mass Update by specifying a TN Range for a Service Provider ID as the selection criteria.  The following attributes will be mass updated:

· LRN

· ISVM DPC

· ISVM SSN

· CNAM DPC

· CNAM SSN

· LIDB DPC

· LIDB SSN

· WSMSC DPC

· WSMSC SSN
	NPAC
	The NPAC SMS searches the Subscription Version   database for the Subscription Versions that match the selection criteria.  For all objects that match the criteria, the following occurs:

· The NPAC SMS creates a Subscription Version  with a new Subscription Version  ID and a status of ‘old’ for each of the active Subscription Versions that are being modified as a result of the Mass Update request.

· The NPAC SMS logs an exception for each Subscription Version  within the TN range specified for the Mass Update that has a status of either old, partial failure, sending, cancel  or disconnect-pending .

· If WSMSC data is supported by the LSMS it will be used in the Mass Updated.

	2.
	NPAC
	The NPAC SMS issues M-SET subscriptionVersion Request(s) to each LSMS in the region that is accepting downloads for this NPA-NXX to modify the specified attributes for the Mass Update Request.
	SP
	Each LSMS in the region that is accepting downloads for this NPA-NXX receives the M-SET Request(s) from the NPAC SMS, updates the specified attributes for the Subscription Versions and issues M-SET Response(s) back to the NPAC SMS.  Only those LSMSs that support WSMSC data will receive that information in the M-SET request.

	3.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Current Service Provider SOA to set the subscriptionVersionStatus to ‘active’ for each mass updated Subscription Version in the range of TNs.
	SP
	The Current Service Provider SOA receives the M-EVENT-REPORTs from the NPAC SMS and issues M-EVENT-REPORT Confirmations back to the NPAC SMS indicating it received the NPAC Request successfully.

	4.
	NPAC
	Using the NPAC OP GUI, request a Mass Update Exception Report by specifying a time range that corresponds to the creation timestamp for the ‘exception’ log entries created as a result of the Mass Update requested.
	NPAC
	The NPAC SMS generates a Mass Update exception report to the specified destination, ordered by timestamp, including the following information for the Subscription Versions that were not updated during Mass Update processing:

· Subscription Version ID

· TN

· Current Service Provider

· Event ID of the Mass Update Request

· Timestamp of the Mass Update exception

· Subscription Version status at the time of exception

The report for this test case will not contain exceptions.

	5.
	NPAC
	NPAC Personnel perform a query for the Subscription Versions in the range that did not have exceptions to verify that Subscription Version fields selected to be mass updated were modified.
	NPAC
	The Subscription Versions were modified correctly.

	6.
	SP – conditional
	SP Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Versions in the range that did not have exceptions to verify that the Subscription Version  fields selected to be mass updated were modified.
	SP
	The Subscription Versions were modified correctly.

	7.
	SP - optional
	SP Personnel, using their LSMS, perform a local query for the Subscription Versions to verify that the Subscription Version  fields selected to be mass updated were modified.
	SP
	The Subscription Versions were modified correctly.


	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 68 - 3
	Priority:
	Required

	
	Objective:

	NPAC OP GUI – NPAC Personnel submit a Mass Update request specifying an LRN and Service Provider ID (some Subscription Versions  with status of active, pending, cancel, cancel-pending, and conflict exist for the LRN specified) – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	N/A
	Change Order Number(s):
	NANC 68 – Mass Update Requirements Modification

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	R3-7.1, R3-7.2, R3-7.5, R3-7.6, R3-7.7

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.8.3 Mass Update

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that some Subscription Versions exist with a status of active, pending, cancel, cancel-pending, and conflict for the LRN and Service Provider you are going to specify for a Mass Update.  

2. Verify that no Subscription Versions exist with a status of partial failure, sending, and disconnect-pending .

3. Verify that the TN’s to be updated are in a contiguous range smaller than the internal tunable value so that only one M-SET is sent to the LSMS(s).

	
	Prerequisite SP Setup:
	

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	NPAC
	Using the NPAC OP GUI, NPAC Personnel submit a request for a Mass Update by specifying a LRN and Service Provider ID as the selection criteria.  The following attributes will be mass updated:

· LRN

· LIDB DPC

· LIDB SSN
	NPAC
	The NPAC SMS searches the Subscription Version  database for the Subscription Versions that match the selection criteria.  For all objects that match the criteria, the following occurs:

· The NPAC SMS creates a Subscription Version  with a new Subscription Version  ID and a status of ‘old’ for each of the active Subscription Versions that are being modified as a result of the Mass Update request.

· The NPAC SMS logs an exception for each Subscription Version  with the LRN and Service Provider ID specified for the Mass Update that has a status of either old, partial failure, sending, cancel  or disconnect-pending .

	2.
	NPAC
	The NPAC SMS issues M-SET subscriptionVersion Request to each LSMS in the region that is accepting downloads for this NPA-NXX to modify the specified attributes for the Mass Update Request.
	SP
	Each LSMS in the region that is accepting downloads for this NPA-NXX receives the M-SET Request from the NPAC SMS, updates the specified attributes for the Subscription Versions and issues M-SET Response back to the NPAC SMS.  

The Service Provider validates that only one M-SET request was sent.

	3.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Current Service Provider SOA to set the subscriptionVersionStatus to ‘active’ for each mass updated Subscription Version  in the range.
	SP
	The Current Service Provider SOA receives the M-EVENT-REPORTs from the NPAC SMS and issues M-EVENT-REPORT Confirmations back to the NPAC SMS indicating it received the NPAC Request successfully.

	4.
	NPAC
	Using the NPAC OP GUI, request a Mass Update Exception Report by specifying a time range that corresponds to the creation timestamp for the ‘exception’ log entries created as a result of the Mass Update requested.
	NPAC
	The NPAC SMS generates a Mass Update exception report to the specified destination, ordered by timestamp, including the following information for the Subscription Versions that were not updated during Mass Update processing:

· Subscription Version ID

· TN

· Current Service Provider

· Event ID of the Mass Update Request

· Timestamp of the Mass Update exception

· Subscription Version status at the time of exception

The report for this test case will not contain exceptions.

	5.
	NPAC
	NPAC Personnel perform a query for the Subscription Versions in the range that did not have exceptions to verify that Subscription Version fields selected to be mass updated were modified.
	NPAC
	The Subscription Versions were modified correctly.

	6.
	SP – conditional
	SP Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Versions in the range that did not have exceptions to verify that the Subscription Version fields selected to be mass updated were modified.
	SP
	The Subscription Versions were modified correctly.

	7.
	SP - optional
	SP Personnel, using their LSMS, perform a local query for the Subscription Versions in the range that did not have exceptions to verify that the Subscription Version  fields selected to be mass updated were modified.
	SP
	The Subscription Versions were modified correctly.


9.3.7 NANC 139 Related Test Cases:

	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 139-1
	Priority:
	Required

	
	Objective:


	NPAC OP GUI – NPAC Personnel create a New Service Provider on the NPAC SMS.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function and the LSMS Network Association  Function are set to ‘ON’ and a NPA-NXX filter for the new NPA-NXX is established for this Service Provider. – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 139 – Network Data Download to SOA

	
	NANC FRS Version Number:
	R2.0.0
	Relevant Requirement(s):
	RR4-4.1

	
	NANC IIS Version Number:
	R2.0.1
	Relevant Flow(s):
	B.3.1 Service Provider Creation by the NPAC

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	None

	
	Prerequisite NPAC Setup:
	Verify that the Service Provider to whom you are going to broadcast the New Service Provider create message has valid SOA and LSMS (optional) associations and that the SOA Network Data Download Association Function and LSMS Network Association Functions are ‘ON’.

	
	Prerequisite SP Setup:
	Associate your SOA and LSMS with the data download association functions ‘ON’.

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	NPAC
	Using the NPAC OP GUI, NPAC Personnel take action to create a new Service Provider.
	NPAC
	The NPAC SMS issues an M-CREATE request for the serviceProv object, successfully creates it, and issues an M-CREATE response indicating success to itself.

	2.
	NPAC
	The NPAC SMS issues an M-CREATE request to itself to create the serviceProvNetwork object.
	NPAC
	The NPAC SMS successfully creates the serviceProvNetwork object and issues an M-CREATE response indicating success to itself.

	3.
	NPAC
	The NPAC SMS sends an M-CREATE request for the serviceProvNetwork object to the LSMS.
	SP
	The LSMS receives the M-CREATE and responds to the NPAC SMS.

	4.
	NPAC
	The NPAC SMS sends an M-CREATE request for the serviceProvNetwork object to the SOA.
	SP
	The SOA receives the M-CREATE and responds to the NPAC SMS.

	5.
	NPAC
	NPAC Personnel query for the Service Provider created in this test case.
	NPAC
	NPAC Personnel verify they can view the new Service Provider.

	6.
	SP -Conditional 
	Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the Service Provider created in this test case.
	SP
	Service Provider Personnel verify they can view the new Service Provider.

	7.
	SP -  Optional
	The Service Provider Personnel perform a local query on their SOA and LSMS to confirm they received the download.
	SP
	The Service Provider received the download and can view the new Service Provider name in their SOA and LSMS.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	NANC 139-4
	Priority:
	Conditional

	
	Objective:


	SOA – Service Provider Personnel create an NPA-NXX on the NPAC SMS.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Functions are set to ‘ON’, and an NPA-NXX filter for the new NPA-NXX is established for this Service Provider. – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 139 – Network Data Download to SOA

	
	NANC FRS Version Number:
	R2.0.0
	Relevant Requirement(s):
	R3-9, R3-10, RR3-1, RR3-2

	
	NANC IIS Version Number:
	R2.0.1
	Relevant Flow(s):
	B.4.1.4 NPA-NXX Creation by the SOA

	
	
	

	C.
	TIME ESTIMATE
	

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	
	

	D.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	None

	
	Prerequisite NPAC Setup:
	1. Verify that the Service Provider to whom you are going to broadcast the new NPA-NXX create message has valid SOA and LSMS (optional) associations.  The Service Provider should be associated with its SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Functions set to ‘ON’.

2. Verify that the NPA-NXX that the Service Provider is going to add does not already exist on the NPAC.

3. Verify that the NPA-NXX filter for the Service Provider already exists on the NPAC for the NPA-NXX to be added.

	
	Prerequisite SP Setup:
	Associate your SOA and LSMS with the data download association functions set appropriately.  You should have both SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Functions set to ‘ON’.

	
	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using the SOA, Service Provider Personnel take action to create an NPA-NXX that is available for porting in their own Service Provider network and submit the request to the NPAC SMS.
	SP
	The SOA will send an M-CREATE request to the NPAC SMS for the serviceProvNPA-NXX object.

	2.
	NPAC
	The NPAC SMS receives the M-CREATE request from the SOA.
	NPAC
	The NPAC SMS creates the serviceProvNPA-NXX object for the given Service Provider and sends an M-CREATE response back to the SOA.

	3
	NPAC
	NPAC SMS verifies the NPA-NXX filter and does not send any messages to the LSMS or SOA.
	NPAC
	NPAC Personnel verify no M-CREATE messages are sent to the SOA or LSMS.

	4.
	NPAC
	NPAC Personnel query for the NPA-NXX created in this test case.
	NPAC
	NPAC Personnel verify they can view the new NPA-NXX.

	5.
	SP – Conditional
	Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the NPA-NXX created in this test case.
	SP
	Service Provider Personnel verify they can view the new NPA-NXX.

	6.
	SP - Optional
	Service Provider Personnel perform local queries on their SOA and LSMS and verifies they did NOT receive the download.
	SP
	The Service Provider did NOT receive the download and cannot view the NPA-NXX in either their SOA or LSMS.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	NANC 139-5
	Priority:
	Conditional

	
	Objective:


	LSMS – Service Provider Personnel create an NPA-NXX on the NPAC SMS.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Functions are set to ‘ON’. – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 139 – Network Data Download to SOA

	
	NANC FRS Version Number:
	R2.0.0
	Relevant Requirement(s):
	R3-9, R3-10, RR3-1, RR3-2

	
	NANC IIS Version Number:
	R2.0.1
	Relevant Flow(s):
	B.4.1.3 NPA-NXX Creation by the LSMS

	
	
	

	C.
	TIME ESTIMATE
	

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	
	

	D.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	None

	
	Prerequisite NPAC Setup:
	1. Verify that the Service Provider to whom you are going to broadcast the new NPA-NXX create message has valid SOA and LSMS (optional) associations.  The Service Provider should be associated with its SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Functions set to ‘ON’.

2. Verify that the NPA-NXX that the Service Provider is going to add does not already exist on the NPAC.

	
	Prerequisite SP Setup:
	Associate your SOA and LSMS with the data download association functions set appropriately.  You should have both SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Functions set to ‘ON’.

	
	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using the LSMS, Service Provider Personnel take action to create an NPA-NXX that is available for porting in their own Service Provider network and submit the request to the NPAC SMS.
	SP
	The LSMS will send an M-CREATE request to the NPAC SMS for the serviceProvNPA-NXX object.

	2.
	NPAC
	The NPAC SMS receives the M-CREATE request from the LSMS.
	NPAC
	The NPAC SMS creates the serviceProvNPA-NXX object for the given Service Provider and sends an M-CREATE response back to the LSMS.

	3.
	NPAC
	The NPAC SMS sends an M-CREATE for the serviceProvNPA-NXX object to the LSMS.  
	SP
	The LSMSs receives the M-CREATE and sends an M-CREATE response back to the NPAC SMS.  

	4.
	NPAC
	The NPAC SMS sends an M-CREATE for the serviceProvNPA-NXX object to the SOA.  
	SP
	The SOA receives the M-CREATE and sends an M-CREATE response back to the NPAC SMS.  

	5.
	NPAC
	NPAC Personnel query for the NPA-NXX created in this test case.
	NPAC
	NPAC Personnel verify they can view the new NPA-NXX.

	6.
	SP – Conditional
	Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the NPA-NXX created in this test case.
	SP
	Service Provider Personnel verify they can view the new NPA-NXX.

	7.
	SP - Optional
	Service Provider Personnel perform local queries on their SOA and LSMS and verifies they received the download.
	SP
	The Service Provider received the download and can view the NPA-NXX in both their SOA and LSMS.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	NANC 139-7
	Priority:
	Conditional

	
	Objective:


	SOA – Service Provider Personnel delete an NPA-NXX on the NPAC SMS.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function and the  LSMS Network and Subscription Data Download Association Functions are set to ‘ON’. – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 139 – Network Data Download to SOA

	
	NANC FRS Version Number:
	R2.0.0
	Relevant Requirement(s):
	R3-9, R3-10, RR3-1, RR3-2

	
	NANC IIS Version Number:
	R2.0.1
	Relevant Flow(s):
	B.4.1.6 NPA-NXX Deletion by the SOA

	
	
	

	C.
	TIME ESTIMATE
	

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	
	

	D.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	None 

	
	Prerequisite NPAC Setup:
	1. Verify that the Service Provider to whom you are going to broadcast the NPA-NXX delete message has valid SOA and LSMS (optional) associations.  The Service Provider should be associated with its SOA Network Data Download Association Function LSMS Network and Subscription Data Download Association Functions are set to ‘ON’.

2. Verify that the NPA-NXX that the Service Provider is going to delete exists on the NPAC.

3. Verify no subscriptions exist for the NPA-NXX that have a status other than ‘old’ or ‘canceled’

	
	Prerequisite SP Setup:
	1. Associate your SOA and LSMS with the data download association functions set appropriately.  You should have both SOA Network Data Download Association Function and the LSMS Network and Subscription Data Download Association Functions set to ‘ON’.

2. The NPA-NXX to be deleted already exists in your database.

	
	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using the SOA, Service Provider Personnel take action to delete an NPA-NXX and submit the request to the NPAC SMS.
	SP
	The SOA will send an M-DELETE request to the NPAC SMS for the serviceProvNPA-NXX object.

	2.
	NPAC
	The NPAC SMS receives the M-DELETE request from the SOA.
	NPAC
	The NPAC SMS deletes the serviceProvNPA-NXX object from the NPAC SMS, and sends an M-DELETE response back to the SOA initiating the request..

	3.
	NPAC
	The NPAC SMS sends an M-DELETE for the serviceProvNPA-NXX object to the LSMS.  
	SP
	The LSMS receives the M-CREATE and sends an M-DELETE response back to the NPAC SMS..

	4.
	NPAC
	The NPAC SMS sends an M-DELETE for the serviceProvNPA-NXX object to the SOA.  
	SP
	The SOA receives the M-DELETE and sends an M-DELETE response back to the NPAC SMS..

	5.
	NPAC
	NPAC Personnel query for the NPA-NXX deleted in this test case.
	NPAC
	NPAC Personnel verify they can no longer view the deleted NPA-NXX.

	6.
	SP – Conditional
	Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the NPA-NXX deleted in this test case.
	SP
	Service Provider Personnel verify they can no longer view the deleted NPA-NXX.

	7.
	SP - Optional
	Service Provider Personnel perform local queries on their SOA and LSMS and verify they received the download.
	SP
	The Service Provider received the download and can no longer view the NPA-NXX in their SOA and LSMS.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	NANC 139-8
	Priority:
	Conditional

	
	Objective:


	SOA – Service Provider Personnel delete an NPA-NXX on the NPAC SMS, that belongs to another Service Provider.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function LSMS Network and Subscription Data Download Association Functions are set to ‘ON’. – Error

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 139 – Network Data Download to SOA

	
	NANC FRS Version Number:
	R2.0.0
	Relevant Requirement(s):
	R3-9, R3-10, RR3-1, RR3-2

	
	NANC IIS Version Number:
	R2.0.1
	Relevant Flow(s):
	B.4.1.6 NPA-NXX Deletion by the SOA

	
	
	

	C.
	TIME ESTIMATE
	

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	
	

	D.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	None 

	
	Prerequisite NPAC Setup:
	1. Verify that the Service Provider to whom you are going to broadcast the NPA-NXX delete message has valid SOA and LSMS (optional) associations.  The Service Provider should be associated with its SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Functions set to ‘ON’.

2. Verify that the NPA-NXX that the Service Provider is going to delete exists on the NPAC.

3. Verify no subscriptions exist for the NPA-NXX that have a status other than ‘old’ or ‘canceled’.

4. Verify that the NPA-NXX belongs to another Service Provider other than the Service Provider performing the test case.

	
	Prerequisite SP Setup:
	1. Associate your SOA and LSMS with the data download association functions set appropriately.  You should have both the SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Functions set to ‘ON’.

2. The NPA-NXX to be deleted already exists in your database, but belongs to another Service Provider.

	
	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using the SOA, Service Provider Personnel take action to delete an NPA-NXX that belongs to another Service Provider, and submit the request to the NPAC SMS.
	SP
	The SOA will send an M-DELETE request to the NPAC SMS for the serviceProvNPA-NXX object.

	2.
	NPAC
	The NPAC SMS receives the M-DELETE request from the SOA.
	NPAC
	1. The NPAC SMS determines the requesting Service Provider is NOT the same as the one that owns the NPA-NXX.  (this violates system requirements)

2. An M-DELETE Error Response is returned to the SOA initiating the request.  (access denied)

	3.
	NPAC
	NPAC Personnel query for the NPA-NXX deleted in this test case.
	NPAC
	NPAC Personnel verify they can view the ‘deleted’ NPA-NXX (since it didn’t pass the delete edits).

	4.
	SP – Conditional
	Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the NPA-NXX deleted in this test case.
	SP
	Service Provider Personnel verify they can view the ‘deleted’ NPA-NXX (since it didn’t pass the delete edits).

	5.
	SP - Optional
	Service Provider Personnel perform local queries on their SOA and LSMS and verify they did NOT receive the download.
	SP
	The Service Provider did NOT receive the download and can still view the NPA-NXX in their SOA and LSMS.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	NANC 139-9
	Priority:
	Conditional 

	
	Objective:


	LSMS – Service Provider Personnel delete an NPA-NXX on the NPAC SMS.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function are set to ‘ON’. – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 139 – Network Data Download to SOA

	
	NANC FRS Version Number:
	R2.0.0
	Relevant Requirement(s):
	R3-9, R3-10, RR3-1, RR3-2

	
	NANC IIS Version Number:
	R2.0.1
	Relevant Flow(s):
	B.4.1.5 NPA-NXX Deletion by the LSMS

	
	
	

	C.
	TIME ESTIMATE
	

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	
	

	D.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	None 

	
	Prerequisite NPAC Setup:
	1. Verify that the Service Provider to whom you are going to broadcast the NPA-NXX delete message has valid SOA and LSMS (optional) associations.  The Service Provider should be associated with its SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’.

2. Verify that the NPA-NXX that the Service Provider is going to delete exists on the NPAC.

3. Verify no subscriptions exist for the NPA-NXX that have a status other than ‘old’ or ‘canceled’.

	
	Prerequisite SP Setup:
	1. Associate your SOA and LSMS with the data download association functions set appropriately.  You should have both SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’.

2. The NPA-NXX to be deleted already exists in your database.

	
	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using the LSMS, Service Provider Personnel take action to delete an NPA-NXX and submit the request to the NPAC SMS.
	SP
	The LSMS will send an M-DELETE request to the NPAC SMS for the serviceProvNPA-NXX object.

	2.
	NPAC
	The NPAC SMS receives the M-DELETE request from the LSMS.
	NPAC
	The NPAC SMS deletes the serviceProvNPA-NXX object from the NPAC SMS, and sends an M-DELETE response back to the LSMS initiating the request.

	3.
	NPAC
	The NPAC SMS sends an M-DELETE for the serviceProvNPA-NXX object to the LSMS.  
	SP
	The LSMS receives the M-DELETE and sends an M-DELETE response back to the NPAC SMS.  

	4.
	NPAC
	The NPAC SMS sends an M-DELETE for the serviceProvNPA-NXX object to the SOA.
	SP
	The SOA receives the M-CREATE and sends an M-CREATE response back to the NPAC SMS.  

	5.
	NPAC
	NPAC Personnel query for the NPA-NXX deleted in this test case.
	NPAC
	NPAC Personnel verify they can no longer view the deleted NPA-NXX.

	6.
	SP – Conditional
	Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the NPA-NXX deleted in this test case.
	SP
	Service Provider Personnel verify they can no longer view the deleted NPA-NXX.

	7.
	SP - Optional
	Service Provider Personnel perform local queries on their SOA and LSMS and verify they received the download.
	SP
	The Service Provider received the download and can no longer view the NPA-NXX in their SOA and LSMS.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	NANC 139-11
	Priority:
	Conditional

	
	Objective:


	SOA – Service Provider Personnel create an LRN on the NPAC SMS.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function is set to ‘ON’ and LSMS Network and Subscription Data Download Association Function is set to ‘OFF’. – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 139 – Network Data Download to SOA

	
	NANC FRS Version Number:
	R2.0.0
	Relevant Requirement(s):
	R3-9, R3-11, RR3-1, RR3-2

	
	NANC IIS Version Number:
	R2.0.1
	Relevant Flow(s):
	B.4.2.2 LRN Creation by the SOA

	
	
	

	C.
	TIME ESTIMATE
	

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	
	

	D.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	None

	
	Prerequisite NPAC Setup:
	1. Verify that the Service Provider to whom you are going to broadcast the new LRN create message has valid SOA and LSMS (optional) associations.  The Service Provider should be associated with its SOA Network Data Download Association Function set to ‘ON’ and its LSMS Network and Subscription Data Download Association Function set to ‘OFF’.

2. Verify that the NPA-NXX filter for the Service Provider already exists on the NPAC and is the same as the NPA-NXX of the LRN.

3. Verify that the LRN that the Service Provider is going to add does not already exist on the NPAC.

	
	Prerequisite SP Setup:
	1. Associate your SOA and LSMS with the data download association functions set appropriately.  You should have your SOA Network Data Download Association Function set to ‘ON’ and your LSMS Network and Subscription Data Download Association Function set to ‘OFF’.

2. The LRN to be added does not already exist in your database.

	
	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using the SOA, Service Provider Personnel take action to create an LRN for their own network data and submit the request to the NPAC SMS.
	SP
	The SOA will send an M-CREATE request to the NPAC SMS for the serviceProvLRN object.



	2.
	NPAC
	The NPAC SMS receives the M-CREATE request from the SOA.
	NPAC
	The NPAC SMS creates the serviceProvLRN object for the given service provider and sends an M-CREATE response back to the SOA.

	3.
	NPAC
	NPAC SMS checks the association function values and determines no message should be sent to the LSMS.
	NPAC
	NPAC Personnel verify no M-CREATE message is sent to the LSMS.

	4.
	NPAC
	The NPAC SMS sends an M-CREATE for the serviceProvLRN object to all SOA.  
	SP
	The SOA receives the M-CREATE and sends an M-CREATE response back to the NPAC SMS.  

	5.
	NPAC
	NPAC Personnel query for the LRN created in this test case.
	NPAC
	NPAC Personnel verify they can view the created LRN.

	6.
	SP – Conditional
	Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the LRN created in this test case.
	SP
	Service Provider Personnel verify they can view the created LRN.

	7.
	SP - Optional
	Service Provider Personnel perform local queries on their SOA and LSMS and verifies they received the download in their SOA only.
	SP
	The Service Provider received the download in their SOA and can view the LRN.  They have not received the download in their LSMS and thus cannot view the LRN.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	NANC 139-12
	Priority:
	Conditional

	
	Objective:


	LSMS – Service Provider Personnel create an LRN on the NPAC SMS.  The SOA and LSMS are connected to the NPAC SMS.  The SOA Network Data Download Association Function is set to ‘OFF’ and LSMS Network and Subscription Data Download Association Function is set to ‘ON’. – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 139 – Network Data Download to SOA

	
	NANC FRS Version Number:
	R2.0.0
	Relevant Requirement(s):
	R3-9, R3-11, RR3-1, RR3-2

	
	NANC IIS Version Number:
	R2.0.1
	Relevant Flow(s):
	B.4.2.6 LRN Creation by the LSMS

	
	
	

	C.
	TIME ESTIMATE
	

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	
	

	D.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	None

	
	Prerequisite NPAC Setup:
	1. Verify that the Service Provider to whom you are going to broadcast the new LRN create message has valid SOA and LSMS (optional) associations.  The Service Provider should be associated with its SOA Network Data Download Association Function set to ‘OFF’ and its LSMS Network and Subscription Data Download Association Function set to ‘ON’.

2. Verify that the NPA-NXX filter for the Service Provider already exists on the NPAC and is the same as the NPA-NXX of the LRN

3. Verify that the LRN that the Service Provider is going to add does not already exist on the NPAC.

	
	Prerequisite SP Setup:
	1. Associate your SOA and LSMS with the data download association functions set appropriately.  You should have your SOA Network Data Download Association Function set to ‘OFF’ and your LSMS Network and Subscription Data Download Association Function set to ‘ON’.

2. The LRN to be added does not already exist in your database.

	
	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using the LSMS, Service Provider Personnel take action to create an LRN for their own network data and submit the request to the NPAC SMS.
	SP
	The LSMS will send an M-CREATE request to the NPAC SMS for the serviceProvLRN object.

	2.
	NPAC
	The NPAC SMS receives the M-CREATE request from the LSMS.
	NPAC
	The NPAC SMS creates the serviceProvLRN object for the given service provider and sends an M-CREATE response back to the LSMS.

	3.
	NPAC
	The NPAC SMS sends an M-CREATE for the serviceProvLRN object to the LSMS.  
	SP
	The LSMS receives the M-CREATE and sends an M-CREATE response back to the NPAC SMS.  

	4.
	NPAC
	NPAC SMS checks the association function values and determines no message should be sent to the SOA.  
	NPAC
	NPAC Personnel verify no M-CREATE message is sent to the SOA.

	5.
	NPAC
	NPAC Personnel query for the LRN created in this test case.
	NPAC
	NPAC Personnel verify they can view the created LRN.

	6.
	SP – Conditional
	Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the LRN created in this test case.
	SP
	Service Provider Personnel verify they can view the created LRN.

	7.
	SP - Optional
	Service Provider Personnel perform local queries on their SOA and LSMS and verifies they received the download in their LSMS only.
	SP
	The Service Provider received the download in their LSMS and can view the LRN.  They have not received the download in their SOA and thus cannot view the LRN.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	NANC 139-14
	Priority:
	Conditional

	
	Objective:


	SOA – Service Provider Personnel delete an LRN on the NPAC SMS.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function is set to ‘ON’ and the LSMS Network and Subscription Data Download Association Function is set to ‘OFF’. – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 139 – Network Data Download to SOA

	
	NANC FRS Version Number:
	R2.0.0
	Relevant Requirement(s):
	R3-9, R3-11, RR3-1, RR3-2

	
	NANC IIS Version Number:
	R2.0.1
	Relevant Flow(s):
	B.4.2.3 LRN Deletion by the SOA

	
	
	

	C.
	TIME ESTIMATE
	

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	
	

	D.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	None 

	
	Prerequisite NPAC Setup:
	1. Verify that the Service Provider to whom you are going to broadcast the LRN delete message has valid SOA and LSMS (optional) associations.  The Service Provider should be associated with its SOA Network Data Download Association Function set to ‘ON’ and its LSMS Network and Subscription Data Download Association Function set to ‘OFF’.

2. Verify that the LRN that the Service Provider is going to delete exists on the NPAC and is owned by the Service Provider doing the delete.

	
	Prerequisite SP Setup:
	1. Associate your SOA and LSMS with the data download association functions set appropriately.  You should have your SOA Network Data Download Association Function set to ‘ON’ and your LSMS Network and Subscription Data Download Association Function set to ‘OFF’.

2. The LRN to be deleted already exists in your database and is owned by the Service Provider doing the delete..

	
	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using the SOA, Service Provider Personnel take action to delete the LRN that was previously created and submit the request to the NPAC SMS.
	SP
	The SOA will send an M-DELETE request to the NPAC SMS for the serviceProvLRN object.

	2.
	NPAC
	The NPAC SMS receives the M-DELETE request from the SOA.
	NPAC
	The NPAC SMS deletes the serviceProvLRN object from the NPAC SMS and sends an M-DELETE response back to the SOA initiating the request.

	3.
	NPAC
	NPAC SMS checks the association function values and determines no message should be sent to the LSMS.
	NPAC
	NPAC Personnel verify no M-DELETE message is sent to the LSMS.

	4.
	NPAC
	The NPAC SMS sends an M-DELETE for the serviceProvLRN object to the SOA.  
	SP
	The SOA receives the M-DELETE and sends an M-DELETE response back to the NPAC SMS.  

	5.
	NPAC
	NPAC Personnel query for the LRN deleted in this test case.
	NPAC
	NPAC Personnel verify they can no longer view the deleted LRN.

	6.
	SP – Conditional
	Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the LRN deleted in this test case.
	SP
	Service Provider Personnel verify they can no longer view the deleted LRN.

	7.
	SP - Optional
	Service Provider Personnel perform local queries on their SOA and LSMS and verifies they received the download on their SOA but not on their LSMS.
	SP
	The Service Provider received the download in their SOA and can no longer view the LRN.  They have not received the download in their LSMS and thus can still view the LRN.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	NANC 139-15
	Priority:
	Conditional

	
	Objective:


	SOA – Service Provider Personnel delete an LRN on the NPAC SMS, that belongs to another Service Provider.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function is set to ‘OFF’ and the LSMS Network and Subscription Data Download Association Function is set to ‘ON’. – Error

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 139 – Network Data Download to SOA

	
	NANC FRS Version Number:
	R2.0.0
	Relevant Requirement(s):
	R3-9, R3-11, RR3-1, RR3-2

	
	NANC IIS Version Number:
	R2.0.0
	Relevant Flow(s):
	B.4.2.3 LRN Deletion by the SOA

	
	
	

	C.
	TIME ESTIMATE
	

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	
	

	D.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	None 

	
	Prerequisite NPAC Setup:
	1. Verify that the Service Provider to whom you are going to broadcast the LRN delete message has valid SOA and LSMS (optional) associations.  The Service Provider should be associated with its SOA Network Data Download Association Function set to ‘OFF’ and its LSMS Network and Subscription Data Download Association Function set to ‘ON’.

2. Verify that the LRN that the Service Provider is going to delete exists on the NPAC.

3. Verify that the LRN belongs to another Service Provider.

	
	Prerequisite SP Setup:
	1. Associate your SOA and LSMS with the data download association functions set appropriately.  You should have your SOA Network Data Download Association Function set to ‘OFF’ and your LSMS Network and Subscription Data Download Association Function set to ‘ON’.

2. The LRN to be deleted already exists in your database and belongs to another Service Provider.

	
	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using the SOA, Service Provider Personnel take action to delete an LRN that belongs to another Service Provider, and submit the request to the NPAC SMS.
	SP
	The SOA will send an M-DELETE request to the NPAC SMS for the serviceProvLRN object.

	2.
	NPAC
	The NPAC SMS receives the M-DELETE request from the SOA.
	NPAC
	1. The NPAC SMS determines the requesting Service Provider is NOT the same as the one that owns the network data.  (this violates system requirements)

2. An M-DELETE Error Response is returned to the SOA initiating the request.  (access denied)

	3.
	NPAC
	NPAC Personnel query for the LRN deleted in this test case.
	NPAC
	NPAC Personnel verify they can view the ‘deleted’ LRN (since it did not pass the delete edits).

	4.
	SP – Conditional
	Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the LRN deleted in this test case.
	SP
	Service Provider Personnel verify they can view the ‘deleted’ LRN (since it did not pass the delete edits).

	5.
	S – 

Optional
	Service Provider Personnel perform local queries on their SOA and LSMS and verify they did NOT receive the download.
	SP
	The Service Provider did NOT receive the download and can still view the NPA-NXX in their SOA and LSMS.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	NANC 139-16
	Priority:
	Conditional

	
	Objective:


	LSMS – Service Provider Personnel delete an LRN on the NPAC SMS.  The SOA and LSMS are connected to the NPAC SMS.  The SOA Network Data Download Association Function is set to ‘OFF’ and the LSMS Network and Subscription Data Download Association Function is set to ‘ON’. – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 139 – Network Data Download to SOA

	
	NANC FRS Version Number:
	R2.0.0
	Relevant Requirement(s):
	R3-9, R3-11, RR3-1, RR3-2

	
	NANC IIS Version Number:
	R2.0.1
	Relevant Flow(s):
	B.4.2.7 LRN Deletion by the LSMS

	
	
	

	C.
	TIME ESTIMATE
	

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	
	

	D.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	None 

	
	Prerequisite NPAC Setup:
	1. Verify that the Service Provider to whom you are going to broadcast the LRN delete message has valid SOA and LSMS (optional) associations.  The Service Provider should be associated with its SOA Network Data Download Association Function set to ‘OFF’ and its LSMS Network and Subscription Data Download Association Function set to ‘ON’.

2. Verify that the LRN that the Service Provider is going to delete exists on the NPAC and belongs to the Service Provider performing the delete.

	
	Prerequisite SP Setup:
	1. Associate your SOA and LSMS with the data download association functions set appropriately.  You should have your SOA Network Data Download Association Function set to ‘OFF’ and your LSMS Network and Subscription Data Download Association Function set to ‘ON’.

2. The LRN to be deleted already exists in your database and belongs to the Service Provider performing the delete.

	
	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using the LSMS, Service Provider Personnel take action to delete the LRN that was previously created and submit the request to the NPAC SMS.
	SP
	The LSMS will send an M-DELETE request to the NPAC SMS for the serviceProvLRN object.

	2.
	NPAC
	The NPAC SMS receives the M-DELETE request from the LSMS.
	NPAC
	The NPAC SMS deletes the serviceProvLRN object from the NPAC SMS and sends an M-DELETE response back to the LSMS initiating the request.

	3.
	NPAC
	The NPAC SMS sends an M-DELETE for the serviceProvLRN object to the LSMS.
	SP
	The LSMS receives the M-DELETE and sends an M-DELETE response back to the NPAC SMS.  

	4.
	NPAC
	NPAC SMS checks the association function values and determines no message should be sent to the SOA.
	NPAC
	NPAC Personnel verify no M-DELETE message is sent to the SOA.

	5.
	NPAC
	NPAC Personnel query for the LRN deleted in this test case.
	NPAC
	NPAC Personnel verify they can no longer view the deleted LRN.

	6.
	SP – Conditional
	Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the LRN deleted in this test case.
	SP
	Service Provider Personnel verify they can no longer view the deleted LRN.

	7.
	SP - Optional
	Service Provider Personnel perform local queries on their SOA and LSMS and verifies they received the download on their LSMS but not on their SOA.
	SP
	The Service Provider received the download in their LSMS and can no longer view the LRN.  They have not received the download in their SOA and thus can still view the LRN.


9.3.8 NANC 162 Related Test Cases:

	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 162 – 1
	Priority: 
	Conditional

	
	Objective:

	SOA – Old Service Provider Personnel modify the TN of a Subscription Version – Error

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	N/A
	Change Order Number(s):
	NANC 162 – TN Attribute as GET-Replace

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	R5-30.1, R5-30.2

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.2.4 Subscription Version Modify Prior to Activate Using M-SET

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	

	
	Prerequisite SP Setup:
	Verify that a pending subscription version exists for the TN that will be attempted to be modified.  The Service Provider attempting to modify the TN must be the old Service Provider.

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1. Service Provider Personnel, using their SOA system, attempt to modify the TN of a pending Subscription Version for which they are the old Service Provider.

2. The Service Provider SOA will issue an M-SET Request subscriptionVersionNPAC object for the TN.
	NPAC
	1. The NPAC SMS receives the M-SET Request from the Service Provider SOA and determines that the attribute specified for modification is the TN in the subscription version.  (This violates system requirements).

2. The NPAC SMS rejects the request to modify the subscription version and issues an M-SET Error Response back to the Originating Old Service Provider SOA.

	2.
	NPAC
	NPAC Personnel perform a query for the Subscription Versions to verify that subscription version TN was not modified.
	NPAC
	The Subscription Version was not modified.

	3.
	SP – conditional
	SP Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Versions to verify that the subscription version TN was not modified.
	SP
	The Subscription Version was not modified.

	4.
	SP - optional
	SP Personnel, using their SOA, perform a local query for the Subscription Versions to verify that the subscription version TN was not modified.
	SP
	The Subscription Version was not modified.


9.3.9 NANC 201 and 202 Related Test Cases:

The Timer Type is set upon Subscription Version Creation based on the following algorithm:

If both the SV_Port_In_Timer_Type for the New Service Provider and the SV_Port_Out_Timer_Type for the Old Service Provider on the Subscription Version are set to short, the Subscription Version Timer Type is set to short.  Otherwise, it is set to long.

The Business Type is set upon Subscription Version Creation based on the following algorithm:

If the Business_Type tunables for both the New Service Provider and the Old Service Provider match, the Subscription Version business hours field is set to the matching value.  Otherwise, it is set to Short.

	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 201-1
	Priority:
	Conditional

	
	Objective:

	SOA – New Service Provider Personnel create an Inter-Service Provider Subscription Version for a single TN when  the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘SHORT’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘SHORT’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 201 – Unique Set of Timers

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	R5-19.3, R5-21.1, R5-23.1, R5-19.5, R5-15.1, R5-20.5, R5-21.6, R5-21.7,  R5-18.1, R5-18.3, R518-4, R5-18.5, R5-18.6,  R5-18.7, R5-22



	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.1.2 Subscription Version Create by the Initial SOA (New Service Provider)

B.5.1.6.2 SubscriptionVersion Create: No Create Action from the Old Service Provider SOA After Concurrence Window

B.5.1.6.3 SubscriptionVersion Create: No Create Action from the Old Service Provider SOA After Final Concurrence Window

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that the New and Old Service Provider’s ‘SOA Supports Timer Type’ and ‘SOA Supports Business Hours’ are set to ‘TRUE’ in their Customer Profile.

2. Verify that for the New Service Provider in this TC, their ‘Port-In Timer Type’ is set to ‘SHORT’ in their Customer Profile.

3. Verify that for the Old Service Provider in this TC, their ‘Port-Out Timer Type’ is set to ‘SHORT’ in their Customer Profile.

4. Verify that for the New and Old Service Providers in this TC their ‘SP Business Type’ are set to ‘SHORT’ in their Customer Profile.  

5. Verify the Initial Concurrence Timer and the Final Concurrence Timer are set to their lowest possible value, in order to expedite test verification (1 business hour for each tunable).  

	
	Prerequisite SP Setup:
	Verify that the respective NPA-NXX exists for which you are going to create an Inter-Service Provider Subscription Version.

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1. Using their SOA system, New Service Provider Personnel take action to create an Inter-Service Provider Subscription Version for a single TN.

2. The SOA issues an M-ACTION subscriptionVersionNewSP-Create to the NPAC SMS lnpSubscriptions object.  The following attributes must be specified:

· subscriptionTN 

· subscriptionNewCurrentSP

· subscriptionOldSP

· subscriptionNewSP-DueDate (seconds set to zero)

· subscriptionLNPType

· subscriptionPortingToOriginal-SP Switch

· subscriptionLRN

· subscriptionCLASS-DPC

· subscriptionCLASS-SSN

· subscriptionLIDB-DPC

· subscriptionLIDB-SSN

· subscriptionCNAM-DPC

· subscriptionCNAM-SSN
subscriptionISVM-DPC

· subscriptionISVM-SSN

· subscriptionWSMSC-DPC – (if supported by the Service Provider SOA)

· subscriptionWSMSC-SSN (if supported by the Service Provider SOA)

· subscriptionEndUserLocationValue

· subscriptionEndUserLocationType

· subscriptionBillingID
	NPAC
	The NPAC SMS receives the M-ACTION Request from the Service Provider SOA, verifies that the request is valid, and that all required attributes are included and pass field level validations.  



	2.
	NPAC
	1. After the NPAC SMS determines the request is valid it issues an M-CREATE subscriptionVersionNPAC to itself to create the respective Subscription Version object.  

2. The status is set to ‘pending’ and the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp are set to the current date and time.  

3. The NPAC SMS proceeds to set the Initial and Final Concurrence Timers for this Subscription Version based on the New Service Provider Port-In Timer Type and SP Business Type and the Old Service Provider Port-Out Timer Type and SP Business Type settings in their respective Customer Profiles.
	NPAC
	1. The NPAC SMS receives the M-CREATE request and issues an M-CREATE Response back to itself indicating the NPAC successfully created the ‘pending’ Subscription Version as requested by the SOA.

2. The NPAC SMS issues an M-ACTION Response back to the New Service Provider SOA indicating it successfully processed the Subscription Version Create Request.

	3.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT objectCreation to the Old Service Provider SOA containing the following attributes for subscriptionVersionNPAC creation:

· subscriptionTN

· subscriptionOldSP

· subscriptionNewCurrentSP

· subscriptionNewSP-CreationTimeStamp

· subscriptionVersionStatus

· subscriptionNewSP-DueDate 

· subscriptionTimerType – if supported by the Service Provider’s SOA

· subscriptionBusinessType - if supported by the Service Provider’s SOA
	SP
	The Old Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC indicating it successfully received the NPAC notification.

	4.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT objectCreation to the New Service Provider SOA containing the following attributes for subscriptionVersionNPAC creation:

· subscriptionTN

· subscriptionOldSP

· subscriptionNewCurrentSP

· subscriptionNewSP-CreationTimeStamp

· subscriptionVersionStatus

· subscriptionNewSP-DueDate

· subscriptionTimerType – if supported by the Service Provider’s SOA

· subscriptionBusinessType - if supported by the Service Provider’s SOA
	SP
	The New Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC indicating it successfully received the NPAC notification.

	5.
	NPAC
	1. Wait for the Initial Concurrence Timer to expire.

2. NPAC SMS sends the old service provider SOA an M-EVENT-REPORT indicating the Initial Concurrence Timer has expired and requesting Confirmation.
	SP
	The old service provider SOA returns an M-EVENT-REPORT confirmation to the NPAC SMS.

	6.
	NPAC
	1. Wait for the Final Concurrence Timer to expire.

2. The NPAC SMS issues an M-EVENT-REPORT to the Old Service Provider SOA indicating the Final Concurrence Timer has expired.  
	SP
	The old service provider SOA returns an M-EVENT-REPORT confirmation to the NPAC SMS.

	7.
	NPAC
	NPAC Personnel query for the Subscription Version created in this test case.
	NPAC
	1. The Subscription Version was created with the status of ‘pending’.

2. The Initial and Final Concurrence timer notifications were sent at the appropriate time based on the ‘Timer Type’ and ‘Business Hours’.

	8.
	SP - Conditional
	Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Version created in this test case.
	SP
	The Subscription Version was created with the status of ‘pending’.

	9.
	SP - Optional
	Service Provider Personnel, using either the SOA or LSMS, perform a local query for the Subscription Version created in this test case.
	SP
	1. The Subscription Version was created with the status of ‘pending’.

2. The Initial and Final Concurrence timer notifications were received at the appropriate time based on the ‘Timer Type’ and ‘Business Hours’.


	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 201-2
	Priority:
	Conditional

	
	Objective:

	SOA – New Service Provider Personnel create Inter-Service Provider Subscription Versions for a range of TNs when  the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘SHORT’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘SHORT’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 201 – Unique Set of Timers

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	R5-19.3, R5-21.1, R5-23.1, R5-19.5, R5-15.1, R5-20.5, R5-21.6, R5-21.7, R5-18.1, R5-18.3, R518-4, R5-18.5, R5-18.6, R5-18.7, R5-22



	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.1.2 Subscription Version Create by the Initial SOA (New Service Provider)

B.5.1.6.2 SubscriptionVersion Create: No Create Action from the Old Service Provider SOA After Concurrence Window

B.5.1.6.3 SubscriptionVersion Create: No Create Action from the Old Service Provider SOA After Final Concurrence Window

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that the New and Old Service Provider’s ‘SOA Supports Timer Type’ and ‘SOA Supports Business Hours’ are set to ‘TRUE’ in their Customer Profile.

2. Verify that for the New Service Provider in this TC, their ‘Port-In Timer Type’ is set to ‘SHORT’ in their Customer Profile.

3. Verify that for the Old Service Provider in this TC, their ‘Port-Out Timer Type’ is set to ‘SHORT’ in their Customer Profile.

4. Verify that for the New and Old Service Providers in this TC their ‘SP Business Type’ are set to ‘SHORT’ in their Customer Profile.  

5. Verify the Initial Concurrence Timer and the Final Concurrence Timer are set to their lowest possible value, in order to expedite test verification (1 business hour for each tunable).  

	
	Prerequisite SP Setup:
	Verify that the respective NPA-NXX exists for which you are going to create an Inter-Service Provider Subscription Version.

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1. Using their SOA system, Service Provider Personnel take action to create Inter-Service Provider Subscription Versions for a range of TNs.

2. The SOA issues an M-ACTION subscriptionVersionNewSP-Creates for a range of TNs to the NPAC SMS lnpSubscriptions object.  The following attributes must be specified:

· subscriptionTN Range

· subscriptionNewCurrentSP

· subscriptionOldSP

· subscriptionNewSP-DueDate (seconds set to zero)

· subscriptionLNPType

· subscriptionPortingToOriginal-SP Switch

· subscriptionLRN

· subscriptionCLASS-DPC

· subscriptionCLASS-SSN

· subscriptionLIDB-DPC

· subscriptionLIDB-SSN

· subscriptionCNAM-DPC

· subscriptionCNAM-SSN
subscriptionISVM-DPC

· subscriptionISVM-SSN

· subscriptionWSMSC-DPC – (if supported by the Service Provider SOA)

· subscriptionWSMSC-SSN (if supported by the Service Provider SOA)

· subscriptionEndUserLocationValue

· subscriptionEndUserLocationType

· subscriptionBillingID
	NPAC
	The NPAC SMS receives the M-ACTION Requests from the Service Provider SOA, verifies that the requests are valid, and that all required attributes are included and pass field level validations.  



	2.
	NPAC
	1. After the NPAC SMS determines the requests are valid it issues an M-CREATE subscriptionVersionNPAC object to itself for each TN in the range.  

2. The status is set to ‘pending’ and the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamps are set to the current date and time.  

3. The NPAC SMS proceeds to set the Initial and Final Concurrence Timers for this SVs based on the New Service Provider Port-In Timer Type and SP Business Type and the Old Service Provider Port-Out Timer Type and SP Business Type settings in their respective Customer Profiles.
	NPAC
	1. The NPAC SMS receives the M-CREATE requests and issues M-CREATE Responses back to itself indicating the NPAC successfully created the ‘pending’ SVs as requested by the SOA.

2. The NPAC SMS issues M-ACTION Responses back to the New Service Provider SOA indicating it successfully processed the Subscription Version Create Requests.

	3.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT objectCreations for each TN in the range to the Old Service Provider SOA containing the following attributes for subscriptionVersionNPAC creations:

· SubscriptionTN

· SubscriptionOldSP

· SubscriptionNewCurrentSP

· SubscriptionNewSP-CreationTimeStamp

· SubscriptionVersionStatus

· SubscriptionNewSP-DueDate 

· SubscriptionTimerType – if supported by the Service Provider’s SOA

· SubscriptionBusinessType - if supported by the Service Provider’s SOA
	NPAC and SP
	The Old Service Provider SOA receives the M-EVENT-REPORTs from the NPAC SMS and issues M-EVENT-REPORT Confirmations back to the NPAC indicating it successfully received the NPAC notifications.

	4.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT objectCreation for each TN in the range to the New Service Provider SOA containing the following attributes for subscriptionVersionNPAC creation:

· subscriptionTN

· subscriptionOldSP

· subscriptionNewCurrentSP

· subscriptionNewSP-CreationTimeStamp

· subscriptionVersionStatus

· subscriptionNewSP-DueDate
	SP
	The New Service Provider SOA receives the M-EVENT-REPORTs from the NPAC SMS and issues M-EVENT-REPORT Confirmations back to the NPAC indicating it successfully received the NPAC notification.

	5.
	NPAC
	1. Wait for the Initial Concurrence Timer to expire.

2. NPAC SMS sends the old service provider SOA an M-EVENT-REPORT indicating the Initial Concurrence Timer has expired and requesting Confirmation.
	SP
	The old service provider SOA returns an M-EVENT-REPORT confirmation to the NPAC SMS.

	6.
	NPAC
	1. Wait for the Final Concurrence Timer to expire.

2. The NPAC SMS issues an M-EVENT-REPORT for each TN in the range to the Old Service Provider SOA indicating the Final Concurrence Timer has expired.  
	SP
	The old service provider SOA returns M-EVENT-REPORT confirmations to the NPAC SMS.

	7.
	NPAC
	NPAC Personnel query for the Subscription Versions created in this test case.
	NPAC
	1. The Subscription Version was created with the status of ‘pending’.

2. The Initial and Final Concurrence timer notifications were sent at the appropriate time based on the ‘Timer Type’ and ‘Business Hours’.

	8.
	SP - Conditional
	Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Versions created in this test case.
	SP
	The Subscription Version was created with the status of ‘pending’.

	9.
	SP - Optional
	Service Provider Personnel, using either the SOA or LSMS, perform a local query for the Subscription Versions created in this test case.
	SP
	1. The Subscription Version was created with the status of ‘pending’.

2. The Initial and Final Concurrence timer notifications were received at the appropriate time based on the ‘Timer Type’ and ‘Business Hours’.


	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 201-5
	Priority:
	Conditional

	
	Objective:

	SOA – New Service Provider Personnel create an Inter-Service Provider Subscription Version for a single TN when  the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘SHORT’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘LONG’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 201 – Unique Set of Timers

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	R5-19.4, R5-21.1, R5-23.1, R5-19.6, R5-15.1, R5-20.5, R5-21.6, R5-21.7,  R5-18.1, R5-18.3, R518-4, R5-18.5, R5-18.6,  R5-18.7, R5-22



	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.1.2 Subscription Version Create by the Initial SOA (New Service Provider)

B.5.1.6.2 SubscriptionVersion Create: No Create Action from the Old Service Provider SOA After Concurrence Window

B.5.1.6.3 SubscriptionVersion Create: No Create Action from the Old Service Provider SOA After Final Concurrence Window

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that the New and Old Service Provider’s ‘SOA Supports Timer Type’ and ‘SOA Supports Business Hours’ are set to ‘TRUE’ in their Customer Profile.

2. Verify that for the New Service Provider in this TC, their “Port-In Timer Type’ and ‘SP Business Type’ configurables are set to ‘SHORT’ in their Customer Profile.

3. Verify that for the Old Service Provider in this TC, their ‘Port-Out Timer Type’ and ‘SP Business Type’ configurables are set to ‘LONG’ in their Customer Profile.

4. Verify the Initial Concurrence Timer and the Final Concurrence Timer  are set to their lowest possible value, in order to expedite test verification (1 business hour for the short business type and 2 business hours for the long business type).  

	
	Prerequisite SP Setup:
	Verify that the respective NPA-NXX exists for which you are going to create an Inter-Service Provider Subscription Version.

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1. Using their SOA system, Service Provider Personnel take action to create an Inter-Service Provider Subscription Version for a single TN.

2. The SOA issues an M-ACTION subscriptionVersionNewSP-Create to the NPAC SMS lnpSubscriptions object.  The following attributes must be specified:

· subscriptionTN 

· subscriptionNewCurrentSP

· subscriptionOldSP

· subscriptionNewSP-DueDate (seconds set to zero)

· subscriptionLNPType

· subscriptionPortingToOriginal-SP Switch

· subscriptionLRN

· subscriptionCLASS-DPC

· subscriptionCLASS-SSN

· subscriptionLIDB-DPC

· subscriptionLIDB-SSN

· subscriptionCNAM-DPC

· subscriptionCNAM-SSN

· subscriptionISVM-DPC

· subscriptionISVM-SSN

· subscriptionWSMSC-DPC – (if supported by the Service Provider SOA)

· subscriptionWSMSC-SSN (if supported by the Service Provider SOA)

· subscriptionEndUserLocationValue

· subscriptionEndUserLocationType

· subscriptionBillingID
	NPAC
	The NPAC SMS receives the M-ACTION Request from the Service Provider SOA, verifies that the request is valid, and that all required attributes are included and pass field level validations.  



	2.
	NPAC
	1. After the NPAC SMS determines the request is valid it issues an M-CREATE subscriptionVersionNPAC to itself to create the respective Subscription Version object.  

2. The status is set to ‘pending’ and the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp are set to the current date and time.  

3. The NPAC SMS proceeds to set the Initial and Final Concurrence Timers based on the Timer Types and Business Types set in the Customer Profiles.
	NPAC
	1. The NPAC SMS receives the M-CREATE request and issues an M-CREATE Response back to itself indicating the NPAC successfully created the ‘pending’ Subscription Version as requested by the SOA.

2. The NPAC SMS issues an M-ACTION Response back to the New Service Provider SOA indicating it successfully processed the Subscription Version Create Request.

	3.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT objectCreation to the Old Service Provider SOA containing the following attributes for subscriptionVersionNPAC creation:

· subscriptionTN

· subscriptionOldSP

· subscriptionNewCurrentSP

· subscriptionNewSP-CreationTimeStamp

· subscriptionVersionStatus

· subscriptionNewSP-DueDate 

· subscriptionTimerType - - if supported by the Service Provider’s SOA

· subscriptionBusinessType - if supported by the Service Provider’s SOA
	SP
	The Old Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC indicating it successfully received the NPAC notification.

	4.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT objectCreation to the New Service Provider SOA containing the following attributes for subscriptionVersionNPAC creation:

· subscriptionTN

· subscriptionOldSP

· subscriptionNewCurrentSP

· subscriptionNewSP-CreationTimeStamp

· subscriptionVersionStatus

· subscriptionNewSP-DueDate

· subscriptionTimerType - - if supported by the Service Provider’s SOA

· subscriptionBusinessType - if supported by the Service Provider’s SOA
	SP
	The New Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC indicating it successfully received the NPAC notification.

	5.
	NPAC
	1. Wait for the Initial Concurrence Timer to expire.

2. NPAC SMS sends the old service provider SOA an M-EVENT-REPORT indicating the Initial Concurrence Timer has expired and requesting Confirmation.
	SP
	The old service provider SOA returns an M-EVENT-REPORT confirmation to the NPAC SMS.

	6.
	NPAC
	1. Wait for the Final Concurrence Timer to expire.

2. The NPAC SMS issues an M-EVENT-REPORT to the Old Service Provider SOA indicating the Final Concurrence Timer has expired.  
	SP
	The old service provider SOA returns an M-EVENT-REPORT confirmation to the NPAC SMS.

	7.
	NPAC
	NPAC Personnel query for the Subscription Version created in this test case.
	NPAC
	1. The Subscription Version was created with the status of ‘pending’.

2. The Initial and Final Concurrence timer notifications were sent at the appropriate time based on the ‘Timer Type’ and ‘Business Hours’.

	8.
	SP - Conditional
	Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Version created in this test case.
	SP
	The Subscription Version was created with the status of ‘pending’.

	9.
	SP - Optional
	Service Provider Personnel, using either the SOA or LSMS, perform a local query for the Subscription Version created in this test case.
	
	1. The Subscription Version was created with the status of ‘pending’.

2. The Initial and Final Concurrence timer notifications were received at the appropriate time based on the ‘Timer Type’ and ‘Business Hours’.


	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 201-6
	Priority:
	Conditional

	
	Objective:

	SOA – New Service Provider Personnel create Inter-Service Provider Subscription Versions for a range of TNs when  the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘SHORT’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘LONG’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 201 – Unique Set of Timers

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	R5-19.4, R5-21.1, R5-23.1, R5-19.6, R5-15.1, R5-20.5, R5-21.6, R5-21.7, R5-18.1, R5-18.3, R518-4, R5-18.5, R5-18.6, R5-18.7, R5-22



	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.1.2 Subscription Version Create by the Initial SOA (New Service Provider)

B.5.1.6.2 SubscriptionVersion Create: No Create Action from the Old Service Provider SOA After Concurrence Window

B.5.1.6.3 SubscriptionVersion Create: No Create Action from the Old Service Provider SOA After Final Concurrence Window

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that the New and Old Service Provider’s ‘SOA Supports Timer Type’ and ‘SOA Supports Business Hours’ are set to ‘TRUE’ in their Customer Profile.

2. Verify that for the New Service Provider in this TC, their “Port-In Timer Type’ and ‘SP Business Type’ configurables are set to ‘SHORT’ in their Customer Profile.

3. Verify that for the Old Service Provider in this TC, their ‘Port-Out Timer Type’ and ‘SP Business Type’ configurables are set to ‘LONG’ in their Customer Profile.

4. Verify the Initial Concurrence Timer and the Final Concurrence Timer are set to their lowest possible value, in order to expedite test verification (1 business hour for each tunable).  

	
	Prerequisite SP Setup:
	Verify that the respective NPA-NXX exists for which you are going to create an Inter-Service Provider Subscription Version.

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1. Using their SOA system, Service Provider Personnel take action to create Inter-Service Provider Subscription Versions for a range of TNs.

2. The SOA issues an M-ACTION subscriptionVersionNewSP-Creates for a range of TNs to the NPAC SMS lnpSubscriptions object.  The following attributes must be specified:

· subscriptionTN Range

· subscriptionNewCurrentSP

· subscriptionOldSP

· subscriptionNewSP-DueDate (seconds set to zero)

· subscriptionLNPType

· subscriptionPortingToOriginal-SP Switch

· subscriptionLRN

· subscriptionCLASS-DPC

· subscriptionCLASS-SSN

· subscriptionLIDB-DPC

· subscriptionLIDB-SSN

· subscriptionCNAM-DPC

· subscriptionCNAM-SSN

· subscriptionISVM-DPC

· subscriptionISVM-SSN

· subscriptionWSMSC-DPC – (if supported by the Service Provider SOA)

· subscriptionWSMSC-SSN (if supported by the Service Provider SOA)

· subscriptionEndUserLocationValue

· subscriptionEndUserLocationType

· subscriptionBillingID
	NPAC
	The NPAC SMS receives the M-ACTION Requests from the Service Provider SOA, verifies that the requests are valid, and that all required attributes are included and pass field level validations.  



	2.
	NPAC
	1. After the NPAC SMS determines the requests are valid it issues an M-CREATE subscriptionVersionNPAC object to itself for each TN in the range.  

2. The statuses are set to ‘pending’ and the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp are set to the current date and time.  

3. The NPAC SMS proceeds to set the Initial and Final Concurrence Timers based on the Timer Types and Business Types set in the Customer Profiles.
	NPAC
	1. The NPAC SMS receives the M-CREATE requests and issues M-CREATE Responses back to itself indicating the NPAC successfully created the ‘pending’ SVs as requested by the SOA.

2. The NPAC SMS issues M-ACTION Responses back to the New Service Provider SOA indicating it successfully processed the Subscription Version Create Requests.

	3.
	NPAC
	The NPAC SMS issues M-EVENT-REPORT objectCreations for each TN in the range to the Old Service Provider SOA containing the following attributes for subscriptionVersionNPAC creation:

· subscriptionTN

· subscriptionOldSP

· subscriptionNewCurrentSP

· subscriptionNewSP-CreationTimeStamp

· subscriptionVersionStatus

· subscriptionNewSP-DueDate 

· subscriptionTimerType - - if supported by the Service Provider’s SOA

· subscriptionBusinessType - if supported by the Service Provider’s SOA
	SP
	The Old Service Provider SOA receives the M-EVENT-REPORTs from the NPAC SMS and issues M-EVENT-REPORT Confirmations back to the NPAC indicating it successfully received the NPAC notifications.

	4.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT objectCreation for each TN in the range to the New Service Provider SOA containing the following attributes for subscriptionVersionNPAC creation:

· subscriptionTN

· subscriptionOldSP

· subscriptionNewCurrentSP

· subscriptionNewSP-CreationTimeStamp

· subscriptionVersionStatus

· subscriptionNewSP-DueDate

· subscriptionTimerType - - if supported by the Service Provider’s SOA

· subscriptionBusinessType - if supported by the Service Provider’s SOA
	SP
	The New Service Provider SOA receives the M-EVENT-REPORTs from the NPAC SMS and issues M-EVENT-REPORT Confirmations back to the NPAC indicating it successfully received the NPAC notification.

	5.
	NPAC
	1. Wait for the Initial Concurrence Timer to expire.

2. NPAC SMS sends the old service provider SOA an M-EVENT-REPORT for each TN in the range indicating the Initial Concurrence Timer has expired and requesting Confirmation.
	SP
	The old service provider SOA returns M-EVENT-REPORT confirmations to the NPAC SMS.

	6.
	NPAC
	1. Wait for the Final Concurrence Timer to expire.

2. The NPAC SMS issues an M-EVENT-REPORT for each TN in the range to the Old Service Provider SOA indicating the Final Concurrence Timer has expired.  
	SP
	The old service provider SOA returns M-EVENT-REPORT confirmations to the NPAC SMS.

	7.
	NPAC
	NPAC Personnel query for the Subscription Versions created in this test case.
	NPAC
	1. The Subscription Versions were created with the status of ‘pending’.

2. The Initial and Final Concurrence timer notifications were sent at the appropriate time based on the ‘Timer Type’ and ‘Business Hours’.

	8.
	SP - Conditional
	Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Versions created in this test case.
	SP
	The Subscription Versions were created with the status of ‘pending’.

	9.
	SP - Optional
	Service Provider Personnel, using either the SOA or LSMS, perform a local query for the Subscription Versions created in this test case.
	
	1. The Subscription Versions were created with the status of ‘pending’.

2. The Initial and Final Concurrence timer notifications were received at the appropriate time based on the ‘Timer Type’ and ‘Business Hours’.


	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 201-9
	Priority:
	Conditional

	
	Objective:

	SOA – New Service Provider Personnel create an Inter-Service Provider Subscription Version for a single TN when  the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘LONG’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘LONG’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 201 – Unique Set of Timers

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	R5-19.4, R5-21.1, R5-23.1, R5-19.6, R5-15.1, R5-20.5, R5-21.6, R5-21.7,  R5-18.1, R5-18.3, R518-4, R5-18.5, R5-18.6,  R5-18.7, R5-22



	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.1.2 Subscription Version Create by the Initial SOA (New Service Provider)

B.5.1.6.2 SubscriptionVersion Create: No Create Action from the Old Service Provider SOA After Concurrence Window

B.5.1.6.3 SubscriptionVersion Create: No Create Action from the Old Service Provider SOA After Final Concurrence Window

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that the New and Old Service Provider’s ‘SOA Supports Timer Type’ and ‘SOA Supports Business Hours’ are set to ‘TRUE’ in their Customer Profile.

2. Verify that for the New Service Provider in this TC, their “Port-In Timer Type’ and ‘SP Business Type’ configurables are set to ‘LONG’ in their Customer Profile.

3. Verify that for the Old Service Provider in this TC, their ‘Port-Out Timer Type’ and ‘SP Business Type’ configurables are set to ‘LONG’ in their Customer Profile.

4. Verify the Initial Concurrence Timer and the Final Concurrence Timer are set to their lowest possible value, in order to expedite test verification (1 business hour for each tunable).  

	
	Prerequisite SP Setup:
	Verify that the respective NPA-NXX exists for which you are going to create an Inter-Service Provider Subscription Version.

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1. Using their SOA system, Service Provider Personnel take action to create an Inter-Service Provider Subscription Version for a single TN.

2. The SOA issues an M-ACTION subscriptionVersionNewSP-Create to the NPAC SMS lnpSubscriptions object.  The following attributes must be specified:

· subscriptionTN 

· subscriptionNewCurrentSP

· subscriptionOldSP

· subscriptionNewSP-DueDate (seconds set to zero)

· subscriptionLNPType

· subscriptionPortingToOriginal-SP Switch

· subscriptionLRN

· subscriptionCLASS-DPC

· subscriptionCLASS-SSN

· subscriptionLIDB-DPC

· subscriptionLIDB-SSN

· subscriptionCNAM-DPC

· subscriptionCNAM-SSN

· subscriptionISVM-DPC

· subscriptionISVM-SSN

· subscriptionWSMSC-DPC – (if supported by the Service Provider SOA)

· subscriptionWSMSC-SSN (if supported by the Service Provider SOA)

· subscriptionEndUserLocationValue

· subscriptionEndUserLocationType

· subscriptionBillingID
	NPAC
	The NPAC SMS receives the M-ACTION Request from the Service Provider SOA, verifies that the request is valid, and that all required attributes are included and pass field level validations.  



	2.
	NPAC
	1. After the NPAC SMS determines the request is valid it issues an M-CREATE subscriptionVersionNPAC to itself to create the respective Subscription Version object.  

2. The status is set to ‘pending’ and the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp are set to the current date and time.  

3. The NPAC SMS proceeds to set the Initial and Final Concurrence Timers based on the Timer Types and Business Types set in the Customer Profiles.
	NPAC
	1. The NPAC SMS receives the M-CREATE request and issues an M-CREATE Response back to itself indicating the NPAC successfully created the ‘pending’ Subscription Version as requested by the SOA.

2. The NPAC SMS issues an M-ACTION Response back to the New Service Provider SOA indicating it successfully processed the Subscription Version Create Request.

	3.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT objectCreation to the Old Service Provider SOA containing the following attributes for subscriptionVersionNPAC creation:

· subscriptionTN

· subscriptionOldSP

· subscriptionNewCurrentSP

· subscriptionNewSP-CreationTimeStamp

· subscriptionVersionStatus

· subscriptionNewSP-DueDate 

· subscriptionTimerType - - if supported by the Service Provider’s SOA

· subscriptionBusinessType - if supported by the Service Provider’s SOA
	SP
	The Old Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC indicating it successfully received the NPAC notification.

	4.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT objectCreation to the New Service Provider SOA containing the following attributes for subscriptionVersionNPAC creation:

· subscriptionTN

· subscriptionOldSP

· subscriptionNewCurrentSP

· subscriptionNewSP-CreationTimeStamp

· subscriptionVersionStatus

· subscriptionNewSP-DueDate

· subscriptionTimerType - - if supported by the Service Provider’s SOA

· subscriptionBusinessType - if supported by the Service Provider’s SOA
	SP
	The New Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC indicating it successfully received the NPAC notification.

	5.
	NPAC
	1. Wait for the Initial Concurrence Timer to expire.

2. NPAC SMS sends the old service provider SOA an M-EVENT-REPORT indicating the Initial Concurrence Timer has expired and requesting Confirmation.
	SP
	The old service provider SOA returns an M-EVENT-REPORT confirmation to the NPAC SMS.

	6.
	NPAC
	1. Wait for the Final Concurrence Timer to expire.

2. The NPAC SMS issues an M-EVENT-REPORT to the Old Service Provider SOA indicating the Final Concurrence Timer has expired.  
	SP
	The old service provider SOA returns an M-EVENT-REPORT confirmation to the NPAC SMS.

	7.
	NPAC
	NPAC Personnel query for the Subscription Version created in this test case.
	NPAC
	1. The Subscription Version was created with the status of ‘pending’.

2. The Initial and Final Concurrence timer notifications were sent at the appropriate time based on the ‘Timer Type’ and ‘Business Hours’.

	8.
	SP - Conditional
	Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Version created in this test case.
	SP
	The Subscription Version was created with the status of ‘pending’.

	9.
	SP - Optional
	Service Provider Personnel, using either the SOA or LSMS, perform a local query for the Subscription Version created in this test case.
	SP
	1. The Subscription Version was created with the status of ‘pending’.

2. The Initial and Final Concurrence timer notifications were received at the appropriate time based on the ‘Timer Type’ and ‘Business Hours’.


	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 201-10
	Priority:
	Conditional

	
	Objective:

	SOA – New Service Provider Personnel create Inter-Service Provider Subscription Versions for a range of TNs when  the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘LONG’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘LONG’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 201 – Unique Set of Timers

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	R5-19.4, R5-21.1, R5-23.1, R5-19.6, R5-15.1, R5-20.5, R5-21.6, R5-21.7, R5-18.1, R5-18.3, R518-4, R5-18.5, R5-18.6, R5-18.7, R5-22



	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.1.2 Subscription Version Create by the Initial SOA (New Service Provider)

B.5.1.6.2 SubscriptionVersion Create: No Create Action from the Old Service Provider SOA After Concurrence Window

B.5.1.6.3 SubscriptionVersion Create: No Create Action from the Old Service Provider SOA After Final Concurrence Window

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that the New and Old Service Provider’s ‘SOA Supports Timer Type’ and ‘SOA Supports Business Hours’ are set to ‘TRUE’ in their Customer Profile.

2. Verify that for the New Service Provider in this TC, their “Port-In Timer Type’ and ‘SP Business Type’ configurables are set to ‘LONG’ in their Customer Profile.

3. Verify that for the Old Service Provider in this TC, their ‘Port-Out Timer Type’ and ‘SP Business Type’ configurables are set to ‘LONG’ in their Customer Profile.

4. Verify the Initial Concurrence Timer and the Final Concurrence Timer are set to their lowest possible value, in order to expedite test verification (1 business hour for each tunable).  

	
	Prerequisite SP Setup:
	Verify that the respective NPA-NXX exists for which you are going to create an Inter-Service Provider Subscription Version.

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1. Using their SOA system, Service Provider Personnel take action to create Inter-Service Provider Subscription Versions for a range of TNs.

2. The SOA issues an M-ACTION subscriptionVersionNewSP-Create for a range of TNs to the NPAC SMS lnpSubscriptions object.  The following attributes must be specified:

· subscriptionTN Range

· subscriptionNewCurrentSP

· subscriptionOldSP

· subscriptionNewSP-DueDate (seconds set to zero)

· subscriptionLNPType

· subscriptionPortingToOriginal-SP Switch

· subscriptionLRN

· subscriptionCLASS-DPC

· subscriptionCLASS-SSN

· subscriptionLIDB-DPC

· subscriptionLIDB-SSN

· subscriptionCNAM-DPC

· subscriptionCNAM-SSN

· subscriptionISVM-DPC

· subscriptionISVM-SSN

· subscriptionWSMSC-DPC – (if supported by the Service Provider SOA)

· subscriptionWSMSC-SSN (if supported by the Service Provider SOA)

· subscriptionEndUserLocationValue

· subscriptionEndUserLocationType

· subscriptionBillingID
	NPAC
	The NPAC SMS receives the M-ACTION Requests from the Service Provider SOA, verifies that the requests are valid, and that all required attributes are included and pass field level validations.  



	2.
	NPAC
	1. After the NPAC SMS determines the requests are valid it issues M-CREATE subscriptionVersionNPAC object to itself for each TN in the range.  

2. The statuses are set to ‘pending’ and the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp are set to the current date and time.  

3. The NPAC SMS proceeds to set the Initial and Final Concurrence Timers based on the Timer Types and Business Types set in the Customer Profiles.
	NPAC
	1. The NPAC SMS receives the M-CREATE requests and issues M-CREATE Responses back to itself indicating the NPAC successfully created the ‘pending’ SVs as requested by the SOA.

2. The NPAC SMS issues M-ACTION Responses back to the New Service Provider SOA indicating it successfully processed the Subscription Version Create Requests.

	3.
	NPAC
	The NPAC SMS issues M-EVENT-REPORT objectCreations for each TN in the range to the Old Service Provider SOA containing the following attributes for subscriptionVersionNPAC creation:

· subscriptionTN

· subscriptionOldSP

· subscriptionNewCurrentSP

· subscriptionNewSP-CreationTimeStamp

· subscriptionVersionStatus

· subscriptionNewSP-DueDate 

· subscriptionTimerType - - if supported by the Service Provider’s SOA

· subscriptionBusinessType - if supported by the Service Provider’s SOA
	SP
	The Old Service Provider SOA receives the M-EVENT-REPORTs from the NPAC SMS and issues M-EVENT-REPORT Confirmations back to the NPAC indicating it successfully received the NPAC notifications.

	4.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT objectCreation to the New Service Provider SOA for each TN in the range containing the following attributes for subscriptionVersionNPAC creation:

· subscriptionTN

· subscriptionOldSP

· subscriptionNewCurrentSP

· subscriptionNewSP-CreationTimeStamp

· subscriptionVersionStatus

· subscriptionNewSP-DueDate

· subscriptionTimerType - - if supported by the Service Provider’s SOA

· subscriptionBusinessType - if supported by the Service Provider’s SOA
	SP
	The New Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC indicating it successfully received the NPAC notifications.

	5.
	NPAC
	1. Wait for the Initial Concurrence Timer to expire.

2. NPAC SMS sends the old service provider SOA an M-EVENT-REPORT for each TN in the range indicating the Initial Concurrence Timer has expired and requesting Confirmation.
	SP
	The old service provider SOA returns an M-EVENT-REPORT confirmations to the NPAC SMS.

	6.
	NPAC
	1. Wait for the Final Concurrence Timer to expire.

2. The NPAC SMS issues an M-EVENT-REPORT for each TN in the range to the Old Service Provider SOA indicating the Final Concurrence Timer has expired.  
	SP
	The old service provider SOA returns an M-EVENT-REPORT confirmations to the NPAC SMS.

	7.
	NPAC
	NPAC Personnel query for the Subscription Versions created in this test case.
	NPAC
	1. The Subscription Versions were created with the status of ‘pending’.

2. The Initial and Final Concurrence timer notifications were sent at the appropriate time based on the ‘Timer Type’ and ‘Business Hours’.

	8.
	SP - Conditional
	Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Versions created in this test case.
	SP
	The Subscription Versions were created with the status of ‘pending’.



	9.
	SP - Optional
	Service Provider Personnel, using either the SOA or LSMS, perform a local query for the Subscription Versions created in this test case.
	SP
	1. The Subscription Versions were created with the status of ‘pending’.

2. The Initial and Final Concurrence timer notifications were received at the appropriate time based on the ‘Timer Type’ and ‘Business Hours’.


	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 201-13
	Priority:
	Conditional

	
	Objective:

	NPAC OP GUI – NPAC Personnel create an Inter-Service Provider Subscription Version for a single TN when  the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘SHORT’ and the Old Service Provider ‘Port Out Timer’ is set to ‘LONG’ and the ‘SP Business Type’ is set to ‘SHORT’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 201 – Unique Set of Timers

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	R5-19.4, R5-19.5, R5-21.1, R5-23.1

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that the New and Old Service Provider’s ‘SOA Supports Timer Type’ and ‘SOA Supports Business Hours’ are set to ‘TRUE’ in their Customer Profile.

2. Verify that for the New Service Provider in this TC, their “Port-In Timer Type’ and ‘SP Business Type’ configurables are set to ‘SHORT’ in their Customer Profile.

3. Verify that for the Old Service Provider in this TC, their ‘Port-Out Timer Type’ is set to ‘LONG’ and their ‘SP Business Type’ configurable is set to ‘SHORT’ in their Customer Profile.

4. Verify the Initial Concurrence Timer and the Final Concurrence Timer are set to their lowest possible value, in order to expedite test verification (1 business hour for each tunable).  

	
	Prerequisite SP Setup:
	Verify that the respective NPA-NXX exists for which you are going to create an Inter-Service Provider Subscription Version.

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	NPAC
	1. Using the NPAC OP GUI, NPAC Personnel acting on behalf of the New Service Provider take action to create an Inter-Service Provider Subscription Version for a single TN.

2. The following attributes must be specified:

· subscriptionTN 

· subscriptionNewCurrentSP

· subscriptionOldSP

· subscriptionNewSP-DueDate (seconds set to zero)

· subscriptionLNPType

· subscriptionPortingToOriginal-SP Switch

· subscriptionLRN

· subscriptionCLASS-DPC

· subscriptionCLASS-SSN

· subscriptionLIDB-DPC

· subscriptionLIDB-SSN

· subscriptionCNAM-DPC

· subscriptionCNAM-SSN
subscriptionISVM-DPC

· subscriptionISVM-SSN

· subscriptionWSMSC-DPC – (if supported by the Service Provider SOA)

· subscriptionWSMSC-SSN (if supported by the Service Provider SOA)

· subscriptionEndUserLocationValue

· subscriptionEndUserLocationType

· subscriptionBillingID
	NPAC
	1. The NPAC SMS issues an M-CREATE subscriptionVersionNPAC to itself to create the respective Subscription Version object.  

· The status is set to ‘pending’ and the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp are set to the current date and time.  

· The NPAC SMS proceeds to set the Timer Type to ‘LONG’ and the SP Business Type to ‘SHORT’ for this Subscription Version based on the New Service Provider Port-In Timer Type and SP Business Type and the Old Service Provider Port-Out Timer Type and SP Business Type settings in their respective Customer Profiles.

2. The NPAC SMS issues an M-CREATE Response back to itself indicating the Subscription Version Request successfully resulted in a ‘pending’ Subscription Version on the NPAC.

	2.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT objectCreation to the Old Service Provider SOA containing the following attributes for subscriptionVersionNPAC creation:

· subscriptionTN

· subscriptionOldSP

· subscriptionNewCurrentSP

· subscriptionNewSP-CreationTimeStamp

· subscriptionVersionStatus

· subscriptionNewSP-DueDate 

· subscriptionTimerType - - if supported by the Service Provider’s SOA

· subscriptionBusinessType - if supported by the Service Provider’s SOA
	SP
	The Old Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC indicating it successfully received the NPAC notification.

	3.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT objectCreation to the New Service Provider SOA containing the following attributes for subscriptionVersionNPAC creation:

· subscriptionTN

· subscriptionOldSP

· subscriptionNewCurrentSP

· subscriptionNewSP-CreationTimeStamp

· subscriptionVersionStatus

· subscriptionNewSP-DueDate

· subscriptionTimerType - - if supported by the Service Provider’s SOA

· subscriptionBusinessType - if supported by the Service Provider’s SOA
	SP
	The New Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC indicating it successfully received the NPAC notification.

	4.
	NPAC
	1. Wait for the Initial Concurrence Timer to expire.

2. NPAC SMS sends the old service provider SOA an M-EVENT-REPORT indicating the Initial Concurrence Timer has expired and requesting Confirmation.
	SP
	The old service provider SOA returns an M-EVENT-REPORT confirmation to the NPAC SMS.

	5.
	NPAC
	1. Wait for the Final Concurrence Timer to expire.

2. The NPAC SMS issues an M-EVENT-REPORT to the Old Service Provider SOA indicating the Final Concurrence Timer has expired.  
	SP
	The old service provider SOA returns an M-EVENT-REPORT confirmation to the NPAC SMS.

	6.
	NPAC
	NPAC Personnel query for the Subscription Version created in this test case.
	NPAC
	1. The Subscription Version was created with the status of ‘pending’.

2. The Initial and Final Concurrence timer notifications were sent at the appropriate time based on the ‘Timer Type’ and ‘Business Hours’.

	7.
	SP - Conditional
	Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Version created in this test case.
	SP
	The Subscription Version was created with the status of ‘pending’.



	8.
	SP - Optional
	Service Provider Personnel, using either the SOA or LSMS, perform a local query for the Subscription Version created in this test case.
	SP
	1. The Subscription Version was created with the status of ‘pending’.

2. The Initial and Final Concurrence timer notifications were received at the appropriate time based on the ‘Timer Type’ and ‘Business Hours’.


	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 201-17
	Priority:
	Conditional

	
	Objective:

	NPAC OP GUI – NPAC Personnel issue a Cancellation for a Pending Subscription Version (for which both Service Providers have initially concurred to) on behalf of the Old Service Provider, when the Timer Type and Business Type are set to ‘SHORT’, allow the Cancellation-Initial Concurrence and Cancellation-Final Concurrence Timer to expire – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 201 – Unique Set of Timers

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	RR5-32.1

RR5-33.1

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	

	
	 

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that the New and Old Service Provider’s ‘SOA Supports Timer Type’ and ‘SOA Supports Business Hours’ are set to ‘TRUE’ in their Customer Profile.

2. Verify that a ‘Pending’ Subscription Version exists that has the Timer Type set to ‘SHORT’ and the Business Type set to ‘SHORT’, and both Service Providers have concurred to the port.

	
	Prerequisite SP Setup:
	

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	NPAC
	Using the NPAC OP GUI, acting on behalf of the Old Service Provider, issue a Cancellation Request for a single Subscription Version which both Service Providers initially concurred to, and has the Timer Type set to ‘SHORT’ as well as the Business Type set to ‘SHORT’.
	NPAC
	1. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself in order to set the respective Subscription Version status to ‘cancel-pending’ and set the subscriptionModifiedTimeStamp to the current date and time.

2. The NPAC SMS receives the M-SET Request and issues an M-SET Response back to itself.

	2.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old Service Provider SOA to set the Subscription Version status to ‘cancel-pending’.
	SP
	The Old Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.



	3
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the New Service Provider SOA to set the Subscription Version status to ‘cancel-pending’.
	SP
	The New Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	4.
	NPAC
	1. Wait for the Short Initial Cancellation Window to expire.

2. The NPAC SMS issues an M-EVENT-REPORT to the New Service Provider SOA indicating the Initial Cancellation Window has expired.
	SP
	The Old Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issue an M-EVENT-REPORT Confirmation back to the NPAC indicating it successfully received the NPAC notification.

	5.
	NPAC
	1. Wait for the Short Final Cancellation Window to expire.

2. The NPAC SMS issues an M-EVENT-REPORT to the New Service Provider SOA indicating the Final Cancellation Window has expired.
	SP
	The Old Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issue an M-EVENT-REPORT Confirmation back to the NPAC indicating it successfully received the NPAC notification.

	6.
	NPAC
	Upon expiration of the Final Cancellation window the NPAC sets the status of the subscription version to conflict.


	NPAC
	1. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself in order to set the respective Subscription Version status to ‘conflict’ and set the subscriptionModifiedTimeStamp to the current date and time.

2. The NPAC SMS receives the M-SET Request and issues an M-SET Response back to itself.

	7.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old Service Provider SOA to set the Subscription Version status to ‘conflict’.
	SP
	The Old Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.



	8.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the New Service Provider SOA to set the Subscription Version status to ‘conflict’.
	SP
	The New Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	9.
	NPAC
	NPAC Personnel query for the Subscription Version that they attempted to cancel in this test case.
	NPAC
	1. The Subscription Version exists in a state of ‘Conflict’.

2. The Cancellation Initial and Final Cancellation timer notifications were sent at the appropriate time based on the ‘Timer Type’ and ‘Business Hours’.

	10.
	SP – Conditional
	Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Version that NPAC Personnel attempted to cancel in this test case.
	SP
	The Subscription Version exists in a state of ‘Conflict’.



	11.
	SP - Optional
	Service Provider Personnel, using either the SOA or LSMS, perform a local query for the Subscription Version that NPAC Personnel attempted to cancel in this test case.
	SP
	1. The Subscription Version exists in a state of ‘Conflict’.

2. The Cancellation Initial and Final Cancellation timer notifications were sent at the appropriate time based on the ‘Timer Type’ and ‘Business Hours’.


	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 201-18
	Priority:
	Conditional

	
	Objective:

	SOA– Old Service Provider Personnel place a Subscription Version into Conflict, five minutes prior to the Subscription Version Due date, the Timer Type and Business Type are set to ‘SHORT’ – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 201 – Unique Set of Timers

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	RR5-42.5

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.5.4 Subscription Version Conflict by Old Service Provider Explicitly Not Authorizing (First Create)

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	NANC201-1 SOA – New Service Provider Personnel create an Inter-Service Provider Subscription Version when  the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘SHORT’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘SHORT’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success

	
	Prerequisite NPAC Setup:
	1. Verify that the New and Old Service Provider’s ‘SOA Supports Timer Type’ and ‘SOA Supports Business Hours’ are set to ‘TRUE’ in their Customer Profile.

2. Verify that a ‘Pending’ Subscription Version exists with the Timer Type and Business Type attributes set to ‘SHORT’ and the Old Service Provider has not yet issued a respective ‘Create’ for this SV.

3. Verify that the Final Concurrence Timer  has been reached.

4. Verify that the Subscription Version Due Date has not yet been reached.

	
	Prerequisite SP Setup:
	

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1. After the Conflict Restriction Window and Final Concurrence Timer have expired for a ‘Pending’ Subscription Version where only the New Service Provider has issued a ‘Create’, using your SOA or SOA LTI, Old Service Provider Personnel take action to place this Subscription Version into Conflict, by setting the authorization flag to false.

2. The system issues an old Service Provider Create to place this Subscription Version into Conflict to the NPAC SMS (M-ACTION Request subscriptionVersionOldSP-Create).

The following attributes must be specified:

· subscriptionTN 

· subscriptionNewCurrentSP

· subscriptionOldSP

· subscriptionOldSP-DueDate (seconds set to zero)

· subscriptionOldSP-Authorization (SET to ‘FALSE’)
· subscriptionLNPType

· subscriptionStatusChangeCauseCode
	NPAC
	1. The NPAC SMS issues an M-CREATE subscriptionVersionNPAC to itself to create the respective Subscription Version object with a status of ‘Conflict’.  

· The NPAC SMS determines that the Timer Type for this Subscription Version is set to ‘SHORT’, and does not apply the Conflict Restriction Window tunable.

· The status is set to ‘Conflict’ and sets the other attribute values from the Old Service Provider Create Request to put this Subscription Version in Conflict.  

2. The NPAC SMS issues an M-CREATE Response back to itself indicating the Subscription Version Request successfully resulted in the Subscription Version being put into Conflict on the NPAC.

3. The NPAC SMS issues an Old Service Provider Create Response (M-ACTION Response) back to the Old Service Provider system.

	2.
	NPAC
	The NPAC SMS issues a Notification to the Old Service Provider system indicating the respective Subscription Version was created and has a status of ‘Conflict’ (M-EVENT-REPORT objectCreation).
	SP
	The Old Service Provider system issues a Notification Response (M-EVENT-REPORT Confirmation) back to the NPAC SMS.

	3
	NPAC
	The NPAC SMS issues a Notification to the New Service Provider system indicating the respective Subscription Version was created and has a status of ‘Conflict’ (M-EVENT-REPORT objectCreation).
	SP
	The New Service Provider system issues a Notification Response (M-EVENT-REPORT Confirmation) back to the NPAC SMS.

	4.
	NPAC
	NPAC Personnel query for the Subscription Version that the Old Service Provider issued a ‘Create Request’ for in this Test Case.
	NPAC
	1. The Subscription Version exists with a status of ‘Conflict’.

2. The Initial and Final Concurrence timer notifications were sent at the appropriate time based on the ‘Timer Type’ and ‘Business Hours’.

	5.
	SP - Conditional
	Service Provider Personnel, using either the SOA/SOA LTI or LSMS, perform a query for the Subscription Version that they issued a ‘Create Request’ for in this Test Case.
	SP
	The Subscription Version exists with a status of ‘Conflict’.



	6.
	SP - Optional
	Service Provider Personnel, using either the SOA or LSMS, perform a local query for the Subscription Version that they issued a ‘Create Request’ for in this Test Case.
	SP
	1. The Subscription Version exists with a status of ‘Conflict’.

2. The Initial and Final Concurrence timer notifications were received at the appropriate time based on the ‘Timer Type’ and ‘Business Hours’.


	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 201-21
	Priority:
	Conditional

	
	Objective:

	SOA – Old Service Provider Personnel place a Subscription Version into Conflict when the Timer Type and Business Type are set to ‘LONG’ (neither the Initial or Final Concurrence Timers have expired and it’s prior to the Conflict Restriction Window expiration) – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 201 – Unique Set of Timers

	
	NANC FRS Version Number:
	
	Relevant Requirement(s):
	

	
	NANC IIS Version Number:
	
	Relevant Flow(s):
	B.5.5.4 Subscription Version Conflict by Old Service Provider Explicitly Not Authorizing (First Create)

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that a ‘Pending’ Subscription Version exists with the Timer Type and Business Type attributes set to ‘LONG’ and the Old Service Provider has not yet issued a respective ‘Create’ for this SV.

2. Verify that the Conflict Restriction Window has been reached.

3. Verify that the Final  (T1 Timer) has not expired.

4. Verify that the Subscription Version Due Date has not yet been reached.

	
	Prerequisite SP Setup:
	

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1. Prior to the Initial and Final Concurrence Timers  expiration for a ‘Pending’ Subscription Version where only the New Service Provider has issued a ‘Create’, using your SOA, Old Service Provider Personnel take action to place this Subscription Version into Conflict.

2. The system issues an Old Service Provider Create to place this Subscription Version into Conflict to the NPAC SMS (M-ACTION Request subscriptionVersionOldSP-Create).

The following attributes must be specified:

· subscriptionTN 

· subscriptionNewCurrentSP

· subscriptionOldSP

· subscriptionOldSP-DueDate (seconds set to zero)

· subscriptionOldSP-Authorization (SET to ‘FALSE’)
· subscriptionLNPType

· subscriptionStatusChangeCauseCode
	NPAC
	1. The NPAC SMS receives M-CREATE subscriptionVersionNPAC to create the respective Subscription Version object with a status of ‘Conflict’.  

2. The NPAC SMS determines that the Timer Type for this Subscription Version is set to ‘LONG’, and neither the Initial or Final Concurrence Timers  have expired, and allows the Old Service Provider to place the Subscription Version into Conflict.

3. The status is set to ‘Conflict’ and sets the other attribute values from the Old Service Provider Create Request to put this SV in Conflict.  

4. The NPAC SMS issues an Old Service Provider Create Response (M-ACTION Response) back to the Old Service Provider system.

	2.
	NPAC
	The NPAC SMS issues a Notification to the Old Service Provider system indicating the respective Subscription Version was created and has a status of ‘Conflict’ (M-EVENT-REPORT objectCreation).
	SP
	The Old Service Provider system issues a Notification Response (M-EVENT-REPORT Confirmation) back to the NPAC SMS.

	3
	NPAC
	The NPAC SMS issues a Notification to the New Service Provider system indicating the respective Subscription Version was created and has a status of ‘Conflict’ (M-EVENT-REPORT objectCreation).
	SP
	The New Service Provider system issues a Notification Response (M-EVENT-REPORT Confirmation) back to the NPAC SMS.

	4.
	NPAC
	NPAC Personnel query for the Subscription Version that the Old Service Provider issued a ‘Create Request’ for in this Test Case.
	NPAC
	The Subscription Version exists with a status of ‘Conflict’.



	5.
	SP - Conditional
	Service Provider Personnel, using either their SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Version that they issued a ‘Create Request’ for in this Test Case.
	SP
	The Subscription Version exists with a status of ‘Conflict’.

	6.
	SP - Optional
	Service Provider Personnel, using either their SOA or LSMS, perform a local query for the Subscription Version that they issued a ‘Create Request’ for in this Test Case.
	SP
	The Subscription Version exists with a status of ‘Conflict’.




	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 201-23
	Priority:
	Conditional

	
	Objective:

	SOA – Old Service Provider Personnel place a Subscription Version into Conflict when the Timer Type and Business Type are set to ‘LONG’ (the Old Service Provider initially concurred to this port and is now placing it into conflict - the Conflict Restriction Window has been reached) – Error

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 201 – Unique Set of Timers

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	RR5-50, RR5-51

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.2.3 Subscription Version Modify Prior to Activate Using M-ACTION

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that the New and Old Service Provider’s ‘SOA Supports Timer Type’ and ‘SOA Supports Business Hours’ are set to ‘TRUE’ in their Customer Profile.

2. Verify that a ‘Pending’ Subscription Version exists with the Timer Type and Business Type attributes set to ‘LONG’.

3. Verify that both Service Providers have issued the initial ‘Create Request’ for this SV.

4. Verify that the Conflict Restriction Window has been reached.

5. Verify that the Subscription Version Due Date has not yet been reached.

	
	Prerequisite SP Setup:
	

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1. Prior to the Subscription Version Due Date, and after the Old and New Service Provider have issued their initial Subscription Version Create Requests, Old Service Provider Personnel issue a Subscription Version Modify Request to the NPAC SMS to place this ‘Pending’ Subscription Version into Conflict.

2. The Old Service Provider system issues a  Subscription Version Modify Request (M-ACTION Request subscriptionVersionModify) to the NPAC SMS by specifying a single TN and the version status or by specifying the Version ID to be modified.

3. The following attributes may be modified:

· subscriptionOldSP-DueDate (seconds set to zeros)

· subscriptionOldSP-Authorization (SET to ‘FALSE’)
· subscriptionStatusChangeCauseCode
	NPAC
	1. The NPAC SMS receives the Subscription Version Modify Request from the Old Service Provider System.

2. The NPAC SMS determines that the Timer Type for this Subscription Version is set to ‘LONG’, that neither the Initial or Final Concurrence Timers exist, and that the Conflict Restriction Window has expired (this violates system requirements).

3. The NPAC SMS rejects the Subscription Version Modify Request and issues an Error Response (M-ACTION Error Response) back to the Old Service Provider system indicating the reason for failure.

	2.
	NPAC
	NPAC Personnel query for the Subscription Version that Old Service Provider Personnel attempted to place into Conflict in this Test Case.
	NPAC
	The Subscription Version exists with a status of ‘Pending’.

	3.
	SP - Conditional
	Old Service Provider Personnel, using either their SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Version that they attempted to place into Conflict in this Test Case.
	SP
	The Subscription Version exists with a status of ‘Pending’.

	4.
	SP - Optional
	Old Service Provider Personnel, using either their SOA or LSMS, perform a local query for the Subscription Version that they attempted to place into Conflict in this Test Case.
	SP
	The Subscription Version exists with a status of ‘Pending’.




	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 201-25
	Priority:
	Conditional

	
	Objective:

	SOA – New Service Provider Personnel remove a Subscription Version from Conflict when the Timer Type and Business Type are set to ‘LONG’ (after the Conflict Resolution New Service Provider Restriction Tunable has expired) – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 201 – Unique Set of Timers

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	R5-46, R5-47, R5-50.1, R50.2, RR5-12.1, RR5-12.3, RR5-12.4, RR5-12.5, RR5-14



	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.5.2 Subscription Version Conflict Removal by the New Service Provider SOA

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that the New and Old Service Provider’s ‘SOA Supports Timer Type’ and ‘SOA Supports Business Hours’ are set to ‘TRUE’ in their Customer Profile.

2. Verify that a Subscription Version in ‘Conflict’ status exists with the Timer Type and Business Type attributes set to ‘LONG’.

3. Verify that both Service Providers have issued the initial Subscription Version Create for this SV.

4. Verify that the Conflict Resolution New Service Provider Restriction Tunable has expired.

	
	Prerequisite SP Setup:
	

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1. New Service Provider Personnel take action to remove a Subscription Version from Conflict, after the Conflict Resolution New Service Provider Restriction Tunable has expired.

2. The New Service Provider System issues an M-ACTION Request subscriptionVersionRemovalFromConflict by specifying the Subscription Version TN or the Subscription Version ID.
	NPAC
	1. The NPAC SMS receives the M-ACTION Request from the New Service Provider SOA.

2. The NPAC verifies that the New Service Provider Restriction Tunable has expired.

3. The NPAC SMS issues an M-SET Request to itself and updates the Subscription Version status to ‘Pending’.

4. The NPAC SMS issues an M-SET Response to itself.

5. The NPAC SMS issues an M-ACTION Response back to the New Service Provider SOA indicating it successfully processed the request.

	2.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the New Service Provider SOA, to update the Subscription Version status to ‘Pending’.
	SP
	The New Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC.

	3.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old Service Provider SOA to update the Subscription Version status to ‘Pending’.
	SP
	The Old Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC.

	4.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionAttributeValueChange to the New Service Provider SOA to update the Old Service Provider Authorization to ‘TRUE’ for the SV.
	SP
	The New Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC.

	5.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionAttributeValueChange to the Old Service Provider SOA to update the Old Service Provider Authorization to ‘TRUE’ for the SV.
	SP
	The Old Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC.

	6.
	NPAC
	NPAC Personnel query for the Subscription Version that was removed from Conflict in this Test Case.
	NPAC
	The Subscription Version exists with a status of ‘Pending’.

	7.
	SP - Conditional
	Service Provider Personnel, using either their SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Version that was removed from Conflict in this Test Case.
	SP
	The Subscription Version exists with a status of ‘Pending’.



	8.
	SP - Optional
	Service Provider Personnel, using either their SOA or LSMS, perform a local query for the Subscription Version that was removed from Conflict in this Test Case.
	SP
	The Subscription Version exists with a status of ‘Pending’.


	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 201-30
	Priority:
	Conditional

	
	Objective:

	NPAC OP GUI – NPAC Personnel, acting on behalf of the Old Service Provider, issue a Cancellation for a Pending Subscription Version that the New Service Provider has concurred to, when the Timer Type is set to ‘LONG’ and Business Type is set to ‘SHORT’, allow the Cancellation-Initial Concurrence and Cancellation-Final Concurrence Timer expire.– Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 201 – Unique Set of Timers

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	RR5-32.1

RR5-33.1

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that the New and Old Service Provider’s ‘SOA Supports Timer Type’ and ‘SOA Supports Business Hours’ are set to ‘TRUE’ in their Customer Profile.

2. Verify that a ‘Pending’ Subscription Version exists that has the Timer Type set to ‘LONG’ and the Business Type set to ‘SHORT’, and both Service Providers have concurred to the port.

	
	Prerequisite SP Setup:
	

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	NPAC
	1. Using the NPAC OP GUI, acting on behalf of the Old Service Provider, issue a Cancellation Request for a single Subscription Version which both Service Providers initially concurred to, and has the Timer Type set to ‘LONG’ as well as the Business Type set to ‘SHORT’.

2. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself in order to set the respective Subscription Version status to ‘cancel-pending’ and set the subscriptionModifiedTimeStamp to the current date and time.
	NPAC
	The NPAC SMS receives the M-SET Request and issues an M-SET Response back to itself.

	2.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old Service Provider SOA to set the Subscription Version status to ‘cancel-pending’.
	SP
	The Old Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

.

	3.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the New Service Provider SOA to set the Subscription Version status to ‘cancel-pending’.
	SP
	The New Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	4.
	NPAC
	1. Wait for the Long Initial Cancellation Concurrence Timer to expire.

2. The NPAC SMS issues an M-EVENT-REPORT to the New Service Provider SOA indicating the Initial Cancellation Window has expired.
	SP
	The New Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC indicating it successfully received the NPAC notification.

	5.
	NPAC
	1. Wait for the Long Final Cancellation Window to expire.

2. The NPAC SMS issues an M-EVENT-REPORT to the New Service Provider SOA indicating the Final Cancellation Window has expired.
	SP
	The New Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC indicating it successfully received the NPAC notification.

	6.
	NPAC
	Upon expiration of the Final Cancellation window the NPAC sets the status of the subscription version to conflict.


	NPAC
	1. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself in order to set the respective Subscription Version status to ‘conflict’ and set the subscriptionModifiedTimeStamp to the current date and time.

2. The NPAC SMS receives the M-SET Request and issues an M-SET Response back to itself.

	7.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old Service Provider SOA to set the Subscription Version status to ‘conflict’.
	SP
	The Old Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.



	8.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the New Service Provider SOA to set the Subscription Version status to ‘conflict’.
	SP
	The New Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	9.
	NPAC
	NPAC Personnel query for the Subscription Version that they attempted to cancel in this test case.
	NPAC
	1. The Subscription Version exists in a state of ‘Conflict’.

2. The Initial and Final Cancellation Concurrence timer notifications were sent at the appropriate time based on the ‘Timer Type’ and Business Hours’.

	10.
	SP - Conditional
	Service Provider Personnel, using either their SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Version that NPAC Personnel attempted to cancel in this test case.
	SP
	The Subscription Version exists in a state of ‘Conflict’.



	11.
	SP - Optional
	Service Provider Personnel, using either their SOA or LSMS, perform a local query for the Subscription Version that NPAC Personnel attempted to cancel in this test case.
	SP
	1. The Subscription Version exists in a state of ‘Conflict’.

2. The Initial and Final Cancellation Concurrence timer notifications were sent at the appropriate time based on the ‘Timer Type’ and Business Hours’.


	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 201-31
	Priority:
	Conditional

	
	Objective:

	SOA – Old Service Provider Personnel place a Subscription Version into Conflict when the Timer Type is set to ‘SHORT’ and Business Type is set to ‘SHORT’  (neither the Initial or Final Concurrence Timers have expired) – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 201 – Unique Set of Timers

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.5.4 Subscription Version Conflict by Old Service Provider Explicitly Not Authorizing (First Create)

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that the New and Old Service Provider’s ‘SOA Supports Timer Type’ and ‘SOA Supports Business Hours’ are set to ‘TRUE’ in their Customer Profile.

2. Verify that a ‘Pending’ Subscription Version exists with the Timer Type set to ‘SHORT’ and Business Type set to ‘SHORT’ and the Old Service Provider has not yet issued a respective ‘Create’ for this SV.

3. Verify that the Initial Concurrence Timer has not expired.

4. Verify that the Subscription Version Due Date has not yet been reached.

	
	Prerequisite SP Setup:
	

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1. Prior to the Initial and Final Concurrence Timers expiration for a ‘Pending’ Subscription Version where only the New Service Provider has issued a ‘Create’, using your SOA Old Service Provider Personnel take action to place this Subscription Version into Conflict.

2. The system issues an old Service Provider Create to place this Subscription Version into Conflict to the NPAC SMS (M-ACTION Request subscriptionVersionOldSP-Create).

The following attributes must be specified:

· subscriptionTN 

· subscriptionNewCurrentSP

· subscriptionOldSP

· subscriptionOldSP-DueDate (seconds set to zero)

· subscriptionOldSP-Authorization (SET to ‘FALSE’)
· subscriptionLNPType

· subscriptionStatusChangeCauseCode
	NPAC
	1. The NPAC SMS issues an M-CREATE subscriptionVersionNPAC to itself to create the respective Subscription Version object with a status of ‘Conflict’.  

· The NPAC SMS determines that the Timer Type for this Subscription Version is set to ‘SHORT’, and neither the Initial or Final Concurrence Timers  have expired, and allows the Old Service Provider to place the SV into Conflict.

· The status is set to ‘Conflict’ and sets the other attribute values from the Old Service Provider Create Request to put this Subscription Version in Conflict.  

2. The NPAC SMS issues an M-CREATE Response back to itself indicating the Subscription Version Request successfully resulted in the Subscription Version being put into conflict on the NPAC.

3. The NPAC SMS issues an Old Service Provider Create Response (M-ACTION Response) back to the Old Service Provider system.

	2.
	NPAC
	The NPAC SMS issues a Notification to the Old Service Provider system indicating the respective Subscription Version was created and has a status of ‘Conflict’ (M-EVENT-REPORT objectCreation).
	SP
	The Old Service Provider system issues a Notification Response (M-EVENT-REPORT Confirmation) back to the NPAC SMS.

	3
	NPAC
	The NPAC SMS issues a Notification to the New Service Provider system indicating the respective Subscription Version was created and has a status of ‘Conflict’ (M-EVENT-REPORT objectCreation).
	SP
	The New Service Provider system issues a Notification Response (M-EVENT-REPORT Confirmation) back to the NPAC SMS.

	4.
	NPAC
	NPAC Personnel query for the Subscription Version that the Old Service Provider issued a ‘Create Request’ for in this Test Case.
	NPAC
	The Subscription Version exists with a status of ‘Conflict’.



	5.
	SP - Conditional
	Service Provider Personnel, using either their SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Version that they issued a ‘Create Request’ for in this Test Case.
	SP
	The Subscription Version exists with a status of ‘Conflict’.

	6.
	SP - Optional
	Service Provider Personnel, using either their SOA or LSMS, perform a local query for the Subscription Version that they issued a ‘Create Request’ for in this Test Case.
	SP
	The Subscription Version exists with a status of ‘Conflict’.




	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 201-33
	Priority:
	Conditional

	
	Objective:

	SOA – Old Service Provider Personnel place a Subscription Version into Conflict when the Timer Type is set to ‘LONG’ and Business Type is set to ‘SHORT’ (the Old Service Provider initially concurred to this port and is now placing it into conflict – the Conflict Restriction Window has been reached) – Error

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 201 – Unique Set of Timers

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	RR5-50, RR5-51

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.2.3 Subscription Version Modify Prior to Activate Using M-ACTION

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that the New and Old Service Provider’s ‘SOA Supports Timer Type’ and ‘SOA Supports Business Hours’ are set to ‘TRUE’ in their Customer Profile.

2. Verify that a ‘Pending’ Subscription Version exists with the Timer Type set to ‘LONG’ and the Business Type set to ‘SHORT’.

3. Verify that both Service Providers have issued the initial ‘Create Request’ for this SV.

4. Verify that the Conflict Restriction Window has been reached.

5. Verify that the Subscription Version Due Date has not yet been reached.

	
	Prerequisite SP Setup:
	

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1. Prior to the Subscription Version Due Date, and after the Old and New Service Provider have issued their initial Subscription Version Create Requests, Old Service Provider Personnel issue a Subscription Version Modify Request to the NPAC SMS to place this ‘Pending’ Subscription Version into Conflict.

2. The Old Service Provider system issues a  Subscription Version Modify Request (M-ACTION Request subscriptionVersionModify) to the NPAC SMS by specifying a single TN and the version status or by specifying the Version ID to be modified.

3. The following attributes may be modified:

· subscriptionOldSP-DueDate (seconds set to zeros)

· subscriptionOldSP-Authorization (SET to ‘FALSE’)
· subscriptionStatusChangeCauseCode
	NPAC
	1. The NPAC SMS receives the Subscription Version Modify Request from the Old Service Provider System.

2. The NPAC SMS determines that the Timer Type for this Subscription Version is set to ‘LONG’, that neither the Initial or Final Concurrence Timers exist, and that the Conflict Restriction Window has expired (this violates system requirements).

3. The NPAC SMS rejects the Subscription Version Modify Request and issues an Error Response (M-ACTION Error Response) back to the Old Service Provider system indicating the reason for failure (invalid data value).

	2.
	NPAC
	NPAC Personnel query for the Subscription Version that Old Service Provider Personnel attempted to place into conflict in this Test Case.
	NPAC
	The Subscription Version exists with a status of ‘Pending’.

	3.
	SP - conditional
	Old Service Provider Personnel, using either their SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Version that they attempted to place into conflict in this Test Case.
	SP
	The Subscription Version exists with a status of ‘Pending’.

	4.
	SP - Optional
	Old Service Provider Personnel, using either their SOA or LSMS, perform a local query for the Subscription Version that they attempted to place into conflict in this Test Case.
	SP
	The Subscription Version exists with a status of ‘Pending’.


	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 201-35
	Priority:
	Conditional

	
	Objective:

	SOA – New Service Provider Personnel remove a Subscription Version from Conflict when the Timer Type is set to ‘LONG’ and Business Type is set to ‘SHORT’ (after the Conflict Resolution New Service Provider Restriction Tunable has expired) – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 201 – Unique Set of Timers

	
	NANC FRS Version Number:
	2.0.0


	Relevant Requirement(s):
	R5-46, R5-47, R5-50.1, R50.2, RR5-12.1, RR5-12.3, RR5-12.4, RR5-12.5, RR5-14



	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.5.2 Subscription Version Conflict Removal by the New Service Provider SOA

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that the New and Old Service Provider’s ‘SOA Supports Timer Type’ and ‘SOA Supports Business Hours’ are set to ‘TRUE’ in their Customer Profile.

2. Verify that a Subscription Version in ‘Conflict’ status exists with the Timer Type attributes set to ‘LONG’ and Business Type attributes set to ‘SHORT’.

3. Verify that both Service Providers have issued the initial Subscription Version Create for this SV.

4. Verify that the Conflict Resolution New Service Provider Restriction Tunable has expired.

	
	Prerequisite SP Setup:
	

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1. New Service Provider Personnel take action to remove a Subscription Version from Conflict, after the Conflict Resolution New Service Provider Restriction Tunable has expired.

2. The New Service Provider System issues an M-ACTION Request subscriptionVersionRemovalFromConflict by specifying the Subscription Version TN or the Subscription Version ID.
	NPAC
	1. The NPAC SMS receives the M-ACTION Request from the New Service Provider SOA.

2. The NPAC verifies that the New Service Provider Restriction Tunable has expired.

3. The NPAC SMS issues an M-SET Request to itself and updates the Subscription Version status to ‘Pending’.

4. The NPAC SMS issues an M-SET Response to itself.

5. The NPAC SMS issues an M-ACTION Response back to the New Service Provider SOA indicating it successfully processed the request.

	2.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the New Service Provider SOA, to update the Subscription Version status to ‘Pending’.
	SP
	The New Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC.

	3.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old Service Provider SOA to update the Subscription Version status to ‘Pending’.
	SP
	The Old Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC.

	4.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionAttributeValueChange to the New Service Provider SOA to update the Old Service Provider Authorization to ‘TRUE’ for the SV.
	SP
	The New Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC.

	5.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionAttributeValueChange to the Old Service Provider SOA to update the Old Service Provider Authorization to ‘TRUE’ for the SV.
	SP
	The Old Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC.

	6.
	NPAC
	NPAC Personnel query for the Subscription Version that was removed from Conflict in this Test Case.
	NPAC
	1. The Subscription Version status is now set to ‘Pending’.

2. The Conflict Restriction Window expired at the appropriate time based on the ‘Timer Type’ and Business Hours’.

	7.
	SP - conditional
	Old Service Provider Personnel, using either their SOA/SOA LTI or LSMS, perform an NPAC query for the Subscription Version that they attempted to place into Conflict in this Test Case.
	SP
	The Subscription Version exists with a status of ‘Pending’.

	8.
	SP - optional
	Service Provider Personnel, using either their SOA/SOA LTI or LSMS, perform an local query for the Subscription Version that was removed from Conflict in this Test Case.
	SP
	The Subscription Version status is now set to ‘Pending’.




	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 201-39
	Priority:
	Conditional

	
	Objective:

	SOA– Service Provider Personnel perform a Subscription Version query, specifying Timer Type and Business Type – (when the ‘SOA Supports Timer Type and SOA Supports Business Type’ are set to ‘FALSE’ for this Service Provider) – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 201 – Unique Set of Timers

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	R4-29, R5-74.3, R5-74.4 

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.6.5.6 Subscription Version Query

	
	


Test Case procedures incorporated into test case 8.1.2.7.1.1 for Release 1.0.

	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 201-41
	Priority:
	Conditional

	
	Objective:

	LSMS – Service Provider Personnel perform a Subscription Version query, specifying Timer Type and Business Type – (when the ‘LSMS Supports Timer Type and LSMS Supports Business Type’ are set to ‘FALSE’ for this Service Provider) – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 201 – Unique Set of Timers

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	R4-29, R5-74.3, R5-74.4 

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.6.5.6 Subscription Version Query

	
	


Test Case procedures incorporated into test case 8.1.2.7.2.1 for Release 1.0

	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 201-42
	Priority:
	Conditional

	
	Objective:

	SOA– Service Provider Personnel perform a Subscription Version query, specifying Timer Type and Business Type – (when the ‘SOA Supports Timer Type and SOA Supports Business Type’ are set to ‘TRUE’ for this Service Provider) – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 201 – Unique Set of Timers

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	R4-29, R5-74.3, R5-74.4 

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.6.5.6 Subscription Version Query

	
	


Test Case procedures incorporated into test case 8.1.2.7.1.1 for Release 1.0

	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 201-44
	Priority:
	Conditional

	
	Objective:

	LSMS– Service Provider Personnel perform a Subscription Version query, specifying Timer Type and Business Type – (when the ‘LSMS Supports Timer Type and LSMS Supports Business Type’ are set to ‘TRUE’ for this Service Provider) – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 201 – Unique Set of Timers

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	R4-29, R5-74.3, R5-74.4 

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.6.5.6 Subscription Version Query

	
	


Test Case procedures incorporated into test case 8.1.2.7.2.1 for Release 1.0

9.3.10 NANC 203 Related Test Cases:

	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 203 – 2
	Priority:
	Conditional

	
	Objective:

	SOA – Service Provider Personnel, create an Intra-Service Provider Subscription Version, specifying WSMSC DPC and SSN information – the Service Provider’s SOA DOES NOT Support WSMSC DPC and SSN Data – Error  

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	N/A
	Change Order Number(s):
	NANC 203 – Wireless Addition of WSMSC DPC and SSN Information

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	RR5-4, RR5-6.1

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.1.2 Subscription Version Create by the Initial SOA (New Service Provider)

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	Verify that the Service Provider’s SOA Supports WSMSC DPC and SSN Data tunable is set to ‘FALSE’.

	
	Prerequisite SP Setup:
	Verify that the NPA-NXX you are going to specify in your Subscription Version request is open for porting on the NPAC SMS.

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1. Service Provider Personnel, using their SOA System, submit a request to the NPAC SMS to create an Intra-Service Provider Subscription Version.  Specify WSMSC DPC and SSN Data in the Subscription Version request.

2. The Service Provider SOA issues an M-ACTION Request subscriptionVersionNewSP-Create to the NPAC SMS.
	NPAC
	1. The NPAC SMS receives the M-ACTION Request subscriptionVersionNewSP-Create from the SOA and determines that the request contains WSMSC data, but the SOA WSMSC DPC SSN Data Indicator  for this Service Provider is set to ‘FALSE’ (this violates system requirements).

2. The NPAC SMS rejects the request and issues an M-ACTION Error Response back to the Service Provider SOA indicating a failure (invalidArgumentValue).

	2.
	NPAC
	NPAC Personnel perform a query for the Subscription Version to verify that it was not created.
	NPAC
	The Subscription Version was not created.

	3.
	SP - optional
	Service Provider Personnel, using the SOA/ SOA LTI, perform an NPAC query for the Subscription Version to verify that it was not created.
	SP
	The Subscription Version was not created.

	4.
	SP - conditional
	Service Provider Personnel, using the SOA, perform a local query for the Subscription Version to verify that it was not created.
	SP
	The Subscription Version was not created.


	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 203 – 3
	Priority:
	Conditional

	
	Objective:

	SOA – New Service Provider Personnel, attempt to modify WSMSC DPC and/or SSN information for a pending Subscription Version – the Service Provider’s SOA Supports WSMSC DPC and SSN Data – Success  

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	N/A
	Change Order Number(s):
	NANC 203 – Wireless Addition of WSMSC DPC and SSN Information

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	R5-27.1, R5-29.1

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.2.3 Subscription Version Modify Prior to Activate Using M-ACTION 

	
	


Test Case procedures incorporated into test case 8.1.2.2.1.2 for Release 1.0.

	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 203 – 4
	Priority:
	Conditional

	
	Objective:

	SOA – New Service Provider Personnel, attempt to modify WSMSC DPC and/or SSN information for a pending Subscription Version – the Service Provider’s SOA DOES NOT Support WSMSC DPC and SSN Data – Error  

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	N/A
	Change Order Number(s):
	NANC 203 – Wireless Addition of WSMSC DPC and SSN Information

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	R5-27.1, R5-29.1

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.2.3 Subscription Version Modify Prior to Activate Using M-ACTION 

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	Verify that the Service Provider’s SOA WSMSC DPC SSN Data Indicator is set to ‘FALSE’.  

	
	Prerequisite SP Setup:
	

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1. New Service Provider personnel, using their SOA system, take action to modify WSMSC DPC and SSN Data for a Pending Subscription Version.  This SOA does not support WSMSC DPC and SSN Data.

2. The SOA system issues an M-ACTION Request subscriptionVersionModify to the NPAC SMS.
	NPAC
	1. The NPAC SMS receives the M-ACTION Request from the Service Provider SOA and determines that the SOA WSMSC DPC SSN Data Indicator for this Service Provider is set to ‘FALSE’ (this violates system requirements).  

2. The NPAC SMS rejects the modify request and issues an M-ACTION Error Response back to the originating Service Provider SOA indicating a failure (invalidArgumentValue).

	2.
	NPAC
	NPAC Personnel perform a query for the Subscription Version to verify that it was not modified.
	NPAC
	The Subscription Version was not modified.

	3.
	SP - conditional
	Service Provider Personnel, using the SOA/ SOA LTI, perform an NPAC query for the Subscription Version to verify that it was not modified.
	SP
	The Subscription Version was not modified.

	4.
	SP - optional
	Service Provider Personnel, using the SOA, perform a local query for the Subscription Version to verify that it was not modified.
	SP
	The Subscription Version was not modified.


	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 203 – 7
	Priority:
	Conditional

	
	Objective:

	SOA – Service Provider Personnel modify an Active Subscription Version without including the WSMSC DPC and SSN Data – the Service Provider’s SOA DOES NOT supports WSMSC DPC and SSN Data – Success 

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	N/A
	Change Order Number(s):
	NANC 203 – Wireless Addition of WSMSC DPC and SSN Information

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	R5-36, R5-38.1

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.2.3 Subscription Version Modify Prior to Activate Using M-ACTION 

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	Verify that the Service Provider’s SOA WSMSC DPC SSN Data Indicator is set to ‘FALSE’.  

	
	Prerequisite SP Setup:
	

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1. New Service Provider personnel, using their SOA system, modify an Active Subscription Version.  The WSMSC DPC and SSN Data are not sent in the Subscription Version request.  This SOA does not support WSMSC DPC and SSN Data.

2. The SOA system issues an M-ACTION Request subscriptionVersionModify to the NPAC SMS.
	NPAC
	The NPAC SMS receives the subscriptionVersionModify M-ACTION Request from the Service Provider SOA and determines that the SOA WSMSC DPC SSN Data Indicator for this Service Provider is set to ‘FALSE’, and the WSMSC data is not included in the request.  

	2
	NPAC
	The NPAC SMS accepts the modify request and issues an M-SET to modify the requested attributes in the subscriptionVersionNPAC object and set the subscriptionModifiedTimeStamp.
	NPAC
	The NPAC SMS issues an M-SET response.

	3
	NPAC
	NPAC SMS replies to the subscriptionVersionModify Request with a successful response.
	SOA
	SOA receives the response.

	4
	NPAC
	NPAC SMS issues an M-SET to update the subscriptionVersionNPAC object’s subscriptionVersionStatus to ‘sending’.
	NPAC
	NPAC SMS responds to M-SET.

	5
	NPAC
	The NPAC SMS issues an M-SET to all LSMSs who are receiving downloads for the NPA-NXX.

If the LSMS supports WSMSC DPC and SSN Data, the M-SET will contain those attributes with NULL values.
	LSMS
	Each LSMS, who is accepting downloads for the NPA-NXX, responds successfully to the M-SET request.

	6
	NPAC
	NPAC issues an M-SET to itself to set the subscriptionVersionStatus to ‘active’ and the subscriptionModifiedTimeStamp to the current date and time.
	NPAC
	NPAC SMS responds to M-SET.

	7
	
	NPAC SMS sends a subscriptionVersionStatusAttributeValueChange M-EVENT-REPORT to the New Service Provider SOA.
	
	The New Service Provider SOA issues M-EVENT-REPORT confirmation to the NPAC SMS.

	8.
	NPAC
	NPAC Personnel perform a query for the Subscription Version to verify that it was modified.
	NPAC
	The Subscription Version was modified.

	9.
	SP - conditional
	Service Provider Personnel, using either the SOA/ SOA LTI or LSMS, perform an NPAC query for the Subscription Version to verify that it was modified.
	SP
	The Subscription Version was modified.

	10.
	SP - optional
	Service Provider Personnel, using either the SOA or LSMS, perform a local query for the Subscription Version to verify that it was modified.
	SP
	The Subscription Version was modified.


	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 203 – 8
	Priority:
	Conditional

	
	Objective:

	SOA – Service Provider Personnel attempt to modify the LRN for an Active Subscription Version without including the WSMSC DPC and SSN Data – the Service Provider’s SOA Supports WSMSC DPC and SSN Data – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	N/A
	Change Order Number(s):
	NANC 203 – Wireless Addition of WSMSC DPC and SSN Information

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	R5-36, R5-38.1

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.2.3 Subscription Version Modify Prior to Activate Using M-ACTION 

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	Verify that the Service Provider’s SOA WSMSC DPC SSN Data Indicator is set to ‘TRUE’.  

	
	Prerequisite SP Setup:
	

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1. New Service Provider personnel, using their SOA system, take action to modify the LRN for an Active Subscription Version.  The WSMSC DPC and SSN Data is not sent in the Subscription Version request.  This SOA supports WSMSC DPC and SSN Data.

2. The SOA system issues an M-ACTION Request subscriptionVersionModify to the NPAC SMS.
	NPAC
	1. The NPAC SMS receives the M-ACTION Request from the Service Provider SOA and determines that the SOA WSMSC DPC SSN Data Indicator for this Service Provider is set to ‘TRUE’, however the WSMSC data is not included in the request (this violates system requirements).  

2. The NPAC SMS rejects the modify request and issues an M-ACTION Error Response back to the originating Service Provider SOA indicating a failure (invalidArgumentValue).

	2.
	NPAC
	NPAC Personnel perform a query for the Subscription Version to verify that it was not modified.
	NPAC
	The Subscription Version was not modified.

	3.
	SP - conditional
	Service Provider Personnel, using either the SOA/ SOA LTI or LSMS, perform an NPAC query for the Subscription Version to verify that it was not modified.
	SP
	The Subscription Version was not modified.

	4.
	SP - optional
	Service Provider Personnel, using either the SOA or LSMS, perform a local query for the Subscription Version to verify that it was not modified.
	SP
	The Subscription Version was not modified.


	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 203 – 11
	Priority:
	Conditional

	
	Objective:

	SOA – Service Provider Personnel submit a Subscription Version Query, specifying WSMSC DPC and SSN Data to the NPAC SMS – the Service Provider’s SOA Supports WSMSC DPC and SSN Data – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	N/A
	Change Order Number(s):
	NANC 203 – Wireless Addition of WSMSC DPC and SSN Information

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	R5-74.4

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.6 Subscription Version Query

	
	


Test Case procedures incorporated into test case 8.1.2.7.1.1  for Release 1.0.

	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 203 – 12
	Priority:
	Conditional

	
	Objective:

	SOA – Service Provider Personnel submit a Subscription Version Query, specifying WSMSC DPC and SSN Data to the NPAC SMS – the Service Provider’s SOA DOES NOT Support WSMSC DPC and SSN Data – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	N/A
	Change Order Number(s):
	NANC 203 – Wireless Addition of WSMSC DPC and SSN Information

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	R4-29, R5-74.3

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.6 Subscription Version Query

	
	


Test Case procedures incorporated into test case 8.1.2.7.1.1 for Release 1.0.

	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 203 – 14
	Priority:
	Conditional

	
	Objective:

	LSMS – Service Provider Personnel submit a Subscription Version Query, specifying WSMSC DPC and SSN Data to the NPAC SMS – the Service Provider’s LSMS DOES NOT Support WSMSC DPC and SSN Data – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	N/A
	Change Order Number(s):
	NANC 203 – Wireless Addition of WSMSC DPC and SSN Information

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	R4-29, R5-74.3

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.6 Subscription Version Query

	
	


Test Case procedures incorporated into test case 8.1.2.7.2.1 for Release 1.0.
	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 203 – 15
	Priority:
	Conditional

	
	Objective:

	SOA – New Service Provider Personnel create an Inter-Service Provider Subscription Version for a single TN when the SOA WSMSC DPC SSN Data Indicator is set to ‘TRUE’ for both Service Providers and this is the first port for the NPA-NXX of this TN – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	N/A
	Change Order Number(s):
	NANC 203 – Wireless Addition of WSMSC DPC and SSN Information

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	R5-15.1, R5-18.1

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.1.2 Subscription Version Create by the Initial SOA (New Service Provider)

	
	


Test Case procedures incorporated into test case 8.1.2.1.1.1 for Release 1.0.

	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 203 – 16
	Priority:
	Conditional

	
	Objective:

	SOA – New Service Provider Personnel create Inter-Service Provider Subscription Versions for a range of TNs when the SOA WSMSC DPC SSN Data Indicator is set to ‘TRUE’ for both Service Providers – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	N/A
	Change Order Number(s):
	NANC 203 – Wireless Addition of WSMSC DPC and SSN Information

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	R5-15.1, R5-18.1

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.1.2 Subscription Version Create by the Initial SOA (New Service Provider)

	
	


Test Case procedures incorporated into test cases NANC 201-2, NANC 201-6, and NANC 201-10  for Release 2.0.

	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 203 – 19
	Priority:
	Conditional

	
	Objective:

	SOA – Service Provider Personnel, create an Intra-Service Provider Subscription Version for a single TN when the SOA WSMSC DPC SSN Data Indicator is set to ‘TRUE’ for the Service Provider – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	N/A
	Change Order Number(s):
	NANC 203 – Wireless Addition of WSMSC DPC and SSN Information

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	RR5-6.1, RR5-4

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.1.11 Subscription Version Create for Intra-Service Provider Port

	
	


Test Case procedures incorporated into test case 8.1.2.1.1.16 for Release 1.0.

	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 203 – 20
	Priority:
	Conditional

	
	Objective:

	SOA – Service Provider Personnel, create Intra-Service Provider Subscription Versions for a range of TNs when the SOA WSMSC DPC SSN Data Indicator is set to ‘TRUE’ for  the Service Provider – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	N/A
	Change Order Number(s):
	NANC 203 – Wireless Addition of WSMSC DPC and SSN Information

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	RR5-6.1, RR5-4

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.1.11 Subscription Version Create for Intra-Service Provider Port

	
	


Test Case procedures incorporated into test case 8.1.2.1.1.17 for Release 1.0.

	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 203 – 23
	Priority:
	Conditional

	
	Objective:

	SOA – New Service Provider Personnel, activate a ‘pending’ Subscription Version that contains WSMSC DPC and SSN Data.  At least 1 LSMS is connected to the NPAC, and Supports WSMSC DPC and SSN Data– Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	N/A
	Change Order Number(s):
	NANC 203 – Wireless Addition of WSMSC DPC and SSN Information

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	N/A

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.1.5 Subscription Version Activate by New Service Provider SOA

B.5.1.6 Active Subscription Version Create on Local SMS

	
	


Test Case procedures incorporated into test case 8.1.2.4.1.1 for Release 1.0.

	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 203 – 24
	Priority:
	Conditional

	
	Objective:

	SOA – New Service Provider Personnel, activate ‘pending’ Subscription Versions for a range of TNs that contain WSMSC DPC and SSN Data.  At least 1 LSMS is connected to the NPAC and DOES NOT Support WSMSC DPC and SSN Data – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	N/A
	Change Order Number(s):
	NANC 203 – Wireless Addition of WSMSC DPC and SSN Information

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	N/A

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.1.5 Subscription Version Activate by New Service Provider SOA

B.5.1.6 Active Subscription Version Create on Local SMS

	
	


Test Case procedures incorporated into test case 8.1.2.4.1.4 for Release 1.0.

	A.
	TEST IDENTITY
	

	
	Test Case Number:
	NANC 203 - 27
	Priority:
	Conditional

	
	Objective:


	SOA – Service Provider Personnel Initiate Full Audit (all data attributes), Range of TNs, No Discrepancies – the Service Provider’s LSMS Supports WSMSC DPC and SSN Data – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	N/A
	Change Order Number(s):
	NANC 203 – Wireless Addition of WSMSC DPC and SSN Information

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	R8-3, R8-9

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.2.1 SOA Initiated Audit


	
	
	

	C.
	TIME ESTIMATE
	

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	
	

	D.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that the Service Provider’s LSMS WSMSC DPC SSN Data Indicator is set to “TRUE”.

2. Verify the Subscription Versions exist for TNs to be used in the audit.

3. No discrepancies exist between NPAC and the audited LSMS for the TNs to be used in the audit.

	
	Prerequisite SP Setup:
	

	
	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SOA
	Service Provider Personnel, using their SOA, sends a full audit request to NPAC SMS specifying the following:

· subscription Audit Name

· subscription Audit Requesting SP

· subscription Audit SP ID Range (If SP supports the implementation )

· subscription Audit TN Range

· subscription Audit Attribute List (all data attributes)

· subscription Audit TN Activation Range.
	NPAC
	1. The NPAC SMS receives the valid request from SOA.

2. The NPAC SMS responds to SOA’s M-CREATE Request.

3. The NPAC SMS sets audit status to “in-progress.”



	2.
	NPAC
	The NPAC SMS sends M-EVENT-REPORT of the audit object creation to SOA.
	SOA
	The SOA confirms receipt of the M-EVENT-REPORT.

	3.
	NPAC
	The NPAC SMS begins audit.  NPAC issues a scoped and filtered M-GET for the SVs in the audit to all LSMSs accepting downloads for the NPA-NXX of the SV.
	LSMS
	The LSMSs return the M-GET query for data with WSMSC DPC and SSN Data, if supported.

	4.
	NPAC
	1. The NPAC SMS compares each SV object.  No discrepancies found.  

2. The NPAC SMS sets audit status to complete.

3. The NPAC SMS records audit results in audit log.

4. The NPAC SMS issues subscription Audit Results M-EVENT-REPORT to SOA.
	SOA
	SOA confirms the Audit Result M-EVENT-REPORT from NPAC.



	5.
	NPAC
	The NPAC SMS issues an objectDeletion M-EVENT-REPORT to the SOA.
	SOA
	SOA confirms the objectDeletion M-EVENT-REPORT.

	6.
	NPAC
	The NPAC SMS deletes the subscription Audit object on the NPAC.
	NPAC
	The Audit object is deleted.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	NANC 203 - 28
	Priority:
	Conditional

	
	Objective:


	SOA – Service Provider Personnel Initiate Partial Audit (some data attributes, including WSMSC DPC and SSN Data), Range of TNs, With Discrepancies– the Service Provider’s LSMS Supports WSMSC DPC and SSN Data -- Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	N/A
	Change Order Number(s):
	NANC 203 – Wireless Addition of WSMSC DPC and SSN Information

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	R8-3, R8-9

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.2.1 SOA Initiated Audit


	
	
	

	C.
	TIME ESTIMATE
	

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	
	

	D.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that the Service Provider’s LSMS WSMSC DPC SSN Data Indicator is set to “TRUE”.

2. Verify the Subscription Versions exist for TNs to be used in the audit.

3. No discrepancies exist between NPAC and the audited LSMS for the TNs to be used in the audit.



	
	Prerequisite SP Setup:
	

	
	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SOA
	Service Provider Personnel, using their SOA, sends a partial audit request to NPAC specifying the following:

· subscription Audit Name

· subscription Audit Requesting SP

· subscription Audit SP ID Range

· subscription Audit TN Range

· subscription Audit Attribute List (some data attributes)

· subscription Audit TN Activation Range.
	NPAC
	1. NPAC receives the valid request from SOA.

2. NPAC responds to SOA’s M-CREATE request.

3. NPAC sets audit status to “in-progress.”



	2.
	NPAC
	NPAC sends M-EVENT-REPORT of the audit object creation to SOA.
	SOA
	SOA confirms receipt of the M-EVENT-REPORT.

	3.
	NPAC
	1. NPAC begins audit.  

2. NPAC issues a scoped and filtered M-GET for the SVs in the audit to all LSMSs accepting downloads for the NPA-NXX of the SV.  
	LSMS
	LSMSs return the M-GET query for data with WSMSC DPC and SSN Data, if supported..

	4.
	NPAC
	1. NPAC compares each SV object.  Discrepancies are found.

2. NPAC issues a subscription Audit Discrepancy Report M-EVENT-REPORT to SOA.

3. NPAC issues corrections to LSMSs [M-CREATE, M-DELETE, or M-SET].
	SOA;

LSMS


	1. SOA confirms the discrepancy M-EVENT-REPORT containing the WSMSC DPC and SSN Data from NPAC.

2. LSMSs perform the corrections received from NPAC.



	5.
	
	1. NPAC sets audit status to complete.

2. NPAC records audit results in audit log.

3. NPAC issues subscription Audit Results M-EVENT-REPORT to SOA.
	SOA
	SOA confirms the audit results M-EVENT-REPORT from NPAC.



	6.
	NPAC
	The NPAC SMS issues an objectDeletion M-EVENT-REPORT to the SOA.
	SOA
	SOA confirms the objectDeletion M-EVENT-REPORT.

	7.
	NPAC
	NPAC deletes the subscription Audit object on the NPAC.
	NPAC
	The Audit object is deleted

	8.
	NPAC
	NPAC Personnel perform a query for the Subscription Versions to verify that the discrepant Subscription Versions were modified.
	NPAC
	The discrepant Subscription Versions were modified.

	9.
	SP - Conditional
	Service Provider Personnel, using either the SOA/ SOA LTI or LSMS, perform an NPAC query for the Subscription Versions to verify that the discrepant Subscription Versions were modified.
	SP
	The discrepant Subscription Versions were modified.

	10.
	SP - Optional
	Service Provider Personnel, using either the SOA or LSMS, perform a local query for the Subscription Versions to verify that the discrepant Subscription Versions  were modified.
	SP
	The discrepant Subscription Versions were modified.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	NANC 203 - 29
	Priority:
	Conditional

	
	Objective:


	SOA – Service Provider Personnel Initiate Partial Audit (some data attributes, including WSMSC data), Single TN, With Discrepancies– the Service Provider’s LSMS Supports WSMSC DPC and SSN Data -- Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	N/A
	Change Order Number(s):
	NANC 203 – Wireless Addition of WSMSC DPC and SSN Information

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	R8-3, R8-9

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.2.1 SOA Initiated Audit


	
	
	

	C.
	TIME ESTIMATE
	

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	
	

	D.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that the Service Provider’s LSMS WSMSC DPC SSN Data Indicator is set to “TRUE”.

2. Verify the Subscription Versions exist for TNs to be used in the audit.

3. No discrepancies exist between NPAC and the audited LSMS for the TNs to be used in the audit.

	
	Prerequisite SP Setup:
	 

	
	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SOA
	SP SOA sends a partial audit request to NPAC specifying the following:

· subscription Audit Name

· subscription Audit Requesting SP

· subscription Audit SP ID Range (If SP supports the implementation)

· subscription Audit TN

· subscription Audit Attribute List (some data attributes)

· subscription Audit TN Activation Range.


	NPAC
	1. The NPAC SMS receives the valid request from SOA.

2. The NPAC SMS responds to SOA’s M-CREATE request.

3. The NPAC SMS sets audit status to “in-progress.”



	2.
	NPAC
	The NPAC SMS ends M-EVENT-REPORT of the audit object creation to SOA.
	SOA
	The SOA confirms receipt of the M-EVENT-REPORT.

	3.
	NPAC
	The NPAC SMS begins audit.  NPAC issues a scoped and filtered M-GET for the SVs in the audit to all LSMSs accepting downloads for the NPA-NXX of the SV.
	LSMS
	The LSMSs return the M-GET query for data containing the WSMSC DPC and SSN Data, if supported.

	4.
	NPAC
	1. The NPAC SMS compares each SV object.  Discrepancies are found.

2. The NPAC SMS issues a subscription Audit Discrepancy Report M-EVENT-REPORT to SOA.

3. The NPAC SMS issues corrections to LSMSs [M-CREATE, M-DELETE, or M-SET].
	SOA;

LSMS


	1. The SOA confirms the discrepancy M-EVENT-REPORT containing the WSMSC DPC and SSN Data from NPAC.

2. The LSMSs perform the corrections received from NPAC.



	5.
	
	1. The NPAC SMS sets audit status to complete.

2. The NPAC SMS records audit results in audit log.

3. The NPAC SMS issues subscription Audit Results M- EVENT-REPORT to SOA.
	SOA
	The SOA confirms the audit results M-EVENT-REPORT from NPAC.



	6.
	NPAC
	The NPAC SMS issues an objectDeletion M-EVENT-REPORT to the SOA.
	SOA
	SOA confirms the objectDeletion M-EVENT-REPORT.

	7.
	NPAC
	The NPAC SMS deletes the subscription Audit object on the NPAC.
	NPAC
	The Audit object is deleted

	8.
	NPAC
	NPAC Personnel perform a query for the Subscription Version to verify that it was modified.
	NPAC
	The Subscription Version was modified.

	9.
	SP - Conditional
	Service Provider Personnel, using either the SOA/ SOA LTI or LSMS, perform an NPAC query for the Subscription Version to verify that it was modified.
	SP
	The Subscription Version was modified.

	10.
	SP - Optional
	Service Provider Personnel, using either the SOA or LSMS, perform a local query for the Subscription Version to verify that it was modified.
	SP
	The Subscription Version was modified.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	NANC 203 - 30
	Priority:
	Conditional

	
	Objective:


	NPAC OP GUI – NPAC Personnel Initiate a Bulk Data Download of Subscription Data– The Service Provider’s LSMS DOES NOT Support WSMSC DPC and SSN Data – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	N/A
	Change Order Number(s):
	NANC 203 – Wireless Addition of WSMSC DPC and SSN Information

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	R3-8

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	N/A

	
	
	

	C.
	TIME ESTIMATE
	

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	
	

	D.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	Verify that the Service Provider’s LSMS WSMSC DPC SSN Data Indicator is set to “FALSE”.

	
	Prerequisite SP Setup:
	

	
	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	NPAC
	NPAC Personnel request a Bulk Data Download for Subscription Data for the Service Provider.
	NPAC
	1. The NPAC SMS receives the request from the  NPAC OP GUI.

2. The NPAC SMS generates the Bulk Data Download File, which does not include WSMSC DPC and SSN Data.

	2.
	SP
	Service Provider Personnel FTP the Bulk Data Download File and load the file into their LSMS.
	
	

	3.
	SP - Optional
	Service Provider Personnel, using their LSMS, perform a local query for the Subscription Data to verify that the Subscription Version data was loaded.
	SP
	The Subscription Version data was loaded and did not include WSMSC DPC and SSN Data.


	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 203 - 32
	Priority:
	

	
	Objective:

	NPAC OP GUI  - NPAC Personnel submit a Mass Update request specifying WSMSC DPC Values for a specific Service Provider in a single region. – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	N/A
	Change Order Number(s):
	NANC 203 – Wireless Addition of WSMSC DPC and SSN Information

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	R3-7.1, R3-7.2

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.7.4 Mass Update

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	Verify that some Subscription Versions exist with a status of old, partial failure, sending, canceled and disconnect pending for the WSMSC DPC values you are going to specify for a Mass Update.

	
	Prerequisite SP Setup:
	

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	NPAC
	Using the NPAC OP GUI, NPAC Personnel submit a request for a Mass Update by specifying WSMSC DPC values for a specific Service Provider in a single region.
	NPAC
	The NPAC SMS searches the Subscription Version database for the Subscription Versions that match the selection criteria.  For all objects that match the criteria, the following occurs:

· The NPAC SMS creates a Subscription Version with a new Subscription Version ID and a status of ‘old’ for each of the active Subscription Versions that are being modified as a result of the Mass Update request.

· The NPAC SMS logs an exception for each Subscription Version with the WSMSC DPC values specified for the Mass Update that has a status of either old, partial failure, sending, canceled or disconnect pending.

	2.
	NPAC
	The NPAC SMS issues an M-SET Request subscriptionVersion to each LSMS in the region that is accepting downloads for this NPA-NXX to modify the specified attribute(s) for the Mass Update Request.  
	SP
	Each LSMS in the region that is accepting downloads for this NPA-NXX and supports WSMSC DPC and SSN Data receives the M-SET Request from the NPAC SMS, updates the specified attribute(s) for the Subscription Versions and issues an M-SET Response back to the NPAC SMS.

	3.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange for each TN modified to the Current Service Provider SOA to set the subscriptionVersionStatus to ‘active’.
	SP
	The Current Service Provider SOA receives the M-EVENT-REPORTs from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS for each notification received indicating it received the NPAC Request successfully.

	4.
	NPAC
	Using the NPAC OP GUI, request a Mass Update Exception Report by specifying a time range that corresponds to the creation timestamp for the ‘exception’ log entries created as a result of the Mass Update requested.
	NPAC
	The NPAC SMS generates a Mass Update exception report to the specified destination, ordered by timestamp, including the following information for the Subscription Versions that were not updated during Mass Update processing:

· Subscription Version ID

· TN

· Current Service Provider

· Event ID of the Mass Update Request

· Timestamp of the Mass Update exception

· Subscription Version status at the time of exception

	5.
	NPAC 
	NPAC Personnel query for the Subscription Versions that have been modified.
	NPAC
	The Subscription Versions have been modified appropriately.


9.3.11  NANC 214 Related Test Cases:

	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 214 - 1
	Priority:
	Required

	
	Objective:

	SOA – Old Service Provider personnel successfully put a pending Subscription Version into conflict using an Old Service Provider create after the Conflict Restriction Window Tunable Time has been reached but before the Final Concurrence Timer (T2) has expired. – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 214 – Conflict Functionality with Due Date = Today

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	RR5-51

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.5.4 – Subscription Version Conflict by Old Service Provider Explicitly Not Authorizing (First Create)

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	Verify that a New Service Provider pending Subscription Version has been created where the Service Provider under test is the Old Service Provider, the due date is today and the Final Concurrence Timer has not expired.

	
	Prerequisite SP Setup:
	

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using the SOA, Old Service Provider personnel create a subscriptionVersionOldSP-Create M-ACTION Request with the authorization flag set to “FALSE” for a ‘pending’ Subscription Version created by the New Service Provider where the due date is today and the Final Concurrence Timer has not expired.
	SP
	The SOA issues a subscriptionVersionOldSP-Create M-ACTION to the NPAC SMS.

	2.
	NPAC
	The NPAC SMS accepts the M-ACTION Request from the Service Provider.


	NPAC
	The NPAC SMS sets the Subscription Version to conflict and sets all of the other values from the subscriptionVersionOldSP-Create M-ACTION Request.

	3.
	NPAC
	The NPAC SMS issues an M-ACTION Response.
	SP
	The SOA receives the successful subscriptionVersionOldSP-Create M-ACTION Response.

	4.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT AttributeValueChange to the New Service Provider SOA including the status change to conflict and the reason for conflict.
	SP
	The New Service Provider SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.

	5.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT AttributeValueChange to the Old Service Provider SOA including the status change to conflict and the reason for conflict.
	SP
	The Old Service Provider SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.

	6.
	NPAC
	NPAC Personnel perform a query for the Subscription Version to verify that it has a status of ‘conflict’.
	NPAC
	The Subscription Version has a status of ‘conflict’, the cause code, the authorization time stamp, and the Old Service Provider due date is set and the authorization flag is set to False.

	7.
	SP - conditional
	Service Provider Personnel using either the SOA or SOA LTI perform an NPAC SMS query for the Subscription Version to verify that has as status of ‘conflict’.
	SP
	The Subscription Version has a status of ‘conflict’, the cause code, the authorization time stamp, and the Old Service Provider due date is set and the authorization flag is set to False.

	8.
	SP - optional
	Service Provider Personnel the SOA perform a local query for the Subscription Version to verify that it has a status of ‘conflict’.
	SP
	The Subscription Version has a status of ‘conflict’, the cause code, the authorization time stamp, and the Old Service Provider due date is set and the authorization flag is set to False.


	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 214 - 2
	Priority:
	Required

	
	Objective:

	SOA – Old Service Provider personnel successfully put a range of pending Subscription Versions into conflict using an Old Service Provider create after the Conflict Restriction Window Tunable Time has been reached but before the Final Concurrence Timer has expired. – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 214 – Conflict Functionality with Due Date = Today

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	RR5-51

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.5.4 – Subscription Version Conflict by Old Service Provider Explicitly Not Authorizing (First Create)

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	Verify that a range of pending Subscription Versions has been created where the Service Provider under test is the Old Service Provider, the due date is today, and the Final Concurrence Timer has not expired.

	
	Prerequisite SP Setup:
	

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using the SOA, Old Service Provider personnel create a subscriptionVersionOldSP-Create M-ACTION Request with the authorization flag set to “FALSE” for a range of ‘pending’ Subscription Versions where they are the Old Service Provider, the due date is today and the Final Concurrence Timer has not expired.
	SP
	The SOA issues a subscriptionVersionOldSP-Create M-ACTION Request to the NPAC SMS.

	2.
	NPAC
	The NPAC SMS accepts the M-ACTION Request from the Service Provider.
	NPAC
	The NPAC SMS sets the Subscription Version to conflict and sets all of the other values from the subscriptionVersionOldSP-Create M-ACTION Request.

	3.
	NPAC
	The NPAC SMS issues an M-ACTION Response.
	SP
	The SOA receives the successful subscriptionVersionOldSP-Create M-ACTION Response.

	4.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT AttributeValueChange for each Subscription Version in the range to the New Service Provider SOA including the status change to conflict and the reason for conflict.
	SP
	The New Service Provider SOA issues an M-EVENT-REPORT Confirmation for each Subscription Version in the range to the NPAC SMS.

	5.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT AttributeValueChange to the Old Service Provider SOA including the status change to conflict and the reason for conflict.
	SP
	The Old Service Provider SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.

	6.
	NPAC
	NPAC Personnel perform a query for the Subscription Version to verify that it is conflict.
	NPAC
	The Subscription Version has a status of ‘conflict’, the cause code, the authorization time stamp, and the Old Service Provider due date is set and the authorization flag is set to False.

	7.
	SP – conditional
	Service Provider Personnel using either the SOA or SOA LTI perform an NPAC SMS query for the Subscription Version to verify that it is in conflict.
	SP
	The Subscription Version has a status of ‘conflict’, the cause code, the authorization time stamp, and the Old Service Provider due date is set and the authorization flag is set to False.

	8.
	SP - optional
	Service Provider Personnel using the SOA perform a local query for the Subscription Version to verify that it is in conflict.
	SP
	The Subscription Version has a status of ‘conflict’, the cause code, the authorization time stamp, and the Old Service Provider due date is set and the authorization flag is set to False.


	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 214 - 3
	Priority:
	Required

	
	Objective:


	SOA – Old Service Provider personnel attempt to put a ‘pending’ Subscription Version into conflict using the subscriptionVersionModify action.  This action is issued after they have concurred to the port and after the Conflict Restriction Window Tunable Time has been reached. – Error

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 214 – Conflict Functionality with Due Date = Today12 hoursToday

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	RR5-51


B.5.2.3 

	Subscription Version Modify Prior to Activate Using M-ACTION



	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	Verify that a ‘pending’ Subscription Version has been created by the New Service Provider and concurred by the Old Service Provider  where the Service Provider under test is the Old Service Provider, they have already concurred to the port, and the due date is todaywithin 12 hours.

	
	Prerequisite SP Setup:
	

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using the SOA, Old Service Provider personnel create a subscriptionVersionModify M-ACTION Request to set the authorization flag to “FALSE” for a pending Subscription Version where they are the Old Service Provider, they have previously concurred to the port within 12 hours.
	SP
	The SOA issues a subscriptionVersionModify M-ACTION Request to the NPAC SMS.

	2.
	NPAC
	The NPAC SMS accepts the M-ACTION Request from the Service Provider.


	NPAC
	1. The NPAC SMS determines that the Subscription Version status cannot be changed to conflict because the Old Service Provider had previously concurred to the port and the Conflict Restriction Window Tunable Time has been reached.  (This violates system requirements.)

2. The NPAC SMS rejects the M-ACTION request.

3. The NPAC SMS logs an error indicating that the subscriptionVersionModify M-ACTION failed because the Old Service Provider had previously concurred to the port and the Conflict Restriction Window Tunable Time has been reached.  

4. The NPAC SMS issues an M-ACTION Error Response to the SOA indicating accessDenied.

	3.
	SP
	The Old SOA receives the M-ACTION response.
	SP
	The Subscription Version is not modified.

	4.
	NPAC
	NPAC Personnel perform a query for the Subscription Version to verify that it does not have a status of ‘conflict’.
	NPAC
	The Subscription Version has a status of ‘pending’, the cause code, the authorization time stamp, and the Old Service Provider due date are not reset and the authorization flag is set to ‘True’.

	5.
	SP – conditional
	Service Provider Personnel using either the SOA or SOA LTI perform an NPAC query for the Subscription Version to verify that it is does not have a status of ‘conflict’.
	SP
	The Subscription Version has a status of ‘pending’, the cause code, the authorization time stamp, and the Old Service Provider due date are not set and the authorization flag is set to ‘True’.

	6.
	SP - optional
	Service Provider Personnel using the SOA perform a local query for the Subscription Version to verify that it does not have a status of ‘conflict’.
	SP
	The Subscription Version has a status of ‘pending, the cause code, the authorization time stamp, and the Old Service Provider due date are not set and the authorization flag is set to ‘True’.


	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 214 - 4
	Priority:
	Required

	
	Objective:


	SOA – Old Service Provider personnel attempt to put a range of ‘pending’ Subscription Versions into conflict using the subscriptionVersionModify action after the Conflict Restriction Window Tunable Time has been reached. – Error

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 214 – Conflict Functionality with Due Date = Today12 hoursToday

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	RR5-51


	B.5.2.3 Subscription Version Modify Prior to Activate Using M-ACTION

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	Verify that a range of ‘pending’ Subscription Versions has been created by the New Service Provider and concurred by the Old Service Provider where the Service Provider under test is the Old Service Provider and the due date is within 12 hours.

	
	Prerequisite SP Setup:
	

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using the SOA, Old Service Provider personnel create a subscriptionVersionModify M-ACTION Request to set the authorization flag to “FALSE” for a range of ‘pending’ Subscription Versions where they are the Old Service Provider within 12 hours.
	SP
	The SOA issues a subscriptionVersionModify M-ACTION Request to the NPAC SMS.

	2.
	NPAC
	The NPAC SMS accepts the M-ACTION Request from the Service Provider.


	NPAC
	1. The NPAC SMS determines that the Subscription Versions status cannot be changed to conflict because the Old Service Provider had previously concurred to the port and the Conflict Restriction Window Tunable Time has been reached.  (This violates system requirements.)
2. The NPAC SMS rejects the M-ACTION request.

3. The NPAC SMS logs an error indicating that the subscriptionVersionModify M-ACTION failed because the Old Service Provider had previously concurred to the port and the Conflict Restriction Window Tunable Time has been reached.  

4. The NPAC SMS issues an M-ACTION Error Response to the SOA indicating accessDenied.

	3.
	SP
	The Old SOA receives the M-ACTION Error Response.
	SP
	The Subscription Version is not modified.

	4.
	NPAC
	NPAC Personnel perform a query for the Subscription Versions to verify that it is not in conflict.
	NPAC
	The Subscription Versions have a status of ‘pending’, the cause code, the authorization time stamp, and the Old Service Provider due date are not set and the authorization flag is set to ‘True’.

	5.
	SP – conditional
	Service Provider Personnel, using either the SOA or SOA LTI perform an NPAC SMS query for the Subscription Versions to verify that it does not have a status of ‘conflict’.
	SP
	The Subscription Versions have a status of ‘pending’, the cause code, the authorization time stamp, and the Old Service Provider due date are not set and the authorization flag is set to ‘True’.

	6.
	SP - optional
	Service Provider Personnel using the SOA perform a local query for the Subscription Versions to verify that it does not have a status of ‘conflict’.
	SP
	The Subscription Versions have a status of ‘pending, the cause code, the authorization time stamp, and the Old Service Provider due date are not set, and the authorization flag is set to ‘True’.


	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 214-5
	Priority:
	Conditional

	
	Objective:

	SOA – Old Service Provider personnel attempt to put a ‘pending’ Subscription Version into conflict using the Subscription Version M-SET.  This action is issued after they have concurred to the port and after the Conflict Restriction Window Tunable Time. – Error

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 214 – Conflict Functionality with Due Date = Today

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	RR5-51


B.5.2.4 

	Subscription Version Modify Prior to Activate Using M-SET

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	Verify that a ‘pending’ Subscription Version has been created where the Service Provider under test is the Old Service Provider, they have already concurred to the port, and the due date is today.

	
	Prerequisite SP Setup:
	

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using the SOA, Old Service Provider  personnel create an M-SET Subscription Version Modify Request to set the authorization flag to “FALSE” for a pending Subscription Version where they are the Old Service Provider, they have previously concurred to the port, and the due date is today..
	SP
	The SOA issues an M-SET Subscription Version Modify Request to the NPAC SMS.

	2.
	NPAC
	The NPAC SMS accepts the M-SET Request from the Old Service Provider.


	NPAC
	1. The NPAC SMS determines that the Subscription Version status cannot be changed to conflict because the Old Service Provider had previously concurred to the port and the Conflict Restriction Window Tunable Time has been reached.  (This violates system requirements.)
2. The NPAC SMS rejects the M-SET request.

3. The NPAC SMS logs an error indicating that the M-SET Subscription Version Modify failed because the Old Service Provider had previously concurred to the port and the Conflict Restriction Window Tunable Time has been reached.  

4. The NPAC SMS issues an M-SET Error Response to the SOA indicating accessDenied.

	3.
	SP
	The Old SOA receives the M-SET response.
	SP
	The Subscription Version is not modified.

	4.
	NPAC
	NPAC Personnel perform a query for the Subscription Version to verify that it is does not have a status of ‘conflict’.
	NPAC
	The Subscription Version has a status of ‘pending’, the cause code, the authorization time stamp, and the Old Service Provider due date are not set and the authorization flag is set to ‘True’.

	5.
	SP – conditional
	Service Provider Personnel, using either the SOA or SOA LTI perform an NPAC SMS query for the Subscription Version to verify that it does not have a status of ‘conflict’.
	SP
	The Subscription Version has a status of ‘pending’, the cause code, the authorization time stamp, and the Old Service Provider due date rare not set and the authorization flag is set to ‘True’.

	6.
	SP - optional
	SP Personnel the using SOA perform a local query for the Subscription Version to verify that it does not have a status of ‘conflict’.
	SP
	The Subscription Version has a status of ‘pending, the cause code, the authorization time stamp, and the Old Service Provider due date are not set and the authorization flag is set to ‘True’.


	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 214-6
	Priority:
	Required

	
	Objective:

	SOA – Old Service Provider personnel attempt to put a range of ‘pending’ Subscription Versions into conflict using an M-SET after the Conflict Restriction Window Tunable Time has been reached. – Error

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 214 – Conflict Functionality with Due Date = Today

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	RR5-51


	B.5.2.4 Subscription Version Modify Prior to Activate Using M-SET

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	Verify that a range of pending Subscription Versions has been created where the Service Provider under test is the Old Service Provider and the due date is today.

	
	Prerequisite SP Setup:
	

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using the SOA, Old Service Provider personnel create an M-SET Subscription Version Modify Request to set the authorization flag to “FALSE” for a range of pending Subscription Versions where they are the Old Service Provider, and the due date is today.
	SP
	The SOA issues an M-SET Subscription Version Modify Request to the NPAC SMS.

	2.
	NPAC
	The NPAC SMS accepts the M-SET Request from the Service Provider.


	NPAC
	1. The NPAC SMS determines that the Subscription Version status cannot be changed to conflict because the Old Service Provider had previously concurred to the port and the Conflict Restriction Window Tunable Time has been reached.  (This violates system requirements.)
2. The NPAC SMS rejects the M-SET request.

3. The NPAC SMS logs an error indicating that the M-SET Subscription Version Modify failed because the Old Service Provider had previously concurred to the port and the Conflict Restriction Window Tunable Time has been reached.  

4. The NPAC SMS issues an M-SET Error Response to the SOA indicating accessDenied.

	3.
	SP
	The Old SOA receives the M-SET Error Response.
	SP
	The Subscription Versions are not modified.

	4.
	NPAC
	NPAC Personnel perform a query for the Subscription Versions to verify that it does not have a status of ‘conflict’.
	NPAC
	The Subscription Versions have a status of ‘pending’, the cause code, the authorization time stamp, and the Old Service Provider due date are not set and the authorization flag is set to True.

	5.
	SP – conditional
	Service Provider Personnel, using either the SOA or SOA LTI an NPAC SMS query for the Subscription Versions to verify that it does not have a status of ‘conflict’.
	SP
	The Subscription Versions have a status of ‘pending’, the cause code, the authorization time stamp, and the Old Service Provider due date rare not set and the authorization flag is set to True.

	6.
	SP - optional
	Service Provider Personnel using  the SOA perform a local query for the Subscription Version to verify that does not have a status of ‘conflict’.
	SP
	The Subscription Versions have a status of ‘pending, the cause code, the authorization time stamp, and the Old Service Provider due date are not set, and the authorization flag is set to True.
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SP A performs SOA and LSMS Testing against the NPAC SMS
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