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1 MOC Test Cases

1.1 NANC 187

For each test case related to NANC 187, Blocking Factors should be set to the maximum allowable number to verify that all systems are capable of supporting the maximum amount.
1.1.1 MOC.SOA.CAP.ACT.LINK.lnpNetwork.lnpDownload

	Purpose
	To test the SOA's ability to download the serviceProvNPA-NXX, serviceProvNPA-NXX-X (optional data recovered by EDR Service Providers), and serviceProvLRN objects instantiated on the NPAC SMS Simulator and receive them using linked replies.  This will be accomplished by the SOA issuing the confirmed M-ACTION request for lnpDownload via the lnpNetwork object and subsequently handling the NPAC SMS Simulator M-ACTION response(s).

This test case must be executed three times, once for no objects (a no data selected response will be returned), once where the number of objects is less than or equal to the associated Blocking Factor (a single non-linked response will be returned), and once where the number of objects is greater than the associated Blocking Factor (two or more linked replies will be returned, followed by an empty non-linked response at the end).

	Severity
	C

	Severity Explanation
	This test case must be executed if the SOA is to support network data recovery using linked replies.

	Prerequisites
	Network data to be recovered exists.  The data to be recovered includes data to be added, modified, or deleted for each type of network data to be recovered.

	Procedure
	1. SOA sends an lnpDownload M-ACTION request with criteria as supported by the product.

2. NPAC SMS Simulator responds with an lnpDownload M-ACTION response using linked replies.

3. In the case of no objects, the NPAC SMS Simulator responds with a no data selected response.

4. In the case where the number of objects is less than or equal to the associated Blocking Factor, the NPAC SMS Simulator responds with a single non-linked response.

5. In the case where the number of objects is greater than the associated Blocking Factor, the NPAC SMS Simulator responds with two or more linked replies, followed by an empty non-linked response.

	Expected Results


	The SOA sends a valid M-ACTION request and receives the NPAC SMS Simulator M-ACTION response properly using linked replies.


1.1.2 
	
	

	
	

	
	

	
	

	
	1. 
2. 

	
	


This test case, 1.1.2, (MOC.SOA.INV.ACT.LINK.lnpNetwork.lnpDownload) is a duplicate of 11.5.4 (MOC.SOA.INV.ACT.lnpNetwork.lnpDownload).  Delete this one and make 11.5.4 a required test case for R3.2.  Since it is an error scenario, the tested functionality handles non-linked response.
1.1.3 
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2. 

	
	


This test case, 1.1.3, (MOC.SOA.VAL.LINK.lnpDownload-NPA-NXX-X) should be part of the general recovery test case (MOC.SOA.CAP.ACT.LINK.lnpNetwork.lnpDownload).  It is optional functionality that is specific only to EDR Service Providers.  Delete this test case.
1.1.4 MOC.SOA.CAP.ACT.LINK.lnpNotificationRecovery

	Purpose
	Verify SOA can successfully process the lnpNotificationRecovery action when the SOA supports linked replies.

This test case must be executed three times, once for no objects (a no data selected response will be returned), once where the number of objects is less than or equal to the associated Blocking Factor (a single non-linked response will be returned), and once where the number of objects is greater than the associated Blocking Factor (two or more linked replies will be returned, followed by an empty non-linked response at the end).

This test case must be executed an additional three times if a SOA is supporting both “individual” and “range/list” notifications.

	Severity
	C

	Severity Explanation
	This test case must be executed if the service provider SOA supports notification recovery using linked replies.

The SOA will recover either the “individual” notifications or the “range/list” version of the notifications, and they will be sent using linked replies.

	Prerequisites
	Notifications exist of each type of notification that can be recovered for the requesting service provider.  If the “range/list” version of the notifications is being recovered, there must be notifications for each type that use both the “list-data” and “range-data”.  There are a number of notifications to be recovered for both “individual” subscription version notifications and “range/list” subscription version notifications.

	Procedure
	1. SOA sends the lnpNotificationRecovery action to the NPAC SMS Simulator to start notification data download for a specified period of time.

2. NPAC SMS Simulator responds with an M-ACTION lnpNotificationRecovery response using linked replies.

3. In the case of no objects, the NPAC SMS Simulator responds with a no data selected response.

4. In the case where the number of objects is less than or equal to the associated Blocking Factor, the NPAC SMS Simulator responds with a single non-linked response.

5. In the case where the number of objects is greater than the associated Blocking Factor, the NPAC SMS Simulator responds with two or more linked replies, followed by an empty non-linked response.

	Expected Results
	SOA sends the M-ACTION and receives action response using linked replies with the notification data.


1.1.5 
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This test case 1.1.5, (MOC.SOA.INV.ACT.LINK.lnpNotificationRecovery) is a duplicate of 11.1.8 (MOC.SOA.INV.ACT.lnpNotificationRecovery).  Delete this one and make 11.1.8 a required test case for R3.2.  Since it is an error scenario, the tested functionality handles non-linked response.

1.1.6 MOC.LSMS.CAP.ACT.LINK.lnpNetwork.lnpDownload

	Purpose
	To test the LSMS's ability to download the serviceProvNPA-NXX, serviceProvNPA-NXX-X (optional data recovered by EDR Service Providers), and serviceProvLRN objects instantiated on the NPAC SMS Simulator and receive them using linked replies.  This will be accomplished by the LSMS issuing the confirmed M-ACTION request for lnpDownload via the lnpNetwork object and subsequently handling the NPAC SMS Simulator M-ACTION response(s).

This test case must be executed three times, once for no objects (a no data selected response will be returned), once where the number of objects is less than or equal to the associated Blocking Factor (a single non-linked response will be returned), and once where the number of objects is greater than the associated Blocking Factor (two or more linked replies will be returned, followed by an empty non-linked response at the end).

	Severity
	C

	Severity Explanation
	This test case must be executed if the LSMS is to support network data recovery using linked replies.

	Prerequisites
	Network data to be recovered exists.  The data to be recovered includes data to be added, modified, or deleted for each type of network data to be recovered.

	Procedure
	1. LSMS sends an lnpDownload M-ACTION request with criteria as supported by the product.

2. NPAC SMS Simulator responds with an lnpDownload M-ACTION response using linked replies.

3. In the case of no objects, the NPAC SMS Simulator responds with a no data selected response.

4. In the case where the number of objects is less than or equal to the associated Blocking Factor, the NPAC SMS Simulator responds with a single non-linked response.

5. In the case where the number of objects is greater than the associated Blocking Factor, the NPAC SMS Simulator responds with two or more linked replies, followed by an empty non-linked response.

	Expected Results


	The LSMS sends a valid M-ACTION request and receives the NPAC SMS Simulator M-ACTION response properly using linked replies.


1.1.7 
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This test case, 1.1.7, (MOC.LSMS.INV.ACT.LINK.lnpNetwork.lnpDownload) is a duplicate of 13.4.4 (MOC.LSMS.INV.ACT.lnpNetwork.lnpDownload).  Delete this one and make 13.4.4 a required test case for R3.2.  Since it is an error scenario, the tested functionality handles non-linked response.

1.1.8 MOC.LSMS.CAP.ACT.LINK.lnpSubscriptions.lnpDownload

	Purpose
	To test the LSMS's ability to download the subscriptionVersionNPAC objects instantiated on the NPAC SMS Simulator when the LSMS supports linked replies. This will be accomplished by the LSMS issuing the confirmed M-ACTION request for lnpDownload via the lnpSubscription object and subsequently handling the NPAC SMS Simulator M-ACTION response(s).

This test case must be executed three times, once for no objects (a no data selected response will be returned), once where the number of objects is less than or equal to the associated Blocking Factor (a single non-linked response will be returned), and once where the number of objects is greater than the associated Blocking Factor (two or more linked replies will be returned, followed by an empty non-linked response at the end).

	Severity
	C

	Severity Explanation
	This test case must be executed if the LSMS supports subscription data recovery using linked replies.

	Prerequisites
	A lnpSubscriptions managed object instance has been inherently created.

	Procedure
	1. LSMS sends a valid lnpDownload M-ACTION request.

2. NPAC SMS Simulator responds with a successful M-ACTION response using linked replies.

3. In the case of no objects, the NPAC SMS Simulator responds with a no data selected response.

4. In the case where the number of objects is less than or equal to the associated Blocking Factor, the NPAC SMS Simulator responds with a single non-linked response.

5. In the case where the number of objects is greater than the associated Blocking Factor, the NPAC SMS Simulator responds with two or more linked replies, followed by an empty non-linked response.

	Expected Results
	The LSMS sends a valid M-ACTION request, and receives the NPAC SMS Simulator's M-ACTION response properly using linked replies.


1.1.9 MOC.LSMS.INV.ACT.LINK.lnpSubscriptions.lnpDownload

	Purpose
	To test the LSMS's ability to handle an error response for the lnpDownload action when the LSMS supports linked replies.

	Severity
	C

	Severity Explanation
	This test case must be executed if the LSMS supports subscription data recovery using linked replies.

	Prerequisites
	

	Procedure
	1. LSMS sends an lnpDownload M-ACTION request for subscription data with criteria as supported by the product.

2. NPAC SMS Simulator responds with error status ‘failed’.

	Expected Results
	The LSMS will correctly handle the error response received from the NPAC SMS Simulator.


1.1.10 
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This test case, 1.1.3, (MOC.SOA.VAL.LINK.lnpDownload-NPA-NXX-X) should be part of the general recovery test case (MOC.LSMS.CAP.ACT.LINK.lnpNetwork.lnpDownload).  It is optional functionality that is specific only to EDR Service Providers.  Delete this test case.
1.1.11 MOC.LSMS.VAL.LINK.lnpDownload-NumberPoolBlock

	Purpose
	Verify the LSMS’s ability to issue the lnpDownload action for numberPoolBlock data when the LSMS supports linked replies.
This test case must be executed three times, once for no objects (a no data selected response will be returned), once where the number of objects is less than or equal to the associated Blocking Factor (a single non-linked response will be returned), and once where the number of objects is greater than the associated Blocking Factor (two or more linked replies will be returned, followed by an empty non-linked response at the end).

	Severity
	C

	Severity Explanation
	Required if LSMS will be supporting numberPoolBlock data using linked replies.

	Prerequisites
	NumberPoolBlock objects exist on the NPAC SMS Simulator.

	Procedure
	1. LSMS issues a valid lnpDownload M-ACTION request for all or specific numberPoolBlock objects.

2. NPAC SMS Simulator responds with a successful M-ACTION response using linked replies containing the requested data.

3. In the case of no objects, the NPAC SMS Simulator responds with a no data selected response.

4. In the case where the number of objects is less than or equal to the associated Blocking Factor, the NPAC SMS Simulator responds with a single non-linked response.

5. In the case where the number of objects is greater than the associated Blocking Factor, the NPAC SMS Simulator responds with two or more linked replies, followed by an empty non-linked response.

	Expected Results
	LSMS issues a valid M-ACTION request and receives the data successfully using linked replies from the NPAC SMS Simulator.


1.1.12 MOC.LSMS.CAP.ACT.LINK.lnpNotificationRecovery

	Purpose
	Verify LSMS can successfully process the lnpNotificationRecovery action when the LSMS supports linked replies.

This test case must be executed three times, once for no objects (a no data selected response will be returned), once where the number of objects is less than or equal to the associated Blocking Factor (a single non-linked response will be returned), and once where the number of objects is greater than the associated Blocking Factor (two or more linked replies will be returned, followed by an empty non-linked response at the end).

	Severity
	C

	Severity Explanation
	This test case must be executed if the service provider LSMS supports notification recovery using linked replies.



	Prerequisites
	Notifications exist of each type of notification that can be recovered for the requesting service provider.  There are a number of notifications to be recovered for “individual” subscription version notifications.

	Procedure
	1. LSMS sends the lnpNotificationRecovery action to the NPAC SMS Simulator to start notification data download for a specified period of time.

2. NPAC SMS Simulator responds with an M-ACTION lnpNotificationRecovery response using linked replies.

3. In the case of no objects, the NPAC SMS Simulator responds with a no data selected response.

4. In the case where the number of objects is less than or equal to the associated Blocking Factor, the NPAC SMS Simulator responds with a single non-linked response.

5. In the case where the number of objects is greater than the associated Blocking Factor, the NPAC SMS Simulator responds with two or more linked replies, followed by an empty non-linked response.

	Expected Results
	LSMS sends the M-ACTION and receives action response using linked replies with the notification data.


1.1.13 
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This test case, 1.1.13, (MOC.LSMS.INV.ACT.LINK.lnpNotificationRecovery) is a duplicate of 13.1.10 (MOC.LSMS.INV.ACT.lnpNotificationRecovery).  Delete this one and make 13.1.10 a required test case for R3.2.  Since it is an error scenario, the tested functionality handles non-linked response.

1.1.14 MOC.SOA.INV.ACT.LINK.CRIT.TOO.LARGE.lnpNetwork.lnpDownload

	Purpose
	To test the SOA 's ability to handle a criteria-too-large error response for the lnpDownload action when the SOA supports linked replies.

	Severity
	C

	Severity Explanation
	This test case must be executed if the SOA supports network data recovery using linked replies.

	Prerequisites
	

	Procedure
	3. SOA sends an lnpDownload M-ACTION request for network data with criteria as supported by the product.

4. NPAC SMS Simulator responds with error status ‘criteria-too-large’.

	Expected Results
	The SOA will correctly handle the error response received from the NPAC SMS Simulator.


1.1.15 MOC.SOA.INV.ACT.LINK.CRIT.TOO.LARGE.lnpNotificationRecovery

	Purpose
	Verify SOA can successfully process a criteria-too-large error response to the lnpNotificationRecovery action when the SOA supports linked replies.

	Severity
	C

	Severity Explanation
	This test case must be executed if the service provider SOA supports notification recovery using linked replies.

	Prerequisites
	

	Procedure
	3. SOA sends the lnpNotificationRecovery action to the NPAC SMS Simulator to start notification data download for a specified period of time.

4. NPAC SMS Simulator responds with error status ‘criteria-too-large’.

	Expected Results
	SOA sends the M-ACTION request and receives the action response with the error successfully.


1.1.16 MOC.LSMS.INV.ACT.LINK.CRIT.TOO.LARGE.lnpNetwork.lnpDownload

	Purpose
	To test the LSMS's ability to handle a criteria-too-large error response for the lnpDownload action when the LSMS supports linked replies.

	Severity
	C

	Severity Explanation
	This test case must be executed if the LSMS supports network data recovery using linked replies.

	Prerequisites
	

	Procedure
	1. LSMS sends an lnpDownload M-ACTION request for network data with criteria as supported by the product.

2. NPAC SMS Simulator responds with error status ‘criteria-too-large’.

	Expected Results
	The LSMS will correctly handle the error response received from the NPAC SMS Simulator.


1.1.17 MOC.LSMS.INV.ACT.LINK.CRIT.TOO.LARGE.lnpNotificationRecovery

	Purpose
	Verify LSMS can successfully process a criteria-too-large error response to the lnpNotificationRecovery action when the LSMS supports linked replies.

	Severity
	C

	Severity Explanation
	This test case must be executed if the service provider LSMS supports notification recovery using linked replies.

	Prerequisites
	

	Procedure
	1. LSMS sends the lnpNotificationRecovery action to the NPAC SMS Simulator to start notification data download for a specified period of time.

2. NPAC SMS Simulator responds with error status ‘criteria-too-large’.

	Expected Results
	LSMS sends the M-ACTION request and receives the action response with the error successfully.


1.1.18 MOC.LSMS.INV.ACT.LINK.CRIT.TOO.LARGE.lnpSubscriptions.lnpDownload

	Purpose
	Verify LSMS can successfully process a criteria-too-large error response to the lnpDownload action for subscription data when the LSMS supports linked replies.

	Severity
	C

	Severity Explanation
	This test case must be executed if the service provider LSMS supports subscription data recovery using linked replies.

	Prerequisites
	

	Procedure
	1. LSMS sends the lnpDownload action for subscription data to the NPAC SMS Simulator to start subscription data download for a specified period of time.

2. NPAC SMS Simulator responds with error status ‘criteria-too-large’.

	Expected Results
	LSMS sends the M-ACTION request and receives the action response with the error successfully.


1.2 NANC 218

1.2.1 MOC.SOA.CAP.ACT.CONFLICT.subscriptionVersionOldSP-Create-Initial

	Purpose
	To test the SOA’s ability to do the initial create with an authorization set to FALSE of a subscriptionVersionNPAC object, as the old service provider, and the subsequent objectCreationNotification that contains the conflict timestamp.  This test case must be executed twice if a SOA is supporting both “individual” and “range/list” notifications.

	Severity
	C

	Severity Explanation
	This test case must be executed if the service provider SOA supports an old service provider create with authorization set to FALSE.

	Prerequisites
	An lnpSubscriptions managed object instance has been inherently created. 

	Procedure
	1. SOA issues the M-ACTION subscriptionVersionOldSP-Create action with authorization set to FALSE.

2. NPAC SMS Simulator responds with a successful M-ACTION reply.

3. NPAC SMS Simulator issues the objectCreation or subscriptionVersionRangeObjectCreation M-EVENT-REPORT that contains the conflict timestamp.

4. SOA confirms the M-EVENT-REPORT.

	Expected Results
	The SOA sends a valid M-ACTION request and receives the NPAC SMS Simulator's M-ACTION response and M-EVENT-REPORT properly that contains the conflict timestamp.


1.2.2 MOC.SOA.CAP.ACT.CONFLICT.subscriptionVersionOldSP-Create-Second

	Purpose
	To test the SOA’s ability to do the second create of a subscriptionVersionNPAC object with an authorization set to FALSE, as the old service provider, and the subsequent attributeValueChange that contains the conflict timestamp.  This test case must be executed twice if a SOA is supporting both “individual” and “range/list” notifications.

	Severity
	C

	Severity Explanation
	This test case must be executed if the service provider SOA supports an old service provider create with authorization set to FALSE.

	Prerequisites
	MOC.SOA.CAP.ACT.subscriptionVersionNewSP-Create-Initial 

	Procedure
	1. SOA issues the M-ACTION subscriptionVersionOldSP-Create action with authorization set to FALSE.

2. NPAC SMS Simulator responds with a successful M-ACTION reply.

3. NPAC SMS Simulator issues the attributeValueChange or subscriptionVersionRangeAttributeValueChange M-EVENT-REPORT that contains the conflict timestamp.

4. SOA confirms the M-EVENT-REPORT.

	Expected Results
	The SOA sends a valid M-ACTION request and receives the NPAC SMS Simulator's M-ACTION response and M-EVENT-REPORT properly that contains the conflict timestamp.


1.2.3 
	
	

	
	

	
	

	
	

	
	1. 
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This test case, 1.2.3, (MOC.SOA.CAP.ACT.CONFLICT.subscriptionVersionModify) is the same as the previous test case from a MOC perspective (MOC.SOA.CAP.ACT.CONFLICT.subscriptionVersionOld SP-Create-Second).  Delete this test case.
1.2.4 MOC.SOA.CAP.NOT.RANGE.CONFLICT.subscriptionVersionRangeObjectCreation

	Purpose
	To test the SOA’s ability to accept a subscriptionVersionRangeObjectCreation M-EVENT-REPORT, including the conflict timestamp.

	Severity
	C

	Severity Explanation
	Required if SOA will be supporting the subscriptionVersionRangeObjectCreation notification.

	Prerequisites
	A lnpSubscriptions managed object instance has been inherently created.

	Procedure
	1. NPAC SMS Simulator issues the subscriptionVersionRangeObjectCreation M-EVENT-REPORT for 1 or more subscription versions with consecutive TNs and subscription version Ids, along with the conflict timestamp.

2. SOA confirms the M-EVENT-REPORT.

	Expected Results
	The SOA receives the NPAC SMS Simulator's M-EVENT-REPORT that contains the conflict timestamp and acknowledges it correctly.


1.2.5 MOC.SOA.CAP.NOT.RANGE.CONFLICT.subscriptionVersionRangeAttributeValueChange

	Purpose
	To test the SOA’s ability to accept a subscriptionVersionRangeAttributeValueChange M-EVENT-REPORT, including the conflict timestamp.

	Severity
	C

	Severity Explanation
	Required if SOA will be supporting the subscriptionVersionRangeAttributeValueChange M-EVENT-REPORT.

	Prerequisites
	The service provider SOA has issued a subscriptionVersionNewSP-Create action and created 1 or more ‘pending’ subscription versions on the NPAC SMS Simulator.

	Procedure
	1. NPAC SMS Simulator issues the subscriptionVersionRangeAttributeValueChange M-EVENT-REPORT, simulating the Old Service Provider create, for 1 or more ‘pending’ subscription versions with consecutive TNs and subscription version Ids, with authorization set to FALSE, along with the conflict timestamp.

2. SOA confirms the M-EVENT-REPORT.

	Expected Results
	The SOA receives the NPAC SMS Simulator's M-EVENT-REPORT that contains the conflict timestamp and acknowledges it correctly.


1.2.6 MOC.SOA.CAP.NOT.LIST.CONFLICT.subscriptionVersionRangeObjectCreation 

	Purpose
	To test the SOA’s ability to accept a subscriptionVersionRangeObjectCreation M-EVENT-REPORT, including the conflict timestamp.

	Severity
	C

	Severity Explanation
	Required if SOA will be supporting the subscriptionVersionRangeObjectCreation notification.

	Prerequisites
	An lnpSubscriptions managed object instance has been inherently created.

	Procedure
	1. NPAC SMS Simulator issues the subscriptionVersionRangeObjectCreation M-EVENT-REPORT for 2 or more subscription versions with consecutive TNs and non-consecutive subscription version Ids, with authorization set to FALSE, along with the conflict timestamp.

2. SOA confirms the M-EVENT-REPORT.

	Expected Results
	The SOA receives the NPAC SMS Simulator's M-EVENT-REPORT that contains the conflict timestamp and acknowledges it correctly.


1.2.7 MOC.SOA.CAP.NOT.LIST.CONFLICT.subscriptionVersionRangeAttributeValueChange

	Purpose
	To test the SOA’s ability to accept a subscriptionVersionRangeAttributeValueChange M-EVENT-REPORT, including the conflict timestamp.

	Severity
	C

	Severity Explanation
	Required if SOA will be supporting the subscriptionVersionRangeAttributeValueChange M-EVENT-REPORT.

	Prerequisites
	The service provider SOA has issued a subscriptionVersionNewSP-Create action and created 2 or more  ‘pending’ subscription versions on the NPAC SMS Simulator with consecutive TNs and non-consecutive subscription version Ids.

	Procedure
	1. NPAC SMS Simulator issues the subscriptionVersionRangeRangeAttributeValueChange M-EVENT-REPORT, simulating the Old Service Provider, with authorization set to FALSE, along with the conflict timestamp.

2. SOA confirms the M-EVENT-REPORT for 2 or more subscription versions with consecutive TNs and non-consecutive subscription version Ids.

	Expected Results
	The SOA receives the NPAC SMS Simulator's M-EVENT-REPORT that contains the conflict timestamp and acknowledges it correctly.


1.3 NANC 230

1.3.1 MOC.SOA.CAP.ACT.PTOLISP.subscriptionVersionNewSP-Create-Initial

	Purpose
	To test the SOA’s ability to do the initial create of a port-to-original intra-port subscriptionVersionNPAC object as the new service provider. This test case must be executed twice if a SOA is supporting both “individual” and “range/list” notifications.

	Severity
	C

	Severity Explanation
	Required if SOA will be supporting a PTO LISP.

	Prerequisites
	An lnpSubscriptions managed object instance has been inherently created.

	Procedure
	1. SOA issues the M-ACTION subscriptionVersionNewSP-Create action for a PTO LISP port.

2. NPAC SMS Simulator responds with a successful M-ACTION reply.

3. NPAC SMS Simulator issues the objectCreation or subscriptionVersionRangeObjectCreation M-EVENT-REPORT.

4. SOA confirms the M-EVENT-REPORT.

	Expected Results
	The SOA sends a valid M-ACTION request for a PTO LISP port, and receives the NPAC SMS Simulator's M-ACTION response and M-EVENT-REPORT properly.


1.3.2 
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This test case, 1.3.2, (MOC.SOA.INV.ACT.PTOLISP.subscriptionVersionNewSP-Create) is a duplicate of 11.4.16 (MOC.SOA.INV.ACT.subscriptionVersionNewSP-Create).  Delete this one and make 11.4.16 a required test case for R3.2.
1.3.3 MOC.SOA.CAP.NOT.RANGE.PTOLISP.subscriptionVersionRangeObjectCreation

	Purpose
	To test the SOA’s ability to accept a subscriptionVersionRangeObjectCreation M-EVENT-REPORT, for a PTO LISP port.

	Severity
	C

	Severity Explanation
	Required if SOA will be supporting a PTO LISP port.

	Prerequisites
	An lnpSubscriptions managed object instance has been inherently created.

	Procedure
	1. NPAC SMS Simulator issues the subscriptionVersionRangeObjectCreation M-EVENT-REPORT for 1 or more subscription versions with consecutive TNs and subscription version Id for a PTO LISP port.

2. SOA confirms the M-EVENT-REPORT.

	Expected Results
	The SOA receives the NPAC SMS Simulator's M-EVENT-REPORT for a PTO LISP port and acknowledges it correctly.


1.3.4 MOC.SOA.CAP.NOT.LIST.PTOLISP.subscriptionVersionRangeObjectCreation

	Purpose
	To test the SOA’s ability to accept a subscriptionVersionRangeObjectCreation M-EVENT-REPORT, for a PTO LISP port.

	Severity
	C

	Severity Explanation
	Required if SOA will be supporting a PTO LISP port.

	Prerequisites
	An lnpSubscriptions managed object instance has been inherently created.

	Procedure
	1. NPAC SMS Simulator issues the subscriptionVersionRangeObjectCreation M-EVENT-REPORT for 2 or more subscription versions with consecutive TNs and non-consecutive subscription version Ids for a PTO LISP port.

2. SOA confirms the M-EVENT-REPORT.

	Expected Results
	The SOA receives the NPAC SMS Simulator's M-EVENT-REPORT for a PTO LISP port and acknowledges it correctly.


1.3.5 
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This test case, 1.3.5, (MOC.SOA.INV.NOT.RANGE.PTOLISP.subscriptionVersionRangeObject Creation) is a duplicate of 11.4.47 (MOC.SOA.INV.NOT.RANGE.subscriptionVersionRangeObjectCreation).  Delete this one and make 11.4.47 a required test case for R3.2.
1.4 NANC 249

1.4.1 MOC.SOA.CAP.ACT.DISCONPEND.subscriptionVersionModify

	Purpose
	To test the SOA’s ability to modify a disconnect-pending subscription version.

	Severity
	C

	Severity Explanation
	Required if SOA will be supporting the subscriptionVersionModify notification of a disconnect-pending port.

	Prerequisites
	

	Procedure
	1. SOA issues a valid subscriptionVersionModify M-ACTION and specifies either the subscriptionVersionId or subscriptionVersionTN and status, along with the Customer Disconnect Date, and optionally the Effective Release Date.

2. NPAC SMS Simulator responds with a successful M-ACTION response.

	Expected Results
	The SOA issues a valid M-ACTION request and receives the NPAC SMS Simulator's M-ACTION response and M-EVENT-REPORT properly.


1.4.2 
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This test case, 1.4.2, (MOC.SOA.INV.ACT.DISCONPEND.subscriptionVersionModify) is a duplicate of 11.4.19 (MOC.SOA.INV.ACT.subscriptionVersionModify).  Delete this one and make 11.4.19 a required test case for R3.2.
1.5 NANC 319

1.5.1 
	
	

	
	

	
	

	
	

	
	1. 
2. 

	
	


This test case, 1.5.1, (MOC.SOA.INV.CRE.LATA.serviceProvNPA-NXX) is a duplicate of 11.10.6 (MOC.SOA.INV.CRE.serviceProvNPA-NXX).  Delete this one and make 11.10.6 a required test case for R3.2.
1.5.2 
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This test case, 1.5.2, (MOC.SOA.INV.CRE.LATA.serviceProvLRN) is a duplicate of 11.11.6 (MOC.SOA.INV.CRE.serviceProvLRN).  Delete this one and make 11.11.6 a required test case for R3.2.
1.5.3 MOC.LSMS.INV.CRE.LATA.serviceProvNPA-NXX

	Purpose
	To test the LSMS’s ability to handle the M-CREATE error response for a previously initiated and valid M-CREATE request for a serviceProvNPA-NXX, when that NPA-NXX does NOT have a corresponding entry in the NPAC’s LATA ID lookup table.

	Severity
	C

	Severity Explanation
	Must be performed if prerequisite is performed.

	Prerequisites
	MOC.LSMS.VAL.CRE.AUTO.serviceProvNPA-NXX

	Procedure
	3. LSMS issues an M-CREATE request for the serviceProvNPA-NXX object.

4. NPAC SMS Simulator responds with a processing failure error.

	Expected Results
	The LSMS correctly handles the error response from the NPAC SMS Simulator.


1.5.4 MOC.LSMS.INV.CRE.LATA.serviceProvLRN

	Purpose
	To test the LSMS’s ability to handle the M-CREATE error response for a previously initiated and valid M-CREATE request for a serviceProvLRN, when the first 6-digits (NPA-NXX) of that LRN does NOT have acorresponding entry in the NPAC’s LATA ID lookup table.

	Severity
	C

	Severity Explanation
	Must be performed if prerequisite is performed.

	Prerequisites
	MOC.LSMS.VAL.CRE.AUTO.serviceProvLRN

	Procedure
	3. LSMS issues a valid M-CREATE request a serviceProvLRN.

4. NPAC SMS Simulator responds with a processing failure error.

	Expected Results
	The LSMS correctly handles the error response from the NPAC SMS Simulator.


2 A2A Test Cases

2.1 NANC 187

For each test case related to NANC 187, Blocking Factors should be set to the maximum allowable number to verify that all systems are capable of supporting the maximum amount.

2.1.1 A2A.SOA.VAL.MISC.ACTION.LINK.resync

	Purpose
	Verify SOA can process resynchronization updates from NPAC SMS Simulator using linked replies.  This test case must be executed twice if a SOA is supporting both “individual” and “range/list” notifications.

	Severity
	C

	Severity Explanation
	Required if a SOA is to support network and/or notification data recovery using linked replies.

	Prerequisites
	Network and notification data exist to recover.

	Procedure
	1. SOA established association with NPAC SMS Simulator, with resynchronization flag on.

2. SOA, if supporting network data recovery, sends the lnpDownload action request to NPAC SMS Simulator to start network data download for a specified period of time.

3. NPAC SMS Simulator responds with network data updates using linked replies.

4. In the case of no objects, the NPAC SMS Simulator responds with a no data selected response.

5. In the case where the number of objects is less than or equal to the associated Blocking Factor, the NPAC SMS Simulator responds with a single non-linked response.

6. In the case where the number of objects is greater than the associated Blocking Factor, the NPAC SMS Simulator responds with two or more linked replies, followed by an empty non-linked response.

7. SOA, if supporting notification data recovery, sends the lnpNotificationRecovery action request to NPAC SMS Simulator to start notification data download for a specified period of time.

8. NPAC SMS Simulator responds with notification updates using linked replies.

9. In the case of no objects, the NPAC SMS Simulator responds with a no data selected response.

10. In the case where the number of objects is less than or equal to the associated Blocking Factor, the NPAC SMS Simulator responds with a single non-linked response.

11. In the case where the number of objects is greater than the associated Blocking Factor, the NPAC SMS Simulator responds with two or more linked replies, followed by an empty non-linked response.

12. SOA sends action request to NPAC SMS Simulator to set the resynchronization flag off.

13. NPAC SMS Simulator sends the action response.

	Expected Results
	SOA associates in recovery mode, issues data download and/or notification recovery actions, and receives action responses containing network and/or notification data updates using linked replies.  Test case must be executed twice for each type of recovery if both recovery requests cannot be issued sequentially.


2.1.2 A2A.SOA.INV.MISC.ACTION.LINK.resync

	Purpose
	Verify SOA can process resynchronization update errors from NPAC SMS Simulator.

The purpose of this scenario is to test the behavior of the SOA under the following conditions with the SOA having established association with NPAC SMS Simulator, with resynchronization flag on, when the SOA supports linked replies:

1. SOA, if supporting network data, sends the lnpDownload action request to start network data download for a specified period of time and the NPAC SMS Simulator responds with criteria-too-large error.

2. SOA, if supporting notification data recovery, sends the lnpNotificationRecovery action request to NPAC SMS Simulator to start notification data download for a specified period of time and the NPAC SMS Simulator responds with criteria-too-large error.

The procedure and behavior responses for this scenario should be agreed upon between the test engineer and vendor.

	Severity
	C

	Severity Explanation
	Required if a SOA is to support network and/or notification data recovery using linked replies.

	Prerequisites
	Network and notification data exists to be recovered.

	Procedure
	To be determined by vendor and test engineer.

Note: This test case may need to be executed more than once to complete the testing requirements.

	Expected Results
	SOA associates in recovery mode, issues data download and/or notification recovery actions, and receives action and handles error conditions. 


2.1.3 A2A.SOA.VAL.MISC.ACTION.LINK.ASSOCSP.resync

	Purpose
	Verify SOA can process resynchronization updates from NPAC SMS Simulator using linked replies for an associated service provider.  This test case must be executed twice if a SOA is supporting both “individual” and “range/list” notifications.

	Severity
	C

	Severity Explanation
	Required if a SOA is to support network and/or notification data recovery using linked replies for an associated service provider.

	Prerequisites
	Network and notification data exist to recover for the associated service provider.

	Procedure
	1. SOA established association with NPAC SMS Simulator, with resynchronization flag on.

2. SOA, if supporting network data recovery, sends the lnpDownload action request to NPAC SMS Simulator to start network data download at a specified period of time for the associated service provider.

3. NPAC SMS Simulator responds with network data updates using linked replies.

4. In the case of no objects, the NPAC SMS Simulator responds with a no data selected response.

5. In the case where the number of objects is less than or equal to the associated Blocking Factor, the NPAC SMS Simulator responds with a single non-linked response.

6. In the case where the number of objects is greater than the associated Blocking Factor, the NPAC SMS Simulator responds with two or more linked replies, followed by an empty non-linked response.

7. SOA, if supporting notification data recovery, sends the lnpNotificationRecovery action request to NPAC SMS Simulator to start notification data download for a specified period of time for the associated service provider.

8. NPAC SMS Simulator responds with notification updates using linked replies.

9. In the case of no objects, the NPAC SMS Simulator responds with a no data selected response.

10. In the case where the number of objects is less than or equal to the associated Blocking Factor, the NPAC SMS Simulator responds with a single non-linked response.

11. In the case where the number of objects is greater than the associated Blocking Factor, the NPAC SMS Simulator responds with two or more linked replies, followed by an empty non-linked response.

12. SOA sends the lnpRecoveryComplete action request to the NPAC SMS Simulator to set the resynchronization flag off.

13. NPAC SMS Simulator responds to the action.

	Expected Results
	SOA associates in recovery mode, issues data download and notification recovery actions, and receives action responses containing network and notification data updates using linked replies for the associated service.  Test case must be executed twice for each type of recovery if both recovery requests cannot be issued sequentially.


2.1.4 
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This test case, 2.1.4, (A2A.SOA.VAL.MISC.ACTION.LINK.resync_3_1) covers the same functionality as 2.1.1 (A2A.SOA.VAL.MISC.ACTION.LINK.resync).  Delete this test case.

2.1.5 A2A.LSMS.VAL.MISC.ACTION.LINK.resync

	Purpose
	Verify LSMS can process resynchronization updates from NPAC SMS Simulator using linked replies.

	Severity
	C

	Severity Explanation
	Required if a LSMS is to support notification data recovery using linked replies.

	Prerequisites
	Network, subscription, and notification data exist to recover.

Test case must be executed independently for each type of recovery supported if the recovery requests can not be issued sequentially.

	Procedure
	1. LSMS established association with NPAC SMS Simulator, with resynchronization flag on.

2. LSMS, if supported, sends the lnpDownload action request to NPAC SMS Simulator to start network data download at a specified period of time.

3. NPAC SMS Simulator responds with network data updates using linked replies.

4. In the case of no objects, the NPAC SMS Simulator responds with a no data selected response.

5. In the case where the number of objects is less than or equal to the associated Blocking Factor, the NPAC SMS Simulator responds with a single non-linked response.

6. In the case where the number of objects is greater than the associated Blocking Factor, the NPAC SMS Simulator responds with two or more linked replies, followed by an empty non-linked response.

7. LSMS, if supported, sends the lnpDownload action request to NPAC SMS Simulator to start subscription data download for a specified period of time.

8. NPAC SMS Simulator responds with subscription data updates using linked replies.

9. In the case of no objects, the NPAC SMS Simulator responds with a no data selected response.

10. In the case where the number of objects is less than or equal to the associated Blocking Factor, the NPAC SMS Simulator responds with a single non-linked response.

11. In the case where the number of objects is greater than the associated Blocking Factor, the NPAC SMS Simulator responds with two or more linked replies, followed by an empty non-linked response.

12. LSMS, if supported, sends the lnpDownload action request to NPAC SMS Simulator to start number pool block data download for a specified period of time.

13. NPAC SMS Simulator responds with number pool block updates using linked replies.

14. In the case of no objects, the NPAC SMS Simulator responds with a no data selected response.

15. In the case where the number of objects is less than or equal to the associated Blocking Factor, the NPAC SMS Simulator responds with a single non-linked response.

16. In the case where the number of objects is greater than the associated Blocking Factor, the NPAC SMS Simulator responds with two or more linked replies, followed by an empty non-linked response.

17. LSMS, if supported, sends the lnpNotificationRecovery action request to NPAC SMS Simulator to start notification data download for a specified period of time.

18. 
19. 


	Procedure (con’t)
	20. NPAC SMS Simulator responds with notification data updates using linked replies.

21. In the case of no objects, the NPAC SMS Simulator responds with a no data selected response.

22. In the case where the number of objects is less than or equal to the associated Blocking Factor, the NPAC SMS Simulator responds with a single non-linked response.

23. In the case where the number of objects is greater than the associated Blocking Factor, the NPAC SMS Simulator responds with two or more linked replies, followed by an empty non-linked response.

24. LSMS sends the lnpRecoveryComplete action request to NPAC to set resynchronization flag off.

25. NPAC SMS Simulator responds to the action.

	Expected Results
	LSMS associates in recovery mode, issues data download and notification recovery actions, and receives action responses containing network, subscription and notification data updates using linked replies, and takes appropriate action to update its databases.


2.1.6 
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This test case, 2.1.6, (A2A.LSMS.INV.MISC.ACTION.LINK.resync) is a duplicate of 16.15.5 (A2A.LSMS.INV.MISC.ACTION.resync).  Delete this one and make 11.15.5 a required test case for R3.2.  Since it is an error scenario, the tested functionality handles non-linked response.
2.2 NANC 218

2.2.1 
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This test case, 2.2.1, (A2A.SOA.CAP.OP.SET.PEND.CONMFLICT.subscriptionVersion) is not needed, since the functionality is covered in the existing test cases below.
2.2.2 A2A.NSOA.VAL.CREATE.CONFLICT.SubscriptionVersion

Existing Test Case, verify conflict timestamp is sent in attribute value change notification.

2.2.3 A2A.OSOA.VAL.CREATE.CONFLICT.SubscriptionVersion

Existing Test Case, verify conflict timestamp is sent in attribute value change notification.

2.2.4 A2A.NSOA.INV.CANCEL.CONFLICT.SubscriptionVersion

Existing Test Case, verify conflict timestamp is sent in attribute value change notification.

2.2.5 A2A.OSOA.INV.CANCEL.CONFLICT.SubscriptionVersion

Existing Test Case, verify conflict timestamp is sent in attribute value change notification.

2.2.6 A2A.OSOA.VAL.MODIFY.PEND.subscriptionVersion

Existing Test Case, verify conflict timestamp is sent in attribute value change notification.

2.3 NANC 230

2.3.1 A2A.DONORSOA.VAL.PORT-TO-ORIG.PTOLISP.SubscriptionVersion

	Purpose
	To verify a New Service Provider SOA (Donor SOA) can perform a port-to-original of an intra-service provider port.  The Old Service Provider SOA is simulated.  This test case must be executed twice if a SOA is supporting both “individual” and “range/list” notifications.

	Severity
	C

	Severity Explanation
	Test case must be executed if a Donor SOA is to support subscription version PTO of intra-service provider port.

	Prerequisites
	All subscription version create, activate and disconnect test cases.

	Procedure
	1. The New Service Provider SOA (Donor SOA) issues the subscriptionVersionCreate action specifying a port-to-original by setting the subscriptionPortingToOriginal-Service ProviderSwitch attribute to ‘true’, and LNP Type of LISP.

2. The NPAC SMS Simulator locally creates the ‘pending’ subscription version, responds to the M-ACTION and issues the objectCreation or subscriptionVersionRangeObjectCreation notification.

3. The SOA (Donor SOA) confirms the objectCreation notification sent by the NPAC SMS Simulator.

4. The SOA (Donor SOA) issues the M-ACTION subscriptionVersionActivate for the newly created and ‘pending’ subscriptionVersionNPAC instance.

5. The NPAC SMS Simulator locally sets the subscriptionVersionStatus of the ‘pending’ instance to ‘sending’, and responds to the M-ACTION.

6. The NPAC SMS Simulator emulates deleting the version from all the LSMSs, locally sets the subscriptionVersionStatus to ‘old’, and sends the subscriptionVersionStatusAttributeValueChange or subscriptionVersionRangeStatusAttributeValueChange notification to the SOA.

7. The New Service Provider SOA (Donor SOA) confirms the notification.

	Expected Results
	The SOA (Donor SOA) successfully initiates the transaction and handles the subsequent interactions with the NPAC SMS Simulator.  The created subscriptionVersionNPAC instance will have a final status of ‘old’.


2.3.2 A2A.SOA.VAL.PORT-TO-ORIG.ASSOCSP.PTOLISP.SubscriptionVersion

	Purpose
	 To verify that the SOA can, for an associated service provider, create a port-to-original intra-service provider port. This test case must be executed twice if a SOA is supporting both “individual” and “range/list” notifications.

	Severity
	C

	Severity Explanation
	Test case must be executed if a SOA is to support intra-service provider subscription version processing for port-to-original porting.

	Prerequisites
	

	Procedure
	1. The SOA issues the subscriptionVersionCreate action for a port-to-original by setting the subscriptionPortingToOriginal-SPSwitch attribute to TRUE, and LNP Type of LISP.  The SOA handles the M-ACTION response.

2. The NPAC SMS Simulator locally creates the ‘pending’ subscription version and emits the objectCreation or subscriptionVersionRangeObjectCreation notification.

3. The SOA handles the notification sent by the NPAC SMS Simulator, and confirms it.

4. The SOA issues the M-ACTION subscriptionVersionActivate for the newly created and ‘pending’ subscriptionVersionNPAC instance.  The SOA handles the action response message sent by the NPAC simulator.

5. The NPAC SMS Simulator locally sets the subscriptionVersionStatus of the ‘pending’ instance to ‘sending’.

6. The NPAC SMS Simulator emulates deleting that version from all the LSMSs, locally sets the subscriptionVersionStatus to ‘old’, and sends the subscriptionVersionStatusAttributeValueChange or subscriptionVersionRangeStatusAttributeValueChange notification to the SOA for the ‘old’ status.

7. The SOA handles the notification for the ‘old’ Status, and responds with confirmation.

	Expected Results
	The SOA successfully initiates the port to original intra-service provider port and handles the subsequent interactions with the NPAC SMS simulator.


2.4 NANC 249

2.4.1 A2A.SOA.VAL.MODIFY.DISCONPEND.SubscriptionVersion

	Purpose
	To test that a SOA can modify a disconnect pending subscription version.  The LSMSs are simulated.  This test case must be executed twice if a SOA is supporting both “individual” and “range/list” notifications.

	Severity
	C

	Severity Explanation
	Test case must be executed if a SOA is to support subscription version modification of disconnect pending status.

	Prerequisites
	A subscription version had been created, activated, and set to future-dated disconnect.

	Procedure
	1. The SOA issues an M-ACTION subscriptionVersionModify to NPAC SMS Simulator.

2. The NPAC SMS Simulator locally sets the subscriptionVersionNPAC attributes values for the instance to be modified, and responds to the M-ACTION.

3. The NPAC SMS Simulator sends the subscriptionVersionStatusAttributeValueChange or subscriptionVersionRangeStatusAttributeValueChange notification to the SOA.

4. The SOA confirms the notification.

	Expected Results
	The SOA successfully initiate the transaction and handles the subsequent interactions with the NPAC SMS Simulator.  The subscriptionVersionNPAC attributes are modified.


2.4.2 A2A.SOA.INV.MODIFY.DISCONPEND.SubscriptionVersion

	Purpose
	To verify a SOA can handle the error condition for the modification of future-dated disconnect dates, and the subscription version is not updated in response to a modify disconnect pending version scenario.  This test case must be executed twice if a SOA is supporting both “individual” and “range/list” notifications.

	Severity
	C

	Severity Explanation
	Test case must be executed if a SOA is to support subscription version modification of disconnect pending status.

	Prerequisites
	A subscription version had been created, activated, and set to future-dated disconnect.

	Procedure
	1. The SOA issues an M-ACTION subscriptionVersionModify to NPAC SMS Simulator.

2. NPAC SMS Simulator responds with error status ‘failed’.

	Expected Results
	The SOA will correctly handle the error response received from the NPAC SMS Simulator.


2.4.3 A2A.SOA.VAL.MODIFY.TN-RANGE.DISCONPEND.SubscriptionVersion

	Purpose
	Verify a SOA can modify disconnect pending subscription versions on the NPAC SMS Simulator using a TN range.  The LSMSs are simulated.  This test case must be executed twice if a SOA is supporting both “individual” and “range/list” notifications.

	Severity
	C

	Severity Explanation
	SOA must execute if supporting range modifications using the subscriptionVersionModify action.

	Prerequisites
	A2A.SOA.VAL.MODIFY.DISCONPEND.SubscriptionVersion

A range of disconnect pending subscription versions exists.

	Procedure
	1. The SOA issues an M-ACTION subscriptionVersionModify to NPAC SMS Simulator, using a TN-Range.

2. The NPAC SMS Simulator locally sets the subscriptionVersionNPAC attributes values for the instances to be modified, and responds to the M-ACTION. 

3. The NPAC SMS Simulator sends the subscriptionVersionStatusAttributeValueChange or subscriptionVersionRangeStatusAttributeValueChange notification.

4. The SOA confirms the notifications.

	Expected Results
	The SOA successfully initiate the transaction and handles the subsequent interactions with the NPAC SMS Simulator.  The subscriptionVersionNPAC attributes for all the instances in the TN range are modified.


2.4.4 A2A.SOA.INV.MODIFY.TN-RANGE.DISCONPEND.SubscriptionVersion

	Purpose
	To verify a SOA can handle the error condition for the modification of future-dated disconnect dates using a TN range, and the subscription versions are not updated in response to a modify disconnect pending version scenario.  This test case must be executed twice if a SOA is supporting both “individual” and “range/list” notifications.

	Severity
	C

	Severity Explanation
	Test case must be executed if a SOA is to support subscription version modification of disconnect pending status using a TN range.

	Prerequisites
	A range of subscription versions has been created, activated, and set to future-dated disconnect.

	Procedure
	1. The SOA issues an M-ACTION subscriptionVersionModify to NPAC SMS Simulator.

2. NPAC SMS Simulator responds with error status ‘failed’.

	Expected Results
	The SOA will correctly handle the error response received from the NPAC SMS Simulator.


2.4.5 A2A.SOA.VAL.MODIFY.ASSOCSP.DISCONPEND.SubscriptionVersion

	Purpose
	To test that a SOA, for an associated service provider, can modify a disconnect pending subscription version.  This test case must be executed twice if a SOA is supporting both “individual” and “range/list” notifications.

	Severity
	C

	Severity Explanation
	Test case must be executed if a SOA is to support associated service provider subscription version processing for modify of disconnect pending status.

	Prerequisites
	A disconnect pending subscription version exists for the service provider.

	Procedure
	1. The SOA, for an associated service provider, issues an M-ACTION subscriptionVersionModify to NPAC SMS Simulator to modify routing data with an associated service provider is specified in the access control SystemId and handles the action response message from the NPAC SMS Simulator.

2. The NPAC SMS Simulator locally sets the subscriptionVersionNPAC attributes values for the instance to be modified.

3. The NPAC SMS Simulator sends a subscriptionVersionStatusAttributeValueChange or subscriptionVersionRangeStatusAttributeValueChange.

4. The SOA, for an associated service provider, handles the notification sent by the NPAC SMS Simulator for the ‘disconnect pending’ status, and responds with confirmation.

	Expected Results
	The SOA, acting for an associated service provider, successfully initiate the subscriptionVersionModify M-ACTION and handles the subsequent interactions with the NPAC SMS Simulator.


2.4.6 A2A.SOA.INV.MODIFY.ASSOCSP.DISCONPEND.SubscriptionVersion

	Purpose
	To verify a SOA can handle the error condition for the modification of a future-dated disconnect date, for an associated service provider, and the subscription version is not updated in response to a modify disconnect pending version scenario.  This test case must be executed twice if a SOA is supporting both “individual” and “range/list” notifications.

	Severity
	C

	Severity Explanation
	Test case must be executed if a SOA is to support associated service provider subscription version processing for modify of disconnect pending status.

	Prerequisites
	A subscription version had been created, activated, and set to future-dated disconnect.

	Procedure
	1. The SOA, for an associated service provider, issues an M-ACTION subscriptionVersionModify to NPAC SMS Simulator to modify routing data with an associated service provider is specified in the access control SystemId and handles the action response message from the NPAC SMS Simulator.

2. NPAC SMS Simulator responds with error status ‘failed’.

	Expected Results
	The SOA, for an associated service provider, will correctly handle the error response received from the NPAC SMS Simulator.


3 Large, Single PDU Recovery Test Cases

During the 10/31/02 conference call, the following large PDU recovery test cases were discussed as to the benefit of requiring increasing quantities of notifications.  Participants on the call suggested that these should be limited to the current production values, and the maximum number per the tunable.  This will be discussed again during the second review of this document.
3.1 SOA Recovery, Object Creation Notification

3.1.1 A2A.SOA.VAL.MISC.ACTION.resync_500_ocn

	Purpose
	Verify SOA can process resynchronization updates from NPAC SMS Simulator for 500 object creation notifications. This test case must be executed twice if a SOA is supporting both “individual” and “range/list” notifications.

	Severity
	C

	Severity Explanation
	Required if a SOA is to support notification data recovery.

	Prerequisites
	The NPAC SMS Simulator configuration tool is set up to build the required notification data that needs to be recovered.

	Procedure
	1. SOA established association with NPAC SMS Simulator, with resynchronization flag on.

2. SOA, if supporting notification data recovery, sends the lnpNotificationRecovery action request to NPAC SMS Simulator to start notification data download for a specified period of time.

3. NPAC SMS Simulator responds with notification updates.

4. SOA sends action request to NPAC SMS Simulator to set the resynchronization flag off.

5. NPAC SMS Simulator sends the action response.

	Expected Results
	SOA associates in recovery mode, issues notification recovery actions, and receives action responses containing notification data updates.


3.1.2 A2A.SOA.VAL.MISC.ACTION.resync_1000_ocn

	Purpose
	Verify SOA can process resynchronization updates from NPAC SMS Simulator for 1000 object creation notifications. This test case must be executed twice if a SOA is supporting both “individual” and “range/list” notifications.

	Severity
	C

	Severity Explanation
	Required if a SOA is to support notification data recovery.

	Prerequisites
	The NPAC SMS Simulator configuration tool is set up to build the required notification data that needs to be recovered.

	Procedure
	1. SOA established association with NPAC SMS Simulator, with resynchronization flag on.

2. SOA, if supporting notification data recovery, sends the lnpNotificationRecovery action request to NPAC SMS Simulator to start notification data download for a specified period of time.

3. NPAC SMS Simulator responds with notification updates.

4. SOA sends action request to NPAC SMS Simulator to set the resynchronization flag off.

5. NPAC SMS Simulator sends the action response.

	Expected Results
	SOA associates in recovery mode, issues notification recovery actions, and receives action responses containing notification data updates.


3.1.3 A2A.SOA.VAL.MISC.ACTION.resync_2000_ocn

	Purpose
	Verify SOA can process resynchronization updates from NPAC SMS Simulator for 2000 object creation notifications. This test case must be executed twice if a SOA is supporting both “individual” and “range/list” notifications.

	Severity
	C

	Severity Explanation
	Required if a SOA is to support notification data recovery.

	Prerequisites
	The NPAC SMS Simulator configuration tool is set up to build the required notification data that needs to be recovered.

	Procedure
	1. SOA established association with NPAC SMS Simulator, with resynchronization flag on.

2. SOA, if supporting notification data recovery, sends the lnpNotificationRecovery action request to NPAC SMS Simulator to start notification data download for a specified period of time.

3. NPAC SMS Simulator responds with notification updates.

4. SOA sends action request to NPAC SMS Simulator to set the resynchronization flag off.

5. NPAC SMS Simulator sends the action response.

	Expected Results
	SOA associates in recovery mode, issues notification recovery actions, and receives action responses containing notification data updates.


3.2 SOA Recovery, Status Attribute Value Change Notification

3.2.1 A2A.SOA.VAL.MISC.ACTION.resync_1failed_500_savc

	Purpose
	Verify SOA can process resynchronization updates from NPAC SMS Simulator for 500 status attribute value change notifications with one failed SP. This test case must be executed twice if a SOA is supporting both “individual” and “range/list” notifications.

	Severity
	C

	Severity Explanation
	Required if a SOA is to support notification data recovery.

	Prerequisites
	The NPAC SMS Simulator configuration tool is set up to build the required notification data that needs to be recovered.

	Procedure
	1. SOA established association with NPAC SMS Simulator, with resynchronization flag on.

2. SOA, if supporting notification data recovery, sends the lnpNotificationRecovery action request to NPAC SMS Simulator to start notification data download for a specified period of time.

3. NPAC SMS Simulator responds with notification updates.

4. SOA sends action request to NPAC SMS Simulator to set the resynchronization flag off.

5. NPAC SMS Simulator sends the action response.

	Expected Results
	SOA associates in recovery mode, issues notification recovery actions, and receives action responses containing notification data updates.


3.2.2 A2A.SOA.VAL.MISC.ACTION.resync_1failed_1000_savc

	Purpose
	Verify SOA can process resynchronization updates from NPAC SMS Simulator for 1000 status attribute value change notifications with one failed SP. This test case must be executed twice if a SOA is supporting both “individual” and “range/list” notifications.

	Severity
	C

	Severity Explanation
	Required if a SOA is to support notification data recovery.

	Prerequisites
	The NPAC SMS Simulator configuration tool is set up to build the required notification data that needs to be recovered.

	Procedure
	1. SOA established association with NPAC SMS Simulator, with resynchronization flag on.

2. SOA, if supporting notification data recovery, sends the lnpNotificationRecovery action request to NPAC SMS Simulator to start notification data download for a specified period of time.

3. NPAC SMS Simulator responds with notification updates.

4. SOA sends action request to NPAC SMS Simulator to set the resynchronization flag off.

5. NPAC SMS Simulator sends the action response.

	Expected Results
	SOA associates in recovery mode, issues notification recovery actions, and receives action responses containing notification data updates.


3.2.3 A2A.SOA.VAL.MISC.ACTION.resync_1failed_2000_savc

	Purpose
	Verify SOA can process resynchronization updates from NPAC SMS Simulator for 2000 status attribute value change notifications with one failed SP. This test case must be executed twice if a SOA is supporting both “individual” and “range/list” notifications.

	Severity
	C

	Severity Explanation
	Required if a SOA is to support notification data recovery.

	Prerequisites
	The NPAC SMS Simulator configuration tool is set up to build the required notification data that needs to be recovered.

	Procedure
	1. SOA established association with NPAC SMS Simulator, with resynchronization flag on.

2. SOA, if supporting notification data recovery, sends the lnpNotificationRecovery action request to NPAC SMS Simulator to start notification data download for a specified period of time.

3. NPAC SMS Simulator responds with notification updates.

4. SOA sends action request to NPAC SMS Simulator to set the resynchronization flag off.

5. NPAC SMS Simulator sends the action response.

	Expected Results
	SOA associates in recovery mode, issues notification recovery actions, and receives action responses containing notification data updates.


3.2.4 A2A.SOA.VAL.MISC.ACTION.resync_20failed_500_savc

	Purpose
	Verify SOA can process resynchronization updates from NPAC SMS Simulator for 500 status attribute value change notifications with twenty failed SPs. This test case must be executed twice if a SOA is supporting both “individual” and “range/list” notifications.

	Severity
	C

	Severity Explanation
	Required if a SOA is to support notification data recovery.

	Prerequisites
	The NPAC SMS Simulator configuration tool is set up to build the required notification data that needs to be recovered.

	Procedure
	1. SOA established association with NPAC SMS Simulator, with resynchronization flag on.

2. SOA, if supporting notification data recovery, sends the lnpNotificationRecovery action request to NPAC SMS Simulator to start notification data download for a specified period of time.

3. NPAC SMS Simulator responds with notification updates.

4. SOA sends action request to NPAC SMS Simulator to set the resynchronization flag off.

5. NPAC SMS Simulator sends the action response.

	Expected Results
	SOA associates in recovery mode, issues notification recovery actions, and receives action responses containing notification data updates.


3.2.5 A2A.SOA.VAL.MISC.ACTION.resync_20failed_1000_savc

	Purpose
	Verify SOA can process resynchronization updates from NPAC SMS Simulator for 1000 status attribute value change notifications with twenty failed SPs. This test case must be executed twice if a SOA is supporting both “individual” and “range/list” notifications.

	Severity
	C

	Severity Explanation
	Required if a SOA is to support notification data recovery.

	Prerequisites
	The NPAC SMS Simulator configuration tool is set up to build the required notification data that needs to be recovered.

	Procedure
	1. SOA established association with NPAC SMS Simulator, with resynchronization flag on.

2. SOA, if supporting notification data recovery, sends the lnpNotificationRecovery action request to NPAC SMS Simulator to start notification data download for a specified period of time.

3. NPAC SMS Simulator responds with notification updates.

4. SOA sends action request to NPAC SMS Simulator to set the resynchronization flag off.

5. NPAC SMS Simulator sends the action response.

	Expected Results
	SOA associates in recovery mode, issues notification recovery actions, and receives action responses containing notification data updates.


3.2.6 A2A.SOA.VAL.MISC.ACTION.resync_20failed_2000_savc

	Purpose
	Verify SOA can process resynchronization updates from NPAC SMS Simulator for 2000 status attribute value change notifications with twenty failed SPs. This test case must be executed twice if a SOA is supporting both “individual” and “range/list” notifications.

	Severity
	C

	Severity Explanation
	Required if a SOA is to support notification data recovery.

	Prerequisites
	The NPAC SMS Simulator configuration tool is set up to build the required notification data that needs to be recovered.

	Procedure
	1. SOA established association with NPAC SMS Simulator, with resynchronization flag on.

2. SOA, if supporting notification data recovery, sends the lnpNotificationRecovery action request to NPAC SMS Simulator to start notification data download for a specified period of time.

3. NPAC SMS Simulator responds with notification updates.

4. SOA sends action request to NPAC SMS Simulator to set the resynchronization flag off.

5. NPAC SMS Simulator sends the action response.

	Expected Results
	SOA associates in recovery mode, issues notification recovery actions, and receives action responses containing notification data updates.


3.3 LSMS Recovery, NPA-NXX First Usage Notification

3.3.1 A2A.LSMS.VAL.MISC.ACTION.resync_500_firstusage

	Purpose
	Verify LSMS can process resynchronization updates from NPAC SMS Simulator for 500 NPA-NXX first usage notifications.

	Severity
	C

	Severity Explanation
	Required if a LSMS is to support notification data recovery.

	Prerequisites
	The NPAC SMS Simulator configuration tool is set up to build the required notification data that needs to be recovered.

	Procedure
	1. LSMS established association with NPAC SMS Simulator, with resynchronization flag on.

2. LSMS, if supporting notification data recovery, sends the lnpNotificationRecovery action request to NPAC SMS Simulator to start notification data download for a specified period of time.

3. NPAC SMS Simulator responds with notification updates.

4. LSMS sends action request to NPAC SMS Simulator to set the resynchronization flag off.

5. NPAC SMS Simulator sends the action response.

	Expected Results
	LSMS associates in recovery mode, issues notification recovery actions, and receives action responses containing notification data updates.


3.3.2 A2A.LSMS.VAL.MISC.ACTION.resync_1000_firstusage

	Purpose
	Verify LSMS can process resynchronization updates from NPAC SMS Simulator for 1000 NPA-NXX first usage notifications.

	Severity
	C

	Severity Explanation
	Required if a LSMS is to support notification data recovery.

	Prerequisites
	The NPAC SMS Simulator configuration tool is set up to build the required notification data that needs to be recovered.

	Procedure
	1. LSMS established association with NPAC SMS Simulator, with resynchronization flag on.

2. LSMS, if supporting notification data recovery, sends the lnpNotificationRecovery action request to NPAC SMS Simulator to start notification data download for a specified period of time.

3. NPAC SMS Simulator responds with notification updates.

4. LSMS sends action request to NPAC SMS Simulator to set the resynchronization flag off.

5. NPAC SMS Simulator sends the action response.

	Expected Results
	LSMS associates in recovery mode, issues notification recovery actions, and receives action responses containing notification data updates.


3.3.3 A2A.LSMS.VAL.MISC.ACTION.resync_2000_firstusage

	Purpose
	Verify LSMS can process resynchronization updates from NPAC SMS Simulator for 2000 NPA-NXX first usage notifications.

	Severity
	C

	Severity Explanation
	Required if a LSMS is to support notification data recovery.

	Prerequisites
	The NPAC SMS Simulator configuration tool is set up to build the required notification data that needs to be recovered.

	Procedure
	1. LSMS established association with NPAC SMS Simulator, with resynchronization flag on.

2. LSMS, if supporting notification data recovery, sends the lnpNotificationRecovery action request to NPAC SMS Simulator to start notification data download for a specified period of time.

3. NPAC SMS Simulator responds with notification updates.

4. LSMS sends action request to NPAC SMS Simulator to set the resynchronization flag off.

5. NPAC SMS Simulator sends the action response.

	Expected Results
	LSMS associates in recovery mode, issues notification recovery actions, and receives action responses containing notification data updates.


3.4 LSMS Recovery, Subscription Data, M-CREATE

3.4.1 A2A.LSMS.VAL.MISC.ACTION.resync_500_sv

	Purpose
	Verify LSMS can process resynchronization updates from NPAC SMS Simulator for 500 subscription data creates.

	Severity
	C

	Severity Explanation
	Required if a LSMS is to support subscription data recovery.

	Prerequisites
	The NPAC SMS Simulator configuration tool is set up to build the required subscription data that needs to be recovered.

	Procedure
	1. LSMS established association with NPAC SMS Simulator, with resynchronization flag on.

2. LSMS, if supporting subscription data recovery, sends the lnpDownload action request to NPAC SMS Simulator to start subscription data download for a specified period of time.

3. NPAC SMS Simulator responds with subscription updates.

4. LSMS sends action request to NPAC SMS Simulator to set the resynchronization flag off.

5. NPAC SMS Simulator sends the action response.

	Expected Results
	LSMS associates in recovery mode, issues subscription recovery actions, and receives action responses containing subscription data updates.


3.4.2 A2A.LSMS.VAL.MISC.ACTION.resync_1000_sv

	Purpose
	Verify LSMS can process resynchronization updates from NPAC SMS Simulator for 1000 subscription data creates.

	Severity
	C

	Severity Explanation
	Required if a LSMS is to support subscription data recovery.

	Prerequisites
	The NPAC SMS Simulator configuration tool is set up to build the required subscription data that needs to be recovered.

	Procedure
	1. LSMS established association with NPAC SMS Simulator, with resynchronization flag on.

2. LSMS, if supporting subscription data recovery, sends the lnpDownload action request to NPAC SMS Simulator to start subscription data download for a specified period of time.

3. NPAC SMS Simulator responds with subscription updates.

4. LSMS sends action request to NPAC SMS Simulator to set the resynchronization flag off.

5. NPAC SMS Simulator sends the action response.

	Expected Results
	LSMS associates in recovery mode, issues subscription recovery actions, and receives action responses containing subscription data updates.


3.4.3 A2A.LSMS.VAL.MISC.ACTION.resync_2000_sv

	Purpose
	Verify LSMS can process resynchronization updates from NPAC SMS Simulator for 2000 subscription data creates.

	Severity
	C

	Severity Explanation
	Required if a LSMS is to support subscription data recovery.

	Prerequisites
	The NPAC SMS Simulator configuration tool is set up to build the required subscription data that needs to be recovered.

	Procedure
	1. LSMS established association with NPAC SMS Simulator, with resynchronization flag on.

2. LSMS, if supporting subscription data recovery, sends the lnpDownload action request to NPAC SMS Simulator to start subscription data download for a specified period of time.

3. NPAC SMS Simulator responds with subscription updates.

4. LSMS sends action request to NPAC SMS Simulator to set the resynchronization flag off.

5. NPAC SMS Simulator sends the action response.

	Expected Results
	LSMS associates in recovery mode, issues subscription recovery actions, and receives action responses containing subscription data updates.


3.4.4 A2A.LSMS.VAL.MISC.ACTION.resync_5000_sv

	Purpose
	Verify LSMS can process resynchronization updates from NPAC SMS Simulator for 5000 subscription data creates.

	Severity
	C

	Severity Explanation
	Required if a LSMS is to support subscription data recovery.

	Prerequisites
	The NPAC SMS Simulator configuration tool is set up to build the required subscription data that needs to be recovered.

	Procedure
	1. LSMS established association with NPAC SMS Simulator, with resynchronization flag on.

2. LSMS, if supporting subscription data recovery, sends the lnpDownload action request to NPAC SMS Simulator to start subscription data download for a specified period of time.

3. NPAC SMS Simulator responds with subscription updates.

4. LSMS sends action request to NPAC SMS Simulator to set the resynchronization flag off.

5. NPAC SMS Simulator sends the action response.

	Expected Results
	LSMS associates in recovery mode, issues subscription recovery actions, and receives action responses containing subscription data updates.


3.4.5 A2A.LSMS.VAL.MISC.ACTION.resync_10000_sv

	Purpose
	Verify LSMS can process resynchronization updates from NPAC SMS Simulator for 10,000 subscription data creates.

	Severity
	C

	Severity Explanation
	Required if a LSMS is to support subscription data recovery.

	Prerequisites
	The NPAC SMS Simulator configuration tool is set up to build the required subscription data that needs to be recovered.

	Procedure
	1. LSMS established association with NPAC SMS Simulator, with resynchronization flag on.

2. LSMS, if supporting subscription data recovery, sends the lnpDownload action request to NPAC SMS Simulator to start subscription data download for a specified period of time.

3. NPAC SMS Simulator responds with subscription updates.

4. LSMS sends action request to NPAC SMS Simulator to set the resynchronization flag off.

5. NPAC SMS Simulator sends the action response.

	Expected Results
	LSMS associates in recovery mode, issues subscription recovery actions, and receives action responses containing subscription data updates.


Appendix B Test Case Nomenclature

	stack-To-stack test-id symbols

	Abbreviation
	Description

	S2S
	Stack-to-Stack Interoperability Testing

	VAL
	Valid Test

	INV
	Invalid Test

	SOA
	Initiating system is SOA

	LSMS
	Initiating system is LSMS

	ASSOC
	Association (A-ASSOCIATE) Request

	RELES
	Release (A-RELEASE) Request

	ABORT
	Abort (A-ABORT) Request

	INVK
	Invalid KEY

	INVT
	Invalid Time

	ISMFU
	Invalid Systems Management Functional Unit Identifier

	ISEQ
	Invalid Sequence Number


	security test-id symbols

	Abbreviation
	Description

	SEC
	Security Interoperability Testing

	VAL
	Valid Test

	INV
	Invalid Test

	SOA
	Initiating system is SOA

	LSMS
	Initiating system is LSMS

	ASSOC
	Association (A-ASSOCIATE) Request

	RELES
	Release (A-RELEASE) Request

	ABORT
	Abort (A-ABORT) Request

	INVK
	Invalid KEY

	INVT
	Invalid Time

	ISMFU
	Invalid Systems Management Functional Unit Identifier

	ISEQ
	Invalid Sequence Number


	MOC test-id symbols

	Abbreviation
	Description

	MOC
	Managed Object Conformance Interoperability Testing

	NPAC
	Initiating System is NPAC

	SOA
	Initiating system is SOA

	LSMS
	Initiating system is LSMS

	CAP 
	MO Capability Test

	OP
	Operation Test

	NOT
	Notification Test

	ACT
	Action Test

	VAL
	Valid behaviour Test

	INV
	Invalid behaviour Test

	CRE
	MO Instance Create Test

	DEL
	MO Instance Delete Test

	SET
	Attribute Set Test

	GET
	Attribute Get Test

	SING
	Operation on Single Attribute Test

	MULT
	Operation on Multiple Attribute Test

	COND
	Operation on Conditional Attribute Test

	AUTO
	Automatic Object Naming

	RO
	Read Only

	CO
	Contained Objects

	SCOP
	Scoped Test

	FILT
	Filter Test

	BND
	Boundary Test

	MIN
	Lower Bound Test

	MAX
	Upper Bound Test

	MAXQ
	Maximum number of allowed queries

	MAXB
	Maximum number of allowed Bytes

	RANGE
	Tests the “range” structure of a “range/list” notification

	LIST
	Tests the “list” structure of a “range/list” notification


	recovery test-id symbols

	Abbreviation
	Description

	AMG
	Association Management Interoperability  Testing

	SOA
	Initiating system is SOA

	LSMS
	Initiating system is LSMS

	ASSOC
	Association (A-ASSOCIATE) Request

	REASSOC
	re-establish Association

	REQTMOT
	Request Timeout Test

	RETRY
	Retry a Request

	SWOV
	Switch Over

	BKUP
	Backup NPAC

	CMIP
	CMIP requests 

	SECVIOL
	Security Violation Test

	LOSS
	Association Loss Test

	DOWN
	NPAC Down test

	SAME
	Retry Same Host

	OTHER
	Retry Other Host


	A2A test-id symbols

	Abbreviation
	Description

	A2A
	Application to Application Test

	LSMS
	System Under Test is an LSMS

	SOA
	System Under Test is a SOA

	NSOA
	System Under Test is a New SOA

	OSOA
	System Under Test is an Old SOA

	DSOA
	System Under Test is a Donor SOA

	VAL
	Valid Transaction Test

	INV
	Invalid Transaction / Inopportune Behavior Test

	Audit Test Cases

	MISSVER
	Missing Subscription Version Test

	OBSVER
	Old Subscription Version Test

	ERRVER
	Erroneous Subscription Version Test

	NODIS
	No Discrepancy Found Test

	TN
	Single Telephone Number Test

	TNRNG
	Telephone Number Range Test

	ACTRNG
	Activation Range Test

	WITHDIS
	Audit Discrepancy Found Test

	NPACCNCLD


	Canceled by NPAC

	CRENOT
	Object Creation Notification

	TIMOUT
	Operation/Transaction Timeout Test

	COMP
	Audit Complete Test

	NORES
	Missing Audit Results Test

	NUMTN
	Audit Number of TNs Test

	COMPTN
	Completed Number of TNs Test

	NUMDISERR
	Number of Discrepancies Error Test

	Service Provider and Network Data Test Cases

	SETSP
	Set Service Provider Test

	CREND
	Create a Network Data Instance Test

	DELND 
	Delete a Network Data Instance Test

	Subscription Version Test Cases

	CREATE 
	Subscription Version Creation Test

	ACTIVATE
	Subscription Version Activation Test

	MODIFY
	Subscription Version Modification Test

	CANCEL
	Subscription Version Cancellation Test

	IMMDISC
	Subscription Version Immediate Disconnect Test

	DEFDISC
	Subscription Version Deferred Disconnect Test

	STATE-TRANS
	State Transition Test

	FIRST
	First Create Transaction Test

	SECOND
	Second Create Transaction Test

	TN-RANGE
	Telephone Number Range Transaction Test

	PEND
	Pending Subscription Version Test

	CONFLICT
	Conflict Subscription Version Test

	ACT, ACTIVE
	Active Subscription Version Test

	OLD
	Old Subscription Version Test

	PARTFAIL
	Partially Failed Subscription Version Test

	FAIL, FAILED
	Failed Subscription Version Test

	SENDING
	Sending Subscription Version Test

	CANCEL-PEND
	Cancel-Pending Subscription Version Test

	DISCPEND
	Disconnect-Pending Subscription Version Test

	OBJCRE
	Object Creation Notification Test

	NOTMISS
	Missing Notification Test

	ACTNOTMISS
	Active Status Missing Notification Test

	BYNPAC
	Operation Performed by NPAC Test

	BYOSOA
	Operation Performed by Old SOA Test

	BYNSOA
	Operation Performed by New SOA Test

	ATTRCHNG
	Attribute is Changed Test

	STATCHNG
	Status Attribute is Changed Test

	ATTRSAME
	Attribute in Unchanged Test

	NONONC
	No Concurrence by Other SOA Test

	ACKREQ
	Acknowledge Request Test

	RESOLV
	Conflict Resolution Test

	PORT-TO-ORIG
	Port To Original SP Test

	MULT 
	Multiple Versions Test

	UNKNOWN
	Unknown Instance Test

	Miscellaneous Test Cases

	MISC
	Miscellaneous Test

	ACTION 
	Action Request Test

	EVENT
	Event Report Test

	SET
	Set Request Test


Appendix E Release 3.2 Test Case Checklist

	Test Case Number and Name
	Sev
	Date
	Result

	MOC NANC 187

	1
	1.1.1
	MOC.SOA.CAP.ACT.LINK.lnpNetwork.lnpDownload
	C
	
	

	
	
	
	
	
	

	3
	1.1.3
	MOC.SOA.VAL.LINK.lnpDownload-NPA-NXX-X
	C
	
	

	4
	1.1.4
	MOC.SOA.CAP.ACT.LINK.lnpNotificationRecovery
	C
	
	

	
	
	
	
	
	

	6
	1.1.6
	MOC.LSMS.CAP.ACT.LINK.lnpNetwork.lnpDownload
	C
	
	

	
	
	
	
	
	

	8
	1.1.8
	MOC.LSMS.CAP.ACT.LINK.lnpSubscriptions.lnpDownload
	C
	
	

	9
	1.1.9
	MOC.LSMS.INV.ACT.LINK.lnpSubscription.lnpDownload
	C
	
	

	
	
	
	
	
	

	11
	1.1.11
	MOC.LSMS.VAL.LINK.lnpDownload-NumberPoolBlock
	C
	
	

	12
	1.1.12
	MOC.LSMS.CAP.ACT.LINK.lnpNotificationRecovery
	C
	
	

	
	
	
	
	
	

	
	1.1.8
	MOC.SOA.INV.ACT.LINK.CRIT.TOO.LARGE.lnpNetwork.lnpDownload
	
	
	

	
	1.1.9
	MOC.SOA.INV.ACT.LINK.CRIT.TOO.LARGE.lnpNotificationRecovery
	
	
	

	
	1.1.10
	MOC.LSMS.INV.ACT.LINK.CRIT.TOO.LARGE.lnpNetwork.lnpDownload
	
	
	

	
	1.1.11
	MOC.LSMS.INV.ACT.LINK.CRIT.TOO.LARGE.lnpNotificationRecovery
	
	
	

	
	1.1.12
	MOC.LSMS.INV.ACT.LINK.CRIT.TOO.LARGE.lnpSubscriptions.lnpDownload
	
	
	

	MOC NANC 218

	1
	1.2.1
	MOC.SOA.CAP.ACT.CONFLICT.subscriptionVersionOldSP-Create-Initial
	C
	
	

	2
	1.2.2
	MOC.SOA.CAP.ACT.CONFLICT.subscriptionVersionOldSP-Create-Second
	C
	
	

	
	
	
	
	
	

	4
	1.2.4
	MOC.SOA.CAP.NOT.RANGE.CONFLICT.subscriptionVersionRangeObjectCreation
	C
	
	

	5
	1.2.5
	MOC.SOA.CAP.NOT.RANGE.CONFLICT.subscriptionVersionRangeAttributeValueChange
	C
	
	

	6
	1.2.6
	MOC.SOA.CAP.NOT.LIST.CONFLICT.subscriptionVersionRangeObjectCreation
	C
	
	

	7
	1.2.7
	MOC.SOA.CAP.NOT.LIST.CONFLICT.subscriptionVersionRangeAttributeValueChange
	C
	
	

	MOC NANC 230

	1
	1.3.1
	MOC.SOA.CAP.ACT.PTOLISP.subscriptionVersionNewSP-Create-Initial
	C
	
	

	
	
	
	
	
	

	3
	1.3.3
	MOC.SOA.CAP.NOT.RANGE.PTOLISP.subscriptionVersionRangeObjectCreation
	C
	
	

	4
	1.3.4
	MOC.SOA.CAP.NOT.LIST.PTOLISP.subscriptionVersionRangeObjectCreation
	C
	
	

	
	
	
	
	
	

	MOC NANC 249

	1
	1.4.1
	MOC.SOA.CAP.ACT.DISCONPEND.subscriptionVersionModify
	C
	
	

	
	
	
	
	
	

	MOC NANC 319

	
	
	
	
	
	

	
	
	
	
	
	

	1
	1.5.1
	MOC.LSMS.INV.CRE.LATA.serviceProvNPA-NXX
	C
	
	

	2
	1.5.2
	MOC.LSMS.INV.CRE.LATA.serviceProvLRN
	C
	
	

	A2A NANC 187

	1
	2.1.1
	A2A.SOA.VAL.MISC.ACTION.LINK.resync
	C
	
	

	2
	2.1.2
	A2A.SOA.INV.MISC.ACTION.LINK.resync
	C
	
	

	3
	2.1.3
	A2A.SOA.VAL.MISC.ACTION.LINK.ASSOCSP.resync
	C
	
	

	
	
	
	
	
	

	5
	2.1.5
	A2A.LSMS.VAL.MISC.ACTION.LINK.resync
	C
	
	

	
	
	
	
	
	

	A2A NANC 218

	
	
	
	
	
	

	2
	2.2.2
	A2A.NSOA.VAL.CREATE.CONFLICT.SubscriptionVersion
	C
	
	

	3
	2.2.3
	A2A.OSOA.VAL.CREATE.CONFLICT.SubscriptionVersion
	C
	
	

	4
	2.2.4
	A2A.NSOA.INV.CANCEL.CONFLICT.SubscriptionVersion
	C
	
	

	5
	2.2.5
	A2A.OSOA.INV.CANCEL.CONFLICT.SubscriptionVersion
	C
	
	

	6
	2.2.6
	A2A.OSOA.VAL.MODIFY.PEND.subscriptionVersion
	
	
	

	A2A NANC 230

	1
	2.3.1
	A2A.DSOA.VAL.PORT-TO-ORIG.PTOLISP.SubscriptionVersion
	C
	
	

	2
	2.3.2
	A2A.SOA.VAL.PORT-TO-ORIG.ASSOCSP.PTOLISP.SubscriptionVersion
	C
	
	

	A2A NANC 249

	1
	2.4.1
	A2A.SOA.VAL.MODIFY.DISCONPEND.SubscriptionVersion
	C
	
	

	2
	2.4.2
	A2A.SOA.INV.MODIFY.DISCONPEND.SubscriptionVersion
	C
	
	

	3
	2.4.3
	A2A.SOA.VAL.MODIFY.TN-RANGE.DISCONPEND.SubscriptionVersion
	C
	
	

	4
	2.4.4
	A2A.SOA.INV.MODIFY.TN-RANGE.DISCONPEND.SubscriptionVersion
	C
	
	

	5
	2.4.5
	A2A.SOA.VAL.MODIFY.ASSOCSP.DISCONPEND.SubscriptionVersion
	C
	
	

	6
	2.4.6
	A2A.SOA.INV.MODIFY.ASSOCSP.DISCONPEND.SubscriptionVersion
	
	
	

	LARGE, SINGLE PDU RECOVERY, SOA, OCN

	1
	3.1.1
	A2A.SOA.VAL.MISC.ACTION.resync_500_ocn
	C
	
	

	2
	3.1.2
	A2A.SOA.VAL.MISC.ACTION.resync_1000_ocn
	C
	
	

	3
	3.1.3
	A2A.SOA.VAL.MISC.ACTION.resync_2000_ocn
	C
	
	

	LARGE, SINGLE PDU RECOVERY, SOA, SAVC

	1
	3.2.1
	A2A.SOA.VAL.MISC.ACTION.resync_1failed_500_savc
	C
	
	

	2
	3.2.2
	A2A.SOA.VAL.MISC.ACTION.resync_1failed_1000_savc
	C
	
	

	3
	3.2.3
	A2A.SOA.VAL.MISC.ACTION.resync_1failed_2000_savc
	C
	
	

	4
	3.2.4
	A2A.SOA.VAL.MISC.ACTION.resync_20failed_500_savc
	C
	
	

	5
	3.2.5
	A2A.SOA.VAL.MISC.ACTION.resync_20failed_1000_savc
	C
	
	

	6
	3.2.6
	A2A.SOA.VAL.MISC.ACTION.resync_20failed_2000_savc
	C
	
	

	LARGE, SINGLE PDU RECOVERY, LSMS, FIRST USAGE

	1
	3.3.1
	A2A.LSMS.VAL.MISC.ACTION.resync_500_firstusage
	C
	
	

	2
	3.3.2
	A2A.LSMS.VAL.MISC.ACTION.resync_1000_firstusage
	C
	
	

	3
	3.3.3
	A2A.LSMS.VAL.MISC.ACTION.resync_2000_firstusage
	C
	
	

	LARGE, SINGLE PDU RECOVERY, LSMS, SV CREATE

	1
	3.4.1
	A2A.LSMS.VAL.MISC.ACTION.resync_500_sv
	C
	
	

	2
	3.4.2
	A2A.LSMS.VAL.MISC.ACTION.resync_1000_sv
	C
	
	

	3
	3.4.3
	A2A.LSMS.VAL.MISC.ACTION.resync_2000_sv
	C
	
	

	4
	3.4.4
	A2A.LSMS.VAL.MISC.ACTION.resync_5000_sv
	C
	
	

	5
	3.4.5
	A2A.LSMS.VAL.MISC.ACTION.resync_10000_sv
	C
	
	










































































