NPAC SMS/Individual Service Provider Certification and Regression Test Plan 

For New Entrants Certification and Existing Service Providers/Vendors Regression Testing up to and including NPAC Release 3.1

February 18, 2003

Release 3.2.0a
Publication History

	NANC FRS/IIS Version
	Test Plan Release Date
	Description

	R2.0.2
	9/15/1999
	This Test Plan provides the Matrix of Test Cases to be executed for New Entrant Service Providers, as well as existing Service Providers and Vendors who intend to interoperate with R2.0.2 of NPAC Software.

	R2.0.2
	11/04/1999
	Updated Matrix to prepare for testing with NPAC Release 3.0:

· Removed NPAC Release 1.4 Test Cases (Midwest Number Pooling) since NPAC Release 3.0 covers National Number Pooling.

· Removed NPAC Release 2.0 Test Cases that are not used in Turn Up or Regression testing.

	R3.0.0
	3/31/2000
	Updated Matrix with SOA and LSMS columns.  Added Test Cases to match matrix.

	R3.0.1
	7/3/2000
	Updated NPA Split test cases to match the most current version and update the Matrix accordingly.  Added more information to the Group Testing section. Fixed some formatting.  

	R3.0.3/R3.0.2
	4/30/01
	Updated Matrix to include NPAC Release 3.0 functionality in preparation for Wireless Service Provider Certification Testing.  Updated and added Test Cases as required to correspond with the updated Matrix.  

	R3.2.0a
	2/18/03
	Updated Matrix to include NPAC Release 3.1 functionality in preparation for release 3.2 Turn Up Testing.  Updated and added Test Cases as required to correspond with the updated Matrix.  Expanded description of Group Testing and updated Related Documents section.  Broke document up into separate files since document size was getting too large.


Table of Contents

11.
Preface


11.1
Purpose of this Document


11.2
Assumptions


11.3
Audience


11.4
Test Execution Guidance


21.4.1
SOA Service Provider Configurable Attributes


31.4.2
LSMS Service Provider Configurable Attributes


52.
Service Provider/Vendor Relationships and Recommended Testing:


52.1
New SP w/ New Vendor – New Service Provider with New Vendor


52.2
Exp SP w/ New Vendor – Experience Service Provider with New Vendor


52.3
New SP w/ Exp Vendor – New Service Provider with Experienced Vendor


62.4
Exp SP w/ Exp Vendor – Experienced Service Provider with Experienced Vendor – AKA Regression Testing


73.
Group Testing:


73.1
Round Robin


73.1.1
Port TN from SP1 to SP2 - 1st time ported TN.


73.1.2
Port TN from SP2 to SP3 - previously ported TN.


83.1.3
Port TN from SP3 to SP4 - previously ported TN.


83.1.4
Port TN from SP4 to SP1 "port to original" – previously ported TN.


94.
Related Documents:


105.
Service Bureaus:


116.
Service Bureau vs. Service Provider Testing (a diagram):


127.
Individual Turn Up and Regression Test Case Matrix:


628.
Individual Turn Up Test Scenarios related to NPAC Release 1.


639.
Individual Turn Up Test Scenarios related to NPAC Release 2.


6410.
Individual Turn Up Test Scenarios related to NPAC Release 3.


6511.
Individual Turn Up Test Scenarios related to NPAC Release 3.1.




1. Preface

1.1 Purpose of this Document

The purpose of this document is to identify the Turn Up Test Cases to be executed by different Service Providers and/or Vendors in order to successfully interoperate with the NPAC SMS in a particular region.  Chapter 7 contains a Test Case Matrix, which indicates the recommended Test Cases for ‘entrance’ into the Local Number Portability production environment as well as Regression Testing.

Actual Entrance and Exit criteria for test execution/completion are an agreement between individual Service Providers and NeuStar, Inc.  Regression Testing is recommended for each new release of Vendor (SOA and/or LSMS) software as well as each new release of NPAC SMS software.

1.2 Assumptions

All Test Cases should be executed where the Service Provider profile attributes are set such that they emulate the Service Provider’s production environment unless otherwise indicated.

1.3 Audience

The intended audience for this document is NPAC SMS, SOA and LSMS system testers and anyone who is involved with NPAC SMS, SOA and LSMS testing.  It is assumed that individuals using this test plan have an understanding of Local Number Portability, Number Pooling and related specification documents.  The test cases are written from the Interface Interoperability Specification (IIS) perspective so users should have an understanding of this document specifically.

1.4 Test Execution Guidance

The evolution of test cases over the course of several NPAC SMS releases has created a situation where the test cases currently used for service provider and regression testing represent a patchwork of different test plans.  In an effort to provide meaningful guidance to service providers and test engineers on what should be tested based on the type and functionality of the system under test (SUT), this section attempts to help determine the test cases to be executed, based on the capabilities of the SUT, and should be used as a guideline.  Service providers are still free to perform additional test cases as they see fit for their system, however, this section should be used to identify the minimum testing required for adequate testing coverage.

1) The first course of action the test engineer(s) and service provider should do is communicate with one another before testing starts.  The following questions will help facilitate the communication process:

a) What is the objective of the testing?  Is the service provider testing because of new vendor software, NPAC mandated testing, etc.?

b) Will the system(s) under test be a SOA or LSMS or both?

c) Which one of the four Service Provider/Vendor relationships in Chapter 2 is true for the service provider and vendor under test?

d) Does the service provider operate in a service bureau environment?

2) After determining the Service Provider/Vendor relationship, the test engineer(s) will use the Turn Up and Regression Test Case Matrix in Chapter 7 to establish an initial baseline of test cases which are relevant for the SUT.

3) Next, based on whether the SUT is a SOA or LSMS, the test engineer(s) select the appropriate subset of the test cases determined in step 2 based on the system type.

4) At this point, the test cases selected to be executed should reflect the correct Service Provider/Vendor relationship and the type of SUT.  Within that subset, determination needs to be made on what functionality is supported by the SUT and whether all or some of the test cases currently identified are supported or not.

Based on the  Service Provider’s profile configurations to be used in a production environment, use the following list of service provider configurables to determine which test cases can be executed or are not supported by the SUT.

The attribute is the first column, the possible values are in the second column, and the functionality enabled is described in the third column.  Based on the functionality supported, service providers should run the corresponding test cases which test the functionality.

1.4.1 SOA Service Provider Configurable Attributes

	Attribute
	Value
	Functionality Covered

	SOA Management
	True/False
	Actions such as create, delete, modify, and query subscription versions.

	SOA Network Data Management
	True/False
	Actions such as creates, deletes, modifies, and queries of network data such as LRNs, NPA-NXXs, and modify their service provider profile.

	SOA Data Download
	True/False
	NPAC SMS download of network data consisting of:

· Service provider data (customer ID and name)

· LRN data (ID, value, and download reason)

· NPA-NXX data (ID, value, effective timestamp, and download reason)

· NPA-NXX-X value (ID, value, effective timestamp, and download reason) – if functionality enabled for the Service Provider



	SOA LTI User
	True/False
	The service provider is accessing NPAC through a low-tech interface (LTI).

	SOA Supports Timer Type
	True/False
	Service Provider’s ability to see the “Timer Type” field in the Subscription Version data that is sent to their SOA.

	· Port In Timer Type


	Short/Long
	Use the short/long timer type for:

· Create Subscription Version Initial Concurrence Window (T1 Timer) 

· Create Subscription Version Final Concurrence Window (T2 Timer)

· Conflict Restriction Window 

· Conflict Resolution New Service Provider Restriction 

· Cancellation Initial Concurrence Window 

· Cancellation Final Concurrence Window

	· Port Out Timer Type


	Short/Long
	Use the short/long timer type for:

· Create Subscription Version Initial Concurrence Window (T1 Timer) 

· Create Subscription Version Final Concurrence Window (T2 Timer)

· Conflict Restriction Window 

· Conflict Resolution New Service Provider Restriction 

· Cancellation Initial Concurrence Window 

· Cancellation Final Concurrence Window

	SOA Supports Business Type
	True/False
	Service Provider’s ability to see the “Business Type” field in the Subscription Version data that is sent to their SOA.

	· Business Hours


	Short/Long
	The hours of operation during which NPAC SMS timers would run for this Service Provider.

	· Business Days


	Short/Long
	The days of operation during which NPAC SMS timers would run for this Service Provider.

	SOA Supports NPA-NXX-X
	True/False
	Whether a SOA supports the download of NPA-NXX-X data.

	SOA Supports WSMSC Data
	True/False
	Whether a SOA supports the creation and download of WSMSC data.

	TN Range Notification Indicator
	True/False
	Whether or not the SOA supports receiving the range format for SOA notifications.

	No New SP Concurrence Notification Indicator
	True/False
	Whether or not the SOA supports receiving the SOA “No New SP Concurrence” notification.

	Notification Priority Tunable Parameter
	High/Medium/Low
	Allows a SOA Customer to establish the priority to be used for transmitting the notifications listed in Appendix C, Table C-7 to his SOA.  Valid priority values for these notifications are HIGH, MEDIUM, LOW and NONE.  A priority of NONE indicates that the SOA customer does NOT wish to receive that particular notification.

	NPAC Customer SOA Linked Replies Indicator
	True/False
	Whether or not the SOA supports receiving Linked Reply recovery responses over the NPAC SMS to SOA interface.


1.4.2 LSMS Service Provider Configurable Attributes

	Attribute
	Value
	Functionality Covered

	LSMS Network Data Management
	True/False
	Actions such as creates, deletes, modifies, and queries of network data such as LRNs, NPA-NXXs, and modify their service provider profile.

	LSMS Data Download – Network 
	True/False
	The ability to receive downloads of network data from the NPAC SMS consisting of:

· Service provider data (customer ID and name)

· LRN data (ID, value, and download reason)

· NPA-NXX data (ID, value, effective timestamp, and download reason)

· NPA-NXX-X value (ID, value, effective timestamp, and download reason) – if functionality enabled for the Service Provider



	LSMS Downloadable Data – Subscription
	True/False
	The ability to receive subscription version data from the NPAC SMS.

	LSMS Queries
	True/False
	The ability to perform queries against the NPAC SMS.

	LSMS Supports EDR Download
	True/False
	A broadcast of 1000 TNs will be sent to the LSMS for the block if EDR=False or a representation of the 1000 TN block will be sent otherwise 

	LSMS Supports NPA-NXX-X
	True/False
	Whether an LSMS supports the download of NPA-NXX-X data.

	LSMS Supports WSMSC Data
	True/False
	Whether an LSMS supports the download of WSMSC data.

	NPAC Customer LSMS Linked Replies Indicator
	True/False
	Whether or not the LSMS supports receiving Linked Reply recovery responses over the NPAC SMS to LSMS interface.


5) Once the list of supported test cases is determined  and agreed upon by the test engineer(s), service provider and NPAC, the NPAC testing coordinator should be informed if warranted.

As an example, assume a service provider has a SOA which supports Network Data Management (the SOA Network Data Management option is enabled).  Any test cases in which the service provider SOA is called upon to create, modify, query, or delete network data should be executed providing the capability to do so exists on the vendor software.

To look at an example for a service provider who has an LSMS, assume the LSMS software doesn’t have the capability to represent a 1000 POOLed TN range as a single Block (LSMS Supports EDR Download option is disabled); they would then be referred to as a non-EDR LSMS.  Any test case which specifically references a non-EDR LSMS should be executed by this service provider.  Other test cases that specify ‘LSMS’ may also need to be executed based on overall features and functionality.

2. Service Provider/Vendor Relationships and Recommended Testing:

During the course of performing the Test Cases listed in the Test Case Matrix, Service Providers should configure their customer profile to emulate the settings that they will be using in the production environment.  For example, if a Service Provider intends on using the new Block object for Number Pooling in their LSMS, their NPAC Customer LSMS EDR Indicator in their NPAC Customer Record should be set to TRUE.

2.1 New SP w/ New Vendor – New Service Provider with New Vendor

A New Service Provider with New Vendor software (SOA and/or LSMS) refer to a Service Provider that has never tested against the NPAC SMS and is using software that has not been tested against the NPAC SMS.

This Service Provider should execute the column of Test Cases indicated by ‘New SP w/ New Vendor’ in Chapter 7, using the software component(s) (SOA and/or LSMS) they plan to use in production.

These Test Cases are executed when the New Service Provider is ready to use their ‘New’ Vendor software in production – and is not dependent on a new NPAC SMS software release.

This suite of Test Cases will test all NPAC SMS, SOA and/or LSMS functionality as it impacts each system.

2.2 Exp SP w/ New Vendor – Experience Service Provider with New Vendor

A Service Provider that has previously tested against the NPAC SMS, but is now using software (SOA and/or LSMS) that has never been tested against the NPAC SMS is considered an Experienced Service Provider with a New Vendor.

This Service Provider should execute the Test Cases indicated by ‘Exp SP w/ New Vendor’ in Chapter 7, using the software component(s) they plan to use in production.

These Test Cases should be executed when the Service Provider wishes to use this ‘New’ Vendor software in production - and is not dependent on a new NPAC SMS software release.

This suite of Test Cases will test all NPAC SMS, SOA and/or LSMS functionality as it impacts each system.

2.3 New SP w/ Exp Vendor – New Service Provider with Experienced Vendor

A Service Provider that has not tested against the NPAC SMS, but is using software (SOA and/or LSMS) that has already been tested against the NPAC SMS is referred to as a New Service Provider with an Experienced Vendor.

This Service Provider should execute those Test Cases indicated by ‘New SP w/ Exp Vendor’ in Chapter 7, using the software component(s) they plan to use in production.

These Test Cases should be executed when the Service Provider wishes to enter the production environment for the first time, and is not dependent on a new NPAC SMS release.

This suite of Test Cases will test the ‘basic’ success and error functionality for Local Number Portability Turn Up Testing.  This is a subset of the entire Test Plan because, the software has already been tested against the NPAC SMS, but is available to ensure that this Service Provider can use the basic functionality in order to successfully port numbers in a production environment.

2.4 Exp SP w/ Exp Vendor – Experienced Service Provider with Experienced Vendor – AKA Regression Testing

A Service Provider that has tested against the NPAC SMS with software that has also been tested against the NPAC SMS perform regression testing with each new release of their Vendor software as well as each new release of NPAC SMS software.

This Service Provider should execute those Test Cases indicated by ‘Exp SP w/ Exp Vendor’ in Chapter 7, using the software component(s) they use in production as well as any additional Test Cases (that their SOA and/or LSMS may support) to verify the new NPAC SMS functionality presented in the new release.

The suite of Test Cases indicated by ‘Exp SP w/ Exp’ Vendor test the ‘core’ functionality for Local Number Portability Turn Up Testing.  This verifies that the core functionality is still working.

3. Group Testing:

In addition to the Test Cases listed in this Test Case Matrix, Service Providers are required to participate in group testing.  Group testing consists of two parts and requires the participation of multiple service providers in the test environment.  
The first phase of group testing is called “Round Robin” testing.  Instructions for the “Round Robin” testing are contained in this section. 

The second phase of group testing consists of testing certain NPAC Turn Up Test Cases in the multiple service provider environment, based on the purpose of the testing.  For example, if the purpose of testing is to re-certify an “Experienced Service Provider with Experienced Vendor” (refer to relationship definitions in section 2 of this document) then Group Testing would consist of the round robin phase as well as test cases identified for group testing for the current release of NPAC software for which they are seeking certification.  If the purpose of testing is to certify a “New Service Provider with New Vendor”, then Group Testing may consist of the round robin phase as well as a suite of test cases selected by the lead NPAC test engineer that should be executed in a group environment in order to certify to the NPAC software.  

A Group Testing Matrix and Test Case details are found in a separate document/file listed in the related document section and published concurrently with this document.

3.1 Round Robin 

Round Robin testing involves porting a TN from SP1, among the other service providers and back to SP1.  It is considered to be one test case with multiple steps and needs to be executed by the service providers and NPAC Personnel as a team.

Note:  Three round robin test cases should be performed – success, partial failure, and failure. 
3.1.1 Port TN from SP1 to SP2 - 1st time ported TN. 

As the new service provider, SP2 (SPID2) creates a pending port (newSP-Create) for TN TN1. SP1 (SPID1) concurs with the pending port. Next, SP2 activates the pending port and the NPAC SMS broadcasts an M-Create of the subscriptionVersion object to all LSMSs. 

Note: Since this is a 1st time ported TN, a new NPA-NXX notification  (NPA-NXX for TN1) should be sent to all SOA and LSMSs when the pending port is created. 

NPAC Personnel issues an audit of TN TN1 to all service providers and verifies the results of the audit (TN and GTT data) via the audit report. Also, the service providers verify the port by issuing queries to the NPAC SMS for the active TN. 

3.1.2 Port TN from SP2 to SP3 - previously ported TN. 

As the new service provider, SP3 (SPID3) creates a pending port (newSP-Create) for TN TN1. SP2 concurs with the pending port. Next, SP3 activates the pending port and the NPAC SMS broadcasts an M-Create of the subscriptionVersion object to all LSMSs.  

NPAC Personnel issues an audit of TN TN1 to all service providers and verifies the results of the audit(TN and GTT data) via the audit report. Also, the service providers verify the port by issuing queries to the NPAC SMS for the active TN. 

3.1.3 Port TN from SP3 to SP4 - previously ported TN.

 As the new service provider, SP4 (SPID4) creates a pending port (newSP-Create) for TN TN1. SP3 concurs with the pending port. Next, SP4 activates the pending port and the NPAC SMS broadcasts an M-Create to the subscriptionVersion object to all LSMSs.  

NPAC Personnel issues an audit of TN TN1 to all service providers and verifies the results of the audit(TN and GTT data) via the audit report. Also, the service providers verify the port by issuing queries to the NPAC SMS for the active TN.

3.1.4 Port TN from SP4 to SP1 "port to original" – previously ported TN.

As the new service provider and original owner of the TN, SP1 creates a pending port (newSP-Create) with the "port to original" flag equal to TRUE for TN TN1.  SP4 (SPID1) concurs with the pending port.  Next, SP1 activates the pending port and the NPAC SMS broadcasts an M-Delete for the Subscription Version object to all LSMSs. 

NPAC Personnel issues an audit of TN TN1 to all service providers and verifies the results of the audit (TN and GTT data)  via the audit report.  Also, the service providers verify the port by issuing queries to the NPAC SMS for the TN and getting a result equivalent to “No Record Found”.

4. Related Documents:

With release 3.2.0a, this document had to be broken into separate files as the document size was getting too large for the application to function efficiently.  The following chapters are published with this document under the following file names:

	CHAPTER NAME
	FILE NAME

	Chapter 8 Individual Turn Up Test Scenarios Related to NPAC Release 1.
	Individual SP Cert & Regression Test Plan Chapter 8 thru 3.1

	Chapter 9 Individual Turn Up Test Scenarios Related to NPAC Release 2.
	Individual SP Cert & Regression Test Plan Chapter 9 thru 3.1

	Chapter 10 Individual Turn Up Test Scenarios Related to NPAC Release 3.0.X
	Individual SP Cert & Regression Test Plan Chapter 10 thru 3.1

	Chapter 11 Individual Turn Up Test Scenarios Related to NPAC Release 3.1.X
	Individual SP Cert & Regression Test Plan Chapter 11 thru 3.1


Additional information can be found in the following documents:

· NPAC SMS Group Service Provider Certification and Regression Test Plan, Version 3.2.0a

· North American Numbering Council (NANC), Functional Requirements Specification, Number Portability Administration Center (NPAC) Service Management System (SMS), Release 3.2.0a.


· NPAC SMS Interoperable Specifications, NANC Release 3.2.0a.

· NPAC Release 3.2 Individual Functional Test Cases, Release 3.2.0c
· 
5. Service Bureaus:

Companies that are providing Service Bureau SOA and/or LSMS functionality to other Service Providers should test against the NPAC SMS.

A Service Bureau that has never tested against the NPAC SMS, and is using software that has never been tested against the NPAC SMS, should execute the Test Cases indicated by ‘New SP w/ New Vendor’ in Chapter 7.

A Service Bureau that has tested against the NPAC SMS, but is using software that has never been tested against the NPAC SMS, should execute the Test Cases identified by the ‘Exp SP w/ New Vendor’ in Chapter 7.

A Service Bureau that has not tested against the NPAC SMS, but is using software that has been tested against the NPAC SMS, should execute the Test Cases identified by the ‘New SP w/ Exp Vendor’ in Chapter 7.

A Service Bureau that has tested against the NPAC SMS, and is using software that has also been tested against the NPAC SMS, should execute the Test Cases identified by the ‘Exp SP w/ Exp Vendor’ with each new release of vendor software as well as each new release of the NPAC SMS software.  With each new release of NPAC SMS software, a Service Bureau should also execute any additional Test Cases (that the SOA and/or LSMS may support) to verify the new NPAC SMS functionality presented in the new release.

A Service Provider that is using SOA and/or LSMS functionality via a Service Bureau but do not connect directly to the NPAC SMS do not have to test against the NPAC SMS.  In this case, the Service Bureau is responsible for performing tests against the NPAC SMS.

6. Service Bureau vs. Service Provider Testing (a diagram):
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7.  Individual Turn Up Test Case Matrix:

This section contains a matrix of all test cases written and defined for Service Provider Turn Up testing in an individual service provider environment up to and including Release 3.1.  Individual Service Provider and Group Service Provider Turn Up test cases for the current release of NPAC Software (3.2) can be found in the related document, NPAC Release 3.2 Individual Functional Test Cases.  
	
	New Entrant Test Cases
	Re-gression
	SOA
	LSMS

	Test Case Objective
	New SP w/ New Vendor
	Exp SP w/ New Vendor
	New SP w/ Exp Vendor
	Exp SP w/ Exp Vendor
	
	

	Release 1.0 Test Cases

	8.1 Mechanized Interface Scenarios

	8.1.1 Network Data

	8.1.1.1 Create of Network Data

	8.1.1.1.1 SOA Mechanized Interface

	8.1.1.1.1.1  Open a non-existing NPA-NXX for portability via the SOA Mechanized Interface. – Success
	X
	X
	X
	X
	X
	


	8.1.1.1.1.2  Open an NPA-NXX for portability via the SOA Mechanized Interface that exists for another service provider. – Error
	X
	X
	
	
	X
	

	8.1.1.1.1.3  Open an NPA-NXX for portability via the SOA Mechanized Interface that exists for the given service provider. – Error
	X
	X
	X
	
	X
	

	8.1.1.1.1.4  Open NPA-NXX for portability via the SOA Mechanized Interface with an effective date prior to the current date. – Success
	X
	X
	
	
	X
	

	8.1.1.1.1.5  Open NPA-NXX for portability via the SOA Mechanized Interface with invalid effective date. – Error
	X
	X
	
	
	X
	

	8.1.1.1.1.6  Open NPA-NXX for portability via the SOA Mechanized Interface while a communications problem exists between the NPAC SMS and an LSMS. – Success
	X
	X
	
	
	X
	

	8.1.1.1.1.7  Add a non-existing LRN via the SOA Mechanized Interface. – Success
	X
	X
	X
	X
	X
	

	8.1.1.1.1.8  Add an LRN via the SOA Mechanized Interface that exists for another service provider. – Error
	X
	X
	
	
	X
	

	8.1.1.1.1.9  Add an LRN via the SOA Mechanized Interface that exists for the given service provider. – Error
	X
	X
	X
	
	X
	

	8.1.1.1.1.10  Add LRN via the SOA Mechanized Interface with invalid LRN data. – Error
	X
	X
	
	
	X
	

	8.1.1.1.1.11  Create an LRN via the SOA Mechanized Interface while a communications problem exists between the NPAC SMS and an LSMS. – Success
	X
	X
	
	
	X
	

	8.1.1.1.2 LSMS Mechanized Interface

	8.1.1.1.2.1  Open a non-existing NPA-NXX for portability via the LSMS Mechanized Interface. – Success
	X
	X
	X
	X
	
	X

	8.1.1.1.2.2  Open an NPA-NXX for portability via the LSMS Mechanized Interface that exists for another service provider. – Error
	X
	X
	
	
	
	X

	8.1.1.1.2.3  Open an NPA-NXX for portability via the LSMS Mechanized Interface that exists for the given service provider. – Error
	X
	X
	X
	
	
	X

	8.1.1.1.2.4  Open NPA-NXX for portability via the LSMS Mechanized Interface with an effective date prior to the current date. – Success
	X
	X
	
	
	
	X

	8.1.1.1.2.5  Open NPA-NXX for portability via the LSMS Mechanized Interface with invalid effective date. – Error
	X
	X
	
	
	
	X

	8.1.1.1.2.6  Open NPA-NXX for portability via the LSMS Mechanized Interface while a communications problem exists between the NPAC SMS and an LSMS. – Success
	X
	X
	
	
	
	X

	8.1.1.1.2.7  Add a non-existing LRN via the LSMS Mechanized Interface. – Success
	X
	X
	X
	X
	
	X

	8.1.1.1.2.8  Add an LRN via the LSMS Mechanized Interface that exists for another service provider. – Error
	X
	X
	
	
	
	X

	8.1.1.1.2.9  Add an LRN via the LSMS Mechanized Interface that exists for the given service provider. – Error
	X
	X
	X
	
	
	X

	8.1.1.1.2.10  Add LRN via the LSMS Mechanized Interface with invalid LRN data. – Error
	X
	X
	
	
	
	X

	8.1.1.1.2.11  Create an LRN via the LSMS Mechanized Interface while a communications problem exists between the NPAC SMS and an LSMS. – Success
	X
	X
	
	
	
	X

	8.1.1.2 Modify of Network Data

	8.1.1.2.1 SOA Mechanized Interface

	8.1.1.2.1.2  Modify an existing service provider’s profile by adding contact data via the SOA Mechanized Interface. – Success
	X
	X
	X
	X
	X
	

	8.1.1.2.1.3  Modify an existing service provider’s profile by deleting non-required contact data via the SOA Mechanized Interface. – Success
	X
	X
	X
	
	X
	

	8.1.1.2.1.4  Modify an existing service provider’s profile by modifying network address data via the SOA Mechanized Interface. – Success
	X
	X
	X
	
	X
	

	8.1.1.2.1.5  Modify an existing service provider’s profile with invalid contact data via the SOA Mechanized Interface. – Error
	X
	X
	
	
	X
	

	8.1.1.2.2 LSMS Mechanized Interface
	

	8.1.1.2.2.2  Modify an existing service provider’s profile by adding contact data via the LSMS Mechanized Interface. – Success
	X
	X
	X
	X
	
	X

	8.1.1.2.2.3  Modify an existing service provider’s profile by deleting non-required contact data via the LSMS Mechanized Interface. – Success
	X
	X
	X
	
	
	X

	8.1.1.2.2.4  Modify an existing service provider’s profile by modifying network address data via the LSMS Mechanized Interface. – Success
	X
	X
	X
	
	
	X

	8.1.1.2.2.5  Modify an existing service provider’s profile with invalid contact data via the LSMS Mechanized Interface. – Error
	X
	X
	
	
	
	X

	8.1.1.3 Delete of Network Data
	

	8.1.1.3.1 SOA Mechanized Interface
	


	8.1.1.3.1.1  Delete NPA-NXX via SOA Mechanized Interface. – Success
	X
	X
	X
	X
	X
	


	8.1.1.3.1.2  Delete NPA-NXX via SOA or LSMS Mechanized Interface – ‘active’ subscription versions exist. – Error
	X
	X
	X
	
	X
	X


	8.1.1.3.1.3  Delete NPA-NXX via SOA or LSMS Mechanized Interface – not owner service provider. – Error
	X
	X
	X
	
	X
	X


	8.1.1.3.1.4  Delete LRN via SOA Mechanized Interface. – Success
	X
	X
	X
	
	X
	


	8.1.1.3.1.5  Delete LRN via SOA or LSMS Mechanized Interface – ‘active’ subscription versions exist. – Error
	X
	X
	X
	
	X
	X


	8.1.1.3.1.6  Delete LRN via SOA or LSMS Mechanized Interface – not owner service provider. – Error
	X
	X
	
	
	X
	X


	8.1.1.3.1.7  Delete NPA-NXX Filter via SOA Mechanized Interface. – Success
	X
	X
	X
	
	X
	

	8.1.1.3.2 LSMS Mechanized Interface
	


	8.1.1.3.2.1  Delete NPA-NXX via LSMS Mechanized Interface. – Success
	X
	X
	X
	X
	
	X


	8.1.1.3.2.2  Delete LRN via LSMS Mechanized Interface. – Success
	X
	X
	X
	
	
	X


	8.1.1.3.2.3  Delete NPA-NXX Filter via LSMS Mechanized Interface. – Success
	X
	X
	X
	X
	
	X

	8.1.1.4 Query 
	


	8.1.1.4.1.1  Service Provider query of audit on  the NPAC. – Success
	X
	X
	X
	X
	X
	


	8.1.1.4.1.2  Service Provider Query to the NPAC for their own service provider data via their LSMS. – Success
	X
	X
	X
	X
	
	X


	8.1.1.4.1.3  Service Provider Query to the NPAC for their own Service Provider data via their SOA. – Success
	X
	X
	X
	
	X
	


	8.1.1.4.1.4  Service Provider Query to the NPAC for another Service Provider's data via the SOA. – Error
	X
	X
	
	
	X
	


	8.1.1.4.1.5  Service Provider Query to the NPAC for NPA-NXX data via their Local SMS. – Success
	X
	X
	X
	X
	
	X


	8.1.1.4.1.6  Service Provider Query to the NPAC for NPA-NXX data via their SOA. – Success
	X
	X
	X
	
	X
	


	8.1.1.4.1.7  Service Provider Query to the NPAC for LRN data via their SOA. – Success
	X
	X
	X
	
	X
	

	8.1.1.4.1.8  Service Provider Query to the NPAC for another Service Provider's LRN via the SOA. – Success
	X
	X
	X
	
	X
	


	8.1.1.4.1.9  Service Provider Query to the NPAC for LRN data via their Local SMS. – Success
	X
	X
	X
	
	
	X


	8.1.1.4.1.10  Service Provider issues a Scoped/Filtered GET of Network Data to the NPAC via their Local SMS. – Success
	X
	X
	X
	
	
	X


	8.1.1.4.1.11  Service Provider issues a Scoped/Filtered GET of Network Data to the NPAC via their  SOA. – Success
	X
	X
	X
	
	X
	

	8.1.2 Subscription Data
	

	8.1.2.1 Create of Subscription Data
	

	8.1.2.1.1 SOA Mechanized Interface
	


	8.1.2.1.1.1  Create 1st time inter-service provider ‘pending’ port of a single TN via the SOA Mechanized Interface. – Success
	X
	X
	X
	X
	X
	X

	8.1.2.1.1.2 Create 1st time inter-service provider ‘pending’ port of a TN Range via the SOA Mechanized Interface. – Success
	Test Case procedures incorporated into test case 2.1 from Release 3.1.

	8.1.2.1.1.3  Create inter-service provider ‘pending’ port of a single TN via the SOA Mechanized Interface. – Success
	Test Case procedures incorporated into test cases NANC 201-1, NANC 201-5, and NANC 201-9 for Release 2.0

	8.1.2.1.1.4  Create inter-service provider ‘pending’ port of a TN Range via the SOA Mechanized Interface. – Success
	Test Case procedures incorporated into test cases NANC 201-2, NANC 201-6, and NANC 201-10 for Release 2.0

	8.1.2.1.1.5  Create inter-service provider ‘pending’ port of a ported TN porting to the original service provider via the SOA Mechanized Interface. – Success
	X
	X
	X
	
	X
	

	8.1.2.1.1.6  Create inter-service provider ‘pending’ port of a ported TN Range porting to the original service provider via the SOA Mechanized Interface. – Success
	X
	X
	
	
	X
	

	8.1.2.1.1.7  Create inter-service provider ‘pending’ port of a TN Range consisting of both ported and non-ported TNs via the SOA Mechanized Interface. – Success
	X
	X
	X
	
	X
	

	8.1.2.1.1.8  Create inter-service provider ‘pending’ port of a TN Range of an entire NPA-NXX (10,000 TNs) via the SOA Mechanized Interface. – Success
	X
	X
	X
	
	X
	

	8.1.2.1.1.9  Create inter-service provider ‘pending’ port of a single TN with a due date in the past via the SOA Mechanized Interface. – Error
	X
	X
	X
	
	X
	

	8.1.2.1.1.10  Create inter-service provider ‘pending’ port of a TN Range for an NPA-NXX not open for portability via the SOA Mechanized Interface. – Error
	X
	X
	X
	
	X
	

	8.1.2.1.1.11  Create inter-service provider ‘pending’ port of a single TN with an LRN of another service provider’s switch via the SOA Mechanized Interface. – Error
	X
	X
	
	
	X
	

	8.1.2.1.1.12  Create inter-service provider ‘pending’ port of a single TN with an LRN that does not exist via the SOA Mechanized Interface. – Error
	X
	X
	X
	
	X
	

	8.1.2.1.1.13  Create inter-service provider ‘pending’ port of a TN Range with an invalid Old Service Provider id via the SOA Mechanized Interface. – Error
	X
	X
	X
	
	X
	

	8.1.2.1.1.14  Create inter-service provider ‘pending’ port of a TN Range for which each TN in the range exists as a ‘pending’ port via the SOA Mechanized Interface. – Error
	X
	X
	
	
	X
	

	8.1.2.1.1.15  Create inter-service provider ‘pending’ port of a TN Range for which some of the TNs in the range already exist as ‘pending’ ports via the SOA Mechanized Interface. – Error
	X
	X
	X
	
	X
	


	8.1.2.1.1.16  Create 1st time intra-service provider ‘pending’ port of a single TN via the SOA Mechanized Interface. – Success
	X
	X
	X
	X
	X
	X

	8.1.2.1.1.17  Create 1st time intra-service provider ‘pending’ port of a TN Range via the SOA Mechanized Interface. – Success
	X
	X
	X
	
	X
	X

	8.1.2.1.1.18  Create intra-service provider ‘pending’ port of a single TN via the SOA Mechanized Interface. – Success
	X
	X
	X
	X
	X
	

	8.1.2.1.1.19  Create intra-service provider ‘pending’ port of a TN Range via the SOA Mechanized Interface. – Success
	X
	X
	X
	
	X
	

	8.1.2.1.1.22  Create intra-service provider ‘pending’ port of an entire NPA-NXX (10,000 TNs) via the SOA Mechanized Interface. – Success
	X
	X
	X
	
	X
	

	8.1.2.1.1.23  Create intra-service provider ‘pending’ port of a single TN with a due date in the past via the SOA Mechanized Interface. – Error
	X
	X
	X
	
	X
	

	8.1.2.1.1.24  Create intra-service provider ‘pending’ port of a TN Range for an NPA-NXX not open for portability via the SOA Mechanized Interface. – Error
	X
	X
	
	
	X
	

	8.1.2.1.1.25  Create intra-service provider ‘pending’ port of a single TN with an LRN of another service provider’s switch via the SOA Mechanized Interface. – Error
	X
	X
	
	
	X
	

	8.1.2.1.1.26.  Create intra-service provider ‘pending’ port of a single TN with an LRN that does not exist via the SOA Mechanized Interface. – Error
	X
	X
	
	
	X
	

	8.1.2.1.1.27.  Create intra-service provider ‘pending’ port of a TN Range with an invalid Old Service Provider id via the SOA Mechanized Interface. – Error
	X
	X
	
	
	X
	

	8.1.2.1.1.28  Create intra-service provider ‘pending’ port of a TN Range for which each TN in the range exists as a ‘pending’ port for another Service Provider via the SOA Mechanized Interface. – Error
	X
	X
	
	
	X
	

	8.1.2.1.1.29  Create intra-service provider ‘pending’ port of a TN Range for which some of the TNs in the range exists as a ‘pending’ port for another Service Provider via the SOA Mechanized Interface. – Error
	X
	X
	X
	
	X
	


	8.1.2.1.1.30  Create 1st time inter-service provider ‘pending’ port (concurrence) of a single TN via the SOA Mechanized Interface. – Success
	X
	X
	X
	X
	X
	X

	8.1.2.1.1.31  Create 1st time inter-service provider ‘pending’ port (concurrence) of a TN Range via the SOA Mechanized Interface. – Success
	X
	X
	X
	
	X
	X

	8.1.2.1.1.32  Create inter-service provider ‘pending’ port (concurrence) of a single TN via the SOA Mechanized Interface. – Success
	X
	X
	X
	X
	X
	

	8.1.2.1.1.33  Create inter-service provider ‘pending’ port (concurrence) of a TN Range via the SOA Mechanized Interface. – Success
	X
	X
	X
	
	X
	

	8.1.2.1.1.34  Create inter-service provider ‘pending’ port (concurrence) of a ported TN porting to the original service provider via the SOA Mechanized Interface. – Success
	X
	X
	X
	
	X
	

	8.1.2.1.1.35  Create inter-service provider ‘pending’ port (concurrence) of a ported TN Range porting to the original service provider via the SOA Mechanized Interface. – Success
	Test case procedures incorporated into test case 2.33 from Release 3.1.

	8.1.2.1.1.36  Create inter-service provider ‘pending’ port (concurrence) of a TN Range consisting of both ported and non-ported TNs via the SOA Mechanized Interface. – Success
	X
	X
	X
	
	X
	

	8.1.2.1.1.37 Create inter-service provider ‘pending’ port (concurrence) of a TN Range of an entire NPA-NXX (10,000 TNs) via the SOA Mechanized Interface. – Success
	X
	X
	X
	
	X
	

	8.1.2.1.1.38  Create inter-service provider ‘pending’ port (concurrence) of a single TN with a due date in the past via the SOA Mechanized Interface. – Error
	X
	X
	
	
	X
	

	8.1.2.1.1.39  Create inter-service provider ‘pending’ port (concurrence) of a TN Range for an NPA-NXX not open for portability via the SOA Mechanized Interface. – Error
	X
	X
	X
	
	X
	

	8.1.2.1.1.40  Create inter-service provider ‘pending’ port (concurrence) of a TN Range for which each TN in the range exists as a ‘pending’ port via the SOA Mechanized Interface. – Error
	X
	X
	
	
	X
	

	8.1.2.1.1.41  Create inter-service provider ‘pending’ port (concurrence) of a TN Range for which some of the TNs in the range exists as a ‘pending’ port via the SOA Mechanized Interface. – Error
	X
	X
	X
	
	X
	

	8.1.2.1.1.42  Create inter-service provider ‘pending’ port (concurrence) of a TN Range with an authorization flag equal to FALSE and the cause code value populated via the SOA Mechanized Interface. – Success
	X
	X
	X
	
	X
	

	8.1.2.1.1.43  Create inter-service provider ‘pending’ port (concurrence) of a TN Range with the authorization flag equal to FALSE and the cause code value not populated via the SOA Mechanized Interface. – Error
	X
	X
	X
	
	X
	

	8.1.2.1.1.44  Create inter-service provider ‘pending’ port (concurrence) of a TN Range with the authorization flag equal to TRUE and the cause code value is populated via the SOA Mechanized Interface. – Error
	X
	X
	
	
	X
	

	8.1.2.1.1.45  Create inter-service provider ‘pending’ port (concurrence) of a TN Range with the authorization flag equal to FALSE and the cause code value is not 0 via the SOA Mechanized Interface. – Error
	X
	X
	
	
	X
	

	8.1.2.2 Modify of Subscription Data
	

	8.1.2.2.1 SOA Mechanized Interface
	


	8.1.2.2.1.1  Modify required fields for a single TN ‘pending’ port with valid data. – Success
	X
	X
	X
	X
	X
	

	8.1.2.2.1.2  Modify optional fields for a single TN ‘pending’ port for a New Service Provider. – Success
	X
	X
	X
	X
	X
	

	8.1.2.2.1.3  Modify “porting to original” due date for a single TN ‘pending’ port. – Success
	X
	X
	X
	
	X
	

	8.1.2.2.1.4  Modify CNAM DPC with invalid data for a single TN ‘pending’ port. – Error
	X
	X
	
	
	X
	

	8.1.2.2.1.5  Modify CNAM SSN with invalid data for a single TN ‘pending’ port. – Error
	X
	X
	
	
	X
	

	8.1.2.2.1.6  Modify End-User Location Value with invalid data for a single TN ‘pending’ port. – Error
	X
	X
	
	
	X
	

	8.1.2.2.1.7  Modify Old Service Provider Authorization field for a single TN ‘pending’ port. – Error
	X
	X
	
	
	X
	


	8.1.2.2.1.8  Modify required fields for a ‘pending’ port for a range of TNs with valid data. – Success
	X
	X
	X
	X
	X
	

	8.1.2.2.1.9  Modify optional fields for ‘pending’ ports for a range of TNs for a New Service Provider – Success
	X
	X
	X
	X
	X
	

	8.1.2.2.1.10  Modify LRN with valid data for a ‘pending’ port for a range of TNs. – Error
	X
	X
	
	
	X
	

	8.1.2.2.1.14  Modify required fields with valid data for a single TN ‘pending’ port which is in conflict. – Success
	X
	X
	X
	
	X
	

	8.1.2.2.1.15  Modify optional fields for a single TN ‘pending’ port which is in conflict for a New Service Provider. – Success
	X
	X
	X
	
	X
	

	8.1.2.2.1.17  NPAC SMS sets ‘pending’ ports for a range of TNs to conflict. – Success
	X
	X
	X
	
	X
	

	8.1.2.2.1.18  Modify required fields with valid data for ‘pending’ ports for a range of TNs which are in conflict. – Success
	X
	X
	X
	
	X
	

	8.1.2.2.1.19  Modify optional fields for ‘pending’ ports for a range of TNs which are in conflict for a New Service Provider. – Success
	X
	X
	X
	
	X
	

	8.1.2.2.1.20  Modify “porting to original” due date for ‘pending’ ports for a range of TNs which are in conflict for a New Service Provider. – Error
	X
	X
	
	
	X
	

	8.1.2.2.1.21  Modify LRN of ‘pending’ ports for a range of TNs which are in conflict with an LRN value which does not exist. – Error
	X
	X
	
	
	X
	

	8.1.2.2.1.22  Modify the Status Change Cause Code of ‘pending’ ports for a range of TNs for another service provider. – Error
	X
	X
	 
	
	X
	

	8.1.2.2.1.23  Modify required data for a single TN ‘active’ subscription for current Service Provider with valid data. – Success
	Test case procedures incorporated into test case 2.12 from Release 3.1.

	8.1.2.2.1.24  Modify optional data for a single TN ‘active’ subscription for current Service Provider with valid data. – Success
	X
	X
	X
	
	X
	X

	8.1.2.2.1.25  Modify CNAM DPC with invalid data for an ‘active’ subscription for a single TN for current Service Provider. – Error
	X
	X
	
	
	X
	

	8.1.2.2.1.26  Modify CNAM SSN with invalid data for an ‘active’ subscription for a single TN for current Service Provider. – Error
	X
	X
	
	
	X
	

	8.1.2.2.1.27  Modify End-User Location - Value with invalid data for an ‘active’ subscription for a single TN for current Service Provider. – Error
	X
	X
	
	
	X
	

	8.1.2.2.1.28  Modify an ‘active’ subscription for a single TN for another Service Provider. – Error
	X
	X
	
	
	X
	

	8.1.2.2.1.30  Modify required data for ‘active’ subscription versions for a range of TNs for current Service Provider with valid data. – Success
	Test case procedures incorporated into test case 2.11 from Release 3.1.

	8.1.2.2.1.31  Modify optional data for ‘active’ subscription versions for a range of TNs for current Service Provider with valid data. – Success
	X
	X
	X
	X
	X
	X

	8.1.2.2.1.32  Modify LRN with an LRN value which does not exist for an active’ subscription versions for a range of TNs for current Service Provider. – Error
	X
	X
	
	
	X
	

	8.1.2.2.1.33  Modify ‘active’ subscription versions for a range of TNs for another Service Provider. – Error
	X
	X
	
	
	X
	

	8.1.2.2.1.34  Modify single TN ‘pending’ port request for an Old Service Provider. – Success
	X
	X
	X
	
	X
	

	8.1.2.2.1.35  Modify a 'pending' port to set the Old Service Provider Authorization flag to false. – Success
	Test case procedures incorporated into test case 2.30 from Release 3.1.

	8.1.2.2.1.39  Modify status change cause code value for a single TN when Old Service Provider Authorization is not set to false. – Error
	X
	X
	
	
	X
	


	8.1.2.2.1.40  Modify LRN for a single TN ‘pending’ port which is ‘active’ for another Service Provider. – Error
	X
	X
	
	
	X
	

	8.1.2.2.1.41  Modify ‘pending’ port request for a range of TNs for an Old Service Provider. – Success
	Test case procedures incorporated into test case 2.15 from Release 3.1.

	8.1.2.2.1.46  Modify status change cause code for a single TN ‘pending’ port when Old Service Provider Authorization is set to false. – Error
	X
	X
	X
	
	X
	

	8.1.2.2.1.47  Modify status change cause code for a single TN ‘pending’ port request which is in conflict when Old Service Provider Authorization is not set to false. – Error
	X
	X
	X
	
	X
	

	8.1.2.2.1.48  Modify by Old Service Provider for a range of ‘pending’ ports TNs to conflict. – Success
	Test case procedures incorporated into test case 2.28 from Release 3.1.

	8.1.2.2.1.49  Modify ‘pending’ ports for a range of TNs which are in conflict for an Old Service Provider. – Success
	X
	X
	X
	
	X
	

	8.1.2.2.1.51  Modify status change cause code for a ‘pending’ port for a range of TNs which are in conflict when Old Service Provider Authorization is not set to false. – Error
	X
	X
	
	
	X
	

	NOTE: Modify Active Partial Failure and Full Failure Test Cases have been added to the end of Release 1 test cases.  The 4 test cases that cover these scenarios are as follows:

	Modify_Active_1  Modify optional data for an ‘active’ Subscription Version with valid data for the Current Service Provider. – Partial Failure
	X
	X
	X
	X
	X
	X

	Modify_Active_2  Modify required data for ‘active’ Subscription Versions, for a range of TNs, with valid data for the Current Service Provider. – Partial Failure
	Test case procedures incorporated into test case 2.13 from Release 3.1.

	Modify_Active_3  Modify required data for an ‘active’ Subscription Version with valid data for the Current Service Provider. – Failure
	X
	X
	X
	X
	X
	X

	Modify_Active_4  Modify optional data for ‘active’ Subscription Versions, for a range of TNs, with valid data for the Current Service Provider. – Failure
	X
	X
	X
	X
	X
	X

	8.1.2.3 Delete of Subscription Data

	8.1.2.3.1 SOA Mechanized Interface


	8.1.2.3.1.1  Immediate Disconnect of ‘active’ port - single TN – SOA Mechanized Interface. – Success
	Test case procedures incorporated into test case 2.19 from Release 3.1.


	8.1.2.3.1.2  Immediate Disconnect of ‘active’ port - single TN – SOA Mechanized Interface. – Failure
	X
	X
	X
	X
	X
	


	8.1.2.3.1.3  Immediate Disconnect of ‘active’ port - single TN – SOA Mechanized Interface. – Partial Failure
	X
	X
	X
	X
	X
	


	8.1.2.3.1.4  Immediate Disconnect of ‘active’ port – range of TNs – SOA Mechanized Interface. – Success
	Test case procedures incorporated into test case 2.16 from Release 3.1.


	8.1.2.3.1.5  Immediate Disconnect of ‘active’ port – range of TNs – SOA Mechanized Interface. – Failure
	X
	X
	X
	X
	X
	


	8.1.2.3.1.6  Immediate Disconnect of an ‘active’ port – range of TNs – SOA Mechanized Interface. – Partial Failure
	X
	X
	X
	X
	X
	


	8.1.2.3.1.7  Immediate disconnect of  an ‘active’ port - single TN – no customer disconnect date. – SOA Mechanized Interface – Error
	X
	X
	X
	
	X
	


	8.1.2.3.1.8  Immediate disconnect of an ‘active’ port – single TN – not current Service Provider. – SOA Mechanized Interface – Error
	X
	X
	X
	
	X
	


	8.1.2.3.1.9  Immediate disconnect of a single TN – not ‘active’ – SOA Mechanized Interface. – Error
	X
	X
	
	
	X
	


	8.1.2.3.1.10  Deferred Disconnect of ‘active’ port - single TN – SOA Mechanized Interface. – Success
	X
	X
	X
	X
	X
	X


	8.1.2.3.1.11  Deferred Disconnect of an ‘active port’ - single TN – SOA Mechanized Interface. – Failure
	X
	X
	X
	
	X
	


	8.1.2.3.1.12  Deferred Disconnect of an ‘active’ port - single TN – SOA Mechanized Interface. – Partial Failure
	X
	X
	X
	
	X
	


	8.1.2.3.1.13  Deferred Disconnect of an ‘active’ port – range of TNs – SOA Mechanized Interface. – Success
	X
	X
	X
	
	X
	X


	8.1.2.3.1.14  Deferred Disconnect of an ‘active’ port – range of TNs – SOA Mechanized Interface. – Failure
	X
	X
	X
	
	X
	


	8.1.2.3.1.15  Deferred Disconnect of an ‘active’ port – range of TNs – SOA Mechanized Interface. – Partial Failure
	X
	X
	X
	
	X
	

	8.1.2.3.1.16  Deferred Disconnect for a single TN for other Service Provider. – Error
	X
	X
	X
	
	X
	

	8.1.2.3.1.17  Disconnect for a range of TNs for other Service Provider. – Error
	X
	X
	X
	
	X
	

	8.1.2.4 Activate of Subscription Data

	8.1.2.4.1 SOA Mechanized Interface


	8.1.2.4.1.1  Activate inter-service provider ‘pending’ port of a single TN. – Success
	Test case procedures incorporated into test case 2.8 from Release 3.1.


	8.1.2.4.1.2  Activate inter-service provider ‘pending’ port of a single TN. – Failure
	X
	X
	X
	X
	X
	


	8.1.2.4.1.3  Activate inter-service provider ‘pending’ port of a single TN. – Partial Failure
	X
	X
	X
	X
	X
	X


	8.1.2.4.1.4  Activate inter-service provider ‘pending’ port of a range of TNs. – Success
	Test case procedures incorporated into test case 2.6 from Release 3.1.


	8.1.2.4.1.5  Activate inter-service provider ‘pending’ port of a range of TNs. – Failure
	X
	X
	X
	X
	X
	


	8.1.2.4.1.6  Activate inter-service provider ‘pending’ port of a range of TNs. – Partial Failure
	X
	X
	X
	X
	X
	


	8.1.2.4.1.7  Activate inter-service provider ‘pending’ port of a single TN – not in ‘pending’ state. – Error
	X
	X
	
	
	X
	


	8.1.2.4.1.8  Activate inter-service provider ‘pending’ port of a single TN – no New Service Provider timestamp exists and before NPA-NXX effective date. – Error
	X
	X
	
	
	X
	


	8.1.2.4.1.9  Activate inter-service provider ‘pending’ port of a single TN – prior to due date. – Error
	X
	X
	X
	
	X
	


	8.1.2.4.1.10  Activate intra-service provider ‘pending’ port of a single TN that has been previously ported. – Success
	X
	X
	X
	X
	X
	X


	8.1.2.4.1.11  Activate intra-service provider ‘pending’ port of a single TN. – Failure
	X
	X
	X
	
	X
	


	8.1.2.4.1.12  Activate intra-service provider ‘pending’ port of a single TN. – Partial Failure
	X
	X
	X
	
	X
	


	8.1.2.4.1.13  Activate intra-service provider ‘pending’ port of a range of TNs that has been previously ported. – Success
	X
	X
	X
	X
	X
	X


	8.1.2.4.1.14  Activate intra-service provider ‘pending’ port of a range of TNs. – Failure
	X
	X
	X
	
	X
	


	8.1.2.4.1.15  Activate intra-service provider ‘pending’ port of a range of TNs. – Partial Failure
	X
	X
	X
	
	X
	


	8.1.2.4.1.17  Activate intra-service provider ‘pending’ port of a single TN – no New Service Provider timestamp exists and before NPA-NXX effective date. – Error
	X
	X
	
	
	X
	


	8.1.2.4.1.18  Activate intra-service provider ‘pending’ port of a single TN – prior to due date. – Error
	X
	X
	
	
	X
	


	8.1.2.4.1.19  Activate porting to original ‘pending’ port of a single TN. – Success
	X
	X
	X
	X
	X
	X


	8.1.2.4.1.20  Activate porting to original ‘pending’ port of a single TN. – Failure
	X
	X
	X
	
	X
	


	8.1.2.4.1.21  Activate porting to original ‘pending’ port of a single TN. – Partial Failure
	X
	X
	X
	
	X
	


	8.1.2.4.1.22  Activate porting to original ‘pending’ port of a range of TNs. – Success
	X
	X
	X
	
	X
	X


	8.1.2.4.1.23  Activate porting to original ‘pending’ port of a range of TNs. – Failure
	X
	X
	X
	
	X
	


	8.1.2.4.1.24  Activate porting to original ‘pending’ port of a range of TNs. – Partial Failure
	X
	X
	X
	
	X
	


	8.1.2.4.1.25  Activate porting to original ‘pending’ port of a single TN – not in ‘pending’ state. – Error
	X
	X
	
	
	X
	


	8.1.2.4.1.27  Activate porting to original ‘pending’ port of a single TN – prior to due date. – Error
	X
	X
	
	
	X
	

	8.1.2.5
Cancel of Subscription Data

	8.1.2.5.1 SOA Mechanized Interface


	8.1.2.5.1.1  Subscription Version Cancel With Only One Create Action Received (Old Service Provider SOA Mechanized Interface). – Success
	Test case procedures incorporated into test case 2.27 from Release 3.1.


	8.1.2.5.1.2  Subscription Version Cancel With Only One Create Action Received (New Service Provider SOA Mechanized Interface). – Success
	X
	X
	X
	
	X
	


	8.1.2.5.1.3  Subscription Version Cancel Validation: subscription version does not exist (Old Service Provider’s or New Service Provider’s SOA Mechanized Interface). – Error
	X
	X
	X
	
	X
	


	8.1.2.5.1.4 Subscription Version Cancel Validation: subscription state (Old Service Provider’s or New Service Provider’s SOA Mechanized Interface). – Error
	X
	X
	X
	
	X
	

	8.1.2.5.1.5 Subscription Version Cancel Validation: authorized service provider (Old Service Provider’s or New Service Provider’s SOA Mechanized Interface) – Error
	X
	X
	X
	
	X
	

	8.1.2.5.1.6 Subscription Version Cancel by Service Provider SOA After Both Service Provider SOAs Have Concurred (Old Service Provider’s SOA Mechanized Interface)
	X
	X
	X
	
	X
	

	8.1.2.5.1.7 Subscription Version Cancel by Service Provider SOA After Both Service Provider SOAs Have Concurred (New Service Provider’s SOA Mechanized Interface)
	X
	X
	X
	X
	X
	

	8.1.2.5.1.8 Subscription Version Cancel by Old Service Provider SOA No Acknowledgment by New Service Provider SOA (SOA Mechanized Interface)
	X
	X
	X
	X
	X
	


	8.1.2.5.1.9  Subscription Version Cancel by New Service Provider SOA No Acknowledgment by Old Service Provider (SOA Mechanized Interface). – Success
	X
	X
	X
	
	X
	


	8.1.2.5.1.10  Subscription Version Cancel Intra-service Provider Port (Current Provider SOA Mechanized Interface). – Success
	X
	X
	X
	
	X
	

	8.1.2.6 Conflict/Conflict Resolution of Subscription Data


	8.1.2.6.2  Subscription Version Conflict Removal by the New Service Provider SOA. – Success
	Test Case procedures incorporated into test cases NANC 201-25 and NANC 201-35 for Release 2.0


	8.1.2.6.3  Subscription Version Conflict Removal by the New Service Provider SOA before the Version Conflict Cancellation Window has expired. – Error
	X
	X
	X
	
	X
	


	8.1.2.6.4  Subscription Version Conflict: No Conflict Resolution. – Success
	X
	X
	X
	
	X
	

	8.1.2.7 Query of Subscription Data

	8.1.2.7.1
  SOA Mechanized Interface


	8.1.2.7.1.1  Subscription Version Query – SOA. – Success
	X
	X
	X
	X
	X
	

	8.1.2.7.2
  LSMS Mechanized Interface


	8.1.2.7.2.1  Subscription Version Query – LSMS. – Success
	X
	X
	X
	X
	
	X

	8.2 Disaster Recovery Scenarios

	8.2.1 Scheduled Site Switchover
	X
	X
	X
	X
	
	

	8.2.2 Unscheduled Site Switchover
	X
	X
	X
	X
	
	

	8.2.3 Scheduled Downtime
	X
	X
	X
	X
	
	

	8.5 NPA Splits Scenarios

	8.5.1 Permissive Dialing Period is Successfully Started - NPAC Personnel User – Success 
	Test case procedures incorporated into test case 192-1 from Release 3.2.

	8.5.2.  New NPA-NXX does not Already Exist - NPAC Personnel User – Error
	Test case procedures incorporated into test case 192-1 from Release 3.2.

	8.5.3  Permissive Dialing Period with Audits – NPAC Personnel User – Success
	Test case procedures incorporated into test case 192-1 from Release 3.2.

	8.5.4  Confirm that the NPAC Personnel user and the Service Provider user can add new NPA-NXXs to an NPA Split before and during Permissive Dialing Period.- Success
	Test case procedures incorporated into test case 192-1 from Release 3.2.

	8.5.5  Perform Port-to-Original during the Permissive Dialing Period of the NPA Split. - Success
	Test case procedures incorporated into test case 192-1 from Release 3.2.

	8.5.6  New NPA-NXX involved in one NPA Split Validation - NPAC Personnel User – Error
	Test case procedures incorporated into test case 192-1 from Release 3.2.

	8.5.7  Old NPA-NXX involved in one NPA Split Validation - NPAC Personnel User – Error
	Test case procedures incorporated into test case 192-1 from Release 3.2.

	8.5.8  Delete NPA Split - NPAC Personnel User – Success
	Test case procedures incorporated into test case 192-1 from Release 3.2.

	8.5.9  Removal of NPA-NXX from NPA Split during Permissive Dialing Period - NPAC Personnel User – Success
	Test case procedures incorporated into test case 192-1 from Release 3.2.

	9.2  Audits

	Audit_1  NPAC Initiates Full Audit (all data attributes), Single TN, No Discrepancies. – Success
	X
	X
	X
	
	
	X

	Audit_2  SOA Initiates Full Audit (all data attributes), Range of TNs, with Discrepancies. – Success
	X
	X
	X
	X
	X
	

	Audit_3  SOA Initiates Partial Audit (some data attributes), Single TN, with Discrepancies. – Success
	X
	X
	X
	X
	X
	

	Audit_4  NPAC Initiates Partial Audit (some data attributes), Single TN, with Discrepancies. – Success
	Test Case procedures incorporated into test case 9.2 for Release 3.0.

	Audit_5  NPAC Initiates Partial Audit (some data attributes), Range of TNs, with Discrepancies. – Success
	X
	X
	X
	
	
	X

	Release 2.0 Test Cases

	ILL 75 Test Cases

	Ill 75-1 SOA – Old Service Provider Personnel create an Inter-Service Provider Subscription Version specifying a due date that is prior to the NPA-NXX Effective Date – Error 

(Note:  This error may be caught by either the SOA or NPAC SMS.)
	X
	X
	
	
	X
	

	Ill 75-2 SOA – New Service Provider Personnel create an Inter-Service Provider Subscription Version specifying a due date that is prior to the NPA-NXX Effective Date – Error

(Note:  This error may be caught by either the SOA or NPAC SMS.)
	X
	X
	X
	
	X
	

	Ill 75-3 SOA – Old Service Provider Personnel, using a range of TNs, create Inter-Service Provider Subscription Versions specifying a due date that is prior to the NPA-NXX Effective Date – Error (Note:  This error may be caught by either the SOA or NPAC SMS.)
	X
	X
	
	
	X
	

	Ill 75-4 SOA – New Service Provider Personnel, using a range of TNs, create Inter-Service Provider Subscription Versions specifying a due date that is prior to the NPA-NXX Effective Date – Error (Note:  This error may be caught by either the SOA or NPAC SMS.)
	X
	X
	
	
	X
	

	Ill 75-5 SOA – Service Provider Personnel create an Intra-Service Provider Subscription Version specifying a due date that is equal to the NPA-NXX Effective Date – Success
	Test Case procedures incorporated into test case 8.1.2.1.1.18 for Release 1.0

	Ill 75-6 SOA – Service Provider Personnel, using a range of TNs, create Intra-Service Provider Subscription Versions specifying a due date that is equal to the NPA-NXX Effective Date – Success
	X
	X
	
	
	X
	

	Ill 75-23 SOA – Old Service Provider Personnel modify an Inter-Service Provider Subscription Version specifying a due date that is equal to the NPA-NXX Effective Date – Success
	Test Case procedures incorporated into test case 8.1.2.2.1.34 for Release 1.0

	Ill 75-24 SOA – New Service Provider Personnel modify an Inter-Service Provider Subscription Version specifying a due date that is equal to the NPA-NXX Effective Date – Success
	Test Case procedures incorporated into test case 8.1.2.2.1.1 for Release 1.0

	Ill 75-25 SOA – Old Service Provider Personnel, using a range of TNs, modify an Inter-Service Provider Subscription Versions specifying a due date that is equal to the NPA-NXX Effective Date – Success
	X
	X
	X
	
	X
	

	Ill 75-26 SOA – New Service Provider Personnel, using a range of TNs, modify Inter-Service Provider Subscription Versions specifying a due date that is equal to the NPA-NXX Effective Date – Success
	X
	X
	X
	
	X
	

	Ill 75-27 SOA – Old Service Provider Personnel modify an Inter-Service Provider, Port-to-Original Subscription Version specifying a due date that is prior to the NPA-NXX Effective Date – Error (Note:  This error may be caught by either the SOA or NPAC SMS.)
	X
	X
	
	
	X
	

	Ill 75-28 SOA – New Service Provider Personnel modify an Inter-Service Provider, Port-to-Original Subscription Version specifying a due date that is prior to the NPA-NXX Effective Date – Error (Note:  This error may be caught by either the SOA or NPAC SMS.)
	X
	X
	
	
	X
	

	Ill 75-29 SOA – Old Service Provider Personnel, using a range of TNs, modify Inter-Service Provider, Port-to-Original Subscription Versions specifying a due date that is prior to the NPA-NXX Effective Date – Error 

(Note:  This error may be caught by either the SOA or the NPAC SMS.)
	X
	X
	
	
	X
	

	Ill 75-30 SOA – New Service Provider Personnel, using a range of TNs, modify Inter-Service Provider, Port-to-Original Subscription Versions specifying a due date that is prior to the NPA-NXX Effective Date – Error 

(Note:  This error may be caught by either the SOA or the NPAC SMS.)
	X
	X
	
	
	X
	

	Ill 75-31 SOA – Service Provider Personnel modify an Intra-Service Provider Subscription Version specifying a due date that is prior to the NPA-NXX Effective Date – Error 

(Note:  This error may be caught by either the SOA or the NPAC SMS.)
	X
	X
	
	
	X
	

	Ill 75-32 SOA – Service Provider Personnel, using a range of TNs, modify Intra-Service Provider Subscription Versions specifying a due date that is prior to the NPA-NXX Effective Date – Error (Note:  This error may be caught by either the SOA or NPAC SMS.)
	X
	X
	
	
	X
	

	ILL 79 Test Cases

	ILL 79 – 1 SOA – Service Provider Personnel, using their SOA system, where SOA Network Data Download Association Function is set to ‘ON’, issue a Network Data and Notification Recovery Request by specifying a Time Range – Success
	Test Case procedures incorporated into test case 8.3 for Release 3.0.

	ILL 79 – 2 LSMS – Service Provider Personnel, using their LSMS system, where LSMS Network and Subscription Data Download Association Function is set to ‘ON’, issue a Network Data and Notification Recovery Request by specifying a Time Range – Success
	Test Case procedures incorporated into test case 8.1 for Release 3.0.

	ILL 79 – 3 SOA – Service Provider Personnel, using their SOA system, issue a Notification Recovery Request specifying a Time Range that exceeds the Maximum Download Duration Tunable on the NPAC SMS – Error
	X
	X
	
	
	X
	

	ILL 79 – 4 LSMS – Service Provider Personnel, using their LSMS system, issue a Notification Recovery Request specifying a Time Range that exceeds the Maximum Download Duration Tunable on the NPAC SMS – Error
	Test Case procedures incorporated into test case 8.4 for Release 3.0.

	ILL 79 – 5 SOA – Service Provider Personnel, using their SOA system, where the SOA Network Data Download Indicator Association Function is set to ‘OFF’, issue a Notification Recovery Request by specifying a Time Range – Success
	X
	X
	
	
	X
	

	ILL 79 – 6 SOA – Service Provider Personnel, using their SOA system, where SOA Network Data Download Association Function is set to ‘ON’, issue a Network Data and Notification Recovery Request by specifying a Time Range with a filter on an NPA-NXX that is used – Success
	X
	X
	
	
	X
	

	ILL 79 – 7 LSMS – Service Provider Personnel, using their LSMS system, where LSMS Network and Subscription Data Download Association Function is set to ‘ON’, issue a Network Data and Notification Recovery Request by specifying a Time Range with an NPA-NXX filter in place – Success
	X
	X
	
	
	
	X

	NANC 22 Test Cases

	NANC 22-1 SOA – Service Provider Personnel issue a Subscription Version query that exceeds the maximum subscriber query tunable and verifies that the complexity limitation error is returned  – Error
	X
	X
	X
	
	X
	

	NANC 22-2 LSMS – Service Provider Personnel issue a Subscription Version query that exceeds the maximum subscriber query tunable and verifies that the complexity limitation error is returned – Error
	X
	X
	X
	
	
	X

	NANC 23 Test Cases

	NANC 23-1 SOA – Service Provider Personnel create an audit using another Service Provider’s ID – Error
	X
	X
	X
	
	X
	

	NANC 48 Test Cases

	NANC 48-1 NPAC OP GUI – NPAC Personnel assign an ‘Associated’ Service Provider ID to a ‘Primary’ Service Provider ID – Success
	X
	X
	
	
	
	

	NANC 48-5 SOA – ‘Primary’ Service Provider Personnel, initiate Notification Recovery over their SOA to NPAC Interface to recover messages for both their ‘Primary’ and ‘Associated’ SPIDs- Success
	X
	X
	X
	X
	X
	

	NANC 48-6 SOA – ‘Associated’ SPID ‘B’ creates an NPA-NXX (at least 4 Service Provider’s are configured to operate in this region, 1 ‘Primary’ SPID (‘A’), 2 ‘Associated’ SPIDs (‘B’ and ‘C’) and one other SPID ‘D’ – neither Primary or Associated) SPID ‘B’, SPID ‘A’, and SPID ‘D’ are configured with their SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’, SPID ‘C’ is configured with their SOA Network Data Download Association Function set to ‘ON’ and their LSMS Network and Subscription Data Download Association Function is set to ‘OFF’ (Some SPs in the region have filters to not accept downloads for this NPA-NXX) – Success
	X
	X
	
	
	X
	

	NANC 48-7 SOA – ‘Associated’ SPID ‘B’ issues an inter-Service Provider Subscription Version Create to the NPAC SMS where the TN is the first to be ported in the NPA-NXX, and they are the New Service Provider and ‘Primary’ SPID ‘A’ is the Old Service Provider – Success 
	X
	X
	X
	X
	X
	

	NANC 48-8 SOA – ‘Associated’ SPID ‘B’ issues a Subscription Version Activate for an Inter-Service Provider Port to the NPAC SMS, where they are the New Service Provider and ‘Primary’ SPID ‘A’ is the Old Service Provider – Success
	X
	X
	X
	X
	X
	

	NANC 48-9 SOA – ‘Associated’ SPID ‘C’ issues an inter-Service Provider Subscription Version Create to the NPAC SMS for a range of TNs, where they are the New Service Provider and ‘Primary’ SPID ‘A’ is the Old Service Provider (Some SPs in the region have filters to not accept downloads for this NPA-NXX) – Success
	X
	X
	
	
	X
	

	NANC 48-10 SOA – ‘Associated’ SPID ‘B’ issues an Intra-Service Provider Subscription Version Create – Success
	X
	X
	
	
	X
	

	NANC 48-11 SOA – ‘Primary’ SPID ‘A’ issues a Port-To-Original Subscription Version Create to the NPAC SMS for a single TN, where they are the New Service Provider and ‘Associated’ SPID ‘B’ is the Old Service Provider – Success
	X
	X
	X
	X
	X
	

	NANC 48-12 SOA – ‘Primary’ SPID ‘A’ issues a Subscription Version Activate for a Port-to-Original Subscription Version to the NPAC for a single TN, where they are the New Service Provider and ‘Associated’ SPID ‘B’ is the Old Service Provider – Success
	X
	X
	X
	X
	X
	

	NANC 48-13 SOA – ‘Associated’ Service Provider ‘B’ issues An Immediate Subscription Version Disconnect for an ‘Active’ SV  – Success
	Test case procedures incorporated into test case 2.21 from Release 3.1.

	NANC 48-14 SOA – ‘Associated’ Service Provider ‘B’ issues a Subscription Version Create for a ‘Pooled’ TN, where they are the New Service Provider and SPID ‘A’ is the Old Service Provider – Success
	X
	X
	
	
	X
	

	NANC 48-15 SOA – ‘Associated’ Service Provider ‘B’ issues a Subscription Version Activate for a ‘Pooled’ TN, where they are the New Service Provider and ‘Primary’ SPID ‘A’ is the Old Service Provider – Success
	X
	X
	
	
	X
	

	NANC 48-16 SOA – ‘Associated’ Service Provider ‘B’ issues an Immediate Disconnect for an Active SV where the TN is part of a Pool – Success
	X
	X
	
	
	X
	

	NANC 48-17 SOA – ‘Associated’ Service Provider ‘B’ issues a Port-To-Original Subscription Version Create where they are the New Service Provider and SPID ‘C’ is the Old Service Provider and the TN is part of a ‘Pool’ – Success
	X
	X
	
	
	X
	

	NANC 68 Test Cases

	NANC 68 – 1 NPAC OP GUI – NPAC Personnel submit a Mass Update request specifying a TN range (no Subscription Versions with status of partial failure, sending and disconnect-pending exist within a Service Provider ID and for the TN range specified) – Success
	X
	X
	X
	X
	X
	X

	NANC 68 – 3 NPAC OP GUI – NPAC Personnel submit a Mass Update request specifying an LRN and Service Provider ID (some Subscription Versions with status of active, pending, cancel, cancel-pending, and conflict exist for the LRN specified) – Success
	X
	X
	X
	X
	X
	X

	NANC 139 Test Cases

	NANC 139 – 1 NPAC OP GUI – NPAC Personnel create a New Service Provider on the NPAC SMS.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function and LSMS Network Data Download Association Function are set to ‘ON’ and a NPA-NXX filter for the new NPA-NXX is established for this Service Provider. – Success
	X
	X
	X
	
	X
	X

	NANC 139 – 4 SOA – Service Provider Personnel create an NPA-NXX on the NPAC SMS.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Functions are set to ‘ON’, and an NPA-NXX filter for the new NPA-NXX is established for this Service Provider. – Success
	X
	X
	X
	
	X
	X

	NANC 139 – 5 LSMS – Service Provider Personnel create an NPA-NXX on the NPAC SMS.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA and LSMS Network and Subscription Data Download Association Functions are set to ‘ON’. – Success
	X
	X
	X
	
	X
	X

	NANC 139 – 7 SOA – Service Provider Personnel delete an NPA-NXX on the NPAC SMS.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function and the LSMS Network and Subscription Data Download Association Function are set to ‘ON’. – Success
	X
	X
	
	
	X
	X

	NANC 139 – 8 SOA – Service Provider Personnel delete an NPA-NXX on the NPAC SMS that belongs to another Service Provider.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function LSMS Network and Subscription Data Download Association Functions are set to ‘ON’. – Error
	X
	X
	
	
	X
	X

	NANC 139 – 9 LSMS – Service Provider Personnel delete an NPA-NXX on the NPAC SMS.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Functions are set to ‘ON’. – Success
	X
	X
	
	
	X
	X

	NANC 139 – 11 SOA – Service Provider Personnel create an LRN on the NPAC SMS.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function is set to ‘ON’ and LSMS Network and Subscription Data Download Association Function are set to ‘OFF’. – Success
	X
	X
	X
	
	X
	X

	NANC 139 – 12 LSMS – Service Provider Personnel create an LRN on the NPAC SMS.  The SOA and LSMS are connected to the NPAC SMS.  The SOA Network Data Download Association Function is set to ‘OFF’ and LSMS Network and Subscription Data Download Association Function are set to ‘ON’. – Success
	X
	X
	X
	
	X
	X

	NANC 139 – 14 SOA – Service Provider Personnel delete an LRN on the NPAC SMS.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function is set to ‘ON’ and the LSMS Network and Subscription Data Download Association Function are set to ‘OFF’. – Success
	X
	X
	
	
	X
	X

	NANC 139 – 15 SOA – Service Provider Personnel delete an LRN on the NPAC SMS that belongs to another Service Provider.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function is set to ‘OFF’ and the LSMS Network and Subscription Data Download Association Function are set to ‘ON’. – Error
	X
	X
	
	
	X
	X

	NANC 139 – 16 LSMS – Service Provider Personnel delete an LRN on the NPAC SMS.  The SOA and LSMS are connected to the NPAC SMS.  The SOA Network Data Download Association Function is set to ‘OFF’ and the LSMS Network and Subscription Data Download Association Function are set to ‘ON’. – Success
	X
	X
	
	
	X
	X

	NANC 162 Test Cases

	NANC 162 –1 SOA – Old Service Provider Personnel modify the TN of a Subscription Version – Error
	X
	X
	X
	
	X
	

	NANC 201 Test Cases

	New Service Provider Short Timers/Short Business Type and Old Service Provider Short Timers/Short Business Type

	NANC 201-1 SOA – New Service Provider Personnel create an Inter-Service Provider Subscription Version for a single TN when the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘SHORT’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘SHORT’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success
	X
	X
	X
	X
	X
	

	NANC 201-2 SOA – New Service Provider Personnel create Inter-Service Provider Subscription Versions for a range of TNs when the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘SHORT’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘SHORT’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success
	X
	X
	X
	X
	X
	

	New Service Provider Short Timers/Short Business Type and Old Service Provider Long Timers/Long Business Type

	NANC 201-5 SOA – New Service Provider Personnel create an Inter-Service Provider Subscription Version for a single TN when the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘SHORT’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘LONG’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success
	X
	X
	X
	X
	X
	

	NANC 201-6 SOA – New Service Provider Personnel create Inter-Service Provider Subscription Versions for a range of TNs when the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘SHORT’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘LONG’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success
	X
	X
	X
	X
	X
	

	New Service Provider Long Timers/Long Business Type and Old Service Provider Long Timers/Long Business Type

	NANC 201-9 SOA – New Service Provider Personnel create an Inter-Service Provider Subscription Version for a single TN when the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘LONG’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘LONG’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success
	X
	X
	X
	X
	X
	

	NANC 201-10 SOA – New Service Provider Personnel create Inter-Service Provider Subscription Versions for a range of TNs when the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘LONG’ and the Old Service Provider ‘Port Out Timer’ and ‘SP Business Type’ are set to ‘LONG’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success
	X
	X
	X
	X
	X
	

	New Service Provider Short Timers/Short Business Type and Old Service Provider Long Timers/Short Business Type

	NANC 201-13 NPAC OP GUI – NPAC Personnel create an Inter-Service Provider Subscription Version for a single TN when the New Service Provider ‘Port In Timer’ and ‘SP Business Type’ are set to ‘SHORT’ and the Old Service Provider ‘Port Out Timer’ is set to ‘LONG’ and the ‘SP Business Type’ is set to ‘SHORT’, let the Initial Concurrence and Final Concurrence timers expire prior to Old Service Provider Concurrence – Success
	X
	X
	X
	
	X
	

	Timer Type and Business Type are ‘SHORT’
	
	
	
	
	
	

	NANC 201-17 NPAC OP GUI – NPAC Personnel issue a Cancellation for a Pending Subscription Version (for which both Service Providers have initially concurred to) on behalf of the Old Service Provider, when the Timer Type and Business Type are set to ‘SHORT’, allow the Cancellation-Initial Concurrence and Cancellation-Final Concurrence Timer expire – Success
	X
	X
	X
	
	X
	

	NANC 201-18 SOA – Old Service Provider Personnel place a Subscription Version into Conflict, five minutes prior to the Subscription Version Due date, the Timer Type and Business Type are set to ‘SHORT’ – Success
	X 
	X
	
	
	X
	

	Timer Type and Business Type are ‘LONG’
	
	
	
	
	
	

	NANC 201-21 SOA – Old Service Provider Personnel place a Subscription Version into Conflict when the Timer Type and Business Type are set to ‘LONG’ (neither the Initial or Final Concurrence Timers have expired and it’s prior to the Conflict Restriction Window expiration) – Success
	X 
	X
	
	
	X
	

	NANC 201-23 SOA – Old Service Provider Personnel place a Subscription Version into Conflict when the Timer Type and Business Type are set to ‘LONG’ (the Old Service Provider initially concurred to this port and is now placing it into conflict – the Conflict Restriction Window has not expired) – Error
	X
	X
	
	
	X
	

	NANC 201-25 SOA – New Service Provider Personnel remove a Subscription Version from Conflict when the Timer Type and Business Type are set to ‘LONG’ (after the Conflict Resolution New Service Provider Restriction Tunable has expired) – Success
	X
	X
	X
	X
	X
	

	Timer Type is set to ‘LONG’ and Business Type is set to ‘SHORT’

	NANC 201-30 NPAC OP GUI – NPAC Personnel, acting on behalf of the Old Service Provider, issue a Cancellation for a Pending Subscription Version that the New Service Provider has concurred to, when the Timer Type is set to ‘LONG’ and Business Type is set to ‘SHORT’, allow the Cancellation-Initial Concurrence and Cancellation-Final Concurrence Timer expire prior to acknowledging the cancel request – Success
	X


	X
	X
	
	X
	

	NANC 201-31 SOA – Old Service Provider Personnel place a Subscription Version into Conflict when the Timer Type is set to ‘SHORT’ and Business Type is set to ‘SHORT’  (neither the Initial or Final Concurrence Timers have expired) – Success
	X
	X
	
	
	X
	

	NANC 201-33 SOA – Old Service Provider Personnel place a Subscription Version into Conflict when the Timer Type is set to ‘LONG’ and Business Type is set to ‘SHORT’ (the Old Service Provider initially concurred to this port and is now placing it into conflict – the Conflict Restriction Window has been reached) – Error
	X
	X
	
	
	X
	

	NANC 201-35 SOA – New Service Provider Personnel remove a Subscription Version from Conflict when the Timer Type is set to ‘LONG’ and Business Type is set to ‘SHORT’ (after the Conflict Resolution New Service Provider Restriction Tunable has expired) – Success
	X
	X
	X
	X
	X
	

	Query Test Cases:

	NANC 201-39 SOA– Service Provider Personnel perform a Subscription Version query, specifying Timer Type and Business Type – (when the ‘SOA Supports Timer Type and SOA Supports Business Type’ are set to ‘FALSE’ for this Service Provider). – Success
	Test Case procedures incorporated into test case 8.1.2.7.1.1 for Release 1.0

	NANC 201-41 LSMS – Service Provider Personnel perform a Subscription Version query, specifying Timer Type and Business Type – (when the ‘LSMS Supports Timer Type and LSMS Supports Business Type’ are set to ‘FALSE’ for this Service Provider). – Success
	Test Case procedures incorporated into test case 8.1.2.7.2.1 for Release 1.0

	NANC 201-42 SOA/LSMS– Service Provider Personnel perform a Subscription Version query, specifying Timer Type and Business Type – (when the ‘SOA Supports Timer Type and SOA/LSMS Supports Business Type’ are set to ‘TRUE’ for this Service Provider). – Success
	Test Case procedures incorporated into test case 8.1.2.7.1.1 for Release 1.0

	NANC 201-44 LSMS – Service Provider Personnel perform a Subscription Version query, specifying Timer Type and Business Type – (when the ‘LSMS Supports Timer Type and LSMS Supports Business Type’ are set to ‘TRUE’ for this Service Provider). – Success
	Test Case procedures incorporated into test case 8.1.2.7.2.1 for Release 1.0

	NANC 203 Test Cases

	Create – Error

	NANC 203 – 2 SOA – Service Provider Personnel, create an Intra-Service Provider Subscription Version, specifying WSMSC DPC and SSN information – the Service Provider’s SOA DOES NOT Support WSMSC DPC and SSN Data. – Error
	X 
	X
	X
	
	X
	

	Modify Pending

	NANC 203 – 3 SOA – New Service Provider Personnel, attempt to modify WSMSC DPC and/or SSN information for a pending Subscription Version – the Service Provider’s SOA Supports WSMSC DPC and SSN Data. – Success
	Test Case procedures incorporated into test case 8.1.2.2.1.2 for Release 1.0

	NANC 203 – 4 SOA – New Service Provider Personnel, attempt to modify WSMSC DPC and/or SSN information for a pending Subscription Version – the Service Provider’s SOA DOES NOT Support WSMSC DPC and SSN Data. – Error 
	X
	X
	X
	
	X
	

	Modify Active

	NANC 203 – 7 SOA – Service Provider Personnel, attempt to modify an Active Subscription Version without including the WSMSC DPC and SSN Data – the Service Provider’s SOA DOES NOT Support WSMSC DPC and SSN Data. – Success 
	X
	X
	X
	
	X
	

	NANC 203 – 8 SOA – Service Provider Personnel, attempt to modify the LRN for an Active Subscription Version without including the WSMSC DPC and SSN Data – the Service Provider’s SOA Supports WSMSC DPC and SSN Data. – Error 
	X


	X
	X
	
	X
	

	Query

	NANC 203 – 11 SOA– Service Provider Personnel, submit a Subscription Version Query, specifying WSMSC DPC and SSN Data to the NPAC SMS – the Service Provider’s SOA Supports WSMSC DPC and SSN Data. – Success 
	Test Case procedures incorporated into test case 8.1.2.7.1.1 for Release 1.0

	NANC 203 – 12 SOA – Service Provider Personnel, submit a Subscription Version Query, specifying WSMSC DPC and SSN Data to the NPAC SMS – the Service Provider’s SOA DOES NOT Support WSMSC DPC and SSN Data. – Success
	Test Case procedures incorporated into test case 8.1.2.7.1.1 for Release 1.0

	NANC 203 – 14 LSMS – Service Provider Personnel, submit a Subscription Version Query, specifying WSMSC DPC and SSN Data to the NPAC SMS – the Service Provider’s LSMS DOES NOT Support WSMSC DPC and SSN Data. – Success 
	Test Case procedures incorporated into test case 8.1.2.7.2.1 for Release 1.0

	NANC 203 – 15 SOA – New Service Provider Personnel, create an Inter-Service Provider Subscription Version for a single TN when the SOA WSMSC DPC SSN Data Indicator is set to ‘TRUE’ for both Service Providers and this is the first port for the NPA-NXX of this TN. – Success
	Test Case procedures incorporated into test case 8.1.2.1.1.1 for Release 1.0

	NANC 203 – 16 SOA – New Service Provider Personnel, create Inter-Service Provider Subscription Versions for a range of TNs when the SOA WSMSC DPC SSN Data Indicator is set to ‘TRUE’ for both Service Providers. – Success
	Test Case procedures incorporated into test cases NANC 201-2, NANC 201-6, and NANC 201-10 for Release 2.0

	NANC 203 – 19 SOA – Service Provider Personnel, create an Intra-Service Provider Subscription Version for a single TN when the SOA WSMSC DPC SSN Data Indicator is set to ‘TRUE’ for both Service Providers. – Success
	Test Case procedures incorporated into test case 8.1.2.1.1.16 for Release 1.0 

	NANC 203 – 20 SOA – Service Provider Personnel, create Intra-Service Provider Subscription Versions for a range of TNs when the SOA WSMSC DPC SSN Data Indicator is set to ‘TRUE’ for both Service Providers. – Success
	Test Case procedures incorporated into test case 8.1.2.1.1.17 for Release 1.0

	Activate

	NANC 203 – 23 SOA – New Service Provider Personnel, activate a ‘pending’ Subscription Version that contains WSMSC DPC and SSN Data.  At least 1 LSMS is connected to the NPAC and Supports WSMSC DPC and SSN Data. – Success
	Test Case procedures incorporated into test case 8.1.2.4.1.1 for Release 1.0

	NANC 203 – 24 SOA – New Service Provider Personnel, activate a ‘pending’ Subscription Versions for a range of TNs that contain WSMSC DPC and SSN Data.  At least 1 LSMS is connected to the NPAC and DOES NOT Support WSMSC DPC and SSN Data. – Success
	Test Case procedures incorporated into test case 8.1.2.4.1.4 for Release 1.0

	Audit

	NANC 203 – 27 SOA – Service Provider Personnel Initiate Full Audit (all data attributes), Range TN, No Discrepancies – the Service Provider’s LSMS supports WSMSC DPC and SSN Data. – Success
	X
	X
	X
	X
	X
	

	NANC 203 – 28 SOA – Service Provider Personnel Initiate Partial Audit (some data attributes, including WSMSC data), Range of TNs, With Discrepancies – the Service Provider’s LSMS Supports WSMSC DPC and SSN Data. – Success
	X
	X
	X
	X
	X
	

	NANC 203 – 29 SOA –Service Provider Personnel Initiate Partial Audit (some data attributes, including WSMSC data), Single TN, With Discrepancies – the Service Provider’s LSMS supports WSMSC DPC and SSN Data. – Success
	X
	X
	X
	
	X
	

	Data Download Bulk 

	NANC 203 – 30 NPAC OP GUI – NPAC Personnel Initiate a Bulk Data Download of Subscription Data – The Service Provider’s LSMS DOES NOT Support WSMSC DPC and SSN Data. – Success
	X
	X
	X
	
	
	X

	Mass Update

	NANC 203 – 32 NPAC OP GUI  - NPAC Personnel submit a Mass Update request specifying WSMSC DPC Values for a specific Service Provider in a single region. – Success
	X
	X
	
	
	X
	X

	NANC 214 Test Cases

	NANC214 -1 SOA – Old Service Provider personnel successfully put a pending Subscription Version into conflict using an Old Service Provider create after the Conflict Restriction Window Tunable Time has been reached but before the Final Concurrence Timer (T2) has expired. – Success
	X
	X
	X
	X
	X
	

	NANC214 - 2 SOA – Old Service Provider personnel successfully put a range of pending Subscription Versions into conflict using an Old Service Provider create after the Conflict Restriction Window Tunable Time has been reached but before the Final Concurrence Timer has expired. – Success
	X
	X
	
	
	X
	

	NANC214 - 3 SOA – Old Service Provider personnel attempt to put a ‘pending’ Subscription Version into conflict using the subscriptionVersionModify action.  This action is issued after they have concurred to the port and after the Conflict Restriction Window Tunable Time has been reached. – Error
	X
	X
	
	
	X
	

	NANC214 - 4 SOA – Old Service Provider personnel attempt to put a range of ‘pending’ Subscription Versions into conflict using the subscriptionVersionModify action after the Conflict Restriction Window Tunable Time has been reached. – Error
	X
	X
	X
	X
	X
	

	NANC214-5 SOA – Old Service Provider personnel attempt to put a ‘pending’ Subscription Version into conflict using the Subscription Version M-SET.  This action is issued after they have concurred to the port and after the Conflict Restriction Window Tunable Time. – Error
	X
	X
	
	
	X
	

	NANC214-6 SOA – Old Service Provider personnel attempt to put a range of ‘pending’ Subscription Versions into conflict using an M-SET after the Conflict Restriction Window Tunable Time has been reached. – Error
	X
	X
	
	
	  X 
	

	Release 3.0 Test Cases

	2. Network Data

	2.1 SOA - Service Provider Personnel attempt to delete an NPA-NXX that is part of NPA-NXX-X Information (Block Data does not exist). - Error
	X
	X
	X
	
	X
	

	2.3 LSMS – Service Provider Personnel attempt to delete an NPA-NXX that is part of NPA-NXX-X Information (Block exists with status of ‘failed’ and a Failed SP List). - Error
	X
	X
	X
	
	
	EDR/ non-EDR

	2.4 SOA - Service Provider Personnel attempt to delete a LRN that is associated with a Block with a status of ‘old’ and a Failed SP List. – Error
	X
	X
	
	
	X
	

	2.6 LSMS - Service Provider Personnel attempt to delete a LRN that is associated with a Block that has a status of  ‘partial fail’ and a Failed SP List. - Error
	X
	X
	
	
	
	EDR/ non-EDR

	3. NPA-NXX-X Information

	3.1 Create NPA-NXX-X Information

	3.1.1 NPAC OP GUI - NPAC Personnel create NPA-NXX-X Information, where the Block Holder SPID is the same as the Code Holder SPID and must be neither a primary or secondary SPID and the NPAC SMS schedules the Number Pool Block create, and the NPAC SMS activates upon scheduled date and time. The following Service Provider configurations are in place:

1. 1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to receive the download.

2. 1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to receive the download.

3. 1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to NOT receive the download.

4. 1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to NOT receive the download).

 - Success
	X
	X
	X
	X
	X
	EDR/ non-EDR

	3.2 Modify NPA-NXX-X Information

	3.2.1 NPAC OP GUI - NPAC Personnel modify the Effective Date of the NPA-NXX-X Information - Success
	X
	X
	X
	X
	X
	EDR/ non-EDR

	3.3 Delete NPA-NXX-X Information

	3.3.1 NPAC OP GUI - NPAC Personnel delete NPA-NXX-X Information when subordinate information (Number Pool Block and Subscription Versions) exist, post Effective Date, to 4 LSMSs with the following configurations:

1. 1 with LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to receive the download.

2. 1 with LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to NOT receive the download

3. 1 with LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to receive the download

4. 1 with LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to NOT receive the download

 - Success
	X
	X
	X
	X
	X
	EDR/ non-EDR

	3.3.8 NPAC OP GUI – NPAC Personnel delete an NPA-NXX-X value that has a respective Number Pool Block Create Event scheduled – Success
	X
	X
	
	
	X
	EDR/ non-EDR

	3.4 Query NPA-NXX-X Information

	3.4.1 SOA - Service Provider Personnel send a Query NPA-NXX-X Information request over the Interface by specifying an NPA-NXX-X-ID - Success
	X
	X
	X
	
	X
	

	3.4.3 LSMS - Service Provider Personnel send a Query NPA-NXX-X Information request over the Interface by specifying an NPA-NXX-X-ID - Success
	X
	X
	X
	
	
	EDR/ non-EDR

	3.4.4 SOA  - Service Provider Personnel send a Query NPA-NXX-X Information request over the Interface, specifying an attribute that will return many objects – Success
	X
	X
	X
	X
	X
	

	3.4.6 LSMS - Service Provider Personnel send a Query NPA-NXX-X Information request over the Interface, specifying an attribute that will return many objects – Success
	X
	X
	X
	X
	
	EDR/ non-EDR

	3.4.7 SOA - Service Provider Personnel send a Query NPA-NXX-X Information request over the Interface when the SOA NPA-NXX-X Indicator is set to ‘Off’ - Success
	X
	X
	
	
	X
	

	3.4.8 LSMS - Service Provider Personnel send a Query NPA-NXX-X Information request over the Interface when the LSMS NPA-NXX-X Indicator is set to ‘Off’ - Success
	X
	X
	
	
	
	EDR/ non-EDR

	3.4.9 SOA - Service Provider Personnel send a Query NPA-NXX-X Information request over the Interface when a filter for the respective NPA-NXX is set for this Service Provider at the NPAC - Success
	X
	X
	
	
	X
	

	3.4.10 LSMS - Service Provider Personnel send a Query NPA-NXX-X Information request over the Interface when the filter for the respective NPA-NXX is set for this Service Provider at the NPAC - Success
	X
	X
	
	
	
	EDR/ non-EDR

	4. Block Information

	4.1 Create Block Information

	4.1.1 SOA - Service Provider Personnel create a non-contaminated Number Pool Block – Success.
	X
	X
	X
	X
	X
	EDR/ non-EDR

	4.1.2 NPAC OP GUI - NPAC Personnel schedule a Number Pool Block Create for a contaminated Block to be run at a future date, and the NPAC SMS activates upon scheduled date and time – Success
	X
	X
	X
	
	
	EDR/ non-EDR

	4.1.3 SOA - Service Provider Personnel create a Number Pool Block that already exists. - Error
	X
	X
	X
	
	X
	

	4.1.4 SOA – Service Provider Personnel create a Number Pool Block prior to the NPA-NXX-X Effective Date – Error
	X
	X
	X
	
	X
	

	4.1.5 SOA - Service Provider Personnel attempt to create a Number Pool Block when ‘pending-like, no-active’ Subscription Versions exist – Error
	X
	X
	
	
	X
	

	4.2 Modify Block Information

	4.2.1 SOA- Service Provider Personnel modify an active Number Pool Block with the SOA Origination Indicator set to FALSE (and contains Subscription Versions with LNP Types of ‘POOL’, ‘LISP’ and ‘LSPP’) for at least 4 LSMSs (2 non-EDR and 2 EDR). – Success
	X
	X
	X
	X
	X
	EDR/ non-EDR

	4.2.5 SOA – Service Provider Personnel modify an active Number Pool Block with the SOA Origination Indicator set to TRUE, using an LRN that does not exist on the NPAC SMS for that Service Provider. – Error
	X
	X
	
	
	X
	

	4.2.6 SOA – Service Provider Personnel attempt to modify a Number Pool Block for a Number Pool Block that has a status of ‘active’ with a Failed SP List. – Error
	X
	X
	X
	
	X
	

	4.2.7 NPAC OP GUI – NPAC Personnel modify the SOA Origination Indicator for a Number Pool Block – Success
	X
	X
	X
	
	X
	

	4.3 Delete Block Information

	4.3.2 SOA – Service Provider Personnel attempt to delete a Number Pool Block over the SOA to NPAC SMS interface – Error
	X
	X
	X
	
	X
	

	4.4 Query Block Information

	4.4.1 SOA – Service Provider Personnel submit a Query Number Pool Block Request to the NPAC SMS using an NPA-NXX-X value as filter criteria. – Success
	X
	X
	X
	X
	X
	

	4.4.2 LSMS – Service Provider Personnel submit a Number Pool Block query request over the LSMS to NPAC SMS Interface using a Number Pool Block ID as filter criteria – Success
	X
	X
	X
	X
	
	EDR/ non-EDR

	6. Subscription Version Management

	6.1 Query Subscription Versions

	6.1.1 SOA – Service Provider Personnel query the NPAC for multiple Subscription Versions with LNP Type set to ‘POOL’ – Success
	Test Case procedures incorporated into test case 8.1.2.7.1.1 for Release 1.0.

	6.1.2 LSMS – Service Provider Personnel query the NPAC for a single Subscription Version with LNP Type set to ‘POOL’ – Success
	Test Case procedures incorporated into test case 8.1.2.7.2.1 for Release 1.0.

	6.2 Subscription Version Create Test Cases

	6.2.2 NPAC OP GUI - NPAC Personnel create an Intra-Service Provider Subscription Version where a previously ‘active’ Subscription Version does not exist, after the NPA-NXX-X Creation and prior to the NPA-NXX-X Effective Date – Success
	X
	X
	
	
	X
	

	6.2.3 SOA - Service Provider Personnel submit an Intra-Service Provider Subscription Version create request where a previously ‘active’ Subscription Version does not exist, after the NPA-NXX-X Creation and prior to the NPA-NXX-X Effective Date – Error
	X
	X
	X
	
	X
	

	6.2.4 SOA - Service Provider Personnel submit an Inter-Service Provider, Port-to-Original Create request for the Code Holder after the NPA-NXX-X Creation and prior to NPA-NXX-X Effective Date – Error
	X
	X
	
	
	X
	

	6.2.5 NPAC OP GUI - NPAC Personnel create a range of Intra-Service Provider Subscription Versions both within and outside of the 1K Block, where previously ‘active’ SVs do not exist for the Code Holder after the NPA-NXX-X Creation and prior to the NPA-NXX-X Effective Date – Success
	X
	X
	X
	
	X
	

	6.2.7 SOA - Service Provider Personnel submit an Inter-Service Provider, Port-to-Original Create request for the Code Holder after the NPA-NXX-X Effective Date and prior to the Block existence – Error
	X
	X
	
	
	X
	

	6.2.8 SOA - Service Provider Personnel submit an Intra-Service Provider Create request after NPA-NXX-X Effective Date and Block Activation – Success
	X
	X
	X
	X
	
	

	6.2.9 SOA - Service Provider Personnel submit an Inter-Service Provider, Port-to-Original Create request for the Code Holder after the Block existence – Error
	X
	X
	X
	
	X
	

	6.3 Subscription Version Modify Test Cases

	6.3.1 SOA - Service Provider Personnel submit a request to modify a Subscription Version with LNP Type set to ‘POOL’ – Error
	X
	X
	X
	
	X
	

	6.4 Subscription Version Delete Test Cases

	6.4.1 SOA – Service Provider Personnel attempt to delete (submit a disconnect request) a Subscription Version with LNP Type set to ‘POOL’ – Error
	X
	X
	X
	
	X
	

	6.5 Subscription Version Disconnect Test Cases

	6.5.4 NPAC OP GUI - NPAC Personnel resend a ‘failed’ disconnect request – Success
	X
	X
	X
	X
	
	EDR/ non-EDR

	7. NPA Split

	7.1 NPAC OP GUI - NPAC Personnel schedule a future-dated NPA Split specifying the Old NPA-NXX as one that is part of an ‘active’ Number Pool Block – Success
	Test case procedures incorporated into test case 192-1 from Release 3.2.

	7.3 NPAC OP GUI – NPAC Personnel remove an NPA-NXX from an NPA Split prior to the Permissive Dial Period (PDP) Start Date – Success
	Test case procedures incorporated into test case 192-1 from Release 3.2.

	7.4 NPAC OP GUI - NPAC Personnel remove an NPA-NXX from an NPA Split during the Permissive Dial Period (PDP), which has a respective ‘active’ Number Pool Block – Success
	Test case procedures incorporated into test case 192-1 from Release 3.2.

	7.5 NPAC OP GUI - NPAC Personnel create an NPA-NXX-X specifying the Old NPA-NXX that is scheduled for an NPA Split, prior to the Permissive Dial Period (PDP) Start Date resulting in an auto-generated NPA-NXX-X with the Effective Date set to PDP Start Date – Success
	Test case procedures incorporated into test case 192-1 from Release 3.2.

	7.6 NPAC OP GUI - NPAC Personnel create an NPA-NXX-X specifying the Old NPA-NXX that is scheduled for an NPA Split, prior to the Permissive Dial Period (PDP) Start Date resulting in an auto-generated NPA-NXX-X with the Effective Date set to the Old NPA-NXX-X Effective Date – Success
	Test case procedures incorporated into test case 192-1 from Release 3.2.

	7.8 NPAC OP GUI – NPAC Personnel create an NPA-NXX-X specifying the Old NPA-NXX that is involved in an NPA Split, during Permissive Dial Period (PDP) – Success
	Test case procedures incorporated into test case 192-1 from Release 3.2.

	7.9 NPAC OP GUI - NPAC Personnel create an NPA-NXX-X specifying the New NPA-NXX, that is involved in an NPA Split, during Permissive Dial Period (PDP) – Success
	Test case procedures incorporated into test case 192-1 from Release 3.2.

	7.10 NPAC OP GUI – NPAC Personnel modify an NPA-NXX-X specifying the Old NPA-NXX, that is scheduled for an NPA Split, prior to Permissive Dial Period (PDP) Start Date – Success
	Test case procedures incorporated into test case 192-1 from Release 3.2.

	7.12 NPAC OP GUI – NPAC Personnel modify an NPA-NXX-X specifying the Old NPA-NXX, that is involved in an NPA Split, during Permissive Dial Period (PDP) – Success
	Test case procedures incorporated into test case 192-1 from Release 3.2.

	7.13 NPAC OP GUI – NPAC Personnel modify an NPA-NXX-X specifying the New NPA-NXX, that is involved in an NPA Split, during Permissive Dial Period (PDP) – Success
	Test case procedures incorporated into test case 192-1 from Release 3.2.

	7.14 NPAC OP GUI - NPAC Personnel create a Number Pool Block using the Old NPA-NXX-X that is part of an NPA Split, during Permissive Dial Period (PDP) – Success
	Test case procedures incorporated into test case 192-1 from Release 3.2.

	7.15 SOA – Service Provider Personnel create a Number Pool Block using the Old NPA-NXX-X that is part of an NPA Split, during Permissive Dial Period (PDP) – Success
	Test case procedures incorporated into test case 192-1 from Release 3.2.

	7.17 NPAC OP GUI -NPAC Personnel create a Number Pool Block using the New NPA-NXX-X involved in an NPA Split, during Permissive Dial Period (PDP) – Success
	Test case procedures incorporated into test case 192-1 from Release 3.2.

	7.18 SOA – Service Provider Personnel create a Number Pool Block using the New NPA-NXX-X involved in an NPA Split, during Permissive Dial Period (PDP) - Success
	Test case procedures incorporated into test case 192-1 from Release 3.2.

	7.20 NPAC OP GUI - NPAC Personnel modify a Number Pool Block using the Old NPA-NXX-X that is part of an NPA Split, during Permissive Dial Period (PDP) – Success
	Test case procedures incorporated into test case 192-1 from Release 3.2.

	7.21 SOA – Service Provider Personnel modify a Number Pool Block using the Old NPA-NXX-X that is part of an NPA Split, during Permissive Dial Period (PDP) – Success
	Test case procedures incorporated into test case 192-1 from Release 3.2.

	7.23 SOA – Service Provider Personnel modify a Number Pool Block using the New NPA-NXX-X that is part of an NPA Split, during Permissive Dial Period (PDP) – Success
	Test case procedures incorporated into test case 192-1 from Release 3.2.

	7.25 NPAC OP GUI – NPAC Personnel de-pool an NPA-NXX-X specifying the Old NPA-NXX that that has an ‘active’ Number Pool Block associated with it and is scheduled for an NPA Split, prior to Permissive Dial Period (PDP) Start Date – Success
	Test case procedures incorporated into test case 192-1 from Release 3.2.

	7.27 NPAC OP GUI - NPAC Personnel de-pool an NPA-NXX-X specifying the Old NPA-NXX-X that has an ‘active’ Number Pool Block associated with it and is involved in an NPA Split, during Permissive Dial Period (PDP) – Success
	Test case procedures incorporated into test case 192-1 from Release 3.2.

	7.28 NPAC OP GUI – NPAC Personnel de-pool an NPA-NXX-X specifying the New NPA-NXX-X that is involved in an NPA Split, during Permissive Dial Period (PDP) – Success
	Test case procedures incorporated into test case 192-1 from Release 3.2.

	8. Resynchronization

	8.1 LSMS – Service Provider Personnel for either an EDR or non-EDR LSMS submit a resynchronization request for Network Data, Block Data, SV Data and Notification Data by time range, over the LSMS to NPAC SMS Interface, with the Service Provider’s NPAC Customer LSMS NPA-NXX-X Indicator set to the value that they support. – Success
	Test Case procedures incorporated into test case 187-1 from Release 3.2.

	8.2 LSMS - Service Provider Personnel for a non-EDR LSMS submit a resynchronization request for Network Data, Block Data, SV Data and Notification Data by time range, over the LSMS to NPAC SMS Interface, with the Service Provider’s NPAC Customer LSMS NPA-NXX-X Indicator set to TRUE. – Success
	Test Case procedures incorporated into test case 8.1 for Release 3.0.



	8.3 SOA - Service Provider Personnel submit a resynchronization request for Network Data and Notification Data by time range, over the SOA to NPAC SMS Interface, with the Service Provider’s NPAC Customer SOA NPA-NXX-X Indicator set to the value they support. – Success
	Test Case procedures incorporated into test case 187-4 from Release 3.2.

	8.4 LSMS - Service Provider Personnel submit a resynchronization request for network data, Number Pool Block Data, subscription version data, and notifications by time range (time range exceeds ‘Maximum Download Duration’ tunable), over the LSMS to NPAC SMS Interface. – Error
	X
	X
	X
	X
	
	EDR/ non-EDR

	8.5 LSMS - Service Provider Personnel submit a resynchronization request for a range of Number Pool Blocks (Number of Blocks exceeds the ‘Maximum Number of Download Records’ tunable), over the LSMS to NPAC SMS Interface.– Error
	Test Case procedures incorporated into test case 187-3 from Release 3.2.

	8.6 LSMS - Service Provider Personnel submit a resynchronization request for a range of Number Pool Blocks over the LSMS to NPAC SMS Interface. (Blocks exist inside and outside of the requested Number Pool Block range.) – Success
	X
	X
	X
	X
	
	EDR/ non-EDR

	9. Audits

	9.2 NPAC OP GUI - NPAC Personnel initiate a full audit for a single TN, with LNP Type = POOL, for all Service Providers, discrepancies exist. – Success
	X
	X
	X
	X
	
	EDR/ non-EDR

	Release 3.1 Test Cases

	ILL 179 - – TN Range Notification Test Cases

	2.1 SOA - Old SP Personnel create a range of Inter-Service Provider subscription versions. Their Customer TN Range Notification Indicator is set to TRUE. New SP does not submit their create request. Initial and Final Concurrence Windows expire. – Success
	X
	X
	X
	X
	X
	

	2.2 SOA – New Service Provider Personnel create a range of 3 Inter-Service Provider subscription versions. Their Customer TN Range Notification Indicator is set to TRUE. Old Service Provider Personnel does not submit their create request. Initial Concurrence Window Expires. Final Concurrence Window Expires. – Success
	X
	X
	X
	X
	X
	

	2.3 SOA – New Service Provider Personnel create one Inter-Service Provider subscription version. Their Customer TN Range Notification Indicator is set to TRUE. Both Old and New Service Providers do their creates. NPAC SMS manages the notifications accordingly.  – Success
	X
	X
	
	
	X
	

	2.4 SOA – Old Service Provider Personnel create a range 5 of Inter-Service Provider subscription versions. Primary SPID A is the New Service Provider. Secondary SPID B is the Old Service Provider. Both Service Providers have their Customer TN Range Notification Indicators set to TRUE. New Service Provider does not respond. Initial and Final Concurrence Timers expire. NPAC SMS manages the notifications accordingly.  – Success
	X
	X
	X
	
	X
	

	2.5 SOA – New Service Provider Personnel create a range of Inter-Service Provider subscription versions. Primary SPID A is the New Service Provider. Secondary SPID B is the Old Service Provider. SPID B Service Provider has their Customer TN Range Notification Indicator set to TRUE. SPID A Service Provider has their Customer TN Range Notification Indicator set to FALSE. Old Service Provider does not respond. Initial and Final Concurrence Timers expire. NPAC SMS manages the notifications accordingly.  – Success
	X
	X
	X
	
	X
	

	2.6 SOA – Service Provider Personnel activate a range of 1000 Inter-Service Provider subscription versions. Their Customer TN Range Notification Indicator is set to TRUE. In the pre-requisite create process the range is submitted as two smaller ranges, each with unique DPC/SSN data but the TNs used in the ranges are contiguous and the SVIDs assigned by the NPAC SMS are contiguous. The activate request is submitted as one range. The activate request results in two notifications due to the unique DPC/SSN data used for each range in the create process. – Success
	X
	X
	X
	X
	X
	

	2.7 SOA – Service Provider Personnel activate a range of 200 SVs. Their Customer TN Range Notification Indicator is set to TRUE. In the pre-requisite SVcreate process the range is submitted as two smaller ranges.  The TNs used in the ranges are contiguous and have the same feature data. The creates are submitted without any other activity in between to ensure that the SVIDs for the TNs in the ranges are contiguous. The activate request is submitted as one range. The activate request results in one notification because the TNs and SVIDs are both contiguous and all TNs in the range have the same feature data. – Success
	X
	X
	X
	X
	X
	

	2.8 SOA – Service Provider Personnel activate a single SV. Their Customer TN Range Notification Indicator is set to TRUE. Even though this is a single SV, the activate request results in a range notification. – Success
	X
	X
	X
	X
	X
	

	2.9 SOA – Service Provider Personnel activate a range of 500 SVs. Their Customer TN Range Notification Indicator is set to TRUE. In the prerequisite SV create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data but other create activities are submitted between the range create requests to ensure that the SVIDs for the TNs in the ranges are not contiguous. The activate request is submitted as one range. The activate request results in one notification containing a list of the SVIDs. – Success
	X
	X
	X
	X
	X
	

	2.10 SOA – Service Provider Personnel activate a range of 100 SVs.  Their Customer TN Range Notification Indicator set to TRUE.  In the prerequisite SV create process the range is submitted as one range, all with the same feature data.  One of the LSMSs has a problem creating all the TNs and responds with a M-EVENT-REPORT containing a few of the TNs from the range that it failed to create. NPAC responds to the SP with multiple notifications. - Success
	X
	X
	X
	
	X
	

	2.11 SOA – Service Provider Personnel modify a range of 200 active SVs.  Their Customer TN Range Notification Indicator set to TRUE.  All TNs in the range have the same feature data and contiguous SVIDs. The modify active request is submitted as one range and results in one notification. - Success
	X
	X
	X
	X
	X
	

	2.12 SOA – Service Provider Personnel modify one active SV.  Their Customer TN Range Notification Indicator set to TRUE. - Success
	X
	X
	X
	X
	X
	

	2.13 SOA – Service Provider Personnel modify a range of 10 active SVs. Their Customer TN Range Notification Indicator set to TRUE. The ‘modify active’ fails on one LSMS resulting in a subscription version status of ‘active’ with a Failed SP-List. - Success
	X
	X
	X
	X
	X
	

	2.14 SOA – New Service Provider Personnel modify the due date for a range of 10 conflict SVs.  Their Customer TN Range Notification Indicator set to TRUE.  All TNs in the range have the same feature data and contiguous SVIDs. The modify request is submitted as one range.  The modify request results in one notification. - Success
	X
	X
	X
	
	X
	

	2.15 SOA – Old Service Provider Personnel modify one pending SV.  Their Customer TN Range Notification Indicator set to TRUE. - Success
	X
	X
	X
	
	X
	

	2.16 SOA – Service Provider Personnel perform an immediate disconnect of a range of 500 active SVs. Their Customer TN Range Notification Indicator is set to TRUE. In the pre-requisite SV create process the range was submitted as two smaller range creates, each with the same feature data and, the SVIDs are contiguous within each range create. The immediate disconnect request is submitted as one range. The immediate disconnect request results in one notification containing a list of the SVIDs. – Success
	X
	X
	X
	X
	X
	

	2.17 SOA – Donor Service Provider receives subscriptionVersionRangeDonorSP-CustomerDisconnectDate notification upon immediate disconnect of a range of 5 active SVs when their Customer TN Range Notification Indicator is set to TRUE. The ‘active’ SVs exist with contiguous SVIDs and the same feature data. The immediate disconnect results in one notification to the Donor Service Provider. – Success
	X
	X
	X
	
	X
	

	2.18 SOA – Current Service Provider Personnel perform an immediate disconnect for a range of 10 ‘active’ subscription versions. Their Customer TN Range Notification Indicator is set to TRUE. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data. The range create requests are submitted without any other activity between to ensure that the SVIDs for the TNs in the ranges are contiguous. The disconnect request is submitted as one range. The disconnect request results in one notification because the TNs and SVIDs are both contiguous and all TNs in the range have the same feature data. – Success
	X
	X
	X
	X
	X
	

	2.19 SOA – Service Provider Personnel perform an immediate disconnect of a single active SV. Their Customer TN Range Notification Indicator is set to TRUE. – Success
	X
	X
	X
	X
	X
	

	2.20 SOA – New Service Provider Personnel perform an immediate disconnect of a range of Inter-Service Provider subscription versions. Primary SPID A is the New Service Provider. Secondary SPID B is the Old Service Provider and Code holder of the NPA-NXX of the TNs used in the subscription versions. Both Service Providers have their Customer TN Range Notification Indicators set to TRUE. NPAC SMS manages the notifications accordingly.  – Success
	X
	X
	X
	
	X
	

	2.21 SOA – New Service Provider Personnel perform an immediate disconnect of a range of 2 Inter-Service Provider subscription versions. Secondary SPID B is the New Service Provider. Primary SPID A is the Old Service Provider and Code holder of the NPA-NXX of the TNs used in the subscription versions. SPID B Service Provider has their Customer TN Range Notification Indicator set to TRUE. SPID A Service Provider has their Customer TN Range Notification Indicator set to FALSE. NPAC SMS manages the notifications accordingly.  – Success
	X
	X
	X
	X
	X
	

	2.22 SOA – New Service Provider Personnel perform an immediate disconnect of a range of Inter-Service Provider subscription versions. Primary SPID A is the New Service Provider. Secondary SPID B is the Old Service Provider and Code holder of the NPA-NXX of the TNs used in the subscription versions. SPID A Service Provider has their Customer TN Range Notification Indicator set to TRUE. SPID B Service Provider has their Customer TN Range Notification Indicator set to FALSE. NPAC SMS manages the notifications accordingly.  – Success
	X
	X
	X
	
	X
	

	2.23 SOA – Current Service Provider Personnel issue a deferred disconnect for a range of 1000 ‘active’ subscription versions. Their Customer TN Range Notification Indicator is set to TRUE. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data but other create activities are submitted between the range create requests to ensure that the SVIDs for the TNs in the ranges are not contiguous. The deferred disconnect request is submitted as one range. The disconnect-pending request results in one notification containing a list of the SVIDs. – Success
	X
	X
	X
	
	X
	

	2.24 SOA – Old Service Provider Personnel cancel a range of 50 Inter-Service Provider subscription versions after both Service Providers have initially concurred. Their Customer TN Range Notification Indicator is set to TRUE. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data. The range create requests are submitted without any other activity between the range create requests to ensure that the SVIDs for the TNs in the ranges are contiguous. The cancel request is submitted as one range. The cancel request results in one notification because the TNs and SVIDs are both contiguous and all TNs in the range have the same feature data. – Success
	X
	X
	X
	
	X
	

	2.25 SOA – New Service Provider is the Service Provider under test. NPAC Personnel, on behalf of the Old Service Provider Personnel cancel a range of 10 Inter-Service Provider subscription versions after both Service Providers have initially concurred. The New Service Provider’s Customer TN Range Notification Indicator is set to TRUE. The TNs used in the range are contiguous and have the same feature data. The cancel request is submitted as one range and results in one notification. – Success
	X
	X
	X
	
	X
	

	2.26 SOA – New Service Provider Personnel cancel a range of 5000 Inter-Service Provider subscription versions for which the Old Service Provider has not yet concurred to. Their Customer TN Range Notification Indicator is set to TRUE. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data but other create activities are submitted between the range create requests to ensure that the SVIDs for the TNs in the ranges are not contiguous. The cancel request is submitted as one range. The cancel request results in one notification containing a list SVIDs. – Success
	X
	X
	X
	
	X
	

	2.27 SOA – Old Service Provider Personnel cancel a single SV. Their Customer TN Range Notification Indicator is set to TRUE. In the pre-requisite create process only the Old SP has submitted a create request. Even though this is a single SV, the cancel request results in a range notification. – Success
	X
	X
	X
	X
	X
	

	2.28 SOA – Old Service Provider Personnel modify a range of 100 ‘pending’, Inter-Service Provider subscription versions to change the authorization flag from TRUE to FALSE. Their Customer TN Range Notification Indicator is set to TRUE. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data. The range create requests are submitted without any other create activity between the range create requests to ensure that the SVIDs for the TNs in the ranges are contiguous. The modify request is submitted as one range. The modify request results in one notification because the TNs and SVIDs are both contiguous and all TNs in the range have the same feature data. – Success 
	X
	X
	X
	
	X
	

	2.29 SOA – Old Service Provider Personnel modify a range of 1000 ‘pending’ Inter-Service Provider subscription versions to change the authorization flag from TRUE to FALSE. Their Customer TN Range Notification Indicator is set to TRUE. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data but other create activities are submitted between the range create requests to ensure that the SVIDs for the TNs in the ranges are not contiguous. The modify request is submitted as one range. The modify request results in one notifications containing a list of the SVIDs. – Success
	X
	X
	X
	X
	X
	

	2.30 SOA – Old Service Provider Personnel modify a single ‘pending’, Inter-Service Provider subscription versions to change the authorization flag from TRUE to FALSE. Their Customer TN Range Notification Indicator is set to TRUE. – Success 
	X
	X
	X
	X
	X
	

	2.31 SOA – Old Service Provider Personnel take action on a range of ‘conflict’ subscription versions that he created, to remove them from conflict. Their Customer TN Range Notification Indicator is set to TRUE. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data. The range create requests are submitted without any other create activity between to ensure that the SVIDs for the TNs in the ranges are contiguous. The modify request is submitted as one range. The modify request results in one notification because the TNs and SVIDs are both contiguous and all TNs in the range have the same feature data. – Success
	X
	X
	X
	X
	X
	

	2.32 SOA – Old Service Provider Personnel take action on a range of 10 ‘conflict’ subscription versions that he created, to remove them from conflict. Their Customer TN Range Notification Indicator is set to TRUE. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data but other create activities are submitted between the range create requests to ensure that the SVIDs for the TNs in the ranges are not contiguous. The modify request is submitted as one range. The modify request results in one notifications containing a list of the SVIDs. – Success
	X
	X
	X
	X
	X
	

	2.33 SOA – Service Provider Personnel do a Port-To-Original for a range of 10 ported TNs. Their Customer TN Range Notification Indicator is set TRUE. – Success 
	X
	X
	X
	
	X
	

	2.34 NPAC – NPAC Personnel delete a Number Pool Block. The Donor Service Provider Customer TN Range Notification Indicator is set to TRUE. NPAC SMS manages notifications accordingly. – Success
	X
	X
	X
	
	X
	

	2.35 SOA – Service Provider Personnel perform an Intra-Service Provider port of a range of 10 TNs that is part of an active Number Pool Block. Their Customer TN Range Notification Indicator is set to TRUE. NPAC SMS manages notifications accordingly. – Success
	X
	X
	
	
	X
	

	2.36 NPAC and SOA – NPAC Personnel do a mass update on 5000 active SVs where more than 1000 of the SVs are contiguous and have the same feature data. The Maximum Number of Download Records tunable is set to 1000. The Service Provider has their Customer TN Range Notification Indicator set to TRUE.  NPAC SMS manages notifications accordingly. – Success
	X
	X
	X
	
	X
	

	2.37 SOA –Service Provider recovers a mixture of SV notifications for ranges of TNs. Their Customer TN Range Notification Indicator set to TRUE. – Success
	X
	X
	X
	
	X
	

	2.38 SOA – Service Provider does not have any notifications queued. Service Provider aborts their SOA association. Service Provider changes their Customer TN Range Notification Indicator value from TRUE to FALSE and recovery is attempted. – Success
	X
	X
	X
	
	X
	

	2.39 SOA – Service Provider has notifications queued.  Service Provider aborts their SOA association. Service Provider changes their Customer TN Range Notification Indicator value from FALSE to TRUE and recovery is attempted. – Success
	X
	X
	X
	
	X
	

	2.40 SOA – ‘Primary’ Service Provider Personnel initiate notification recovery over their SOA to NPAC Interface to recover a mixture of SV notifications for ranges of TNs for both their ‘Primary’ and ‘Associated’ SPIDs. The Customer TN Range Notification Indicator set to TRUE for both SPIDs. – Success
	X
	X
	X
	
	X
	

	NANC 240 – No Cancellation of SVs Based onExpiration of T2 Timer

	3.1 SOA – Old Service Provider creates a single TN subscription version. New Service Provider does not send create. Timers (T1 & T2) expire. The NPAC Customer No New SP Concurrence Notification Indicator is set to TRUE for both the Old and New Service Providers. The Final Create Window Expiration notification is sent to both Service Providers. The subscription version stays in ‘pending’ status for a tunable amount of time. Verify that subscription version status is changed to ‘cancelled’ after tunable amount of time. – Success
	X
	X
	X
	X
	X
	

	3.2 SOA – Old Service Provider creates a subscription version. New Service Provider does not send create. Timers (T1 & T2) expire. The NPAC Customer No New SP Concurrence Notification Indicator is set to FALSE for both the Old and New Service Providers. The Final Create Window Expiration notification is not sent to either Service Provider. The subscription version stays in ‘pending’ status for a tunable amount of time. – Success
	X
	X
	X
	
	X
	

	3.3 SOA – Old Service Provider creates a subscription version. New Service Provider does not send create. Concurrence Window timers (T1 & T2) expire. After the Concurrence Window timers have expired, the New Service Provider does their create and activates the subscription version The NPAC Customer No New SP Concurrence Notification Indicator is set to TRUE for the New Service Provider and to FALSE for the Old Service Provider. The Final Create Window Expiration notification is sent to the New Service Provider. – Success
	X
	X
	X
	
	X
	

	3.4 SOA – Old Service Provider creates a subscription version. New Service Provider does not send create. Timers (T1 & T2) expire. The NPAC Customer No New SP Concurrence Notification Indicator is set to FALSE for the New Service Provider and to TRUE for the Old Service Provider. The Final Create Window Expiration notification is sent to the Old Service Provider. The subscription version stays in ‘pending’ status for a tunable amount of time. – Success
	X
	X
	X
	
	X
	

	3.5 SOA – Old SP creates a subscription version with authorization flag set to FALSE, New SP does not send create, timers (T1 & T2) expire. The NPAC Customer No New SP Concurrence Notification Indicator is set to TRUE for both the Old and New SPs.  The Final Create Window Expiration notification is sent to both SPs and it contains the cause code. The subscription version stays in ‘conflict’ status. Verify that the SV status is changed to ‘cancelled’ after tunable amount of time. – Success
	X
	X
	X
	
	X
	

	3.6 SOA – Service Provider has the No New SP Concurrence Notification Indicator set to TRUE. Service Provider recovers Final Create Window Expiration notifications during recovery. – Success
	X
	X
	X
	
	X
	

	3.7 SOA – Service Provider has the No New SP Concurrence Notification Indicator set to FALSE. Service Provider does not recover Final Create Window Expiration notifications during recovery. – Success
	X
	X
	X
	
	X
	

	NANC 294 – Change Due Date Edit Functionality in the NPAC SMS for 7pm on Due Date Problems

	4.1 SOA –Old Service Provider Personnel submit a subscription version Concurrence after 7:00PM EST (the next day GMT but same day local time) using the same due date (GMT) as used in the initial creation by the New Service Provider. – Success 
	X
	X
	X
	X
	X
	

	4.2 SOA – Old Service Provider Personnel submit a subscription version Concurrence after 23:59PM (GMT and local time) using the same due date (in GMT) as the New Service Provider specified, which is a date and time for yesterday. – Success 
	X
	X
	X
	X
	X
	

	4.3 SOA – New Service Provider Personnel submit a subscription version Create after 7:00PM EST (the next day GMT but same day local time) using the same due date (in GMT) as used in the initial creation by the Old Service Provider. – Success
	X
	X
	X
	X
	X
	

	4.4 SOA – New Service Provider Personnel submit a subscription version Concurrence after 23:59PM (GMT and local time) using the same due date (in GMT) as the Old Service Provider specified, which is a date and time for yesterday. – Success 
	X
	X
	X
	X
	X
	

	4.5 SOA – Service Provider Personnel (Old or New) do the initial create of a subscription version after 7:00PM EST where the due date is the current date in local time but the next day in GMT. – Error
	X
	X
	X
	X
	X
	

	NANC 328 – Tunable for Long and Short Business Days

	5.1 NPAC and SOA – NPAC Personnel verify that the Long Business Days tunable parameter is defaulted to Sunday through Saturday. NPAC Personnel modify the Long Business Days tunable parameter to a value that does not include today. Both Old SP Port Out and New SP Port In Timers are set to SHORT. New SP Personnel submit an SV Create. Old SP does not concur. After a tunable amount of time the Initial Concurrence Window timer has not expired and the Old SP has not received an OldSP-Concurrence Request notification. NPAC Personnel modify the Long Business Days tunable parameter to a value that does include today. After a tunable amount of time the Initial Concurrence Window timer has expired and the Old SP receives an OldSP-Concurrence Request notification. – Success
	X
	X
	X
	
	X
	

	5.2 NPAC and SOA – NPAC Personnel verify that the Long Business Days tunable parameter is defaulted to Sunday through Saturday.  NPAC Personnel modify the Long Business Days tunable parameter to a value that does not include today. Both Old SP Port Out and New SP Port In Timers are set to LONG. Old SP Personnel submit an SV Create. New SP does not submit his create. After a tunable amount of time the Initial Concurrence Window timer has not expired and the New SP has not received a NewSP-Create Request notification. NPAC Personnel modify the Long Business Days tunable parameter to a value that does include today. After a tunable amount of time the Initial Concurrence Window timer has expired and the New SP receives a NewSP-Create Request notification. – Success 
	X
	X
	X
	
	X
	

	5.3 NPAC and SOA – NPAC Personnel verify that the Short Business Days tunable parameter is defaulted to Monday through Friday. NPAC Personnel set the Short Business Days tunable parameter to a value that does not include today. Both Old SP Port Out and New SP Port In Timers are set to SHORT. Old SP Personnel submit an SV Create. New SP does not submit his create. After a tunable amount of time the Initial Concurrence Window timer has not expired and the Old SP has not received an OldSP-Create Request notification. NPAC Personnel modify the Short Business Days tunable parameter to a value that does include today. After a tunable amount of time the Initial Concurrence Window timer has expired and the Old SP receives an OldSP-Concurrence Request notification. – Success
	X
	X
	X
	
	X
	

	5.4 NPAC and SOA – NPAC Personnel verify that the Short Business Days tunable parameter is defaulted to Monday through Friday. NPAC Personnel set the Short Business Days tunable parameter to a value that does not include today. Both Old SP Port Out and New SP Port In Timers are set to LONG. New SP Personnel submit an SV Create. Old SP does not concur. After a tunable amount of time the Initial Concurrence Window timer has not expired and the Old SP has not received a OldSP-Create Request notification. NPAC Personnel modify the Short Business Days tunable parameter to a value that does include today. After a tunable amount of time the Initial Concurrence Window timer has expired and the Old SP receives an OldSP-Concurrence Request notification. – Success
	X
	X
	X
	
	X
	

	NANC 329 – Prioritization for SOA Notifications

	6.1 NPAC and SOA – NPAC Personnel verify the ‘SOA Notification Priority’ tunable parameter default values for the Service Provider under test (New SP) are set to MEDIUM. New Service Provider Personnel requests NPAC Personnel to modify several of his ‘SOA Notification Priority’ tunable parameter values to NONE then perform activities that would normally result in the NPAC SMS generating the notifications that have been given priorities of NONE.  Service Provider verifies that he does not receive notifications. – Success
	X
	X
	X
	X
	X
	

	6.2 SOA – New Service Provider Personnel verify that they received the notifications according to their SOA Notification Priority settings. – Success
	X
	X
	X
	
	X
	

	6.3 SOA – Old Service Provider Personnel verify that they received the notifications according to their SOA Notification Priority settings. – Success
	X
	X
	X
	
	X
	

	6.4 NPAC and SOA – Service Provider Personnel send a large number of requests to the NPAC that would result in the NPAC SMS generating notifications with multiple priorities for the Service Provider. The Service Provider then aborts their association before receiving the notifications.  After sufficient time has passed for the NPAC SMS to generate all the notifications resulting from the requests the Service Provider re-associates to the NPAC and recovers the missed notifications. Service Provider Personnel verify that they recovered the notifications in order of priority and in the correct format. – Success
	X
	X
	X
	
	X
	

	TOTALS
	363
	363
	257
	104
	319
	81



8. Individual Turn Up Test Scenarios Related to NPAC Release 1.

8.1 
Section 8 contains all test cases written for individual Service Provider Turn Up testing of Release 1.X of the NPAC software.  
With release 3.2.0a of this document, the test cases originally contained in this section were taken out and placed in a standalone Microsoft Word document in order for the document to operate more efficiently.  These test cases can be found in the related file, Cert & Regression Test Plan Chapter 8 thru 3.1. 
9. Individual Turn Up Test Scenarios Related to NPAC Release 2.
Section 9 contains all test cases written for individual Service Provider Turn Up testing of Release 2.0 of the NPAC software.  With this release of test cases a new test case format was defined.  
With release 3.2.0a of this document, the test cases originally contained in this section were taken out and placed in a standalone Microsoft Word document in order for the document to operate more efficiently.  These test cases can be found in the related file, Cert & Regression Test Plan Chapter 9 thru 3.1.
10. Individual Turn Up Test Scenarios Related to NPAC Release 3.
Section 10 contains all test cases written for individual Service Provider Turn Up testing of Release 3.0.x of the NPAC software.  
With release 3.2.0a of this document, the test cases for this section were placed in a standalone Microsoft Word document in order for the document to operate more efficiently.  These test cases can be found in the related file, Cert & Regression Test Plan Chapter 10 thru 3.1,
11. Individual Turn Up Test Scenarios Related to NPAC Release 3.1.
Section 11 contains all test cases written for individual Service Provider Turn Up testing of Release 3.1.X of the NPAC software.  
With release 3.2.0a of this document, the test cases for this section were placed in a standalone Microsoft Word document in order for the document to operate more efficiently.  These test cases can be found in the related file, Cert & Regression Test Plan Chapter 11 thru 3.1.
End of Document
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