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Introduction

The following is offered as a framework for the introduction of performance-related requirements to the LSMS systems.  Also included are suggested methods for validating and monitoring the recommended requirements. The requirements are divided into four categories; Performance, Stability, Availability, and Functionality.  

Performance-Related Requirements

Performance

Lockheed Martin and the industry have defined a service level requirement for measuring the NPAC’s performance.  These requirements are defined in Exhibit N of the Master contract.  We recommend that the LSMSs should also meet the same requirement.  

Stability

As porting volumes increase it is becoming increasingly important that all LSMSs be capable of reliably receiving downloads while retaining their association under heavier loads.  To this end, the LNPA should develop a measurement of stability under load that can be performed on LSMSs in an isolated test environment.  This measurement could consist of the maximum number of TN downloads, including large ranges, an LSMS is capable of handling in one hour, without failure of the system or its association to the NPAC.  While the volumes of transactions don’t need to be consistent with Exhibit N the mix of transactions should, i.e. 80% of the TNs should be in ranges and 20% single TNs.  Since this is not simply a test of the interface, the LSMS being tested should replicate a full LSMS environment.  That is, it should perform all of the functions and activities that a production LSMS would perform in a live environment (e.g., SCP updates).  

Availability / Reliability

The NPAC is a mission critical system which requires 99.9% availability.  LSMSs should target the same 99.9% availability level.  While we recognise that the failure of an LSMS is not as detrimental to the industry as an NPAC SMS failure, it too, has the potential of adversely affecting subscriber and service provider service, and therefore should be avoided.  Scheduled downtime should also be restricted to a level acceptable to the industry.  

A contributing factor to availability, from a network perspective, is network diversity.  We recommend that each LSMS has, at least, one connection to the Chicago NPAC and one connection to the Tarrytown NPAC.  Each NPAC site is configured with dual routers to allow for the provisioning of four links, two to each site.  This not only provides site diversity but hardware diversity at each site.  

Functionality

It is important to ensure that performance affecting functionality be fully and properly supported by LSMS systems.  Lockheed Martin recommends that the LNPA (or a subcommittee) develop a list of required functionality for LSMSs.  This decision should then become a standard aspect of the Change Order development process.  Examples of functionality that should be considered required are: LSMS recovery, support for large ranges, and notification handling.  

Validation

Testing to validate the recommended requirements should occur in an isolated test environment.  This new approach would require a standard test harness capable of testing the limits of LSMS performance.  This environment would give LSMS vendors the ability to validate their system’s performance, and provide their customers with an objective view of the various LSMS systems’ capabilities.  This test environment would be capable of sending and receiving downloads, messages, and notifications; to and from the LSMS at tuneable rates.  It would be capable of measuring the “exhibit N-like” download receipt rates as well as performing the stability tests.

On-going Monitoring

A monthly report, such as the one produced for the Slow Horse Task Force, is an effective way of monitoring the LNP environment for performance problems.  

